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Preface

Oracle Internet File System (Oracle iFS) is a file system and development platform
that runs as part of the Oracle8i database. From the perspective of an end user,
Oracle iFS functions similarly to a standard file server, organizing files into
hierarchies of folders.

Oracle iFS combines file, Web, e-mail, and database servers into a single server
application and a single repository. Data previously stored on separate machines,
managed by separate server applications, can be integrated into a single repository.
Users and applications can access the contents of Oracle iFS through several
network protocols, such as FTP, Windows (SMB), and HTTP, as well as through
relational database operations. As an administrator, you can secure, back up,
restore, and monitor all of this data using different administration tools.

Intended Audience

This manual is intended for system administrators. It provides an introduction to
Oracle iFS and describes the configuration, customization, and management tasks
you will perform as an Oracle iFS server administrator.

Skills Required to Administer Oracle /FS
You need the following skills to perform basic administrative functions with Oracle
iFS:

« Experience administering systems running the networking protocols used in
Oracle iFS. These include Windows (SMB)/CIFS (the protocol for Windows
networks), FTP, HTTP, IMAP4, and SMTP.



« Familiarity with Internet technologies. Since Oracle iFS serves web pages
representing the file system, relies on XML for system configuration data, and
uses Java as the language of server-side application development, familiarity
with these technologies is essential.

« Experience administering an Oracle database. The administrator needs to be
acquainted with relational database principles as well as the tools used to
administer an Oracle database.

« Familiarity with the Java Runtime Environment (JRE) and the Java Developer’s
Kit (JDK).

Structure of this Guide
This manual contains thirteen chapters and two appendices:
Chapter 1 Getting Started with  Introduces Oracle iFS, the administration

Oracle iFS tools, out-of-the-box and customized
setup, and maintenance issues.

Chapter 2 Starting Oracle iFS Describes the necessary steps to starting

Oracle iFS.
Chapter 3 Using Oracle iFS Describes using Oracle iFS Manager, the
Manager tool used to administer Oracle iFS as an
extension of Oracle Enterprise Manager.
Chapter 4 Task 1: Set Up the Describes the folder hierarchy in Oracle
Folder Hierarchy iFS, how to plan your folder hierarchy, and

how to use the administration tools to
create and define security for folders.

Chapter 5 Task 2: Add Usersand Describes users and groups in Oracle iFS,

Groups and the administration tasks used to create,
modify, and delete them.
Chapter 6 Task 3: Load Files into Describes the five ways to load files into
Oracle iFS Oracle iFS, how to assign access
permissions, and how to upload files.
Chapter 7 Task 4: Set Up Describes user and file security, including
Security Access Control Lists (ACLs), and how to
define them.
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Chapter 8 Using Server Manager Describes starting and stopping the servers

to Start and Stop using Server Manager and working with
Servers the protocol servers.

Chapter 9 Configuration and Describes configuration and maintenance
Back Up functions.

Chapter 10 Using Oracle iFS Describes the various development tasks
Manager for which can be performed using Oracle iFS

Development Tasks Manager, such as creating class objects and
value defaults.

Chapter 11 Oracle iFS Repository Shows how to use the Oracle iFS repository

Views views to administer Oracle iFS.
Chapter 12 What Your Users Describes basic information your users
Need to Know need to get started using Oracle iFS.

Chapter 13 Oracle iFS Log Files Describes troubleshooting information for
and Troubleshooting  problem solving.

Information
Appendix A Command Line Describes using the Command Line
Utilities Reference Utilities for administering Oracle iFS.

Appendix B Secondary Properties Describes Oracle iFS properties and
provides example of settings.

Related Documents

For more information on Oracle iFS, see the following manuals which are included
with Oracle iFS:

«  Oracle Internet File System Installation Guide
«  Oracle Internet File System Quick Tour

«  Oracle Internet File System User’s Guide

«  Oracle Internet File System Developer’s Guide
«  Oracle Internet File System XML Reference

For more information on the Oracle8i database, see the documentation for Oracle8i.
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The following developer documentation is available in the Documentation section
of the Oracle iFS listing on OTN (Oracle Technology Network):

Oracle Internet File System Javadoc Describes the packages, classes, and
methods of the Oracle iFS API.

Oracle Internet File System Class Reference Provides a listing of the class
hierarchy and describes the attributes
of the Java classes.
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Getting Started with Oracle /FS

Oracle iFS provides a mechanism for creating, storing, and managing various types
of information in a common repository for users to access and update. This chapter
gives you a brief look at Oracle iFS, how it is used out-of-the-box, customization
features, the various administration tools, and the tasks an administrator needs to
perform to set up, customize, and maintain Oracle iFS. Topics include:

What is Oracle iFS?

Oracle iFS Components

Oracle iFS Uses Three Types of Objects
Setting Up Oracle iFS is a Four-Step Process

The Five Administration Tools
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What is Oracle /FS?

Oracle iFS is a file system running on top of a database. In essence, Oracle iFS
provides the paradigm translation between file systems and databases. These two
separate worlds of data storage meet in Oracle iFS. For file system users, Oracle iFS
behaves as if it were a standard file server, organizing files into hierarchies of
folders. Users may not realize that the data is stored in a database, since Oracle iFS
behaves just like any file, web, or e-mail server and the end user does not have to
interact directly with the database.

Oracle iFS actually stores files in a relational database, rather than on a local hard
drive. Administrators can perform many tasks using Oracle iFS that are not possible
using standard file systems.

The following definitions of Oracle iFS components may help you to better
understand Oracle iFS.

Benefits of Using Oracle iFS

The benefits of using Oracle iFS include simplified administration, universal access
to information for end users, application development, and National Language
Support. Each section below describes these benefits.

Simplified Administration

For administrators, Oracle iFS has several advantages, resulting from storing data
and running services within the Oracle8i database and supporting standards:

« Simplified system maintenance—Access and performance for both the Oracle
database and Oracle iFS improves when you scale the system to new machines,
add processors for performance, or perform other maintenance tasks. File
storage and access, e-mail, and application performance automatically improve.

« Simplified system security—Administrators can manage security for files,
e-mail messages, web pages, and relational data within the same system, using
the same tools.

« Simplified backup—Backing up the Oracle8i database automatically backs up
files, messaging, and other contents of Oracle iFS.
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End Users
End users get the following benefits from Oracle iFS:

« Universal Access to Information—Users can access the contents of Oracle iFS
through Windows Explorer, any Web browser, e-mail clients, and FTP clients.
Users can view a file directly in Oracle iFS by double-clicking it in Windows
Explorer.

« Different Clients, Same Functionality—The Web interface provides the
functionality for checking out files, creating new versions, and searching for
files.

« Advanced Searches—The search capabilities of Oracle iFS far surpass anything
possible in file systems. Not only is it easier to find a single file by searching for
its external attributes and its content, but users can perform searches across
different file types. For example, a user could search for all the Word files that
contain references to Project X, as well as presentations, images, e-mails, web
pages, and other files that relate to that project. Oracle iFS indexes all content
automatically; searching is faster because Oracle iFS searches the index, not the
files’ content.

« File Management and Security—If users need to share files while still
controlling access to them, users can enforce check in/check out procedures, as
well as control the privileges of other users to view, edit, or delete files.

Users can also lock or unlock files. Locking a file prevents anyone from
modifying the same file.

« Backing Up Data—Files stored in Oracle iFS are backed up as often as the
database itself, so that they can be restored from backups when needed.

Application Development

Extending Oracle iFS Classes To customize the system to meet specific needs,
developers can extend the Oracle iFS classes to add custom attributes.

XML Support This structured format is entirely composed of attributes. The

SimpleXMLParser, which comes with Oracle iFS, enables developers to create
documents with custom attributes without writing Java code.
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National Language Support

Oracle iFS supports storing documents of different character sets. For example, an
international company can store German and Japanese documents in a single file
system. More importantly, you will be able to search on these multi-lingual
documents.

Files: A Definition

A file in Oracle iFS is any type of electronic data that end users store in Oracle iFS,
including all types of word processing files, presentations, graphic images, HTML
web pages, spreadsheets, e-mail messages, and so on. Files may be complex in
nature, consisting of both structured data components, such as attributes, and
unstructured data components, such as document content. Files loaded into Oracle
iFS are parsed without customization. Files are also parsed to extract attributes.

Oracle iFS Service

An Oracle iFS process runs in a single Java Virtual Machine (JVM). An example of
an Oracle iFS process is an File Transfer Protocol (FTP) server or the Server Message
Block (SMB) server. Each Oracle iFS process has an Oracle iFS service which
manages the interaction with the database.

An Oracle iFS service is configured by a service properties file which contains
information such as connection pool sizes and cache sizes. Multiple Oracle iFS
services can share the same properties file.

If you use Oracle iFS out of the box:
« Each protocol server has its own Oracle iFS service.

« Each of these Oracle iFS services has its own name and therefore, service
properties file.

« Each of these service properties files points to the same database instance and
database schema.

The Oracle HTTP Server

The Oracle HTTP Server is a component of Oracle8i, Release 3 (8.1.7) and the Oracle
Internet Application Server (iAS). This HTTP server provides an Oracle
implementation of the Apache Web Server, version 1.3.12 that works in conjunction
with Jserv 1.0. In addition, Oracle HTTP Server also includes the Oracle Java Server
Pages (JSP) engine.
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See Also

Although Oracle iFS ships the Java Web Server (JWS), version 2. 0, and is the default
Web server, Oracle iFS has also been certified to work with the Oracle Apache Web
Server. The Oracle Apache Web Server is an additional service provided to facilitate
customers who want to use Apache as their Web server.

Apache JServ is a 100% pure Java servlet engine fully compliant with the 2.0
specification of the JavaSoft Java Servlet API.

« For more information on service properties files, see Appendix B, "Secondary
Properties".

« For more information on how to configure the Apache Web Server and the Jserv
Servlet engine, see the Oracle HTTP Server Release Manual, version 1.3.12.

« For more information on application development, see Chapter 10, "Using
Oracle iFS Manager for Development Tasks".

« For more information on the language and character sets that Oracle iFS
supports, see the Oracle Internet File System Installation Guide.

Oracle /FS Components

The Oracle iFS system is divided into three layers. Figure 1-1 demonstrates these
concepts.

Protocols—The protocols are the familiar interfaces with which the end user
interacts. Because these are standard protocols, users are not even aware that their
files are being stored in a database.

Services—This layer provides actions on the repository, such as parsing and
rendering. Developers can extend the repository’s behavior by adding their custom
business logic. For example, a developer may write his or her own custom agent or
override.

Storage—The repository is the Oracle iFS foundation, storing both relational data
and file information.

Note: Remember that the Oracle iFS repository is owned by
i fssys user.
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Oracle iFS Uses Three Types of Objects

Figure 1-1 Oracle iFS Components
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Oracle /FS Uses Three Types of Objects

Oracle iFS is based on three main objects. Users will be aware of these objects;
however, as the administrator, you will see the underlying ways in which Oracle iFS
actually classifies and stores files, folders, and other file system components. Oracle
iFS uses a combination of relational and object-oriented concepts in defining the
repository.

« Public Objects—These objects are the most common objects in the Oracle iFS
repository and may be manipulated by end users. Public objects can be placed
in folders. Access to them is controlled by Access Control Lists (ACLS).

« Schema Objects—These objects define the class hierarchy, the object attributes,
and validation. The class hierarchy shows which child classes inherit from

1-6 Setup and Administration Guide



Setting Up Oracle iFS is a Four-Step Process

See Also

which parent classes. Only an administrator can create, modify, or delete
schema objects. Examples of schema objects are class objects and class domains.

System Objects—These objects pertain to the overall Oracle iFS system. Only an
administrator can create, modify, or delete system objects. Examples of system
objects are formats and policies.

For more information on the folder hierarchy, see Chapter 10, "Using Oracle iFS
Manager for Development Tasks".

Setting Up Oracle /FS is a Four-Step Process

To set up Oracle iFS, you must complete four steps:

1.

Plan your system and set up the folder hierarchy: Before using Oracle iFS,
define the structure of the folder hierarchy based on organization structure,
information or workflow, or user recommendations.

Add users and groups: After planning and setting up your folder hierarchy, add
the users and define groups of users to make administration and the
applications of ACLs to files easier.

Load files into Oracle iFS: Migrate your data into Oracle iFS from your legacy
file systems.

Set up security: Security covers access to the Oracle iFS system and its various
functions, and access to particular folders and files. Identify those users who
need administration privileges to manage their department and folder
hierarchy. Define the basic ACLs to apply to files. As you add users, you assign
passwords.

Note: Itis recommended that you change the system user’s
password because it is published in this guide. Anyone can access
the administrator account if the password is not changed. For
information on changing the password, see Chapter 5, "Task 2: Add
Users and Groups".
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Task 1: Plan Your System and Set Up the Folder Hierarchy

The folder hierarchy is a very important component of Oracle iFS. It is a
representation of how the files in the repository are organized. It is familiar to all
users and makes organizing and browsing information easy. An important
prerequisite is to model how you want to organize the file hierarchy. For example:
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When constructing your folder hierarchy, answer these questions:
«  Who will be using Oracle iFS?
«  What protocol servers do you need to run?

«  What kinds of users will be using Oracle iFS? Do you want to accommodate
guest users, or give administrative permissions to some users or developers?

« Do users naturally group together? Should you set up groups within groups?
«  What kinds of access should be allowed to files?

«  What types of files do you have? Do they include .doc, .txt, .html, or .xml?
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Task 2: Add Users and Groups

After setting up the folder hierarchy, create users and groups. Oracle iFS users are
the end users who use Oracle iFS as a file management system. Groups are
composed of users that are related in some way. For example, the Marketing group
could contain all of the members of the corporate marketing organization.

There are no groups provided with a new Oracle iFS installation.

Task 3: Load Files into Oracle iFS
It may be necessary to migrate your data from your legacy systems. This process
requires you to manually transfer the data to the new environment.
There are four different ways to load files into Oracle iFS:

« Drag and drop—In Windows Explorer (if the SMB or NTFS server is running)
and the Web interface (if the Web server is running), you can drag and drop
files into Oracle iFS as well as build the folder hierarchy.

« FTP—If the File Transfer Protocol (FTP) server is running, use any FTP client to
load files into Oracle iFS. FTP is the most efficient protocol to use for bulk file
loading.

« Upload by Browse—Use the Web interface to select a single file to upload to
Oracle iFS. This method allows you to upload only one file at a time.

« Command Line Utilities—Use the Command Line Utilities to load one file at a
time into Oracle iFS.

Task 4. Set Up Security

Now that you have established the folder hierarchy, created users and groups, and
loaded files into Oracle iFS, you can set up security for these items in Oracle iFS.
Security in Oracle iFS is defined using Access Control Lists (ACLs). An ACL is a list
of users and groups with a set of access permissions. The ACL is applied to a file or
folder to grant the defined access settings for the users and groups in the list.

The following ACLs are supplied out-of-the-box:
« PUBLIC—AII users have all permissions.

« PUBLISHED—AII users have read permissions, and can view, but not edit, the
attributes or content. The owner has all permissions.

« PRIVATE—The owner has all permissions; no other users have access. This is
the default ACL.
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PROTECTED—To be used for folders; users can add and remove files, but they
cannot rename or delete the folder in which the file resides. The owner has all
permissions.

For more information on planning your file system and setting up your folder
hierarchy, see Chapter 4, "Task 1: Set Up the Folder Hierarchy".

For more information on creating users and groups in Oracle iFS, see Chapter 5,
"Task 2: Add Users and Groups".

For more information on loading files into Oracle iFS, see Chapter 6, "Task 3:
Load Files into Oracle iFS".

For more information on setting up security in Oracle iFS, see Chapter 7, "Task
4: Set Up Security".

The Five Administration Tools

Oracle iFS provides administrative capabilities in four tools:

Oracle iFS Manager
Web interface
Command Line Utilities
XML configuration files

Server Manager

Oracle iFS Manager is the tool to use for most administration tasks. The Web
interface is the easiest tool to use, though limited in its administrative functionality.
The Command Line Utilities are used for administrators familiar with the command
line. XML configuration files can be used to streamline the creation of large
numbers of repository objects. You use Server Manager to manage and monitor the
servers and agents for Oracle iFS.

Use Oracle iFS Manager As An Extension of OEM

Oracle iFS Manager uses the OEM toolkit and framework to provide a single-point
administration tool. For an illustration of the Oracle iFS Manager interface as it
looks after logging in, see Figure 1-2, Oracle iFS Manager.
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Using Oracle iFS Manager, you can perform both administrative tasks and
development tasks. Oracle iFS Manager also contains a built-in file system browser
to navigate the folder hierarchy of Oracle iFS and includes access to the Server
Manager interface.

Figure 1-2 Oracle iFS Manager
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Administrative tasks include creating and modifying:

Users—Users are the end users who use Oracle iFS as a file management
system.

Groups—BYy assigning users to groups, administration and maintenance is
easier. Instead of adding each user to an Access Control List interface for a file
or folder individually, you can add a group of users all at the same time and
manage multiple users a single group.

ACLs—Security for all objects, including folders and files, is maintained
through ACLs. An ACL specifies the permissions granted to or revoked for a
particular user or group.

Mount Points—Mount points in Oracle iFS are named directories which can be
accessed through Windows (SMB) and the Web interface.

Development tasks include creating and modifying:

Class Objects—A class object represents a class with instances that are
persistently stored and managed by the Oracle iFS server.

Class domains—A class domain limits specific classes for attributes that point
to objects.

Value domains—A value domain specifies valid attribute values. A value
domain can be a list or a range.

Value defaults—A value default specifies an initial value for an attribute if none
is given.

Formats/Mimetypes—The format of a document specifies the way the
document information is stored, indexed or not.

Register parsers—A custom parser and a custom XML parser can be registered
to a file extension.

Register renderers—A custom renderer can be registered to a specific class.

Register Java Server Page (JSP) Lookups—A custom Java Server Page (JSP) can
be registered to a specific class.
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Use the Web Interface for Basic Tasks

The advantage to using the Web interface to administer Oracle iFS is that it can be
used on any platform and is accessible from any machine that has a browser. For an
illustration of the Web interface as it looks after logging in, see Figure 1-3, Web
Interface.

The Web interface is the best tool available when completing the following simple
tasks:

Creating a single user or group.
Displaying all users or groups.
Editing a user’s profile.
Changing a user’s password.

Modifying ACLs by adding or removing Access Control Entries (ACEs) for
users and groups.

Applying an Access Control List (ACL) to a document or folder.
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Figure 1-3 Oracle iFS Web Interface
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Use XML Configuration Files to Create Repository Objects

The XML configuration files provide a convenient shortcut for creating users, ACLs,
and other repository components. Using XML, you can create the same Oracle iFS
setup on another server.

For example, this XML file creates a new user:

<S npl elser >
<User Nane>gki ng</ User Nane>
<Passwor d>i f s</ Passwor d>
<D sti ngui shedNarmeSuf f i x>. your conpany. cons/ O st i ngui shedNaneSuf fi x>
<Adnm nEnabl ed>t r ue</ Adm nEnabl ed>
<HoneFol der Root >/ home</ HoneFol der Root >
<BEmai | Addr essSuf f i x>@our conpany. conx/ Emai | Addr essSuf fi x>
</ S npl elser >

When you create objects using XML, you can use the Windows or Web interfaces, or
FTP to load the file into Oracle iFS. When you load the file, it must be parsed in
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order to create the objects specified in the XML file. Parsing occurs automatically, as
necessary.

Use the Command Line Utilities for Regular Maintenance

The Command Line Utilities allow you to access and manipulate the Oracle iFS
objects at a very detailed level. The Command Line Utilities provide functionality
and commands that are similar to UNIX commands with additional capabilities
specific to Oracle iFS. Usually, you would use the Command Line Utility if you
have Oracle iFS Manager installed on the client-side, but do not have it installed on
the server-side.

Using the Command Line Utilities, you can browse Oracle iFS, list and modify an
object’s attributes, create new folders and files, and perform simple searches.

In addition, you can write any operating system script, such as Perl, and
incorporate the Command Line Utilities commands. You can also write a batch
script, comprised entirely of Command Line Utilities commands, to be executed
regularly.

Use Server Manager to Manage and Monitor the Running Servers and Agents

See Also

Using Server Manager, you can start, stop, suspend, resume, and list information
for the various servers and agents. You can also use Server Manager to manage the
servers and agents remotely from other machines from which the agents and
servers may be running. In this way;, it is possible to have protocol servers running
on different machines, yet managed from a single Server Manager. Server Manager
itself is a server, so one Server Manager can manage any other Server Managers in
the system.

« For more information on using the Web interface, see the Oracle Internet File
System User’s Guide.

« For more information on using XML configuration files to create users and
groups, see Chapter 5, "Task 2: Add Users and Groups".

« Foracomplete listing of Command Line utilities, see Appendix A, "Command
Line Utilities Reference".

« For more information on using Server Manager, see Chapter 2, "Starting Oracle
iFS" and Chapter 8, "Using Server Manager to Start and Stop Servers".

Getting Started with Oracle iFS 1-15



The Five Administration Tools

1-16 Setup and Administration Guide



2

Starting Oracle IFS

To use Oracle iFS, you must start the servers and agents used by Oracle iFS. This
chapter shows you how to start Oracle iFS. Topics include:

« Starting Oracle iFS

« Starting Server Manager

« Stopping Oracle iFS

« Starting the JWS

« Configuring the System for Optimal Performance

« Logging In as the Administrator for the First Time
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Starting Oracle IFS

See Also

Before you can use Oracle iFS, you must first start the servers and agents used by
Oracle iFS. These processes used by Oracle iFS are managed using Server Manager.
This tool provides managing and monitoring capabilities for the Oracle iFS servers
and agents.

To start the servers and agents, you must first start Server Manager. To do this, use a
command line on the same machine where Oracle iFS is installed.

Server Manager can be run in two different ways: interactively or running in the
background. Running Server Manager in the background is recommended if it will
have any agents running. This avoids the possibility of mistakenly exiting out of
Server Manager and shutting down all the running agents and protocol servers it
was managing. An interactive Server Manager can be used to monitor any agents,
protocol servers and other server managers in the system.

When Server Manager is started, the agents, if specified in the definition file, are
also started. Starting all the agents and protocol servers may take a few minutes
depending upon the number of agents and available hardware resources.

For an introduction to Server Manager and to learn about the various commands to
use with Server Manager, see Chapter 8, "Using Server Manager to Start and Stop
Servers".

Starting Server Manager

To start Server Manager, use the i f sst art command. This starts Server Manager
running in the background. Thei f sst art command is found in the following
directory:

Platform Directory
UNIX $ORACLE_HOWE/ i f s<ver si on>/ bin
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ bi n

Youcanusetheifsstart -hcommand to access help.
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Using ifstart on UNIX

On UNIX, you can use thei f sst art command with parameters. Use the following

syntax:

i fsstart

[-w [-a] [p]

When Server Manager is started, a dialog displays where you must enter the

following:

« Oracle iFS username—If nothing is entered, the default is syst em

« Oracle iFS password—The username’s password.

« Oracle iFS service name—The default is ServerManager.

« Oracle iFS schema password—The schema password.

The following parameters may be passed to the i f sst art command:

Parameter

Description

no parameters

Two Server Managers are started in the background and load all
agents in the definition files and start all agents that have a
TRUE setting for the "Start" parameter. By default, all agents
including any External Server Agents for the protocols selected
in the Oracle iFS configuration process are set to true. If the Java
Web Server (JWS) was selected in the Oracle iFS configuration
process, then it is started. The Sendmail process is also started.

For UNIX only. Server Manager loads all agents in the definition
file and starts all agents, including External Server Agents that
have a TRUE setting for the "Start" parameter. The Sendmail
process is started. JWS is not started.

For UNIX only. Server Manager starts all agents that have a
TRUE setting for the "Start" parameter, excluding all External
Server Agents even if they have a TRUE setting. This parameter
also starts the Sendmail process and the JWS if selected in the
Oracle iFS configuration process.

For UNIX only. Server Manager starts all External Server agents
with a TRUE setting for the "Start" parameter. This flag also
starts the Sendmail process and JWS if selected in the Oracle iFS
configuration process.

If you choose to run Server Manager in the background, after using the i f sst art
command, there is no information displayed.
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Using ifsstart on Windows NT

On Windows NT, you can simply use the i f sst art command from a command
prompt to start Server Manager. You must be in the %0RACLE_HOVE%directory.

Using the ifssvrmgr Command

Thei f ssvrngr command is used to start the default Server Manager to monitor
the system or to start with a custom definition file. This starts Server Manager
interactively on either UNIX or Windows NT. You can use the i f ssvr nmgr
command with or without a definition file specified. The i f ssvr ngr file is found
in the following directory:

Platform Directory
UNIX $ORACLE_HOWE/ i f s<ver si on>/ bin
Windows NT YORACLE_HOVE% i f s<ver si on>\ bi n

Use the following syntax:
i fssvrngr [<definition_filename>]

The following parameters are passed to the i f svr ngr command:

Parameter Description

no parameters Server Manager runs interactively with no agents loaded. This
Server Manager can be used to monitor and manage the agents
and servers in the system.

definition_filenane Server Manager runs interactively, using the specified custom
definition file to load and start the agents as indicated by the
"Start" parameter. This Server Manager can be used to monitor
and manage the agents and servers in the system.

Note: The specification must be an aboluste or relative path and
the definition file.
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Stopping Oracle IFS

Use Server Manager to shut down any running agents and protocol servers it was
managing. The i f sst op command will automatcially shut these processes down,
and will stop the JWS and the Sendmail process, if they are running.

There are three different ways to shut down Oracle iFS servers:
« Shut down all agents and servers in the Oracle iFS system.
« Shut down all agents and servers managed by a specific Server Manager.

« Shut down specific an agent or server managed by a specific Server Manager.

Shutting Down All Agents and Servers in Oracle iFS

To shut down all agents and servers in Oracle iFS, use the i f sst op command. The
i f sst op command will shut down all agents, protocol servers and Server Manager
started with the i f sst art command. i f sst op will also stop JWS and the
Sendmail process, if running. Thei f sst op command is found in the following

directory:

Platform Directory

UNIX $ORACLE_HOWE/ i f s<versi on>/bin
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ bi n
Syntax:

i fsstop

Note: You must use thei f sst op command from the %0ORACLE_
HOVE%directory. This command returns an error if used from a
Server Manager prompt.

After running the i f sst op command, you will be prompted to enter the following
information:

« Java Web Server (JWS) administrator password—The password for the JWS
administrator user (default is admin).
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« Oracle iFS username—If nothing is entered, the default is syst em
« Oracle iFS password—The username’s password.
« Oracle iFS service name—The default is ServerManager.

« Oracle iFS schema password—The schema password.

Shutting Down All Agents and Servers Managed by a Specific Server Manager

To shut down all agents and servers managed by a specific Server Manager, you
must run the st op server <server_nanager >command from a Server
Manager interactive session. All running agents and protocols servers managed by
the Server Manager specified will be shut down, including the specified Server
Manager. JWS and Sendmail cannot be stopped with this command.

Syntax:
stop server <server_manager>

Parameters:
<server _nmanager > The name or ID of a Server Manager

Shutting Down Specific Agents or Servers Managed by a Specific Server Manager

To shut down specific agents or servers managed by a specific Server Manager, you
must run the stop server <server_nanme> -m <server_mnanager > or the
stop agent <agent_nanme> -m <server_nanager > command from a Server
Manager interactive session. The specified agent or protocol server managed by the
specified Server Manager will be shut down. JWS and Sendmail cannot be stopped
with this command.

Syntax:
stop server <server_nanme> -m <server_nanager >

stop agent <agent_name> -m <server_manager >
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Parameters:

server_nane The name of the protocol server being managed by the
specified Server Manager to be shut down. The associated
External Service agent will also be shut down automatically.

agent _nane The name of the agent being managed by the specified Server

manager to be shut down. If the agent is an external service
agent, the associated protocol server will also be shut down
automatically.

server _manager The name or ID of a Server Manager.

Starting the JWS

See Also

Oracle iFS provides the standard implementation of the Sun Java Web Server 2.0 as
part of its distribution. Before using the Web interface to administer Oracle iFS, you
must start the Web server. To do this, use the i f sst art command, which starts all
protocol servers. To administer the Java Web Server, log into port 1717 using HTTP.

To start the Web server independently, use the i f sj wsst art file located in the
following directory:

Platform Location
UNIX $ORACLE_HOVE/ i f s<ver si on>/ bin
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ bi n

« For more information on using the i f sst art command, see Chapter 8, "Using
Server Manager to Start and Stop Servers".
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Configuring the System for Optimal Performance

Before running Oracle iFS, it is important to understand how to configure the
system for optimal performance. There are three types of files to be recognized. The
following table lists the file, gives a brief description, and the location:

File Description Location

Properties files Used to configure $ORACLE_

Oracle iFS services HOWE/ i f s<ver si on>/ settings/oracle/ifs/
' server/properties/
<servi ce-name>. properties

Definition files Used to configure $ORACLE_HOWVE/ i f s<ver si on>/ settings/
Server Manager and <server - nane>. def
protocol servers.

Log files Used by Server $ORACLE_HOMWE/ i f s<ver si on>/ | og/
Manager and protocol ~ <server - name>. | og
servers for logging
activity and error
conditions.

Property Descriptions

Use a text editor to edit the following properties in the Properties file. These
properties are configured during installation.

Property Specifies Example

Database Properties

User The name of the Oracle S schema  User =i f ssys
(the Oracle user that owns the Oracle
IFS schema). Required; no default
value.

Dri ver The fully-qualified class of the Java driver=oracl e. dbc. driver. Qacl eDriver
JDBC driver to use when connecting
to the Oracle8i database. Required.

Dat abasel | Which database to connect to, Dat abaseUr | =j dbc: or acl e: oci 8: @ nsnanme
depending on the JDBC driver.
Required; no default value.
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Note: The driver property has a fixed value and should not be
modified.

Secondary Properties

There are several secondary properties you may modify, including Server, User
Session, and Tracing properties. Oracle Corporation recommends that you retain the
default settings for these secondary properties. Refer to Appendix B, "Secondary
Properties" for a list of these secondary properties.

Using Analyze

To maintain peak performance, it is important for the Oracle8i database to know the
storage distribution of the files in Oracle iFS. It is recommended that you run
analyze to update the database statistics, especially after adding large numbers of
documents, such as after a bulk load.

You will need to run analyze more often when you first install Oracle iFS. Adding
two-hundred documents to an existing five-hundred documents has a larger impact
than adding two-hundred documents to ten-thousand documents.

See Also

« For more information on configuration, see the Oracle Internet File System
Installation Guide.
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Logging In as the Administrator for the First Time

Logging in to any Oracle iFS tool for the first time is a simple process. Oracle iFS
Manager does not require you to start a server. Before using the Web interface,
however, you must start the Java Web Server. To use the Command Line Utilities,
you must start the Command Line Protocol server (CUP).

Starting and Logging in to Oracle /IFS Manager

To start Oracle iFS Manager, run the i f smgr script installed with Oracle iFS from a
command line prompt. This script is located in the following directory:

Platform Directory
UNIX $ORACLE_HOWE/ i f s<ver si on>/ bin
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ bi n

This directory contains either i f sngr . bat for Windows NT machines or
i fsmgr. sh for UNIX machines.

When Oracle iFS Manager starts, the Login window displays.

Oracle iF5 Manager Connect Information

Username: |system
FPassword: |"‘“*“*
iFS Senvice: [ItsDefault
Database Service: |ifsdb

iFS Schema: |ifssys

iFS Schema Passward: [~

Change iFS Service
QK Cancel Help

Copyright 0@ Oracle Corporation 1999-2000. All rights reserved.
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Enter a username and password (the default administrator login is
system/manager).

Notice that the following fields are grayed out. They display information for the
underlying Oracle iFS Service:

« Oracle iFS Service—The property settings for the Oracle iFS Service. This
field is not editable, but you can change it by clicking Change Oracle iFS
Service.

« Database Service—The Oracle database Net8 Service Name. This field is not
editable and is determined by the Oracle iFS Service field.

« Oracle iFS Schema—The Oracle database schema name for the Oracle iFS
repository. This field is not editable and is determined by the Oracle iFS
Service field.

Enter the Oracle iFS Schema Password.

Click OK to complete the logon process.
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The main window for Oracle iFS Manager displays:

Eﬂlacle iIF5 Manager

Administrator's Tasks

E-_JUser Groups

Enterprise

B-_JAccess Control Lists

e-IMount Points Manager

Developer's Tasks
CHClass Objects

gﬁ PUBLICOBJECT

SIS RN Sl Y

4 SCHEMAOBJECT

4 SYETEMOBJECT
EB-Class Domains
E-_JValue Domains
B-_JValue Defaults
E-_JFarmats/Mimetypes

The following table lists the default users in a new Oracle iFS installation:

Username Password Description

system manager User with administrator permissions. It is recommended
that the password be changed when you first login. This
system user is an Oracle iFS user and is not necessarily
the database user, system/manager.

scott tiger A sample user without administrator permissions.

guest welcome A guest user to allow anonymous access to Oracle iFS.
The guest user has access to the Zifs/public Folder and
any other folders and documents with the Public,
Published, or Protected ACL.
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Note: The guest user is required by Oracle iFS File Transfer
Protocol (FTP) and the Command Line Utility Protocol (CUP) to
function correctly. If the guest user is deleted, you will not be able
to log into FTP or CUP.

Tips
To change the Oracle iFS Service, click the Change Oracle iFS Service button. Enter a
new Oracle iFS Service in the field provided and click OK. This step is optional.

See Also

For more information on logging into the Web interface and using it to administer
Oracle iFS, see the Internet File System User’s Guide.

Starting Oracle iIFS 2-13



Logging In as the Administrator for the First Time

2-14 Setup and Administration Guide



3

Using Oracle /FS Manager

Oracle iFS Manager is the primary tool used to administer Oracle iFS. This chapter
introduces Oracle iFS Manager and describes how to use it. Topics include:

Oracle iFS Manager: An Overview

Parts of the Oracle iFS Manager Window

Using Create and Create Like to Create New Objects
Working with Property Sheets

Getting Help
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Oracle /FS Manager: An Overview

Oracle iFS Manager is an administration application that manages Oracle
iFS-specific system objects and processes. It is an Oracle Enterprise Manager (OEM)
extension, but currently can only be launched as a stand-alone application.

Oracle iFS Manager provides a powerful and easy-to-use graphical interface, and is
divided between administrative tasks and developmental tasks. The following
administrative tasks can be performed using Oracle iFS Manager:

« Create, review, modify, and delete file system components and Oracle iFS
objects such as users, groups, Access Control Lists (ACLs), and mount points.

« Create, review, modify, and delete folders.
« Monitor and manage protocol servers and agents.
The following developmental tasks can be performed using Oracle iFS Manager:

« Create, review, modify, and delete Oracle iFS objects such as class objects, value
domains, value defaults, and formats/mimetypes.

« Register parsers, renderers, and JSP lookups.

You Must Have Administrative Permissions

To log into Oracle iFS Manager, you must have administrative permissions. All
tasks are performed in administrator mode; they are not restricted by ACL-based
security checking.

Parts of the Oracle /FS Manager Window
The main Oracle iFS Manager window has the following parts:
« Menu Bar
« Connection Information
« Toolbar
« Navigator
« Context Menus
« Detail View
« Status Bar

. Browser
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Figure 3—-1 Oracle iFS Manager

Eﬂlacle iF5 Manager

Menu Bar File iew ¢ ORACLE!
@%Local- systern {admin mode)
= Administrator's Tasks General
g Marme: [public
0
"‘@ E-JUser Groups Description:
Toolbar m-_JAccess Contral Lists
% cHdMount Paoints
ﬂ Create ... . .
Agsociated Folder: ipublic
P Creste ke .. . te
Access Control: [F’rmected
Caonnection
Information
Navigator

G IValue Defaults

E-FormatsiMimetypes
Context Menu

Detail View
Status Bar —
Menu Bar

The menu bar provides access to all commands and to special features not available
using the toolbar or context menus. Click each menu to display its commands. Click
a command to execute it. There are four menus:

« File Menu

= View Menu
« Object Menu
« Help Menu
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File Menu

The File menu controls the connection to an Oracle iFS instance and provides access
to the Oracle iFS folder hierarchy. Commands include:

« Connect—Display the current connection to an Oracle iFS instance.
Administrative tasks can be performed only on an Oracle iFS instance
connected to Oracle iFS Manager.

« Disconnect—Break the connection of an Oracle iFS instance.
« Monitor—Launch a window to manager Server Managetr.
« Browse—Launch a window to examine the Oracle iFS file hierarchy.

« Exit—Leave Oracle iFS Manager.

View Menu
From the View menu, you can refresh the information displayed in the Navigator
and toggle on and off the display of the toolbar and status bar. Commands include:

« Refresh—Update the items in the Navigator under the selected object to include
any changes to the repository during your session of Oracle iFS Manager. The
Detail View window is also refreshed based on the object selected.

« Show Toolbar—Display the toolbar. Show is the default setting.
« Show Statusbar—Display the status bar. Show is the default setting.

Object Menu

The Object menu provides access to commands you can perform on Oracle iFS
objects:

« Create—Define a new object. Select the type of object to be created, then
complete the property sheet to describe it.

« Create Like—Define a new object based on an existing one. Select the object to
be copied, and Oracle iFS Manager populates the values in the property sheet
for the new object with the values of the object you are copying. Complete the
property sheet.

« Delete—Remove the selected object. Oracle iFS Manager deletes the object and
refreshes the Navigator.

« Register—Register a JSP lookup, parser, or renderer. Select the object type, then
fill in the corresponding property sheet.
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« Options—Select User Definitions to edit the default values for user creation.

Help Menu
The Help menu provides links to online help.
« Contents—Launch the Help Navigator window. Use the Contents tab to select

from the help topics available. Use the Index tab to perform a keyword search.
Use the Search tab to perform a full-text search.

«  Search for Help On—Launch the Help Navigator window with the Search tab
activated.

« About Oracle Oracle iFS Manager—Display version information for Oracle iFS
Manager.

Connection Information

Toolbar

The highest level of the Oracle iFS Manager hierarchy shows the Oracle iFS service
it is connected to. On the Detail View, you can see which account is logged in.

The toolbar is made up of icons that represent frequently used commands. To
display a caption describing the icon, pause the cursor on the icon. The toolbar can
be displayed or hidden using the View menu. The following functions are provided:

Function Icon Description

Connect View or change the current connection to Oracle iFS.
Refresh Refresh the data displayed in Oracle iFS Manager.
Create Define a new Oracle iFS object (user, group, ACL).
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Function Icon Description

Create Like Define a new Oracle iFS object similar to an existing
[‘Eh object. This icon is enabled only when an object is
b selected in the Navigator.

Delete Remove a selected object. This button is enabled only
ﬁ when an object is selected in the Navigator.

Help Display the help file.

“a

Navigator

The Navigator displays a hierarchical tree view of all objects used to administer
Oracle iFS. The objects are grouped by whether they are administrative or

developmental tasks.

Each object type in the Navigator is identified by an icon and name. If there isa '+

or ’-’ to the left of an object’s icon and name, the object is a container that can be
expanded to display the objects it contains. A container is represented by a folder
icon is a logical grouping of one specific type of object, such as users or groups.

Note: The tree view in the Navigator is often populated as the
result of queries executed over a network. Therefore, there may be a
delay when expanding a container.
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Context Menus

Detail View

Status Bar

Browser

As in other Windows applications, you can right-click an object to pop up a context
menu; that is, a shortcut menu relating to the object right-clicked.

Selected Item Context Menu Options
Object, such as a particular user or Create, Create Like, Delete
group

Instance Connect, Disconnect

Container object, such as user or group Create

To the right of the Navigator is the Detail View, composed of one or more tabbed
property sheets displaying information about the object selected. Often, these
property sheets may be edited.

The status bar, below the Navigator, displays the current state of a process. For
example, when a creation dialog is opened for creating a user, the status bar
displays "Creating a user...". The status bar can be toggled on and off by selecting
the Show Status Bar command on the View menu.

If you select Browse from the File menu, Oracle iFS Manager displays a window
showing the folder hierarchy of the connected Oracle iFS instance. The browser
consists of a Navigator and a toolbar that lets you create a new directory, delete a
directory, and go to a specific directory. To the right of the Navigator, Oracle iFS
Manager displays the attributes of folders as you select them in the Navigator. The
Browser provides;

« A quick view of the contents of the folder hierarchy.
« An easy way to create new directories.

« A quick view of the attributes of the folders in the folder hierarchy.
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Figure 3-2 Browser

Eﬂlacle iF5 Browser Local - system [admin mode) [ %]
All falders: Contents of "fhomersystem”
SH ~| Mame Size | Type Madified
> haome [Camail MAILBOK 20 juil. 00 21:24:40

B Jtusert

B Jtuser10
B Jtuser100
B Jtuser!
B Jtuser12
B Jtuser13
B Jtuserld
B Jtuserls
B Jtuserlf
B Jtuser?
B Jtuser1d o |8 (] *

Close

Using Create and Create Like to Create New Objects

Oracle iFS Manager offers two ways to create new objects. To create a new object,
you can:

« Use Create to create an object from scratch.
1. Select Create from the toolbar, context menu, or the Object menu.

2. Select the object type to be created from the Select Object Type dialog and
click Create.
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Select Object Type

Jser

zer Group
Access Control List
waunt Paint

Class Ohject
Class Damain
Walue Dormain
Walue Default
FormatMimetype

[EE & s fEd e

H

4l

Create | Cancel

The empty Property Sheet displays.

3. Complete the property sheet and click Create.

Use Create Like to copy some attributes from the selected object. For example, if
you want to create a new ACL with almost identical Access Control Entries
(ACEs) as DocumentACL, select the DocumentACL, and click Create Like on
the toolbar. The Create ACL dialog would be initialized with the ACEs from
DocumentACL.

1. Select an existing object.

2. Select Create Like from the toolbar, context menu, or the Object option on
the menu bar. The Property Sheet for the object selected displays.

3. Complete the property sheet and click Create.
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Working with Property Sheets

When an object in the Navigator is selected, one or more property sheets display in
the Detail View. Use the property sheet to view details about objects or to modify
them. See Figure 3-3 for an illustration of a property sheet.

Figure 3-3 Property Sheets

General Group

Mare: |Scotl

Distinguished Mame: |scoﬂ.us.0rac|e.com

Description (Full Name): |

Credential Manager: |DEFAULT

Password: |

Caonfirm: |
[ User Cannot Change Passward
I Admin Enabled

[ P ritmany: Frafile
Home Folder: |Ih0merscott

Default Document ACL: | Published -

Quota: © Enabled ® Disabled

Allocated: | Bytes

Consumed: | Bytes

Calculate Consumed Starage

[ Errvaill Frafile

Modifying Objects Using Property Sheets
The following buttons are used when modifying objects using property sheets:
«  Apply—Process the modifications made to the object.

« Revert—Cancel the modifications made to the object and reset the property
sheet back to the original data.

« Help—Display context-sensitive help about the current property sheet.
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Getting Help

When using Oracle iFS Manager, online help is available for windows and dialog
boxes. The Help system is context-sensitive, meaning the topic displayed when you
click Help pertains to the window or dialog box open. You can also find topics
through a table of contents, use the index to perform a keyword search, or the
Search tab to perform a full-text search.

There are several ways of accessing Help:

1. From the main window:
« PressF1.
« On the menu bar, select Contents from the Help menu.
« On the toolbar, click the Help icon.

2. Inadialog box or on a property sheet:

«  Click the Help button or press F1.
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Task 1: Set Up the Folder Hierarchy

This chapter covers planning and setting up your folder hierarchy. The following
topics are included:

« What Is a Folder Hierarchy?

« Guidelines for Structuring the Folder Hierarchy

« Planning Your Folder Hierarchy and Access Requirements
« Setting Up the Folder Hierarchy: The Steps to Follow

« Creating and Deleting Folders Using Oracle iFS Manager
« Creating Folders Using the Command Line Utilities

« Creating Multiple Folders Using XML

« Creating and Modifying Mount Points

« Deleting Mount Points
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What Is a Folder Hierarchy?

A folder hierarchy is an organizational structure of one or more folders in Oracle
iFS. Folder hierarchies organize the repository so that users can browse through it
easily. You can create multiple folder hierarchies to organize information in different
ways to make browsing convenient for different types of users. For example, the
sales, development, marketing, and consulting departments of a company may use
different hierarchies.

What Is a Folder in Oracle iFS?

A folder in Oracle iFS is similar to a physical file folder or a computer file folder,
and is used to group and organize files or other objects. The organization of the
folders is conceptual, not physical. The files and objects are not physically located in
the folder; rather, they are in the repository and a folder references the objects that it
contains.

Because folders do not physically contain their objects:
« Asingle object can be referenced by more than one folder at a time.

« Through searches, a file can be accessed independently of the folder(s) in which
it is referenced.

« File security is enforced independently of folder security.

What Is Installed?

4-2

When Oracle iFS is installed, basic objects are created to get you started. Some of
these objects include a folder hierarchy, commonly used ACLs and several users.
The Web interface is ready for you to add users and files. XML configuration files
are provided to create users, groups, and additional ACLs.

The following diagram shows the folder hierarchy as it looks out-of-the-box. A
corresponding table describes the specific folders in the hierarchy.

ifs/
syst ent
security/

users/
groups/
acl s/

webui /

W nui /

apps/

Setup and Administration Guide



Guidelines for Structuring the Folder Hierarchy

out box/
j sp-bin/

hore/

publ i c/

where:

Folder Description

/ifs Oracle iFS root folder that contains application-specific data and
Oracle iFS system administrators’ folders.

/ifs/system Administrators’ folders.

/ifs/webui Required files for the Web interface.

/ifs/winui Required files for the Windows interface.

/ifs/apps Recommended directory for storing application files.

/ifs/outbox System-wide applications outbox; used by any custom agents to
send e-mail.

/ifs/jsp-bin Java Server Pages (JSPs) that have been approved by the
administrator for use. The JSPs will not execute unless they
reside in this folder.

/home By default, all users’ home folders are created under this folder.

/public A folder that all users can access; used to store files that are

intended to be shared throughout the system.

Guidelines for Structuring the Folder Hierarchy

Follow these guidelines when planning your folder hierarchy.

« The top-level folder is called r oot , which represents the highest level where
documents and folders can be stored.

« Folders and files can also be placed in multiple folders. By using multiple
folders, the same files and folders can be organized differently, but only one
copy exists in the repository. This optimizes the time it takes to create a folder
hierarchy and provides a more flexible way for users to navigate the folders.

= You can create mount points for your folder hierarchy. Mount points in Oracle
iFS are named sub-directories that can be accessed in the Windows and the Web
interfaces as if they were top-level folders.
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Planning Your Folder Hierarchy and Access Requirements

To plan effectively, you should consult subject matter experts and managers in your
organization to determine how they conceptually organize their work. Managers
can provide information on how files are used and who should have access to what.

Access Control Lists (ACLs) are associated with each object in the hierarchy. An
ACL contains a list of users and groups who can perform certain actions on the
folder, such as browsing its contents, or adding or deleting items from that folder.

When designing the access permissions for the folder hierarchy, note the following
features:

« If auser does not have access to a folder, but the folder contains a file which the
user does have access to, the user will not be able to find the file via browsing,
but the user will be able to find the file via searching.

« Ifafile does not have an ACL specified, the file is specified as PUBLIC;
therefore, that file can be accessed by all users. It is strongly recommended that
default ACLs are specified in the Primary User Profile when users are created.
Creating users using Oracle iFS Manager or through the Web interface sets the
default ACLs to the ACLs you specify.

Default Folder ACLs

See Also

Folder security is defined by the ACL applied to it. The ACL applied to any newly
created folder on the default ACL specified in the Primary User Profile of the user
who created the folder. The ACL for a folder can be changed at any time by its
owner once the folder has been created.

For more information on security, see Chapter 7, "Task 4: Set Up Security".

For more information on specifying defaults for creating users, see Chapter 5, "Task
2: Add Users and Groups".
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Setting Up the Folder Hierarchy: The Steps to Follow

Follow these five steps to set up the folder hierarchy.

1. Define the Structure

The first step in setting up the folder hierarchy is deciding the hierarchy for the
folder or directory tree. A folder can reside in multiple folders (have multiple
parents), although this type of folder tree can be confusing to users as they browse
through the tree. It is recommended to start with each folder descending from a
single parent folder.

2. Name and Describe the Folders

Examine your folder hierarchy and decide on a name and description for each
folder. It is important to use meaningful names and enter complete descriptions as
users will use these keywords for searching.

3. Define Folder Security

The initial ACL for folders is the default ACL in the Primary User Profile of the user
creating the folder tree. If security needs to be more finely grained, create new ACLS
specific to users’ requirements. Users can change a folder’s ACL after creating it.
The Web and Windows interfaces do not support files without an associated ACL.

4. Create the Hierarchy

Create the hierarchy by starting at the root of the tree, adding the folders, then
creating each folder’s child folders, working downward. You can create folders
using Oracle iFS Manager, the Web or Windows interfaces, or through the
Command Line Utilities.

5. Set the Mount Points

Mount points in Oracle iFS are named directories that can be accessed as if they
were top-level folders through the Windows and Web interfaces. The important
attributes of mount points, especially for your users, are:

«  Their names, which will show up in Windows Explorer and the Directory Tree
in the Web interface.

« The description, which is an optional free-form description of the mount point.
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« The folder path, which is the location in the folder hierarchy where users will
end up if they connect to that mount point.

As the administrator, you should limit the number of mount points you create
because having more than a few dozen makes it very difficult for users to find what
they need.

The following mount points are set up by default:

« Root
« Home
« Public

Creating and Deleting Folders Using Oracle /IFS Manager

Using Oracle iFS Manager, you can only create folders one at a time and only from a
single level.

The owner of the folders created is the user who is logged into Oracle iFS Manager.
To create folders:
1. Access the Browser by selecting the Browse option from the File menu.

2. Navigate to the directory where you want to place the new folder and select
that directory.

3. Click the New Directory button on the toolbar and type a name for the folder in
the dialog.

4. Click OK. The new folder displays in the Navigator.

Deleting a Folder Using Oracle iFS Manager
To delete a folder using the Browser:

1. Access the Browser by selecting the Browse option from the File menu.
2. Navigate to and select the folder you want to delete.

3. Click the Delete button on the toolbar.
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Creating Folders Using the Command Line Utilities

Tips

To create several folders at a time, it is recommended that you use the Command
Line Utilities and a batch file. Using the batch file, you create the folders and assign
different ACLs.

To create folders:
1. Write a batch file using a text editor. For example:

| ogi n syst e <passwor d>

cd /public

nkdi r specifications

nkdi r speci ficati ons/ devel opnent

nkdi r specifications/ga

setattr /public/specifications ACL -avsystenacl public

setattr /public/specifications/devel opnent ACL -avsystenacl public
setattr /public/specifications/ga AL -avsystenacl public

2. Run the batch file using the following command:
$ORACLE_HOWE/ i f s<versi on>/bin/ifsshell -i batchfile.txt

3. To acknowledge that the folders were created, use any interface and browse to
the /public directory. Drill down to see all folders.

To see if any errors occurred during the execution of your batch file, check the
CupServer.log found in the following directory:

Platform Directory
UNIX $ORACLE_HOVE/ i f s<ver si on>/ | og
Windows NT YORACLE HOVE% i f s<ver si on>\| og
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Creating Multiple Folders Using XML

Using XML, you can create multiple folders. When creating multiple objects, you
must use the <Obj ect Li st > tag. The following code creates multiple folders. This
can be used when creating the folder hierarchy.

<(hj ect Li st >
<Fol der >
<Nane> FY 2000 Budgets </ Nane>
<Fol der Pat h> / nanager s </ Fol der Pat h>
</ Fol der >
<Fol der >
<Nane> Mar keting </ Nane>
<Fol der Pat h> / manager s/ FY 2000 Budgets </ Fol der Pat h>
</ Fol der >
<Fol der>
<Nane> Hunan Resources </ Nane>
<Fol der Pat h> / manager s/ FY 2000 Budgets </ Fol der Pat h>
</ Fol der >
</ (oj ect Li st>

This XML example specifies that the folders are placed under the "managers” folder,
therefore, this folder must already exist in Oracle iFS for the other folders to be
created.

When using the Windows interface to load this XML file, you must drag and drop
the XML file to any directory. In this example, the XML file must be placed in

/ manager s. After this XML file has been loaded into Oracle iFS, the directory looks
like:

-2 raot an Mzdocsr" [K2)

I:l Documentation

I:l home

ST i

EI{:l managers

. =3 Fr 2000 Budgets
Cl Human Resources
-1 Marketing

All folders in this example are created in a single transaction, meaning, if there is an
error, the complete transaction is rolled back, the folders are not created, and a log
file is generated in the top directory. You can use this log file to troubleshoot errors.
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Certain objects must be created in their own transaction. The following table lists
the tasks that are required to be in their own XML file:

Task Tag
Creating users SimpleUser
Creating new types (subclassing) ClassObject

See Also

For more information on loading files into Oracle iFS, see Chapter 6, "Task 3: Load
Files into Oracle iFS".

Creating and Modifying Mount Points
You use mount points for two reasons:

« Convenience—If a user always accesses the Publ i ¢/ Docs/ W P folder, he or
she can use a mount point to start there instead of browsing through the
hierarchy.

«  Security—You might instruct users to log onto a specific point in the hierarchy.

Creating Mount Points
To create mount points:

1. Click Create on the toolbar.

2. Select Mount Point from the Select Object Type dialog. You can also use the
Create Like option.
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3. Click Create. The Create Mount Point dialog displays:

Mare: |R00t

Description: root falder maunt paint

Associated Folder: |pub|ic Browse ...
Access Contral: |Pub|ished -

4. Enter information in the following fields:
«  Name (required)—A meaningful name for the mount point.
« Description—A description of the mount point.

« Associated Folder (required)—The folder referred to by the mount point.
For example, for the mount point "public,” the associated folder is
"/public."

5. Select the appropriate ACL for the mount point from the drop-down list.
6. Click Create.

The new mount point displays in the Navigator.
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Modifying Mount Points

The description and the ACL of the mount point may be modified.

1. Inthe Navigator pane, select the mount point by clicking its icon. The
properties of the mount point display in the Detail View.

2. Enter a new description in the Description field. The mount point description is
optional.

3. Ifyou select a new ACL for this mount point, the ACL of the associated folder is
also changed.

4. Click Apply.

Deleting Mount Points

Tips

Usually, you would delete a mount point if you do not want people to mount from
Windows or navigate from the Web interface to a specific folder. If a mount point is
deleted, a user will receive an error if they have the deleted mount point mapped
which they access after it is deleted. To delete a mount point:

1. Inthe Navigator pane, select the mount point by clicking its icon.
2. Click Delete on the toolbar or select the Delete command from the Object menu.

3. Select OK to confirm the delete operation. Oracle iFS Manager refreshes the
Navigator. The mount point no longer displays.

If there is no longer a need for a particular mount point because a folder in the
associated folder path needs to be deleted, first delete the mount point.

Setting Up Folders for Users

If you create a user with Oracle iFS Manager, the Web interface, or XML, Oracle iFS
automatically creates the user, home folder, e-mail folder, Primary User Profile, and
e-mail profile.

Folder security is distinct from file security. Folder security defines who can browse
the contents of the folder and add or delete folder items. File security defines who
can access, modify, and delete attributes and contents of a file. If an ACL is not
specified at the time the folder or file is created, then the ACL is determined by the
user’s default ACL. If a file is placed in a user’s home folder, it does not mean the
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file is associated with the PRIVATE ACL, and if a file is placed in a public folder, it
does not mean the file is associated with the PUBLIC ACL. The ACL associated
with a folder or file can be modified at any time once it has been created to reflect
appropriate access.
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Task 2: Add Users and Groups

The second task involved in setting up Oracle iFS is to add users and define groups
of users for ease of administration. This chapter steps you through determining
which Oracle iFS administration tool to use and the basic steps to follow with each
tool. The following topics are included:

Understanding Users in Oracle iFS

Set the Default User Definitions Using Oracle iFS Manager
Create the Oracle iFS Users Using Oracle iFS Manager
Using an XML Configuration File to Create Users
Creating Groups Using Oracle iFS Manager

Creating Groups with XML
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Understanding Users in Oracle /FS

User Profiles

Out-of-the-box, most people will use Oracle iFS as an enhanced file system. To
customize Oracle iFS for your organization, some of these users should have
administrative permissions. To manage users, you need to manage information in
both the Oracle iFS server and the Credential Manager.

Oracle iFS maintains Oracle iFS-specific user information in user profiles. Each
active Oracle iFS user has a Primary User Profile, an e-mail user profile, and,
optionally, extended user profiles:

« Primary user profile—Contains user information, such as the user’s home
folder, default Access Control List (security), and quota control information.

« E-mail user profile—(optional) Contains e-mail management information.

« Extended user profile—(optional) Custom applications can define extended
user profiles to contain application-specific profile information for a user. An
e-mail user profile is an extended user profile.

Credential Manager Users

Oracle iFS uses a credential manager to authenticate users. A credential manager is
an extensible authentication mechanism that determines the validity of a credential,
such as a user name and password.

Each Oracle iFS user specifies the name of the credential manager used to
authenticate that user, as well as the distinguished name that identifies that user to
the credential manager.

A single default credential manager is created when Oracle iFS is installed. For each
Oracle iFS user created, a corresponding entry, consisting of the user’s
distinguished name and password, is stored in this default credential manager.

The default credential manager optionally requires users to be RDBMS users. If this
feature is enabled, the Oracle iFS user named "jsmith" could only log into Oracle iFS
if there was an RDBMS user named "jsmith." The credential manager only checks
the user name. The RDBMS password does not have to match the Oracle iFS
password.
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To enable this feature, set the CredentialManagerIfsRdbmsUserMustExist property
to true in the secondary properties file. This property is located in the following

directory:
Platform Directory
UNIX $ORACLE

HOVE/ i f s<ver si on>/ settings/oracl e/ifs<version>/server
[ properties

Windows NT  %0ORACLE
HOVE% i f s<ver si on>\settings\oracl e\ifs<version>\
server\properties

Note: Currently, Oracle iFS currently supports the default
credential manager.

HTTP Authentication

HTTP authentication is a common mechanism for adding security to static Web
pages. Oracle iFS uses its own security features as the basis for HTTP
authentication. Files and folders need to have the PUBLISHED ACL applied for
users to use a browser to access these objects without being forced to log in. If they
are forced to log in, they must supply their Oracle iFS username and password.

Creating Users

Users can be created with all the Oracle iFS administration tools. Oracle
recommends that you use Oracle iFS Manager, XML, or the Web interface. These
tools create all objects associated with a new users with standardized settings.
Creating users involves two steps:

1. Set the default user definitions in Oracle iFS Manager.

2. Create the user using Oracle iFS Manager, XML, or the Web interface.

Note: In the sections that follow, the Oracle iFS Manager is used to
illustrate the procedures for setting up Oracle iFS.
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See Also
« For information on permission bundles, see Chapter 7, "Task 4: Set Up Security".

« For more information on the secondary properties, see Appendix B, "Secondary
Properties".

« For more information on HTTP authentication, see the Oracle Internet File System
Developer’s Guide.

Set the Default User Definitions Using Oracle /IFS Manager

Before creating a user, you can set the default user definitions which will be applied
to all users you create. Using the user definitions provide a uniform way of creating
users that is consistent with the various clients. If you do not set the user
definitions, the defaults apply.

To set the default user definitions:
1. From the Menu bar, select Options from the Object menu.

2. Select User Definitions from the Options menu. The User Definition Dialog
displays:

EUSBI Definitions Dialog

Home Folder Parent: |Ih0me

Password

® Can be changed © Can nothe changed

Quata

" Enabled ® Digabled

Allocated Storage: Bytes

Email Profile

® Cregted © Mot Created

Email Address Damain: |@us.0rac|e.com

Email Eolder Mame: |mai|

o

3. Specify the Home Folder Parent, the directory in which to store the users’ home
folders. The default is/ hone.

Help
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Tips

See Also

4. Specify whether or not users have the ability to change their passwords. You
can override this setting on the Create User dialog.

5. Enable or disable quota control. If you enable quota control, type the storage
size, in bytes, in the Quota Storage field. If you disable quota, the user has an
unlimited quota. Users with administrative permissions usually have an
unlimited quota amount.

Enabling quota control limits storage content. The default allocated quota
storage is 25 megabytes per user. If a user’s quota is reached, they will be
unable to save documents in Oracle iFS.

6. Specify whether or not to create an e-mail profile. If Yes, type the e-mail address
domain and the e-mail folder name in the fields provided. If you select No,
these fields are disabled.

The Email Address field is automatically populated when the users’ name is
entered and consists of the <user nane>@donai n>. By default, the suffix for
the users’ e-mail address is what you specify when setting the user definitions.

The Email Folder field is a specified value that is the parent folder for all
mailboxes, such as Inbox.

7. Click OK.

Quota checking is only completed when the Quota Agent is running and quota is
enabled. Enabling a user’s quota without a running agent will allow users to go
over their quota.

For more information on the Quota Agent, see Chapter 8, "Using Server Manager to
Start and Stop Servers".

Task 2: Add Users and Groups 5-5



Create the Oracle iFS Users Using Oracle iFS Manager

Create the Oracle /IFS Users Using Oracle /IFS Manager
To create an Oracle iFS user:
1. From the toolbar, select Create from the Object menu.
2. Select User from the Select Object Type window.
The Create User dialog displays:

Create User [ %]
General Group
MNarne: |nancy
Distinguished Name: |nancv.mycumpany.cum

Description (Full Marme): |Nancy Smith

Credential Manager: [DEFaULT
Passwaord: |"‘*‘**
Confirm: |"‘*‘**

[ZUzer Cannot Change Faseward
I Admin Enabled

Iv Primary Profile

Home Folder. |Jhumemancv
Quota: @ 'd ~ Disabled
Allocated: |ESDDDDDD Bytes
Consumed: | Bytes
[ Email Profile

Email Address: |nancv@u5.0racle.cum

hail Folder: |inomemancymail

Subscription List {50

3. Enter information in the following required fields:

« Name—The user name for the user you are creating. When you enter a user
name, the Home Folder and Mail Folder fields are automatically populated
based on the name you entered.

« Distinguished Name—The fully qualified name in a domain used by
Credential Manager for authentication. You usually enter user’s full name.
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« Description (Full Name)—(optional) You can specify the full name of the
user.

« Password and Confirm—The user’s password. This can be changed by the
user you are creating. Or, you can keep users from changing passwords by
checking the box next to User Cannot Change Password.

If this user is to have administrative permissions, select the Admin Enabled
checkbox.

The Primary Profile checkbox is checked as the default. If you do not want to
create a Primary User Profile, unselect this checkbox.

Each user has a Primary User Profile. This profile points to the user’s home
folder location and the user’s default ACLs. The default ACLs determine which
ACLs should be associated when the user creates different objects, such as
folders and documents. By default, Oracle iFS sets the non-administrator user’s
default ACL to PUBLISHED (except for e-mail-related objects, such as
messages. These have the PRIVATE ACL as the default), and sets the
administrator’s default ACL to PRIVATE (except ACL, PropertyBundle,
DirectoryObiject, VersionSeries, and VerionsDescription, which are
PUBLISHED).

In the Home Folder field, enter a folder name if it is different from the user
name.

A user’s home folder is the default directory where a user starts when logging
into Oracle iFS. Users can use their home folder as their personal workspace
and to store their private files. A user’s home folder can reside anywhere, so
Oracle iFS Manager provides a dialog to change the default home folder
location. The Web interface creates a user’s home folder as the user’s login
name, under the / hone directory. For example,/ home/ j sni t h. The user’s
Primary User Profile points to the user’s home folder location.

In the Quota section, select Enable or Disable to enable or disable quota for this
user and override the quota established on the User Definitions Dialog. If you
select Enable, enter the quota number of bytes in the Allocated field. If you
select Disable, the user has an unlimited quota. Users with administrative
permissions usually have an unlimited quota amount.

If a user’s quota is enabled, content storage is limited, by default, to 25
megabytes. Users cannot store content in Oracle iFS when this limitation is
reached.
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8. By default, the E-mail Profile checkbox is enabled. If you do not want to create
an e-mail profile, unselect this checkbox. In the Mail Folder field, enter a folder

name if it is different from the user name.

The user’s e-mail profile points to the user’s e-mail folder location and specifies
the user’s e-mail address. Oracle iFS Manager and the Web interface create the
folder. For example,

user’s e-mail folders under the home
/hone/jsmth/ mail/inbox.

9. To add this user to existing groups, click the Group tab. The Select Group

window displays:

E Create User

Select groups to which you would like this user to belong:
Available Groups:

& taroup?

& toroup10

& toroup11

& toroup13

& toroup14

& toroup15

& toroup2
& toroup3
& toroups
& toroupT
& toroups

& toroups Remuove

General Group

Selected Groups:

& toroup12
& toroups

& toroups

10. From the Available Groups list, select the groups to which to add the user. Click
selected group. The groups display in the

the Add button to add the user to the
Selected Groups list.

11. Click Create.
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Using an XML Configuration File to Create Users

XML Example

Creating users can be complicated since many other user-related objects, such as
home folders, user profiles, and mail boxes are created at the same time. Using the
<Si npl eUser > tag within the XML file applies all the default definitions found in
Table 5-1, "Additional User Definitions". You can change the user default settings in
Oracle iFS Manager to suit your requirements. You do not need to specify every
single value unless you want to override any of the default values. You override the
defaults by explicitly setting them in the XML file. The values are case-sensitive.

Creating a single user and all its user-related objects are created in a single
transaction. This includes a Directory User, Primary User Profile, Email Profile,
Inbox, and a Home Folder are created in one step. Therefore, do not include creating
any other objects besides users in your XML file. Also if you are creating 10 users in
asingle file, and an error occurs on the 7th user, the previous 6 users and their user
related objects are not rolled back.

The following XML file lists the definitions used to create users with an XML file.
When using XML, you really only need to include the username and password, but
this example displays other definitions you can include to override the defaults you
set using Oracle iFS Manager. This example also shows you how to create users by
parsing the XML file and checking that the users were created using the Command
Line Utilities.

1. Create your user XML file:

<S npl elser >
<User Nane>gki ng</ User Narme>
<Passwor d>i f s</ Passwor d>
<D sti ngui shedNarmeSuf f i x>. your conpany. cons/ O st i ngui shedNaneSuf fi x>
<Adnm nEnabl ed>t r ue</ Adm nEnabl ed>
<HoneFol der Root >/ home</ HoneFol der Root >
<BEmai | Addr essSuf f i x>@our conpany. conx/ Emai | Addr essSuf fi x>
</ S npl elser >

2. Create the users by loading the XML file into Oracle iFS. Use the following
command to load the XML file into Oracle iFS using the Command Line
Utilities. You must be an administrator.

$CRACLE HOME/ i f s<ver si on>/ bi n/i f sl ogi n syst end <passwor d>
$CRACLE HOMH i f s<ver si on>/ bi n/i fsput users. xn
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3. Confirm that the users were created:
$CRACLE HOMH i f s<versi on>/bin/ifsls -class D rectorylser

You can also drag and drop the user file into Oracle iFS through the Windows or
Web interface and FTP. Oracle iFS invokes the XML parser and the users are created.

Additional User Definitions

The following table lists the complete set of user definitions you can set and a brief
description. The definitions in this table can be set using an XML configuration file
for creating users.

Table 5-1 Additional User Definitions

Definition Option Default Value Data Type Description/Purpose

User Nane None String Required. A name for the user being
created.

Password None String Required. A password for the user
being created.

Shoul dCr eat eCr edent i al Manager User TRUE Boolean If the user exists.

Repl aceCr edent i al Manager Passwor d FALSE Boolean If using an existing credential manager
user, set true to override old password.

Credenti al Manager DEFAULT String Which credential manager to use for
access to the 'authentication engine.’

Admi nEnabl ed FALSE Boolean If user will have administration
privileges.

CanChangePasswor d TRUE Boolean If creating a guest user, this can be set
to false.

HasPri maryUser Profil e TRUE Boolean Whether to create a primary user
profile for this user.

HasHomeFol der TRUE Boolean Whether to create a home folder for
this user.

HomeFol der Root "/home" String Root folder of the user’s home folder.

HomeFol der HasPol i cyBundl e TRUE Boolean If administration privileges required to
free home folder.

HasCont ent Quot a TRUE Boolean Whether to implement a content quota
for this user.

Cont ent Quot aAl | ocat edSt or age 25000000 Long Storage space allocated to user in
bytes.
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Table 5-1 Additional User Definitions

Definition Option Default Value Data Type Description/Purpose

Cont ent Quot aEnabl ed FALSE Boolean Whether to enable or disable the
implemented content quota.

HasEmai | TRUE Boolean Whether to create an email profile for
this user.

Di sti ngui shedNanme None String If none specified, the

DistinguishedName is constructed
from username + suffix.

Pri maryUser Profi | eNanme String If none specified, the
DistinguishedName is constructed
from username + suffix.

Emai | User Prof i | eNane String If none specified, the
DistinguishedName is constructed
from username + suffix.

Cont ent Quot aNane String If none specified, the
DistinguishedName is constructed
from username + suffix.

HomeFol der Nane String If none specified, the
DistinguishedName is constructed
from username + suffix.

HomeFol der Descri ption String If none specified, the
DistinguishedName is constructed
from username + suffix.

Def aul t Acl sBundl eNane String If none specified, the
DistinguishedName is constructed
from username + suffix.

HomeFol der Pol i cyBundl eNane String If none specified, the
DistinguishedName is constructed
from username + suffix.

Enai | Addr ess String If none specified, the
DistinguishedName is constructed
from username + suffix.

Di sti ngui shedNameSuf fi x The value you enter as  String Suffix of the distinguished name.
the distinguished name
during installation is
the default value.

Pri mar yUser Prof i | eNaneSuf fi x "Primary Profile" String Suffix of the primary user profile
name.
Emai | User Prof i | eNameSuf fi x "Email Profile" String Suffix of the email profile name.
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Table 5-1 Additional User Definitions

Definition Option Default Value Data Type Description/Purpose
Emai | Addr essSuf fi x The value you enter as ~ String Suffix of the email address.
the distinguished name
during installation is
the default value with
an "@" attached.
Cont ent Quot aNanmeSuf fi x "Content Quota" String Suffix of the content quota name.
HomeFol der NameSuf fi x String Suffix of the home folder name.
HomeFol der Descri pti onSuffi x "’s home folder" String Suffix of the home folder description.
Def aul t Acl sBundl eNaneSuf fi x "DefaultACLs" String Suffix of the default ACL’s name.
HomeFol der Pol i cyBundl eNameSuf fi x "Policy Bundle for String Suffix of the home folder policy
Home folder and bundle name.
Inbox"
Emai | Subf ol der Nane "mail" String Name of the email subfolder.
| nboxNane "inbox" String Name of the email inbox.
Di rectoryUser Acl Published SystemAcl ACL of a directory user.
HomeFol der Pol i cyBundl eAcl Published SystemAcl  ACL of the home folder policy bundle.
HomeFol der Acl Private SystemAcl  ACL of home folder.
Def aul t Acl sBundl eAcl Published SystemAcl ACL of default ACLs bundle.
Cont ent Quot aAcl Private SystemAcl  ACL of the content quota.
Pri maryUser Profi | eAcl Private SystemAcl  ACL of the primary user profile.
Emai | User Profi |l eAcl Private SystemAcl  ACL of the email profile.
Emai | Subf ol der Acl Private SystemAcl  ACL of the email subfolder.
| nboxAcl Private SystemAcl  ACL of the email inbox.
Acl Bundl eAl | Publ i shed AclBundleAllPublished Property An out-of-an-the-box property bundle
Bundle for the default ACLs of a
non-administration user.
Acl Bundl eFor Admi n AclBundleForAdmin Property An out-of-the-box property bundle for
Bundle the default ACLs of an administration
user.
Def aul t Acl s AclBundleAllPublished String The property bundle to use for the
defaults.
Def aul t Acl sTabl e None Hashtable  Customizing a property bundle for the

default ACLs
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Viewing Users

Using Oracle iFS Manager, you can view the properties of existing Oracle iFS users.
To display all existing users:

« Click the user icon in the Navigator. The tree expands to display all users.

To display user properties:

« Navigate to the user whose properties you want to display and select that user
by clicking it. The properties display in the Detail View.

Changing a User’s Password

See Also

It may be necessary to change a user’s password as you administer Oracle iFS. For
example, if a user forgets his or her password, this is how to reset it.

1. Navigate to the user whose password you want to change and click that user.
The user’s properties display in the Detail View.

2. Inthe Password field, type a new password.
3. Confirm the password by typing it again in the Confirm field.
4. Click Apply.

For information on changing the i f ssys password, or if you have lost the
password, see Chapter 13, "Oracle iFS Log Files and Troubleshooting Information".

Changing a User’'s Home Folder

It may be necessary from time to time to change a user’s home folder. For example,
if the home directory is changed or moved, you must change their home folder
directory.

1. Navigate to the user whose home folder you want to change and click that user.
2. Inthe Home field, type a new location for the user’s home folder.

3. Click Apply.
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Changing a User’s Default ACL for Documents
It may be necessary to change a user’s default ACL. To do this:
1. Navigate to the user whose default ACL you want to change and click that user.

2. Click the Default ACL drop-down list and select a new default ACL.
3. Click Apply.

Changing a User’s E-mail Address

It may be necessary to change a user’s e-mail address, for example, if their name
changes.

1. Navigate to the user whose e-mail address you want to change and click that
user.

2. In the Email Address field, type a new e-mail address for this user.

3. Click Apply.

Changing a User’s Quota Control

It may be necessary to change a user’s quota control. For example, some users need
more space than others.

1. Navigate to the user whose quota control you want to change and click that
user.

2. Select to either disable or enable the user’s quota control. If you decide to
enable quota control, enter the number of bytes allotted for this user.

3. Click Apply.

If a user’s quota is enabled, content storage is limited, by default, to 25 megabytes.
Users cannot store content in Oracle iFS when this limitation is reached.

Deleting Users

You can delete users using Oracle iFS Manager. When you delete a user, you can
change the ownership of the objects owned by that user and specify if the user’s
home folder is to be deleted.

To delete a user:
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Navigate and select the user you want to delete. The user’s properties display
in the Detail View.

Click the Delete button on the toolbar or select Delete from the Object menu.
You can also click the Delete button on your keyboard.

The Delete User Selection dialog displays:

[#]Delete User Selection E3

When deleting user"tuser10";

Farthe ahjects awned by this user:

W Change the owner to

O Leave the objects unowned

Foruser's home folder:

" Delete the home folder and everghing under it

W Keep the home folder

Forthe associated account in Credential Manager:
T Remove the account

® Keep the account

If you want to change the ownership of the objects owned by the user you are
deleting, select Change the owner to and select the new owner from the
drop-down list. If you do not select to change the ownership of the objects
owned by the users, those files become unowned; their owner attribute is null.
Any user with administrative permissions can own these files.

If you want to delete the user’s home folder, select Delete the home folder and
everything under it. Note that everything under the user’s home folder is
deleted as well.

If you want to delete the associated Credential Manager account, select Remove
the account. It is recommended that you do this only if you created it.

Task 2: Add Users and Groups 5-15



Creating Groups Using Oracle iFS Manager

6. Click OK to delete the user. Confirm the delete operation by selecting Yes.

Creating Groups Using Oracle iFS Manager

By assigning users to groups, you make administration and maintenance easier.
Instead of adding each user to an Access Control List for a file or folder—a time
consuming task—you can add a group of users all at the same time. Oracle iFS is
shipped with world, a default group. When users are created, they are
automatically added to this group. To create a group, you define the group itself,
then populate it.

To create a group:
1. On the toolbar, click Create.

2. Select User Group and click Create. The Create User Group window displays:

E[ﬁleale User Group
-

General

Marne: |Dncumentati0n

Desctiption: documentation group

Access Control: |Pub|ished v|

Members
Available UsersiGroups: Selected Users/Groups:

# tuserd

# tuserion Add
% tuser

Rermove
 tuseriz 4
 tuserts
 tuseri4

 tuserts
 tuseriB

-
§s BN )

Create || Cancel Help -

3. Type a name for the group.

# admin
# scott

# =ystem
% tusert
§ tusertd

| ¥
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Type an optional description. The description displays only when you modify
the group.

Select the ACL for the group from the drop-down list.

The default ACL of the user that created this group is assigned to any new
group you create. Therefore, a group with the PUBLISHED ACL cannot be
edited by any user. When creating groups, it is important to discuss with
department managers and other users if they want all Oracle iFS users to have
read-only access to the groups you are creating for their respective departments.
If you need to change the default ACL, you can do so by modifying the ACL for
a specific group.

From the Available Users/Groups list, select the users and groups to add to the
group. Click the Add button to add the user or group to the group.

Click Create. The new group displays in the Navigator.

Viewing Groups

Using Oracle iFS Manager, you can view existing Oracle iFS groups and their
properties.

To display all existing groups:

Click the group icon in the Navigator. The tree expands to display all groups.

To display group properties:

Navigate to the group whose properties you want to display. The properties
display in the Detail View.

Adding Users and Groups to the Target Group

The group you want to add users and groups to is called the target group.

1.

Navigate to the target group for which you want to add users and groups and
click the group to select it. The group properties display in the Detail View.

Select the users and groups from the Available Users/Groups list to be added
and click the right arrow button. The selected users and groups display in the
Selected Users/Groups list.

Click Apply.
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Removing Groups and Users from the Target Group

1.

Navigate to the target group for which you want to remove groups or users and
click the group to select it. The group properties display in the Detail View.

Select the users and groups from the Selected Users/Groups list to be removed
and click the left arrow button. The selected users and groups display in the
Available Users/Groups list.

Click Apply.

Renaming Groups

To rename an existing group:

1.

Navigate to the group you want to rename and select it by clicking its icon. The
group properties display in the Detail View.

Enter a new name in the Name field. You can also enter a new description in the
Description field. The group description is optional.

Click Apply.

Deleting Groups

You can delete groups using Oracle iFS Manager. Any user with the correct
permissions can delete groups as long as they have the correct permissions.

To delete a group:

1
2.
3.

Navigate to the group you want to delete and select it by clicking its icon.
Click Delete on the toolbar or select the Delete option from the Object menu.

Select OK to confirm the delete operation. Oracle iFS Manager refreshes to
display the changes.
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Creating Groups with XML

This example XML file creates groups. You can use this file, although you must
modify the name of the group to match the name of the group you are creating.
When adding users to the group, the user names must exist. If you use FTP or CUP
to load the XML file into Oracle iFS, it is parsed and not saved anywhere in Oracle

iFS.
<0 RECTCRYGROP>

<Nane>Denonst r at i onlser s</ Nane>

<Menber s>

<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=
<REF reftype=

</ Menber s>
</ D RECTCRYQROP>

nange'
nang'
nang'
nang'
nang'
nange'
nang'
nang'
nang'
nang'
nang'
nang'
nange'
nang'

>nsm t h</ RE>
>mal | en</ REF>
>swar d</ RE=>
>r j ones</ REF>
>tnarti n</ RE=>
>dbl ake</ REF>
>ecl| ar k</ REF>
>sscot t </ RE>
>gki ng</ RE>
>t t ur ner </ RE=>
>j adans</ REF>
>pj anes</ REF>
>gf or d</ REF>
>am | | er </ RE>
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Task 3: Load Files into Oracle IFS

This chapter provides information on the different protocols and methods you can
use to load files into Oracle iFS. The following topics are included:

The Four Ways to Load Files into Oracle iFS
Drag and Drop Files into Oracle iFS

FTP Your Files into Oracle iFS

Upload Files Using the Web

Upload Files Using the Command Line Utilities
Versioned Vs. Non-Versioned Files

Deleting Older File Versions

Migrating Your Data
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The Four Ways to Load Files into Oracle /FS

This section discusses the four possible ways of loading documents into Oracle iFS.
Remember to set the default ACL on your user ID to ensure that loaded files have
the correct security.

Drag and Drop in the Windows and Web Interfaces

In both the Windows Explorer and the Web interface, you can drag and drop files
into Oracle iFS. When you load files using either SMB or drag and drop in the Web
interface, the XML files are parsed by default. If you do not want the XML files to be
parsed, you must use another protocol to load your files.

Use FTP to Load Files

While running the FTP server, you can use any FTP client to load files into Oracle
iFS. Using the FTP protocol is the most efficient way to perform bulk file loading.

When you load files using FTP, XML files are parsed by default. You can turn off the
parsing mode by using a quote command.

Browse and Upload Using the Web Interface

Using the Web, choose Upload by Browse and select the file to upload. You can
select to parse the file and apply an ACL. This is an efficient tool because it can be
used from any machine and does not require any client installation except for a
browser.

Use the Command Line Utilities

See Also

You can use the Command Line Utilities to load files into Oracle iFS by using the

i f smv command or thei f sput command. When you load files into Oracle iFS
using the Command Line Utilities, XML files are parsed by default. You can turn off
the parsing mode by using the i f srode par se of f command.

« For more information on using the Command Line Utilities to load files into
Oracle iFS, see Appendix A, "Command Line Utilities Reference".
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Drag and Drop Files into Oracle /FS

In Windowvs:

1.
2.

Select the files from your local directory.

Drag and drop the files into a folder on the Oracle iFS drive.

In the Web interface:

1.
2.

Navigate to the folder where you want to store the file.

Click the Upload icon and choose Via drag and drop. An Upload window is
displayed with the current folder information.

Select one or more files, then drag and drop them into the Upload window.

Click OK to confirm that you want to upload the files. If you are uploading
multiple files, a progress window appears and lists each file as it is transferred
to Oracle iFS.

You can continue to drag files into the Current Directory window to transfer
additional files. When you are finished uploading files, close the Current
Directory window.

Note: You cannot upload folders using this method. You must
explicitly create the folders by navigating to where you want the
new folder, then clicking the New icon and choosing Folder. In the
dialog box, type the name for the new folder.

FTP Your Files into Oracle iFS

To FTP your files into Oracle iFS, the following requirements must be met:

An FTP client must be installed on your local machine.
You must know the port number for FTP, which is chosen during configuration.

An account on the Oracle iFS server must be already set up.

To FTP your files into Oracle iFS:

1.

Using an FTP client, log into the Oracle iFS server. You can use either the
hostname of the Oracle iFS server or its IP address.
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2. Navigate to the files on your local machine that you want to load into Oracle
iFS and use your FTP client’s utilities to load the files.

Note: If you have trouble logging into Oracle iFS using your FTP
client, make sure to enter the correct port, which is chosen during
configuration of Oracle iFS.

Upload Files Using the Web

Using the Web interface, you can only load one file at a time:
1. Navigate to the directory where you want to store the file.
2. Click the Upload icon and select Via Browse.

3. Inthe Upload window, click the Browse button.

4. Locate the file you want to upload and click Open.

5. In the Options section, the following options are available:

« Apply ACL—Select the ACL you want to apply to the file from the
drop-down list. You must use an existing ACL. The default document ACL
is PRIVATE.

« Language—Select the language for this file. This option cannot be used to
convert from one language to another.

=« Character Set—Select the character set for this file.

6. Inthe Upload window, click the Upload button.

Tips
When you want to view a file using the Web interface that is not recognized, a new

navigator window is opened and a dialog prompts for you to pick the application,
save the file, or cancel this operation.
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Upload Files Using the Command Line Utilities
To browse and upload files using the Command Line Ultilities:
1. Login into Oracle iFS using the following command:
i fslogin systen <password>

2. Browse the repository to select the file you want to upload. Use the following
command:

i fscd /public
3. Load the selected files. Use the following command:

i fsput nyfile.doc

Versioned Vs. Non-Versioned Files

Versioning is a way of keeping previous copies of files available in case you need a
history of the changes. Whenever you check in a versioned file, Oracle iFS
automatically creates a new version and keeps a copy of the older file. For example,
if you make a change to a memo and save it, then decide that you made a mistake,
you can retrieve the old version instead of trying to reconstruct it from memory.

Once a file has been versioned, users can check out the file, replace it with an
updated version, then check in the file. Each time the file is checked in, a new
version is created and stored.

Using versioned files takes up more disk space because a copy of each version is
saved on your system. Older versions also count against a user’s quota.

The benefits of versioning, such as maintaining a history of a file, need to be
weighed against the disk space and quota requirements.

As an administrator, you have the option to purge older versions, assuming they are
no longer needed to help manage your disk space.
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See Also

For more information on versioning a file, see the Oracle Internet File System User’s
Guide.

Deleting Older File Versions

Often, you will need to delete out-dated versions of files to free up space. You can
perform this task using either the Web or Windows interface. You do not need to be
an administrator to perform this task.

Using the Web Interface to Delete Old Versions of Versioned Files
To delete old versions of versioned files:

1. Navigate to the versioned file you want to delete and select it by checking its
Select box.

2. Click Edit on the toolbar and select History.

3. Select one or more old versions and click Delete.

Using the Windows Interface to Delete Old Versions of Versioned Files
To delete old versions of versioned files:

1. Navigate to the versioned file you want to delete and select it.
2. Right-click file, and select Properties.
3. On the Properties dialog box, select the Oracle iFS Versions tab.

Select the version you want to delete and click Remove.

Migrating Your Data
You may want to migrate data from an old file system to Oracle iFS.
1. Log into Oracle iFS through Microsoft Windows as an administrator.

2. Click and drag the entire directory structure from the original file system into
Oracle iFS,

_Or_

Drag different parts of the directory tree separately, confirming that each part of
the tree has been copied before copying the next one.
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Log into Oracle iFS through Windows as a test user and verify that all the files
and folders are accessible.

From the Start menu, select Oracle iFS from the Find option and perform a
series of searches—on both filename and contents—to ensure that users can

find files easily.
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Task 4: Set Up Security

This chapter provides information on setting up user, folder, and document security.
Topics include:

«  Overview of Security in Oracle iFS

« Users and Groups as Grantees

« Primary User Profiles and Default ACLs

« Creating a Custom ACL

« Modifying ACLs

« Deleting ACLs

« Using the Web Interface to Apply ACLs to a Folder or File
« Using the Windows Interface to Apply an ACL

« Using XML to Create an ACL
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Overview of Security in Oracle /FS

Security for all objects, including folders and files, is maintained through Access
Control Lists (ACLs) and Access Control Entries (ACEs). An ACL has a name and a
set (one or more) of ACEs.

The System ACLs

There are four system ACLs for you to apply to your documents and folders. These
ACLs cover the most common security needs in most shared environments. The
system ACLs are listed and described in the table below.

ACL Description

Private Grants no permissions to any other user. Other users cannot
view, modify, or delete a user’s document in any way, unless
changed by the owner.

Protected Enables other users to see the files in the folder, add documents
and folders to the folder, and remove documents and folders
they have created from the folder, but are not allowed to delete
the folder itself.

Public Allows full access to the item. All users can make any changes
that the owner can make.

Published Allows other users to view the contents, but they are not
allowed to modify or delete the document.

Note: You should not modify these system ACLs.

All objects may have an associated ACL. If no ACL is assigned, the object is
PRIVATE (only the owner has full access to it). If a default ACL is specified in a
user’s Primary User Profile, that ACL is assigned to the new public object created
by that user.

Similar to files, ACLs have an ACL associated with them to manage the users who
can use them or modify them. System ACLs can be created and modified by system
administrators only.
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Working with ACEs
Each ACE is comprised of a:

« Grantee—A grantee is a specific Oracle iFS user or group.

« Set of Permissions—The permissions granted to the user or group, or revoked
from the user or group.

« Action—Specifies the action to be taken, either Grant or Revoke.

For each user or group, you need to decide which of the permission bundles will be
granted to them. Permission bundles are sets of permissions that are applied to
users. The set of permission bundles assigned to a specific user or group is called an
Access Control Entry (ACE).

ACLs give you the flexibility to grant the permission bundles your co-workers
require while helping to protect your files against accidental modification or
unauthorized access.

By setting the permission bundles for an individual or group, you create an Access
Control Entry (ACE) in your Access Control List (ACL). It’s possible to create a
different ACE for every user in your Oracle iFS repository for every file you control,
but, in most cases, the standard ACLs that come with Oracle iFS should meet your
needs, and the remaining cases can be handled by creating an ACL.

When you define an ACE, the first choice you must make is whether the ACE
you’re creating is going to grant the permission bundles you select, or revoke them.
If you are going to give only a few permission bundles to a selected user or group,
choose Grant, and select only the permission bundles that they will be given. If you
are going to give the selected user or group general access with only a few
restrictions, choose Revoke. Then explicitly grant those permission bundles to the
grantee.

Working with Permission Bundles

A permission bundle is a collection of permissions. Permission bundles are
convenient because you do not have to specify the individual permissions. For
example, the permission bundle, "All," is a collection of permissions which grants
all possible permissions. A permission bundle can be granted to a user or group, or
revoked from a user or group. Oracle iFS Manager, the Web interface, and the
Windows interface support ACLs and ACEs with permission bundles.

The following table lists the permission bundles used in Oracle iFS and the
permissions they contain. The ClassCreate and ClassRestrictedCreation permission
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bundles are used exclusively for ACLs associated with class objects and are also
known as ClassAccessControlLists.

Permission Bundle

Description Permissions

All

Read

Delete

Modify

Protected

ClassPublic

ClassRestrictCreation

Discover, SetAttribute, GetContent,
SetContent, Delete, Lock, Grant,
AddMember, RemoveMember, AddItem,
Removeltem, AddRelationship,
RemoveRelationship, AddVersionSeries,
RemoveVersionSeries, AddVersion,
RemoveVersion, SetDefaultVersion,
SetPolicy

All permissions are
included.

User can find and
read the content of
the object.

Discover, GetContent

Users can find and Discover, Delete

delete the object.

Discover, SetAttribute, GetContent,
SetContent, Lock, AddMember,
RemoveMember, Addltem, Removeltem,
AddRelationship, RemoveRelationship,
Add\VersionSeries, Remove\VersionSeries,
Add\Version, RemoveVersion,
SetDefaultVersion, SetPolicy

Users can find and
modify the object.

To be used for Discover, Addltem, Removeltem
folders; users can

find the folder and

add or delete folder

items, but they

cannot modify the

folder.

To be used with class Create, SelectorAccess
object; users can

create instances of

this class and search

them.

To be used with class SelectorAccess
object; users can

access instances of

this class.
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The permissions bundled in the above permission bundles are listed and defined in
the table below. "Item" can be either a file or directory, unless stated otherwise.

Permission Definition
Add Item Grantee can add an item to a folder.
Add Member Grantee can add a member to a group.

Add Relationship
Add Version
Add Version Series

Create

Delete

Discover

Get Content

Grant

Lock

Remove Item
Remove Member
Remove Relationship
Remove Version

Remove Version Series

Selector Access

Set Attribute

Set Content

Set Default Version

Grantee can create a link to the item in another folder.
Grantee can update a versioned file.
Grantee can change a file to a versioned file.

Grantee can create instances of a class object. Applies only to
ClassAccessControlLists.

Grantee can delete the object.

Grantee can browse to the item through a Directory Tree, and
can find the item using Find operations.

Grantee can view and copy the content of the file.

Grantee can modify the ACL assigned to the item to grant
additional permissions.

Grantee can lock and unlock the object.

Grantee can delete an item from the folder.

Grantee can remove a member from a group.

Grantee can delete an existing link to the item in another folder.
Grantee can remove a version of a versioned file.

Grantee can remove a version series from a family. Permission
applies to the family.

Grantee can search a class in either a search or selector. Applies
only to ClassAccessControlLists. Selector access is governed by
the class’s ClassACL.

Grantee can change any of the item’s attributes.
Grantee can change the contents of the file.

Grantee can change the default version of a version series of a
family or version series.
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Permission Definition

Set Policy Grantee can change a policy property bundle associated with a
public object. Permission applies to the policy property bundle.

Oracle iFS only allows the creation of new permission bundles using XML.

Users and Groups as Grantees

Groups and ACLs provide a powerful mechanism for managing access to objects.
Assume a group is defined as a grantee in an ACE. If the group membership is
changed, either by adding or deleting a member, those changes are reflected
automatically in access to the object. If the group is granted permissions on an
object and a new member is added to the group, that new member automatically
has access to the object the on which the group has permission. The order of the
ACEs is significant. The ACL is resolved in the order of the ACEs.

Users can also be specified as a grantee in an ACE. For example, if the user "jsmith
is part of the group "ifsdev." The ACL results in everyone in "ifsdev" having full
access, except "jsmith," who cannot delete the object.

« ACL Name—IFSDEV ACL

« ACL Description—Grants read access to "ifsdev" and, in addition, allows
"jsmith" the delete permission.

« ACEs (or ACL):

Grantee Permission Bundle Grant or Revoke
IFSDEV Read Grant
JSMITH Delete Grant

Note: If the order of the grantees is reversed, the ACL in the
example above would resolve to "jsmith" having only DELETE
permissions.
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Primary User Profiles and Default ACLs

Each user has a Primary User Profile. One of the attributes of this profile is a set of
default ACLs. These ACLs determine the default ACL associated with all objects the
user creates. Default ACLs can be:

« Explicit—An ACL for each class.
« General—One ACL for a public object and its subclass.

Default ACLs are used at the time an object is created, unless the creator specifies a
different ACL. The ACL can be changed at any time after the object has been
created.

When an object has no ACL, the owner and administrator have access to it.
Therefore, it is strongly recommended that a Primary User Profile with the default
ACLs specified is created for each user. Creating a user with Oracle iFS Manager,
the Web interface, or XML creates a user profile with the following default ACLs:

«  Non-administrator user—PUBLISHED, except Mailbox, Mail Document, Malil
Folder, and Message, which are PRIVATE.

« Administrator user—PRIVATE, except ACL, Property Bundle, Directory Object,
Version Series, and Version Description, which are PUBLISHED.

Creating a Custom ACL

If you want to create a batch of ACLs, use the Create Like option. This creates an
ACL similar to an existing ACL, which you can then customize. To apply an ACL,
to a file or folder, use the Web or the Windows interface.

Note: You do not need administrative permissions to define
ACLs, therefore, users can also define ACLs.

To create a custom ACL:

1. Onthe Oracle iFS Manager toolbar, click Create.
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2. Select Access Control List from the Select Object Type window and click Create.
The Create Access Control List window displays:

E Create Access Control List

General
Marme: |Documentati0n
Tye: | ACCESSCONTROLLIST -
Description: acl for the documentation group. |
Access Control: [Public -
I Shared
- Entries
Available Groups: Available Users:
&5 WORLD § tuserto ]
& taroup? # tuserton =
& toroup10 § tuser11
& toroup11 $ tuser1z
& toroup12 % tuser! 3
P - [ P i)
Remaove
Selected UsersiGraups:
Grantee Granted All Class.. Class... Delete | Modify |Protec.. Read l
& [tusert ® r I I I r r r
& |toroup12 & r |ClassRestrictCreation| r r r
& [tusert 3 ® r r r r r r r
%m J = = = = =5 =5 &

3. In the Name field, type a name for the ACL.

4. Select the ACL type from the drop-down list. The choices are:
« AccessControlList—Any custom ACL created.
«  SystemAccessControlList—Generally for system-wide use.
»  ClassAccessControlList—Used only for class objects.

5. In the Description field, type an optional description for the ACL. The
description is used to describe the type of ACL.
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See Also

Select an ACL for this ACL from the drop-down list. Because the ACL itself is a
file, it needs access security.

Select the groups or users for whom you want to create ACEs. Hold down the
Control key to select multiple items. Click the Add button to add the groups or
users to the Selected Users/Groups list.

Associate a permission bundle with each grantee by selecting the corresponding
checkbox.

Each of the users or groups you selected can have a separate set of ACEs
associated with it. For each, select Grant to grant the permission bundles you
select. If Grant is not selected, the permission bundles you select are revoked
from that user or group. Scroll right to see all of the available permission
bundles.

Click Create. The ACL displays in the Navigator.

For more information on creating and applying ACLs, see "Using the Windows
Interface to Apply an ACL".

Modifying ACLs

To modify ACLs, use the Detail View on the Oracle iFS Manager. To display the
ACL you want to modify:

1.
2.

In the Navigator, under Administrator’s tasks, click Access Control Lists.

Click the ACL you want to modify. The properties of the ACL display in the
Detail View.

You can only perform the following tasks:
« Modify the ACL description and the ACL applied to this ACL.
« Add or remove entries (ACEs) and modify their permissions.

Click Apply to apply changes. Click Revert to restore the original ACL
properties.

Note: Modifying system or class ACLs is not recommended.
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Deleting ACLs

To delete an ACL, select the ACL to be deleted and do one of the following:
»  Click the Delete button on the toolbar.
« On the menu bar, select Delete from the Object option.

Confirm the delete operation by selecting Yes in the confirmation dialog box.

Using the Web Interface to Apply ACLs to a Folder or File
To apply an ACL to afile or folder:
1. Navigate to the folder or file to which you want to apply the ACL.

2. Click the Select checkbox to the left of the file or folder. You can select more
than one item at a time.

3. Click Edit and select Apply ACL. A dialog displays with a list of all system
ACLs and custom ACLs you have added.

4. Select the ACL you want to apply to the selected file(s) or folder(s).

5. Click OK.
A success message displays to tell you that the ACL has been applied to the
items.

6. Click OK.

Using the Windows Interface to Apply an ACL
To apply an ACL to afile or folder:
1. Navigate to the file or folder for which you want to apply an ACL.
2. Right-click the file, then select Properties.
3. On the Properties dialog box, click the Oracle iFS Security tab.
4

To apply an existing ACL, click the Use Existing ACL and select the ACL from
the window.

5. Click Use ACL. The ACL is ready to be associated with the file or folder.
Click Apply or OK to associate the ACL with the file or folder.
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Using XML to Create an ACL

Example

Through XML, you can create an ACL using the existing permission bundles. In
addition, you can also create your own custom permission bundle. Once you have
created your own permission bundle, you can use Oracle iFS Manager, the Web
interface, or XML to create ACLs using the custom permission bundle.

To create your own custom permission bundle:

<Per mi ssi onBundl e>
<Nare> MPer ni ssi onBundl e </ Nane>
<AccesslLevel >
<D scover> true </ D scover>
<CGet Content > true </ Get Cont ent >
<Set Content > fal se </ Set Gont ent >
</ Accesslevel >
</ Per m ssi onBundl e>

To create an ACL using the custom permission bundle:

<Accessontrol Li st >
<Narme> M/Acl </ NAME>
<Descri ption> Qust om ACL usi ng cust om permi ssion bundl e </ Descri pti on>
<ACEs>
<Access@nt r ol Entry>
<@ antee cl assnane="directorygroup’ Reftype="nane"> ifsdev </ G antee>
<Active> true </ Active>
<@ anted> true </ G ant ed>
<Per m ssi onBundl es>
<Per mi ssi onBundl e Reftype='nane' > M/Per m ssi onBundl e </ Per m ssi onBundl e>
</ Per mi ssi onBundl es>
</ AccessControl Ent ry>
</ ACEs>
</ AccessQont r ol Li st >
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Using Server Manager to Start and Stop
Servers

Server Manager is a tool that provides managing and monitoring capabilities for the
Oracle iFS servers and agents. Custom agents can be written to perform specific
tasks on behalf of a user or the system. Topics include:

« Server Manager: An Overview

« Managing Server Manager with Oracle iFS Manager
« Using the Command Line to Manage Server Manager
« Oracle iFS Agents

« Definition Files for Protocol Servers
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Server Manager: An Overview

Using Server Manager, you can start, stop, suspend, resume, and list information
for the various servers and agents. You can also use Server Manager to manage the
servers and agents remotely from other machines from which the agents and
servers may be running. In this way;, it is possible to have protocol servers running
on different machines, yet managed from a single Server Manager. Server Manager
itself is a server, so one Server Manager can manage any other Server Managers in
the system.

The default installation is configured for three pre-defined servers to run with
Server Managers:

« | fsAgent s—Loads and manages all agents; runs in the background.

« | fsProtocol s—Loads and manages External Server agents that start up
protocol servers; runs in the background.

« Def aul t Manager —Used to monitor the agents and servers in the system; runs
in interactive mode.

In the following diagram, three Server Managers are displayed. The first Server
Manager is managing the protocol servers; the second is managing the agents; and
the third Server Manager is running interactively, monitoring the servers. In
addition, Oracle iFS Manager is running. These Server Managers can be running on
either the same or on different machines. All three Server Managers are able to
monitor any registered server or agent running in the system.
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Figure 8—=1 Oracle iFS Server Manager Diagram
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Another important tool are the log files. The log files detail the activity on the
protocol server. Some servers have the option to output verbose logging. As the
administrator, you will need to manage these files because over time, these files can
become quite large depending upon the activity and type of logging selected. By
default logging will be appended to the current log.
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Managing Server Manager with Oracle /FS Manager

To use Oracle iFS Manager to manage the Server Manager instances, you use Oracle
iFS Monitor. Oracle iFS Monitor uses the same Server Manager commands you use
on a command line, but through a graphical interface. You still have the option of
issuing Server Manager commands on the command line, but now there is an easier
way of managing the servers and agents monitored by Server Manager through
Oracle iFS Manager.

The Oracle iFS Monitor is only used to monitor the servers and agents started by
Server Manager. You cannot use Oracle iFS Monitor to start Server Manager; you
must start Server Manager from the machine where Oracle iFS was installed.
However, you can use Oracle iFS Monitor to stop the agents and the Server
Manager instance that is monitoring the agents.

Oracle iFS Monitor displays the servers registered with the database and the agents
managed by Server Manager.

Parts of the Oracle /FS Monitor Window

Server Manager
Instance(s)

Agents managed by
the Server Manager |

[E3iFS Monitor

The Oracle iFS Monitor window has the following parts:

IS[=] E3

-

Servertanager Instances

MName D
# serne rAgentsi11 2506

Host Mame
anicklin-pe

Started On
25 300t 200015

@GetSer\rer!nfo
Task

Agents imanaged by: ServerAgentsiNT)

MName
£ ContentGarbageCaollectionAgent
£ CupServerAgent
£ DanglingOhjectdCleanupAgent
£ EventExchangeragent
£ ExpirationAgent
£ FipServerAgent
£ GarbageCollectionAgent
£ ImapSererdgent
2 hus \Een
£ NifsServeragent

Status
OO Stopped
OO Stopped
OO Stopped
OO Stopped
OO Stopped
OO Stopped
OO Stopped
OO@ Stopped
OO Stopped

Server Type

Server D | Started On

top Agent

(&) show Details

[— Buttons

Refresh )l Close )||

. ! .
Oracle iFS Monitor Buttons
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Where:

Server Manager Instance(s)—Displays the Server Manager instances currently
running. Each Server Manager instance includes:

Name—The name of the Server Manager.
ID—The numeric identifier of the Server Manager.

Host Name—The name of the machine where the Server Manager is
running.

Agents—The number of agents currently managed by the particular Server
Manager.

Started On—The date and time the Server Manager instance was started.

Agents (managed by: <Server Manager Name>)—Displays the agents managed
by the Server Manager selected in the Server Manager Instances box. Each
Agent includes:

Name—The name of each agent.

Status—The status of each agent. When an agent is stopped, a red light
displays and the status is Stopped. When an agent is started, a green light
displays and the status is changed to ACTIVE. A yellow light indicates that
the agents is still in the process of starting or stopping.

Server Type—The type of the running server, such as FTP or CUP.
Server ID—The numeric identifier for each server running the agent.

Started On—The date and time the agent was started.

Note: Information for server type and server ID is only displayed
for an external server agent whose server is currently running.
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Task Buttons

The buttons on the right side of the Oracle iFS Monitor window are used to perform
Server Manager tasks. The following table describes the buttons and their purpose.

Button Purpose

Stop Server Stops the selected Server Manager instance and all protocols.

Get Server Info Describes the selected Server Manager instance in a separate
window.

Stop Agent Stops a selected agent.

Start Agent Starts a selected agent.

Show Details Shows the details of a selected agent in a separate window.

Monitor Buttons

The buttons at the bottom of the Oracle iFS Monitor window are used to perform
Oracle iFS Monitor window tasks. The following table describes the buttons and
their purpose.

Button Purpose
Refresh Refresh the data displayed in the Oracle iFS Monitor.
Close Closes the Oracle iFS Monitor window.
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Starting Oracle /FS Monitor

Oracle iFS Monitor is accessed through Oracle iFS Manager by selecting Monitor
from the File menu. A window displays containing the Server Manager instances
and agents. If you are starting Oracle iFS Monitor before starting an instance of
Server Manager, no information is displayed as shown here:

[E3iFS Monitor [_ O] x]

Servertanager Instances

Mame [n] Host Mame Agents Started On Stop Server
@GetSer\rer!nfo
Agents
Mame Status Server Type Server D Started On

Stop Agent

> startagent

i

(&) show Details

Refresh )l Close )l
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When a Server Manager instance is started, select the Server Manager for which you
want to view agents. The agents display in the Agents box as shown here:

[E3iFS Monitor [_ O] x]

Servertanager Instances

Host Mame

Stop Server

Bonomorre

@GetSer\rer!nfo

Agents imanaged by: ServerAgentsiNT)

MName Status Server Type | Server|D | Started On top Agent
# ContentGarbageCollectionsgent OO Stopped =l
# CupServerAgent ©OO® Stopped TR T
# DanglingCbjectdvCleanupsgent OO Stopped I}Stanagent _____ |

£ EventExchangeragent OO Stopped = ]
£ Expirationfgent OO® Stopped @Show Details
£ FipServerAgent OO® Stopped

# GarbageCollectionAgent OO Stopped o

OO@ Stopped
®®® ACTIVE
OO Stopped

Refresh )l Close )l

A

agents are displayed, even if they are have a status of Stopped.

See Also

« Before you can use Oracle iFS Monitor, you must start at least one instance of
Server Manager. For more information on starting a Server Manager instance,
see Chapter 2, "Starting Oracle iFS".

« For alist of Server Manager commands, including the command for starting a
Server Manager instance on the machine where Oracle iFS was installed, see
"Using the Command Line to Manage Server Manager".

« Oracle iFS Monitor is accessed through Oracle iFS Manager. For more
information on starting Oracle iFS Manager, see Chapter 2, "Starting Oracle
iFS".

« For more information on the agents that you can manage using Oracle iFS
Monitor, see "Oracle iFS Agents".
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Starting An Agent with Oracle /FS Monitor

If an agent has been specified in the definition file to start automatically with Server
Manager, then the status of that agent displays as ACTIVE and a green light is
displayed when the Oracle iFS Monitor is started. To start an agent manually, do the

following:

1. Make sure at least one instance of Server Manager is started.
2. Click the stopped agent you want to start to select it.

3. Click the Start Agent button.

This action may take several minutes. A yellow light and a status of Starting
indicates the in the process of starting. When the agent is started, the status
changes to ACTIVE and a green light is displayed.

Stopping An Agent with Oracle /FS Monitor

To stop an agent, do the following:

1.

Make sure at least one instance of Server Manager is started and click the
instance where the agent you want to stop is managed.

Click the agent you want to stop.
Click the Stop Agent button.

This process may take several minutes. A yellow light and a status of Stopping
indicates the agent is in the process of starting. When the agent has been
stopped, the status changes to Stopped and a red light is displayed.

Stopping a Server Manager Instance with Oracle /FS Monitor
To stop a Server Manager instance, do the following:

1.
2.

Click the Server Manager instance you want to stop.
Click the Quit Server button.

This process may take several minutes. Each agent managed by the selected
Server Manager is stopped and finally the Server Manager instance is stopped.
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See Also

You can also perform these same tasks on the machine where Oracle iFS is installed
through a command line. For more information on these commands, see "Using the
Command Line to Manage Server Manager".

Using the Command Line to Manage Server Manager

The Server Manager provides the ability to manage agents and protocol servers
with the following commands, invoked at the command line:

Start—Start running the agent.

Stop—Stop a running agent or manager. When a Server Manager instance is
stopped, all protocol servers and all agents that are managed by that instance
are stopped, then exits.

Suspend—Temporarily stop running an agent without actually stopping it. This
is useful if an agent collects cumulative data and stopping it would cause the
agent to lose this information.

Resume—Resume running a suspended agent.

Restart—To stop and restart the agent, generally used for the external server
agent. This is useful for restarting a protocol server to pick up new parameter
settings in the definition file.

Modify—Change the thread priority of an agent.

Note: When a Server Manager instance is stopped, all protocol
servers and all agents managed by that instance are stopped. Then
this Server Manager instance is exited. When a protocol server that
is being managed by a Server Manager instance is stopped, the
Server Manager instance still manages the other agents, and does
not exit. Therefore, the protocols server can then be easily re-started
using the r est art command. When all servers are stopped using
the st op server s command in the Server Manager instance, all
instances of Server Manager are stopped, except for the instance
from which the st op ser ver s command was issued.
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Monitoring Server Manager Servers and Agents

Server Manager also provides good monitoring functionality. If you issue the LI ST
AGENTS command, the following would be returned:

Name—The name of the agent.

Status—The current status of the agent; possible status values are:

« Active—The agent is running.

« Resumed—The agent was resumed and in the process of running.
« Starting—The agent is in the process of starting.

« Stopped—The agent is not running.

« Suspended—The agent has been suspended.

Priority—The thread priority; default value is 5.

The following list describes the sort of information that is provided when issuing
the LI ST SERVERcommand:

Server Name—The name of the running server and, optionally, its unique ID.

Managing Server—The name of the Server Manager that is managing it, if any;
if a protocol server was started directly from the operating system, there would
be no managing server.

Hostname—The machine on which the server is running.

Server Type—The type of the running server, such as FTP or SMB.

When the DESCRI BE command is issued, more detailed information is provided on
an agent or server, although the information returned depends upon the agent or
the server.

Server Manager Commands—The Complete List
The complete list of commands and their syntax are below. The parameters:

<agent >—The name of the agent.
<ser ver >—The name of the server.
<manager >—Either the name of the Server Manager or its ID.

<priority>—An integer value, ranging from 1 to 10, representing the thread
priority.
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Command

Description

LI ST AGENTS
LI ST AGENTS - m <nanager >
LI ST SERVERS [-i]

CESCR BE AGENT <agent >

CESCR BE AGENT <agent> -m
<nmanager >

DESCR BE SERVER
CESCR BE SERVER <ser ver >

CESCR BE SERVER <server> -m
<manager >

START ACENT <agent >

START AGENT <agent> -m
<manager >

SUSPEND <agent >

SUSPEND <agent > - m <nanager >

RESUME <agent >

RESUME <agent > - m <manager >

MDD FY AGENT <agent> -p
<priority>

MDD FY <agent> -p <priority>-m

<manager >

STCP ACENT <agent >

STCP ACENT <agent > - m <nanager >

STCP ACENTS
STCP ACENTS - m <nanager >
STCP SERVER <ser ver >
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Lists all local agents.
Lists all agents managed by the specified manager.

Lists all servers; the optional -i flag specifies to
include the server’s ID.

Describes the specified local agent.

Describes the specified agent managed by the
specified manager.

Describes the local server
Describes the specified server.

Describes the specified server managed by the
specified manager.

Starts the specified local agent.

Starts the specified agent managed by the specified
manager.

Suspends the specified local agent.

Suspends the specified agent managed by the
specified manager.

Resumes the specified local agent.

Resumes the specified agent managed by the
specified manager.

Modify the specified local agent with the specified
thread priority.

Modify the specified agent managed by the specified
manager with the specified thread priority.

Stops the specified local agent

Stops the specified agent managed by the specified
manager.

Stops all local agents.
Stops agents managed by the specified manager.

Stops the specified server.
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Command Description
STCP SERVER <server> -m Stops the servers managed by the specified manager.
<nanager >
STCP SERVERS Stops all servers, except this Server Manager.
RESTART AGENT <agent > Restarts the specified local agent.
RESTART ACENT <agent> -m Restarts the specified agent managed by the specified
<nanager > manager.
HELP Displays summary help information.
HELP KEYWIRDS Displays a list of command keywords.
HELP <conmand> Displays help on the command specified.
EXT Shuts down this server manager.
Oracle /FS Agents

Oracle iFS provides agents that perform required tasks to support the Oracle iFS
system. Agents run in the same process as the Server Manager that started it.
Custom agents can also be written to perform specific tasks. There are four different
types of agents:

« Time-based Agents—These agents are triggered by time intervals. The time
interval can be configured.

« Event-based Agents—These agents are triggered by events. The agent registers
for specific Oracle iFS events and is triggered when they occur.

« Time-based and Event-based Agents—These agents are triggered by time
events, Oracle iFS events, or both.

« Agents to Manage Protocol Servers (External Server Agents)—A special agent
to start up protocol servers and to respond to unexpected protocol server
failures.

Server Manager can be configured to automatically start up any agent. Any agent
that is not started automatically can be started manually. Each Server Manager
should have its own definition file. The definition file contains information specific
to the Server Manager and the list of agents to load and manage. Once Server
Manager has started and loaded the agents, any change to the definition file,
including modifying the list of agents, will not be picked up until the Server
Manager is shut down and restarted.
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The following information is found in the definition file;

« Username/Password (optional)—The Oracle iFS user information to log in to
the system. The user must be an Oracle iFS administrator. Rather than storing
the password in a file, you can enter the username and password interactively
by setting | nt er acti veCredenti al s to true.

«  Output File—The location of the log file.

« Manager Name—The name of the Server Manager. If you are running multiple
Server Managers, each name must be unique.

« Interactive—Specifies if the Server Manager should run in the background
(false) or interactively (true). Running interactively allows the administrator to
enter in commands for managing the agents and servers.

« Interactive Credentials—If this option is set to true, a prompt for the username,
password, service name, and schema password is displayed when Server
Manager is run.

« List of Agents—The agents to be loaded and managed by this Server Manager.
« Agent Specific Information—Information required for that agent to run.
The following agents are provided with Oracle iFS:

« Expiration Agent

« Garbage Collection Agent

« Content Garbage Collection Agent

« Dangling Object AV Cleanup Agent

« Event Exchanger Agent

« External Server Agent

« Service Watchdog Agent

« Quota Agent

« Outbox Agent
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Expiration Agent

All public objects have an attribute called ExpirationDate. Once this date passes, the
public objects are automatically deleted. This is handled by the Expiration agent,
which periodically deletes expired objects. If the expiration date of a public object
passes, the agent deletes the public object. This agent runs at specific times of the
day as specified in the definition (.def) file by the parameter acti vati onti mes.

The following information must be included in the definition file to run the
Expiration agent:

Parameter Default Entry Description Comments
Nare Expi rati onAgent The name of the agent. Can run only one in
system; do not
modify.
d ass oracle.ifs.agents.server. The agent class path. Do not modify.
Expi rat i onAgent
Start true Specifies if the agent true=automatic start,
automatically starts up false=manual
when the Server Manager
starts up.
Initial Ti meCf Day 02: 00: 00 First time event. Set time based on a
24 hour clock.
Acti vati onPeri od 24h Defines the time interval h =hours, m =

TwoPhaseDel et eSupport false

between when the agent minutes, s = seconds

will be triggered.

For future
implementation.

Do not modify.

Garbage Collection Agent

The Garbage Collection agent runs at specific times of the day as specified in the
definition (.def) file. Currently, this agent fixes invalid public object owners,
creators, deletors, and modifiers. It uses the following four parameters for this
purpose, which are specified in the definition file:

« ReplacementOwner
« ReplacementCreator

« ReplacementModifier
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« ReplacementDeletor

For example, a document is created and modified by "ssmith." The creator, owner,
and last modifier attribute of document are set to ssmith's object id. If "ssmith" is
deleted, the attribute value becomes invalid. The agent replaces these invalid
attribute values with the ID of the replacement owner, creator, or deletor specified
in the definition file.

The following information must be included in the definition file to run the Garbage
Collection agent:

Parameter Default Entry Description Comments

Nare Gar bageCol | ecti onAgent The name of the agent. Can run only one in
system; do not
modify.

C ass oracle.ifs.agents.server. The agent class path. Do not modify.

Gar bageCol | ecti onAgent

Start true Specifies if the agent true=automatic start,
automatically starts up false=manual
when the Server Manager
starts up.

Initial Del ay 30m The initial delay when the h =hours, m =
agent will first run; this minutes, s = seconds
allows the agents’ first
trigger to be staggered.

Acti vati onPeri od 1h The time interval between h = hours, m =
the agent’s subsequent minutes, s = seconds
runs.

Repl acenent Oaner system User to be replaced as Modify as needed.
owner.

Repl acenent Del et or system Users to be replaced as Modify as needed.
deletor.

Repl acenent Cr eat or system User to be replaced as Modify as needed.
creator.

Repl acenent Modi fier system User to be replaced as Modify as needed.

modifier.
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Content Garbage Collection Agent

Content is stored separately from file attributes. The Content Garbage Collection
agent identifies unreferenced content and deletes it. For performance reasons, the
content of a document is not deleted when the document is deleted. The Content
Garbage Collection agent deletes the unreferenced content. This agent runs at
specific times of the day as specified in the definition (.def) file.

The following information must be included in the definition file to run the Content
Garbage Collection agent:

Parameter Default Entry Description Comments
Nare Cont ent Gar bageCol | ection  The name of the agent. Can run only one in
Agent system; do not modify.
Cl ass oracle.ifs.agents.server. The agent class path. Do not modify.
Cont ent Gar bageCol | ecti on
Agent
Start true Specifies if the agent true=automatic start,
automatically starts up  false=manual
when the Server
Manager starts up.
Initial Ti meCf Day 30m The initial delay when  h =hours, m = minutes, s
the agent will first run; = seconds
this allows the agents’
first trigger to be
staggered.
ActivationPeriod 1h The time interval h = hours, m = minutes, s
between the agent’s = seconds

subsequent runs.

Dangling Object AV Cleanup Agent

This agent is similar to the Garbage Collection agent. This agent cleans up dangling
object type references and identifies all invalid object references, such as references
to objects that no longer exist, and sets these references to null for array type
attributes and zero for scalar attributes. For example, this agent cleans up the owner
attribute of a document pointing to directory object which was deleted and is now
invalid.
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The following information must be included in the definition file to run the

Dangling Object AV Cleanup agent:;

Parameter Default Entry Description Comments
Narre Dangl i ngObj ect AV The name of the agent. Can run only one in
Cl eanupAgent system; do not modify.
Cl ass oracle.ifs.agents.server. The agent class path. Do not modify.
Dangl i ngObj ect AVCl eanup
Agent
Start true Specifies if the agent true=automatic start,
automatically startsup  false=manual
when the Server
Manager starts up.
Initial Ti meCf Day 00: 45: 00 The first time event. Set time based on a 24
hour clock.
ActivationPeri od 24h Time interval to when  h=hours, m=minutes,
the agent runs again. s=seconds
Excl udedAt t ri but eLi st AUDI TENTRY A list of attributes for Modify as needed.

CoBJ . which invalid
PUBLI ECT: OMER references to Library

PUBL| COBJECT: DELETOR Obijects are not cleaned

PUBLI COBJECT: LASTMODI FI ER UP:
VERSI ONSERI ES: RESERVOR

Event Exchanger Agent

This agent periodically purges expired events from the event queue. The following
information must be included in the definition file to run the Event Exchanger
agent:

Parameter Default Entry Description Comments

Narre Event Exchanger Agent The name of the agent.  Can run only one in system;
do not modify.

Cl ass oracle.ifs.agents. server. Event The agent class path. Do not modify.

Exchanger Agent
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Parameter Default Entry

Description

Comments

Start true

Initial Delay 30m

ActivationPe 20s
riod

Event Li fespa 1800
n

Specifies if the agent
automatically starts up
when the Server
Manager starts up.

The initial delay when
the agent will first run;
this allows the agents’
first trigger to be
staggered.

The time interval
between the agent’s
subsequent runs.

The number of seconds
after which an event is
assumed to have been
delivered and become
eligible for purging.

true=automatic start,
false=manual

h = hours, m = minutes, s =
seconds

h = hours, m = minutes, s =
seconds

Unit of measure is seconds.

External Server Agent

This is a special kind of agent used to start protocol servers. The External Server
agent reads the command for starting up a server, and executes that command in a
separate process. It also re-starts the protocol servers if they go down unexpectedly.

The default entries in the definition file are specific to the protocol server this agent
is managing. This example is the External Server agent for the FTP server:

Parameter Default Entry Description Comments
Narre Ft pSer ver Agent The name of the agent.  Modify to be unique.
Ser ver Nane Ft pSer ver The name the Server Modify to be unique.
Manager uses to
identify the protocol
server.
d ass oracle.ifs.agents. The agent class path. Do not modify.
server.

Ext er nal Ser ver Agent
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Parameter Default Entry Description Comments
Start true Specifies if the agent true = automatic start, false =
automatically startsup  manual
when the Server
Manager starts up.
Activation 20s Period of time the agent Do not modify.
Peri od waits for a state
transition.
ReStart OnError true Specifies if an the agent true = automatic start up, false
should restart the = manual
server when an
unexpected server
failure is detected.
PassCredential true Passes the Oracle iFS true = pass credentials, false =

S

ConfigurationF
il enane

Ft pSer ver - Sun. def

LogFi | ename Ft pServer. | og

Command j ava - DFt pServer -nmx64M
oracle.ifs.protocols.

ftp.server. Ft pServer

JavaPr ocess fal se

JavaProcessC a none
SS
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credentials to the
protocol server.

The definition file for
the protocol server.

The log file name.

The command to start
the server.

If true, a java class is
running. Uses other
parameters
(JavaProcessClass,
JavaVmArgs,
JavaProcessArgs) to
construct the command
to be run and ignored
COMMAND
parameter.

If JavaProcess
parameter is set to true,
provide the class that
needs to be run here.

do not pass

Modify as needed.

Modify to be unique.

Modify as needed; in
particular, the heap size
depending upon usage and
HW resources available.

Use this if a java class is
running.

Not used if JavaProcess=false.
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Parameter Default Entry Description Comments
JavaVmAr gs none If ajava class is VM arguments like -mx, -ms
running, you can and others need to be provided

JavaProcessArg none
s

Propagat eCl ass true
Pat h

Passl| f sArgs true

provide arguments to here.
java VM here. (not the
arguments for the class

itself). Not used if
JavaProcess=false.

If ajava class is Not used if JavaProcess=false.
running, these are the

arguments to the java

class itself (not the

arguments to VM).

If ajavaclassis running Use this if you are running a
(by setting JavaProcess java class.

to true), then setting

this to true makes the

CLASSPATH of ESA to

be passed down to the

environment in which

the Java class runs. Not

used if

JavaProcess=false.

If this is set (or not Do not modify this parameter.
specified), the External

Server Agent passes

internal Oracle iFS

arguments to the

command or java class

being run.
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Service Watchdog Agent

The Service Watchdog agent works together with the External Server agents. This
agent cleans up after server failures. Immediately after a server failure, the failed
server will show up in the list of servers. After a few minutes of server failure, the
Service Watchdog agent detects that the server is no longer running and removes it
from the list of servers. The following information must be included in the
definition file to run the Service Watchdog agent:

Parameter Default Entry Description Comments

Narre Ser vi ceVat chdogAgent The name of the agent. Can run only one in
system; do not modify.

Cl ass oracle.ifs.agents. server. The agent class path. Do not modify.
Ser vi ceWat chdogAgent

Start true Specifies if the agent true=automatic start,
automatically startsup  false=manual
when the Server
Manager starts up.

Acti vati onPeri od 20s The time interval to h = hours, m = minutes, s
when the agent will run = seconds
again.

DeadSer vi ceCheck 6 The frequency of

Fr equency activation periods in

which a dead service
will be checked. The
default is to check
every 6 x the
ActivationPeriod,
which defaults to 20

seconds.
Unl ockedSer ver Check 1 The frequency of An unlocked server is
Frequency activation periods in one that is in the process
which an unlocked of shutting down the

server will be checked. server.
The default is to check

for dead service every 1

x the ActivationPeriod.

Servi ceTi neout Period 120 The time before the Unit of measure is
Server Manager will seconds.
kill an unresponsive
protocol server.
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Parameter Default Entry Description Comments
Unl ockedSer ver Ti meou 10 The time before Server  Unit of measure is
t Period Manager will kill an seconds.
unlocked protocol
server.
Quota Agent
The Quota agent is triggered by an event to check for any users who may have used
up their quota. This agent also periodically checks all users who are active,
according to a specified timer period. The agent updates the user's consumed
storage. When the consumed storage is over the allocated quota, then the user will
not be able to add any more documents to Oracle iFS.
A user's quota is calculated upon the content already consumed. Therefore, a user
will go over quota by adding the final file that pushes the consumed storage over
the allocated storage. When setting users' allocated quota, remember that a users'
last file will put them over quota before being denied.
Quotas will not be enforced if:
« The Quota agent has not been started or running.
« The user's quota has not been enabled.
The following information must be included in the definition file to run the Quota
agent:
Parameter Default Entry Description Comments
Nare Quot aAgent The name of the agent. Can run only one in
system; do not modify.
C ass oracle.ifs.agents.server. The agent class path. Do not modify.
Quot aAgent
Start true Specifies if the agent true=automatic start,
automatically starts up false=manual
when the Server Manager
starts up.
ActivationPeriod 15m The time interval to when  h=hours, m=minutes,

the agent will run again. s=seconds
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Outbox Agent
The Outbox Agent provides a mechanism to deliver Oracle iFS e-mail created
programmatically. Oracle iFS applications creating e-mails will place the messages
in the system outbox (/ i f s/ out box). The Outbox agent is notified every time an
event is received indicating the insertion of an e-mail into the outbox folder. The
agent sends the e-mail to the mail transfer agent (Sendmail) via SMTP.
Note: This agent is only required for custom e-mail applications.
The following information must be included in the definition file to run the Outbox
agent:
Parameter Default Entry Description Comments
Narre Qut boxAgent The name of the agent. Modify to be unique.
C ass oracle.ifs.protocols. The agent class path. Do not modify.
enmi | . out box. Qut boxAgent
Start fal se Specifies if the agent true=automatic start,
automatically starts up false=manual
when the Server Manager
starts up.
ActivationPeri od 15m The time interval to when  h=hours, m=minutes,

the agent will run again.

s=seconds

Definition Files for Protocol Servers

After setting up the Server Manager's definition file, you may want to modify the
definition files for each of the protocol servers. Each definition file contains
information specific to the protocol server. If you will be running multiple copies of
the same protocol server, it is strongly recommended that you have a uniquely
named definition file for each instance of that protocol.

The following definitions files are discussed:

«  Windows Client Protocol (WCP) Server

«  Windows NT File System Protocol Server (for Windows NT)

« Simple Mail Transfer Protocol (SMTP) Server
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« Internet Mail Access Protocol (IMAP) Server
« Server Message Block (SMB) Protocol Server
« File Transfer Protocol (FTP) Server

« Command Line Utilities Protocol (CUP) Server

Windows Client Protocol (WCP) Server

The Windows Client Protocol (WCP) is the main protocol used by the Oracle iFS
Utilities on Windows 95, Windows 98, Windows NT 4.0, and Windows 2000. Only
one WCP server is required for each Oracle iFS schema. If you start more than one
instance of the WCP server, only the last instance started will take into effect. Make
sure the correct instance of the WCP server is available.

The WCP port assignment is different from other protocols used by Oracle iFS
because it does not run on any designated port. Each time it is started, the WCP
finds an open port on the machine on which it is running. Exactly one WCP server
should run in a system.

The following parameters must be included in the definition file to run the WCP
server. To include these parameters, edit the WepSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server WocpServer The name of the server The properties file defines settings
properties file. for the Oracle iFS repository.
AppendLog true Specifies if the log should be true = append, false = overwrite
appended to or overwritten
each time the server is
started.
LogConmands true Logs every command. true = log every command, false =
do not log every command
ShowConnect Locati ons true Include the location where a true = include location, false = do
connection originates. not include location
WepSer ver Socket 0 Amount of time between Unit of measure is milliseconds.
Ti meout activities before the WCP

server socket times out.
Default is 0; no timeout.
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Parameter Default Entry Description Comments

Aut henti cat edPool Si ze 2 The number of concurrent
library sessions servings per
mounted Oracle iFS drive.

Specify the optional
maximum number of
concurrent Windows
utilities you want to run on
each mounted drive.

Accept QueueSi ze 50 The number of server Do not modify.
requests back-logged before
denying requests.

WpdientSize 10 Used to track the number of Increase to a larger number for
pre-allocated WCP sessions. better performance if a larger

number of clients connect
simultaneously.

Optim zeStartup true Specifies if the server should true = warm up server, initial cost
"warm up" for better starting up server, need to indicate
performance. objects (warm up settings to load,

false = do not warm up server

Vr mupAcl s true List of the objects to be
loaded during start up for

\Var nupFor mat s true better user performance.

War nupMedi as true

War mupUser s true

Windows NT File System Protocol Server (for Windows NT)

The NT File System Protocol Server allows the Oracle iFS repository to appear as a
local hard drive on the server machine. When using the NT File System Protocol
Server, the Oracle iFS repository will be mapped to a drive letter on the server

machine and can be accessed using the file system as if it were a local hard drive.

The following parameters must be included in the definition file to run the NTFS
server. To include these parameters, edit the Nt f sSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter

Default Entry Description Comments

server

The name of the server
properties file.

Nt f sServer The properties file defines settings for the

Oracle iFS settings.
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Parameter Default Entry Description Comments

AppendLog true Specifies if the log should  true = append, false = overwrite
be appended to or
overwritten.

DrivelLetter o] The drive letter used to An available and valid drive letter (a-z).
map the Oracle iFS drive.

LogLevel 1 Specifies the type of A number from 1 to 4. 1 is the minimum and
information listed in the 4 is the maximum information in the log file.
log file.

LogStackTrace false Specifies if the Java stack  true = list Java stack trace, false = do not list
trace is listed in the log Java stack trace
file.

Simple Mail Transfer Protocol (SMTP) Server

This is a base implementation of the Simple Mail Transfer Protocol. Oracle iFS uses
Sendmail as the mail transfer agent. The SMTP server is used as the mail delivery
agent for Oracle iFS. Sendmail connects to the SMTP server via the SMTP protocol
and uses it to check if inboxes for e-mail recipients exist in Oracle iFS and to deliver
mail to those inboxes.

The following parameters must be included in the definition file to run the SMTP
server. To include these parameters, edit the Snt pSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server St pSer ver The name of the server The properties file defines settings
properties file. for the Oracle iFS repository.
LogConmands true Logs every command. true = log every command, false =
do not log every command
AppendLog true Specifies if the log file should  true = append, false = overwrite
be appended to or overwritten.
port 2500 The port on which the server is This port is also in the
running. Sendnmi | . cf file. If changed, it

must be changed in both places.

Smt pSessi onCount 5 The number of SMTP sessions
created at startup time.
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Description

Comments

Parameter Default Entry
QptimzeStartup true
War mupAcl s true
Vr mupFor mat s true
War nupMedi as true
Var mupUser s true

Specifies if the server should
"warm up" for better
performance.

List of the objects to be loaded
during start up for better user
performance.

true = warm up server; initial cost

starting up server; need to indicate
objects (warm up settings), false =

do not warm up server

Internet Mail Access Protocol (IMAP) Server

This is an implementation of Internet Mail Access Protocol. This provides a
mechanism for mail clients to access mail from Oracle iFS accounts.

The following parameters must be included in the definition file to run the IMAP
server. To include these parameters, edit the | mapSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server | mapServer The name of the server The properties file defines settings
properties file. for the Oracle iFS repository.
LogCommands fal se Logs every command. true = log every command, false =
do not log every command
AppendLog true Specifies if the log file should be true = append, false = overwrite
appended to or overwritten.
I mapTi meout 600000 The amount of time before the Unit of measure is milliseconds.
server waits before timing out;
default is 600 seconds or 10
minutes.
I mapPor t Num 143 The port on which the server is
running.
MaxLi t eral 512 Required by the IMAP Do not modify.
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Parameter

Default Entry

Description

Comments

Optim zeStartup

War mupAcl s
War mupFor mat s
War nupMedi as
War mupUser s

true

true
true
true

true

Specifies if the server should
"warm up" for better
performance.

List of the objects to be loaded
during start up for better user
performance.

true = warm up server; initial cost
starting up server; need to
indicate objects (warm up
settings), false = do not warm up
server

Server Message Block (SMB) Protocol Server

The SMB server allows Windows users to easily copy files between their local drives
and the Oracle iFS repository. It also allows users to browse and edit files and even
execute programs directly from the Oracle iFS repository. SMB is best suited for

interactive browsing and modifying documents.

The following parameters must be included in the definition file to run the SMB
server. To include these parameters, edit the SnhSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server SmbSer ver The name of the server The properties file defines settings
properties file. for the Oracle iFS repository.
TraceLevel Err Specifies the level of output for Off = all, ERR = trace errors and
the log file. significant events only, Low =
minimal tracing, High = verbose
tracing
TraceFile none The trace file name. The default directory is
$ORACLE_
HOVE/ i f s<versi on>/ 1 og/
Ver bosel f sExceptions true Turn on verbose mode for true = verbose mode, false =
Oracle iFS exceptions. succinct mode
ShowTi neLevel of f Add millisecond timestamp for Err = trace errors and significant

this level of tracing.

events only, off = all
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Parameter Default Entry Description Comments

Shar eMyHore true Specifies if the virtual true = MyHome the list of mount
MyHome is shared as a mount points, false = only administer
point. defined mount points

Wor kgr oup WORKGROUP Windows workgroup. This determines the workgroup

where the SMB server will appear
in the Network Neighborhood.

Host Nane machi ne name The name of the server when Default is the name of the
browsing the Network machine the SMB server is
Neighborhood when mounting running on.
an Oracle iFS drive.

SmbPor t 139 Port for the SMB server to Need to run as root since it is the
listen on. default port. All Windows clients

require that this port number is
not changed.

Buf f er Log true Specifies if the log file should  true = buffer, false = do not buffer
be buffered.

AppendLog true Specifies if the log file is true = append, false = overwrite
appended or overwritten.

Al | owGuest | f Not true Allows users who do not have true = allows non-guest users as

User valid accounts on this server to guest, false = forces a valid
browse as a guest. username

MaxOpenFi | es 30 The maximum number of files
a user can have open on a
single mountpoint.

MaxAl | OpenFi | es 100 The total number of open files  The total is also limited by the
the SMB server allows across number of connections configured
all users. for the SMB server and database.

Enabl ePar si ng true Enables the parsing feature true = enables parsing, false =
when saving Oracle iFS files. disables parsing

Enabl eRenderi ng true Enables the rendering feature  true = enables rendering, false =

Sessi onTi meout

NbTr acelLevel

43200000 (12
hour s)

ERR
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Parameter Default Entry Description Comments
NoTr aceFil e none The file name for the trace file. The default directory is
$ORACLE
HOWE/ i f s<ver si on>/| og.
| pAddr server |P The IP address that is This value is defaulted from the
addr ess advertised as the location for server IP address and should not
the SMB server. be modified except in unusual
cases, for example, multi-homed
server.
Net mask 255. 255. 252. The mask used to determine This limits or broadens the scope
0 the address for broadcast of broadcast messages. Most
packets. networks should use the default.
Br oadcast none Overrides the default broadcast Change only if you need to
address from the IP and explicitly specify a broadcast
Netmask packets. address.
Host Announcer true Enables the SMB server to be true = server will be listed, false =
listed in the Network server will not be listed.

Neighborhood.

File Transfer Protocol (FTP) Server

The FTP server allows users to easily transfer files between one file system and the
Oracle iFS repository. FTP is particularly useful when performing bulk transfers; in
regards to both ease and performance. In addition to the common FTP commands,
the Oracle iFS server also has built-in parsing and versioning support.

The following parameters must be included in the definition file to run the FTP
server. To include these parameters, edit the Ft pSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server Ft pSer ver The name of the server properties The properties file defines
file. settings for the Oracle iFS
repository.
LogConmmands fal se Logs every command. true = log every command, false
=do not log every command
AppendLog true Specifies if the log file should be  true = append, false = overwrite

appended to or overwritten.
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Parameter

Default Entry

Description

Comments

Ver boseloggi ng

ShowConnect
Locati ons

Dat eFor mat

Ti meout

Delimter

port

Accept QueueSi ze

Optim zeStartup

War mupAcl s
Vr mupFor mat s
War nupMedi as
Var mupUser s

AnonynousPool
Si ze

Webui Ti meout

fal se

true

MW dd HH: mm
900000

21 (W ndows
NT), 2100
(Uni x)

50

true

true
true
true
true

60000

Logs detailed information,
including exception stacks.

Logs the location where a
connection originates.

Specifies the default date format.

Amount of time between activity
before the connection times out;
default is 900 seconds or 15
minutes.

Specifies the Folder Path
Delimiter.

The port on which the server is
running.

The number of server requests
back-logged before denying
requests.

Specifies if the server should
"warm up" for better performance.

List of the objects to be loaded
during start up for better user
performance.

Initial pool size for anonymous
connections.

Time the FTP session is valid
when called from the Web
interface for drag and drop
upload. Default is 60 seconds.

true = log detailed information,
false = log summary information

true = include location, false =
do not include location

Unit of measure is milliseconds.

Do not modify.

true = warm up server; initial
cost starting up server; need to
indicate objects (warm up
settings), false = do not warm up
server

Unit of measure is milliseconds.
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Command Line Utilities Protocol (CUP) Server

The CUP server responds to the requests from the Oracle iFS command line utilities,
a set of low-level development tools. Since the command line utilities allow direct
access to the objects and their attributes, the user must be familiar with the Oracle
iFS class hierarchy to manipulate the objects. The utilities target users with deeper
knowledge and understanding of the Oracle iFS objects and their relationships with
one another. It is not meant to be an end-user tool.

Note:

Logging into Oracle iFS through the Command Line

Utilities allows any other users on the same machine to access
Oracle iFS through that login without logging on themselves. To
avoid this problem, use the i f sshel | command on machines
shared by multiple users.

The following parameters must be included in the definition file to run the CUP
server. To include these parameters, edit the CupSer ver . def file located in the
$ORACLE_HOVE/ i f s<ver si on>/ set ti ngs directory.

Parameter Default Entry Description Comments
server CupServer The name of the server properties  The properties file defines
file. settings for the Oracle iFS
repository.

LogCommands fal se Logs every command. true = log every command,
false = do not log every
command

AppendLog true Specifies if the log file should be true = append, false =

appended to or overwritten. overwrite

ShowConnect true Logs the location where a true = include location, false =

Locati ons connection originates. do not include location

Dat eFor mat MW dd HH: mm Specifies the default date format.

AnonynousPool 2 Initial pool size for anonymous

Si ze connections.

Ti meout 900000 Amount of time between activity Unit of measure is

before socket times out; default is
900 seconds or 15 minutes.

milliseconds.
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Parameter Default Entry Description Comments
SessionStateTime 900000 Amount of time between activity Unit of measure is
out Peri od before the session times out; default milliseconds.
is 900 seconds or 15 minutes.
Deliniter / Specifies the Folder Path Delimiter.
port 4180 The port on which the server is
running.
Accept QueueSi ze 50 The number of server requests Do not modify.
back-logged before denying
requests.
OptimzeStartup true Specifies if the server should "warm true = the initial cost of starting
up" for better performance. up the server; need to
inidicateobjects (warm up
settings) to load, false = do not
warm up server
VAr mupAcl s true List of the objects to be loaded
during start up for better user
War mupFor nat s true performance.
War nupMedi as true
War mupUser s true
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Configuration and Back Up

A major feature of Oracle iFS is its support of multiple protocols, such as FTP, SMB,
and IMAP. This chapter provides information on setting up, configuring, and
administering these protocols and e-mail. Topics include:

« Configuration and Port Issues

« Configuring E-mail

« Integrating Oracle iFS Mail and Sendmail Pro 8.9.3

« Using the Windows NT File System Protocol Server

« Backup and Recovery of Data

« Configuring Oracle Apache Web Server

« Configuring Apache As Your Web Server on Windows NT
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Configuration and Port Issues

Each protocol used by Oracle iFS listens on a port. These ports are assigned
numbers by default although they can be reconfigured. Some protocols also need to
be configured before they can be used. If you configure a protocol, remember to

start and stop that protocol’s server.

Protocols and their Ports

The following table displays the Oracle iFS protocols and the default ports they run
on, whether or not the parts can be configured, and what definition file to use to
configure them. All definition files are located in the following directory:

$ORACLE _HOVE/ i f s<versi on>/ settings

Port
Protocol Default Port Configurable? Definition File Variable to Configure
File Transfer Protocol 21 Yes FtpServer.def Change in the definition file.
(FTP)
Command Line Utility 4180 Yes CupServer.def  Change the | FS_CUP_PORT
Protocol (CUP)* variable and the port number.
Simple Mail Transfer 2500 Yes SmtpServer.def Change the port number in
Protocol (SMTP)? SmtpServer.def, Sendmail.cf and

ifs.m4

Internet Messaging 143 Yes ImapServer.def Change in the definition file.
Access Protocol (IMAP)
HyperText Transfer 80 Yes Not Applicable Use the JWS administration

Protocol (HTTP)

Windows Client Protocol ~ Generated  Not Applicable WcpServer.def
(WCP)3

Server Message Block 139 No SmbServer.def
(SMB)

utility and change using port
1717.

Not applicable.

Do not configure SMB.

1 This is a proprietary protocol used for Oracle iFS operations.
2 This is a simple implementation to support verification and delivery.
% This is a proprietary protocol used for Oracle iFS operations.
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Note: If you decide to configure these protocols manually instead
of using the Configuration Utility provided during installation, the
steps may generate multiple errors.

Configuring E-mail

When you create users, among the folders automatically created is a mail folder
within which there is an inbox folder. The user’s mail messages are delivered into
the inbox folder. You can use either Outlook Express or Netscape 4.7 Messenger as
your e-mail clients. You must set up e-mail accounts appropriately.

E-mail Setup for UNIX

Oracle iFS uses an open-source implementation of the Sendmail 8.9.3 product as the
mail transfer agent. Oracle iFS has an SMTP server to support verification and
delivery. In addition, Oracle iFS also provides an IMAP server.

Basic e-mail configuration is completed as part of installation and configuration of
Oracle iFS. When e-mail is configured during installation, the following is done:

« A new sendmail executable is placed in/ usr/1i b.

« Asendmail . cf fileis generated and placed in/ et c.

Sendmail Configuration for UNIX

The sendmmai | . cf file generated during installation is created from a template.
This template is used by the Oracle iFS configuration program only; Oracle iFS also
provides .m4 and .mc files to support your own configuration of Sendmail.
Configuring the sendnai | . cf file is not recommended unless completed by
qgualified Sendmail specialists; it will not be supported by Oracle.
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Note: Oracle will not provide support in configuring Sendmail.
The sendmai | . cf file provided with Oracle iFS allows you to use
Oracle iFS e-mail. Any further extensions and enhancements to the
sendmai | . cf file is the responsibility of the user. In accordance
with open source licensing requirements, a full copy of the
sendmail source is also provided with Oracle iFS. To view the full
sourcecode for Sendmail, Version 8.9.3, use the

sendmmi | . 8.9. 3. tar. gz in the $ORACLE _

HOVE/ i f s<versi on>/ adm n/ emai | / <pl at f or ms>/ opensrc
directory.

The .mc and .m4 files that can be used for configuration are found in the following
location:

«  $ORACLE_HOVE/ i f s<ver si on>/ admi n/ emai | / <OS>/ i f s- <OSNAME>. nT
where <OS> and <OSNAME> can be the following:

Platform <Cs> <OSNAME>

AIX ai x ai x4

HP-UX hp-ux  hpux10

Linux linux linux

Tru64 osf1l osf1l

Solaris solari solaris2
s

« $ORACLE _HOME/ i f s<ver si on>/ adni n/ emai | / cormon/ cf —For the base of the
.m4 directory tree.

For the default configuration:

« Added files—$ORACLE_HOME/ i f s<versi on>/ adni n/enai |l /cf/mailer/ifs. m
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Note for Solaris Users: For configuration, use the GNU M4. The
Solaris version of the M4 macro-processor is not compatible with
the open source Sendmail m4 files. For reference, go to
www.gnu.org or see the Help for UNIX System Administrators,
Sendmail guide (ISBN: 1-56592-222-0, publisher: O’Reilly). GNU M4
is not shipped with Oracle iFS 1.0.

Integrating Oracle /FS Mail and Sendmail Pro 8.9.3

The Oracle iFS e-mail system provides an IMAP server and an SMTP protocol
server that provides verification and local delivery support. Oracle iFS e-mail does
not have its own mail transfer agent, but relies on sendmail to act as the mail
transfer agent. This section pertains to the Sendmail Pro product from Sendmail,
Inc., and the following steps guide you through set up and configuration of
Sendmail Pro version 8.9.3.

Installing Sendmail Pro 8.9.3

To install Sendmail Pro 8.9.3, refer to the Sendmail Pro 8.9.3 documentation. The
installation is completed using the standard UNIX pkgadd utility. For further
installation instructions, refer to the INSTALL document located for your platform
of the Sendmail Pro distribution.

Oracle /FS Installation Dependencies

When the Oracle iFS Configuration Assistant is run during installation of Oracle
iFS, the required pre-configuration (.m4 and .mc) files are prepared for e-mail
configuration.

Configuring Sendmail

The configuration process involves running the i f semai | set up_pr 0893 script
located in the $ORACLE_HOMWE/ i f s<ver si on>/ bi n directory. This script sets up
.m4 and .mc files and generates a sendmail configuration file that is used to
integrate Oracle iFS and Sendmail Pro 8.9.3. You must run this script as the r oot
user.

Configuration and Back Up 9-5



Integrating Oracle iFS Mail and Sendmail Pro 8.9.3

Quick Setup Steps

Steps 1 and 2 can be executed in any order.

1. Configure Oracle iFS using the Configuration Assistant. This step can be
completed independently of the Sendmail install.

2. Install Sendmail Pro 8.9.3.

3. Runthescripti f semai | set up_pr 0893 for configuring Oracle iFS e-mail.

Note: If you want to migrate to use open source Sendmail instead
of Sendmail Pro 8.9.3, you must first de-install Sendmail Pro 8.9.3.

Sendmail Pro 8.9.3 Graphical Administration Tool

Sendmail Pro 8.9.3 includes a graphical administration and configuration tool. This
is a Web-based tool that allows access to the configuration files from a Web server.
However, due to the fact that the Sendmail Pro administration tool does not know
about Oracle iFS, the tool cannot be used to configure Oracle iFS. If the tool is used
to configure Sendmail pro, Oracle iFS support will not be included in the new
configuration. Sendmail administrators will need to use the .m4 and .mc files
provided in the distribution to reconfigure Sendmail.

Using E-mail with Oracle iFS

To use e-mail:
1. Make sure that Sendmail is running.
2. Make sure the SMTP and IMAP servers are running.

3. Make sure the Outbox Agent is running.

See Also

For more information on using Server Manager to check that these servers and
agents are running, see Chapter 8, "Using Server Manager to Start and Stop
Servers".
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Note: Using Server Manager and thei f sstart andi f sst op
commands will also start and stop sendmail. Use the command
/usr/1ib/sendmail -bd -qgl5mto start Sendmail manually.

Using the Windows NT File System Protocol Server

To provide Explorer-based access to an Oracle iFS instance running on Windows
NT, use the Windows NT file system protocol server (NTFS). This file system
protocol server allows the Oracle iFS repository to appear as a local drive on the
Windows NT system running the Oracle iFS server. Once the Oracle iFS repository
is mounted as a local drive, the Oracle iFS repository can be shared using the
standard Windows networking functions.

Accessing Oracle /FS through the Windows NT File System Protocol Server

When the Oracle iFS repository is mounted as a local hard drive using the file
system protocol server, access to the Oracle iFS repository is controlled by Windows
NT. The standard Windows networking functions can be used to control shared
access to the local Oracle iFS drive from Windows client machines.

To enable network access from Windows client machines, the Oracle iFS NT file
system protocol server must be started and the Oracle iFS repository mounted as a
local drive on the server machine. The local Oracle iFS drive can then be shared by
the server machine using the Windows Explorer or the NET SHARE command from
the command line. A Windows client machine can then map to the shared drive
using the Windows Explorer or the NET USE command from the command line.

When a Windows client maps to a shared drive, the Windows client supplies a
username and password to the Windows server machine. The Windows server
machine checks that the user is a valid Windows user, either on the local machine or
in the domain, and grants access to the shared drive. If the shared drive is an Oracle
iFS drive, the Windows username used to map the drive is also passed to the Oracle
iFS repository as the Oracle iFS user to determine the user's Oracle iFS access
permissions. In order to be able to access a shared Oracle iFS drive, the Windows
user used to map the Oracle iFS drive must also be an Oracle iFS user and an Oracle
iFS user must also be a Windows user.
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Starting the Windows NT File System Protocol Server

The Oracle iFS administrator username, by default is system. Any Oracle iFS user
can be granted administrator privileges. Any user who is a member of the Windows
NT administrator group can start the Oracle iFS Windows NT File System Driver.
However, when connecting from the local machine that user will always appear as
system.

Users connecting from a remote machine must have a valid Windows NT account
on the machine hosting the NTFS driver. When they connect to the local machine,
Windows NT will first validate that they have permission to see the mount points
created by the NTFS driver (Root, Home and Public). Once they mount one of these
mount points (which is managed by Windows File Sharing, not Oracle iFS), their
access permission to files and folders inside the mount point is governed by the
rights granted to the user they connected as.

Note: Using Windows NT, access to the Oracle iFS mount points is
controlled by the native Microsoft Windows NT file sharing
capabilities, and the NTFS driver simply exposes three more mount
points for Windows NT file sharing to manage. This is different
from the UNIX implementation where the Oracle iFS SMB Server
actually manages the File Sharing directly.

See Also

« For more information on starting the Windows NT file system protocol server
and using Server Manager, see Chapter 8, "Using Server Manager to Start and
Stop Servers".
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Backup and Recovery of Data
There are two important issues regarding backup and recovery of data:
« Saving the software installation as a backup

« Saving the data

Saving the Software Installation

You should back up the software installation so that you can easily restore the files
in case of a disk crash or other failure. To save the software, you should make a
backup on a type of media, such as tape or CD-Rom. This only needs to be done
once after completing Oracle iFS installation.

Saving the Data

All Oracle iFS data is currently stored inside the database, which allows you to rely
on the usual backup and recovery mechanism used for all other Oracle data. This is
an important step when migrating data; if you use FTP to migrate data, all
versioning, ACLs, ownership of files, and extended attributes will be lost. It is
highly recommended that you backup your data before you migrate your data.

For more information on using Oracle’s back up and recovery mechanism, see the
Oracle 8.1.6 Server Backup and Recovery Guide. This guide explains what to do for the
different possible scenarios, what software is required, and what to set up.

When saving files, there is no way of restoring a single document from a backup.
The database is saved in a way which does not allow you to restore complete data
files or to restore until a defined point in time, to save the document with all
repository data describing it, or to restore this information back into the system.

Configuring Oracle Apache Web Server

To use the Oracle Apache Web Server with Oracle iFS, run the i f sapacheset up
script located in the following directory:

Platform Location
UNIX $ORACLE_HOWE/ i f s<ver si on>/bin
Windows NT YORACLE_HOVE% i f s<ver si on>\ bi n

Configuration and Back Up 9-9



Configuring Apache As Your Web Server on Windows NT

Configuring

This script configures Apache and Jserv so that Oracle iFS can be accessed through
port 7777 and allows users to access the Oracle iFS site through the
http://<server-nane>: 7777/ ifs/ifsservlet URL.

The sections relevant to Oracle iFS configuration are identified in the server
configuration files. The following files are changed during configuration:

« jserv.conf
= jserv.properties
« ZOne.properties

These files can be found in the following directory:

Platform Location
UNIX $ORACLE_HOWVE/ Apache/ Jserv
Windows NT YORACLE_HOVE% Apache\ Jserv

All other configuration is similar to the standard Apache and Jserv configuration.

Apache As Your Web Server on Windows NT

If you want to use Apache instead of JWS, this section provides configuration steps
for Apache to be used with Oracle iFS. These are not comprehensive instructions
and are more of a general set of rules you need to follow to configure Apache. It is
expected that you are familiar with Apache and standard servlet engines.

These steps provide a mechanism to set Apache 1.3.12 with JRun 2.3.3 as the servlet
engine. On the Apache Web site (www.apache.org), you can download the
appropriate version. JRun can be purchased from allaire.com.

To install Apache and JRun:
1. Install Apache with Dynamic Shared Object (DSO) support.
2. Uncomment the following line in ht t pd. conf file to enable the mod_rewrite:

LoadMbdul e rewrite_nodul e nodul es/ ApacheMbdul eRewrite. dl |

3. Install JRun and run the JRunConnector.

4.  While Running the Jrun Connecter, select the Use 1.3.6 DSO option from the
DSO Support options.
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To setup JRun to run Oracle iFS;

1.

Place the correct class path, library path and Java Virtual Machine (JVM)
arguments into the following directory:

<JRIN HOME>/ j smdef aul t/ properties/jsmproperties

An example set of entries are:

jrun.rootdir=..

jrun. api 21=fal se

redirect. stderr=true

redirect. stdout=true

admi n. port =57860

adm n. bi ndaddr ess=*

java. pat h=..\\exanpl es\\jni ; D\\Qacl e\\Qa81\\li b; D\\Qacl e\\Ga81\\
X\ 1ib; CV\WJIRuN\\jre\\lib; D\\Qacl e\\Qa81\\jdbc\\Iib;

j ava. args=-cl asspat h

"C/JRun/cl asses; C/JRun/jsmdefaul t/classes; C/JRun/lib/jrun.jar; C/JRu
n/lib/servliet.jar;C/JRun/webl /VebL.jar; C/JRun/lib/jsp.jar; C/JIRun/lib/
xm4j . jar;C/IRun/lib/xt.jar; C/IJRun/lib/fesi.jar; C/JIRun/lib/cfanywhere
.jar; C/JRun/1ib/ Net Conponents. jar; C/JRun/li b/ GROMat cher.jar; C/JRun/ 1 i
b/tools.jar; C/JRun/instantdb/classes; C/JRun/lib/jrunadmn/jrunadnmn.ja
r;D/Qacle/GaB8l/ifs/jrellibl/classes.zip;D/Qacle/Qa8l/ifs/jre/lib/rt
jar;D/Qacle/Ga8l/ifs/jre/lib/lil8n.jar;D/Qacle/Qa8l/ifs/jreljrelli
b/rt.jar;D/Cacle/Ga8l/ifs/jre/jre/lib/il8n.jar;D/Cacle/ a8l ifs/jr
e/lib/tools.jar; C/JRun/lib/jrunadmn/sw ng.jar;D/CQaclel Oa8l/ifs/sett
ings;D/Qacle/Ga8l/ifs/jrellib/rt.jar;D/CQacle/Ga8l/ifs/jrellib/il8n
.jar;D/Qacle/a8l/jdbc/liblclasseslll. zip;D/Qacle/ Oa8l/libl/vbjorb.
jar;D/Qacle/Qa8l/jlib/xnparserv2.jar;D/Qacle/ Ga8l/ifs/liblrepos.j
ar;D/Qacle/Qa8l/ifs/lib/adk.jar;D/CQacle/Ga8l/ifs/lib/lenail.jar;D/
Qacle/Ga8lifs/lib/tools.jar;D/Qacle/Qa8l/ifs/lib/utils.jar;D/Cac
le/Qa8l/ifs/lib/release.jar;D/Qacl e/ Oa8l/assistants/jlib/jnls.jar; D
/Qracl e/ Oa8l/ifs/custom
classes;D/Qacle/Qag8l/ifs/liblinstaller.jar;D/Qacle/Qa8l/ifs/lib/je
w-opt-4 0 15.zip;D/Cacle/OaB8l/ifs/lib/share-opt-1 1
4.zip;D/Qacle/Ga8lifs/lib/swngall.jar;D/Qacle/Qa8l/ifs/lib/clien
tlib.jar;D/Qacl e/ Ga8l/ifs/webui _
classes;D/Qacle/Qa8l/ifs/lib/http.jar;D/Qacle/Qa8l/ifs/lib/webui.j
ar;D/Qacle/Qa8l/ifs/jws/lib/serviet.jar;D/Qacle/ Ga8l/ifs/jws/liblj
st.jar;D/Qacle/Qa8l/ifs/jrellib/javac.jar;"

java.exe=D\\Qracl e\\Qa8Ll\\ifs\\jre\\bin\\jrew exe

j ava. securi t ymanager =

j ava. cl asspat h=

Configuration and Back Up 9-11



Configuring Apache As Your Web Server on Windows NT

2.

Map the DocumentServlet and IfsispServlet to aliases such as docservlet and
jspservlet, respectively, in the following directory:

<JRUIN HOME>/ j smdef aul t/ servi ces/ j sel properties/servl ets. properties
Assuming the Oracle iFS schema password as "ifsuser”, an example set of
entries are:

servl et. docser vl et. code=oracl e. i fs. protocol s. http. servl et. Docunent Servl e
t

servl et. docservl et. args=i fs. http. servi cepasswor d=i f suser

servl et. docser vl et. prel oad=t rue

servl et.jspservlet.code=oracl e.ifs.protocol s. http.jsp.|fslspServl et

servl et.jspservlet.args=ifs. http. servi cepasswor d=i f suser

servl et.j spservl et. prel oad=t rue

Set up Apache to forward all requests to JRun in the following directory:

<APACHE HOME>/ conf / ht t pd. conf

An example set of entries are:

Rewri t eEngi ne on
RewiteRule N (.*)\.jsp(.*) /ifsjsps/$1.jsp$2 [PT]
RewiteRule A/ (.*)$ /ifsdocs/$1 [ PT]

Set up JRun to map all requests to the DocumentServlet and IfsJspServlet in the
following directory:

<JRIN HOME>/ j smdef aul t/ servi ces/ j sel properties/rul es. properties

For example, the r ul es. properti es looks like:

*. ] sp=j spser vl et
/i fsj sps/ 5 spservl et
/i f sdocs/ =docser vl et

Start Apache and JRun using the appropriate instructions for each.
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Using Oracle /IFS Manager for Development

Tasks

The second section of the Oracle iFS Manager Navigator contains a setting that
controls objects within Oracle iFS. As a system administrator, developers may ask
you to perform simple development tasks involving these objects. Many of these
tasks can be performed using XML. For more information, see the Oracle Internet
File System Developer’s Guide.

Topics include:

Class Objects: An Overview

The Complete Class Hierarchy

Class Domains: An Overview

Value Domains: An Overview

Value Defaults: An Overview

Agents and Overrides: An Overview

Using Java Server Pages to Display Documents in Oracle iFS
Parsers: An Overview

Renderers: An Overview

Formats/Mimetypes: An Overview
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Class Objects: An Overview

Using Oracle iFS Manager, you can create, modify, and delete class objects. A class
object represents a class whose instances are persistently stored and managed by
the Oracle iFS repository. During installation, Oracle iFS creates a number of class
objects. Some of these are used internally; others are for commonly encountered
data types in content management applications. An application can use the class
objects provided, or create its own by subclassing them. Each class object may
define one or more attributes for its data. In addition to these, a class object inherits
the attributes of its superclass.

You can subclass an existing class by creating a new class object and specifying the
parent class for the new class object. The new class object inherits all the attributes
of the parent class and allows you to define additional attributes. These activities
will be commonplace as they are the easiest way to customize Oracle iFS without
writing Java or XML code.

For example, to create a custom document type, you would create a new class
object, such as purchase order, with a parent class of document and specify any
additional attributes you want associated with the purchase order (Due Date,
Customer Number, etc.). You can subclass object types using Oracle iFS Manager by
creating new class objects.

The Complete Class Hierarchy

The Oracle iFS class hierarchy is presented below. Note that the classes are
subdivided into three groups under each abstract superclass: public object, system
object, and schema object. The class hierarchy shows which child classes inherit
from which parent classes. For example, Primary User Profile is a child class of User
Profile and inherits all the attributes of User Profile. You can add or create new
classes through subclassing.

Note: The JavaDoc does not expose all classes listed in this class
hierarchy, although those not exposed are still listed.

Publ i c(j ect
AccessCont rol Li st
Syst enfccessCont r ol Li st
d assAccessontrol Li st
Appl i cati on(oj ect
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Cont ent Quot a
PropertyBundl e
Pol i cyPr opertyBundl e
Val ueDef aul t Propert yBundl e
Val ueDomai nPr oper t yBundl e
ServerDetail
Ser ver Request
Server Subd ass
Cat egory
Mbunt Poi nt
D rect or y(hj ect
D rect oryG oup
Adnmini strati onG oup
D rect orylUser
Docunent
Mai | Docunent
Fanily
Fol der
Mai | box
Message
Mi | Fol der
Sear ch(hj ect
Sel ect or (o ect
Tenpl at e
WserProfile
PrinmaryWserProfil e
Ext endedUser Profi |l e
Enai | Ext endedUser Profil e
\er si onSeri es
Ver si onDescri ption

Syst emObj ect
AccessControl Entry
AuditEntry
AuditRul e
Gont ent Chj ect
Bxt endedPer ni ssi on
For mat
Medi a

Medi aFi | e
Medi aLob
Medi aBl ob
Medi aRef er ence
Per mi ssi onBundl e
Pol i cy
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Property
Rel at i onshi p
BranchRel ati onshi p
Fol der Rel ati onshi p
Fol der Pat hRel at i onshi p
BodyPar t Pat hRel at i onshi p
G oupMenber Rel ati onshi p
NarredRel at i onshi p

Schemahj ect
Attribute
d assDonai n
d assyj ect
Val ueDonai n
Val ueDef aul t

Creating Class Objects

Creating a new class object involves the following tasks:

1. Define the class object information, including the class object name, superclass,

and server classpath.

2. Add extended attributes to the class object. Extended attributes are attributes
particularly defined for this class object. Inherited attributes are attributes of the
parent class object or superclass and cannot be modified.

To create a new class object:

1. Click Create on the toolbar.

2. Select class object from the Select Object Type dialog. You can also use the

Create Like option.

10-4 Setup and Administration Guide



Creating Class Objects

3.

Click Create. The Create Class Object window displays.

E[:leale Class Object [ %]
General || Attribute
Mame: |NEWCLASSOEIJECT
Superclass: | PUBLICOBJECT -
Bean Classpath: |0rac|e.ifs.beans.TiePuincObject

Server Classpath: |0rac|e.ifs.server.S_TiePuincObject

Selector Classpath: |0rac|e.ifs.server.S_PuincObjectSeIector

Description:

Access Control: |CIaSSPuinc -

[ I Abstract
[ Iz Final

4. Enter information in the following fields:

Name (required)—The name of the new class object. Each class object must
have a unique name

Superclass—The superclass of the new class object. Every class object must
have a superclass. The superclass can be any class object that is not "final".

Bean Classpath—The fully-qualified name of the Java class that is
instantiated to represent the instances of the new class object in the
development ("beans") API. Defaults to the bean classpath of the superclass
class object. It is recommended that you accept this default. If the default is
accepted, you can access the extended attributes of an instance of the new
class object by calling the get At tri but e and set Att ri but e methods
inherited or acl e. i fs. beans. Li br ar yQhj ect . If you specify a value
other than the default, you must manually create a new Java class whose
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name is the value specified. You must compile this new class and ensure it
is in the Java classpath before instances of the new class object can be
instantiated. This is an advanced topic.

Server Classpath—The fully-qualified name of the Java class that is
instantiated to represent the instances of the new class object in the
extensibility ("server") API. Defaults to the server classpath of the
superclass class object. It is recommended that you accept this default. If
you accept the default, you can access the extended attributes of an instance
of the new class object by calling the get Attri but e and set Attri but e
methods inherited from oracl e. i fs. server. S_Li braryQbj ect . If
you specify a value other than the default, you must manually create a new
Java class whose name is the value specified. You must compile this new
class and ensure it is in the Java classpath before instances of the new class
object can be instantiated. This is an advanced topic.

Selector Classpath—Defaults to the superclass selector classpath. Always
accept this default. Changing this value is not supported for this release

Description (optional)—A description of the new class object.

Access Control—The class ACL for the new class object. Class ACLs control
who can perform certain operations on instances of the class object, such as
creating new instances of a class object or selecting existing instances of a
class object.

Is Abstract—Check this box to make the new class object "abstract".
Abstract class objects cannot be instantiated. Making a class object abstract
is only useful if you intend to further subclass it (with those subclasses
being non-abstract).

Is Final—Check this box to make the new class object "final”. Final class
objects cannot be subclassed.

If extended attributes are not needed for this class object, click Create. If you
intend to create extended objects, see "Add Extended Attributes".
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Add Extended Attributes

1. Click the Attribute tab to add extended attributes. The Attribute tab property
sheet displays:

E[:leale Class Object [ %]

Attribute

~ Inherited Attributes

Mame Datatype Required | Class |

MNAME STRING false PUBLICOBJECT o

DESCRIPTION STRING false PUBLICOBJECT

OWNER DIRECTORYOBJE... |true PUBLICOBJECT

ACL PUBLICOBJECT false PUBLICOBJECT M

FAMILY PUBLICOBJECT false PUBLICOBJECT

RESOLYEDPUBLICOB...| PUBLICOBJECT false PUBLICOBJECT

CREATEDATE DATE true PUBLICOBJECT

[MREATAR MNIRFATARYARIE |t PLIRLIGARIEST -
-~ Extended Attributes

MName Datatype Reguired

DELETORDESCRIPTL.. |STRING true

Edit
Eemoyve

2. Toview an existing attribute, select the attribute and click View. A new window
displays with the attribute information.
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3. To add an extended attribute, click Add. The Class Object Attribute Definition
window displays:

E Class0bject Attribute Definition [ %]

Marne: |DELETOR

Class: |NEWCLASSOEIJECT

Description:

Referential [ntegrity: |Clear -

W |s Reguired
[ Is Unigue
W |5 Indexed

Datatype: | STRING -

Length: |1,000

Scale: |D
|5 Settable
W Read Only

Class Damain: | |

WValue Domain: |CredentiaIManagers v|

Value Default: |CredentiaIManager v|

[ Is Yalue Domain Yalidated

QK Cancel Help

4. Enter information in the following fields:

« Name (required)—The name of the attribute. Each attribute must have a
name that is unique across both the other attributes of the new class object
as well as all the attributes it inherits from its superclasses.

« Description—A description for the new attribute.

« Referential Integrity—Allows the referential integrity behavior of the new
attribute to be defined. Referential integrity rules apply only to attributes of
the following datatypes: PUBLICOBJECT, DIRECTORYOBJECT,
PUBLICOBJECT_ARRAY, and DIRECTORYOBJECT_ARRAY. The
referential integrity rule value is ignored for all other datatypes. For these
four datatypes, a referential integrity rule value of RESTRICT prevents a
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PUBLICOBJECT or DIRECTORYOBJECT (or subclass) referenced by
instances of this attribute from being freed. This is analogous to a "DELETE
RESTRICT" database constraint. A referential integrity rule value of CLEAR
allows a PUBLICOBJECT or DIRECTORYOBJECT (or subclass) referenced
by instances of this attribute to be freed, causing the value of the referencing
attribute (or attribute element, for array-type attributes) becomes null.

Is Required—If checked, instances of the attribute must have a non-null
value. Oracle iFS treats zero-length, i.e. "empty", STRING attributes as null.

Is Unique—If checked, each non-null instance of the attribute must have a
unique value.

Is Indexed—If checked, the attribute is indexed. This allows searches and
selectors that are qualified by the attribute to perform more quickly.

Datatype—Select a data type from the drop-down list.

Length—For a data type of string, the maximum length of instances of the
attribute, in bytes. The number of characters to which this corresponds
depends upon both the database character set and the value stored.

Scale—Unused for this release.

Is Settable—In creating a new instance of this class object, whether a value
for this attribute can be explicitly set in the definition class for this class
object. If unchecked, the attribute is "system-set”, meaning that its value can
be only be set in the extensibility ("server") API.

Read Only—Whether the value of this attribute in an existing instance of
this class object can be updated. If checked, the attribute is
"non-updateable,"” and can only be changed in the extensibility APIl. Making
an attribute read only is useful for enforcing business rules that prevent
data from changing over time.

Class Domain—Applies only to attribute of the following data types:
PUBLICOBIECT, DIRECTORYOBJECT, SYSTEMOBIECT,
SCHEMAOBIECT, PUBLICOBJECT_ARRAY, DIRECTORYOBJECT _
ARRAY, and SYSTEMOBJECT_ARRAY, SCHEMAOBJECT_ARRAY.
Specifies an optional class domain on attributes of these datatypes. A class
domain performs basic data validation upon creating an instance of a class
object or updating the attributes of an existing instance of a class object. For
example, without a class domain, a PUBLICOBJECT attribute could be set
to any PUBLICOBJECT -- a DOCUMENT, a FOLDER, etc. You could use a
class domain to restrict this to, for example, only DOCUMENTSs, or only
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5.
6.

DOCUMENTSs and any subclasses of DOCUMENTSs. See "Creating Class
Domains" for more information on class domains.

« Value Domain—Specifies an optional value domain for the new attribute. A
value domain performs basic data validation upon creating an instance of a

class object or updating the attributes of an existing class object. For

example, a value domain could ensure a STRING attribute is a valid color—

"red", "green”, "blue"—or a INTEGER attribute lies within a certain range—
0 to 10 inclusive. See "Creating Class Domains" for more information on
value domains.

« Value Default—Specifies an optional default value the new attribute. In
creating a new instance of a class object, Oracle iFS sets this value for this
attribute if no value is otherwise provided. See the "Creating Value
Domains" for more information on value domains.

« IsValue Domain Validated—Specifies whether the value domain applied to

this attribute is enforced; in other words, in creating a new instance of this
class object or updating an existing instance of this class object, whether
Oracle iFS ensures the value of this attribute (if set or changed) lies within
the specified value domain.

When all the information has been entered, click OK.

On the Create Class Object window, click Create.

Modifying Class Objects

The only modification allowed for class objects is adding or editing an extended
attribute. To add an extended attribute, see "Add Extended Attributes".

To edit an extended attribute:

1.

2
3.
4

Select the class object to edit in the Navigator.
On the property sheet, click the Attribute tab.
Select the extended attribute to edit and click Edit.

On the Class Object Attribute Definition window, edit the appropriate fields
and click OK.

Click Apply on the property sheet.
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Deleting Class Objects
To delete a class object:

1. Select the class object you want to delete in the Navigator and click the Delete
button on the toolbar. System class objects cannot be deleted.

2. Click Yes at the prompt.

Class Domains: An Overview

Using Oracle iFS Manager, you can create and modify class domains. A class
domain is used in conjunction with class objects. For attributes that point to objects,
you can limit values to specific classes by using class domains. For example, the
AccessControlList attribute for public objects has a class domain which restricts the
value to objects of the AccessControlList class.

Why Use a Class Domain?

Each attribute has a datatype, such as int or String. As you would expect, Oracle iFS
supports:

« The standard Java datatypes, such as int, long, double, boolean, String, and
Date.

« Their array variants.

In addition, Oracle iFS supports four top-level object datatypes unique to Oracle
iFS:

« PublicObject

« SystemObiject

« SchemaObject

« DirectoryObiject

You could use a value domain to validate any of these four datatypes. But, if you
want to be more specific and limit an attribute's value to a single class, you need a
validation technique to ensure that the value entered is not, for example, just any
Public Object, but specifically, a Document object. In this case, you would use a class
domain to specify the single class that the attribute's datatype must match.
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If an attribute’s datatype is a subclass of one of the four unique Oracle iFS top-level
datatypes listed above, you can specify a class domain on that attribute. Oracle iFS
will throw an exception if the attribute is of any other class.

Creating Class Domains
To create and maintain class domain using Oracle iFS Manager:
1. Click Create on the toolbar.

2. Select Class Domain from the Select Object Type dialog. You can also use the
Create Like option.

3. Click Create. The Create Class Domain window displays.

E Create Clazs Domain

General

Marne: |AccessControIList

Type: |Enumerated Classes v|

Description:

Classes
ACCESSCONTROLENTRY

Eermove

4. Enter information on the following fields:

« Name (required)—The name of the new class domain. Each class domain
must have a unique name.

« Type—Choose Enumerated Classes to include only the classes listed in the
Classes field in the new class domain. Choose Enumerated Classes and
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Subclasses to include the classes listed in the Classes field and any of their
subclasses.

« Description (optional)—A description of the class domain.

« Classes—The classes in the class domain. In creating a new instance of a
class object or updating an existing instance of a class object, the values of
any attributes to which this class domain has been applied, if set or
changed, must be instances of one of these classes (or their subclasses, if
Type is Enumerated Classes and Subclasses).

5. Click Create.

Modifying Class Domains

When modifying a class domain, the Description field is the only field that can be
updated. To modify a selected class domain:

1. Select the class domain to be modified in the Navigator.
2. Enter a new description on the property sheet.
3. Click Apply.

Deleting Class Domains

If a class domain is deleted, the data validation performed by that class domain no
longer occurs. To delete a class domain:

1. Select the class domain to be deleted in the Navigator.
2. Click Delete on the toolbar.
3. Click Yes at the prompt.

Value Domains; An Overview

A value domain is a separate class which can contain a list of values used by
developers for custom applications. You can limit attribute values to specific values
of a class domain by using value domains. Limiting the possible values helps with
data validation. User input is checked against the list, and if the input value is not
on the list, Oracle iFS throws an exception.
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Why Use a Value Domain?

In many cases, the number of possible valid values for an attribute is limited. A
frequently used form of data validation takes the value entered and checks it
against a list of valid values, returning an error message if the value entered is not

valid.

Creating Value Domains
To create a new value domain with Oracle iFS Manager:
1. Click the Create button on the toolbar.

2. Select Value Domain from the Select Object Type dialog. You can also use the
Create Like option.

3. Click Create. The Create Value Domain dialog displays.

%]

E Create Yalue Domain

General
Marme; [DacRules
Datatype: | STRING_ARRAY -
Type: | Enumerated values |

Description: | The valid doc rules.

Values
Enumerated: \DEFALULT
Ward
FrameMaker
- |
Minirum: |
Masirmurn: |
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4. Enter information in the following fields:

Name (required)—The name of the new value domain. Each value domain
must have a unique name.

Datatype—The datatype of the value domain. This determines to which
attributes the new value domain may be applied. For example, an
INTEGER_ARRAY value domain may be applied to attributes whose
datatypes are either INTEGER or INTEGER_ARRAY.

Type—The type of the value domain.

*  Enumerated values: the acceptable values in the value domain are
defined by a set. For example, the integer values 1, 2, 3, 5, 7.

*  An inclusive range, defined by a minimum and maximum. For
example, the integer values 0 to 10, inclusive.

*  An inclusive minimum. For example, the integers
greater-than-or-equal-to 3.

*  An inclusive maximum. For example, the integer values
less-than-or-equal-to 14.

*  An exclusive range, defined by a minimum and maximum. For
example, the integer values 14 to 69, not including either 14 or 69.

*  An exclusive minimum. For example, the integers greater-than 3 (but
not including 3 itself).

*  An exclusive maximum. For example the integers less-than 14 (but not
including 14 itself).

Enumerated values—Applies only if Type is Enumerated Values. The
values in the set, one per line.

Enumerated Values—Applies only for certain Types. The minimum value.

Minimum/Maximum—Applies only for certain Types. The maximum
value.

5. Click Create.
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Modifying Value Domains
The Description field is the only field that can be updated.
1. Select the value domain to be modified in the Navigator.
2. Enter a new description using the property sheet.

3. Click Apply.

Deleting Value Domains
To delete a value domain:
1. Select the value domain to be deleted in the Navigator.
2. Click Delete on the toolbar.

3. Click Yes at the prompt.

Value Defaults: An Overview

By using value defaults, you can specify an initial value for an attribute. If no value
is set, the repository sets the default value for the attribute. Should the default value
be outside the value domain when the value domain validation is on, the Oracle iFS
server throws an exception upon setting the attribute with the invalid default value.

Why Use a Value Default?

Value defaults are particularly useful if you need to apply the same default value to
a large number of attributes. Using a value default lets you specify the default value
once, and apply it to many attributes. If the default value needs to be changed, you
can then change the value default in one place, and all attributes that use the value
default will now have access to the new value.

Example

Assume that ExpenseReport has an attribute called ApproverName. You could use
a value default on ApproverName to specify the name of your department’s vice
president, Chris Stevens. When an ExpenseReport object is created, "Chris Stevens"
would be the default Approver Name. This same ApproverName attribute might be
used for approving hiring requests, as well as approving expense reports. If there
was a reorganization and Kim Naser became the new vice president, you could
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change the value default object, and the new name would become the default
approver for both expense reports and hiring requests.

Note: changing the value default in this way would not affect any
earlier expense reports or hiring requests, which would continue to
indicate "Chris Stevens."

Only expense reports or hiring requests created after the ValueDefault was updated
to "Kim Naser" would have the new name.

Creating Value Defaults
To create a new value default with Oracle iFS Manager:
1. Click the Create button on the toolbar.

2. Select Value Default from the Select Object Type dialog. You can also use the
Create Like option.

3. Click Create. The Create Value Default window displays.

[®]Create Value Default
Mame: |DacCredentials
Datatype: | DOUBLE -

Description: |4 propertybundie that contains anonymous
credentials for the doc group.

Value: AnonymousCredentials
{properybundle)
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4. Enter information in the following fields:

« Name (required)—The name of the new value default. Each value default
must have a unique name.

« Datatype—The datatype of the new value default. This determines to which
attributes the new value default may be applied. For example, an INTEGER
value default may be applied to attributes whose data type is either
INTEGER or INTEGER_ARRAY. However an INTEGER_ARRAY value
default may only be applied to attributes whose data type is INTEGER_
ARRAY.

« Description (optional)—A description for the value domain.
« Values—The value of the new value default.

5. Click Create.

Modifying Value Defaults
The Description field is the only field that can be updated.
1. Select the value default to be modified in the Navigator.
2. Enter a new description using the property sheet.

3. Click Apply.

Deleting Value Defaults

To delete a value default:

1. Select the value default to be deleted in the Navigator.
2. Click Delete on the toolbar.

3. Click Yes at the prompt.
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Agents and Overrides: An Overview

Agents automate tasks in Oracle iFS. An agent is on option for customizing Oracle
iFS. A developer writes a custom agent using Java. To run the agent, you will need
to add it to a Server Manager .def file.

An override is another option for customizing Oracle iFS. A developer creates an
overrides using Java. Overrides extend or replace methods in the Oracle iFS API to
perform tasks specific to your business needs.

What Is an Agent?

An agent is a Java program used to automate a task. More specifically, an agent lets
an application respond to specific actions taken within the Oracle iFS environment.
An agent may respond when a certain type of document is inserted, updated, or
deleted in the repository. Agents are written against the Java API. They can be
triggered by a specific event, such as when a document is created, or by time, every
24 hours. Agents are especially useful for cleanup or background tasks when the
machine is not heavily loaded, or for notification, such as sending e-mail
notifications.

What is an Override?

See Also

An override is a Java program that overrides default server-side behavior. The
difference between agents and overrides is that agents are run asynchronously, as
separate activities at timed intervals, or as a response to a completed transaction.
An override is processed during the transaction, and should be used when the
behavior needs to occur immediately or if Oracle iFS needs to complete the
behavior and react to it before finishing the transaction.

« For more information on agents and using the agent template, see the Oracle
Internet File System Developer’s Guide.

« For more information on the Server Manager .def files, see Chapter 8, "Using

Server Manager to Start and Stop Servers".

Using Oracle iFS Manager for Development Tasks 10-19



Using Java Server Pages to Display Documents in Oracle iFS

« For more information on overrides, see the Oracle Internet File System Developer’s
Guide.

Using Java Server Pages to Display Documents in Oracle iFS

JSP Execution

See Also

Java Server Pages (JSPs) are the recommended manner of creating Web-based
applications based on Oracle iFS. (In fact, the Oracle iFS Web interface uses JSPs.)
JSPs use Java Beans to extract data from the repository and display information on
the Web by generating HTML documents. Although JSPs provide a way for users to
view and manipulate documents, providing functionality parallel to that of
renderers, using a JSP is not technically "rendering" because it does not involve a
specific renderer class. The JSP lookup is created with Oracle iFS Manager.

Thei f s/ j sp- bi n folder is provided for developers to place JSPs to be executed.
The list of these JSP executable directories is configurable. This is set in the property
ifs.http.]jsp.alloweddirs whichis located in the

| fsHt t pServl et Par anet er s. properti es file.

To add more directories where JSPs to be created can be placed, this parameter
needs to be modified. This parameter is located in the

| fsHtt pServl et Par anet er s. properti es file, which is located in the
following directory:

$CRACLE HOMH i f s/ setti ngs/ oracl e/ i f s<versi on>/ prot ocol s/ http/ properties
For example, the value issetto /i f s/ webui / j sps| /i fs/j sp-bin, the directory

/ honme/ myhome/ j sps can be used to host JSPs that need to be executed. Please
note that the | is used as a delimiter between directories.

Note: You cannot remove either of the two default directories.

« For more information on JSPs, see the Oracle Internet File System Developer’s
Guide.
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Registering JSPs

You can view, register, and edit JSPs. When a JSP is added, it is added to the JSP
registry. To register a renderer:

1. From the Object menu, select Register.
2. Select Java Server Page (JSP) Lookup from the Select Object Type dialog.

3. Click Register. The Java Server Page (JSP) Lookup Register Window displays
with the existing registered JSPs listed.

m.lava Server Page [J5P] Lookup Registiy Window E2
Add Edit Eemove

Classhame Mimetype Jawa Server Page
ACCESSCOMNTROLLIST * lifslwehuifjspsiacl jsp
CLASSACCESSCONTROLLIST * lifslwehuifjspsiacl jsp
DIRECTORYUSER I fitsiwehuifispsiuserjsp
MESSAGE I fitshwehuifispsiemail jsp
SYSTEMACCESSCONTROLLIST |*=* lifslwehuifjspsiacl jsp

4. Click Add. The Java Server Page (JSP) Lookup Entry window displays.

Java Server Page Lookup Entry E
Classhame: |FUBLICOBJECT -
Mirmetype: |videniquicklime -

Java Server Page: |

Ok Cancel Help

5. Enter information in the following fields:

« Classname—Select a classname for the JSP.
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«  Mimetype—Select a mimetype for the JSP.

« Java Server Page—Enter the JSP information. This is the complete path of
the JSP inside of the Oracle iFS repository.

6. Click OK.

7. Click OK on the Java Server Page (JSP) Lookup Registry Window to return to
the Oracle iFS Manager Navigator.

Modifying JSPs
To edit an existing JSP:

1. Access the Java Server Page (JSP) Lookup Registry Window as described in
"Registering JSPs".

2. Select the JSP to be edited and click Edit. The Edit JSP window displays.
3. Edit the appropriate fields and click OK.

4. Click OK on the Java Server Page (JSP) Lookup Registry Window to return to
the Oracle iFS Manager Navigator.

Deleting JSPs

To remove an existing JSP:

1. Access the Java Server Page (JSP) Lookup Registry Window as described in
"Registering JSPs".

2. Select the JSP to be removed and click Remove.
3. Click Yes at the prompt.

4. Click OK on the Java Server Page (JSP) Lookup Registry Window to return to
the Oracle iFS Manager Navigator.
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Parsers: An Overview

See Also

A parser is a Java class that extracts attributes from a file as it is loaded into Oracle
iFS and stores the information in the repository. The parser class creates one or more
database objects, such as:

« aDocument object
« aFolder object

When you want to create objects in Oracle iFS, you can either use the standard
parsers provided, or, if your application requires special treatment, you can create a
custom parser.

The IfsXmlParser is the standard parser class that can be registered using Oracle iFS
Manager. The IfsXmlParser creates an object in the Oracle iFS repository from an
XML document body and is used as the default parser for all XML documents
stored in Oracle iFS.

There are three XML parsers that the dispatcher parser (IfsXmlParser) recognizes:
« IfsSimpleXmlParser—Used for parsing Oracle iFS objects.

« LiteralDocumentParser—Performs DTD validation (optional), and stores the
XML document.

« CustomXmlParser—Used for parsing custom objects.

« For more information on parsers and creating custom parsers, see the Oracle
Internet File System Developer’s Guide.
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Registering Parsers

Using Oracle iFS Manager, you can register custom parsers created for special
applications, and edit or delete parsers. When a parser is added, it is added to the
parser registry. To register a custom parser:

1. From the Object menu, select Register.
2. Select Parser Lookup from the Select Object Type dialog and click Register.

The Parser Lookup Registry Window displays with the existing parsers by
extension and XML parsers listed. This dialog provides two functions;
registering a parser by extension and registering an XML parser.

E Parzer Lookup Registry Window

Parser by Extension

Add Edit Eemoye
Extension Parser Classname
xml aracle.ifs heans.parsers. IfsxmlParser
#ML Parser
Add Edit Eemoie
Mame Parser Classname
IfsSimplexXmlParser aracle.ifs. heans.parsers. SimplexmiParser

LiteralDocumentFarser aracle.ifs. heans.parsers LiteralDocumentParser

[ DTD validation by default

Also select the DTD val i dati on by def aul t checkbox to perform a DTD
validation.
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Registering a Parser by Extension

To register a parser by extension, do the following:

1. Click Add in the Parser by Extension box. The Parser Lookup Entry dialog
displays.

Parser Lookup Entiy E
Extension: i o -

Parser Classnarme: |

[o]34 Cancel Help

2. Select an extension for the custom parser.
3. Enter the parser classname and click OK.

4. Click OK on the Parser Lookup Registry Window to return to the Oracle iFS
Manager Navigator.

Registering an XML Parser

In the XML Parser box, you can select the Do DTD validation by default box to have
DTD validation as the default.

To register an XML parser, do the following:

1. Click Add in the XML Parser box. The Parser Lookup Entry dialog displays.

XML Parser Lookup Entry E
Mame:

Parser Classharme: |

Ok Cancel Help

2. Enter a name for the XML Parser.

3. Enter a parser classname and click OK.
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See Also

« For more information on parsers and creating custom parsers, see the Oracle
Internet File System Developer’s Guide.

Modifying Parsers
To modify an existing parser:

1. Access the Parser Lookup Registry Window as discussed in "Registering
Parsers".

2. Select the parser to be edited and click Edit. The Parser Lookup Entry dialog
displays.

3. Edit the appropriate fields and click OK.

4. Click OK on the Parser Lookup Registry Window to return to the Oracle iFS
Manager Navigator.

Deleting Parsers

To delete an existing parser:

1. Access the Parser Lookup Registry Window as discussed in "Registering
Parsers".

2. Select the parser to be removed and click Remove.
3. Click Yes at the prompt.

4. Click OK on the Parser Lookup Registry Window to return to the Oracle iFS
Manager Navigator.

Renderers: An Overview

A renderer accesses information stored in Oracle iFS and outputs the information in
a certain format. In a sense, it is the opposite of a parser. While the information
output by a renderer may be identical to the document as it was input, it doesn’t
have to be. Once information has been stored in Oracle iFS, it can be rendered in
any format the developer defines. For example, an XML renderer can perform the
following task:

« Take a document that was input as HTML (using an HTML parser).
« Render itin an XML format.
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See Also

Data can be combined from several documents and displayed as a single, new
document. For example, information that is collected from e-mail messages may be
displayed dynamically in a Web browser window.

The rendered representation is typically some combination of the following:

«  Object attributes
«  Static content (bytes or characters)
« Content (for Document objects)

The following table lists the Oracle iFS standard renderer classes provided
out-of-the-box.

Class Description

MFCB822 Renderer Renders a message object into a stream of bytes comprising the
message in RFC822 format.

Octet Stream Renderer Renders a document into a stream of bytes corresponding to the
bytes in the document's content object.

« For more information on renderers, see the Oracle Internet File System Developer’s
Guide.

Registering Renderers

Using Oracle iFS Manager, you can register and edit custom renderers. When a
renderer is added, it is added to the renderer registry. To add and register a
renderer:

1. From the Object menu, select Register.

2. Select Renderer Lookup from the Select Object Type dialog.
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3. Click Register. The Renderer Lookup Registry Window displays.

E Renderer Lookup Registry Window

Mame Qperation
SimpleTextRenderar RenderAsText
SimpleXmIRenderar RenderAsxml
FipXmIRenderer FtpRenderer
FtpCantentRenderar FtpRenderer
FipThrowExceptionRenderer FtpRenderer
FipMessageRenderer FtpRenderer
CupxmiRenderer CupRenderer
CupContentRenderer CupRenderer
CupThrowExceptionRenderar CupRenderer
CupMessageRenderer CupRenderer
SmbxmlRenderer SmhbRenderer
SmhContentRenderer SmhbRenderer
SmbMessageRenderer SmbRenderer

Asszociated ClassObject

PUBLICOBJECT
DOCUMENT
FOLDER
MESSAGE
PUBLICOBJECT
DOCUMENT
FOLDER
MESSAGE
PUBLICOBJECT
DOCUMENT
MESSAGE

Implementation Mame

oracle.ifs.server.renderers SimpleTextRenderer
oracle.ifs.server.renderars. SimplexmliRenderer
oracle.ifs.server.renderars. SimplexmliRenderer
oracle.ifs.server.renderers.ContentRenderer
oracle.ifs.server.renderars ThrowExceptionRenderer
oracle.ifs.protocals.email.renderer RFC822Renderer
oracle.ifs.server.renderars. SimplexmliRenderer
oracle.ifs.server.renderers.ContentRenderer
oracle.ifs.server.renderars ThrowExceptionRenderer
oracle.ifs.protocals.email.renderer RFC822Renderer
oracle.ifs.server.renderars. SimplexmliRenderer
oracle.ifs.server.renderers.ContentRenderer
oracle.ifs.protocals.email.renderer RFC822Renderer

QK Help
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4.

Click Add to add an entry for a custom renderer in the registry. The Register

Renderer dialog displays.

E Reagister Renderer

General

Mame: \DacumentaCL

Cperation: |

Class Associations
Awailable Classes

Implementation Mame: |Dracle.5er\rers.ifs.renderers.Simple}{mIRenderers

Selected Classes

ACCESSCONTROLLIST
APPLICATIONOBJECT
CATEGORY
COMTENTGUOTA
DIRECTORYGROLUP
DIRECTORYOBJECT
DIRECTORYUSER
DOCUMENT

Chinll LICCOODODMSCI

4

¥

ADMIMNISTRATIONGROUP

0k Cancel Help |
I

Enter information in the following fields:

« Name (required)—The name of the renderer.

«  Operation—The renderer policy key.

« Implementation Name—The renderer implementation class name.

Select from the Available Classes the classes to be associated with this renderer.
Press the Add button to include the selected classes.

Click OK.

Click OK on the Renderer Lookup Registry Window to return to the Oracle iFS

Manager Navigator.
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Modifying Renderers
To modify an existing renderer:

1. Access the Renderer Lookup Registry Window as described in "Registering
Renderers".

2. Select the renderer to be edited and click Edit. The Edit Renderer dialog
displays. The fields that cannot be edited display as grayed-out.

3. Edit the appropriate fields and click OK.

4. Click OK on the Renderer Lookup Registry Window to return to the Oracle iFS
Manager Navigator.

Deleting Renderers
To delete an existing renderer:

1. Access the Renderer Lookup Registry Window as described in "Registering
Renderers".

2. Select the renderer to be removed and click Remove.
3. Click Yes at the prompt.

4. Click OK on the Renderer Lookup Registry Window to return to the Oracle iFS
Manager Navigator.

Formats/Mimetypes: An Overview

Oracle iFS associates a format (mimetype) with each document. The format of a
document specifies the way the document information is encoded. Internet
browsers need to know the format of documents to determine how to store content
and index their contents. The format determines:

«  MIME type—Specifies the type of content stored in Oracle iFS.

« Extension type—Specifies the default extension to use for storing Oracle iFS
content as a file.

« Binary setting—Determines whether the content stored in Oracle iFS is of
binary type.

« Index setting—Determines whether the content of this format should be
indexed in Oracle iFS.
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You can either:
« Use the default system formats—Using these requires no administration.

« Supplement the default system formats—This is usually necessary only if you
use custom applications or have special content requirements.

See Also

For more information on formats/mimetypes, see the Oracle Internet File System
Developer’s Guide.

Creating Formats/Mimetypes
1. Click the Create button on the toolbar.

2. Select Format/Mimetype from the Select Object Type dialog. You can also use
the Create Like option.

3. Click Create. The Create Format dialog displays.

E[ﬁreate Format
Marne: |frame
Mimetype: |app|icati0nrmswurd -

Extension: |.fm

[ |5 Binary

4. Enter information in the following fields:

« Name (required)—The name of the format/mimetype.

«  Mimetype—Specifies the type of content stored in Oracle iFS.
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« Extension—Specifies the default extension to use for storing Oracle iFS
content as a file.

« Is Binary—Determines whether the content stored in Oracle iFS is of binary
type.

« Is Indexed—Determines whether the content of this format should be
indexed in Oracle iFS.

5. Click Create.

Modifying a Format/Mimetype
To modify a format:
1. Select the format/mimtype to be modified in the Navigator.
2. On the property sheet, modify the following fields:
«  Mimetype
« Extension
« IsBinary
« IsIndexed
3. Click Apply.

Deleting a Format/Mimetype
To delete a format/mimetype:
1. Select the format/mimetype to be deleted in the Navigator.
2. Click Delete on the toolbar.
3. Click Yes at the prompt.
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Oracle IFS Repository Views

Using the Oracle iFS repository views, experienced database administrators can see
the effects of changes they make to the Oracle iFS repository in a familiar format.
This chapter provides information on the SQL views provided with Oracle iFS and
an example of each. The following topics are included:

« Using the Oracle iFS Repository Views for System Maintenance

« Oracle iFS Has Eight Different Oracle iFS Repository Views
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Using the Oracle /FS Repository Views for System Maintenance

Repository views are created when Oracle iFS is installed. The Oracle iFS repository
views are created when Oracle iFS is installed. The views are owned by the
repository owner: ifssys. The Oracle iFS SQL read-only views are created with the
Oracle iFS schema and are for informational purposes only. Grant the SELECT
permission to users who need access to these views.

Note: The Oracle iFS views should be used exclusively by system
administrators. The data in the views bypass all security; therefore,
caution should be taken in granting users access to these views.

The names of objects in the view may not be unique. Therefore, IDs are provided.
Any column of type dat e has two columns in the view, for example:

« CREATE_DATE—An internal representation of the create date.

CREATE_DATE_GMI—The standard Oracle8 date format, based on Greenwich Mean
Time.

Oracle /FS Has Eight Different Oracle iFS Repository Views

These eight repository views are provided out-of-the-box. Each view is described in
a separate table which provides the name of the column, whether the column can be
null, the type of column, and the length for each view.

« ifs_versioned _docunents
« ifs_all_docunents

« ifs folders

« ifs folder_ itens

« ifs_users

« ifs_groups

« ifs_group_nenbers

« ifs_acls
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View: ifs_versioned_documents
This view shows a list of all documents which are versioned.

Column Name Null? Type of Column and Length
Modi fi ed_By Yes VARCHAR2 (700)
Modi fier _ID Yes NUVBER ( 20)
Creator Yes VARCHAR (700)
Creator _ID Yes NUVBER ( 20)
Onner Yes VARCHAR (700)
Omner _|I D Yes NUMBER ( 20)
FAM LY Yes VARCHAR2( 700)
FAM LY_I D Yes NUMBER( 20)
FORMAT Yes VARCHAR2( 700)
FORMAT | D Yes NUMBER( 20)
DOCUMENT_SI ZE Yes NUVBER( 20)
CHARACTERSET Yes VARCHARZ2( 40)
LANGUAGE Yes VARCHAR2( 40)
VEDI A Yes VARCHAR2( 700)
VEDI A | D Yes NUMBER( 20)

ACL Yes VARCHARZ2( 700)
ACL_ID Yes NUVBER( 20)
NAVE Yes VARCHAR2( 700)
DOCUVENT _| D Yes NUVBER( 20)
DESCRI PTI ON Yes VARCHAR2( 2000)
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMI Yes DATE

MCDI FI ED_DATE Yes NUVBER( 20)
MCODI FI ED_DATE_GMVI' Yes DATE

EXPI RATI ON_DATE Yes NUVBER( 20)
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Column Name Null? Type of Column and Length
EXPI RATI ON_DATE_GMT Yes DATE

LOCKED Yes NUVBER( 1)

READ BY_ OWNER Yes NUVBER( 1)

View: ifs_all_documents
This view shows a list of all documents.

Column Name Null? Type of Column and Length
MODI FI ED_BY Yes VARCHAR2 (700)
MODI FI ER | D Yes NUMBER ( 20)
CREATOR Yes VARCHAR ( 700)
CREATOR I D Yes NUMBER ( 20)
OWNER Yes VARCHAR ( 700)
OWNER | D Yes NUMBER ( 20)
FORMAT Yes VARCHAR2( 700)
FORMAT I D Yes NUVBER( 20)
DOCUMENT_SI ZE Yes NUVBER( 20)
CHARACTERSET Yes VARCHARZ2( 40)
LANGUAGE Yes VARCHAR2( 40)
VEDI A Yes VARCHAR2( 700)
VEDI A | D Yes NUMBER( 20)

ACL Yes VARCHAR2( 700)
ACL_ID Yes NUVBER( 20)
NAVE Yes VARCHAR2( 700)
DOCUMENT_I D Yes NUMBER( 20)
DESCRI PTI ON Yes VARCHAR2(2000)
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMVIT Yes DATE
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Column Name Null? Type of Column and Length
MODI FI ED_DATE Yes NUMBER( 20)

MODI FI ED_DATE_GMT Yes DATE

EXPI RATI ON_DATE Yes NUVBER( 20)

EXPI RATI ON_DATE_GMI Yes DATE

LOCKED Yes NUVBER( 1)

READ_BY_ OWNER Yes NUVBER( 1)

View: ifs_folders
This view shows all folders and their attributes.

Column Name Null? Type of Column and Length
MODI FI ED_BY Yes VARCHAR?2 (700)
MODI FI ER_| D Yes NUMBER ( 20)
CREATOR Yes VARCHAR ( 700)
CREATOR I D Yes NUMBER ( 20)
OWNER Yes VARCHAR ( 700)
OWNER | D Yes NUMBER ( 20)
ACL Yes VARCHARZ2( 700)
ACL_I D Yes NUMBER( 20)
NANVE Yes VARCHAR2( 700)
FOLDER | D Yes NUVBER( 20)
DESCRI PTI ON Yes VARCHARZ2(2000)
CREATE_DATE Yes NUVBER( 20)
CREATE_DATE_GMI Yes DATE

MODI FI ED_DATE Yes NUMBER( 20)

MODI FI ED_DATE_GMT Yes DATE

EXPI RATI ON_DATE Yes NUVBER( 20)

EXPI RATI ON_DATE_GMI Yes DATE
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Column Name Null? Type of Column and Length

LOCKED Yes NUVBER( 1)

View: ifs_folder_items
This view lists all folders and the top level items.

Column Name Null? Type of Column and Length
CREATOR Yes VARCHAR ( 700)
CREATOR I D Yes NUMBER ( 20)
OWNER Yes VARCHAR ( 700)
OWNER | D Yes NUMBER ( 20)
TYPE No VARCHAR2( 700)
NANVE Yes VARCHAR2( 700)
DESCRI PTI ON Yes VARCHAR2(2000)
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMI Yes DATE

OBJECT I D Yes VARCHAR2( 700)
ACL Yes VARCHAR2( 700)
ACL_ID Yes NUVBER( 20)
FOLDER_NAME Yes VARCHAR?2 (700)
FOLDER | D Yes NUMBER( 20)

View: ifs_users
This view lists all users.

Column Name Null? Type of Column and Length
MODI FI ED_BY Yes VARCHAR2 (700)

MODI FI ER | D Yes NUMBER ( 20)

CREATOR Yes VARCHAR ( 700)
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Column Name Null? Type of Column and Length
CREATOR I D Yes NUMBER ( 20)
OWNER Yes VARCHAR ( 700)
OWNER | D Yes NUMBER ( 20)
ACL Yes VARCHAR2( 700)
ACL_ID Yes NUVBER( 20)
NAVE Yes VARCHAR2( 700)
USER I D Yes NUMBER( 20)
DESCRI PTI ON Yes VARCHAR2( 2000)
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMVIT Yes DATE

DI STI NGUI SHED_NAME Yes VARCHAR2( 700)
ADM N_ENABLED Yes NUVBER( 1)
CREDENTI AL_MANAGER Yes VARCHAR2( 700)
UNI QUE_NAME Yes VARCHAR2( 700)
HOME_FOLDER_NANE Yes VARCHAR2( 700)
HOVE_FOLDER | D Yes NUVBER( 20)
View: ifs_groups

This view lists all groups.

Column Name Null? Type of Column and Length
MODI FI ED_BY Yes VARCHAR2 (700)
MODI FI ER_| D Yes NUMBER ( 20)
CREATOR Yes VARCHAR ( 700)
CREATOR I D Yes NUMBER ( 20)
OWNER Yes VARCHAR ( 700)
OMER_I D Yes NUMBER ( 20)
NAVE Yes VARCHAR2( 700)
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Column Name Null? Type of Column and Length
GROUP_I D Yes NUMBER( 20)

DESCRI PTI ON Yes VARCHAR2( 2000)
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMVIT Yes DATE

ACL Yes VARCHAR2( 700)

ACL_ID Yes NUVBER( 20)

View: ifs_group_members

This view lists groups and their direct members.

Column Name Null? Type of Column and Length
VEMBER_NANME Yes VARCHAR?2 (700)

VEMBER | D Yes NUMBER ( 20)
VEMBER_DESCRI PTI ON Yes VARCHAR ( 700)

VEMBER _CREATE_DATE Yes NUMBER ( 20)

MEMBER CREATE_DATE_GMT Yes DATE

GROUP_I D Yes NUVBER( 20)

TYPE No VARCHARZ2(2000)

View: ifs_acls

This view lists all ACLs in Oracle iFS.

Column Name Null? Type of Column and Length
CONTROLLI NG_ACL_NAME Yes VARCHAR2 (700)
CONTROLLI NG ACL_I D Yes NUMBER ( 20)

NANVE Yes VARCHAR2( 700)

ACL_I D Yes NUMBER( 20)

DESCRI PTI ON Yes VARCHAR2( 2000)
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Column Name Null? Type of Column and Length
CREATE_DATE Yes NUMBER( 20)
CREATE_DATE_GMI Yes DATE

MODI FI ED_BY Yes VARCHAR ( 700)

MODI FI ER | D Yes NUMBER ( 20)

CREATOR Yes VARCHAR ( 700)

CREATOR I D Yes NUMBER ( 20)

OWNER Yes VARCHAR2( 700)

OMNER | D Yes NUMBER( 20)

Example: Selecting Attributes of a Document
This example uses ifs_versioned_documents to select attributes. To accomplish this,

the following command is run:

SQL> sel ect nane, format, document_size, nedia, docunent id,
acl, owner fromifs_versioned docunents

The following table displays the output.

Document_ Document_
Name Format Size Media ACL ID Owner
Business Plan MS Word 11954 IndexedBlob Published 7902 jsmith
June Report Postscript 121 NonlIndexedBlob Private 7936 Ifrench
Oracle logo JPEG 121 NonlndexedBlob Published 7926 pbrown
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What Your Users Need to Know

This chapter gives a general overview of the concepts your users will need to know
in order to use Oracle iFS:

«  What Your Users Need to Know About Working with the Windows Interface
«  What Your Users Need to Know About Working with the Web Interface
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What Your Users Need to Know About Working with the Windows

Interface

Your users can work with Oracle iFS through Microsoft Windows. Often, this is the
primary tool they use to access Oracle iFS. To use the extended functions of Oracle
iFS, such as versioning and check in/check out of files requires users to install the
Oracle Oracle iFS Utilities.

Installing the Oracle Oracle /FS Utilities

To install the Oracle iFS Utilities, users need to run the Set up. exe program. This
file is located in the following directory:

Platform Directory
UNIX Root /i fs<versi on>/w nui/install
Windows NT Root \i f s<versi on>\wi nui \install

You need to decide if users should install the Oracle iFS Utilities in the default
directory, or in an alternate directory. If you choose an alternate directory, you need
to provide the name of that alternate directory to users.

Installing the Oracle iFS Utilities is a standard installation task, so tell your users to
plan to do installation when they aren’t in the middle of several other tasks. Also,
make sure your users shut down all other applications when they begin the
installation process.

Instruct your users to do the following to install the Oracle iFS Utilities:

1. Close down all Windows programs before beginning. You must de-install the
previous version before continuing. After de-installing, map a network drive to
Oracle iFS using SMB before continuing.

2. Locate the Set up. exe file and run the Set up. exe program.

3. Follow all instructions and accept the defaults unless you are told otherwise by
the system administrator.

By default, the Oracle iFS Utilities are installed in the following directory:

c:\Program Fi | es\ Oracl e\i FS<ver si on>
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The installation process includes installing several items. For Oracle iFS to be
installed correctly, instruct your users to install all recommended items.

4. Reboot your machine after installing the Oracle iFS Utilities.

Right-Click an Oracle iFS Folder or File to Access Oracle iFS Functions

When users use Windows Explorer, their Oracle iFS drives look just like any other
drive, or mount points. Users can drag and drop files into Oracle iFS, cut and paste,
copy and paste, or perform any of the other operations they normally perform in a
file management system. In addition, if a user right-clicks an Oracle iFS folder or
file, additional commands appear on the pop-up menu. For example:

Open

|
" Print

&M ake File Yersioned. ..
EHFS Check Out

{MEFS Check In...

BIiFS Lock

giiFS Unlock

[EEiFS List Parents. .

Szan with Morton Antiins

et dd to Zip
e4dd to Folders.zip

Send To k

Cut
Copy

Create Shortout
Delete
Rename

Properties

The following table describes the commands and a description of their function:

Command Description

Make File Versioned Specify that each time the file is saved, the previous version of
the file is archived.

Oracle iFS Check In... Release a versioned file so that others can use it.
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Command Description

Oracle iFS Check Out Reserve a versioned file so that others cannot update it.
Oracle iFS Lock Lock an unversioned file so that others can use it.

Oracle iFS Unlock Unlock an unversioned file so that others can use it.

List Parents List the folders in which the file appears. A file may appear in

multiple folders. Only one copy of the file exists. That copy is
linked to the folders.

Properties View file attributes, security information, and version history.

Connecting to Mount Points

To connect to mount points using Windows, users can either browse the network or
map a drive.

To Connect to a Mount Point By Browsing:
1. The user finds the server using Network Neighborhood.

2. The user selects the server by clicking. A list of mount points and their
descriptions displays.

3. The user drills down through those descriptions. By drilling down, the user is
automatically connected through the mount point to the appropriate folder
path.

To Connect to a Mount Point By Mapping a Drive:

1. In Windows Explorer, the user selects Map Network Drive from the Tools
menu.

2. Inthe field provided, the user types the server name and the desired mount
point using the following syntax:

\'\ <server nane>\ <vi rt ual pat hnane>

The default mount point "MyHome" displays in the browse list (in Windows,
but not the Web interface). This maps automatically to the user's home
directory. This mount point cannot be administered through the typical
administration operations, it is embedded in the SMB server.

The following list describes the possible mount points:

« \\<servernane>\r oot —The top level of the Oracle iFS hierarchy.
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« \\<servernane>\ MyHone—The user’s home folder.

« \\<servernane>\ publ i c—The public area.

See Also

« For information on mapping an Oracle iFS drive, see the Oracle Internet File
System User’s Guide.

What Your Users Need to Know About Working with the Web Interface

The Oracle iFS Web interface provides your users a way of accessing and using
Oracle iFS using a Web browser. Users can:

« Navigate the Folder Hierarchy—Users can navigate up or down the hierarchy
by clicking one of the parent directories or the name or title of the folder.

« Open a File—Users can open a file by clicking the name or title of the file. The
file opens with the appropriate application for users to view or edit on their
local operating systems.

« Save or Upload a File—Users can save or upload files through FTP and HTTP.

« Delete a File or Folder—Users can delete a file or folder by clicking the Delete
icon for the file or folder they want to delete.

« Rename a File or Folder—Users can rename a file or folder by selecting the item
and selecting Rename from the Edit menu.

« Use the Content Management functions—Users can make files versioned, check
them in and out, search the contents, and lock and unlock files.

Supply Your Users with the URL for the Web Interface

Your users access the Oracle iFS server through a URL. However, to log into Oracle
iFS, users will need to point their browser to the Login page. You can change the
URL for the Login page. The URL for this page is usually:

http: // <server_nane>/

The <ser ver _nane> is either the name you assigned to Oracle iFS server or the
server’s IP address.
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Accessing Oracle iFS with a Web browser requires no special plug-ins or other
browser features. All standard browsers, such as Netscape Navigator and Microsoft
Internet Explorer, can access Oracle iFS.

To Connect to a Mount Point Using the Web Interface:

When users log into the Web interface, they are connected to all mount points for
which they have discovery permission.

Typically, it is not important for users to understand what directory in the overall
Oracle iFS folder hierarchy they are in when they log into a particular mount point,
and there is no way through Windows for them to determine this. As far as users
are concerned, these are isolated islands of information. There may be overlap in the

mount points; for example, a user could have two mount points mapped, one of
which is inside another.
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Oracle IFS Log Files and Troubleshooting

Information

This chapter provides information on troubleshooting and configuration logs. The
following topics are included:

Troubleshooting General Problems

Using the Oracle iFS Log Files

Using the Configuration Log Files

Using the Protocol Server Log Files

Using the Server Manager Log Files

The WCP Server Log File

The Windows Interface Log Files

Resolution for Upgrading to the Oracle Database
National Language Support (NLS) Troubleshooting

Common Administrative Errors
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Troubleshooting General Problems

This section contains information to assist with general problems and problem
diagnosis.

Oracle iFS Configuration Assistant Errors

The following information describes troubleshooting information for problems that
occur during configuration of Oracle iFS.

Possible Error

When running the Configuration Assistant and trying to create class objects on
Oracle 8.1.7 and JDK 1.1.8, the following error occurs:

java. | ang. Nod assDef FoundE ror: or g/ ong/ GORBA/ user Except i on

Possible Problem

If a custom installation of the Oracle 8.1.7 database has been completed and the
OEM components were not installed.

Possible Solution

Perform the following steps on your UNIX machine where the Oracle 8.1.7 database
is installed.

1. Verify that the following files are NOT present in $ORACLE_HOVE/ | i b:
« Vbjob.jar
« Vbjapp.jar
« Vbjtools.jar

2. Run the Oracle Universal Installer for the Oracle 8.1.7 database by executing
/ Runl nst al | er from the Installation CD. Complete the following steps:

1. Available Products Page
On this page, select Oracle8i Enterprise Edition 8.1.7.0.0. Click Next.
2. Installation Types Page

On this page, select Custom and click Next.
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3. Available Product Components Page
On this page, select the following:
*  QOracle Enterprise Manager Products 8.1.7.0.0.
*  QOracle Enterprise Manager Client 2.2.0.0.0.

*  QOracle Enterprise Manager DBA Management Pack 2.2.0.0.0 (under
Oracle Enterprise Manager Client).

You can deselect all other options and click Next.
4. Summary Page

On this page, verify that the following files are present in $ORACLE
HOVE/ | i b:

*  vbjorb.jar
*  vbjapp.jar
*  vbjtools.jar

3. Rerun the Oracle iFS Configuration Assistant by executing $ORACLE
HOVE/ i fs/ bin/ifsconfig.

Stopping Multiple Server Instances of the Same Name

The following information describes troubleshooting information for problems that
occur when shutting down ambiguously named servers.

Possible Error
After running i f sst op, the following error message displays:

| FS-46114: Server nane |fsProtocol s is anbi guous; specify the server
identifier: (47471, 47613, 47679, 47863, 47954).

Possible Problem

The problem is multiple instances of Server Manager were started with the same
name. This can occur when:

« ifsstarts isrun multiple times without first stopping Oracle iFS.
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« Making a copy of either | f sAgent s. def or| f sProt ocol s. def to
intentionally start multiple Server Managers, but not modifying the
Manager Narre field to be unique.

i f sst op cannot shutdown the Server Managers due to the ambiguity in the names.

Possible Solution
The solution is to manually stop each Server Manager. To do this:

1. Start Oracle iFS Manager and select Monitor from the File menu. This will start
the Oracle iFS Monitor.

2. Select the Server Manager you want to stop and click Stop.

Using the Oracle iFS Log Files

When using Oracle iFS, there are three types of log files generated. These log files
are:

« Configuration Logs—Log files generated during installation.
« Protocol Logs—Log files generated by the protocol servers.

« Server Manager Logs—Log files generated by Server Manager when it starts
and stops agents, including the ExternalServer Agent, which starts and stops
the protocol servers.

All log files, except the Java Web Server (JWS) log file, are generated and placed in
the $ORACLE_HOVE/ i f s<ver si on>/ | og directory. The JWS log file is placed in
the SORACLE_HOME/ i f s<ver si on>/ jws/ | ogs/ j avawebser ver/ webpageser vi ce
directory.

Using the Configuration Log Files

During the configuration of Oracle iFS, the | f sConf i gQut . | og and the
| f sConfigSql .| og files are generated and stored in the following directory:

Platform Directory
UNIX $ORACLE_HOVE/ i f s<ver si on>/ | og
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\| og
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IfsConfigOut.log

The | f sConfi gQut . | og file is a log of the configuration, starting with saving
properties to configuration files, then creating the schema and tablespaces. This log
file lists which files are executed, what . admand . t yp files are executed by the
AdminManager and CreateClasses.

The | f sConfi gQut . | og file is similar to the nake_cr eat e log, but contains more
detail. At the top of the file, when the process began is displayed. At the bottom of
the file, the time it took for the process to run is displayed. This file is always
created in "verbose" mode.

If an error occurs during the Oracle iFS configuration, the problem is reported at the
bottom of the log file. Notice a large Java stack trace. The trace is printed twice:
once, exactly when the error occurred (by the thread actually executing the
operation), and again by the main thread when it is displaying the error. Sometimes
the first trace has more information, so be sure to examine both traces.

IfsConfigSql.log

This log file contains a SQL "dump” of all the SQL statements that were executed
directly from the SQL scripts that create the Oracle iFS schema, for example,
odmmain.sql. This file is always created in "verbose" mode.

Common Errors Found in the IfsConfigOut.log and IfsConfigSql.log Files

The following list displays the common errors found and a resolution;

« java.lang "class not found"—A jaror library file is missing from the
$ORACLE_HOME/Iib or other directory.

« java.sql.SQLException: procedure or package not
avai | abl e—A required package has not been installed in the Oracle software
that Oracle iFS is being installed on top of, notably, the DBVMS_OBFUSCATI ON_
PACKAGE, or certain interMedia packages.

« File not found or 10 exceptions—Often caused by permission problems. For
example, a configuration file has been made read-only by the root user.
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Using the Protocol Server Log Files

This section discusses the log files generated by the various protocol servers, such
as SMB and FTP.

The SMB Log File

The SMB log file includes a trace level, a trace file, and an append log. For the SMB
log file, the trace level can be set to the following:

« OFF—No log file is generated.

« ERR—Default, only prints unexpected exceptions and very high level messages,
for example, when users log on and off. Generally, it is more useful to examine
the log file after noticing unusual behavior instead of reading the log file
looking for errors.

« LOW—Provides information about every operation, such as list directory, open
file, and write data, performed by the SMB server. This is a useful level for
tracking the general activity of the server.

« HIGH—Provides detailed information on every operation, including most of
the packet data. This is typically used for Oracle iFS development tasks, but
may provide administrators some clues about erroneous behavior. At HIGH
level the log file can use up disk space quickly, so only use this while
diagnosing or reproducing a specific problem.

TraceFile = {localfile}

The trace file is where the trace will output to, if you do not want it to go to
standard output (stdout). Tracing from all clients is written to the same log file, so if
you are diagnosing a specific problem, it is probably wise to limit the number of
concurrent users, ideally to one.

The most useful lines in the trace file are those starting with a ’<’. If you just want to
get a general idea of the operations on the server, you can GREP (Global Regular
Expression and Print) for all lines starting with ’<<’. This gives you one line for each
SMB command issues, for example:

<<SMB_COM RENAME>>\ nydoc. t xt

You can also show any errors for that command, for example:

<<- SVB OOM RENAME- >>DOH/ fi | eexi st s
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You can also include lines starting with ’<-" if you want an indication of the server
side performance.

AppendLog = {true, false}

The default setting for the append log is true. If left with this setting, the new trace
information is appended to the old trace file. If set to false, the trace file is
overwritten each time the server is started.

The FTP and CUP Log Files

Both the FTP and CUP servers offers the option LogCommands, which list all
communications to and from the server. FTP also offers VerboselLogging, which lists
every exception, regardless of its significance.

For both protocols, if an exception occurs outside of normal operation, that
exception is logged. For normal operation, it is not necessary to keep a log of all
commands or exceptions. For diagnosing problems, more information is better. For
FTP, this means both LogCommands and VerboselLogging should be set to true. For
CUP, this means that LogCommands should be set to true.

Oracle Corporation suggests that administrators run the servers with minimal
logging. If a problem occurs, the logs might contain the stack trace (if the exception
was not expected) or they might not. Once a problem is suspected with a specific
protocol, the more logging the better. The amount of information in the log can
become overwhelming quickly, so only turn on the extra logging when diagnosing
problems.

FTP

For FTP, there are two login options, LogCommand and VerboselLogging, both in
the FtpServer.def file. If the LogCommand is set to true, then the communication,
both to and from the server, will be logged. If VerboseLogging is set to true, then all
exceptions, regardless of their significance, will be logged. The FtpServer.def file is
located in the following directory:

Platform Directory
UNIX $ORACLE_HOWE/ i f s<versi on>/settings
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ setti ngs
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CuP

For CUP, there is only one login option, LogComrand. If this option is set to true,
then the communication, both to and from the server, will be logged.

The JWS Log Files

Oracle iFS HTTP output goes into standard web server log files. In the case of JWS,
which is what comes installed with Oracle iFS, there are three files to view, all of
which are located in the following directory:

Platform Directory
UNIX I FS_HOWE/ j ws/ | ogs/ j avawebser ver / webpageser ver
Windows NT I FS_HOVE% j ws\ | ogs\ j avawebser ver\ webpageser ver

The following list describes each log file:

« access_| og—Contains a line of information for every web request made to
the server. This file is marginally useful.

« error_l og—Contains error output when things go wrong. This file can be
very useful. The things to look for in this file are exception traces and the
accompanying error messages. It is safe to ignore "IOException:Connection
Reset By Peer" messages. These messages show up when the server is in the
middle of serving a request but the user has hit the stop button in the browser.

« event | og—Contains mostly start up and shutdown information. This file is
marginally useful.

The verbosity is controlled by the Web server configuration, for which there are
instructions.
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Using the Server Manager Log Files

Each Server Manager instance emits logging information to its own log file. The
logging information includes the following categories:

Start up logging for the Server Manager instance.

Agent loading and initial starting of each agent registered in the configuration
file used by this Server Manager instance.

Significant agent events and status changes.
Agent errors and warnings.

Specific information pertaining to the ExternalServer agent instances. This
agent is responsible for managing protocol servers:

«  Protocol server start up and shutdown notifications
« Protocol server unexpected failures and/or restarts.

Shutdown logging for the Server Manager instance.

The default Oracle iFS installation will configure two Server Manager instances: one
that manages the ExternalServer agents (which in turn manage the protocol
servers), and another that manages all other agents. By default, the log file
produced by each of these two Server Manager instances are IfsProtocols.log and
IfsAgents.log, respectively.
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How To Control Logging Verbosity and Other General Characteristics

The following table describes the options which can be specified in the Server
Manager configuration file to control the amount of logging and other general
logging characteristics.

Option Name Datatype Description Example
outputfile String The absolute file name for the out putfile =
log file. /private/oracl e/

i fs<version/l ogs/
| fsAgents. | og

VerboseLogging Boolean Set to true if logging should  Ver boselLoggi ng =
be verbose. The default is true
false.

AppendLog Boolean Set to true if the specified log

file should be appended to
rather than overwritten. The
default is false, meaning the
log will be overwritten.

The WCP Server Log File

The WCP server has a single log file in the same location as other protocols. It logs
the WCP commands received from the Windows interface, the intermediate output
when commands are processed, and the WCP response sent back to the Windows
interface.

General Notes About the WCP Server Log

The following list describes some general information about the WCP server log.

« After a WCP connection request, each line will be preceded by "WcpSession #",
where "#" is a number identifying the WCP session thread created to serve one
Windows machine. This is important to identify the relevant events
corresponding to a particular client machine as the WCP server is a
multi-threaded server.
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The green lines will be logged only if the flay LogGC=t r ue is set in the
WocpServer.def files. You can use this information to estimate the total memory
allocation necessary to support your typical user load, and allocate more or les
depending on your requirements.

Lines with " XMLCVD>" are intermediate output when commands are processed.

The Windows Interface Log Files

The Windows interface also has its own log files. There are two types of log files, all
located in the "log" subdirectory under the directory where the Windows interface is
installed. The following list describes the two types of log files:

| f sSockMgr . | og—Logs events such as Oracle iFS SocketManager starts and
exceptions encountered by SocketManager.

| f sWepSessi ons?. | og—The '?’ represents the drive letter to which the
Oracle iFS (SMB) server is mapped. This file logs any exceptions during the
interaction with the WCP server associated to the mapped drive and is
normally blank.

Resolution for Upgrading to the Oracle Database

The following information will help when upgrading to the Oracle database. You
do not need to have Oracle iFS installed nor do you need to de-install Oracle iFS
before upgrading.

Problem Description

In the process of upgrading your database, the interMedia Text views, packages,
indexes need to be re-compiled. If you do not recompile these objects, you will be
unable to add or update any documents to Oracle iFS. The following error will
display:

| FS-30002 Whabl e to create new Li braryQj ect
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Solution Description
To compile the interMedia Text objects, follow these steps using SQL*Plus:

1. Logon to SQL*Plus using SQL*Plus.

2. Run the $ORACLE_HOME/ ct x/ admi n/ upgr ade/ s0801070. sql file as the
SYS user.

3. Runthe $ORACLE_HOME/ ct x/ admi n/ upgr ade/ u0801070. sql file as
CTXSYS.

Run the $ORACLE_HQOVE/ ct x/ admi n/ dr Ot ypec. pkh file as CTXSYS.
Run the $ORACLE_HOVE/ ct x/ adm n/ dr Opkh. sql file as CTXSYS.
Run the $ORACLE_HOVE/ ct x/ adm n/ dr Opl b. sql file as CTXSYS.
Run the $ORACLE_HQOVE/ ct x/ admi n/ dr Ot ype. pl b file as CTXSYS.
Run the $ORACLE_HQOVE/ ct x/ admi n/ dr Ot ypec. pl b file as CTXSYS.
Run the $ORACLE_HOVE/ ct x/ admi n/ dr Qi t ypc. sql file as CTXSYS.

© © N o g &

10. Create a SQL script named r econpi | e. sgl that will recompile all invalid
interMedia Text objects. To do this, log on to SQL*Plus as SYS, and type the
following:

spool reconpile.sql;
set heading of f;

select '"alter '||object_type||' '||owner||'."'||object_nane||' conpile;’
fromdba_obj ects

where status='| NVALI D

and obj ect _type !="JAVA AASS ;

spool of f;
exit;

11. Run recompile.sqgl as the SYS user.

See Also

« For more information on installing Oracle iFS, see the Oracle Internet File System
Installation Guide.

« For more information on troubleshooting, see the Oracle Internet File System
Installation Guide.
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National Language Support (NLS) Troubleshooting

The following information describes troubleshooting information to assist with
general problems with the National Language Support (NLS).

Possible Problem: FTP Client

Unable to | s and put filenames and folders with non-ASCII characters from the
MS-DOS FTP client.

Possible Solution

The character encoding of the command prompt window needs to match the
character encoding of the FTP session. The character encoding of the FTP session
will indicate to the FTP server the character set to use to encode the filename
strings. This will ensure proper storage of the filenames in the repository as well as
ensure proper display of filenames in the command prompt window.

Possible Solution for Microsoft Windows 95, 98, 2000, NT

Windows uses Unicode as its main character set. But for compatibility with
MS-DOS, traditional code pages are supported. The MS-DOS command chcp
allows viewing and setting the active code-page for the command prompt window.

To display the number of the active console code page, use a command line to enter
the following:

C \>chcp
Active code page: 437

437 is the United States code page. For example, if you are using 437, you will not
be able to handle German characters, 6 and B, in your FTP session. To handle
German characters, the code page 1252 should be used. 1252 is for Western
European languages.
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To change the active code page to 1252, use a command line to enter the following:
C\>chcp 1252
Active code page: 1252

Only the Oracle Enterprise Manager (OEM) code page installed with Windows NT
will display correctly in a command prompt window using Raster fonts. Other code
pages will display correctly in windows using TrueType fonts or Lucida Console.

To change the fonts for the window:
1. Access the Properties/Font tab.
2. Start up your FTP session in this same command prompt window.

The character encoding for the session should be set using the quote command,

set char encodi ng, to the same encoding for the command prompt window. If
you change the code page with the chcp command, it is recommended that you use
the Lucida Console font as the console font to avoid incorrect glyphs on the screen.

Use the following code to set the character encoding for the session:

ftp> quot e setcharencodi ng <l ANA character set nane>

For example:

ftp> quot e set charencodi ng Wndows- 1252

Caveats

The German Windows NT 4.0 Operating System has a default active code page of
850 for the command prompt windows. 850 is the multilingual Latinl code page.

The command prompt MS-DOS FTP client does not recognize German characters
using 850, so the code page should be changed to 1252, which will work properly.

MS-DOS Code Pages

The following tables lists some MS-DOS code pages and their corresponding
language.

MS-DOS Code Page Language

437 United States
850 Multilingual (Latin I)
852 Slavic (Latin I1)
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MS-DOS Code Page Language

855 Cyrillic (Russian)
857 Turkish

860 Portuguese

861 Icelandic

863 Canadian-French
865 Nordic

866 Russian

869 Modern Greek

Windows ANSI Code Pages
The following table lists Windows ANSI code pages and their language/font.

Windows ANSI Code Page  Language/Font

1250 Central European

1251 Eastern European using Cyrillic letters
1252 Western European using Roman letters
1253 Greek

1254 Turkish

1255 Hebrew

1256 Arabic

1257 Baltic

1258 Vietnamese

Possible Problem: Filenames Truncated or Corrupted

Filenames truncated or corrupted when using the drag and drop feature of the Web
interface to upload files named with Western European characters using the
Netscape browser.
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Possible Solution

Netscape uses the Windows code page for its FTP client. If the Oracle database
character set is UTF8, the FTP server needs to have the Def aul t Char act er Set
property in the properties file must be set to | SO- 8859- 1 for Western European
languages.

Possible Problem: Unable to Drag and Drop Files Through the Web Interface

Unable to drag and drop files through the Web interface using multibyte operating
system.

Possible Solution

The drag and drop feature only supports the character set (or subsets) of the Oracle
iFS FTP server default character set. Check the value in the properties file.

Possible Problem: Unable to Insert Files Through FTP

Unable to insert files correctly through FTP even if the default character set of the
FTP server is the same as the client OS.

Possible Solution

Be sure to have the NLS_LANGenvironment variable set to the same character set as
the database character set. The OCI driver reads this environment variable and uses
for string conversion before inserting into the database. For example, if the database
character set is UTF8, then set NLS LANG=. UTF8 This is only a problem with the
OCI drivers, and not thin JDBC drivers.

Possible Problem: Unable to Perform Context Searches on Multilingual Content

Unable to context search multilingual content in a document after inserting a
document into the repository through FTP.
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Possible Solution

See Also

Be sure to set the language for the current FTP session. Documents inserted via the
'‘put’ command will have its LANGUAGE attribute set to this value.

To view the current language for the FTP session, use the following quote
command:

ftp> quot e show anguage
226 Language English

To set the language for the FTP session, use the following quote command:

ftp> quote setlanguage <Q acl e | anguage nane>

For more information on NLS, see the Oracle8i National Language Support Guide,
Release 2 (8.1.6).

Common Administrative Errors

The following table describes some common administration problems, what may
have caused them, and what you should do to correct the problem.

Problem

Probable Cause Corrective Action

An out-of-memory
exception is raised
when running a
protocol

The maximum Java heap size Increase the heap size by modifying the - nx setting
is too low. for that particular protocol in the
| f sProtocol s. def file in the <ORACLE_
HOVE>\i f s<ver si on>\ set ti ngs directory.
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Problem Probable Cause

Corrective Action

Server is generally slow
for read and write
activity

Server memory is
overcommitted. The server is
excessively swapping
memory blocks to disk.

Server is slow only on
read or search activity

Large amounts of documents
have been loaded or updated
and the Oracle8i Cost-Based
Optimizer is using old
statistics.

Server is slow only on
content-based search
activity

interMedia Text tablespaces
are on the same disk as other
database files.

interMedia Text indexes have
become fragmented.
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Run vnst at and look for excessive page swapping to
verify the problem.

Adjust the following parameters in your database’s
init.orafile:

. Number of pr ocesses

. Number of open_cur sor s

. Reduce db_bl ock_buffers
Stop unneeded protocols.

You may also need to add RAM to your server or, if
you are running a single-tier configuration,
reconfigure your Oracle iFS server into a two-tier
configuration.

For more information on adjusting the parameters in
the init.ora file, see the Oracle Internet File System
Installation Guide.

Run the anal yze. sql script located in the
<ORACLE_HOVE>\i f s<ver si on>\ adni n\ sql
directory. For more information, see the Oracle Internet
File System Release Notes.

Move the interMedia Text tablespaces to other disks.
See the Oracle Internet File System Installation Guide.
See the Oracle8i Administrator’s Guide for more
information on moving tablespaces.

Regularly optimize the interMedia Text Oracle index
| NDEXEDLOB_I . For more information, see the
Oracle8i interMedia Text Reference.
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Problem Probable Cause

Corrective Action

Server is slow only on
write activity

Large amounts of documents
are being loaded and the
Redo logs are too small.

Large amounts of documents
are being loaded and the
Redo logs are on the same
disk as the database files.

Content queries
through the Web and
Windows return no
rows.

On Windows NT, the
NTFS server crashes
regularly. The error log
contains the following:

interMedia Text indexing of
the documents has not
occurred.

ORACLE_HOME is not set
correctly.

no ifsproxy in
shared library
path

Cache perfornmance
for session cache

Current Sessi on
Count =0

Hi ghest Sessi on
Count =0

Cur r ent Sessi on
Cache=0

Add two or more 100 MB or larger Redo logs. See the
Oracle8i Administrator’s Guide for more information.

Place the Redo logs on a separate disk from the
database files. See the Oracle8i Administrator’s Guide
and the Oracle8i Designing and Tuning for Performance
Guide for more information.

For optimal performance, dedicate one or more disks
(and, if possible, a disk controller) exclusively to the
Redo logs, and optimize the disks for sequential write
activity. For example, on Sun SPARC Solaris, you may
choose raw partitions or UNIX filesystems for the
disks. If you choose UNIX filesystems, on Solaris 2.6,
use the "forcedirectio” option when mounting the
filesystems, and on Solaris 2.7 and above, use the
"noatime" option when mounting the filesystems.
These options should only be used if the filesystems
are dedicated exclusively to the Redo logs.

Run ct xsr v as described in the Starting ifs section of
the Installation Guide. (Replace with correct
cross-ref).

Make sure the i f sproxy. dl | fileis located in
YORACLE_HOVE% i f s<ver si on>\ bi n.

Oracle iFS Log Files and Troubleshooting Information 13-19



Common Administrative Errors

Problem Probable Cause

Corrective Action

When transferring old
passwords to new
schema, users do not
have access to
WebDAV.

Because old passwords were
transferred to a new schema,
existing Oracle iFS users are
unable to authenticate using
WebDAV. This only applies to
users created before the
schema upgrade.

IfsProtocols server
process crashes
regularly or after all
Oracle iFS processes are
started, the IfsProtocols
server dies.

After examining the
IfsProtocols log, it is possible
that two IfsProtocols
processes were started. This
can happen when the first
IfsProtocols process was not
shut down properly. In Oracle
iFS, each IfsProtocols process
is unique by identifier which
is permitted by Oracle iFS,
but confusing to the user.

This error indicates that
Oracle iFS could not connect
to the database. The possible

The following error
message displays when
trying to login to Oracle

iFS: cause was that the JDBC
. driver is missing from the
| FS-10620: Unabl e CLASSPATH.

to construct
connecti on pool .

When a folder is created in
Windows Explorer, a new file
is created (testdir.tmp) and
then is deleted. Windows
Explorer does this to make
sure the right information is
available to create
information inside the folder.
Therefore, the agent is

If a new folder is
created using the
Windows interface, an
agent is triggered.

triggered.
Want to change the Have forgotten the Oracle iFS
Oracle iFS system system password.
password.

Users must reset their Oracle iFS password, even if
they keep the same password they had before the
schema upgrade.

Either start the IfsProtocols with unique names, or
refer to them by their identifier. For more information,
see Chapter 8, "Using Server Manager to Start
and Stop Servers".

Check the JDBC driver is in the CLASSPATH. Access
$ORACLE_HOVE/ jdbc/1ib/classes1ll. zi pto
check this. Also make sure the parameter for the
Dat abaseUr | field is as follows:

Dat abaseUr | =j dbc: oracl e: oci 8: @t nsnanes
entry>.

No corrective action, this is the way Windows
Explorer is designed to work.

You will need to contact Oracle Support or re-install
the database. If you choose to re-install the database,
you will need to make sure that you have copied any
files stored in the Oracle iFS database out to a local
hard drive before starting the re-install process. The
re-install will result in the loss of all information
currently stored in the database.
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Command Line Utilities Reference

This appendix provides instructions for running the Command Line Utilities and a
complete listing of the commands. The Command Line Utilities allows experienced
system administrators to perform tasks from the command line prompt rather than
the graphical user interface.

If an argument to the Command Line Utilities has spaces or an "=", it must be
enclosed within double quotes (). For example, i f scat "test docunment" or
i fsls "backup folder 1999"orifsls -class Docunent

"name=" Mydoc’ ".

Topics include:

« Command Line Utilities: An Overview
» Running the Command Line Utilities

« Starting the Command Line Utilities

« Navigation Commands

« File Manipulation Commands

« Miscellaneous Commands

« National Language Support Commands
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Command Line Utilities: An Overview

The Command Line Utilities are automatically installed into $ORACLE _

HOVE/ i f s<ver si on>/ bi n on the server machine where Oracle iFS is installed.
The Command Line Utilities can also be installed on any UNIX or Windows NT
client machine.

Note: To use the Command Line Utilities, the CUP server must be
running.

Setting Environment Variables to Run the Command Line Utilities

The Command Line Utilities use three environment variables. Two of these
variables are set at install time in the i f scndenv file located in the following

directory:

Platform Directory

UNIX $ORACLE_HOWE/ i f s<ver si on>/ bin
Windows NT YORACLE_HOVE% i f s<ver si on>\ bi n

You can modify this script to change any of the install defaults.

When the Command Line Utilities are installed on a client machine, the variables in
this script (which isi f scdenv. bat if installed on a Windows machine) will need
to be modified since the utilities are no longer running on the same machine as the
Command Line Utility Protocol Server.

You can also set these environment variables directly on the command line itself, or
in your local environment script, for example, the . cshenv file if you use csh.

Variables

| FS_COOKI E_DI RECTORY—The session information for the Command Line
Utilities is maintained in the | f sCooki e file, which is generated each time a user
logs in. This variable specifies where this file should be placed on the local system.
By default, this directory is set to $ORACLE_HOVE/ i f s<ver si on>/ | 0g. This
default should be changed if either of the following cases is true:
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See Also

«  Multiple Users—If more than one user will be using the Command Line

Utilities on the same machine. If two different users have the | FS_COKI E_
DI RECTORY set to the same local directory, and are logged in at the same time,
the | f sCooki e file will be overwritten by the most recent user’s credential
information. This means that both users will have the most recent user’s
permissions, and any action either user takes will affect both users.

« Security—When an | f sCooki e file exists, which is only during the life of a

user’s logon, anyone who has access to the directory containing the | f sCooki e
file could potentially use that cookie to logon as the already logged on user. If
security is a concern, it is highly recommended that the | FS_COOKI E_

DI RECTORY be changed from the default, since $ORACLE

HOVE/ i f s<ver si on>/| og is a commonly known directory. CUP commands
will not work without setting the | FS_COOKI E_DI RECTORY.

| FS_CUP_SERVER—If this variable is not set, it defaults to | ocal host . This
default will only work if the user is using the Command Line Utilities against a
Command Line Utility Protocol Server (CUP) on the same machine. To access a
different instance of the server other than | ocal host , set this variable to the
appropriate server, for example, i f st est machi ne. This variable will always need
to be set when running the Command Line Utilities on a client machine since the
Command Line Utility Protocol Server (CUP) will not be locally available.

| FS_CUP_PORT—AII Oracle iFS commands access the CUP using the default port,
4180. If the CUP server is started on a port other than 4180, this variable should be
set to that port number. For example, if you start the CUP on 4182, this variable
should be set to 4182.

For more information on installation of the Command Line Utilities, see the Oracle
Internet File System Installation Guide.

Command Line Utilities Reference A-3



Running the Command Line Utilities

Running the Command Line Utilities
There are four different ways to run the Command Line Utilities:
1. Onthe Command Line.

Depending on your operating system, there are .bat or .sh (Windows NT and
Unix, respectively) that run individual Command Line Utilities commands.
These files are located in the following directory:

Platform Directory
UNIX $ORACLE_HOVE/ i f s<ver si on>/ bi n
Windows NT Y%ORACLE_HOVE% i f s<ver si on>\ bi n

For example, i f sl ogi n. bat is used on Windows NT asi f sl ogi n
tuser1/tuserl.

2. Inan interactive mode.

To use the commands interactively, you must use the script. On the command
line, type i f sshel | . When using the shell, you do not need to enter the entire
command. For example, if you want to log in, type | ogi n

<name>/ <passwor d>.

3. Inabatch mode.

Using a batch mode, you have the ability to perform many actions at once. To
start the Command Line Utilities in batch mode, at the command prompt, type
i fsshell -i <filename>. This tellsthe operating system to execute the
batch file. The file should contain a list of commands that you use ini f sshel | .

4. Inscripts.

Use any commands in a script, just as you would from the operating system
command line. For example, a .bat or .sh file.

In most cases, you will use the Command Line Utilities in an interactive mode by
using your operating system. The following sections describe the procedures for
running the Command Line Utilities. To use the Command Line Utilities, the
Command Line Utilities Protocol (CUP) server needs to be started. You can do this
using Server Manager.
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Starting the Command Line Utilities

Use Server Manager to start the Command Line Utilities protocol server. From your
operating system, you can log on by using the i f s| ogi n command.

Navigation Commands

ifscd

ifspwd

The following commands are used for navigation throughout Oracle iFS.

Changes the current working directory to the directory specified. If no working
directory is specified, this command changes the current working directory to the
home directory of the user in Oracle iFS. The default home directory is

/ home/ <user nane>.

Syntax:
ifscd <directory>

Examples:
ifscd /osh or ifscd ./osh
Changes the current working directory to / osh.

ifscd
Changes the current working directory to the home directory of the user in Oracle
iFS.

ifscd ..
Changes the current working directory one level up from the current directory.
Displays the current working directory in Oracle iFS.

Syntax:
ifspwd

Example:

i fspwd / hone/ scot t
Displays the current directory, / horre/ scot t .
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File Manipulation Commands

ifscp
Copies the source file to the specified destination. If the destination is an existing
directory, the file is copied into that directory with the same name. If the destination
is a filename, the source file is copied to that file. If the destination file already
exists, the copy defaults to versioning semantics.
Syntax:
i fscp <source> <desti nati on>
Examples:
i fscp specifications.doc /osh/specifications2. doc
Copies speci fi cati ons.docto/ osh/ specifications2. doc,onlyif/ osh
exists.
i fscp specifications.doc /osh
Copies speci fi cati ons. doc to/ osh.
ifsget
Renders the file to the specified local directory.
Syntax:
ifsget <iFSfile> <localfile>
Examples:
ifsget specifications.txt
ifsget specifications.txt /osh/specifications.txt
Picks up the file, speci fi cat i ons.txt, and copies it to the local directory,
/ osh/ specifications.txt.
ifsgetattr

Display the attributes of an object. By default, all attributes are displayed.

Syntax:
ifsgetattr [<object options>] <objectval ue> [<listing options>]
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Options

Object Options:

-path This is the default option but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an ID of an object.

- syst emacl The object value will be evaluated as the name of a
SystemAccessControlList.

- user The object value will be evaluated as the name of a
DirectoryUser.

-val uedef aul t The object value will be evaluated as the name of a

ValueDefault.

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.

Listing Options:

-1 In addition to the name of each object, this option
displays the class name of the object, the ACLs,
owner name, size in bytes, and timestamp (the
modification time unless other times are selected).

-attr <attribute list> Displays the attributes specified for the identified
object.

-attrall Displays all attributes for the identified object.

Examples:

ifsgetattr signature.txt
Displays all attributes for si gnat ur e. t xt .

ifsgetattr signature.txt -attr owner acl creationDate
Displays the owner, ACL and creation date for si gnat ure. t xt .

ifsgetattr -id 1234 -attrall
Displays all attributes for the object identified by ID 1234.
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ifsmkdir
Creates a directory with the specified name.

Syntax:
i fsnkdir [<options>] <directory>

Options:
-p Creates the complete directory path.

Examples:
ifsnkdir testDr
Createst est Di r in the current directory.

ifsnkdir -p a/b/testDr
Creates a/b/testDir, creating each directory in the path as needed.

ifssetattr
Sets the attribute value on an object. Given an object and an attribute name, the
datatype can be determined. For simple attributes types (string, double, integer,
boolean, long, and date) the at t r val ue is interpreted. For attribute types that refer
to objects, the at t r val ue is interpreted as a path unless at t r options are used.

Syntax:

ifssetattr [<object options>] <objectval ue> <attrname> [<attr options>]
[<attrval ue>]

Options:

Object Options:

-path This is the default option but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an ID of an object.

- syst emacl The object value will be evaluated as the name of a
SystemAccessControlList.

-user The object value will be evaluated as the name of a
DirectoryUser.

-val uedef aul t The object value will be evaluated as the name of a

ValueDefault.
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ifsshowallpaths

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.

Attribute Options:

-avpath This is the default option, but it can be set explicitly. The
attribute value will be evaluated as a path to an object.

-avid The attribute value will be evaluated as an id of an object.

-avsystemacl The attribute value will be evaluated as the name of a
SystemAccessControlList.

-avuser The attribute value will be evaluated as the name of a
Directory User.

-avvaluedefault The attribute value will be evaluated as the name of a
ValueDefault.

-avclass Identifies a unique object based on the classname and the

<classname> attribute value. The attribute value will be evaluated as a
where clause. If more than one object is identified, an error
message is generated.

-avnull Sets an attribute to null.

Examples:

ifssetattr -id 1234 owner -avuser scott
Changes the owner attribute of the object identified by ID 1234 to be scott.

ifssetattr -user scott description "SystemAdnministrator”
Changes the description attribute of the Di r ect or yUser object identified by scott.

Displays all folder references to the specified object. The specified object must be a
Public Object.

Syntax:
i f sshowal | pat hs [ <obj ect options>] <obj ect val ue>
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Options:

-path This is the default option but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an id of an object.

- syst emacl The object value will be evaluated as the name of a
SystemAccessControlList.

-user The object value will be evaluated as the name of a
DirectoryUser.

-val uedef aul t The object value will be evaluated as the name of a

ValueDefault.

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.

Examples:
i f sshowal | pat hs si gnat ure. t xt
Displays all folder references to si gnat ure. t xt .

i fsshowal | paths -id 1234
Displays all folder references to the object identified with the id 1234,

ifsls

Lists the items as specified. If no arguments are specified, the contents of the current
directory are listed alphabetically. If the object identified is a folder, the contents of
the folder are listed. Wildcard strings are not supported.

Syntax:
ifsls [<options>] [<objectvalue>] [<listing options>]

Options:

Object Options:

-path This is the default option but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an ID of an object.

- syst emacl The object value will be evaluated as the name of a

SystemAccessControlList.
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-user The object value will be evaluated as the name of a
DirectoryUser.

-val uedef aul t The object value will be evaluated as the name of a
ValueDefault.

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.

Listing Options:

-1 In addition to the name of the object, this option displays the file type,
ACLs, owner name, size in bytes, and modification date. Last line is
the total number of objects.

-attr This option displays the attributes specified by the identified object.
-attral |l Displays all attributes for the identified object.

Examples:

ifsls
Lists the names of the items in the current directory.

ifsls osh
Lists the names of the items in the osh directory.

ifsls -id 1234 -attrall
Lists all the attribute values of the object identified by the 1D, 1234. If the object
identified is a folder, all the attributes for the contents of the folder are listed.

ifs -class DOOUMENT -attr nane description
Lists the names and descriptions of all the documents in Oracle iFS.

ifsmv
Moves the source file to the destination. If the destination is an existing directory,
the source file is moved to the destination directory. If the destination is a file, the
source file is renamed to the destination filename. Wildcards are not supported.

Syntax:
i fsnv <source> <desti ntai on>
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Examples:

ifsnv sanpl e. ht b sanpl e2. ht ni
Renames sanpl e. ht M to the sanpl e2. ht m .

ifsnv specifications.txt testdir/specifications.txt
Moves speci fi cations.txt intotestdir.

ifsnv groups. fmdocunention/groups2. fm
Moves gr oups. f minto docunent at i on and renames the file to gr oups2. f m

ifsput
Stores the specified local file in Oracle iFS. If i FSfi | e is not specified; the file is
stored in the current Oracle iFS directory. If i FSfi | e exists, the file is updated
according to the versioning semantics.

Syntax:
ifsput <localfile>[<iFSile>]

Examples:

ifsput sanpl e. ht m
Stores the local file in the current Oracle iFS directory as sanpl e. ht m .

ifsput sanple.htm sanpl e2. ht m
Updates sanpl e2. ht m with the local file, sanpl e. ht m following versioning
semantics.

ifsrm

Removes an object from Oracle iFS. If the object is identified by path and the object
is not in any other directory, then it is actually deleted from Oracle iFS. Otherwise,
the object is only deleted from the current directory. If the object value is a directory,
by default, the directory must be empty unless the -r (recursive) flag is specified.

Syntax:
ifsrm[<options>] [<object options> <objectval ue>
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ifsrmref

Options:
-r This option causes the recursive removal of a directory and all its contents
without prompting.

Object Options:

-path This is the default option, but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an ID of an object.

- syst emacl The object value will be evaluated as the name of a
SystemAccessControlList.

-user The object value will be evaluated as the name of a
DirectoryUser.

-val uedef aul t The object value will be evaluated as the name of a

ValueDefault.

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.

Examples:
ifsrmsanpl e. ht n
Removes sanpl e. ht m from the current directory.

ifsrm-r a/b/nyDr
Removes nyDi r from b and any itemsinnmyDi r.

ifsrm-id 1234
Deletes the object identified by the ID, 1234.

Removes a reference from a directory. If the source is not in any other directory, then
it is actually deleted from Oracle iFS. Otherwise, the source is only deleted from the
current directory. If the source is a directory, by default, the directory must be empty
unless the - r (recursive) flag is specified.

Syntax:
ifsrnmmef [-r] <source>
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ifscat

Options:

-r This option removes a directory and all of its contents from
the current directory without prompting.

Examples:

ifsrnref signature.txt
Removes si gnat ur e. t xt from the current directory.

ifsrnmmef -r testDr
Removes t est Di r and all of its contents from the current directory.

Prints an ASCII rendering of the identified object to the screen. For Document and
its subclasses, the content of the document will be rendered by default. Folders and
its subclasses are not rendered. All other objects are rendered as XML by default.
For information regarding changing the default rendering behavior, refer to Oracle
iFS documentation.

Syntax:
i fscat [object options] [object value] orifstype

Options:

Object Options:

-path This is the default option, but can be set explicitly. The
object value will be evaluated as a path to an object.

-id The object value will be evaluated as an ID of an object.

- syst emacl The object value will be evaluated as the name of a
SystemAccessControlList.

-user The object value will be evaluated as the name of a
Directory User.

-val uedef aul t The object value will be evaluated as the name of a

ValueDefault.

-cl ass <cl assnane> Identifies objects based on the classname and the object
value. The object value will be evaluated as a where
clause.
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ifsaddref

ifsfind

Examples:
ifscat nyFle
Displays the contents of nyFi | e.

ifscat -id 1234
Displays the rendering of object with ID 1234.

Adds an item to a directory. The result will be that the source will show up in the
destination directory. This does not affect any other directories in which the source
may already be in.

Syntax:
i fsaddref <filenane> <pathDi r>

Examples:
ifsaddref signature.txt a/oshDr
Adds si gnature. txt toa/ oshDir.

ifsaddref oshDr a/oshDir2
Adds oshDi r toa/ oshDi r 2.

Returns the objects based on the classname and an optional where clause. By
default, only the name of the attribute is displayed.

Syntax:
ifsfind classnane [ <wherecl ause>] [<listing option>]

Options:

Listing Options:

-1 In addition to the name of each file, this option
displays the file type, ACLs, owner name, size in
bytes, and timestamp (the modification time unless
other times are selected).

-attr <attribute |ist> Displays the attributes specified for the identified
object.

-attrall Displays all attributes for the identified object.
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Examples:

ifsfind FOLDER -attral |
Displays all the attributes for all the folders in Oracle iFS.

i fsfind DOOUMENT "description="FYy 2000'" -attrall
Displays all the attributes for the folders with the description " FY 2000".

Miscellaneous Commands

ifshelp
Displays help on all commands or on the specified command.

Syntax:
ifshel p [cnd]

Examples:

ifshelp
Displays usage for all commands.

ifshelp cd
Displays the description and command usage for cd.

Note: The command iscd noti f scd.

ifslogin/ifslogon
Establishes an Oracle iFS session.

Syntax:
i fslogi n <user nare/ passwor d> or ifsl ogon <user nane>/ <passwor d>

Example:

ifslogin scott/tiger
Logs scott in to Oracle iFS.

ifslogout
Terminates the current Oracle iFS session.
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Miscellaneous Commands

ifsmode

Syntax:
i f sl ogout

Sets the modes for the session.

Syntax:

i f snode <nodet ype> [ <obj ect options>] <object val ue>

Options:
Mode Types:
adm n

acl

dat ef or mat

par se

Object Options:

-path

-id

- syst emacl

-user

-profile

- par ent

Sets the administration mode (on/off). The object value is a
Boolean value.

When creating new objects, sets the ACL for new objects to
the ACL specified. The ACL can also be specified with the
- par ent orthe - profil e option.

Sets the format for dates. The object value is a date format.

Sets the parse mode (on/off). The object value is a boolean
value.

This is the default option but can be set explicitly. The
object value will be evaluated as a path to an object.

The object value will be evaluated as an ID of an object.

The object value will be evaluated as the name of a
SystemAccessControlList.

The object value will be evaluated as the name of a
DirectoryUser.

Sets the ACL mode to take the ACL from the user
profile.

Sets the ACL mode to take the ACL from the parent
directory.
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ifssu

Boolean Values:
The following Boolean values are valid:

« True—true,t,on, 1,y and yes are legal true values.

« False—f,of f, 0, n, and no are legal false values.

Examples:

ifsnode admn T
Sets administration mode on.

i fsnode admn of f
Sets administration mode off.

ifsnode -nane Private
Sets the default ACL to the Private ACL.

i fsnode acl -id 1234
Sets the default ACL to be an ACL identified by ID 1234.

ifsnode acl -profile
Sets the default ACL to be taken from the user profile.

i fsnode acl - par ent

Sets the ACL determination to be taken from the parent folder.

i f snode parse of f

Sets the parse mode to off, so that files put in Oracle iFS are not parsed.

Allows user to impersonate another user without logging off. The command with a
username impersonates that user. The command without arguments reverts back to
the original user. Only users with administration permissions can use this

command.

Syntax:
i fssu [ <user nane>]

Examples:

ifsu jsnth

Impersonates the user jsmith.

ifsu

Cancels the impersonation command.
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ifswhoami

ifsascii

ifsbin

ifsversion

ifsshell

Displays the current user.

Syntax:
i f swhoam

Example:

i f swhoam

If a user has logged in, that user is displayed.
Changes to ascii mode.

Syntax:

i fsascii

Changes to binary mode.

Syntax:

i fsbin

Displays the Oracle iFS version information.
Syntax:

i f sversi on

Starts the Command Line Utilities shell. If no arguments are specified, an

interactive shell is started.

Syntax:
ifsshell [-i <filenane>]
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Options:

-1 Indicates a file containing Command Line Utilities
commands. This will run all the commands in a single JVM.

Examples:

i fsshel |

Starts up an interactive shell that takes in Command Line Utilities commands.

ifsshell -i batchcommands. t xt
Reads in the commands from the input file, bat ch commands. t xt, and runs
them.

National Language Support Commands

ifsshowchar
Shows the character set for this session.

Syntax
i f sshowchar

Example:

i f sshowchar
Character Set: UTF-8

ifssetchar

Sets the character set for this session. Documents inserted using this CUP session
will have its attributes set to this character set.

Syntax
ifssetchar [I ANA charset nang]

Example:
i fssetchar UTF8
Sets to UTF-8 for this session.

ifsshowlang
Shows the language for this session.
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Syntax
i f sshow ang

Example:

i f sshow ang
Displays the language for this CUP session.

ifssetlang

Sets the language for this session. Documents inserted using this CUP session will
be indexed in this language.

Syntax
ifssetlang

Example:

i fssetlang French
Sets the language for this CUP session to French.
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Secondary Properties

This appendix provides information on the secondary properties in the Oracle iFS
service properties files. For information regarding the properties you are required to
set, refer to Chapter 1, "Getting Started with Oracle iFS". Topics include:

Oracle iFS Properties Files: An Overview
Database Properties

Directory Service Properties

Read Only Connection Pool Properties
Service Data Cache Properties

Service Properties

Session Properties

Tracing Properties

Writeable Connection Pool Properties

National Language Support Properties
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Oracle iFS Properties Files: An Overview

Oracle /FS Properties Files: An Overview

This file provides properties you must set and some secondary properties you can
modify if you so choose. Oracle Corporation recommends that you retain the
default settings for the secondary properties. Use any text editor to set the
properties in the Properties file. There are eight types of secondary properties, each
described in a separate table.

« Database

« Service

« Service Data Cache

«  Writeable Connection Pool
« Read Only Connection Pool
« Directory Service

« Session

« Tracing
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Database Properties

Database Properties

Property Specifies Example

JdbcTr aci ng Whether JDBC tracing is enabled;  JdbcTr aci ng=f al se
must be either true or false. If true,
JDBC trace information is sent to the
standard output stream of the Oracle
IFS server. Optional, defaults to
false.

Def aul t RowPr ef et ch The default number of result set Def aul t RowPr ef et ch=0
rows prefetched from the database
by the JDBC driver. Optional, if
unspecified or if set to 0, a value of
10 rows is used.

Aur or aSer vi ce Reserved. Must be false. Aur or aSer vi ce=f al se
Driver The name of the JDBC driver. Driver=oracl e.jdbc. driver. Qacl eDri ver
User The Oracle iFS database schema.  User =i f ssys

The defaultisi f ssys. A different
database schema can be created, in
which case the user name would be
the name created.

Dat abaselt | The JDBC database URL. Dat abaselr | =j dbc: or acl e: oci 8: @
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Directory Service Properties

Directory Service Properties

Property

Specifies

Example

CaseSensi ti veAut henti cati on

Q edenti al Manager s

Q edent i al Manager <pr i nar ynane>Accept
TokenQr edent i al

O edent i al Manager <pri mar ynane>RdbnsUser
Mist Exi t

C edent i al Manager <pri nar ynane>d assnane

Q edent i al Manager <pri nar ynane>Al t er nat eNanes

G edent i al Manager <pr i nar ynane>Accept
A eartext Oedenti al

Q edent i al Manager <pri nar ynane>Accept
(hal | engeResponseC edent i al

Q edent i al Manager <pr i nar ynane>Accept
HHPO gest Oredent i al

( edent i al Manager <pri mar ynane>Schena

Whether user names and
passwords are case sensitive.

The primary names of the
credential managers for this
service.

Specifies whether the
<primaryname> credential
manager accepts token
credentials.

Specifies whether the

<pri mar ynane> credential

manager requires an Oracle FS
user to also be a database user
in order to authenticate.

The Java class name for the
<primaryname> credential
manager.

The alternate names for the
<primaryname> credential
manager.

Whether the <primaryname>
credential manager accepts
clear text credentials.

Whether the <primaryname>
credential manager accepts
challenge/response credentials.

Whether the <primaryname>
credential manager accepts
HTTP Digest credentials (used
by WebDAV); optional, defaults
to false.

The name of the credential
manager schema; required.

CaseSensi ti veAut hent i cati on=f al se

Q edenti al Manager s=I fs, Qustom

O edent i al Manager | f sAccept TokenCr edent i al =t rue

O edent i al Manager | f sRdbnsUser Must Exi t =f al se

Q edent i al Manager | f sA assnane=
oracl e.ifs.server.|fsQedential Minager

Q edenti al Manager | f sAl t er nat eNanes=| FS,
Default

Q edenti al Manager | f sAccept A eart ext
G edential =true

Q edent i al Manager | f sAccept Chal | engeRespo
nseQ edenti al =true

Q edent i al Manager | f sAccept H t pD gest O ed
ential =true

Q edent i al Manager | f sSchemaSchena=
i f ssys$cm
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Read Only Connection Pool Properties

Read Only Connection Pool Properties

Property

Specifies

Example

Readonl yGonnect i onPool M ni nuns ze

Readonl yConnect i onPool Tar get S ze

Readonl yGonnect i onPool Maxi nuns ze

Readonl yGonnect i onPool Tar get S zeTi neout

Readonl yQonnect i onPool Maxi nun&i zeTi neout

The initial number of
connections in the pool.
Optional, defaults to 2.

The target maximum number of
connections in the pool. Must be
greater than or equal to
Readonl yConnect i on
Pool M ni nunSi ze.
Optional, defaults to 5.

The absolute maximum number
of connections in the pool. Must
be greater than or equal to
Readonl yGonnect i onPool

Tar get S ze. Optional, defaults to
10.

The maximum period, in
milliseconds, that the Oracle iFS
server will postpone a session’s
request for a connection if there
are no unallocated connections
in the pool and the current pool
size is less than the target pool
size. Optional, defaults to 1000.

The maximum period, in
milliseconds, that the Oracle iFS
server will postpone a session’s
request for a connection if there
are no unallocated connections
in the pool and the current pool
size equals or exceeds the target
pool size. Optional, defaults to
10000.

Readonl yGonnect i onPool M ni nunsi ze=2

Readonl yGonnect i onPool Tar get S ze=5

Readonl yGonnect i onPool Maxi nuns ze=10

Readonl yGonnect i onPool Tar get S zeTi ne
out =1000

Readonl yGonnect i onPool Maxi nuns zeTi m
eout =10000
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Service Data Cache Properties

Service Data Cache Properties

Property Specifies Example

Servi ceDat aCacheS ze The size of the service data cache.  Ser vi ceDat aCacheS ze=7500
This value specifies the initial size of
the Service Data cache, which
caches the data for library objects.
Optional, defaults to 7500.

Ser vi ceDat aCacheNor mal Tri gger The cache size at which the service  Ser vi ceDat aCacheNor nal Tri gger =5000
data cache schedules a low-priority
purge of data that has not been
recently used. Should be less than
Servi ceDat aCacheS ze.
Optional, defaults to 5000.

Ser vi ceDat aCachelr gent Tri gger The cache size at which the service  Ser vi ceDat aCachel gent Tri gger =5500
data cache schedules a high-priority
purge of data that has not been
recently used. Should be greater
than
Ser vi ceDat aCacheNor nal Tri gger
but not exceed
Ser vi ceDat aCacheS ze. Optional,
defaults to 5500.

Servi ceDat aCacheEner gencyTri gger The cache size at which the service  Ser vi ceDat aCacheEner gencyTr i gger =6000
data cache begins an immediate
purge of data that has not been
recently used. This value sets an
absolute maximum cache size and
should be greater than
Ser vi ceDat aCacheUr gent
Tri gger . Optional, defaults to
6000.

Ser vi ceDat aCachePur geTar get The target cache size upon Ser vi ceDat aCachePur geTar get =4000
completion of a cache purge. Should
be less than
Ser vi ceDat aCacheNor mal Tri gger.
Optional, defaults to 4000.
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Service Properties

Service Properties

Property

Specifies

Example

Sessi onTi neout Peri od

CheckFor | dl eSessi onsPeri od

Pol | For Event sFronQ her Ser vi cesPeri od

Tr anspor t Event sToQ her Ser vi cesPeri od

Servi ceKeepAl i veEvent Peri od

The period of inactivity, in
seconds, after which a session is
considered idle. Optional, defaults
to 600 seconds.

The period, in seconds, between
successive checks by the Oracle
IFS server for idle sessions. A
value of 0 disables checking for
idle sessions. Optional; defaults to
60 seconds.

The period, in seconds, between
successive checks by an Oracle
IFS server process for events from
other Oracle IFS server processes.
Specifying 0 disables inter-process
event processing. Optional,
defaults to 2 seconds.

The maximum period, in seconds,
that outgoing events are buffered
by the originating Oracle FS
server process before being made
available to other Oracle iFS
server processes. Specifying 0
disables outgoing event buffering.
Optional, defaults to 2 seconds.

The period, in seconds, between
succesive service keep-alive
eventsforaS_

Li br arySer vi ce. Defaults
to 60 seconds; if 0, service
keep-alive events are disabled.

Sessi onTi neout Per i od=600

CheckFor | dl eSessi onsPer i 0d=60

Pol | For Event sFronQ her Ser vi cesPeri od=2

Transpor t Event sToQ her Ser vi ces
Peri od=2

Servi ceKeepAl i veEvent Peri 0d=60
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Session Properties

Session Properties

Property

Specifies

Example

Sessi on(hj ect CacheS ze

SSessi on(hj ect CacheS ze

Transact i onS ackS ze

Event Pol | er Peri od

Fol der Pat hCacheEnabl ed

Fol der Pat hCacheS ze

Fol der Pat hCacheNor nal Tri gger

Fol der Pat hCachelr gent Tri gger

Target size of the session object
cache in the client process.
Optional; defaults to 20000.

Target size of the session object
cache in the server process.
Optional; defaults to 20000.

Maximum number of concurrent
nested transactions per session.
Optional, defaults to 100

Period, in milliseconds, between
successive event heartbeats.
Optional, defaults to 2500
milliseconds.

Indicates whether Oracle FS
caches the resolution of folder
path strings. Optional, defaults to
true.

How many resolved folder paths
are cached when folder path
caching is enabled. Should be
150% of

Fol der Pat hCacheNor nal
Tri gger. Optional, defaults to
150.

The folder path cache size at
which a low-priority purge is
scheduled. Optional, defaults to
100.

The folder path cache size at
which a high-priority purge is
scheduled. Should be 110% of
Fol der Pat hCacheNor nal

Tri gger. Optional, defaults to
110.

B-8 Setup and Administration Guide

Sessi onChj ect CacheS ze=20000

SSessi on(hj ect CacheS ze=20000
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Tracing Properties

Property Specifies Example

Fol der Pat hCachePur geTarget  Target folder path cache size Fol der Pat hCachePur geTar get =80
upon completion of a purge.
Should be 80% of
Fol der Pat hCacheNor nal
Tri gger. Optional, defaults to

80.
Tracing Properties
Property Specifies Example
Tr aceLogger Channel Gount Number of trace logger Tr aceLogger Channel Gount =20

channels. Oracle iFS reserves
channels 0 to

TraceLogger. LAST_
RESERVED_CHANNEL for
internal use. Optional, defaults to
20.

SSessi onTr aceLogger Tr aceType The destination of trace data SSessi onTr aceLogger Tr aceType=TRACETYPE _
generated by a session in the NONE
client process. Optional, defaults
to TRACETYPE_NONE.

SSessi onTr aceLogger Tr aceType The destination of trace data SSessi onTr aceLogger Tr aceType=TRACETYPE _
generated by the session inthe  LQCAL
server process. Optional,
defaults to TRACETYPE _
NONE.

Servi ceTr aceLogger Tr aceType The destination of trace data Servi ceTr acelLogger Tr aceType=TRACETYPE_BOTH
generated by the Oracle S
server. Optional, defaults to
TRACETYPE_NONE.

Tr acelLogger Level Channel n The tracing verbosity for trace Tr aceLogger Level Channel 10=5
channel. Optional, no defaults.  to enable detailed tracing for method invocation
Tr acelLogger Level Channel 6=0
to disable tracing for events

TracelLogger Level Al | Channel s The tracing verbosity for all trace  Tr aceLogger Level Al | Channel s=10
channels. Optional, no defaults.
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Writeable Connection Pool Properties

Property

Specifies

Example

Wi t eabl eGonnect i onPool M ni mun8 ze

Wi t eabl eGonnect i onPool Target S ze

Wi t eabl eConnect i onPool Maxi muns ze

Wi t eabl eCGonnect i onPool Tar get S zeTi neout

Wi t eabl eGonnect i onPool Maxi nun8 zeTi neout

The initial number of connections in
the pool. Optional, defaults to 2.

The target maximum number of
connections in the pool. Must be
greater than or equal to

Wi t eabl eConnecti onPool M
ni munsi ze. Optional, defaults to
5.

The absolute maximum number of
connections in the pool. Must be
greater than or equal to

Wi t eabl eConnect i onPool Tar get
S ze. Optional, defaults to 10.

The maximum period, in
milliseconds, that the Oracle iFS
server will postpone a session’s
request for a connection if there are
no unallocated connections in the
pool and the current pool size is less
than the target pool size. Optional,
defaults to 1000.

The maximum period, in
milliseconds, that the Oracle [FS
server will postpone a session’s
request for a connection if there are
no unallocated connections in the
pool and the current pool size
equals or exceeds the target pool
size. Optional, defaults to 10000.

Wi t eabl eGonnect i onPool M ni muns ze=2

Wi t eabl eGonnect i onPool Tar get S ze=5

Wi t eabl eConnect i onPool Maxi nuns ze=10

Wi t eabl eConnect i onPool Tar get S zeTi neout
=1000

Wi t eabl eConnect i onPool Maxi nunS zeTi neout
=10000
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National Language Support Properties

Property

Specifies Example

Def aul t Char act er Set

Def aul t Language

The character set can be setto any Def aul t Char act er Set = UTF8
valid IANA character set name. The
LibrarySession's character set will
be obtained from this parameter as
a default. If this parameter is not set,
the database character set will be
used. The LibrarySession's
character set can be explicitly set
through the API, FTP, CUP, and the
Web. FTP uses the character set to
determine the character encoding to
use for the client connections. The
repository uses the character set as
a default for the CharacterSet
attribute of documents inserted into
the repository with a null attribute
value.

The language can be setinany valid Def aul t Language=Engl i sh
Oracle language name. The
LibrarySession's language will be
obtained from this parameter as a
default. If the language cannot be
guessed from the character set, the
repository uses the language as a
secondary default for the Language
attribute of documents inserted into
the repository with a null attribute
value.

The NLS parameters in the following table are involved in creating a Java Locale
object. The LibrarySession contains a default Locale object. The values for this object
are obtained from these 3 parameters in the properties file. If these are not set, the
default Locale from the JVM is used.
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National Language Support Properties

Property

Specifies

Example

Def aul t Local eLanguage

Def aul t Local eCount ry

Def aul t Local eVari ant

The first argument to a Java Locale
constructor is a valid ISO Language
Code. These codes are the
lower-case two-letter codes as
defined by 1ISO-639.

The second argument to a Java
Locale constructor is a valid ISO
Country Code. These codes are the
upper-case two-letter codes as
defined by 1ISO-3166.

The Variant codes are vendor and
browser specific. It is the third
argument when constructing a Java
Locale object. This is most often left
blank.

Def aul t Local eLanguage=en

Def aul t Local eCount r y=US

Def aul t Local eVariant = WN
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access control entries (aces)
working with, 7-3
access control lists (acls)
changing a user’s default acl for
documents, 5-14
creating, 7-7
deleting, 7-10
modifying, 7-9
primary users and defaults, 7-7
system, 7-2
using the web to apply to a folder or file,
using windows to apply, 7-10
using xml to create, 7-11
administration
command line utilities,
oracle ifs manager, 1-10

1-15

web interface for basic tasks, 1-13
xml configuration, 1-14

agents, 8-13
content garbage collection, 8-17
dangling object av cleanup, 8-17

event exchanger, 8-18
expiration, 8-15
external server, 8-19
garbage collector, 8-15
managing with server manager,
outbox, 8-24
overview, 10-19
quota, 8-23
service watch dog, 8-22
starting with oracle ifs monitor, 8-9
stopping with oracle ifs monitor, 8-9
whatis, 10-19

analyze, 2-9

apache
configuring, 9-9
configuring with Windows NT,

8-11

9-10

7

10

Index

application development, 1-3

attributes
add extended, 10-7
customizing, 10-7
B
backup
data, 9-9

backup and recovery

saving the data, 9-9

saving the software installation, 9-9
backup and recovery of, 9-9

C

class domains
creating,
deleting, 10-13
modifying, 10-13
overview, 10-11
why use, 10-11

class objects
add extended attributes, 10-7
create with oracle ifs manager,
deleting, 10-11
modifying, 10-10

command line utilities
creating folders, 4-7
file manipulation commands,
loading files, 6-2
managing server manager with, 8-10
miscellaneous commands, A-16
monitoring server manager servers and

agents, 8-11

navigation commands,
nls commands, A-20
overview, A-2
running, A-4

10-12

10-4

A-6

A-5
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setting environment variables, A-2
starting, A-5
upload files, 6-5
variables, A-2
configuration, 2-8, 9-2
apache, 9-9
protocols, 9-2
configuration log files, 13-4
ifsconfigout.log, 13-5
ifsconfigsqgl.log, 13-5
content garbage collection agent, 8-17
create
access control lists (acls), 7-7
folders, 4-6
groups, b5-16
groups with xml, 5-19
mount points, 4-9
users, 5-3
using xml to create an acl, 7-11
value defaults, 10-17
value domains, 10-14
create and create like, 3-8
credential manager
users, 5-2

D

dangling object av cleanup agent, 8-17
data
saving, 9-9
database properties, B-3
definition files, 8-24
delete
acls, 7-10
class domains, 10-13
class objects, 10-11

folders, 4-6
format/mimetype, 10-32
groups, b5-18

java server pages, 10-22

parsers, 10-26

renderers, 10-30

users, 5-14

value domains, 10-16
development tasks
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create class domains, 10-12
create value defaults, 10-17
create value domains, 10-14

creating formats/mimetypes, 10-31

delete class domains, 10-13
delete class objects, 10-11
delete value domains, 10-16
modify class domains, 10-13
modify class objects, 10-10
modify value defaults, 10-18
value domains, 10-13
directory service properties, B-4

E

e-mail

configuration steps for sendmail pro,

configuring, 9-3
configuring sendmail, 9-5
installation dependencies, 9-5
installing sendmail pro, 9-5
integrating with sendmail pro, 9-5
setup, 9-3
using, 9-6
event exchanger agent, 8-18
expiration agent, 8-15
external server agent, 8-19

F

9-6

files
deleting older versions, 6-6
drag and drop into oracle ifs, 6-3
loading, 1-9

loading into oracle ifs using the command line

utilities, 6-2
loading using drag and drop, 6-2
loading using ftp, 6-2, 6-3
migrating, 6-6
uploading the files using the web,

uploading using the command line utilities,

using the web to apply an acl, 7-10

versioned vs. non-versioned, 6-5

way to load into oracle ifs, 6-2
folder hierarchy, 1-8

6-4
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create the, 4-5

define folder attributes, 4-5

define folder security, 4-5

defining, 4-5

planning the hierarchy and access

requirements, 4-4

set mount points, 4-5

setting up the folder hierarchy, 4-5

structuring the folder hierarchy, 4-3

what is, 4-2
folders

attributes, 4-5

create with xml, 4-8

creating and deleting, 4-6

creating with the command line, 4-7

default ACLs, 4-4

overview, 4-2

security, 4-5

setting up for users, 4-11

using the web to apply an acl, 7-10
format/mimetype

creating, 10-31

deleting, 10-32

modifying, 10-32
ftp

loading files, 6-2

loading files into oracle ifs, 6-3
functions

access to, 12-3

G

garbage collector agent, 8-15
groups
adding users and groups to target group,
as grantees, 7-6
creating, 5-16
creating with xml, 5-19
deleting, 5-18
removing users and groups from target
group, 5-18
renaming, 5-18
viewing, 5-17

H

http
authentication, 5-3

intended audience, xv

J

java server pages

deleting, 10-22

execution, 10-20

modifying, 10-22

registering, 10-21

using to display documents, 10-20
java web server

starting, 2-7
L
log files

using, 13-4

logging into oracle ifs manager, 2-10

M
migrating data, 6-6
modify

ACLs, 7-9

class domains, 10-13
class objects, 10-10
create mount points, 4-9
format/mimetype, 10-32
java server pages, 10-22
parsers, 10-26
renderers, 10-30
value defaults, 10-18
value domains, 10-16

mount points
connecting to, 12-4
connecting to by browsing, 12-4
connecting to by mapping a drive, 12-4
connecting using the web, 12-6
create and modify, 4-9
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deleting, 4-11
set, 4-5

N

national language support (nls)
commands for the command line utilities,
properties, B-11
troubleshooting, 13-13

non-versioned files, 6-5

O

A-20

OEM
Oracle Enterprise Manager, 1-10
oracle database
resolution for upgrading, 13-11
oracle ifs
application development, 1-3
benefits of using, 1-2
class hierarchy, 10-2
classes, 1-3
command line utilities, 1-15
components, 1-5
configuration, 2-8
configuration assistant errors, 13-2
end users, 1-3
file storage, 1-4
five administration tools, 1-10
folder hierarchy setup, 1-8
functions, 12-3
http authentication, 5-3
ifs service, 1-4
loading files, 1-9, 6-2
logging in as administrator, 2-10
national language support (nls), 1-4
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