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This preface includes the following topics:
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Accessibility of Code Examples in Documentation
Screen readers may not always correctly read the code examples in this document. The conventions for writing code require that closing braces should appear on an otherwise empty line; however, some screen readers may not always read a line of text that consists solely of a bracket or brace.
Accessibility of Links to External Web Sites in Documentation
This documentation may contain links to Web sites of other companies or organizations that Oracle does not own or control. Oracle neither evaluates nor makes any representations regarding the accessibility of these Web sites.
Deaf/Hard of Hearing Access to Oracle Support Services
To reach Oracle Support Services, use a telecommunications relay service (TRS) to call Oracle Support at 1.800.223.1711. An Oracle Support Services engineer will handle technical issues and provide customer support according to the Oracle service request process. Information about TRS is available at http://www.fcc.gov/cgb/consumerfacts/trs.html
, and a list of phone numbers is available at http://www.fcc.gov/cgb/dro/trsphonebk.html
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For more information, see the following documents in the Oracle VM Release 2.2 documentation set:
The following text conventions are used in this document:
Convention | Meaning |
---|---|
boldface | Boldface type indicates graphical user interface elements associated with an action, or terms defined in text or the glossary. |
italic | Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular values. |
monospace | Monospace type indicates commands within a paragraph, URLs, code in examples, text that appears on the screen, or text that you enter. |
This preface introduces the new features and enhancements of Oracle VM Manager in the 2.x releases since the initial 2.1 release. This information is useful to users who have used a previous release of Oracle VM Manager.
The new features and enhancements in Oracle VM Manager Release 2.2.0 include:
If the Server Pool Master fails in a High Availability set up, another Oracle VM Server is automatically selected from the server pool to act as the Server Pool Master. See Section 3.5, "Enabling High Availability (HA)".
You can import virtual machines in VHD (Virtual Hard Disk) format. See Section 5.2, "Managing Virtual Machine Images".
You can import a shared virtual disk. See Section 5.4.4, "Importing a Shared Virtual Disk".
You can import multipath devices as shared virtual disks. See Section 5.4, "Managing Shared Virtual Disks".
You can set the scheduling priority for virtual CPUs in virtual machines, and cap the percentage to which the virtual CPUs can receive scheduled time. See Section 6.7.4, "Policies".
You can place an Oracle VM Server into maintenance mode and make it unavailable using the Set Maintenance button on the Servers page. See Section 4.7, "Putting a Server Into Maintenance Mode".
A new tree view is available for virtual machines on the Virtual Machines page. The tree view enables you to display:
You can reset a virtual machine from within the Oracle VM Manager user interface that may be having difficulties in starting or stopping, or performing some other action. Resetting a virtual machine was previously only available using a SQL command on the command line. See Section 6.4.5, "Resetting a Virtual Machine".
You can change the group to which a virtual machine belongs using the Group List drop down on the General page when editing a virtual machine. See Section 6.7.1, "General".
Improved logging of activities, warnings and errors to aid in monitoring and troubleshooting. See Section 4.9, "Viewing Server Logs", Section 6.1.4, "Viewing Virtual Machine Logs", and Section 7.4, "Viewing Logs".
The new features and enhancements in Oracle VM Manager Release 2.1.5 include:
A Web services Application Programming Interface (API) to enable integration of third party products with Oracle VM Manager. See Appendix C, "Web Services API".
The server pool management pages in the user interface have been improved. See Chapter 3, "Managing Server Pools".
The new features and enhancements in Oracle VM Manager Release 2.1.2 include:
If it is the first time you log in to Oracle VM Manager after installation, you are prompted to follow the Wizard to create a server pool containing only one physical server which will act as the Server Pool Master, the Virtual Machine Server, and the Utility Server. See Section 2.3, "Using the Wizard to Create a Server Pool".
In Release 2.1.2, various levels of high availability is implemented.
You can enable high availability for server pools and virtual machines when creating them. See Section 3.5, "Enabling High Availability (HA)" and Section 6.3, "Creating a Virtual Machine".
You can also enable high availability when importing virtual machine templates and images. See Section 5.1, "Managing Virtual Machine Templates" and Section 5.2, "Managing Virtual Machine Images".
You can choose to migrate the running virtual machines when restarting, shutting down, or deleting an Oracle VM Server. See Section 4.6, "Restarting a Server", Section 4.5, "Shutting Down a Server", and Section 4.8, "Deleting a Server".
Oracle VM allows you to convert a VMware virtual machine to an Oracle VM virtual machine (known as V2V), or to convert a Linux host to an Oracle VM virtual machine or template (known as P2V).
To convert a VMware virtual machine to an Oracle VM virtual machine (V2V), see Section 5.2.1, "Importing a Virtual Machine Image".
To convert a Linux host to an Oracle VM virtual machine or template (P2V), see Section 5.1.1.3, "Converting a Linux or Windows Host to a Virtual Machine Template (P2V)" and Section 5.2.1.3, "Converting a Linux or Windows Host to a Virtual Machine (P2V)".
Oracle VM Manager provides a keyboard selection when you create a virtual machine from installation media, or when you change configurations of a virtual machine. See Section 6.3.2, "Creating a Virtual Machine From Installation Media" and Section 6.7.5, "Profiles".
You can set up the rate limit of a virtual network interface (VIF) to customize the network traffic threshold. See Section 6.7.2, "Network".
The enhanced virtual disk feature enables you to set up the priority class of a virtual disk. See Section 6.7.3, "Storage".
The new features and enhancements in Oracle VM Manager Release 2.1.1 include:
Oracle VM Manager provides a new way of creating virtual machines in Release 2.1.1. Besides creating virtual machines from templates and installation media, you can create network bootable (PXE boot) virtual machines. See Section 6.3.3, "Creating a Network Bootable (PXE boot) Virtual Machine".
Some changes in the configuration of a virtual machine take effect immediately without restarting the virtual machine. See Section 6.7, "Editing a Virtual Machine".
You can select the virtual network interface (VIF) type for a virtual machine. See Section 6.7.2, "Network".
When creating a virtual machine, you can select a preferred server for a virtual machine. See Step 3 in Section 6.3.1, "Creating Virtual Machine From a Template".
After creating a virtual machine, you can choose to start the virtual machine from hard disk (HDD), CD-ROM, or through Preboot Execution Environment (PXE). See Section 6.7.3, "Storage".
On the Virtual Machines page, you can choose to either refresh Web pages manually, or refresh every 30 seconds automatically. See Section 6.4.1, "Starting a Virtual Machine".
You can choose to either delete or retain the related directories when deleting a server pool. See Section 3.6, "Deleting a Server Pool".
This chapter gives an overview of Oracle VM Manager. It includes the following topics:
Virtualization is the ability to run multiple virtual machines on a single piece of hardware. The hardware runs software that enables you to install multiple operating systems capable of running simultaneously and independently, in their own secure environment, with minimal impact on performance. Each virtual machine has its own virtual CPU, network interfaces, storage, and operating system.
With increased server provisioning in the datacenter, several factors play a role in stifling growth. Increased power and cooling costs, physical space constraints, man power, and interconnection complexity all contribute significantly to the costs and feasibility of continued expansion.
Commodity hardware manufacturers have begun to address some of these concerns by shifting their design goals. Rather than focusing solely on raw gigahertz performance, manufacturers have enhanced the feature sets of CPUs and chip sets to include lower wattage CPUs, multiple cores per CPU die, advanced power management, and a range of virtualization features. By employing appropriate software to enable these features, several advantages are realized:
Oracle VM is a platform that provides a fully equipped environment to better leverage the benefits of virtualization technology. Oracle VM enables you to deploy operating systems and application software within a supported virtualization environment. The components of Oracle VM are:
Figure 1-1, "Oracle VM Architecture" shows the components of Oracle VM.
This book discusses Oracle VM Manager. See the Oracle VM Server Installation Guide and the Oracle VM Server User's Guide for information on installing and using Oracle VM Server.
This section describes the configuration structure of Oracle VM Manager.
As shown in Figure 1-2, when you deploy Oracle VM Manager, the following components are involved:
Oracle VM Agent provides the interface to each server function. Therefore, if An Oracle VM Server is assigned as a Server Pool Master only, then the Server Pool Master agent component is activated. Otherwise, if it is assigned as both a Server Pool Master, and a Utility Server, their respective agent components are activated, and so on.
An Oracle VM Server can perform one, two, or all of the three functions described below:
The load balancing is implemented by the Server Pool Master. For example, when you start a virtual machine, the Server Pool Master chooses a Virtual Machine Server with the maximum resources available to run the virtual machine.
There is only one Server Pool Master at one time in a server pool. If the Server Pool Master fails or becomes unavailable, the role is automatically assigned to another Oracle VM Server in the server pool, if one available.
There can be one or more Utility Servers in a server pool. When there are several Utility Servers, the Server Pool Master chooses the Utility Server with the maximum CPU resources available to conduct the task.
There can be one or more Virtual Machine Servers in a server pool. When there are several Virtual Machine Servers, the Server Pool Master chooses the Virtual Machine Server with the maximum resources available (for example, memory) to start and run the virtual machine.
The server functions described above can be deployed in a server pool in a variety of ways as shown in Figure 1-2. For example, in Server Pool 1, each one of the three functions is implemented on an individual Oracle VM Server. In Server Pool 2, all of the three functions are performed by a single Oracle VM Server.
In medium to large scale environments with more than just a few virtual machines in a Server Pool, it is recommended that the Server Pool Master and Utility Server functions reside together or individually on a separate and dedicated physical server that does not host any guest virtual machines, as illustrated in Server Pool 3. This is to prevent any significant Server Pool Master or Utility Server usage from impacting the performance of the workloads hosted in the guest virtual machines.
As a user of Oracle VM Manager, you can have one of three roles: User, Manager, or Administrator.
Table 1-1 briefly lists the available functions for each user role.
Table 1-1 Available Functions for Each Role
Roles | Available Functions |
---|---|
User |
|
Manager |
|
Administrator |
|
Oracle VM Manager provides the following main features:
This Chapter describes how to start using Oracle VM Manager. It includes the following sections:
After you install Oracle VM Manager, go to one of the following Web sites to log into Oracle VM Manager:
Where, hostname refers to the host name or IP address of the Oracle VM Manager host. For example, to connect to Oracle VM Manager using the standard port of 8888 on a host named example.com, use:
http://example.com:8888/OVS
To connect to Oracle VM Manager using the Secure Sockets Layer (SSL) port of 4443 on a host named example.com, use:
https://example.com:4443/OVS
You can obtain an account using one of the following ways:
For more information about the roles, see Section 1.5, "Roles in Oracle VM Manager".
To register a new account with Oracle VM Manager:
Click Next.
An account is created, and a confirmation message is displayed on the Oracle VM Manager Login screen.
Before using any features, you need to ask the administrator to assign some server pools and groups to your account. For more information on editing users, see Section 7.2.3, "Editing a User".
Now you can use the new account to log in to Oracle VM Manager.
To open the Login page of Oracle VM Manager, enter either of the following addresses in a Web browser:
Where, hostname refers to the host name or IP address of the Oracle VM Manager host. For example, to connect to Oracle VM Manager using the standard port of 8888 on a host named example.com, use:
http://example.com:8888/OVS
To connect to Oracle VM Manager using the Secure Sockets Layer (SSL) port of 4443 on a host named example.com, use:
https://example.com:4443/OVS
On the Oracle VM Manager Login page, enter your user name and password to log in. Now you can create virtual machines, import resources, and so on.
After logging in, the available tabs vary, depending on the role of your account, as shown in Table 2-1, "Available Tabs for Each Role". If you want to change the role of your account, contact the administrator. Only administrators can change the roles of accounts.
Table 2-1 Available Tabs for Each Role
Role | Available Tabs |
---|---|
User |
|
Manager |
|
Administrator |
|
To change your account information, such as e-mail address and password, click Profile on the upper-right part of any page.
If you forget your password, click Forgot Password on the Login page and submit your account name. A new password will be sent to your registered e-mail address.
Figure 2-1 Profile Link
After installation, you can log in to Oracle VM Manager, and follow the Wizard to create a server pool containing a physical server which will act as the Server Pool Master, the Virtual Machine Server, and the Utility Server.
To create a server pool by following the Wizard:
Figure 2-2 Welcome Page
Enter the following information about the Oracle VM Server in the Server Details box:
192.168.2.20
or
hostname.example.com
Server Room 1
. To test the connection to the Oracle VM Server click Test Connection. If the information is incorrect, or the Oracle VM Server is not available, you cannot add it to the server pool.
Figure 2-3 Adding Servers to a Server Pool
Click Create to create the server pool.
Now you have created a server pool, you can continue to add more Virtual Machine Servers and Utility Servers, or add more users to the server pool. For more information on creating server pools and adding servers, see Section 3.2, "Creating a Server Pool" and Section 4.1, "Adding a Server".
Once the server pool is created, you can start importing resources, or creating virtual machines. See Chapter 5, "Managing Resources" and Chapter 6, "Managing Virtual Machines".
A server pool is logically an autonomous region that contains one or more physical servers. It presents a unified view of the storage in which the virtual machines reside.
Before creating a server pool, make sure you have:
This Chapter describes how to manage server pools and includes the following sections:
Note: Functions described in this Chapter are only available to users who are granted the Manager or Administrator role. |
This section guides you through the ways of designing a server pool to meet your requirements.
Before creating a server pool, you need to consider how many physical Oracle VM Servers are to be included in the server pool, and what function(s) each physical Oracle VM Server is to perform. The more guest virtual machines you run in the server pool, the more resources these guest virtual machines will consume, and so the more physical Oracle VM Servers may be required to provide sufficient resources for the server pool.
A server pool is scalable. If you find a server pool does not have sufficient resources, such as CPU or memory, to run the virtual machines, you can expand the server pool by adding more Virtual Machine Servers.
There are three typical server pool configurations:
Separate Configuration
In a separate configuration, one single Oracle VM Server functions as a Server Pool Master, one or more Oracle VM Servers function as Utility Server, and one or more Oracle VM Servers function as Virtual Machine Servers.
This configuration is recommended when there area large number of virtual machines running on the Oracle VM Servers, or when applications on the virtual machines consume most of the hardware resources. This configuration makes sure that the performance of the hosted virtual machines is not impacted by any significant management activity handled by the Server Pool Master or Utility Servers.
Figure 3-1 Separate Configuration
All-in-One Configuration
In the all-in-one configuration, a single Oracle VM Server acts as the Server Pool Master, the Utility Server, and the Virtual Machine Server at the same time.
This configuration is recommended when there are only a few virtual machines running. In this case, the hardware resources of the Oracle VM Server are sufficient to support the virtual machines and the management activity handled by the Server Pool Master and Utility Server.
Figure 3-2 All-in-One Configuration
Two-in-One Configuration
In the two-in-one configuration, the Server Pool Master function, and the Utility Server function are grouped together on the same Oracle VM Server, while the Virtual Machine Server function is implemented separately on different Oracle VM Servers.
This configuration serves well for a scenario where the server pool resource consumption is moderate. Since Virtual Machine Servers potentially require a great deal more hardware resources than Server Pool Masters and Utility Servers, you can typically deploy both the Server Pool Master and Utility Server on the same Oracle VM Server.
Figure 3-3 Two-in-One Configuration
A server pool consists of at least one Server Pool Master, one Utility Server, and one Virtual Machine Server. See Section 3.1, "Designing a Server Pool". You can add multiple Oracle VM Servers to a server pool.
To create a server pool:
Figure 3-4 Adding Servers to a Server Pool
Note: If you have registered a physical server to Oracle VM Manager, you cannot register it again, as this may result in duplicate host names or IP addresses. |
A server pool name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum length of a server pool name is 200 characters.
Enter the following information on the Oracle VM Server in the Server Details box:
192.168.2.20
or
hostname.example.com
An Oracle VM Server name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
Note: If you want to use the Server Pool Master fail over feature, all the Oracle VM Agent passwords for the Oracle VM Servers in the server pool must be identical. |
If you select Utility Server, you must enter the Oracle VM Server login credentials in the Utility Server Username and Utility Server Password fields. The user must have read/write privileges for the /OVS folder.
Server Room 1
. To test the connection to the Oracle VM Server click Test Connection. If the information is incorrect, or the Oracle VM Server is not available, you cannot add it to the server pool.
When you have entered the information about the Oracle VM Server, click Add. The Oracle VM Server is added to the server pool and listed in the table at the bottom of the screen. You can select it, and then edit it or delete it with the Edit and Delete buttons.
To add more Oracle VM Servers to the server pool, enter the parameters for each Oracle VM Server, and click Add.
After adding the Oracle VM Server(s), click Next.
Figure 3-5 Adding Users to a Server Pool
To add new users, see Section 7.2.1, "Creating a User". To change a user role, see Section 7.2.4, "Changing a Role".
After adding users, click Next to proceed to the next page.
The Server Pools page is displayed and the new server pool is listed in the Server Pools table.
To search for a server pool:
%
as a wildcard. All available server pools are displayed if you leave the Server Pool Name field empty. Check the server pool log to view error logs. To view the server pool log, see Section 7.4, "Viewing Logs".
Delete the server pool, fix the problem described in the error log, and create the server pool.
You can change the server pool name, check HA infrastructure and enable or disable HA. You can also edit the servers in a server pool, view the logs, and add or remove users.
Figure 3-6 Editing Server Pool Page Links
To edit a server pool:
Figure 3-7 Editing a Server Pool
A server pool name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum length of a server pool name is 200 characters.
Click OK or Apply to save your changes.
To edit the servers in a server pool, click the Servers link in the Server Pools table. For more information, refer to Chapter 4, "Managing Servers".
To add or remove users from the server pool:
To add new users, see Section 7.2.1, "Creating a User". To change a user role, see Section 7.2.4, "Changing a Role".
You can set up HA in Oracle VM to guarantee the availability of virtual machines if the Virtual Machine Server they are running on fails or restarts. When a Virtual Machine Server is restarted or shut down, the virtual machines running on it are either restarted on, or migrated to, another Virtual Machine Server.
You manage HA with Oracle VM Manager. To implement HA, you must create a cluster of Virtual Machine Servers in a server pool and have them managed by Oracle VM Manager. HA cannot be implemented with Oracle VM Server alone.
To use HA, you must first enable HA on the server pool, then on all virtual machines, as shown in Figure 3-8, "Enabling HA". If you enable HA in the server pool and then for virtual machines, when a Virtual Machine Server is shut down or fails, the virtual machines are migrated or restarted on another available Virtual Machine Server. HA must be enabled for both the server pool and for virtual machines. If HA is not enabled for both, HA is disabled.
If HA is enabled, when you restart, shut down, or delete the Virtual Machine Server in Oracle VM Manager, you are prompted to migrate the running virtual machines to another available Virtual Machine Server. If you do not migrate the running virtual machines, Oracle VM Agent attempts to find an available Virtual Machine Server on which to restart the virtual machines. The Virtual Machine Server is selected using the preferred server setting for the server pool when you create a virtual machine in Oracle VM Manager:
If you do not select a preferred server when creating a virtual machine in Oracle VM Manager, Auto is set as the default.
If there is no preferred Virtual Machine Server or Virtual Machine Server available, the virtual machines shut down (Power Off) and are restarted when a Virtual Machine Server becomes available.
If the Server Pool Master fails, another Oracle VM Server is selected from the server pool to act as the Server Pool Master. The Oracle VM Server chosen to take over the Server Pool Master role is the first Oracle VM Server available to take the lock. To use the Server Pool Master fail over feature, you should make sure the Oracle VM Agent password is identical on all Oracle VM Servers in the server pool.
You can also dynamically change the Oracle VM Server which acts as the Server Pool Master without causing any outages. See Section 3.4.1, "Editing Server Pool".
If the Server Pool Master also performs the Utility Server role, and it fails, the Utility Server role is not moved to another Oracle VM Server. If you want fail over for the Utility Server role, make sure you set up more than one Utility Server in the server pool.
The possible HA scenarios are:
In all the above scenarios, if any virtual machines running on the Virtual Machine Server are not HA-enabled, they are shut down (Powered Off).
Figure 3-9 shows a Virtual Machine Server failing and the virtual machines restarting on other Virtual Machine Servers in the server pool.
Figure 3-10 shows a Virtual Machine Server restarting or shutting down and the virtual machines migrating to other Virtual Machine Servers in the server pool.
To delete a server pool:
Caution: After you delete all the directories, all the servers and virtual machines on the server pool are then deleted as well. Ensure that the server pool is no longer in use before deleting it. |
If the server pool data on the server pool master is damaged, you can restore this data by synchronizing it with the data from the Oracle VM Manager database.
Note: When you restore a server pool, all the data stored in the server pool master will be deleted, and will be synchronized with the latest information from the Oracle VM Manager database. |
To restore a server pool, select it, and click Restore.
To view the log information for a server pool, go to the Server Pools page, and click the View Logs link.
The log information includes:
You can search for logs with a specific age in hours or days using the Logged within fields.
There must be at least one Oracle VM Server in a server pool. You can change the parameters or functions of an Oracle VM Server, restart it, shut it down, or delete it.
A server pool is expandable. When more virtual machines are running in the server pool and consuming more resources, you can add more Virtual Machine Servers to expand the server pool resources, such as the number of CPUs and the size of memory. When there are several Virtual Machine Servers, the Server Pool Master chooses the Virtual Machine Server with the maximum available resources (including memory and CPU) to start and run the virtual machine.
You can also add more Utility Servers to enhance the processing ability of the server pool. When there are several Utility Servers, the Server Pool Master chooses the Utility Server with the maximum available CPU resources to conduct the task. However, you cannot add more Server Pool Masters, as a server pool can have only one Server Pool Master.
Before you add Oracle VM Servers to a server pool, you must:
This Chapter describes how to manage Oracle VM Servers. It includes the following sections:
To add a Utility Server, or a Virtual Machine Server to an existing server pool:
Figure 4-1 Add Server Page
After adding the server, click OK.
Note: If you have already registered a physical Oracle VM Server in Oracle VM Manager, you cannot register it again, as this may result in host name or IP address duplication. |
To search for an Oracle VM Server:
%
as a wildcard. All available server pools are included in the search if you leave the Server Pool Name field empty. %
as a wildcard. All available Oracle VM Servers are included in the search if you leave the Server Name field empty. %
as a wildcard. All available host names and IP addresses are included in the search if you leave the Server Host/IP field empty. Check the Oracle VM Server log to view error logs. To view the Oracle VM Server log, see Section 7.4, "Viewing Logs".
Delete the Oracle VM Server from the server pool, fix the problem described in the error log, and add the Oracle VM Server to the server pool.
To view an Oracle VM Server, click the Server Host/IP link in the Servers table. The General Information page is displayed listing information about the Oracle VM Server. The information displayed is:
To edit the Oracle VM Server, click Edit.
You can edit the general information about an Oracle VM Server, or change the Oracle VM Agent and Utility Server password using the Servers tab.
To edit an Oracle VM Server, select the server in the Servers table and click Edit. The Edit Server page is displayed.
Figure 4-2 Editing a Server
The Edit Server page contains three sub-tabs:
For information about the parameters to edit a server, see Section 3.2, "Creating a Server Pool".
To change the password for Oracle VM Agent on an Oracle VM Server:
Figure 4-3 Changing the Oracle VM Agent Password
Enter the new password in the New Server Agent Password field.Enter the new password again in the Re-type New Server Agent Password field.
To change the password for the Utility Server:
Figure 4-4 Changing the Utility Server Password
Enter the new password in the New Utility Server Password field.Enter the new password again in the Re-type New Utility Server Password field.
You can remotely shut down the physical server that performs as the Oracle VM Server.
To shut down a server:
If you shut down the server without migrating the running virtual machines, the running virtual machines will be shut down, or be restarted, depending on whether high availability is enabled. If you have enabled high availability for both the server pool and virtual machines, the virtual machines will restart on other available servers; otherwise, they will be shut down. For more information about high availability, see Section 3.5, "Enabling High Availability (HA)".
Click Refresh periodically until the server status changes from Shutting Down to Unreachable.
After you shut down the server, virtual machines based on this server cannot be used.
You can remotely restart the physical server with Oracle VM Server installed.
To restart a server:
If you restart the server without migrating the running virtual machines, the running virtual machines will be shut down, or be restarted, depending on whether high availability is enabled. If you have enabled high availability for both the server pool and virtual machines, the virtual machines will restart on other available servers; otherwise, they will be shut down. For more information about high availability, see Section 3.5, "Enabling High Availability (HA)".
Click Refresh periodically until the server status changes from Rebooting to Active.
During the restarting process, the server may be temporarily unavailable, and all virtual machines involved are shut down.
You can place an Oracle VM Server into maintenance mode and make it unavailable to the server pool. Putting an Oracle VM Server into maintenance mode enables you to perform system maintenance on it without interrupting the other servers in the server pool.
Putting Oracle VM Server into maintenance mode removes it from the available resources in the server pool. An Oracle VM Server in maintenance cannot create or run any virtual machines. You are prompted to migrate or power off any virtual machines before you can place the Oracle VM Server in maintenance mode.
To place a Utility Server into maintenance mode, there must be at least one other Utility Server in the server pool, or you must assign one. You cannot place a Utility Server into maintenance mode if there are no other Utility Servers in the server pool to take over that role. If there are no other Utility Servers in the server pool, you are prompted to assign the role to another Oracle VM Server before you can place it in maintenance mode.
You cannot place an Oracle VM Server into maintenance if it functions as a Server Pool Master, regardless of whether you have an HA-enabled server pool. You must first reassign the Server Pool Master role to another server in the server pool.
To place an Oracle VM Server into maintenance mode:
To end maintenance mode for the Oracle VM Server:
To delete an Oracle VM Server, select it, and then click Delete.
If there are running machines on the server, you are prompted to migrate them to another server. Select the virtual machine you want to migrate, and then click Migrate. For information on migrating virtual machines, see Section 6.9, "Migrating a Virtual Machine".
You cannot delete a server without migrating any running virtual machines, or shutting them down.
Caution: When you delete an Oracle VM Server, all virtual machines on the server are no longer available. Ensure that the server is no longer in use before you delete it. |
To view the log information for an Oracle VM Server, go to the Servers page, and click the View Logs link.
The log information includes:
You can search for logs with a specific age in hours or days using the Logged within fields.
Resources include virtual machine templates, virtual machine images, ISO files, virtual disks, and converted virtual machines.
This Chapter describes how to manage resources and includes the following sections:
Note: Only an Administrator or Manager can approve, edit, and delete the imported virtual machine templates, virtual machines, and ISO files. |
Figure 5-1 Resources Page
Virtual machine templates are shared among users to create new virtual machines. New virtual machines inherit the same contents and configurations from the template.
Typically, a virtual machine template contains basic configuration, such as the number of virtual CPUs, the size of memory, virtual disks, virtual network interfaces (VIFs), and so on. It may also contain some software applications.
You can obtain a virtual machine template by:
The password for the root user of all Oracle VM templates is ovsroot. The password for the oracle account in the OVM_EL4U5_X86_HVM_ORACLE_11G template is oracle. For more information on how to use these templates, see
Before using the downloaded templates, you must import them into Oracle VM Manager.
This section includes the following topics:
Note: Before you import a virtual machine template, rename the configuration file of the virtual machine to vm.cfg. |
Depending on where your virtual machine templates are located, on the Virtual Machine Server, on other computers, or on the Internet, you can import virtual machine templates from the server pool or download them from external source. You can also convert a Linux or Windows host to a virtual machine template (P2V).
If you already have some virtual machine templates on your server pool, you can discover and register them in Oracle VM Manager directly.
Before you import a virtual machine template, make sure the uncompressed (unzipped or untared) component files of the virtual machine template are stored in the /OVS/seed_pool/template_name directory in the server pool's shared storage, and make sure the configuration file is named vm.cfg.
When importing, Oracle VM Agent can update the directory information in the vm.cfg file automatically. If you need to modify the vm.cfg file, refer to Appendix A, "Preparing Virtual Machines For Importing".
To select an existing virtual machine template from the server pool, and register it in Oracle VM Manager:
Click Next.
To download a virtual machine template from outside of the server pool, such as OTN:
Or your own HTTP/FTP server:
A template name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 48 characters.
Click Next.
When using a proxy, select Use Proxy, and enter the proxy address.
Click Next.
You can convert a Linux or Windows host to an Oracle VM virtual machine template (Physical to Virtual, P2V). The conversion process is similar to downloading a template from external source.
Before conversion, you need to restart the Linux or Windows computer with the Oracle VM Server CD, and use P2V utility to start the conversion. For more information on how to use the P2V utility, see the Oracle VM Server User's Guide.
During the conversion, you are prompted to enter the number of virtual CPUs and memory size, and this information is configured in the vm.cfg file. The disk size in the virtual machine is determined by the size of the disks you have chosen to be included in the virtual machine. Make sure the Virtual Machine Server has sufficient resources for the conversion (disk space).
The converted virtual machine template is a hardware virtualized machine (HVM).
To convert a Linux or Windows host to a virtual machine template:
A template name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 48 characters.
Click Next.
When using a proxy, select Use Proxy, and enter the proxy address.
Click Next.
The imported virtual machine template can be one of the following statuses.
To search for a virtual machine template:
%
as a wildcard. If an error occurs during downloading from an external source, check if the URL or proxy URL is correct, and then reimport the virtual machine template.
To reimport a virtual machine template:
After importing, the status of virtual machine templates is Pending. After the Manager or Administrator approves them, the status changes to Active and the virtual machine now becomes an available template.
To approve an imported virtual machine template, you must have the Manager or Administrator role. On the Virtual Machine Templates page, select the template you want to approve, and then click Approve.
To edit a virtual machine template:
For more information about the template parameters, refer to Section 5.1.1, "Importing a Virtual Machine Template".
Oracle VM Manager allows you to import:
When you import non-Oracle VM virtual machines, Oracle VM Manager automatically converts them to Oracle VM virtual machines. This is known as virtual to virtual conversion, or V2V.
A virtual machine configuration file, vm.cfg, is required for each virtual machine that is to be imported. Virtual Iron virtual machines do not have a vm.cfg file, so you must create one before you import the VHD files as virtual machines.
Note: If the VHD virtual machine does not have a vm.cfg file, one must be manually created. See the Oracle VM Server User's Guide for a sample guest configuration file (vm.cfg) to use when migrating Virtual Iron (VHD) virtual machines.Also check the Oracle VM home page on the Oracle Technology Network (OTN) web site for a white paper on converting VHD virtual machines, when it becomes available: |
This section includes the following topics:
Note: Before you import an Oracle VM virtual machine, make sure the configuration file is named vm.cfg. |
Depending on where your virtual machines are located, on the Virtual Machine Server, on other computers, or on the Internet, you can import a virtual machine image from different sources. You can also convert a Linux or Windows host to a virtual machine. This is known as physical to virtual conversion, or P2V. This section discusses the options for adding virtual machines and contains:
Note: When importing a VMware virtual machine, make sure you have enough free disk space in the /OVS/tmp directory to convert the VMware virtual machine to an Oracle VM virtual machine. Oracle VM requires at least twice the disk space of the VMware virtual machine. |
If you already have virtual machine images (either native Oracle VM images, or supported non-Oracle VM images) in your server pool, you can discover and register them in Oracle VM Manager directly, without going through the downloading or copying process.
Before importing, make sure the component files of the virtual machine are stored in the /OVS/running_pool/virtual_machine_name directory on the Virtual Machine Server, and that the configuration file is named vm.cfg.
When importing, Oracle VM Agent updates the directory information in vm.cfg automatically. If you need to modify the vm.cfg file, refer to Appendix A, "Preparing Virtual Machines For Importing".
To discover and select an existing virtual machine image from the server pool, and register it in Oracle VM Manager:
Oracle VM Agent identifies the hypervisor type of the virtual machine directory. If both Oracle VM and non-Oracle VM virtual machines are stored in the same directory, Oracle VM Agent identifies the Oracle VM virtual machine only, and ignores other types of virtual machines. If a non-Oracle VM virtual machine is detected, V2V (virtual machine to virtual machine) conversion is started.
Click Next.
Select whether to retain or delete any non-Oracle VM virtual machine files in the server pool with the Delete V2V Source Image Files check box.
Click Confirm.
If the status is Import Error, click the error log link to check the detailed information.
To download a virtual machine image from outside of the server pool using FTP or HTTP:
A virtual machine image name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 48 characters.
Click Next.
If you are importing a non-Oracle VM virtual machine, enter the URL of the .vmx or .vhd file. For example, enter:
Oracle VM Manager copies the necessary files of the virtual machine to the server pool, then converts the virtual machine to an Oracle VM virtual machine, and generates the vm.cfg file.
Note: Oracle VM Manager does not create a vm.cfg file for Virtual Iron, Citrix XenServer, and Microsoft Hyper-V virtual machines. You must manually create a vm.cfg file. |
When using a proxy, select Use Proxy, and enter the proxy address.
Click Next.
Select whether to retain or delete any non-Oracle VM virtual machine files in the server pool with the Delete V2V Source Image Files check box. Source files to be retained are saved in the /OVS/seed_pool directory/vm_name directory.
Click Confirm.
If the status is Import Error, click the error log link to check the detailed information.
You can convert a Linux or Windows host to an Oracle VM virtual machine template (P2V). The conversion process is similar to downloading a template from an external source.
Before conversion, you need to restart the Linux or Windows computer with the Oracle VM Server CD, and use P2V utility to start the conversion. For more information on how to use the P2V utility, see the Oracle VM Server User's Guide.
During the conversion, you are prompted to enter the number of virtual CPUs and memory size, and this information is configured in the vm.cfg file. The disk size in the virtual machine is determined by the size of the disks you have chosen to be included in the virtual machine. Make sure the Virtual Machine Server has sufficient resources for the conversion (disk space).
The converted virtual machine is a hardware virtualized machine (HVM).
To convert a Linux or Windows host to a virtual machine:
Click Next.
When using a proxy, select Use Proxy, and enter the proxy address.
Click Next.
If the status is Import Error, click the error log link to check the detailed information.
The imported virtual machine can be one of the following statuses:
To search for a virtual machine image:
%
as a wildcard. If an error occurs during downloading from an external source, check if the URL or proxy URL is correct, and then reimport the virtual machine.
To reimport a virtual machine:
The process of approving and managing virtual machine images is similar to that of virtual machine templates. For more information, refer to Section 5.1.5, "Approving the Imported Virtual Machine Template".
After approving, click the Virtual Machines tab, and you can find the virtual machine is displayed in the Virtual Machines list.
You can change the preferred server and other configurations of the imported virtual machine. See Section 6.7, "Editing a Virtual Machine".
To edit a virtual machine image:
For more information about the virtual machine parameters, refer to Section 5.2.1, "Importing a Virtual Machine Image".
To delete a virtual machine image:
You can import ISO files to provide installation media for creating virtual machines. This section includes the following topics:
Common rules about ISO files management:
Depending on where your ISO files are located, on the Virtual Machine Server, on other computers, or on the Internet, you can import ISO files from different resources as follows:
If you already have some ISO files on your server pool, you can discover and register them in Oracle VM Manager directly.
Before importing, make sure the ISO files are in the folder /OVS/iso_pool/iso_group_name on the Virtual Machine Server. You can also download ISO files from other computers, or from the Internet, and then copy them to this folder.
To select an existing ISO file on the server pool, and register it in Oracle VM Manager:
Click Next.
To download an ISO file from outside of the server pool, such as your own HTTP or FTP server, or from the Internet:
CD1
. An ISO label must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum label length is 100 characters.
http://example.com/el5_img/disc1.iso
ftp://username:password@example.com/el5_img/disc1.iso
When using a proxy, select User Proxy and enter the proxy address. For example, enter a proxy address similar to the following:
http://example.com:8888
Click Next.
The imported ISO file can be one of the following statuses:
To search for an ISO file:
%
as a wildcard. If an error occurs during external import, check if the URL or proxy URL is correct, and then reimport the ISO file.
To reimport an ISO file:
The process of approving, and managing ISO files is similar to that of virtual machine templates. For more information, refer to Section 5.1.5, "Approving the Imported Virtual Machine Template".
To change the status of the ISO files:
Only active ISO files are available to users.
Note: Only an Administrator or server pool Manager of the server pool can approve, and manage the imported ISO files and virtual machines. |
If you do not need an ISO file, or there are errors during the ISO file importing process, you can delete it.
To delete an ISO file, from the ISO page, select the ISO file you want to delete, and click Delete.
You can create shared virtual disks, and use them to expand the storage capacity of your virtual machines. The available virtual disks can also be used by other users in the group.
Oracle VM supports using files as virtual disks. In this case, the prefix of the disk in the configuration file is file
. Physical devices can be used, but cannot be changed through Oracle VM Manager. The following is an example of an entry for a file-based disk in the virtual machine configuration file:
As well as file-based shared virtual disks, you can share your physical devices (multipath devices, normal Storage Area Network (SAN) LUNS devices, and so on) with all Virtual Machine Servers in the server pool. In this case, the prefix of the disk in the configuration file is phy
. Multipath devices can be used, but cannot be changed through Oracle VM Manager. The following is an example of an entry for a multipath disk in the virtual machine configuration file.
You must manually configure the multipath device on each Virtual Machine Server in a server pool, then you can add the multipath device to the server pool as a shared virtual disk. The prerequisite steps to use a multipath device as a shared virtual disk are:
For example, if you want to use a multipath device with the device identifier mpath-36090a028301ffd14fca5a48246976baa a sharable disk for the virtual machines in the server pool, it must have same device path name on each Virtual Machine Server in the server pool, for example, /dev/mpath/mpath1. Do not use the path /dev/mapper/x for multipath devices, only use the path /dev/mpath/x.
For more information on how to assign shared hard disks to a virtual machine, refer to Section 6.7.3, "Storage".
This section includes the following topics:
You cannot create a multipath device to use as a shared virtual disk. You must manually create and mount a multipath device, then import it into Oracle VM Manager.
To create a file-based shared virtual disk:
A disk name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
A shared virtual disk can be one of the following statuses:
To search for shared virtual disk:
%
as a wildcard. You can import a shared virtual disk into a server pool.
To import a shared virtual disk:
Click Next.
The shared virtual disk is imported and available to the server pool.
Note: Make sure no application is using the virtual disk before you delete it. |
To delete a shared virtual disk:
After you delete the virtual disk, all the files on it will be deleted as well.
A virtual machine contains a guest operating system and some preinstalled applications. It runs on a Virtual Machine Server.
Before you create a new virtual machine, ensure that the following resources are available:
This Chapter describes how to create and use virtual machines. It includes the following sections:
Note: As a user with the User role, you can only manage your virtual machines, and cannot manage virtual machines created by other users. Only the Manager or the Administrator can manage all the virtual machines in the server pool. |
Virtual machines in Oracle VM Manager have various types and statuses during the life cycle. This section introduces virtual machine types and statuses and contains:
This section describes the following types of virtual machines in Oracle VM Manager:
Note: Users with the User role and Manager role may be restricted from accessing some specific virtual machines. |
The status of a virtual machine reflects the operation process which the virtual machine is undergoing.
The status of a virtual machine can be one of the following:
When the creation of a virtual machine is triggered, its status is set to Creating. This status indicates that the virtual machine is being created, and cannot be used.
When you start a virtual machine, the status changes from Powered Off to Initializing. Periodically refresh the virtual machine until the status changes from Initializing to Running. Now, you can log on to the running virtual machine, or perform live migration.
After you pause a running virtual machine to stop it temporarily, its status changes from Running to Pausing. Periodically refresh the virtual machine until the status changes from Pausing to Paused.
When you unpause the virtual machine, the status changes from Paused to Unpausing. Periodically refresh the virtual machine until the status changes from Unpausing to Running.
After you suspend a running virtual machine, its status changes from Running to Suspending. Periodically refresh the virtual machine until the status changes from Suspending to Suspended.
When you resume the suspended virtual machine, the status changes from Suspended to Resuming. Periodically refresh the virtual machine until the status changes from Resuming to Running.
After you shut down a virtual machine, its status changes from Running to Shutting Down. Periodically refresh the virtual machine until the status changes from Shutting Down to Powered Off.
A virtual machine with the Powered Off status is available for deploying, cloning, or starting.
When you save a virtual machine as a template, the status of the original virtual machine is set to Saving. Periodically refresh the virtual machine until the status changes from Saving to Powered Off.
During the cloning process, the status of the original virtual machine, based on which you clone the virtual machines, is set to the Cloning status. Periodically refresh the virtual machine until the status changes from Cloning to Powered Off.
When you perform live migration, the status of the virtual machines changes from Running to Migrating. Periodically refresh the virtual machine until the status changes from Migrating to Running.
The Error status indicates that there are some errors with the virtual machine, and it cannot be used. To solve the problem:
Typically, the life cycle of a virtual machine consists of the following process:
The life cycle of a virtual machine created from template is slightly different from the one created from installation media, as shown in Figure 6-2 and Figure 6-3.
During the life cycle of the virtual machine, the following actions can be taken:
Any standard operational or error messages that may occur when you create or run a virtual machine are logged in Oracle VM Manager. The logs provides you with essential details for troubleshooting.
To view the log information, go to the Virtual Machines page, click the Show link, and click the Log link. The number displayed here reflects the number of log items.
The log information includes:
Appendix D, "The Status of the Virtual Machine Is Error" describes the error messages and how to use these to troubleshoot problems.
An operating system installed inside a virtual machine is known as a guest operating system. Oracle VM supports a variety of guest operating systems. For information on supported guest operating system, see the Oracle VM Server Release Notes.
Depending on what resources you have, you can obtain a virtual machine by using one of the following methods:
Before creating a new virtual machine, you must have a server pool that contains a Virtual Machine Server. See Section 3.2, "Creating a Server Pool" for information on creating server pools, and Section 4.1, "Adding a Server" for information on adding more Virtual Machine Servers.
Figure 6-4 shows the basic steps required to create a new virtual machine.
Typically, a virtual machine template can contain:
You can create a virtual machine template by:
You can create a virtual machine by cloning a template. The virtual machine inherits all the content and configuration from the template.
To create a virtual machine based on a template:
Select Create virtual machine based on virtual machine template. Click Next.
Select the server pool from the Server Pool table in which to create the virtual machine.
Select the preferred server on which to run the virtual machine from the Preferred Server drop down. A preferred server is a Virtual Machine Server that provides resources such as memory, CPUs, virtual network interfaces (VIFs), and disk for the virtual machine. If you select only one Virtual Machine Server as the preferred server, the virtual machine then always starts from and runs on this server. If you select multiple preferred servers, each time the virtual machine starts, it will choose to run on the one with the maximum resources available (including memory and CPU).
When creating a virtual machine, there are two ways to select a Virtual Machine Server for the virtual machine:
Note: If none of the preferred servers can provide sufficient resources, the virtual machine may fail to start. |
Click Next.
A virtual machine name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
Select a bridge from the Bridge drop down for the virtual network interface. By default, the number of bridges is the same as that of physical adaptors, and the bridges are named after physical adaptors. For example, if the Virtual Machine Server has several physical adaptors, eth0, eth1, eth2, and so on, the bridges are then named xenbr0, xenbr1, xenbr2, and so on.
When creating a virtual machine, you can set a maximum of three virtual network interfaces. After the virtual machine is created, you can set a maximum of eight virtual network interfaces. See Section 6.7.2, "Network".
Click Next.
If the status is Error, refer to Section 6.1.2.9, "Error" for help troubleshooting the error.
Now you can start and log in to the virtual machine. By default, the virtual machine is private, and only you can access it.
To view detailed information about the virtual machine, click Show in the list of virtual machines in the Virtual Machines table.
Some parameters of the virtual machine, such as the virtual network interface and the boot source, are set by default. You cannot change them during the process of creating the virtual machine. If you want to change them after creating the virtual machine, see Section 6.7, "Editing a Virtual Machine".
If you have ISO files available, you can create a virtual machine from the installation media (ISO file), and manually configure the operating system parameters. To create a virtual machine from installation media:
Select the preferred server on which to run the virtual machine from the Preferred Server drop down. Select Auto to automatically assign the virtual machine to a Virtual Machine Server, or select Manual to specify one or more preferred servers manually. For more information on preferred servers, see Step 3 in Section 6.3.1, "Creating Virtual Machine From a Template".
Click Next.
Select the virtualization method from the Virtualization Method drop down:
If you require more than one ISO file to create the virtual machine, select the first ISO file. After creating the virtual machine, you need to log in to the virtual machine to install the guest operating system. See Section 6.5.2, "Logging In to a Virtual Machine".
See Also: For more information on importing ISO files, refer to Section 5.3.1, "Importing an ISO File". |
Note: If you use the Oracle VM Server ISO image to create a virtual machine you cannot start it. |
In the fully virtualized method (also known as a hardware virtualized machine or HVM), the unmodified guest operating system runs on the virtual machine. It traps and emulates every I/O and hardware instruction.
To apply the fully virtualized mode, you must have either an Intel processor with Virtualization Technology (VT) extension, or an AMD processor with Secure Virtual Machine (SVM) extension (also called AMD-V) available on the host. A complete list of compatible processors is available at:
Note: Make sure the CPU and operating system support HVM, and you have enabled it in the BIOS. For more information, see Appendix D, "Cannot Create a Virtual Machine from Installation Media".If the CPU does not support HVM, use the paravirtualized method to create the virtual machine. |
Where mount-point refers to the directory to which you want to mount the files. If you have multiple ISO files, you can mount each ISO file and copy the contents into a single directory, and then mount that directory.
In the Resource Location field, enter the full path of the mount point. HTTP, FTP, and NFS are supported. For example, enter a path similar to the following:
In the paravirtualized method, the guest operating system is recompiled before being installed on a virtual machine. Also, the virtual machine does not need to trap privileged instructions. Trapping is a method used to handle unexpected conditions, or conditions that are not allowed, which is time-consuming and can impact operating system performance. Without trapping privileged instructions, the paravirtualized operating system runs at near native speed.
Click Next.
A virtual machine name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
If the sum of virtual CPUs on all the running virtual machines exceeds that of physical CPUs, each virtual CPU will get that fraction of CPU time. For example, if the sum of virtual CPUs on all the running virtual machines is 8, and you have 4 physical CPUs on the Virtual Machine Server, then each virtual CPU will get 4/8, namely 50%, of CPU time, given that all the virtual CPUs are fully utilized at the same time.
Select a bridge for the virtual network interface. By default, the number of bridges is the same as that of physical adaptors, and the bridges are named after physical adaptors. For example, if the Virtual Machine Server has several physical adaptors, eth0, eth1, eth2, and so on, the bridges are then named xenbr0, xenbr1, xenbr2, and so on.
When creating a virtual machine, you can set a maximum of three virtual network interfaces. After the virtual machine is created, you can set a maximum of eight virtual network interfaces. See Section 6.7.2, "Network".
Click Next.
If the status is Error, refer to Section 6.1.2.9, "Error" for help troubleshooting the error.
In the virtual machine list, click Show to view the detailed information of the virtual machine.
Some parameters of the virtual machine, such as the virtual network interface and the boot mode, are set by default. You cannot change them during the process of creating the virtual machine. If you want to change them after creating the virtual machine, see Section 6.7, "Editing a Virtual Machine".
You can create a network bootable (PXE boot) virtual machine that has the minimum configuration information, then start the virtual machine through Preboot Execution Environment (PXE) over a network later to install the guest operating system.
To create a network bootable (PXE boot) virtual machine:
Select the preferred server on which to run the virtual machine from the Preferred Server drop down. Select Auto to automatically assign the virtual machine to a Virtual Machine Server, or select Manual to specify one or more preferred servers manually. For more information on preferred servers, see Step 3 in Section 6.3.1, "Creating Virtual Machine From a Template".
Click Next.
A virtual machine name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
If the sum of virtual CPUs on all the running virtual machines exceeds that of physical CPUs, each virtual CPU will get that fraction of CPU time. For example, if the sum of virtual CPUs on all the running virtual machines is 8, and you have 4 physical CPUs on the Virtual Machine Server, then each virtual CPU will get 4/8, namely 50%, of CPU time, given that all the virtual CPUs are fully utilized at the same time.
Select a bridge for the virtual network interface. By default, the number of bridges is the same as that of physical adaptors, and the bridges are named after physical adaptors. For example, if the Virtual Machine Server has several physical adaptors, eth0, eth1, eth2, and so on, the bridges are then named xenbr0, xenbr1, xenbr2, and so on.
When creating a virtual machine, you can set a maximum of three virtual network interfaces. After the virtual machine is created, you can set a maximum of eight virtual network interfaces. See Section 6.7.2, "Network".
Click Next.
If the status is Error, refer to Section 6.1.2.9, "Error" for help troubleshooting the error.
Before starting the virtual machine, you need to configure the DHCP and TFTP server first, and then start the virtual machine remotely over the network to install the guest operating system.
By default, the network bootable (PXE boot) virtual machine starts through PXE.
In the virtual machine list, click Show to view the detailed information of the virtual machine.
Some parameters of the virtual machine, such as the virtual network interface and the boot source, are set by default. You cannot change them during the process of creating the virtual machine. If you want to change them after creating the virtual machine, see Section 6.7, "Editing a Virtual Machine".
After a virtual machine is created, you can start it or shut it down. When a virtual machine is running, you can pause it or suspend it to stop it temporarily.
Starting a virtual machine is analogous to starting a computer by pressing the Power On button.
Note: Make sure that the virtual machine status is Powered Off before you start it. |
To start a virtual machine:
Periodically, click the Refresh button until the virtual machine status changes from Initializing to Running. You can choose to refresh manually, or to refresh every 30 seconds.
When you do not use the virtual machine and log out, shut it down to release system resources.
Note: Shut down the virtual machine only when the virtual machine status is Running. |
To shut down a virtual machine:
Note that if you have enabled high availability for this virtual machine, you need to shut it down by clicking Power Off; otherwise, if you shut down the virtual machine through the guest operating system, high availability takes effect, and the virtual machine will restart instead of shutting down.
Pausing a virtual machine allows you to save the virtual machine at a certain processing point, and resume it again quickly.
When you pause a virtual machine, the state of the virtual machine is saved, and the running operations will not be restarted as long as they have no persistent communication with other computers. All the settings in the virtual machine, and all the devices, such as CPUs, VIFs, amount of memory, and so on, remain the same. But the processes of the virtual machine are no longer scheduled by Oracle VM Server to be run on any CPU. Therefore if the virtual machine is running a server such as a Web server, it will appear to the clients that the virtual machine is shut down.
Note: Pause the virtual machine only when the virtual machine status is Running. |
To pause a running virtual machine:
To unpause the virtual machine, select Unpause and click Go. Unpausing a virtual machine is much faster than starting a virtual machine.
After unpausing, the applications resume from where they were paused, and the virtual machine content remains unchanged.
Use the Suspend function to save the status information of a running virtual machine to the disk. You can suspend a virtual machine when you need to back up the current status information, and restore it quickly.
After you suspend the virtual machine, all the status information is saved to the disk, and virtual machine is no longer running, thus the memory allocated to the virtual machine will be released for other virtual machines to use. When the virtual machine is suspended, the network connections will no longer be available.
Note: Suspend the virtual machine only when the virtual machine status is Running. |
To suspend a running virtual machine:
To resume the virtual machine, select Resume and click Go.
You can reset a virtual machine that may be having difficulties in starting or stopping, or performing some other action. To reset a virtual machine:
The virtual machine is reset and the status is set to the real status of the virtual machine, for example, Powered Off, Running, or Paused.
If it is the first time you attempt to access a virtual machine, you need to install a plug-in to enable the Console button in Oracle VM Manager. After installing the plug-in, you can log in to the virtual machine.
The plug-ins you need to install vary, depending on which browser and operating system you are using to access Oracle VM Manager.
If you are using a Mozilla Firefox browser on Linux, download the Console Plug-in at: http://oss.oracle.com/oraclevm/manager/RPMS
, and install it on the computer where your browser is running.
To install the Console Plug-in:
Where, version refers to the ovm-console version. It can be 1.0.0-2.x86_64 or 1.0.0-2.i386.
Where, /opt/firefox/plugins refers to the Firefox plug-in folder.
If you are using Internet Explorer on Windows, you need to download and install the TightVNC-Java applet on the Oracle VM Manager host. For information on installing the TightVNC-Java applet, see Oracle VM Manager Installation Guide.
The virtual machine is now running, and the Console Plug-in has been installed, and you can log in to it by using the Console.
To log in to the virtual machine:
Figure 6-5 VNC Authentication
After the VNC authentication, you may need to continue with some further tasks before you can use the virtual machine, depending on the method by which you created the virtual machine.
If you need more ISO files to complete the installation, select the next ISO file and then click Change CD to continue the installation, as shown in Figure 6-6, "Changing CD". Repeat this step until all the ISO files are installed.
For information on the supported guest operating systems, see Oracle VM Server User's Guide.
For more information on creating virtual machines using the fully virtualized method, refer to Section 6.3.2, "Creating a Virtual Machine From Installation Media".
To view more details of the virtual machine:
Figure 6-7 View Virtual Machine Details
You can see information such as, memory size, operating system, virtualization method, number of virtual CPUs, VNC port, creation time, power-on time, and a link to the log file.
If the virtual machine is running or shutting down, you can click the link of the VNC port number to open the VNC Authentication window and log in.
You can also click the link of the log number to view error log information. For more information about the error log, see Appendix D, "The Status of the Virtual Machine Is Error".
To view more detailed information or edit the virtual machine, see Section 6.7, "Editing a Virtual Machine".
When creating a virtual machine, you can configure some of the parameters, such as the number of virtual CPUs, the size of memory, and so on; while the other parameters, such as boot source and the type of virtual network interfaces (VIFs), are assigned default settings by Oracle VM Manager, and you cannot configure them when creating the virtual machine. If needed, you can configure such parameters after the virtual machine is created.
To edit a virtual machine:
On the Virtual Machine Configure page, you can modify the following information:
Some parameters, including the increased memory size, and the modified network information and virtual disk, can take effect immediately without restarting the virtual machine; for the other modified parameters to take effect, you need to restart the virtual machine.
On the General Information page, you can modify the general parameters of the virtual machine, including:
A virtual machine name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) or hyphen (-) characters. The maximum name length is 200 characters.
Group Name: Select the group to which the virtual machine belongs.
Change the maximum memory size only when the status of the virtual machine is Powered Off.
Increased memory takes effect immediately without restarting the virtual machine. If you decrease the size of memory, you need to restart the virtual machine for the change to take effect.
Click Save to save the configurations you have modified.
There is some other information you can view on this page, as shown in Table 6-1.
Table 6-1 General Information
Item | Description |
---|---|
Created By | The user who now owns this virtual machine |
Status | The current status of the virtual machine. For more information on the status, see Section 6.1.2, "Virtual Machine Statuses". |
Server Pool Name | The server pool in which the virtual machine is located |
PVDriver Initialized | Whether PVDriver is initialized on the hardware virtualized machine (HVM) or not. Paravirtualized virtual machines (PV) do not have this parameter. The status can be one of the following:
|
Creation Time | The time when the virtual machine was created |
Running Time | How long the virtual machine has been running |
Size (MB) | The total size of the virtual machine |
Figure 6-8 General Information
On the Network page, you can add, edit, or delete virtual network interfaces. You can set a maximum of eight virtual network interfaces.
Select Virtual Machine Type
If the virtual machine is a fully virtualized (hardware virtualized) machine, you can configure the virtual network interface (VIF) type to be either:
The paravirtualized driver, also known as the netfront driver, can be used with either a paravirtualized machine, or a fully virtualized machine. The fully virtualized driver, also known as the ioemu driver, can only be used with a fully virtualized machine. Both drivers contain the BIOS and device emulation code to support fully virtualized machines.
For fully virtualized machines, the type can be either Fully Virtualized (ioemu) or Paravirtualized (netfront), and the default is Fully Virtualized (ioemu). For paravirtualized machines, the default is Paravirtualized (netfront), and this cannot be changed.
After you configure the virtual network interface type for one virtual network interface, all the virtual network interfaces in the virtual machine will be set to the same type.
Add a Virtual Network Interface (VIF)
To add a VIF:
Click Next.
Confirm the new VIF information, and click Confirm to add the new VIF. The change takes effect without restarting the virtual machine.
You can also edit or delete an existing VIF on this page.
Figure 6-9 Network Information
Virtual machine storage may consist of either a virtual disk, or a boot source/CDROM. This section discusses both storage types.
There are two ways to expand the storage capacity of a virtual machine: by creating non-sharable virtual disks, or by adding shared virtual disks.
Oracle VM Manager only supports file-based disks. Physical disks are not supported.
Note: For a hardware virtualized machine (HVM), you can attach up to four IDE disks (including CD-ROM and shared virtual disks), and seven SCSI disks.A paravirtualized machine (PV) has no such limitation. But you need to restart it for the disk changes to take effect. |
Using Non-sharable Virtual Disks
To create a non-sharable virtual disk:
Enter the disk size in MBs in the Virtual Disk Size (MB) field. Allocate at least 1024 MB to the virtual disk.
Select an disk type from the Hard Drive Type drop down. For a hardware virtualized machine (HVM), if you select Auto, Oracle VM Agent first selects IDE as the type of the hard drive. If the IDE disks have reached the maximum of four, Oracle VM Agent then selects SCSI. If the SCSI disks have reached the maximum of seven, you cannot add any more disks. To verify how many interfaces are available, see the message on the upper right of the page, as shown in Figure 6-10. For a paravirtualized machine, there is no limitation.
If you want to prioritize the virtual disk, you can enable disk priority with the QoS Enabled check box, and select an appropriate priority class. The priority class ranges from 0 to 7. The priority class 0 has the highest priority, and 7 the lowest.
Rather than being confined to a particular virtual machine, the priority of a virtual disk is global on the entire Oracle VM Server. Virtual disks of the same priority class take the same priority on the Oracle VM Server, even if they belong to different virtual machines.
There are three IO scheduling classes: Idle, Best Effort, and Real Time. Oracle VM adopts the Real Time scheduling class. The Real Time scheduling class is given the first access to the disk, regardless of what else is going on in the system. The eight priority levels are defined denoting how big a time slice a given process will receive on each scheduling window.
The new virtual disk can only be used by this virtual machine. You cannot share it.
To delete the non-sharable virtual disk, select it, and then click the Delete button. After you delete the virtual disk, all the files on it are deleted as well.
To delete shared virtual disks, see Section 5.4.5, "Deleting a Shared Virtual Disk".
Using Shared Virtual Disks
Shared virtual disks can only be shared among virtual machines within the same server pool. For information on how to create shared virtual disks, see Section 5.4.1, "Creating a Shared Virtual Disk".
To attach a shared virtual disk to the virtual machine:
To detach a virtual disk from the virtual machine:
Virtual Disks Table
Table 6-2 displays the information you can view in the Virtual Disks table.
Table 6-2 Column Headers in the Virtual Disks Table
Column Header | Description |
---|---|
Virtual Disk Name | The name of the virtual disk. |
Size (MB) | The size of the virtual disk in MBs. |
Front-end Device | The name of the disk displayed in the virtual machine. |
Hard Disk Driver | The type of the hard disk. For a hardware virtualized machine (HVM), it can be IDE, SCSI, or Auto. For a paravirtualized machine (PV), it can be IDE, SCSI, XVD, or Auto. |
QoS Enabled | Whether QoS is enabled. |
Priority Class | If QoS is enabled, the value of the priority class is displayed. |
Shared | Whether the virtual disk is shared. |
Status - Disk Attachment | Whether the disk is attached to the virtual machine. It may be either of the following statuses:
|
Status - Disk Status | The status of the disk may be one of the following:
|
You can select whether the virtual machine boots from a CDROM, disk, or from a location on the network.
To select the virtual machine boot location:
You can set policies for managing virtual CPUs and for placement, and to set HA for the virtual machine. This section discusses these policy options.
To set policies for a virtual machine, select the Policies sub-tab. The Policies page contains two further sub-tabs:
You can set up HA for the virtual machine, and the number and scheduling priority of virtual CPUs on the High Availability page.
Figure 6-11 High Availability Policies
The fields on the High Availability page are:
You can set a virtual machine to automatically run on any Virtual Machine Server available in the server pool, or to run on a specific Virtual Machine Server on the Placement Policy page.
To run a virtual machine on a specific Virtual Machine Server, click Manual and select the Virtual Machine Server(s) in the Results table on which to run the virtual machine. Click Confirm to confirm your selection.
To run a virtual machine on any available Virtual Machine Server in the server pool, click Auto. For more information about the preferred server, see Step 3 in Section 6.3.1, "Creating Virtual Machine From a Template".
Note: If none of the preferred servers provide sufficient resources to run the virtual machine, the virtual machine may fail to start. |
When the virtual machine is Powered Off or Suspended, you can switch between the Auto mode and the Manual mode.
On the Profiles page, you can set up or modify the user name and password for login, boot source, operating system, and keyboard.
To set the profile for a virtual machine, select the Profiles sub-tab. The Profiles page contains two further sub-tabs:
The Login/Password page enables you to change the virtual machine and console login information.
Figure 6-12 Profile Information - Login/Password
The fields available on the Login/Password page are:
Click Send me the password if you want these passwords to be sent to your registered e-mail.
Click Apply to apply the changes.
You can select an operating system, according to which Oracle VM optimizes the virtual machine profile, such as the configuration information in the vm.cfg file, and the timer mode for hardware virtualized machines (HVM). There are other behaviors controlled by selecting the operating system type, for example, Windows guests can use USB tablet emulation instead of mouse emulation. By selecting the appropriate operating system, you can run the virtual machine with a better performance.
You can change the keyboard for the virtual machine on this page. Select an appropriate keyboard you need to use to interact with the virtual machine.
Figure 6-13 Profile Information - Operating System
Oracle VM Manager enables you to reproduce one or multiple virtual machines easily based on an existing virtual machine.
Use one of the following to reproduce virtual machines:
By deploying a virtual machine, you can clone a new virtual machine to a specific server pool, and share it with other users, or keep it private. After deploying a virtual machine, the original virtual machine remains in the original server pool. You can only deploy virtual machines to the server pools and groups to which you belong.
Note: Make sure the status of virtual machine is Powered Off before you deploy the virtual machine. |
To deploy a virtual machine:
If the status is Error, see Section 6.1.2.9, "Error" to troubleshoot the error.
Note: If you deploy a virtual machine to the Public Group, the deployed virtual machine image is compressed and copied to the /OVS/publish_pool of the Oracle VM Server. The deployed virtual machine cannot be Powered On. To make this virtual machine available to all users, download or copy the virtual machine image, uncompress it and import it as a virtual machine image or template. Alternatively, you can select the deployed virtual machine and deploy it again to My Workspace, or another group. |
Now you have finished deploying the virtual machine. To start the new virtual machine, see Section 6.4.1, "Starting a Virtual Machine".
You can change the preferred server and other configurations of the new virtual machine. See Section 6.7, "Editing a Virtual Machine".
Cloning a virtual machine is a process to create one or more copies of an existing virtual machine. By cloning a virtual machine, you can save multiple copies to another server pool and share them with other users.
Note: Make sure the status of the virtual machine is Powered Off before you clone the virtual machine. |
To clone a virtual machine:
vm
, the virtual machine copies will be named vm0, vm1, vm2, and so on. If the status is Error, see Section 6.1.2.9, "Error" to troubleshoot the error.
Now you have created multiple copies of the virtual machine. You can change the preferred server and other configurations of the cloned virtual machines. See Section 6.7, "Editing a Virtual Machine".
You can save a virtual machine as a template, to enable other users to create their new virtual machines based on this template. For more information on this, refer to Section 6.3.1, "Creating Virtual Machine From a Template".
Note: Make sure the status of the virtual machine is Powered Off before you save the virtual machine as a template. |
To save a virtual machine as a template:
This process may take some time. When the status returns to Powered Off, click the Resources tab, and then click the Virtual Machine Templates tab. Refresh the virtual machine periodically until the status changes from Creating to Active. You can see the new virtual machine template.
Now you can use the new template to create virtual machines.
Live migration is a process to migrate a running virtual machine from one Virtual Machine Server to another, while applications on the existing virtual machine continue to run. Live migration ensures high availability of virtual machines. This feature is important, and useful, when the existing Virtual Machine Server may be out of commission, or on a planned shutdown for maintenance purposes.
Cross-server-pool live migration is not allowed. You can only migrate virtual machines from one Virtual Machine Server to another within the same server pool. You must use identical computers to perform live migrations, that is, the computer make and model number of both the source computer and the destination computer must be identical.
You must create a shared virtual disk before migrating the virtual machine.
To migrate a virtual machine:
The virtual machine is migrated.
When you delete a virtual machine, all the files and data associated with this virtual machine will be removed from Oracle VM Manager. Before deleting a virtual machine, make sure you do not need it any longer.
Note: Delete the virtual machine only when the virtual machine status is Powered Off or Error. |
The process of deleting a normal virtual machine is different from that of deleting a virtual machine stuck in a certain status.
To delete a virtual machine in the Powered Off or Error status:
If a virtual machine gets stuck in any status such as Shutting Down or Creating, you can reset it, or shut it down, and delete it. To reset a virtual machine, see Section 6.4.5, "Resetting a Virtual Machine".
To delete a stuck virtual machine:
This Chapter describes how to manage users and groups as an Administrator. It includes the following sections:
Note:
|
Oracle VM Manager provides a default account. The default user name is admin (lowercase). The password is set when you install Oracle VM Manager.
You can create new users, delete obsolete users, change the users' role, and reset the user password. This section includes the following topics:
To search for a user, click Show Search and enter the search criteria.
To create a user:
An account name must consist of alphanumeric characters, and must not contain spaces or special characters, except the underscore (_) and hyphen (-) characters. The maximum name length is 100 characters.
The user is created.
To view a user's detailed information:
Figure 7-1 Details of a User
Edit the user information when you want to:
To edit a user:
The account status can be Locked or Unlocked. By default, the status is Unlocked. If you lock an account, the user cannot use it any more.
When a user's role has changed, for example, a common user is assigned as an Administrator, you need to change the user's role in Oracle VM Manager.
For more information about roles, refer to Section 1.5, "Roles in Oracle VM Manager".
To change the user role:
There are many users in the Oracle VM Manager system, and it is time-consuming to assign privileges individually to each user. The group function enables you to add some specific users to a group. After you assign some privileges to the group, all members of this group will have the group privileges. This will facilitate the job for administrators.
This section includes the following topics:
To search for a group, click Show Search and enter the search criteria.
There are two default groups: Public Group and My Workspace.
When there are a large number of users, you can combine specific users into a group, or groups. For example, you can combine users who belong to the same server pool into one group.
To create a group:
To add a user to a new group:
To edit a group, select the group you want to update, and click the Edit button to update the group information. You can also add users to the group, or remove users from the group.
To delete a group:
After you delete a group, all users in this group will still remain in the system. If you want to delete users along with the group, see Section 7.2.5, "Deleting a User".
You can view all Oracle VM Manager logs at once, rather than going to the log pages for each object (such as virtual machine or server pool). The log includes message logs for:
To view the logs, go to the Administration page and click the Log tab. The log information includes:
You can select the refresh rate for the log results using the Refresh in field. Logs can be refreshed manually, or every 10 or 30 seconds.
To search for a log, click Show Search and enter the search criteria.
If you have prebuilt Oracle VM virtual machines, you can import them into Oracle VM Manager to use as virtual machines, or templates.
Before you import a virtual machine, you must have an Oracle VM Server and store the virtual machine files in the correct directory of the Oracle VM Server, according to your needs. Oracle VM Agent updates the directory information in the vm.cfg file automatically when importing virtual machines.
For information about Oracle VM Servers, refer to Section 1.4, "Configuration of Oracle VM Manager", and Section 3.2, "Creating a Server Pool".
If you want to import a prebuilt virtual machine as a template, copy the virtual machine files to the Oracle VM Server directory:
/OVS/seed_pool/vm_name/
If you want to import a prebuilt virtual machine as a private virtual machine (it is not shared with others), copy the virtual machine files to the Oracle VM Server directory:
/OVS/running_pool/vm_name/
To move the virtual machine to the correct location for importing:
wget
command to download it: Uncompress the virtual machine:
wget -r
command to download it: A directory named XEN_EL4U5_X86_HVM is created under the /OVS/seed_pool/ directory, and the virtual machine files are extracted and ready to be imported as a template in Oracle VM Manager.
Back up Oracle VM Manager before you:
This Appendix includes the following topics:
Before you back up Oracle VM Manager, make sure the status of all Oracle VM Servers in the server pool is Running.
To back up Oracle VM Manager:
/OVS/running_pool
for virtual machine images /OVS/seed_pool
for virtual machine templates /OVS/iso_pool
for ISO files Skip this step if you have enabled a shared storage backup mechanism.
Enter 1
to back up the data.
Enter the database information, and the path for the dump and log files.
Oracle VM Manager is backed up.
To restore Oracle VM Manager:
/OVS/running_pool
for virtual machine images /OVS/seed_pool
for virtual machine templates /OVS/iso_pool
for ISO files Enter 2
to restore the data.
Enter the database information, and the path for the dump and log files.
For example, enter:
Oracle VM Manager is restored.
Oracle VM Manager provides a Web services Application Programming Interface (API) to enable integration of third party products with Oracle VM Manager. You can use the API to perform any of the operations in Oracle VM Manager, for example, to create a server pool, add servers, and create virtual machines. You can use any language that supports Web services to access the API, for example Java or Python.
This Appendix describes the Oracle VM Manager Web services API and contains:
Oracle VM Manager acts as an administration platform for Oracle VM Servers connected on a network to direct actions to the virtual machines, virtual servers and the server pool. Oracle VM Manager provides the management environment for Oracle VM. A Web services API is available for Oracle VM Manager. The Oracle VM Manager Web services API architecture is shown in Figure C-1, "Oracle VM Manager Web Services API Architecture".
The Oracle VM Manager API provides a complete set of interfaces to Oracle VM Manager. The Oracle VM Manager API is accessed through the Oracle VM Manager Web services API using the SOAP protocol.
The Oracle VM Manager Web service API provides all the operations necessary, including life-cycle operations, to monitor and manage virtual infrastructure components, like server pools, virtual servers, virtual machines, networks, storage, and so on.
The Oracle VM Manager Web services API is implemented as shown in Figure C-2, "Oracle VM Manager Web Services API Implementation".
The Oracle VM Manager API is used by the Oracle VM Manager UI layer, and by the virtualization management component of Oracle Enterprise Manager. The Web services API can be used by Oracle applications as well as third party applications.
You can use any programming language that supports Web services to create a Web services client. Most example code in this Chapter is written in Java and created using Oracle JDeveloper, although you can use the language and development tool of your choice.
To use Web services in Java, you can create SOAP messages directly, or generate proxy classes for each Web service. In Oracle JDeveloper, use the Web service WSDL URL to automatically generate proxy classes.
If you create an object that exists in multiple web services, for example, a VirtualServer object in both ServerPoolService and VirtualMachineService, you should specify the default package, api.ovs.oracle, or any self defined package name, for all the web services you use. Do not specify the particular package names, for example, api.ovs.oracle.serverPool and api.ovs.oracle.vm, as objects that exist in both packages must then be converted to the respective namespace. In the VirtualServer example, the object sps.ServerPool is not equivalent to vms.ServerPool, and one object must be converted to the other before passing it to the method being invoked.
The examples given here use Oracle JDeveloper and the Java wsimport utility to create proxy classes in Java.
To create a proxy class for an Oracle VM Manager Web service in Java using Oracle JDeveloper, use the Web service WSDL URL feature.
Example C-1 Retrieving a Server Pool by Name Using Oracle JDeveloper
An Oracle JDeveloper proxy class for retrieving a server pool using its name might look similar to:
Example C-2 Importing a Guest Virtual Machine or Template Using Oracle JDeveloper
An Oracle JDeveloper proxy class for importing a guest virtual machine, or template, might look similar to:
Example C-3 Creating a Guest Virtual Machine From a Template Using Oracle JDeveloper
An Oracle JDeveloper proxy class for creating a guest virtual machine from a template might look similar to:
To create a proxy class for an Oracle VM Manager Web service in Java using the wsimport utility:
For example, to create a proxy class for the ServerPool Web service, you might enter:
Example C-4 Retrieving a Server Pool by Name Using wsimport
A wsimport proxy class for retrieving a server pool using its name might look similar to:
To create a proxy (stub) class for an Oracle VM Manager Web service using Python:
For example, to create a proxy class for the ServerPool Web service, you might enter:
Example C-5 Retrieving a Server Pool by Name using Python
A Python proxy class for retrieving a server pool using its name might look similar to:
To call this code, including authentication with the Web service, you might use:
The Oracle VM Manager Web services use HTTP basic authentication to authenticate users and control access. HTTP basic authentication requires that the server requests a username and password from the Web services client, and verifies that the username and password are valid by comparing them against a valid Oracle VM Manager user.
SSL is enabled by default for Web services, and secures the data during transmission at transport level. For each Web service call, the server authenticates the log in credentials for valid Oracle VM Manager users in the basic header.
If you need to set up SSL for Web services after the original Oracle VM Manager installation, you can use the script:
This script generates the keystore for Oracle VM Manager Web services and configures OC4J.
To perform the authentication with Oracle VM Manager, you must pass the Oracle VM Manager login credentials to the Oracle VM Manager Web service from a Web services client.
Example C-6 Authentication in Java
To perform HTTP basic authentication from a Java Web services client:
Obtain the SOAP HTTP port, with code similar to the following:
Example C-7 Authentication in Python
An Python proxy class to authenticate and retrieve a server pool might look similar to:
Each Oracle VM Manager Web service URL has the syntax:
http[s]://ovm_manager_host:port/OVSWS/WS_name.wsdl
SSL is enabled by default for Web services, and secures the data during transmission at transport level. Although you can access the Web services without using SSL, Oracle recommends you use SSL for increased security.
A test page is available for each Web service that enables you to test a Web service and values for the Web service parameters. The Web service test page URL has the syntax:
http[s]://ovm_manager_host:port/OVSWS/WS_nameSoapHttpPort
When you open a Web service test page in a browser, you must authenticate with the Web service by entering an Oracle VM Manager administrator username and password. When you have authenticated, a form is displayed that enables you to input parameters and invoke different methods in the Web service. This form also contains a link named Service Description that displays the WSDL for the Web service. The following is the syntax for the WSDL URL:
http[s]://ovm_manager_host:port/OVSWS/WS_nameSoapHttpPort?WSDL
or
http[s]://ovm_manager_host:port/OVSWS/WS_name.wsdl
The Web service test page also contains a link to the documentation for the Web service. The syntax for the Web service documentation is:
http[s]://ovm_manager_host:port/OVSWS/WS_nameSoapHttpPort?WS_ nameSoapHttpPortstub.html
For example, if your Oracle VM Manager host is ovm.example.com, and its port is 4443 and SSL is enabled, then the following URL is the location for the LifecycleService:
https://ovm.example.com:4443/OVSWS/LifecycleService.wsdl
And the location of the test page for LifecycleService is:
https://ovm.example.com:4443/OVSWS/LifecycleServiceSoapHttpPort
The corresponding LifecycleService documentation URL is:
https://ovm.example.com:4443/OVSWS/LifecycleServiceSoapHttpPort?LifecycleServiceSoapHttpPortstub.html
The Oracle VM Manager Web services available are:
The LifecycleService Web service manages the lifecycle of virtual machines. You can use this Web service to create a virtual machine, enable HA, perform live migration, attach CDs and disks, and so on.
The LifecycleService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/LifecycleService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
The ResourceService Web service manages resources. You can use this Web service to import and manage ISO files, templates, virtual machines, and shared virtual disks.
The ResourceService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/ResourceService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
The PluginService Web service manages the plug in. You can use this Web service to set or get plug in scope properties.
The PluginService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/PluginService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
The ServerPoolService Web service manages servers and server pools. You can use this Web service to create and manage servers and server pools.
The ServerPoolService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/ServerPoolService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
The VirtualMachineService Web service manages virtual machines. You can use this Web service to create and manage virtual machines.
The VirtualMachineService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/VirtualMachineService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
The AdminService Web service manages users and groups. You can use this Web service to create and manage users and groups.
The AdminService Web service is located at:
http[s]://ovm_manager_host:port/OVSWS/AdminService.wsdl
The methods available in this Web service are:
More detailed information on the functions available in this web service is available in the Oracle VM Manager Web Services API Reference.
This Appendix describes some problems you may encounter when using Oracle VM Manager, and explains how to resolve them. It includes the following topics:
Find additional information on the following Oracle support-oriented Web sites:
http://metalink.oracle.com
http://forums.oracle.com/forums/forum.jspa?forumID=482
Oracle VM Manager log files are stored in the directory:
/var/log/ovm-manager/
Table D-1, "Log Files" lists the log files it contains.
Table D-1 Log Files
Log File | Description |
---|---|
ovm-manager.log | The Oracle VM Manager installation log. |
db.log | The Oracle Database log. When you install Oracle VM Manager on an existing database, the log information is stored here. |
oc4j.log | The Oracle Containers for J2EE (OC4J) installation log. When oc4j.log exceeds 10 MB, a new log file oc4j.log.1. is generated to store the logs in oc4j.log. Subsequently, the oc4j.log is cleared to record new log information. |
upgrade_oldversion_newversion.log.log | The Oracle VM Manager upgrading log. |
It may take a very long time to log in, or it is stuck in the Login page. This may be caused by lack of memory for OC4J.
To solve this problem:
If OC4J runs out of memory, the following information is displayed:
If OC4J runs out of memory, you need to increase the OC4J memory size. Follow these steps to do it:
The following message is displayed: "Error: There is no server supporting hardware virtualization in the selected server pool."
To solve this problem, make sure the Virtual Machine Server supports hardware virtualization.
Follow these steps to check:
If any information that contains vmx
or smx
is displayed, it means that the CPU supports hardware virtualization. Here is an example of the returned message:
The following is an example of the returned message:
If the CPU does not support hardware virtualization, use the paravirtualized method to create the virtual machine. See Section 6.3.2, "Creating a Virtual Machine From Installation Media".
A message similar to the following is displayed: "Error: The largest virtual disk that can be allocated is: 4815 MB."
To solve this problem, decrease the disk size of the virtual machine, or add a new repository. See Oracle VM Server User's Guide for information on creating a storage repository.
For Oracle VM Manager Release 2.1.1 and Release 2.1.2 Users
To solve this problem, set the status to Powered Off, and delete the virtual machine directly. See Section 6.10.2, "Deleting a Stuck Virtual Machine" for more information.
For Oracle VM Manager Release 2.1 Users
To solve this problem, change the status manually as follows:
vm_name refers to the virtual machine name.
For Oracle VM Manager Release 2.2 Users
Reset the virtual machine. See Section 6.4.5, "Resetting a Virtual Machine".
To view more details, click the Virtual Machines tab, and then click the Show link of the virtual machine. Click the number after the Log item to display the error log. The error log information includes: time, log level, target, operation, and message. Alternatively, view the error log in the Administration tab. See Section 7.4, "Viewing Logs".
The following are some error log items and solutions:
Possible Cause
The Virtual Machine Server does not support hardware virtualization.
Solution
Verify that the Virtual Machine Server supports hardware virtualization, and has hardware virtualization enabled in the BIOS. See Appendix D, "Cannot Create a Virtual Machine from Installation Media".
If the Virtual Machine Server does not support hardware virtualization, you can create the virtual machine from installation media.
Possible Cause
Solution
Possible Cause
The virtual machine has been removed from the Virtual Machine Server.
Solution
Remove the virtual machine in Oracle VM Manager, and create a new one.
Possible Cause
You have entered an incorrect user name or password when creating the Utility Server.
Solution
Enter correct user name and password for the Utility Server. See Section 3.2, "Creating a Server Pool".
Possible Cause
The virtual machine is already started.
Solution
Use the command xm list to check the virtual machine status. Refresh the virtual machine periodically.
Possible Cause
The status in Oracle VM Manager has not been synchronized with the status data in the database.
Solution
Shut down the virtual machine, and then restart it.
Possible Cause
There is insufficient memory on this Virtual Machine Server.
Solution
Decrease the virtual machine memory, and then restart the virtual machine. Or shut down other running virtual machines to release more memory.
Possible Cause
No bridge for this virtual machine.
Solution
Select a bridge for the virtual machine. See Section 6.7.2, "Network".
Possible Cause
Invalid VIF type for the virtual machine.
Solution
When starting a hardware virtualized machine through PXE, the VIF type must be Fully Virtualized (ioemu). Select a valid VIF type for the virtual machine. See Section 6.7.2, "Network".
Possible Cause
The resource location you entered is incorrect.
Solution
Delete the virtual machine, and create a new one. Make sure you enter a correct resource location when creating a paravirtualized machine.
Possible Cause
Oracle VM Manager fails to detect the API xen_handle_vif_qos.
Solution
Upgrade both Oracle VM Manager and Oracle VM Server to Release 2.1.2 or above to support this feature.
If your operating system is Linux, and you are using Mozilla Firefox to access the virtual machine, download and install the Console Plug-in. See Section 6.5.1, "Installing the Console Plug-In".
If Oracle VM Manager is upgraded from the Release 2.1, rather than a fresh installation, you may encounter the following error when accessing the virtual machine console:
java.lang.ClassNotFoundException: VncViewer.class
This is caused by the delay in cache refresh. To solve this problem, shut down all the Web pages, and open a new one to access the virtual machine console.
The following message is displayed: "Error: Server is not ready for live migration."
To solve this problem, you must use identical computers to perform live migration, that is, the computer make and model number must be identical.
To change the CD in a virtual machine:
Cannot Import Due to Invalid URL
The following information is displayed: "The URL is invalid", or "The proxy URL is invalid".
To solve this problem, log in to the Virtual Machine Server, and run the following command to test the network connection:
Here, url refers to the link for downloading the resource.
If the resource is on the Internet, you may need a proxy before running the wget command. Contact your network administrator to get the proxy, an then run the following commands to configure the proxy:
Here, host refers to the host name or IP address of the proxy server, and port refers to the port number of the proxy.
Cannot Import Due to NFS Disk
The following information is displayed: "Cannot obtain memory size from vm.cfg."
This error may occur when there are two or more Utility Servers in a server pool, and the disk is shared by the Network File System (NFS) mode.
To solve this problem, click the Next button periodically.
If you reinstall the Oracle VM Server software, or change the root user's password of an Oracle VM Server in a server pool, communication from the server pool to that server may fail.
If you reinstall the Oracle VM Server software (not upgraded), the RSA key is likely to change, even if you use the same IP address and host name. You may see an error similar to:
or
Workaround: Remove the Oracle VM Server from the server pool, and add the Oracle VM Server again.
This Appendix includes the Third Party License for all the third-party products included with Oracle VM Manager.
Under the terms of the Apache xml-rpc license, Oracle is required to provide the following notices. However, the Oracle program license that accompanied this product determines your right to use the Oracle program, including the Apache software, and the terms contained in the following notices do not change those rights. Notwithstanding anything to the contrary in the Oracle program license, the Apache software is provided by Oracle "AS IS" and without warranty or support of any kind from Oracle or Apache.
http://www.apache.org/licenses/
Sun Microsystems has indicated that the following materials may be included in the Java Development Kit and/or JRE materials that are included in the Oracle product. Sun Microsystems currently provides the following notices as part of the Sun distribution:
Use of any of this software is governed by the terms of the license below:
Use of any of this software is governed by the terms of the license below:
Use of any of this software is governed by the terms of the license below:
http://www.ibm.com
http://www.apache.org/
.Use of any of this software is governed by the terms of the license below:
Some Portions licensed from IBM are available at: http://oss.software.ibm.com/icu4j/
Lucida is a registered trademark or trademark of Bigelow & Holmes in the U.S. and other countries.
The following software may be included in this product:
A. IAIK PKCS Wrapper
Use of any of this software is governed by the terms of the license below:
Document Object Model (DOM) v. Level 3
The following software may be included in this product:
W3C XML Schema Test Collection v. 1.16.2
Use of any of this software is governed by the terms of the license below:
Mesa 3-D graphics library v. 5
Use of any of this software is governed by the terms of the license below:
Byte Code Engineering Library (BCEL) v. 5
Use of any of this software is governed by the terms of the license below:
Regexp, Regular Expression Package v. 1.2
Use of any of this software is governed by the terms of the license below:
JLex: A Lexical Analyzer Generator for Java v. 1.2.5
Use of any of this software is governed by the terms of the license below:
SAX v. 2.0.1
Use of any of this software is governed by the terms of the license below:
SAX 1.0
SAX 2.0
Cryptix
Use of any of this software is governed by the terms of the license below:
A configurable set of resources, including memory, virtual CPUs, network devices and disk devices, in which virtual machines run. A domain is granted virtual resources and can be started, stopped and rebooted independently.
An abbreviation for domain zero. The management domain with privileged access to the hardware and device drivers. Dom0 is the first domain started by the Oracle VM Server at boot time. Dom0 has more privileges than domU. It can access the hardware directly and can manage the device drivers for other domains. It can also start new domains.
An unprivileged domain with no direct access to the hardware or device drivers. Each domU is started by Oracle VM Server in dom0. The xm command-line tool is used to interact with each domU.
A guest operating system that runs within a domain in Oracle VM Server. A guest may be paravirtualized or hardware virtualized. Multiple guests can run on the same Oracle VM Server.
A virtual machine with an unmodified guest operating system. It is not recompiled for the virtual environment. There may be substantial performance penalties running as a hardware virtualized guest. Enables Microsoft Windows™ operating system to be run, as well as legacy operating systems. Hardware virtualization is only available on Intel VT or AMD SVM CPUs.
The hypervisor, monitor, or Virtual Machine Manager (VMM). It is the only fully privileged entity in the system. It controls only the most basic resources of the system, including CPU and memory usage, privilege checks, and hardware interrupts.
See dom0.
An application installed with Oracle VM Server. It communicates with Oracle VM Manager for management of virtual machines. Oracle VM Manager manages the virtual machines running on Oracle VM Server by communicating with Oracle VM Agent. It contains three components: Server Pool Master, Utility Server, and Virtual Machine Server.
A self-contained virtualization environment designed to provide a lightweight, secure, server-based platform for running virtual machines. Oracle VM Server is based upon an updated version of the Xen hypervisor technology. Includes Oracle VM Agent to enable communication with Oracle VM Manager.
Provides the user interface, which is a standard ADF (Application Development Framework) web application, to manage Oracle VM Server pools. Manages virtual machine lifecycle, including creating virtual machines from templates or from installation media, deleting, powering off, uploading, deployment and live migration of virtual machines. Manages resources including ISO files, templates and shared virtual disks. Also provides an API via a web service to Oracle VM Server.
A virtual machine with a kernel that is recompiled to be made aware of the virtual environment. Runs at near native speed, with memory, disk and network access optimized for maximum performance.
A Virtual Machine Server that provides resources such as memory, CPU, network interface cards (NICs), and disk to the virtual machine. If you select only one Virtual Machine Server as the preferred server, the virtual machine always starts from and runs on this server. If you select multiple preferred servers, each time the virtual machine starts, it runs on the machine with the maximum available resources.
Also referred to as qemu-dm, which is the process name. The virtualization process which allows full virtualization of a PC system within another PC system.
Logically an autonomous region that contains one or more physical Oracle VM Servers. Presents a unified view of the storage where the virtual machines reside, and groups the users of these virtual machines into a single community called a group, in which each user is a server pool member.
A component of Oracle VM Agent. An application that acts as the contact point to Oracle VM Manager, and to other Oracle VM Agents. Provides virtual machine host load-balancing, and local persistency for Oracle VM Server.
There is only one Server Pool Master in a server pool. A physical server can perform as the Server Pool Master, Utility Server and Virtual Machine Server simultaneously.
A component of Oracle VM Agent. An application that handles I/O intensive operations for virtual machines, server pools and servers, for example, copying, moving and renaming files.
There can be more than one Utility Server in a server pool. A physical server can perform as the Server Pool Master, Utility Server and Virtual Machine Server simultaneously.
A virtual network interface for bridging network interfaces between domUs and dom0. When a domU is started it is assigned a number. This number is used to bridge the network interface from ethn to vifn.0.
A file or set of files, usually on the host file system although it may also be a remote file system, that appears as a physical disk drive to the guest operating system.
A guest operating system and the associated application software that runs within Oracle VM Server. May be paravirtualized or hardware virtualized machines. Multiple virtual machines can run on the same Oracle VM Server.
A component of Oracle VM Agent. An application which runs Oracle VM Server virtual machines. It can start and stop virtual machines, and collect performance data for the host and guest operating systems. Enables communication between the Server Pool Master, Utility Server and Virtual Machine Servers.
There can be more than one Virtual Machine Server in a server pool. A physical server can perform as the Server Pool Master, Utility Server and Virtual Machine Server simultaneously.
A template of a virtual machine. Contains basic configuration information such as the number of CPUs, memory size, hard disk size, and network interface card (NIC). Create virtual machines based on a virtual machine template using Oracle VM Manager.
The Xen hypervisor is a small, lightweight, software virtual machine monitor, for x86-compatible computers. The Xen hypervisor securely executes multiple virtual machines on one physical system. Each virtual machine has its own guest operating system with almost native performance. The Xen hypervisor was originally created by researchers at Cambridge University, and derived from work done on the Linux kernel.
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