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Preface

The Oracle® Enterprise Manager Ops Center Reference Guide contains reference material for the Ops Center software.


Audience

This document is intended for anyone interested in reference information for the Oracle Enterprise Manager Ops Center software.


Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.


Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.


Related Documents

For more information, see the following documents in the Oracle Enterprise Manager Ops Center 11g Release 1 documentation set:

	
Oracle Enterprise Manager Ops Center Release Notes


	
Oracle Enterprise Manager Ops Center Concepts Guide


	
Oracle Enterprise Manager Ops Center Site Preparation Guide


	
Oracle Enterprise Manager Ops Center Installation Guide for Linux Operating Systems


	
Oracle Enterprise Manager Ops Center Installation Guide for Oracle Solaris Operating System


	
Oracle Enterprise Manager Ops Center User's Guide


	
Oracle Enterprise Manager Ops Center Advanced User's Guide


	
Oracle Enterprise Manager Ops Center Administration Guide


	
Oracle Enterprise Manager Ops Center Provision and Update Guide


	
Oracle Enterprise Manager System Monitoring Plug-in for Oracle Enterprise Manager Ops Center Guide





Conventions

The following text conventions are used in this document:


	Convention	Meaning
	italic	Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular values.
	monospace	Monospace type indicates commands within a paragraph, code in examples, text that appears on the screen, or text that you enter.











1 Associated Product Information

This section contains requirements and details about products managed by, or associated with, Ops Center.



Oracle VM Server for SPARC Requirements

Ensure that the target server meets the following requirements for provisioning Oracle VM Server for SPARC software.



Hardware Requirements

The following hardware is supported for Oracle VM Server for SPARC:

	
SPARC T3 servers

	
Oracle SPARC T3-1 Server


	
Oracle SPARC T3-1B Server


	
Oracle SPARC T3-2 Server


	
Oracle SPARC T3-4 Server


	
Netra SPARC T3-1 Server


	
Netra SPARC T3-1BA Server







	
Note:

Oracle VM Server for SPARC 2.0 is supported only on Oracle SPARC T3-1 server.










	
Note:

Only Oracle VM Server for SPARC 2.1 is supported on SPARC T3 servers.








	
UltraSPARC T2 Plus based servers

	
Sun SPARC Enterprise T5140 and T5240 Servers


	
Sun SPARC Enterprise T5440 Server


	
Sun Blade T6340 Server Module


	
Netra T5440 Server





	
UltraSPARC T2 based servers

	
Sun SPARC Enterprise T5120 and T5220 Servers


	
Sun Blade T6320 Server Module


	
Netra CP3260 ATCA Blade Server


	
Netra T5220 Server





	
UltraSPARC T1 based servers




	
Note:

Starting with Logical Domains 1.3 version, the UltraSPARC T1 based servers are not supported. Earlier versions are supported on these servers.







	
Sun Fire or Sun SPARC Enterprise T2000 Server


	
Sun Fire or Sun SPARC Enterprise T1000 Server


	
Netra T2000 Server


	
Netra CP3060 ATCA Blade


	
Sun Blade T6300 Server Module












OS Requirements

The following operating systems are supported for Oracle VM Server for SPARC:

	
Control domain – At least Oracle Solaris 10 10/09


	
Logical domain – At least Oracle Solaris 10 5/08




To use all the features of the Oracle VM Server for SPARC 2.0 and 2.1 software, the operating system on all domains must be at least Oracle Solaris 10 9/10 OS.






OS Patch Requirements

The following patches need to be installed on supported operating systems:

	
Oracle Solaris 10 5/09 – 141778-02 and 139983-04


	
Oracle Solaris 10 10/08 – 139555-08


	
Oracle Solaris 10 5/08 – 139555-08




For Oracle VM Server for SPARC 2.0 and 2.1 version, the following patches need to be installed on systems running an OS version earlier than Oracle Solaris 10 9/10:

	
141514-02 – Control domain


	
142909-17 – Control domain and logical domain









Firmware Requirements

The firmware requirements depend on the hardware that is used for Oracle VM Server for SPARC. The first public release of firmware to include Oracle VM Server for SPARC support is System Firmware Version 6.4.x. To enable all the features of Oracle VM Server for SPARC 2.0, at least firmware version 8.0.0 is required.

The following system firmware patches are required for use with Oracle VM Server for SPARC on supported servers.


	System Firmware Version	Patches	Supported Servers
	6.7.4	139434-03	Sun Fire and SPARC Enterprise T2000 Servers
	6.7.4	139435-03	Sun Fire and SPARC Enterprise T1000 Servers
	6.7.4	139436-02	Netra T2000 Server
	6.7.4	139437-02	Netra CP3060 ATCA Blade
	6.7.4	139438-03	Sun Blade T6300 Server Module
	7.2.2	139439-04	Sun SPARC Enterprise T5120 and T5220 Servers
	7.2.2	139440-03	Sun Blade T6320 Server Module
	7.2.2	139442-06	Netra T5220 Server
	7.2.2	139441	Sun Netra CP3260 ATCA Blade Server
	7.2.2	139444-03	Sun SPARC Enterprise T5140 and T5240 Servers
	7.2.2	139445-04	Netra T5440 Server
	7.2.2	139446-03	Sun SPARC Enterprise T5440 Server
	7.2.2	139448-02	Sun Blade T6340 Server Module






For Oracle VM Server for SPARC 2.1 version, you must have the following firmware version:

	
Firmware version 7.4.0 for UltraSPARC T2 and UltraSPARC T2 Plus Servers


	
Firmware version 8.1.0 for SPARC T3 Servers




Following system firmware patches are required for use with Oracle VM Server for SPARC 2.1:


	Patches	Supported Servers
	145673-04	Sun SPARC Enterprise T5120 and T5220 Servers
	145674-04	Sun Blade T6320 Server Module
	145675-05	Netra T5220 Server
	145676-04	Sun SPARC Enterprise T5140 and T5240 Servers
	145677-04	Netra T5440 Server
	145678-04	Sun SPARC Enterprise T5440 Server
	145679-04	Sun Blade T6340 Server Module
	145680-04	Sun Netra T6340 Server Module
	144609-07	Sun Netra CP3260 Blade
	145679-04	Sun Netra T6340 Server Module
	145665-04	SPARC T3-1 Server
	145666-05	SPARC T3-1B Server
	145667-05	SPARC T3-2 Server
	145668-04	SPARC T3-4 Server
	145669-04	Netra SPARC T3-1 Server
	145670-02	Netra SPARC T3-1BA Server










Proxy Controller Requirements

Oracle VM Server provisioning is supported on only Solaris SPARC or x86 Proxy Controllers. The Proxy Controller can be remote or co-located, but it must be the Proxy Controller that was used during provisioning.

If the Proxy Controller is remote, the Enterprise Controller can run the Linux or Oracle Solaris OS. If the Proxy Controller is co-located, the Enterprise Controller and co-located Proxy Controller must run on an Oracle Solaris OS.








Oracle Solaris Live Upgrade Requirements

To successfully create and update alternate boot environments, install the latest Oracle Solaris Live Upgrade packages and patches. The latest packages and patches ensure that you have all the latest bug fixes and features. In addition, you should verify that the disk space and format are sufficient for an alternate boot environment.

Live Upgrade packages and patches are available for each Oracle Solaris software release beginning with Oracle Solaris 9 OS. Use the packages and patches that are appropriate for your software instance. To use Live Upgrade with Oracle Solaris 8 OS, following the special patching instructions.

Review the following sections and verify that all the packages and patches that are relevant to your system are installed and that the disk is properly formatted before creating a new boot environment.



Required Packages

The following packages are required to successfully upgrade a system using an ABE.

	
SUNWadmap


	
SUNWadmlib-sysid


	
SUNWadmr


	
SUNWlibC


	
SUNWgzip (only for Oracle Solaris 10 3/05)


	
SUNWj5rt (Required if you upgrade and use CD media)




If you installed Oracle Solaris 10 using any of the following software groups, you should have the required packages:

	
Entire Oracle Solaris Software Group Plus OEM Support


	
Entire Oracle Solaris Software Group


	
Developer Oracle Solaris Software Group


	
End User Oracle Solaris Software Group




If you install one of these Software Groups, then you might not have all the required packages:

	
Core System Support Software Group


	
Reduced Network Support Software Group









To Check for Oracle Solaris Live Upgrade Packages

Perform the following steps to check for packages on your system:

	
Open a terminal window


	
Type the following command.


% pkginfo package_name









To Get the Required Packages

The following steps are in the Oracle Solaris Live Upgrade Software: Patch Requirements (Doc ID 1004881.1) document in My Oracle Support (MOS):

	
Become superuser or assume an equivalent role.


	
From the MOS web site, follow the instructions in document to remove and add Oracle Solaris Live Upgrade packages. The three Oracle Solaris Live Upgrade packages, SUNWluu, SUNWlur, and SUNWlucfg, are required to use the software. These packages include existing software, new features, and bug fixes. If you do not remove the existing packages and install the new packages on your system before using Oracle Solaris Live Upgrade, upgrading to the target release fails. The SUMWlucfg package is new starting with the Oracle Solaris 10 8/07 (update 4) release. If you are using Oracle Solaris Live Upgrade packages from a release previous to Oracle Solaris 10 8/07, you do not need to remove this package.


# pkgrm SUNWlucfg SUNWluu SUNWlur


	
Install the new Oracle Solaris Live Upgrade packages from the release to which you are upgrading. For instructions, see Installing Oracle Solaris Live Upgrade.


	
Before running Oracle Solaris Live Upgrade, install the required patches to ensure that you have all the latest bug fixes and new features in the release. Search for requirements document 1004881.1 (formerly 206844 or 72099) on the MOS web site to get the latest list of patches.

	
If you are storing the patches on a local disk, create a directory such as /var/tmp/lupatches and download the patches to that directory.


	
From the MOS web site, obtain the list of patches.


	
Change to the patch directory.


# cd /var/tmp/lupatches


	
Install the patches with the patchadd command.


# patchadd patch_id


patch_id is the patch number or numbers. Separate multiple patch names with a space.




	
Note:

The patches need to be applied in the order that is specified in the requirements document.








	
Reboot the system if necessary. Certain patches require a reboot to be effective. x86 only: Rebooting the system is required or Oracle Solaris Live Upgrade fails.


# init 6


You now have the packages and patches necessary for a successful migration.












Required Patches

The list of required patches is channel-specific. Additional patches are required for a system that is running zones. The latest list of required patches is available in the Oracle Solaris Live Upgrade Software: Patch Requirements (Doc ID 1004881.1) document in MOS. This page contains information about Live Upgrade that is not relevant to patching in Enterprise Manager Ops Center. The relevant information is located in the section titled "Patch Lists for full Live Upgrade Feature Support".

The following patch is required in addition to the Oracle Solaris Live Upgrade patches detailed in MOS:

	
125952-1 – Fixes a webconsole bug (CR 6751843) in Oracle Solaris which causes shutdown, and the live update activation operation, to hang for a couple of hours.









Required Packages and Patches for Oracle Solaris 8 OS

Patches are no longer available for Oracle Solaris 8 OS Live Upgrade packages. To use Live Upgrade on an Oracle Solaris 8 OS, you must use the Oracle Solaris 10 OS Live Upgrade packages and patches with your Oracle Solaris 8 software.

Use the following procedure to enable Oracle Solaris 8 OS Live Upgrade to work with Enterprise Manager Ops Center.

	
Remove the Oracle Solaris 8 OS Live Upgrade packages.


pkgrm SUNWluu
pkgrm SUNWlur
rm /etc/default/lu
rm -r /etc/lu


	
Install Oracle Solaris 8 OS software patches according to the Oracle Solaris Live Upgrade Software: Patch Requirements (Doc ID 1004881.1). The Oracle Solaris 8 OS patch list is in Section 2, "Using Live Upgrade to Manage or Patch the Boot Environments of a System."




	
Note:

You should always install the latest available revision of the patch utilities patch before applying other patches. Apply the highest available patch revision of the following patches:
	
108987-18 patchadd/patchrm patch**


	
110380-06 libadm patches


	
110934-26 pkg utilities patch


	
112396-03 fgrep patches


	
111111-07 nawk patches


	
112097-07 cpio patch


	
111879-08 prodreg patches for Live Upgrade


	
109147-44 linker patches


	
108434-25 SUNWlibC patches


	
108435-25 SUNWlibCx patches


	
112345-04 Pax patches


	
111400-04 kcms_server and kcms_configure patch


	
112279-03 or higher ALC Procedural script patch


	
114251-01 or higher ALC Procedural script patch (Oracle Solaris 8 2/02)


	
108977-19 libsmedia patch


	
108974-57 sd and uata driver patch


	
108968-12 vol/vold/rmmount/dev_pcmem.so.1 patch













	
Install the platform-specific Oracle Solaris 10 5/09 OS Live Upgrade packages.


pkgadd -d <src-dir> SUNWlucfg
pkgadd -d <src-dir> SUNWlur
pkgadd -d <src-dir> SUNWluu


	
Install the platform-specific Oracle Solaris Live Upgrade patch:

	
SPARC – At least Patch 121430-53


	
x86 – At least Patch 121431-54 The example uses the SPARC platform patch.


patchadd 121430-41





	
Set up an alternate boot environment (ABE). You can create an ABE by running an update job that contains a pre-action script, as described on the "Creating an ABE" page, or from the command line. The following example shows how to create an ABE from the command line.


lucreate -c BE1 -n BE2 -m /:c0t1d0s0:ufs







	
Note:

Install the latest available revision of the utilities patch before applying other patches.












Disk Requirements

In general, you must follow the general disk space requirements for an upgrade. When you create a boot environment, the space requirements are calculated. You can estimate the file system required to create a boot environment by starting to create a new boot environment and then canceling the process after the space requirements are calculated.

The disk on the new boot environment must be able to serve as a boot device. Some systems restrict which disks can serve as a boot device. Refer to your system's documentation to determine if any boot restrictions apply.

The disk might need to be prepared before you create the new boot environment. Check that the disk is formatted properly:

	
Identify slices large enough to hold the file systems to be copied.


	
Identify file systems that contain directories that you want to share between boot environments rather than copy. If you want a directory to be shared, you need to create a new boot environment with the directory put on its own slice. The directory is then a file system and can be shared with future boot environments. For more information about creating separate file systems for sharing, see "Guidelines for Selecting Slices for Shareable File Systems" in the Oracle Solaris Live Upgrade documentation.











Setting Up the NFS Server

Software and Storage Libraries can reside on the shares of an NFS server. These libraries can be created by one of the following methods:

	
Create the library, attach the virtual host to the Enterprise Manager Ops Center software, and then associate the storage library with the virtual host's virtual pool.


	
Use the Enterprise Ops Center software to create a library and add it to a virtual host's virtual pool.







	
Note:

NFS protocol requires agreement on the Domain Name System (DNS) that the NFS server and NFS clients use. The server and a client must agree on the identity of the authorized users accessing the share.







Because the Enterprise Controller does not mount the NFS share, install the NFS server on a system that is close to the systems where the NFS share will be used, that is, the systems that host global zones and Oracle VM Server for SPARC.



To Set Up a Share on the NFS Server

	
On the NFS server, edit the /etc/default/nfs file.


	
Locate the NFSMAPID_DOMAIN variable and change the variable value to the domain name.


	
Define a group and user that are common to both the NFS server and the NFS clients. Create the group account with GID 60, and the user with UID 60. For example, use the following commands to create a group and a user named opsctr: Create the opsctr group:


# groupadd -g 60 opsctr


Create the opsctr user:


# useradd -u 60 -g 60 -d / -c 'Ops Center user' -s /bin/true opsctr


	
Create the directory that you want to share, and set its ownership and permission modes. For example:


# mkdir -p /export/lib/libX
# chown opsctr:opsctr /export/lib/libX
# chmod 777 /export/lib/libX


	
Edit the /etc/dfs/dfstab file on the NFS server.


	
Add an entry to share the directory with the correct share options. For example, to share a directory named /export/lib/libX, create the following entry:


share -F nfs -o rw,root=<domain name>,anon=60 -d "Share 0" /export/lib/libX


where <domain name> is the domain name that you specified in the /etc/default/nfs file. If you want the NFS share to be accessible outside the domain, use the rw option to specify the optional domain list.


share -F nfs -o rw=<domain name 1>,<domain name 2>,anon=60 -d "Share 0" /path/to/share


Replace the <domain name n> entries with the correct domain names.


	
Share the directory and verify that the directory is shared. For example:


# shareall
# share
-               /export/lib/libX   rw,root=_<domain>_,anon=60   "Share 0"


The share now allows the opsctr user account and root user on the NFS clients to have write privileges. The special options set the directory to allow write access, the domain to allow access as the root user, and specifies that the anonymous user is seen on the clients as the user with UID 60 (opsctr).







	
Note:

Add the domain name to the /etc/nsswitch.conf file so that root=<domain name> is effective. If possible, use DNS instead of Network Information Service (NIS). DNS maps the host names to the IP addresses. Change the host line to DNS in the /etc/nsswitch.conf file.







After setting up a share on the NFS server, the NFS client has to be prepared to mount the share.






To Set Up an NFS Client

	
On each NFS client, edit the /etc/default/nfs file.


	
Locate the NFSMAPID_DOMAIN variable and change the variable value to the domain name.


	
Verify that the opsctr user account has been created.


# grep opsctr /etc/passwd


A successful result is similar to the following:


ipsctr:x:60:60:opsctr user:/:


	
Verify the NFS share is visible on the client.


# showmount -e <server-name>
export list for <server-name>:
/export/virtlib/lib0 (everyone)











Service Tags

A service tag is a small xml file that represents a specific asset (software or hardware), and contains data about that asset. Assets with service tags can be discovered using an automatic discovery or using the Discover and Manage Assets wizard.

There are two sets of data contained in a service tag. The first set contains data specific to the asset. The second set contains platform data on which the product is installed, or in the case of hardware service tags, data about the hardware asset.



Product Data

	
Unique identifier for that instance of the product


	
Name of the product


	
Product part number


	
Vendor of the product


	
Version of the product


	
Name of product parent


	
Unique identifier for product parent


	
Supplemental product identifier


	
User-defined product description


	
Day and time that the product was installed


	
Application which created the tag


	
Name of container (zone) in which the product is installed









Registration Agentry Data

	
Agentry Identifier


	
Agentry Version


	
Version of the file containing the product registration information









Platform Data

	
System Host Name


	
System Hostid


	
Operating System Name


	
Operating System Version


	
Operating System Architecture


	
System Model Name


	
System Manufacturer


	
CPU Manufacturer


	
Serial Number


	
Amount of physical memory


	
Number of physical CPUs


	
Number of CPU cores


	
Number of CPU threads


	
CPU name


	
CPU clock rate














2 Additional Resources

Oracle Enterprise Manager Ops Center interacts with several other products. Additional Resources contains links to some of the more commonly referenced resources.



Oracle Enterprise Manager Documentation

Oracle Enterprise Manager 11g Release 1 (11.1) Documentation is available on the Oracle Technology Network at http://download.oracle.com/docs/cd/E11857_01/index.htm






My Oracle Support

https://support.oracle.com/CSP/ui/flash.html






Oracle Solaris

For information about the Solaris 10 Operating System, see the Solaris 10 Operating System Documentation.


Oracle Solaris Live Upgrade

	
See the Solaris 10 System Administration Guide: Devices And File Systems at http://download.oracle.com/docs/cd/E19963-01/html/821-1459/index.html for background information about system administration tasks such as managing file systems, mounting, booting, and managing swap space.


	
See the Solaris 10 5/09 Installation Guide: Solaris Live Upgrade And Upgrade Planning at http://download.oracle.com/docs/cd/E19253-01/820-7013/index.html for information about the lucreate command and example lucreate scripts.


	
See the lucreate(1m) man page at http://download.oracle.com/docs/cd/E19082-01/819-2240/6n4htdnc0/index.html for information about the lucreate command.


	
To get the latest patches and packages, see the Solaris Live Upgrade Software: Patch Requirements (Doc ID 1004881.1) document in My Oracle Support (MOS) (formerly 206844 or 72099 in SunSolve). This page contains information about Solaris Live Upgrade that is not relevant to patching in Ops Center. The relevant information is located in the section titled "Patch Lists for full Live Upgrade Feature Support".


	
See the Solaris Live Upgrade Software: Patch Requirements (Doc ID 1004881.1) document in My Oracle Support (MOS) (formerly 206844 or 72099 in SunSolve) for information about using Live Upgrade with Solaris 8 software.





Oracle Solaris Containers and Zones

	
See Oracle Solaris Legacy Containers at http://download.oracle.com/docs/cd/E22645_01/index.html on the OTN for more information about Oracle Solaris Containers, zones, and physical-to-virtual (P2V) conversion.


	
See the Oracle Solaris ZFS Administration Guide at http://download.oracle.com/docs/cd/E19253-01/index.html for more information about ZFS file systems.





Oracle VM Server for SPARC

	
Sun Logical Domains 1.2 Administration Guide


	
ldm(1M)





Oracle Solaris Cluster

Oracle Solaris Cluster documentation


IPMP Groups

See "IPMP" in the Oracle Solaris 10 System Administration Guide: IP Services


OpenSSH for Oracle Solaris 8

See Sunfreeware to download OpenSSH


Fibre Channel Storage

Oracle Solaris Fibre Channel and Storage Multipathing Administration Guide






Jumpstart Enterprise Toolkit (JET) Resources and Documentation

JumpStart Enterprise Toolkit portal presents the JET disclaimer, links to documentation and JET downloads such as jet.pkg and the datastream package for the JumpStart Enterprise Toolkit. Custom Jumpstart and Advanced Installations documentation describes the JET module installation and instructions about how to create a JumpStart profile that deletes existing partitions with the fdisk keyword






SPARC Enterprise M3000/M4000/M5000/M8000/M9000 Servers

The following are some useful links to information about the SPARC Enterprise M-series servers:

	
Sun SPARC Enterprise M3000/M4000/M5000/M8000/M9000 Servers XSCF Reference Manual

See Domain Configuration in the SPARC Enterprise M3000/M4000/M5000/M8000/M9000 Servers XSCF User's Guide for information about manually creating and configuring domains on the server.


	
For information about downloading XCP firmware Release, see Firmware Downloads and Release History for Sun Systems.


	
See the SPARC M-series Servers product information for an overview of the benefits each server class. More detailed information about the servers is available on the product information page.









Sun ZFS Storage Appliance

See the Sun ZFS Storage Appliance Software product information page for links to more information.

To view the Sun ZFS Storage 7000 System Administration Guide, log in to the Unified Storage System software interface and click Help in the top right corner of any screen. You can also access this guide at the hostname or IP address of the storage system:

	
https://hostname:215/wiki


	
https://ipaddress:215/wiki









Service Tag Tools

See http://www.oracle.com/technetwork/indexes/downloads/index.html to download a Service Tag for your operating system.






Microsoft Windows

See Microsoft for more information about WMI. To troubleshoot connectivity issues, you might want to download and install Microsoft's WMI Administrative Tools. The tools include a WMI browser that enables you to connect to a remote machine and browse through the WMI information.









3 Network Reference

The following pages contain information about network configurations and ports.



Network Configurations

This section provides the example configurations and connectivity information for Enterprise Manager Ops Center. Other configurations are possible, such as using separate switches for each network. You can implement your network using any combination of VLANs and switches. Each network, whether management, provisioning, or data, must be assigned to separate VLANs.

	
Separate management, provisioning, and data networks


	
Combined management and provisioning network and a separate data network


	
Combined provisioning and data network and a separate management network


	
Combined provisioning, data, and management network









Separate Management, Provisioning, and Data Networks

	
Separate networks provide the highest security and the lowest number of points of failure.


	
Additional NICs are needed to support this configuration.





Figure 3-1 Separate Management, Provisioning, and Data Networks

[image: Description of Figure 3-1 follows]





A configuration with separate management, provisioning, and data networks has these requirements:

	
Enterprise Controller/Proxy Controller

	
ETH0 connects the Enterprise Controller/Proxy Controller to the corporate network for external access. Configure the ETH0 IP address, netmask, and gateway to meet corporate connectivity requirements.


	
ETH1 connects the Enterprise Controller/Proxy Controller to the provisioning network and must be on the same network as the ETH0 connections of the agents. Only the Enterprise Controller/Proxy Controller and the agents must reside on the provisioning network. ETH1 must be a 1 Gb NIC interface.


	
ETH2 connects the Enterprise Controller/Proxy Controller to the management network and must be on the same network as the management port connections of the agents. Configure the ETH2 IP address, netmask, and gateway to enable connectivity to the agents' management port IP addresses. ETH2 must be a 100 Mb NIC interface.


	
The DHCP service allocates IP addresses to the agents for loading operating systems.





	
Agents

	
Each agent's management port connects the agent to the management network and must be on the same network as the ETH2 connection of the Enterprise Controller/Proxy Controller. The management port must be a 100 Mb connection.


	
ETH0 connects the agent to the provisioning network and must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. ETH0 must be a 1 GB connection.


	
ETH1 connects the agent to the data network through the switch to provide corporate network access to the agent. ETH1 must be a 1 GB connection.












Combined Management and Provisioning Network and a Separate Data Network

	
Reduced system and network security.


	
No additional NIC is needed on the Enterprise Controller or Proxy Controller.





Figure 3-2 Combined Management and Provisioning Network and a Separate Data Network

[image: Description of Figure 3-2 follows]





	
Enterprise Controller/Proxy Controller

	
ETH0 connects the Enterprise Controller/Proxy Controller to the corporate network to provide external access. Configure the ETH0 IP address, netmask, and gateway to meet corporate connectivity requirements.


	
ETH1 connects the Enterprise Controller/Proxy Controller to the management and provisioning network and must be on the same network as the MGMT and ETH0 connections of the agents. Only the Enterprise Controller/Proxy Controller and the agents must reside on the management and provisioning network. The ETH1 IP address, netmask, and gateway must be configured to enable connectivity to the agent's management port IP addresses. ETH1 must be a 1 Gb NIC interface.


	
The DHCP service allocates IP addresses to the agents for loading operating systems.





	
Agents

	
Each agent's management port connects the agent to the management and provisioning network and must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. The management port must be a 100 Mb connection.


	
ETH0 connects the agent to the management and provisioning network and must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. ETH0 must be a 1 GB connection.


	
ETH1 connects the agent to the data network through the switch to provide corporate network access to the agent. ETH1 must be a 1-GB connection.












Combined Provisioning and Data Network and a Separate Management Network


Figure 3-3 Combined Provisioning and Data Network and a Separate Management Network

[image: Description of Figure 3-3 follows]





	
Enterprise Controller/Proxy Controller

	
ETH0 connects the Enterprise Controller/Proxy Controller to the corporate network to provide external access. Configure the ETH0 IP address, netmask, and gateway to meet corporate connectivity requirements.


	
ETH1 connects the Enterprise Controller/Proxy Controller to the provisioning and data network and must be on the same network as the ETH0 connections of the agents. Only the Enterprise Controller/Proxy Controller and the agents must reside on the data and provisioning network. ETH1 must be a 1 Gb NIC interface.


	
ETH2 connects the Enterprise Controller/Proxy Controller to the management network and must be on the same network as the management port connections of the agents. Configure the ETH2 IP address, netmask, and gateway to enable connectivity to the agent's management port IP addresses. ETH2 must be a 100 Mb NIC interface.


	
The DHCP service allocates IP addresses to the agents for loading operating systems.





	
Agents

	
The management port connects the agent to the management network and must be on the same network as the ETH2 connection of the Enterprise Controller/Proxy Controller. The management port must be a 100 Mb connection.


	
ETH0 connects the agent to the data and provisioning network to provide corporate network access to the agent. ETH0 connection must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. ETH0 must be a 1 GB connection.












Combined Provisioning, Data, and Management Network

	
Least secure system and network


	
No additional NIC is needed for the Enterprise Controller/Proxy Controller.





Figure 3-4 Combined Provisioning, Data, and Management Network

[image: Description of Figure 3-4 follows]





	
Enterprise Controller/Proxy Controller

	
ETH0 connects the Enterprise Controller/Proxy Controller to the corporate network to provide external access. Configure the ETH0 IP address, netmask, and gateway to meet corporate connectivity requirements.


	
ETH1 connects the Enterprise Controller/Proxy Controller to the combined management, provisioning, and data network and must be on the same network as the MGMT and ETH0 connections of the agents. Only the Enterprise Controller/Proxy Controller and the agents must reside on the combined network. ETH1 must be a 1 GB NIC interface.


	
The DHCP service allocates IP addresses to the agents for loading operating systems.





	
Agents

	
Each agent's management port connects the agent to the management, provisioning, and data network and must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. The management port must be a 100 MB connection.


	
ETH0 connects the agent to the management, provisioning, and data network, and must be on the same network as the ETH1 connection of the Enterprise Controller/Proxy Controller. ETH0 also connects the agent to the data network through the switch to provide external corporate network access to the agent. ETH0 must be a 1 GB connection.












Network Port Requirements and Protocols

This section lists the ports and protocols used by Oracle Enterprise Manager Ops Center.

The Enterprise Controller's default port is 443. If port 443 is in use, the Enterprise Controller uses Port 11165. The following table describes the required ports and their protocols.


Table 3-1 Required Ports and Protocols

	Communication	Protocol and Port	Purpose
	
Browser to Enterprise Controller

	
HTTPS, TCP 9443

	
Web interface


	
Browser to Enterprise Controller

	
HTTP, TCP 80

	
Redirects to port 9443


	
Proxy Controller to Enterprise Controller

	
HTTPS, TCP 443

	
Proxy Controller pushes asset data to Enterprise Controller.

Proxy Controller pulls data for jobs, updates, agents, and OS images.


	
Proxy Controller to Targets

	
FTP, TCP: Port 21 SSH, TCP: Port 22 Telnet, TCP: Port 23 DHCP, UDP: Ports 67, 68 SNMP, UDP: Ports 161, 162 IPMI, TCP+UDP: Port 623 Service Tags, TCP: Port 6481 ICMP ping: no port

	
Discovery, bare-metal provisioning, management, and monitoring.

For ICMP, proxy controllers send an echo request ping (Type 8) and receive either an echo reply ping (Type 0) or destination unreachable (Type 3).


	
Enterprise Controller to Proxy Controller

	
SSH: Port 22

	
During Proxy Controller installation or updates performed through the UI.


	
Agent to Proxy Controller

	
HTTPS, TCP: Port 21165

	
Agents push asset data to Proxy Controller.

Agents pull data for jobs.


	
Agent to Proxy Controller

	
HTTPS, TCP: Port 8002

	
Agents pull updates from Proxy Controller.


	
OS to Proxy Controller

	
HTTP, TCP: Port 8004

	
OS provisioning job's completion status

Linux OS provisioning

Download of the agent archive file.

Upload of the status messages about failed agent installations


	
Java client to public APIs

	
Transport Layer Security(TLS): Port 11172

	
JMX access from clients


	
WMI to agent

	
Port 11162

	
Communication to agent on Windows targets


	
Proxy Controller to NFS server

	
Port 2049 (default)

See operating system documentation for configuring NFS

	
Proxy Controller pulls provisioning images.


	
Enterprise Controller

	
Port 8005

	
Enterprise Controller in Disconnected mode












Network Switch Configuration

Use these guidelines to configure a network switch for a system running the Enterprise Manager Ops Center software.

	
Use an 8- or 16-port Virtual LAN (VLAN)-capable switch.


	
Discover and manage the switch.


	
If your site uses VLAN, create a separate VLAN for Ops Center management and provisioning networks.


	
Disable spanning-tree protocols on the switch.




For Ethernet connectivity:

	
The management network must be a 10/100 connection.


	
The provisioning and data networks must be a 10/100/1000 (1 GB) connection.












4 Download Sites

The Enterprise Controller retrieves software to perform provisioning and updating operations, using the wget command. In Connected mode, the Enterprise Controller must get access to one or more of the following sites to download software. In Disconnected mode, your representative downloads the software from these sites.

	My Oracle Suppport
	
https://support.oracle.com/CSP/ui/flash.html


	Infrastructure and Oracle Solaris OS Patches
	
https://getupdates.oracle.com


	Oracle Linux
	
https://linux.oracle.com


	Novell SUSE Linux Enterprise Server (Optional)
	
See http://support.novell.com/patches.html for information about maintenance. To register your system, see http://support.novell.com/linux/registration/ After you register your system, you have access to the download site, https://you.novell.com


	Microsoft Download Center
	
http://download.microsoft.com










5 Packages Installed With Oracle Enterprise Manager Ops Center

The Agent Packages and Virtualization Controller Packages sections list the packages installed by the Agent installation and Virtualization Controller installation.

The Packages Unistalled section lists thee packages removed by the uninstall script.



Agent Packages

The following packages are installed with the Agent:

	
SUNWstosreg


	
SUNWservicetagu


	
SUNWservicetagr


	
SUNWcacaocrews


	
SUNWcacaome


	
SUNWcacaort


	
SUNWjdmk-runtime-jmx


	
SUNWjdmk-runtime









Virtualization Controller Packages

The following packages are installed with the Virtualization controller on the Solaris 10 global zone:

	
SFWexpct


	
SUNWcacaowsvr


	
SUNWjavadb-core


	
SUNWjavadb-common


	
SUNWstosreg


	
SUNWservicetagu


	
SUNWservicetagr


	
SUNWcacaocrews


	
SUNWcacaome


	
SUNWcacaort


	
SUNWjdmk-runtime-jmx


	
SUNWjdmk-runtime


	
SUNWj6rt


	
SUNWj6cfg




The following packages might be shared by other system users:

	
SFWexpct


	
SUNWcacaowsvr


	
SUNWjavadb-core


	
SUNWjavadb-common









Packages Uninstalled

By default, the installer does not uninstall these:

	
SFWexpct


	
SUNWcacaowsvr


	
SUNWjavadb-core


	
SUNWjavadb-common


	
SUNWstosreg


	
SUNWservicetagu


	
SUNWservicetagr


	
SUNWcacaocrews


	
SUNWcacaome


	
SUNWcacaort


	
SUNWjdmk-runtime-jmx


	
SUNWjdmk-runtime


	
SUNWj6rt


	
SUNWj6cfg







	
Note:

Only packages that were installed with the Enterprise Manager Ops Center installers are uninstalled. Packages installed outside of the Enterprise Manager Ops Center installation are not uninstalled.















6 Logs and Directories

The Logs tab in the Administration section displays the contents of each of the log files that Enterprise Manager Ops Center maintains.



Installation

	
Log of a failed installation: /var/tmp/installer.log.xxxx


	
Log of a successful installation: /var/tmp/installer.log.latest


	
Log of an agent installation: /var/scn/install/log









General

	
Messages: /var/adm/messages*


	
BUI: /var/opt/sun/xvm/logs/emoc.log


	
Actions of the BUI and remote clients on the Enterprise Controller:

	
On Oracle Solaris: /var/cacao/instances/oem-ec/audits/


	
On Linux: /var/opt/sun/cacao/instances/oem-ec/audits/





	
Events between controllers and agents:

	
On an Oracle Solaris Enterprise Controller: /var/cacao/instances/oem-ec/logs


	
On a Linux Enterprise Controller: /var/opt/sun/cacao/instances/oem-ec/logs


	
On each Oracle Solaris Proxy Controller: /var/cacao/instances/scn-proxy/logs/cacao.n


	
On each Linux Proxy Controller: /var/opt/sun/cacao/instances/scn-proxy/logs/cacao.n












Software Updates

The Software Update component has its own server with its own logs. The following logs provide information on the activity for this server:

	
Audit Log

	
On Oracle Solaris: /var/opt/SUNWuce/server/logs/audit.log


	
On Linux: /usr/local/uce/server/logs/audit.log





	
Errors

	
On Oracle Solaris: /var/opt/SUNWuce/server/logs/error.log


	
On Linux: /usr/local/uce/server/logs/error.log


	
Log of errors in download jobs: /opt/SUNWuce/server/logs/SERVICE_CHANNEL/error.log





	
Job Log

	
On Oracle Solaris: /var/opt/SUNWuce/server/logs/job.log


	
On Linux: /usr/local/uce/server/logs/job.log












Component -Specific

	
Agents: /var/scn/update-agents/logs directory.


	
Libraries: /var/opt/sun/xvm/logs/virtimagelib.log


	
Asset Database

	
On the Enterprise Controller:

	
Log of interactions with the database of assets: /var/opt/sun/xvm/logs/db/mgmt/logs/db.log


	
Log of events in collecting data for reports: /var/opt/sun/xvm/logs/db/reports/logs/db.log





	
On the Proxy Controller: /var/opt/sun/xvm/proxydb/*


	
On each agent: /var/opt/sun/xvm/agentdb/*












Upgrade

The log of upgrade actions for the Enterprise Controller and its co-located proxy controller is in the file: /var/scn/update-saved-state/update_satellite_bundle_11.1.n.xxxx/updatelog.txt The log of upgrade actions for a proxy controller that is not co-located is in the file: /var/scn/update-saved-state/update_proxy_bundle_11.1.n.xxxx/updatelog.txt






Event Logs for Jobs

Event logs for jobs are generated by tasks as they progress. See Viewing Job Details for instructions on viewing job event logs.






To Control the Number of Common Agent Container Log Files

The Common Agent Container cacao is a common Java container for JDMX/JMX management and handles the interactions between controllers and agents. All events are recorded in the cacao log files and events that are above the level of INFO are also logged in the syslog. You can view the contents of the current log file using the Ops Center BUI.

	
On an Oracle Solaris Enterprise Controller: /var/cacao/instances/default/logs/cacao.n


	
On a Linux Enterprise Controller: /var/opt/sun/cacao/instances/default/logs/cacao.n


	
On each Oracle Solaris Proxy Controller: /var/cacao/instances/scn-proxy/logs/cacao.n


	
On each Linux Proxy Controller: /var/opt/sun/cacao/instances/scn-proxy/logs/cacao.n




The maximum file size is 1 MB. When the limit is reached, the current log file is closed and a new one created. The default number of log files is three. You can change the number of log files Ops Center retains, using the Common Agent Container's management utility, cacaoadm.

To view the current number of log files maintained for the Enterprise Controller, issue the following command on the system where the Enterprise software is running:


# cacaoadm get-param log-file-count -i default
log-file-count=3


To view the number of log files maintained for a Proxy Controller, issue the following command on the system were the proxy controller software is running:


# cacaoadm get-param log-file-count -i scn-proxy
log-file-count=3


To change the number of log files on the Enterprise Controller, a Proxy Controller, or both:

	
Verify that there are no active jobs.


	
Stop the Common Agent Container service on the Enterprise Controller.

	
On Oracle Solaris:


# /opt/SUNWxvmoc/bin/satadm stop -w -v


	
On Linux:


# /opt/sun/xvmoc/bin/satadm stop -w -v


Stop the Common Agent Container service on a Proxy Controller:


	
On Oracle Solaris:


# /opt/SUNWxvmoc/bin/proxyadm stop -w -v


	
On Linux:


# /opt/sun/xvmoc/bin/proxyadm stop -w -v





	
Specify the maximum number of log files to be retained in addition to the current log file. In the following example, the count of 10 specifies that nine log files of previous events are retained in addition to the log file for current events. On the Enterprise Controller:


# cacaoadm set-param log-file-count=10 -i default


On a Proxy Controller:


# cacaoadm set-param log-file-count=10 -i scn-proxy


	
Start the Enterprise Controller.

	
On Oracle Solaris:


# /opt/SUNWxvmoc/bin/satadm start -w -v


	
On Linux:


# /opt/sun/xvmoc/bin/satadm start -w -v





	
Verify that the Enterprise Controller has been restarted completely before attempting other operations. For example, if you have stopped both the Enterprise Controller and a Proxy Controller, wait for the Enterprise Controller to restart before restarting each Proxy Controller. On an Oracle Solaris Proxy Controller:


# /opt/SUNWxvmoc/bin/proxyadm start -w -v    


On a Linux Proxy Controller:


# /opt/sun/xvmoc/bin/proxyadm start -w -v    


	
Verify that all controllers have restarted completely before attempting other operations.












7 Asset Attributes

Oracle Enterprise Manager Ops Center records the attributes of the assets it manages. These assets can be used in administering groups and monitoring assets. The time zone values can be used to adjust the reporting of assets.



Asset Attributes

You can use the following attributes in group or monitoring rules.


Table 7-1 Group and Monitoring Asset Attributes

	
Attribute

	
Supported Values


	
AgentProvisioningSupported

	
TRUE

FALSE


	
ApplianceName

	
Any string


	
ApplianceNameIPAddress

	
Any IP address


	
CpuArchitecture

	
POWER_PC

SPARC

SPARC-SUN4V

X86


	
CpuInfos.architecture

	
POWER_PC

SPARC

SPARC-SUN4V

X86


	
CpuInfos.coreCount

	
Any number


	
CpuInfos.model

	
Any string


	
CpuInfos.speed

	
Any number


	
CpuInfos.threadCount

	
Any number


	
CpuInfos.type

	
Any string


	
DebugUserSshAccess

	
TRUE

FALSE


	
Description

	
Any string


	
DNSConfigured

	
TRUE

FALSE


	
DNSDomainName

	
Any string


	
EthernetPortInfos.ipAddress

	
Any IP address


	
EthernetPortInfos.macAddress

	
Any string


	
EthernetPortInfos.management

	
TRUE

FALSE


	
FirmwareInfos.compliant

	
TRUE

FALSE


	
FirmwareInfos.description

	
Any string


	
FirmwareInfos.provider

	
Any string


	
FirmwareInfos.type

	
Any string


	
FirmwareInfos.version

	
Any string


	
GearType

	
GlobalZone

NonGlobalZone

LDomHost

LDomGuest

OperatingSystem

Server Network

ServerContainer

MSeriesChassis

VirtualPool

SolarisCluster

SolarisClusterNode

SolarisClusterZoneClusterGroup


	
HardDiskSet.sizeInBytes

	
Any number


	
HostId

	
Any string


	
Hostname

	
Any string


	
InterfaceInfos.enabled

	
TRUE

FALSE


	
InterfaceInfos.ipAddress

	
Any IP address


	
InterfaceInfos.macAddress

	
Any number


	
InterfaceInfos.mtu

	
Any number


	
InterfaceInfos.subnetMask

	
Any number


	
IpAddress

	
Any IP address


	
IPSLicense

	
Any string


	
IPSReadme

	
Any string


	
LDAPProfileName

	
Any string


	
LDAPProxyDN

	
Any string


	
LDAPServer

	
Any string


	
Locale

	
C

POSIX

en_CA

en_CA.ISO8859-1

en_CA.UTF-8

en_US

en_US.ISO8859-1

en_US.ISO8859-15

en_US.ISO8859-15@euro

es

es_MX

es_MX.ISO8859-1

es_MX.UTF-8

fr

fr_CA

fr_CA.ISO8859-1

fr_CA.UTF-8

iso_8859_1


	
LocatorLightOn

	
TRUE

FALSE


	
MachineHardwareClass

	
InfiniBand

Ethernet

FibreChannel

EthernetGateway

InfiniBandGateway

Unknown

TOR

NEM


	
ManagedState

	
HIDDEN

MANAGED

MANAGED_OR_PROVISIONED

PROVISIONING

UNMANAGED

UNMANAGED_OR_PROVISIONED


	
Manufacturer

	
Any string


	
MBeanInterfaceName

	
Any string


	
MemberInfoSet.autoBoot

	
on

off


	
MemberInfoSet.cpuMode

	
compatible

auto


	
MemberInfoSet.diagLevel

	
max

none

min


	
MemberInfoSet.domainDegradationPolicy

	
fru

system

xsb


	
MemberInfoSet.secureMode

	
on

off


	
MemberInfoSet.type

	
DOMAIN

NEM

SERVER


	
MemoryInfos.size

	
Any number


	
MemoryInfos.type

	
Any string


	
Model

	
Any string


	
Monitored

	
TRUE

FALSE


	
MultiPathingEnabled

	
TRUE

FALSE


	
NameServiceDomainName

	
Any string


	
NetworkCIDR

	
Any string


	
NFSMapidDomain

	
Any string


	
NISNameServerByIP

	
Any IP address


	
NISNameServerByName

	
Any string


	
NotificationEnabled

	
TRUE

FALSE


	
OperatorPanelSwitchStatus

	
Any string


	
OSRunning

	
TRUE

FALSE


	
PortInfos.address

	
Any string


	
PortInfos.connectedPeer

	
Any string


	
PortInfos.connectorType

	
BOARD_INTERNAL

CHASSIS_BLADE

CHASSIS_FABRIC

CXP

QSFP

SFP

SFP_PLUS

UNKNOWN


	
PortInfos.description

	
Any string


	
PortInfos.fabricType

	
ETHERNET

FIBRE_CHANNEL

INFINIBAND

UNKNOWN


	
PortInfos.inDiscards

	
Any number


	
PortInfos.inErrors

	
Any number


	
PortInfos.inNUcastPkts

	
Any number


	
PortInfos.inOctets

	
Any number


	
PortInfos.inUcastPkts

	
Any number


	
PortInfos.inUnknownProto

	
Any number


	
PortInfos.lastTick

	
Any number


	
PortInfos.linkType

	
Any string


	
PortInfos.localDnsAddr

	
Any string


	
PortInfos.localIpaddr

	
Any string


	
PortInfos.management

	
TRUE

FALSE


	
PortInfos.mtu

	
Any number


	
PortInfos.operStatus

	
Any string


	
PortInfos.outDiscards

	
Any number


	
PortInfos.outErrors

	
Any number


	
PortInfos.outNUcastPkts

	
Any number


	
PortInfos.outOctets

	
Any number


	
PortInfos.outUcastPkts

	
Any number


	
PortInfos.portType

	
HOST

ROUTER

SWITCH

TARGET


	
PortInfos.remoteDnsAddr

	
Any string


	
PortInfos.remoteIpaddr

	
Any string


	
PortInfos.speed

	
Any string


	
PortInfos.type

	
ETHERNET

FIBRE_CHANNEL

INFINIBAND

POWER

SERIAL

VLAN

UNKNOWN


	
PoweredOn

	
TRUE

FALSE


	
RcvErrorRate

	
Any string


	
RcvThroughput

	
Any string


	
ResourceTagsString

	
Any string


	
RoutingMode

	
DYN_OFF

DYN_ON

DYN_AUTO


	
Satellite

	
Any string


	
SensorNotificationEnabled

	
TRUE

FALSE


	
SerialConsoleURL

	
Any string


	
ServiceTag.architecture

	
Any string


	
ServiceTag.assetLabel

	
Any string


	
ServiceTag.CPUManufacturer

	
Any string


	
ServiceTag.customerAssetTag

	
Any string


	
ServiceTag.host

	
Any string


	
ServiceTag.IPAddress

	
Any IP address


	
ServiceTag.manufacturedServiceTag

	
TRUE

FALSE


	
ServiceTag.manufacturer

	
Any string


	
ServiceTag.platform

	
Any string


	
ServiceTag.platformArchitecture

	
Any string


	
ServiceTag.port

	
Any number


	
ServiceTag.productDefinedInstanceID

	
Any string


	
ServiceTag.productHierarchy

	
Any string


	
ServiceTag.productName

	
Any string


	
ServiceTag.productURN

	
Any string


	
ServiceTag.productVendor

	
Any string


	
ServiceTag.productVersion

	
Any string


	
ServiceTag.release

	
Any string


	
ServiceTag.serialNumber

	
Any string


	
ServiceTag.serviceTagInstanceURN

	
Any string


	
ServiceTag.serviceTagType

	
NATIVE

NATIVE_NOT_FOUND

MANUFACTURED


	
ServiceTag.subStatus

	
Any string


	
ServiceTagInstanceURN

	
Any string


	
Status

	
FAULTED

NON_RECOVERABLE

MAINTENANCE

DECONFIGURED

DEGRADED

CRITICAL

WARNING

INFO

OK

UNINITIALIZED

UNKNOWN

UNCONFIGURED

NEEDS_POWERON


	
SubnetManager

	
TRUE

FALSE


	
SubnetManagerAddress

	
Any string


	
SubnetMask

	
Any string


	
TimeZone

	
See Time Zone Values list below


	
TotalRcvErrors

	
Any string


	
TotalRcvOctets

	
Any string


	
TotalXmitErrors

	
Any string


	
TotalXmitOctets

	
Any string


	
UserFriendlyDescription

	
Any string


	
UserFriendlyName

	
Any string


	
VirtualizationType

	
ldom

xen

zone


	
VlanId

	
Any string


	
WebConsoleUrl

	
Any string


	
XmitErrorRate

	
Any string


	
XmitThroughput

	
Any string


	
XsbInfoSet.assignmentStatus

	
Assigned

Available

Unavailable


	
XsbInfoSet.connectionStatus

	
y

n


	
XsbInfoSet.diagStatus

	
Failed

Passed

Testing

Unknown

Unmount


	
XsbInfoSet.domainId

	
00

01

02

03

04

05

06

07

08

09

10

11

12

13

14

SP


	
XsbInfoSet.dynamicReconfStatus

	
Any string


	
XsbInfoSet.faultStatus

	
Degraded

Faulted

Normal


	
XsbInfoSet.incorporationStatus

	
y

n


	
XsbInfoSet.lsbId

	
Any string


	
XsbInfoSet.powerStatus

	
y

n


	
XsbInfoSet.psbId

	
Any string


	
XsbInfoSet.xsbId

	
Any string


	
XVMServerVersion

	
Any string












Time Zone Values

	
Africa/Abidjan


	
Africa/Accra


	
Africa/Addis_Ababa


	
Africa/Algiers


	
Africa/Asmara


	
Africa/Asmera


	
Africa/Bamako


	
Africa/Bangui


	
Africa/Banjul


	
Africa/Bissau


	
Africa/Blantyre


	
Africa/Brazzaville


	
Africa/Bujumbura


	
Africa/Cairo


	
Africa/Casablanca


	
Africa/Ceuta


	
Africa/Conakry


	
Africa/Dakar


	
Africa/Dar_es_Salaam


	
Africa/Djibouti


	
Africa/Douala


	
Africa/El_Aaiun


	
Africa/Freetown


	
Africa/Gaborone


	
Africa/Harare


	
Africa/Johannesburg


	
Africa/Kampala


	
Africa/Khartoum


	
Africa/Kigali


	
Africa/Kinshasa


	
Africa/Lagos


	
Africa/Libreville


	
Africa/Lome


	
Africa/Luanda


	
Africa/Lubumbashi


	
Africa/Lusaka


	
Africa/Malabo


	
Africa/Maputo


	
Africa/Maseru


	
Africa/Mbabane


	
Africa/Mogadishu


	
Africa/Monrovia


	
Africa/Nairobi


	
Africa/Ndjamena


	
Africa/Niamey


	
Africa/Nouakchott


	
Africa/Ouagadougou


	
Africa/Porto-Novo


	
Africa/Sao_Tome


	
Africa/Timbuktu


	
Africa/Tripoli


	
Africa/Tunis


	
Africa/Windhoek


	
America/Adak


	
America/Anchorage


	
America/Anguilla


	
America/Antigua


	
America/Araguaina


	
America/Argentina/Buenos_Aires


	
America/Argentina/Catamarca


	
America/Argentina/ComodRivadavia


	
America/Argentina/Cordoba


	
America/Argentina/Jujuy


	
America/Argentina/La_Rioja


	
America/Argentina/Mendoza


	
America/Argentina/Rio_Gallegos


	
America/Argentina/Salta


	
America/Argentina/San_Juan


	
America/Argentina/San_Luis


	
America/Argentina/Tucuman


	
America/Argentina/Ushuaia


	
America/Aruba


	
America/Asuncion


	
America/Atikokan


	
America/Atka


	
America/Bahia


	
America/Bahia_Banderas


	
America/Barbados


	
America/Belem


	
America/Belize


	
America/Blanc-Sablon


	
America/Boa_Vista


	
America/Bogota


	
America/Boise


	
America/Buenos_Aires


	
America/Cambridge_Bay


	
America/Campo_Grande


	
America/Cancun


	
America/Caracas


	
America/Catamarca


	
America/Cayenne


	
America/Cayman


	
America/Chicago


	
America/Chihuahua


	
America/Coral_Harbour


	
America/Cordoba


	
America/Costa_Rica


	
America/Cuiaba


	
America/Curacao


	
America/Danmarkshavn


	
America/Dawson


	
America/Dawson_Creek


	
America/Denver


	
America/Detroit


	
America/Dominica


	
America/Edmonton


	
America/Eirunepe


	
America/El_Salvador


	
America/Ensenada


	
America/Fort_Wayne


	
America/Fortaleza


	
America/Glace_Bay


	
America/Godthab


	
America/Goose_Bay


	
America/Grand_Turk


	
America/Grenada


	
America/Guadeloupe


	
America/Guatemala


	
America/Guayaquil


	
America/Guyana


	
America/Halifax


	
America/Havana


	
America/Hermosillo


	
America/Indiana/Indianapolis


	
America/Indiana/Knox


	
America/Indiana/Marengo


	
America/Indiana/Petersburg


	
America/Indiana/Tell_City


	
America/Indiana/Vevay


	
America/Indiana/Vincennes


	
America/Indiana/Winamac


	
America/Indianapolis


	
America/Inuvik


	
America/Iqaluit


	
America/Jamaica


	
America/Jujuy


	
America/Juneau


	
America/Kentucky/Louisville


	
America/Kentucky/Monticello


	
America/Knox_IN


	
America/La_Paz


	
America/Lima


	
America/Los_Angeles


	
America/Louisville


	
America/Maceio


	
America/Managua


	
America/Manaus


	
America/Marigot


	
America/Martinique


	
America/Matamoros


	
America/Mazatlan


	
America/Mendoza


	
America/Menominee


	
America/Merida


	
America/Mexico_City


	
America/Miquelon


	
America/Moncton


	
America/Monterrey


	
America/Montevideo


	
America/Montreal


	
America/Montserrat


	
America/Nassau


	
America/New_York


	
America/Nipigon


	
America/Nome


	
America/Noronha


	
America/North_Dakota/Center


	
America/North_Dakota/New_Salem


	
America/Ojinaga


	
America/Panama


	
America/Pangnirtung


	
America/Paramaribo


	
America/Phoenix


	
America/Port-au-Prince


	
America/Port_of_Spain


	
America/Porto_Acre


	
America/Porto_Velho


	
America/Puerto_Rico


	
America/Rainy_River


	
America/Rankin_Inlet


	
America/Recife


	
America/Regina


	
America/Resolute


	
America/Rio_Branco


	
America/Rosario


	
America/Santa_Isabel


	
America/Santarem


	
America/Santiago


	
America/Santo_Domingo


	
America/Sao_Paulo


	
America/Scoresbysund


	
America/Shiprock


	
America/St_Barthelemy


	
America/St_Johns


	
America/St_Kitts


	
America/St_Lucia


	
America/St_Thomas


	
America/St_Vincent


	
America/Swift_Current


	
America/Tegucigalpa


	
America/Thule


	
America/Thunder_Bay


	
America/Tijuana


	
America/Toronto


	
America/Tortola


	
America/Vancouver


	
America/Virgin


	
America/Whitehorse


	
America/Winnipeg


	
America/Yakutat


	
America/Yellowknife


	
Antarctica/Casey


	
Antarctica/Davis


	
Antarctica/DumontDUrville


	
Antarctica/Macquarie


	
Antarctica/Mawson


	
Antarctica/McMurdo


	
Antarctica/Palmer


	
Antarctica/Rothera


	
Antarctica/South_Pole


	
Antarctica/Syowa


	
Antarctica/Vostok


	
Arctic/Longyearbyen


	
Asia/Aden


	
Asia/Almaty


	
Asia/Amman


	
Asia/Anadyr


	
Asia/Aqtau


	
Asia/Aqtobe


	
Asia/Ashgabat


	
Asia/Ashkhabad


	
Asia/Baghdad


	
Asia/Bahrain


	
Asia/Baku


	
Asia/Bangkok


	
Asia/Beirut


	
Asia/Bishkek


	
Asia/Brunei


	
Asia/Calcutta


	
Asia/Choibalsan


	
Asia/Chongqing


	
Asia/Chungking


	
Asia/Colombo


	
Asia/Dacca


	
Asia/Damascus


	
Asia/Dhaka


	
Asia/Dili


	
Asia/Dubai


	
Asia/Dushanbe


	
Asia/Gaza


	
Asia/Harbin


	
Asia/Ho_Chi_Minh


	
Asia/Hong_Kong


	
Asia/Hovd


	
Asia/Irkutsk


	
Asia/Istanbul


	
Asia/Jakarta


	
Asia/Jayapura


	
Asia/Jerusalem


	
Asia/Kabul


	
Asia/Kamchatka


	
Asia/Karachi


	
Asia/Kashgar


	
Asia/Kathmandu


	
Asia/Katmandu


	
Asia/Kolkata


	
Asia/Krasnoyarsk


	
Asia/Kuala_Lumpur


	
Asia/Kuching


	
Asia/Kuwait


	
Asia/Macao


	
Asia/Macau


	
Asia/Magadan


	
Asia/Makassar


	
Asia/Manila


	
Asia/Muscat


	
Asia/Nicosia


	
Asia/Novokuznetsk


	
Asia/Novosibirsk


	
Asia/Omsk


	
Asia/Oral


	
Asia/Phnom_Penh


	
Asia/Pontianak


	
Asia/Pyongyang


	
Asia/Qatar


	
Asia/Qyzylorda


	
Asia/Rangoon


	
Asia/Riyadh


	
Asia/Riyadh87


	
Asia/Riyadh88


	
Asia/Riyadh89


	
Asia/Saigon


	
Asia/Sakhalin


	
Asia/Samarkand


	
Asia/Seoul


	
Asia/Shanghai


	
Asia/Singapore


	
Asia/Taipei


	
Asia/Tashkent


	
Asia/Tbilisi


	
Asia/Tehran


	
Asia/Tel_Aviv


	
Asia/Thimbu


	
Asia/Thimphu


	
Asia/Tokyo


	
Asia/Ujung_Pandang


	
Asia/Ulaanbaatar


	
Asia/Ulan_Bator


	
Asia/Urumqi


	
Asia/Vientiane


	
Asia/Vladivostok


	
Asia/Yakutsk


	
Asia/Yekaterinburg


	
Asia/Yerevan


	
Atlantic/Azores


	
Atlantic/Bermuda


	
Atlantic/Canary


	
Atlantic/Cape_Verde


	
Atlantic/Faeroe


	
Atlantic/Faroe


	
Atlantic/Jan_Mayen


	
Atlantic/Madeira


	
Atlantic/Reykjavik


	
Atlantic/South_Georgia


	
Atlantic/St_Helena


	
Atlantic/Stanley


	
Australia/ACT


	
Australia/Adelaide


	
Australia/Brisbane


	
Australia/Broken_Hill


	
Australia/Canberra


	
Australia/Currie


	
Australia/Darwin


	
Australia/Eucla


	
Australia/Hobart


	
Australia/LHI


	
Australia/Lindeman


	
Australia/Lord_Howe


	
Australia/Melbourne


	
Australia/NSW


	
Australia/North


	
Australia/Perth


	
Australia/Queensland


	
Australia/South


	
Australia/Sydney


	
Australia/Tasmania


	
Australia/Victoria


	
Australia/West


	
Australia/Yancowinna


	
Brazil/Acre


	
Brazil/DeNoronha


	
Brazil/East


	
Brazil/West


	
CET


	
CST6CDT


	
Canada/Atlantic


	
Canada/Central


	
Canada/East-Saskatchewan


	
Canada/Eastern


	
Canada/Mountain


	
Canada/Newfoundland


	
Canada/Pacific


	
Canada/Saskatchewan


	
Canada/Yukon


	
Chile/Continental


	
Chile/EasterIsland


	
Cuba


	
EET


	
EST


	
EST5EDT


	
Egypt


	
Eire


	
Etc/GMT


	
Etc/GMT+0


	
Etc/GMT+1


	
Etc/GMT+10


	
Etc/GMT+11


	
Etc/GMT+12


	
Etc/GMT+2


	
Etc/GMT+3


	
Etc/GMT+4


	
Etc/GMT+5


	
Etc/GMT+6


	
Etc/GMT+7


	
Etc/GMT+8


	
Etc/GMT+9


	
Etc/GMT-0


	
Etc/GMT-1


	
Etc/GMT-10


	
Etc/GMT-11


	
Etc/GMT-12


	
Etc/GMT-13


	
Etc/GMT-14


	
Etc/GMT-2


	
Etc/GMT-3


	
Etc/GMT-4


	
Etc/GMT-5


	
Etc/GMT-6


	
Etc/GMT-7


	
Etc/GMT-8


	
Etc/GMT-9


	
Etc/GMT0


	
Etc/Greenwich


	
Etc/UCT


	
Etc/UTC


	
Etc/Universal


	
Etc/Zulu


	
Europe/Amsterdam


	
Europe/Andorra


	
Europe/Athens


	
Europe/Belfast


	
Europe/Belgrade


	
Europe/Berlin


	
Europe/Bratislava


	
Europe/Brussels


	
Europe/Bucharest


	
Europe/Budapest


	
Europe/Chisinau


	
Europe/Copenhagen


	
Europe/Dublin


	
Europe/Gibraltar


	
Europe/Guernsey


	
Europe/Helsinki


	
Europe/Isle_of_Man


	
Europe/Istanbul


	
Europe/Jersey


	
Europe/Kaliningrad


	
Europe/Kiev


	
Europe/Lisbon


	
Europe/Ljubljana


	
Europe/London


	
Europe/Luxembourg


	
Europe/Madrid


	
Europe/Malta


	
Europe/Mariehamn


	
Europe/Minsk


	
Europe/Monaco


	
Europe/Moscow


	
Europe/Nicosia


	
Europe/Oslo


	
Europe/Paris


	
Europe/Podgorica


	
Europe/Prague


	
Europe/Riga


	
Europe/Rome


	
Europe/Samara


	
Europe/San_Marino


	
Europe/Sarajevo


	
Europe/Simferopol


	
Europe/Skopje


	
Europe/Sofia


	
Europe/Stockholm


	
Europe/Tallinn


	
Europe/Tirane


	
Europe/Tiraspol


	
Europe/Uzhgorod


	
Europe/Vaduz


	
Europe/Vatican


	
Europe/Vienna


	
Europe/Vilnius


	
Europe/Volgograd


	
Europe/Warsaw


	
Europe/Zagreb


	
Europe/Zaporozhye


	
Europe/Zurich


	
Factory


	
GB


	
GB-Eire


	
GMT


	
GMT+0


	
GMT-0


	
GMT0


	
Greenwich


	
HST


	
Hongkong


	
Iceland


	
Indian/Antananarivo


	
Indian/Chagos


	
Indian/Christmas


	
Indian/Cocos


	
Indian/Comoro


	
Indian/Kerguelen


	
Indian/Mahe


	
Indian/Maldives


	
Indian/Mauritius


	
Indian/Mayotte


	
Indian/Reunion


	
Iran


	
Israel


	
Jamaica


	
Japan


	
Kwajalein


	
Libya


	
MET


	
MST


	
MST7MDT


	
Mexico/BajaNorte


	
Mexico/BajaSur


	
Mexico/General


	
Mideast/Riyadh87


	
Mideast/Riyadh88


	
Mideast/Riyadh89


	
NZ


	
NZ-CHAT


	
Navajo


	
PRC


	
PST8PDT


	
Pacific/Apia


	
Pacific/Auckland


	
Pacific/Chatham


	
Pacific/Easter


	
Pacific/Efate


	
Pacific/Enderbury


	
Pacific/Fakaofo


	
Pacific/Fiji


	
Pacific/Funafuti


	
Pacific/Galapagos


	
Pacific/Gambier


	
Pacific/Guadalcanal


	
Pacific/Guam


	
Pacific/Honolulu


	
Pacific/Johnston


	
Pacific/Kiritimati


	
Pacific/Kosrae


	
Pacific/Kwajalein


	
Pacific/Majuro


	
Pacific/Marquesas


	
Pacific/Midway


	
Pacific/Nauru


	
Pacific/Niue


	
Pacific/Norfolk


	
Pacific/Noumea


	
Pacific/Pago_Pago


	
Pacific/Palau


	
Pacific/Pitcairn


	
Pacific/Ponape


	
Pacific/Port_Moresby


	
Pacific/Rarotonga


	
Pacific/Saipan


	
Pacific/Samoa


	
Pacific/Tahiti


	
Pacific/Tarawa


	
Pacific/Tongatapu


	
Pacific/Truk


	
Pacific/Wake


	
Pacific/Wallis


	
Pacific/Yap


	
Poland


	
Portugal


	
ROK


	
Singapore


	
Turkey


	
UCT


	
US/Alaska


	
US/Aleutian


	
US/Arizona


	
US/Central


	
US/East-Indiana


	
US/Eastern


	
US/Hawaii


	
US/Indiana-Starke


	
US/Michigan


	
US/Mountain


	
US/Pacific


	
US/Pacific-New


	
US/Samoa


	
UTC


	
Universal


	
W-SU


	
WET


	
Zulu












8 Supported Systems

The following tables show the supported systems in Oracle Enterprise Manager Ops Center.



Base Operating Systems for Enterprise Controller and Proxy Controller


Table 8-1 Base Operating Systems for Enterprise Controller and Proxy Controller

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Oracle Solaris for SPARC

	
S10

	
Update 3 through Update 10

	
Yes

	
NA

	
None


	
Oracle Solaris for X86

	
S10

	
Update 3 through Update 10

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.3

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.4

	
NA

	
NA

	
Yes

	
None


	
Oracle Enterprise Linux

	
5.5

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.6

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.0

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.3

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.4

	
NA

	
NA

	
Yes

	
None


	
Red Hat Enterprise Linux

	
5.5

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.6

	
NA

	
Yes

	
NA

	
None












Base Browsers


Table 8-2 Base Browsers

	Certification Platform	Version or Model #	Test Certified?	Paper Certified?
	
Firefox

	
2.x

	
Yes

	
NA


	
Firefox

	
3.x

	
NA

	
Yes


	
Internet Explorer

	
7.x

	
Yes

	
NA


	
Internet Explorer

	
8.x

	
Yes

	
NA












Target Operating Systems


Table 8-3 Target Operating Systems

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Oracle Solaris SPARC

	
S8

	
NA

	
NA

	
Yes

	
Cannot provision Oracle Solaris 8


	
Oracle Solaris SPARC

	
S9

	
NA

	
Yes

	
NA

	
No Live Upgrade support


	
Oracle Solaris SPARC

	
S10

	
All versions through Update 10

	
Yes

	
NA

	
None


	
Oracle Solaris x86

	
S9

	
NA

	
Yes

	
NA

	
No Live Upgrade support


	
Oracle Solaris x86

	
S10

	
All versions through Update 10

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.3

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.4

	
NA

	
NA

	
Yes

	
None


	
Oracle Enterprise Linux

	
5.5

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.6

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Linux

	
5.7

	
NA

	
NA

	
Yes

	
None


	
Red Hat Enterprise Linux

	
4.X

	
NA

	
NA

	
Yes

	
None


	
Red Hat Enterprise Linux

	
5.0

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.2

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.3

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.4

	
NA

	
NA

	
YA

	
None


	
Red Hat Enterprise Linux

	
5.5

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.6

	
NA

	
Yes

	
NA

	
None


	
Red Hat Enterprise Linux

	
5.7

	
NA

	
NA

	
Yes

	
None


	
Novell SUSE Linux Enterprise Server (SLES)

	
9

	
NA

	
Yes

	
NA

	
None


	
Novell SUSE Linux Enterprise Server (SLES)

	
10

	
NA

	
Yes

	
NA

	
None


	
Novell SUSE Linux Enterprise Server (SLES)

	
11

	
NA

	
Yes

	
NA

	
None


	
Windows

	
XP

	
NA

	
Yes

	
NA

	
Using MSCCM 2007. OS Provisioning is not supported.


	
Windows

	
2003

	
NA

	
NA

	
Yes

	
Using MSCCM 2007. OS Provisioning is not supported.


	
Windows

	
2008

	
NA

	
Yes

	
NA

	
Using MSCCM 2007. OS Provisioning is not supported.












Target Servers

	
All ILOM-based Sun Servers


	
All ALOM, ELOM, and RSC service processor enabled systems





Table 8-4 Sun SPARC T-Series Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun SPARC

	
T3-1

	
8.0.2

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC

	
T3-2

	
8.0.1

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC

	
T3-4

	
8.0.2

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC

	
T4-1

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC

	
T4-2

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC

	
T4-4

	
NA

	
Yes

	
NA

	
NA

	
None









Table 8-5 Chip Multi-Threading (CMT) Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun Fire

	
T1000

	
Sun System Firmware 6.1.2

	
Yes

	
NA

	
NA

	
None


	
Sun Fire

	
T2000

	
Sun System Firmware 6.7.5

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
T1000

	
6.7.5

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
T2000

	
6.7.5

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
T5120

	
7.2.4.e

	
Yes

	
NA

	
7.2.0

	
None


	
Sun SPARC Enterprise

	
T5140

	
7.1.0.b

	
Yes

	
NA

	
7.2.0

	
None


	
Sun SPARC Enterprise

	
T5220

	
7.0.3.b

	
Yes

	
NA

	
7.2.0

	
None


	
Sun SPARC Enterprise

	
T5240

	
7.2.2.e

	
Yes

	
NA

	
7.2.4.f

	
None


	
Sun SPARC Enterprise

	
T5440

	
ILOM 3.0.3.20.b

	
Yes

	
NA

	
NA

	
None









Table 8-6 Sun Fire Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun Fire

	
x2100

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
x2100M2

	
1.60

	
Yes

	
NA

	
3.09

	
None


	
Sun Fire

	
x2200M2

	
1.1/1.60/3BB5

	
Yes

	
NA

	
1.1/1.60/3BB5

	
None


	
Sun Fire

	
x2250

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
x2270

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun Fire

	
x4100

	
2.0.2.1

	
Yes

	
NA

	
2.0.2.5

	
None


	
Sun Fire

	
x4100M2

	
1.0.7/0ABJX024

	
Yes

	
NA

	
1.0.7/0ABJX024

	
None


	
Sun Fire

	
x4140

	
2.0.2.5

	
Yes

	
NA

	
2.0.2.14

	
None


	
Sun Fire

	
x4150

	
3.0.6.15

	
Yes

	
NA

	
3.0.6.15

	
None


	
Sun Fire

	
x4170

	
3.0.9.19.b

	
Yes

	
NA

	
3.0.9.19.c

	
None


	
Sun Fire

	
x4170M2

	
3.0.9.15

	
Yes

	
NA

	
3.0.9.15

	
None


	
Sun Fire

	
x4200

	
2.0.2.1

	
NA

	
Yes

	
2.0.2.5

	
None


	
Sun Fire

	
X4200M2

	
NA

	
Yes

	
NA

	
2.0.2.5

	
None


	
Sun Fire

	
x4240

	
2.0.2.5

	
Yes

	
NA

	
2.0.2.14

	
None


	
Sun Fire

	
X4250

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
X4270

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun Fire

	
x4275

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
x4440

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
X4450

	
3.0.3.30

	
NA

	
Yes

	
4.16

	
None


	
Sun Fire

	
x4470

	
3.0.9.10

	
NA

	
Yes

	
3.0.9.10

	
None


	
Sun Fire

	
x4500

	
2.0.2.1

	
NA

	
Yes

	
2.0.2.5

	
None


	
Sun Fire

	
x4540

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
x4600

	
2.0.2.1

	
NA

	
Yes

	
2.0.2.5

	
None


	
Sun Fire

	
x4600M2

	
2.0.2.1

	
Yes

	
NA

	
2.0.2.5

	
None


	
Sun Fire

	
x4640

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
x4800

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun Fire

	
V20Z

	
2.4.0.8

	
Yes

	
NA

	
2.4.0.14

	
None


	
Sun Fire

	
V40Z

	
NA

	
NA

	
Yes

	
NA

	
None









Table 8-7 Enterprise Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun SPARC Enterprise

	
M-3000

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun SPARC Enterprise

	
M-4000

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
M-5000

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
M-8000

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
M-9000 32

	
NA

	
Yes

	
NA

	
NA

	
None


	
Sun SPARC Enterprise

	
M-9000 64

	
NA

	
Yes

	
NA

	
NA

	
None









Table 8-8 Blade Chasses

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Modular System

	
6000

	
3.0.3.32

	
Yes

	
NA

	
3.0.3.32

	
None


	
Modular System

	
6048

	
2.0.3.10

	
NA

	
Yes

	
2.0.3.10

	
None


	
Modular System

	
8000P

	
2.0.1.10

	
NA

	
Yes

	
2.0.1.10

	
None


	
Modular System

	
8000

	
2.0.1.10

	
Yes

	
NA

	
NA

	
None









Table 8-9 Blade Modules

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun SPARC Module

	
T4-1B

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun SPARC Module

	
T3-1B

	
8.0.2

	
Yes

	
NA

	
NA

	
None


	
Server Module

	
T6300

	
6.7

	
Yes

	
NA

	
6.7.5

	
None


	
Server Module

	
T6320

	
2.0.4.28.a

	
Yes

	
NA

	
2.0.4.28.a

	
None


	
Server Module

	
T6340

	
NA

	
Yes

	
NA

	
NA

	
None


	
Server Module

	
X6220

	
3.0.3.34

	
Yes

	
NA

	
3.0.3.34

	
None


	
Server Module

	
X6240

	
NA

	
NA

	
Yes

	
NA

	
None


	
Server Module

	
X6250

	
4.0.43

	
Yes

	
NA

	
4.0.45

	
None


	
Server Module

	
X6270

	
NA

	
Yes

	
NA

	
NA

	
None


	
Server Module

	
x6270M2

	
3.0.9.15

	
NA

	
Yes

	
3.0.9.15

	
None


	
Server Module

	
X6275

	
NA

	
NA

	
Yes

	
NA

	
None


	
Server Module

	
X6420

	
2.0.3.2

	
Yes

	
NA

	
2.0.3.3

	
None


	
Server Module

	
X6440

	
NA

	
NA

	
Yes

	
NA

	
None


	
Server Module

	
X6450

	
2.0.3.10

	
Yes

	
NA

	
2.0.3.10

	
None


	
Server Module

	
X8400

	
NA

	
NA

	
Yes

	
NA

	
None


	
Server Module

	
X8420

	
1.1.5

	
Yes

	
NA

	
2.0.1.13

	
None


	
Server Module

	
X8440

	
2.0.0.0

	
Yes

	
NA

	
2.0.1.11

	
None


	
Server Module

	
X8450

	
2.0.1.7

	
NA

	
Yes

	
2.0.1.8

	
None









Table 8-10 Netra Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun Netra

	
240

	
OBP 4.18.10

	
Yes

	
NA

	
NA

	
None


	
Sun Netra

	
1290

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
6000 Chassis

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
x6270M2 Blade

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
CP3260

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
X4200M2

	
1.1.7

	
Yes

	
NA

	
1.1.7

	
None


	
Sun Netra

	
X4250

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
X4270

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
X4450

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
T2000

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
T5220

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
T5440

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Netra

	
T6340

	
NA

	
Yes

	
NA

	
NA

	
Support was added in Ops Center version 2.5.0.1186


	
Netra SPARC

	
T4-1

	
NA

	
NA

	
Yes

	
NA

	
None


	
Netra SPARC

	
T4-2

	
NA

	
NA

	
Yes

	
NA

	
None









Table 8-11 Legacy Sun Servers

	Certification Platform	Version or Model #	Minimum Firmware	Test Certified?	Paper Certified?	Recommended Firmware	Usability Comments and Limitations
	
Sun Fire

	
V125

	
1.6.3

	
NA

	
Yes

	
1.6.9

	
None


	
Sun Fire

	
V210

	
1.6.3

	
Yes

	
NA

	
1.6.9

	
None


	
Sun Fire

	
V215

	
1.6

	
NA

	
Yes

	
1.6

	
None


	
Sun Fire

	
V240

	
1.6.2

	
Yes

	
NA

	
1.6.4

	
None


	
Sun Fire

	
V245

	
1.6.3

	
Yes

	
NA

	
1.6.9

	
None


	
Sun Fire

	
V250

	
NA

	
NA

	
Yes

	
NA

	
None


	
Sun Fire

	
V440

	
1.6.9

	
Yes

	
NA

	
1.6.9

	
None


	
Sun Fire

	
V445

	
1.6

	
NA

	
Yes

	
1.6

	
None


	
Sun Fire

	
V490

	
OBP 4.22.24

	
NA

	
Yes

	
NA

	
Not all features are supported for the Sun Fire V490 Server.


	
Sun Fire

	
V880

	
NA

	
NA

	
Yes

	
NA

	
None












Target Storage


Table 8-12 Open Storage

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Sun Storage 7110

	
7110

	
NA

	
Yes

	
NA

	
None


	
Sun Storage 7310

	
7310

	
NA

	
NA

	
Yes

	
None


	
Sun Storage 7410

	
7410

	
NA

	
NA

	
Yes

	
None


	
Sun ZFS Storage 7120

	
7120

	
NA

	
NA

	
Yes

	
None


	
Sun ZFS Storage 7320

	
7320

	
NA

	
NA

	
Yes

	
None


	
Sun ZFS Storage 7420

	
7420

	
NA

	
NA

	
Yes

	
None


	
Sun ZFS Storage 7720

	
7720

	
NA

	
NA

	
Yes

	
None












Target Switches


Table 8-13 10 Gigabit Switches

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Sun Blade 6000 Ethernet Switched NEM 24p

	
10GE NEM 24p

	
NA

	
Yes

	
NA

	
None


	
Sun Network 10GE Switch 72p

	
10GE Switch 72p

	
NA

	
Yes

	
NA

	
None









Table 8-14 Sun InfiniBand Switches

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Sun Datacenter Infiniband QDR Switch 36

	
IB Switch 36

	
NA

	
NA

	
Yes

	
None


	
Sun Network QDR InfiniBand Gateway Switch

	
Gateway Switch

	
NA

	
Yes

	
NA

	
None









Table 8-15 Cisco Switches

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Cisco Catalyst

	
4948

	
minimum iOS version: rev 12.2

	
Yes

	
NA

	
None











Target Virtualization


Table 8-16 Oracle VM Server for SPARC

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Oracle VM Server for SPARC

	
LDOM 1.2

	
Control domain - S10 5/09

Control domain provisioning - S10 5/09

Guest domain creation - S10 5/08 - S10 5/09

Guest domain provision - S10 8/07 - S10 5/09

	
Yes

	
NA

	
created through the UI


	
Oracle VM Server for SPARC

	
LDOM 1.3

	
Control domain - S10 5/09

Control domain provisioning - S10 5/09

Guest domain creation - S10 5/08 - S10 5/09

Guest domain provision - S10 8/07 - S10 5/09

	
Yes

	
NA

	
created through the UI


	
Oracle VM Server for SPARC

	
LDOM 2.0

	
Control domain - S10 5/09

Control domain provisioning - S10 5/09

Guest domain creation - S10 5/08 - S10 5/09

Guest domain provision - S10 8/07 - S10 5/09

	
Yes

	
Yes

	
Re-branded LDOM under Oracle, created through the UI


	
Oracle VM Server for SPARC

	
LDOM 2.1

	
Control domain - S10 5/09

Control domain provisioning - S10 5/09

Guest domain creation - S10 5/08 - S10 5/09

Guest domain provision - S10 8/07 - S10 5/09

	
Yes

	
NA

	
NA









Table 8-17 Oracle Solaris Containers (Zones)

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Oracle Solaris Container (Zones)

	
S10

	
S10U4+

	
Yes

	
NA

	
None









Table 8-18 Oracle Virtual Machines

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
x86

	
OVM

	
S10U4+

	
NA

	
No

	
None












Technology


Table 8-19 Oracle Enterprise Manager Grid Control

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Oracle Enterprise Manager Ops Center Plug-in For Grid Control

	
Oracle Enterprise Manager Ops Center 11g Plug-In For Oracle Enterprise Manager Grid Control 11g

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Manager Ops Center Plug-in For Grid Control

	
Oracle Enterprise Manager Ops Center 11g Plug-In For Oracle Enterprise Manager Grid Control 12c

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Manager Grid Control

	
GC 10

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Manager Grid Control

	
GC 11.1

	
NA

	
Yes

	
NA

	
None


	
Oracle Enterprise Manager Grid Control

	
GC 12.1

	
NA

	
NA

	
Yes

	
None









Table 8-20 Microsoft Configuration Manager

	Certification Platform	Version or Model #	Min Patch Level or Firmware	Test Certified?	Paper Certified?	Usability Comments and Limitations
	
Microsoft Configuration Manager

	
SCCM 2007

	
NA

	
Yes

	
NA

	
None















9 Firewall Changes

On July 29, 2011, Oracle is simplifying the delivery of Oracle Solaris and Oracle Linux updates. If your Enterprise Controller is connected to the Internet directly or through an HTTP proxy, no changes are required. If you have explicit firewall openings to allow your Enterprise Controller to reach getupdates.oracle.com, you must add several new addresses to your firewall rules.



Firewall Changes

The following sites must be accessible through your firewall:


Table 9-1 IP Address and Port Requirements

	Site	IP Address	Port
	
updates.oracle.com

	
*


	
Port 443


	
aru-akam.oracle.com

	
*


	
Port 80


	
a248.e.akamai.net

	
*


	
Port 443


	
inv-cs.sun.com

	
192.18.110.18

	
Port 443


	
getupdates.oracle.com

	
192.18.110.9

	
Port 443


	
inv-cs.oracle.com

	
192.18.110.10

	
Port 443


	
support.oracle.com

	
141.146.54.16

	
Port 443


	
hs-ws1.oracle.com

	
192.18.110.11

	
Port 443


	
www.oracle.com

	
96.17.111.33 and 96.17.111.49

	
Port 80








* This site provides local IP addresses to optimize download speed. You must locally resolve the IP addresses and use that local address in your firewall rules. Since DNS IP address resolution can change over time, override DNS to always use the same addresses for these hosts so that they match your firewall changes.









10 Man Pages

The following man pages are described in this appendix.

	
satadm


	
proxyadm


	
agentadm








satadm


Name

satadm – Manipulate Enterprise Controller services


Synopsis

Oracle Solaris OS


/opt/SUNWxvmoc/bin/satadm -V
/opt/SUNWxvmoc/bin/satadm [ -h | --help ]
/opt/SUNWxvmoc/bin/satadm subcommand [ options ]


Linux OS


/opt/sun/xvmoc/bin/satadm -V
/opt/sun/xvmoc/bin/satadm [ -h | --help ]
/opt/sun/xvmoc/bin/satadm subcommand [ options ]



Description

The satadm command helps to start, stop, configure and unconfigure the Enterprise Manager Ops Center Enterprise Controller services.


Options

The following common option are supported:

-h| --help: Displays the usage synopsis for satadm.

-V| --version: Displays the version of Enterprise Manager Ops Center.


Subcommands

The subcommands of satadm are as follows:

	start
	
Starts the Enterprise Controller services running on the host.


	stop
	
Stops the Enterprise Controller services running on the host.


	status
	
Displays the status of the Enterprise Controller services. Displays either online or offline to the standard output and sets the exit status to reflect the Enterprise Controller service state.


	configure
	
Performs configuration tasks for the Enterprise Controller services. Registers the Enterprise Controller with My Oracle Support.


	unconfigure
	
Performs the inverse operation of configuring the Enterprise Controller. De-registers the Enterprise Controller.


	manage-gear
	
Manages the discovered asset.


	backup
	
Creates a backup archive of the state data of the Enterprise Controller. This command does not back up any installed software. Any running services are stopped before performing the backup, and resumed after the backup.


	restore
	
Restores the state data from a backup archive to a newly installed Enterprise Controller host. The restoration of an Enterprise Controller from the backup data is a two step process. If the same system is being restored as the Enterprise Controller, uninstall the current Enterprise Controller. If a new system is being used, it must have the same hostname as the original Enterprise Controller. Install the Enterprise Manager Ops Center software on the host, but do not perform the post-install configuration. Execute this restore subcommand to restore the state data on the Enterprise Controller. After the successful completion of this command, the Enterprise Controller will be in the same operational state that existed at the time of the backup.

The Enterprise Controller should not be unconfigured prior to attempting a restore operation. If the registration of the Enterprise Controller to My Oracle Support is invalidated with the satadm unconfigure command, then any backup archives created during the time the Enterprise Controller was registered become unusable. The Enterprise Controller will no longer be able to communicate with My Oracle Support, and the asset data shared between the Enterprise Controller and the hosted servers will lose their synchronization.





Subcommand options

Common options for all subcommands:

-h| --help: Displays the usage synopsis for the subcommand.

-v| --verbose: Displays verbose error and informational messages.

-l| --logfile <logfile>: Captures any output from satadm in the <logfile>.

	start
	
/opt/SUNWxvmoc/bin/satadm start [ -h | --help ] [ -v | --verbose ] [ -t | --temporary ] [ -w | --wait ] [ -l | --logfile<logfile>]

-w| --wait: satadm does not exit until all services have been started.

-t| --temporary: The state change is made temporary until next reboot.


	stop
	
/opt/SUNWxvmoc/bin/satadm stop [ -h | --help ] [ -v | --verbose ] [ -t | --temporary ] [ -w | --wait ] [ -l | --logfile<logfile>]

-w| --wait: satadm does not exit until all services have been stopped.

-t| --temporary: The state change is made temporary until next reboot.


	status
	
/opt/SUNWxvmoc/bin/satadm status [ -h | --help ]


	configure
	
/opt/SUNWxvmoc/bin/satadm configure [ -h | --help ] [ -f | --config<config-file>] [ -p | --proxy ] [ -P | --noproxy ] [ -v | --verbose ] [ -l | --logfile<logfile>]

-f| --config<config-file>: Uses the contents of <config-file> to register the satellite with My Oracle Support.

Note - Ensure that the file permission for the configuration file properties is set to 400 as it contains the Online Account username and password. It should not be accessible to unauthorized users.

-p| --proxy: By default, enables the local control proxy after the Enterprise Controller is configured.

-P| --noproxy: The local control proxy is not enabled.


	unconfigure
	
/opt/SUNWxvmoc/bin/satadm unconfigure [ -h | --help ] [ -v | --verbose ] [ -l | --logfile<logfile>]


	manage-gear
	
/opt/SUNWxvmoc/bin/satadm manage-gear [ -u | --user<username>] [ -p | --password<passwordfile>] [ -t | --type<asset-type>] [ -f | --forceos ] [ -h | --help ] [ -v | --verbose ] [ -l | --logfile<logfile>]

-u | --user<username>: The username of the Enterprise Controller administrator.

-p | --password<passwordfile>: The location of the <passwordfile> on the Enterprise Controller.

-t | --type<asset-type>: The type of the asset that needs to be managed.

-f | --forceos : Bypasses the agent provisioning state and forces the OS to the managed state.


	backup
	
/opt/SUNWxvmoc/bin/satadm backup [ -o | --output<backup-file>} [ -t | --tag<tag>] [ -d | --description<description>] [ -c | --configdir<config-dir>] [ -T | --tempdir<temp-dir>] [ -h | --help ] [ -v | --verbose ] [ -l | --logfile<logfile>]

-o | --output<backup-file>: Stores the backup archive in tar format in <backup-file>.

-t | --tag<tag>: Stores the string <tag> as a property of the backup archive which will be displayed by restore operation when referencing the <backup-file>.

-d | --description<description>: Stores the string <description> as a descriptive property of the backup archive (the description is informational and it is displayed during restore operation).

-c | --configdir<config-dir>: <config-dir> is an alternative collection of backup modules when performing the backup. satadm backup is modular in design and executes a set of backup tasks in the configuration directory. This option provides a means to use an alternate set of modules to produce a backup archive in a specialized way.

-T | --tempdir<temp-dir>: Uses <temp-dir> instead of the temporary directory in {{/var/tmp}}for intermediate storage needs during the backup. This temporary directory is required to hold a large quantity of data during the backup operation.


	restore
	
/opt/SUNWxvmoc/bin/satadm restore [ -i | --input<backup-file>] [ -c | --configdir<config-dir>] [ -d | --tempdir<temp-dir>] [ -h | --help ] [ -v | --verbose ] [ -l | --logfile<logfile>]

-i | --input<backup-file>: Restores state data from <backup-file> which is the archive created by satadm backup operation.

-c | --configdir<config-dir>: <config-dir> is an alternative collection of restore modules when performing the backup. satadm restore is modular in design and executes a set of restore tasks in the configuration directory. This option provides a means to use an alternate set of modules to restore a backup archive in a specialized way.

-d | --tempdir<temp-dir>: Uses <temp-dir> instead of the temporary directory in /var/tmp for intermediate storage needs during the restore. This temporary directory is required to hold a large quantity of data during the restore operation.





Exit status

The exit status displays the status of the Enterprise Controller services. It currently displays either offline or online to the standard output. The exit status displays one of the following codes:

0 - Online

2 - Offline (only for status subcommand)

1 - Error occurred during processing








proxyadm


Name

proxyadm – Manipulates Proxy Controller services


Synopsis

Oracle Solaris OS


/opt/SUNWxvmoc/bin/proxyadm -V
/opt/SUNWxvmoc/bin/proxyadm [ -h | --help ]
/opt/SUNWxvmoc/bin/proxyadm subcommand [ options ]


Linux OS


/opt/sun/xvmoc/bin/proxyadm -V
/opt/sun/xvmoc/bin/proxyadm [ -h | --help ]
/opt/sun/xvmoc/bin/proxyadm subcommand [ options ]



Description

The proxyadm command helps to start, stop, configure and unconfigure the Enterprise Manager Ops Center Proxy Controller services.


Options

The proxyadm command supports the following options:

-h| --help: Displays the usage synopsis for proxyadm.

-V: Displays the version of Enterprise Manager Ops Center.


Subcommands

The proxyadm command includes the following subcommands:

	start
	
Starts the Proxy Controller services running on the host.


	stop
	
Stops the Proxy Controller services running on the host.


	status
	
Displays the online or offline status of the Proxy Controller services to the standard output, and sets the exit status to reflect the Proxy Controller service state.


	configure
	
Performs configuration tasks for the Proxy Controller services.

You can set the following classes of configuration information:

	
Registering the Proxy Controller with the Enterprise Controller.


	
Configuring the type of DHCP server that the Proxy Controller will be running along with the parameters for that DHCP server.





	unconfigure
	
Performs the inverse operation of configuring the Proxy Controller.





Subcommand options

The following common options are supported for all the subcommands:

-h| --help: Displays the usage synopsis for that subcommand.

-v| --verbose: Displays verbose error and informational messages.

	start
	
/opt/SUNWxvmoc/bin/proxyadm start [ -h | --help ] [ -v | --verbose ] [ -w | --wait ] [ -t | --temporary ] [ -l | --logfile<logfile> ]

-w| --wait: proxyadm does not exit until all the services are started.

-l| --logfile<logfile>: Captures any output from proxyadm in the logfile.

-t| --temporary: The state change is made temporary until next reboot.


	stop
	
/opt/SUNWxvmoc/bin/proxyadm stop [ -h | --help ] [ -v | --verbose ] [ -w | --wait ] [ -t | --temporary ] [ -l | --logfile<logfile> ]

-w| --wait: proxyadm does not exit until all the services are stopped.

-l| --logfile<logfile>: Captures any output from proxyadm in the logfile.

-t| --temporary: The state change is made temporary until next reboot.


	status
	
/opt/SUNWxvmoc/bin/proxyadm status [ -h |--help ]


	configure
	
/opt/SUNWxvmoc/bin/proxyadm configure [ -h | --help ] [ -v | --verbose ] [ -a | --proxy-ip ] [ -s | --satellite<hostname>] [ -u | --user <username>] [ -p | --passwordfile<passwordfile>] [ -X | --proxy <hostname>[:<port>]] [ -U | --proxy-user<proxyusername>] [ -P | --proxy-passwordfile <passwordfile>] [ -D | --dhcp-server<hostname>] [ -I | --provisioning-interface<interfacename> ] [ -L | --low-ip<ip-addr>] [ -H | --high-ip<ip-addr>]

-s| --satellite<hostname>: Specifies the hostname of the Enterprise Controller to register the proxy. This requires the username and password used for the registration.

-u | --user<username>: Specifies the Enterprise Controller administrator username.

-p| --passwordfile<passwordfile>: Specifies a filename containing the password for the Enterprise Controller administrator.

The following options are optional for registering the Proxy Controller with the Enterprise Controller:

-t| --tokenfile<autoregistration_tokenfile>: Specifies a autoregistration token stored in a file. This is used as an alternative for Enterprise Controller administrator username and password.

-X| --proxy<hostname>[:<port> ]: If an HTTPS proxy is required to reach the Enterprise Controller, specify the <hostname> for that proxy. Specifying the IP port is optional.The default proxy port is 8080.

-U | --proxy-user<proxyusername>: If a proxy requires a username for authentication, use <proxyusername>.

-P | --proxy-passwordfile<password file>: Uses the password in <proxypasswordfile> for proxy authentication.

-a | --proxy-ip: Explicitly enter the IP address of the control proxy.

Be Careful - The password file should be secured to prevent unauthorized users from examining the file. The file permission should be set to 400.


	unconfigure
	
/opt/SUNWxvmoc/bin/proxyadm unconfigure [ -h | --help ] [ -s | --satellite<hostname>] [ -D | --DHCP<hostname>]

Use the following option is used to unconfigure the Enterprise Controller registration:

-s| --satellite<hostname>: De-registers and unconfigures the connection between the Proxy Controller and the Enterprise Controller with which it was associated.





Exit status

The exit status displays the status of the proxy services. The states currently displays either offline or online on the standard output. The exit status displays one of the following codes:

0 - Online

2 - Offline (only for status subcommand)

1 - Error occurred during processing








agentadm


Name

agentadm – to manipulate Enterprise Manager Ops Center agent services


Synopsis

Oracle Solaris OS


/opt/SUNWxvmoc/bin/agentadm
/opt/SUNWxvmoc/bin/agentadm [ -h | --help ]
/opt/SUNWxvmoc/bin/agentadm subcommand [ options ]


Linux OS


/opt/sun/xvmoc/bin/agentadm -V
/opt/sun/xvmoc/bin/agentadm [ -h | --help ]
/opt/sun/xvmoc/bin/agentadm subcommand [ options ]



Usage

<BASE>/bin/agentadm {-V | --version } { -K | --property-keys<file>] { -q | --quiet ] [ -v | --verbose ] [ -f | --force ] [ -n | --norefresh ] [ -o | --output-file ] [ -h | --help]

<BASE>/bin/agentadm subcommand [ options ]


Description

The agentadm command helps to manage the Enterprise Manager Ops Center agents such as registering the agent to the proxy and unconfiguring the agents.


Options

The following common options are supported:

-K| --property-keys<file>: The properties filename for the subcommands.

-V| --version: Displays the version number of agentadm.

-h| --help: Displays the usage synopsis for all configuration steps supported by agentadm.

-v| --verbose: Display verbose error and informational messages. Use multiple occurrences of this option to increase the verbosity level

-q| --quiet: Does not display anything and returns only the return code.

-f| --force: Ignores non critical errors during steps operations.

-n| --norefresh: Does not overwrite the existing operation.

-o| --output-file: Sends the output to the specified logfile.


Subcommands

The subcommands of agentadm are as follows:

	start
	
Starts the Agent Controller services running on the host.


	stop
	
Stops the Agent Controller services running on the host.


	configure
	
Performs configuration tasks for the Agent Controller services.


	unconfigure
	
Performs the inverse operation of configuring the Agent Controller.


	usage
	
Equivalent to [ -h | --help]





Subcommand options

	start
	
Starts the Agent Controller services running on the host.

<BASE>/bin/agentadm start


	stop
	
Stops the Agent Controller services running on the host.

<BASE>/bin/agentadm stop


	configure
	
The configuration step consists of:

	
sc-console registration of the agent to proxy.


	
scn-agent cacao instance creation.


	
uce-agent cacao instance creation.


	
Registration of the agent's products to the proxy.




The registration of the agent to the proxy is as follows: <BASE>/bin/agentadm configure [ -u | --user<username>] [ -p | --passwordfile<passwordfile>] [ -a | --agent-ip<IP address>][ -t | --token<tokenfilename>] [ -x | --proxy<URI>] [ -I | --non-interactive ]

-u | --user<username>: The Online Account user name.

-p | --passwordfile<passwordfile>: Filename with the Online Account credentials.

-a | --agent-ip<IP address>: Specify the IP address to be used during registration.

-t | --token<tokenfilename>: Filename containing auto registration token.

-x | --proxy<URI>: URI of the proxy to be registered.

-I | --non-interactive: Launch sc-console in non-interactive mode (without -i). Default is interactive mode.


	unconfigure
	
Performs the inverse operation of configuring the agent.

<BASE>/bin/agentadm unconfigure
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