





35 Integrating the Instant Messaging and Presence Service

This chapter explains how to integrate the Instant Messaging and Presence (IMP) service in a WebCenter Portal: Framework application at design time.

For more information about managing and including instant messaging and presence, see:

	
"Managing the Instant Messaging and Presence Service" in Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal


	
"Working with the Instant Messaging and Presence Service" in Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces




This chapter includes the following sections:

	
Section 35.1, "Introduction to the IMP Service"


	
Section 35.2, "Basic Configuration for the IMP Service"


	
Section 35.3, "Advanced Information for the IMP Service"






35.1 Introduction to the IMP Service

The IMP service enables you to observe the presence status (online, offline, busy, or away) of other authenticated application users. It provides instant access to interaction options, such as instant messages and mails. Additionally, if your enterprise presence is unavailable (for example, when you are traveling), you can connect to a 3rd-party network presence service, such as Yahoo! Messenger.

Services in WebCenter Portal that have user names with the same identity can integrate with the IMP service; for example, Discussions, Documents, or Mail.

This section provides an overview of IMP features and requirements. It includes the following subsections:

	
Section 35.1.1, "Understanding the IMP Service"


	
Section 35.1.2, "Requirements for IMP"






35.1.1 Understanding the IMP Service

Figure 35-1 shows the Presence icon indicating a user who is online.


Figure 35-1 Presence Icon (Online)

[image: Presence icon]



Wherever a user is indicated, for example as the author of a document in the document library, you can click the icon to invoke a context menu (Figure 35-2).


Figure 35-2 Presence Icon Context Menu

[image: Description of Figure 35-2 follows]





The context menu can include the following actions:

	
View Profile (This opens the selected user's profile page, with information such as mail ID and contact numbers.)


	
Send Mail (This opens a compose window for the mail client set, either WebCenter Portal's Mail service or a local mail client.)


	
Change Credentials (This works as an alternative to using an external application, visible only to the current user.)


	
Send Instant Message (This opens the instant message client running on the computer, Microsoft Communicator.)




Next to a contact name is an icon that indicates the presence state of each contact.

For detailed information about the IMP service at runtime, including screen shots and descriptions of the presence status options, see Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces.






35.1.2 Requirements for IMP

The IMP service requires a back-end presence server. WebCenter Portal is certified with Microsoft Office Live Communications Server (LCS) 2005, Microsoft Office Communications Server (OCS) 2007, and Microsoft Lync 2010.




	
Note:

Oracle Beehive Server connections are not supported in this release.
















35.2 Basic Configuration for the IMP Service

This section describes the steps required for adding the IMP service to your application. It includes the following subsections:

	
Section 35.2.1, "Setting up Connections for the IMP Service"


	
Section 35.2.2, "Adding the IMP Service at Design Time"


	
Section 35.2.3, "Setting Security for the IMP Service"






35.2.1 Setting up Connections for the IMP Service

After the presence server is properly installed and running, you must add a connection to it. This section describes how. It includes the following subsections:

	
Section 35.2.1.1, "IMP Service Connections"


	
Section 35.2.1.2, "How to Set Up Microsoft LCS Connections for the IMP Service"


	
Section 35.2.1.3, "How to Set Up Microsoft OCS and Microsoft Lync Connections for the IMP Service"






35.2.1.1 IMP Service Connections

The IMP service requires an Instant Messaging and Presence connection to the presence server (Microsoft LCS, Microsoft OCS, or Microsoft Lync).

When a service in WebCenter Portal interacts with an application that handles its own authentication, you can associate that application with an external application definition to allow for credential provisioning. An external application is mandatory.




	
Note:

While you can set up the connections to back-end servers at design time in Oracle JDeveloper, you can later add, delete, or modify connections in your deployed environment using Enterprise Manager Fusion Middleware Control. For more information, see Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.











35.2.1.1.1 Mapping User Names to IM Addresses

The im.address.resolver.class handles the resolver implementation used to map user names to IM addresses and IM addresses to user names. This implementation looks for IM addresses in the following places and order:

	
User Preferences - If the user has entered his or her IM address in the Presence service Preferences page, then the user's IM address is found in the user's preferences.


	
User Credentials - If an external application is configured, then an account field provides the user's IM address.


	
User Profiles - If the user has not supplied preferences and WebCenter Portal cannot fetch the IM address from the external application, then WebCenter Portal reads the IM address from LDAP (that is, the user's profile). The default LDAP property read is the BUSINESS_EMAIL attribute. Users can change this default with im.address.profile.attribute.




To use your own resolver implementation, extend from IMPAddressResolver class and implement two methods: resolveAddress and resolveUsername.

	
The resolveAddress method takes in user name and returns the corresponding IM address.


	
The resolveUsername method takes in the IM address and returns the corresponding user name.




To plug in the new resolver class, change the service property im.address.resolver.class from the default oracle.webcenter.collab.rtc.IMPAddressResolverImpl to your resolver implementation. Example 35-1 shows a sample IMPAddressResolver implementation, where the resolver appends the domain string @example.com to the user name to construct the address and removes the same domain string from the address to construct the user name.


Example 35-1 Resolver Implementation


public class SampleAddressResolver extends IMPAddressResolver
{
  private String DOMAIN = "@example.com";
 
  public SampleAddressResolver()
  {
    super();
  }
 
  //Append DOMAIN to the username to construct the IM address
  public String resolveAddress(String username)
  {
    String imAddress = username;
    if(!imAddress.endsWith(DOMAIN))
    {
      imAddress = imAddress + DOMAIN;
    }
 
    return imAddress;
  }
 
  //Remove DOMAIN from the IM address to construct the username
  public String resolveUsername(String imAddress)
  {
    String username = imAddress;
    if(username.endsWith(DOMAIN))
    {
      int index = username.indexOf(DOMAIN);
      username = username.substring(0, index);
    }
   
    return username;
  }
}







	
See Also:

Section, "setIMPServiceProperty" in Oracle Fusion Middleware WebLogic Scripting Tool Command Reference
















35.2.1.2 How to Set Up Microsoft LCS Connections for the IMP Service

To set up the connection to the LCS presence server:

	
In Oracle JDeveloper, open the application in which to consume the Instant Messaging and Presence service.


	
In the Application Navigator, under Application Resources, right-click Connections, then select Instant Messaging and Presence from the list.


	
In the Create Instant Messaging and Presence connection dialog box, select to create the connection in Application Resources.

A connection in Application Resources is available only for that application, while a connection in IDE connections is available for all applications you create. If you plan to use the connection in other applications, then select IDE connections to avoid having to re-create it.


	
On the Name page, for Connection Name, enter a unique name for your connection.

No other connection should have the same name.


	
From the Connection Type list, select Microsoft Live Communication Server 2005.


	
Select the Set as default connection checkbox to use this as the default connection, as shown in Figure 35-3.


Figure 35-3 Create LCS Instant Messaging and Presence Connection, Step 1

[image: Description of Figure 35-3 follows]





	
Click Next


	
On the General page (Figure 35-4), enter the information for your Microsoft LSC instance.


Figure 35-4 Create LCS Instant Messaging and Presence Connection, Step 2

[image: Description of Figure 35-4 follows]





For example:

	
The Url could be http://host:port/RTC where RTC is the virtual directory name under which the server side module is deployed. (See the Microsoft Live Communications Server 2005 documentation for more information.)


	
The Domain property is maintained for backward compatibility. It should be left blank.


	
The Connection Timeout property is optional. It represents the time (in seconds) the service should wait for the server to respond while making the connection. If the presence server does not respond in the given time, then it aborts the connection and reports an error.


	
For PoolName, enter the name of the pool under which Microsoft Communications Server components are deployed. (See the Microsoft Live Communications Server documentation for more information.)





	
On the same page, select an External Application to leverage the authentication mechanism (user names and passwords) on the presence server.

For LCS connections, an external application is mandatory. The application maps the presence server user to the application user such that end users do not have to enter their user names and passwords each time they need information. For detailed information about configuring an external application for the IMP service, see Section 35.2.3, "Setting Security for the IMP Service."


	
Click Test Connection to confirm that the connection is good.


	
Click Next to create the connection.


	
On the Additional Properties page (Figure 35-5), you can optionally add parameter.s


Figure 35-5 Create LCS Instant Messaging and Presence Connection, Step 3

[image: Description of Figure 35-5 follows]





	
Click Finish.




You can see the new IM and presence connection under Application Resources - Connections.






35.2.1.3 How to Set Up Microsoft OCS and Microsoft Lync Connections for the IMP Service

To set up the connection to the Microsoft OCS or Microsoft Lync presence server:

	
In Oracle JDeveloper, open the Framework application in which you plan to consume the Instant Messaging and Presence service.


	
In the Application Navigator, under Application Resources, right-click Connections, then select Instant Messaging and Presence from the list.


	
In the Create Instant Messaging and Presence connection dialog box, select to create the connection in Application Resources.

A connection in Application Resources is available only for that application, while a connection in IDE connections is available for all applications you create. If you plan to use the connection in other applications, then select IDE connections to avoid having to re-create it.


	
On the Name page, for Connection Name, enter a unique name for your connection.

No other connection should have the same name.


	
From the Connection Type list, select Microsoft Office Communications Server 2007.




	
Note:

Microsoft Lync connections use the Microsoft Office Communications Server 2010 connection type.










	
Select the Set as default connection checkbox.

The service requires that one connection be marked as the default connection, as shown in Figure 35-6.


Figure 35-6 Create Microsoft OCS or Microsoft Lync IMP Connection, Step 1

[image: Description of Figure 35-6 follows]





	
Click Next.


	
On the General page (Figure 35-7), enter the parameters for your Microsoft OCS or Microsoft Lync instance.


Figure 35-7 Create Microsoft OCS or Microsoft Lync IMP Connection, Step 2

[image: Description of Figure 35-7 follows]





For example:

	
The URL is the location of your Microsoft OCS or Lync instance. This could be http://host:port/RTC where RTC is the virtual directory name under which the server side module is deployed. (See the Microsoft documentation for more information.)


	
The Domain property is maintained for backward compatibility. It should be left blank.


	
The Connection Timeout property is optional. It represents the time (in seconds) the service should wait for the server to respond while making the connection. If the presence server does not respond in the given time, then it aborts the connection and reports an error.


	
The User Domain is the Active Directory domain on Microsoft OCS or Lync. This parameter is mandatory.


	
For Poolname, enter the name of the pool under which Microsoft Communications Server components are deployed. This parameter is mandatory. (See the Microsoft documentation for more information.)





	
On the same page, select an External Application to leverage the authentication mechanism (user names and passwords) on the presence server.

For Microsoft OCS and Microsoft Lync connections, an external application is mandatory. The application maps the presence server user to the application user such that end users do not have to enter their user names and passwords each time they need information. For detailed information about configuring an external application for the IMP service, see Section 35.2.3, "Setting Security for the IMP Service."


	
Click Test Connection to confirm that the connection is good.


	
Click Next.


	
On the Additional Properties page (Figure 35-5), you can optionally add parameters.


Figure 35-8 Create Microsoft OCS or Microsoft Lync IMP Connection, Step 3

[image: Description of Figure 35-8 follows]





	
Click Finish.




You can see the new IM and presence connection under Application Resources - Connections.








35.2.2 Adding the IMP Service at Design Time

This section explains a basic incorporation of the IMP service into your application. It includes the following subsections:

	
Section 35.2.2.1, "IMP Service Task Flows"


	
Section 35.2.2.2, "How to Add the IMP Service to your Application"






35.2.2.1 IMP Service Task Flows

The IMP service does not include any task flows.






35.2.2.2 How to Add the IMP Service to your Application

To add the IMP service to your Framework application:

	
Follow the steps described in Chapter 3, "Preparing Your Development Environment" to create a customizable page in your application.


	
Open the page on which you want to add the IMP service.


	
Ensure that you have configured your application to connect to the presence server. See Section 35.2.1, "Setting up Connections for the IMP Service."


	
In the Component Palette, drag and drop the Presence component to the page to add the Presence icon (Figure 35-9).


Figure 35-9 Component Palette - IMP Service Components

[image: Description of Figure 35-9 follows]





Use the Presence icon anywhere you want to display a user, for example, as the author of a discussion topic, the sender/recipient of a mail, or the owner of a document.


	
In the resulting dialog box, enter the user name of a user that exists in the back-end server that is linked to in the IM and Presence connection.

You can add numerous presence components to the application page.

For information about optional Presence component parameters, see Section 35.3.2, "Customizing IMP Views."


	
Click Finish.


	
From the Component Palette, drag and drop Presence Data to the end of the page (that is, before the <af:document> tag).

This component does not have any attributes.

The Presence Data component provides the status information for all Presence components on the page, such as online, offline, or busy. It verifies that all presence information corresponding to the user on the whole page shows consistent status information. Without this component, all users appear offline.

Because the Presence Data component makes a call to the back-end server, for best performance, ensure that this is the last tag on the page. To avoid adding this tag to every page in your application, consider using a page template with Presence Data as the last component; that is, before the end of the </af:form> tag.




	
Note:

You can create new pages at runtime on which you can add components, such as forums, mail, or documents. Many components have Presence tags, but users do not have a handle to add the Presence Data tag to the page. To see presence on custom pages, you must manually add the Presence Data tag to the underlying template.










	
If External Application in IDE connections was selected when you created the connection, then drag and drop the External Application - Change Password task flow into your application from the Resource Palette or Component Palette.

This task flow enables the end user to set the appropriate user name and password for the external application.


	
Save your project, and then run your page to a browser to see the Presence component.

Figure 35-10 shows the runtime Presence component with the display name of user Monty Montasaurus111.


Figure 35-10 WebCenter Portal Presence Icon - Online

[image: John Smith offline icon]












35.2.3 Setting Security for the IMP Service

The IMP service requires user identity. ADF security is configured by default if you created your application using the WebCenter Portal - Framework Application template. For information about configuring ADF security, see Section 69.3, "Configuring ADF Security."

Credentials are read from the external application (public credentials) and used to log on to the presence server. If you do not apply ADF security or if you do not have an external application configured, then users cannot authenticate and do not see any content at runtime.




	
Note:

The presence server and the Framework application should point to the same identity store. The identity store must be LDAP-based; that is, not file-based with jazn-data.xml.









To access the presence server, the IMP service can use an external application with dedicated user accounts.

Microsoft LCS, OCS, and Lync support external application connections. With a secured application, users get presence status. The Change Credentials option works as an alternative to using an external application. Logged-in users can click their own Presence context menu and select Change Credentials. Security should be on a private trusted network.

To use an external application for authentication:

	
On the General page of the Create Instant Messaging and Presence connection wizard, click the + icon next to External Application.

This brings up the Register External Application wizard. The application maps the presence server user to the application user such that end users do not have to enter their user names and passwords each time.




	
Note:

External application credential provisioning is built into the IMP connection. You do not need to drop External Application - Change Password task flow on a page.










	
On the Name page:

	
For Application Name, enter a unique name to identify the application. This name must be unique within the Framework application, and among other connections as well. Note that you cannot edit this field afterward.


	
For Display Name, enter a name for the application that end users see in the credential provisioning screens.





	
Click Next.


	
On the General page, leave the following properties with the default values.

	
Login URL


	
User Name/ID Field Name


	
Password Field Name





	
From the Authentication Method list, select POST. This submits login credentials within the body of a form. The external application for the IMP service requires this authentication method.


	
Click Next.


	
On the Additional Fields page:

Click Add Field, and add an extra field with the name "Account." Make sure to select the Display to User checkbox, as shown in Figure 35-11.




	
Note:

The external application for the IMP service requires this additional field. It must be displayed to users.










Figure 35-11 Account Additional Field

[image: Description of Figure 35-11 follows]





	
The External Application service allows different types of credentials to be associated with a connection:

	
When shared credentials are specified, every authenticated user uses the same credentials to access the external application; that is, the user name and password you can define here. A single presence session is created for all logged-in users. This is not accessible to public users.


	
With public credentials, without authenticating your Framework application, you can view presence from a certain presence ID for all unauthenticated (public) users. Public credentials are used whenever an application is not secured or the user has not yet logged in. A single presence session is created for all public users.


	
With private credentials, each user must authenticate to an individual ID (that is, each application user must specify his own credentials). One presence session is created for each user.





	
Click Finish to have the external application use private credentials, or click Next to set up shared or public credentials.


	
For Shared Credentials Only: On the Shared Credentials page, ensure that Specify Shared Credentials is selected, then enter the shared user credentials and ID.


	
For Public Credentials Only: On the Public Credentials page, ensure that Specify Public Credentials is selected, then enter the user credentials and ID for public use.


	
Click Finish to register the external application.


	
In the IMP connection wizard, ensure that this newly-created external application connection for IMP is selected.




For information about using external applications, see Section 69.13, "Working with External Applications."








35.3 Advanced Information for the IMP Service

This section describes optional features available with the IMP service. It includes the following subsections:

	
Section 35.3.1, "Enabling Network Presence"


	
Section 35.3.2, "Customizing IMP Views"


	
Section 35.3.3, "Troubleshooting the IMP Service"






35.3.1 Enabling Network Presence

When WebCenter Portal presence is not available (for example, if your enterprise uses a Jabber/XMPP presence server or has federated presence servers with users distributed across identity management systems), you can connect to a 3rd-party network presence service.

Out-of-the-box, WebCenter Portal supports Yahoo! Messenger on network presence. However, the network presence model can be extended to include other providers, such as ICQ.

This section includes the following subsections:

	
Section 35.3.1.1, "Setting Up Yahoo! Messenger Presence"


	
Section 35.3.1.2, "Setting Up Other Network Presence Providers"






35.3.1.1 Setting Up Yahoo! Messenger Presence

WebCenter Portal Framework allows end users to set their IM preferences to their Yahoo! Messenger presence. Portal developers enable this functionality by leveraging the rtcPresenceHandler bean.

Follow these steps to include Yahoo! Messenger presence in your Framework application.

	
On the Source tab for your JPSX page, add the user interface for users to enter their Yahoo! Messenger credentials: Display Name and IM Address input boxes and a Save IM Preferences button.

Example 35-2 shows the two af:inputText components for users to enter Display Name and IM Address and an af:commandButton component for users to save the preferences.

Setting the inputText value with this EL sets the displayName and imAddress in the preferences bean. To save the values, users click the button, which invokes a method from the bean to save the preferences.


Example 35-2 User Interface for Yahoo! Messenger Presence


      <af:inputText label="Display Name" 
value="#{rtcPreferenceHandler.displayName}" id="it1"/>
      <af:inputText label="IM Address" 
value="#{rtcPreferenceHandler.imAddress}" id="it2"/>
       <af:commandButton text="Save IM Preferences" id="cb1"
actionListener="#{rtcPreferenceHandler.savePreferences}"/>




Example 35-3 shows the full source code for the page, with the user interface included.


Example 35-3 Source Code for the Page with Yahoo Presence


<?xml version='1.0' encoding='UTF-8'?>
<jsp:root xmlns:jsp="http://java.sun.com/JSP/Page" version="2.1"
          xmlns:f="http://java.sun.com/jsf/core"
          xmlns:h="http://java.sun.com/jsf/html"
          xmlns:af="http://xmlns.oracle.com/adf/faces/rich"
          xmlns:rtc="http://xmlns.oracle.com/webcenter/collab/rtc">
  <jsp:directive.page contentType="text/html;charset=UTF-8"/>
  <f:view>
    <af:document id="d1">
      <af:form id="f1" usesUpload="true">
        <af:panelStretchLayout id="psl1">
          <f:facet name="bottom"/>
          <f:facet name="center">
            <af:panelGroupLayout layout="scroll"
                                 xmlns:af="http://xmlns.oracle.com/adf/faces/rich"
                                 id="pgl1">
              <rtc:presence username="#{rtcPreferenceHandler.imAddress}" displayName="#{rtcPreferenceHandler.displayName}" id="p1"/>
              <rtc:presenceData id="pd1"/>
              <af:inputText label="Display Name" value="#{rtcPreferenceHandler.displayName}" id="it1"/>
              <af:inputText label="IM Address" value="#{rtcPreferenceHandler.imAddress}" id="it2"/>
              <af:commandButton text="Save IM Preferences" id="cb1"
                                actionListener="#{rtcPreferenceHandler.savePreferences}"/>
                                
            </af:panelGroupLayout>
          </f:facet>
          <f:facet name="start">
            <af:spacer width="10" height="10" id="s1"/>
          </f:facet>
          <f:facet name="end">
            <af:spacer width="10" height="10" id="s2"/>
          </f:facet>
          <f:facet name="top"/>
        </af:panelStretchLayout>
      </af:form>
    </af:document>
  </f:view>
</jsp:root>




	
Run the JPSX page to see that now users can enter their Yahoo! Messenger credentials (Figure 35-12).


Figure 35-12 User Interface to Enter Yahoo! Messenger Credentials

[image: Description of Figure 35-12 follows]





Presence tags for that user shows their Yahoo presence, either online (Figure 35-13) or offline (Figure 35-14).


Figure 35-13 Yahoo Presence Icon - Online

[image: Description of Figure 35-13 follows]






Figure 35-14 Yahoo Presence Icon - Offline

[image: Description of Figure 35-14 follows]





Figure 35-15 shows a sample page that includes the Discussion Forums task flow, where Yahoo! Messenger presence and WebCenter Portal presence are shown together.


Figure 35-15 Sample Page with WebCenter Portal Presence and Yahoo! Messenger Presence

[image: Description of Figure 35-15 follows]












35.3.1.2 Setting Up Other Network Presence Providers

To use a different network presence provider, deploy your application that contains the PresenceNetworkAgent implementation class for that service and an imp-pna.config file listing that implementation class into a jar file.

For example, suppose the new Presence Network Agent is called SamplePNA. You must create two files: the Project1.SamplePNA class file and the imp-pna.config file.

	
Project1.SamplePNA.java: This class implements oracle.webcenter.collab.rtc.PresenceNetworkAgent. It must implement three methods:

	
isSupported(PNAContext context): The method should return true if the PNA supports the user for which presence is requested. The PNAContext object supplied contains the user information. For example, if the PNA supports all IM addresses with the domain example.com, then it can get the imAddress from the PNAContext object and check for the domain example.com.


	
getURL(PNAContext context): The method should return the fully qualified URL to reach to the user's Presence icon. Again, it gets the user information from the PNAContext object.


	
getChatURI(PNAContext context): The method should return the browser compatible URI to invoke the chat client (for example, sip:user@example.com).




Example 35-3 shows this SamplePNA class file.


Example 35-4 SamplePNA Class File


public class SamplePNA implements PresenceNetworkAgent
{
private String DOMAIN = "@example.com";
 
public SamplePNA()
{
super();
}
 
//Returns true if the imAddress ends with DOMAIN
public Boolean isSupported(PNAContext context)
{
String imAddress = context.getIMAddress();
if(imAddress.endsWith(DOMAIN))
{
return true;
}
 
return false;
}
 
//Returns the URL to the icon representing the current status of a user
public String getURL(PNAContext context)
{
String imAddress = context.getIMAddress();
Strung url = "http://www.example.com?address=" + imAddress;
return url;
}
 
//Returns the browser compatible chat uri to invoke the thick client
public String getChatURI(PNAContext context)
{
String imAddress = context.getIMAddress();
String chatURI = "sip:" + imAddress;
return chatURI;
}
}




	
META-INF/imp-pna.config: This file lists the available PNAAgent classes. In this case, it contains only the following line:


Project1.SamplePNA




See Chapter 56, "Extending the Spaces Application Using JDeveloper" for information on how to package your application and deploy it as a custom shared library (for example, in WebCenter Portal: Spaces).

Whenever a Presence tag is encountered with an IM address as user@example.com. The URL configured appears on the user interface as the Presence icon.


<rtc:presence username="user1@example.com" resolveAddress="false"/>








35.3.2 Customizing IMP Views

Table 35-1 lists the attributes supported by the Presence component. Only the username attribute is required; all other attributes are optional. You can update these attributes in the Property Inspector.


Table 35-1 Presence Component Description

	Attribute	Description
	
username

	
The user whose presence information you want to add to the application page. This attribute is required.


	
display

	
How the component should display. Takes one of the following values:

	
icon: Display only the Presence icon; do not render the name.


	
name: Display the user name; do not display the Presence icon.


	
both (default): Display both the icon and the user name.





	
displayName

	
By default, the Presence component displays the user name.

If the flag get.display.name.from.user.profile is set to true in service-config.xml and if this displayName attribute is not supplied, then the Presence component tries to look up a user's display name from the User Profile.


	
iconPosition

	
The position for the icon. Possible values are begin and end. The default value is begin.


	
controlsEnabled

	
A Boolean value that defines whether the component should provide rich interactions to the end user. If this attribute is set to false, then the Presence component does not do anything when clicked.


	
id

	
A unique identifier for the component on the page. The identifier must follow a subset of the syntax allowed in HTML:

	
Must not be a zero-length String.


	
First character must be an ASCII letter (A-Z, a-z) or an underscore ('_').


	
Subsequent characters must be an ASCII letter or digit (A-Z, a-z, 0-9), an underscore ('_'), or a dash ('-').





	
smallIcon

	
A Boolean value that defines whether to use the small 12x12 icon set (true) or to use the default 16x16 icon set (false). The default value is false.


	
rendered

	
A Boolean value that defines whether to render this component. The default value is true.


	
binding

	
An EL reference to store the component instance on a bean. Use this to give programmatic access to a component from a backing bean or to move creation of the component to a backing bean.


	
inlineStyle

	
The CSS styles to use for this component. Manually enter any style in compliance with CSS version 2.0 or later, or expand this node to specify style elements. This is intended for basic style changes.


	
styleClass

	
A CSS style class to use for this component.


	
resolveToAddress

	
A Boolean value that defines whether to resolve the supplied username to an IM address. The default value is true.

However, if the supplied username is an IM address, then you can set this value to false, and the IMP service uses username as the IM address.












35.3.3 Troubleshooting the IMP Service

This section describes common problems and solutions for the IMP service.


Problem

The Presence icon is not visible in your Framework application.


Solution

Ensure that an IMP connection exists in your application and has been set as active.


Problem

Changes in the presence status of users are not visible in your Framework application.


Solution

For each logged-in user's session, the IMP service fetches the presence information from the presence server and stores it in the presence cache. For presence requests, the service returns the data from the cache until the cache expires. The default cache expiry period is 60 seconds.

To view the updated presence status, you can wait for the cache to expire and retrieve the latest presence status.

You can also change the cache expiry time by setting the rtc.cache.time service configuration property to the desired value (in seconds). Update adf-config.xml to include the highlighted entry, which shows the sample value as 30 seconds. Example 35-5 shows an example.


Example 35-5 Setting the rtc.cache.time Expiration Value in adf-config.xml


<adf-collaboration-config xmlns="http://xmlns.oracle.com/webcenter/collab/config">
<service-config serviceId="oracle.webcenter.collab.rtc">
<property name="rtc.cache.time" value="30"/></service-config>
</adf-collaboration-config>





Problem

A number of options, such as Send Instant Message, are not available in the context menu of the IMP service in your Framework application.


Solution

Ensure that IMP service is configured in your Framework application. Also, ensure the following settings for the various context menu options:

	
View Profile option unavailable: Ensure that your application is secured.


	
Send Instant Message option unavailable: Ensure that the IMP service is configured in the application.





Problem

You are unable to send a message from your Framework application. Clicking the Send Instant Message option returns an error.


Solution

Ensure that your SIP client is supported by the presence server and you have logged on as an authenticated user. The supported SIP client is Microsoft Communicator.











27 Managing Content Repository Connections

There are several ways to integrate content into a WebCenter Portal: Framework application. For more information, see Chapter 26, "Introduction to Integrating and Publishing Content."

This chapter discusses how to configure connections to content repositories to provide access to the content, and how to add content to pages in a Framework application.

This chapter includes the following sections:

	
Section 27.1, "Overview of Content Adapters"


	
Section 27.2, "Configuring Content Repository Connections"


	
Section 27.3, "Editing Content Repository Connections"


	
Section 27.4, "Using an Existing Repository Connection for a New WebCenter Portal: Framework Application"






27.1 Overview of Content Adapters

In your Framework application, you can use the following adapters:

	
Oracle WebCenter Content: Content Server: The Content Server adapter is used to integrate content from an automated information system managed by Content Server. This system enables sharing, managing, and distributing of business information through a Web site as a common access point.

This adapter is bundled with Oracle WebCenter Portal extension bundle, so it is integrated by default.


	
Oracle Portal: The Oracle Portal adapter is used to integrate content from a content repository located in the Oracle Portal schema.

This adapter is bundled with Oracle WebCenter Portal extension bundle, so it is integrated by default.


	
Oracle WebCenter Adapter for SharePoint: This adapter is used to integrate content from the Microsoft SharePoint 2007 repository.

You must install this adapter, as described in Section 3.6, "Installing the Oracle WebCenter Adapter for SharePoint."


	
File System: The File System adapter is used to add content located on your operating system's file system to JSF pages.

This adapter is bundled with Oracle WebCenter Portal extension bundle, so it is integrated by default.




	
Note:

The File System adapter is intended to be used in the development environment only.

















27.2 Configuring Content Repository Connections

Content repository connections are required to access the repository content to be published on JSF pages. These connections are also required to access the repository content through the WebCenter Portal REST API.

This section describes how to configure content repository connections based on Oracle WebCenter Content: Content Server, Oracle Portal, Oracle WebCenter Adapter for SharePoint, and file system adapters. Content Presenter can connect to and retrieve content available in Content Server content repositories. With JCR data controls, you can connect to Content Server, Oracle Portal, Oracle WebCenter Adapter for SharePoint, and file systems.

Connections can be created under Application Resources in the Application Navigator and under IDE Connections in the Resource Palette.

This section includes the following subsections:

	
Section 27.2.1, "How to Create a Content Repository Connection Based on the Oracle Content Server Adapter"


	
Section 27.2.2, "How to Create a Content Repository Connection Based on the Oracle Portal Adapter"


	
Section 27.2.3, "How to Create a Content Repository Connection Based on the Oracle WebCenter Adapter for SharePoint"


	
Section 27.2.4, "How to Create a Content Repository Connection Based on the File System Adapter"


	
Section 27.2.5, "What Happens When You Create a Repository Connection"


	
Section 27.2.6, "What You May Need to Know When Creating a Repository Connection"






27.2.1 How to Create a Content Repository Connection Based on the Oracle Content Server Adapter

This section describes how to configure a Content Server-based content repository connection. To successfully perform the subsequent steps, you must use Content Server release 11.1.1.4.0 or 10.1.3.5.1. The release 11.1.1.4.0 or 10.1.3.5.1 are required for Content Presenter. For information about how to configure Content Server for Oracle WebCenter Portal, see "Oracle WebCenter Content: Content Server Prerequisites" in Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.

For an overview of the prerequisites and tasks required to get Content Server working in WebCenter Portal applications (Spaces and Framework applications), see the section "Configuration Roadmap for Content Server" in Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.

To create a Content Server-based repository connection:

	
In Oracle JDeveloper, open your Framework application.


	
In the Application Resources panel, right-click Connections and choose New Connection, then Content Repository.


	
In the Create Content Repository Connection dialog, specify a connection name for the connection; for example, MyOCSConnection.




	
Tip:

You can choose between creating application-specific connections in the Application Resources panel and creating common connections in the Resource Palette (IDE Connections).










	
Select Oracle Content Server from the Repository Type box.


	
Select Set as primary connection for Documents service, to make this connection the primary (default) connection for all content management operations through the Documents service or Content Presenter. Selecting this option writes a configuration to the adf-config.xml file that identifies this connection as the default connection. If connectionName parameter is specified for a Documents service task flow, that value overrides this setting.




	
Note:

To be able to set a connection as primary (default) connection for the Documents service, you must select the Application Resources option in Create Connection In. This is because connections created as IDE connections cannot be used directly, they must be added to applications.










	
Under Configuration Parameters, enter values for the parameters, as shown in Table 27-1 and Figure 27-1.


Table 27-1 Configuration Parameters for Content Server

	Configuration Parameters	Values
	
RIDC Socket Type

	
Determines whether the client library connects on the Content Server listener port or the Web server filter. It accepts socket, socketssl, web, or jaxws.

socket: Uses an intradoc socket connection to connect to the Content Server. The client IP address must be added to the list of authorized addresses in the Content Server. This corresponds to the SocketHostAddressSecurityFilter setting in the Content Server configuration file.

socketssl: Uses an intradoc socket connection to connect to the Content Server that is secured using the SSL protocol. The client's certificates must be imported in the server's trust store for the connection to be allowed.

web: Uses an HTTP(S) connection to connect to the Content Server.

JAX-WS - Uses an HTTP(S) connection to connect to Content Server.

Table 27-2 includes more information on the configuration parameters required for each RIDC socket type.


	
Server Host Name

	
Host name of the system where the Content Server is running. For example: mycontentserver.mycompany.com.


	
Content Server Listener Port

	
Port of the server specified in the Server Host Name field. This corresponds to the IntradocServerPort setting in the Content Server configuration file, which defaults to port 4444.


	
URL of the Web Server Plugin

	
If the RIDC socket type is web, then the URL must be:

For Content Server release 11.1.1.4.0: http://host_name:port_number/_dav/web_root/plugin_root. For example: http://mycontentserver:4444/_dav/cms/idcplg

For Content Server release 10.1.3.5: http://host_name:port_number/web_root/plugin_root. For example: http://mycontentserver:4444/cs/idcplg


	
Web Server Context Root

	
The Web server context root for Content Server to integrate advanced metadata and Site Studio capabilities in the Framework application. The format of the Web server context root is /context_root. For example, /cs.


	
Admin Username

	
The user name with administrative rights for the Content Server instance. It defaults to sysadmin.


	
Admin Password

	
The password for the Content Server admin user. For example: password. This is needed for web connection only.


	
KeyStore File Location

	
Location of key store that contains the private key used to sign the security assertions. The key store location must be an absolute path. For example: c:\keys\keystore.xyz.


	
KeyStore Password

	
The password required to access the keystore.


	
Private Key Alias

	
The client private key alias in the keystore. The key is used to sign messages to the server. The public key corresponding to this private key must be imported in the server keystore.


	
Private Key Password

	
The client private key password required to retrieve the key from the keystore.


	
JAX-WS Client Security Policy

	
Enter the client security policy to be used when the RIDC Socket Type is JAX-WS.

The JAX-WS client security policy can be any valid OWSM policy, but must match the security policy configured for the Content Server's Native Web Services IdcWebLogin service. For more information about the IdcWebLogin service, see "WebCenter Content Web Services" in the Oracle WebCenter Content Developer's Guide for Content Server.

For information about predefined security policies, see the section "Security Policies" in Oracle Application Server Web Services Security Guide.

For information about configuring a security policy on client side, see the section "Configuring Clients" in Oracle WebCenter Content Developer's Guide for Content Server.

For information about configuring a security policy on the server side, see the section "Configuring WS-Security through WS-Policy" in Oracle WebCenter Content Developer's Guide for Content Server.


	
Cache Invalidation Interval

	
The interval (in minutes) used by WebCenter caches to automatically detect external Content Server content changes. This allows WebCenter to automatically clear cached items when changes to those items are made directly in the Content Server UI.The interval is in minutes. A value of 0 disables cache invalidation. The minimum valid value to enable cache invalidation is 2.


	
Binary Cache Maximum Entry Size

	
The maximum size (in bytes) for WebCenter caching of Content Server binary documents. Documents larger than this size are not cached by WebCenter.The unit is bytes and defaults to 102400 (100 Kb).









Table 27-2 Content Server Connection Parameters for Each RIDC Socket Type

	Connection Parameters	RIDC Socket Type: web	RIDC Socket Type: socket	RIDC Socket Type: socketssl	RIDC Socket Type: jaxws
	
Server Host Name

	
Not Applicable

	
Mandatory for Content Presenter

Defaults to local host.

	
Mandatory for Content Presenter

Defaults to local host.

	
Not Applicable


	
Content Server Listener Port

	
Not Applicable

	
Port specified for the incoming provider in the server.

Defaults to 4444.

	
Port specified for the sslincoming provider in the server.

Defaults to 4444.

	
Not Applicable


	
URL of the Web Server Plugin

	
Mandatory

	
Not Applicable

	
Not Applicable

	
MandatoryUse format: http://hostname:port/web_root

For example: http(s)://myhost.com:9044/idcnativews


	
Web Server Context Root

	
Optional

	
Optional

	
Optional

	
Optional


	
JAX-WS Client Security Policy

	
Not Applicable

	
Not Applicable

	
Not Applicable

	
Mandatory, unless Global Policy Attachment is used, in which case it should be left empty.

This is the name of an OWSM client security policy. This policy must match the corresponding server side policy applied on the Content Server. For information about security policies, see the section "Security Policies" in Oracle Application Server Web Services Security Guide.


	
Admin Username

	
Mandatory

	
Optional

Defaults to sysadmin

	
Optional

Defaults to sysadmin

	
OptionalDefaults to weblogic


	
Admin Password

	
Mandatory

	
Not Applicable

	
Not Applicable

	
Whether the password is used or not depends on the selected JAX-WS security policy.


	
Key Store and Private Key

	
Not Applicable

	
Not Applicable

	
Mandatory

	
Not Applicable


	
Identity Propagation

	
Not supported at runtime

	
Supported

For testing purpose, connects as guest if no/invalid user name is specified.

	
Supported

For testing purpose, connects as guest if no/invalid user name is specified.

	
Supported, provided that the JAX-WS security policy supports identity propagation.


	
External Application

	
Mandatory

	
Supported

Password is not used.

	
Supported

Password is not used.

	
SupportedWhether the password is used or not depends on the selected JAX-WS security policy.


	
User Name and Password

	
Supported

	
Supported

The password is not verified during the test connection operation.

	
Supported

The password is not verified during the test connection operation.

	
SupportedWhether the password is used or not depends on the selected JAX-WS security policy.









Figure 27-1 Content Repository Connection - Content Server

[image: Description of Figure 27-1 follows]





	
In the Login Timeout (ms) field, specify the time in milliseconds. This timeout determines how long the application must wait when trying to establish a session with the content repository. If the network connection or the content repository server to which you are trying to connect is slow, then consider overriding the default value specified in this field.


	
Select the applicable authentication method. See Section 27.2.6.1, "What You Should Know About Using Identity Propagation and External Application Authentication Methods" for information. If you select the Identity Propagation authentication method, then you must configure secure socket layer (SSL) in Content Server. For information, see the section "Oracle WebCenter Content: Content Server - Security Considerations" in Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.


	
User Name and Password fields under the Specify login credentials for the current JDeveloper session checkbox are optional for the Identity Propagation authentication method. In a secured application when Identity Propagation is the chosen authentication method, selecting the Specify login credentials for the current JDeveloper session checkbox lets you navigate to the authenticated content repository connection at design time. When this checkbox is selected, you can also validate if user name and password you specified can be authenticated.




	
Note:

If the Specify login credentials for the current JDeveloper session checkbox is selected, then the credentials you entered are used. If the checkbox is not selected, then the connection is tested using External Application credentials (if they exist), otherwise null credentials are used.

If you have selected External Application for authentication and also specified either public or shared credentials, then you can leave these fields blank, as the public or shared credentials can be used to login at design time. However, if you have selected External Application but have not specified public or shared credentials, then you must specify user name and password here.










	
Click Test.

During testing user name and password are used (if specified). If they are not specified, but an external application is defined with either shared or public credentials, then this is used. Otherwise the guest user is used.


	
Click OK.


	
In the Application Resources panel, expand the repository connection you just created. The Connection Credentials dialog displays.




	
Note:

The Connection Credentials dialog displays if you do not save the credentials, that is, you do not select the Specify login credentials for the current JDeveloper session checkbox, or if you do not specify an External Application service that uses public or shared credentials.










	
Enter the User Name and Password for the Content Server connection and click OK. The connection displays under the Application Resources panel.









27.2.2 How to Create a Content Repository Connection Based on the Oracle Portal Adapter

This section describes how to create a content repository connection based on the Oracle Portal adapter. Before creating a repository connection, see Section 27.2.6, "What You May Need to Know When Creating a Repository Connection". You can use this connection to configure a content data control that will enable you to add content from the Oracle Portal repository to JSF pages.

To create an Oracle Portal repository connection:

	
In Oracle JDeveloper, open your Framework application.


	
In the Application Resources panel, right-click Connections and choose New Connection and then Content Repository.


	
In the Create Content Repository Connection dialog, specify a name for the connection; for example, MyOraclePortal.




	
Tip:

You can choose between creating application-specific connections in the Application Resources panel and creating common connections in the Resource Palette (IDE Connections).










	
Select Oracle Portal from the Repository Type box, as shown in Figure 27-2.


Figure 27-2 Content Repository Connection - Oracle Portal

[image: Description of Figure 27-2 follows]





	
Select Set as primary connection for Documents service to make this connection the primary (default) connection for all content management operations through the Documents service or Content Presenter. Selecting this option writes a configuration to the adf-config.xml file that identifies this connection as the default connection. If connectionName parameter is specified for a Documents service task flow, that value overrides this setting.




	
Note:

To be able to set a connection as primary (default) connection for the Documents service, you must select the Application Resources option in Create Connection In. This is because connections created as IDE connections cannot be used directly, they must be added to applications.










	
Select a connection from the Database Connection list, or create a new connection to the Oracle Portal schema:

	
In the Create Database Connection wizard, specify the connection name and type.


	
Enter the database user name and password of the Oracle Portal schema. By default, the user is PORTAL.


	
Under Oracle (JDBC) Settings, if you intend to specify a custom JDBC URL, then select the Enter Custom JDBC URL checkbox, and specify the database URL of the Portal schema in the jdbc format:


jdbc:oracle:thin:@dbhost:dbport:dbsid


	
If you did not perform the above step, then select a driver, enter the host name, JDBC port, SID, and service name, as shown Table 27-3 and Figure 27-3.


Table 27-3 Parameters for Creating Oracle Portal-based Content Data Control

	Parameters	Description
	
Driver

	
There are two types of drivers: thin and oci8.

The thin driver can be used to connect to Oracle Database release 8i or later databases with TCP/IP network protocols. This driver is included in the default Oracle JDBC library for all projects.

The oci8 driver is used when creating a Java application that runs against an Oracle Application Server. This is a thick driver optimized for the Oracle Database. It is a mix of Java and native code. This driver handles any database protocol (TCP, IPX, BEQ, and so on). It is recommended for applications that are run from the computer on which they are stored.


	
Host Name

	
Name of the Oracle Database. Use an IP address or a host name that can be resolved by TCP/IP; for example, myserver. The default value is localhost.


	
JDBC Port

	
Value to identify the TCP/IP port.


	
SID

	
Unique system identifier of an Oracle database instance.


	
Service Name

	
The service name for an Oracle database instance.









Figure 27-3 Create Database Connection

[image: Description of Figure 27-3 follows]





	
Click OK.





	
In the Create Content Repository Connection dialog, in the Login Timeout (ms) field, specify the time in milliseconds. This timeout determines how long the application must wait when trying to establish a session with the content repository. If the network connection or the content repository server to which you are trying to connect is slow, then consider overriding the default value specified in this field.


	
Select the applicable authentication method. See Section 27.2.6.1, "What You Should Know About Using Identity Propagation and External Application Authentication Methods" for information.


	
Select the Specify login credentials for current JDeveloper session checkbox and enter the Oracle Portal single sign-on user name and password for logging in to your portal instance. The Oracle Portal single sign-on user name and password entered here are used to test the connection and are functional only at design time. Then click OK.




	
Note:

If the Specify login credentials for current JDeveloper session checkbox is selected, then the credentials you entered are used. If the checkbox is not selected, then the connection is tested using External Application credentials (if they exist), otherwise null credentials are used.

If you have selected External Application for authentication and also specified either public or shared credentials, then you can leave these fields blank, as the public or shared credentials can be used to login at design time. If you specified both public and shared credentials for the external application, then the public credentials have higher precedence. However, if you have selected External Application but have not specified public or shared credentials, then you must specify user name and password here.










	
In the Application Resources panel, expand the repository connection you just created. The Connection Credentials dialog displays.




	
Note:

The Connection Credentials dialog displays if you do not save the credentials, that is, you do not select the Specify login credentials for the current JDeveloper session checkbox, or if you do not specify an External Application service that uses public or shared credentials.










	
Enter the user name and password for Oracle Portal connection and click OK. The connection displays under the Application Resources panel.







	
See Also:

To create a data control using this connection, perform the procedure described in Section 28.2, "Configuring Content Data Controls for JCR Adapters".














27.2.3 How to Create a Content Repository Connection Based on the Oracle WebCenter Adapter for SharePoint

The Oracle WebCenter Adapter for SharePoint extracts and searches content within a Microsoft SharePoint 2007 repository. The adapter accesses the repository using the Microsoft SharePoint SOAP interfaces. Oracle recommends that you study Section 27.2.6.3, "What You Should Know About Oracle WebCenter Adapter for SharePoint." before configuring and using Oracle WebCenter Adapter for SharePoint.

This section includes the following subsections:

	
Section 27.2.3.1, "Creating a Content Repository Connection Based on the Oracle WebCenter Adapter for SharePoint"


	
Section 27.2.3.2, "Mapping Microsoft SharePoint Content and Services"






27.2.3.1 Creating a Content Repository Connection Based on the Oracle WebCenter Adapter for SharePoint

To create a repository connection based on Oracle WebCenter Adapter for SharePoint:

	
In Oracle JDeveloper, open your Framework application.


	
In the Application Resources panel, right-click Connections and choose New Connection, then Content Repository.


	
In the Create Content Repository Connection dialog, specify a connection name for the connection; for example, MySPConnection.




	
Tip:

You can choose between creating application-specific connections in the Application Resources panel and creating common connections in the Resource Palette (IDE Connections).










	
Select JCR SharePoint Adapter from the Repository Type box.




	
Note:

This option displays only if the extension for Oracle WebCenter Adapter for SharePoint is installed.










	
Select Set as primary connection for Documents service, if you intend to make it the default connection for the Documents service. Selecting this option writes a configuration to the adf-config.xml file that identifies this connection as the default connection for the Documents service. If a Document Library task flow is used without any connectionName input parameter, then this connection is used. For information about the Documents service, see Chapter 30, "Integrating the Documents Service."




	
Note:

To be able to set a connection as primary connection for the Documents service, you must select the Application Resources option in Create Connection In. This is because connections created as IDE connections cannot be used directly, they must be added to applications.










	
Under Configuration Parameters, enter the SharePoint URL which is the web address of the SharePoint site to which you want to connect. For example, http://mysharepoint.mycompany.com, as shown in Figure 27-4.


Figure 27-4 Content Repository Connection - Oracle WebCenter Adapter for SharePoint

[image: Description of Figure 27-4 follows]





	
Enter an integer value representing the number of characters for the LIKE limit. If no value is set, the LIKE limit defaults to 64 characters as the limit for search pattern strings that are passed to the Microsoft SharePoint Server. If the value is set to zero, then the full string is passed to the server. That is, the LIKE limit is disabled. This parameter is optional. Oracle recommends that it be left to its default state. For related information, see Section 27.2.6.3, "What You Should Know About Oracle WebCenter Adapter for SharePoint."


	
In the Login Timeout (ms) field, specify the time in milliseconds. This timeout determines how long the application must wait when trying to establish a session with the content repository. Oracle recommends that there is a fast network connection between the deployed application and the Microsoft SharePoint repository. If the network connection or the content repository server to which you are trying to connect is slow, then consider overriding the default value specified in this field.


	
Select the External Application authentication method. For information about this authentication method, see Section 27.2.6.1, "What You Should Know About Using Identity Propagation and External Application Authentication Methods."




	
Note:

Oracle WebCenter adapter for Microsoft SharePoint does not support the Identity Propagation authentication method. Therefore, the External Application authentication method lets you use a single shared set of credentials for all users when accessing the repository. You can also configure this option to enable each user to enter their own login credentials when accessing the repository the first time by omitting both the Shared and Public credentials in the External Application configuration. The system then reuses each unique credential on subsequent access requests.










	
Select the Specify login credentials for the current JDeveloper session checkbox and specify User Name and Password. This step is optional, and only required if you want to override the External Application authentication credentials created in the previous step. Moreover, this override only applies to the JDeveloper design time.


	
Click OK.


	
Optionally, to test the connection, expand the repository connection you just created, in the Application Resources panel. The Connection Credentials dialog displays.




	
Note:

The Connection Credentials dialog displays if you do not save the credentials, that is, you do not select the Specify login credentials for the current JDeveloper session checkbox, or if you do not specify an External Application service that uses public or shared credentials.










	
Enter the User Name and Password for this connection and click OK. The connection displays under the Application Resources panel.

This step is optional.









27.2.3.2 Mapping Microsoft SharePoint Content and Services

The Oracle WebCenter Adapter for SharePoint is designed to map the content managed in SharePoint servers, such as sites, lists, list items, metadata, documents, as well as content services delivered by Microsoft SharePoint, such as search and security.

The adapter maps content and content services that are relevant to the JCR standard. In other words, the adapter does not map the Microsoft SharePoint graphical user interface (GUI) and the application-level functions that are not part of the JCR standard. For example, the adapter does not map the GUI application logic of the Microsoft SharePoint server (not covered by JCR), but it provides GUI-relevant metadata so that JCR or Java applications can restore some of the GUI logic such as SharePoint lists, if that is the goal of the application.


Default JCR Location of the Microsoft SharePoint Documents Libraries

For a SharePoint Services v3 Team Site, the Shared Documents Library appears at path:/sp:Site/sp:RootWeb/sp:Lists/Shared Documents/sp:Files, as shown in Figure 27-5.


Figure 27-5 The Shared Documents Library Path for a SharePoint Services v3 Team Site

[image: Description of Figure 27-5 follows]





For the MOSS 2007 site created during installation, the Documents Center Document Library appears at path: /sp:Site/sp:RootWeb/sp:Webs/Docs/sp:Lists/Documents/sp:Files, as shown in Figure 27-6. This path reflects the structure where the Documents Center is a subsite in the SharePoint main site.

Files are JCR nodes of primary type nt:file, and of mix-in type sp:File. Folders are JCR nodes of primary type nt:folder and of mix-in type sp:Folder. The sp: mix-ins are similar to nt:unstructured in their definitions.


Figure 27-6 The Documents Center Document Library Path for MOSS 2007 Site

[image: Description of Figure 27-6 follows]











27.2.4 How to Create a Content Repository Connection Based on the File System Adapter

This section describes the procedure to create a content repository connection based on the file system adapter. The File System adapter is intended to be used in the development environment only.

To create a File System repository connection:

	
In Oracle JDeveloper, open your Framework application.


	
In the Application Resources panel, right-click Connections and choose New Connection and then Content Repository.


	
In the Create Content Repository Connection dialog, enter a name for the connection; for example, MyConnection.




	
Tip:

You can choose between creating application-specific connections in the Application Resources panel and creating common connections in the Resource Palette (IDE Connections).










	
Select File System from the Repository Type box.


	
Select Set as primary connection for Documents service to make this connection the primary (default) connection for all content management operations through the Documents service or Content Presenter. Selecting this option writes a configuration to the adf-config.xml file that identifies this connection as the default connection. If connectionName parameter is specified for a Documents service task flow, that value overrides this setting.




	
Note:

To be able to set a connection as primary (default) connection for the Documents service, you must select the Application Resources option in Create Connection In. This is because connections created as IDE connections cannot be used directly, they must be added to applications.










	
Under Configuration Parameters, select the Base Path row, and enter the path to the folder in which your content is placed, for example, C:\MyContent.




	
Note:

The following must be considered while creating a file system connection:

	
The base path value is used as the root ("/") for the file system-based data control in Section 28.5, "Integrating Content Using Content Data Controls".


	
When you work on a UNIX system, the File System adapter inherits the case-sensitive file name characteristic of UNIX systems. So, on UNIX systems, you must ensure that references to files follow the same case as that used in the original file names. For example, suppose the Test.html file was created on a Microsoft Windows system. When you reference this file on a Linux system, you must ensure that you use Test.html, and not test.html or TEST.html.













	
Leave the Login Timeout (ms) field blank.


	
Click Test Connection to check whether you have entered the connection details correctly. You should see a Success! status, as shown in Figure 27-7.


Figure 27-7 File System Connection

[image: Producer success message]





	
Click OK.


	
In the Application Resources panel, expand the repository connection you just created.









27.2.5 What Happens When You Create a Repository Connection

When you create a connection to a repository, the contents in the main directory of the repository display under the Content Repository connection in the Application Resources panel, as shown in Figure 27-8. You can double-click folders and files to view them.


Figure 27-8 Application Resources

[image: Description of Figure 27-8 follows]





You can use repository connections to create JCR data controls that enable integration of the repository content with JSF pages. See Section 28.2, "Configuring Content Data Controls for JCR Adapters" and Section 28.5, "Integrating Content Using Content Data Controls" for information. These connections can also be consumed through the Documents service and Content Presenter task flows. See Chapter 30, "Integrating the Documents Service" for information.






27.2.6 What You May Need to Know When Creating a Repository Connection

This section includes:

	
Section 27.2.6.1, "What You Should Know About Using Identity Propagation and External Application Authentication Methods"


	
Section 27.2.6.2, "What You Should Know About Oracle Portal"


	
Section 27.2.6.3, "What You Should Know About Oracle WebCenter Adapter for SharePoint"






27.2.6.1 What You Should Know About Using Identity Propagation and External Application Authentication Methods

The Create Content Repository Connection dialog provides the following options for authentication methods:

	
Identity Propagation: If you select this option, no credentials are passed to the repository. The repository connector instead uses the current user's identity as determined from the Java security context. This must only be used when the application and the repository use the same identity store to authenticate users.

To apply this authentication method, it is best to configure security for your application using the Configure ADF Security wizard since repositories may support only authenticated users or provide only limited access to the public or guest user. See Section 28.4, "Securing a Content Repository Data Control".


	
External Application: The External Application method can be used in all other cases where the current user identity should not be propagated directly to the repository. For more information, see Section 69.13, "Working with External Applications" and Section 30.3, "Setting Security for the Documents Service."

The External Application service allows different types of credentials to be associated with a connection:

	
Public credentials are used whenever an application is not secured, or the user has not yet logged in.


	
Shared credentials are used for any authenticated user.


	
If shared credentials are not specified, then mapped credentials can be used to obtain a result similar to identity propagation when the application and content repository do not use the same user store. In that case the external application service provides runtime screens through which users can provide their credentials for accessing the content repository. Those credentials are securely stored and used for any future connection that this user tries to establish.




If you intend to configure the External Application service, then click New to launch the Register External Application wizard and do the following:

	
Specify name of the external application.


	
In the Login URL field, enter the URL of the external application; for example, http://content-server.mycompany.com/idc/




	
Note:

This URL is optional and is required only to provide click through login to the content repository's own user interface. See the External Application service documentation for more information on how to configure click through login.










	
Then, under Authentication Details, select Basic from the list. Leave the fields under Login Details blank.

This option is selected when click through login is not required. If click through login is enabled, then you must select another option based on the authentication method used in the repository.


	
Accept the default values and click Next.


	
Enter shared credentials that can be used at design time and runtime. Do not specify shared credentials, if users must specify their own credentials.


	
Enter public credentials that can be used at design time and runtime. Specify public credentials only if you intend public users to view documents or contents.

Click Finish.












27.2.6.2 What You Should Know About Oracle Portal

The following should be considered while using the Oracle Portal adapter:

	
To use Oracle Portal-based content data control capabilities, you can install Oracle Portal release 10.1.4.1, 10.1.4.2, or 11. If you use the Oracle Portal release 10.1.4.1, then you must update it with the required patches. Consult Oracle Application Server Release Notes for Microsoft Windows (for the required platform) for release 11.1.1.0.0 to know the exact patch number.


	
Only file, image, imagemap, and text item types and custom types based on these item types are supported.


	
The portal:container page type and its extensions are supported.


	
Content is always exposed in the default language of the page group. For example, if there are three page groups with different default languages, then the content displays only for those default languages and not for any translations that exist.









27.2.6.3 What You Should Know About Oracle WebCenter Adapter for SharePoint

Consider the following while configuring and using Oracle WebCenter Adapter for SharePoint:

	
The adapter does not support connecting to a Microsoft SharePoint repository configured to allow anonymous access.


	
There should be a fast network connection between the application server instance on which the adapter is running and the Microsoft SharePoint repository.


	
Microsoft SharePoint versions: Oracle WebCenter Portal supports the following Microsoft SharePoint versions:

	
Microsoft Office SharePoint Server (MOSS) 2007 SP2


	
Microsoft Windows SharePoint Services (WSS) version 3 SP2





	
Versioning Settings: Oracle WebCenter Portal supports the following Microsoft SharePoint 2007 Document Library versioning settings:

	
Require Check Out : No


	
Content Approval : No


	
Document Version History : No versioning




The adapter does not function correctly if any other Versioning Settings are configured. For example, upload operations fails if Require CheckOut is set to yes. If document version history or content approval are enabled, new versions or documents have restricted visibility.


	
Session-Based Memory Cache: For performance reasons, Oracle WebCenter Adapter for SharePoint maintains a session-based memory cache. A Framework application, which uses this adapter, must configure an Http Session time-out in the application's web.xml file to ensure that any unused sessions are closed, and the adapter memory cache is released.


	
Mapping: The mapping takes into account only those content artifacts and services, which are relevant and defined in the JCR API. Additionally, the adapter maps the content and services to the extent supported by native SharePoint web services, as the adapter does not rely on custom additional server-side components. Consequently:

	
Full text search only returns items that are indexed by the SharePoint server.


	
Set of searchable columns is limited.


	
A fixed set of node types is supported in searches.


	
Some searches require additional network round trip as the adapter does not receive the full information necessary to map results to JCR from the web services.




The adapter exposes content from a Microsoft SharePoint server in a hierarchical way which is similar to the way by which the content is exposed by the native web interface. The items of the hierarchy have a primary type of either nt:folder, nt:file, or a specialization of these. Additional SharePoint specific characteristics are in some instances added by means of mixins, that is, sp:Folder, sp:File, and so on. The SharePoint specific name space, which is identified by the sp prefix in these examples, is used for items controlled by the SharePoint server. Items controlled by the user - webs, documents, list items and the like - are in the default name space. The adapter allows write access to SharePoint document libraries. That is, it allows folders and files to be created within document libraries in correspondence with creating folders or uploading files to the native SharePoint web interface. Examples which demonstrate this hierarchical mapping are described in the next point.


	
Site Structure: The structure mapping of a SharePoint site is as follows:

	
/sp:Site: The root element of the site.


	
/sp:Site/sp:RootWeb: The root web element.


	
/sp:Site/sp:RootWeb/sp:Lists: The path to the root of all lists in the site.


	
/sp:Site/sp:RootWeb/sp:Lists/Shared Documents/sp:Files: The path to the start of the file and folder hierarchy within a document library. In this example, the Shared Documents library is shown. All site document libraries are mapped under /sp:Site/sp:RootWeb/sp:Lists, each mapped by their own document library name.


	
/sp:Site/sp:RootWeb/sp:Lists/Shared Documents/sp:Files/myFiles: An example of a folder within the sites Shared Documents document library.


	
/sp:Site/sp:RootWeb/sp:Webs/mySubSite: A site's subsites are all mapped under /sp:Site/sp:RootWeb/sp:Webs. This example shows the path to a subsite named mySubSite. The subsite may itself contain Document Libraries.


	
The adapter does not support the write access to a SharePoint Document Library with settings that require one or more mandatory SharePoint columns.





	
Search and indexing:

	
JCR and native Microsoft SharePoint search: The Oracle WebCenter Adapter for SharePoint uses the native SharePoint search web service to evaluate JCR queries. Features present in JCR 1.0 but not available in the SharePoint search service are usually ignored.


	
Indexed items: The native search finds only those items that are indexed by the Microsoft SharePoint server. Other items that may match the query criteria are ignored. By default, SharePoint Services 2007 is configured for search and full-text indexing of a limited set of document types. For more information, and information on how to enable search and indexing in more complex deployments, see Microsoft documentation.


	
LIKE limit: The SharePoint native query language uses a LIKE keyword that the adapter uses to constrain queries by URLs (document paths) that match a pattern. The native LIKE operator supports a pattern match on strings up to 64 characters. Therefore, the Oracle WebCenter Adapter for SharePoint applies a client-side filtering on result sets to ensure that the correct constraint on URL is applied. The adapter's LIKE limit parameter controls this feature, and if this limit is not set, it defaults to applying a 64 character limit. The parameter can be set to 0 to disable client-side filtering. The parameter can also be set to some other positive value to apply a different character limit. However, this limit can only be increased if the SharePoint instance supports LIKE tests on URLs greater than 64 characters.


	
Creation and Modification timestamps: When displaying the contents of a SharePoint Document Library, the adapter reports the Creation and Modification timestamps as the times that the document was created on or last updated in the library. In the case of some document types, for example Microsoft Office documents, the native SharePoint search evaluates against the document metadata stored within each document. This can be different from the times when the document was uploaded or updated in the Document Library, and therefore, it appears to give misleading search results.


	
Combining search keywords: The adapter does not support combining search keywords in an OR expression.


	
Search by Last Modifier: The adapter does not support search by Last Modifier.


	
Supported JCR search operators and properties: The adapter supports the following:

	
Relational operators for comparison: =, >=, >, <=, <, LIKE, <>, IS NULL, IS NOT NULL. Predicates, descendants, and self operators (//) are supported on the last location step.


	
Properties for comparison: Size, Author, Modified, URL, Title, IsDocument, ContentClass, SiteName, Description, FileName, jcr:data, jcr:mimeType, jcr:created, jcr:lastModified.



















27.3 Editing Content Repository Connections

This section describes how you can edit a common or an application-specific content repository connection. This section includes the following subsections:

	
Section 27.3.1, "How to Edit a Common Repository Connection"


	
Section 27.3.2, "How to Edit a WebCenter Portal: Framework Application-Specific Content Repository Connection"






27.3.1 How to Edit a Common Repository Connection

Common repository connections (IDE connections) are created and edited under the Resource Palette.

To edit a common repository connection:

	
Under the Resource Palette, right-click the repository connection you intend to edit and choose Properties, as shown in Figure 27-9. The Edit Repository Connection dialog displays, as shown in Figure 27-10.


Figure 27-9 Resource Palette - Properties

[image: Description of Figure 27-9 follows]






Figure 27-10 Edit Content Repository Connection

[image: Description of Figure 27-10 follows]





	
Change the appropriate parameters.


	
Test the connection and click OK.









27.3.2 How to Edit a WebCenter Portal: Framework Application-Specific Content Repository Connection

Application-specific content repository connections exist under the Application Resources panel.

To edit a Framework application-specific content repository connection:

	
In the Application Resources panel, right-click the connection you intend to edit, and choose Properties, as shown in Figure 27-11. The Edit Content Repository Connection dialog displays, as shown in Figure 27-12.


Figure 27-11 Application Resources - Properties

[image: Description of Figure 27-11 follows]






Figure 27-12 Edit Content Repository Connection

[image: Description of Figure 27-12 follows]





	
Change the appropriate parameters. Depending on the repository type, see the earlier sections that describe how to create repository connections. For example, for Content Server, see Section 27.2.1, "How to Create a Content Repository Connection Based on the Oracle Content Server Adapter".


	
Test the connection and click OK.











27.4 Using an Existing Repository Connection for a New WebCenter Portal: Framework Application

You can use an existing repository connection for any Framework application, if you created it as a common repository under the Resource Palette.

To use an existing repository connection:

	
In Oracle JDeveloper, open the Framework application for which you intend to use an existing repository connection.


	
Go to the Resource Palette and select the repository connection that you intend to use for a new application, for example MyConnection_2, and drop it under the Application Resources panel of the new application, as shown in Figure 27-13.




	
Tip:

Alternatively, right-click the connection and choose Add to Application. The connection is displayed under the Application Resources panel.










Figure 27-13 Dragging an Existing Common Repository Connection (IDE Connection) to an Application

[image: Description of Figure 27-13 follows]







You can now configure a data control for your new application from this repository connection, as described in Section 28.2, "Configuring Content Data Controls for JCR Adapters".









H Manually Migrating a Framework Application

This appendix explains how to manually migrate a PS2 WebCenter custom application to a PS5 WebCenter Portal: Framework application.

This appendix includes the following sections:

	
Section H.1, "When is Migration Required?"


	
Section H.2, "Anatomy of a Framework Application"


	
Section H.3, "Overview of the Migration Procedure"


	
Section H.4, "Preparing for the Migration"


	
Section H.5, "Editing Configuration Files"


	
Section H.6, "Modifying the Project Configurations"


	
Section H.7, "Creating Portal-Specific Files"


	
Section H.8, "Applying Security Configurations"






H.1 When is Migration Required?

Oracle strongly recommends that you perform the procedures in this appendix only after careful consideration and then only if absolutely necessary. The recommended best practice for migration is to create a new (PS5) Framework application using the WebCenter Portal – Framework Application template and then manually migrate the content, configurations, and logic from your old PS2 application to the new Framework application. If it is not possible to follow this recommended practice, then follow the procedures described in this appendix to migrate your application.

It is important to understand that this appendix is about manually adding WebCenter Portal: Framework file structures, components, and configurations to an existing WebCenter PS2 application that has been migrated to PS5 using the automatic migration feature in JDeveloper. Oracle WebCenter Portal: Framework features include page navigations, page hierarchies, and other features, as discussed in Chapter 9, "Understanding Framework Applications."

As explained in detail in this appendix, you first need to perform an automatic migration to PS5 (by opening your PS2 application in a PS5 version of JDeveloper). Then, you can follow the directions in this appendix to manually add portal features.

The procedure described in this appendix is optional. Even if you perform the automatic migration by opening your PS2 application in PS5 JDeveloper, your existing, you only need to perform the migration steps described in this appendix if you want to use the Oracle WebCenter Portal: Framework features.

For detailed information on the WebCenter Portal: Framework Application template and creating a WebCenter Portal: Framework application, see Chapter 5, "Creating Framework and Portlet Producer Applications."






H.2 Anatomy of a Framework Application

Besides explaining how to manually migrate an application, this appendix outlines in technical detail the configuration elements that distinguish a PS2 custom application from a PS5 Framework application. One way to read this appendix is as a detailed roadmap or "anatomy" of the structure of a Framework application versus a PS2 custom application.

For more information on the portal-specific features, see Chapter 9, "Understanding Framework Applications." For more information on the structure of a portal, see Section 9.12, "How are WebCenter Portal Files Organized?."






H.3 Overview of the Migration Procedure

The manual migration of a PS2 WebCenter custom application to a PS5 Framework application can be broken down into these basic steps:

	
Preparing for the migration.

Preparation includes properly installing the WebCenter and JDeveloper PS5 software and opening the PS2 application in the PS5 version of JDeveloper (with PS5 WebCenter installed). See Section H.4, "Preparing for the Migration."


	
Editing configuration files.

You must manually open and edit several configuration files to add PS5 features. See Section H.5, "Editing Configuration Files."


	
Adding project configurations.

Project configurations include adding appropriate JAR files and technology scopes to your application. See Section H.6, "Modifying the Project Configurations."


	
Creating portal-specific files.

You must manually create the directory structure of a Framework application and populate it with portal-specific files, like navigation, registry, page hierarchy, and catalog files. See Section H.7, "Creating Portal-Specific Files."


	
Applying security configurations.

Finally, you need to configure ADF security and populate the jazn-data.xml file with appropriate policy information. See Section H.8, "Applying Security Configurations."









H.4 Preparing for the Migration

Before performing the rest of the migration steps described in this appendix:

	
Install the PS5 version of Oracle JDeveloper and WebCenter Portal's extension for Oracle JDeveloper. For details, see Section 3.2, "Installing WebCenter Portal's Extension for Oracle JDeveloper."


	
Back up your PS2 application.


	
In JDev (with the PS5 version of the WebCenter Portal extension installed), open the application:

	
From the File menu select Open.


	
In the Open dialog, navigate to the application .jws file and click OK.


	
If prompted to migrate the application, click Yes. This step migrates the application from PS2 technology to PS5 technology without changing the structure of the application. Your PS2 application will continue to function as it did in PS2.





	
Follow the migration steps described in the rest of this chapter.









H.5 Editing Configuration Files

This section lists the set of configuration files that you must manually update.

	
Section H.5.1, "Updating DataBindings.cpx"


	
Section H.5.2, "Updating weblogic.xml"


	
Section H.5.3, "Updating faces-config.xml"


	
Section H.5.4, "Updating trinidad-config.xml"


	
Section H.5.5, "Updating web.xml"


	
Section H.5.6, "Updating adf-config.xml"






H.5.1 Updating DataBindings.cpx

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Application Sources > DEFAULT_PACKAGE > DataBindings.cpx




Location on the filesystem:

	
PROJECT_ROOT/adfmsrc/DEFAULT_PACKAGE/DataBindings.cpx




Detailed Instructions:

The following two attributes must exist in the root <Application> element of DataBindings.cpx. These attributes enable dynamic page mapping, so that any pages created at runtime (for example, through the Page Hierarchy editor) do not need to have page definition mappings in DataBindings.cpx.


 <Application PageMapClass="oracle.jbo.uicli.mom.DynamicPageMapImpl"
      BasePageDefPackageName="pageDefs" ... >






H.5.2 Updating weblogic.xml

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > WEB-INF > weblogic.xml




Location on the filesystem:

	
PROJECT_ROOT/public_html/WEB-INF/weblogic.xml




Detailed Instructions:

Add the following entry as a child of the root <weblogic-web-app> element. This element adds a reference to the REST shared library, which is necessary for the application to be able to use REST features.


<library-ref>
    <library-name>jaxrs-framework-web-lib</library-name>
</library-ref>






H.5.3 Updating faces-config.xml

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > WEB-INF > faces-config.xml




Location on the filesystem:

	
PROJECT_ROOT/public_html/WEB-INF/faces-config.xml




Detailed Instructions:

Add the following entries as children of the root <faces-config> element or merge them in with any existing elements, as appropriate.

	
The CustomViewHandler interprets the URL syntax used by the navigation model. The handler takes a URL that points to a node in a navigation and finds the corresponding JSPX page to render.


	
The SkinPhaseListener enables any skins that are created and registered as portal resources at design time to be used at runtime.


	
The preferenceBean provides the set of "default values" for the application, such as default navigation, catalog, page template, and skin. These values are defined in adf-config.xml and can be changed at runtime in the Preferences tab of the Portal Administration page.





<application>
    <default-render-kit-id>oracle.adf.rich</default-render-kit-id>
    <view-handler>
      oracle.webcenter.portalframework.sitestructure.handler.CustomViewHandler
    </view-handler>
</application>
<lifecycle>
    <phase-listener>oracle.webcenter.skin.view.SkinPhaseListener</phase-listener>
</lifecycle>
<managed-bean>
    <managed-bean-name>preferenceBean</managed-bean-name>
    <managed-bean-class>
      oracle.webcenter.portalframework.sitestructure.preference.PortalPreferences
    </managed-bean-class>
    <managed-bean-scope>application</managed-bean-scope>
</managed-bean>






H.5.4 Updating trinidad-config.xml

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > WEB-INF > trinidad-config.xml




Location on the filesystem:

	
PROJECT_ROOT/public_html/WEB-INF/trinidad-config.xml




Detailed Instructions:

Add the following entry as a child of the root <trinidad-config> element, replacing any existing <skin-family> value. This EL expression allows the default skin to be changed at runtime; the value for the skin is provided by the preferenceBean. The preferenceBean provides the set of "default values" for the application, such as default navigation, catalog, page template, and skin.


 <skin-family>#{preferenceBean.defaultTrinidadSkin}</skin-family>






H.5.5 Updating web.xml

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > WEB-INF > web.xml




Location on the filesystem:

	
PROJECT_ROOT/public_html/WEB-INF/web.xml




Detailed Instructions:

Add the following entries as children of the root <web-app> element. The <context-param> values should replace any existing values, as appropriate.

	
The PortalAdminServlet redirects to the built in Portal Administration page. The link to this administration page is accessible at http://<server:port>/<context-root>/admin.


	
The PortalFrameworkContextListener ensures that the application's memory references are properly cleaned up when it is deployed/undeployed.


	
The JerseyWebApplicaton and restFacesContext entries configure the application to be able to use REST functionality.


	
The parameter org.apache.myfaces.trinidad.DISABLE_CONTENT_COMPRESSION is set to false by default for Framework applications for performance reasons, enabling compression for style class names.


	
The parameter oracle.adf.view.rich.pprNavigation.OPTIONS is set to onWithForcePPR by default for Framework applications for performance reasons. This setting enables partial page navigation.





<context-param>
    <param-name>org.apache.myfaces.trinidad.DISABLE_CONTENT_COMPRESSION</param-name>
    <param-value>false</param-value>
  </context-param>
  <context-param>
    <param-name>oracle.adf.view.rich.pprNavigation.OPTIONS</param-name>
    <param-value>onWithForcePPR</param-value>
  </context-param>
  <listener>
    <description>Portal Framework Context Listener</description>
    <display-name>PortalFrameworkContextListener</display-name>
    <listener-class>
      oracle.webcenter.portalframework.sitestructure.internal.view.PortalFrameworkContextListener
    </listener-class>
  </listener>
  <servlet>
    <servlet-name>PortalAdminServlet</servlet-name>
    <servlet-class>oracle.webcenter.portalwebapp.servlet.PortalAdminServlet</servlet-class>
  </servlet>
  <servlet-mapping>
    <servlet-name>PortalAdminServlet</servlet-name>
    <url-pattern>/admin</url-pattern>
  </servlet-mapping>
  <servlet>
    <servlet-name>JerseyWebApplication</servlet-name>
    <servlet-class>com.sun.jersey.spi.container.servlet.ServletContainer</servlet-class>
    <init-param>
      <param-name>com.sun.jersey.config.property.packages</param-name>
      <param-value>
org.codehaus.jackson.jaxrs;oracle.webcenter.jaxrs;test.controller;oracle.webcenter.jaxrs.services.n avigation.controller
      </param-value>
    </init-param>
    <init-param>
      <param-name>com.sun.jersey.spi.container.ContainerRequestFilters</param-name>
      <param-value>
        oracle.webcenter.jaxrs.framework.filters.EmptyQueryParamRequestFilter
      </param-value>
    </init-param>
    <init-param>
      <param-name>com.sun.jersey.spi.container.ContainerResponseFilters</param-name>
      <param-value>
oracle.webcenter.jaxrs.framework.filters.PaginatedLinkedFilter;oracle.webcenter.jaxrs.framework.fil ters.HypermediaResponseFilter
      </param-value>
    </init-param>
    <init-param>
      <param-name>com.sun.jersey.config.property.resourceConfigClass</param-name>
      <param-value>com.sun.jersey.api.core.ClasspathResourceConfig</param-value>
    </init-param>
    <init-param>
      <param-name>token.names</param-name>
      <param-value>stoken</param-value>
    </init-param>
    <init-param>
      <param-name>token.manager.enabled</param-name>
      <param-value>false</param-value>
    </init-param>
  </servlet>
  <servlet-mapping>
    <servlet-name>JerseyWebApplication</servlet-name>
    <url-pattern>/api/*</url-pattern>
  </servlet-mapping>
  <filter>
    <filter-name>restFacesContext</filter-name>
    <filter-class>
      oracle.webcenter.jaxrs.services.sitestructure.faces.context.FacesContextFilter
    </filter-class>
  </filter>
  <filter-mapping>
    <filter-name>restFacesContext</filter-name>
    <servlet-name>JerseyWebApplication</servlet-name>
    <dispatcher>FORWARD</dispatcher>
    <dispatcher>REQUEST</dispatcher>
  </filter-mapping>
  <filter-mapping>
    <filter-name>adfBindings</filter-name>
    <servlet-name>JerseyWebApplication</servlet-name>
    <dispatcher>FORWARD</dispatcher>
    <dispatcher>REQUEST</dispatcher>
  </filter-mapping>
  <mime-mapping>
    <extension>html</extension>
    <mime-type>text/html</mime-type>
  </mime-mapping>






H.5.6 Updating adf-config.xml

Location in JDeveloper's Application Navigator:

	
Application Resources > Descriptors > ADF META-INF > adf-config.xml




Location on the filesystem:

	
APPLICATION_ROOT/.adf/META-INF/adf-config.xml




Detailed Instructions:

Add these entries as children of the root <adf-config> element. The highlighted (bold faced) <namespace> elements must be merged in with the existing <mds-config> entry, because this top-level entry should already exist.

	
The <mds-config> element is the top-level element.


	
The <page-editor-config> element sets up the default security policies for customization and personalization of pages and task flows within the Resource Manager. See also Chapter 17, "Adding and Using the Resource Manager."


	
The <adf-portal-config> entry specifies the values of the default resources for the application. These values are the default values for the PreferenceBean and for the preferences that will appear in the Preferences tab of the WebCenter Portal: Spaces Administration console. Replace the highlighted paths with actual values (these default resources will be created in subsequent steps).


	
The <adf-rcs-config> element defines the default resource catalog registry and navigation registry, which are used when editing catalogs and navigations in the Resource Manager. Replace the highlighted paths with actual values (these resources will be created in subsequent steps).


	
The <rcv-config> element defines the default resource catalog, which is used when editing a page with Composer. This element includes the default resource catalog and the catalog selector. The catalog selector determines which catalog is used when editing a page. The PortalCatalogSelector attribute receives its values from the portal preference settings. The defaults for these settings are defined under <adf-portal-config>. The default catalog defined in <rcv-config> is only used if the catalog selector does not return a value. The preference setting takes precedence over the <rcv-config> setting. The highlighted path should be replaced with the path to the desired catalog. Any existing resource catalogs in the migrated application should be moved to the /oracle/webcenter/portalapp directory (created in subsequent steps), if they are to continue to be used in the Framework application. See also Chapter 16, "Creating and Managing Resource Catalogs."





 <mdsC:adf-mds-config version="11.1.1.000">
    <mds-config xmlns="http://xmlns.oracle.com/mds/config">
      <persistence-config>
        <metadata-namespaces>
          ...
          <namespace path="/oracle/webcenter/portalapp"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          <namespace path="/oracle/webcenter/siteresources/scopedMD"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          <namespace path="/oracle/webcenter/security/scopedMD"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          <namespace path="/oracle/webcenter/siteresources/scopedMD/shared/"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          <namespace path="/oracle/webcenter/quicklinks/scopedMD"
                     metadata-store-usage="WebCenterFileMetadataStore"/> 
          <namespace path="/oracle/webcenter/page/scopedMD"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          <namespace path="/pageDefs"
                     metadata-store-usage="WebCenterFileMetadataStore"/>
          ...
       </metadata-namespaces>
     </persistence-config>
   </mds-config>
 </mdsC:adf-mds-config>
<page-editor-config xmlns="http://xmlns.oracle.com/adf/pageeditor/config">
    <security-config>
      <security-policies>
        <security-policy name="customPagePolicy" override="pagePolicy">
          <policy-class>oracle.webcenter.security.policy.WCPageSecurityPolicy</policy-class>
        </security-policy>
        <security-policy name="customTFPolicy" override="taskFlowPolicy">
          <policy-class>oracle.webcenter.security.policy.WCTaskflowSecurityPolicy</policy-class>
        </security-policy>
      </security-policies>
    </security-config>
</page-editor-config>
<adf-portal-config xmlns="http://xmlns.oracle.com/webcenter/portal/config">
    <preferences>
      <preference id="oracle.webcenter.portalapp.navigation.model"
                         desc="Default Navigation Model"
                         value="/path/to/your/default/navigation.xml"
                         resourceType="navigation" display="true"/>
      <preference id="oracle.webcenter.portalapp.resourcecatalog"
                         desc="Default Resource Catalog"
                         value="/path/to/your/default/catalog.xml"
                         resourceType="ResourceCatalog" display="true"/>
      <preference id="oracle.webcenter.portalapp.pagetemplate.pageTemplate"
                         desc="Default Page Template"
                         value="/path/to/your/default/page/template.jspx"
                         resourceType="Template" display="true"/>
      <preference id="oracle.webcenter.portalapp.navigation.renderer"
                         desc="Default Navigation Renderer"
                         value="/oracle/webcenter/portalapp/pages/navigation-renderer.jspx"
                         display="false"/>
      <preference id="oracle.webcenter.portalapp.skin"
                         desc="Default Portal Skin" value="portal"
                         resourceType="Skin" display="true"/>
    </preferences>
  </adf-portal-config>
  <adf-rcs-config xmlns="http://xmlns.oracle.com/adf/rcs/adf-config">
    <rcs-config>
      <catalog-config default-scope="/"
                      default-registry="/path/to/your/default/catalog/registry.xml"/>
      <navigation-config default-scope="/"
                         default-registry="/path/to/your/default/navigation/registry.xml"/>
      <security-manager class-name= "oracle.webcenter.portalframework.genericsiteresources.internal.security.CatalogSecurityManager"/>
    </rcs-config>
  </adf-rcs-config>
  <rcv-config xmlns="http://xmlns.oracle.com/adf/rcs/viewer/adf-config">
    <default-catalog catalog-name="/path/to/your/default/catalog.xml"/>
    <catalog-selector class-name="oracle.webcenter.portalframework.sitestructure.rc.PortalCatalogSelector"/>
  </rcv-config>








H.6 Modifying the Project Configurations

This section lists the project configuration files – JAR files, technology scopes, and WAR files – that must be added to the application.

	
Add the following Oracle WebCenter Portal: Framework libraries to the project classpath. These libraries add the necessary Framework-specific JARs to the design time classpath. (To do this, right-click the project and chose Project Properties and then Libraries and Classpaths. Simply add the libraries from the list of available libraries.)

	
WebCenter Portal Framework


	
WebCenter Portal Framework REST API







	
Add the following technology scope to the application. This technology scope identifies the application as a PS5 framework application. See also Section 6.1, "Manually Configuring a Framework Application With Technology Scopes."

	
WebCenter Portal – Framework







	
Create a WAR deployment profile for project (or modify an existing one) and add pattern filters as described below. The deployment profile and filters ensure that the framework application's resources are properly packaged when it is deployed.

	
Web files

	
Exclude oracle/webcenter/portalapp/*


	
Exclude oracle/webcenter/siteresources/scopedMD/*





	
WEB-INF/classes

	
Exclude oracle/webcenter/portalapp/*/*.dcx


	
Exclude oracle/webcenter/portalapp/*/*.cpx


	
Exclude oracle/webcenter/portalapp/*/*.xml







The basic procedure for adding the filters is:

	
Right-click the project and select Project Properties.


	
In the Project Properties dialog, select the Deployment node.


	
In the Deployment Profiles list, select the WAR file deployment profile for your framework application and click Edit.


	
In the Edit WAR Deployment Profile Properties dialog, open the File Groups node and select Filters under the Web Files node.


	
Select the Patterns tab, as shown in Figure H-1.


Figure H-1 Edit WAR Deployment Profile Properties Dialog

[image: Description of Figure H-1 follows]





	
Select the file patterns to exclude.







The steps for excluding WEB-INF/classes is similar the above procedure. Instead of selecting Web Files and then Filters, select WEB-INF/classes and then Filters.






H.7 Creating Portal-Specific Files

A Framework application requires a specific file structure. This section explains how to create and configure this file structure. See also Section 9.12, "How are WebCenter Portal Files Organized?."

	
Section H.7.1, "Create the Framework Application Folder Structure"


	
Section H.7.2, "Create a Resource Registry File"


	
Section H.7.3, "Create Default Resources"






H.7.1 Create the Framework Application Folder Structure

Create the portal folder structure in the specified location.

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content




Location on the filesystem:

	
PROJECT_ROOT/public_html




Detailed Instructions:

Create the following folder structure in the location specified above (that is, in the Web Content folder in JDev). To add a folder, right-click the portalapp folder and select General in the New Gallery dialog. Then, select Folder from the list of Items.

	
oracle/webcenter/portalapp/

	
catalogs/


	
navigations/


	
pages/


	
pagetemplates/


	
shared/







The /oracle/webcenter/portalapp folder structure is required, and all portal resources must be created under this namespace. For more information on the file structure, see Section 9.12.1.2, "Why Is a WebCenter Portal: Framework Application Organized the Way It Is?."

The additional subfolders (except for the shared folder) are not strictly required, but are useful for organizational purposes. However, the shared folder must exist. This folder provides the path under which any resources associated with a portal resource (such as images) must be located.






H.7.2 Create a Resource Registry File

The generic-site-resources.xml file is required for resources to be registered with the runtime Resource Manager. For more information on the Resource Manager, see Chapter 17, "Adding and Using the Resource Manager."

Create a resource registry file under APPLICATION_ROOT/mds/oracle/webcenter/siteresources/scopedMD/s8bba98ff_4cbb_40b8_beee_296c916a23ed/generic-site-resources.xml with the following content. Note that you must create this folder structure manually; it does not exist by default.


  <?xml version = '1.0' encoding = 'UTF-8'?>
  <resources xmlns="http://xmlns.oracle.com/webcenter/portalframework/genericSiteResources"
             xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
    <resourceType name="siteTemplate" resourceBundle=""/>
    <resourceType name="pageStyle" resourceBundle=""/>
    <resourceType name="dataPresenter" resourceBundle=""/>
    <resourceType name="contentPresenter" resourceBundle=""/>
    <resourceType name="resourceCatalog" resourceBundle=""/>
    <resourceType name="navigation" resourceBundle=""/>
    <resourceType name="skin" resourceBundle=""/>
    <resourceType name="taskFlowStyle" resourceBundle=""/>
    <resourceType name="taskFlow" resourceBundle=""/>
    <resourceType name="dataControl" resourceBundle=""/>
  </resources>






H.7.3 Create Default Resources

This section explains how to create and register several portal resource files.



H.7.3.1 Default Navigation Model File

The navigation model file, default-navigation-model.xml, allows you to incorporate navigation structures in portal site. For more information, see Chapter 11, "Building a Navigation Model for Your Portal" and Section 9.5.3, "Understanding the Navigation Model and the Navigation Registry."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/navigations




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/navigations




Procedure:

	
Right-click /oracle/webcenter/portalapp/navigations folder in Application Navigator and select New.


	
In the New Gallery dialog, open the Portal node under Web Tier and select Navigation.


	
Enter a name (for example, default-navigation-model.xml), ensure directory is PROJECT_ROOT/public_html/oracle/webcenter/portalapp/navigations, and check the box labeled Create as a Portal Resource.









H.7.3.2 Navigation Registry File

The navigation registry file, navigation-registry.xml, is used for editing navigations in the Resource Manager. See also Chapter 11, "Building a Navigation Model for Your Portal" and Section 9.5.3, "Understanding the Navigation Model and the Navigation Registry."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/navigations




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/navigations




Procedure:

	
Create a new Framework application. You will copy some files from this new application into the application you are migrating.


	
From the new application, copy this file:


<PROJECT_ROOT>/public_html/oracle/webcenter/portalapp/navigations/navigation-registry.xml 


to this location in the application you are migrating:


<PROJECT_ROOT>/oracle/webcenter/portalapp/navigations/navigation-registry.xml


	
Add two top-level folders, called new and links.


	
Under the new folder, add the set of resources that should allowed to be added to a navigation when editing at runtime.


	
Under the links folder, add the set of resources that should appear in the links picker, which is displayed when adding an item of type "Link" to a navigation at runtime. For more information, see Chapter 11, "Building a Navigation Model for Your Portal."









H.7.3.3 Resource Catalog File

A catalog specifies a collection of an otherwise unrelated group of elements, like layout components, task flows, portlets, documents, and others, that an authorized user can add to a portal at runtime. Oracle WebCenter Portal's Composer uses catalogs at runtime to determine which elements an authorized user can add to a portal page. See also Chapter 17, "Adding and Using the Resource Manager" and Section 9.5.4, "Understanding Resource Catalogs and the Catalog Registry."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/catalogs




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/catalogs




Follow one of the following two procedures. The first explains how to create a new resource catalog, and the second explains how to reuse resource catalogs from your current application.

Procedure:

	
Right-click /oracle/webcenter/portalapp/catalogs folder in Application Navigator and select New.


	
In the New Gallery dialog, open the Portal node under Web Tier and select Application Resource Catalog.


	
Enter a name (for example, default-catalog.xml), ensure directory is PROJECT_ROOT/public_html/oracle/webcenter/portalapp/catalogs, and check the box labeled Create as a Portal Resource.


	
Add the set of resources that should allowed to be added to a page when editing at runtime. For more information, see Section 17.2, "Working with Portal Resources in JDeveloper."




Alternate Procedure:

Consider following this procedure if you have existing resource catalogs that you would like to reuse:

	
Copy any existing resource catalogs your application may have (normally found in APPLICATION_ROOT/mds/oracle/adf/rc/metadata) to PROJECT_ROOT/public_html/oracle/webcenter/portalapp/catalogs.


	
Right-click on each catalog under PROJECT_ROOT/public_html/oracle/webcenter/portalapp/catalogs and choose Create Portal Resource.

This alternate procedure registers each catalog as a portal resource so it appears in the Resources tab of the WebCenter Portal Administration Console.









H.7.3.4 Resource Catalog Registry File

The resource catalog registry file defines the set of items that are available for inclusion in your resource catalog at runtime. See Chapter 16, "Creating and Managing Resource Catalogs."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/catalogs




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/catalogs




Procedure:

	
Create a new Framework application. You will copy some files from this new application into the application you are migrating.


	
From the new application, copy this file:


<PROJECT_ROOT>/public_html/oracle/webcenter/portalapp/catalogs/catalog-registry.xml 


to this location in the application you are migrating:


<PROJECT_ROOT>/oracle/webcenter/portalapp/catalogs/catalog-registry.xml









H.7.3.5 Page Template File

Page templates allow you to define entire page layouts and apply them to pages to create a consistent layout across the portal. For more information, see Chapter 12, "Designing the Look and Feel of Your Portal."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/pagetemplates




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/pagetemplates




Procedure:

	
Right-click the /oracle/webcenter/portalapp/pagetemplates folder in Application Navigator and select New.


	
In the New Gallery dialog, open the JSF node under Web Tier and select JSF Page Template.


	
Check the box labeled Create Associated ADFm Page Definition and add a facet definition named content.


	
Add a reference to the content facet within the page template once it has been created. For example:


  <?xml version='1.0' encoding='UTF-8'?>
  <jsp:root xmlns:jsp="http://java.sun.com/JSP/Page" version="2.1"
            xmlns:af="http://xmlns.oracle.com/adf/faces/rich">
    <jsp:directive.page contentType="text/html;charset=UTF-8"/>
    <af:pageTemplateDef var="attrs">
      <af:xmlContent>
        <component xmlns="http://xmlns.oracle.com/adf/faces/rich/component">
          <display-name>Default Page Template</display-name>
          <facet>
            <facet-name>content</facet-name>
          </facet>
        </component>
      </af:xmlContent>
      <af:facetRef facetName="content"/>
    </af:pageTemplateDef>
  </jsp:root>


	
Right-click the page template in the Application Navigator and select Create Portal Resource, then click OK.









H.7.3.6 Navigation Renderer File

The navigation renderer file is responsible for rendering non-page resources that appear in a navigation, such as portlets, content, and task flows. For more information, see Section 11.5, "Editing the Navigation Renderer."

Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/pages/




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/pages/




Procedure:

	
In the folder specified by the location listed above, create a new JSF page. From the New menu, select Web Tier, then JSF, then JSF Page. Name the file navigation-renderer.jspx.


	
Replace the file content with the following:


 <?xml version='1.0' encoding='UTF-8'?>
  <jsp:root xmlns:jsp="http://java.sun.com/JSP/Page" version="2.1"
            xmlns:f="http://java.sun.com/jsf/core"
            xmlns:af="http://xmlns.oracle.com/adf/faces/rich">
    <jsp:directive.page contentType="text/html;charset=UTF-8"/>
    <f:view>
      <af:document id="d1"
                   title="#{SiteStructureContext.currentNavigationModel.currentSelection.title}">
        <af:form id="f1">
          <af:pageTemplate value="#{bindings.pageTemplateBinding.templateModel}"
                           id="pt1">
            <f:facet name="content">
              <af:region value="#{bindings.sitestructurerenderer1.regionModel}"
                         id="r1"/>
            </f:facet>
          </af:pageTemplate>
        </af:form>
      </af:document>
    </f:view>
  </jsp:root>









H.7.3.7 Page Hierarchy File

The pages.xml, or "page hierarchy" file, organizes pages into a tree structure, with a parent-child relationship between pages. This hierarchical structure allows the convenient propagation or inheritance of security settings from pages to sub pages. See Section 9.5.1, "Understanding Pages, Page Templates, and the Portal Page Hierarchy."




	
Note:

After creating the pages.xml file in JDeveloper, JDeveloper must be restarted in order for the pages.xml to be recognized as a page hierarchy file and for the hierarchy editor to be displayed when it is opened.









Location in JDeveloper's Application Navigator:

	
PROJECT_NAME > Web Content > oracle/webcenter/portalapp/pagehierarchy




Location on the filesystem:

	
PROJECT_ROOT/public_html/oracle/webcenter/portalapp/pagehierarchy




Procedure:

	
In the folder specified by the location listed above, create a new file called pages.xml.


	
Add the following content to the file:


<?xml version="1.0" encoding="US-ASCII" ?>
   <pagesDef xmlns="http://xmlns.oracle.com/webcenter/page"
      xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
      xsi:schemaLocation=
          "http://xmlns.oracle.com/webcenter/page/pagesDef.xsd"
  />













H.8 Applying Security Configurations

This section explains how to configure security in the Framework application.

	
Section H.8.1, "Configure ADF Security"


	
Section H.8.2, "Configure the jazn-data.xml File"






H.8.1 Configure ADF Security

Ensure ADF Security is configured for ADF Authentication and Authorization. For more information, see Section 69.3.1, "Configuring ADF Security Settings." If security was not already configured for the application, you can configure it as follows:

	
From the Application menu, select Secure and then Configure ADF Security.


	
Select the ADF Authentication and Authorization option.


	
Click Finish.









H.8.2 Configure the jazn-data.xml File

These permissions are required for the proper functioning of the Portal Administration page and the Resource Manager at runtime.




	
Note:

Do not replace the contents of jazn-data.xml with the following contents; rather, merge the highlighted (bold faced) elements with the existing <grant> and <permissions> entries.









	
In the Application Navigator, open the Application Resources folder, then open Descriptors, and then the META-INF folder.


	
In the META-INF folder, open the jazn-data.xml file.


	
Add an Application Role called Administrator, if one doesn't exist. See Section 69.2, "Creating an Application Role."


	
Manually insert permission entries into the source file as follows. Again, be careful to merge the highlighted elements rather than replace the entire contents of the file with the following code.





<grant>
    <grantee>
      <principals>
        <principal>
          <class>oracle.security.jps.internal.core.principals.JpsAuthenticatedRoleImpl</class>
          <name>authenticated-role</name>
        </principal>
      </principals>
    </grantee>
    <permissions>
      ...
      <permission>
         <class>oracle.adf.share.security.authorization.RegionPermission</class>
         <name>oracle.webcenter.portalwebapp.pages.adminPageDef</name>
         <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.taskflow.view.ContainerPageDef</name>
        <actions>grant</actions>
      </permission>
      <permission>
        <class>oracle.webcenter.security.auth.HierarchicalResourcePermission</class>
        <name>serviceID=oracle.webcenter.page,scopeID=s8bba98ff_4cbb_40b8_beee_296c916a23ed,resourceID=s8bba98ff_4cbb_40b8_beee_296c916a23ed</name>
        <actions>personalize,view</actions>
      </permission>
      <permission>
        <class>oracle.adf.rc.security.CatalogPermission</class>
        <name>/oracle/webcenter/quicklinks/scopedMD/.*</name>
        <actions>create,edit</actions>
      </permission>
      ...
    </permissions>
  </grant>
  <grant>
    <grantee>
      <principals>
        <principal>
          <class>oracle.security.jps.internal.core.principals.JpsAnonymousRoleImpl</class>
          <name>anonymous-role</name>
        </principal>
      </principals>
    </grantee>
    <permissions>
      ...
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.siteresources.scopedMD.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.controller.security.TaskFlowPermission</class>
        <name>/oracle/webcenter/siteresources/scopedMD/.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.controller.security.TaskFlowPermission</class>
        <name>/oracle/webcenter/portalapp/.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.taskflow.view.ContainerPageDef</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.taskflow.view.ViewerPageDef</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.taskflowstyle.view.PreviewPageDef</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.page.pstemplates.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.share.security.authorization.RegionPermission</class>
        <name>oracle.webcenter.portalapp.pagetemplates.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.webcenter.security.auth.HierarchicalResourcePermission</class>
        <name>serviceID=oracle.webcenter.page,scopeID=s8bba98ff_4cbb_40b8_beee_296c916a23ed,resourceID=s8bba98ff_4cbb_40b8_beee_296c916a23ed</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.controller.security.TaskFlowPermission</class>
        <name>/oracle/webcenter/navigationtaskflows/view/.*</name>
        <actions>view</actions>
      </permission>
      <permission>
        <class>oracle.adf.controller.security.TaskFlowPermission</class>
        <name>/oracle/webcenter/.*</name>
        <actions>view</actions>
      </permission>
      ...
    </permissions>
  </grant>
  <grant>
    <grantee>
      <principals>
        <principal>
          <class>oracle.security.jps.service.policystore.ApplicationRole</class>
          <name>Administrator</name>
          <guid>843A31B1C1B211DFBFA9CF5E373CA556</guid>
        </principal>
      </principals>
    </grantee>
    <permissions>
      ...
       <permission>
           <class>oracle.webcenter.security.auth.HierarchicalResourcePermission</class>
           <name>serviceID=oracle.webcenter.page,scopeID=s8bba98ff_4cbb_40b8_beee_296c916a23ed,resourceID=s8bba98ff_4cbb_40b8_beee_296c916a23ed</name>
           <actions>create,delete,grant,manage,personalize,update,view</actions>
       </permission>
       <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_contentpresenter_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_datacontrol_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_navigation_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_pagestyle_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_catalog_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_pagetemplate_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_skin_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_taskflow_.*</name>
          <actions>manage</actions>
     </permission>
     <permission>
          <class>oracle.webcenter.security.auth.WebCenterResourcePermission</class>
          <name>oracle_webcenter_siteresource_s8bba98ff_4cbb_40b8_beee_296c916a23ed_taskflowstyle_.*</name>
          <actions>manage</actions>
     </permission>
      ...
  </permissions>
</grant>











11 Building a Navigation Model for Your Portal

This chapter describes how to create the navigation model in your WebCenter Portal: Framework application. Navigation models define the content, structure, and metadata of your portal navigation.

This chapter includes the following sections:

	
Section 11.1, "Introduction to Navigation Models"


	
Section 11.2, "Creating a Navigation Model"


	
Section 11.3, "Adding Resources to a Navigation Model"


	
Section 11.4, "Selecting the Default Navigation Model"


	
Section 11.5, "Editing the Navigation Renderer"


	
Section 11.6, "Setting the REDIRECT_OPTIONS Context Parameter"


	
Section 11.7, "Enabling Runtime Administration of Navigation Models"


	
Section 11.8, "Working with WebCenter Portal: Spaces Navigation Models"




For information about how to expose the navigation model in your portal, see Chapter 14, "Visualizing Your Portal Navigation."



11.1 Introduction to Navigation Models

Typically, portals provide information from various different sources. Information may be provided by pages, portlets, task flows, content repositories, and external pages. Users need a way to easily move through this information and quickly access the specific information that they need. You provide this access to information through your portal navigation.

The navigation model defines the content, structure, and metadata of the navigation. When you create the navigation model, you specify the items to include and the hierarchy of those items. Navigation models can include the following resources:

	
Pages (individual pages and page hierarchies)


	
Content (individual content items or the results of a content query)


	
Other navigation models


	
Portlets


	
Task flows


	
External applications


	
External links




For more information, see Section 11.3, "Adding Resources to a Navigation Model."

You can also add resources that are dynamically generated. These are:

	
Custom Resources


	
Components


	
Custom Folders


	
Custom Content




For more information, see Section 11.3.7, "How to Extend Navigation Model Data."

When you create a new Framework application, a navigation model is created for you (default-navigation-model.xml). You can build on this seeded navigation model or create your own. You might even want to create different navigation models for different user types.




	
Note:

If you create your own navigation model, rather than extend the seeded navigation model, we recommend that you set your navigation model as the default navigation model. For more information, see Section 11.4, "Selecting the Default Navigation Model."









After you have created your navigation model, you can expose it on any page template in your portal either through the built in navigation task flows, or through your own navigation UI. For more information, see Chapter 14, "Visualizing Your Portal Navigation."






11.2 Creating a Navigation Model

If the default navigation model provided out of the box does not meet your requirements, you can create your own navigation model.

To create a navigation model:

	
In the Application Navigator, right-click the node where you want to create the navigation model (for example /oracle/webcenter/portalapp/navigations) and choose New.


	
In the New Gallery, expand Web Tier, select Portal and then Navigation, and click OK.


	
In the Create Navigation dialog (Figure 11-1), in the File Name field, enter a name for the XML file that represents the navigation, for example myNavigation.xml.


Figure 11-1 The Create Navigation Dialog

[image: Description of Figure 11-1 follows]





	
In the Directory field, enter the full directory path of the location under which to create the file.




	
Note:

In a Framework application, to expose the new navigation model in the runtime Resource Manager, you must create the navigation model under the Application_Root/Portal/public_html/oracle/webcenter/portalapp directory. By default WebCenter Portal includes a separate navigations directory.










	
Select Create as a Portal Resource to add the navigation model to the resources registry, allowing it to be managed at runtime through the Resources Manager.




	
Note:

This option is available only if the directory you entered is the Application_Root/Portal/public_html/oracle/webcenter/portalapp directory or one of its subdirectories.












	
Tip:

If you do not select this option now, you can add the navigation model to the resources registry later by right clicking it and choosing Create Portal Resource.










	
Click OK.

The new navigation model opens in Design view (Figure 11-2).


Figure 11-2 A Navigation Model in Design View

[image: Description of Figure 11-2 follows]





	
In the Design view for the navigation model, select the new navigation model in the Navigation column and define general properties as required:

	
In the Navigation Filter field, enter the name of a Java class to use to filter out selected resources in the navigation model based on specific criteria. The Java class should implement the oracle.adf.rc.spi.plugin.catalog.CatalogDefinitionFilter interface.

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed when the navigation model is rendered on a page.




	
Note:

You can also conditionally hide individual resources in the model by specifying an EL expression in the Visible field for the resource.










	
In the Visible field, specify whether the navigation model is available for use in the application. This field takes an EL value. The default is #{true}, which means the navigation model can be used by other users and is available in dropdown lists of navigation models.


	
Use the Navigation Attributes section to set display options for the navigation model as desired. The options available are the same as those for individual resources. For more details about the different display options, see Section 11.3.9, "How to Set Display Options for a Resource.".





	
Save the navigation model definition file.

Now that you have created the navigation, you can add resources to it. For more information, see Section 11.3, "Adding Resources to a Navigation Model."









11.3 Adding Resources to a Navigation Model

To define the content of your navigation model you can add resources to the default navigation model, default-navigation-model.xml. The default navigation model is created automatically when you create an application using WebCenter Portal's Framework application template.

You can also create your own custom navigation model and add resources to that. For more information, see Section 11.2, "Creating a Navigation Model."

You can add resources to a navigation model in two ways:

	
Drag and drop resources from different areas in JDeveloper onto the navigation model in Design view.


	
Use the options on the Add new node menu in the Design view for the navigation model (Figure 11-3).


Figure 11-3 The Add New Node Menu

[image: Description of Figure 11-3 follows]







In the Design view for the navigation model you can also modify and remove existing resources.

This section includes the following subsections:

	
Section 11.3.1, "How to Drag and Drop a Resource onto a Navigation Model"


	
Section 11.3.2, "How to Add a Content Item to a Navigation Model"


	
Section 11.3.3, "How to Add Content Based on the Results of a Query to a Navigation Model"


	
Section 11.3.4, "How to Add a Page, Portlet, Task Flow, External Application, or Web Page to a Navigation Model"


	
Section 11.3.5, "How to Add a Page Hierarchy to a Navigation Model"


	
Section 11.3.6, "How to Embed Another Navigation Model Within a Navigation Model"


	
Section 11.3.7, "How to Extend Navigation Model Data"


	
Section 11.3.8, "How to Organize Resources in a Navigation Model"


	
Section 11.3.9, "How to Set Display Options for a Resource"






11.3.1 How to Drag and Drop a Resource onto a Navigation Model

You can add the following resources to a navigation model by dragging and dropping them onto the desired location in the Design view for navigation model:

	
Content—You can drag a content item from an Content Server connection in the Application Resources pane or Resource Palette onto a navigation model.


	
Pages—When you drag a page from the Application Navigator onto a navigation model, you are prompted to choose whether to add just the page itself or to add a page query that includes the page its subpages.


	
Portlets—You can drag a portlet from the Application Resources pane or Resource Palette onto a navigation model.


	
Task flows—You can drag a task flow from the Application Resources pane or from the Resource Palette onto a navigation model.


	
External applications—You can drag an external application from the Application Resources pane or Resource Palette onto a navigation model.


	
URLs—You can drag a URL connection from the Application Resources pane or Resource Palette onto a navigation model.


	
Navigation models—You can drag a navigation model from the Application Navigator and embed it in another navigation model.









11.3.2 How to Add a Content Item to a Navigation Model

In your navigation model, you can include links to individual content items within an existing content repository connection, or you can include a folder to provide access to all its contents.

You can also include a set of documents that match particular query criteria to a navigation model. For more information, see Section 11.3.3, "How to Add Content Based on the Results of a Query to a Navigation Model."

To add a content item:




	
Tip:

To add a content item to a navigation model you can also drag and drop it into the Design view for the navigation model.









	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Content Item.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-4 Adding a Content Item to a Navigation Model
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In the URL field, enter or browse for the URL to access the resource. If you enter the URL manually, use the following format:

content://Content_Connection_Id/Document_Id




	
Note:

If the following is true, you must make sure that an appropriate connection is added to the application (in the Application Resources pane) to ensure that the resource is available at runtime:

	
You manually entered the URL


	
The connection exists in the Resource Palette













	
Select Render URL in Page Template, to render the resource in the current page, using the specified page template.

Select Redirect to URL, to overwrite the current page with the resource when it is selected in the navigation.


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed when the navigation model is rendered on the page.










	
In the URL Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
If you want to use a Content Presenter display template to display the content item, in the URL Parameters section, click the Add icon, and choose templateView.


	
In the Value field for the templateView parameter, enter the display template view ID to use for rendering the content item, for example:


oracle.webcenter.content.templates.default.detail





	
Note:

If you display a wiki page in a Framework application using a Content Presenter display template, by default any links within that wiki page are displayed in the Document Viewer. If you want to display wiki page links using Content Presenter, you must edit the adf-config.xml file. For more information, see Section 32.3.5, "Displaying Wiki Page Links Within Content Presenter."










	
Add further parameters, as required. For information about additional Content Presenter parameters, see Section 31.7.1, "Content Presenter Task Flow Parameters and Out-of-the-Box Display Templates."


	
Save the navigation model definition file.









11.3.3 How to Add Content Based on the Results of a Query to a Navigation Model

You can add a content query to a navigation model to include all documents that match specific search criteria.




	
Note:

To add a single file, or all the files within a particular folder, to a navigation model, see Section 11.3.4, "How to Add a Page, Portlet, Task Flow, External Application, or Web Page to a Navigation Model."









To add a content query:

	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Content Query.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-5 Adding a Content Query to a Navigation Model
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In the Repository field, enter or browse for the content repository whose content you want to search.




	
Note:

If the following is true, you must make sure that the appropriate connection is added to the application (in the Application Resources pane) to ensure that the resource is available at runtime:

	
You manually entered the repository name


	
The connection exists in the Resource Palette













	
In the Query field, enter the query criteria to identify the content to include in the navigation model, for example:


select * from cmis:document WHERE cmis:name LIKE 'Foo%'


For more information about how to format the query and for more examples, see Oracle Fusion Middleware Content Management REST Service Developer's Guide.


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
Select Insert Folder Contents to display the results of the query directly in the navigation, rather than displaying them under a folder.


	
In the Content Query Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
If you want to use a Content Presenter display template to display the results of the content query, in the URL Parameters section, click the Add icon, and choose templateView.


	
In the Value field for the templateView parameter, enter the display template view ID to use for rendering the results of the content query, for example:


oracle.webcenter.content.templates.default.list.simple





	
Note:

If you display a wiki page using a Content Presenter display template, by default any links within that wiki page are displayed in the Document Viewer. If you want to display wiki page links using Content Presenter, you must edit the adf-config.xml file. For more information, see Section 32.3.5, "Displaying Wiki Page Links Within Content Presenter."










	
Add further parameters, as required. For information about additional Content Presenter parameters, see Section 31.7.1, "Content Presenter Task Flow Parameters and Out-of-the-Box Display Templates."




	
Note:

If you include links to the same portlet twice in a navigation model, the first link specifying parameter values and the second not, any parameters set for the first link are retained and also used for the second. To ensure that parameters are not used for the second link, you must explicitly set the parameter values to null.










	
Save the navigation model definition file.









11.3.4 How to Add a Page, Portlet, Task Flow, External Application, or Web Page to a Navigation Model

You can add links to the following types of resources to a navigation model:

	
External Link: Hypertext link to any external web page.




	
Note:

If you use the External Link option to include a mailto: link in your navigation, your navigation UI must explicitly handle this type of link. For information, see Section 12.2.3, "What You Should Know About Creating Page Templates for WebCenter Portal Applications."










	
External Application: Link to any registered external application.


	
Page: Link to any JSPX page in the application.

This option enables you to add a link to a single page to the navigation model. For information about how to include an entire page hierarchy, see Section 11.3.5, "How to Add a Page Hierarchy to a Navigation Model."


	
Task Flow: Link to any task flow in the application, or to a WebCenter Portal task flow (available in the Resource Palette).




	
Note:

If you provide navigation directly to a task flow in this way, users cannot customize the task flow. If you want users to be able to customize the task flow, add it to a page and add that page to the navigation model.










	
Portlet: Link to a portlet in any registered portlet producer.




	
Note:

If you provide navigation directly to a portlet in this way, users cannot customize the portlet. If you want users to be able to customize the portlet, add it to a page and add that page to the navigation model.










	
Other: Link to a custom resource. For more information, see Section 11.3.7.1, "How to Add a Link to a Custom Resource."




To add a link to a page, portlet, task flow, external application, or web page:




	
Tip:

To add a portlet, task flow, external application, or web page to a navigation model you can also drag and drop it into the Design view for the navigation model.

To add a link to a single page, drag the page into the Design view for the navigation model and choose Page Link from the popup menu.









	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Link.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-6 Adding a Link to a Navigation Model
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From the Type dropdown list, select the type of resource that you want to add to the navigation model: External Link, External Application, Page, Taskflow, Portlet.


	
The Factory Class field is automatically populated with the appropriate factory class for the resource type and cannot be edited.




	
Note:

If you are adding a resource of type Other, the Factory Class field is editable and you must enter the factory class of the resource. For more information, see Section 11.3.7.1, "How to Add a Link to a Custom Resource."










	
In the URL field, enter or browse for the URL to access the resource. Table 11-1 provides the URL format to use for the different resource types.


Table 11-1 Format for URL Different Resource Types

	Resource Type	Location in Application	URL Format
	
External Link

	
None

	
Absolute or relative path to web page

Note: If you use the External Link option to include a mailto: link in your navigation, your navigation UI must explicitly handle this type of link. For information, see Section 12.2.3, "What You Should Know About Creating Page Templates for WebCenter Portal Applications."


	
External Application

	
External application connection in the Application Resources pane

	

extapp://External_Application_Id


	
Page

	
Application Navigator

	

page://Path_to_Page/Page_Name


For example:


page://oracle/webcenter/portalapp/pages/myPage.jspx


	
Task Flow from an ADF Library

	
Resource Palette

	

taskflow://Path_to_TaskFlow/TaskFlow_Definition_File_Name#TaskFlow_Id


	
Task Flow Within the Application

	
Application Navigator

	

taskflow://Path_to_TaskFlow/TaskFlow_Definition_File_Name#TaskFlow_Id


	
Portlet

	
Portlet producer connection in the Application Resources pane or in the Resource Palette

	

portlet://Producer_Id/Portlet_Id











	
Note:

If the following is true, you must make sure that an appropriate connection is added to the application (in the Application Resources pane) to ensure that the resource is available at runtime:

	
You manually entered the URL (without using drag and drop or the Choose a Resource dialog)


	
The link Type is External Application, or Portlet


	
The connection exists in the Resource Palette













	
Select Render URL in Page Template, to render the resource in the current page, using the specified page template.

Select Redirect to URL, to overwrite the current page with the resource when it is selected in the navigation.


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed when the navigation model is rendered on the page.










	
In the URL Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
In the URL Parameters section, enter values, as desired, for any parameters supported by the selected resource.


	
Save the navigation model definition file.









11.3.5 How to Add a Page Hierarchy to a Navigation Model

You can add a hierarchy of pages to the navigation model. All pages below the selected page in the hierarchy are included in the navigation model.

Although there is only a single page hierarchy within an application, in a navigation model you can use any node within the application page hierarchy as the starting point.




	
Note:

If you just want to include a single page in the navigation model, use the Link navigation type. For more information, see Section 11.3.4, "How to Add a Page, Portlet, Task Flow, External Application, or Web Page to a Navigation Model."









To add a page hierarchy:




	
Tip:

To add a section of the page hierarchy to a navigation model, you can drag and drop a page (which has been added to the page hierarchy) from the Application Navigator into the Design view for the navigation model. Choose Page Query from the popup menu that appears.









	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Page Query.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-7 Adding a Page Query to a Navigation Model

[image: Description of Figure 11-7 follows]





	
The Scope field is not applicable to Framework applications (the scope is always the current application), so you can leave this field empty.

Scope is used in WebCenter Portal: Spaces to determine whether to display all the pages in the Home space or a specific space if a particular page is not specified as the root of the page query.


	
In the Path field, enter the path and file name of the XML file that corresponds to the page within the page hierarchy that you want to use as the starting point of the page query. For example:


/oracle/webcenter/portalapp/pagehierarchy/pages/pages.xml
/oracle/webcenter/portalapp/pagehierarchy/pages/productsPages.xml


	
From the Page Template dropdown list, select the page template to use to display the resource when it is selected in the navigation.


	
From the Page Style dropdown list, select the style of page to include in the navigation model. For example, if you select Wiki, only pages that use the Wiki page style are included in the navigation..


	
From the Page Visibility dropdown list, select whether to include pages even if they have been flagged as hidden in the hierarchy.


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
Select Insert Folder Contents to display the subpages in the hierarchy directly in the navigation rather than displaying them under a folder for the parent page.


	
In the Page Query Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
In the Page Query Parameters section, enter values, as desired, for any parameters supported by the page template.


	
Save the navigation model definition file.









11.3.6 How to Embed Another Navigation Model Within a Navigation Model

You can nest navigation models within each other. For example, if you have a complex navigation model, it might be easier to break it down into several separate models and then nest them all within a single overarching navigation model. You can also use nested navigation models to delegate the development of navigation models to different users or to control access to different parts of the navigation.

To embed another navigation model within a navigation model:




	
Tip:

To embed another navigation model within a navigation model you can also drag and drop the navigation model that you want to embed from the Application Navigator into the Design view for the navigation model.









	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Navigation.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-8 Embedding Another Navigation Model Within a Navigation Model
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In the Path field, enter or browse for the location and file name of the navigation model definition file for the navigation model that you want to embed, for example:


/oracle/webcenter/portalapp/navigations/myNavigation2.xml


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
In the Navigation Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
Save the navigation model definition file.









11.3.7 How to Extend Navigation Model Data

As well as adding known resources to your navigation model, you can also add resources to the model that are dynamically generated at runtime.

This section includes the following subsections:

	
Section 11.3.7.1, "How to Add a Link to a Custom Resource"


	
Section 11.3.7.2, "How to Add a Component to a Navigation Model"


	
Section 11.3.7.3, "How to Add a Custom Folder to a Navigation Model"


	
Section 11.3.7.4, "How to Add a Custom Content Provider to a Navigation Model"






11.3.7.1 How to Add a Link to a Custom Resource

You can add links to various WebCenter Portal-supported resources, such as pages, portlets, and task flows, by adding a link of the appropriate Type and identifying the URL of the resource. For more information, see Section 11.3.4, "How to Add a Page, Portlet, Task Flow, External Application, or Web Page to a Navigation Model."

If you want to link to a third party resource, you can do so by adding a link of type Other, and specifying the third-party URLResourceFactory implementation class.

To add a link to a custom resource:

	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Link.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










	
From the Type dropdown list, select Other.


Figure 11-9 Adding a Custom Resource to a Navigation Model
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In the Factory Class field, enter or browse for the URLResourceFactory implementation class that can resolve the URL for the custom resource.


	
In the URL field, enter the URL to access the resource.


	
Select Render URL in Page Template, to render the resource in the current page, using the specified page template.

Select Redirect to URL, to overwrite the current page with the resource when it is selected in the navigation.


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
In the URL Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
In the URL Parameters section, enter values, as desired, for any parameters supported by the selected resource.


	
Save the navigation model definition file.









11.3.7.2 How to Add a Component to a Navigation Model

You can add a custom component to a navigation model. You can add a variety of components, such as simple ADF Faces components, compound objects containing two or more components, and JSF Verbatim tags that let you add arbitrary HTML content inside them. An example for arbitrary HTML that you can add to your catalog is a YouTube video.

To add a custom component:

	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Component.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-10 Adding a Custom Component to a Navigation Model
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In the Component Factory field, enter or browse for the Java class that implements the oracle.adf.rc.component.ComponentFactory interface and creates an instance of the component based on a set of parameters, for example, oracle.adf.rc.component.XmlComponentFactory.

As you type the name, the field autocompletes with valid factory classes from the classpath.

For more information, see Section C.4, "Factory Classes Available for Adding Dynamic Resources to the Catalog."


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
In the Component Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
In the Component Parameters section, add the parameters that define the component.

For example, if you are adding an XML component, click the Add icon in the Parameters section and select xml. In the new row that is displayed, specify the XML code for the component in the Value field.




	
Note:

The xml parameter is displayed only if you selected oracle.adf.rc.component.XmlComponentFactory as the component factory.









To ensure that the component works properly, you must specify the custom component ID to be #, and provide the namespace, as shown in the following example:


<cust:panelCustomizable id="#" xmlns:cust="http://xmlns.oracle.com/adf/faces/customizable"/>


The # value ensures that a unique ID is generated dynamically for the component.


	
Save the navigation model definition file.









11.3.7.3 How to Add a Custom Folder to a Navigation Model

You can add a custom folder to a navigation model that is configured to display its content dynamically at runtime. A custom folder is not added as a folder with resources; it contains only a reference to the factory class, which displays the resources dynamically.

To add a custom folder:

	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Custom Folder.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-11 Adding a Custom Folder to a Navigation Model
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In the Path field, enter the MDS path for the custom folder.


	
In the Initial Context Factory field, enter or browse for the Java class that implements the javax.naming.spi.InitialContextFactory interface and generates the folder based on a set of parameters.

For more information, see Section C.4, "Factory Classes Available for Adding Dynamic Resources to the Catalog."


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
Select Insert Folder Contents to display the contents of the custom folder directly in the navigation rather than displaying them under the folder.


	
In the Custom Folder Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."


	
In the Custom Folder Parameters section, add the parameters that were defined while implementing the factory class. You can bind these parameters to other artifacts in the application.


	
Save the navigation model definition file.









11.3.7.4 How to Add a Custom Content Provider to a Navigation Model

A custom content provider dynamically generates zero or more navigation items at runtime. It is very similar to a custom folder, except that, for custom folders, the folder is always displayed when the navigation model is rendered at runtime, even if it is empty. With custom content providers however, the folder is displayed at runtime only if it has content inside it.

To add custom content provider:

	
In the Application Navigator, right-click the navigation model to which you want to add the resource, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the resource.


	
Click the Add new node icon and choose Custom Content.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










Figure 11-12 Adding a Custom Content Provider to a Navigation Model
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In the Content Provider field, enter or browse for the Java class that implements the oracle.adf.rc.spi.plugin.catalog.CustomContentProviderV2 interface.

For more information, see Section C.4, "Factory Classes Available for Adding Dynamic Resources to the Catalog."


	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.




	
Note:

Resources are automatically filtered based on security. If a user does not have access to a particular resource, it is not displayed in the navigation when it is rendered on the page.










	
In the Custom Content Attributes section, specify any desired display options for the resource. For more information, see Section 11.3.9, "How to Set Display Options for a Resource."




	
Note:

Typically for custom content, you will not need to specify any attributes, because the attributes for the resources generated by the content provider will be specified by the content provider.










	
In the Custom Content Parameters section, define the parameters on the folder. The parameters you define here are passed to and interpreted by the CustomContentProviderV2 implementation.


	
Save the navigation model definition file.











11.3.8 How to Organize Resources in a Navigation Model

You can add folders to your navigation model to create subsets of resources or to group similar resources. You can also add separators to divide the navigation model into distinct groupings of resources. Folders and separators enable you to break up the items in the navigation model when it is rendered on in a page, making it easier to locate items.

You can also rearrange items within the navigation model by dragging them up and down in relation to each other and dragging them inside other items to indicate hierarchy.

To organize resources:

	
In the Application Navigator, right-click the navigation model whose resources you want to organize, and choose Open.


	
To add a folder or separator:

	
In the Design view for the navigation model, in the Navigation column on the left side, select the node in the navigation model under which you want to add the folder or separator.


	
Click the Add new node icon and choose Folder or Separator.


	
The Id field is automatically populated with a generated ID. You can keep this ID, but you will probably want to change it to something slightly more descriptive. The ID must be unique within the navigation model.

If the resource is at the top level of the navigation model, the ID must not be wc_navtitle or wcnav_externalId; these IDs are reserved.




	
Tip:

If the ID is not unique, or you enter any invalid characters in the ID, the border of the field becomes red.










	
In the Visible field, specify whether the resource is displayed in the navigation. The default value is the EL expression #{true}, which means the resource is displayed to all users at all times. Enter false or #{false} to hide the resource from all users at all times, or enter an EL expression to specify the conditions under which the resource is displayed. If the field is empty, the value defaults to true.





	
To move a resource within the navigation model, select the item and drag it to the desired position.


	
To indent one resource (child item) under another (parent item), select the child item and drag it over the top of the parent item.


	
To re-parent a resource, right click it and choose Change Parent.


	
Save the navigation model definition file.









11.3.9 How to Set Display Options for a Resource

You can specify various display options for resources to determine their appearance and behavior when the navigation is rendered on a page. The display options available depend on the type of the resource.

To set display options for a resource:

	
In the Application Navigator, right-click the navigation model that contains the resource for which you want to set display options, and choose Open.


	
In the Design view for the navigation model, in the Navigation column on the left side, select the resource.


	
In the URL Attributes panel, click the Add icon and choose the attribute that you want to set. Table 11-0 lists the available attributes.


Table 11-2 Resource Attributes

	Attribute	Description
	
Title

	
The title displayed for the resource when the navigation model is rendered on a page.


	
AccessKey

	
A key mnemonic (single character) that users can enter to access the resource without using the mouse.


	
Description

	
A description of the resource.


	
IconURI

	
An icon to visually represent the resource. This is displayed next to the Title when the navigation model is rendered on a page.


	
Subject

	
Keywords to facilitate searching of the resource.


	
Target

	
The location on the container page where the resource is displayed when it is selected, either in the same browser window (_self), a new window (_blank), or a popup (_popup), or any other location supported by the navigation UI.

Note: Popups are not supported for pages.


	
ToolTip

	
Text that displays to provide additional information about the resource when users hover the mouse over the Title.


	
Modified

	
The date of the last modification of the resource. This attribute is used for site map creation.


	
ChangeFrequency

	
How frequently the resource is likely to change: always, hourly, daily, weekly, monthly, yearly, never. This attribute is used for site map creation.


	
Significance

	
The priority of this resource relative to other resources in the navigation model, within the range 0.0 to 1.0. This attribute is used for site map creation.


	
ExternalId

	
An ID to enable a direct reference to a node in the navigation model from a static link in the page.

Nodes in the default navigation model with this attribute defined can be accessed using /faces/wcnav_externalId/externalId from an af:goLink component in a page or using /wcnav_externalId/externalId from an External Link navigation item in the navigation model. The alternative is to access the node by its hierarchy, which is faster, but may change as the application develops.

To directly access a node in a non-default navigation model, you must specify the path of the navigation model by setting the wcnav.modelPath URL parameter, for example:


/faces/wcnav_externalId/myNavigationItem?wcnav .modelPath=/oracle/webcenter/siteresources/scopedMD/
s7f446cab_f622_4b68_a83e_b7eaf28b52ec/navigation/gsr0271c712_721a_4565_9f0e_755784a7093b/
myProjectNavigationModel.xml








	
From the Value Type dropdown list, choose:

	
Literal String—to specify a string as the value for the attribute


	
Resource Bundle—to use a resource bundle to provide localized values for the attribute.





	
In the Display Value field, enter the value for the attribute. If you are using a resource bundle, click the Browse icon to select the resource bundle to search for the localized value.


	
Save the navigation model definition file.











11.4 Selecting the Default Navigation Model

The default navigation model provides a convenient way to select a navigation model that should be used by default by an application. Page template designers can then reference this default navigation model without having to know its actual name. For example, in navigation EL expressions, the default navigation model is often referenced, such as in #{navigationContext.defaultNavigationModel}.

When you first create a Framework application, the seeded navigation model, default-navigation-model.xml, is set as the default navigation model. If you subsequently create your own navigation model, rather than having to explicitly reference this navigation model whenever you want to use it, you can set it as the default.

You can set the default navigation model for an application by editing the oracle.webcenter.portalapp.navigation.model preference in the adf-config.xml file.

To select the default navigation model:

	
In the Application Resources pane of the Application Navigator, right-click the adf-config.xml file, and choose Open.




	
Tip:

To locate the adf-config.xml file, expand the Descriptors node, and then the ADF META-INF node.










	
Click the Source tab.


	
Locate the ADF preference with the following id:


oracle.webcenter.portalapp.navigation.model


	
Set the value attribute to the path of the navigation model that you want to use as the default for the portal, for example:


value="oracle/webcenter/portalapp/navigations/myNavigationModel.xml"


Example 11-1 shows an example of the complete preference element.


Example 11-1 The Default Navigation Model ADF Preference


<portal:adf-portal-config>
  <preferences>
    ...
    <preference id="oracle.webcenter.portalapp.navigation.model"
        desc="Default Navigation Model"
        value="oracle/webcenter/portalapp/navigations/myNavigationModel.xml"
        resourceType="navigation" display="true"/>
    ...
  </preferences>
</portal:adf-portal-config>




	
Save the adf-config.xml file.









11.5 Editing the Navigation Renderer

The navigation renderer is a JSPX page renders non-page navigation resources, including:

	
Portlets


	
Content


	
External links


	
External applications


	
Task flows




To change how these resources are rendered, you can edit the navigation renderer page. For example, you may also want to add an image before or after the navigation renderer task flow or change from a flow to a stretch layout.

The navigation renderer page is hidden by default, so you must first show it in your application before you can edit it.




	
Note:

In the vast majority of cases, you should be able to edit the existing navigation renderer to meet your requirements. However, if required, you can create your own navigation renderer page. For example, the navigation renderer expects a content facet. If you want to use a different facet, you can create your own page and place the navigation renderer task flow in the appropriate location for your template.

If you choose to create your own navigation renderer page, it must include a navigation renderer region that contains the navigation renderer task flow.

To set your page as the navigation renderer for the application, edit the navigation renderer ADF preference (oracle.webcenter.portalapp.navigation.renderer) to point to the appropriate file. For detailed instructions for how to edit an ADF preference, see Section 11.4, "Selecting the Default Navigation Model."









To edit the navigation renderer:

	
In the Application Navigator, right-click the application project and choose Project Properties.


	
Expand the Project Source Paths node and select Web Application.


	
Select the Excluded tab.


	
Select the navigation renderer file (navigation-renderer.jspx) and click Remove to remove it from the list of excluded files.


	
Click OK.

The navigation renderer JSPX file is now listed in the Application Navigator under the following node:


/oracle/webcenter/portalapp/pages/


	
Right click navigation-renderer.jspx and choose Open.


	
Click the Source tab and edit the file as required.


	
When you are finished, save the navigation-renderer.jspx file.









11.6 Setting the REDIRECT_OPTIONS Context Parameter

If your application does not use partial page refresh (PPR), the URL in the browser changes whenever a user navigates to a resource in the navigation model. However, the URL shown by the browser does not reflect the current page; it shows the URL of the last page shown.

To enable the browser to display the URL of the current page, you can set the oracle.webcenter.navigationframework.REDIRECT_OPTIONS context parameter in the web.xml file.




	
Note:

Setting the oracle.webcenter.navigationframework.REDIRECT_OPTIONS context parameter affects performance by adding an extra request/response for every navigation.









To set the REDIRECT_OPTIONS context parameter:

	
In the Application Navigator, right-click the web.xml file and choose Open.


	
In the Overview Editor, expand the Context Initialization Parameters section.


	
Click the Create Context Initialization Parameter icon.


	
In the Name field, enter oracle.webcenter.navigationframework.REDIRECT_OPTIONS.


	
In the Value field, enter toPrettyURL.

This adds the following to the web.xml file:


<context-param>
 <param-name>oracle.webcenter.navigationframework.REDIRECT_OPTIONS</param-name>
 <param-value>toPrettyURL</param-value>
</context-param>
 


	
Save the web.xml file.









11.7 Enabling Runtime Administration of Navigation Models

The Resource Manager in a Framework application enables users with administrative privileges to create and modify portal resources, including navigation models, at runtime. By exposing navigations in the Resource Manager, you allow administrators to manage these navigations at runtime. If you want to create and expose more navigations after deploying the application, you can export them from JDeveloper to the runtime application.




	
Note:

If you create a navigation model at runtime and do not import it back into the design time environment, your new navigation model may be lost when the application is redeployed. For more information, see the "Preserving Resource Customizations" section in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.









To expose a navigation in the Resource Manager, see Section 17.2.1, "How to Add a Resource to the Resource Manager."

You can also control exactly which resources users can add to navigation models at runtime by editing the navigation registry file, navigation-registry.xml.

For more information about the runtime features of navigation models, see the chapter "Working with Navigations" in the Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces.

This section includes the following subsections:

	
Section 11.7.1, "How to Edit the Navigation Registry File"


	
Section 11.7.2, "How to Enable Further Development of Deployed Navigation Models"






11.7.1 How to Edit the Navigation Registry File

The navigation registry is a Resource Catalog specifically for registering which resources users can add to navigation models at runtime. Each Framework application contains one navigation registry file, navigation-registry.xml, which is created when you create the application. You can edit this file to change which resources to include. For example, if you do not want users to be able to embed other navigation models at runtime, you can remove the Navigation Reference resource from the navigation registry.

To edit the navigation registry:

	
In the Application Navigator, right-click the navigation-registry.xml file.




	
Tip:

You can find this file under Application_Root/oracle/webcenter/portalapp/navigations.










	
Edit the file the same way as any other Resource Catalog. For more information, see Section 16.2.3, "How to Manage Content in the Resource Catalog."

You can add the following resources to the navigation registry:

	
Folder


	
Link

	
Task Flow


	
Portlet


	
Content


	
Other





	
Resource Catalog


	
Component


	
Custom Folder


	
Custom Content




You can also modify and remove existing resources in the navigation registry, and rearrange resources in the registry.


	
When you are finished, save the navigation-registry.xml file.









11.7.2 How to Enable Further Development of Deployed Navigation Models

Seeded navigation models cannot be modified or deleted in the Resource Manager. Users with administrative privileges can make a copy of a seeded navigation model and edit or delete it, or they can create their own navigation models.

If users create or edit navigation models at runtime, you may find that you need to bring them back into JDeveloper for further enhancement. You can do this by downloading the navigation model from the deployed application, editing it in JDeveloper, and uploading it back to the application. At design time, this type of round-trip development includes importing the downloaded navigation model, editing it in JDeveloper, and exporting it so that it can be uploaded back to the deployed application.

In addition, if you create a new navigation model after you have deployed your application, you can export the navigation model from JDeveloper and upload it into the deployed application.

This section describes how to import and export navigation models in JDeveloper. It includes the following subsections:

	
Section 11.7.2.1, "Importing a Navigation Model"


	
Section 11.7.2.2, "Exporting a Navigation Model"




For more information about round-trip development, see Section 17.4, "Enabling Round-Trip Development of Resources."



11.7.2.1 Importing a Navigation Model

When you download a navigation model from the Resource Manager, an EAR file is created. On importing the EAR file in JDeveloper, the files from the EAR file are extracted to the folder Application_Root/Portal/public_html/oracle/webcenter/siteresources/scopedMD/scope_GUID. You can open the navigation model and edit it as you would any other navigation model at design time. The updated navigation model must then be exported to the deployed application.

For detailed steps to import a resource, see Section 17.4.2, "How to Import a Portal Resource into JDeveloper."






11.7.2.2 Exporting a Navigation Model

You would need to perform an export for the following reasons:

	
To expose a new navigation model in an already deployed application.


	
To copy back a navigation model that you imported from a deployed application and modified.




When you export a navigation model from JDeveloper, an EAR file is created. Users with administrator privileges can then upload this EAR file to a deployed application using the Resource Manager.

For detailed steps to export a resource, see Section 17.4.3, "How to Export a Portal Resource from JDeveloper."










11.8 Working with WebCenter Portal: Spaces Navigation Models

Out of the box, WebCenter Portal: Spaces provides seeded navigation models that you can use in your spaces. If these default navigation models do not suit your requirements, you can build your own navigation models within WebCenter Portal: Spaces. For more information, see the section "Working with Navigation" in the Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces.

However, WebCenter Portal: Spaces may not provide all the controls to create a navigation model that provides all the functionality that you require. In such cases, in JDeveloper you can edit navigation models originally created in WebCenter Portal: Spaces, and then upload them back into WebCenter Portal: Spaces.

WebCenter Portal provides a special JDeveloper workspace (DesignWebCenterSpaces.jws) to help you develop and upload resources, such as navigation models, to WebCenter Portal: Spaces. Chapter 56, "Extending the Spaces Application Using JDeveloper" tells you where to find the sample workspace and explains how to use the WebCenterSpacesResources project to build custom navigation models and other types of resources for WebCenter Portal: Spaces.

When working with WebCenter Portal: Spaces navigation models in JDeveloper, you should consider the following:

	
All the resources required for a WebCenter Portal: Spaces navigation model exist within WebCenter Portal: Spaces. Therefore, you should really only use JDeveloper to restructure WebCenter Portal: Spaces navigation models and perform minor edits. First, you should create as much of the navigation model in WebCenter Portal: Spaces as possible and add the required resources. You can then use JDeveloper to refine the order of the resources and set all required attributes and parameters.


	
If you do want to use JDeveloper to add resources to a WebCenter Portal: Spaces navigation model, you should obtain the resource ID from WebCenter Portal: Spaces by accessing the About dialog for the resource. For more information, see the section "Viewing Information About a Resource" in the Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces.


	
When adding resources to a WebCenter Portal: Spaces navigation model, you must manually enter the path to the resource. You cannot use the Browse icon. For example, to enter a link to a page, you must identify the ID of the page in WebCenter Portal: Spaces and then enter that value manually as page://pathToXmlFile.












67 Personalizing WebCenter Portal Applications

Personalization for WebCenter Portal delivers targeted content based on both user and application context. WebCenter Portal's Personalization also provides a run-time system and associated tools that allow the declarative definition of application flow.

This chapter describes how to integrate Personalization into a WebCenter Portal: Framework application and includes the following sections:

	
Section 67.1, "Introduction to Personalization"


	
Section 67.2, "Integrating Personalization in Your Application"


	
Section 67.3, "Tutorial: Creating, Testing and Deploying a Simple Application"


	
Section 67.4, "Extending Personalization"




For more information about Personalization, see:

	
Appendix G, "ELs Related to the Personalization Service"


	
"Managing the Personalization Service" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal






67.1 Introduction to Personalization

Personalization provides a dynamically derived user experience for your WebCenter Portal application. Personalization evaluates defined sources of input data, generates a decision based on that evaluation, and applies this information to a declaratively defined Personalization scenario. Personalization, for example, can return content or change application flow based on information about a user in a Human Resources database, targeting the application experience for that specific user.

This section provides an overview of the features and requirements of Personalization, and contains the following subsections:

	
Section 67.1.1, "Personalization Architecture"


	
Section 67.1.2, "Personalization Conductor"


	
Section 67.1.3, "Personalization Property Service"


	
Section 67.1.4, "Personalization Providers"






67.1.1 Personalization Architecture

Figure 67-1 shows the architecture and out-of-the box services and components that comprise Personalization. These and other Personalization components are described in:

	
Section 67.1.2, "Personalization Conductor"


	
Section 67.1.3, "Personalization Property Service"


	
Section 67.1.4, "Personalization Providers"





Figure 67-1 Personalization Services Architecture

[image: Description of Figure 67-1 follows]









67.1.2 Personalization Conductor

This section describes the role of the Personalization Conductor. The Conductor is the heart of the Personalization engine, and contains and runs the units of work called scenarios. The Conductor runs the prepared scenarios, and provides access to provider extensions that plug into the Conductor. These aspects of the Conductor are described in the following sections:

	
Section 67.1.2.1, "Personalized Scenarios"


	
Section 67.1.2.2, "Personalized Application Flow"


	
Section 67.1.2.3, "Property Set Integration"


	
Section 67.1.2.4, "Provider Integration"






67.1.2.1 Personalized Scenarios

A scenario is defined by a script you create using the Scenario Editor in JDeveloper (or provide as an XML file) based on a simple syntax that allows conditional statement evaluation resulting in the return (to the client) of some form of content. Based on function provider expressions, a script action may then return filtered content to the client application using a Data Provider and a query. A scenario, rather than returning targeted content, can also be used to make dynamic changes to application flow, resulting in a personalized user experience within the application.

In JDeveloper, you can use the Scenario Editor to graphically design your scenario. You can also create XML file-based scenarios. See Section 67.2.2.4, "Specifying Scenario Flow Using Node Types" and Section 67.2.3, "Creating File-Based Scenarios" for more information about creating scenarios.






67.1.2.2 Personalized Application Flow

As well as returning content targeted to a specific user, scenarios executing within the Conductor can also control application flow, render user interface components, and execute application-related events. Using the Conductor's public Java and Expression Language (EL) API, you can provide seamless integration with an existing Java or Web-based application. See Chapter 68, "Using Personalization APIs Externally" for more information about using Java and EL APIs.






67.1.2.3 Property Set Integration

The Property Service uses property sets to organize sets of user or application data, and property definitions to assign a data type to property data. You can extend the Property Service to access additional user profile data in an enterprise LDAP repository, or to access additional repositories such as Oracle MDS. For more information about the Property Service and property sets, see Section 67.1.3, "Personalization Property Service."






67.1.2.4 Provider Integration

Providers provide a way to access external resources within your scenario. As well as three out-of-the-box providers for the Property Service, Content Server Provider (CMIS), and Activity Graph, the Conductor also supports an extensible architecture that lets you implement and access custom providers from within your Scenarios. For more information about providers, see Section 67.1.4, "Personalization Providers."








67.1.3 Personalization Property Service

This section describes the Personalization Property Service. The Property Service provides a simple yet scalable way for developers to access user data.

This section includes the following subsections:

	
Section 67.1.3.1, "Property Service Architecture"


	
Section 67.1.3.2, "Property Sets"


	
Section 67.1.3.3, "Property Locators"






67.1.3.1 Property Service Architecture

The Property Service uses Java and REST APIs to store and retrieve properties about a user, such as their age or gender, or other information such as the current time. These properties are part of a property set. A property set can have a schema defined (the schema defines types for properties), or it can be created on demand without a schema. A property set can have properties that are retrieved from different locations such as the Identity Store LDAP server, a file, or using a SQL query. For more information about using Java and REST APIs, see Chapter 68, "Using Personalization APIs Externally"

The Property Service uses the default Personalization cache (or Coherence cache if available) and by default stores property sets in a database. The Property Service is also extensible allowing additional repositories such as Oracle MDS to be configured.


Figure 67-2 Property Service Architecture

[image: Description of Figure 67-2 follows]









67.1.3.2 Property Sets

The Property Service uses property sets to organize sets of user or application data, and property definitions to assign a data type to property data. The existing user profile data in an enterprise LDAP repository can also be made accessible by extending the Property Service. See Section 67.2.2.5, "Defining Property Sets and Property Locators" for more information about the property sets. In a JDeveloper project for a WebCenter Portal application, the PropertySet Editor creates property namespace files containing namespace, PropertySet, and Property definitions.






67.1.3.3 Property Locators

A property locator is invoked by the Property Service to access external stores of properties. For example, Personalization provides an out-of-the-box People Connections property locator that uses the People Connections REST service to access profile information for users. For more information about property locators, see Section 67.2.2.5, "Defining Property Sets and Property Locators." For more information about the People Connections property locator, see Section 67.1.4.1.4, "People Connections Locator."








67.1.4 Personalization Providers

A provider is an interface point for the Conductor that lets it communicate with external services. Personalization provides out-of-the-box providers for the Property Service, Oracle WebCenter Content: Content Server, and Activity Graph, and a locator used by the Property Service provider to allow integration with People Connections. There are also two types of custom providers you can implement: data providers and function providers.

This section describes the out-of-the-box providers and the two types of custom providers in the following subsections:

	
Section 67.1.4.1, "Out-of-the-Box Providers"


	
Section 67.1.4.2, "Custom Data Providers"


	
Section 67.1.4.3, "Function Providers"






67.1.4.1 Out-of-the-Box Providers

This section describes the out-of-the-box providers you can access from within your scenarios, and a locator used by the Property Service provider to allow integration with People Connections.

This section contains the following subsections:

	
Section 67.1.4.1.1, "Property Service Provider"


	
Section 67.1.4.1.2, "CMIS Provider"


	
Section 67.1.4.1.3, "Activity Graph Provider"


	
Section 67.1.4.1.4, "People Connections Locator"






67.1.4.1.1 Property Service Provider

The Property Service Provider allows integration with the Property Service. This provider allows you to retrieve property sets for a particular property set definition, retrieve a property set by name, or return a specific property from a property set. For more information about the Property Service Provider, see Section 67.2.2.8.1, "Using the Property Service Provider."






67.1.4.1.2 CMIS Provider

The CMIS Provider provides services to retrieve and search for content from standards-based CMIS (Content Management Interoperability Services) content servers, specifically provided by the Oracle WebCenter Content Server. The CMIS Provider also has utility function providers to convert results to simplified form. For information about integrating the CMIS Provider, see Section 67.2.2.8.2, "Using the CMIS Provider." For information about creating and editing connection configuration for the Content Server provider, see "Configuring the REST Service Identity Asserter" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.






67.1.4.1.3 Activity Graph Provider

The Activity Graph Provider (ActivityGraphProvider) provides integration with the Activity Graph engine (the basis for the Activity Graph service), which provides recommendations about what a user may be interested in connecting with based on analytics within WebCenter. For example, the Activity Graph Provider method recommendedUsers, queries the Activity Graph engine for a list of users that a given user might want to connect with.

The Activity Graph engine provides a central repository for actions that are collected by enterprise applications. For more information about the Activity Graph service and the Activity Graph engine, see Section 46, "Integrating the Activity Graph Service."

The Activity Graph provider is built on two REST services for Activity Graph running on the WebCenter Portal: Spaces server, and consequently requires that WebCenter Portal: Spaces be installed in your environment. For more information about integrating the Activity Graph provider in your scenario, see Section 67.2.2.8.3, "Using the Activity Graph Provider." For information about creating and editing connection configuration for the Activity Graph provider, see "Configuring the Activity Graph Provider" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.



67.1.4.1.4 People Connections Locator

Although The People Connections locator is an ILocator used by the Property Provider to interface with the WebCenter People Connections service. One of the benefits of the People Connections service is that it can access user profile information stored on WebCenter Portal: Spaces. For more information about the People Connections service, see Part VI, "Working with the People Connections Service". For more information about the People Connections locator, see Section 67.2.2.8.1, "Using the Property Service Provider." For information about creating and editing connection configuration for the People Connections locator, see "Configuring the Oracle People Connections Locator" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.










67.1.4.2 Custom Data Providers

A data provider is a component that plugs into the Conductor architecture and acts as a delegate for some service. Data returned from a data provider can be used as-is (Java classes), or chained to be used as input to other data providers in the same scenario.

The Property Service Provider, Activity Graph Provider, and the CMIS Provider are all examples of data providers that are available out-of-the-box. But data providers (oracle.wcps.conductor.provider.IDataProvider) also provide an extension point for the Conductor so that you can write a custom data provider to, for example, integrate with legacy systems or external data stores. You can then call your custom (or out-of-the-box) data provider using the Invoke Provider node from within a scenario.

Data providers typically operate on the input context of a given user or an external application data set (or both). Personalization includes a Property Service that can provide typed data storage for user or application data, and is accessible as input to providers. For more information about creating your own data provider, see Section 67.4.1, "Adding Custom Providers."






67.1.4.3 Function Providers

Function providers (oracle.wcps.conductor.provider.IFunctionProvider) also provide an extension point for the Conductor to create utility methods (for example, for data manipulation or transformation, or business rule calculation) that can be invoked using Expression Language (EL) expressions. A simple example might be: ${strings:concat('string1','string2')}). The CMIS and Activity Graph providers each have their own function provider to facilitate data transformations, among other utilities. For more information about Personalization ELs, see Appendix G, "ELs Related to the Personalization Service."










67.2 Integrating Personalization in Your Application

This section describes how to integrate Personalization in your Framework application.

This section contains the following subsections:

	
Section 67.2.1, "Personalization Requirements"


	
Section 67.2.2, "Authoring Personalized Scenarios in JDeveloper"


	
Section 67.2.4, "Displaying Targeted Content at Runtime"






67.2.1 Personalization Requirements

This section describes the design-time system requirements and dependencies for developing WebCenter Portal applications with JDeveloper that integrate Personalization services. For a complete list of requirements, dependencies, and options for Personalization, see "Personalization Prerequisites" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.

	
WebCenter Portal: Spaces must be installed if the CMIS Provider, Activity Graph Provider, or People Connections locator are being used in a scenario. Note that for basic iterative development WebCenter Portal: Spaces is not required to be installed on your domain.


	
Before you can use REST APIs, you must take the steps outlined in "Before You Begin: Performing Required Configurations" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.


	
Personalization relies on WebCenter Trust Services to provide single sign-on (SSO) between different managed servers within the WebCenter domain, including the Oracle WebCenter Content: Content Server that is accessed through the CMIS Provider. For JDeveloper's integrated domain, the Trust Services must be configured using a WLST script (configureWCPS.py) located in the DefaultDomain/scrpts-wcps directory. For more information about configuring the WebCenter Trust Services and single sign-on using this script see "Configuring Single Sign-on" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.


	
The REST service must be configured. For information about how to configure the REST service, see the chapter "Managing REST Services" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.







	
Note:

Although you can optionally include the out-of-the-box providers for Activity Graph and People Connections in your application, you will not be able to test results in JDeveloper. Note also that these providers are only partially configured, and you must complete their configuration as described in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal in the sections on "Configuring the Oracle People Connections Service" and "Configuring the Activity Graph Service."














67.2.2 Authoring Personalized Scenarios in JDeveloper

This section describes how to author personalized scenarios using the Personalization tools in JDeveloper, and includes the following subsections:

	
Section 67.2.2.1, "Creating a Properties Namespace"


	
Section 67.2.2.2, "Creating Property Sets and Property Definitions"


	
Section 67.2.2.3, "Creating a New Scenario in the Scenario Editor"


	
Section 67.2.2.4, "Specifying Scenario Flow Using Node Types"


	
Section 67.2.2.5, "Defining Property Sets and Property Locators"


	
Section 67.2.2.6, "Implementing and Calling Function Providers"


	
Section 67.2.2.7, "Implementing and Calling Data Providers"


	
Section 67.2.2.8, "Using the Out-of-the-Box Providers"






67.2.2.1 Creating a Properties Namespace

The Properties Namespace file contains the property definitions and property set definitions you define.

To create a Properties Namespace file in JDeveloper:

	
From within your application in JDeveloper, right-click the application in the navigation bar.

The New Gallery dialog displays (see Figure 67-3).


Figure 67-3 New Gallery Dialog

[image: Description of Figure 67-3 follows]








	
Note:

If the Personalization category doesn't display, open the All Technologies tab and select it, or click selected technologies and add the Personalization technology to the project.










	
Choose Properties Namespace and click OK.

The Create Namespace dialog displays (see Figure 67-4).


Figure 67-4 Create Namespace Dialog

[image: Description of Figure 67-4 follows]





	
Enter a name for the namespace, select the Include default property definitions checkbox to add initial default property definitions to the namespace, and click OK.

The Include default property definitions checkbox controls whether initial default property definitions are added to the namespace file. These are: IntDef, NumberDef, StringDef, BooleanDef, DateTimeDef, ClobDef, IntArrayDef, NumberArrayDef, StringArrayDef, BooleanArrayDef, DateTimeArrayDef, ClobArrayDef.The property definitions can be removed, if needed afterwards. Or, you can leave the checkbox unselected to start with no initial property definitions and create them as needed in the Scenario Editor.

A graphic representation of the namespace file displays in the Design pane (see Figure 67-5).


Figure 67-5 Design Pane - Namespace Definition

[image: Description of Figure 67-5 follows]





	
Continue by defining the property sets and properties that you will need in your scenario as described in Section 67.2.2.2, "Creating Property Sets and Property Definitions."









67.2.2.2 Creating Property Sets and Property Definitions

Properties are the bits of data about someone or something on which, for example, you can base evaluations of conditionals in your scenario's flow. A property, for example, could contain a person's age or gender. A property set is simply a collection or container of related properties.

To define a property set and associated properties:

	
From within your application in JDeveloper, right-click the namespace in the Design pane, select Create New Property Set Definition, and click OK.

The Create New Property Set dialog displays (see Figure 67-6).


Figure 67-6 Create New Property Set Dialog

[image: Description of Figure 67-6 follows]





	
Enter a name for the property set and click OK.

A node for the new property set displays in the Design pane (see Figure 67-7).


Figure 67-7 Design Pane - New Property Set Definition

[image: Description of Figure 67-7 follows]





	
To add properties to the new property set, right-click the property set, and select Create New Property Definition Mapping.

The Create Property Definition dialog displays (see Figure 67-8).


Figure 67-8 Create Property Definition

[image: Description of Figure 67-8 follows]





	
Enter a Property Name and Definition (the value type), and click OK.

To create a new property definition, select New Definition in the Definition drop down list.

The new property appears as part of the property set's graphic representation (see Figure 67-9).


Figure 67-9 Design Pane - Property Definition

[image: Description of Figure 67-9 follows]





	
Add any additional properties required to the property set (or create new property sets) and then continue by creating the scenario as described in Section 67.2.2.3, "Creating a New Scenario in the Scenario Editor."









67.2.2.3 Creating a New Scenario in the Scenario Editor

The Conductor's Scenario Editor provides a visual tool for viewing and editing scenario definitions managed by the Conductor. The Scenario Editor stores scenarios in both file and visual formats and is available from within JDeveloper. Before creating a scenario, you should have created a namespace and at least some of the property sets and properties you need for the scenario.

To create a new scenario using the Scenario Editor in JDeveloper:

	
From within your application in JDeveloper, right-click the application in the navigation bar.

The New Gallery dialog displays (see Figure 67-10).


Figure 67-10 New Gallery Dialog

[image: Description of Figure 67-10 follows]








	
Note:

If the Personalization category doesn't display, open the All Technologies tab and select it, or click selected technologies and add the Personalization technology to the project.










	
Select Conductor Scenario and click OK.

The Scenario Definition dialog displays (see Figure 67-11).


Figure 67-11 Scenario Definition Dialog

[image: Description of Figure 67-11 follows]





	
Select Create a new conductor scenario file and modify the file name and where the file is stored if necessary. Note that the scenario name's extension (.scenarios_diagram) cannot be changed.

The Scenario Editor displays with a new Start node (see Figure 67-12).


Figure 67-12 Scenario Editor - Start Node

[image: Description of Figure 67-12 follows]





	
To add nodes to the scenario, right-click the node to which you want to add a new node, select Add Following Statement, and chose the node type from the list as shown in Figure 67-13.


Figure 67-13 Adding a Node in the Scenario Editor

[image: Description of Figure 67-13 follows]





Right-click the new node to expose options for setting node properties and extending the flow. For a description of available node types, see Section 67.2.2.4, "Specifying Scenario Flow Using Node Types."









67.2.2.4 Specifying Scenario Flow Using Node Types

The Scenario Editor uses a tree-structured fixed layout where the flow is represented by a combination of subtrees (for decisions) and internal label references to represent flow for loops and complex nested if/else decisions.


Node Types

	
Start: The Start node is a root level node that defines where a scenario begins.


	
Return: The Return node halts execution of the scenario, and returns the specified results of evaluation of an EL expression to the caller.


	
Variable Assignment: The variable assignment node lets you define a variable that is scoped within the context of the currently running scenario and initialize it with an expression.


	
Execute: The Execute node invokes a specified EL expression with no expected return value. Similar to Variable Assignment, only the results of the expression are not stored within the Scenario context.


	
Condition/Otherwise: The Condition node evaluates an EL expression and executes the contained statements if the EL expression evaluate to true. Statements within the Otherwise block will only execute if all condition statements evaluate to false.


	
For Each: For Each nodes are a matched pair of nodes that provide looping/iterating functionality over a collection of things.


	
While: Provides looping/iterating functionality as long as a specified EL expression evaluates to true.


	
Raise Error: Raise and throw an error with the specified error message


	
Invoke Provider: Invokes a named implementation of IDataProvider. Results are stored within the context of the currently running Scenario.


	
Invoke Scenario: Invokes another named Scenario within the same namespace. Results are stored within the context of the currently running Scenario









67.2.2.5 Defining Property Sets and Property Locators

The Property Editor lets you view and edit the property set definitions and their associated property definitions managed by the Property Service. The Property Editor communicates and persists data through the Property Service.

Property sets and properties within a property set can be stored in many different locations and formats, so a locator facility is needed to retrieve them. A default property set locator is provided that retrieves and stores property set data to a pre-configured database. This default locator is used when no other is specified for the property set.

A custom locator for the People Connections service is also provided out-of-the-box (for more information, see Section 67.1.4.1.4, "People Connections Locator"), but you may want to define additional locators for other data sources. You can define multiple locators for properties and property sets, and they can also be defined in order of precedence. For step-by-step instructions for how to implement a locator see Section 67.4.2, "Adding Custom Locators."






67.2.2.6 Implementing and Calling Function Providers

The IFunctionProvider is a marker interface that allows utility code to be accessible from the Expression Language services within the Conductor. Implementations of IFunctionProvider contain annotated public and static methods. Example 67-1 shows an example function provider:


Example 67-1 Example Function Provider


@FunctionProvider
(
    prefix="interpreter",
    resourceBundle="sample.InterpreterResources",
    nameBundleKey="provider.name",
    descriptionBundleKey="provider.description"
)
public class InterpreterProvider
implements IFunctionProvider
{
 
    @PublicFunction
    (
        functionName="english",
        descriptionBundleKey="english.description"
    )
    public static String
        interpretEnglish(@PublicParameter(parameterName="phrase",
                                     descriptionBundleKey="phrase.description")String phrase)
    {
        String result = "Not Understood";
 
        if ("Bonjour".equals(phrase))
        {
           result = "Hello";
        }
 
        return result;
    }
 
    @PublicFunction
    (
        functionName="french",
        descriptionBundleKey="french.description"
    )
    public static String
        interpretFrench(@PublicParameter(parameterName="phrase",
                                     descriptionBundleKey="phrase.description")String phrase)
    {
        String result = "Non compris";
 
        if ("Hello".equals(phrase))
        {
           result = "Bonjour";
        }
 
        return result;
    }
}




You would call the function provider in Example 67-1 using the following expression syntax:


${interpreter:english("Bonjour")}
${interpreter:french("Hello")}


Here is an example of how to assign a variable to the results of a function provider based on Example 67-1:


<assign-variable>
     <variable>greetings</variable>
    <expression>${interpreter:english("Bonjour")}</expression>
</assign-variable>






67.2.2.7 Implementing and Calling Data Providers

Data provider implementations are a more structured way of integrating custom functionality with scenario execution. Unlike function providers, data providers have access to a connection configuration framework built into the Conductor so that environment-specific configuration data can be used. The following diagram illustrates the class interaction for data providers:


Figure 67-14 Class Interaction for Data Providers

[image: Description of Figure 67-14 follows]






IDataProvider

Data providers are responsible for returning abstract named connection implementations of IConnection. These named connections are usually backed by environmental configurations provided by the Conductor's connection configuration service, but do not have to be. Should the data provider happen to use the configuration service, the implementation must return a class that extends oracle.wcps.connection.configuration.AnnotatedConfiguration from the getConnectionConfigClass() method. This class must contain public annotated fields that represent configuration data specific to the data provider.


IConnection

Implementations of oracle.wcps.conductor.provider.IConnection are responsible for returning (named and default) Executable Resources. Each instance of IConnection can represent a single connection configuration and should be constructed within the instance of IDataProvider (not static).


IExecutableResource

Implementations of oracle.wcps.conductor.provider.IExecutableResource contain most of the integration code with the external system and the instance should be constructed within the instance of IConnection (not static). The default method from within IExecutableResource is the execute method that takes no arguments, but custom annotated methods can be written within the implementation if IExecutableResource and exposed to scenario execution. For example, the following custom method can be invoked from a scenario:


@PublicFunction
            (
                    functionName="custom",
                    descriptionBundleKey="customFunction.description"
            )
    public String callCustomMethod(@PublicParameter(parameterName="customParam",
            descriptionBundleKey="customParam.description") String param)
    {
        return param + " Results";
    }


Here is how the provider with the custom method is invoked from within the scenario:


        <call-provider>
            <provider-name>myCustomProvider</provider-name>
            <connection-name>${connectionName}</connection-name>
            <method-name>custom</method-name>
            <variable>searchResults</variable>
            <input>
                <parameter>
                    <common:name>customParam</common:name>
                    <common:value>${someScenarioVariable}</common:value>
                </parameter>
            </input>
        </call-provider>






67.2.2.8 Using the Out-of-the-Box Providers

Personalization provides three providers out-of-the-box providers for use within scenarios: the Property Service Provider, the Content Server Provider (CMIS), and Activity Graph. This section describes how you can integrate these providers in your application in the following subsections:

	
Section 67.2.2.8.1, "Using the Property Service Provider"


	
Section 67.2.2.8.2, "Using the CMIS Provider"


	
Section 67.2.2.8.3, "Using the Activity Graph Provider"






67.2.2.8.1 Using the Property Service Provider

The Property Service Provider (oracle.PropertiesServiceProvider) allows integration with the Personalization Server Property Service. This provider lets you to retrieve property sets for a particular property set definition, retrieve a property set by name, or return a specific property from a property set. If you are using the People Connections locator to integrate profile data into your scenario, then you must configure the Property Service before using it. For more information about the People Connections locator, see Section 67.1.4.1.4, "People Connections Locator." For information about configuring the Property Service provider, see "Configuring the Oracle People Connections Locator" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.






67.2.2.8.2 Using the CMIS Provider

The CMIS provider (CMISProvider) provides services to search for and retrieve content from standards-based CMIS (Content Management Interoperability Services) content servers. For WebCenter, this is specifically provided by the Oracle WebCenter Content: Content Server. The CMIS provider also has a utility function provider (CMISFunctionProvider) to convert results to simplified form. Before trying the examples below, be sure to configure your CMIS provider connection as shown in the section on "Configuring the CMIS Provider" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.


Example CMIS Provider Scenario

Create a scenario using the following (remember to set the content-type of application/xml):

Request URI:


POST http://localhost:8891/wcps/api/conductor/namespaces/myNameSpace/scenarios


Request Body:


<scenarioMetadata>
<scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0" xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
  <body>
    <call-provider>
      <provider-name>CMISProvider</provider-name>
      <connection-name>CmisConfigConnection</connection-name>
      <variable>exprString</variable>
      <input>
        <parameter>
            <common:name>search</common:name>
            <common:value>SELECT * FROM cmis:document WHERE cmis:name LIKE 'flowers'</common:value>
        </parameter>
      </input>
    </call-provider>
    <return>
      <expression>${exprString}</expression>
    </return>
  </body>
  <name>CMIS Scenario</name>
  <comments>CMIS Scenario comments</comments>
  <tags>
    <tag>CMIS Scenario tag</tag>
  </tags>
</scenario>
</scenarioMetadata>



Executing the Scenario

Request URI:


POST http://localhost:8891/wcps/api/conductor/namespaces/myNameSpace/scenarios/CMIS%20Scenario


Request Body:


<parameters/>



Using the CMISFunctionProvider

A function provider is a utility class that can be invoked from within a scenario. The CMISFunctionProvider supports several methods (see the JavaDoc for the class for more information). Here are two example methods:


/**
     * Convert the array of input IDs to a CMIS query in the form of 'IN'
     * @param ids Array of document IDs, in the form of dDocName only
     * @return CMIS query String
     */
public static String getCMISQueryForDocIDs(
    @PublicParameter(parameterName="repository",descriptionBundleKey="getCMISQueryForDocIDs.parameter.description.inputList") String repository,
    @PublicParameter(parameterName="ids",descriptionBundleKey="getCMISQueryForDocIDs.parameter.description.inputList") List<String> ids))
...


/**
     * Convert the array of input IDs to a CMIS query in the form of 'IN'
     * @param ids, in the form of a WebCenter document ObjectURN.  For example: stanl18-ucm11g#dDocName:MOUNTAINS
     * @return CMIS query String
     */
 public static String
    getCMISQueryForDocIDsFromFullID(@PublicParameter(parameterName="ids",
            descriptionBundleKey="getCMISQueryForDocIDs.parameter.description.inputList") List<String> ids)



Using the CMISFunctionProvider in a Scenario

The following scenario snippet shows how data might be fed into the CMISFunctionProvider to create a CMIS query for multiple nodes, where the query is then sent to the CMIS provider. (In a more realistic case, rather than generate the data, we could have passed the results from an Activity Graph provider call, for example.)


<scenario:scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0"
                   xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
  <comments>testFunctionProviderScenario4 comments</comments>
  <body>
   <assign-variable>
      <variable>ids</variable>
      <expression>${collections:new()}</expression>
    </assign-variable>
    <execute>
      <expression>${collections:append(ids,'StellentRepository#dDocName:MOUNTAINS')}</expression>
    </execute>
    <execute>
      <expression>${collections:append(ids,'StellentRepository#dDocName:PARKS')}</expression>
    </execute>
    <execute>
      <expression>${collections:append(ids,'StellentRepository#dDocName:PATAGONIAPARKS')}</expression>
    </execute>
 
    <!-- Assign those as IDs to send to CMIS -->
    <assign-variable>
        <variable>cmisQuery</variable>
        <expression>${cmisfunction:getCMISQueryForDocIDsFromFullID(ids)}</expression>
    </assign-variable>
 
    <!-- Make the call to CMIS -->
    <call-provider>
      <provider-name>CMISProvider</provider-name>
      <connection-name>NonProxyConnection</connection-name>
      <variable>cmisResults</variable>
      <input>
        <parameter>
            <common:name>search</common:name>
            <common:value>${cmisQuery}</common:value>
        </parameter>
      </input>
    </call-provider>
    <return>
      <expression>${cmisResults}</expression>
    </return>
  </body>
  <name>testFunctionProviderScenario4</name>
 
</scenario:scenario>






67.2.2.8.3 Using the Activity Graph Provider

The Activity Graph Provider (ActivityGraphProvider) provides integration with the Activity Graph service, which provides recommendations based on analytics within WebCenter. Before attempting the examples below, be sure to configure the connection for the Activity Graph service as shown in the section on "Configuring the Activity Graph Provider" in the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.


Example Activity Graph Provider Scenario

Create a scenario using the following (remember to set the content-type of application/xml):

Request URI:


POST http://localhost:8891/wcps/api/conductor/namespaces/default/scenarios


Request Body:


<scenarioMetadata>
<scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0">
    <body>
        <call-provider>
            <provider-name>ActivityGraphProvider</provider-name>
            <connection-name>ActivityGraphConfigConnection</connection-name>
            <resource-name>QueryCommonItems</resource-name>
            <method-name>queryCommonItems</method-name>
            <variable>providerResults</variable>
            <input>
                <parameter>
                    <common:name>sourceClassURN</common:name>
                    <common:value>WC.user</common:value>
                </parameter>
                <parameter>
                    <common:name>sourceObjectURN</common:name>
                    <common:value>carl</common:value>
                </parameter>
                <parameter>
                    <common:name>targetClassURN</common:name>
                    <common:value>WC.user</common:value>
                </parameter>
                <parameter>
                    <common:name>targetObjectURN</common:name>
                    <common:value>monty</common:value>
                </parameter>
                <parameter>
                    <common:name>similarityURN</common:name>
                    <common:value>user-edit</common:value>
                </parameter>
            </input>
        </call-provider>
        <return>
            <expression>${providerResults}</expression>
        </return>
    </body>
    <name>QueryCommonItemsScenario</name>
    <comments>QueryCommonItemsScenario comments</comments>
    <tags>
        <tag>invoke</tag>
        <tag>sample</tag>
        <tag>provider</tag>
        <tag>resource</tag>
        <tag>input</tag>
        <tag>parameters</tag>
        <tag>overloaded</tag>
    </tags>
</scenario>
</scenarioMetadata>



Executing the Scenario

Before continuing, you must set the header values: Accept=application/xml and content-type=application/xml.

Request URI:


POST http://localhost:8891/wcps/api/conductor/namespaces/default/scenarios/QueryCommonItemsScenario


Request Body:


<parameters/>



Using the AGFunctionProvider

A function provider is a utility class that can be invoked from within a scenario. The AGFunctionProvider supports these methods:


/**
     * Return the value of 'ObjectURN', only for WC.document, from the input Object.
     * @param agResults From call to 'QueryRecommendations' or QueryItems.  Can be one of the following Classes:
     *
     * From AG REST 'recommendations'
     * <ul>
     *   <li> Recommendations
     *   <li> RecommendedItems
     *   <li> List<Recommendation>
     * </ul>
     *
     * From AG REST 'items'   (common items)
     * <ul>
     *   <li> Results
     *   <li> Items
     *   <li> List<Item>
     * </ul>
     *
     * @param dDocNameOnly  If true, just the last part of the ObjectURN for
     * document will be returned; otherwise, the entire ObjectURN will be.
     * For example, if ObjectURN is example-ucm11g#dDocName:EXAMPLEACL000116,
     * if this value is 'true', then only EXAMPLEACL000116 will be returned.
     * Otherwise, all of stanl18-ucm11g#dDocName:EXAMPLEACL000116 is returned.
     *
     * @return a List of ObjectURN representing the document ID
     */
    @PublicFunction
 
    public static List<String> getDocumentIDs(
@PublicParameter(parameterName="agResults",descriptionBundleKey="getContentIDs.parameter.description.inputList")Object agResults,
 @PublicParameter(parameterName="dDocNameOnly",  descriptionBundleKey="getContentIDs.parameter.description.inputList")boolean dDocNameOnly)
    {
...

/**
     * Return the value of 'ObjectURN' for the 'ClassURN' from the input Object.
     * @param agResults From call to 'QueryRecommendations' or QueryItems.  Can be one of the following Classes:
     *
     * From AG REST 'recommendations'
     * <ul>
     *   <li> Recommendations
     *   <li> RecommendedItems
     *   <li> List<Recommendation>
     * </ul>
     *
     * From AG REST 'items'   (common items)
     * <ul>
     *   <li> Results
     *   <li> Items
     *   <li> List<Item>
     * </ul>
     *
     * param filterClassURN return content only of this type.  Examples are: WC.wiki-page, WC.group-space, WC.user, WC.blog,
     * WC.topic, WC.document.  If this is null, return all types.
     *
     * @return a List of ObjectURN representing the item identifier.
     */
    @PublicFunction
            (
                    functionName="getContentIDs",
                    descriptionBundleKey="getContentIDs.method.description"
            )
    public static List<String> getContentIDs(@PublicParameter(parameterName="agResults",
         descriptionBundleKey="getContentIDs.parameter.description.inputList")Object agResults,
                                             @PublicParameter(parameterName="filterClassURN",
                                                     descriptionBundleKey="getContentIDs.parameter.description.filterClassURN") String filterClassURN)
    ...

/**
     * Filter recommendations by score.  Only those recommendations with a score >= the cutoff will be preserved.
     */
    @PublicFunction
            (
                    functionName="filterRecsByScore",
                    descriptionBundleKey="filterRecsByScore.method.description"
            )
    public static Recommendations filterRecsByScore(
            @PublicParameter(parameterName="recommendations",
            descriptionBundleKey="filterRecsByScore.parameter.description.agRecs") Recommendations recs,
            @PublicParameter(parameterName="cutoffScore",
            descriptionBundleKey="filterRecsByScore.parameter.description.cutoffScore") float cutoffScore
            )
    {



Using the AGFunctionProvider in a Scenario

In the following scenario, a call is first made to the Activity Graph REST service. The results of that call are in the agRecommendations variable. The next call in the scenario is to the AGFunctionProvider.getContentIDs() method, passing in the results of the agRecommendations (an Activity Graph object), and returning a List<String> of document IDs, held in the evaluation of the expressions call.


<expression>${agfunction:getContentIDs(agRecommendations,'WC.user')}</expression>

 <scenario:scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0"
                   xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
    <comments>CallProviderScenario comments</comments>
    <body>
        <call-provider>
            <provider-name>ActivityGraphProvider</provider-name>
            <connection-name>AgTestServerConnection</connection-name>
            <resource-name>QueryRecommendations</resource-name>
            <method-name>getRecommendationsUsingDefaultRecipe</method-name>
            <variable>agRecommendations</variable>
            <input>
                <parameter>
                    <common:name>classURN</common:name>
                    <common:value>WC.user</common:value>
                </parameter>
                <parameter>
                    <common:name>objectURN</common:name>
                    <common:value>carl</common:value>
                </parameter>
            </input>
        </call-provider>
 
          <!-- Now call function provider to translate into user IDs.  A more specific call is available for WC.document; this just tests
         the ability of the function provider to handle different types of content  -->
        <return>
            <expression>${agfunction:getContentIDs(agRecommendations,'WC.user')}</expression>
        </return>
    </body>
    <name>CallProviderScenario</name>
</scenario:scenario>










67.2.3 Creating File-Based Scenarios

As well as using the Scenario Editor, you can also create file-based scenarios in XML format. Note that file-based scenarios are only supported through the Conductor's import/export function and JDeveloper MDS integration. To import a file-based scenario into the Scenario Editor, select the Create from file option when you create the scenario.

Table 67-1 shows the statements that make up the contents of a scenario file. For more detailed information about the statements, refer to the node descriptions in Section 67.2.2.4, "Specifying Scenario Flow Using Node Types."


Table 67-1 Scenario Statements

	Statement	Description	Example
	
Variable Assignment

	
Creates a variable that is scoped within the context of the currently running scenario.

	

<assign-variable>
     <variable>index</variable>
    <expression>3</expression>
</assign-variable> 


	
Execute

	
Invokes a specified EL Expression with no expected return value. Similar to Variable Assignment, only results of the expression are not stored within the Scenario Context.

	

<execute>
      <comments>Adds to an existing collection.</comments>
      <expression>${collections:append(responses,'The outlook is not so good.')}</expression>
</execute> 


	
Condition/Otherwise

	
Evaluates an EL expression and executes the contained statements should the EL expression evaluate to true. Statements within the otherwise block will only execute if all condition statements evaluate to false.

	

<conditions>
      <body>
        <condition>
          <body>
            <assign-variable>
              <variable>customerType</variable>
              <expression>Great Customer</expression>
            </assign-variable>
          </body>
          <expression>${customer.totalMoneySpent >= 100000}</expression>
        </condition>
        <otherwise>
          <body>
            <assign-variable>
              <variable>customerType</variable>
              <expression>Good Customer</expression>
            </assign-variable>
          </body>
        </otherwise>
      </body>
    </conditions> 


	
ForEach

	
Provides looping/iterating functionality over a collection of things.

	

<for-each>
      <body>
         <execute>
           <comments>
               Let's send each great customer an email, thanking them for their loyalty.
           </comments>
           <expression>
               ${emailService:sendMail(customer,'Subject:Thanks for being a great customer')}
           </expression>
         </execute>
      </body>
      <variable>customer</variable>
      <max-iterations>10</max-iterations>
      <items>${greatCustomers}</items>
    </for-each> 


	
While

	
Provides looping/iterating functionality as long as the specified EL expression evaluates to true.

	

<while>
      <body>
        <assign-variable>
          <comments>Sum up customer invoices to arrive at customer total expenditure.</comments>
          <variable>customerTotalSpent</variable>
          <expression>${customerTotalSpent+order.invoiceTotal}</expression>
        </assign-variable>
      </body>
      <expression>${customer.id = currentCustomerId }</expression>
      <max-iterations>-1</max-iterations>
</while> 


	
Invoke Scenario

	
Invokes another named scenario within the same namespace. Results are stored within the context of the currently running scenario.

	

<call-scenario >
    <variable>greeting</variable>
    <scenario>randomGreetingGenerator</scenario>
    <input>
        <parameter>
          <ns2:name>greetingsList</ns2:name>
          <ns2:value>hello, Bonjour, Buenos días</ns2:value>
        </parameter>
    </input>
</call-scenario> 


	
Invoke Provider

	
Invokes a named implementation of IDataProvider. Results are stored within the context of the currently running scenario

	

<call-provider>
      <provider-name>CRM_Provider</provider-name>
      <connection-name>crm_db</connection-name>
      <resource-name>getGreatCustomers</resource-name>
      <variable>greatCustomers</variable>
      <input>
          <parameter>
              <ns2:name>minMoneySpent</ns2:name>
              <ns2:value>100000</ns2:value>
          </parameter>
      </input>
</call-provider> 


	
Return

	
Returns the specified results of evaluation of an EL Expression.

	

<return>
    <comments>Return the sales rep who sold the most widgets this month.</comments>
    <expression>${bestSalesRep.id}</expression>
</return> 


	
Raise Error

	
Raise and throw an error with the specified error message

	

<raise-error>
      <comments>User is unathorized, so let's return a 401.</comments>
      <statusCode>401</statusCode>
      <message>User ${ScenarioContext.scenarioRequest.userPrincipal.name} is unauthorized to execute this scenario.</message>
</raise-error>









Example 67-2 Example File-based Scenario


<scenario:scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0"
                   xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
  <comments>sampleScenarioWithIf comments</comments>
  <body>
    <assign-variable>
      <variable>index</variable>
      <expression>3</expression>
    </assign-variable>
    <conditions>
      <body>
        <condition>
          <body>
            <assign-variable>
              <variable>ResultVar</variable>
              <expression>conditionSatisfied</expression>
            </assign-variable>
          </body>
          <expression>${index == 3}</expression>
        </condition>
        <otherwise>
          <body>
            <assign-variable>
              <variable>ResultVar</variable>
              <expression>otherwiseInvoked</expression>
            </assign-variable>
          </body>
        </otherwise>
      </body>
    </conditions>
    <return>
      <expression>${ResultVar}</expression>
    </return>
  </body>
  <name>sampleScenarioWithIf</name>
  <tags>
    <tag>if</tag>
    <tag>condition</tag>
    <tag>otherwise</tag>
  </tags>
</scenario:scenario>








67.2.4 Displaying Targeted Content at Runtime

This section describes how targeted content is displayed using the Content Presenter to the user at runtime for WebCenter Portal: Spaces and WebCenter Portal: Framework applications. It also describes how you can use REST APIs to create your own user interface for presenting content.

This section contains the following subsections:

	
Section 67.2.4.1, "Presenting Content with Content Presenter"


	
Section 67.2.4.2, "Presenting Content with a Custom User Interface"






67.2.4.1 Presenting Content with Content Presenter

Content Presenter is tightly integrated with the Conductor's dynamic content query generation and enables simple surfacing of dynamic content. For more information about using Content Presenter in your application, see Chapter 29, "Creating Content Presenter Display Templates."

For information about using Expression Language expressions in WebCenter Portal: Spaces to access a Personalization server scenario, see "Personalizing Pages" in the Oracle Fusion Middleware User's Guide for Oracle WebCenter Portal: Spaces.






67.2.4.2 Presenting Content with a Custom User Interface

Using REST APIs, you can create your own user interface for presenting content rather than using Content Presenter. For more information about REST APIs, see Chapter 54, "Using Oracle WebCenter Portal REST APIs."










67.3 Tutorial: Creating, Testing and Deploying a Simple Application

This section describes how to create a simple application in JDeveloper containing a scenario that returns a simple string ("Hello World"). You'll then test the results of that scenario by adding it to a JSP page, and run the application in the integrated WebLogic server to display the results in a browser.

This section also covers the steps to configure and start the integrated WebLogic server, define a connection to the Personalization Server Conductor, and how to deploy the scenario and JSP artifacts to the server domain for testing.




	
Note:

as a prerequisite to to this tutorial, you should already have installed WebCenter Portal's extension for Oracle JDeveloper (oracle.webcenter.framework_bundle.zip). If you have not already added this extension, use the Update Wizard in JDeveloper to check for updates by clicking Check for Updates from the Help menu.









	
Create a simple WebCenter Portal application (Hello_Applicaton) using the default options and technologies.

	
From the File menu select New...

The New Gallery appears.


	
From the All Technologies tab, select Applications.


	
Select Fusion Web Application (ADF) from the list and click OK.

The Create Fusion Web Application (ADF) wizard appears (see Figure 67-15).


Figure 67-15 Creating the Hello_Application - Step 1

[image: Description of Figure 67-15 follows]





	
Enter the Application Name as Hello_Application.


	
Click Next until you arrive at Step 4 of 5, the wizard page for the Portal project.

The Project Technologies tab displays a list of available technologies to install for the application.


Figure 67-16 Creating the Hello_Application - Step 4

[image: Description of Figure 67-16 follows]





	
Add Webcenter Personalization to the list of selected technologies for the Portal project, and click Finish to create the configured Hello_Application application.





	
Configure JDeveloper's integrated server's (integrated WLS) default domain.

The domain will automatically be extended to include necessary server artifacts required for running the Personalization components (i.e., the Personalization Conductor and the Property Service).

	
From the View menu, select Application Server Navigator and expand the Application Servers tree node to display the IntegratedWeblogicServer.

The current status should be (domain unconfigured).


	
Right-click IntegratedWeblogicServer to display the context menu and select Create Default Domain...

The status displays (domain building) and the Message Log window displays the output as the domain is being built. Wait for the domain to finish building. This may take some time to complete. When complete, the message log should display "Integrated Weblogic domain processing completed successfully."


Figure 67-17 Application Server Navigator - Creating the Default Domain

[image: Description of Figure 67-17 follows]





	
Start the server by right-clicking IntegratedWeblogicServer to display the context menu, and selecting Start Server Instance.

The Running: IntegratedWeblogicServer - Log view should appear and display output as the server is starting. Wait for the server to finish starting. This may take some time to complete. When complete, the IntegratedWeblogicServer Message Log should display IntegratedWebLogicServer started.


Figure 67-18 Application Server Navigator - Starting the Server

[image: Description of Figure 67-18 follows]








	
Configure the Personalization (WCPS) Trust service on the running server to enable single sign-on (SSO) for JDeveloper's IntegratedWebLogicServer domain.

	
From the Tools menu, select Configure WCPS Trust Service.

The external tool to perform this task will begin running and its output will be directed to the Configure WCPS Trust Service - Log view. Wait for the configuration to complete. This may take a while. When complete, the log will display the message "YOU HAVE MADE CHANGES THAT REQUIRE THE DOMAIN TO BE RESTARTED. PLEASE RESTART ALL DOMAIN SERVERS."


Figure 67-19 Configuring the WCPS Trust Service

[image: Description of Figure 67-19 follows]





	
Stop the application server by clicking Terminate on the Running: IntegratedWeblogicServer - Log view.

When shutdown is complete you will see the message "Process Exited". You can then proceed to restart the server as shown in step 2c.





	
Configure an application URL connection to the Personalization Conductor component of the application server.

	
From the Application menu select Application Properties...

The Application Properties dialog displays.


Figure 67-20 Application Properties Dialog - Configuring the Personalization Server Connection

[image: Description of Figure 67-20 follows]





	
Select the Personalization Server category, and from the URL Connection: drop-down list and select < New URL Connection... >.

The Create URL Connection dialog displays (see Figure 67-21).


Figure 67-21 Create URL Connection Dialog - Conductor URL Connection

[image: Description of Figure 67-21 follows]





	
Enter the (default) data entry fields as shown below to create the connection.


	Field Name	Value
	
Name

	
Conductor


	
URL Endpoint

	
http://localhost:7101/wcps/api/conductor/resourceIndex


	
Authentication Type

	
Basic


	
Username

	
weblogic


	
Password

	
weblogic1


	
Realm

	
WCPS








	
Click Test Connection.

The Status should display as "The connections successfully established."


	
Click OK to create the Conductor URL connection.


	
On the Personalization Server page, leave the default Scenario Namespace set to the application name (Hello_Application), and click OK in the Application Properties dialog to accept the settings.





	
Configure the server deployment descriptor for the Hello_Application such that the Personalization Services (WCPS) libraries are available to the application.

	
In the Application Navigator, expand the folder Portal/Web Content/WEB-INF.


	
Double-click the weblogic.xml deployment descriptor to open it.

The WebLogic Descriptor Editor displays.


	
Select the Libraries category.


	
Click the Plus (+) icon to create a new library entry.


	
In the Library Name column of the table enter the following library name:


wcps-services-client-web-lib



Figure 67-22 WebLogic Descriptor Editor - Adding the WCPS Library

[image: Description of Figure 67-22 follows]





	
When finished, select Save from the File menu to save the weblogic.xml descriptor.





	
Create a simple hello_world scenario that returns the string "Hello World" when invoked by the Personalization Conductor.

	
Right-click the Portal project in the Application Navigator and select New...

The New Gallery appears.


	
From the Current Project Technologies tab, select the Personalization category.


	
Select Conductor Scenario and click OK.

The New Conductor Scenario dialog displays.


Figure 67-23 New Conductor Scenario Dialog

[image: Description of Figure 67-23 follows]





	
Leave the option Create a new conductor scenario file selected, enter a New scenario filename called hello_world.scenarios_diagram, and click OK to create the scenario.


	
In the Scenario Editor's Diagram view, right-click the Start node and select Add Following Statement->Return.

A Return node is added and connected.


	
Right-click the Return node and select Set Expression...

The Scenario Expression builder displays (see Figure 67-24).


Figure 67-24 Scenario Expression Builder

[image: Description of Figure 67-24 follows]





	
In the Expression text area, enter the following EL expression and click OK.


${'Hello World'}


Your scenario diagram should look like the one shown in Figure 67-25.


Figure 67-25 Scenario Editor - hello_world Scenario

[image: Description of Figure 67-25 follows]





	
From the File menu, select Save to save the hello_world.scenarios_diagram.





	
Create a JSP page that invokes the hello_world scenario and displays the results.

Before creating the JSP page we need to add some libraries to the Portal project that contain resources required by the JSP page.

	
Right-click Portal project in the Application Naviagtor and select Project Properties...

The Project Properties dialog displays.


	
Select the Libraries and Classpath category, and click Add Library...

The Add Library dialog displays (see Figure 67-26).


Figure 67-26 Project Properties Dialog - Adding the Extension Libraries

[image: Description of Figure 67-26 follows]





	
Select the following Extension library from the list and click OK to add it.


Webcenter Personalization Client


	
Click OK on the Project Properties dialog when finished.

Now we can create the JSP page that executes the hello_world scenario on the Personalization Conductor and displays the result.


	
Right-click the Portal project in the Application Naviagtor and select New...

The New Gallery appears.


	
From the Current Project Technologies tab, select the JSP category.


	
From the item list select JSP and click OK.

The Create JSP dialog displays (see Figure 67-27).


Figure 67-27 Create JSP Dialog

[image: Description of Figure 67-27 follows]





	
Enter the File Name as hello_world.jsp and click OK to create the JSP page.


	
When the JSP Editor launches, select the Source view and replace the template text with the following JSP code:

Notice in the c:out command how the Personalization Context Bean p13nContext is being used to invoke the Conductor connection (Conductor) you created earlier using the scenario namespace Hello_Application specified earlier in the Application Properties dialog, invoking the scenario called hello_world, and finally displaying the results.


<!DOCTYPE HTML PUBLIC "-//W3C//DTD HTML 4.01 Transitional//EN"
"http://www.w3.org/TR/html4/loose.dtd">
<%@ page contentType="text/html;charset=UTF-8"%>
<%@ taglib uri="http://java.sun.com/jsp/jstl/core" prefix="c"%>
<html>
  <head>
    <meta http-equiv="Content-Type" content="text/html; charset=UTF-8"/>
    <title>hello_world</title>
  </head>
  <body>
    <jsp:useBean id="p13nContext"
class="oracle.wcps.client.PersonalizationContext" scope="session"/>
    <%((oracle.wcps.client.PersonalizationContext)session.getAttribute("p13nContext")).reset(); %>
    <c:out value="${p13nContext.conductor['Conductor'].namespaces['Hello_
application'].scenario['hello_world'].results}"/>
  </body>
</html>





	
Note:

If you haven't configured single sign-on and the trust service as outlined in step 3, then the Conductor URL connection specified here will generate a 401 "Unauthorized" return code when the page is run. As a shortcut (for testing purposes only) you can substitute an inline connection:

http://weblogic:weblogic1@localhost:7101/wcps/api/conductor/resourceIndex

in place of the Conductor URL to get around the single sign-on constraint.










	
From the File menu, select Save to save the hello_world.jsp.





	
Finally, to build and deploy the Hello_Application, right-click the runnable artifact the hello_world.jsp page in the Application Navigator and select Run.

JDeveloper starts several background processes in sequence, including:

	
Building the application,


	
Starting the intergated server (if not already started),


	
Deploying the application artifacts (including any Personalization artifacts) to the default domain, and


	
Launching an external web browser to display the artifact hello_world.jsp.





Figure 67-28 Application Navigator - Building and Deploying the Application

[image: Description of Figure 67-28 follows]





The resulting hello_world.jsp JSP page appears in the browser.


Figure 67-29 Hello_Application's hello_world.jsp Page Displayed in Browser

[image: Description of Figure 67-29 follows]












67.4 Extending Personalization

This section describes how you can create new ways to personalize application flow or content by adding custom providers and locators.

This section includes the following sub-sections:

	
Section 67.4.1, "Adding Custom Providers"


	
Section 67.4.2, "Adding Custom Locators"






67.4.1 Adding Custom Providers

Providers provide an extension point to Personalization, with which you can add custom function providers and custom data providers. Table 67-2 shows the available extension points for Function and Data Providers.


Table 67-2 Extension Points

	Extension	Description
	
oracle.wcps.provider.IFunctionProvider

	
A Function Provider extension point for the Conductor to create utility methods for data manipulation/transformation, business rule calculation, and so forth that can be invoked using EL. A simple example might be: ${strings:concat('string1','string2')}


	
oracle.wcps.provider.IDataProvider

	
A Data Provider extension point for the Conductor. Custom data providers can be written to integrate with legacy systems or external data stores.










67.4.1.1 Extending the AnnotatedConfiguration Class

The AnnotatedConfiguration class describes the connection parameters required for a data provider, and can be found in:

Location: \Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\connections-service-1.0.jar

You will need to extend this class and add any other properties your custom provider may require. Create this class first, as the other components will build upon it (see Example 67-3).


Example 67-3 HelloWorldConnectionConfig


import oracle.wcps.connection.annotation.ConnectionProperty;
import oracle.wcps.connection.configuration.AnnotatedConfiguration;
 
@ConnectionConfiguration
(connectionType="hello.world.provider.connection")
@L10n
(bundle="demo.provider.resources.HelloWorldProviderResources")
public class HelloWorldConnectionConfig extends AnnotatedConfiguration
{
  @ConnectionProperty(propertyName="sampleProperty", required=true)
  String sampleProperty;
}








67.4.1.2 Implementing the Required Interfaces


IMetadata

Location: \Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\conductor-server-1.0.0.0.jar


public interface IMetadata
{
    public String getName();
    public Set<? extends IMetadata> getMetadata();
}


Next, implement the IMetadata interface. This provides information to the tools to surface the connection parameters, essentially representing the information in your HelloWorldConnectionConfig class as metadata (see Example 67-4). Each of the properties in the HelloWorldConnectionConfig class becomes a child metadata object. This is not so intuitive for simple structures, but is useful when the connection configuration may contain nested classes that relate to other components in the 'model'.


Example 67-4 HelloWorldConfigMetadata


public class HelloWorldConfigMetadata implements IMetadata
{
    private String name;
    private Object value ;
    private Map<String, IMetadata> childMDataMap = new HashMap<String, IMetadata>();
 
    public HelloWorldConfigMetadata(HelloWorldConnectionConfig config)
    {
        name = config.name;
    }
 
    public HelloWorldConfigMetadata(String name, Object value)
    {
        this.name = name;
        this.value = value;
    }
 
    public void addMetadata(IMetadata childMetadata)
    {
        childMDataMap.put(childMetadata.getName(), childMetadata);
    }
 
    public String getName()
    {
        return name;
    }
 
    public Object getValue()
    {
        return value;
    }
 
    public Object getProperty(String propName)
    {
        IMetadata md = childMDataMap.get(propName);
        if (md != null)
        {
            return ((HelloWorldConfigMetadata)md).getValue();
        }
        return null;
    }
 
    public Set<IMetadata> getMetadata()
    {
        Set<IMetadata> rv = new HashSet<IMetadata>();
        Set<String> childKeySet = childMDataMap.keySet();
        for (String key : childKeySet)
        {
            rv.add(childMDataMap.get(key));
        }
 
        return rv;
    }
 
    public Properties getProperties()
    {
        Properties props = new Properties();
        Set<String> childKeySet = childMDataMap.keySet();
        for (String key : childKeySet)
        {
            HelloWorldConfigMetadata cmd =
                (HelloWorldConfigMetadata)childMDataMap.get(key);
            props.put(key, cmd.getValue());
        }
        return props;
    }
 
    @Override
    public String toString()
    {
        return (name + ", properties: " + getProperties());
    }
}





IExecutableResource

An executable resource is a class having public methods annotated to designate them as executable by the Conductor. These methods could execute code directly, or delegate the call to an external REST service.

Location:

\Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\conductor-server-1.0.0.0.jar


public interface IExecutableResource
{
    public Object execute();
}


Your ExecutableResources can specify additional methods for execution by virtue of this annotation. Note the use of resource bundles (see section on Resource Bundles for more info). You can create any number of ExecutableResources and add them to your connection (see Example 67-5).


Example 67-5 SayHelloExecutableResource


package demo.provider;
 
import oracle.wcps.annotation.PublicFunction;
import oracle.wcps.annotation.PublicParameter;
import oracle.wcps.provider.IExecutableResource;
 
public class SayHelloExecutableResource implements IExecutableResource
{
    // This method will execute if no specific method is given
 
    public Object execute()
    {
        return "Hello from my custom provider";
    }
 
   // This method can be named explicitly in a Scenario to be invoked
 
    @PublicFunction(functionName = "sayHello",
                    descriptionBundleKey = "provider.method.sayHello.description")
    public String sayHello(@PublicParameter(parameterName = "user",
                                            descriptionBundleKey =
                                            "provider.parameter.sayHello.user.description")
        String user)
    {
        return "Hello, " + user + ".  Enjoy using the new Personalization feature!";
    }
}





IConnection

Once you have implemented your IExecutableResources and IMetadata, you can construct your actual connection object. Each connection has a specific set of configuration parameters, so your provider could possibly have multiple connection objects (see Example 67-6).

Location:

\Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\conductor-server-1.0.0.0.jar


 public interface IConnection
{
    public void setScenarioContext(IScenarioContext context);
 
    public Map<String, IExecutableResource> getNamedResources();
 
    public IExecutableResource getDefaultResource();
 
    public Map<String, IMetadata> getConnectionMetadata();
 
}



Example 67-6 HelloWorldConnection


package demo.provider;
 
import java.util.Collections;
import java.util.HashMap;
import java.util.Iterator;
import java.util.Map;
 
import java.util.concurrent.ConcurrentHashMap;
 
import oracle.wcps.provider.IConnection;
import oracle.wcps.provider.IExecutableResource;
import oracle.wcps.provider.IMetadata;
import oracle.wcps.scenario.IScenarioContext;
 
public class HelloWorldConnection implements IConnection
{
    private IScenarioContext scenarioContext;
 
    private Map<String, IExecutableResource> executableResources =
        new ConcurrentHashMap<String, IExecutableResource>();
 
    private IExecutableResource defaultResource;
    private HelloWorldConfigMetadata configMetadata;
    private Map<String, IMetadata> metadataMap = new HashMap<String, IMetadata>();
 
    /**
     * Create metadata about this connection from the incoming config
     * @param config
     */
    public HelloWorldConnection(HelloWorldConnectionConfig config)
    {
        configMetadata = new HelloWorldConfigMetadata(config);
 
        // Loop over config properties and add as child metadata
        Iterator<Map.Entry<String, Object>> iter =
            config.entrySet().iterator();
        while (iter.hasNext())
        {
            Map.Entry<String, Object> entry = iter.next();
            String key = entry.getKey();
            Object value = entry.getValue();
            if (value != null)
            {
                configMetadata.addMetadata(new HelloWorldConfigMetadata(key,
                                                                        value));
            }
        }
        metadataMap.put(config.name, configMetadata);
 
        // Now create the executable resources for this connection
        createExecutableResources(config);
    }
 
    public void setScenarioContext(IScenarioContext scenarioContext)
    {
        this.scenarioContext = scenarioContext;
    }
 
    public Map<String, IExecutableResource> getNamedResources()
    {
        return executableResources;
    }
 
    public IExecutableResource getDefaultResource()
    {
        return defaultResource;
    }
 
    public Map<String, IMetadata> getConnectionMetadata()
    {
        return metadataMap;
    }
 
    /**
     * Create the IExecutableResources for this connection. An executable resource
     * is a class having one or more public methods.
     * @param config
     */
    private void createExecutableResources(HelloWorldConnectionConfig config)
    {
        // NOTE: you may or may not need to use the config information with your executable resources
 
        IExecutableResource helloResource = new SayHelloExecutableResource();
        IExecutableResource addingResource = new AddingExecutableResource();
 
        executableResources.put("HelloResource", helloResource);
        executableResources.put("AddingResource", addingResource);
 
        // Make one of them the default
        defaultResource = helloResource;
 
    }
}




An instance of your HelloWorldConnection will be instantiated for each entry in your provider-connections.xml file that corresponds to the connection type specified in HelloWorldConnectionConfig (connectionType="hello.world.provider.connection").


IDataProvider

Finally, we are ready to roll all this into our top-level provider class HelloWorldProvider. This is the access point for the Conductor to configure our connections and invoke our IExecutableResource(s).

Location:

\Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\conductor-server-1.0.0.0.jar

Project Properties -> Libraries and Classpath -> add Jar/Directory -> (point to above conductor-server-1.0.0.0.jar)


Example 67-7 IDataProvider


 public interface IDataProvider
{
    /**
     * Returns a map of connections keyed by connection name
     */
    public Map<String, ? extends IConnection> getNamedConnections();
 
    /**
     * Returns the "default" connection to use
     */
    public IConnection getDefaultConnection();
 
    /**
     * Called by the framework to set the current scenario context.
     */
    public void setScenarioContext(IScenarioContext scenarioContext);
 
    /**
     * Return the annotated class used to house connection configuration.
     *
     * <p>
     * Returning null disables this feature.
     */
    public Class<?> getConnectionConfigClass();
 
 
    /**
     * If getConnectionConfigClass returns a valid configuration class,
     * configurations are provided through this method, if any exist.
     * @param configurations The collection of configurations.
     */
    public void setConnectionConfigurations(List<?> configurations);
}




Required annotations:


@ContextualProvider
        (
                contextName="HelloWorldProvider",
                resourceBundle="demo.provider.resources.HelloWorldProviderResources",
                nameBundleKey="provider.name",
                descriptionBundleKey="provider.description"
        )


See Example 67-8 on resource bundles below for more information.


Example 67-8 Resource Bundles


package demo.provider;
 
import java.util.Collections;
import java.util.List;
import java.util.Map;
 
import java.util.concurrent.ConcurrentHashMap;
 
import oracle.wcps.annotation.ContextualProvider;
import oracle.wcps.provider.IConnection;
import oracle.wcps.provider.IDataProvider;
import oracle.wcps.scenario.IScenarioContext;
@ContextualProvider
        (
                contextName="HelloWorldProvider",
                resourceBundle="demo.provider.resources.HelloWorldProviderResources",
                nameBundleKey="provider.name",
                descriptionBundleKey="provider.description"
        )
public class HelloWorldProvider implements IDataProvider
{
  // Never used, but there is a required public method to set this.
  private IScenarioContext scenarioContext;
 
  // ConnectionConfigurations may come in via classes/META-INF/connection-providers.xml
   private List<HelloWorldConnectionConfig> connectionConfigurations;
 
  // Each IConnection is uniquely identified via the AGConnectionConfig
  private static Map<String, HelloWorldConnection> connections =
              new ConcurrentHashMap<String, HelloWorldConnection>();
 
  // One of the connections will become the default
  private IConnection defaultConnection;
 
    public HelloWorldProvider() {
        super();
    }
 
    /**
     * Return a map of all our Connections, keyed by config.name.
     * @return
     */
    public Map<String, HelloWorldConnection> getNamedConnections()
    {
        return connections;
    }
 
    /**
     * One of the connections will be designated the default
     * @return
     */
    public IConnection getDefaultConnection()
    {
        return defaultConnection;
    }
 
    /**
     * Used to hold parameters specific to a given scenario
     * @param scenarioContext
     */
    public void setScenarioContext(IScenarioContext scenarioContext)
    {
        this.scenarioContext = scenarioContext;
    }
 
    /**
     * The config class is specific to each data provider
     * @return
     */
    public Class<HelloWorldConnectionConfig> getConnectionConfigClass()
    {
        return HelloWorldConnectionConfig.class;
    }
 
    /**
     * Create a HelloWorldConnection instance from each of the incoming configs.
     * These configs are created when the provider-connections.xml file is loaded.
     * @param configs
     */
    public void setConnectionConfigurations(List<?> configurations)
    {
        List<HelloWorldConnectionConfig> configs = (List<HelloWorldConnectionConfig>)configurations;
        for (HelloWorldConnectionConfig config : configs)
        {
            // Create a HelloWorldConnection from the config
            HelloWorldConnection connection = new HelloWorldConnection(config);
            if (config.isDefault)
            {
                defaultConnection = connection;
            }
            connections.put(config.name, connection);
        }
    }
}








67.4.1.3 Creating the Resource Files

These files also go in the same directory as your classes, so they will be added to your final JAR file. The location of the files must correspond to the package name given in HelloWorldProvider:bundle="demo.provider.resources.HelloWorldProviderResources"


File name: HelloWorldProviderResources.properties

File contents: provider.name=Hello World
provider.description=Data provider for Hello World

provider.parameter.sayHello.user.description=Method to say hello to a named user
provider.parameter.addTwoIntegers.int1.description=First number to add
provider.parameter.addTwoIntegers.int2.description=Second number to add






67.4.1.4 Wiring the Data Provider to the Conductor

Configure your connection in as described in

Name your provider for the Conductor by creating this file in the META-INF/services directory (in the same directory structure as your classes, so they will be added to your final jar file):


file name: oracle.wcps.provider.IDataProvider
file contents: demo.provider.HelloWorldProvider (fully-qualified name of your provider) 






67.4.1.5 Invoking your Data Provider in a Scenario

Note the resource name is the same as in your HelloWorldConnections source code.


Example 67-9 Scenario Calling the Provider


<scenario:scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0"
                   xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
    <body>
        <call-provider>
            <provider-name>HelloWorldProvider</provider-name>
            <connection-name>HelloWorldConnection</connection-name>
            <resource-name>HelloResource</resource-name>
            <method-name>sayHello</method-name>
            <variable>providerResults</variable>
            <input>
                <parameter>
                    <common:name>user</common:name>
                    <common:value>cindymc</common:value>
                </parameter>
            </input>
        </call-provider>
        <return>
            <expression>${providerResults}</expression>
        </return>
    </body>
    <name>TestMyProviderScenario</name>
</scenario:scenario>










67.4.2 Adding Custom Locators

This section describes how you can extend your personalized WebCenter Portal application by adding custom locators.

This section contains the following subsections:

	
Section 67.4.2.1, "Understanding Property Locators"


	
Section 67.4.2.2, "Implementing the Required Interfaces"


	
Section 67.4.2.3, "Implementing Security"


	
Section 67.4.2.4, "Creating a Property Set Definition"


	
Section 67.4.2.5, "Putting It All Together"


	
Section 67.4.2.6, "Invoking the Property Locator"






67.4.2.1 Understanding Property Locators

A property locator is invoked by the Property Service to access external stores of properties. For example, Personalization provides an out-of-the-box PeoplePropertyLocator that uses the People Connections REST service to access profile information for users. The locator is not invoked directly by the Conductor/Scenario, but is instantiated by the Property Set service, which then delegates calls for retrieving properties and property sets to the underlying locator implementation.

The example in the following sections will walk you through creating your own BookPropertyLocator to find a book by title in a library, and load its attributes into a property set you have created to represent a Book object.

There are two major steps to implementing this example:

	
Define the PropertySet for Book, and let the Property Set service know about it


	
Implement the IPropertyLocator to load properties from a Book object.









67.4.2.2 Implementing the Required Interfaces

Location:

\Oracle\Middleware\jdeveloper\webcenter\modules\wcps-services_11.1.1.4.0\properties-common-1.0.0.0.jar


public interface IPropertyLocator
{
    public void loadProperties(IContext context, IPropertySet propertySet,
                               IPropertySetDefinition propertySetDefinition,
                               List<IPropertyName> propertyNames);
 
    public void storeProperties(IContext context,  propertySet,
                                IPropertySetDefinition propertySetDefinition,
                                List<IPropertyName> propertyNames);
 
    public void removeProperties(IContext context,  propertySet, List<IPropertyName> propertyNames);
 
    public void removeProperties(IContext context,  nameSpaceName, IPropertySetDefinitionName name);
 
    public IPagedList<IPropertySet> filter(IContext context,  nameSpaceName,
                                           IPropertySetDefinitionName setDefinitionName, PropertySetFilterContext filterContext);
 
    public int count(IContext context,  nameSpaceName, PropertySetExpression expression);
}






67.4.2.3 Implementing Security

The IContext object is the vehicle for authentication, passed in from the Property Service. There are two ways you can access the credentials:

	
Using the request: HttpServletRequest request = context.getProperty(IContext.HTTP_REQUEST_KEY)


	
Using the user/password: String user = context.getProperty(IContext.USERNAME_KEY); String pw = context.getProperty(IContext.PASSWORD_KEY);









67.4.2.4 Creating a Property Set Definition

This section describes how to create a PropertySetDefinition that will be used with your locator.

Follow the steps below to create the PropertySetDefinition:

	
Create a new JDeveloper project for your source files.


	
Add the required Personalization classes to the project classpath.

	
Right-click on the project name and select Project Properties.


	
Select Libraries and Classpath, then select Add Library.


	
Enter the name of the library to search for (for example, IPropertyLocator) and select it when it appears.


	
Repeat these steps for other classes your source code will need to reference.





	
Compile the project and deploy it to a JAR file.


	
Copy the JAR file to the Personalization extensions directory in /DefaultDomain/locator-extensions-library/WEB-INF/lib.









67.4.2.5 Putting It All Together

This section describes how to implement the property locator, data object, and data layer.


Implement the IPropertyLocator

(read-only for demo simplicity)


/**
 * Our locator will be read-only
 */
public class BookPropertyLocator implements IPropertyLocator
{
    // Let's delegate all the hard work to a BookPropertyDAO
    private BookPropertyDAO dao;
 
    // Must have a public default constructor, since the Property Service instantiates
    // this
 
    public BookPropertyLocator()
    {
        // todo: show how connection properties could be initialized and passed in
        dao = new BookPropertyDAO();
    }
 
    /**
     * Load property values, optionally returning only a subset of those.
     * @param iPropertySet The PropertySet into which the retrieved values will be loaded
     * @param iPropertySetDefinition The PropertySetDefinition defining the 'shape' of the properties
     * @param list List of PropertyNames to load.  If null, all will be loaded.
     */
    public void loadProperties(IContext context, IPropertySet iPropertySet,
                               IPropertySetDefinition iPropertySetDefinition,
                               List<IPropertyName> list)
    {
        try
        {
            // Delegate to BookProperDAO
            dao.loadProperties(iPropertySet, list);
        } catch (Exception e)
        {
            throw new RuntimeException("Cannot load properties ", e);
        }
    }
 
 
    /**
     * Filter properties; load/return those properties that only match the filter criteria.
     * @param iNameSpaceName
     * @param iPropertySetDefinitionName
     * @param propertySetFilterContext
     * @return
     */
    public IPagedList<IPropertySet> filter(IContext context, INameSpaceName iNameSpaceName,
                                           IPropertySetDefinitionName iPropertySetDefinitionName,
                                           PropertySetFilterContext propertySetFilterContext)
    {
        return null;   // todo: possibly implement for demo
    }
 
    public int count(IContext context, INameSpaceName iNameSpaceName,
                     PropertySetExpression propertySetExpression)
    {
        return 0;
    }
 
 
    // As a read-only implementation, we don't support this
    public void storeProperties(IContext context, IPropertySet iPropertySet,
                                IPropertySetDefinition iPropertySetDefinition,
                                List<IPropertyName> list)
    {
        throw new UnsupportedOperationException("BookPropertyLocator is read-only");
    }
 
    // As a read-only implementation, we don't support this
    public void removeProperties(IContext context, IPropertySet iPropertySet,
                                 List<IPropertyName> list)
    {
        throw new UnsupportedOperationException("BookPropertyLocator is read-only");
    }
 
    // As a read-only implementation, we don't support this
    public void removeProperties(IContext context, INameSpaceName iNameSpaceName,
                                 IPropertySetDefinitionName iPropertySetDefinitionName)
    {
        throw new UnsupportedOperationException("BookPropertyLocator is read-only");
    }
}



Implement the Data Access Object for retrieving property values


/**
 * Data access class, to load books from a backing store (perhaps a database or
 * some REST service)
 */
class BookPropertyDAO
{
    // Generate the library that will provide our backing store.
    static
    {
        Library.generateLibrary();
    }
 
    /**
     * Assume the name of the PropertySet is the title of the book.
     * @param propertySet
     * @param list
     */
    void loadProperties(IContext context, IPropertySet propertySet,
                        List<IPropertyName> list) throws Exception
    {
        String title = propertySet.getPropertySetName().getName();
        Book book = Library.getBook(title);
        loadProperties(book, propertySet, list);
    }
 
    private void loadProperties(IContext context, Book book, IPropertySet propertySet,
                                List<IPropertyName> propertyNames) throws Exception
    {
        // Loop over all property names, create a Property value, and add it to the Property set
        for (IPropertyName pname : propertyNames)
        {
            // System.err.println("Getting property: " + pname + ", with name: " + pname.getName());
            String value = book.getProperty(pname.getName());
            if (value != null)
            {
                addProperty(value, pname, propertySet);
            }
        }
    }
 
    private void addProperty(IContext context, String value, IPropertyName pname,
                             IPropertySet propertySet)
    {
 
        IProperty<String> ps =
            Property.<String>builder().withProperty(pname, value).buildWithOutValidation();
        propertySet.putProperty(pname, ps);
    }
}



Implement the data layer (Books within a Library)


 /**
 * Simple class to demonstrate loading properties.  It could be improved by adding
 * support for non-String attributes (Date, arrays, etc) and using Java Bean
 * Introspection/Reflection to get the property values.
 */
public class Book
{
    String title;
    String author;
    String ISBN;
 
    public Book(String title, String author, String ISBN)
    {
      setTitle(title);
      setAuthor(author);
      setISBN(ISBN);
    }
 
    public void setTitle(String title)
    {
        this.title = title;
    }
 
    public String getTitle()
    {
        return title;
    }
 
    public void setAuthor(String author)
    {
        this.author = author;
    }
 
    public String getAuthor()
    {
        return author;
    }
 
    public void setISBN(String ISBN)
    {
        this.ISBN = ISBN;
    }
 
    public String getISBN()
    {
        return ISBN;
    }
 
    String getProperty(String propName)
    {
         // Here, we could use introspection on the Book class, but since there are only
         // three properties, we can code it simpler
         if (propName.equals("ISBN"))
         {
           return getISBN();
         }
         if (propName.equals("title"))
         {
           return getTitle();
         }
         if (propName.equals("author"))
         {
           return getAuthor();
         }
         return null;  // todo: perhaps throw Exception here
    }
}



/**
 * Class to generate a library of Books
 */
class Library
{
    static String [] titles = {"Into Thin Air", "Climbing Everest", "Rocky Mountains"};
    static String [] ISBNs = {"0-201-69581-2", "0-423-78123-1", "0-321-23425-2"};
    static String [] authors = {"Jon Krakauer", "Fooey Handley", "Rick Bicknell"};
 
    // Keyed by title
    private static Map<String, Book> library = new HashMap<String,Book>();
 
    static void generateLibrary()
    {
        for (int i=0; i<titles.length; i++)
        {
            Book book = new Book(titles[i], authors[i], ISBNs[i]);
            library.put(book.getTitle(), book);
        }
    }
 
   static Book getBook(String title)
   {
     return library.get(title);
   }
}






67.4.2.6 Invoking the Property Locator

The PropertyLocator is invoked by the Property Service, which is itself part of the PropertiesServiceProvider. We can invoke the GetProperties method on that provider in a scenario, as shown below:


<scenario:scenario xmlns:common="http://xmlns.oracle.com/wcps/conductor/common/1.0.0" xmlns:scenario="http://xmlns.oracle.com/wcps/conductor/scenarios/1.0.0">
  <body>
  <call-provider>
      <provider-name>oracle.PropertiesServiceProvider</provider-name>
      <method-name>GetProperty</method-name>
      <variable>property</variable>
      <input>
        <parameter>
            <common:name>namespace</common:name>
            <common:value>book.property.locator</common:value>
        </parameter>
        <parameter>
            <common:name>definition</common:name>
            <common:value>BookPropertySetDefinition</common:value>
        </parameter>
        <parameter>
            <common:name>set</common:name>
            <common:value>Into Thin Air</common:value>
        </parameter>
        <parameter>
            <common:name>property</common:name>
            <common:value>ISBN</common:value>
        </parameter>
      </input>
    </call-provider>
    <return>
      <expression>${property}</expression>
    </return>
  </body>
  <name>BookPropertyScenario</name>
</scenario:scenario>













I WebCenter Portal Analytics Database Schema

This appendix describes the underlying database design for Oracle WebCenter Portal's Analytics. This information is useful to developers building custom analytics data queries, as described in Section 47.3, "Building Analytics Reports.".

This appendix contains the following topics:

	
Section I.1, "Analytics Database Schema Overview"


	
Section I.2, "Analytics Fact Table Descriptions"


	
Section I.3, "Analytics Dimension Table Descriptions"


	
Section I.4, "Analytics System Table Descriptions"


	
Section I.5, "Analytics User Properties"


	
Section I.6, "Analytics Event and Dimension Data Types"






I.1 Analytics Database Schema Overview

This section contains the following topics:

	
Section I.1.1, "Analytics Database Model Overview"


	
Section I.1.2, "Analytics Database Table Overview"






I.1.1 Analytics Database Model Overview

Oracle WebCenter Portal's Analytics database schema is modeled as a star-schema to optimize performance and provide fast response times.

Analytics data is stored in fact and dimension fact tables:

	
Analytics Fact Tables are created when the Analytics Collector runs for the first time. Each fact table stores a specific event type, for example, page views, space views, document uploads, blog views, wiki edits, and so on. Columns in these fact tables mostly contain integer IDs that reference descriptive data stored in dimension tables.

Table I-1, "Analytics Facts Tables (Prefixed ASFACT_WC)" lists types of analytics events that can be collected and stored, and the associated tables.


	
Analytics Dimension Tables are also created when the Analytics Collector runs for the first time. Dimension tables store redundant descriptive data associated with analytics events. When a value is not found in these tables, a new record is added. Typical analytics dimension data includes: page name, browser name, document name, space name, and so on.

Table I-2, "Analytics Dimension Tables (Prefixed ASDIM_WC)" lists the different types of analytics dimensions that can be collected and stored, and the associated table names.




The Analytics database schema also contains a few application tables that store information such as system configuration parameters. Application tables are created during installation.

Figure I-1 shows the relationship between predefined fact, dimension, and application tables in the analytics database schema.


Figure I-1 Analytics Database Model

[image: Description of Figure I-1 follows]





Tables shown in Figure I-1 store the following analytics data:

	
Application configuration


	
Event metadata


	
Report metadata





Application Configuration

Figure I-2 shows which entities are used to store system parameters for the Analytics service.


Figure I-2 Application Configuration Entities

[image: Description of Figure I-2 follows]






Event Metadata

Figure I-3 shows which entities are used to store event data. The Users and Times entities are mainly dimensions that provide user/time oriented views of the event data.

Event metadata records which events are collected, the tables where events are stored, as well as dimensions that are saved each time an event occurs.


Figure I-3 Event Metadata Entities

[image: Description of Figure I-3 follows]






Report Metadata

Figure I-4 shows which entities represent out-of-the-box analytics reports. Metadata in these tables are the primary source for information such as report metrics, report structure, and columns listed.

Report metadata stores out-of-the-box report configurations for WebCenter Portal's Analytics. Each report contains many columns to display in the report and which filters to apply. Some reports are composed from other reports.


Figure I-4 Report Metadata Entities

[image: Description of Figure I-4 follows]









I.1.2 Analytics Database Table Overview

This section lists and describes database tables in the analytics schema:

	
Table I-1, "Analytics Facts Tables (Prefixed ASFACT_WC)"


	
Table I-2, "Analytics Dimension Tables (Prefixed ASDIM_WC)"


	
Table I-3, "Analytics System Tables (Prefixed ASSYS)"







	
Note:

Table names for analytics event and dimension tables are automatically generated based on analytics event and dimension names. The mapping between analytics event and dimension names and their corresponding table names is defined in the ASSYS_EVENTS and ASSYS_EVENTDIMENSIONS tables.

For an example of how to use a query to return the table names associated with a specific event, see Section I.1.2.1, "Sample SQL Query: Finding Table Names Associated with Specific Events".










Table I-1 Analytics Facts Tables (Prefixed ASFACT_WC)

	Event Object	Table Name	Event Table Description
	
Pages

	
ASFACT_WC_PAGECRE_0


	
Stores event information captured by the Analytics service when a page is created.


	
	
ASFACT_WC_PAGEDEL_0


	
Stores event information captured by the Analytics service when a page is deleted.


	
	
ASFACT_WC_PAGEEDI_0


	
Stores event information captured by the Analytics service when a page is edited.


	
	
ASFACT_WC_PAGETAG_0


	
Stores event information captured by the Analytics service when a page is tagged.


	
	
ASFACT_WC_PAGEVIE_0


	
Stores event information captured by the Analytics service when a page is viewed.


	
Discussions

	
ASFACT_WC_DISCUSS_0


	
Stores event information captured by the Analytics service when a discussion topic is viewed.


	
	
ASFACT_WC_DISCUSS_1


	
Stores event information captured by the Analytics service when an announcement is viewed.


	
	
ASFACT_WC_DISCUSS_2


	
Stores event information captured by the Analytics service when a discussion forum is created.


	
	
ASFACT_WC_DISCUSS_3


	
Stores event information captured by the Analytics service when a discussion forum is deleted.


	
	
ASFACT_WC_DISCUSS_4


	
Stores event information captured by the Analytics service when a discussion topic is created.


	
	
ASFACT_WC_DISCUSS_5


	
Stores event information captured by the Analytics service when a discussion topic is edited.


	
	
ASFACT_WC_DISCUSS_6


	
Stores event information captured by the Analytics service when a discussion topic is deleted.


	
	
ASFACT_WC_DISCUSS_7


	
Stores event information captured by the Analytics service when a discussion topic is tagged.


	
	
ASFACT_WC_DISCUSS_8


	
Stores event information captured by the Analytics service when someone replies to a discussion topic message.


	
	
ASFACT_WC_DISCUSS_9


	
Stores event information captured by the Analytics service when a discussion topic message is liked.


	
	
ASFACT_WC_DISCUSS_A


	
Stores event information captured by the Analytics service when an announcement is created.


	
	
ASFACT_WC_DISCUSS_B


	
Stores event information captured by the Analytics service when an announcement is edited.


	
	
ASFACT_WC_DISCUSS_C


	
Stores event information captured by the Analytics service when an announcement is deleted.


	
Documents - Blog - Wikis

	
ASFACT_WC_DOCLIB__0


	
Stores event information captured by the Analytics service when a document is viewed.


	
	
ASFACT_WC_DOCLIB__1


	
Stores event information captured by the Analytics service when a document is downloaded.


	
	
ASFACT_WC_DOCLIB__2


	
Stores event information captured by the Analytics service when a document is created.


	
	
ASFACT_WC_DOCLIB__3


	
Stores event information captured by the Analytics service when a document is edited.


	
	
ASFACT_WC_DOCLIB__4


	
Stores event information captured by the Analytics service when a document is tagged.


	
	
ASFACT_WC_DOCLIB__5


	
Stores event information captured by the Analytics service when a document is liked.


	
	
ASFACT_WC_DOCLIB__6


	
Stores event information captured by the Analytics service when a document is commented.


	
	
ASFACT_WC_DOCLIB__7


	
Stores event information captured by the Analytics service when a document is deleted.


	
Space Events

	
ASFACT_WC_EVENT_C_0


	
Stores event information captured by the Analytics service when a space event is created.


	
	
ASFACT_WC_EVENT_D_0


	
Stores event information captured by the Analytics service when a space event is edited.


	
	
ASFACT_WC_EVENT_E_0


	
Stores event information captured by the Analytics service when a space event is deleted.


	
Spaces

	
ASFACT_WC_GROUPSP_0


	
Stores event information captured by the Analytics service when a space is viewed.


	
	
ASFACT_WC_GROUPSP_1


	
Stores event information captured by the Analytics service when a space is created.


	
	
ASFACT_WC_GROUPSP_2


	
Stores event information captured by the Analytics service when someone joins a space.


	
	
ASFACT_WC_GROUPSP_3


	
Stores event information captured by the Analytics service when a space is deleted.


	
Lists

	
ASFACT_WC_LIST_CR_0


	
Stores event information captured by the Analytics service when a list is created.


	
	
ASFACT_WC_LIST_DE_0


	
Stores event information captured by the Analytics service when a list is deleted.


	
	
ASFACT_WC_LIST_ED_0


	
Stores event information captured by the Analytics service when a list is edited.


	
Logins

	
ASFACT_WC_LOGINS_0


	
Stores event information captured by the Analytics service when a user logs in to the site.


	
People

	
ASFACT_WC_PEOPLEC_0


	
Stores event information captured by the Analytics service when someone adds a connection.


	
	
ASFACT_WC_PEOPLEC_1


	
Stores event information captured by the Analytics service when someone posts on a wall.


	
	
ASFACT_WC_PEOPLEC_2


	
Stores event information captured by the Analytics service when someone edits a profile.


	
	
ASFACT_WC_PEOPLEC_3


	
Stores event information captured by the Analytics service when someone edits status information.


	
Portlets

	
ASFACT_WC_PORTLET_0


	
Stores event information captured by the Analytics service when a portlet is viewed.


	
Searches

	
ASFACT_WC_SEARCHE_0


	
Stores event information captured by the Analytics service when a search is performed.









Table I-2 Analytics Dimension Tables (Prefixed ASDIM_WC)

	Dimension Name	Table Name	Dimension Table Description
	
Applications

	
ASDIM_WC_APPLICA_0


	
Stores names of WebCenter Portal applications accessing analytics data.


	
IP Clients

	
ASDIM_WC_CLIENT__0


	
Stores client IP addresses received in analytics events.


	
Discussion Topics

	
ASDIM_WC_DISCUSS_0


	
Stores discussion topic details received in analytics events.


	
Discussion Forums

	
ASDIM_WC_DISCUSS_1


	
Stores discussion forum details received in analytics events.


	
Discussion Messages

	
ASDIM_WC_DISCUSS_2


	
Stores discussion message details received in analytics events.


	
Announcements

	
ASDIM_WC_DISCUSS_3


	
Stores announcement details received in analytics events.


	
Documents

	
ASDIM_WC_DOCUMENT_0


	
Stores document details received in analytics events.


	
Lists

	
ASDIM_WC_LISTS_0


	
Stores list details received in analytics events.


	
Pages

	
ASDIM_WC_PAGES_0


	
Stores WebCenter Portal page details received in analytics events.


	
Portlets

	
ASDIM_WC_PORTLET_0


	
Stores portlet information received in analytics events.


	
Portlet Instances

	
ASDIM_WC_PORTLET_1


	
Stores portlet instance information received in analytics events.


	
Portlet Producers

	
ASDIM_WC_PRODUCE_0


	
Stores producers associated with portlet.


	
Referrers

	
ASDIM_WC_REFERRE_0


	
Stores referred URLs where analytics events come from.


	
Searches

	
ASDIM_WC_SEARCHE_0


	
Stores search phrases received in analytics events.


	
Space Events

	
ASDIM_WC_EVENTS_0


	
Stores space event details, received in analytics events.


	
Spaces

	
ASDIM_WC_GROUPSP_0


	
Stores space information received in analytics events.


	
Tags

	
ASDIM_WC_TAGS_0


	
Stores tags received in analytics events.


	
Browsers

	
ASDIM_WC_USER_AG_0


	
Stores information about which browsers are used to access analytics.


	
Times

	
ASDIM_TIME


	
Stores times used to group analytics reports.


	
Users

	
ASDIM_USERS


	
Stores user details received in analytics events.


	
User Properties

	
ASDIM_USERPROPERTIES


	
Stores user properties.


	
User Property Values

	
ASDIM_USERPROPERTYVALUES


	
Stores user property values.









Table I-3 Analytics System Tables (Prefixed ASSYS)

	Entity Name	Table Name	Table Description
	
Configuration

	
ASSYS_CONFIG


	
Stores system configuration details.


	
Dimension Properties

	
ASSYS_DIMENSIONPROPS


	
Stores configuration details for each dimension.


	
Event Dimensions

	
ASSYS_EVENTDIMENSIONS


	
Stores dimensions associated with each event.


	
Event Facts

	
ASSYS_EVENTFACTS


	
Stores facts associated with each event.


	
Events

	
ASSYS_EVENTS


	
Stores the different types of analytics events that are collected by the Analytics service.

An analytics event represents a single user action, such as document view, user login, and so on.


	
Namespaces

	
ASSYS_NAMESPACES


	
Stores the namespace in which analytics events are registered.


	
Report Composition

	
ASSYS_REPORTCOMPOSITION


	
Stores out-of-the-box composite analytics reports.


	
Report Group

	
ASSYS_REPORTGROUP


	
Stores out-of-the-box analytics report groups, such as portlets, services, and so on.


	
Report Items

	
ASSYS_REPORTITEMS


	
Stores items included in each analytics report.


	
Report Item Values

	
ASSYS_REPORTITEMVALUES


	
Stores values associated with each item in an analytics report.


	
Reports

	
ASSYS_REPORTS


	
Stores out-of-the-box analytics reports.










I.1.2.1 Sample SQL Query: Finding Table Names Associated with Specific Events

This section provides a sample SQL query to return the names of tables associated with a specific event. This query uses a filter to return tables associated with the Documents service.


SELECT tablename "Table Name",
       displayname "Event Display Name"
FROM   assys_events
WHERE tablename like 'ASFACT_WC_DOCLIB%'
ORDER BY 1;



Sample Report Output


Table Name            Event Display Name 
-----------------------------------------
ASFACT_WC_DOCLIB__0   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTVIEWS
ASFACT_WC_DOCLIB__1   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTDOWNLOADS
ASFACT_WC_DOCLIB__2   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTCREATE
ASFACT_WC_DOCLIB__3   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTEDIT
ASFACT_WC_DOCLIB__4   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTTAG
ASFACT_WC_DOCLIB__5   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTLIKE
ASFACT_WC_DOCLIB__6   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTCOMMENT
ASFACT_WC_DOCLIB__7   {HTTP://WWW.ORACLE.COM/ANALYTICS/WC}DOCLIB_DOCUMENTDELETES










I.2 Analytics Fact Table Descriptions

Analytics fact tables are created when the Analytics Collector runs for the first time. Each fact table stores a specific event type, for example, page views, space views, document uploads, blog views, wiki edits, and so on. Columns in these fact table mostly contain integer IDs that reference descriptive data stored in dimension tables.

This section describes each of the tables listed in Table I-1, "Analytics Facts Tables (Prefixed ASFACT_WC)".



I.2.1 ASFACT_WC_PAGECRE_0

Fact table that stores event information captured by the Analytics service when someone creates a page.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time the dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID.

	
ASDIM_WC_APPLICA_0.ID












I.2.2 ASFACT_WC_PAGEDEL_0

Fact table that stores event information captured by the Analytics service when someone deletes a page.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time the dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.3 ASFACT_WC_PAGEEDI_0

Fact table that stores event information captured by the Analytics service when someone edits a page.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID












I.2.4 ASFACT_WC_PAGETAG_0

Fact table that stores event information captured by the Analytics service when someone tags a page.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
TAG_

	
NULL

	
NUMBER(38)

	
Tag ID dimension.

	
ASDIM_WC_USER_AG_0.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.5 ASFACT_WC_PAGEVIE_0

Fact table that stores event information captured by the Analytics service when someone views a page.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
RESPONSE_TIME_

	
NULL

	
NUMBER(16)

	
Response time (ms).

	

	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.6 ASFACT_WC_DISCUSS_0

Fact table that stores event information captured by the Analytics service when someone views a discussion topic.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
FORUM_

	
NULL

	
NUMBER(38)

	
Discussion forum associated with the event.

	
ASDIM_WC_DISCUSS_1.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic associated with the event.

	
ASDIM_WC_DISCUSS_0.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.7 ASFACT_WC_DISCUSS_1

Fact table that stores event information captured by the Analytics service when someone views an announcement.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
ANNOUNCEMENT_

	
NULL

	
NUMBER(38)

	
Announcement associated with the event.

	
ASDIM_WC_DISCUSS_3.ID












I.2.8 ASFACT_WC_DISCUSS_2

Fact table that stores event information captured by the Analytics service when someone creates a discussion forum.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
DISCUSSION_FORUM_

	
NULL

	
NUMBER(38)

	
Discussion forum ID dimension.

	
ASDIM_WC_DISCUSS_0.ID












I.2.9 ASFACT_WC_DISCUSS_3

Fact table that stores event information captured by the Analytics service when someone deletes a discussion forum.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
DISCUSSION_FORUM_

	
NULL

	
NUMBER(38)

	
Discussion forum ID dimension.

	
ASDIM_WC_DISCUSS_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.10 ASFACT_WC_DISCUSS_4

Fact table that stores event information captured by the Analytics service when someone creates a discussion topic.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID


	
DISCUSSION_MESSAGE_

	
NULL

	
NUMBER(38)

	
Discussion message ID dimension.

	
ASDIM_WC_DISCUSS_2.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.11 ASFACT_WC_DISCUSS_5

Fact table that stores event information captured by the Analytics service when someone edits a discussion topic.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID












I.2.12 ASFACT_WC_DISCUSS_6

Fact table that stores event information captured by the Analytics service when someone deletes a discussion topic.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID












I.2.13 ASFACT_WC_DISCUSS_7

Fact table that stores event information captured by the Analytics service when someone tags a discussion topic.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
TAG_

	
NULL

	
NUMBER(38)

	
Tag ID dimension.

	
ASDIM_WC_TAGS_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.14 ASFACT_WC_DISCUSS_8

Fact table that stores event information captured by the Analytics service when someone replies to a discussion topic message.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
DISCUSSION_MESSAGE_

	
NULL

	
NUMBER(38)

	
Discussion message ID dimension.

	
ASDIM_WC_DISCUSS_2.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.15 ASFACT_WC_DISCUSS_9

Fact table that stores event information captured by the Analytics service when someone likes a discussion topic message.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
DISCUSSION_MESSAGE_

	
NULL

	
NUMBER(38)

	
Discussion message ID dimension.

	
ASDIM_WC_DISCUSS_2.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
DISCUSSION_TOPIC_

	
NULL

	
NUMBER(38)

	
Discussion topic ID dimension.

	
ASDIM_WC_DISCUSS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.16 ASFACT_WC_DISCUSS_A

Fact table that stores event information captured by the Analytics service when someone creates an announcement.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
DISCUSSION_ANNOUNCEMENT_

	
NULL

	
NUMBER(38)

	
Announcement ID dimension.

	
ASDIM_WC_DISCUSS_3.ID












I.2.17 ASFACT_WC_DISCUSS_B

Fact table that stores event information captured by the Analytics service when someone edits an announcement.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
DISCUSSION_ANNOUNCEMENT_

	
NULL

	
NUMBER(38)

	
Announcement ID dimension.

	
ASDIM_WC_DISCUSS_3.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.18 ASFACT_WC_DISCUSS_C

Fact table that stores event information captured by the Analytics service when someone deletes an announcement.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
DISCUSSION_FORUM_

	
NULL

	
NUMBER(38)

	
Discussion forum ID dimension.

	
ASDIM_WC_DISCUSS_1.ID












I.2.19 ASFACT_WC_DOCLIB__0

Fact table that stores event information captured by the Analytics service when someone views a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
DATE

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
RESPONSE_TIME_

	
NULL

	
NUMBER(16)

	
Response Time (ms).

	

	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
GROUPSPACE

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
REFERRER

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
DOCUMENT

	
NULL

	
NUMBER(38)

	
Document ID dimension.

	
ASDIM_WC_DOCUMENT_0.ID


	
USER_AGENT

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
APPLICATION

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.20 ASFACT_WC_DOCLIB__1

Fact table that stores event information captured by the Analytics service when someone downloads a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
DATE

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
DOCUMENT

	
NULL

	
NUMBER(38)

	
Document ID dimension.

	
ASDIM_WC_DOCUMENT_0.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.21 ASFACT_WC_DOCLIB__2

Fact table that stores event information captured by the Analytics service when someone creates document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
DATE

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	

	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.22 ASFACT_WC_DOCLIB__3

Fact table that stores event information captured by the Analytics service when someone edits a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	

	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.23 ASFACT_WC_DOCLIB__4

Fact table that stores event information captured by the Analytics service when someone tags a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
TAGS

	
NULL

	
NUMBER(38)

	
Tag added to the document.

	

	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	

	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.24 ASFACT_WC_DOCLIB__5

Fact table that stores event information captured by the Analytics service when someone "likes" a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	











I.2.25 ASFACT_WC_DOCLIB__6

Fact table that stores event information captured by the Analytics service when someone comments on a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	

	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.26 ASFACT_WC_DOCLIB__7

Fact table that stores event information captured by the Analytics service when someone deletes a document.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
WEBCENTER_RESOURCE_

	
NULL

	
NUMBER(38)

	
WebCenter Portal resource ID.

	











I.2.27 ASFACT_WC_EVENT_C_0

Fact table that stores event information captured by the Analytics service when someone creates an event in a space.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
EVENT_

	
NULL

	
NUMBER(38)

	
Event Identifier.

	
ASDIM_WC_EVENTS_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.28 ASFACT_WC_EVENT_D_0

Fact table that stores event information captured by the Analytics service when someone edits an event in a space.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
EVENT_

	
NULL

	
NUMBER(38)

	
Event Identifier.

	
ASDIM_WC_EVENTS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.29 ASFACT_WC_EVENT_E_0

Fact table that stores event information captured by the Analytics service when an event is deleted.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
EVENT_

	
NULL

	
NUMBER(38)

	
Event Identifier.

	
ASDIM_WC_EVENTS_0.ID












I.2.30 ASFACT_WC_GROUPSP_0

Fact table that stores event information captured by the Analytics service when someone views a space.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
RESPONSE_TIME_

	
NULL

	
NUMBER(16)

	
Response time (ms).

	

	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.31 ASFACT_WC_GROUPSP_1

Fact table that stores event information captured by the Analytics service when someone creates a space in the Spaces application.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.32 ASFACT_WC_GROUPSP_2

Fact table that stores event information captured by the Analytics service when someone joins a space in the Spaces application.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.33 ASFACT_WC_GROUPSP_3

Fact table that stores event information captured by the Analytics service when someone deletes a space in the Spaces application.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.34 ASFACT_WC_LIST_CR_0

Fact table that stores event information captured by the Analytics service when someone creates a list.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
LIST_

	
NULL

	
NUMBER(38)

	
List ID.

	
ASDIM_WC_LISTS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID












I.2.35 ASFACT_WC_LIST_DE_0

Fact table that stores event information captured by the Analytics service when someone deletes a list.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
LIST_

	
NULL

	
NUMBER(38)

	
List ID.

	
ASDIM_WC_LISTS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.36 ASFACT_WC_LIST_ED_0

Fact table that stores event information captured by the Analytics service when someone edits a list.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
LIST_

	
NULL

	
NUMBER(38)

	
List ID.

	
ASDIM_WC_LISTS_0.ID


	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID












I.2.37 ASFACT_WC_LOGINS_0

Fact table that stores login event information captured by the Analytics service with related data for each event.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID

	

	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID












I.2.38 ASFACT_WC_PEOPLEC_0

Fact table that stores event information captured by the Analytics service when someone adds a people connection.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
TARGET_USER

	
NULL

	
NUMBER(38)

	
User ID

	











I.2.39 ASFACT_WC_PEOPLEC_1

Fact table that stores event information captured by the Analytics service when someone posts on a wall.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
TARGET_USER

	
NULL

	
NUMBER(38)

	
User ID.

	











I.2.40 ASFACT_WC_PEOPLEC_2

Fact table that stores event information captured by the Analytics service when someone edits a profile.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID












I.2.41 ASFACT_WC_PEOPLEC_3

Fact table that stores event information captured by the Analytics service when someone edits status information.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID












I.2.42 ASFACT_WC_PORTLET_0

Fact table that stores information captured by the Analytics service when portlets are accessed by end users.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
CACHED_

	
NULL

	
NUMBER(5)

	
Indicates whether the portlet was displayed from the cache.

	

	
PORTLET_

	
NULL

	
NUMBER(38)

	
Portlet.

	
ASDIM_WC_PORTLET_1.ID


	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
PRODUCER_

	
NULL

	
NUMBER(38)

	
Portlet producer.

	
ASDIM_WC_PRODUCE_0.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
CLIENT_IP

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
PORTLET_INSTANCE_

	
NULL

	
NUMBER(38)

	
Portlet instance.

	

	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID


	
RESPONSE_TIME_

	
NULL

	
NUMBER(16)

	
Response time (ms).

	

	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID












I.2.43 ASFACT_WC_SEARCHE_0

Fact table that stores event information captured by the Analytics service when someone performs a search.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
OCURRED

	
NOT NULL

	
DATE

	
Date event occurred.

	

	
TIMEID

	
NOT NULL

	
NUMBER(38)

	
Time dimension event occurred. This column is used for partitioning.

	
ASDIM_TIME.ID


	
USERID

	
NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASSYS_EVENTFACTS.ID


	
PAGE_

	
NULL

	
NUMBER(38)

	
Page ID dimension.

	
ASDIM_WC_PAGES_0.ID


	
USER_AGENT_

	
NULL

	
NUMBER(38)

	
User agent.

	
ASDIM_WC_USER_AG_0.ID


	
CLIENT_IP_

	
NULL

	
NUMBER(38)

	
Client IP ID dimension.

	
ASDIM_WC_CLIENT__0.ID


	
APPLICATION_

	
NULL

	
NUMBER(38)

	
Application ID dimension.

	
ASDIM_WC_APPLICA_0.ID


	
SESSION_ID_

	
NULL

	
NVARCHAR2(254)

	
Session ID.

	

	
REFERRER_

	
NULL

	
NUMBER(38)

	
Referrer ID dimension.

	
ASDIM_WC_REFERRE_0.ID


	
SEARCHED_PHRASE

	
NULL

	
NUMBER(38)

	
Search phrase.

	

	
GROUPSPACE_

	
NULL

	
NUMBER(38)

	
Space ID dimension.

	
ASDIM_WC_GROUPSP_0.ID














I.3 Analytics Dimension Table Descriptions

Analytics dimension tables are created when the Analytics Collector runs for the first time. Dimension tables store redundant descriptive data associated with analytics events. When a value is not found in these tables, a new record is added. Typical analytics dimension data includes: page name, browser name, document name, space name, and so on.

This section describes each of the tables listed in Table I-2, "Analytics Dimension Tables (Prefixed ASDIM_WC)".



I.3.1 ASDIM_WC_APPLICA_0

Dimension table that stores the names of WebCenter Portal applications accessing analytics data, for example webenter (Spaces application).


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
NAME_

	
NOT NULL

	
NVARCHAR2(254)

	
Application name.

	











I.3.2 ASDIM_WC_CLIENT__0

Dimension table that stores client IP address details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
IP

	
NOT NULL

	
NVARCHAR2(15)

	
Client IP address

	











I.3.3 ASDIM_WC_DISCUSS_0

Dimension table that stores discussion topic details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
Discussion topic name.

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Discussion topic description.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	











I.3.4 ASDIM_WC_DISCUSS_1

Dimension table that stores discussion forum details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Discussion forum description.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource name, that is, the name of the discussion forum.

	











I.3.5 ASDIM_WC_DISCUSS_2

Dimension table that stores discussion message details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date records last modified.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource name, that is, the name of the discussion message.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Discussion message description.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	











I.3.6 ASDIM_WC_DISCUSS_3

Dimension table that stores announcement details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Announcement description.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource name, that is, name of the announcement.

	











I.3.7 ASDIM_WC_DOCUMENT_0

Dimension table that stores information captured by the Analytics service when documents are accessed by end users.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
CONTENTTYPE_

	
NULL

	
NVARCHAR2(254)

	
Document content type.

	

	
CONTEXT

	
NULL

	
NVARCHAR2(512)

	
Document prefix (for identification purposes):

	
Document prefix - Folder URL for parent space


	
Blog prefix - Blog title name


	
Wiki prefix - Wiki title name




	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
Document name.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Document description.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	

	
PATH_

	
NULL

	
NVARCHAR2(512)

	
Document path.

	

	
OBJECTTYPE_

	
NULL

	
NVARCHAR2(254)

	
Object type.

	











I.3.8 ASDIM_WC_EVENTS_0

Dimension table that stores information about space events captured by the Analytics service when a user creates an event in his or her calendar.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource name, that is, the name of the space event.

	











I.3.9 ASDIM_WC_GROUPSP_0

Dimension table that stores information captured by the Analytics service when a space is accessed by an end user (Spaces application only).


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
ICONURL_

	
NULL

	
NVARCHAR2(254)

	
Icon URL

	

	
DESCRIPTION_

	
NULL

	
NVARCHAR2(254)

	
Description.

	

	
PERSONAL_

	
NULL

	
NUMBER(5)

	
Indicates whether the space is the Home space (0) or a group space (1).

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
Name of the space.

	











I.3.10 ASDIM_WC_LISTS_0

Dimension table that stores list details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource name, that is, the name of the list.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

	











I.3.11 ASDIM_WC_PAGES_0

Dimension table that stores information captured by the Analytics service when pages are accessed by end users.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
PERSONAL_

	
NULL

	
NUMBER(5)

	
Indicates whether the page is a personal page (in the Home space) or belongs to a group space.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(254)

	
WebCenter Portal resource ID.

The full page path, for example, /oracle/webcenter/page/sda254765_f950/Home.jspx

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
Name of the page.

	











I.3.12 ASDIM_WC_PORTLET_0

Dimension table that stores information captured by the Analytics service when portlets are accessed by end users.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record modified.

	

	
DEFAULT_TITLE_

	
NULL

	
NVARCHAR2(254)

	
Default portlet title.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(512)

	
WebCenter Portal resource ID.

	











I.3.13 ASDIM_WC_PORTLET_1

Dimension table that stores portlet instance information captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
TITLE_

	
NULL

	
NVARCHAR2(254)

	
Portlet title.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(512)

	
WebCenter Portal resource ID.

	











I.3.14 ASDIM_WC_PRODUCE_0

Dimension table that stores portlet producer information captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record modified.

	

	
RESOURCEID_

	
NOT NULL

	
NVARCHAR2(512)

	
WebCenter Portal resource ID.

	

	
NAME_

	
NULL

	
NVARCHAR2(254)

	
Producer name.

	











I.3.15 ASDIM_WC_REFERRE_0

Dimension table that stores information captured by the Analytics service related to the location (URL) to which the user was navigating when the analytics event was captured.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
URL

	
NOT NULL

	
NVARCHAR2(2000)

	
Referred URL

	











I.3.16 ASDIM_WC_SEARCHE_0

Dimension table that stores search phrases captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
PHRASE

	
NOT NULL

	
NVARCHAR2(254)

	
Search phrase.

	











I.3.17 ASDIM_WC_TAGS_0

Dimension table that stores tag information captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
VALUE

	
NOT NULL

	
NVARCHAR2(254)

	
Tag value.

	











I.3.18 ASDIM_WC_USER_AG_0

Dimension table that stores information about whichbrowsers are used to access analytics data.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
OS

	
NULL

	
NVARCHAR2(100)

	
Operating system.

	

	
AGENT

	
NOT NULL

	
NVARCHAR2(512)

	
User agent ID.

	

	
BROWSER

	
NULL

	
NVARCHAR2(255)

	
Name of the browser.

	

	
BROWSER_VERSION

	
NULL

	
NVARCHAR2(30)

	
Browser version.

	











I.3.19 ASDIM_TIME

Dimension table that stores times used to group analytics reports. An entry is created every hour. analytics reports use this table to group data within a specific time frame.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
PERIODSTART

	
NULL

	
DATE

	
Current period start.

	

	
PERIODEND

	
NULL

	
DATE

	
Current period end.

	

	
HOUROFDAY

	
NULL

	
NUMBER(5)

	
Hour corresponding to this time period.

	

	
DAYOFMONTH

	
NOT NULL

	
NUMBER(5)

	
Current day of the month.

	

	
DAYOFYEAR

	
NULL

	
NUMBER(5)

	
Current day of the year.

	

	
WEEKOFYEARSUNDAY

	
NULL

	
NUMBER(5)

	
Week number of Sunday year.

	

	
WEEKOFYEARMONDAY

	
NULL

	
NUMBER(5)

	
Week number of Monday year.

	

	
WEEKOFYEARSATURDAY

	
NULL

	
NUMBER(5)

	
Week number of Saturday year.

	

	
MONTHOFYEAR

	
NOT NULL

	
NUMBER(5)

	
Month corresponding to the period's year.

	

	
YEAR

	
NOT NULL

	
NUMBER(5)

	
Current year.

	











I.3.20 ASDIM_USERS

Dimension table that stores user details captured by the Analytics service when an analytics event is received.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
USERID

	
NOT NULL

	
NVARCHAR2(255)

	
User ID.

For example: weblogic

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	











I.3.21 ASDIM_USERPROPERTIES

Dimension table that stores user properties, such as Title, Department, and so on.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
PROPERTYID

	
NOT NULL

	
NUMBER(38)

	
Property ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NULL

	
DATE

	
Date record last modified.

	

	
NAME

	
NOT NULL

	
NVARCHAR2(255)

	
Property name.

	











I.3.22 ASDIM_USERPROPERTYVALUES

Dimension table that stores values for user properties.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
USERID

	
NOT NULL

	
NUMBER(38)

	
User ID dimension.

	
ASDIM_USERS.ID


	
PROPERTYID

	
NOT NULL

	
NUMBER(38)

	
Property ID.

	
ASDIM_USERPROPERTIES.ID


	
VALUE

	
NULL

	
NVARCHAR2(255)

	
Property ID value.

	

	
TYPE

	
NULL

	
NUMBER(38)

	
Property type.

	













I.4 Analytics System Table Descriptions

System tables are created during installation to store application information such as system configuration parameters. Each table is described in this section.



I.4.1 ASSYS_CONFIG

System table that stores system configuration information. Each row contains value pairs—configuration type/value.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
NAME

	
NULL

	
NVARCHAR2(510)

	
Name of configuration parameter, for example, collector_port.

	

	
CONFIGTYPEID

	
NOT NULL

	
NUMBER(38)

	
Configuration type ID.

	

	
INTVAL

	
NULL

	
NUMBER(38)

	
Integer value associated with the configuration.

	

	
STRVAL

	
NULL

	
NVARCHAR2(2000)

	
String value associated with the configuration.

	











I.4.2 ASSYS_DIMENSIONPROPS

System table that stores dimension configuration information. Each row represents property values for a dimension.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
DIMENSIONID

	
NOT NULL

	
NUMBER(38)

	
Dimension ID.

	
ASSYS_EVENTDIMENSIONS.ID


	
DISPAYNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Dimension property display name.

	

	
COLUMNNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Column name.

	

	
COLUMNTYPE

	
NULL

	
NUMBER(38)

	
Column type.

	

	
COLUMNLENGTH

	
NULL

	
NUMBER(38)

	
Column length.

	

	
ISKEY

	
NULL

	
NUMBER(38)

	
Indicates whether this is a key dimension property.

	











I.4.3 ASSYS_EVENTDIMENSIONS

System table that stores dimensions associated with each analytics event.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
DISPAYNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Dimension event display name.

	

	
TABLENAME

	
NOT NULL

	
NVARCHAR2(510)

	
Table name associated with the dimension.

	

	
ISUNIQUE

	
NULL

	
NUMBER(38)

	
Deprecated.

	

	
IDENTIFYINGUSER

	
NOT NULL

	
NUMBER(38)

	
User ID.

	
ASDIM_USERS.ID












I.4.4 ASSYS_EVENTFACTS

System table that stores facts associated with each analytics event.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
EVENTID

	
NULL

	
NUMBER(38)

	
Event ID dimension.

	
ASDIM_WC_EVENTS_0.ID


	
DISPAYNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Event fact display name.

	

	
COLUMNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Event fact column name.

	

	
COLUMNTYPEID

	
NULL

	
NUMBER(38)

	
Indicates the data type of the event fact: INTEGER (1), STRING (2), DATE (3), FLOAT (4), BOOLEAN (5)If the event fact is a dimension, COLUMNTYPEID is -1.

	

	
COLUMNLENGTH

	
NULL

	
NUMBER(38)

	
User ID.

	

	
EVENTDIMENSIONID

	
NULL

	
NUMBER(38)

	
Dimension ID.

	
ASSYS_EVENTDIMENSIONS.ID












I.4.5 ASSYS_EVENTS

System table that stores the different analytics events representing one user action that is captured. Both out-of-the-box analytics events and custom (user-defined) analytics events are stored. Each row represents the event captured with its associated data such as active status, and table name where data is stored.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
DISPAYNAME

	
NOT NULL

	
NVARCHAR2(510)

	
Event fact display name.

	

	
DESCRIPTION

	
NULL

	
NVARCHAR2(510)

	
Event description.

	

	
TABLENAME

	
NOT NULL

	
NVARCHAR2(510)

	
Table name.

	

	
ISCUSTOM

	
NOT NULL

	
NUMBER(38)

	
Indicates whether or not the event is a custom event. (0/1)

	

	
ISACTIVE

	
NOT NULL

	
NUMBER(38)

	
Deprecated.

	

	
ISPERSISTENT

	
NOT NULL

	
NUMBER(38)

	
Indicates whether or not to create a fact table for the event. (0/1)

	

	
ISACTION

	
NOT NULL

	
NUMBER(38)

	
Not used.

	











I.4.6 ASSYS_NAMESPACES

System table that stores the different namespaces in which analytics events are registered.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
PREFIX

	
NOT NULL

	
NVARCHAR2(510)

	
Namespace prefix.

	

	
URI

	
NOT NULL

	
NVARCHAR2(510)

	
Universal resource identifier for the namespace.

	











I.4.7 ASSYS_REPORTCOMPOSITION

System table that stores the composition for reports provided by the Analytics service.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
PARENTREPORTID

	
NOT NULL

	
NUMBER(38)

	
Reference to parent report ID.

	
ASSYS_REPORTS.ID


	
CHILDREPORTID

	
NOT NULL

	
NUMBER(38)

	
Reference to child report ID.

	
ASSYS_REPORTS.ID


	
SEQUENCE

	
NULL

	
NUMBER(10)

	
Sequence of report composition.

	

	
NAME

	
NOT NULL

	
NVARCHAR2(510)

	
Name of report composition.

	

	
DESCRIPTION

	
NULL

	
NVARCHAR2(510)

	
Description of report composition.

	











I.4.8 ASSYS_REPORTGROUP

System table that stores the report groups included for the Analytics service. Report groups enable end users to display analytics data in a specific way.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record was last modified.

	

	
NAME

	
NOT NULL

	
NVARCHAR2(510)

	
Report group name.

	

	
DESCRIPTION

	
NULL

	
NVARCHAR2(510)

	
Report group description.

	

	
SEQUENCE

	
NULL

	
NUMBER(10)

	
Sequence.

	











I.4.9 ASSYS_REPORTITEMS

System table that stores item information in each report. Each row represents a specific item belonging to one report.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
REPORTID

	
NOT NULL

	
NUMBER(38)

	
Report ID.

	
ASSYS_REPORTS.ID


	
ITEMTYPE

	
NOT NULL

	
VARCHAR2(30)

	
Item type.

	

	
ITEMDESCRIPTION

	
NULL

	
NVARCHAR2(510)

	
Item description.

	

	
ITEMVALUE

	
NULL

	
NUMBER(5)

	
Item value.

	

	
EVENTDIMENSIONID

	
NULL

	
NUMBER(38)

	
Dimension ID.

	
ASSYS_EVENTDIMENSIONS.ID


	
EVENTDIMENSIONNAME

	
NULL

	
NVARCHAR2(510)

	
Dimension name.

	

	
EVENTFACTID

	
NULL

	
NUMBER(38)

	
Event fact ID.

	
ASSYS_EVENTFACTS.ID


	
EVENTFACTNAME

	
NULL

	
NVARCHAR2(510)

	
Event fact name.

	

	
PROPERTYNAME

	
NULL

	
NVARCHAR2(510)

	
The name of the column in the dimension table to be selected in the query performed, for example, name or ID.

	

	
AGGREGATEFUNCTION

	
NULL

	
VARCHAR2(60)

	
SQL function for grouping purposes (AVG, MIN, MAX, COUNT, COUNT DISTINCT).

	

	
DISPLAYFLAG

	
NOT NULL

	
NUMBER(5)

	
Indicates whether or not to display the item in the report. (0/1)

	

	
IDENTIFIERFLAG

	
NOT NULL

	
NUMBER(5)

	
Indicates whether or not to use this item as an identifier (SQL: whether or not to group by this column). (0/1)

	











I.4.10 ASSYS_REPORTITEMVALUES

System table that stores the values associated to each item in a report. Each row represents a specific value (char, float or date) for one report item instance.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
REPORTITEMID

	
NOT NULL

	
NUMBER

	
Report item ID.

	
ASSYS_REPORTITEMS.ID


	
VALUETYPE

	
NOT NULL

	
VARCHAR2(30)

	
Value type: CVALUE, NVALUE or DVALUE.

	

	
CVALUE

	
NULL

	
NVARCHAR2(510)

	
Char value.*

	

	
NVALUE

	
NULL

	
NUMBER

	
Numeric value.*

	

	
DVALUE

	
NULL

	
DATE

	
Date value.*

	







*Only one of CVALUE, NVALUE or DVALUE has a value.






I.4.11 ASSYS_REPORTS

System table that stores the different out-of-the-box reports to be provided by the Analytics service. Each row represents a single report and the report's configuration.


	Column Name	NOT NULL?	Data Type	Description	Foreign Key
	
ID

	
NOT NULL

	
NUMBER(38)

	
Internal table ID.

	

	
CREATED

	
NOT NULL

	
DATE

	
Date record created.

	

	
LASTMODIFIED

	
NOT NULL

	
DATE

	
Date record last modified.

	

	
NAME

	
NOT NULL

	
NVARCHAR2(510)

	
Report item ID.

	

	
DESCRIPTION

	
NULL

	
NVARCHAR2(255)

	
Report description.

	

	
SEQUENCE

	
NULL

	
NUMBER(10)

	
Sequence.

	

	
GROUPID

	
NULL

	
NUMBER (38)

	
Group ID for the report.

	
ASSYS_REPORTGROUP.ID


	
EVENTTYPEID

	
NULL

	
NUMBER(38)

	
Associated event ID.

	
ASSYS_EVENTS.ID


	
EVENTDISPLAYNAME

	
NULL

	
NVARCHAR2(510)

	
Denormalized. Display name of associated event.

	

	
GROUPSPACEFILTERENABLED

	
NOT NULL

	
VARCHAR2(1)

	
Indicates whether users can filter the report 'by space'. If set to true (1), the report displays the space selector UI.

	

	
DEFAULTCHARTSTYLE

	
NULL

	
NVARCHAR2(255)

	
Default chart style for the report.

	

	
DEFAULTCHARTTYPE

	
NULL

	
NUMBER(2)

	
Default chart type.

	

	
DEFAULTDISPLAYCOUNT

	
NULL

	
NUMBER(2)

	
Default display count.

	

	
DEFAULTTIMEFRAME

	
NULL

	
NUMBER(2)

	
Default time frame.

	

	
DEFAULTGROUPBYTIMEINTERVAL

	
NULL

	
NUMBER(2)

	
Default group time interval.

	

	
DEFAULTGROUPBYUSERPROPERTY

	
NULL

	
NUMBER(38)

	
Default "group by user" property.

	

	
SHOWMETRICSELECTOR

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not to display selector UI for this metric. (Y/N)

	

	
SHOWCHARTTYPEOPTIONS

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not to display chart type options in the UI. (Y/N)

	

	
SHOWDISPLAYOPTIONS

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not the field to select display options will be shown in the UI. (Y/N) (The field is a drop-down list to select between: Top n, Bottom n, All records, or List of specific records.)

	

	
SHOWDISPLAYTOPOPTION

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not users will be able to select the "Top n" option. (Y/N)

If N, the "Top n" option will not be available in the combo box.

	

	
SHOWDISPLAYBOTTOMOPTION

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not users will be able to select the "Bottom n" option. (Y/N) If N, the "Bottom n" option will not be available in the combo box.

	

	
SHOWDISPLAYALLOPTION

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not users will be able to select the "All records" option. (Y/N) If N, the "All records" option will not be available in the combo box, and users will only be able to select from Top n, Bottom n or a list of specific records.

	

	
SHOWOBJECTPICKER

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not users will be able to select a list of specific records option. (Y/N) If N, the "Select ..." option will not be available in the combo box. If Y the "Select ..." option will be available and a picker dialog will be displayed to select the list of objects to be included in the report.

	

	
SHOWTIMEFRAMEFILTER

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not to display time frame filter. (Y/N)

	

	
SHOWUSERPROPERTYFILTER

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not to display user property filter (Y/N).

	

	
SHOWGROUPBYOPTIONS

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether or not to display "group by" options. (Y/N)

	

	
COMPOSEDREPORT

	
NOT NULL

	
NVARCHAR2(1)

	
Indicates whether this is a composed report.

	

	
PORTLETTYPEID

	
NULL

	
NUMBER(38)

	
Portlet type ID.

	













I.5 Analytics User Properties

The Analytics service uses several tables to store information about users who are triggering analytics events in WebCenter Portal applications. This section contains the following topics:

	
Section I.5.1, "User Property Tables - Overview"


	
Section I.5.2, "User Property Dimension Tables"


	
Section I.5.3, "Out-of-the-Box User Properties for WebCenter Portal"




For sample queries related to user properties, see Section 47.3.3, "Sample Queries for User Metrics" in Chapter 47, "Integrating the Analytics Service."



I.5.1 User Property Tables - Overview

Figure I-5 shows the database model used by the Analytics service to store information about users. The user dimension table has a single property column (USERID). In addition, there are two other tables (ASDIM_USERPROPERTIES and ASDIM_USERPROPERTYVALUES) that store user properties as key-value data. This model enables additional user properties to be added without changing the user dimension definition.


Figure I-5 User Property Dimensions for Analytics

[image: Description of Figure I-5 follows]





The ASDIM_USERPROPERTIES table stores the names of user properties received by the Analytics service. User properties (attributes of the user including name, position, email, address, etc) are captured by the Analytics service as an event when a user logs in to Spaces, not when the properties are modified. If a user changes a property, the value of the property will be updated in analytics the next time the user logs in.

The ASDIM_PROPERTYVALUES table stores one row per property, per user, where each row corresponds to a value for a property associated with a specific user.






I.5.2 User Property Dimension Tables

User property dimension tables are described in the following topics:

	
Section I.5.2.1, "ASDIM_USERPROPERTIES"


	
Section I.5.2.2, "ASDIM_USERPROPERTYVALUES"






I.5.2.1 ASDIM_USERPROPERTIES

Dimension table that stores the names of user properties received by the Analytics service.


	Column Name	Data Type	Description
	
ID

	
NUMBER(38,0)

	
Table primary key. Value obtained from the sequence.


	
NAME

	
VARCHAR(255)

	
Name of the user property.

Names are converted to uppercase and whitespace characters are removed.












I.5.2.2 ASDIM_USERPROPERTYVALUES

Dimension table that stores one row per property per user, where each row corresponds to a value for a property associated with a specific user.


	Column Name	Data Type	Description
	
ID

	
NUMBER(38,0)

	
Table primary key. Value obtained from the sequence.


	
USERID

	
NUMBER(38,0)

	
Foreign key to the ASDIM_USERS table.


	
PROPERTYID

	
NUMBER(38,0)

	
Foreign key to the ASDIM_USERPROPERTIES table.


	
VALUE

	
VARCHAR(255)

	
The value of a particular property (identified by the PROPERTYID column) for a particular user (identified by the USERID column). For example, if the property is "CITY" and the user "weblofig", this column will be storing the city name where that user works (for example "San Francisco").


	
TYPE

	
NUMBER(38,0)

	
User property value type. (Property values are always stored as strings.)














I.5.3 Out-of-the-Box User Properties for WebCenter Portal

WebCenter Portal applications send a specific set of user properties to the Analytics service, as shown in Table I-4.




	
Note:

WebCenter Portal applications can only send properties that are set by the user or available in the user directory. If a property value is blank, no row is created for it in the ASDIM_USERPROPERTYVALUES table for that user.










Table I-4 Out-of-the-Box User Properties for WebCenter Portal

	Property Name	Property Label (displayed in reports)	Example Value
	
IMUSER

	
IM User

	
dfrabott


	
DISPLAYNAME

	
Display

	
Diego Frabotta


	
PHONE

	
Phone

	
+5411-2222-1234


	
TITLE

	
Title

	
Software Engineer


	
DEPARTMENT

	
Department

	
Analytics


	
MANAGER

	
Manager

	
uid=dsabaris,cn=users,dc=us,dc=myco,dc=com


	
COMPANY

	
Company

	
MyCo


	
STREET*

	
Street

	
Parque Austral, Edificio Insignia M3


	
ZIPCODE

	
ZIP Code

	
12345


	
STATEORPROVINCE

	
State or Province

	
Buenos Aires


	
COUNTRY

	
Country

	
Argentina


	
EMPLOYEEID

	
Employee Id

	
55555


	
CITY

	
City

	
Pilar








* STREET stores the user's home address street.








I.6 Analytics Event and Dimension Data Types

Table I-5 shows how analytics event and dimension data types map to data types in Oracle, Microsoft SQL Server, and IBM DB2 databases.


Table I-5 Analytics Event and Dimension Data Types

	Analytics Event and Dimension Type	Oracle
	Microsoft SQL Server	IBM DB2

	
INTEGER

	
NUMBER

	
BIGINT

	
INTEGER


	
STRING

	
NVARCHAR

	
NVARCHAR

	
VARGRAPHIC


	
DATE

	
DATE

	
DATETIME

	
TIMESTAMP


	
FLOAT

	
FLOAT

	
FLOAT

	
DECFLOAT


	
BOOLEAN

	
NUMBER(5)

	
TINYINT

	
SMALLINT
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Part II



Setting Up Your Portal Structure

Part II contains the following chapters:

	
Chapter 9, "Understanding Framework Applications"


	
Chapter 10, "Understanding the WebCenter Portal Life Cycle"


	
Chapter 11, "Building a Navigation Model for Your Portal"


	
Chapter 12, "Designing the Look and Feel of Your Portal"


	
Chapter 13, "Adding Resources to Your Portal"


	
Chapter 14, "Visualizing Your Portal Navigation"


	
Section 15, "Creating and Managing Skins"


	
Chapter 16, "Creating and Managing Resource Catalogs"


	
Chapter 17, "Adding and Using the Resource Manager"










30 Integrating the Documents Service

There are several ways to integrate content into a WebCenter Portal: Framework application. For more information, see Chapter 26, "Introduction to Integrating and Publishing Content."

This chapter describes how to integrate the Documents service into a Framework application to both add content to the application, and to provide end users with content and Documents service task flows built into the application to manage, display, and search documents at runtime.

This chapter includes the following sections:

	
Section 30.1, "Introduction to the Documents Service"


	
Section 30.2, "Setting Up Connections"


	
Section 30.3, "Setting Security for the Documents Service"


	
Section 30.4, "Using the Documents Service with Other WebCenter Services"


	
Section 30.5, "Setting Parameters to Upload Files to Content Repositories"


	
Section 30.6, "Using Adapters with the Documents Service"






30.1 Introduction to the Documents Service

The Documents service provides features for accessing, adding, and managing folders and files; configuring and viewing file and folder properties; and searching file and folder content in Content Server, Oracle Portal, or SharePoint content repositories. It provides these features through Documents service task flows, document components (links, inline frames, and images), wikis, and blogs.




	
Note:

The availability of SharePoint as a content repository requires the installation of the SharePoint adapter, as described in Section 3.6, "Installing the Oracle WebCenter Adapter for SharePoint." Administration for SharePoint is performed using WLST commands, not Oracle Enterprise Manager Fusion Middleware Control Console.









To integrate the Documents service into a Framework application, your WebCenter Portal administrator must set up a connection to the content repository that contains the documents you want to manage. If the content repository you wish to use requires authentication, ensure that you set up an external application when you configure the connection to your content repository, as discussed in Section 30.2, "Setting Up Connections."






30.2 Setting Up Connections

Before you can use the Documents service and task flows, you must first set up the connection to the Content Server, Oracle Portal, or SharePoint content repository that contains the documents you want to manage. You can reuse connections you've created or create new ones.




	
Note:

While you can set up the connections to back-end servers at design time in Oracle JDeveloper, you can later add, delete, or modify connections in your deployed environment using Enterprise Manager Fusion Middleware Control. For more information, refer to the Oracle Fusion Middleware Administrator's Guide for Oracle WebCenter Portal.









The choices made for application security and content repository connection authentication need to be compatible. For example, if the connection is configured to use External Application with only Public credentials defined, then there is no requirement for the application to enforce user authentication. For detailed information about connection configuration, see Section 27.2, "Configuring Content Repository Connections."






30.3 Setting Security for the Documents Service

The Documents service task flows support the same security options that are supported by the content repository connections. This service can also use an external application with dedicated user accounts to access remote content repositories, such as an Oracle Content Server or Oracle Portal. For more information about using security with content repositories, see Section 28.4, "Securing a Content Repository Data Control." For information about using external applications, see Section 69.13, "Working with External Applications."

If you are using a content repository that handles its own authentication, such as Oracle Portal or Oracle Content Server, you can associate that content repository with an external application definition to allow for credential provisioning. You can modify your connection to your content repository to use an external application without shared or public credentials. When you do this, the External Application - Change Password task flow is automatically integrated to allow your end users to provide their credentials.

To register an external application for an existing content repository connection:

	
In the Application Resources pane, right-click your connection name and choose Properties.


	
In the Edit Content Repository Connection dialog box, under Authentication, select External Application (Figure 30-1).


Figure 30-1 Selecting External Application in the Content Repository Connection Dialog

[image: Selecting External Application]



	
Click the green + (plus) sign to start the Register External Application wizard.


	
On the Name page, enter an Application Name and Application Display Name, (Figure 30-2) then click Next.


Figure 30-2 Naming the External Application

[image: Naming the External Application]



	
On the General page, under Authentication Details, choose BASIC from the Authentication Method list (Figure 30-3), then click Next.


Figure 30-3 Choosing the BASIC Authentication Method

[image: Choosing the BASIC Authentication Method]



	
On the Additional Fields page, click Next.


	
On the Shared Credentials page, click Next.


	
On the Public Credentials page, select Specify Public Credentials, then enter the Username and Password for the content repository (Figure 30-4).


Figure 30-4 Specifying the Public Credentials

[image: Specifying the Public Credentials]



	
Click Finish. You'll notice that your connection now uses the external application for authentication (Figure 30-5).


Figure 30-5 Using the New External Application

[image: Using the New External Application]



	
In the Edit Content Repository Connection dialog box, click OK. In the Application Resources panel, you'll notice the external application now displays (Figure 30-6).


Figure 30-6 External Application in the Application Resources Panel

[image: External Application in the Application Resources Panel]







If you do not apply security, and the content repository requires a login to access the content, the user will not be able to authenticate, and thus will see only public content at runtime.






30.4 Using the Documents Service with Other WebCenter Services

You can use the Documents service with a variety of other WebCenter services. For example, you can add tags to documents in your content repository, search across your application and retrieve documents in the results, or track recent changes to the content repository.

You can see an example of how to use the Documents service with the Tags service in Section 44.3.3, "Optional Way to Show Tags on Pages."

To learn more about how you can use these services together, refer to Section 2.4, "Introducing Oracle WebCenter Portal: Services."




	
Note:

When you integrate the Documents service with the Search service, the Search service returns results from all content repository connections.














30.5 Setting Parameters to Upload Files to Content Repositories

The Document Manager, Document Explorer, and Folder Viewer task flows allow you to upload files into content repositories. WebCenter Portal: Framework uses Apache MyFaces Trinidad to handle file upload from a browser to the application server.

To change the default settings of Apache MyFaces Trinidad, you can add three parameters to the web.xml file. To edit this file, open the ViewController project of your application. Under Web Content, open the web.xml file. In the Overview, navigate to Application > Context Initialization Parameters, then click the green plus sign (+) to add the parameters and their values (as described in Table 30-1) or simply update the code in the Source view. After you've made your changes, save the web.xml file, then restart Oracle JDeveloper.


Table 30-1 Apache MyFaces Trinidad Parameters

	Parameter	Description
	

org.apache.myfaces.trinidad.UPLOAD_MAX_MEMORY

	
The maximum amount of memory in bytes that a single file can use when uploaded.


	

org.apache.myfaces.trinidad.UPLOAD_MAX_DISK_SPACE

	
The maximum amount of disk space in bytes that a single file can use when uploaded.


	

org.apache.myfaces.trinidad.UPLOAD_TEMP_DIR

	
The directory in which the file being uploaded is temporarily stored.








For more information, see the Apache MyFaces Trinidad documentation at http://myfaces.apache.org/trinidad/devguide/fileUpload.html.






30.6 Using Adapters with the Documents Service

To learn more about using existing adapters for the content repository connections, see Chapter 27, "Managing Content Repository Connections."









56 Extending the Spaces Application Using JDeveloper

WebCenter Portal's Spaces application can be customized using browser-based tools and also using JDeveloper. This chapter describes how to customize the Spaces application and Spaces resources in JDeveloper and subsequently utilize them in the Spaces application. For example, you may want to deploy additional shared libraries that include custom code or some additional task flows. Or, you might want to edit Spaces resources, such as skins, page templates, and navigations, in JDeveloper.

It includes the following sections:

	
Section 56.1, "Downloading a Workspace for Spaces Development"


	
Section 56.2, "Including Additional Shared Libraries in Spaces"


	
Section 56.3, "Developing Resources for the Spaces Application"





Audience

This section is intended for developers who have basic knowledge of JDeveloper with WebCenter Portal: Framework extensions and want to perform advanced customizations for their Spaces deployment.



56.1 Downloading a Workspace for Spaces Development

A JDeveloper workspace for developing Spaces extensions is available as a download from Oracle Technology Network - this workspace is named DesignWebCenterSpaces.jws.

To download the Spaces development workspace:

	
Ensure the Spaces application is installed, configured, and working as expected.


	
Download and install Oracle JDeveloper 11g (11.1.1.6.0).

Oracle JDeveloper 11g (11.1.1.6.0) is available for download from: http://www.oracle.com/technetwork/developer-tools/jdev/downloads/index.html


	
Download and install Oracle JDeveloper WebCenter Portal Framework and Services Design Time Extensions:

	
In JDeveloper, select Help > Check for Updates.


	
Click Next, and then Next again to display all available updates.


	
Use the search field to filter the list, for example, enter 'webcenter'.


Figure 56-1 Download Oracle JDeveloper WebCenter Portal Framework and Services Design Time Extensions

[image: Description of Figure 56-1 follows]





	
Select WebCenter Framework and Services Design Time.


	
Click Finish.




See also, Section 3.2, "Installing WebCenter Portal's Extension for Oracle JDeveloper."


	
Download the Spaces development ZIP file (DesignWebCenterSpaces_PS5.zip) from Oracle Technology Network:

http://download.oracle.com/otndocs/tech/webcenter/files/DesignWebCenterSpaces_PS5.zip


	
Unzip the content locally (Table 56-1).


Table 56-1 DesignWebCenterSpaces_PS5.zip - Unzip Folders

	Unzip Folders	Description
	
\DesignWebCenterSpaces

	
Includes DesignWebCenterSpaces.jws.

This workspace enables you to configure your shared library list, that is, you can specify one or more shared libraries containing various customizations (such as custom java code, custom task flows, and so on) that you want to utilize in the Spaces application.

The workspace also provides a design environment for editing and uploading Spaces resources.


	
\copy_to_common

	
Includes a common directory that contains WebCenter Portal WLST commands.

WebCenter Portal's WLST commands are required to upload customized resources directly to the Spaces application from DesignWebCenterSpaces.jws.


	
\copy_to_jdev_ext

	
Includes oracle.webcenter.portal.jar.

Required update to Oracle JDeveloper WebCenter Portal Framework and Services Design Time Extensions.








	
Copy WebCenter Portal's WLST (WebLogic Scripting Tool) commands to the Oracle home directory where JDeveloper is installed:

	
Navigate to: <DesignWebCenterSpaces_Unzip_Location>\copy_to_common


	
Make a copy of the common directory.

The common directory is located under <DesignWebCenterSpaces_Unzip_Location>\copy_to_common.


	
Navigate to: <JDeveloper_install_directory>\oracle_common




	
Tip:

The JDeveloper_install_directory is the base directory under which JDeveloper is also installed, that is, the same directory that you configure as the jdeveloper.install.home.directory in config.properties (see also Table 56-2).










	
Copy the content of the common directory here.




	
Tip:

On Linux, use the following command: cp -r <DesignWebCenterSpaces_Unzip_location>/copy_to_common/common/.













	
Copy new version of oracle.webcenter.portal.jar to the Oracle JDeveloper extensions directory:

	
Navigate to: <DesignWebCenterSpaces_Unzip_Location>\copy_to_jdev_ext


	
Make a copy of oracle.webcenter.portal.jar.

The oracle.webcenter.portal.jar file is located under <DesignWebCenterSpaces_Unzip_Location>\copy_to_jdev_ext.


	
Navigate to: <JDeveloper_install_directory>\jdeveloper\jdev\extensions\




	
Tip:

The JDeveloper_install_directory is the base directory under which JDeveloper is also installed, that is, the same directory that you configure as the jdeveloper.install.home.directory in config.properties (see also Table 56-2).










	
Copy the oracle.webcenter.portal.jar file here.





	
Restart JDeveloper if it is open.









56.2 Including Additional Shared Libraries in Spaces

This section includes the following subsections:

	
Section 56.2.1, "What You Should Know About Shared Library Deployment for Spaces"


	
Section 56.2.2, "Deploying Your Own Custom Code and Task Flows in Shared Libraries"


	
Section 56.2.3, "Rebuilding the Spaces Shared Library List"






56.2.1 What You Should Know About Shared Library Deployment for Spaces

The Spaces application includes the standard shared library extend.spaces.webapp.war. This .WAR file includes a deployment descriptor (weblogic.xml) which can reference other libraries that contain Spaces customizations.

Therefore, if you have custom code or task flows deployed in several shared libraries from multiple sources you can add them to the extend.spaces.webapp shared library list, as illustrated in Figure 56-2.


Figure 56-2 Referencing Custom Shared Libraries in extend.spaces.webapp.war

[image: Description of Figure 56-2 follows]





This development model provides an easy way to utilize additional shared libraries in Spaces from multiple contributors, including developers, customers, partners.

Whenever you deploy a new shared library that includes Spaces extensions you must modify the Spaces shared library dependency list and redeploy extend.spaces.webapp.war. Figure 56-3 illustrates the process.


Figure 56-3 Overview - Including Additional Shared Libraries in Spaces

[image: Deploying WebCenter Spaces shared library steps]



For more detail, see Section 56.2.2, "Deploying Your Own Custom Code and Task Flows in Shared Libraries" and Section 56.2.3, "Rebuilding the Spaces Shared Library List".






56.2.2 Deploying Your Own Custom Code and Task Flows in Shared Libraries

Developers can build extensions for the Spaces application, package them in ADF Library JARs, and then deploy them as shared libraries for use in Spaces. For example, you can:

	
Develop custom code in JDeveloper and make it available in the Spaces application.


	
Develop custom task flows in JDeveloper and make them available to the Spaces application




To help you get started, Oracle provides a sample workspace in which you can develop extensions, and build and deploy Spaces shared libraries that contain your custom code.

The sample workspace, SampleWebCenterSpacesExtension.jws, contains sample extensions and scripts that enable you to deploy custom code for Spaces. For more information, download the accompanying whitepaper, Using Spaces Extension Samples (11.1.1.6.0), from Oracle Technology Network at http://www.oracle.com/technetwork/index.htm.






56.2.3 Rebuilding the Spaces Shared Library List

Whenever you deploy a new shared library that includes Spaces extensions you must update the Spaces shared library dependency list and redeploy extend.spaces.webapp.war.

This section describes:

	
Editing the Shared Library List


	
Setting Build and Deployment Options (config.properties)


	
Building and Deploying the Shared Library List (extend.spaces.webapp.war)


	
Troubleshooting Shared Library Deployment


	
Reverting to a Previous Shared Library List






56.2.3.1 Editing the Shared Library List

Use the WebCenterSpacesExtensionLibrary project to build and deploy extend.spaces.webapp.war—a shared library containing weblogic.xml in which you configure the Spaces shared library dependency list.

	
Download and unzip the Spaces development workspace.

See Section 56.1, "Downloading a Workspace for Spaces Development".


	
Navigate to the unzip directory, and open DesignWebCenterSpaces\DesignWebCenterSpaces.jws in JDeveloper (Figure 56-4).


Figure 56-4 Projects in the DesignWebCenterSpaces Workspace

[image: Projects in DesignWebCenterSpaces Workspace]



	
Expand the WebCenterSpacesExtensionLibrary project.


	
Navigate to weblogic.xml, under Resources\WebCenterSpacesExtensionLibrary\public_html\WEB-INF (Figure 56-5).

Out-of-the-box, this file is blank, that is, no additional shared libraries are listed in the file.


Figure 56-5 WebCenterSpacesExtensionLibrary - Out-of-the-box weblogic.xml

[image: Out-of-the-box weblogic.xml]



	
Add a <library-ref> entry for each shared library that you want to use in Spaces.

For example, you can include a single library entry, as shown in Figure 56-6:


  <library-ref>
    <library-name>com.mycompanyname.shared.lib.1</library-name>
  </library-ref>



Figure 56-6 weblogic.xml - Single Shared Library Reference

[image: Projects in the ExtendWebCenterSpaces Workspace]



Or, reference multiple shared libraries, as shown in Figure 56-7:


<library-ref>
    <library-name>com.mycompanyname.shared.lib.1</library-name>
</library-ref>
<library-ref>
    <library-name>com.mycompanyname.shared.lib.2</library-name>
</library-ref>
<library-ref>
     <!--reference to the shared library (custom.wencenter.spaces.war) that 
      includes customizations from WebCenter 11gR1 11.1.1.3.0 or earlier-->
    <library-name>custom.webcenter.spaces</library-name>
</library-ref>



Figure 56-7 weblogic.xml - Multiple Shared Library References

[image: Projects in the ExtendWebCenterSpaces Workspace]



Note: If you want to use custom extensions developed for a previous WebCenter Spaces release (11.1.1.3.0 or earlier), include the name of the old shared library, custom.webcenter.spaces, in weblogic.xml, as shown in Figure 56-7.


	
Ensure each shared library that you reference is deployed on the Spaces managed server.




The next section describes how to set build and deployment options for the shared library list (extend.spaces.webapp.war).






56.2.3.2 Setting Build and Deployment Options (config.properties)

Before you can build the shared library list and deploy extend.spaces.webapp.war to the Spaces managed server, you must provide some information about your environment and your WebCenter Portal installation in the configuration file config.properties.

To set build and deployment properties for the extend.spaces.webapp shared library:

	
Open DesignWebCenterSpaces.jws.

See also, Section 56.1, "Downloading a Workspace for Spaces Development"


	
Expand the WebCenterSpacesExtensionLibrary project.


	
Open config.properties.


	
Enter information about your JDeveloper environment and WebCenter Portal installation, as shown in Table 56-2.

The config.properties file describes each property and offers examples. The defaults provided are only samples and must be replaced with your own, installation-specific values.


Table 56-2 Configuring config.properties to Enable Deployment to the Managed Server

	Configuration Property	Description
	
jdeveloper.install.home.directory

	
Base directory where JDeveloper is installed.

The directory you specify contains other folders such as jdeveloper, wlserver_10.3, modules, and so on.


	
wlst.executable

	
Name of the WLST executable file.

Either wlst.cmd (on Windows) or wlst.sh (on Linux).


	
extending.spaces.home.dir

	
Path to the Spaces development workspace directory.

For example, C:\DesignWebCenterSpaces


	
oracle.jdeveloper.ojdeploy.path

	
Path to ojdeploy.exe (Windows) or ojdeploy (Linux).


	
wls.port

	
Port number on which the WLS Administration Console is running


	
wls.host

	
Host machine on which the Spaces application is running and where the custom shared library is to be deployed


	
wls.userkey

	
Name and location of the file storing administrator passwords.

config.properties describes how to generate the file using WLST. The file can be copied to any suitable, accessible location.


	
wls.userconfig

	
Name and location of the file storing administrator user details.

config.properties describes how to generate the file using WLST. The file can be copied to any suitable, accessible location.


	
wls.target

	
Targets on which the Spaces shared library is to be deployed. For example, WC_Spaces.


	
wls.webcenter.app.target

	
Targets on which the webcenter.ear file is to be deployed. For example, WC_Spaces.


	
webcenter.app.name

	
Name of the Spaces application. Always webcenter.


	
restart.implementation.version.suffix

	
Controls incremental implementation version numbers.








	
Save your updates to config.properties.




Updates to config.properties are available immediately so there is no need to restart JDeveloper.

The next section describes how to build and deploy the shared library list extend.spaces.webapp.war.






56.2.3.3 Building and Deploying the Shared Library List (extend.spaces.webapp.war)

You must rebuild and redeploy the extend.spaces.webapp.war shared library whenever you modify the shared library list (weblogic.xml).

To build and deploy the shared library list:

	
Open DesignWebCenterSpaces.jws in JDeveloper.

See also, Section 56.1, "Downloading a Workspace for Spaces Development".


	
Expand the WebCenterSpacesExtensionLibrary project.


	
If you have not done so already, specify environment details in config.properties.

See also, Section 56.2.3.2, "Setting Build and Deployment Options (config.properties)".


	
To rebuild extend.spaces.webapp.war, open the Run Ant dropdown menu, and then select clean-stage (Figure 56-8)


Figure 56-8 Building a Customized WebCenter Portal: Spaces Extension Library

[image: Building a Customized WebCenter Spaces .WAR]



This generates a new version of the shared library list extend.spaces.webapp.war. The implementation version number associated with the new .WAR is saved to MANIFEST.MF as follows:

<UnzipDir>/DesignWebCenterSpaces/WebCenterSpacesExtensionLibrary/META-INF/MANIFEST.MF


	
To redeploy the Spaces shared library list, open the Run Ant dropdown menu, and then select deploy-shared-lib.




A new version of the shared library list is deployed to the Spaces managed server. To verify the new deployment, login to the WLS Administration Console, navigate to the deployment overview page, and check the implementation version, that is, navigate to:

Deployments> extend.spaces.webapp>Overview

If the latest version is not active, refer to the Section 56.2.3.5, "Troubleshooting Shared Library Deployment".






56.2.3.4 Reverting to a Previous Shared Library List

If there is a problem with the latest shared library list or you want to revert to a previous version for some reason, you can undeploy (remove) the current version and revert to the previous version, using the WLS Administration Console.

You can remove unwanted shared library versions too. If you go through several "change-build-deploy-test" iterations, each incremental version is retained by default. As the Spaces application only uses the latest shared library version you can clean up or delete previous versions if you want.

Before undeploying the latest version, you must shut down the managed server on which the Spaces application is running. Once you have removed the latest version, you can restart the managed server.

Note: Oracle recommends that you do not delete the original extend.spaces.webapp shared library (version 11.1.1) as this enables you to revert to the out-the-box version if necessary.

	
Run the following script to stop the managed server on which the Spaces application is deployed:

	
UNIX: DOMAIN_HOME/bin/stopManagedWeblogic.sh


	
Windows: DOMAIN_HOME\bin\stopManagedWeblogic.cmd





	
Login to the WLS Administration Console, navigate to the deployment overview page (Deployments> extend.spaces.webapp>Overview), and remove the latest shared library version.

To revert to the out-of-the-box Spaces deployment, revert to the original extend.spaces.webapp.war shared library, that is, delete all other Spaces shared library versions, except for extend.spaces.webapp.war version 11.1.1.


	
Run the following script to start the managed server on which the Spaces application is deployed:

	
UNIX: DOMAIN_HOME/bin/startManagedWeblogic.sh


	
Windows: DOMAIN_HOME\bin\startManagedWeblogic.cmd












56.2.3.5 Troubleshooting Shared Library Deployment

	
Changes are not available after deployment even though deployment successful.

The Spaces application always uses the latest shared library version. Check that the implementation version in MANIFEST.MF matches the implementation version displayed in the WLS Administration Console.

For example, check the value in <UnzipDir>/DesignWebCenterSpaces/WebCenterSpacesExtensionLibrary/META-INF/MANIFEST.MF is the same as that displayed in the WLS Admin Console under Deployments> extend.spaces.webapp>Overview


	
"Security: 090219" error displays:


weblogic.security.internal.encryption.EncryptionServiceException: weblogic.security.internal.encryption.EncryptionServiceException: weblogic.security.internal.encryption.EncryptionServiceException: 
[Security:090219]Error decrypting Secret Key com.rsa.jsafe.JSAFE_InputException: Invalid input length for decryption. Should be a multiple of the block size - 8



Check that wls.userconfig and wls.userkey are both set correctly in the config.properties file, and verify that both security files specified are accessible


	
"DeployerException: Task 9 failed" displays:


weblogic.Deployer$DeployerException: weblogic.deploy.api.tools.deployer.DeployerException: Task 9 failed: [Deployer:149117]deploy library custom.webcenter.spaces [LibSpecVersion=11.1.1.2,LibImplVersion=11.1.1.2.5] on AdminServer,WC_Spaces. 



This error occurs if the implementation version of the new deployment and the existing deployment are the same. Use the WLS Administration Console to verify the current implementation version and then change the restart.implementation.version.suffix property in config.properties to this value. When you rebuild and redeploy the shared library, the implementation version should increment by '1'.


	
"java.lang.IllegalArgumentException" displays:

Restart the managed server on which the Spaces application is deployed.


	
Deployment hangs:

If you encounter issues during the deployment phase (Run Ant Target > deploy-shared-lib) and the process hangs, end/kill the Ant process from inside JDeveloper, and then restart the Administration Server and the managed server for the Spaces application. If you encounter further issues restarting either the Administration Server or the managed server, end/kill the associated Java processes and restart both servers.


	
Newly deployed Spaces shared library is not active:

If a newly deployed shared library is not active, use WLS Administration Console to manually delete the non-active shared library version, and then rebuild (Run Ant Target>clean-dist) and redeploy (Run Ant Target > deploy-shared-lib) the Spaces shared library.


	
"Error occurred attempting to display the list of pages you can access. Please contact the administrator" displays after logging in:

Restart the managed server on which the Spaces application is deployed.


	
"WCS#2009.12.22.00.49.35: Fatal error occurred while getting members" displays:

Restart Spaces.













56.3 Developing Resources for the Spaces Application

This section describes the WebCenterSpacesResources project—-a design environment for Spaces resource development. Through this project, you can upload resources, developed or customized through JDeveloper, to the Spaces application.

This section includes the following subsections:

	
Section 56.3.1, "Using the WebCenterSpacesResources Project for Round-Trip Development"


	
Section 56.3.2, "Opening and Exploring the WebCenterSpacesResources Project"


	
Section 56.3.3, "Enabling Direct Uploads to the Spaces Application"


	
Section 56.3.4, "Editing Spaces Resources in JDeveloper"


	
Section 56.3.5, "Uploading Resources Directly to the Spaces Application"


	
Section 56.3.6, "Exporting Spaces Resources to an Archive"


	
Section 56.3.7, "Troubleshooting Resource Round-Trip Development"






56.3.1 Using the WebCenterSpacesResources Project for Round-Trip Development

WebCenter Portal's round-trip development features provide a simple, convenient way to modify Spaces resources without redeploying the entire application. Round-trip development refers to features and techniques that allow you to download resources from a deployed application and upload them to JDeveloper for maintenance or enhancement. Once modified, you can upload the resource back to the Spaces application for immediate use or for testing.

Out-of-the-box, Spaces provides some default resources, such as skins and page templates, for people to use or modify. To keep Spaces easy to use, the built-in functionality for creating and editing resources within Spaces is purposely somewhat limited. If your resource requirements extend beyond the editing capabilities of the Spaces application, you can further develop resources using a JDeveloper project that is especially designed for that purpose—WebCenterSpacesResources.

Oracle recommends that you use this project to build and manage custom skins, page templates, page styles, navigations, content display templates, mashup styles, and resource catalogs. The project provides some sample resources, as well as other files and folders you might need. You do not have to develop resources from scratch; you can export existing resources from the Spaces application and edit them in JDeveloper, or use one of the samples as your starting point.




	
Note:

This chapter describes how to use the WebCenterSpacesResources project to manage resource customizations. If you need more information on how to build/develop resources, see Section 56.3.4.3, "How to Build Spaces Resources".









When you are ready to deploy new resources, you can upload them directly from JDeveloper to a live Spaces application simply by providing JDeveloper with the name of the host and port where the Spaces application is running.

Note: You do not need to deploy customized resources to a shared library.

Alternatively, you can login to Spaces and upload new resources through the Resource Manager. If you decide to use this method you must save the resource to an export archive (.ear).


Figure 56-9 Designing Resources Using the WebCenterSpacesResources Project

[image: Building WeCenter Spaces Resources]







56.3.2 Opening and Exploring the WebCenterSpacesResources Project

	
Download and unzip the Spaces workspace.

See Section 56.1, "Downloading a Workspace for Spaces Development".


	
Navigate to the unzip directory, and open DesignWebCenterSpaces\DesignWebCenterSpaces.jws in JDeveloper (Figure 56-10).

This workspace contains a project dedicated to resource development called WebCenterSpacesResources.


Figure 56-10 Projects in the DesignWebCenterSpaces Workspace
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Expand the WebCenterSpacesResources project.

The WebCenterSpacesResources project contains several files and folders (Figure 56-11):


Figure 56-11 Exploring the WebCenterSpacesResources Project in JDeveloper
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Table 56-3 describes the files and folders in the WebCenterSpacesResources project.


Table 56-3 Files and Folders in the WebCenterSpacesResources Project

	Configuration Property	Description
	
\Application Sources

	
Supporting files and folders.


	
\Web Content

	
Contains Spaces resources.


	
\oracle\webcenter\siteresources

	
Directory containing Spaces resources. You can develop and manage all your application resources under this folder.


	
\scopedMD

	
Contains application-level and Space-level resources.

	
Application-level resources are stored under the "default scope" directory s8bba98ff_4cbb_40b8_beee_296c916a23ed

Out-of-the box, this directory contains several sample application resources.


	
Space-level resources are stored under Space-s