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Preface

Oracle Communications Unified Inventory Management (UIM) technology packs provide support for specific technology domains and a base for project-specific adaptation. Wherever possible, technology packs include elements and business logic based on relevant industry standards. The use of industry standards provides a set of elements and business logic that you can use with a minimal amount of customization.

Technology packs are separately licensed and may evolve over multiple releases. Guidelines are provided to facilitate uptake of new or enriched elements while preserving existing user implementations of the technology packs.

The L2 VPN Technology Pack provides business entities and behaviors required by providers of data networking services using Layer 2 virtual private networks (VPNs) as standardized by RFCs 2764, 4761, and 4762. This includes support for virtual leased lines (VLLs) and virtual private LAN service (VPLS) that may be deployed in hub-and-spoke, meshed, and hierarchical topologies.

This guide contains the following:

	
Information about Layer 2 VPN technology and the technology pack


	
Contents of the technology pack


	
Instructions for configuring a Layer 2 VPN service


	
Example implementation scenario


	
Extension points





Audience

This document is intended for business analysts and the following groups of people who design and implement a Layer 2 VPN service:

	
Customer-service subject-matter experts who model products in the application


	
Network design engineers who model equipment, connections, and networks in the application


	
Service provisioners who model services in the application




The guide assumes that readers have a working knowledge of Layer 2 VPN technology and UIM.





Related Documentation

For more information, see the following documents in Oracle Communications Unified Inventory Management documentation set:

	
UIM Installation Guide: Describes the requirements for installing UIM, installation procedures, and post-installation tasks.


	
UIM System Administrator's Guide: Describes administrative tasks such as working with cartridges and technology packs, maintaining security, managing the database, configuring Oracle Map Viewer, and troubleshooting.


	
UIM Security Guide: Provides guidelines and recommendations for setting up UIM in a secure configuration.


	
UIM Concepts: Provides an overview of important concepts and an introduction to using both UIM and Oracle Communications Design Studio.


	
UIM Developer's Guide: Explains how to customize and extend many aspects of UIM, including the data model, life-cycle management, topology, security, rulesets, Web services, user interface, and localization.


	
UIM API Overview: Provides detailed information and code examples of numerous APIs presented within the context of a generic service fulfillment scenario, and within the context of a channelized connectivity enablement scenario.


	
UIM Information Model Reference: Describes the UIM information model entities and data attributes, and explains patterns that are common across all entities.


	
Oracle Communications Information Model Reference: Describes the Oracle Communications information model entities and data attributes, and explains patterns that are common across all entities. The information described in this reference is common across all Oracle Communications products.


	
UIM Cartridge and Technology Pack Guide: Provides information about how you use cartridges and technology packs with UIM. Describes the content of the base cartridges.


	
UIM technology pack implementation guides: Describe the content of product technology packs as well as configuration guidelines and implementation considerations.




For step-by-step instructions for performing tasks, log into each application to see the following:

	
Design Studio Help: Provides step-by-step instructions for tasks you perform in Design Studio.


	
UIM Help: Provides step-by-step instructions for tasks you perform in UIM.








Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.


Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.
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1 Layer 2 VPN Technology Pack Overview

This chapter provides an overview of the L2 VPN Technology Pack and contains the following sections:

	
About Layer 2 VPN Services


	
About the Layer 2 VPN Technology Pack


	
Contents of the Layer 2 VPN Technology Pack


	
Using the Layer 2 VPN Technology Pack






About Layer 2 VPN Services

Layer 2 virtual private networks (VPNs) offer an alternative to implementing Layer 2 solutions. Service providers provision Layer 2 VPN services over an IP network that typically uses multi-protocol label switching (MPLS) to rapidly switch data packets supported by various Layer 2 technologies, including Ethernet, over the network. The shared network infrastructure helps reduce operational and capital costs. Figure 1-1 depicts a simplified view of the domain of a Layer 2 VPN.


Figure 1-1 Layer 2 VPN Domain

[image: Described in the surrounding text.]



Service providers mainly use virtual leased line (VLL) and virtual private LAN service (VPLS) to provide Layer 2 VPN services to customers. The L2 VPN Technology Pack provides business entities and behaviors to model instances of VLL service and VPLS.

A VLL service connects two customer edge (CE) devices at different locations. The VLL service uses a pseudo wire to connect the provider edge (PE) devices. A Layer 2 access network may be used to attach each CE device to a PE device in the provider network. The L2 VPN Technology Pack models the CE and PE devices and the interface between the CE and PE devices. Figure 1-2 depicts the domain of a VLL service.


Figure 1-2 VLL Domain Model

[image: Described in the surrounding text.]



A pseudo wire uses MPLS label switched paths (LSPs) to transport Layer 2 frames between the PE devices. The L2 VPN Technology Pack supports extensions for pseudo wires and LSPs to meet specific business needs of customers. Figure 1-3 depicts the Oracle Communications Unified Inventory Management (UIM) model for a pseudo wire.


Figure 1-3 UIM Model for a Pseudo Wire

[image: Described in the surrounding text.]



A VPLS provides Layer 2 Ethernet connectivity across multiple customer sites in a manner that is transparent to the CE devices. The service provider takes care of transporting the Layer 2 frames and switching them across the provider network from one customer site to the other.

Service providers typically offer VPLS over a shared MPLS-based IP network. The L2 VPN Technology Pack models a VPLS deployed as a full mesh of pseudo wires between the PEs. In addition, the technology pack supports modeling of VPLS deployed using hierarchical and hub-and-spoke architectures. The technology pack also enables you to model dual-homed sites. Figure 1-4 depicts the domain of a VPLS.


Figure 1-4 VPLS Domain Model

[image: Described in the surrounding text.]







About the Layer 2 VPN Technology Pack

The L2 VPN Technology Pack models PE routers in a VPLS network. A VPLS network consists of VPN virtual switching instances (VSIs) that reside on the PE routers. A single PE router may host multiple VPNs. Each VPN is uniquely identified by a service ID.

A PE router that provides a switched VPLS termination maintains a separate Layer 2 VSI for every host VPN. The PE router switches the Layer 2 frames entering a particular VPN to their destination based on the switching information in the associated VSI.

A PE router that provides a non-switched VPLS termination does not maintain VSIs for the host VPNs. Instead, the PE router forwards the Layer 2 frames to an intermediate router that maintains VSIs remotely for the host VPNs on the PE router. The intermediate router switches the Layer 2 frames that belong to a particular VPN based on the switching information in the associated VSI.The L2 VPN Technology Pack provides the business logic that models the VSI. Figure 1-5 depicts the specifications required to model a VPLS.


Figure 1-5 VPLS Service Model

[image: Described in the surrounding text.]



The L2 VPN Technology Pack models two variants of VPLS: Lasserre (based on the label distribution protocol (LDP)) and Kompella (based on the border gateway protocol (BGP) auto discovery). In the Lasserre variant, VPLS uses LDP to communicate between PE routers. Figure 1-6 depicts the elements in an LDP-based VPLS.


Figure 1-6 LDP-Based VPLS Network

[image: Described in the surrounding text.]



In the Kompella variant, each router connects to a central cloud and communicates with other routers using BGP. Existing routers automatically add new routers to the service. Figure 1-7 depicts the elements in a BGP auto discovery-based VPLS.


Figure 1-7 BGP-Based VPLS Network

[image: Described in the surrounding text.]



The L2 VPN Technology Pack also supports modeling of a combination of LDP- and BGP-based networks.

A Layer 2 VPN service is a realization of a transport service used by the data networking layer.

A data networking layer provides a high-level end-to-end view of the Layer 2 VPN service from a customer's perspective. The data networking layer may contain multiple transport services at a time.

The L2 VPN Technology Pack provides data networking cartridges that include specifications for modeling the data networking layer. Figure 1-8 illustrates these specifications. See "Data Networking Content" for more information.


Figure 1-8 Data Networking Service Model

[image: Surrounding text describes Figure 1-8 .]



Figure 1-9 illustrates the specifications used to model a VLL data networking site.


Figure 1-9 VLL Data Networking Site

[image: Described in the surrounding text.]



Figure 1-10 illustrates the specifications used to model a VPLS data networking site.


Figure 1-10 VPLS Data Networking Site

[image: Described in the surrounding text.]







Contents of the Layer 2 VPN Technology Pack

Table 1-1 describes the Layer 2 VPN Technology Pack, which is delivered as a ZIP file.


Table 1-1 Layer 2 VPN Technology Pack ZIP File Contents

	Directory	Directory Content Description
	
deploy/

individualJarsForSuperJar

	
Individual JAR files that comprise the super JAR archive file.

See "Layer 2 VPN Technology Pack Individual Jar Files" for more information.


	
deploy/

superJarToDeploy

	
The super JAR archive file.

See "Layer 2 VPN Technology Pack Super JAR Archive File" for more information.


	
designStudio/

cartridgeZips

	
Cartridge project ZIP files and sample code.

See "Layer 2 VPN Technology ZIP Archive Files" for more information.


	
designStudio/

libForStudioDesignTime

	
The common library.

See "Common Library" for more information.


	
designStudio/

sampleBuildScripts

	
Sample Ant build scripts.

See "Layer 2 VPN Technology Pack Sample Ant Build Scripts" for more information.


	
doc/

javadocForTechPacks

	
Javadoc that is specific to this technology pack.

See "Layer 2 VPN Technology Pack Javadoc" for more information.










Layer 2 VPN Technology Pack Individual Jar Files

In addition to the deployable super JAR archive file, technology packs include individually JAR files. Deploying individual JAR files may be required if you extend a cartridge in Oracle Communications Design Studio.

JAR files must be deployed in the order shown below to ensure that all dependencies are met.

	
ora_uim_party_customer_cartproj-*.jar


	
ora_uim_address_cartproj-*.jar


	
ora_uim_us_address_cartproj-*.jar


	
ora_uim_canada_address_cartproj-*.jar


	
ora_uim_norway_address_cartproj-*.jar


	
ora_uim_uk_address_cartproj-*.jar


	
ora_uim_service_location_cartproj-*.jar


	
ora_uim_saudi_arabia_address_cartproj-*.jar


	
ora_uim_data_networking_device_cartproj-*.jar


	
ora_uim_data_networking_service_cartproj-*.jar


	
ora_uim_mpls_network_cartproj-*.jar


	
ora_uim_number_group_management_cartproj-*.jar


	
ora_uim_vpn_id_cartproj-*.jar


	
ora_uim_vlanmgmt_cartproj-*.jar


	
ora_uim_l2vpn_cartproj-*.jar






	
Note:

The asterisk in the JAR file names in the previous list represent a five-segment release version number followed by a build number. The five-segment release version numbers represent the:
	
Major Version Number


	
Minor Version Number


	
Maintenance Pack


	
Generic Patch


	
Customer Patch















Layer 2 VPN Technology Pack Super JAR Archive File

The Layer 2 VPN Technology Pack super JAR archive file contains the entire contents of the technology pack and is ready for deployment using the Cartridge Deployer Tool. You use the Cartridge Deployer Tool to simultaneously deploy multiple cartridges to UIM run-time environments.

See UIM Cartridge and Technology Pack Guide for more information about the Cartridge Deployer Tool.






Layer 2 VPN Technology ZIP Archive Files

The L2 VPN Technology Pack comprises a number of cartridges, which can be divided into three broad categories:

	
Address, Location, and Party Cartridges


	
Data Networking Cartridges


	
Layer 2 VPN Cartridges




All of these separate cartridges are bundled together as the Layer 2 VPN cartridge bundle that you can deploy into Oracle Communications Unified Inventory Management (UIM).



Address, Location, and Party Cartridges

The address, location, and party cartridges model addresses, locations, and parties that are used by data networking and Layer 2 VPN entities. There are separate address cartridges for several different cartridges as well as generic service location and address cartridges. The country-specific cartridges provide similar capabilities with minor variations based on local standards.

The address, location, and party cartridges are:

	
Address cartridge: ora_uim_address


	
Canada address cartridge: ora_uim_canada_address


	
Norway address cartridge: ora_uim_norway_address


	
Saudi Arabia address cartridge: ora_uim_saudi_arabia_address


	
Service location cartridge: ora_uim_service_location


	
United Kingdom address cartridge: ora_uim_uk_address


	
United States address cartridge: ora_uim_us_address


	
Party cartridge: ora_uim_party_customer









Data Networking Cartridges

The data networking cartridges model capabilities that are independent of the technology used to implement the network. These cartridges can be used with other networking services, such as MPLS Layer 3 VPN or Metro Ethernet. See "Data Networking Content" for more information.

The data networking cartridges are:

	
Data networking device cartridge: ora_uim_data_networking_device


	
Data networking services cartridge: ora_uim_data_networking_service









Layer 2 VPN Cartridges

The Layer 2 VPN cartridges model the capabilities specific to Layer 2 VPN technology. See "Layer 2 VPN Content" for more information.

The Layer 2 VPN cartridges are:

	
MPLS network cartridge: ora_uim_mpls_network


	
VPN id cartridge: ora_uim_vpn_id


	
Number group management cartridge: ora_uim_number_group_management


	
VLAN management cartridge: ora_uim_vlanmgmt


	
Layer 2 VPN core cartridge: ora_uim_l2vpn











Common Library

The common library is a JAR file that provides utility methods that are independent of the technology domain. These utility methods can be used across multiple technology packs, so they reside in a common JAR file that is included in multiple technology packs.

The common library is:

	
ora_uim_commonLib.jar




See UIM Cartridge and Technology Pack Guide for more information on the contents of the common library.




	
Note:

The common library is not considered a cartridge because it does not contain content that can be imported into Design Studio to view. The common library contains Java class files only; it does not contain the viewable Java source files from which the classes are compiled.












Layer 2 VPN Technology Pack Sample Ant Build Scripts

The Layer 2 VPN Technology Pack includes sample Ant build scripts for automating cartridge project builds. See Design Studio System Administrator's Guide for more information about automating builds.






Layer 2 VPN Technology Pack Javadoc

From the javadocForTechPacks directory, open the javadoc_rel.date.time.build.zip file and extract the javadoc directory. Double-click the extracted javadoc/index.html file to access the Javadoc provided with the Layer 2 VPN Technology Pack, including information that summarizes classes, methods, and parameters.








Using the Layer 2 VPN Technology Pack

When using the Layer 2 VPN Technology Pack, see the following:

	
Opening the Technology Pack in Design Studio


	
Deploying the Technology Pack into UIM


	
Extending the Layer 2 VPN Technology Pack






Opening the Technology Pack in Design Studio

You can open individual ZIP files in Design Studio to review or extend the Cable TV Technology Pack.

See the Design Studio Help for information about opening files in Design Studio, and see "Extending the Layer 2 VPN Technology Pack" for information about extending this technology pack.






Deploying the Technology Pack into UIM

Oracle recommends that you use the Cartridge Deployer Tool to deploy the Layer 2 VPN Technology Pack super JAR archive file into a UIM run-time environment. Deploying the technology pack with the Cartridge Deployer Tool ensures that all cartridges and dependencies are deployed in the proper order. See UIM Cartridge and Technology Pack Guide for more information about the Cartridge Deployer Tool.




	
Important:

Before deploying the Layer 2 VPN Technology Pack, you must deploy the base cartridges if not previously deployed. For information on how to deploy the base cartridges, see UIM Cartridge and Technology Pack Guide.







For information about how to deploy individual cartridges into a UIM test environment, see the Design Studio Help. For information about how to deploy a cartridge into a UIM production environment, see UIM Cartridge and Technology Pack Guide.














2 Address, Location, and Party Content

This chapter lists the entity specifications, rules, and extension points included in the address, location, and party cartridges in the L2 VPN Technology Pack.

The cartridges are:

	
Address cartridge: ora_uim_address


	
Canada address cartridge: ora_uim_canada_address


	
Norway address cartridge: ora_uim_norway_address


	
Saudi Arabia address cartridge: ora_uim_saudi_arabia_address


	
Service location cartridge: ora_uim_service_location


	
United Kingdom address cartridge: ora_uim_uk_address


	
United States address cartridge: ora_uim_us_address


	
Party cartridge: ora_uim_party_customer





Entity Specifications

This section lists the specifications included in the address and location cartridges. You can view the details of the specifications by opening the cartridges in Oracle Communications Design Studio.


Party Specifications

Table 2-1 lists and describes the Party specifications included in the address, location, and party cartridges.


Table 2-1 Party Specifications

	Specification	Description
	
Organization

	
Models an organization such as a business or a government agency; can be assigned the Customer role


	
Individual

	
Models a single individual, such as a subscriber; can be assigned the Customer role











Place Specifications

Table 2-2 lists and describes the Place specifications included in the address, location, and party cartridges.


Table 2-2 Place Specifications

	Specification	Description
	
canadaAddress

	
Postal address of the subscriber in Canada

The canadaAddress specification contains the following characteristics:

	
Address Line 1: The first line of the Address field; maximum 100 characters


	
Address Line 2: The second line of the Address field; maximum 100 characters


	
City: Name of the Canada city where the subscriber is located


	
Postal Code: Postal code of the area where the subscriber is located; seven characters in length


	
Province: Canada province where the subscriber is located


	
Country: Name of the country where the subscriber is located





	
canadaCity

	
Location specification used to populate the City field in Canadian addresses


	
canadaProvinceCode

	
Location specification used to populate the Province field in Canadian addresses


	
country

	
Location specification for countries


	
norwayAddress

	
Postal address of the subscriber in Norway

The norwayAddress specification contains the following characteristics:

	
Address Line 1: The first line of the Address field; maximum 100 characters


	
Address Line 2: The second line of the Address field; maximum 100 characters


	
City: Name of the Norway city where the subscriber is located


	
Country: Name of the country where the subscriber is located


	
Postal Code: Postal code of the Norway state where the subscriber is located; five characters in length





	
norwayCity

	
Location specification used to populate the City field in Norwegian addresses


	
saudiArabiaAddress

	
Postal address of the subscriber in Saudi Arabia

The saudiArabiaAddress specification contains the following characteristics:

	
Address Line 1: The first line of the Address field; maximum 100 characters


	
Address Line 2: The second line of the Address field; maximum 100 characters


	
City: Name of the Saudi city where the subscriber is located


	
Country: Name of the country where the subscriber is located


	
Postal Code: Postal code of the Saudi state where the subscriber is located; seven characters in length





	
saudiArabiaCity

	
Location specification used to populate the City field in Saudi addresses


	
serviceLocation

	
Location specification used to define where a service is delivered


	
ukAddress

	
Postal address of the subscriber in the UK

The ukAddress specification contains the following characteristics:

	
Address Line 1: The first line of the Address field; maximum 100 characters


	
Address Line 2: The second line of the Address field; maximum 100 characters


	
City: Name of the UK city where the subscriber is located


	
Country: Name of the country where the subscriber is located


	
Postal Code: Postal code of the UK state where the subscriber is located; seven characters in length





	
ukCity

	
Location specification used to populate the City field in UK addresses


	
usAddress

	
Postal address of the subscriber in the US

The usAddress specification contains the following characteristics:

	
Address Line 1: The first line of the Address field; maximum 100 characters


	
Address Line 2: The second line of the Address field; maximum 100 characters


	
Country: Name of the country where the subscriber is located


	
State: Name of the US state where the subscriber is located


	
City: Name of the US city where the subscriber is located


	
Zip Code: ZIP code of the area where the subscriber is located; nine characters in length





	
usCity

	
Location specification used to populate the City field in US addresses

Child of usStateCode


	
usStateCode

	
Location specification used to populate the State field in US addresses

Parent of usCity.











Role Specifications

Table 2-3 lists and describes the Role specifications included in the address, location, and party cartridges.


Table 2-3 Role Specifications

	Specification	Description
	
Customer

	
Designates an Organization or Individual entity as a customer


	
Subscriber

	
Designates an Organization or Individual entity as a subscriber



















 
3 Data Networking Content

This chapter lists the entity specifications included in the data networking cartridges of the L2 VPN Technology Pack.

The data networking cartridges are:

	
Data networking device cartridge: ora_uim_data_networking_device


	
Data networking services cartridge: ora_uim_data_networking_service





Entity Specifications

This section lists the specifications included in the data networking cartridges, organized by specification type. You can view the details of the specifications by opening the cartridges in Oracle Communications Design Studio.


Device Interface Specifications

Table 3-1 lists and describes the Device Interface specifications included in the Data Networking cartridges.


Table 3-1 Device Interface Specifications

	Specification	Description
	
Data Networking Device Interface

	
Defines interfaces on customer premise equipment (CPE) and provider edge (PE) equipment. Child entity of a Data Networking Device or Virtual Data Networking Device entity











Logical Device Specifications

Table 3-2 lists and describes the Logical Device specifications included in the Data Networking cartridges.


Table 3-2 Logical Device Specifications

	Specification	Description
	
Data Networking Device

	
Creates logical devices that represent the CPE and provider edge PE equipment

The Data Networking Device specification includes the following characteristic:

	
Management IP Address: Text field to enter the Management IP address





	
Virtual Data Networking Device

	
Creates logical devices that represent the CPE. Child entity of a Data Networking Device

The Virtual Data Networking Device specification includes the following characteristic:

	
Management IP Address: Text field to enter the Management IP address














Place Specifications

Table 3-3 lists and describes the Place specifications included in the Data Networking cartridges.


Table 3-3 Place Specifications

	Specification	Description
	
Data Networking Site

	
Defines customer sites. Can include site configurations based on the Data Networking Site Configuration specification











Place Configuration Specifications

Table 3-4 lists and describes the Place Configuration specifications included in the Data Networking cartridges.


Table 3-4 Place Configuration Specifications

	Specification	Description
	
Data Networking Site Configuration

	
Provides the following configuration information pertaining to the data networking site:

	
Location Address: Physical location of the site


	
Site Termination: Contains the Customer Premise Equipment Interface and Transport Termination configuration items:

Customer Premise Equipment Interface: Enables you to assign the CPE interface used to connect to the provider edge interface

Transport Termination: Enables you to assign the Layer 2 VPN termination site


	
Customer Premise Equipment: Enables you to assign the CPE logical device at the customer site














Role Specifications

Table 3-5 lists and describes the Role specifications included in the Data Networking cartridges.


Table 3-5 Role Specifications

	Specification	Description
	
Ethernet Switch

	
Defines an Ethernet switch that is used to join two LAN segments


	
IP Router

	
Defines an IP router that routes data packets across destinations using the Internet Protocol (IP)


	
Customer Edge Device

	
Defines the customer edge device that provides entry points into enterprise or service provider core networks











Service Specifications

Table 3-6 lists and describes the Service specifications included in the Data Networking cartridges.


Table 3-6 Service Specifications

	Specification	Description
	
Data Networking Service

	
Defines a generic data networking service

May include configurations based on the Data Networking Service Configuration specification











Service Configuration Specifications

Table 3-7 lists and describes the Service Configuration specifications included in the Data Networking cartridges.


Table 3-7 Service Configuration Specifications

	Specification	Description
	
Data Networking Service Configuration

	
Contains configuration information pertaining to the Data Networking Service

Specifies customer sites and links the transport service to the Data Networking Service

You can add the following configuration items:

	
Sites: Contains the Data Networking Site configuration item:

Data Network Site: Enables you to assign a Data Networking Site entity used in the service


	
Transport Services: Contains the Transport Service configuration item:

Transport Service: Enables you to assign a transport service, such as an Layer 2 VPN service


	
Connectivity-List: Contains the Connectivity configuration item:

Connectivity: Enables you to assign a service trail, which is enabled in Oracle Communications Unified Inventory Management (UIM) by an external system
















Rulesets

This section lists the rulesets and ruleset extension points included in the data networking cartridges. Rulesets run before, after, or instead of the method identified by the corresponding ruleset extension point. You can view the details of the rulesets and ruleset extension points by opening the cartridges in Design Studio.

Table 3-8 lists and describes the rulesets and ruleset extension points that are included in the data networking cartridges.


Table 3-8 Rulesets and Ruleset Extension Points

	Ruleset/Ruleset Extension Point	Functionality
	
APPROVE_DATA_NETWORKING_SERVICE_CONFIG

APPROVE_DATA_NETWORKING_SERVICE_CONFIG_EXT

	
This is an empty ruleset that enables another cartridge to readily override it.

The ruleset is called when you approve a service configuration, and it runs before the UIM approve service configuration logic.


	
AUTOMATE_DATA_NETWORKING_SERVICE_CONFIG

AUTOMATE_DATA_NETWORKING_SERVICE_CONFIG_EXT

	
This is an empty ruleset that enables another cartridge to readily override it.

The ruleset is called when you automate a service configuration, and it runs before any custom rulesets that may be in place to automate a service configuration.


	
CANCEL_DATA_NETWORKING_SERVICE_CONFIG

CANCEL_DATA_NETWORKING_SERVICE_CONFIG_EXT

	
This is an empty ruleset that enables another cartridge to readily override it.

The ruleset is called when you cancel a service configuration, and it runs before the UIM cancel service configuration logic.


	
COMPLETE_DATA_NETWORKING_SERVICE_CONFIG

COMPLETE_DATA_NETWORKING_SERVICE_CONFIG_EXT

	
This is an empty ruleset that enables another cartridge to readily override it.

The ruleset is called when you complete a service configuration, and it runs before the UIM complete service configuration logic.


	
VALIDATE_DATA_NETWORKING_SERVICE_CONFIG

VALIDATE_DATA_NETWORKING_SERVICE_CONFIG_EXT

	
This is an empty ruleset that enables another cartridge to readily override it.

The ruleset is called when you validate a service configuration, and it runs instead of the UIM service configuration validation logic.


















4 Layer 2 VPN Content

This chapter lists and describes the entity specifications and rulesets included in the Layer 2 VPN-specific cartridges in the L2 VPN Technology Pack.

The Layer 2 VPN-specific cartridges are:

	
MPLS network cartridge: ora_uim_mpls_network


	
VPN id cartridge: ora_uim_vpn_id


	
Group number management cartridge: ora_uim_number_group_management


	
VLAN management cartridge: ora_uim_vlanmgmt


	
Layer 2 VPN core cartridge: ora_uim_l2vpn





Entity Specifications

This section lists and describes the specifications included in the Layer 2 VPN-specific cartridges, organized by specification type. You can view the details of the specifications by opening the cartridges in Oracle Communications Design Studio.


Custom Network Address Specifications

Table 4-1 lists and describes the Custom Network Address specifications included in the Layer 2 VPN-specific cartridges.


Table 4-1 Custom Network Address Specifications

	Specification	Description
	
Route Distinguisher

	
Represents a route distinguisher scoped to a route distinguisher group

The Route Distinguisher specification includes the following characteristics:

	
Format Type: Determines the format of the route distinguisher

The Format Type characteristic can be set to one of the following types:

Type 0 AS: Administrative value is a two-byte numeric value and assigned value is a four-byte numeric value.

Type 1 IP: Administrative value is an IP dotted notation four-byte value and assigned value is a two-byte numeric value.

Type 2 AS4: Administrative value is a four-byte numeric value and assigned value is a two-byte numeric value.


	
Administrator Value: The first part of the route distinguisher, which usually defines the autonomous system that the route distinguisher will use


	
Assigned value: The second part of the route distinguisher, which assigns a unique number within the administrative value's group


	
Initial Route Distinguisher Group Name: Set value to the route distinguisher (group) that the route distinguisher will initially be added to





	
Route Target

	
Represents a route target scoped to a route target group

A route target is used to define virtual private network (VPN) membership. A route target is made up of two values, the administrative value and the assigned value, which compiled make up six bytes.

The Route Target specification includes the following characteristics:

	
Format Type: Determines the format of the route target

The Format Type characteristic can be set to one of the following types:

Type 0 AS: Administrative value is a two-byte numeric value and assigned value is a four-byte numeric value.

Type 1 IP: Administrative value is an IP dotted notation four-byte value and assigned value is a two-byte numeric value.

Type 2 AS4: Administrative value is a four-byte numeric value and assigned value is a two-byte numeric value.


	
Administrator Value: The first part of the route target, which usually defines the autonomous system that the route target will use


	
Assigned value: The second part of the route target, which assigns a unique number within the administrative value's group


	
Initial Route Target Group Name: Set value to the route target (group) that the route target will initially be added to





	
VPN ID

	
Represents a unique identifier for an instance of a VPN service


	
VLAN Resource

	
Represents a virtual LAN (VLAN) resource scoped to a VLAN domain

The VLAN Resource specification has the following characteristics:

	
Initial VLAN Domain: VLAN domain to which the VLAN resource belongs

A VLAN domain must exist before a VLAN resource is created


	
VLAN Identifier: A 12-bit VLAN identifier scoped to a VLAN domain





	
VLL Service ID

	
Represents the unique virtual leased line (VLL) service identifier


	
VPLS Service ID

	
Represents the unique virtual private LAN service (VPLS) identifier











Inventory Group Specifications

Table 4-2 lists and describes the Inventory Group specifications included in the Layer 2 VPN-specific cartridges.


Table 4-2 Inventory Group Specifications

	Specification	Description
	
Route Distinguisher Type 0 Group

	
Represents a pool or group of Type 0 route distinguishers

Creating an inventory group based on this specification triggers the ADD_ROUTEDISTINGUISHER0_GROUP ruleset, which creates route distinguishers based on the values you enter in the Initial Route Distinguisher Range field.

The Route Distinguisher Type 0 Group specification includes the following characteristic:

	
Initial Route Distinguisher Range: Optional parameter that contains comma- or dash-separated values to specify a range of route distinguishers to be created; for example, 1:1-1:3, 1:5 will create a route distinguisher list of 1:1, 1:2, 1:3, and 1:5. This characteristic is a validated parameter.





	
Route Distinguisher Type 1 Group

	
Represents a pool or group of Type 1 route distinguishers

Creating an inventory group based on this specification triggers the ADD_ROUTEDISTINGUISHER1_GROUP ruleset, which creates route distinguishers based on the values you enter in the Initial Route Distinguisher Range field.

The Route Distinguisher Type 1 Group specification includes the following characteristic:

	
Initial Route Distinguisher Range: Optional parameter that contains comma- or dash-separated values to specify a range of route distinguishers to be created; for example, 1.0.0.1:1-1.0.0.1:3, 1.0.0.1:5 will create a route distinguisher list of 1.0.0.1:1, 1.0.0.1:2, 1.0.0.1:3, and 1.0.0.1:5. This characteristic is a validated parameter.





	
Route Distinguisher Type 2 Group

	
Represents a pool or group of Type 2 route distinguishers

Creating an inventory group based on this specification triggers the ADD_ROUTEDISTINGUISHER2_GROUP ruleset, which creates route distinguishers based on the values you enter in the Initial Route Distinguisher Range field.

The Route Distinguisher Type 2 Group specification includes the following characteristic:

	
Initial Route Distinguisher Range: Optional parameter that contains comma- or dash-separated values to specify a range of route distinguishers to be created; for example, 1:1-1:3, 1:5 will create a route distinguisher list of 1:1, 1:2, 1:3, and 1:5. This characteristic is a validated parameter.





	
Route Target Type 0 Group

	
Represents a pool or group of Type 0 route targets

Creating an inventory group based on this specification triggers the ADD_ROUTETARGET0_GROUP ruleset, which creates route targets based on the values you enter in the Initial Route Target Range field.

The Route Target Type 0 Group specification includes the following characteristics:

	
Initial Route Target Range: Contains comma- or dash-separated values to specify a range of route targets to be created; for example, 1:1-1:3, 1:5 will create a route target list of 1:1, 1:2, 1:3, and 1:5. This characteristic is a validated parameter.





	
Route Target Type 1 Group

	
Represents a pool or group of Type 1 route targets

Creating an inventory group based on this specification triggers the ADD_ROUTETARGET1_GROUP ruleset, which creates route targets based on the values you enter in the Initial Route Target Range field.

The Route Target Type 1 Group specification includes the following characteristic:

	
Initial Route Target Range: Contains comma- or dash-separated values to specify a range of route targets to be created; for example, 1.0.0.1:1-1.0.0.1:3, 1.0.0.1:5 will create a route target list of 1.0.0.1:1, 1.0.0.1:2, 1.0.0.1:3, and 1.0.0.1:5. This characteristic is a validated parameter.





	
Route Target Type 2 Group

	
Represents a pool or group of Type 2 route targets

Creating an inventory group based on this specification triggers the ADD_ROUTETARGET2_GROUP ruleset, which creates route targets based on the values you enter in the Initial Route Target Range field.

The Route Target Type 2 Group specification includes the following characteristic:

	
Initial Route Target Range: Contains comma- or dash-separated values to specify a range of route targets to be created; for example, 1:1-1:3, 1:5 will create a route target list of 1:1, 1:2, 1:3, and 1:5. This characteristic is a validated parameter.





	
VLAN Domain

	
Broadcast domain for a particular VLAN

This configuration item has the following characteristic:

	
VLAN IDs to Add: Specifies values separated by commas or ranges separated by dashes, for a list of participating VLAN IDs.

For example 1-5, 10, 19, 21-25 will create a VLAN list of 1 to 5, 10, 19, and 21 to 25.

The maximum combined length of the values or ranges is 255 bytes.

This characteristic is a validated parameter.














Logical Device Configuration Specifications

Table 4-3 lists and describes the Logical Device Configuration specifications included in the Layer 2 VPN-specific cartridges.


Table 4-3 Logical Device Configuration Specifications

	Configuration Item	Child Configuration Item	Description
	
VPLS VSI Configuration

	
N/A

	
Defines the configuration parameters for the VPLS virtual switching instance (VSI)

This configuration item has the following characteristics:

	
VSI Name: Name of the VSI


	
MAC Table Size: Size of the table that stores VSI-related MAC addresses


	
Description: VSI description


	
Preferred Route Distinguisher Group: Name of a route distinguisher group that is used as the preferred location to assign route distinguishers when auto assignment is executed





	
VPLS VSI Configuration

	
Route Distinguisher

	
Enables you to assign a route distinguisher entity used in the VSI


	
VPLS VSI Configuration

	
Additional Characteristics

	
Enables you to assign additional characteristics to the VPLS VSI configuration specification











Logical Device Specifications

Table 4-4 lists and describes the Logical Device specifications included in the Layer 2 VPN-specific cartridges.


Table 4-4 Logical Device Specifications

	Specification	Description
	
Virtual Switching Instance

	
Defines a VSI











Network Configuration Specifications

Table 4-5 lists and describes the Network Configuration specifications included in the Layer 2 VPN-specific cartridges.


Table 4-5 Network Configuration Specifications

	Configuration Item	Child Configuration Item	Description
	
VPLS-BGP Network

	
N/A

	
Contains configuration information for the BGP-based Layer 2 VPN

The VPLS-BGP Network configuration specification has the following characteristics:

	
VPN Network Topology: Topology used to implement a VPLS; for example, Hub and Spoke and Full Mesh


	
Number of Sites: Maximum number of sites allowed in a VPLS


	
Hierarchy Tier: Network tier within a hierarchical VPLS


	
Preferred Route Target Group: Route target group that is used as the preferred location to assign route targets when auto assignment is executed


	
Default Pseudo Wire Type: Default pseudo wire type used in the VPLS network

You can directly overwrite the value of the pseudo wire type if you explicitly model a particular pseudo wire. You can create an explicit pseudo wire and set its type using network topology.





	
VPLS-BGP Network

	
Virtual Switching Instances

	
Collection of VSIs that constitute the VPLS network

The Virtual Switching Instances configuration item has a sub-item Virtual Switching Instance that represents a VPN instance on a provider edge (PE) router.

The Virtual Switching Instance sub-item has the following characteristic:

	
Membership Type: Role the VSI node plays in the VPLS network implemented using Hub and Spoke or Mesh topologies





	
VPLS-BGP Network

	
Route Target

	
Defines membership usage of a route target and enables you to assign a route target entity used in the network

The Route Target configuration item includes the following characteristics:

	
Mesh Action: The action that a VSI with Full Mesh Member set as its membership type takes on the route target. The action can be either to import routes from the VPN, to export routes to the VPN, or to do both


	
Hub Action: The action that a VSI with Hub Member set as its membership type takes on the route target. The action can be either to import routes from the VPN, to export routes to the VPN, or to do both


	
Spoke Action: The action that a VSI with Spoke Member set as its membership type takes on the route target. The action can be either to import routes from the VPN, to export routes to the VPN, or to do both





	
VPLS-BGP Network

	
Additional Characteristics

	
Enables you to assign additional characteristics to the VPLS -BGP network configuration specification


	
VPLS-LDP Network

	
N/A

	
Contains configuration information for the LDP-based Layer 2 VPN

The VPLS-LDP network configuration specification has the following characteristics:

	
VPN Network Topology: Topology used to implement a VPLS; for example, Hub and Spoke and Full Mesh


	
Hierarchy Tier: Network tier within a hierachial VPLS


	
Default Pseudo Wire Type: The default pseudo wire type used in the VPLS network

You can directly overwrite the value of the pseudo wire type if you explicitly model a particular pseudo wire. You can create an explicit pseudo wire and set its type using network topology.





	
VPLS-LDP Network

	
Virtual Switching Instances

	
Collection of VSIs that constitute the VPLS network

The Virtual Switching Instances configuration item has a sub-item Virtual Switching Instance that represents a VPN instance on a PE router.

The Virtual Switching Instance sub-item has the following characteristic:

	
Membership Type: Role the VSI node plays in the VPLS network implemented using Hub and Spoke or Mesh topologies





	
VPLS-LDP Network

	
Additional Characteristics

	
Enables you to assign additional characteristics to the VPLS -LDP network configuration specification











Network Edge Specifications

Table 4-6 lists and describes the Network Edge specifications included in the Layer 2 VPN-specific cartridges.


Table 4-6 Network Edge Specifications

	Specification	Description
	
Pseudo Wire Edge

	
Network edge in a Oracle Communications Unified Inventory Management (UIM) network topology that can be associated with a pseudo wire











Network Node Specifications

Table 4-7 lists and describes the Network Node specifications included in the Layer 2 VPN-specific cartridges.


Table 4-7 Network Node Specifications

	Specification	Description
	
Virtual Switching Instance Node

	
Represents a VSI in a VPLS network


	
MPLS Label Router

	
Represents a router in an multiprotocol label switching (MPLS) core network











Network Specifications

Table 4-8 lists and describes the Network specifications included in the Layer 2 VPN-specific cartridges.


Table 4-8 Network Specifications

	Specification	Description
	
VPLS Network

	
A provider-provisioned VPN that provides multipoint VPLS


	
MPLS Core Network

	
Defines an MPLS core switching network

The MPLS Layer 2 VPNs are implemented on top of MPLS networks. This specification is used to represent the PE and provider core devices that constitute the MPLS core network











Pipe Specifications

Table 4-9 lists and describes the Pipe specifications included in the Layer 2 VPN-specific cartridges.


Table 4-9 Pipe Specifications

	Specification	Description
	
Pseudo Wire

	
Describes the pseudo wires connecting the Layer 2 VPN nodes

Pseudo wires are assigned to PE devices at the edges of a provider network.

This specification has the following characteristics:

	
Pseudo Wire ID: A non-zero 32-bit connection ID that combines with the value of the Pseudo Wire Type characteristic to uniquely identify a pseudo wire


	
Pseudo Wire Type: A 15-bit value that identifies the type of encapsulation used on a pseudo wire


	
Group ID: An arbitrary 32-bit value that represents a group of pseudo wires used to create groups in the pseudo wire space; this is intended to be used as a port index or a virtual tunnel index.














Pipe Termination Point Specifications

Table 4-10 lists and describes the Pipe Termination Point specifications included in the Layer 2 VPN-specific cartridges.


Table 4-10 Pipe Termination Point Specifications

	Specification	Description
	
Pseudo Wire Termination Point

	
Identifies the end points of a pseudo wire pipe that provides point-to-point connectivity between the two points











Place Configuration Specifications

Table 4-11 lists and describes the Place Configuration specifications included in the Layer 2-specific cartridges.


Table 4-11 Place Configuration Specifications

	Configuration Item	Child Configuration Item	Description
	
VLL Ethernet Port-based Termination

	
N/A

	
Configuration that represents the port-based Layer 2 VPN termination objects that are being configured


	
VLL Ethernet Port-based Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters


	
VLL Ethernet Port-based Termination

	
Provide Edge Interface

	
Service provider interface or port used to receive customer traffic


	
VLL Ethernet VLAN-based Termination

	
N/A

	
Configuration that represents the VLAN-based Layer 2 VPN termination objects that are being configured


	
VLL Ethernet VLAN-based Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters


	
VLL Ethernet VLAN-based Termination

	
Provider Edge Interface

	
Service provider interface or port used to receive customer traffic


	
VLL Ethernet VLAN-based Termination

	
VLAN Control

	
Configuration that provides parameters to control VLAN access

This configuration item has the following sub-items:

	
C-VLAN ID List: List of customer VLAN IDs entering a VPLS over a particular PE interface


	
CE-VLAN ID: Customer Edge VLAN ID used to tag untagged traffic entering the VPLS over a particular PE instance


	
S-VLAN ID: Service provider VLAN ID wrapping a Customer VLAN ID




The S-VLAN ID configuration item has the following characteristics:

	
Requested VLAN: Flag indicating if the S-VLAN ID is treated as a requested VLAN ID. A requested VLAN ID is be used by a PE that is incapable of rewriting the 802.1Q Ethernet VLAN tag on the output. If the ingress PE receives this request, it must rewrite the VLAN ID contained inside the VLAN tag at the input to match the requested VLAN ID


	
On Attachment Circuit: Flag indicating if the S-VLAN ID is already present on the attachment circuit traffic





	
VPLS Port Based Non Switching Termination

	
N/A

	
Configuration that represents the VPLS port-based Layer 2 VPN non-switching termination objects that are being configured


	
VPLS Port Based Non Switching Termination

	
Attachment Circuit Termination

	
Specifies the PE interface that receives customer edge (CE) device traffic towards the PE; specifies the path for directing the traffic at the interface to the remote VSI; also specifies the remote VSI.

The Attachment Circuit Termination configuration item has the following characteristic:

	
Pseudo Wire Type: Type of encapsulation used on the pseudo wire connecting the termination PE interface and VSI on a switching router that hosts the remote VSI


	
Site ID: A 16-bit value that is assigned to each customer site connected to a PE router

The Site ID must be unique within the particular customer network.




The Attachment Circuit Termination configuration item has the following sub-items:

	
Provider Edge Interface: Service provider port used to receive customer traffic toward the PE device


	
Remote Virtual Switching Instance: VSI hosted by a router in the service provider network to switch incoming customer traffic at the PE router to the destination

A remote VSI is used by a non-switching termination as an entry into a VPLS for its customer traffic.


	
Pseudo Wire: Represents a Layer 2 connection between the termination PE interface and VSI on a switching router that hosts the remote VSI





	
VPLS Port Based Non Switching Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters


	
VPLS Port Based Switching Termination

	
N/A

	
Configuration that represents the VPLS port-based Layer 2 VPN switching termination objects that are being configured


	
VPLS Port Based Switching Termination

	
Attachment Circuit Termination

	
Specifies the PE interface that receives CE device traffic towards the PE; also specifies the VSI

The Attachment Circuit Termination configuration item has the following characteristic:

	
Site ID: A 16-bit value that is assigned to each customer site connected to a PE router

The Site ID must be unique within the particular customer network




The Attachment Circuit Termination configuration item has the following sub-items:

	
Provider Edge Interface: Service provider port used to receive customer traffic toward the PE device


	
Virtual Switching Instance: VSI hosted by the PE router in the service provider network to switch incoming customer traffic to the destination





	
VPLS Port Based Switching Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters


	
VPLS VLAN Based Non Switching Termination

	
N/A

	
Configuration that represents the VPLS VLAN-based Layer 2 VPN non-switching termination objects that are being configured


	
VPLS VLAN Based Non Switching Termination

	
Attachment Circuit Termination

	
Specifies the PE interface that receives CE device traffic towards the PE; specifies the path for directing the traffic at the interface to the remote VSI; also specifies the remote VSI

The Attachment Circuit Termination configuration item has the following characteristic:

	
Pseudo Wire Type: Type of encapsulation used on the pseudo wire connecting the termination PE interface and VSI on a switching router that hosts the remote VSI


	
Site ID: A 16-bit value assigned to each customer site connected to a PE router

The Site ID must be unique within the particular customer network.




The Attachment Circuit Termination configuration item has the following sub-items:

	
Provider Edge Interface: Service provider port used to receive customer traffic toward the PE device


	
Pseudo Wire: Represents a Layer 2 connection between the termination PE interface and VSI on a switching router that hosts the remote VSI


	
Remote Virtual Switching Instance: VSI hosted by a router in the service provider network to switch incoming customer traffic at the PE router to the destination

A remote VSI is used by a non-switching termination as an entry into a VPLS for its customer traffic.





	
VPLS VLAN Based Non Switching Termination

	
VLAN Control

	
Configuration that provides parameters to control VLAN access

This configuration item has the following sub-items:

	
C-VLAN ID List: List of customer VLAN IDs entering a VPLS over a particular PE interface


	
CE-VLAN ID: Customer Edge VLAN ID used to tag untagged traffic entering the VPLS over a particular PE instance


	
S-VLAN ID: Service provider VLAN ID wrapping a Customer VLAN ID




The S-VLAN ID configuration item has the following characteristics:

	
Requested VLAN: Flag indicating if the S-VLAN ID is treated as a requested VLAN ID. A requested VLAN ID is be used by a PE that is incapable of rewriting the 802.1Q Ethernet VLAN tag on the output. If the ingress PE receives this request, it must rewrite the VLAN ID contained inside the VLAN Tag at the input to match the requested VLAN ID.


	
On Attachment Circuit: Flag indicating if the S-VLAN ID is already present on the attachment circuit traffic





	
VPLS VLAN Based Non Switching Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters


	
VPLS VLAN Based Switching Termination

	
N/A

	
Configuration that represents the VPLS VLAN-based Layer 2 VPN switching termination objects that are being configured


	
VPLS VLAN Based Switching Termination

	
Attachment Circuit Termination

	
Specifies the PE interface that receives CE device traffic towards the PE; also specifies the VSI

The Attachment Circuit Termination configuration item has the following characteristic:

	
Site ID: A 16-bit value assigned to each customer site connected to a PE router

The Site ID must be unique within the particular customer network.




The Attachment Circuit Termination configuration item has the following sub-items:

	
Provider Edge Interface: Service provider port used to receive customer traffic toward the PE device


	
Virtual Switching Instance: VSI hosted by the PE router in the service provider network to switch incoming customer traffic to the destination





	
VPLS VLAN Based Switching Termination

	
VLAN Control

	
Configuration that provides parameters to control VLAN access

This configuration item has the following sub-items:

	
C-VLAN ID List: List of customer VLAN IDs entering a VPLS over a particular PE interface


	
CE-VLAN ID: Customer Edge VLAN ID used to tag untagged traffic entering the VPLS over a particular PE instance


	
S-VLAN ID: Service provider VLAN ID wrapping a customer VLAN ID




The S-VLAN ID configuration item has the following characteristics:

	
Requested VLAN: Flag indicating if the S-VLAN ID is treated as a requested VLAN ID. A requested VLAN ID is be used by a PE that is incapable of rewriting the 802.1Q Ethernet VLAN tag on the output. If the ingress PE receives this request, it must rewrite the VLAN ID contained inside the VLAN Tag at the input to match the requested VLAN


	
On Attachment Circuit: Flag indicating if the S-VLAN ID is already present on the attachment circuit traffic





	
VPLS VLAN Based Switching Termination

	
L2 QOS

	
Optional extensibility configuration item that the user may want to use to extend the functionality of the L2 VPN Technology Pack using Layer 2 quality of service (QoS) parameters











Place Specifications

Table 4-12 lists and describes the Place specifications included in the Layer 2 VPN-specific cartridges.


Table 4-12 Place Specifications

	Specification	Description
	
VLL Termination

	
Configuration that represents the Layer 2 VPN termination objects that are being configured


	
VPLS Non Switching Termination

	
Configuration that represents the VPLS Layer 2 VPN non-switching termination objects that are being configured

A VPLS non-switching termination represents a termination on a router that does not have the logic to switch Ethernet traffic to the destination. A non-switching router does not support VSI.


	
VPLS Switching Termination

	
Configuration that represents the VPLS Layer 2 VPN switching termination objects that are being configured

A VPLS switching termination represents a termination on a router that has the logic to switch Ethernet traffic to the destination. A switching router supports VSI.











Service Configuration Specifications

Table 4-13 lists and describes the Service Configuration specifications included in the Layer 2 VPN-specific cartridges.


Table 4-13 Service Configuration Specifications

	Configuration Item	Child Configuration Item	Description
	
Virtual Leased Line Service

	
N/A

	
Represents a collection of VLLs

Each VLL has its own service ID.

This configuration item has the following characteristic:

	
Default Pseudo Wire Type: Default value assumed in case a user does not explicitly specify the pseudo wire type when configuring a pseudo wire





	
Virtual Leased Line Service

	
Virtual Leased Line

	
Represents a connection between two customer edge (CE) devices at two different locations

A VLL transfers Layer 2 frames transparently across the CE devices.

This configuration item has the following sub items:

	
Service ID: Unique identifier for the VLL service


	
Termination: Termination point for the VLL service


	
Pseudo Wire: Identifies the pseudo wire between two termination points





	
Virtual Private LAN Service

	
N/A

	
Represents the multipoint VPLS between the PE routers participating in the VPN service


	
Virtual Private LAN Service

	
VPLS Terminations

	
Represents the termination points of the VPLS

This configuration item has the following sub-item:

	
VPLS Termination: Represents an instance of a VPLS termination point





	
Virtual Private LAN Service

	
VPLS Network

	
Represents a collection of VPLS networks that constitute a VPN


	
Virtual Private LAN Service

	
MPLS Core Network

	
Defines an MPLS core switching network


	
Virtual Private LAN Service

	
VPLS Service ID

	
Represents a unique identifier for an instance of the VPLS


	
VLAN ID List

	
N/A

	
Configuration that represents a generic list of VLAN identifiers for a VPLS or VLL service that is not necessarily tied to a PE interface

This configuration item has the following characteristic:

	
VLAN ID Domain: VLAN domain to which the VLAN ID list belongs





	
VLAN ID List

	
VLAN ID

	
VLAN identifier used by the service provider to identify traffic on a particular instance of VPLS or VLL service











Service Specifications

Table 4-14 lists and describes the Service specifications included in the Layer 2 VPN-specific cartridges.


Table 4-14 Layer 2 VPN Service Specifications

	Specification	Description
	
Virtual Leased Line Service

	
Represents a collection of VLLs

Each VLL has its own service ID.


	
Virtual Private LAN Service

	
Represents the multipoint VPLS between the PE routers participating in the VPN service


	
VLAN ID List

	
Represents a generic list of VLAN identifiers for a VPLS or VLL service that is not necessarily tied to a PE interface













Rulesets

This section lists and describes the rulesets included in the Layer 2 VPN-specific cartridges.You can view the rulesets by opening the cartridges in Design Studio.

A ruleset is a file containing code that extends UIM code at a specified point called an extension point, which defines a UIM method signature. A ruleset is configured to run at a particular extension point through a ruleset extension point. You can modify rulesets to meet specific business requirements. See UIM Developer's Guide for information about rulesets, extension points, and ruleset extension points.

Numerous base extension points are provided in the ora_uim_baseextpts cartridge. The Layer 2 VPN-specific cartridges require the ora_uim_baseextpts cartridge to execute the rulesets. See UIM Cartridge and Technology Pack Guide for information about the ora_uim_baseextpts cartridge.

Table 4-15 lists the rulesets and ruleset extension points that are included in the Layer 2 VPN Technology Pack.


Table 4-15 Rulesets in the Layer 2 VPN Technology Pack

	Ruleset/Ruleset Extension Points	Functionality
	
ASSOCIATE_WITH_VLANDOMAIN

ASSOCIATE_WITH_VLANDOMAIN_EXT

	
Associates a newly created VLAN resource with a VLAN domain


	
CREATE_VLAN_RANGE

CREATE_VLAN_RANGE_EXT

	
Creates a VLAN ID domain with a range of VLAN IDs


	
DELETE_VLAN_RANGE

DELETE_VLAN_RANGE_EXT

	
Deletes a VLAN ID range


	
UPDATE_VLAN_RANGE

UPDATE_VLAN_RANGE_EXT

	
Updates an existing VLAN domain with an additional list of VLAN IDs


	
IMPORT_VLAN_DOMAINS

	
Imports a group of VLAN domains and the associated values or ranges of VLAN IDs into UIM from a user-specified input file. The input file may have either of the formats, .csv or .txt.

Use the following formats to specify the names of the VLAN domains and the VLAN IDs/ranges if the input file has a .txt format:

	
Name of the VLAN domain: Values of the associated VLAN IDs separated by commas.


	
Name of the VLAN domain: Range of values for the VLAN IDs separated by dashes




Use the following formats to specify the names of the VLAN domains and the VLAN IDs/ranges if the input file has a .csv format:

	
Name of the VLAN domain, Values of the associated VLAN IDs separated by commas.

Note: If you specify multiple values separated by commas in a single cell within the file, the ruleset reads the values as a single string.


	
Name of the VLAN domain, Range of values for the VLAN IDs separated by dashes




To import VLAN domains, select Import Inventory in the Navbar, and then select this ruleset in the RuleSet list. Specify the name of the input file, and click Process.

You use this ruleset, instead of the UIM interface, to associate a VLAN domain with VLAN IDs/ranges whose combined length exceeds 255 bytes.

The UIM interface limits the maximum length of VLAN IDs/ranges that may be associated to a VLAN domain, when it is created or modified, to 255 bytes.


	
PREVENT_DISASSOCIATION_FROM_VLAN_DOMAIN

PREVENT_DISASSOCIATION_FROM_VLAN_DOMAIN_EXT

	
Prevents the removal of a VLAN ID from a VLAN ID domain


	
ADD_ROUTEDISTINGUISHER0_GROUP

ADD_ROUTEDISTINGUISHER0_GROUP_EXT

	
Creates a Type 0 route distinguisher group based on the values in the Initial Route Distinguisher Range field


	
ADD_ROUTEDISTINGUISHER1_GROUP

ADD_ROUTEDISTINGUISHER1_GROUP_EXT

	
Creates a Type 1 route distinguisher group based on the values in the Initial Route Distinguisher Range field


	
ADD_ROUTEDISTINGUISHER2_GROUP

ADD_ROUTEDISTINGUISHER2_GROUP_EXT

	
Creates a Type 2 route distinguisher group based on the values in the Initial Route Distinguisher Range field


	
ADD_ROUTETARGET0_GROUP

ADD_ROUTETARGET0_GROUP_EXT

	
Creates a Type 0 route target group based on the values in the Initial Route Target Range field


	
ADD_ROUTETARGET1_GROUP

ADD_ROUTETARGET1_GROUP_EXT

	
Creates a Type 1 route target group based on the values in the Initial Route Target Range field


	
ADD_ROUTETARGET2_GROUP

ADD_ROUTETARGET2_GROUP_EXT

	
Creates a Type 2 route target group based on the values in the Initial Route Target Range field


	
ASSOCIATE_WITH_ROUTEDISTINGUISHER0_GROUP

ASSOCIATE_WITH_ROUTEDISTINGUISHER0_GROUP_EXT

	
Associates a Type 0 route distinguisher group with a range of route distinguishers


	
ASSOCIATE_WITH_ROUTEDISTINGUISHER1_GROUP

ASSOCIATE_WITH_ROUTEDISTINGUISHER1_GROUP_EXT

	
Associates a Type 1 route distinguisher group with a range of route distinguishers


	
ASSOCIATE_WITH_ROUTEDISTINGUISHER2_GROUP

ASSOCIATE_WITH_ROUTEDISTINGUISHER2_GROUP_EXT

	
Associates a Type 2 route distinguisher group with a range of route distinguishers


	
ASSOCIATE_WITH_ROUTETARGET0_GROUP

ASSOCIATE_WITH_ROUTETARGET0_GROUP_EXT

	
Associates a Type 0 route target group with a route target list


	
ASSOCIATE_WITH_ROUTETARGET1_GROUP

ASSOCIATE_WITH_ROUTETARGET1_GROUP_EXT

	
Associates a Type 1 route target group with a route target list


	
ASSOCIATE_WITH_ROUTETARGET2_GROUP

ASSOCIATE_WITH_ROUTETARGET2_GROUP_EXT

	
Associates a Type 2 route target group with a route target list


	
DELETE_ROUTEDISTINGUISHER0_GROUP

DELETE_ROUTEDISTINGUISHER0_GROUP_EXT

	
Deletes a Type 0 route distinguisher group from a range of route distinguishers


	
DELETE_ROUTEDISTINGUISHER1_GROUP

DELETE_ROUTEDISTINGUISHER1_GROUP_EXT

	
Deletes a Type 1 route distinguisher group from a range of route distinguishers


	
DELETE_ROUTEDISTINGUISHER2_GROUP

DELETE_ROUTEDISTINGUISHER2_GROUP_EXT

	
Deletes a Type 2 route distinguisher group from a range of route distinguishers


	
DELETE_ROUTETARGET0_GROUP

DELETE_ROUTETARGET0_GROUP_EXT

	
Deletes a Type 0 route target group from a list of route targets


	
DELETE_ROUTETARGET1_GROUP

DELETE_ROUTETARGET1_GROUP_EXT

	
Deletes a Type 1 route target group from a list of route targets


	
DELETE_ROUTETARGET2_GROUP

DELETE_ROUTETARGET2_GROUP_EXT

	
Deletes a Type 2 route target group from a list of route targets


	
PREVENT_DISASSOCIATION_FROM_RTRD_GROUP

PREVENT_DISASSOCIATION_FROM_RTRD_GROUP_EXT

	
Prevents the dissociation of a route target group from a list of route targets


	
VALIDATE_RTRD_FORMAT

VALIDATE_RTRD_FORMAT_EXT

	
Validates that the format of a route target or route distinguisher is in the correct dash- or comma-separated format


	
L2VPN_ALLOCATE_ALL_BGP_NETWORK

L2VPN_ALLOCATE_ALL_BGP_NETWORK_EXT

	
Automatically assign route targets to all BGP-based network configurations


	
L2VPN_ALLOCATE_ALL_LDP_NETWORK

L2VPN_ALLOCATE_ALL_LDP_NETWORK_EXT

	
Automatically assigns route targets to all LDP-based network configurations


	
L2VPN_ALLOCATE_ALL_SERVICE

L2VPN_ALLOCATE_ALL_SERVICE_EXT

	
Automatically assigns service IDs to all Layer 2 VPLSs


	
L2VPN_ALLOCATE_ALL_VLL_SERVICE

L2VPN_ALLOCATE_ALL_VLL_SERVICE_EXT

	
Automatically assigns service IDs to all VLL services


	
L2VPN_ALLOCATE_ALL_VSI

L2VPN_ALLOCATE_ALL_VSI_EXT

	
Automatically assigns route distinguishers to VSIs in a particular network


	
L2VPN_VALIDATE_NETWORK

L2VPN_VALIDATE_NETWORK_EXT

	
Validates VPLS network configurations regardless of the type of network

For a VPLS network, the value of Pseudo Wire Type should be either Ethernet or Ethernet VLAN.

There should not be any orphan configuration items for VPLS networks.

There should not be any duplicate route targets in a BGP-based VPLS network.

A VPLS network with a Hub and Spoke topology should have at least one hub.


	
L2VPN_VALIDATE_PLACE

L2VPN_VALIDATE_PLACE_EXT

	
Validates the VPLS Termination configurations

There should not be any orphan configuration items for VPLS terminations.

For a VPLS non-switching termination, the PE interface and remote VSI should be on separate devices.

For a VPLS switching termination, the PE interface and remote VSI should be on separate devices.

Triggered by the Validate menu item in the Related Pages menu.


	
L2VPN_VALIDATE_SERVICE

L2VPN_VALIDATE_SERVICE_EXT

	
Validates that there are no termination duplicates in the Layer 2 VPN


	
L2PVN_VALIDATE_VLAN_LIST

L2PVN_VALIDATE_VLAN_LIST_EXT

	
Validates that the VLAN ID list does not contain any duplicate VLAN IDs

All the VLAN IDs in the VLAN ID list must belong to the same pool.


	
L2VPN_VALIDATE_VLL_PLACE

L2VPN_VALIDATE_VLL_PLACE_EXT

	
Validates VLL termination configurations

There should not be any orphan configuration items for VLL terminations.

VLL Termination PE interfaces should be on separate devices.


	
L2VPN_VALIDATE_VLL_SERVICE

L2VPN_VALIDATE_VLL_SERVICE_EXT

	
Validates that the VLL service contains either port- or VLAN-based service configurations

There should not be any orphan configuration items for a VLL service.

A VLL service must not have termination duplicates.


	
L2VPN_VALIDATE_VSI

L2VPN_VALIDATE_VSI_EXT

	
Validates that, depending on the type of network, VSIs are either of type border gateway protocol (BGP) or label distribution protocol (LDP)

A VSI must be associated with a data networking device.

There should not be any orphan configuration items on a VPLS VSI.

There should not be any VSI duplicates in the VPLS network.

The VSI membership should be aligned with the network topology.

VSIs must exist for VPLS service terminations in a VPLS network.

A VPLS Non-Switching Termination remote VSI should belong to at least one LDP-based network.


















5 Extending the Layer 2 VPN Technology Pack

You can extend the Layer 2 VPN Technology Pack to meet the business needs of your organization. This chapter describes the content included in the technology pack to facilitate extension.

For more information about extending technology packs:

	
See UIM Concepts to understand the concept of extending technology packs and the impact of doing so.


	
See UIM Cartridge and Technology Pack Guide for information about the leading practices for extending technology packs.


	
See UIM Developer's Guide for information about how to extend technology packs.


	
See Oracle Communications Design Studio Help for instructions on how to extend technology packs through specifications, characteristics, and rulesets.







	
Important:

To ensure that your extensions are upgradeable and supportable, you must follow the guidelines and policies described in UIM Concepts.








Extending Validation and Auto-Assignment Capabilities

The L2 VPN Technology Pack includes a number of stub rulesets that you can use to introduce new validation and auto-assignment capabilities.

Stub rulesets are blank by default. You can develop your own rulesets in separate cartridges and give them the same name as the stub. After you deploy the technology pack into Oracle Communications Unified Inventory Management (UIM), you deploy the cartridges with your custom rulesets, which replace the stub versions. See UIM Concepts and UIM Developer's Guide for more information.

These are the stub rulesets included in the technology pack:

	
L2VPN_ALLOCATE_ALL_BGP_NETWORK_CUSTOM: Enables you to add functionality to the standard auto-assignment logic for Layer 2 VPN Network configurations provided by the L2VPN_ALLOCATE_ALL_BGP_NETWORK ruleset


	
L2VPN_ALLOCATE_ALL_LDP_NETWORK_CUSTOM: Enables you to add functionality to the standard auto-assignment logic for Layer 2 VPN Network configurations provided by the L2VPN_ALLOCATE_ALL_LDP_NETWORK ruleset


	
L2VPN_ALLOCATE_ALL_NETWORK_CUSTOM: Enables you to add custom auto-assignment logic for Layer 2 VPN Network configurations


	
L2VPN_ALLOCATE_ALL_SERVICE_CUSTOM: Enables you to add functionality to the standard auto-assignment logic for Layer 2 VPLS configurations provided by the L2VPN_ALLOCATE_ALL_SERVICE ruleset


	
L2VPN_ALLOCATE_ALL_VLL_SERVICE_CUSTOM: Enables you to add functionality to the standard auto-assignment logic for Layer 2 VPN VLL Service configurations provided by the L2VPN_ALLOCATE_ALL_VLL_SERVICE ruleset


	
L2VPN_ALLOCATE_ALL_VSI_CUSTOM: Enables you to add functionality to the standard auto-assignment logic for Layer 2 VPN Place configurations provided by the L2VPN_ALLOCATE_ALL_VSI ruleset


	
L2VPN_VALIDATE_BGP_NETWORK_CUSTOM: Enables you to add custom validation logic for BGP-based VPLS Network configurations


	
L2VPN_VALIDATE_LDP_NETWORK_CUSTOM: Enables you to add custom validation logic for LDP-based VPLS Network configuration


	
L2VPN_VALIDATE_NETWORK_CUSTOM: Enables you to add functionality to standard validation logic for Layer 2 VPN Network configurations provided by the L2VPN_VALIDATE_NETWORK ruleset


	
L2VPN_VALIDATE_PLACE_CUSTOM: Enables you to add functionality to standard validation logic for virtual private LAN service (VPLS) terminations provided by the L2VPN_VALIDATE_PLACE ruleset


	
L2VPN_VALIDATE_PORT_BASED_NON-SWITCHING_PLACE_CUSTOM: Enables you to add custom validation logic for VPLS non-switching terminations


	
L2VPN_VALIDATE_PORT_BASED_SWITCHING_PLACE_CUSTOM: Enables you to add custom validation logic for VPLS switching terminations


	
L2VPN_VALIDATE_SERVICE_CUSTOM: Enables you to add functionality to the standard validation logic for Layer 2 Service configurations provided by the L2VPN_VALIDATE_SERVICE ruleset


	
L2VPN_VALIDATE_VLAN_BASED_NON-SWITCHING_PLACE_CUSTOM: Enables you to add custom validation logic for Layer 2 VPN Place configurations


	
L2VPN_VALIDATE_VLAN_BASED_SWITCHING_PLACE_CUSTOM: Enables you to add custom validation logic for Layer 2 VPN Place configurations


	
L2VPN_VALIDATE_VLL_PORT_BASED_PLACE_CUSTOM: Enables you to add custom validation logic for Layer 2 VPN Place configurations


	
L2VPN_VALIDATE_VLL_SERVICE_CUSTOM: Enables you to add functionality to the standard validation logic for Layer 2 Place configurations provided by the L2VPN_VALIDATE_VLL_SERVICE ruleset


	
L2VPN_VALIDATE_VLL_VLAN_BASED_PLACE_CUSTOM: Enables you to add custom validation logic for Layer 2 VPN Place configurations


	
L2VPN_VALIDATE_VSI_CUSTOM: Enables you to add functionality to the standard validation logic for Layer 2 VPN Place configurations provided by the L2VPN_VALIDATE_VSI ruleset








Extending Configuration Specifications with Stub Configuration Items

Stub configuration items have no content associated with them by default. You use them to add characteristics or specification options to configurations. You can associate characteristics or specification options to these stubs from separate cartridges, so you do not need to unseal a technology pack cartridge to extend it. See UIM Concepts and the Design Studio Help for more information.


Extending Pipe Terminations

You can add a new Pseudo Wire configuration stub item to model label switched paths (LSPs) within a pseudo wire. To achieve this, you can add a new Pseudo Wire Configuration item with two pipes in it and relate it to the Pseudo Wire specification.





Extending the Layer 2 VPN Termination Model

The Layer 2 Termination specifications include two types of stub configuration items. Table 5-1 lists and describes these types.


Table 5-1 Stub Configuration Items for the Layer 2 Termination specifications

	Stub Item	Use
	
L2 QoS

	
Used to support quality of service (QoS) standards in a virtual leased line (VLL) or VPLS; for example, you can include characteristics such as cost of service (CoS) to determine the priority of incoming frames in a VLL or VPLS during scheduling and congestion handling.


	
VPLS Control

	
Used to support additional parameters for remapping VPLS and VLL Customer VLANs











Extending VLL Terminations

You can add a new VLL Termination configuration stub item to use a different Layer 2 technology for your VLL service. For example, you may choose to use ATM as your Layer 2 technology. To support ATM, you may add a new VLL Termination specification for ATM and relate it to the VLL Termination specification.





Extending the VPLS Network Model

The Network Configuration specification includes one stub configuration item. Table 5-2 lists and describes the configuration item.


Table 5-2 Stub Configuration Item for the Network Configuration specification

	Stub Item	Use
	
Additional Characteristics

	
Used to extend BGP- and LDP-based VPLS networks based on the additional parameters provided











Extending VPLS Non Switching Terminations

The Attachment Circuit configuration specification under the VPLS Non Switching Termination Configuration specifications includes a stub configuration item. Table 5-3 lists and describes the stub item.


Table 5-3 Stub Configuration Items for the Attachment Circuit configuration specification under the VPLS Non Switching Termination Configuration specifications

	Stub Item	Use
	
Pseudo Wire

	
Used to extend a pseudo wire by providing a different entity specification for a pseudo wire











Extending the VPLS VSI Model

The VPLS VSI Configuration specification includes one stub configuration item. Table 5-4 lists and describes the configuration item.


Table 5-4 Stub Configuration Item for the VPLS VSI Configuration specification

	Stub Item	Use
	
Additional Characteristics

	
Used to extend the functionality of a VSI by providing additional parameters for VSI configuration in a VPLS network.




















6 Layer 2 VPN Technology Pack Service Example

This chapter provides an example of using the L2 VPN Technology Pack to configure a port-based VPLS that uses border gateway protocol (BGP) for auto discovery and signaling. The example is for a Full Mesh virtual private network (VPN) with three sites.


Overview

A service such as this example comprises two services that you create in Oracle Communications Unified Inventory Management (UIM):

	
A customer service that represents sites and represents devices that require connectivity. The customer service is modeled as an instance of the Data Networking Service specification. See "Creating the Customer View" for more information.


	
A transport service that represents the service provider's implementation of that connectivity. The transport service is modeled as an instance of the VPLS L2 VPN Service specification.




After the customer and transport services have been created, you link them together to complete the overall service. See "Linking the Customer View to the Service Provider View" for more information.





Assumptions

Inventory administration includes Data Networking Device and Data Networking Device Interface specifications for provider edge (PE) and customer edge (CE) devices.

For this example, we will assume that all the required PE and CE devices have been discovered and populated.




	
Note:

This example is based on the use of the default specifications and characteristics supplied with the technology pack. Extending the technology pack may influence how you configure the service.












Creating the Customer View

The customer view includes the customer premise equipment (CPE) and sites that are to be connected by the service-provider Layer 2 VPN. The customer service is an instance of the Data Networking Service specification provided in the technology pack.

Creating the customer service involves the following steps:

	
Creating the Data Networking Service


	
Creating Customer Service Locations


	
Creating Customer Sites






Creating the Data Networking Service

The customer service is represented by an instance of the Data Networking Service specification. This specification has an accompanying configuration specification.

You create a configuration version based on this specification so that you can assign the customer sites that you create. Later, you will also assign a transport service to this service configuration. See "Linking the Customer View to the Service Provider View".

Complete the following steps to create and provision the customer service:

	
Create a service based on the Data Networking Service specification.


	
Specify a name (for example ACME Service) for the Data Networking service.


	
Add a configuration to the service. Only one specification (Data Networking Service Configuration) is available for this configuration.









Creating Customer Service Locations

The technology pack includes a location-type Place specification called serviceLocation. You create entities based on this specification for the locations of customer sites. These locations are then assigned to customer site configurations. For this example, you need a serviceLocation entity for each of the three customer sites.






Creating Customer Sites

You create Place entities for the customer sites where the CPE devices are located. The technology pack includes a Data Networking Site specification and an accompanying configuration specification.

You create three Place entities, one for each customer site. For each site:

	
Create a Place entity of type Site based on the Data Networking Site specification.


	
Specify a name; for example New York, Miami, and Los Angeles.


	
Add a configuration version. Only one configuration specification (Data Networking Site Configuration) is available. See "Provisioning the Customer Sites" for information about assigning resources to the site configuration.






Provisioning the Customer Sites

You provision the customer sites, New York, Miami, and Los Angeles, that you created by specifying their location, site termination, and CPE devices.

For each site configuration:

	
Add a Location Address configuration item and assign one of the service locations you created previously.


	
Add a Customer Premise Equipment configuration item. Assign a Data Networking Device entity to this item, selecting the logical device entity that is appropriate for each site.


	
Add a Site Termination configuration item. To this configuration item, add a Customer Premise Equipment Interface configuration item and assign a logical device interface that is provided by the logical device you selected as the CPE.

Do not assign a resource to the Transport Termination configuration item at this time. You will assign this resource after you have created the transport service. See "Linking the Customer View to the Service Provider View" for more information.


	
In the Data Networking Service Configuration specification, under Sites, create three configuration items of type Data Networking Site.


	
For the first configuration item, assign New York; for the second configuration item, assign Miami; for the third configuration item, assign Los Angeles.












Creating the Service Provider View

The service provider view includes the creation of resources such as route distinguishers, route targets, VSIs, VPLS networks, terminations, and the Layer 2 VPLS to be assigned for the realization of an instance of this service.


Creating the Route Distinguishers

The route distinguisher is a six-byte number that is prepended to a standard IPv4 or IPv6 address to create a VPN-IPv4 or VPN-IPv6 address that is unique across the core network.

PEs use route distinguishers to ensure that traffic is routed to the proper CE. You must create a pool of route distinguishers so that they can be assigned to VSI configurations.

To create a route distinguisher, do the following:

	
Create an Inventory Group entity of type Route Distinguisher; for example, create a Route Distinguisher Type 0 group.


	
Specify a name for the route distinguisher inventory group; for example, RD 0 Group.


	
In the Initial Route Distinguisher Group Name list, specify the range of route distinguishers you want to create, such as 1:1-1:10.

Custom network addresses based on the Route Distinguisher specification are created automatically. Their names correspond to the range you entered in the Initial Route Distinguisher Group Name list.


	
Verify whether the route distinguisher inventory group is created properly.







	
Note:

You must not edit the route distinguishers that are automatically generated because the inventory group, Route Distinguisher Type Group, controls these route distinguishers.











Creating Route Targets

The route target represents a route target scoped to a route target group. You must create a pool of route targets so that they can be assigned to VSI configurations.

To create a route target, do the following:

	
Create an Inventory Group entity of type Route Target; for example, create a Route Target Type 0 group.


	
Specify a name for the route target inventory group; for example, RT 0 Group.


	
In the Initial Route Target Group Name list, specify the range of route targets you want to create, such as 2:1 - 2:10.

Custom network addresses based on the Route Target specification are created automatically. Their names correspond to the range you entered in the Initial Route Target Group Name list.


	
Verify whether the route target inventory group is created properly.







	
Note:

You must not edit the route targets that are automatically generated because the inventory group, Route Target Type Group, controls these route targets.











Creating VSIs

A VSI defines a VSI instance in the Layer 2 VPN.

You must create three VPLS VSI instances; for example VSI1, VSI2, and VSI3. Then, associate VSI1, VSI2, and VSI3 to PE1, PE2, and PE3 respectively. The following procedure describes the steps to create VSI1. You must repeat these steps for VSI2 and VSI3:

	
Create the Logical Device specification, VSI.


	
Specify a name for the VSI instance; for example, VSI1.


	
Select the route distinguisher inventory group that you created, such as RD 0 Group.


	
Associate the VSI to a PE. All VSIs would have a parent data networking device

	
Search for PE1 and associate.





	
Add a configuration to the VSI. Only one configuration specification is available, VPLS VSI Configuration.


	
UIM automatically assigns an unassigned route distinguisher from the group that you selected in the Preferred Route Distinguisher Group list. Auto Assignment occurs when the you choose the Auto-Assign menu item from the Related Pages menu.








Creating the VPN Network

A VPLS network represents a topology segment for a larger VPLS network. A VPLS network is either a Full Mesh topology or Hub and Spoke topology. Each VPLS network can be divided into a set of Full Mesh and Hub and Spoke network segments.

To create a VPLS network:

	
Create the Network specification, Layer 2 VPLS Network.


	
Specify a name for the Network specification; for example, Network1.


	
In the Preferred Route Target Group list, select the route target inventory group that you created, such as RT 0 Group.


	
Add a configuration to the Layer 2 VPN Network service. Two configuration specifications (VPLS-BGP Network and VPLS-LDP Network) are available. Because this is a BGP-based example, choose VPLS-BGP Network.


	
Add a route target and three VSI configuration items; for example VSI1, VSI2, and VSI3.


	
Set VPLS Topology to Full Mesh.


	
Select the first, second, and third VSI configuration items and assign objects VSI1, VSI2, and VSI3 respectively, and then set the Membership Type characteristic to Full Mesh Member.


	
Assign the unassigned route target from the group that you selected in the Preferred Route Target Group list.








Creating the Terminations

The Layer 2 VPN termination is the service-provider side of the attachment circuit. It can include configurations based on the Layer 2 VPLS Port Based Termination Configuration specification.

You must create three Terminations; for example Termination 1, Termination 2, and Termination 3. The following procedure describes the steps to create Termination 1. You must repeat these steps for Termination 2 and Termination 3:

	
Create a instance of the Place specification VPLS Switching Termination.


	
Specify a name for the Place specification; for example, Termination 1.


	
Add a VPLS Port-Based Switching Termination configuration to the termination.


	
Assign VSI1 object of the type VSI.


	
Add a Provider Edge Interface configuration item.


	
Assign a PE Interface object of type Data Networking Device Interface that represents the PE customer-facing interface.

This example assumes that the PE and its interfaces are already inventoried and the PE interface and the VSI are on the same data networking device.








Creating the Layer 2 VPN Service

The Layer 2 VPN service includes VPLS networks and VPLS terminations.

You create an entity based on the Layer 2 VPN Service specification to represent the transport service. The specification is accompanied by the configuration specification, Layer 2 VPLS Configuration.

To create a service:

	
Create the Service specification, Layer 2 VPLS Service.


	
Specify a name for the Service specification; for example, ACME VPLS.


	
Add a configuration, Layer 2 VPLS Configuration, to the service.


	
Add a VPLS Service ID configuration item.


	
Under the VPN Transport Terminations folder, add three VPN Terminations configuration items.


	
Select the first, second, and third VPN Termination configuration items and assign objects Termination 1, Termination 2, and Termination 3 respectively.


	
Assign object Layer 2 VPLS Network.


	
Assign the VPLS Service ID.


	
Run state transition on the VPLS


	
Execute the validation rules for the VPLS




Until now, we have created the service provider view of the service request; we created a transport service instance and attached three terminations to that service. In each of the terminations, we captured information modeling the PE interface, which is customer facing. We also captured information about the termination VSI. The service is not complete until we update the customer view of the service, which references this instance.








Linking the Customer View to the Service Provider View

After the transport service is complete, you can return to the customer view to link the two. Linking the views includes:

	
Assigning the Transport Service


	
Assigning Terminations




When these two assignments have been made, the entire Layer 2 VPLS is complete.



Assigning the Transport Service

You assign a Layer 2 VPLS instance to the customer service configuration. This relationship defines the service that is used to enable connectivity between the three customer sites.

In the customer service configuration:

	
Add a Transport Service configuration item to the Transport Services configuration item. Assign the Layer 2 VPLS Service instance you created previously.









Assigning Terminations

You assign a Layer 2 VPLS termination to each customer site. This relationship defines which service-provider termination is used to connect the customer site to the Layer 2 VPLS network.

For each customer site:

	
In the site configuration, assign the appropriate Layer 2 VPLS termination to the Transport Termination configuration item. This configuration item was left undefined when you provisioned the site originally. See "Provisioning the Customer Sites" for more information.




Now we have created the customer view of the service as well as the service provider view of the service; we created a data networking service instance composed of sites, which represents what the end user considers as the service. We also created a transport service composed of networks and terminations, which represents what the service provider considers as the implementation of interconnecting the sites together through terminations.
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