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Get Help

There are a number of ways to learn more about your product and interact with Oracle and other users.

Get Help in the Applications

Use help icons @ to access help in the application. If you don't see any help icons on your page, click your user image
or name in the global header and select Show Help Icons.

Get Support

You can get support at My Oracle Support. For accessible support, visit Oracle Accessibility Learning and Support.

Get Training

Increase your knowledge of Oracle Cloud by taking courses at Oracle University.

Join Our Community

Use Cloud Customer Connect to get information from industry experts at Oracle and in the partner community. You
can join forums to connect with other customers, post questions, suggest ideas for product enhancements, and watch
events.

Learn About Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program. Videos included in
this guide are provided as a media alternative for text-based topics also available in this guide.

Share Your Feedback

We welcome your feedback about Oracle Applications user assistance. If you need clarification, find an error, or just
want to tell us what you found helpful, we'd like to hear from you.

You can email your feedback to oracle_fusion_applications_help_ww_grp@oracle.com.

Thanks for helping us improve our user assistance!
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1 Introduction

Overview of Security Reference

If you are an IT Security Manager, this guide is for you. Use the reference information for implementing security for an
offering in Oracle Applications Cloud. Depending on the needs of your enterprise, determine what works best for your
offering, and make the required configuration changes.

Broadly, the reference information includes these details:
- Abstract and job roles for an offering
Duty roles and the role hierarchy for each job role and abstract role
Privileges that are required to perform duties defined by a duty role
Data security policies for each job role or abstract role
Policies that protect personally identifiable information

To know more about the roles, privileges, and polices and to learn how to implement and administer security for your
offering, refer to your product security guide.

How to Use This Guide

You can review the information in this guide to decide how to assign roles and privileges to specific users. For each role,
you will find these details:

- The role hierarchy that lists the other inherited roles
- Alist of duties assigned to that role
Privileges granted to that role
Data security policies and their implementation scope

Note: The changes you make to the security reference implementation are preserved during upgrades or
maintenance patches.

Common Roles for All Offerings

In this guide, you will find all the common roles that are relevant to all offerings. For information about roles specific to
an offering, see the Security Reference Guide for that offering.

ORACLE
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Advisory Note on Subscription Impact

Assigning predefined roles and privileges as is to users may impact subscription usage, even if you haven't purchased
the subscription. Privileges that are assigned but remain unused can still account for subscription consumption.

Before you assign predefined roles with privileges, evaluate the business needs of your users. Do your users need the
entire role and all its privileges in full scope? Or, do they need the role but only a few of its privileges? Evaluating what
your users need will help you avoid potential security risks and also keep a check on the subscription consumption.

If you want users to have the predefined role in full scope and have purchased all the impacted cloud services, you

can assign the role with privileges as is. For example, only while setting up an application, you may need to assign

the predefined Application Implementation Consultant role as is. Once the setup is complete, you can unassign it.
Otherwise, Oracle recommends that you make a copy of that predefined role, remove the privileges you don't need, and
assign only the required privileges. For a list of all predefined roles with privileges that impact subscription usage, see
the spreadsheet Predefined Roles with Subscription Impact. To give you an example, here's an indicative list of the top
three roles that impact subscription usage:

Employee (ORA_PER_EMPLOYEE_ABSTRACT)
- Application Implementation Consultant (ORA_ASM_APPLICATION_IMPLEMENTATION_CONSULTANT_JOB)
- Contingent Worker (ORA_PER_CONTINGENT_WORKER_ABSTRACT)

Related Topics
» Guidance for Assigning Predefined Roles

ORACLE
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2 What's New

Overview

This release of the offering includes new job roles, abstract roles, duties, aggregate privileges, or privileges.

New Duties

This table lists the new duties for the Common offering.

Duty Role

Administer Public Sector Business License
Required Documents

Administer Public Sector Permit Required
Documents

Administer Public Sector Planning and
Zoning Required Documents

Configure Inventory Barcode Formats
Using Responsive Inventory

Configure Item Transaction Defaults Using
Responsive Inventory

Journey Builder

Manage Public Sector Business License
Required Documents

Manage Public Sector Permit Required
Documents

Manage Public Sector Planning and
Zoning Required Documents

PSC Administer Public Sector Business
License Transaction Confidential Data

ORACLE

Description

Allows users to administer required documents for business licenses.

Allows users to administer required documents for permits.

Allows users to administer required documents for planning and zoning.

Configures inventory barcode formats using the responsive inventory management application.

Configures item transaction defaults using the responsive inventory management application.

Allows users to access journey builder.

Allows users to manage required documents for business licenses.

Allows users to manage required documents for permits.

Allows users to manage required documents for planning and zoning.

Allows users to administer confidential data for business license transactions.
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Duty Role

PSC Manage Public Sector Business
License Transaction Confidential Data

PSC Renew Permits

Service Generative Al User

Service Profile Administration

Description

Chapter 2
What's New

Allows users to manage confidential data for business license transactions.

Allows users to renew expiring permits.

Can use generative Al features across Oracle Fusion Service including but not limited to Service Center,
Knowledge Management and Chat areas. Usage requires access to all generative Al API's essential to

input data and fetch results from the LLM model.

Manages all aspects of the Service Profile object, including deleting a service profile.

New Aggregate Privileges

This table lists the new aggregate privileges for the Common offering.

Aggregate Privilege

Access Journey Console

Purchase Agreement Import Management
Using REST Service

Purchasing Document Import Errors
Viewing Using REST Service

New Privileges

Description

Allows users to access the journey console.

Allows user to call all methods with the Purchase Agreement Import Requests REST service for all rows.

Allows user to call GET method with the Purchasing Document Import Errors REST service for all rows.

This table lists the new privileges for the Common offering.

Granted Role

Cash Management Administration

Cash Management Administration

Configure Inventory Barcode Formats Using
Responsive Inventory

ORACLE

Privilege

Manage Payment Instrument

View Payment Instrument

Configure Inventory Barcode Formats

Description

Allows managing of payment Instruments.

Allows review of payment Instruments.

Allows configuration of inventory management
barcode formats including field names, data
length, data type, and date format.
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Granted Role

Field Service Administrator

Field Service Administrator

Field Service Administrator

Field Service Administrator

Field Service Administrator

Field Service Administrator

Field Service Administrator

Financial Application Administrator

Higher Education Application Administrator

Higher Education Application Administrator

Journey Builder

Journey Builder

Journey Builder

Journey Builder

Journey Builder

Journey Builder

ORACLE

Privilege

Access Addresses Using Web Service

Access Field Parts Inventory Search for
Administrator

Access Field Parts Inventory Transfer Using Web
Service

Access Field Parts Inventory Using Web Service

Access Part Requirements Details for
Administrator

Access Part Requirements Header for
Administrator

Manage Part Requirement Headers Using Web
Service

Archive Financials Business Objects

Manage Student Management Calendars

View Student Management Calendars

Manage Journey Category Security

Manage Journey Configurations

Manage Journey Integrations

Manage Journey Scheduled Allocations

Manage Journey Task Groups

Manage Journey Task Library

Chapter 2
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Description

Allows the user to access customer addresses
using a service.

Allows the administrator to search for field
parts inventory in the search page.

Allows the user to access
fieldPartTransactionActions Type in the field
parts inventory Transfer Ul using a service.

Allows the user to access field parts inventory
using a service.

Allows the field service administrator to access
the Part Requirements details page.

Allows the field service administrator to access
the Part Requirements header pages.

Allows the user to manage part requirement
headers using a service.

Allows archive of Financials business objects.

Allows managing of student management
calendars.

Allows viewing of student management
calendars.

Allows management of journey category
security.

Allows management of journey configurations.

Allows management of journey integrations.

Allows management of journey scheduled
allocations.

Allows management of journey task groups.

Allows management of journey task library.
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Granted Role

Maintenance Management Web Service

Maintenance Management Web Service

Manage Public Sector Business License
Required Documents

Manage Public Sector Permit Required
Documents

Manage Public Sector Planning and Zoning
Required Documents

Master Data Management Application
Administrator

PSC Agency Staff

PSC Building Inspector

PSC Code Enforcement Application

Administrator

PSC Code Enforcement Application

Administrator

PSC Code Enforcement Officer

PSC Code Enforcement Officer

PSC Code Enforcement Technician

PSC Code Enforcement Technician

PSC Permits Application Administrator

PSC System Administrator

ORACLE

Privilege

Get Maintenance Work Order Materials by
Service

Get Maintenance Work Order Resources by

Service

Manage Required Documents

Manage Required Documents

Manage Required Documents

Run Link Management Process

View Required Documents

Run Public Sector Duration by Status Report

Run Public Sector Code Enforcement Hearing

Agenda Report

Run Public Sector Duration by Status Report

Run Public Sector Code Enforcement Hearing

Agenda Report

Run Public Sector Duration by Status Report

Run Public Sector Code Enforcement Hearing

Agenda Report

Run Public Sector Duration by Status Report

Run Public Sector Duration by Status Report

Run Public Sector Code Enforcement Hearing
Agenda Report

Chapter 2
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Description

Allow the query of maintenance work order
materials using a service.

Allow the query of maintenance work order
resources using a service.

Allows agency staff to manage the required
documents.

Allows agency staff to manage the required
documents.

Allows agency staff to manage the required
documents.

Allows scheduling and monitoring of link
management process jobs.

Allows agency staff to view the required
documents.

Allows users to run the duration by status
report.

Allows users to run the code enforcement
hearing agenda report.

Allows users to run the duration by status
report.

Allows users to run the code enforcement
hearing agenda report.

Allows users to run the duration by status
report.

Allows users to run the code enforcement
hearing agenda report.

Allows users to run the duration by status
report.

Allows users to run the duration by status
report.

Allows users to run the code enforcement
hearing agenda report.
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Granted Role

PSC System Administrator

Product Hub Administration

Project Application Administrator

Project Application Administrator

Project Integration Specialist

Project Integration Specialist

Purchasing Administration

Service Generative Al User

Service Generative Al User

Service Generative Al User

Service Profile Administration

Service Profile Administration

Service Profile Administration

ORACLE

Privilege

Run Public Sector Duration by Status Report

Get Item Rule Set Rest

Manage Contract Bill Rate Overrides Service

Manage Project Task Cost Rate Overrides
Service

Manage Contract Bill Rate Overrides Service

Manage Project Task Cost Rate Overrides
Service

Manage Special Handling Type

Chat Knowledge Article Summary Extraction
Service

Chat Transcript Summary Service for Transfers
and Conferences

Generative Al Wrap Up Summary Service

Edit Service Profile Technician Access Schedule

Edit Service Profile Technician Preferences

Edit Work Order Technician Access Schedule

Chapter 2
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Description

Allows users to run the duration by status
report.

Allows query access to item rule sets through
the REST APL.

Allows access to the Contract Project and Task
Bill Rate Overrides REST service for viewing
and creating bill rate overrides for a contract bill
plan or revenue plan.

Allows access to the Project and Task Cost Rate
Overrides REST service for viewing and creating
cost rate overrides for a project.

Allows access to the Contract Project and Task
Bill Rate Overrides REST service for viewing
and creating bill rate overrides for a contract bill
plan or revenue plan.

Allows access to the Project and Task Cost Rate
Overrides REST service for viewing and creating
cost rate overrides for a project.

Allows a procurement administrator to manage
special handling types.

Allows for a generative Al-created answer
extraction of Knowledge Management articles
that can be included in chat messages along
with a link to the source document.

Allows for the creation of a generative Al
chat transcript summary that will be passed
to agents when receiving chat transfer or
conference offers.

Allows for the creation of a generative Al
summary that will be inserted into wrap up
notes at the end of an interaction.

Allows editing of a technician access schedule
on the service profile.

Allows editing of a technician preference.

Allows editing of a technician access schedule
on the work order.
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Granted Role

Service Profile Administration

Service Profile Administration

Service Request Administrator

Service Request Administrator

Service Request Administrator

Service Request Administrator

Service Request Administrator

Service Request Administrator

Service Request Administrator

Service Request Administrator

Subscription Amendment

Subscription Amendment

Subscription Amendment

Subscription Amendment

Subscription Authoring

Subscription Authoring

Subscription Authoring

ORACLE

Privilege

View Technician Access Schedules

View Technician Preferences

Delete Service Request Attachment

Edit Service Profile Technician Access Schedule

Edit Service Profile Technician Preferences

Edit Work Order Technician Access Schedule

Manage Technician Access Schedules

Manage Technician Preferences

View Technician Access Schedules

View Technician Preferences

Adjust Allowances, Estimates, and

Commitments

Create Credit Memo

Manage Ad-hoc True-ups

Manage Balance Register

Adjust Allowances, Estimates, and

Commitments

Create Credit Memo

Manage Ad-hoc True-ups

Chapter 2
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Description

Allows viewing of a technician access
schedules.

Allows viewing of a technician preference.

Allows deleting an attachment from an SR or SR
message.

Allows editing of a technician access schedule
on the service profile.

Allows editing of a technician preference.

Allows editing of a technician access schedule
on the work order.

Allows the user to manage technician access
schedules.

Allows the user to manage technician
preferences.

Allows viewing of a technician access
schedules.

Allows viewing of a technician preference.

Adjust quantity or amount for an allowance,
estimate, or commitment for a period.

Allows creation of credit memo from
subscription management

Mange Ad-hoc True-up values for an estimate
period

Manage balance register operations

Adjust quantity or amount for an allowance,
estimate, or commitment for a period.

Allows creation of credit memo from
subscription management

Mange Ad-hoc True-up values for an estimate
period
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Granted Role Privilege Description
Subscription Authoring Manage Balance Register Manage balance register operations
9
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5 Roles

Application Administrator (Job Role)

Provides enterprise-wide application administration. Collaborates with specific application administrators to maintain
consistent enterprise application setup, architecture, information, rules, and access.

Role Hierarchy

The Application Administrator job role directly and indirectly inherits these roles.
- Application Administrator
o Application Deployment Administration
o Application Registration
o Functional Setup Objects Provider
o Functional Setups
o Manage data for Configuration Set Migration

Duties

This table lists the duties assigned directly and indirectly to the Application Administrator job role.

Duty Role Description

Application Deployment Administration Manages application instance configurations and enterprise applications.

Application Registration Maintains application metadata such as provisioning configurations, enterprise applications, domains,
and application components such as pillars, environment types, module types, and middleware
components.

Functional Setup Objects Provider Maintains setup metadata such as offerings, options, features, setup tasks and task lists.

Functional Setups Uses the functional user overview, and assigned tasks, and task lists.

Manage data for Configuration Set Allows to upload and download configuration set data.

Migration

n
ORACLE
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Privileges

This table lists privileges granted to duties of the Application Administrator job role.

Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Administer Sandbox

Configure Help System Settings

Create About Page Report

Create and Edit Backends for Visual
Builder Studio

Define Endpoint and Security
Policy Information

Grant Search Framework Manager
Permissions

Chapter 3
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Privilege Description

Allows administration of all
sandboxes.

Allows setting of options for the
help features available at the site.

Create About Page Report

Allows creation and editing of
backends for the Visual Builder
Studio extensions.

Allows definition of endpoint and
security policy information for an
enterprise application.

Allows granting permission to a
user to manage search framework
index metadata, using REST
Service.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Import Applications Common
Sandbox

Manage All Application Profile
Values

Manage Alternate Words

Manage Application Activity
Stream Configuration

Manage Application Attachment

Manage Application Attachment
Category

Manage Application Attachment
Entity

Chapter 3
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Privilege Description

Privilege to Import Applications
Common Sandbox

Allows management of all
application profile option settings
and values at various levels to
control application behavior.

Allows management of a list of
user keywords and the synonyms
that match them when a global
search is run.

Allows access to set options that
determine the types of activities
to be displayed in the Activity
Stream regions in Oracle Fusion
Applications.

Allows to manage application
attachment.

Manage application attachment
categories

Manage application attachment
entities

13
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to

Privilege

Manage Application Attachment
Trusted Status

Manage Application Common
Lookup

Manage Application Data Security
Policy

Manage Application Database
Resource

Manage Application Descriptive
Flexfield

Manage Application Descriptive
Flexfield Registration

Manage Application Document
Sequence

Chapter 3
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Privilege Description

Allows to manage the trusted
status of an attachment.

Not Available

Allows management of security
policies that restrict access to
functions and data, such as
preventing particular values
from being accessed in a chart of
account segment.

Manage application database
resources for data security

Allows management of application
descriptive flexfields.

Register and enable Descriptive
Flexfield feature on a given entity.
A descriptive flexfield defines the
meaning and validation for a set
of generic attribute columns on

a particular entity. The customer
can define these fields for their
business purpose. Descriptive
Flexifield definition includes
assigning names/descriptions and
validation to some or all of the
generic columns.

Manage implementation of
Application Document Sequences.
Document Sequences are
identifiers guarenteed to be
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Manage Application Document

Sequence Category

Manage Application Extensible
Flexfield

Manage Application Extensible
Flexfield Registration

Manage Application Flexfield Value
Set

Manage Application Key Flexfield

Manage Application Key Flexfield
Registration

Chapter 3
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Privilege Description

unique, time-ordered, and gapless.
This is in contrast to a database
sequence which (for performance
purposes) may contain gaps

and which might not be ordered
by time of document creation.
Examples would include ID
numbers for traffic tickets or
other legal documents where
gaps in the record may trigger an
investigation.

Manage document sequence
categories

Manage implementation of the
Extensible Flexfield feature on a
given entity.

Register and enable Extensible
Flexfield feature on a given entity.

Allows management of value sets
to validate the content of a flexfield
segment. Value sets provide
declarative validation for use in
applications flexfield attributes and
key segments.

Allows management of application
key flexfields.

Register and enable Key Flexfield
feature on a given entity. The
key flexfield structure details

are defined at the customer site
according to the business needs
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage Application Menu
Customization

Manage Application Message

Manage Application Profile
Category

Manage Application Profile Option

Manage Application Reference
Data Set

Manage Application Reference
Data Set Assignment

Chapter 3
Roles

Privilege Description

of that customer. Key Flexfields
are used to implement "intelligent
keys" such as a company account
number or product number.

Manage application menu
customizations

Manage an end-user message,
shown in the User Interface.
Messages can have different
types, such as Error, Warning,
Information. Messages are
translated and can be re-used
across products. Exampe: "File not
found", "Table '&TABLE' does not
exist".

Manage application profile option
categories

Manage Application Profile
Options: Manage the level the
value can be changed

Manage Application Reference
Data set. Maintain reference data
set attributes.

Manage Application Reference
Data Set Assignments. Create
and edit reference data set
assignments.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage Application Set-Enabled
Lookup

Manage Application Standard

Lookup

Manage Application Taxonomy

Manage Application Tree

Manage Application Tree Label

Manage Application Tree Structure

Manage Applications Core
Attachment Undo Checkout

Chapter 3
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Privilege Description

Manage sub-type entities stored

in the Application Set-Enabled
Lookup entity. Lookup Types are
lists of values such as Days of the
Week or Yes/No which can be used
to validate column values.

Manage sub-type entities stored in
the Application Standard Lookup
Values entity. Lookup Types are
lists of values such as "Days of the
Week" or "Yes/No" which can be
used to validate columns values.

Manage hierarchical classification
of Applications Taxonomy tree. A
node in the Application Taxonomy
Tree can be a Product Line, Product
Family, Product or Logical Business
Area.

Manage application trees and tree

versions

Manage application tree labels

Manage application tree structures

Manage Application Attachment
Undo Checkout
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Granted Role Granted Role Description

Application Administrator Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,

information, rules, and access.

Application Administrator Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,

information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Application Administrator

Application Administrator Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,

information, rules, and access.

Application Administrator Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,

information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Application Administrator

Application Administrator Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,

information, rules, and access.

ORACLE

Privilege

Manage Audit Policies

Manage File Import and Export

Manage Global Menus

Manage Global Template
Customization

Manage Horizontal Extensions

Manage Incoming Configuration
Set

Manage My Application Profile
Values

Chapter 3
Roles

Privilege Description

Allows to select the business object
attributes to audit for Oracle Fusion
Applications, and set audit levels
for other Oracle products.

Privilege to manage import and
export of files.

Allows review of the Navigator
menu.

Allows edits to the global page
template.

Manage Horizontal Extensions

Allows upload and application of
configuration sets.

Manage My Application Profile
Values. Access to manage profile
values at the user level.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage Navigator Menu Structure

Manage Outgoing Configuration
Set

Manage Read-Only Schema
Column Masking

Manage Scheduled Job Definition

Manage Scheduled Processes Work

Area

Manage Suggestion Groups

Manage Themes

Chapter 3
Roles

Privilege Description
Allows access to Structure work

area that is used to configure the
Navigator.

Allows creation and download of
configuration sets.

Configure the columns in the read-
only schema that must be masked
for users.

Manage the definition of a

Scheduled Job

Manage Scheduled Processes

workarea.

Manage Suggestion Groups

Allows to access Themes Editor.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage User Interface Text

Perform Data Migration

Privilege to control setup of global
search

Publish Applications Common
Sandbox

Record and View Issue

Set Issue Recording Advanced
Options

Set Supportability Level

Chapter 3
Roles

Privilege Description

Allows to manage user interface
text.

Privilege to perform all data
migration tasks.

Privilege to control setup of global
search

Privilege to Publish Applications
common Sandbox

Allows recording of issues and
viewing of information about the
recordings.

Allows update of advanced options
when recording an issue

Privilege to set the supportablity
level for troubleshooting.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Privilege

Set Watchlist Options

View About Page Report

View Batch Jobs

View Version Information

Activate Optional Enterprise
Application

Manage Application Instance

Manage Application Portlet

Registration

Manage Database

Manage Deployed Domain

Chapter 3
Roles

Privilege Description
Allows specification of the

Watchlist categories and items
available at the site.

Allows viewing the report
containing information about the

page.

View ESS Batch jobs.

Allows viewing the build version
details.

Allows activating optional
enterprise applications.

Allows management of application
instances.

Allows management of application
portlet registration.

Allows management of databases.

Allows management of deployed
domains.
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Granted Role

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Privilege

Manage Enterprise Environment

Review Topology Hierarchy

Setup and Maintain Applications

Manage Cluster

Manage Composites

Manage Data Source

Manage Domain

Manage Enterprise Application

Chapter 3
Roles

Privilege Description

Allows management of enterprise

environments.

Allows review of topology
hierarchies for enterprise
applications.

Allows access to the Setup and
Maintenance work area.

Allows management of clusters.

Allows management of
composites.

Allows management of data
sources.

Allows management of domains.

Allows management of enterprise

applications.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Privilege

Manage Environment Type

Manage Logical Module

Manage Managed Server

Manage Middleware Component

Manage Module Type

Manage Pillar

Chapter 3
Roles

Privilege Description

Allows management of
environment types.

Allows management of program
logical modules for an enterprise
application

Allows management of managed

servers.

Allows management of middleware
components.

Allows management of module
types.

Allows management of pillars.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

ORACLE

Granted Role Description

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Privilege

Manage Provision Configuration

Manage Third Party Applications

Setup and Maintain Applications

View Topology Objects Overview

Manage Application Store

Manage Business Process

Manage Feature

Manage Logical Entity

Manage Oracle Fusion Application
Offerings and Functional Areas

Chapter 3
Roles

Privilege Description

Allows management of provision
configurations.

Allows management of third party
applications.

Allows access to the Setup and
Maintenance work area.

Provides overall state of application
topology.

Allows management of application
stores.

Allows management of business
processes.

Allows management of features.

Allows management of certain
business objects.

Allows management of offerings
and functional areas.
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Granted Role

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setups

Functional Setups

Functional Setups

Functional Setups

Granted Role Description

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Data Security Policies

Privilege

Manage Quick Setup

Manage Solution Bundles

Manage Task List

Setup and Maintain Applications

Execute Setup Tasks

Review Applications Offering

Review Setups Functional User

Overview

Setup and Maintain Applications

Chapter 3
Roles

Privilege Description

Allows management of quick
setup.

Allows management of solution
bundles.

Allows management of task lists
and tasks.

Allows access to the Setup and
Maintenance work area.

Allows setup task execution and
searching of tasks and tasks lists.

Provides access to the Getting
Started page.

Allows access to the Assigned
Implementation Tasks page.

Allows access to the Setup and
Maintenance work area.

This table lists data security policies and their enforcement across analytics application for the Application

Administrator job role.

Business Object

Application Attachment Category

Application Attachment Category

ORACLE

Policy Description

A Application Administrator can delete

Policy Store Implementation

application attachment category for all

miscelleneous category attachments data

A Application Administrator can manage

Role: Application Administrator

Privilege: Delete Application Attachment

Resource: Application Attachment Category

application attachment category for all

applications common applications data

Role: Application Administrator

Privilege: Manage Application Attachment

Category (Data)
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Business Object

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

ORACLE

Policy Description

A Application Administrator can manage
application attachment category for all crm
applications data

A Application Administrator can manage
application attachment category for all
financials applications data

A Application Administrator can manage
application attachment category for all hcm
applications data

A Application Administrator can manage
application attachment category for all ic
applications data

A Application Administrator can manage
application attachment category for all
procurement applications data

A Application Administrator can manage
application attachment category for all projects
applications data

A Application Administrator can manage
application attachment category for all scm
applications data

A Application Administrator can update
application attachment category for all
miscelleneous category attachments data

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Update Application Attachment
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Business Object

Application Attachment Category

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

ORACLE

Policy Description

A Application Administrator can view
application attachment category for all
miscelleneous category attachments data

A Application Administrator can manage
application attachment entity for all
applications common applications data

A Application Administrator can manage
application attachment entity for all crm
applications data

A Application Administrator can manage

application attachment entity for all financials

applications data

A Application Administrator can manage
application attachment entity for all hcm
applications data

A Application Administrator can manage
application attachment entity for all ic
applications data

A Application Administrator can manage
application attachment entity for all
procurement applications data

A Application Administrator can manage

application attachment entity for all projects

applications data

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Category

Role: Application Administrator
Privilege: Read Application Attachment

Resource: Application Attachment Category

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)
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Business Object

Application Attachment Entity

Application Diagnostic Test

Application Document Sequence Category

Application Document Sequence Category

Application Document Sequence Category

Application Document Sequence Category

Application Objects

ORACLE

Policy Description

A Application Administrator can manage
application attachment entity for all scm
applications data

A Application Administrator can execute
application diagnostic test for all tests

A Application Administrator can manage
application document sequence category for all
applications common applications data

A Application Administrator can manage
application document sequence category for all
procurement applications data

A Application Administrator can manage
application document sequence category for all
projects applications data

A Application Administrator can manage
application document sequence category for all
scm applications data

A Application Administrator can manage
application objects for all applications common
objects

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Administrator

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test

Role: Application Administrator

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Administrator

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Administrator

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Administrator

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category

Role: Application Administrator

Privilege: Manage Application Objects (Data)

Resource: Application Objects
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Business Object Policy Description Policy Store Implementation
Application Objects A Application Administrator can manage Role: Application Administrator
application objects for all customer relationship
management application objects Privilege: Manage Application Objects (Data)

Resource: Application Objects

Application Objects A Application Administrator can manage Role: Application Administrator
application objects for all financial supply chain
manufacturing application objects Privilege: Manage Application Objects (Data)

Resource: Application Objects

Application Objects A Application Administrator can manage Role: Application Administrator
application objects for all human capital
management application objects Privilege: Manage Application Objects (Data)

Resource: Application Objects

Application Developer (Job Role)

Provides enterprise-wide application administration needed for configuring and extending applications.

Role Hierarchy

The Application Developer job role directly and indirectly inherits these roles.
- Application Developer
o Application Deployment Administration
o Application Registration
o Application World Reference Administration
o Bl Publisher Data Model Developer
o Functional Setup Objects Provider

o Functional Setups
Duties

This table lists the duties assigned directly and indirectly to the Application Developer job role.

29
ORACLE



Oracle Fusion Cloud Applications

Security Reference for Common Features

Duty Role

Application Deployment Administration

Application Registration

Application World Reference
Administration

Bl Publisher Data Model Developer

Functional Setup Objects Provider

Functional Setups

Privileges

Description

Chapter 3
Roles

Manages application instance configurations and enterprise applications.

Maintains application metadata such as provisioning configurations, enterprise applications, domains,
and application components such as pillars, environment types, module types, and middleware

components.

Manages application reference industry, territory, time zone, currency, and language, including natural

and ISO language.

Grants permission to create or edit data modes in Bl Publisher

Maintains setup metadata such as offerings, options, features, setup tasks and task lists.

Uses the functional user overview, and assigned tasks, and task lists.

This table lists privileges granted to duties of the Application Developer job role.

Granted Role

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

ORACLE

Granted Role Description

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Privilege

Activate Optional Enterprise
Application

Manage Application Instance

Manage Application Portlet

Registration

Manage Database

Manage Deployed Domain

Manage Enterprise Environment

Privilege Description

Allows activating optional
enterprise applications.

Allows management of application
instances.

Allows management of application
portlet registration.

Allows management of databases.

Allows management of deployed
domains.

Allows management of enterprise
environments.
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Granted Role

Application Deployment
Administration

Application Deployment
Administration

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed

Privilege

Review Topology Hierarchy

Setup and Maintain Applications

Administer Sandbox

Configure Help System Settings

Define Endpoint and Security
Policy Information

Grant Search Framework Manager
Permissions

Import Applications Common
Sandbox

Manage All Application Profile
Values

Manage Alternate Words

Manage Application Activity
Stream Configuration

Manage Application Attachment
Category

Chapter 3
Roles

Privilege Description

Allows review of topology
hierarchies for enterprise
applications.

Allows access to the Setup and
Maintenance work area.

Allows administration of all
sandboxes.

Allows setting of options for the
help features available at the site.

Allows definition of endpoint and
security policy information for an
enterprise application.

Allows granting permission to a
user to manage search framework
index metadata, using REST
Service.

Privilege to Import Applications
Common Sandbox

Allows management of all
application profile option settings
and values at various levels to
control application behavior.

Allows management of a list of
user keywords and the synonyms
that match them when a global
search is run.

Allows access to set options that
determine the types of activities
to be displayed in the Activity
Stream regions in Oracle Fusion
Applications.

Manage application attachment
categories

31



Oracle Fusion Cloud Applications

Security Reference for Common Features

Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Application Attachment
Entity

Manage Application Common
Lookup

Manage Application Data Security
Policy

Manage Application Database
Resource

Manage Application Descriptive
Flexfield

Manage Application Descriptive
Flexfield Registration

Manage Application Document
Sequence

Chapter 3
Roles

Privilege Description

Manage application attachment
entities

Not Available

Allows management of security
policies that restrict access to
functions and data, such as
preventing particular values
from being accessed in a chart of
account segment.

Manage application database
resources for data security

Allows management of application
descriptive flexfields.

Register and enable Descriptive
Flexfield feature on a given entity.
A descriptive flexfield defines the
meaning and validation for a set
of generic attribute columns on

a particular entity. The customer
can define these fields for their
business purpose. Descriptive
Flexifield definition includes
assigning names/descriptions and
validation to some or all of the
generic columns.

Manage implementation of
Application Document Sequences.
Document Sequences are
identifiers guarenteed to be
unique, time-ordered, and gapless.
This is in contrast to a database
sequence which (for performance
purposes) may contain gaps

and which might not be ordered
by time of document creation.
Examples would include ID
numbers for traffic tickets or
other legal documents where
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Application Document
Sequence Category

Manage Application Extensible
Flexfield

Manage Application Extensible
Flexfield Registration

Manage Application Flexfield Value
Set

Manage Application Key Flexfield

Manage Application Key Flexfield
Registration

Manage Application Menu
Customization

Manage Application Message

Chapter 3
Roles

Privilege Description

gaps in the record may trigger an
investigation.

Manage document sequence
categories

Manage implementation of the
Extensible Flexfield feature on a
given entity.

Register and enable Extensible
Flexfield feature on a given entity.

Allows management of value sets
to validate the content of a flexfield
segment. Value sets provide
declarative validation for use in
applications flexfield attributes and
key segments.

Allows management of application
key flexfields.

Register and enable Key Flexfield
feature on a given entity. The

key flexfield structure details

are defined at the customer site
according to the business needs
of that customer. Key Flexfields
are used to implement "intelligent
keys" such as a company account
number or product number.

Manage application menu
customizations

Manage an end-user message,
shown in the User Interface.
Messages can have different
types, such as Error, Warning,
Information. Messages are
translated and can be re-used
across products. Exampe: "File not
found", "Table '&TABLE' does not
exist".
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed

Privilege

Manage Application Profile
Category

Manage Application Profile Option

Manage Application Reference

Data Set

Manage Application Reference
Data Set Assignment

Manage Application Set-Enabled
Lookup

Manage Application Standard
Lookup

Manage Application Taxonomy

Manage Application Tree

Manage Application Tree Label

Manage Application Tree Structure

Chapter 3
Roles

Privilege Description

Manage application profile option
categories

Manage Application Profile
Options: Manage the level the
value can be changed

Manage Application Reference
Data set. Maintain reference data
set attributes.

Manage Application Reference
Data Set Assignments. Create
and edit reference data set
assignments.

Manage sub-type entities stored

in the Application Set-Enabled
Lookup entity. Lookup Types are
lists of values such as Days of the
Week or Yes/No which can be used
to validate column values.

Manage sub-type entities stored in
the Application Standard Lookup
Values entity. Lookup Types are
lists of values such as "Days of the
Week" or "Yes/No" which can be
used to validate columns values.

Manage hierarchical classification
of Applications Taxonomy tree. A
node in the Application Taxonomy
Tree can be a Product Line, Product
Family, Product or Logical Business
Area.

Manage application trees and tree
versions

Manage application tree labels

Manage application tree structures
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Audit Policies

Manage File Import and Export

Manage Incoming Configuration
Set

Manage My Application Profile
Values

Manage Outgoing Configuration
Set

Manage Scheduled Job Definition

Manage Scheduled Processes Work

Area

Manage Suggestion Groups

Manage Web Service Information

Manage Webservices catalog

Chapter 3
Roles

Privilege Description

Allows to select the business object
attributes to audit for Oracle Fusion
Applications, and set audit levels
for other Oracle products.

Privilege to manage import and
export of files.

Allows upload and application of
configuration sets.

Manage My Application Profile
Values. Access to manage profile
values at the user level.

Allows creation and download of
configuration sets.

Manage the definition of a
Scheduled Job

Manage Scheduled Processes
workarea.

Manage Suggestion Groups

Allows extraction, loading, and
discovery of application Web
service information on an Oracle
Sales Cloud instance.

Privilege to Manage webservices
catalog
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,

Privilege

Perform Data Migration

Privilege to control setup of global

search

Publish Applications Common

Sandbox

Set Supportability Level

View Administration Link

View Batch Jobs

Manage Cluster

Manage Composites

Manage Data Source

Chapter 3
Roles

Privilege Description

Privilege to perform all data
migration tasks.

Privilege to control setup of global
search

Privilege to Publish Applications
common Sandbox

Privilege to set the supportablity
level for troubleshooting.

Privilege to view administration

link in Ul shell

View ESS Batch jobs.

Allows management of clusters.

Allows management of
composites.

Allows management of data
sources.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Privilege

Manage Domain

Manage Enterprise Application

Manage Environment Type

Manage Logical Module

Manage Managed Server

Manage Middleware Component

Chapter 3
Roles

Privilege Description

Allows management of domains.

Allows management of enterprise
applications.

Allows management of
environment types.

Allows management of program
logical modules for an enterprise
application

Allows management of managed
servers.

Allows management of middleware
components.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application World Reference
Administration

ORACLE

Granted Role Description

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Manages application reference
industry, territory, time zone,

Privilege

Manage Module Type

Manage Pillar

Manage Provision Configuration

Manage Third Party Applications

Setup and Maintain Applications

View Topology Objects Overview

Manage Application Reference
Currency

Chapter 3
Roles

Privilege Description

Allows management of module
types.

Allows management of pillars.

Allows management of provision
configurations.

Allows management of third party
applications.

Allows access to the Setup and
Maintenance work area.

Provides overall state of application
topology.

Manage currencies used by
applications.
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Granted Role

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

ORACLE

Granted Role Description

currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Privilege

Manage Application Reference ISO
Language

Manage Application Reference
Industry

Manage Application Reference
Language

Manage Application Reference
Natural Language

Manage Application Reference
Territory

Manage Application Reference
Timezone

Manage Application Store

Manage Business Process

Manage Feature

Manage Logical Entity

Manage Oracle Fusion Application
Offerings and Functional Areas

Chapter 3
Roles

Privilege Description

Manage ISO Languages used by
applications.

Manage Industries used by
applications

Manage Languages used by
applications

Manage Natural Languages used
by applications

Manage Territories used by
applications

Manage Timezones used by
applications

Allows management of application
stores.

Allows management of business
processes.

Allows management of features.

Allows management of certain
business objects.

Allows management of offerings
and functional areas.
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Granted Role

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setups

Functional Setups

Functional Setups

Functional Setups

Granted Role Description

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Uses the functional user overview,
and assigned tasks, and task lists.

Data Security Policies

Privilege

Manage Quick Setup

Manage Solution Bundles

Manage Task List

Setup and Maintain Applications

Execute Setup Tasks

Review Applications Offering

Review Setups Functional User

Overview

Setup and Maintain Applications

Chapter 3
Roles

Privilege Description

Allows management of quick
setup.

Allows management of solution
bundles.

Allows management of task lists
and tasks.

Allows access to the Setup and
Maintenance work area.

Allows setup task execution and
searching of tasks and tasks lists.

Provides access to the Getting
Started page.

Allows access to the Assigned
Implementation Tasks page.

Allows access to the Setup and
Maintenance work area.

This table lists data security policies and their enforcement across analytics application for the Application Developer

job role.

Business Object

Application Attachment Category

Application Attachment Category

ORACLE

Policy Description

A Application Developer can delete application

Policy Store Implementation

attachment category for all miscelleneous

category attachments data

A Application Developer can manage

Role: Application Developer

Privilege: Delete Application Attachment

Resource: Application Attachment Category

application attachment category for all

applications common applications data

Role: Application Developer

Privilege: Manage Application Attachment

Category (Data)
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Business Object

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

Application Attachment Category

ORACLE

Policy Description

A Application Developer can manage
application attachment category for all crm
applications data

A Application Developer can manage
application attachment category for all
financials applications data

A Application Developer can manage
application attachment category for all hcm
applications data

A Application Developer can manage
application attachment category for all ic
applications data

A Application Developer can manage
application attachment category for all
procurement applications data

A Application Developer can manage
application attachment category for all projects
applications data

A Application Developer can manage
application attachment category for all scm
applications data

A Application Developer can update application
attachment category for all miscelleneous
category attachments data

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Category (Data)

Resource: Application Attachment Category

Role: Application Developer

Privilege: Update Application Attachment
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Business Object

Application Attachment Category

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

Application Attachment Entity

ORACLE

Policy Description

A Application Developer can view application
attachment category for all miscelleneous
category attachments data

A Application Developer can manage
application attachment entity for all
applications common applications data

A Application Developer can manage
application attachment entity for all crm
applications data

A Application Developer can manage
application attachment entity for all financials
applications data

A Application Developer can manage
application attachment entity for all hcm
applications data

A Application Developer can manage
application attachment entity for all ic
applications data

A Application Developer can manage
application attachment entity for all
procurement applications data

A Application Developer can manage
application attachment entity for all projects
applications data

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Category

Role: Application Developer
Privilege: Read Application Attachment

Resource: Application Attachment Category

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)
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Business Object

Application Attachment Entity

Application Diagnostic Test

Application Document Sequence Category

Application Document Sequence Category

Application Document Sequence Category

Application Document Sequence Category

Application Objects

ORACLE

Policy Description

A Application Developer can manage
application attachment entity for all scm
applications data

A Application Developer can execute
application diagnostic test for all tests

A Application Developer can manage
application document sequence category for all
applications common applications data

A Application Developer can manage
application document sequence category for all
procurement applications data

A Application Developer can manage
application document sequence category for all
projects applications data

A Application Developer can manage
application document sequence category for all
scm applications data

A Application Developer can manage
application objects for all applications common
objects

Chapter 3
Roles

Policy Store Implementation

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Manage Application Attachment
Entity (Data)

Resource: Application Attachment Entity

Role: Application Developer

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test

Role: Application Developer

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Developer

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Developer

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category
Role: Application Developer

Privilege: Manage Application Document
Sequence Category (Data)

Resource: Application Document Sequence
Category

Role: Application Developer

Privilege: Manage Application Objects (Data)

Resource: Application Objects
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Business Object Policy Description

Application Objects A Application Developer can manage
application objects for all customer relationship
management application objects

Application Objects A Application Developer can manage
application objects for all financial supply chain
manufacturing application objects

Application Objects A Application Developer can manage
application objects for all human capital
management application objects

Chapter 3
Roles

Policy Store Implementation

Role: Application Developer
Privilege: Manage Application Objects (Data)

Resource: Application Objects

Role: Application Developer
Privilege: Manage Application Objects (Data)

Resource: Application Objects

Role: Application Developer
Privilege: Manage Application Objects (Data)

Resource: Application Objects

Application Diagnostics Administrator (Job Role)

Manages diagnostic tests and data.

ORACLE
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Role Hierarchy

The Application Diagnostics Administrator job role directly and indirectly inherits these roles.

- Application Diagnostics Administrator
o Application Diagnostics Administration
- Application Diagnostic Run Data Maintenance
- Application Diagnostic Tag Maintenance
- Application Diagnostic Test Maintenance
- Application Diagnostics Advanced User
o Application Diagnostic Test Scheduling

o Application Diagnostics Regular User
- Application Diagnostic Test Execution
- Application Diagnostics Viewer
- Application Diagnostic Test Reporting
o Application Diagnostics Advanced User
- Application Diagnostics Advanced User
o Application Diagnostic Test Scheduling

o Application Diagnostics Regular User
- Application Diagnostic Test Execution
- Application Diagnostics Viewer
- Application Diagnostic Test Reporting
- Application Diagnostics Data Advanced
- Application Diagnostics Regular User
o Application Diagnostics Data Regular

o Application Diagnostics Regular User
- Application Diagnostic Test Execution
- Application Diagnostics Viewer
- Application Diagnostic Test Reporting
o Application Diagnostics Viewer
- Application Diagnostics Data Viewer
- Application Diagnostics Viewer
- Application Diagnostic Test Reporting
o Application Diagnostics Data Administration

Duties

This table lists the duties assigned directly and indirectly to the Application Diagnostics Administrator job role.

ORACLE

Chapter 3
Roles

45



Oracle Fusion Cloud Applications

Chapter 3

Security Reference for Common Features Roles

Duty Role

Application Diagnostic Run Data
Maintenance

Application Diagnostic Tag Maintenance
Application Diagnostic Test Execution
Application Diagnostic Test Maintenance
Application Diagnostic Test Reporting
Application Diagnostic Test Scheduling

Application Diagnostics Administration
Application Diagnostics Advanced User

Application Diagnostics Data
Administration

Application Diagnostics Data Advanced
Application Diagnostics Data Regular
Application Diagnostics Data Viewer

Application Diagnostics Regular User

Application Diagnostics Viewer

Privileges

Description

Manages enterprise-wide application administration of diagnostic tests and tags, Maintains test runs,
including the ability to purge test runs and test reports, and cancels runaway test runs submitted by
any user.

Creates and deletes diagnostic tags and tag values.

Selects and runs diagnostic tests, enters input parameters for diagnostic test runs.

Registers diagnostic tests, assigns and unassigns tag values.

Reviews diagnostic test run status and test reports.

Selects and schedules diagnostic tests, enters input parameters for diagnostic test runs.

Maintains diagnostic tests, tags. and values. Selects, runs, schedules, and maintains diagnostic test
runs, reviews diagnostic test status and reports, adds diagnostic test results to application incidents.

Selects, runs, and schedules diagnostic tests, reviews diagnostic test status and reports, and adds
diagnostic test results to application incidents.

Runs all diagnostics test data, manages tag data, and views test result data for all tests associated with
administration user.

Runs application diagnostic test data and views resulting reports, associated with advanced users.

Runs application diagnostic test data and views application diagnostic test report data.

Views application diagnostic test report data.

Selects and runs diagnostic tests. Reviews diagnostic test status and reports. Does not schedule
diagnostic tests or add test results to application incidents.

Reviews diagnostic test run status and test results.

This table lists privileges granted to duties of the Application Diagnostics Administrator job role.

Granted Role Granted Role Description Privilege Privilege Description
Application Diagnostic Run Data Manages enterprise-wide Cancel Application Diagnostic Test = Privilege to cancel a test run
Maintenance application administration Run Submitted By Any User submitted by any user. This allows

ORACLE
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Granted Role

Application Diagnostic Run Data
Maintenance

Application Diagnostic Tag
Maintenance

Application Diagnostic Test
Execution

Application Diagnostic Test
Execution

Application Diagnostic Test
Maintenance

Application Diagnostic Test
Reporting

Application Diagnostic Test

Reporting

Application Diagnostic Test
Scheduling

Application Diagnostics Advanced
User

Application Diagnostics Viewer

ORACLE

Granted Role Description

of diagnostic tests and tags,
Maintains test runs, including the
ability to purge test runs and test
reports, and cancels runaway test
runs submitted by any user.

Manages enterprise-wide
application administration

of diagnostic tests and tags,
Maintains test runs, including the
ability to purge test runs and test
reports, and cancels runaway test
runs submitted by any user.

Creates and deletes diagnostic tags
and tag values.

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Registers diagnostic tests, assigns
and unassigns tag values.

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test reports.

Selects and schedules diagnostic
tests, enters input parameters for
diagnostic test runs.

Selects, runs, and schedules
diagnostic tests, reviews diagnostic
test status and reports, and

adds diagnostic test results to
application incidents.

Reviews diagnostic test run status
and test results.

Privilege

Purge Application Diagnostic Test
Run

Maintain Application Diagnostic
Tag

Cancel Application Diagnostic Test
Run

Run Application Diagnostic Test

Maintain Application Diagnostic
Test

View Application Diagnostic Run

Status

View Application Diagnostic Test
Report

Schedule Application Diagnostic
Test

Add Application Diagnostic Test
Results to Incidents

Access Application Diagnostic
Dashboard

Chapter 3
Roles

Privilege Description

an administrator to cancel any run
away diagnostic test run.

Privilege to purge test runs and
associated test reports from the
run status.

Privilege to add diagnostic tags,
tag values, remove diagnostic tags,
and tag values.

Privilege to cancel a test run
submitted from the run test.

Privilege to enter input parameters
and run diagnostic test. This
privilege does not allow user to
view diagnostic test results.

Privilege to register diagnostic
tests, assign a tag value to a
diagnostic test, and unassign a tag
value from a diagnostic test.

Privilege to view diagnostic test
execution and diagnostic status.

Privilege to view diagnostic test
execution summary and detail
reports.

Privilege to schedule diagnostic
tests and submit jobs to Enterprise
Scheduler Service. This privilege
does not allow user to view
diagnostic test results.

Privilege to add diagnostic test
results to application incidents.

Privilege to access Diagnostics
Dashboard from global help menu.
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Granted Role Granted Role Description Privilege Privilege Description
Application Diagnostics Viewer Reviews diagnostic test run status = Search Application Diagnostic Test = Privilege to access Diagnostics

and test results.

Data Security Policies

home page, search tests by name,
search tests by tags, and view test
details.

This table lists data security policies and their enforcement across analytics application for the Application Diagnostics

Administrator job role.

Business Object Policy Description

Application Diagnostic Tag An Application Diagnostics Administrator can
delete application diagnostic tag for all tags

Application Diagnostic Tag An Application Diagnostics Administrator can
update application diagnostic tag for all tags

Application Diagnostic Test An Application Diagnostics Administrator can
delete application diagnostic test for all tests

Application Diagnostic Test An Application Diagnostics Administrator can
execute application diagnostic test for all tests

Application Diagnostic Test An Application Diagnostics Administrator can
execute application diagnostic test for all tests

ORACLE

Policy Store Implementation

Role: Application Diagnostics Data
Administration

Privilege: Delete Application Diagnostic Tag
(Data)

Resource: Application Diagnostic Tag
Role: Application Diagnostics Data
Administration

Privilege: Update Application Diagnostic Tag
(Data)

Resource: Application Diagnostic Tag
Role: Application Diagnostics Data
Administration

Privilege: Delete Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test
Role: Application Diagnostics Data
Administration

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test
Role: Application Diagnostics Data Advanced

Privilege: Execute Application Diagnostic Test
(Data)
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Business Object

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

ORACLE

Policy Description

An Application Diagnostics Administrator can
execute application diagnostic test for all tests

An Application Diagnostics Administrator can
update application diagnostic test for all tests

An Application Diagnostics Administrator can
view application diagnostic test report for all
tests

An Application Diagnostics Administrator can
view application diagnostic test report for all
tests

An Application Diagnostics Administrator can
view application diagnostic test report for all
tests

An Application Diagnostics Administrator can
view application diagnostic test report for all
tests

Chapter 3
Roles

Policy Store Implementation

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Regular

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test
Role: Application Diagnostics Data
Administration

Privilege: Update Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test
Role: Application Diagnostics Data
Administration

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Advanced

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Regular

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Viewer

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test
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Application Diagnostics Advanced User (Job Role)

Runs diagnostic test, reviews diagnostic test results. Schedules diagnostic tests or adds test results to application

incidents.

Role Hierarchy

The Application Diagnostics Advanced User job role directly and indirectly inherits these roles.

- Application Diagnostics Advanced User
o Application Diagnostics Advanced User
- Application Diagnostic Test Scheduling
- Application Diagnostics Regular User
o Application Diagnostic Test Execution

o Application Diagnostics Viewer
- Application Diagnostic Test Reporting
o Application Diagnostics Data Advanced

o Application Diagnostics Regular User

- Application Diagnostics Data Regular
- Application Diagnostics Regular User

o Application Diagnostic Test Execution

o Application Diagnostics Viewer

- Application Diagnostic Test Reporting

- Application Diagnostics Viewer

o Application Diagnostics Data Viewer

o Application Diagnostics Viewer
- Application Diagnostic Test Reporting

Duties

This table lists the duties assigned directly and indirectly to the Application Diagnostics Advanced User job role.

Duty Role Description
Application Diagnostic Test Execution Selects and runs diagnostic tests, enters input parameters for diagnostic test runs.
Application Diagnostic Test Reporting Reviews diagnostic test run status and test reports.

ORACLE

Chapter 3
Roles
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Duty Role

Application Diagnostic Test Scheduling

Application Diagnostics Advanced User

Application Diagnostics Data Advanced

Application Diagnostics Data Regular

Application Diagnostics Data Viewer

Application Diagnostics Regular User

Application Diagnostics Viewer

Chapter 3
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Description

Selects and schedules diagnostic tests, enters input parameters for diagnostic test runs.

Selects, runs, and schedules diagnostic tests, reviews diagnostic test status and reports, and adds
diagnostic test results to application incidents.

Runs application diagnostic test data and views resulting reports, associated with advanced users.

Runs application diagnostic test data and views application diagnostic test report data.

Views application diagnostic test report data.

Selects and runs diagnostic tests. Reviews diagnostic test status and reports. Does not schedule
diagnostic tests or add test results to application incidents.

Reviews diagnostic test run status and test results.

Privileges

This table lists privileges granted to duties of the Application Diagnostics Advanced User job role.

Granted Role

Application Diagnostic Test
Execution

Application Diagnostic Test
Execution

Application Diagnostic Test
Reporting

Application Diagnostic Test
Reporting

Application Diagnostic Test
Scheduling

ORACLE

Granted Role Description

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test reports.

Selects and schedules diagnostic
tests, enters input parameters for
diagnostic test runs.

Privilege

Cancel Application Diagnostic Test
Run

Run Application Diagnostic Test

View Application Diagnostic Run
Status

View Application Diagnostic Test
Report

Schedule Application Diagnostic
Test

Privilege Description

Privilege to cancel a test run
submitted from the run test.

Privilege to enter input parameters
and run diagnostic test. This
privilege does not allow user to
view diagnostic test results.

Privilege to view diagnostic test
execution and diagnostic status.

Privilege to view diagnostic test
execution summary and detail
reports.

Privilege to schedule diagnostic
tests and submit jobs to Enterprise
Scheduler Service. This privilege
does not allow user to view
diagnostic test results.
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Granted Role

Application Diagnostics Advanced
User

Application Diagnostics Viewer

Application Diagnostics Viewer

Granted Role Description

Selects, runs, and schedules
diagnostic tests, reviews diagnostic
test status and reports, and

adds diagnostic test results to
application incidents.

Reviews diagnostic test run status
and test results.

Reviews diagnostic test run status
and test results.

Data Security Policies

Privilege

Add Application Diagnostic Test
Results to Incidents

Access Application Diagnostic
Dashboard

Search Application Diagnostic Test

Chapter 3
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Privilege Description

Privilege to add diagnostic test
results to application incidents.

Privilege to access Diagnostics
Dashboard from global help menu.

Privilege to access Diagnostics
home page, search tests by name,
search tests by tags, and view test
details.

This table lists data security policies and their enforcement across analytics application for the Application Diagnostics

Advanced User job role.

Business Object

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

Application Diagnostic Test

ORACLE

Policy Description

Policy Store Implementation

An Application Diagnostics Advanced User can
execute application diagnostic test for all tests

An Application Diagnostics Advanced User can
execute application diagnostic test for all tests

An Application Diagnostics Advanced User can
view application diagnostic test report for all
tests

An Application Diagnostics Advanced User can
view application diagnostic test report for all
tests

Role: Application Diagnostics Data Advanced

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Regular

Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Advanced

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Role: Application Diagnostics Data Regular

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test
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Business Object Policy Description

Application Diagnostic Test An Application Diagnostics Advanced User can
view application diagnostic test report for all
tests

Chapter 3
Roles

Policy Store Implementation

Role: Application Diagnostics Data Viewer

Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Application Diagnostics Regular User (Job Role)

Runs diagnostic tests. Reviews diagnostic test results. Does not schedule diagnostic tests or add test results to

application incidents..

Role Hierarchy

The Application Diagnostics Regular User job role directly and indirectly inherits these roles.

- Application Diagnostics Regular User
o Application Diagnostics Data Regular

o Application Diagnostics Regular User
- Application Diagnostic Test Execution
- Application Diagnostics Viewer
o Application Diagnostic Test Reporting
o Application Diagnostics Viewer
- Application Diagnostics Data Viewer
- Application Diagnostics Viewer
o Application Diagnostic Test Reporting

Duties

This table lists the duties assigned directly and indirectly to the Application Diagnostics Regular User job role.

Duty Role Description

Application Diagnostic Test Execution Selects and runs diagnostic tests, enters input parameters for diagnostic test runs.

ORACLE
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Duty Role

Application Diagnostic Test Reporting

Application Diagnostics Data Regular

Application Diagnostics Data Viewer

Application Diagnostics Regular User

Application Diagnostics Viewer

Privileges

Description

Reviews diagnostic test run status and test reports.

Chapter 3
Roles

Runs application diagnostic test data and views application diagnostic test report data.

Views application diagnostic test report data.

Selects and runs diagnostic tests. Reviews diagnostic test status and reports. Does not schedule
diagnostic tests or add test results to application incidents.

Reviews diagnostic test run status and test results.

This table lists privileges granted to duties of the Application Diagnostics Regular User job role.

Granted Role

Application Diagnostic Test
Execution

Application Diagnostic Test
Execution

Application Diagnostic Test
Reporting

Application Diagnostic Test
Reporting

Application Diagnostics Viewer

Application Diagnostics Viewer

ORACLE

Granted Role Description

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Selects and runs diagnostic tests,
enters input parameters for
diagnostic test runs.

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test results.

Reviews diagnostic test run status
and test results.

Privilege

Cancel Application Diagnostic Test
Run

Run Application Diagnostic Test

View Application Diagnostic Run
Status

View Application Diagnostic Test
Report

Access Application Diagnostic
Dashboard

Search Application Diagnostic Test

Privilege Description

Privilege to cancel a test run
submitted from the run test.

Privilege to enter input parameters
and run diagnostic test. This
privilege does not allow user to
view diagnostic test results.

Privilege to view diagnostic test
execution and diagnostic status.

Privilege to view diagnostic test
execution summary and detail
reports.

Privilege to access Diagnostics
Dashboard from global help menu.

Privilege to access Diagnostics
home page, search tests by name,
search tests by tags, and view test
details.
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Data Security Policies

This table lists data security policies and their enforcement across analytics application for the Application Diagnostics
Regular User job role.

Business Object Policy Description Policy Store Implementation

Application Diagnostic Test An Application Diagnostics Regular User can Role: Application Diagnostics Data Regular
execute application diagnostic test for all tests
Privilege: Execute Application Diagnostic Test
(Data)

Resource: Application Diagnostic Test

Application Diagnostic Test An Application Diagnostics Regular User can Role: Application Diagnostics Data Regular
view application diagnostic test report for all
tests Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Application Diagnostic Test An Application Diagnostics Regular User can Role: Application Diagnostics Data Viewer
view application diagnostic test report for all
tests Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Application Diagnostics Viewer (Job Role)

Reviews diagnostic test run status and test results for analysis.

Role Hierarchy

The Application Diagnostics Viewer job role directly and indirectly inherits these roles.
- Application Diagnostics Viewer
o Application Diagnostics Data Viewer

o Application Diagnostics Viewer
- Application Diagnostic Test Reporting
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Duties
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This table lists the duties assigned directly and indirectly to the Application Diagnostics Viewer job role.

Duty Role

Application Diagnostic Test Reporting

Application Diagnostics Data Viewer

Application Diagnostics Viewer

Privileges

Description

Reviews diagnostic test run status and test reports.

Views application diagnostic test report data.

Reviews diagnostic test run status and test results.

This table lists privileges granted to duties of the Application Diagnostics Viewer job role.

Granted Role

Application Diagnostic Test
Reporting

Application Diagnostic Test

Reporting

Application Diagnostics Viewer

Application Diagnostics Viewer

Granted Role Description

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test reports.

Reviews diagnostic test run status
and test results.

Reviews diagnostic test run status
and test results.

Data Security Policies

Privilege

View Application Diagnostic Run
Status

View Application Diagnostic Test
Report

Access Application Diagnostic
Dashboard

Search Application Diagnostic Test

Privilege Description

Privilege to view diagnostic test
execution and diagnostic status.

Privilege to view diagnostic test
execution summary and detail
reports.

Privilege to access Diagnostics
Dashboard from global help menu.

Privilege to access Diagnostics
home page, search tests by name,
search tests by tags, and view test
details.

This table lists data security policies and their enforcement across analytics application for the Application Diagnostics

Viewer job role.

ORACLE
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Business Object Policy Description Policy Store Implementation
Application Diagnostic Test An Application Diagnostics Viewer can view Role: Application Diagnostics Data Viewer

application diagnostic test report for all tests
Privilege: View Application Diagnostic Test
Report (Data)

Resource: Application Diagnostic Test

Application Implementation Administrator (Abstract
Role)

Performs all Oracle Fusion Functional Setup Manager duties.

Role Hierarchy

The Application Implementation Administrator abstract role directly and indirectly inherits these roles.

- Application Implementation Administrator
o Application Deployment Administration

o Application Implementation Management
o Application Registration

o Functional Setup Objects Provider

Duties

This table lists the duties assigned directly and indirectly to the Application Implementation Administrator abstract role.

Duty Role Description

Application Deployment Administration Manages application instance configurations and enterprise applications.

Application Implementation Management = Manages implementation projects. Also responsible for assigning task owners, but does not perform
setup tasks.

Application Registration Maintains application metadata such as provisioning configurations, enterprise applications, domains,
and application components such as pillars, environment types, module types, and middleware
components.
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Duty Role

Functional Setup Objects Provider

Privileges

Description

Chapter 3
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Maintains setup metadata such as offerings, options, features, setup tasks and task lists.

This table lists privileges granted to duties of the Application Implementation Administrator abstract role.

Granted Role

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Implementation
Administrator

ORACLE

Granted Role Description

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Performs all Oracle Fusion
Functional Setup Manager duties.

Privilege

Activate Optional Enterprise

Application

Manage Application Instance

Manage Application Portlet

Registration

Manage Database

Manage Deployed Domain

Manage Enterprise Environment

Review Topology Hierarchy

Setup and Maintain Applications

Administer Sandbox

Privilege Description

Allows activating optional
enterprise applications.

Allows management of application
instances.

Allows management of application
portlet registration.

Allows management of databases.

Allows management of deployed
domains.

Allows management of enterprise
environments.

Allows review of topology
hierarchies for enterprise
applications.

Allows access to the Setup and
Maintenance work area.

Allows administration of all
sandboxes.
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Granted Role

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Management

Application Implementation
Management

Application Implementation
Management

Application Implementation
Management

ORACLE

Granted Role Description

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Privilege

Configure Setup Ul

Manage Comparison Processes

Manage Configuration Packages

Manage Setup Data Export and

Import Processes

Perform Quick Setup

Setup and Maintain Applications

Submit Export Setup Data Process

Submit Import Setup Data Process

View Administration Link

Configure Oracle Fusion
Applications Offering

Gather Implementation
Requirements

Manage Implementation Project

Review Applications Offering
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Privilege Description

Allows configuration of setup Ul

Allows management of
comparison processes

Allows management of
configuration packages.

Allows management of the setup
data export and import processes.

Allows performing quick
setup to speed up application
implementation

Allows access to the Setup and
Maintenance work area.

Secures the setup data export
process.

Secures the setup data import
process.

Privilege to view administration
link in Ul shell

Allows configuration of offerings
and functional areas that will

be implemented in the current
environment.

Allows management of the Gather
Implementation Requirements

page.

Allows management of the
implementation project, selection
of offerings and features,
assignment of task owners.

Provides access to the Getting
Started page.
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Granted Role

Application Implementation
Management

Application Implementation
Management

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.

Also responsible for assigning
task owners, but does not perform
setup tasks.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Privilege

Review Implementation Project
Overview

Setup and Maintain Applications

Manage Cluster

Manage Composites

Manage Data Source

Manage Domain

Manage Enterprise Application
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Privilege Description

Allows access to the Overview page
for implementation projects.

Allows access to the Setup and
Maintenance work area.

Allows management of clusters.

Allows management of
composites.

Allows management of data
sources.

Allows management of domains.

Allows management of enterprise
applications.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise

Privilege

Manage Environment Type

Manage Logical Module

Manage Managed Server

Manage Middleware Component

Manage Module Type

Manage Pillar

Manage Provision Configuration

Chapter 3
Roles

Privilege Description

Allows management of
environment types.

Allows management of program
logical modules for an enterprise
application

Allows management of managed
servers.

Allows management of middleware
components.

Allows management of module
types.

Allows management of pillars.

Allows management of provision
configurations.
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Granted Role

Application Registration

Application Registration

Application Registration

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

ORACLE

Granted Role Description

applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Privilege

Manage Third Party Applications

Setup and Maintain Applications

View Topology Objects Overview

Manage Application Store

Manage Business Process

Manage Feature

Manage Logical Entity

Manage Oracle Fusion Application
Offerings and Functional Areas
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Privilege Description

Allows management of third party
applications.

Allows access to the Setup and
Maintenance work area.

Provides overall state of application
topology.

Allows management of application
stores.

Allows management of business
processes.

Allows management of features.

Allows management of certain
business objects.

Allows management of offerings
and functional areas.
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Granted Role

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Functional Setup Objects Provider

Granted Role Description

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Maintains setup metadata such as
offerings, options, features, setup
tasks and task lists.

Privilege

Manage Quick Setup

Manage Solution Bundles

Manage Task List

Setup and Maintain Applications

Chapt
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Privilege Description
Allows management of quick

setup.

Allows management of solution
bundles.

Allows management of task lists
and tasks.

Allows access to the Setup and
Maintenance work area.

Application Implementation Consultant (Job Role)

Manages enterprise-wide implementations. Collaborates with specific application administrators to implement
consistent enterprise application setup, architecture, information, rules, and access. Has access to all setup tasks across

all products.

Role Hierarchy

The Application Implementation Consultant job role directly and indirectly inherits these roles.

- Application Implementation Consultant
o Access Groups Enablement

o Adaptive Intelligence Applications Administrator

o Application Administrator

- Application Deployment Administration

- Application Registration

- Functional Setup Objects Provider

- Functional Setups

- Manage data for Configuration Set Migration
o Application Deployment Administration

o Application Developer

- Application Deployment Administration

- Application Registration

ORACLE
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Application World Reference Administration
Bl Publisher Data Model Developer
Functional Setup Objects Provider
Functional Setups

o Application Implementation Management

o Application Registration

o Customer Relationship Management Application Administrator

ORACLE

Access Groups Enablement
Attachments User
o CRM Stage Write

Business Intelligence Consumer
Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

Channel Manager Dashboard

Contract Amendment

Contract Authoring

Contract Search and View Access
o Item Inquiry

o Negotiation Viewing

Contract Setup
o Resource Administration
- Application World Reference Administration
- Manage Users
- Manage User Account
- Edit User Name
- Manage User Roles

- Use User Details Service
Contract Terms Library Administration
Contract Terms and Conditions Override Controls
Conversation Message Administration
Customer Data Management Administration
Customer Self-Service Administration
Data Integration Management
Delete CRM documents on content server
Download data for Sales Account Custom Object Export
Functional Setups
Geography Administration
Incentive Compensation Administration
ltem Management
Knowledge Setup and Maintenance
Lead Registration Management
Lead Registration Submission
MDF Budget Maintenance

Chapter 3
Roles
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o MDF Utilization

- Marketing Maintenance
- Nonstandard Contract Terms and Conditions Authoring
- Opportunity Channel Administration
- Partner Account Administration
- Partner Account Review
- Partner Import Administration
- Partner Sales Party Management
- Resource Administration
o Application World Reference Administration

o Manage Users
- Manage User Account
- Edit User Name
- Manage User Roles
o Use User Details Service

- Resource Organization Administration
- Resource Team Administration
- Review CRM Approval Transactions Administrator
- Sales Change History Inquiry
- Sales Lead Follow Up
- Sales Party Management
o Sales Party Review
- Contract View Access Across All Contracts
- Item Inquiry
- Negotiation Viewing
o Trading Community Import Batch Management
o Use User Details Service

- Service Availability Management
- Service Profile Administration
- Service Request Administrator

o Service Generative Al User

- Service Status Computation
- Setup Customer Center
o Functional Setups

- Social Connection Partner

- Subscription Specialist
o Access Groups Enablement

o Functional Setups
o Manage Customer Assets

o Resource Administration
- Application World Reference Administration
- Manage Users
- Manage User Account

65
ORACLE



Oracle Fusion Cloud Applications

Security Reference for Common Features

ORACLE

o

o

Edit User Name
Manage User Roles
Use User Details Service
Subscription Amendment
Subscription Authoring
Subscription Management Folder Reporting

Subscription Search and View Access
Item Inquiry
Subscription Setup

Upload data for Subscription Import

- Territory Management

o

o

Quota Management
Manage Users
- Manage User Account
Edit User Name
Manage User Roles
« Quota Management Export Import
Territory Management Export Import

Territory Management Setup

o

o

o

Quota Export Management

Quota Management Setup
« Quota Export Management
Territory Management T2P Migration

Trading Community Customer Account Administration
Trading Community Data Quality Administration
Trading Community Import Batch Management
Trading Community Import Process Management
Trading Community Person Administration

Upload data for Agreement Import

Upload data for Appointment Import

Upload data for Asset Import

Upload data for Assignment Rule Import

Upload data for CSS Roles Import

Upload data for Classification Code Import

Upload data for Common Custom Object Import
Upload data for Consumer Import

Upload data for Contact Import

Upload data for Contract Import

Upload data for Country Structure Import

Upload data for Customer Hierarchy Import

Upload data for Customer Hierarchy Member Import
Upload data for Customer Import

Upload data for Data Visualization Configuration Import

Chapter 3
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Upload data for Deal Registration

Upload data for Employee Resource Import
Upload data for Geography Import

Upload data for Group Customer Import

Upload data for Incentive Compensation Transaction Import

Upload data for Interaction Import

Upload data for loT Asset Relation Import
Upload data for loT Registration Request Import
Upload data for Lead Import

Upload data for Legal Entity Import

Upload data for MCT Agent Connection Parameters Import

Upload data for MCT CTD Agent Import

Upload data for Marketing Activity Advertising Import
Upload data for Marketing Activity Event Import
Upload data for Marketing Activity Interaction Import
Upload data for Marketing Budget Import

Upload data for Marketing Campaign Import

Upload data for Marketing Campaign Members Import

Upload data for Marketing Custom Object Import
Upload data for Marketing List Import

Upload data for Message Import

Upload data for Note Import

Upload data for Opportunity Custom Object Import
Upload data for Opportunity Import

Upload data for Partner Contact Import

Upload data for Partner Import

Upload data for Product Group Import

Upload data for Program Enroliments Import
Upload data for Promotion Import

Upload data for Quota Import

Upload data for Resource Team Import

Upload data for Response Import

Upload data for Sales Account Resource Team Import
Upload data for Sales Business Plan Import
Upload data for Sales Objectives Import

Upload data for Simplified Account

Upload data for Simplified Contact

Upload data for Simplified Household

Upload data for Source System Reference Import
Upload data for Task Import

Upload data for Territory Import

Workforce Profile Administration

o Data Integration Management

o Enterprise Scheduler Job Application Identity for Setup

ORACLE

Content Administration
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o Financial Application Administrator

ORACLE

Accounting Hub Administration
o Business Intelligence Consumer

Application World Reference Administration
Bill Management Setup
o Bill Management Registration Management

Budgetary Control Administration

Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

Cash Management Administration
o Customer Account Inquiry

o Functional Setups

Collections Administration
Corporate Card Account Administration
o Employee Bank Account Management

o Functional Setups

Download data for General Ledger Export
Download data for Payments Export
Download data for Receivables Export
Download data for Tax Export
Enterprise Structures Administration

o Accounting Hub Administration

- Business Intelligence Consumer
o Application World Reference Administration

o Business Intelligence Consumer
o Customer Account Inquiry
o FSCM Load Interface Administration

o Fixed Asset Inquiry
- Customer Account Inquiry
- Payables Invoice Inquiry

o Functional Setups

o Legal Entities Administration
- Functional Setups
Expenses Administration
o Functional Setups

External Connectivity Configuration Administration
Federal Administration

Financial Transaction Approval Reviewing
Financials Administration for Brazil

Financials Approval Workflow Management

Fixed Asset Administration

General Accounting Functional Administration

Chapter 3
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o Accounting Hub Administration
- Business Intelligence Consumer
o Customer Account Inquiry

o FSCM Load Interface Administration
o Functional Setups
o Manage General Ledger Accounting Period Status

- General Ledger Technical Administration
o Functional Setups

- Import Chart Of Accounts
- Import Customer
- Import Tax Rate
- Joint Venture Application Administrator
o Accounting Hub Administration
- Business Intelligence Consumer
o Functional Setups User
- Functional Setups
- Legal Entities Administration
o Functional Setups

- Manage Users
o Manage User Account
- Edit User Name
- Manage User Roles
- Payables Administration
o Functional Setups

- Payments Data Security Administration
- Payments Disbursement Administration
- Payments Funds Capture Administration
- Receivables Administration
o Customer Maintenance
« Customer Account Inquiry
» Customer Payment Instrument Management
- FSCM Load Interface Administration
- Party Taxpayer Identifier PII
- Trading Community Import Batch Management
« Trading Community Import Process Management
o FSCM Load Interface Administration

o Resource Administration
« Application World Reference Administration
- Manage Users
- Manage User Account
- Edit User Name
- Manage User Roles
- Use User Details Service

ORACLE
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o Resource Organization Administration
o Trading Community Data Quality Administration

Revenue Management Configuration Administration
SOA Infra Operations
Tax Administration

o Customer Account Inquiry

o FSCM Load Interface Administration
o Party Taxpayer Identifier PlI

o Supplier Profile Inquiry
- Supplier Qualification Viewing
Upload data for General Ledger Import
Upload data for Receivables Import
Upload data for Tax Import
Upload security credential files for Payments Import
Withholding Tax Administration
o Supplier Profile Inquiry
- Supplier Qualification Viewing

o Functional Setup Objects Provider

o Functional Setups Folder Reporting

o Higher Education Application Administrator

Academic Period Fee Maintenance
Application World Reference Administration
Download data for Higher Education Export
FSCM Load Interface Administration
Functional Setups User

o Functional Setups

Student Party Maintenance
o Student Party View

Upload data for Higher Education Import

o Human Capital Management Application Administrator

ORACLE

Absence Implementation
Access HCM Spreadsheet Data Loader Templates
Access Journey Console
Application World Reference Administration
Attachments User

o CRM Stage Write

Benefits Management Implementer
o Benefits Elections
Use REST Service - Person Benefit Balances
o Benefits Setup
o HCM Extract Definition

o Payroll Common HCM Implementation
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Employee Bank Account Management
Manage Fast Formula
Manage HCM Rates
Manage Payroll Element
Manage Payroll Element Entry
Manage Value Defined by Criteria

o Submit a Payroll Flow

o Submit a Payroll Process or Report
o Use REST Service - Person Benefit Balances
o Use REST Service - Person Benefit Groups

Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

Compare HCM Information
Configure Skills Settings
Download data from Human Capital Management file based Export
Functional Setups
Geography Administration
HCM Extract Definition
Journey Builder
o Manage Journey

o Use REST Service - Journey Scheduled Allocations

Load Data using HCM Spreadsheet Data Loader
Manage HR Document Type
Manage Person Document Delivery Preferences
Manage Person Documentation
Manage Questionnaire Subscriber Access
Manage Schedule Generation Profiles by Schedule Administrator
Manage Schedules and Exceptions Assignment
Manage Users
o Manage User Account
Edit User Name
Manage User Roles
Manage Worker Checklist
Manage Worker Time Entry Setup Profile
Manage Worker Time Processing Profile
Payroll Implementation
o Employee Bank Account Management

o Functional Setups

o Manage Costing Details at Location Level
o Manage Fast Formula

o Manage HCM Rates

o Manage Payment Method Preferences
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o Manage Payroll Element
o Manage Payroll Element Entry
o Manage Value Defined by Criteria

o Payroll Common HCM Implementation
Employee Bank Account Management
Manage Fast Formula
Manage HCM Rates
Manage Payroll Element
Manage Payroll Element Entry
Manage Value Defined by Criteria

Payroll Implementation View
o Manage Fast Formula

o View Costing Details at Location Level
o View Payroll Element

Performance Management Administration
o Compensation Eligibility Management
Use REST Service - Person Benefit Balances
Performance Management Implementation
o Compensation Eligibility Management
Use REST Service - Person Benefit Balances
Person Configuration
o Manage Journey

o Use REST Service - Journey Categories List of Values

Review HCM Approval Transactions as Administrator
Submit a Payroll Flow

Submit a Payroll Process or Report

Upload content for images

Upload data for Human Capital Management file based Import

Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
Use REST Service - HR Document Types List of Values
Use REST Service - Worker Assignments List of Values
Use REST Service - Workforce Structure List of Values
Use User Details Service
View Portrait User Account Details Card
Workforce Profile Administration
Workforce Structures Management

o Compare HCM Information

o Maintain Positions
o Manage Departments
o Manage Divisions

o Manage Worker Unions

Chapter 3
Roles

72



Oracle Fusion Cloud Applications Chapter 3
Security Reference for Common Features Roles

o Request a Position Change
o View Positions

o Incentive Compensation Application Administrator
- Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

- Functional Setups
- Upload data for Incentive Compensation Import New Participant Import
- Upload data for Incentive Compensation Rules Import
o PSC Business License Application Administrator
- Administer Public Sector Business License Required Documents
o Manage Public Sector Business License Required Documents

PSC Access Business License Specialist Calendar
- PSC Access Confidential Business License Objects
o PSC Access Confidential Business Licenses Data

- PSC Access Confidential Business Licenses Data
- PSC Add Business License Workflow Attachments on tasks assigned to self and others
- PSC Add Business License Workflow Comments on tasks assigned to self and others
- PSC Administer Business License Inspections
o PSC Delete Inspection Comments added by others and self

o PSC Supervise Business License Inspections
PSC Manage Business License Inspections
- PSC Add Inspection Checklist
- PSC Add Inspection Checklist ltems
- PSC Request Business License Inspections
PSC Add Business License Inspection Attachments
PSC Add Business License Inspection Comments
PSC Delete Inspection Attachments added by self
PSC Delete Inspection Comments added by self
PSC Update Inspection Attachments added by self
PSC Update Inspection Comments added by self
- PSC View Business License Inspections
o PSC Update Inspection Comments added by others and self

- PSC Administer Public Sector Business License Transaction Confidential Data
o PSC Manage Public Sector Business License Transaction Confidential Data
PSC Access Confidential Business Licenses Data
- PSC Agency Business Consultation Inquiry
- PSC Apply Business License
o PSC Add Business License Comments

- PSC Assign Business License Specialist

- PSC Business Consultation Meeting Management

- PSC Business Consultation Outcome Management All
- PSC Business Entity Management

- PSC Business License Conditions Management
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PSC Business License Contacts Management
PSC Business License Contractor Management
PSC Business License Credentials Admin

(o}

(o}

PSC Business License Credentials Management
PSC Business License Credentials Inquiry
- PSC View Business License Credential Attachments
PSC Manage Business License Credential Attachments Added by Self
PSC Manage Business License Credential Attachments Added by Self and Others

PSC Business License Management

[}

o

o

]

o

Manage Public Sector Business License Required Documents
PSC Add Business License Attachments

PSC Add Business License Comments

PSC Amend Business License

PSC Business License Communication Management

PSC Business License Conditions Management

PSC Business License Contacts Management

PSC Business License Credentials Management
PSC Business License Credentials Inquiry
- PSC View Business License Credential Attachments
PSC Manage Business License Credential Attachments Added by Self
PSC Business License Fee and Payments Management

PSC Business License Inspections Management

PSC Business License Tax Related Details Management
PSC Cancel Business License

PSC Contractor Master Management

PSC Delete Business License Attachments added by self
PSC Delete Business License Comments added by self
PSC Manage Business License Reporting Period

PSC Renew Business License

PSC Update Business License Attachments added by self
PSC Update Business License Comments added by self
PSC Update Business License Status

PSC View Business License Attachments

PSC View Business License Comments

PSC Withdraw Business License

- PSC Business License Management with Elevated Access

o

o

PSC Add Business License Inspection Attachments

PSC Add Business License Inspection Comments

- PSC Business License Setup Data Administration

ORACLE
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o PSC Common Setup Data Administration

- PSC Cashier
Customer Payment Instrument Management

PSC Ad hoc Alerts Management

PSC Add Comments to Permits

PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Add Property Attachments

PSC Agency Permits Inquiry

o

(o}

o

PSC Agency Staff Profile Administration
- PSC HCM Employee Data Administration

« PSC Property Setup Administration

- PSC Add Property Setup Attachments

PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry

PSC Property Setup Attachments Management
PSC Add Property Setup Attachments

PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self

PSC View Property Setup Attachments
PSC Property Setup Conditions Management

- PSC Update Property Setup Attachments Added by Others and Self

PSC Public User Account Management
- PSC Public User Conditions Management

PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detall
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

o PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC Delete Property Setup Attachments Added by Others and Self
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o PSCA

Chapter 3

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

gency Staff

PSC Access Redacted Information

PSC Agency Business License Inquiry

PSC Business Entity Inquiry

PSC View Business License Inspections

PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry

PSC Estimate Public Sector Fees

PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self
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- PSC Parcel Comments Inquiry
- PSC Manage Related Transactions
- PSC Map User
- PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
« PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSCView Property Setup Attachments
- PSC Report Code Enforcement Issue Duty
- PSC Task Management
- PSC View Public Sector Project Attachments
Public Sector Folder Reporting
o PSC Agency Staff Comments User

o PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
o PSC Anonymous Planning and Zoning Application Inquiry
« PSCHearings Inquiry
- PSC Review Summary Inquiry
o PSC Apply Permit
- PSC Add Comments to Permit intake form
« PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
« PSC Update Permit Comments added by self
« PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
o PSC Apply Planning and Zoning
PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC View Planning and Zoning Attachments
o PSC Business License Conditions Management

o PSC Business License Fee and Payments Management
o PSC Case Fees and Payments Management

o PSC Cashier Administration
« PSC Print Refund Receipt
o PSC Contractor Master Management

o PSC Delete Permit Comments added by self
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o PSC Delete Planning and Zoning Attachments Added by Self
o PSC Delete Planning and Zoning Comments added by self

o PSCInspections Attachments User
PSC Add Inspection Attachments
PSC Delete Inspection Attachments added by self
PSC Update Inspection Attachments added by self
o PSC Manage Deposit Accounts

o PSC Map User
o PSC Permit Conditions Management

o PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
o PSC Permits Communication Management

o PSC Permits Conditions of Approval Management

o PSC Permits Fees and Payments Administration Obsolete
o PSCPlanning and Zoning Communication Management
o PSC Planning and Zoning Conditions Management

o PSC Print Payment Receipt

o PSC Public User Account Inquiry
PSC Public User Conditions Inquiry
o PSC Public User Account Management
PSC Public User Conditions Management
o PSC Update Permit Attachments that were added by others and self

o PSC Update Permit Comments added by self
o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self

PSC Contractor Master Administration
PSC Delete Business License Attachments added by self and others
PSC Delete Business License Comments added by self and others
PSC Delete Business License Workflow Attachments of tasks assigned to self and others
PSC Delete Business License Workflow Comments of tasks assigned to self and others
PSC Print Business License Certificate
PSC Public User Account Inquiry
o PSC Public User Conditions Inquiry

PSC Public User Account Management
o PSC Public User Conditions Management

PSC Run Business License Expiration Process

PSC Update Business License Attachments added by self and others
PSC Update Business License Comments added by self and others
PSC Update Business License Status to any value
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- PSC Update Business License Workflow Attachments of tasks assigned to self and others
- PSC Update Business License Workflow Comments of tasks assigned to self and others
- PSC View Business License Attachments
o PSC Code Enforcement Application Administrator
- Functional Setups
- PSC Access Filter of Case Citation Notices
- PSC Access Filter of Case Violation Notices
- PSC Access Filter of Incidents
- PSC Agency Staff
o PSC Access Redacted Information

o PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment
PSC View Hidden from Public sections in the Business License Applications
o PSC Agency Code Enforcement Case Inquiry
PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications
o PSC Agency Code Enforcement Incident Inquiry
PSC View Hidden from Public sections in Incident Applications
o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
- PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
o PSC Agency Springboard
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o

o

o

PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions

PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments

Public Sector Folder Reporting

- PSC Business License Conditions Management
- PSC Code Enforcement Case Administration

o

]

o

PSC Case APO Information Management
PSC Case Time Recording Management for All

PSC Code Enforcement Case Management
PSC Add Case Attachments
PSC Add Case Comments
PSC Add Code Enforcement Inspection Attachments
PSC Add Code Enforcement Inspection Comments
PSC Appeal Code Enforcement Case
PSC Assign Code Enforcement Inspector
PSC Assign Code Officer
PSC Assign Code Technician
PSC Case Appeals Management
PSC Case Citations Management
PSC Case Code References Management
PSC Case Fees and Payments Management
PSC Case Notices Management
PSC Case Property Information Management
PSC Case Responsible Parties Management
PSC Case Time Recording Management assigned to self
PSC Create Code Enforcement Case Duty
PSC Delete Case Attachments Added by Self
PSC Delete Case Comments Added by Self
PSC Delete Code Enforcement Inspection Attachments Added by Self
PSC Delete Code Enforcement Inspection Comments Added by Self
PSC Schedule Code Enforcement Inspection
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- PSC Update Case Attachments Added by Self

- PSC Update Case Comments Added by Self

- PSC Update Case Status

- PSC Update Code Enforcement Inspection Attachments Added by Self
- PSC Update Code Enforcement Inspection Comments Added by Self

- PSC Code Enforcement Case Management

o

(o}

o

o

(o}

PSC Add Case Attachments

PSC Add Case Comments

PSC Add Code Enforcement Inspection Attachments

PSC Add Code Enforcement Inspection Comments

PSC Appeal Code Enforcement Case

PSC Assign Code Enforcement Inspector

PSC Assign Code Officer

PSC Assign Code Technician

PSC Case Appeals Management

PSC Case Citations Management

PSC Case Code References Management

PSC Case Fees and Payments Management

PSC Case Notices Management

PSC Case Property Information Management

PSC Case Responsible Parties Management

PSC Case Time Recording Management assigned to self

PSC Create Code Enforcement Case Duty

PSC Delete Case Attachments Added by Self

PSC Delete Case Comments Added by Self

PSC Delete Code Enforcement Inspection Attachments Added by Self
PSC Delete Code Enforcement Inspection Comments Added by Self
PSC Schedule Code Enforcement Inspection

PSC Update Case Attachments Added by Self

PSC Update Case Comments Added by Self

PSC Update Case Status

PSC Update Code Enforcement Inspection Attachments Added by Self
PSC Update Code Enforcement Inspection Comments Added by Self

- PSC Code Enforcement Incident Administration

o

o

ORACLE

PSC Administer Incident Status

PSC Code Enforcement Incident Management
- PSC Add Incident Attachments
- PSC Add Incident Comments
- PSC Delete Incident Attachments Added by Self
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PSC Delete Incident Comments Added by Self
PSC Update Incident Attachments Added by Self
PSC Update Incident Comments Added by Self

o PSCIncident APO Information Management

- PSC Code Enforcement Officer
o PSC Access Filter of Case Citation Notices

o PSC Access Filter of Case Violation Notices

o PSC Agency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry

PSC Business Entity Inquiry

PSC View Business License Inspections

PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard
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PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSCView Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting
o PSC Code Enforcement Case Management
PSC Add Case Attachments
PSC Add Case Comments
PSC Add Code Enforcement Inspection Attachments
PSC Add Code Enforcement Inspection Comments
PSC Appeal Code Enforcement Case
PSC Assign Code Enforcement Inspector
PSC Assign Code Officer
PSC Assign Code Technician
PSC Case Appeals Management
PSC Case Citations Management
PSC Case Code References Management
PSC Case Fees and Payments Management
PSC Case Notices Management
PSC Case Property Information Management
PSC Case Responsible Parties Management
PSC Case Time Recording Management assigned to self
PSC Create Code Enforcement Case Duty
PSC Delete Case Attachments Added by Self
PSC Delete Case Comments Added by Self
PSC Delete Code Enforcement Inspection Attachments Added by Self
PSC Delete Code Enforcement Inspection Comments Added by Self
PSC Schedule Code Enforcement Inspection
PSC Update Case Attachments Added by Self
PSC Update Case Comments Added by Self
PSC Update Case Status
PSC Update Code Enforcement Inspection Attachments Added by Self
PSC Update Code Enforcement Inspection Comments Added by Self
o PSC Code Enforcement Incident Management
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PSC Add Incident Attachments
PSC Add Incident Comments
PSC Delete Incident Attachments Added by Self
PSC Delete Incident Comments Added by Self
PSC Update Incident Attachments Added by Self
- PSC Update Incident Comments Added by Self
o PSC Code Enforcement Workflow User

o PSCInspect Code Enforcement Issues
o PSC Print Appeal Letter

o PSC Print Citation

o PSC Print Citation Payment Receipt

o PSC Print Letter of Compliance

o PSC Print Notice of Violation

- PSC Code Enforcement Setup Data Administration
o PSC Property Setup Administration
- PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management
PSC Update Property Setup Attachments Added by Others and Self
- PSC Code Enforcement Technician
o PSC Access Filter of Case Citation Notices

o PSC Access Filter of Case Violation Notices

o PSC Agency Staff

PSC Access Redacted Information
PSC Agency Business License Inquiry

- PSC Business Entity Inquiry

- PSC View Business License Inspections

- PSC View Business License Specialist Assignment

- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry

- PSC Case Timeline Inquiry

- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry

- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry

- PSC Download Permit Attachments

ORACLE

Roles

84



Oracle Fusion Cloud Applications
Security Reference for Common Features

ORACLE

PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report

- PSC View Hidden from Public sections in the Permit Applications

- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments

- PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry
- PSCPlanning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry

- PSC View Hidden from Public sections in the Planning Applications

- PSCView Planner Assignment
- PSC View Planning and Zoning Attachments

- PSC View Property Information in Planning Intake form

PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting
o PSC Code Enforcement Case Management
PSC Add Case Attachments
PSC Add Case Comments
PSC Add Code Enforcement Inspection Attachments
PSC Add Code Enforcement Inspection Comments
PSC Appeal Code Enforcement Case
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- PSC Assign Code Enforcement Inspector
- PSC Assign Code Officer
- PSC Assign Code Technician
- PSC Case Appeals Management
« PSC Case Citations Management
- PSC Case Code References Management
- PSC Case Fees and Payments Management
- PSC Case Notices Management
- PSC Case Property Information Management
- PSC Case Responsible Parties Management
- PSC Case Time Recording Management assigned to self
- PSC Create Code Enforcement Case Duty
- PSC Delete Case Attachments Added by Self
- PSC Delete Case Comments Added by Self
- PSC Delete Code Enforcement Inspection Attachments Added by Self
- PSC Delete Code Enforcement Inspection Comments Added by Self
« PSC Schedule Code Enforcement Inspection
- PSC Update Case Attachments Added by Self
- PSC Update Case Comments Added by Self
- PSC Update Case Status
- PSC Update Code Enforcement Inspection Attachments Added by Self
- PSC Update Code Enforcement Inspection Comments Added by Self
o PSC Code Enforcement Incident Management
- PSC Add Incident Attachments
- PSC Add Incident Comments
- PSC Delete Incident Attachments Added by Self
- PSC Delete Incident Comments Added by Self
- PSC Update Incident Attachments Added by Self
- PSC Update Incident Comments Added by Self
o PSC Code Enforcement Workflow User

o PSC Print Appeal Letter

o PSC Print Citation

o PSC Print Citation Payment Receipt
o PSC Print Letter of Compliance

o PSC Print Notice of Violation

- PSC Code Enforcement Workflow User
- PSC Common Setup Data Administration
o PSC Agency Staff Profile Administration
- PSC HCM Employee Data Administration
o PSC Property Setup Administration
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
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- PSC Property Setup Attachments Management
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Self
- PSC Update Property Setup Attachments Added by Self
- PSC View Property Setup Attachments
- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
o PSC Public User Account Management
- PSC Public User Conditions Management
PSC Delete Case Attachments Added by Others and Self
PSC Delete Case Comments Added by Others and Self
PSC Delete Code Enforcement Inspection Attachments Added by Others and Self
PSC Delete Code Enforcement Inspection Comments Added by Others and Self
PSC Delete Incident Attachments Added by Others and Self
PSC Delete Incident Comments Added by Others and Self
PSC Manage Parcel Transactions
PSC Print Appeal Letter
PSC Print Citation
PSC Print Citation Payment Receipt
PSC Print Letter of Compliance
PSC Print Notice of Violation
PSC Public User Account Management
o PSC Public User Conditions Management

PSC Run Public Sector Expiration Processing

PSC Update Case Attachments Added by Others and Self

PSC Update Case Comments Added by Others and Self

PSC Update Code Enforcement Inspection Attachments Added by Others and Self
PSC Update Code Enforcement Inspection Comments Added by Others and Self
PSC Update Incident Attachments Added by Others and Self

PSC Update Incident Comments Added by Others and Self

o PSC Permits Application Administrator

ORACLE

FSCM Load Interface Administration
Functional Setups
PSC Access Task Management Worklist
PSC Ad hoc Alerts Management
PSC Add Comments to Plan Reviews by others and self
PSC Add Documents to Plan Review Cycles
PSC Add Reviewers to Documents in Plan Review Cycles
PSC Add Session Cycle for Plan Review Cycles
PSC Agency Permits Inquiry
o PSC Download Permit Attachments

o PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detall
- PSC View Property Detail Attachments
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o

[}

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments

PSC View Permit Attachments

PSC View Property Attachments

PSC View Property Information in Permit Intake form

- PSC Agency Planning and Zoning Inquiry

(o}

o

o

]

o

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

- PSC Agency Staff

o

o

o

PSC Access Redacted Information

PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment
PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detall
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
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PSC View Property Attachments
PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
o PSC Agency Springboard
o PSC Contractor Master Inquiry
o PSC Estimate Public Sector Fees
o PSCInquire Deposit Accounts

o PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
o PSC Manage Related Transactions

o PSC Map User

o PSC Projects Inquiry

PSC View Permit Project Attachments OBSOLETE
o PSC Property Setup Inquiry

PSC Parcel Comments Inquiry

PSC View Property Setup Attachments
o PSC Report Code Enforcement Issue Duty

o PSC Task Management
o PSC View Public Sector Project Attachments
o Public Sector Folder Reporting

PSC Agency Staff Profile Administration
o PSC HCM Employee Data Administration

PSC Agency Staff Profile Inquiry
o PSCHCM Employee Data Inquiry

PSC Anonymous Planning and Zoning Application Inquiry
o PSCHearings Inquiry

o PSC Review Summary Inquiry

PSC Apply Permit
o PSC Add Comments to Permit intake form

o PSC Cancel Inspection Request

o PSC Delete Permit Comments added by self
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o

]

[}

o

o

o

PSC Download Permit Attachments

PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self

PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

- PSC Assess fees Time Recording on Permits for All
- PSC Building Inspector

o

(o}

o

(o}

Manage Public Sector Permit Required Documents

PSC Access Limited Confidential Business Licenses Data
PSC Access Task Management Worklist

PSC Ad hoc Alerts Management

PSC Add Comments to Inspections

PSC Add Comments to Permits

PSC Add Comments to Planning and Zoning

PSC Add Inspection Checklist

PSC Add Inspection Checklist ltems

PSC Add Property Attachments

PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications

PSC View Inspection Attachments
PSC View Permit Attachments
- PSC View Property Attachments
PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
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PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form
o PSC Agency Staff

PSC Access Redacted Information

PSC Agency Business License Inquiry

PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

Chapter 3
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PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detalil
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry

PSC Estimate Public Sector Fees

PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self

PSC Parcel Comments Inquiry
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- PSC Manage Related Transactions
- PSC Map User
- PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
« PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
- PSC Report Code Enforcement Issue Duty
- PSC Task Management
- PSC View Public Sector Project Attachments
Public Sector Folder Reporting
PSC Agency Staff Comments User

PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSC Hearings Inquiry
« PSC Review Summary Inquiry
PSC Apply Permit
PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
PSC Contractor Master Management

PSC Delete Inspection Comments added by self
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Comments added by self

PSC Inspection Request Management
- PSC Cancel Inspection Request
« PSC Schedule Inspection Duty
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User

PSC Permit Conditions Management

Chapter 3
Roles

92



Oracle Fusion Cloud Applications

Security Reference for Common Features

o

]

PSC Permit Related Management Record
PSC Permit Time Recording Management Self

PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management

PSC Permits Conditions of Approval Management
PSC Permits Fees and Payments Administration Obsolete

PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments
- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Print Building Permit

PSC Print Payment Receipt

PSC Projects Administration
« PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments

PSC Property Setup Conditions Management

PSC Public User Account Inquiry

- PSC Public User Conditions Inquiry
PSC Public User Account Management

- PSC Public User Conditions Management
PSC Run Inspection Activity Report

PSC Run Inspection Job card Report

PSC Run Inspection Summary Report

PSC Run Planning Application Report

PSC Update Inspection Comments added by self

PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self

PSC Update Planning and Zoning Comments added by self

- PSC Business License Conditions Management
- PSC Cancel Permit Application
- PSC Cashier
o Customer Payment Instrument Management

ORACLE
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o PSCA
o PSCA
o PSCA
o PSCA
o PSCA
o PSCA

o PSCA

o PSCA

Chapter 3

d hoc Alerts Management

dd Comments to Permits

dd Comments to Planning and Zoning
dd Planning and Zoning Attachments
dd Property Attachments

gency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
gency Planning and Zoning Inquiry
PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
gency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
- PSC View Business License Inspections
- PSC View Business License Specialist Assignment
- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
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PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSCRun Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry
- PSC Planning Application Meeting Inquiry
- PSCPlanning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSC View Planner Assignment
- PSCView Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting
PSC Agency Staff Comments User

PSC Agency Staff Profile Inquiry
PSC HCM Employee Data Inquiry

PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Apply Permit
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PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments
PSC Business License Conditions Management

PSC Business License Fee and Payments Management
PSC Case Fees and Payments Management

PSC Cashier Administration
PSC Print Refund Receipt
PSC Contractor Master Management
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Inspections Attachments User
PSC Add Inspection Attachments
PSC Delete Inspection Attachments added by self
PSC Update Inspection Attachments added by self
PSC Manage Deposit Accounts
PSC Map User
PSC Permit Conditions Management
PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees and Payments Administration Obsolete

PSC Planning and Zoning Communication Management
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o PSC Planning and Zoning Conditions Management
o PSC Print Payment Receipt

o PSC Public User Account Inquiry
» PSC Public User Conditions Inquiry
o PSC Public User Account Management
« PSC Public User Conditions Management
o PSC Update Permit Attachments that were added by others and self

o PSC Update Permit Comments added by self
o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self

- PSC Cashier Administration
o PSC Print Refund Receipt

- PSC Common Setup Data Administration
o PSC Agency Staff Profile Administration
« PSC HCM Employee Data Administration
o PSC Property Setup Administration
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
« PSC Property Setup Attachments Management
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Self
- PSC Update Property Setup Attachments Added by Self
- PSCView Property Setup Attachments
- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
o PSC Public User Account Management
-« PSC Public User Conditions Management
- PSC Contractor Master Administration
- PSC Delete Inspection Attachments added by others and self
- PSC Delete Public Sector Project Attachments added by Others and Self
- PSC Execute Solution Package Process
- PSC Finance Administrator
o PSC Ad hoc Alerts Management

o PSC Add Comments to Inspections

o PSC Add Comments to Permits

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments
o PSC Add Property Attachments

o PSC Agency Permits Inquiry
- PSC Download Permit Attachments

97
ORACLE



Oracle Fusion Cloud Applications
Security Reference for Common Features

ORACLE
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o PSCA
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PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
gency Planning and Zoning Inquiry
PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
gency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
- PSC View Business License Inspections
- PSC View Business License Specialist Assignment
- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
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PSCA
PSCA

PSCA

PSCA

- PSC View Property Attachments

- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry

- PSC Access Planner Calendar

- PSC Conditions of Approval Inquiry

- PSCHearings Inquiry

- PSC Planning Application Meeting Inquiry

- PSCPlanning Time Recording Inquiry

- PSC Pre-Application Meeting Inquiry

- PSC View Hidden from Public sections in the Planning Applications

- PSC View Planner Assignment
- PSCView Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting
gency Staff Comments User

gency Staff Profile Inquiry

PSC HCM Employee Data Inquiry

nonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry

PSC Review Summary Inquiry

pply Permit

PSC Add Comments to Permit intake form

PSC Cancel Inspection Request

PSC Delete Permit Comments added by self

PSC Download Permit Attachments

PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
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- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
PSC View Property Attachments
PSC Apply Planning and Zoning
PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC View Planning and Zoning Attachments
PSC Cashier Administration
« PSC Print Refund Receipt
PSC Delete Inspection Comments added by self

PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self

PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User

PSC Permit Conditions Management

PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management

PSC Permits Conditions of Approval Management
PSC Permits Workflow User

- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments

- PSC Delete Permit Workflow Attachments that were added by self

« PSC Delete Permit Workflow Comments added by self

- PSC Update Permit Workflow Attachments that were added by self

- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Planning and Zoning Communication Management

PSC Planning and Zoning Conditions Management

PSC Planning and Zoning Workflow User

- PSC Add Comments to Planning and Zoning Workflow Task assigned to self

- PSC Add Planning and Zoning Workflow Attachments

- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
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- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments

o PSC Print Payment Receipt

o PSC Property Setup Conditions Management

o PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry

o PSC Time Recording Management

o PSC Update Inspection Comments added by self

o PSC Update Permit Attachments that were added by others and self

o PSC Update Permit Comments added by self

o PSC Update Planning and Zoning Attachments Added by Self

o PSC Update Planning and Zoning Comments added by self

- PSC Inspections Supervisor
o Manage Public Sector Permit Required Documents

o PSC Access Limited Confidential Business Licenses Data
o PSC Access Task Management Worklist

o PSC Ad hoc Alerts Management

o PSC Add Comments to Inspections

o PSC Add Comments to Permits

o PSC Add Comments to Planning and Zoning

o PSC Add Inspection Checklist

o PSC Add Inspection Checklist Items

o PSC Add Property Attachments

o PSC Agency Permits Inquiry
- PSC Download Permit Attachments
« PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments
« PSC Permit Time Recording Inquiry
« PSC Run Permit Activity Report
« PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry
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PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

gency Staff

PSC Access Redacted Information

PSC Agency Business License Inquiry

PSC Business Entity Inquiry

PSC View Business License Inspections

PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard
PSC Contractor Master Inquiry
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PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting
o PSC Agency Staff Comments User

o PSC Agency Staff Profile Inquiry
PSC HCM Employee Data Inquiry
o PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
o PSC Apply Permit
- PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
o PSC Assess fees Time Recording on Permits for All

o PSC Contractor Master Management

o PSC Delete Inspection Comments added by self

o PSC Delete Permit Comments added by self

o PSC Delete Planning and Zoning Comments added by self

o PSC Inspection Request Management
PSC Cancel Inspection Request
PSC Schedule Inspection Duty

o PSCInspections Attachments User
PSC Add Inspection Attachments
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o

(o}

- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User

PSC Permit Conditions Management
PSC Permit Related Management Record
PSC Permit Time Recording Management All
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees Management
PSC Permits Fees and Payments Administration Obsolete
PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments
- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Print Building Permit
PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments
PSC Property Setup Conditions Management
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Run Inspection Activity Report
PSC Run Inspection Job card Report
PSC Run Inspection Summary Report
PSC Run Planning Application Report
PSC Update Inspection Comments added by self
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self

PSC Update Planning and Zoning Comments added by self

- PSC Manage Parcel Transactions
- PSC Map User
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- PSC Oracle Policy Automation Proxy User
- PSC Override Decision for Documents in Plan Review Cycles
- PSC Permit Conditions Management
- PSC Permit Contractor Management
- PSC Permit Property Management
o PSC Add New Property Information in Permit Intake form

o PSC Add Property Attachments

o PSC Delete Property Attachments that were added by others and self
o PSC Delete Property Attachments that were added by self

o PSC Download Property Attachments

o PSC Edit Property Information in Permit Intake form

o PSC Remove Property Information in Permit Intake form

o PSC Search and Select Property Information in Permit Intake form

o PSC Update Property Attachments that were added by others and self
o PSC Update Property Attachments that were added by self

o PSC View Property Attachments

o PSC View Property Attachments Detail

o PSC View Property Detail Attachments

- PSC Permit Time Recording Management All
- PSC Permit Workflow Administration
o PSC Add Permit Workflow Attachments

o PSC Delete Permit Workflow Attachments that were added by others and self
o PSC Delete Permit Workflow Attachments that were added by self

o PSC Update Permit Status to Any Value

o PSC Update Permit Workflow Attachments that were added by others and self
o PSC Update Permit Workflow Attachments that were added by self

o PSC View Permit Workflow Attachments

- PSC Permits Administration
o Administer Public Sector Permit Required Documents
Manage Public Sector Permit Required Documents
o PSC Add Comments to Inspections

o PSC Add Comments to Permit Workflow Task assigned to anyone
o PSC Add Comments to Permits

o PSC Add Comments to Plan Reviews by others and self

o PSC Add Cycle to Permit Plan Review

o PSC Add Inspection Checklist

o PSC Add Inspection Checklist Items

o PSC Add Property Attachments

o PSC Add Reviewer to Permit Plan Review
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o

PSC Cancel Cycle of Permit Plan Review

PSC Cancel Inspection Request

PSC Delete Inspection Comments added by others and self

PSC Delete Inspection Comments added by self

PSC Delete Permit Attachments that were added by others and self
PSC Delete Permit Comments added by others and self

PSC Delete Permit Comments added by self

PSC Delete Permit Workflow Comments added by others and self
PSC Delete Permit Workflow Comments added by self

PSC Delete Plan Review Comments added by others and self

PSC Delete Plan Review Comments added by self

PSC Inspections Attachments User
- PSC Add Inspection Attachments
« PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Override Status of Permit Plan Reviews

PSC Print Building Permit

PSC Print Payment Receipt

PSC Remove Reviewer from Permit Plan Review

PSC Renew Permits

PSC Run Inspection Activity Report

PSC Run Inspection Job card Report

PSC Run Inspection Summary Report

PSC Run Planning Application Report

PSC Schedule Inspection Duty

PSC Update Hidden from Public sections in the Application

PSC Update Inspection Comments added by others and self

PSC Update Inspection Comments added by self

PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by others and self

PSC Update Permit Comments added by self

PSC Update Permit Workflow Comments added by others and self
PSC Update Permit Workflow Comments added by self

PSC Update Plan Review Comments added by others and self

PSC Update Plan Review Comments added by self

PSC Update Plan Review Decision Status assigned to others and self

PSC View Property Attachments

- PSC Permits Attachments User
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o PSC Add Permit Attachments
o PSC Delete Permit Attachments that were added by self
o PSC Update Permit Attachments that were added by self

PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees Management
PSC Permits Management
PSC Permits Management with Elevated Access
o PSC Add Comments to Inspections
o PSC Add Comments to Permit Workflow Task assigned to anyone
o PSC Add Comments to Permits
o PSC Add Comments to Plan Reviews by others and self
o PSC Add Inspection Attachments
o PSC Add Permit Attachments
o PSC Add Permit Workflow Attachments
o PSC Permit Property Management

PSC Add New Property Information in Permit Intake form
PSC Add Property Attachments

PSC Delete Property Attachments that were added by others and self

PSC Delete Property Attachments that were added by self
PSC Download Property Attachments

PSC Edit Property Information in Permit Intake form

PSC Remove Property Information in Permit Intake form

PSC Search and Select Property Information in Permit Intake form
PSC Update Property Attachments that were added by others and self

PSC Update Property Attachments that were added by self
PSC View Property Attachments

PSC View Property Attachments Detail

PSC View Property Detail Attachments

- PSC Project Management

o PSC Add Public Sector Project Attachments

o PSC Delete Public Sector Project Attachments added by Self
o PSC Update Public Sector Project Attachments added by Self
o PSC View Public Sector Project Attachments

- PSC Projects Administration

o PSC Add Public Sector Project Attachments

o PSC Delete Public Sector Project Attachments added by Self
o PSC Update Public Sector Project Attachments added by Self
o PSC View Public Sector Project Attachments

- PSC Public User Account Inquiry

o PSC Public User Conditions Inquiry
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PSC Public User Account Management
o PSC Public User Conditions Management

PSC Remove Documents from Plan Review Cycles
PSC Remove Reviewers from Documents in Plan Review Cycles OBSOLETE
PSC Reopen Permits
PSC Run Public Sector Expiration Processing
PSC Search Administration
PSC Setup Data Administration

o Accounting Hub Administration

- Business Intelligence Consumer
o PSC Access Sandboxes

o PSC Property Setup Administration

- PSC Add Property Setup Attachments

- PSC Delete Property Setup Attachments Added by Others and Self

- PSC Manage Parcel Comments added by self and others

- PSC Parcel Comments Inquiry

- PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments

- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self

PSC Update Decision for Documents in Plan Review Cycles Assigned to Self and Others
PSC Update Inspection Attachments added by others and self
PSC Update Permit Expiration Date
PSC Update Permit Status to Any Value
PSC Update Plan Review Decision Status assigned to others and self
PSC Update Public Sector Project Attachments added by Others and Self
PSC Update Session to Finalized for Plan Review Cycles
PSC Withdraw Permit Application
Upload data for Common Components Import

o PSC Planning and Zoning Application Administrator

ORACLE

PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Agency Permits Inquiry

o PSC Download Permit Attachments

o PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry

o PSC Run Permit Activity Report

o

o PSC View Hidden from Public sections in the Permit Applications
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o PSC View Inspection Attachments

o PSC View Permit Attachments

o PSC View Property Attachments

o PSC View Property Information in Permit Intake form

- PSC Agency Planning and Zoning Inquiry
o PSC Access Planner Calendar

o PSC Conditions of Approval Inquiry

o PSCHearings Inquiry

o PSC Planning Application Meeting Inquiry

o PSC Planning Time Recording Inquiry

o PSC Pre-Application Meeting Inquiry

o PSC View Hidden from Public sections in the Planning Applications
o PSC View Planner Assignment

o PSC View Planning and Zoning Attachments

o PSC View Property Information in Planning Intake form

- PSC Anonymous Planning and Zoning Application Inquiry
o PSCHearings Inquiry

o PSC Review Summary Inquiry

- PSC Appeal Hearings of Applications Assigned to Others and Self

- PSC Apply Planning and Zoning
o PSC Delete Planning and Zoning Attachments Added by Self
o PSC Delete Planning and Zoning Comments added by self
o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self
o PSC View Planning and Zoning Attachments

- PSC Associate Planner
o Manage Public Sector Planning and Zoning Required Documents

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments

o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments

ORACLE
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- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
« PSCHearings Inquiry
- PSC Planning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSC View Planner Assignment
- PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
o PSC Anonymous Planning and Zoning Application Inquiry
- PSC Hearings Inquiry
« PSC Review Summary Inquiry
o PSC Appeal Hearings of Applications Assigned to Self

o PSC Apply Planning and Zoning
PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC View Planning and Zoning Attachments
o PSC Assess fees Time Recording on Planning applications for self

o PSC Assign Planner

o PSC Cancel Hearings of Applications Assigned to Self

o PSC Cancel Planning Application

o PSC Conditions of Approval Management Self

o PSC Contractor Master Management

o PSC Delete Planning and Zoning Attachments Added by Self
o PSC Delete Planning and Zoning Comments added by self

o PSC Hearings Management Self

o PSC Manage Plan Review Cycles in Planning Applications Self
- PSC Delete Plan Review Comments added by self
- PSC Update Plan Review Comments added by self

o PSC Planning Application Meeting Management

o PSC Planning Reports Management Self
o PSC Planning Time Recording Management Self

o PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
o PSC Planning and Zoning Communication Management

o PSC Planning and Zoning Conditions Management
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o PSC Planning and Zoning Contacts Management
o PSC Planning and Zoning Contractor Management
o PSC Planning and Zoning Fees Management

o PSCPlanning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
- Manage Public Sector Planning and Zoning Required Documents
o PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
o PSCPlanning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
PSC View Planning and Zoning Workflow Attachments
o PSC Pre-Application Meeting Management

o PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments

o PSC Property Setup Conditions Management

o PSC Public User Account Inquiry
« PSC Public User Conditions Inquiry
o PSC Review Summary Management Self

o PSC Update Planning Expiration Date
o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self
o PSC Withdraw Planning Application
- PSC Business License Conditions Management
- PSC Cancel Hearings of Applications Assigned to Others and Self
- PSC Cancel Planning Application

- PSC Cashier Administration
o PSC Print Refund Receipt

- PSC Common Setup Data Administration
o PSC Agency Staff Profile Administration
- PSCHCM Employee Data Administration
o PSC Property Setup Administration
- PSC Add Property Setup Attachments

m
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- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
« PSC Property Setup Attachments Management
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Self
- PSC Update Property Setup Attachments Added by Self
- PSCView Property Setup Attachments
- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
o PSC Public User Account Management
« PSC Public User Conditions Management
- PSC Conditions of Approval Administration
o PSC Conditions of Approval Management All

- PSC Contractor Master Administration
- PSC Delete Plan Review Comments added by others and self
- PSC Delete Planning and Zoning Attachments Added by Others and Self
- PSC Delete Planning and Zoning Comments added by others and self
- PSC Delete Public Sector Project Attachments added by Others and Self
- PSC Hearings Management All
- PSC Manage Parcel Transactions
- PSC Planning Application Management with Elevated Access
o PSC Add Comments to Planning and Zoning

o PSC Add Comments to Planning and Zoning Workflow Task assigned to anyone
o PSC Add Planning and Zoning Attachments

o PSC Add Planning and Zoning Workflow Attachments

o PSC Add and Update Comments in Planning Activity Logs

o PSC Appeal Hearings of Applications Assigned to Others and Self

o PSC Cancel Hearings of Applications Assigned to Others and Self

o PSC Conditions of Approval Management All

o PSC Hearings Management All

o PSC Planning Application Meeting Administration
- PSC Planning Application Meeting Management
o PSC Planning Reports Management All

o PSC Planning and Zoning Activity Administration

o PSC Planning and Zoning Property Management

- PSC Add New Property Information in Planning Intake form

- PSC Edit Property Information in Planning Intake form

- PSC Remove Property Information in Planning Intake form

- PSC Search and Select Property Information in Planning Intake form
o PSC Pre-application Meeting Administration

« PSC Pre-Application Meeting Management
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o PSC Review Summary Management All

- PSCPlanning Assistant
o Manage Public Sector Planning and Zoning Required Documents

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments

o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
o PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
o PSC Appeal Hearings of Applications Assigned to Self
o PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments
o PSC Assess fees Time Recording on Planning applications for self

o PSC Assign Planner
o PSC Cancel Hearings of Applications Assigned to Self
o PSC Cancel Planning Application
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PSC Contractor Master Management

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Hearings Management Self

PSC Planning Application Meeting Management

PSC Planning Time Recording Management Self

PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
PSC Planning and Zoning Communication Management

PSC Planning and Zoning Conditions Management
PSC Planning and Zoning Contacts Management
PSC Planning and Zoning Contractor Management
PSC Planning and Zoning Fees Management

PSC Planning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
- Manage Public Sector Planning and Zoning Required Documents
PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
PSC Planning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
PSC View Planning and Zoning Workflow Attachments
PSC Pre-Application Meeting Management

PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments

PSC Property Setup Conditions Management

PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Update Planning Expiration Date

PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
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o PSC Withdraw Planning Application

- PSC Planning Reports Management All
- PSC Planning and Zoning Activity Administration
- PSC Planning and Zoning Activity Management
o PSC Add and Update Comments in Planning Activity Logs

- PSC Planning and Zoning Communication Management
- PSCPlanning and Zoning Conditions Management
- PSC Planning and Zoning Contacts Management
- PSC Planning and Zoning Contractor Management
- PSCPlanning and Zoning Hearings Custom Dates Management
- PSC Planning and Zoning Management

o Administer Public Sector Planning and Zoning Required Documents

- Manage Public Sector Planning and Zoning Required Documents

- PSC Planning and Zoning Property Management

o PSC Add New Property Information in Planning Intake form

o PSC Edit Property Information in Planning Intake form
o PSC Remove Property Information in Planning Intake form
o PSC Search and Select Property Information in Planning Intake form

- PSC Planning and Zoning Workflow Administration
o PSC Add Planning and Zoning Workflow Attachments

o PSC Delete Planning and Zoning Workflow Attachments Added by Others and Self
o PSC Update Planning and Zoning Status to Any Value

o PSC Update Planning and Zoning Workflow Attachments Added by Self

o PSC Update Planning and Zoning Workflow Attachments added by others and self
o PSC View Planning and Zoning Workflow Attachments

- PSC Planning and Zoning Workflow User
o PSC Add Comments to Planning and Zoning Workflow Task assigned to self

o PSC Add Planning and Zoning Workflow Attachments

o PSC Delete Planning and Zoning Workflow Attachments Added by Self
o PSC Delete Planning and Zoning Workflow Comments added by self

o PSC Update Planning and Zoning Workflow Attachments Added by Self
o PSC Update Planning and Zoning Workflow Comments added by self

o PSC View Planning and Zoning Workflow Attachments

- PSC Projects Administration
o PSC Add Public Sector Project Attachments

o PSC Delete Public Sector Project Attachments added by Self
o PSC Update Public Sector Project Attachments added by Self
o PSC View Public Sector Project Attachments

- PSC Public User Account Management
o PSC Public User Conditions Management
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PSC Reopen Planning Application
PSC Review Summary Management All
PSC Run Public Sector Expiration Processing
PSC Update Plan Review Comments added by others and self
PSC Update Planning Expiration Date
PSC Update Planning and Zoning Attachments Added by Others and Self
PSC Update Planning and Zoning Comments added by others and self
PSC Update Planning and Zoning Comments added by self
PSC Update Planning and Zoning Status to Any Value
PSC Update Public Sector Project Attachments added by Others and Self
PSC Withdraw Planning Application
PSC Zoning Administrator
o PSC Access Limited Confidential Business Licenses Data

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments
o PSC Administer Planning Expiration Date

o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detalil
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
- PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
o PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
o PSC Appeal Hearings of Applications Assigned to Self
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PSC Apply Planning and Zoning
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments

PSC Assess fees Time Recording on Planning applications for All

PSC Assign Planner

PSC Business License Conditions Management

PSC Cancel Hearings of Applications Assigned to Self

PSC Cancel Planning Application

PSC Contractor Master Management

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Hearings Management Self

PSC Planning Application Management with Elevated Access
- PSC Add Comments to Planning and Zoning
PSC Add Comments to Planning and Zoning Workflow Task assigned to anyone
PSC Add Planning and Zoning Attachments
PSC Add Planning and Zoning Workflow Attachments
PSC Add and Update Comments in Planning Activity Logs
PSC Appeal Hearings of Applications Assigned to Others and Self
PSC Cancel Hearings of Applications Assigned to Others and Self
PSC Conditions of Approval Management All
PSC Hearings Management All
PSC Planning Application Meeting Administration
- PSC Planning Application Meeting Management
PSC Planning Reports Management All
PSC Planning and Zoning Activity Administration
PSC Planning and Zoning Property Management
PSC Add New Property Information in Planning Intake form
PSC Edit Property Information in Planning Intake form
PSC Remove Property Information in Planning Intake form
PSC Search and Select Property Information in Planning Intake form
PSC Pre-application Meeting Administration
- PSC Pre-Application Meeting Management
PSC Review Summary Management All
PSC Planning Application Meeting Management

PSC Planning Reports Management All

PSC Planning Time Recording Management All
PSC Planning and Zoning Activity Administration
PSC Planning and Zoning Activity Management

Roles
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- PSC Add and Update Comments in Planning Activity Logs
o PSC Planning and Zoning Communication Management

o PSC Planning and Zoning Conditions Management

o PSC Planning and Zoning Contacts Management

o PSC Planning and Zoning Contractor Management

o PSC Planning and Zoning Fees Management

o PSCPlanning and Zoning Hearings Custom Dates Management

o PSCPlanning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
- Manage Public Sector Planning and Zoning Required Documents
o PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
o PSC Planning and Zoning Workflow Administration
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Others and Self
- PSC Update Planning and Zoning Status to Any Value
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Attachments added by others and self
PSC View Planning and Zoning Workflow Attachments
o PSC Planmng and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments
o PSC Pre-Application Meeting Management

o PSC Projects Administration
« PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments

o PSC Property Setup Conditions Management

o PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
o PSC Reopen Planning Application

o PSC Review Summary Management Self

o PSC Update Planning Expiration Date
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o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self
o PSC Withdraw Planning Application

o PSC System Administrator
- PSC Access Task Management Worklist
- PSC Ad hoc Alerts Management
- PSC Add Comments to Planning and Zoning
- PSC Administer Deposit Account
o PSC Manage Deposit Accounts

- PSC Administer Public Sector Business License Transaction Confidential Data
o PSC Manage Public Sector Business License Transaction Confidential Data
PSC Access Confidential Business Licenses Data
- PSC Agency Permits Inquiry
o PSC Download Permit Attachments

o PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detall
PSC View Property Detail Attachments
o PSC Permit Time Recording Inquiry

o PSC Run Permit Activity Report

o PSC View Hidden from Public sections in the Permit Applications
o PSC View Inspection Attachments

o PSC View Permit Attachments

o PSC View Property Attachments

o PSC View Property Information in Permit Intake form

- PSC Agency Staff
o PSC Access Redacted Information

o PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment
PSC View Hidden from Public sections in the Business License Applications
o PSC Agency Code Enforcement Case Inquiry
PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications
o PSC Agency Code Enforcement Incident Inquiry
PSC View Hidden from Public sections in Incident Applications
o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail

ORACLE
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o

o

- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications

PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty

PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

- PSC Agency Staff Profile Administration

(o}

PSC HCM Employee Data Administration

- PSC Agency Staff Profile Inquiry

[}

PSC HCM Employee Data Inquiry

- PSC Apply Permit

(o}

ORACLE

PSC Add Comments to Permit intake form

Chapter 3
Roles

120



Oracle Fusion Cloud Applications

Security Reference for Common Features

ORACLE

o

o

]

PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments

PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self

PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

- PSC Building Inspector

(o}

o

o

o

Manage Public Sector Permit Required Documents

PSC Access Limited Confidential Business Licenses Data
PSC Access Task Management Worklist

PSC Ad hoc Alerts Management

PSC Add Comments to Inspections

PSC Add Comments to Permits

PSC Add Comments to Planning and Zoning

PSC Add Inspection Checklist

PSC Add Inspection Checklist ltems

PSC Add Property Attachments

PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detall
- PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications

PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
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o PSCA

Chapter 3

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

gency Staff

PSC Access Redacted Information

PSC Agency Business License Inquiry

PSC Business Entity Inquiry

PSC View Business License Inspections

PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
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PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
- Public Sector Folder Reporting
PSC Agency Staff Comments User

PSC Agency Staff Profile Inquiry
PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC Contractor Master Management

PSC Delete Inspection Comments added by self
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Comments added by self

PSC Inspection Request Management
PSC Cancel Inspection Request
PSC Schedule Inspection Duty
PSC Inspections Attachments User
PSC Add Inspection Attachments
PSC Delete Inspection Attachments added by self
PSC Update Inspection Attachments added by self
PSC Map User
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o PSC Permit Conditions Management
o PSC Permit Related Management Record
o PSC Permit Time Recording Management Self

o PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
o PSC Permits Communication Management

o PSC Permits Conditions of Approval Management
o PSC Permits Fees and Payments Administration Obsolete

o PSC Permits Workflow User
PSC Add Comments to Permit Workflow Task assigned to self
PSC Add Permit Workflow Attachments
PSC Delete Permit Workflow Attachments that were added by self
PSC Delete Permit Workflow Comments added by self
PSC Update Permit Workflow Attachments that were added by self
PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
o PSC Print Building Permit

o PSC Print Payment Receipt

o PSC Projects Administration
PSC Add Public Sector Project Attachments
PSC Delete Public Sector Project Attachments added by Self
PSC Update Public Sector Project Attachments added by Self
PSC View Public Sector Project Attachments

o PSC Property Setup Conditions Management

o PSC Public User Account Inquiry

PSC Public User Conditions Inquiry
o PSC Public User Account Management

PSC Public User Conditions Management
o PSCRun Inspection Activity Report

o PSC Run Inspection Job card Report

o PSCRun Inspection Summary Report

o PSC Run Planning Application Report

o PSC Update Inspection Comments added by self

o PSC Update Permit Attachments that were added by others and self
o PSC Update Permit Comments added by self

o PSC Update Planning and Zoning Comments added by self

- PSC Business License Application Administrator
o Administer Public Sector Business License Required Documents
Manage Public Sector Business License Required Documents
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PSC Access Business License Specialist Calendar
PSC Access Confidential Business License Objects

PSC Access Confidential Business Licenses Data
PSC Access Confidential Business Licenses Data

PSC Add Business License Workflow Attachments on tasks assigned to self and others
PSC Add Business License Workflow Comments on tasks assigned to self and others

PSC Administer Business License Inspections
PSC Delete Inspection Comments added by others and self
PSC Supervise Business License Inspections
- PSC Manage Business License Inspections
PSC Add Inspection Checklist
PSC Add Inspection Checklist Items
PSC Request Business License Inspections
o PSC Add Business License Inspection Attachments

o PSC Add Business License Inspection Comments
o PSC Delete Inspection Attachments added by self
o PSC Delete Inspection Comments added by self

o PSC Update Inspection Attachments added by self
o PSC Update Inspection Comments added by self

o PSC View Business License Inspections

PSC Update Inspection Comments added by others and self
PSC Administer Public Sector Business License Transaction Confidential Data
PSC Manage Public Sector Business License Transaction Confidential Data
- PSC Access Confidential Business Licenses Data
PSC Agency Business Consultation Inquiry

PSC Apply Business License
PSC Add Business License Comments
PSC Assign Business License Specialist
PSC Business Consultation Meeting Management
PSC Business Consultation Outcome Management All
PSC Business Entity Management
PSC Business License Conditions Management
PSC Business License Contacts Management
PSC Business License Contractor Management
PSC Business License Credentials Admin
PSC Business License Credentials Management
- PSC Business License Credentials Inquiry
PSC View Business License Credential Attachments
- PSC Manage Business License Credential Attachments Added by Self

PSC Manage Business License Credential Attachments Added by Self and Others
PSC Business License Management
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Manage Public Sector Business License Required Documents
PSC Add Business License Attachments
PSC Add Business License Comments
PSC Amend Business License
PSC Business License Communication Management
PSC Business License Conditions Management
PSC Business License Contacts Management
PSC Business License Credentials Management

- PSC Business License Credentials Inquiry

PSC View Business License Credential Attachments

- PSC Manage Business License Credential Attachments Added by Self
PSC Business License Fee and Payments Management
PSC Business License Inspections Management
PSC Business License Tax Related Details Management
PSC Cancel Business License
PSC Contractor Master Management
PSC Delete Business License Attachments added by self
PSC Delete Business License Comments added by self
PSC Manage Business License Reporting Period
PSC Renew Business License
PSC Update Business License Attachments added by self
PSC Update Business License Comments added by self
PSC Update Business License Status
PSC View Business License Attachments
PSC View Business License Comments
PSC Withdraw Business License

o PSC Business License Management with Elevated Access

PSC Add Business License Inspection Attachments
PSC Add Business License Inspection Comments

o PSC Business License Setup Data Administration

ORACLE

PSC Common Setup Data Administration

- PSC Agency Staff Profile Administration
PSC HCM Employee Data Administration

- PSC Property Setup Administration
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others

o PSC Parcel Comments Inquiry

PSC Property Setup Attachments Management
o PSC Add Property Setup Attachments

o PSC Delete Property Setup Attachments Added by Self
o PSC Update Property Setup Attachments Added by Self
o PSC View Property Setup Attachments

PSC Property Setup Conditions Management
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o PSC Cashier

PSC Update Property Setup Attachments Added by Others and Self
PSC Public User Account Management
PSC Public User Conditions Management

« Customer Payment Instrument Management
PSC Ad hoc Alerts Management
PSC Add Comments to Permits
PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Add Property Attachments
PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Staff

ORACLE

PSC Access Redacted Information
PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

PSC Agency Code Enforcement Case Inquiry
PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications
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PSC Agency Code Enforcement Incident Inquiry
PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

PSC Agency Staff Comments User
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PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSC Hearings Inquiry
- PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSCView Planning and Zoning Attachments
PSC Business License Conditions Management
PSC Business License Fee and Payments Management
PSC Case Fees and Payments Management
PSC Cashier Administration
- PSC Print Refund Receipt
PSC Contractor Master Management
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Manage Deposit Accounts
PSC Map User
PSC Permit Conditions Management
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
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PSC Permits Conditions of Approval Management
PSC Permits Fees and Payments Administration Obsolete
PSC Planning and Zoning Communication Management
PSC Planning and Zoning Conditions Management
PSC Print Payment Receipt
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Public User Account Management
- PSC Public User Conditions Management
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC Contractor Master Administration

PSC Delete Business License Attachments added by self and others

PSC Delete Business License Comments added by self and others

PSC Delete Business License Workflow Attachments of tasks assigned to self and others
PSC Delete Business License Workflow Comments of tasks assigned to self and others
PSC Print Business License Certificate

PSC Public User Account Inquiry

PSC Public User Conditions Inquiry
PSC Public User Account Management

PSC Public User Conditions Management
PSC Run Business License Expiration Process

PSC Update Business License Attachments added by self and others

PSC Update Business License Comments added by self and others

PSC Update Business License Status to any value

PSC Update Business License Workflow Attachments of tasks assigned to self and others
PSC Update Business License Workflow Comments of tasks assigned to self and others

PSC View Business License Attachments

- PSC Business License Business Analyst

o

PSC Access Confidential Business License Objects
PSC Access Confidential Business Licenses Data
PSC Access Confidential Business Licenses Data

PSC Apply Business License
PSC Add Business License Comments
PSC Assign Business License Specialist

PSC Business Entity Management
PSC Business License Conditions Management
PSC Business License Contractor Management

PSC Business License Management
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Manage Public Sector Business License Required Documents
PSC Add Business License Attachments
PSC Add Business License Comments
PSC Amend Business License
PSC Business License Communication Management
PSC Business License Conditions Management
PSC Business License Contacts Management
PSC Business License Credentials Management
- PSC Business License Credentials Inquiry
PSC View Business License Credential Attachments
- PSC Manage Business License Credential Attachments Added by Self
PSC Business License Fee and Payments Management
PSC Business License Inspections Management
PSC Business License Tax Related Details Management
PSC Cancel Business License
PSC Contractor Master Management
PSC Delete Business License Attachments added by self
PSC Delete Business License Comments added by self
PSC Manage Business License Reporting Period
PSC Renew Business License
PSC Update Business License Attachments added by self
PSC Update Business License Comments added by self
PSC Update Business License Status
PSC View Business License Attachments
PSC View Business License Comments
PSC Withdraw Business License
o PSC Business License Setup Data Administration
PSC Common Setup Data Administration
- PSC Agency Staff Profile Administration
PSC HCM Employee Data Administration
- PSC Property Setup Administration
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
o PSC Parcel Comments Inquiry

PSC Property Setup Attachments Management
o PSC Add Property Setup Attachments

o PSC Delete Property Setup Attachments Added by Self
o PSC Update Property Setup Attachments Added by Self
o PSC View Property Setup Attachments

PSC Property Setup Conditions Management

PSC Update Property Setup Attachments Added by Others and Self
- PSC Public User Account Management

PSC Public User Conditions Management
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o PSCP
o PSCP

o PSCP

rint Business License Certificate

ublic User Account Inquiry

PSC Public User Conditions Inquiry

ublic User Account Management

PSC Public User Conditions Management

o PSC View Business License Attachments

- PSC Cancel Permit Application

- PSC Cashier

o Customer Payment Instrument Management

o PSCA

d hoc Alerts Management

o PSC Add Comments to Permits

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments
o PSC Add Property Attachments

o PSCA

o PSCA

o PSCA

ORACLE

gency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
gency Planning and Zoning Inquiry
PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
gency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
- PSC View Business License Inspections
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- PSC View Business License Specialist Assignment

Chapter 3
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- PSC View Hidden from Public sections in the Business License Applications

PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report

- PSC View Hidden from Public sections in the Permit Applications

- PSC View Inspection Attachments

- PSC View Permit Attachments

- PSC View Property Attachments

- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry

- PSC Access Planner Calendar

- PSC Conditions of Approval Inquiry

- PSC Hearings Inquiry

- PSC Planning Application Meeting Inquiry

- PSC Planning Time Recording Inquiry

- PSC Pre-Application Meeting Inquiry

- PSC View Hidden from Public sections in the Planning Applications

- PSC View Planner Assignment
- PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
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- PSC Task Management
- PSC View Public Sector Project Attachments
- Public Sector Folder Reporting

PSC Agency Staff Comments User

PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSC Hearings Inquiry
« PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
- PSC Add Permit Attachments

- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self

- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
PSC View Property Attachments
PSC Apply Planning and Zoning

PSC Delete Planning and Zoning Attachments Added by Self

- PSC Delete Planning and Zoning Comments added by self

- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self

- PSC View Planning and Zoning Attachments
PSC Business License Conditions Management
PSC Business License Fee and Payments Management
PSC Case Fees and Payments Management
PSC Cashier Administration

« PSC Print Refund Receipt
PSC Contractor Master Management

PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self

PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Manage Deposit Accounts

PSC Map User
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o PSC Permit Conditions Management

o PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
o PSC Permits Communication Management

o PSC Permits Conditions of Approval Management

o PSC Permits Fees and Payments Administration Obsolete
o PSC Planning and Zoning Communication Management
o PSC Planning and Zoning Conditions Management

o PSC Print Payment Receipt

o PSC Public User Account Inquiry
PSC Public User Conditions Inquiry
o PSC Public User Account Management
PSC Public User Conditions Management
o PSC Update Permit Attachments that were added by others and self

o PSC Update Permit Comments added by self
o PSC Update Planning and Zoning Attachments Added by Self
o PSC Update Planning and Zoning Comments added by self

- PSC Cashier Administration
o PSC Print Refund Receipt

- PSC Code Enforcement Application Administrator
o Functional Setups

o PSC Access Filter of Case Citation Notices
o PSC Access Filter of Case Violation Notices
o PSC Access Filter of Incidents

o PSC Agency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment
PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry

ORACLE
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PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry

PSC Estimate Public Sector Fees

PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self

PSC Parcel Comments Inquiry

PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry

PSC View Permit Project Attachments OBSOLETE

PSC Property Setup Inquiry

PSC Parcel Comments Inquiry
PSC View Property Setup Attachments

PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

o PSC Business License Conditions Management

o PSC Code Enforcement Case Administration
PSC Case APO Information Management
PSC Case Time Recording Management for All
PSC Code Enforcement Case Management

ORACLE

PSC Add Case Attachments
PSC Add Case Comments
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- PSC Add Code Enforcement Inspection Attachments

- PSC Add Code Enforcement Inspection Comments
- PSC Appeal Code Enforcement Case

- PSC Assign Code Enforcement Inspector

- PSC Assign Code Officer

- PSC Assign Code Technician

- PSC Case Appeals Management

- PSC Case Citations Management

- PSC Case Code References Management

- PSC Case Fees and Payments Management

- PSC Case Notices Management

- PSC Case Property Information Management
- PSC Case Responsible Parties Management

- PSC Case Time Recording Management assigned to self

- PSC Create Code Enforcement Case Duty
- PSC Delete Case Attachments Added by Self
- PSC Delete Case Comments Added by Self

- PSC Delete Code Enforcement Inspection Attachments Added by Self
- PSC Delete Code Enforcement Inspection Comments Added by Self

- PSC Schedule Code Enforcement Inspection
- PSC Update Case Attachments Added by Self
- PSC Update Case Comments Added by Self

- PSC Update Case Status

- PSC Update Code Enforcement Inspection Attachments Added by Self
- PSC Update Code Enforcement Inspection Comments Added by Self

o PSC Code Enforcement Case Management

ORACLE

- PSC Add Case Attachments

- PSC Add Case Comments

- PSC Add Code Enforcement Inspection Attachments
- PSC Add Code Enforcement Inspection Comments

- PSC Appeal Code Enforcement Case

- PSC Assign Code Enforcement Inspector

- PSC Assign Code Officer

- PSC Assign Code Technician

- PSC Case Appeals Management

- PSC Case Citations Management

- PSC Case Code References Management

- PSC Case Fees and Payments Management

- PSC Case Notices Management

- PSC Case Property Information Management

- PSC Case Responsible Parties Management

- PSC Case Time Recording Management assigned to self
- PSC Create Code Enforcement Case Duty

- PSC Delete Case Attachments Added by Self

- PSC Delete Case Comments Added by Self
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Chapter 3

PSC Delete Code Enforcement Inspection Attachments Added by Self

PSC Delete Code Enforcement Inspection Comments Added by Self

PSC Schedule Code Enforcement Inspection

PSC Update Case Attachments Added by Self

PSC Update Case Comments Added by Self

PSC Update Case Status

PSC Update Code Enforcement Inspection Attachments Added by Self

PSC Update Code Enforcement Inspection Comments Added by Self
o PSC Code Enforcement Incident Administration

PSC Administer Incident Status

PSC Code Enforcement Incident Management

PSC Add Incident Attachments

PSC Add Incident Comments

PSC Delete Incident Attachments Added by Self
PSC Delete Incident Comments Added by Self
PSC Update Incident Attachments Added by Self
PSC Update Incident Comments Added by Self

PSC Incident APO Information Management
o PSC Code Enforcement Officer

PSC Access Filter of Case Citation Notices

PSC Access Filter of Case Violation Notices

PSC Agency Staff

PSC Access Redacted Information
PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry

o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
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PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

PSC Code Enforcement Case Management

PSC Add Case Attachments

PSC Add Case Comments

PSC Add Code Enforcement Inspection Attachments
PSC Add Code Enforcement Inspection Comments
PSC Appeal Code Enforcement Case

PSC Assign Code Enforcement Inspector

PSC Assign Code Officer

PSC Assign Code Technician

PSC Case Appeals Management

PSC Case Citations Management

PSC Case Code References Management

PSC Case Fees and Payments Management

PSC Case Notices Management
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PSC Case Property Information Management

PSC Case Responsible Parties Management

PSC Case Time Recording Management assigned to self

PSC Create Code Enforcement Case Duty

PSC Delete Case Attachments Added by Self

PSC Delete Case Comments Added by Self

PSC Delete Code Enforcement Inspection Attachments Added by Self
PSC Delete Code Enforcement Inspection Comments Added by Self
PSC Schedule Code Enforcement Inspection

PSC Update Case Attachments Added by Self

PSC Update Case Comments Added by Self

PSC Update Case Status

PSC Update Code Enforcement Inspection Attachments Added by Self
PSC Update Code Enforcement Inspection Comments Added by Self

- PSC Code Enforcement Incident Management

PSC Add Incident Attachments

PSC Add Incident Comments

PSC Delete Incident Attachments Added by Self
PSC Delete Incident Comments Added by Self
PSC Update Incident Attachments Added by Self
PSC Update Incident Comments Added by Self

« PSC Code Enforcement Workflow User
- PSCInspect Code Enforcement Issues
« PSC Print Appeal Letter
« PSC Print Citation
- PSC Print Citation Payment Receipt
« PSC Print Letter of Compliance
« PSC Print Notice of Violation
o PSC Code Enforcement Setup Data Administration
- PSC Property Setup Administration

PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry
PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management
PSC Update Property Setup Attachments Added by Others and Self

o PSC Code Enforcement Technician
« PSC Access Filter of Case Citation Notices
« PSC Access Filter of Case Violation Notices
- PSC Agency Staff

ORACLE
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- PSC Access Redacted Information
- PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

- PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry

PSC View Hidden from Public sections in Incident Applications
- PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications
- PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry

o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
- PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
- PSC Agency Springboard
- PSC Contractor Master Inquiry
- PSC Estimate Public Sector Fees
- PSC Inquire Deposit Accounts
- PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
- PSC Manage Related Transactions
- PSC Map User
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PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

- PSC Code Enforcement Case Management

PSC Add Case Attachments

PSC Add Case Comments

PSC Add Code Enforcement Inspection Attachments

PSC Add Code Enforcement Inspection Comments

PSC Appeal Code Enforcement Case

PSC Assign Code Enforcement Inspector

PSC Assign Code Officer

PSC Assign Code Technician

PSC Case Appeals Management

PSC Case Citations Management

PSC Case Code References Management

PSC Case Fees and Payments Management

PSC Case Notices Management

PSC Case Property Information Management

PSC Case Responsible Parties Management

PSC Case Time Recording Management assigned to self

PSC Create Code Enforcement Case Duty

PSC Delete Case Attachments Added by Self

PSC Delete Case Comments Added by Self

PSC Delete Code Enforcement Inspection Attachments Added by Self
PSC Delete Code Enforcement Inspection Comments Added by Self
PSC Schedule Code Enforcement Inspection

PSC Update Case Attachments Added by Self

PSC Update Case Comments Added by Self

PSC Update Case Status

PSC Update Code Enforcement Inspection Attachments Added by Self
PSC Update Code Enforcement Inspection Comments Added by Self

- PSC Code Enforcement Incident Management

PSC Add Incident Attachments

PSC Add Incident Comments

PSC Delete Incident Attachments Added by Self
PSC Delete Incident Comments Added by Self
PSC Update Incident Attachments Added by Self
PSC Update Incident Comments Added by Self

- PSC Code Enforcement Workflow User

ORACLE
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o
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« PSC Print Appeal Letter
« PSC Print Citation
- PSC Print Citation Payment Receipt
« PSC Print Letter of Compliance
- PSC Print Notice of Violation
PSC Code Enforcement Workflow User

PSC Common Setup Data Administration
- PSC Agency Staff Profile Administration
- PSC HCM Employee Data Administration
- PSC Property Setup Administration
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry
- PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
- PSC Public User Account Management
- PSC Public User Conditions Management
PSC Delete Case Attachments Added by Others and Self

PSC Delete Case Comments Added by Others and Self

PSC Delete Code Enforcement Inspection Attachments Added by Others and Self
PSC Delete Code Enforcement Inspection Comments Added by Others and Self
PSC Delete Incident Attachments Added by Others and Self

PSC Delete Incident Comments Added by Others and Self

PSC Manage Parcel Transactions

PSC Print Appeal Letter

PSC Print Citation

PSC Print Citation Payment Receipt

PSC Print Letter of Compliance
PSC Print Notice of Violation

PSC Public User Account Management
- PSC Public User Conditions Management
PSC Run Public Sector Expiration Processing

PSC Update Case Attachments Added by Others and Self
PSC Update Case Comments Added by Others and Self
PSC Update Code Enforcement Inspection Attachments Added by Others and Self
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o PSC Update Code Enforcement Inspection Comments Added by Others and Self
o PSC Update Incident Attachments Added by Others and Self
o PSC Update Incident Comments Added by Others and Self

- PSC Code Enforcement Setup Data Administration
o PSC Property Setup Administration
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
- PSC Property Setup Attachments Management
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Self
- PSC Update Property Setup Attachments Added by Self
- PSC View Property Setup Attachments
- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
- PSC Contractor Master Administration
- PSC Execute Solution Package Process
- PSC Finance Administrator
o PSC Ad hoc Alerts Management

o PSC Add Comments to Inspections

o PSC Add Comments to Permits

o PSC Add Comments to Planning and Zoning
o PSC Add Planning and Zoning Attachments
o PSC Add Property Attachments

o PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detalil
- PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
« PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSC Hearings Inquiry
- PSC Planning Application Meeting Inquiry
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PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

o PSC Agency Staff

ORACLE

PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
- PSC View Business License Inspections
- PSC View Business License Specialist Assignment
- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry
- PSCPlanning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSCView Planner Assignment
- PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
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- PSC Inquire Deposit Accounts
- PSC Manage Parcel Comments added by self
- PSC Parcel Comments Inquiry
- PSC Manage Related Transactions
- PSC Map User
- PSC Projects Inquiry
- PSC View Permit Project Attachments OBSOLETE
« PSC Property Setup Inquiry
- PSC Parcel Comments Inquiry
- PSC View Property Setup Attachments
- PSC Report Code Enforcement Issue Duty
- PSC Task Management
« PSC View Public Sector Project Attachments
Public Sector Folder Reporting
PSC Agency Staff Comments User

PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSC Hearings Inquiry
- PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
« PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
« PSC View Permit Attachments
- PSC View Property Attachments
PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC View Planning and Zoning Attachments
PSC Cashier Administration
« PSC Print Refund Receipt
PSC Delete Inspection Comments added by self

PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
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o

PSC Delete Planning and Zoning Comments added by self

PSC Inspections Attachments User
- PSC Add Inspection Attachments
« PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User

PSC Permit Conditions Management

PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management

PSC Permits Conditions of Approval Management

PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments
- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Planning and Zoning Communication Management

PSC Planning and Zoning Conditions Management

PSC Planning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments
PSC Print Payment Receipt
PSC Property Setup Conditions Management

PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Time Recording Management

PSC Update Inspection Comments added by self

PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self

PSC Update Planning and Zoning Attachments Added by Self

PSC Update Planning and Zoning Comments added by self

- PSCInspections Supervisor
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Manage Public Sector Permit Required Documents
PSC Access Limited Confidential Business Licenses Data
PSC Access Task Management Worklist

PSC Ad hoc Alerts Management

PSC Add Comments to Inspections

PSC Add Comments to Permits

PSC Add Comments to Planning and Zoning

PSC Add Inspection Checklist

PSC Add Inspection Checklist Items

PSC Add Property Attachments

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

o PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

o PSC Agency Staff

ORACLE

PSC Access Redacted Information
PSC Agency Business License Inquiry

- PSC Business Entity Inquiry

- PSC View Business License Inspections

- PSC View Business License Specialist Assignment

- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry

- PSC Case Timeline Inquiry
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PSC View Hidden from Public sections in Incident Applications

PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry

PSC Estimate Public Sector Fees

PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self

PSC Parcel Comments Inquiry

PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry

PSC View Permit Project Attachments OBSOLETE

PSC Property Setup Inquiry

PSC Parcel Comments Inquiry
PSC View Property Setup Attachments

PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

o PSC Agency Staff Comments User

ORACLE
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o PSC Agency Staff Profile Inquiry

PSC HCM Employee Data Inquiry

o PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

o PSC Apply Permit

PSC Add Comments to Permit intake form

PSC Cancel Inspection Request

PSC Delete Permit Comments added by self

PSC Download Permit Attachments

PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self

PSC Update Permit Comments added by self

PSC View Inspection Attachments

PSC View Permit Attachments

PSC View Property Attachments

PSC Assess fees Time Recording on Permits for All

PSC Contractor Master Management

PSC Delete Inspection Comments added by self

PSC Delete Permit Comments added by self

PSC Delete Planning and Zoning Comments added by self

PSC Inspection Request Management
PSC Cancel Inspection Request
PSC Schedule Inspection Duty
PSC Inspections Attachments User
PSC Add Inspection Attachments
PSC Delete Inspection Attachments added by self
PSC Update Inspection Attachments added by self
PSC Map User

PSC Permit Conditions Management
PSC Permit Related Management Record
PSC Permit Time Recording Management All

PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees Management

PSC Permits Fees and Payments Administration Obsolete
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o

o

PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments
- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Print Building Permit

PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments

PSC Property Setup Conditions Management

PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Run Inspection Activity Report

PSC Run Inspection Job card Report

PSC Run Inspection Summary Report

PSC Run Planning Application Report

PSC Update Inspection Comments added by self

PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self

PSC Update Planning and Zoning Comments added by self

- PSC Integration Cloud User for Workflow

o

PSC Code Enforcement Case Administration

- PSC Case APO Information Management

- PSC Case Time Recording Management for All

- PSC Code Enforcement Case Management
- PSC Add Case Attachments
- PSC Add Case Comments
- PSC Add Code Enforcement Inspection Attachments
- PSC Add Code Enforcement Inspection Comments
- PSC Appeal Code Enforcement Case
- PSC Assign Code Enforcement Inspector
- PSC Assign Code Officer
- PSC Assign Code Technician
- PSC Case Appeals Management
- PSC Case Citations Management
- PSC Case Code References Management
- PSC Case Fees and Payments Management
- PSC Case Notices Management
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- PSC Case Property Information Management

- PSC Case Responsible Parties Management

- PSC Case Time Recording Management assigned to self
- PSC Create Code Enforcement Case Duty

- PSC Delete Case Attachments Added by Self

- PSC Delete Case Comments Added by Self

- PSC Delete Code Enforcement Inspection Attachments Added by Self
- PSC Delete Code Enforcement Inspection Comments Added by Self

- PSC Schedule Code Enforcement Inspection
- PSC Update Case Attachments Added by Self
- PSC Update Case Comments Added by Self

- PSC Update Case Status

- PSC Update Code Enforcement Inspection Attachments Added by Self
- PSC Update Code Enforcement Inspection Comments Added by Self

o PSC Code Enforcement Incident Administration
- PSC Administer Incident Status
- PSC Code Enforcement Incident Management
- PSC Add Incident Attachments
- PSC Add Incident Comments
- PSC Delete Incident Attachments Added by Self
- PSC Delete Incident Comments Added by Self
- PSC Update Incident Attachments Added by Self
- PSC Update Incident Comments Added by Self
- PSC Incident APO Information Management
o PSC Inspection Request Management
- PSC Cancel Inspection Request
- PSC Schedule Inspection Duty
o PSC Manage Plan Review Cycles in Planning Applications All
- PSC Delete Plan Review Comments added by self
- PSC Update Plan Review Comments added by self

PSC Interactive Voice Recognition Proxy User

- PSC Manage Related Transactions
- PSC Manage Third Party Payments

- PSC Map User

- PSC Oracle Policy Automation Proxy User
- PSC Permit Conditions Management

- PSC Permit Contractor Management

- PSC Permit Property Management

ORACLE

o PSC Add New Property Information in Permit Intake form

o PSC Add Property Attachments

o PSC Delete Property Attachments that were added by others and self
o PSC Delete Property Attachments that were added by self

o PSC Download Property Attachments

o PSC Edit Property Information in Permit Intake form
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o PSC Remove Property Information in Permit Intake form

o PSC Search and Select Property Information in Permit Intake form

o PSC Update Property Attachments that were added by others and self
o PSC Update Property Attachments that were added by self

o PSC View Property Attachments

o PSC View Property Attachments Detail

o PSC View Property Detail Attachments

- PSC Permit Workflow Administration
o PSC Add Permit Workflow Attachments

o PSC Delete Permit Workflow Attachments that were added by others and self
o PSC Delete Permit Workflow Attachments that were added by self

o PSC Update Permit Status to Any Value

o PSC Update Permit Workflow Attachments that were added by others and self
o PSC Update Permit Workflow Attachments that were added by self

o PSC View Permit Workflow Attachments

- PSC Permits Administration
o Administer Public Sector Permit Required Documents
- Manage Public Sector Permit Required Documents
o PSC Add Comments to Inspections

o PSC Add Comments to Permit Workflow Task assigned to anyone
o PSC Add Comments to Permits

o PSC Add Comments to Plan Reviews by others and self

o PSC Add Cycle to Permit Plan Review

o PSC Add Inspection Checklist

o PSC Add Inspection Checklist Items

o PSC Add Property Attachments

o PSC Add Reviewer to Permit Plan Review

o PSC Cancel Cycle of Permit Plan Review

o PSC Cancel Inspection Request

o PSC Delete Inspection Comments added by others and self

o PSC Delete Inspection Comments added by self

o PSC Delete Permit Attachments that were added by others and self
o PSC Delete Permit Comments added by others and self

o PSC Delete Permit Comments added by self

o PSC Delete Permit Workflow Comments added by others and self
o PSC Delete Permit Workflow Comments added by self

o PSC Delete Plan Review Comments added by others and self
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o PSC Delete Plan Review Comments added by self

o PSCInspections Attachments User
- PSC Add Inspection Attachments
« PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
o PSC Override Status of Permit Plan Reviews

o PSC Print Building Permit

o PSC Print Payment Receipt

o PSC Remove Reviewer from Permit Plan Review

o PSC Renew Permits

o PSCRun Inspection Activity Report

o PSC Run Inspection Job card Report

o PSCRun Inspection Summary Report

o PSC Run Planning Application Report

o PSC Schedule Inspection Duty

o PSC Update Hidden from Public sections in the Application

o PSC Update Inspection Comments added by others and self

o PSC Update Inspection Comments added by self

o PSC Update Permit Attachments that were added by others and self
o PSC Update Permit Comments added by others and self

o PSC Update Permit Comments added by self

o PSC Update Permit Workflow Comments added by others and self
o PSC Update Permit Workflow Comments added by self

o PSC Update Plan Review Comments added by others and self

o PSC Update Plan Review Comments added by self

o PSC Update Plan Review Decision Status assigned to others and self
o PSC View Property Attachments

- PSC Permits Application Administrator
o FSCM Load Interface Administration

o Functional Setups

o PSC Access Task Management Worklist

o PSC Ad hoc Alerts Management

o PSC Add Comments to Plan Reviews by others and self
o PSC Add Documents to Plan Review Cycles

o PSC Add Reviewers to Documents in Plan Review Cycles
o PSC Add Session Cycle for Plan Review Cycles

o PSC Agency Permits Inquiry
- PSC Download Permit Attachments
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o PSCA

o PSCA
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PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
gency Planning and Zoning Inquiry
PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
gency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
- PSC Business Entity Inquiry
- PSC View Business License Inspections
- PSC View Business License Specialist Assignment
- PSC View Hidden from Public sections in the Business License Applications
PSC Agency Code Enforcement Case Inquiry
- PSC Case Timeline Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
- PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
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PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Springboard

PSC Contractor Master Inquiry

PSC Estimate Public Sector Fees

PSC Inquire Deposit Accounts

PSC Manage Parcel Comments added by self

PSC Parcel Comments Inquiry

PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry

PSC View Permit Project Attachments OBSOLETE

PSC Property Setup Inquiry

PSC Parcel Comments Inquiry
PSC View Property Setup Attachments

PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
- Public Sector Folder Reporting
o PSC Agency Staff Profile Administration
PSC HCM Employee Data Administration
o PSC Agency Staff Profile Inquiry
PSC HCM Employee Data Inquiry
o PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
o PSC Apply Permit
- PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User

ORACLE

PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
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- PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

o PSC Assess fees Time Recording on Permits for All

o PSC Building Inspector

ORACLE

Manage Public Sector Permit Required Documents
PSC Access Limited Confidential Business Licenses Data
PSC Access Task Management Worklist
PSC Ad hoc Alerts Management
PSC Add Comments to Inspections
PSC Add Comments to Permits
PSC Add Comments to Planning and Zoning
PSC Add Inspection Checklist
PSC Add Inspection Checklist ltems
PSC Add Property Attachments
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSCRun Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSC Hearings Inquiry
- PSC Planning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry

- PSC View Hidden from Public sections in the Planning Applications

- PSC View Planner Assignment
- PSCView Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Staff
- PSC Access Redacted Information
- PSC Agency Business License Inquiry
PSC Business Entity Inquiry
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PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

- PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry
PSC View Hidden from Public sections in Incident Applications

- PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications

- PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments

PSC View Permit Attachments

PSC View Property Attachments

PSC View Property Information in Permit Intake form

- PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

- PSC Agency Springboard

- PSC Contractor Master Inquiry

- PSC Estimate Public Sector Fees

- PSC Inquire Deposit Accounts

- PSC Manage Parcel Comments added by self

PSC Parcel Comments Inquiry

- PSC Manage Related Transactions
- PSC Map User
- PSC Projects Inquiry

PSC View Permit Project Attachments OBSOLETE

- PSC Property Setup Inquiry

ORACLE
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PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
- PSC Report Code Enforcement Issue Duty
- PSC Task Management
- PSC View Public Sector Project Attachments
- Public Sector Folder Reporting
PSC Agency Staff Comments User
PSC Agency Staff Profile Inquiry
- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSCHearings Inquiry
- PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
PSC Contractor Master Management
PSC Delete Inspection Comments added by self
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Comments added by self
PSC Inspection Request Management
- PSC Cancel Inspection Request
- PSC Schedule Inspection Duty
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User
PSC Permit Conditions Management
PSC Permit Related Management Record
PSC Permit Time Recording Management Self
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
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PSC Permits Conditions of Approval Management
PSC Permits Fees and Payments Administration Obsolete
PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments
- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Print Building Permit
PSC Print Payment Receipt
PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments
PSC Property Setup Conditions Management
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Public User Account Management
- PSC Public User Conditions Management
PSC Run Inspection Activity Report
PSC Run Inspection Job card Report
PSC Run Inspection Summary Report
PSC Run Planning Application Report
PSC Update Inspection Comments added by self
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self
PSC Update Planning and Zoning Comments added by self

o PSC Business License Conditions Management

(o}

o

ORACLE

PSC Cancel Permit Application

PSC Cashier
» Customer Payment Instrument Management

PSC Ad hoc Alerts Management
PSC Add Comments to Permits
PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Add Property Attachments
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
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- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry
- PSC Planning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSCView Planner Assignment
- PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Staff
- PSC Access Redacted Information
- PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry

o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry

PSC Run Permit Activity Report

PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments

PSC View Permit Attachments

PSC View Property Attachments

PSC View Property Information in Permit Intake form
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PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
« PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

PSC Agency Staff Comments User
PSC Agency Staff Profile Inquiry

PSC HCM Employee Data Inquiry

PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Apply Permit

PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
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- PSC View Permit Attachments
- PSC View Property Attachments
PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSCView Planning and Zoning Attachments
PSC Business License Conditions Management
PSC Business License Fee and Payments Management
PSC Case Fees and Payments Management
PSC Cashier Administration
- PSC Print Refund Receipt
PSC Contractor Master Management
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Manage Deposit Accounts
PSC Map User
PSC Permit Conditions Management
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees and Payments Administration Obsolete
PSC Planning and Zoning Communication Management
PSC Planning and Zoning Conditions Management
PSC Print Payment Receipt
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Public User Account Management
- PSC Public User Conditions Management
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self

PSC Cashier Administration

PSC Print Refund Receipt

o PSC Common Setup Data Administration

ORACLE
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PSC Agency Staff Profile Administration
- PSC HCM Employee Data Administration
PSC Property Setup Administration
- PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry
PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management

- PSC Update Property Setup Attachments Added by Others and Self

PSC Public User Account Management
- PSC Public User Conditions Management

PSC Contractor Master Administration

PSC Delete Inspection Attachments added by others and self

PSC Delete Public Sector Project Attachments added by Others and Self
PSC Execute Solution Package Process

PSC Finance Administrator

PSC Ad hoc Alerts Management
PSC Add Comments to Inspections
PSC Add Comments to Permits
PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Add Property Attachments
PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSC Run Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSCHearings Inquiry

Chapter 3
Roles

164



Oracle Fusion Cloud Applications Chapter 3
Security Reference for Common Features Roles

- PSC Planning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSC View Planner Assignment
- PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Staff
PSC Access Redacted Information
PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry

PSC View Hidden from Public sections in Incident Applications
- PSC Agency Code Enforcement Incident Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry

PSC Download Permit Attachments

PSC Permit Property Inquiry

o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

- PSC View Property Information in Permit Intake form

- PSC Agency Planning and Zoning Inquiry

« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
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PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

PSC Agency Staff Comments User
PSC Agency Staff Profile Inquiry

PSC HCM Employee Data Inquiry

PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Apply Permit

PSC Add Comments to Permit intake form
PSC Cancel Inspection Request
PSC Delete Permit Comments added by self
PSC Download Permit Attachments
PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
PSC Update Permit Comments added by self
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments

PSC Apply Planning and Zoning

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments

PSC Cashier Administration

PSC Print Refund Receipt

PSC Delete Inspection Comments added by self

ORACLE
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- PSC Delete Permit Comments added by self

- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self

- PSC Inspections Attachments User

- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self

- PSC Map User
- PSC Permit Conditions Management
- PSC Permits Attachments User

- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self

» PSC Permits Communication Management
« PSC Permits Conditions of Approval Management
« PSC Permits Workflow User

- PSC Add Comments to Permit Workflow Task assigned to self

- PSC Add Permit Workflow Attachments

- PSC Delete Permit Workflow Attachments that were added by self
- PSC Delete Permit Workflow Comments added by self

- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self

- PSC View Permit Workflow Attachments

- PSC Planning and Zoning Communication Management
- PSC Planning and Zoning Conditions Management
- PSC Planning and Zoning Workflow User

- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments

- PSC Delete Planning and Zoning Workflow Attachments Added by Self

- PSC Delete Planning and Zoning Workflow Comments added by self

- PSC Update Planning and Zoning Workflow Attachments Added by Self

- PSC Update Planning and Zoning Workflow Comments added by self

- PSC View Planning and Zoning Workflow Attachments

« PSC Print Payment Receipt
- PSC Property Setup Conditions Management
« PSC Public User Account Inquiry

- PSC Public User Conditions Inquiry

- PSC Time Recording Management
- PSC Update Inspection Comments added by self
- PSC Update Permit Attachments that were added by others and self
- PSC Update Permit Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
PSC Inspections Supervisor
- Manage Public Sector Permit Required Documents
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PSC Access Limited Confidential Business Licenses Data
PSC Access Task Management Worklist

PSC Ad hoc Alerts Management

PSC Add Comments to Inspections

PSC Add Comments to Permits

PSC Add Comments to Planning and Zoning

PSC Add Inspection Checklist

PSC Add Inspection Checklist ltems

PSC Add Property Attachments

PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Agency Staff

PSC Access Redacted Information
PSC Agency Business License Inquiry
PSC Business Entity Inquiry
PSC View Business License Inspections
PSC View Business License Specialist Assignment

PSC View Hidden from Public sections in the Business License
Applications

PSC Agency Code Enforcement Case Inquiry

PSC Case Timeline Inquiry

PSC View Hidden from Public sections in Incident Applications
PSC Agency Code Enforcement Incident Inquiry
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PSC View Hidden from Public sections in Incident Applications
PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
o PSC View Property Attachments

o PSC View Property Attachments Detail
o PSC View Property Detail Attachments

PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form
PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
PSC Agency Springboard
PSC Contractor Master Inquiry
PSC Estimate Public Sector Fees
PSC Inquire Deposit Accounts
PSC Manage Parcel Comments added by self
PSC Parcel Comments Inquiry
PSC Manage Related Transactions
PSC Map User
PSC Projects Inquiry
PSC View Permit Project Attachments OBSOLETE
PSC Property Setup Inquiry
PSC Parcel Comments Inquiry
PSC View Property Setup Attachments
PSC Report Code Enforcement Issue Duty
PSC Task Management
PSC View Public Sector Project Attachments
Public Sector Folder Reporting

PSC Agency Staff Comments User
PSC Agency Staff Profile Inquiry
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- PSC HCM Employee Data Inquiry
PSC Anonymous Planning and Zoning Application Inquiry
- PSCHearings Inquiry
- PSC Review Summary Inquiry
PSC Apply Permit
- PSC Add Comments to Permit intake form
- PSC Cancel Inspection Request
- PSC Delete Permit Comments added by self
- PSC Download Permit Attachments
- PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
- PSC Update Permit Comments added by self
- PSC View Inspection Attachments
- PSC View Permit Attachments
- PSC View Property Attachments
PSC Assess fees Time Recording on Permits for All
PSC Contractor Master Management
PSC Delete Inspection Comments added by self
PSC Delete Permit Comments added by self
PSC Delete Planning and Zoning Comments added by self
PSC Inspection Request Management
- PSC Cancel Inspection Request
- PSC Schedule Inspection Duty
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Map User
PSC Permit Conditions Management
PSC Permit Related Management Record
PSC Permit Time Recording Management All
PSC Permits Attachments User
- PSC Add Permit Attachments
- PSC Delete Permit Attachments that were added by self
- PSC Update Permit Attachments that were added by self
PSC Permits Communication Management
PSC Permits Conditions of Approval Management
PSC Permits Fees Management
PSC Permits Fees and Payments Administration Obsolete
PSC Permits Workflow User
- PSC Add Comments to Permit Workflow Task assigned to self
- PSC Add Permit Workflow Attachments

- PSC Delete Permit Workflow Attachments that were added by self
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- PSC Delete Permit Workflow Comments added by self
- PSC Update Permit Workflow Attachments that were added by self
- PSC Update Permit Workflow Comments added by self
- PSC View Permit Workflow Attachments
PSC Print Building Permit
PSC Projects Administration
PSC Add Public Sector Project Attachments
PSC Delete Public Sector Project Attachments added by Self
PSC Update Public Sector Project Attachments added by Self
PSC View Public Sector Project Attachments
PSC Property Setup Conditions Management
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Run Inspection Activity Report
PSC Run Inspection Job card Report
PSC Run Inspection Summary Report
PSC Run Planning Application Report
PSC Update Inspection Comments added by self
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by self
PSC Update Planning and Zoning Comments added by self

PSC Manage Parcel Transactions

PSC Map User

PSC Oracle Policy Automation Proxy User

PSC Override Decision for Documents in Plan Review Cycles
PSC Permit Conditions Management

PSC Permit Contractor Management

PSC Permit Property Management

PSC Add New Property Information in Permit Intake form

PSC Add Property Attachments

PSC Delete Property Attachments that were added by others and self
PSC Delete Property Attachments that were added by self

PSC Download Property Attachments

PSC Edit Property Information in Permit Intake form

PSC Remove Property Information in Permit Intake form

PSC Search and Select Property Information in Permit Intake form
PSC Update Property Attachments that were added by others and self
PSC Update Property Attachments that were added by self

PSC View Property Attachments

PSC View Property Attachments Detail

PSC View Property Detail Attachments

o PSC Permit Time Recording Management All

o

ORACLE

PSC Permit Workflow Administration
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PSC Add Permit Workflow Attachments

PSC Delete Permit Workflow Attachments that were added by others and self

PSC Delete Permit Workflow Attachments that were added by self
PSC Update Permit Status to Any Value

PSC Update Permit Workflow Attachments that were added by others and self

PSC Update Permit Workflow Attachments that were added by self
PSC View Permit Workflow Attachments

PSC Permits Administration
- Administer Public Sector Permit Required Documents

- Manage Public Sector Permit Required Documents
PSC Add Comments to Inspections
PSC Add Comments to Permit Workflow Task assigned to anyone
PSC Add Comments to Permits
PSC Add Comments to Plan Reviews by others and self
PSC Add Cycle to Permit Plan Review
PSC Add Inspection Checklist
PSC Add Inspection Checklist ltems
PSC Add Property Attachments
PSC Add Reviewer to Permit Plan Review
PSC Cancel Cycle of Permit Plan Review
PSC Cancel Inspection Request
PSC Delete Inspection Comments added by others and self
PSC Delete Inspection Comments added by self
PSC Delete Permit Attachments that were added by others and self
PSC Delete Permit Comments added by others and self
PSC Delete Permit Comments added by self
PSC Delete Permit Workflow Comments added by others and self
PSC Delete Permit Workflow Comments added by self
PSC Delete Plan Review Comments added by others and self
PSC Delete Plan Review Comments added by self
PSC Inspections Attachments User
- PSC Add Inspection Attachments
- PSC Delete Inspection Attachments added by self
- PSC Update Inspection Attachments added by self
PSC Override Status of Permit Plan Reviews
PSC Print Building Permit
PSC Print Payment Receipt
PSC Remove Reviewer from Permit Plan Review
PSC Renew Permits
PSC Run Inspection Activity Report
PSC Run Inspection Job card Report
PSC Run Inspection Summary Report
PSC Run Planning Application Report
PSC Schedule Inspection Duty
PSC Update Hidden from Public sections in the Application
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PSC Update Inspection Comments added by others and self
PSC Update Inspection Comments added by self
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Comments added by others and self
PSC Update Permit Comments added by self
PSC Update Permit Workflow Comments added by others and self
PSC Update Permit Workflow Comments added by self
PSC Update Plan Review Comments added by others and self
PSC Update Plan Review Comments added by self
PSC Update Plan Review Decision Status assigned to others and self
- PSC View Property Attachments
o PSC Permits Attachments User
PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self
o PSC Permits Communication Management

o PSC Permits Conditions of Approval Management
o PSC Permits Fees Management
o PSC Permits Management

o PSC Permits Management with Elevated Access

PSC Add Comments to Inspections

PSC Add Comments to Permit Workflow Task assigned to anyone

PSC Add Comments to Permits

PSC Add Comments to Plan Reviews by others and self

PSC Add Inspection Attachments

PSC Add Permit Attachments

PSC Add Permit Workflow Attachments

PSC Permit Property Management
- PSC Add New Property Information in Permit Intake form
- PSC Add Property Attachments
- PSC Delete Property Attachments that were added by others and self
- PSC Delete Property Attachments that were added by self
- PSC Download Property Attachments
- PSC Edit Property Information in Permit Intake form
- PSC Remove Property Information in Permit Intake form
- PSC Search and Select Property Information in Permit Intake form
- PSC Update Property Attachments that were added by others and self
- PSC Update Property Attachments that were added by self
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSCView Property Detail Attachments

o PSC Project Management
PSC Add Public Sector Project Attachments
PSC Delete Public Sector Project Attachments added by Self

ORACLE
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PSC Update Public Sector Project Attachments added by Self
PSC View Public Sector Project Attachments

o PSC Projects Administration
PSC Add Public Sector Project Attachments
PSC Delete Public Sector Project Attachments added by Self
PSC Update Public Sector Project Attachments added by Self
PSC View Public Sector Project Attachments

o PSC Public User Account Inquiry
PSC Public User Conditions Inquiry

o PSC Public User Account Management
PSC Public User Conditions Management

o PSC Remove Documents from Plan Review Cycles

o PSC Remove Reviewers from Documents in Plan Review Cycles OBSOLETE
o PSC Reopen Permits

o PSC Run Public Sector Expiration Processing

o PSC Search Administration

o PSC Setup Data Administration
- Accounting Hub Administration
- Business Intelligence Consumer
PSC Access Sandboxes
PSC Property Setup Administration
- PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry
PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management
PSC Update Property Setup Attachments Added by Others and Self
o PSC Update Decision for Documents in Plan Review Cycles Assigned to Self and Others

o PSC Update Inspection Attachments added by others and self
o PSC Update Permit Expiration Date
o PSC Update Permit Status to Any Value
o PSC Update Plan Review Decision Status assigned to others and self
o PSC Update Public Sector Project Attachments added by Others and Self
o PSC Update Session to Finalized for Plan Review Cycles
o PSC Withdraw Permit Application
o Upload data for Common Components Import
- PSC Permits Attachments User
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o

PSC Add Permit Attachments
PSC Delete Permit Attachments that were added by self
PSC Update Permit Attachments that were added by self

- PSC Permits Communication Management

- PSC Permits Conditions of Approval Management
- PSC Permits Management

- PSC Permits Management with Elevated Access

o

o

o

PSC Add Comments to Inspections

PSC Add Comments to Permit Workflow Task assigned to anyone
PSC Add Comments to Permits

PSC Add Comments to Plan Reviews by others and self

PSC Add Inspection Attachments

PSC Add Permit Attachments

PSC Add Permit Workflow Attachments

PSC Permit Property Management
PSC Add New Property Information in Permit Intake form
PSC Add Property Attachments

PSC Delete Property Attachments that were added by others and self

PSC Delete Property Attachments that were added by self
PSC Download Property Attachments

PSC Edit Property Information in Permit Intake form

PSC Remove Property Information in Permit Intake form

PSC Search and Select Property Information in Permit Intake form
PSC Update Property Attachments that were added by others and self

PSC Update Property Attachments that were added by self
PSC View Property Attachments

PSC View Property Attachments Detail

PSC View Property Detail Attachments

- PSC Planning Application Management with Elevated Access

(o}

o

o

PSC Add Comments to Planning and Zoning

PSC Add Comments to Planning and Zoning Workflow Task assigned to anyone

PSC Add Planning and Zoning Attachments

PSC Add Planning and Zoning Workflow Attachments

PSC Add and Update Comments in Planning Activity Logs

PSC Appeal Hearings of Applications Assigned to Others and Self
PSC Cancel Hearings of Applications Assigned to Others and Self
PSC Conditions of Approval Management All

PSC Hearings Management All

PSC Planning Application Meeting Administration
PSC Planning Application Meeting Management
PSC Planning Reports Management All
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o PSC Planning and Zoning Activity Administration

o PSC Planning and Zoning Property Management

PSC Add New Property Information in Planning Intake form

PSC Edit Property Information in Planning Intake form

PSC Remove Property Information in Planning Intake form

PSC Search and Select Property Information in Planning Intake form
o PSC Pre-application Meeting Administration

PSC Pre-Application Meeting Management
o PSC Review Summary Management All

- PSC Planning Reports Management All
- PSC Planning and Zoning Application Administrator
o PSC Add Comments to Planning and Zoning

o PSC Add Planning and Zoning Attachments

o PSC Agency Permits Inquiry
PSC Download Permit Attachments
PSC Permit Property Inquiry
- PSC View Property Attachments
- PSC View Property Attachments Detail
- PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
- PSC View Property Information in Permit Intake form
o PSC Agency Planning and Zoning Inquiry
« PSC Access Planner Calendar
PSC Conditions of Approval Inquiry
PSC Hearings Inquiry
PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry
PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form
o PSC Anonymous Planning and Zoning Application Inquiry
PSC Hearings Inquiry
PSC Review Summary Inquiry
o PSC Appeal Hearings of Applications Assigned to Others and Self

o PSC Apply Planning and Zoning
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
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PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments
o PSC Associate Planner
Manage Public Sector Planning and Zoning Required Documents
PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry

PSC Planning Time Recording Inquiry

PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications
PSC View Planner Assignment

PSC View Planning and Zoning Attachments

PSC View Property Information in Planning Intake form

PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Appeal Hearings of Applications Assigned to Self
PSC Apply Planning and Zoning

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments

PSC Assess fees Time Recording on Planning applications for self
PSC Assign Planner

PSC Cancel Hearings of Applications Assigned to Self

PSC Cancel Planning Application
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PSC Conditions of Approval Management Self
PSC Contractor Master Management
PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Hearings Management Self
PSC Manage Plan Review Cycles in Planning Applications Self
- PSC Delete Plan Review Comments added by self
- PSC Update Plan Review Comments added by self
PSC Planning Application Meeting Management
PSC Planning Reports Management Self
PSC Planning Time Recording Management Self
PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
PSC Planning and Zoning Communication Management
PSC Planning and Zoning Conditions Management
PSC Planning and Zoning Contacts Management
PSC Planning and Zoning Contractor Management
PSC Planning and Zoning Fees Management
PSC Planning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
Manage Public Sector Planning and Zoning Required Documents
PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
PSC Planning and Zoning Workflow User

Chapter 3
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- PSC Add Comments to Planning and Zoning Workflow Task assigned to self

- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments
PSC Pre-Application Meeting Management
PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments
PSC Property Setup Conditions Management
PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
PSC Review Summary Management Self
PSC Update Planning Expiration Date
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- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC Withdraw Planning Application

PSC Business License Conditions Management

PSC Cancel Hearings of Applications Assigned to Others and Self
PSC Cancel Planning Application

PSC Cashier Administration
« PSC Print Refund Receipt
PSC Common Setup Data Administration
- PSC Agency Staff Profile Administration
- PSC HCM Employee Data Administration
- PSC Property Setup Administration
- PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Others and Self
PSC Manage Parcel Comments added by self and others
PSC Parcel Comments Inquiry
PSC Property Setup Attachments Management
PSC Add Property Setup Attachments
PSC Delete Property Setup Attachments Added by Self
PSC Update Property Setup Attachments Added by Self
PSC View Property Setup Attachments
PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
- PSC Public User Account Management
- PSC Public User Conditions Management
PSC Conditions of Approval Administration
- PSC Conditions of Approval Management All
PSC Contractor Master Administration

PSC Delete Plan Review Comments added by others and self

PSC Delete Planning and Zoning Attachments Added by Others and Self
PSC Delete Planning and Zoning Comments added by others and self
PSC Delete Public Sector Project Attachments added by Others and Self
PSC Hearings Management All

PSC Manage Parcel Transactions

PSC Planning Application Management with Elevated Access
- PSC Add Comments to Planning and Zoning

Chapter 3
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- PSC Add Comments to Planning and Zoning Workflow Task assigned to anyone

- PSC Add Planning and Zoning Attachments

- PSC Add Planning and Zoning Workflow Attachments

- PSC Add and Update Comments in Planning Activity Logs

- PSC Appeal Hearings of Applications Assigned to Others and Self
- PSC Cancel Hearings of Applications Assigned to Others and Self
- PSC Conditions of Approval Management All
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PSC Hearings Management All
PSC Planning Application Meeting Administration

PSC Planning Application Meeting Management

PSC Planning Reports Management All
PSC Planning and Zoning Activity Administration
PSC Planning and Zoning Property Management

PSC Add New Property Information in Planning Intake form
PSC Edit Property Information in Planning Intake form
PSC Remove Property Information in Planning Intake form

PSC Search and Select Property Information in Planning Intake form

PSC Pre-application Meeting Administration

PSC Pre-Application Meeting Management

PSC Review Summary Management All
o PSC Planning Assistant
Manage Public Sector Planning and Zoning Required Documents
PSC Add Comments to Planning and Zoning
PSC Add Planning and Zoning Attachments
PSC Agency Permits Inquiry

PSC Download Permit Attachments
PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
PSC Permit Time Recording Inquiry
PSC Run Permit Activity Report
PSC View Hidden from Public sections in the Permit Applications
PSC View Inspection Attachments
PSC View Permit Attachments
PSC View Property Attachments
PSC View Property Information in Permit Intake form

PSC Agency Planning and Zoning Inquiry

PSC Access Planner Calendar

PSC Conditions of Approval Inquiry

PSC Hearings Inquiry

PSC Planning Application Meeting Inquiry
PSC Planning Time Recording Inquiry
PSC Pre-Application Meeting Inquiry

PSC View Hidden from Public sections in the Planning Applications

PSC View Planner Assignment
PSC View Planning and Zoning Attachments
PSC View Property Information in Planning Intake form

PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Appeal Hearings of Applications Assigned to Self

ORACLE
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- PSC Apply Planning and Zoning
- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC View Planning and Zoning Attachments
- PSC Assess fees Time Recording on Planning applications for self
- PSC Assign Planner
- PSC Cancel Hearings of Applications Assigned to Self
- PSC Cancel Planning Application
- PSC Contractor Master Management
- PSC Delete Planning and Zoning Attachments Added by Self
- PSC Delete Planning and Zoning Comments added by self
- PSC Hearings Management Self
- PSC Planning Application Meeting Management
- PSC Planning Time Recording Management Self
- PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
- PSC Planning and Zoning Communication Management
- PSC Planning and Zoning Conditions Management
- PSC Planning and Zoning Contacts Management
- PSC Planning and Zoning Contractor Management
- PSC Planning and Zoning Fees Management
« PSCPlanning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
Manage Public Sector Planning and Zoning Required Documents
- PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
- PSC Planning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments
« PSC Pre-Application Meeting Management
- PSC Projects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
- PSC View Public Sector Project Attachments
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- PSC Property Setup Conditions Management
- PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry
- PSC Update Planning Expiration Date
- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
PSC Withdraw Planning Application
o PSC Planmng Reports Management All

o PSC Planning and Zoning Activity Administration

o PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
o PSCPlanning and Zoning Communication Management

o PSC Planning and Zoning Conditions Management

o PSC Planning and Zoning Contacts Management

o PSC Planning and Zoning Contractor Management

o PSCPlanning and Zoning Hearings Custom Dates Management

o PSCPlanning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
- Manage Public Sector Planning and Zoning Required Documents
o PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
o PSC Planning and Zoning Workflow Administration
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Others and Self
- PSC Update Planning and Zoning Status to Any Value
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Attachments added by others and self
- PSC View Planning and Zoning Workflow Attachments
o PSC Planning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
PSC View Planning and Zoning Workflow Attachments
o PSC Prolects Administration
- PSC Add Public Sector Project Attachments
- PSC Delete Public Sector Project Attachments added by Self
- PSC Update Public Sector Project Attachments added by Self
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« PSC View Public Sector Project Attachments
o PSC Public User Account Management

- PSC Public User Conditions Management
o PSC Reopen Planning Application

o PSC Review Summary Management All

o PSC Run Public Sector Expiration Processing

o PSC Update Plan Review Comments added by others and self

o PSC Update Planning Expiration Date

o PSC Update Planning and Zoning Attachments Added by Others and Self
o PSC Update Planning and Zoning Comments added by others and self

o PSC Update Planning and Zoning Comments added by self

o PSC Update Planning and Zoning Status to Any Value

o PSC Update Public Sector Project Attachments added by Others and Self
o PSC Withdraw Planning Application

o PSC Zoning Administrator
« PSC Access Limited Confidential Business Licenses Data
- PSC Add Comments to Planning and Zoning
- PSC Add Planning and Zoning Attachments
- PSC Administer Planning Expiration Date
- PSC Agency Permits Inquiry
- PSC Download Permit Attachments
- PSC Permit Property Inquiry
PSC View Property Attachments
PSC View Property Attachments Detail
PSC View Property Detail Attachments
- PSC Permit Time Recording Inquiry
- PSCRun Permit Activity Report
- PSC View Hidden from Public sections in the Permit Applications
- PSC View Inspection Attachments
- PSCView Permit Attachments
- PSC View Property Attachments
- PSC View Property Information in Permit Intake form
- PSC Agency Planning and Zoning Inquiry
- PSC Access Planner Calendar
- PSC Conditions of Approval Inquiry
- PSC Hearings Inquiry
- PSC Planning Application Meeting Inquiry
- PSC Planning Time Recording Inquiry
- PSC Pre-Application Meeting Inquiry
- PSC View Hidden from Public sections in the Planning Applications
- PSC View Planner Assignment
- PSCView Planning and Zoning Attachments
- PSC View Property Information in Planning Intake form
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PSC Anonymous Planning and Zoning Application Inquiry

PSC Hearings Inquiry
PSC Review Summary Inquiry

PSC Appeal Hearings of Applications Assigned to Self
PSC Apply Planning and Zoning

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self
PSC Update Planning and Zoning Attachments Added by Self
PSC Update Planning and Zoning Comments added by self
PSC View Planning and Zoning Attachments

PSC Assess fees Time Recording on Planning applications for All
PSC Assign Planner

PSC Business License Conditions Management

PSC Cancel Hearings of Applications Assigned to Self

PSC Cancel Planning Application

PSC Contractor Master Management

PSC Delete Planning and Zoning Attachments Added by Self
PSC Delete Planning and Zoning Comments added by self

PSC Hearings Management Self

PSC Planning Application Management with Elevated Access

PSC Add Comments to Planning and Zoning

Roles

PSC Add Comments to Planning and Zoning Workflow Task assigned to anyone

PSC Add Planning and Zoning Attachments
PSC Add Planning and Zoning Workflow Attachments
PSC Add and Update Comments in Planning Activity Logs
PSC Appeal Hearings of Applications Assigned to Others and Self
PSC Cancel Hearings of Applications Assigned to Others and Self
PSC Conditions of Approval Management All
PSC Hearings Management All
PSC Planning Application Meeting Administration
PSC Planning Application Meeting Management
PSC Planning Reports Management All
PSC Planning and Zoning Activity Administration
PSC Planning and Zoning Property Management
PSC Add New Property Information in Planning Intake form
PSC Edit Property Information in Planning Intake form
PSC Remove Property Information in Planning Intake form
PSC Search and Select Property Information in Planning Intake form
PSC Pre-application Meeting Administration
PSC Pre-Application Meeting Management
PSC Review Summary Management All

PSC Planning Application Meeting Management
PSC Planning Reports Management All

PSC Planning Time Recording Management All
PSC Planning and Zoning Activity Administration
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- PSC Planning and Zoning Activity Management
- PSC Add and Update Comments in Planning Activity Logs
- PSC Planning and Zoning Communication Management
- PSC Planning and Zoning Conditions Management
- PSC Planning and Zoning Contacts Management
- PSC Planning and Zoning Contractor Management
- PSC Planning and Zoning Fees Management
- PSCPlanning and Zoning Hearings Custom Dates Management
- PSC Planning and Zoning Management
- Administer Public Sector Planning and Zoning Required Documents
Manage Public Sector Planning and Zoning Required Documents
- PSC Planning and Zoning Property Management
- PSC Add New Property Information in Planning Intake form
- PSC Edit Property Information in Planning Intake form
- PSC Remove Property Information in Planning Intake form
- PSC Search and Select Property Information in Planning Intake form
- PSC Planning and Zoning Workflow Administration
- PSC Add Planning and Zoning Workflow Attachments

- PSC Delete Planning and Zoning Workflow Attachments Added by Others and
Self

- PSC Update Planning and Zoning Status to Any Value
- PSC Update Planning and Zoning Workflow Attachments Added by Self

- PSC Update Planning and Zoning Workflow Attachments added by others and
self

- PSC View Planning and Zoning Workflow Attachments

- PSC Planning and Zoning Workflow User
- PSC Add Comments to Planning and Zoning Workflow Task assigned to self
- PSC Add Planning and Zoning Workflow Attachments
- PSC Delete Planning and Zoning Workflow Attachments Added by Self
- PSC Delete Planning and Zoning Workflow Comments added by self
- PSC Update Planning and Zoning Workflow Attachments Added by Self
- PSC Update Planning and Zoning Workflow Comments added by self
- PSC View Planning and Zoning Workflow Attachments

- PSC Pre-Application Meeting Management

- PSC Projects Administration

PSC Add Public Sector Project Attachments

PSC Delete Public Sector Project Attachments added by Self

PSC Update Public Sector Project Attachments added by Self

PSC View Public Sector Project Attachments

- PSC Property Setup Conditions Management

» PSC Public User Account Inquiry
- PSC Public User Conditions Inquiry

- PSC Reopen Planning Application

- PSC Review Summary Management Self

- PSC Update Planning Expiration Date
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- PSC Update Planning and Zoning Attachments Added by Self
- PSC Update Planning and Zoning Comments added by self
- PSC Withdraw Planning Application
PSC Planning and Zoning Hearings Custom Dates Management
PSC Project Management
o PSC Add Public Sector Project Attachments

o PSC Delete Public Sector Project Attachments added by Self
o PSC Update Public Sector Project Attachments added by Self
o PSC View Public Sector Project Attachments

PSC Projects Administration
o PSC Add Public Sector Project Attachments

o PSC Delete Public Sector Project Attachments added by Self
o PSC Update Public Sector Project Attachments added by Self
o PSC View Public Sector Project Attachments

PSC Public User Account Inquiry
o PSC Public User Conditions Inquiry

PSC Public User Account Management
o PSC Public User Conditions Management

PSC Reopen Permits
PSC Reopen Planning Application
PSC Run Public Sector Expiration Processing
PSC Search Administration
PSC Setup Data Administration
o Accounting Hub Administration
- Business Intelligence Consumer
o PSC Access Sandboxes

o PSC Property Setup Administration
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Others and Self
- PSC Manage Parcel Comments added by self and others
- PSC Parcel Comments Inquiry
- PSC Property Setup Attachments Management
- PSC Add Property Setup Attachments
- PSC Delete Property Setup Attachments Added by Self
- PSC Update Property Setup Attachments Added by Self
- PSCView Property Setup Attachments
- PSC Property Setup Conditions Management
- PSC Update Property Setup Attachments Added by Others and Self
PSC Update Business License read only fields in the Application
PSC Update Permit Attachments that were added by others and self
PSC Update Permit Expiration Date
PSC Update Permit read only fields in the Application
PSC Update Planning Application read only fields in the Application
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- PSC Update Planning Expiration Date
- PSC Withdraw Permit Application
- PSC Workflow Management
- Upload data for Common Components Import
o Procurement Application Administrator
- Application World Reference Administration
- B2B Messaging Administration
o Collaboration Messaging Manager
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
o Collaboration Messaging Read Only

o Collaboration Messaging Setup
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
o SOA Infra Designer

- Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

- Compliance Checklist Administration
- Contract Setup
o Resource Administration
« Application World Reference Administration
Manage Users
- Manage User Account
Edit User Name
Manage User Roles
Use User Details Service
- Functional Setups
- Manage Journey
- Manage Users
o Manage User Account
Edit User Name
Manage User Roles
- Payables Invoice Import Submission
o FSCM Load Interface Administration

- Procurement Folder Reporting
- Purchasing Administration
- Review Procurement Transactions as Administrator
- Sourcing Administration
- Supplier Qualification Administration
- Upload data for Supplier Import
o Project Application Administrator
- Business Process Human Taskflow Administration Duty
o Business Process Engineering Human Taskflow Administration

- Contract Setup

ORACLE
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o Resource Administration
- Application World Reference Administration
Manage Users
- Manage User Account
Edit User Name
Manage User Roles
Use User Details Service
- FSCM Load Interface Administration
- Functional Setups
- Grants Management Administration
- Manage Projects Accounting Period Status
- Manage Users
o Manage User Account
Edit User Name
Manage User Roles
- Project Execution Application Administration
- Project Financial Application Administration
- Project Resource Assignment
- Project Transaction Approval Reviewing
- Projects Folder Reporting
- Upload data for Grants Management Import
- Upload data for Project Billing Import
- Upload data for Project Control Import
- Upload data for Project Costing Import
- Upload data for Project Enterprise Resource Import
- Upload data for Project Foundation Import
- Upload data for Project Management Import
- Upload data for Project Resource Management Import
- Upload data for Project Setup Import
o Supply Chain Application Administrator
- Application Implementation Administrator
o Application Deployment Administration
o Application Implementation Management
o Application Registration
o Functional Setup Objects Provider
- Application World Reference Administration
- B2B Administrator
o B2B Messaging Administration
- Collaboration Messaging Manager
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- Collaboration Messaging Read Only
- Collaboration Messaging Setup
- Use REST Service - Guided Journey Responses

ORACLE
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- Use REST Service - Guided Journeys Read Only
- SOA Infra Designer
o Functional Setups

o Functional Setups User
Functional Setups
o Manage Journey

o Supply Chain Management Transaction Approval Reviewing
o Upload data for B2B Account Numbers Import

- B2B Messaging Administration
o Collaboration Messaging Manager
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
o Collaboration Messaging Read Only

o Collaboration Messaging Setup
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
o SOA Infra Designer

- Channel Administration

- Channel Operations

- Cost Management Administration
o Functional Setups

- Download data for Brazil SEFAZ Partner Messages Export
- Download data for CMK Qutbound Message Export
- Download data for OAGIS10 Partner Messages Export
- Download data for OAGIS7 Partner Messages Export
- Download data for Vendor-Managed Inventory Relationships Export
- Download data from Order Orchestration and Planning Data Collection Export
- Enterprise Structures Administration

o Accounting Hub Administration

Business Intelligence Consumer
o Application World Reference Administration

o Business Intelligence Consumer
o Customer Account Inquiry
o FSCM Load Interface Administration

o Fixed Asset Inquiry
« Customer Account Inquiry
Payables Invoice Inquiry
o Functional Setups

o Legal Entities Administration
Functional Setups
- FSCM Load Interface Administration
- Facility Schedule Management
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o

Project Based Configuration for Supply Chain Management

- Field Service Administrator

o

(o}

Functional Setups

Supply Chain Management Folder Reporting

- Functional Setups
- Inventory Administration

o

]

o

(o}

Configure Inventory Barcode Formats Using Responsive Inventory
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
Configure Item Transaction Defaults Using Responsive Inventory
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
Configure Subinventory Using Responsive Inventory
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
Use REST Service - Locations Read Only
Facility Schedule Management
Project Based Configuration for Supply Chain Management
Functional Setups

Inventory ABC Analysis
Functional Setups
ltem Inquiry

[tem Inquiry

Unit of Measure Management
Functional Setups
ltem Inquiry
Use REST Service - Guided Journey Responses

Use REST Service - Guided Journeys Read Only

Use REST Service - Locations List of Values

- ltem Management

- Maintenance Management Setup Administration

- Manage Journey

- Manage Pedigree and Serialization System Setup

- Manage Serial Destination for Pedigree and Serialization
- Orchestration Infrastructure Administration

]

o

(o}

o

Functional Setups
Order Promising Management
Planning Administration

Planning Collected Data Management
Item Inquiry

- Orchestration Infrastructure Administration

(o}

ORACLE
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o Order Promising Management
o Planning Administration

o Planning Collected Data Management
Item Inquiry
- Order Orchestration Administration
o B2B Messaging Administration
- Collaboration Messaging Manager
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- Collaboration Messaging Read Only
- Collaboration Messaging Setup
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- SOA Infra Designer
o Functional Setups

o Order Promising Management
o Planning Administration

o Planning Collected Data Management
Item Inquiry
- Pricing Setup Management
- Product Configurator Manager
o Configurator Reviewing

o Download data for Product Catalog Export

o Functional Setups

o Item Inquiry

o Read for Product Catalog schema

o Upload and Download data for Product Catalog images
o Upload data for Product Catalog Import

- Product Hub Administration
o Product Model Administration
FSCM Load Interface Administration
- Functional Setups
- Receiving Administration
o B2B Messaging Administration
- Collaboration Messaging Manager
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- Collaboration Messaging Read Only
- Collaboration Messaging Setup
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
« SOA Infra Designer
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o Functional Setups
o Item Inquiry

Shipping Administration
o Carrier Management

o Functional Setups
o Geography Administration
o Item Inquiry

Supply Chain Common View Web Service
Supply Chain Common Web Service
Supply Chain Management Transaction Approval Reviewing
Synchronize Product Lot for Pedigree and Serialization
Synchronize Product for Pedigree and Serialization
Trading Partner B2B Administrator

o Manage Journey

o Trading Partner B2B Administrator

Unit of Measure Management
o Functional Setups

o Item Inquiry

Upload data for B2B Account Numbers Import
Upload data for B2B Configuration Import
Upload data for Brazil SEFAZ Partner Messages Import
Upload data for Brazil SEFAZ Supplier Messages Import
Upload data for Data Loader Import
Upload data for Maintenance Asset Import
Upload data for OAGIS10 Partner Messages Import
Upload data for OAGIS7 Partner Messages Import
Upload data for Order Orchestration and Planning Data Collection Import
Upload data for Vendor-Managed Inventory Relationships Import
Web Services Application Identity for SCM
o Attachments User
- CRM Stage Write
o Attachments User
- CRM Stage Write
o B2B Messaging Administration
- Collaboration Messaging Manager
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- Collaboration Messaging Read Only
- Collaboration Messaging Setup
- Use REST Service - Guided Journey Responses
- Use REST Service - Guided Journeys Read Only
- SOA Infra Designer
o Contract Management Across All Contracts Web Service
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ltem Inquiry
Negotiation Viewing

o Fiscal Document Data Entry

B2B Messaging Administration
- Collaboration Messaging Manager
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
- Collaboration Messaging Read Only
- Collaboration Messaging Setup
Use REST Service - Guided Journey Responses
Use REST Service - Guided Journeys Read Only
- SOA Infra Designer
Global Access for Secured Accounting KFF Segment Values
Installed Base Web Service
[tem Inquiry
Maintenance Management Web Service
Marketing Campaign Management
Marketing Execution Management
Opportunity Administration
Order Promising Management
Procurement REST Service
- Compliance Checklist Management Using REST Service

- Compliance Checklist Response Management Using REST Service
- Compliance Checklist Response Viewing Using REST Service

- Compliance Checklist Viewing Using REST Service
Processing Requisitions Using REST Service

Procurement Catalog Content Management Using REST Service
Purchase Agreement Import Management Using REST Service

Purchase Agreement Management Using REST Service
Purchase Agreement Viewing Using REST Service
Purchase Order Administration Using REST Service
Purchase Order Management Using REST Service
Purchase Order Viewing Using REST Service

Purchasing Document Import Errors Viewing Using REST Service

Requisition Management Using REST Service
Requisition Viewing Using REST Service
- Supplier Negotiation Management Using REST Service

- Supplier Negotiation Response Management Using REST Service

- Supplier Negotiation Response Viewing Using REST Service
- Supplier Negotiation Viewing Using REST Service

« Supplier Profile Management Using REST Service

- Supplier Profile Viewing Using REST Service

- Supplier Qualification Area Viewing Using REST Service
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o

o

Supplier Qualification Initiative Management Using REST Service
Supplier Qualification Initiative Viewing Using REST Service
Supplier Qualification Question Management Using REST Service
Supplier Qualification Question Response Management Using REST Service
Supplier Qualification Question Response Viewing Using REST Service
Supplier Qualification Question Viewing Using REST Service
Supplier Qualification Supplier Eligibility Management Using REST Service
Supplier Qualification Supplier Eligibility Viewing Using REST Service
Sales Lead Processing

- Sales Lead Quialification

- Sales Lead Qualification Supervision

« Trading Community Import Batch Management

- Trading Community Import Process Management
Sales Lead Quialification

Sales Lead Qualification Supervision

Supplier Profile Inquiry
- Supplier Qualification Viewing
Supplier Profile Inquiry as Supplier

Trading Partner B2B Administrator

o Upload data for Contact Import

o Upload data for Contract Import

o Upload data for Functional Setup Export

o Upload data for Functional Setup Import

Duties

This table lists the duties assigned directly and indirectly to the Application Implementation Consultant job role.

Duty Role

Absence Implementation

Description

Manages absence implementation setup using the Oracle Fusion Functional Setup Manager.

Academic Period Fee Maintenance Maintains academic period fees and setup data.

Access Groups Enablement

Accounting Hub Administration

Enables the Access Groups functionality.

Configures the accounting hub for a source system.

Administer Public Sector Business License = Allows users to administer required documents for business licenses.

Required Documents

ORACLE
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Duty Role

Administer Public Sector Permit Required

Documents

Administer Public Sector Planning and

Zoning Required Documents

Application Deployment Administration

Application Implementation Management

Application Registration

Application World Reference

Administration

Attachments User

B2B Messaging Administration

Bl Publisher Data Model Developer

Benefits Elections

Benefits Management Implementer

Benefits Setup

Bill Management Registration
Management

Bill Management Setup

Budgetary Control Administration

Business Intelligence Authoring

Business Intelligence Consumer

ORACLE

Description

Allows users to administer required documents for permits.

Allows users to administer required documents for planning and zoning.

Manages application instance configurations and enterprise applications.

Manages implementation projects. Also responsible for assigning task owners, but does not perform
setup tasks.

Maintains application metadata such as provisioning configurations, enterprise applications, domains,
and application components such as pillars, environment types, module types, and middleware
components.

Manages application reference industry, territory, time zone, currency, and language, including natural
and ISO language.

UCM application role for access to attachments using the integrated user interface or the standalone
product.

Manages collaboration messaging setup and administration tasks.

Grants permission to create or edit data modes in Bl Publisher

Manages benefits elections.

Manages benefits implementation setup using the Oracle Fusion Functional Setup Manager.

Manages benefits setup.

Manage customer registration.

Manages Bill Management Setup objects.

Manages the administration tasks relating to budgetary control

An author of Business Intelligence reports as presented in the web catalog. The role allows authoring
within Business Intelligence Applications, Business Intelligence Publisher, Real Time Decisions,
Enterprise Performance Management and Business Intelligence Office.

A role required to allow reporting from Business Intelligence Applications, Business Intelligence
Publisher, Real Time Decisions, Enterprise Performance Management and Business Intelligence Office.
This role allow you to run reports from the web catalog but it will not allow a report to be authored from
a subject area.
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Duty Role

Business Process Engineering Human

Taskflow Administration

CRM Stage Write

Carrier Management

Cash Management Administration

Channel Administration

Channel Manager Dashboard

Channel Operations

Collaboration Messaging Manager

Collaboration Messaging Read Only

Collaboration Messaging Setup

Collections Administration

Compensation Eligibility Management

Compliance Checklist Administration

Configurator Reviewing

Configure Inventory Barcode Formats
Using Responsive Inventory

Configure Item Transaction Defaults Using

Responsive Inventory

Configure Skills Settings

Configure Subinventory Using Responsive

Inventory

ORACLE

Description

This role grants a user the privilege to perform administrative actions in the workflow functionality via
the worklist Ul. A user in this role will be able to view all tasks in the system, recover errored (incorrectly
assigned) tasks, create approval groups and edit task configuration / rules DT@RT Ul (both AMX
functionality) This is a business administrator type role. This role is granted to SOAAdmin.

Allows uploading CRM content to stage area on content server

Manages setup of carriers including defining carriers, carrier contacts, and shipping methods.

Sets up system parameters, lookups, profile options, and descriptive flexfields. Examples include cash
pooling setups, bank account, and reconciliation matching rules.

Manages channel setup and administration tasks.

Provides channel roles a dashboard to manage their daily transactions.

Manages execution of scheduled processes.

Manages collaboration messaging administration tasks.

Searches and views collaboration messaging setup and administration information.

Manages collaboration messaging setup tasks.

Maintains Collection setups.

Manages access to benefit eligibility profiles for compensation professional.

Perform compliance checklist administration tasks including managing questions, sections, and
templates.

Contains read-only privileges for the Configurator Modeling Environment.

Configures inventory barcode formats using the responsive inventory management application.

Configures item transaction defaults using the responsive inventory management application.

Allows configuration of skills settings.

Configures subinventories and locators using the responsive inventory management application.
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Duty Role

Content Administration

Contract Amendment

Contract Authoring

Contract Management Across All
Contracts Web Service

Contract Search and View Access

Contract Setup

Contract Terms Library Administration

Contract Terms and Conditions Override
Controls

Contract View Access Across All Contracts

Conversation Message Administration

Corporate Card Account Administration

Cost Management Administration

Customer Account Inquiry

Customer Data Management
Administration

Customer Maintenance

Customer Payment Instrument
Management

Customer Self-Service Administration

Data Integration Management

ORACLE

Description

Allows to administer content in content repository

Amends approved contracts. This includes initiating an amendment, reverting the contract to the
previous signed version, updating all allowable attributes, and submitting the amendment for approval.

Authors contracts, including terms and conditions, interactions, and customer account information.

Permits an application using the CRM application ID to manage contracts across all business units.

Searches and views contracts for the assigned business units.

Contract Setup

Manages the Contract Terms Library, including defining and maintaining terms templates, clauses,
Contract Expert rules, sections, variables, folders, questions, constants, and numbering schemes.

Edits protected clauses, and deletes mandatory clauses and sections in addition to authoring
nonstandard terms and conditions.

Views all contracts across an enterprise.

Has complete conversation message management capabilities including create messages, reply to
messages, change a reply to ready to send status and delete a message.

Administers corporate card travel programs and procurement card programs. Manages new, active,
and terminated employee accounts.

Performs cost management application setups and administration.

View customer account details.

Administers customer data management.

Defines and maintains Receivables attributes of customer accounts and customer account sites.

Manages customer bank accounts and credit cards and other payment details.

Manages the provisioning and approval of self service registration requests

This role allows setup and management of data integration maps and instances.
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Duty Role

Delete CRM documents on content server

Download data for Brazil SEFAZ Partner
Messages Export

Download data for CMK Qutbound
Message Export

Download data for General Ledger Export

Download data for Higher Education
Export

Download data for OAGIS10 Partner
Messages Export

Download data for OAGIS7 Partner
Messages Export

Download data for Payments Export

Download data for Product Catalog Export

Download data for Receivables Export

Download data for Sales Account Custom
Object Export

Download data for Tax Export

Download data for Vendor-Managed
Inventory Relationships Export

Download data from Human Capital
Management file based Export

Download data from Order Orchestration
and Planning Data Collection Export

Employee Bank Account Management

Enterprise Structures Administration

ORACLE

Description

Allows to delete CRM content on content server.

Allows to download data exported from brazil SEFAZ partner messages related data.

Allows to download data exported from CMK Outbound Message related data.

Allows to download data exported from general Ledger related data.

Allows to download data exported from Higher Education related data.

Allows to download data exported from OAGIS10 partner messages related data.

Allows to download data exported from OAGIS7 partner messages related data.

Allows to download data exported from payments related data.

Allows to download data exported from Product Catalog related data.

Allows to download data exported from Receivables related data.

Allows to download data exported from Sales Account Custom Object related data.

Allows to download data file to export tax related data.

Allows to download data exported from Vendor-Managed Inventory Relationships.

Allows to download data file exported from human capital management.

Allows to download file exported from order orchestration and planning.

Manages employee bank accounts and other payment details.

Chapter 3
Roles

Administer all enterprise structure related setup objects including charts of accounts, calendars,

currencies, ledgers, legal entities, legal jurisdictions and business units.
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Duty Role

Expenses Administration

External Connectivity Configuration
Administration

FSCM Load Interface Administration

Facility Schedule Management

Federal Administration

Financial Transaction Approval Reviewing

Financials Administration for Brazil

Financials Approval Workflow
Management

Fiscal Document Data Entry

Fixed Asset Administration

Fixed Asset Inquiry

Functional Setup Objects Provider

Functional Setups

Functional Setups Folder Reporting

General Accounting Functional
Administration

General Ledger Technical Administration

Geography Administration

Global Access for Secured Accounting KFF
Segment Values

Grants Management Administration

ORACLE
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Description

Manages company's expense reporting system, including policies and processes.

Sets up features allowing electronic communication with an external party, such as a bank or credit
card processor.

Manages load interface file for import

Duty role for managing facility schedules.

Manages all aspects of the U.S. Federal Financials as a super user.

Allows the status of financials transactions going through the approval process to be viewed and take
the appropriate action to expedite the approval process.

Configure Brazil country specific functionality for Financials.

Allows the Financials application administrator to manage Financials approval workflow rules.

Capturing the Fiscal Documents into the System

Configures and maintains setups for Oracle Fusion Assets.

Views asset information, transaction details, and accounting entries.

Maintains setup metadata such as offerings, options, features, setup tasks and task lists.

Uses the functional user overview, and assigned tasks, and task lists.

Grants access to the Functional Setups web catalog folder.

Administers setup objects related to General Ledger journals and other accounting setup components
such as intercompany setups and historical translation rates.

Administers technical setups for Oracle Fusion General Ledger.

Grants privileges to set up geographies

Placeholder role to provide elevated access to values sets that are secured by customers in Accounting
KFF segments.

Configures business unit implementation options, reference types, grants personnel, keywords,
institutions, and other setup objects.
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Duty Role

HCM Extract Definition

Import Chart Of Accounts

Import Customer

Import Tax Rate

Incentive Compensation Administration

Installed Base Web Service

Inventory ABC Analysis

Inventory Administration

Item Inquiry

ltem Management

Journey Builder

Knowledge Setup and Maintenance

Lead Registration Management

Lead Registration Submission

Legal Entities Administration

MDF Budget Maintenance

MDF Utilization

Maintenance Management Setup
Administration

Maintenance Management Web Service

ORACLE
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Description

Grants access to the extract definition duty.

Allows import of the chart of accounts.

Allows access to import customer.

Allows import of tax rate.

Configure and maintain incentive compensation enterprise and business unit setup.

Provide service access to installed base by using the REST services.

Manages ABC analysis activities including definition of classes, assignment groups, and classification
sets.

Configures all setup-related activities for inventory management.

Queries and views items in the enterprise.

Creates and manages items including item attributes, item structures, packs, associations,
relationships, and catalog assignments.

Allows users to access journey builder.

Provides the users with the ability to setup and manage knowledge base

Manages and analyzes sales lead registrations. Includes the ability to create sales lead registrations,
edit both internal and partner lead attributes as needed, and view lead age and status.

Submits sales lead registrations to the enterprise and manages sales lead attributes. Includes the
ability to create, accept, and reject sales lead registrations.

Manages legal entities, legal reporting units and registrations.

Manages MDF budgets including import, export, and viewing budget fund requests and claims that
use budgeted funds for marketing activities.

Creates and manages MDF requests and claims for marketing activities.

Provides access to perform maintenance management setup tasks.

Provides service access to maintenance asset management and work execution by using the REST
services.
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Duty Role

Manage Customer Assets

Manage Pedigree and Serialization System
Setup

Manage Public Sector Business License
Required Documents

Manage Public Sector Permit Required
Documents

Manage Public Sector Planning and
Zoning Required Documents

Manage Serial Destination for Pedigree
and Serialization

Manage User Account

Manage Users

Manage data for Configuration Set
Migration

Marketing Campaign Management

Marketing Execution Management

Marketing Maintenance

Negotiation Viewing
Nonstandard Contract Terms and

Conditions Authoring

Opportunity Administration

ORACLE
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Description

Provides access to the Edit and View Customer Assets including the View Pages in the History Tab.

Duty role to manage Pedigree and Serialization Setup Information.

Allows users to manage required documents for business licenses.

Allows users to manage required documents for permits.

Allows users to manage required documents for planning and zoning.

Duty role to manage Serial Destination.

Manages user roles.

Creates and updates users and assigns roles to users.

Allows to upload and download configuration set data.

Manages secured marketing campaigns from planning to design and execution. Defines and maintains
secured marketing treatments, lists, segments, and content.

Manages the execution of secured marketing campaigns. Manages secured marketing responses
including response import and converting responses to sales leads and opportunities. Schedules

and monitors processes to record response interactions and create trading community members
from suspects.Manages the execution of secured marketing campaigns. Manages secured marketing
responses including response import and converting responses to sales leads and opportunities.
Schedules and monitors processes to record response interactions and create trading community
members from suspects.

Creates and maintains setup for marketing campaigns, responses, segments, lists, and treatments
across the enterprise. Additional duties include file import management for the import of marketing
campaign responses.

View the negotiation summary and details pages.

Authors nonstandard terms and conditions in addition to standard terms and conditions. Nonstandard
terms authoring includes editing standard clauses, creating nonstandard clauses, deleting
nonstandard clauses and sections, and removing contract terms.

Administers all aspects of the application, including some setup. This role is for opportunity
administrators.
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Duty Role

Opportunity Channel Administration

Orchestration Infrastructure
Administration

Order Orchestration Administration

Order Promising Management

PSC Access Business License Specialist
Calendar

PSC Access Confidential Business License
Objects

PSC Access Limited Confidential Business
Licenses Data

PSC Access Sandboxes

PSC Access Task Management Worklist

PSC Ad hoc Alerts Management

PSC Add Business License Attachments

PSC Add Business License Comments

PSC Add Business License Inspection
Attachments

PSC Add Business License Inspection
Comments

PSC Add Business License Workflow
Attachments on tasks assigned to self and
others

PSC Add Business License Workflow
Comments on tasks assigned to self and
others

PSC Add and Update Comments in
Planning Activity Logs

ORACLE
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Description

Administers all aspects of the application, including some setup. This role is for channel administrators.

Allows access to administrative pages and functions for the orchestration infrastructure elements that
can be used by other applications.

Allows access to order orchestration or order promising setup tasks.

Manages order promising activities, including the scheduling and rescheduling of order fulfillment
lines, and reviews data related to promising fulfillment lines.

Access business license specialist calendar.

Allows users to access confidential information in business licenses.

Allows users to access a limited amount of confidential data, such as the business owner's name,
address, email, and phone number.

Allows users to access sandboxes

Allows agency user to access task management worklist.

Allows users to manage public sector ad hoc alerts. This access is assigned to the internal users.

Allows users to add business license attachments.

Allows users to add business license comments.

Allows users to add business license inspection attachments.

Allows users to add business license inspection comments.

Allows users to add business license workflow attachments for themselves and others.

Allows users to add business license workflow comments for themselves and others.

Allows users to add comments to planning and zoning activity
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Duty Role

PSC Administer Business License
Inspections

PSC Administer Deposit Account

PSC Administer Incident Status

PSC Administer Public Sector Business
License Transaction Confidential Data

PSC Agency Business Consultation Inquiry

PSC Agency Business License Inquiry

PSC Agency Code Enforcement Case
Inquiry

PSC Agency Code Enforcement Incident
Inquiry

PSC Agency Permits Inquiry

PSC Agency Planning and Zoning Inquiry

PSC Agency Springboard

PSC Agency Staff Comments User

PSC Agency Staff Profile Administration

PSC Agency Staff Profile Inquiry

PSC Amend Business License

PSC Anonymous Planning and Zoning
Application Inquiry

PSC Apply Business License

PSC Apply Permit

PSC Apply Planning and Zoning

ORACLE

Description

Allows users to administer business license inspections.

Allows users to administer public sector deposit accounts.

Allows users to administer incident status changes.

Allows users to administer confidential data for business license transactions.

Agency Business Consultation Inquiry Duty

Allows agency users to view business licenses.

Agency Code Enforcement Case Inquiry Duty

Agency Code Enforcement Incident Inquiry Duty

Agency Permit Application Inquiry Duty

The agency Planning and Zoning application inquiry duty.

Agency Springboard Duty

Agency Staff Comments User Duty

Agency Staff Profile Administration Duty

Agency Staff Profile Inquiry Duty

Allows users to amend business licenses.

The anonymous Planning and Zoning application inquiry duty.

Allows user to apply for business licenses.

Apply Permit Duty

The apply Planning and Zoning duty.
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Duty Role

PSC Assess fees Time Recording on
Permits for All

PSC Assess fees Time Recording on
Planning applications for All

PSC Assess fees Time Recording on
Planning applications for self

PSC Business Consultation Meeting
Management

PSC Business Consultation Outcome
Management All

PSC Business Entity Inquiry

PSC Business Entity Management

PSC Business License Application
Administrator

PSC Business License Business Analyst

PSC Business License Communication
Management

PSC Business License Conditions
Management

PSC Business License Contacts
Management

PSC Business License Contractor
Management

PSC Business License Credentials Admin

PSC Business License Credentials Inquiry

PSC Business License Credentials
Management

PSC Business License Fee and Payments
Management

ORACLE
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Description

Allows user to assess time recording on permits assigned to all.

Allows user to assess time recording on planning applications assigned to all.

Allows user to assess time recording on planning applications assigned to self.

Business Consultation Meeting Management Duty

Allows users to manage outcome for consultation assigned to others and self.

Allows users to view business entities.

Allows users to manage business entities.

Responsible for configuring and administering the business licenses offering.

Responsible for configuring Business Licenses.

Responsible for managing business license communications.

Responsible for managing business license conditions.

Responsible for managing business license contacts.

Allows users to manage contractors in business licenses.

Allows users to administer credentials data in business licenses.

Allows users to view credentials in business licenses.

Allows users to manage credentials in business licenses.

Responsible for managing business license fees and payments.
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Duty Role

PSC Business License Inspections
Management

PSC Business License Management

PSC Business License Management with
Elevated Access

PSC Business License Setup Data
Administration

PSC Business License Tax Related Details
Management

PSC Cancel Business License

PSC Case APO Information Management

PSC Case Appeals Management

PSC Case Citations Management

PSC Case Code References Management

PSC Case Fees and Payments
Management

PSC Case Notices Management

PSC Case Property Information
Management

PSC Case Responsible Parties
Management

PSC Case Time Recording Management
assigned to self

PSC Case Time Recording Management
for All

PSC Case Timeline Inquiry

PSC Cashier Administration

ORACLE

Description

Enables users to manage business license inspections.

Enables users to manage business licenses.

Provides users elevated access to manage public sector business license transactions.

Responsible for setting up and administering business license setup data.

Allows users to manage tax related details in business licenses.

Enables users to cancel business licenses.

Allows users to manage code enforcement case parcel information.

Case Appeals Management

Case Citations Management

Case Code References Management

Case Fees and Payments Management

Case Notices Management

Case Property Information Management Duty

Case Responsible Parties Management

Allows users to manage case time recordings assigned to themselves.

Allows users to manage case time recordings assigned to all.

Allows users to view the case timeline and print the report

Cashier Administration Duty
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Duty Role

PSC Code Enforcement Case
Administration

PSC Code Enforcement Case Management

PSC Code Enforcement Incident
Administration

PSC Code Enforcement Incident
Management

PSC Code Enforcement Setup Data
Administration

PSC Code Enforcement Workflow User

PSC Common Setup Data Administration

PSC Conditions of Approval
Administration

PSC Conditions of Approval Inquiry

PSC Conditions of Approval Management
All

PSC Conditions of Approval Management
Self

PSC Contractor Master Administration

PSC Contractor Master Inquiry

PSC Contractor Master Management

PSC Delete Business License Attachments
added by self

PSC Delete Business License Attachments
added by self and others

PSC Delete Business License Comments
added by self

ORACLE
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Description

Code Enforcement Case Administration Duty

Code Enforcement Case Management Duty

Code Enforcement Incident Administration Duty

Code Enforcement Incident Management Duty

Code Enforcement Setup Data Administration Duty

Allows users to participate in code enforcement workflow.

Common Setup Data Administration Duty

Allows users to administer conditions of approval on planning applications.

Allows users to view conditions of approval on planning applications.

Allows users to manage conditions of approval on planning applications assigned to self and others

Allows users to manage conditions of approval on planning applications assigned to self.

Allows users to manage contractor master.

Allows agency users to view master contractor data

Allows agency users to manage master contractor data.

Enables users to delete business license attachments added by themselves.

Enables users to delete business license attachments added by themselves and others.

Enables users to delete business license comments added by themselves.
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Duty Role

PSC Delete Business License Comments
added by self and others

PSC Delete Business License Workflow
Attachments of tasks assigned to self and
others

PSC Delete Business License Workflow
Comments of tasks assigned to self and
others

PSC Estimate Public Sector Fees

PSC Execute Solution Package Process

PSC HCM Employee Data Administration

PSC HCM Employee Data Inquiry

PSC Hearings Inquiry

PSC Hearings Management All

PSC Hearings Management Self

PSC Incident APO Information
Management

PSC Inquire Deposit Accounts

PSC Inspection Request Management

PSC Inspections Attachments User

PSC Integration Cloud User for Workflow

PSC Interactive Voice Recognition Proxy
User

PSC Manage Business License Credential
Attachments Added by Self

PSC Manage Business License Credential
Attachments Added by Self and Others

ORACLE
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Description

Enables users to delete business license comments added by themselves and others.

Enables users to delete business license attachments for tasks assigned to themselves and others.

Enables users to delete business license workflow comments for tasks assigned to themselves and
others.

Allows users to estimate public sector application fees.

Allows users to submit the Import and Export Solution Package process.

Allows user to add Employee

Allows user to view Employee

Allows users to view hearings.

Allows users to manage hearings of applications assigned to others and themselves.

Allows users to manage hearings of applications assigned to themselves.

Allows users to manage code enforcement incident parcel information.

Allows users to view public sector deposit accounts.

Inspection Request Management Duty

Allows users to manage inspection Attachments

Allows identification of calls from the process cloud service.

Allows user to access system from interactive voice recognition.

Allows users to add business license credential attachments and update and delete attachments added
by themselves.

Allows users to add business license credential attachments and update and delete attachments added
by themselves and others.
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Duty Role

PSC Manage Business License Inspections

PSC Manage Business License Reporting
Period

PSC Manage Deposit Accounts

PSC Manage Parcel Comments added by
self

PSC Manage Parcel Comments added by
self and others

PSC Manage Plan Review Cycles in
Planning Applications All

PSC Manage Plan Review Cycles in
Planning Applications Self

PSC Manage Public Sector Business
License Transaction Confidential Data

PSC Manage Related Transactions

PSC Manage Third Party Payments

PSC Map User

PSC Oracle Policy Automation Proxy User

PSC Parcel Comments Inquiry

PSC Permit Conditions Management

PSC Permit Contractor Management

PSC Permit Property Inquiry

PSC Permit Property Management

PSC Permit Related Management Record

PSC Permit Time Recording Inquiry

ORACLE
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Description
Allows users to manage business license inspections.
Responsible for managing the business license reporting period.
Allows users to manage public sector deposit accounts.
Allows users to add, update and delete parcel comments added by themselves.
Allows users to add, update and delete parcel comments added by themselves and others.
Allows users to manage plan review cycles in planning applications assigned to any planner.
Allows users to manage plan review cycles in planning applications assigned to self.
Allows users to manage confidential data for business license transactions.
Manages Related Transactions.
Allows users to manage third party payments.
Map User Duty
Allows user to View Hidden from Public sections in the Permit detail form.
Allows users to view parcel comments.
Conditions Management Duty
Allows users to manage contractors in permits
Permit Property Inquiry Duty
Permit Property Management Duty
Permit Related Management Record Duty
Allows user to view time recording on permits.
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Duty Role

PSC Permit Time Recording Management
All

PSC Permit Time Recording Management
Self

PSC Permit Workflow Administration

PSC Permits Administration

PSC Permits Attachments User

PSC Permits Communication Management

PSC Permits Conditions of Approval
Management

PSC Permits Fees Management

PSC Permits Fees and Payments
Administration Obsolete

PSC Permits Management

PSC Permits Management with Elevated
Access

PSC Permits Workflow User

PSC Planning Application Management
with Elevated Access

PSC Planning Application Meeting
Administration

PSC Planning Application Meeting Inquiry

PSC Planning Application Meeting
Management

PSC Planning Reports Management All

PSC Planning Reports Management Self

ORACLE

Description

Allows user to manage time recording on permits assigned to all.

Allows user to manage time recording on permits assigned to self.

Allows users to administer Permits Workflows.

Permits Administration Duty

Permits Attachments User Duty

Permits Communication Management Duty

Allows users to apply and resolve conditions of approval on permits

Allows users to add, update and delete fees.

Permits Fees and Payments Administration Duty. This role is obsolete.

Allows users to manage permits.

Provides users elevated access to manage public sector permits.

Permits Workflow User Duty

Provides users elevated access to manage public sector planning applications.

Allows users to access planning application meeting objects

Allows users to view a Planning Application Meeting.

Allows users to schedule and reschedule planning application meetings.

Allows user to manage reports on planning applications assigned to anyone.

Allows user to manage reports on planning applications assigned to self.

Chapter 3
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Duty Role

PSC Planning Time Recording Inquiry

PSC Planning Time Recording
Management All

PSC Planning Time Recording
Management Self

PSC Planning and Zoning Activity
Administration

PSC Planning and Zoning Activity
Management

PSC Planning and Zoning Communication
Management

PSC Planning and Zoning Conditions
Management

PSC Planning and Zoning Contacts
Management

PSC Planning and Zoning Contractor
Management

PSC Planning and Zoning Fees
Management

PSC Planning and Zoning Hearings
Custom Dates Management

PSC Planning and Zoning Management

PSC Planning and Zoning Property
Management

PSC Planning and Zoning Workflow
Administration

PSC Planning and Zoning Workflow User

PSC Pre-Application Meeting Inquiry

PSC Pre-Application Meeting Management

ORACLE

Description

Allows user to view time recording on planning applications.

Allows user to manage time recording on plannings assigned to all.

Allows user to manage time recording on plannings assigned to self.

Allows users to administer Planning and Zoning activity

Allows users to manage Planning and Zoning activity

The Planning and Zoning communication management duty.

The Planning and Zoning conditions management duty.

The Planning and Zoning contacts management duty.

Setup Data Administration Duty

Planning and Zoning Fees Management Duty

Allows users to insert and remove custom date.

The Planning and Zoning management duty.

The Planning and Zoning property management duty.

Allows users to Administer Planning and Zoning Workflows.

Planning and Zoning workflow user duty

Allows users to view a Pre-Application Meeting.

Allows users to schedule and reschedule pre-application meetings.

Chapter 3
Roles

210



Oracle Fusion Cloud Applications

Security Reference for Common Features

Duty Role

PSC Pre-application Meeting
Administration

PSC Print Appeal Letter

PSC Print Building Permit

PSC Print Business License Certificate

PSC Print Citation

PSC Print Citation Payment Receipt

PSC Print Letter of Compliance

PSC Print Notice of Violation

PSC Print Payment Receipt

PSC Print Refund Receipt

PSC Project Management

PSC Projects Administration

PSC Projects Inquiry

PSC Property Setup Administration

PSC Property Setup Attachments
Management

PSC Property Setup Conditions
Management

PSC Property Setup Inquiry

PSC Public User Account Inquiry

PSC Public User Account Management

PSC Public User Conditions Inquiry

ORACLE

Description

Allows users to access pre-application meeting objects

Allows user to print the appeal letter.

Allows user to print building permit.

Allows printing of the BIP Business License Certificate Report.

Allows user to print citation.

Allows user to print citation payment receipt.

Allows user to print letter of compliance.

Allows user to print notice of violation.

Allows user to print payment receipt.

Allows user to print refund receipt.

Permit Project Management Duty

Allows users to administer Public Sector projects.

Allows users to view Public Sector projects. This access is assigned to all users.

Allows the agency user to administer property setup.

Allows user to manage property setup attachments.

Allows user to manage property setup conditions.

Allows the agency user to view property setup.

Public User Account Inquiry Duty

Public User Account Management Duty

Allows users to view public sector public user conditions.

Chapter 3
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Duty Role

PSC Public User Conditions Management

PSC Renew Business License

PSC Renew Permits

PSC Reopen Permits

PSC Reopen Planning Application

PSC Request Business License Inspections

PSC Review Summary Inquiry

PSC Review Summary Management All

PSC Review Summary Management Self

PSC Run Business License Expiration
Process

PSC Run Inspection Activity Report

PSC Run Inspection Job card Report

PSC Run Inspection Summary Report

PSC Run Permit Activity Report

PSC Run Planning Application Report

PSC Run Public Sector Expiration
Processing

PSC Search Administration

PSC Setup Data Administration

PSC Supervise Business License
Inspections

PSC Task Management

ORACLE

Description

Allows users to manage public sector public user conditions.

Enables users to renew a business license.

Allows users to renew expiring permits.

Allows users to reopen permits.

Allows users to reopen planning applications

Allows users to request business license inspections.

Allows users to view Pre-Application Review Summary.

Allows users to manage Review Summary for Pre-Applications Assigned to others and self.

Allows users to manage Review Summary for Pre-Applications assigned to self.

Enables users to run business license expiration job.

Allows user to run Inspection Activity Report.

Allows user to run Inspection Job card Report.

Allows user to run inspection summary report.

Allows user to run permit activity report.l

Allows user to run Planning Application Report.

Allows the user to run or schedule a batch process for expiration in public sector.

Search Administration Duty

Setup Data Administration Duty

Allows users to supervise business license inspections.

Task Management Duty
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Duty Role

PSC Time Recording Management

PSC Update Business License Attachments
added by self

PSC Update Business License Attachments
added by self and others

PSC Update Business License Comments
added by self

PSC Update Business License Comments
added by self and others

PSC Update Business License Status

PSC Update Business License Workflow
Attachments of tasks assigned to self and
others

PSC Update Business License Workflow
Comments of tasks assigned to self and
others

PSC Update Business License read only
fields in the Application

PSC Update Permit read only fields in the
Application

PSC Update Planning Application read
only fields in the Application

PSC View Business License Attachments

PSC View Business License Comments

PSC View Business License Credential
Attachments

PSC View Business License Inspections

PSC Withdraw Business License

PSC Workflow Management

ORACLE

Chapter 3
Roles

Description

Time Recording Management Duty

Enables users to update business license attachments added by themselves.

Enables users to update business license attachments added by themselves and others.

Enables users to update business license comments added by themselves.

Enables users to update business license comments added by themselves and others.

Enables users to update business license status.

Enables user to update business license workflow attachments of tasks assigned to themselves and

others.

Enables user to update business license workflow comments of tasks assigned to themselves and
others.

Allows users to update the business license read only fields in the application.

Allows users to update the permit read only fields in the application.

Allows users to update the planning application read only fields in the application.

Enables users to view business license attachments.

Enables users to view business license comments.

Allows users to view business license credential attachments.

Allows users to view business license inspections.

Enables users to withdraw business licenses.

Allows users to manage workflows and reassign tasks.
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Duty Role

Partner Account Administration

Partner Account Review

Partner Import Administration

Partner Sales Party Management

Party Taxpayer Identifier Pl

Payables Administration

Payables Invoice Import Submission

Payables Invoice Inquiry

Payments Data Security Administration

Payments Disbursement Administration

Payments Funds Capture Administration

Payroll Common HCM Implementation

Payroll Implementation

Payroll Implementation View

Performance Management Administration

Performance Management
Implementation

Person Configuration

Planning Administration

ORACLE

Chapter 3
Roles

Description

Maintains a partner account, including managing members and partner profile information.

Views a partner account, including viewing a partner's members, profile, and account team.

Partner Import Administration Duty role. This duty will allow for administration activities of Partner
Import

Manages creation and maintenance of sales organizations and consumers for partners. Additional
duties include viewing of opportunities and opportunity revenue, reviewing sales leads as well as
appointments, interactions, and customer contacts. This role has limited access to customers and
contacts.

View personally identifiable information for tax registration number of type taxpayer ID.

Configures and maintains setups for the Oracle Fusion Payables application.

Submits Oracle Fusion Payables invoice import program.

Views Oracle Fusion Payables invoices.

Manages security features, such as encryption and masking of sensitive data like credit card or bank
account numbers.

Sets up features allowing disbursement of funds for supplier payments, customer refunds, and
employee expense reports.

Sets up features allowing payee-initiated payment transactions, such as customer payments by credit
card or bank account transfer.

Manages all payroll setup definitions required by other HCM products.

Manages complete payroll setup and maintenance.

Views complete payroll setup.

Manages administration of performance documents.

Manages the setup of the performance management application.

Manages person types, name formats, checklists, and document types.

Configures and manages planning set up, data collection and order promising server processes.
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Duty Role

Planning Collected Data Management

Pricing Setup Management

Procurement Folder Reporting

Procurement REST Service

Product Hub Administration

Product Model Administration
Project Based Configuration for Supply

Chain Management

Project Execution Application
Administration

Project Financial Application
Administration

Project Resource Assignment

Project Transaction Approval Reviewing

Projects Folder Reporting

Public Sector Folder Reporting

Purchasing Administration

ORACLE

Chapter 3
Roles

Description

Manages data collection processes and verifies collected data.

Manages setup required for price execution. This includes setting up price elements, pricing bases,
pricing charges, pricing message and tokens, pricing matrix types, pricing totals, rounding rules, result
presentation templates, process assignments, pricing parameters, pricing descriptive flexfields and
pricing lookups.

Grants access to the Procurement web catalog folder.

Allows users to call methods for Procurement REST services. This duty should not be given to duty, job,
or abstract roles that are assigned to end users. This duty is for application to application integration
similar to APPID and give access to all data.

Administers tasks required to setup Oracle Fusion Product Hub. Duty role includes all setup duty
roles available for this product and inherits setup duty roles from Oracle Fusion Product and Catalog
Management.

Administers tasks required to setup Oracle Fusion Product Model. Duty role includes all setup duty
roles available for this product.

Duty role for planning, coordinating, and supervising all activities related to Project Based
Configuration for Supply Chain management.

Performs setup tasks such as defining progress thresholds, default calendar options for projects and
resources, enterprise codes for projects and tasks, and calendars to establish work schedules for
projects and resources. Manages project enterprise resources, project roles, resource pools, target
utilization percentages, and project enterprise resource maintenance conditions. Initiates processes to
maintain the project resource search index.

Performs setup tasks for project costing and manages project costing business objects such as
expenditure type, expenditure categories, rate schedules, and burden schedules. Performs setup
tasks for contract billing and project performance reporting. Configures project plan types, financial
plan types, spread curves, and period profiles. Configures setup options for integrating with external
scheduling applications.

Directly assigns a resource to a project without approval from the resource manager. Edits project
resource assignment attributes such as from and to dates, effort, allocation percentage, and cost and
bill rates.

Allows viewing the status of project transactions due for approval and taking appropriate action to
expedite the approval process.

Grants access to the Projects web catalog folder.

Grants access to the Public Sector web catalog folder.

Perform setup tasks including defining procurement configuration, procurement agents, approved
supplier list statuses, document styles, change order templates, line types, carriers, UN numbers, and
hazard classes.
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Duty Role

Quota Export Management

Quota Management

Quota Management Export Import

Quota Management Setup

Read for Product Catalog schema

Receivables Administration

Receiving Administration

Resource Administration

Resource Organization Administration

Resource Team Administration

Revenue Management Configuration
Administration

Review CRM Approval Transactions
Administrator

Review HCM Approval Transactions as
Administrator

Review Procurement Transactions as
Administrator

SOA Infra Designer

SOA Infra Operations

ORACLE

Description

Manages bulk export of all sales territory quota related objects.

Manages sales territory quotas and territory quota formulas. Additional duties include incentive
compensation goal management, user and roles management, and party information inquiry.

Manages sales quota export and import. Provides users with the ability to export sales quota data,
modify it offline and import.

Manages sales territory quota setup, quota plans, prediction and spread formula parameters, and
seasonality groups. Runs sales territory quota synchronization and sales quota plan activation and
completion processes. Additional duties include party information inquiry.

Allows to read Product Catalog schema.

Manages Receivables setup activities.

Configures receiving parameters to specify default receiving options for an inventory organization.

Administers resource information.

Administers resource organizations.

Defines resource teams.

Manages Revenue Management setup activities.

Allows viewing of information for CRM approval transactions by an administrator.

Allows viewing of basic information for HCM approval transactions by an administrator.

Allows viewing of basic information for Procurement approval and electronic communication
transactions by an administrator.

This role grants view/edit dictionary privileges for a user in SOA Rules Composer. This is a business
administrator type role. Any team using the Rules Composer would need to grant this role to their
admin enterprise role. This role is granted to SOAAdmin and BPMWorkflowAdmin. By default this
application role is granted to "Administrators" enterprise role.

This role provides restricted management capabilities in EM. This is more of a system administrator
role than a business administrator role. This role is granted to SOAAdmin. By default this application
role is granted to "Administrators" and "Operators" enterprise roles.
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Duty Role

Sales Change History Inquiry

Sales Lead Follow Up

Sales Lead Processing

Sales Lead Quialification

Sales Lead Qualification Supervision

Sales Party Management

Sales Party Review

Service Availability Management

Service Generative Al User

Service Profile Administration

Service Request Administrator

Service Status Computation

Setup Customer Center

Shipping Administration

Social Connection Partner

Sourcing Administration

Student Party Maintenance

Student Party View

ORACLE

Description

Views change history of sales business objects for members within the sales organization.

Processes sales lead for follow up actions including the qualification and conversion of sales lead to
revenue opportunities.

Processes sales leads including managing, importing, and assigning sales lead activities.

Quialifies sales leads to determine the sales readiness of the lead.

Quialifies sales leads to determine the sales readiness of all the leads in your reporting hierarchy.

Manages creation and maintenance of the sales organizations and consumers for internal sales users.
Additional duties include viewing of opportunities and opportunity revenue, reviewing sales leads as
well as appointments, interactions, and customer contacts.

Allows resources read-only access to sales parties information such as manage customer work area
and all sales party duties. Additional duties include view access to other customer and sales lead
features.

Manage the service availability data including reading and writing the availability of a service.

Can use generative Al features across Oracle Fusion Service including but not limited to Service Center,
Knowledge Management and Chat areas. Usage requires access to all generative Al API's essential to
input data and fetch results from the LLM model.

Manages all aspects of the Service Profile object, including deleting a service profile.

Administers all aspects of the Service application, including Setup.

Perform actions required to determine the availability of a service.

Manages customer center set up, sales party creation and their related objects, such as appointments,
assessments, interactions, notes and tasks.

Manages all setup tasks necessary to implement and maintain Oracle Fusion Shipping.

Performs all Oracle Fusion Social Connection partner duties.

Set up negotiation templates, negotiation styles, attribute lists, cost factor lists, and other
administrative operations.

Reviews and updates the party information of students.

Reviews the party information of students.
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Duty Role

Subscription Amendment

Subscription Authoring

Subscription Management Folder
Reporting

Subscription Search and View Access

Subscription Setup

Supplier Profile Inquiry

Supplier Profile Inquiry as Supplier

Supplier Qualification Administration

Supplier Qualification Viewing

Supply Chain Common View Web Service

Supply Chain Common Web Service

Supply Chain Management Folder
Reporting

Supply Chain Management Transaction
Approval Reviewing

Synchronize Product Lot for Pedigree and
Serialization

Synchronize Product for Pedigree and
Serialization

Tax Administration

Territory Management

ORACLE

Chapter 3
Roles

Description

Amends approved subscriptions. This includes initiating an amendment, reverting the subscription
to the previous signed version, updating all allowable attributes, and submitting the amendment for
approval.

Authors subscriptions

Grants access to the Subscription Management web catalog folder.

Searches and views subscriptions for the assigned business units.

Handles the setup required for subscriptions.

View supplier profile information.

Views non-bank account related supplier profile information as a supplier.

An enterprise user can set up supplier qualification questions, areas, and models.

An enterprise user can search and view supplier qualifications.

Provides view only web service access to supply chain common to perform activities such as viewing
inventory organizations, plant parameters, carriers and units of measure list of values.

Provides web service access to supply chain common to perform activities such as viewing inventory
organizations, plant parameters, carriers and units of measure list of values.

Grants access to the Supply Chain Management web catalog folder.

Allows the status of supply chain management transactions going through the approval process to be

viewed and take the appropriate action to expedite the approval process.

Duty role to synchronize lot from the transactional system.

Duty role to synchronize product from the transactional system.

Sets up transaction tax content including regime to rate configuration, rules, tax determinants,

configuration options and party tax profiles.

Manages sales territories, territory proposals, and quotas.
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Duty Role

Territory Management Export Import

Territory Management Setup

Territory Management T2P Migration

Trading Community Customer Account
Administration

Trading Community Data Quality
Administration

Trading Community Import Batch
Management

Trading Community Import Process
Management

Trading Community Person Administration

Trading Partner B2B Administrator

Unit of Measure Management

Upload and Download data for Product
Catalog images

Upload content for images

Upload data for Agreement Import

Upload data for Appointment Import

Upload data for Asset Import

Upload data for Assignment Rule Import

Upload data for B2B Account Numbers
Import

Upload data for B2B Configuration Import

ORACLE

Chapter 3
Roles

Description

Manages sales territory export and import. Provides users with the ability to export territory data,
modify it offline and import.

Manages sales territory setup, including lookups, profile options, flexfields, and dimension data. Runs
dimension synchronization, and visibility jobs. Additional duties include quota management setup.

Manages sales territory export and import. Provides users with the ability to export territory data from
a test environment and import into production.

Grants privileges to setup customer account information.

Configures, reviews, and edits predefined data quality server configurations and the predefined
matching, synchronization, and cleansing configurations.

Manages trading community data import batches.

Manages trading community data import batch processes.

Grants privileges to setup person information.

Allows trading partners (suppliers or customers) to access self-service messages.

Configures UOMs, UOM classes, and definition of standard, interclass, and intraclass UOM
conversions.

Allows to upload and download Product Catalog images.

Allows to upload content for images and access it via url.

Allows to upload data file to import Agreement related data.

Allows to upload data file to import Appointment related data.

Allows to upload data file to import Asset related data.

Allows to upload data file to import Assignment Rule related data.

Allows to upload data file to import B2B account numbers related data.

Allows to upload data file to import B2B Configuration related data.
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Duty Role

Upload data for Brazil SEFAZ Partner
Messages Import

Upload data for Brazil SEFAZ Supplier
Messages Import

Upload data for CSS Roles Import

Upload data for Classification Code Import

Upload data for Common Components
Import

Upload data for Common Custom Object
Import

Upload data for Consumer Import

Upload data for Contact Import

Upload data for Contract Import

Upload data for Country Structure Import

Upload data for Customer Hierarchy
Import

Upload data for Customer Hierarchy
Member Import

Upload data for Customer Import

Upload data for Data Loader Import

Upload data for Data Visualization
Configuration Import

Upload data for Deal Registration

Upload data for Employee Resource
Import

Upload data for Functional Setup Export

ORACLE

Chapter 3
Roles

Description

Allows to upload data file to import brazil SEFAZ partner messages related data.

Allows to upload data file to import brazil SEFAZ supplier messages related data.

Allows to upload data file to import CSS Roles related data.

Allows to upload data file to import classification code related data.

Allows to upload data file to import Common Components related data.

Allows to upload data file to import Common Custom Object related data.

Allows to upload data file to import Consumer related data.

Allows to upload data file to import Contact related data.

Allows to upload data file to import Contract related data.

Allows to upload data file to import Country Structure related data.

Allows to upload data file to import Customer Hierarchy related data.

Allows to upload data file to import Customer Hierarchy Member related data.

Allows to upload data file to import Customer related data.

Allows to upload data file to import Data Loader related data.

Allows to upload data file to import Data Visualization Configuration related data.

Allows to upload data file to import deal registration related data.

Allows to upload data file to import Employee Resource related data.

Allows to upload data file to export functional setups.
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Duty Role

Upload data for Functional Setup Import

Upload data for General Ledger Import

Upload data for Geography Import

Upload data for Grants Management
Import

Upload data for Group Customer Import

Upload data for Higher Education Import

Upload data for Human Capital
Management file based Import

Upload data for Incentive Compensation
Import New Participant Import

Upload data for Incentive Compensation
Rules Import

Upload data for Incentive Compensation
Transaction Import

Upload data for Interaction Import

Upload data for loT Asset Relation Import

Upload data for loT Registration Request
Import

Upload data for Lead Import

Upload data for Legal Entity Import

Upload data for MCT Agent Connection
Parameters Import

Upload data for MCT CTD Agent Import

Upload data for Maintenance Asset Import

ORACLE

Chapter 3
Roles

Description

Allows to upload data file to import functional setups.

Allows to upload data file to import chart of account segment values and hierarchies.

Allows to upload data file to import Geography related data.

Allows to upload data file to import Grants Management related data.

Allows to upload data file to import group customer related data.

Allows to upload data file to import Higher Education related data.

Allows to upload data file to import human capital management data.

Allows to upload data file to import incentive compensation import new participant related data.

Allows to upload data file to import Incentive Compensation Rules related data.

Allows to upload data file to import incentive compensation transactions.

Allows to upload data file to import Interaction related data.

Allows to upload data file to import loT Asset Relation related data.

Allows to upload data file to import loT Registration Request related data.

Allows to upload data file to import Lead related data.

Allows to upload data file to import Legal Entity related data.

Allows to upload data file to import MCT Agent Connection Parameters related data.

Allows to upload data file to import MCT CTD Agent related data.

Allows to upload data file to import maintenance asset related data.
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Duty Role

Upload data for Marketing Activity
Advertising Import

Upload data for Marketing Activity Event
Import

Upload data for Marketing Activity
Interaction Import

Upload data for Marketing Budget Import

Upload data for Marketing Campaign
Import

Upload data for Marketing Campaign
Members Import

Upload data for Marketing Custom Object
Import

Upload data for Marketing List Import

Upload data for Message Import

Upload data for Note Import

Upload data for OAGIS10 Partner
Messages Import

Upload data for OAGIS7 Partner Messages
Import

Upload data for Opportunity Custom
Object Import

Upload data for Opportunity Import

Upload data for Order Orchestration and
Planning Data Collection Import

Upload data for Partner Contact Import

Upload data for Partner Import

Upload data for Product Catalog Import

ORACLE

Chapter 3

Roles
Description
Allows to upload data file to import Marketing Activity Advertising related data.
Allows to upload data file to import Marketing Activity Event related data.
Allows to upload data file to import Marketing Activity Interaction related data.
Allows to upload data file to import Marketing Budget related data.
Allows to upload data file to import Marketing Campaign related data.
Allows to upload data file to import Marketing Campaign Members related data.
Allows to upload data file to import Marketing Custom Object related data.
Allows to upload data file to import Marketing List related data.
Allows to upload data file to import message related data.
Allows to upload data file to import Note related data.
Allows to upload data file to import OAGIS10 partner messages related data.
Allows to upload data file to import OAGIS7 partner messages related data.
Allows to upload data file to import Opportunity Custom Object related data.
Allows to upload data file to import Opportunity related data.
Allows to upload data file to import collected data for order orchestration and planning.
Allows to upload data file to import Partner Contact related data.
Allows to upload data file to import Partner related data.
Allows to upload data file to import Product Catalog related data.
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Duty Role Description

Upload data for Product Group Import Allows to upload data file to import Product Group related data.

Upload data for Program Enroliments Allows to upload data file to import Program Enrollments related data.

Import

Upload data for Project Billing Import Allows to upload data file to import project billing related data.

Upload data for Project Control Import Allows to upload data file to import Project Control related data.

Upload data for Project Costing Import Allows to upload data file to import project costing data.

Upload data for Project Enterprise Allows to upload data file to import projects enterprise resources.

Resource Import

Upload data for Project Foundation Import  Allows to upload data file to import Project Foundation related data.

Upload data for Project Management Allows to upload data file to import project management data.

Import

Upload data for Project Resource Allows to upload data file to import Project Resource Management related data.

Management Import

Upload data for Project Setup Import Allows to upload data file to import project setup related data.

Upload data for Promotion Import Allows to upload data file to import Promotion related data.

Upload data for Quota Import Allows to upload data file to import quota related data.

Upload data for Receivables Import Allows to upload data file to import customers.

Upload data for Resource Team Import Allows to upload data file to import Resource Team related data.

Upload data for Response Import Allows to upload data file to import Response related data.

Upload data for Sales Account Resource Allows to upload data file to import Sales Account Resource Team related data.

Team Import

Upload data for Sales Business Plan Import  Allows to upload data file to import sales business plan related data.

Upload data for Sales Objectives Import Allows to upload data file to import sales objectives related data.

Upload data for Simplified Account Allows to upload data file to import simplified account related data.
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Duty Role

Upload data for Simplified Contact

Upload data for Simplified Household

Upload data for Source System Reference

Import

Upload data for Subscription Import

Upload data for Supplier Import

Upload data for Task Import

Upload data for Tax Import

Upload data for Territory Import

Upload data for Vendor-Managed
Inventory Relationships Import

Upload security credential files for
Payments Import

Use REST Service - HR Document Types
List of Values

Withholding Tax Administration

Workforce Profile Administration

Workforce Structures Management

Description

Allows to upload data file to import simplified contact related data.

Allows to upload data file to import simplified household related data.

Allows to upload data file to import Source System Reference related data.

Allows to upload data file to import subscription related data.

Allows import of suppliers, supplier site, supplier site assignment and supplier contact

Allows to upload data file to import Task related data.

Allows to upload data file to import tax related data.

Allows to upload data file to import territory related data.

Allows to upload data file to import Vendor-Managed Inventory Relationships.

Allows upload of wallet and key file to Payments credential store.

Allows the user to call the GET method associated with the HR document types list of values REST
service. Use this duty role when granting manage access to person documentation data.

Sets up withholding tax content including regime to rate configuration, rules, tax determinants,
configuration options and party tax profiles.

Performs administrative duties for workforce talent profiles.

Manages positions, locations, jobs, grades, and HR organizations. This role does not have any
privileges associated directly but inherits privileges from other duty roles. This role is associated with
the HR specialist or manager typically.

Aggregate Privileges

This table lists aggregate privileges assigned directly and indirectly to the Application Implementation Consultant job
role.
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Aggregate Privilege

Access HCM Spreadsheet Data Loader
Templates

Access Journey Console

Compare HCM Information

Compliance Checklist Management Using
REST Service

Compliance Checklist Response
Management Using REST Service

Compliance Checklist Response Viewing
Using REST Service

Compliance Checklist Viewing Using REST
Service

Edit User Name

Load Data using HCM Spreadsheet Data
Loader

Maintain Positions

Manage Costing Details at Location Level

Manage Departments

Manage Divisions

Manage Fast Formula

Manage General Ledger Accounting
Period Status

Manage HCM Rates

Manage HR Document Type

Manage Journey

ORACLE

Chapter 3
Roles

Description

Allows access to active HCM Spreadsheet Data Loader templates, allowing the user to generate
spreadsheets for bulk data loading.

Allows users to access the journey console.

Compares workers, jobs, positions, and any combinations of these objects.

Allows users to call all methods except administrative methods with the Compliance Checklist REST
service for all rows.

Allows users to call all methods except administrative methods with the Questionnaire Responses
REST service for all rows.

Allows users to call the get method with the Questionnaire Responses REST service for all rows.

Allows users to call the get method with the Compliance Checklist REST service for all rows.

Updates the user name associated with a person.

Allows access to generate spreadsheets for bulk data loading using HCM Spreadsheet Data Loader.

Updates and deletes positions in the user's position security profile. This role cannot create new
positions.

Allows user to manage costing at location level using Costing Details quick action.

Manages departments in the user's organization security profile.

Manages divisions in the user's organization security profile.

Manages formula definitions used for validation and calculations.

Manages Oracle Fusion General Ledger period status.

Manages derived rates and values defined by criteria.

Allows management of document types for documents of record.

Allows the user to manage the journeys to which they have been granted access.
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Aggregate Privilege

Manage Payment Method Preferences

Manage Payroll Element

Manage Payroll Element Entry

Manage Person Document Delivery
Preferences

Manage Person Documentation

Manage Projects Accounting Period Status

Manage Questionnaire Subscriber Access

Manage Schedule Generation Profiles by
Schedule Administrator

Manage Schedules and Exceptions
Assignment

Manage User Roles

Manage Value Defined by Criteria

Manage Worker Checklist

Manage Worker Time Entry Setup Profile

Manage Worker Time Processing Profile

Manage Worker Unions

PSC Access Confidential Business Licenses
Data

PSC Access Filter of Case Citation Notices

PSC Access Filter of Case Violation Notices

PSC Access Filter of Incidents

ORACLE

Description

Allows management of payment method preferences.

Allows users to manage payroll elements.

Manages the allocation and data entry of earnings and deduction elements to a person.

Allows management of document delivery preferences for person records.

Manages documents.

Manages Oracle Fusion Projects period status.

Allows access to questionnaire subscribers to be controlled.

Allows schedule administrators to manage schedule generation profiles.

Manages the association of schedules to an assignment. This role is associated with the line manager
or HR specialist.

Allows management of user roles assignments.

Manages values defined by criteria.

Manages checklist definitions.

Creates and updates an association of a layout set and time entry actions to control access to any time
entries.

Creates and updates an association of rule sets, a time consumer set, and time card periods to report,
validate, approve, and transfer time.

Manages worker unions in the user's organization security profile.

Allows users to access confidential information in business licenses data.

Access Filter of Case Citation Notices

Access Filter of Case Violation Notices

Access Filter of Incidents
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Aggregate Privilege

PSC Access Planner Calendar

PSC Access Redacted Information

PSC Add Case Attachments

PSC Add Case Comments

PSC Add Code Enforcement Inspection
Attachments

PSC Add Code Enforcement Inspection
Comments

PSC Add Comments to Inspections

PSC Add Comments to Permit Workflow
Task assigned to anyone

PSC Add Comments to Permit Workflow
Task assigned to self

PSC Add Comments to Permit intake form

PSC Add Comments to Permits

PSC Add Comments to Plan Reviews by
others and self

PSC Add Comments to Planning and
Zoning

PSC Add Comments to Planning and
Zoning Workflow Task assigned to anyone

PSC Add Comments to Planning and
Zoning Workflow Task assigned to self

PSC Add Cycle to Permit Plan Review

PSC Add Documents to Plan Review Cycles

PSC Add Incident Attachments

ORACLE

Chapter 3
Roles

Description

Allows agency user to access Planner Calendar.

Allows users to access redacted information.

Add Case Attachments

Add Case Comments

Add Code Enforcement Inspection Attachments

Add Code Enforcement Inspection Comments

Add Comments to Inspections

Add Comments to Permit Workflow Task assigned to anyone

Add Comments to Permit Workflow Task assigned to self

Allows users to add comments to permit intake form.

Add Comments to Permits

Add Comments to Plan Reviews by others and self

Allows user to add comments to Planning and Zoning.

Allows user to add comments to Planning and Zoning workflow tasks assigned to anyone.

Allows user to add comments to Planning and Zoning workflow tasks assigned to themselves.

Allows user to Add Cycle to Permit Plan Review

Allows users to add Documents to plan review cycles for review by plan reviewers.

Add Incident Attachments
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Aggregate Privilege Description
PSC Add Incident Comments Add Incident Comments
PSC Add Inspection Attachments Add Inspection Attachments
PSC Add Inspection Checklist Allows user to Add Inspection Checklist
PSC Add Inspection Checklist Items Allows user to Add Inspection Checklist Items
PSC Add New Property Information in Allows user to add new property information to permit intake.

Permit Intake form

PSC Add New Property Information in Allows user to add new planning intake form property information
Planning Intake form

PSC Add Permit Attachments Add Permit Attachments

PSC Add Permit Workflow Attachments Add Permit Workflow Attachments

PSC Add Planning and Zoning Allows user to add Planning and Zoning attachments.
Attachments

PSC Add Planning and Zoning Workflow Add Planning and Zoning Workflow Attachments

Attachments

PSC Add Property Attachments Add Property Attachments

PSC Add Property Setup Attachments Allows users to add property setup attachments.
PSC Add Public Sector Project Add Public Sector Project Attachments
Attachments

PSC Add Reviewer to Permit Plan Review Allows user to Add Reviewer to Permit Plan Review

PSC Add Reviewers to Documents in Plan  Allows users to add reviewers to Documents in a plan review cycles so they can be reviewed and given
Review Cycles a decision status.

PSC Add Session Cycle for Plan Review Allows users to add a session cycle for a plan review cycle so documents can be reviewed.
Cycles

PSC Administer Planning Expiration Date ~ Allows users to administer the Expiration Date on the Planning Overview page.

PSC Appeal Code Enforcement Case Appeal Code Enforcement Case
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Aggregate Privilege Description

PSC Appeal Hearings of Applications Allows users to appeal hearings of applications assigned to others and themselves.

Assigned to Others and Self

PSC Appeal Hearings of Applications Allows users to appeal hearings of applications assigned to themselves.

Assigned to Self

PSC Assign Business License Specialist Allows users to assign a specialist to a business license.

PSC Assign Code Enforcement Inspector Assign Code Enforcement Inspector

PSC Assign Code Officer Assign Code Officer

PSC Assign Code Technician Assign Code Technician

PSC Assign Planner Allows users to assign a planner to planning application and pre-application.

PSC Cancel Cycle of Permit Plan Review Allows user to Cancel Cycle of Permit Plan Review

PSC Cancel Hearings of Applications Allows users to cancel hearings of applications assigned to others and themselves.

Assigned to Others and Self

PSC Cancel Hearings of Applications Allows users to cancel hearings of applications assigned to themselves.

Assigned to Self

PSC Cancel Inspection Request Allows user to Cancel Inspection Request

PSC Cancel Permit Application Allows agency user to cancel a pending permit application data.

PSC Cancel Planning Application Allows agency user to cancel a pending planning application data.

PSC Create Code Enforcement Case Duty = Create Code Enforcement Case Duty

PSC Delete Case Attachments Added by Delete Case Attachments Added by Others and Self

Others and Self

PSC Delete Case Attachments Added by Delete Case Attachments Added by Self

Self

PSC Delete Case Comments Added by Delete Case Comments Added by Others and Self

Others and Self

PSC Delete Case Comments Added by Self = Delete Case Comments Added by Self
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Aggregate Privilege

PSC Delete Code Enforcement Inspection
Attachments Added by Others and Self

PSC Delete Code Enforcement Inspection
Attachments Added by Self

PSC Delete Code Enforcement Inspection
Comments Added by Others and Self

PSC Delete Code Enforcement Inspection
Comments Added by Self

PSC Delete Incident Attachments Added
by Others and Self

PSC Delete Incident Attachments Added
by Self

PSC Delete Incident Comments Added by
Others and Self

PSC Delete Incident Comments Added by
Self

PSC Delete Inspection Attachments added
by others and self

PSC Delete Inspection Attachments added
by self

PSC Delete Inspection Comments added
by others and self

PSC Delete Inspection Comments added
by self

PSC Delete Permit Attachments that were
added by others and self

PSC Delete Permit Attachments that were
added by self

PSC Delete Permit Comments added by
others and self

PSC Delete Permit Comments added by
self

ORACLE

Chapter 3
Roles

Description

Delete Code Enforcement Inspection Attachments Added by Others and Self

Delete Code Enforcement Inspection Attachments Added by Self

Delete Code Enforcement Inspection Comments Added by Others and Self

Delete Code Enforcement Inspection Comments Added by Self

Delete Incident Attachments Added by Others and Self

Delete Incident Attachments Added by Self

Delete Incident Comments Added by Others and Self

Delete Incident Comments Added by Self

Delete Inspection Comments added by others and self

Delete Inspection Comments added by self

Delete Inspection Comments added by others and self

Delete Inspection Comments added by self

Delete Permit Attachments that were added by others and self

Delete Permit Attachments that were added by self

Delete Permit Comments added by others and self

Delete Permit Comments added by self
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Aggregate Privilege

PSC Delete Permit Workflow Attachments
that were added by others and self

PSC Delete Permit Workflow Attachments
that were added by self

PSC Delete Permit Workflow Comments
added by others and self

PSC Delete Permit Workflow Comments
added by self

PSC Delete Plan Review Comments added
by others and self

PSC Delete Plan Review Comments added
by self

PSC Delete Planning and Zoning
Attachments Added by Others and Self

PSC Delete Planning and Zoning
Attachments Added by Self

PSC Delete Planning and Zoning
Comments added by others and self

PSC Delete Planning and Zoning
Comments added by self

PSC Delete Planning and Zoning Workflow
Attachments Added by Others and Self

PSC Delete Planning and Zoning Workflow
Attachments Added by Self

PSC Delete Planning and Zoning Workflow
Comments added by self

PSC Delete Property Attachments that
were added by others and self

PSC Delete Property Attachments that
were added by self

ORACLE

Description

Delete Permit Workflow Attachments that were added by others and self

Delete Permit Workflow Attachments that were added by self

Delete Permit Workflow Comments added by others and self

Delete Permit Workflow Comments added by self

Delete Plan Review Comments added by others and self

Delete Plan Review Comments added by self

Allows users to delete Planning and Zoning attachments added by others and themselves.

Allows users to delete Planning and Zoning attachments added by themselves.

Allows users to delete Planning and Zoning comments added by others and themselves.

Allows users to delete Planning and Zoning comments added by themselves.

Allows user to delete Planning and Zoning workflow attachments added by others and themselves.

Allows users to delete Planning and Zoning workflow attachments added by themselves.

Allows users to delete Planning and Zoning workflow comments added by themselves.

Delete Property Attachments that were added by others and self

Delete Property Attachments that were added by self
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PSC Delete Property Setup Attachments
Added by Others and Self

PSC Delete Property Setup Attachments
Added by Self

PSC Delete Public Sector Project
Attachments added by Others and Self

PSC Delete Public Sector Project
Attachments added by Self

PSC Download Permit Attachments

PSC Download Property Attachments

PSC Edit Property Information in Permit
Intake form

PSC Edit Property Information in Planning
Intake form

PSC Inspect Code Enforcement Issues

PSC Manage Parcel Transactions

PSC Override Decision for Documents in
Plan Review Cycles

PSC Override Status of Permit Plan
Reviews

PSC Remove Documents from Plan Review
Cycles

PSC Remove Property Information in
Permit Intake form

PSC Remove Property Information in
Planning Intake form

PSC Remove Reviewer from Permit Plan
Review

PSC Remove Reviewers from Documents
in Plan Review Cycles OBSOLETE

ORACLE

Chapter 3
Roles

Description

Allows users to delete property setup attachments added by others and themselves.

Allows users to delete property setup attachments added by themselves.

Delete Public Sector Project Attachments added by Others and Self

Delete Public Sector Project Attachments added by Self

Download Permit Attachments

Download Property Attachments

Allows user to edit property information

Allows user to edit planning intake form property information

Inspect Code Enforcement Issues

Allows users to manage public sector parcel transactions.

Allows users to override reviewers decision for a Document in plan review cycles.

Allows user to Override Status of Permit Plan Reviews

Allows users to remove Documents from a plan review cycle.

Allows user to remove property information to permit intake.

Allows user to remove planning intake form property information

Allows user to Remove Reviewer from Permit Plan Review

Allows users to remove reviewers from Documents in a plan review cycles. This role is now OBSOLETE.
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Aggregate Privilege

PSC Report Code Enforcement Issue Duty

PSC Schedule Code Enforcement
Inspection

PSC Schedule Inspection Duty

PSC Search and Select Property
Information in Permit Intake form

PSC Search and Select Property
Information in Planning Intake form

PSC Update Business License Status to any
value

PSC Update Case Attachments Added by
Others and Self

PSC Update Case Attachments Added by
Self

PSC Update Case Comments Added by
Others and Self

PSC Update Case Comments Added by
Self

PSC Update Case Status

PSC Update Code Enforcement Inspection
Attachments Added by Others and Self

PSC Update Code Enforcement Inspection
Attachments Added by Self

PSC Update Code Enforcement Inspection
Comments Added by Others and Self

PSC Update Code Enforcement Inspection
Comments Added by Self

PSC Update Decision for Documents in
Plan Review Cycles Assigned to Self and
Others

ORACLE

Description

Report Code Enforcement Issue Duty

Schedule Code Enforcement Inspection

Allows user to schedule inspection

Allows user to search and select property information

Allows user to search and select planning intake form property information

Update Business License Status to any value

Update Case Attachments Added by Others and Self

Update Case Attachments Added by Self

Update Case Comments Added by Others and Self

Update Case Comments Added by Self

Update Case Status

Update Code Enforcement Inspection Attachments Added by Others and Self

Update Code Enforcement Inspection Attachments Added by Self

Update Code Enforcement Inspection Comments Added by Others and Self

Update Code Enforcement Inspection Comments Added by Self

Allows users to enter a decision for a Document in a plan review cycles assigned to self and others.

233



Oracle Fusion Cloud Applications

Chapter 3

Security Reference for Common Features Roles

Aggregate Privilege

PSC Update Hidden from Public sections in
the Application

PSC Update Incident Attachments Added
by Others and Self

PSC Update Incident Attachments Added
by Self

PSC Update Incident Comments Added by
Others and Self

PSC Update Incident Comments Added by
Self

PSC Update Inspection Attachments
added by others and self

PSC Update Inspection Attachments
added by self

PSC Update Inspection Comments added
by others and self

PSC Update Inspection Comments added
by self

PSC Update Permit Attachments that were
added by others and self

PSC Update Permit Attachments that were
added by self

PSC Update Permit Comments added by
others and self

PSC Update Permit Comments added by
self

PSC Update Permit Expiration Date

PSC Update Permit Status to Any Value

PSC Update Permit Workflow Attachments
that were added by others and self

ORACLE

Description

Allows user to Update Hidden from Public sections in the Application

Update Incident Attachments Added by Others and Self

Update Incident Attachments Added by Self

Update Incident Comments Added by Others and Self

Update Incident Comments Added by Self

Allows user to update inspection attachments added by self and others.

Allows user to update inspection attachments added by self.

Update Inspection Comments added by others and self

Update Inspection Comments added by self

Update Permit Attachments that were added by others and self

Update Permit Attachments that were added by self

Update Permit Comments added by others and self

Update Permit Comments added by self

Allows users to update the Expiration Date on the Permit Overview page.

Allows user to update the permit status to any value. This access should only be granted to super users
or a proxy user like the workflow proxy user. Do not grant this access to any other job role.

Update Permit Workflow Attachments that were added by others and self
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Aggregate Privilege

PSC Update Permit Workflow Attachments
that were added by self

PSC Update Permit Workflow Comments
added by others and self

PSC Update Permit Workflow Comments
added by self

PSC Update Plan Review Comments added
by others and self

PSC Update Plan Review Comments added
by self

PSC Update Plan Review Decision Status
assigned to others and self

PSC Update Planning Expiration Date

PSC Update Planning and Zoning
Attachments Added by Others and Self

PSC Update Planning and Zoning
Attachments Added by Self

PSC Update Planning and Zoning
Comments added by others and self

PSC Update Planning and Zoning
Comments added by self

PSC Update Planning and Zoning Status to
Any Value

PSC Update Planning and Zoning
Workflow Attachments Added by Self

PSC Update Planning and Zoning
Workflow Attachments added by others
and self

PSC Update Planning and Zoning
Workflow Comments added by self

ORACLE

Description

Update Permit Workflow Attachments that were added by self

Update Permit Workflow Comments added by others and self

Update Permit Workflow Comments added by self

Update Plan Review Comments added by others and self

Update Plan Review Comments added by self

Allows user to Update Plan Review Decision Status assigned to others and self

Allows users to update the Expiration Date on the Planning Overview page.

Allows users to update Planning and Zoning attachments added by others and themselves.

Allows users to update Planning and Zoning attachments added by themselves.

Allows users to update Planning and Zoning comments added by others and themselves.

Allows users to update Planning and Zoning comments added by themselves.

Allows user to update the Planning and Zoning status to any value. This access should only be granted
to super users or a proxy user like the workflow proxy user. Do not grant this access to any other job
role.

Allows users to update Planning and Zoning workflow attachments added by themselves.

Allows users to update Planning and Zoning workflow attachments added by others and themselves.

Allows users to update Planning and Zoning workflow comments added by themselves.
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Aggregate Privilege

PSC Update Property Attachments that
were added by others and self

PSC Update Property Attachments that
were added by self

PSC Update Property Setup Attachments
Added by Others and Self

PSC Update Property Setup Attachments
Added by Self

PSC Update Public Sector Project
Attachments added by Others and Self

PSC Update Public Sector Project
Attachments added by Self

PSC Update Session to Finalized for Plan
Review Cycles

PSC View Business License Specialist
Assignment

PSC View Hidden from Public sections in
Incident Applications

PSC View Hidden from Public sections in
the Business License Applications

PSC View Hidden from Public sections in
the Permit Applications

PSC View Hidden from Public sections in
the Planning Applications

PSC View Inspection Attachments

PSC View Permit Attachments

PSC View Permit Project Attachments
OBSOLETE

PSC View Permit Workflow Attachments

PSC View Planner Assignment

ORACLE

Chapter 3
Roles

Description

Update Property Attachments that were added by others and self

Update Property Attachments that were added by self

Allows users to update property setup attachments added by others and themselves.

Allows users to update property setup attachments added by themselves.

Update Public Sector Project Attachments added by Others and Self

Update Public Sector Project Attachments added by Self

Allows users to update a session to finalized for a plan review cycle to close the cycle for document

review.

Allows users to view assignments of specialists to business licenses.

Allows user to View Hidden from Public sections in the Incident detail form.

Allows user to View Hidden from Public sections in the Business License detail form.

Allows user to View Hidden from Public sections in the Permit and Planning detail form.

Allows user to View Hidden from Public sections in the Planning detail form.

View Inspection Attachments

View Permit Attachments

View Project Attachments

View Permit Workflow Attachments

Allows users to view a planner assigned to planning application and pre-application.
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Aggregate Privilege

PSC View Planning and Zoning
Attachments

PSC View Planning and Zoning Workflow
Attachments

PSC View Property Attachments

PSC View Property Attachments Detail

PSC View Property Detail Attachments

PSC View Property Information in Permit
Intake form

PSC View Property Information in Planning
Intake form

PSC View Property Setup Attachments

PSC View Public Sector Project
Attachments

PSC Withdraw Permit Application

PSC Withdraw Planning Application

Processing Requisitions Using REST
Service

Procurement Catalog Content
Management Using REST Service

Purchase Agreement Import Management
Using REST Service

Purchase Agreement Management Using
REST Service

Purchase Agreement Viewing Using REST
Service

Purchase Order Administration Using
REST Service

ORACLE

Chapter 3
Roles

Description

Allows users to view Planning and Zoning attachments.

Allows users to view Planning and Zoning workflow attachments.

View Property Attachments

View Property Attachments Detail

View Property Detail Attachments

Allows user to view property information

Allows user to view planning intake form property information

Allows users to view property setup attachments.

View Public Sector Project Attachments

Allows agency user to withdraw a permit application after submission.

Allows agency user to withdraw a planning application after submission.

Allows users to call all methods to process requisitions into purchase orders.

Allows management of public shopping list using REST service.

Allows user to call all methods with the Purchase Agreement Import Requests REST service for all rows.

Do not use: Allows users to call all methods except administrative methods with the Purchase

Agreement REST service for all rows.

Do not use: Allows users to call the GET method with the Purchase Agreement REST service for all
rows.

Allows users to call the administrative methods with the Purchase Order REST service for all rows.

237



Oracle Fusion Cloud Applications

Security Reference for Common Features

Aggregate Privilege

Purchase Order Management Using REST
Service

Purchase Order Viewing Using REST
Service

Purchasing Document Import Errors
Viewing Using REST Service

Request a Position Change

Requisition Management Using REST
Service

Requisition Viewing Using REST Service

Submit a Payroll Flow

Submit a Payroll Process or Report

Supplier Negotiation Management Using

REST Service

Supplier Negotiation Response
Management Using REST Service

Supplier Negotiation Response Viewing
Using REST Service

Supplier Negotiation Viewing Using REST
Service

Supplier Profile Management Using REST
Service

Supplier Profile Viewing Using REST
Service

Supplier Qualification Area Viewing Using
REST Service

ORACLE

Chapter 3
Roles

Description

Allows users to call all methods except administrative methods with the Purchase Order REST service
for all rows.

Allows users to call the get method with the Purchase Order REST service for all rows.

Allows user to call GET method with the Purchasing Document Import Errors REST service for all rows.

Allows requesting a position change.

Allows users to call all methods except administrative methods with the Purchase Requisition REST
service for all rows.

Allows users to call the get method with the Purchase Requisition REST service for all rows.

Allows users to run scheduled processes that are included in payroll flows. When granting this
aggregate privilege to a custom role you should also grant the Submit a Payroll Process or Report
aggregate privilege. ORA_PAY_PROCESS_AND_REPORT_SUBMISSION_DUTY.

Allows users to access the Submit a Flow action. When granting this aggregate privilege to a custom

role you should also grant the Submit a Payroll Flow aggregate privilege, ORA_PAY_PAYROLL_FLOW_

SUBMISSION_DUTY.

Allows users to call all methods with the Supplier Negotiation REST service for all rows.

Allows users to call all methods with the Supplier Negotiation Response REST service for all rows.

Allows users to call the get method with the Supplier Negotiation Response REST service for all rows.

Allows users to call the get method with the Supplier Negotiation REST service for all rows.

Allows users to call all methods with the Supplier REST service for all rows.

Allows users to call the get method with the Supplier REST service for all rows.

Allows users to call the get method with the Supplier Qualification Area REST service for all rows.
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Aggregate Privilege

Supplier Qualification Initiative
Management Using REST Service

Supplier Qualification Initiative Viewing
Using REST Service

Supplier Qualification Question
Management Using REST Service

Supplier Qualification Question Response
Management Using REST Service

Supplier Qualification Question Response
Viewing Using REST Service

Supplier Qualification Question Viewing
Using REST Service

Supplier Qualification Supplier Eligibility
Management Using REST Service

Supplier Qualification Supplier Eligibility
Viewing Using REST Service

Use REST Service - Guided Journey
Responses

Use REST Service - Guided Journeys Read
Only

Use REST Service - Journey Categories
List of Values

Use REST Service - Journey Scheduled
Allocations

Use REST Service - Locations List of
Values

Use REST Service - Locations Read Only

Use REST Service - Person Benefit
Balances

Use REST Service - Person Benefit Groups

ORACLE

Chapter 3
Roles

Description

Allows users to call all methods except administrative methods with the Supplier Qualification Initiative
REST service for all rows.

Allows users to call the get method with the Supplier Qualification Initiative REST service for all rows.

Allows users to call all methods except administrative methods with the Supplier Qualification
Question REST service for all rows.

Allows users to call all methods except administrative methods with the Supplier Qualification
Question Response REST service for all rows.

Allows users to call the get method with the Supplier Qualification Question Response REST service for
all rows.

Allows users to call the get method with the Supplier Qualification Question REST service for all rows.
Allows users to call all methods except administrative methods with the Supplier Qualification Supplier

Eligibility REST service for all rows.

Allows users to call the get method with the Supplier Qualification Supplier Eligibility REST service for

all rows.

Allows the user to call all methods associated with the Guided Journey Responses REST service.

Allows the user to call the GET method associated with the Guided Journeys REST service.

Allows the user to call the GET method associated with the Journey Categories List of Values REST

Service.

Allows the user to call all methods associated with the Journey Scheduled Allocations REST Service.

Allows the user to call the GET method associated with the Locations LOV REST Service.

Allows the user to call the GET method associated with the Locations REST Service.

Allows users to call all methods associated with the person benefit balances REST service.

Allows users to call all methods associated with the person benefit groups REST service.
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Use REST Service - Worker Assignments

List of Values

Use REST Service - Workforce Structure

List of Values

Use User Details Service

View Costing Details at Location Level

View Payroll Element

View Portrait User Account Details Card

View Positions

Privileges

Description

Services.

Creates or updates users during person synchronizations.

Allows users to view payroll elements.

Views the User Account Details card in the Person Gallery.

Views positions in the user's position security profile.

Chapter 3
Roles

Allows the user to call the GET method associated with the Assignments list of values REST Service.

Allows the user to call the GET method associated with the Workforce Structure list of values REST

Allows user to view costing at location level using Costing Details quick action.

This table lists privileges granted to duties of the Application Implementation Consultant job role.

Granted Role

Absence Implementation

Absence Implementation

Absence Implementation

Absence Implementation

Absence Implementation

ORACLE

Granted Role Description

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Privilege

Define Absence Plans

Manage Absence Entitlement Band

Manage Benefit Eligibility Profile

Manage Benefit Participant

Enroliment Certification

Manage Life Event Reason

Privilege Description

Allows configuration and
management of manage absence
plans

Allows configuration and
management of absence
entitlement bands

Allows configuration and
management of eligibility profiles.

Allows management of benefit
participant enrollment certification.

Allows benefit professionals to
manage benefit life events.
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Granted Role

Absence Implementation

Absence Implementation

Academic Period Fee Maintenance

Academic Period Fee Maintenance

Academic Period Fee Maintenance

Academic Period Fee Maintenance

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

ORACLE

Granted Role Description

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Manages absence implementation
setup using the Oracle Fusion
Functional Setup Manager.

Maintains academic period fees
and setup data.

Maintains academic period fees
and setup data.

Maintains academic period fees
and setup data.

Maintains academic period fees
and setup data.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Privilege

Manage Person Eligibility Derived
Factor

Run Participation Process Absence

Maintain Academic Period Fee

Groups

Maintain Academic Period Fees

Maintain Tuition Adjustment
Calendars

Maintain Tuition Adjustment
Schedules

Activate Subledger Journal Entry
Rule Set Assignments

Create Journal Entries for New
Reporting Currency or Secondary
Ledger

Create and Assign Subledger

Standard Source

Define Subledger Application

Define Subledger Transaction
Account Type

Generate Objects for Subledger
Transaction Account Type

Import Subledger Balance for
Supporting Reference

Chapter 3
Roles

Privilege Description

Allows benefit professionals to
manage person derived eligibility
factors.

Allows benefit professionals to
evaluate absence events.

Set up and maintain academic
period fee groups.

Set up and maintain academic
period fees.

Set up and maintain adjustment
calendars for curriculum fee
adjustments.

Set up and maintain adjustment
schedules based on academic
period and reason.

Allows submission of the program

to activate subledger journal entry
rule set assignments to accounting
method.

Create Journal Entries for New
Reporting Currency or Secondary
Ledger

Allows submission of the process
to generate sources and source
assignments based on the object
definitions.

Allows creation or update of the
subledger application.

Allows the creation or update of
the subledger transaction account

type.

Generate Objects for Subledger
Transaction Account Type.

Allows submission of the program
to upload initial subledger balance
for supporting reference.
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Granted Role

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

ORACLE

Granted Role Description

Configures the accounting hub for
a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Privilege

Import Subledger Control Balance

Manage All Application Profile
Values

Manage Application Common

Lookup

Manage Application Set-Enabled
Lookup

Manage Application Standard
Lookup

Manage Subledger Account Rule

Manage Subledger Accounting
Attribute

Manage Subledger Accounting
Class Usage

Manage Subledger Accounting
Existing Scope

Manage Subledger Accounting
Method

Manage Subledger Accounting
Option

Manage Subledger Application
Transaction Object

Manage Subledger Custom Source

Chapter 3
Roles

Privilege Description

Run program to upload third party
initial balances

Allows management of all
application profile option settings
and values at various levels to
control application behavior.

Not Available

Manage sub-type entities stored

in the Application Set-Enabled
Lookup entity. Lookup Types are
lists of values such as Days of the
Week or Yes/No which can be used
to validate column values.

Manage sub-type entities stored in
the Application Standard Lookup
Values entity. Lookup Types are
lists of values such as "Days of the
Week" or "Yes/No" which can be
used to validate columns values.

Allows creation or update of the
subledger account rule.

Allows update of the assignment of
sources to accounting attributes.

Allows creation or update of the
accounting class assignments.

Allows creation or selection of
subledger application context for
setup scope.

Allows creation or update of the
subledger accounting method.

Allows update of the subledger
accounting options for a ledger.

Allows creation or update of the
subledger application transaction
object.

Define custom sources to be used
in subledger journal entry rule sets
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Granted Role

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

ORACLE

Granted Role Description

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Privilege

Manage Subledger Description
Rule

Manage Subledger Formula

Manage Subledger Journal Entry
Rule Set

Manage Subledger Journal Line
Rule

Manage Subledger Mapping Set

Manage Subledger Mapping Set
Value

Manage Subledger Standard
Source

Manage Subledger Supporting
Reference

Manage Subledger Transaction

Account Definition

Purge Accounting Event Diagnostic
Data

Review Subledger Account Rule

Review Subledger Accounting
Attribute

Review Subledger Accounting
Method

Review Subledger Accounting
Option

Review Subledger Application

Chapter 3
Roles

Privilege Description

Allows creation or update of the
subledger description rule.

Allows creation or update of the
subledger formula.

Allows creation or update of the
subledger journal entry rule set.

Allows creation or update of the
subledger journal line rule.

Allows creation or update of
mapping set.

Allows creation or update of
mapping set value.

Allows creation or update of
subledger sources.

Allows creation or update of the
subledger supporting reference.

Allows register and maintain of

the subledger application and its
corresponding event model such
as event classes and event types.

Allows submission of programs to
generate and purge transaction
objects diagnostics data.

Allows review of the subledger
account rule.

Allows review of the assignment of
sources to accounting attributes.

Allows review of the subledger
accounting method.

Allows review of the subledger
accounting options for a ledger.

Allows review of the subledger
application.
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Granted Role

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

Accounting Hub Administration

ORACLE

Granted Role Description

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for

a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Configures the accounting hub for
a source system.

Privilege

Review Subledger Custom Source

Review Subledger Description Rule

Review Subledger Formula

Review Subledger Journal Entry
Rule Set

Review Subledger Journal Line
Rule

Review Subledger Mapping Set

Review Subledger Standard Source

Review Subledger Supporting
Reference

Review Subledger Transaction

Account Definition

Review Subledger Transaction

Account Type

Submit Accounting Event
Diagnostic Report

Update Subledger Accounting
Balance

Update Subledger Application

Chapter 3
Roles

Privilege Description

Define custom sources to be used
in subledger journal entry rule sets

Allows review of the subledger
description rule.

Allows review of the subledger
formula.

Allows review of the subledger
journal entry rule set.

Allows review of the subledger
journal line rule.

Allows review of mapping set.

Allows review of subledger sources.

Allows review of the subledger
supporting reference.

Allows review of the subledger
application and its corresponding
event model such as event classes
and event types.

Allows review of the subledger
transaction account type.

Allows submission of programs to
generate and purge transaction
objects diagnostics data.

Allows submission of the program
to update subledger third party
account and supporting reference
balances.

Allow submission of the program
to update subledger application
options when there is a new
subledger application registered or
updates are made to event model,
event class, or event type - after
ledgers are defined.
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Granted Role

Adaptive Intelligence Applications
Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Individual responsible for
configuring adaptive intelligence
applications.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to

Privilege

Administer Adaptive Intelligence
Applications

Administer Sandbox

Configure Help System Settings

Create About Page Report

Create and Edit Backends for Visual
Builder Studio

Define Endpoint and Security
Policy Information

Grant Search Framework Manager
Permissions

Import Applications Common
Sandbox

Chapter 3
Roles

Privilege Description

Allows administration of Adaptive
Intelligence Applications

Allows administration of all
sandboxes.

Allows setting of options for the
help features available at the site.

Create About Page Report

Allows creation and editing of
backends for the Visual Builder
Studio extensions.

Allows definition of endpoint and
security policy information for an
enterprise application.

Allows granting permission to a
user to manage search framework
index metadata, using REST
Service.

Privilege to Import Applications
Common Sandbox
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to

Privilege

Manage All Application Profile

Values

Manage Alternate Words

Manage Application Activity
Stream Configuration

Manage Application Attachment

Manage Application Attachment
Category

Manage Application Attachment
Entity

Manage Application Attachment
Trusted Status

Chapter 3
Roles

Privilege Description

Allows management of all
application profile option settings
and values at various levels to
control application behavior.

Allows management of a list of
user keywords and the synonyms
that match them when a global
search is run.

Allows access to set options that
determine the types of activities
to be displayed in the Activity
Stream regions in Oracle Fusion
Applications.

Allows to manage application
attachment.

Manage application attachment
categories

Manage application attachment
entities

Allows to manage the trusted
status of an attachment.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage Application Common
Lookup

Manage Application Data Security
Policy

Manage Application Database
Resource

Manage Application Descriptive
Flexfield

Manage Application Descriptive
Flexfield Registration

Manage Application Document
Sequence

Chapter 3
Roles

Privilege Description

Not Available

Allows management of security
policies that restrict access to
functions and data, such as
preventing particular values
from being accessed in a chart of
account segment.

Manage application database
resources for data security

Allows management of application
descriptive flexfields.

Register and enable Descriptive
Flexfield feature on a given entity.
A descriptive flexfield defines the
meaning and validation for a set
of generic attribute columns on

a particular entity. The customer
can define these fields for their
business purpose. Descriptive
Flexifield definition includes
assigning names/descriptions and
validation to some or all of the
generic columns.

Manage implementation of
Application Document Sequences.
Document Sequences are
identifiers guarenteed to be
unique, time-ordered, and gapless.
This is in contrast to a database
sequence which (for performance
purposes) may contain gaps
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Privilege

Manage Application Document
Sequence Category

Manage Application Extensible
Flexfield

Manage Application Extensible
Flexfield Registration

Manage Application Flexfield Value
Set

Manage Application Key Flexfield

Manage Application Key Flexfield
Registration

Chapter 3
Roles

Privilege Description

and which might not be ordered
by time of document creation.
Examples would include ID
numbers for traffic tickets or
other legal documents where
gaps in the record may trigger an
investigation.

Manage document sequence
categories

Manage implementation of the
Extensible Flexfield feature on a
given entity.

Register and enable Extensible
Flexfield feature on a given entity.

Allows management of value sets
to validate the content of a flexfield
segment. Value sets provide
declarative validation for use in
applications flexfield attributes and
key segments.

Allows management of application
key flexfields.

Register and enable Key Flexfield
feature on a given entity. The

key flexfield structure details

are defined at the customer site
according to the business needs
of that customer. Key Flexfields
are used to implement "intelligent
keys" such as a company account
number or product number.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Manage Application Menu
Customization

Manage Application Message

Manage Application Profile
Category

Manage Application Profile Option

Manage Application Reference
Data Set

Manage Application Reference
Data Set Assignment

Manage Application Set-Enabled
Lookup

Chapter 3
Roles

Privilege Description

Manage application menu
customizations

Manage an end-user message,
shown in the User Interface.
Messages can have different
types, such as Error, Warning,
Information. Messages are
translated and can be re-used
across products. Exampe: "File not
found", "Table '&TABLE' does not
exist".

Manage application profile option
categories

Manage Application Profile
Options: Manage the level the
value can be changed

Manage Application Reference
Data set. Maintain reference data
set attributes.

Manage Application Reference
Data Set Assignments. Create
and edit reference data set
assignments.

Manage sub-type entities stored
in the Application Set-Enabled
Lookup entity. Lookup Types are
lists of values such as Days of the
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Manage Application Standard

Lookup

Manage Application Taxonomy

Manage Application Tree

Manage Application Tree Label

Manage Application Tree Structure

Manage Applications Core
Attachment Undo Checkout

Manage Audit Policies

Chapter 3
Roles

Privilege Description

Week or Yes/No which can be used
to validate column values.

Manage sub-type entities stored in
the Application Standard Lookup
Values entity. Lookup Types are
lists of values such as "Days of the
Week" or "Yes/No" which can be
used to validate columns values.

Manage hierarchical classification
of Applications Taxonomy tree. A
node in the Application Taxonomy
Tree can be a Product Line, Product
Family, Product or Logical Business
Area.

Manage application trees and tree
versions

Manage application tree labels

Manage application tree structures

Manage Application Attachment
Undo Checkout

Allows to select the business object
attributes to audit for Oracle Fusion
Applications, and set audit levels
for other Oracle products.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Manage File Import and Export

Manage Global Menus

Manage Global Template
Customization

Manage Horizontal Extensions

Manage Incoming Configuration
Set

Manage My Application Profile
Values

Manage Navigator Menu Structure

Chapter 3
Roles

Privilege Description

Privilege to manage import and
export of files.

Allows review of the Navigator
menu.

Allows edits to the global page
template.

Manage Horizontal Extensions

Allows upload and application of
configuration sets.

Manage My Application Profile
Values. Access to manage profile
values at the user level.

Allows access to Structure work
area that is used to configure the
Navigator.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Manage Outgoing Configuration
Set

Manage Read-Only Schema
Column Masking

Manage Scheduled Job Definition

Manage Scheduled Processes Work

Area

Manage Suggestion Groups

Manage Themes

Manage User Interface Text

Chapter 3
Roles

Privilege Description

Allows creation and download of
configuration sets.

Configure the columns in the read-
only schema that must be masked
for users.

Manage the definition of a
Scheduled Job

Manage Scheduled Processes
workarea.

Manage Suggestion Groups

Allows to access Themes Editor.

Allows to manage user interface
text.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

Application Administrator

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise

Privilege

Perform Data Migration

Privilege to control setup of global
search

Publish Applications Common
Sandbox

Record and View Issue

Set Issue Recording Advanced

Options

Set Supportability Level

Set Watchlist Options

Chapter 3
Roles

Privilege Description

Privilege to perform all data
migration tasks.

Privilege to control setup of global
search

Privilege to Publish Applications
common Sandbox

Allows recording of issues and
viewing of information about the
recordings.

Allows update of advanced options
when recording an issue

Privilege to set the supportablity
level for troubleshooting.

Allows specification of the
Watchlist categories and items
available at the site.
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Granted Role

Application Administrator

Application Administrator

Application Administrator

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

Application Deployment
Administration

ORACLE

Granted Role Description

application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Provides enterprise-wide
application administration.
Collaborates with specific
application administrators to
maintain consistent enterprise
application setup, architecture,
information, rules, and access.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Privilege

View About Page Report

View Batch Jobs

View Version Information

Activate Optional Enterprise
Application

Manage Application Instance

Manage Application Portlet

Registration

Manage Database

Manage Deployed Domain

Manage Enterprise Environment

Chapter 3
Roles

Privilege Description

Allows viewing the report
containing information about the

page.

View ESS Batch jobs.

Allows viewing the build version
details.

Allows activating optional
enterprise applications.

Allows management of application
instances.

Allows management of application
portlet registration.

Allows management of databases.

Allows management of deployed
domains.

Allows management of enterprise
environments.
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Granted Role

Application Deployment
Administration

Application Deployment
Administration

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Manages application instance
configurations and enterprise
applications.

Manages application instance
configurations and enterprise
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed

Privilege

Review Topology Hierarchy

Setup and Maintain Applications

Administer Sandbox

Configure Help System Settings

Define Endpoint and Security
Policy Information

Grant Search Framework Manager
Permissions

Import Applications Common
Sandbox

Manage All Application Profile
Values

Manage Alternate Words

Manage Application Activity
Stream Configuration

Manage Application Attachment
Category

Chapter 3
Roles

Privilege Description

Allows review of topology
hierarchies for enterprise
applications.

Allows access to the Setup and
Maintenance work area.

Allows administration of all
sandboxes.

Allows setting of options for the
help features available at the site.

Allows definition of endpoint and
security policy information for an
enterprise application.

Allows granting permission to a
user to manage search framework
index metadata, using REST
Service.

Privilege to Import Applications
Common Sandbox

Allows management of all
application profile option settings
and values at various levels to
control application behavior.

Allows management of a list of
user keywords and the synonyms
that match them when a global
search is run.

Allows access to set options that
determine the types of activities
to be displayed in the Activity
Stream regions in Oracle Fusion
Applications.

Manage application attachment
categories
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Application Attachment
Entity

Manage Application Common
Lookup

Manage Application Data Security
Policy

Manage Application Database
Resource

Manage Application Descriptive
Flexfield

Manage Application Descriptive
Flexfield Registration

Manage Application Document
Sequence

Chapter 3
Roles

Privilege Description

Manage application attachment
entities

Not Available

Allows management of security
policies that restrict access to
functions and data, such as
preventing particular values
from being accessed in a chart of
account segment.

Manage application database
resources for data security

Allows management of application
descriptive flexfields.

Register and enable Descriptive
Flexfield feature on a given entity.
A descriptive flexfield defines the
meaning and validation for a set
of generic attribute columns on

a particular entity. The customer
can define these fields for their
business purpose. Descriptive
Flexifield definition includes
assigning names/descriptions and
validation to some or all of the
generic columns.

Manage implementation of
Application Document Sequences.
Document Sequences are
identifiers guarenteed to be
unique, time-ordered, and gapless.
This is in contrast to a database
sequence which (for performance
purposes) may contain gaps

and which might not be ordered
by time of document creation.
Examples would include ID
numbers for traffic tickets or
other legal documents where
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Application Document
Sequence Category

Manage Application Extensible
Flexfield

Manage Application Extensible
Flexfield Registration

Manage Application Flexfield Value
Set

Manage Application Key Flexfield

Manage Application Key Flexfield
Registration

Manage Application Menu
Customization

Manage Application Message

Chapter 3
Roles

Privilege Description

gaps in the record may trigger an
investigation.

Manage document sequence
categories

Manage implementation of the
Extensible Flexfield feature on a
given entity.

Register and enable Extensible
Flexfield feature on a given entity.

Allows management of value sets
to validate the content of a flexfield
segment. Value sets provide
declarative validation for use in
applications flexfield attributes and
key segments.

Allows management of application
key flexfields.

Register and enable Key Flexfield
feature on a given entity. The

key flexfield structure details

are defined at the customer site
according to the business needs
of that customer. Key Flexfields
are used to implement "intelligent
keys" such as a company account
number or product number.

Manage application menu
customizations

Manage an end-user message,
shown in the User Interface.
Messages can have different
types, such as Error, Warning,
Information. Messages are
translated and can be re-used
across products. Exampe: "File not
found", "Table '&TABLE' does not
exist".
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed

Privilege

Manage Application Profile
Category

Manage Application Profile Option

Manage Application Reference

Data Set

Manage Application Reference
Data Set Assignment

Manage Application Set-Enabled
Lookup

Manage Application Standard
Lookup

Manage Application Taxonomy

Manage Application Tree

Manage Application Tree Label

Manage Application Tree Structure

Chapter 3
Roles

Privilege Description

Manage application profile option
categories

Manage Application Profile
Options: Manage the level the
value can be changed

Manage Application Reference
Data set. Maintain reference data
set attributes.

Manage Application Reference
Data Set Assignments. Create
and edit reference data set
assignments.

Manage sub-type entities stored

in the Application Set-Enabled
Lookup entity. Lookup Types are
lists of values such as Days of the
Week or Yes/No which can be used
to validate column values.

Manage sub-type entities stored in
the Application Standard Lookup
Values entity. Lookup Types are
lists of values such as "Days of the
Week" or "Yes/No" which can be
used to validate columns values.

Manage hierarchical classification
of Applications Taxonomy tree. A
node in the Application Taxonomy
Tree can be a Product Line, Product
Family, Product or Logical Business
Area.

Manage application trees and tree
versions

Manage application tree labels

Manage application tree structures
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

ORACLE

Granted Role Description

for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Privilege

Manage Audit Policies

Manage File Import and Export

Manage Incoming Configuration
Set

Manage My Application Profile
Values

Manage Outgoing Configuration
Set

Manage Scheduled Job Definition

Manage Scheduled Processes Work

Area

Manage Suggestion Groups

Manage Web Service Information

Manage Webservices catalog

Chapter 3
Roles

Privilege Description

Allows to select the business object
attributes to audit for Oracle Fusion
Applications, and set audit levels
for other Oracle products.

Privilege to manage import and
export of files.

Allows upload and application of
configuration sets.

Manage My Application Profile
Values. Access to manage profile
values at the user level.

Allows creation and download of
configuration sets.

Manage the definition of a
Scheduled Job

Manage Scheduled Processes
workarea.

Manage Suggestion Groups

Allows extraction, loading, and
discovery of application Web
service information on an Oracle
Sales Cloud instance.

Privilege to Manage webservices
catalog
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Granted Role

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Developer

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

ORACLE

Granted Role Description

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Provides enterprise-wide
application administration needed
for configuring and extending
applications.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Privilege

Perform Data Migration

Privilege to control setup of global
search

Publish Applications Common
Sandbox

Set Supportability Level

View Administration Link

View Batch Jobs

Administer Sandbox

Configure Setup Ul

Manage Comparison Processes

Manage Configuration Packages

Manage Setup Data Export and

Import Processes

Perform Quick Setup

Chapter 3
Roles

Privilege Description

Privilege to perform all data
migration tasks.

Privilege to control setup of global
search

Privilege to Publish Applications
common Sandbox

Privilege to set the supportablity
level for troubleshooting.

Privilege to view administration
link in Ul shell

View ESS Batch jobs.

Allows administration of all
sandboxes.

Allows configuration of setup Ul

Allows management of
comparison processes

Allows management of
configuration packages.

Allows management of the setup
data export and import processes.

Allows performing quick
setup to speed up application
implementation
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Granted Role

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Administrator

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

ORACLE

Granted Role Description

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Performs all Oracle Fusion
Functional Setup Manager duties.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has

Privilege

Setup and Maintain Applications

Submit Export Setup Data Process

Submit Import Setup Data Process

View Administration Link

Access Feed View

Access View Feed Configurations

Administer Sandbox

Configure Setup Ul

Copy Configurations

Chapter 3
Roles

Privilege Description

Allows access to the Setup and
Maintenance work area.

Secures the setup data export
process.

Secures the setup data import
process.

Privilege to view administration
link in Ul shell

Allows access to view feeds.

Allows access to view feed
configurations.

Allows administration of all
sandboxes.

Allows configuration of setup Ul

Allows copy existing configurations
in order to create new
configurations.
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Granted Role

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

ORACLE

Granted Role Description

access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Privilege

Export Workspace Data

Export and Import Sales
Orchestration

Manage Application Metrics

Manage Comparison Processes

Manage Configuration Packages

Manage Dispatcher Rules

Chapter 3
Roles

Privilege Description

Allows users to export data in
Workspace

Allows exporting or importing
Sales Orchestrations and related
metadata.

Allow read, create and update of
recent items information

Allows management of
comparison processes

Allows management of
configuration packages.

View, create and edit navigation
dispatcher rules.
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Granted Role Granted Role Description Privilege Privilege Description
Application Implementation Manages enterprise-wide Manage Feed Element Generations Allows generation and publishing
Consultant implementations. Collaborates with of feed elements.

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Routines View, create and edit routines.
Consultant implementations. Collaborates with

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Sales Notifications Manage Sales Notifications
Consultant implementations. Collaborates with

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Setup Data Export and Allows management of the setup
Consultant implementations. Collaborates with  Import Processes data export and import processes.

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Signal Definitions Allows creating and updating
Consultant implementations. Collaborates with signal definitions

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Signal Subscriptions Allows the user to manage signal
Consultant implementations. Collaborates with subscriptions

specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all

products.
Application Implementation Manages enterprise-wide Manage Smart Actions Allows access to Smart Actions
Consultant implementations. Collaborates with Framework REST operations.

specific application administrators
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Granted Role

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

ORACLE

Granted Role Description

to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has

Privilege

Manage Text Analysis Intelligence

Perform Quick Setup

Publish Adaptive Search and

Workspace Configuration

Set up Workday Schedules

Setup and Maintain Applications

Submit Export Setup Data Process

Chapter 3
Roles

Privilege Description

Allows administrators to schedule
ESS job that purges expired
suggestions from text analysis

Allows performing quick
setup to speed up application
implementation

Allows publishing configuration for
Adaptive Search and Workspace

Allows set up of facility and project
and work workday schedules.

Allows access to the Setup and
Maintenance work area.

Secures the setup data export
process.
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Granted Role

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

Application Implementation
Consultant

ORACLE

Granted Role Description

access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Privilege

Submit Import Setup Data Process

View Administration Link

View Global Inventory
Organizations List of Values by
Web Service

View Named Routes

View Navigator Menu

View Smart Actions

Chapter 3
Roles

Privilege Description

Secures the setup data import
process.

Privilege to view administration
link in Ul shell

Allow viewing the global set of
inventory organizations list of
values by web service.

Allows viewing and grouping all
functional navigation flows across
channels into a single name

Allows viewing navigator metadata
information

Allows read and view access to
Smart Actions Framework data.
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Granted Role

Application Implementation
Consultant

Application Implementation

Management

Application Implementation
Management

Application Implementation
Management

Application Implementation
Management

Application Implementation
Management

Application Implementation
Management

Application Registration

Application Registration

ORACLE

Granted Role Description

Manages enterprise-wide
implementations. Collaborates with
specific application administrators
to implement consistent enterprise
application setup, architecture,
information, rules, and access. Has
access to all setup tasks across all
products.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Manages implementation projects.
Also responsible for assigning
task owners, but does not perform
setup tasks.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,

Privilege

View Text Analysis Intelligence

Configure Oracle Fusion
Applications Offering

Gather Implementation

Requirements

Manage Implementation Project

Review Applications Offering

Review Implementation Project

Overview

Setup and Maintain Applications

Manage Cluster

Manage Composites

Chapter 3
Roles

Privilege Description

Allows user to view intelligence
derived from text analysis

Allows configuration of offerings
and functional areas that will

be implemented in the current
environment.

Allows management of the Gather
Implementation Requirements
page.

Allows management of the
implementation project, selection
of offerings and features,
assignment of task owners.

Provides access to the Getting
Started page.

Allows access to the Overview page
for implementation projects.

Allows access to the Setup and
Maintenance work area.

Allows management of clusters.

Allows management of
composites.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Privilege

Manage Data Source

Manage Domain

Manage Enterprise Application

Manage Environment Type

Manage Logical Module

Manage Managed Server

Chapter 3
Roles

Privilege Description

Allows management of data
sources.

Allows management of domains.

Allows management of enterprise
applications.

Allows management of
environment types.

Allows management of program
logical modules for an enterprise
application

Allows management of managed
servers.
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Granted Role

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

Application Registration

ORACLE

Granted Role Description

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise
applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Maintains application
metadata such as provisioning
configurations, enterprise

Privilege

Manage Middleware Component

Manage Module Type

Manage Pillar

Manage Provision Configuration

Manage Third Party Applications

Setup and Maintain Applications

View Topology Objects Overview

Chapter 3
Roles

Privilege Description

Allows management of middleware
components.

Allows management of module
types.

Allows management of pillars.

Allows management of provision
configurations.

Allows management of third party
applications.

Allows access to the Setup and
Maintenance work area.

Provides overall state of application
topology.
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Granted Role

Application World Reference

Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

Application World Reference
Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

ORACLE

Granted Role Description

applications, domains, and
application components such
as pillars, environment types,
module types, and middleware
components.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages application reference
industry, territory, time zone,
currency, and language, including
natural and ISO language.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Privilege

Manage Application Reference
Currency

Manage Application Reference ISO
Language

Manage Application Reference
Industry

Manage Application Reference
Language

Manage Application Reference
Natural Language

Manage Application Reference
Territory

Manage Application Reference
Timezone

Cancel Collaboration Message

Create Collaboration Messaging
Setup Data File

Create External Partner

Chapter 3
Roles

Privilege Description

Manage currencies used by
applications.

Manage ISO Languages used by
applications.

Manage Industries used by
applications

Manage Languages used by
applications

Manage Natural Languages used
by applications

Manage Territories used by
applications

Manage Timezones used by
applications

Allow access to manage cancel

collaboration message

Allow Access to Create
Collaboration Messaging Setup
Data File

Allow access to create external
partner.
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Granted Role

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

B2B Messaging Administration

ORACLE

Granted Role Description

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
setup and administration tasks.

Manages collaboration messaging
se