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Preface

This guide includes the conceptual and task-oriented information you need to
perform backup and recovery procedures using the Recovery Manager utility.

This preface contains these topics:
« Audience

« Organization

» Related Documentation

« Conventions

« Documentation Accessibility
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Audience

Organization
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Oracle9i Recovery Manager User’s Guide is intended for database administrators
who perform the following tasks:

« Back up, restore, and recover Oracle databases
« Perform maintenance on backups and copies of database files
To use this document, you need to know the following:

« Relational database concepts and basic database administration as described in
Oracle9i Database Concepts and the Oracle9i Database Administrator’s Guide

« Basic backup and recovery concepts and strategies as described in the Oracle9i
Backup and Recovery Concepts

« The operating system environment under which you are running Oracle

This document contains:

Part |, "Getting Started with Recovery Manager"

This section gives you basic information necessary to use Recovery Manager
(RMAN).

Chapter 1, "Introduction to Recovery Manager"

This chapter gives a short explanation of the purpose and functionality of the
RMAN utility.

Chapter 2, "Connecting to Databases with RMAN"

This chapter describes how to start RMAN and connect to target, catalog, and
auxiliary databases.

Chapter 3, "Quick Start to Recovery Manager"
This chapter gives a simple introduction to using basic RMAN features.

Part Il, "Recovery Manager Architecture and Concepts”
This section gives a detailed conceptual account of RMAN functionality.



Chapter 4, "Recovery Manager Architecture”

This chapter describes the basic components of the RMAN environment and the
nature of the RMAN command interface.

Chapter 5, "RMAN Concepts I: Channels, Backups, and Copies"

This chapter describes RMAN channels, both manual and automatic, as well as the
uses of the BACKURand COPYcommands.

Chapter 6, "RMAN Concepts II: Restore, Recovery, and Duplication”

This chapter describes the uses of the RESTORERECOVERand DUPLICATE
commands.

Chapter 7, "RMAN Concepts Ill: Maintenance"

This chapter describes the various commands used to generate reports, perform
maintenance on backups, and store files and scripts in the recovery catalog.

Chapter 8, "Configuring the Recovery Manager Environment"
This chapter describes how to set up and configure the RMAN environment.

Part 1ll, "Performing Backup and Recovery with Recovery Manager"
This section describes how to perform backup and recovery operations.

Chapter 9, "Making Backups and Copies with Recovery Manager"
This chapter describes how to use the BACKURand COPYcommands.

Chapter 10, "Restoring and Recovering with Recovery Manager"
This chapter describes how to use the RESTORENd RECOVERommands.

Chapter 11, "Performing RMAN Tablespace Point-in-Time Recovery"

This chapter describes how to recover one or more tablespaces to a noncurrent time
without affecting the rest of the database.

Chapter 12, "Duplicating a Database with Recovery Manager"
This chapter describes how to use DUPLICATETto create a copy of the target

database.

Chapter 13, "Creating a Standby Database with Recovery Manager"
This chapter describes how to use DUPLICATETto create a standby database.
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Chapter 14, "Tuning Recovery Manager"
This chapter gives tips for improving RMAN backup and restore performance.

Chapter 15, "Recovery Manager Troubleshooting"
This chapter gives tips for diagnosing and responding to RMAN problems.

Part IV, "Maintaining the Recovery Manager Repository"

This section describes how to create the RMAN repository, query the RMAN
repository, and maintain the backups recorded in the repository.

Chapter 16, "Managing the Recovery Manager Repository”

This chapter describes how to create and manage a recovery catalog, as well as how
to run RMAN without using a recovery catalog.

Chapter 17, "Querying the RMAN Repository"
This chapter describes how to access the information stored in the repository.

Chapter 18, "Performing Maintenance with Recovery Manager"

This chapter describes how to use maintenance commands such as CHANGE
CROSSCHECHKNd DELETEto operate on backups and copies.

Related Documentation
For more information, see these Oracle resources:
«  Oracle9i Recovery Manager Reference
«  Oracle9i Backup and Recovery Concepts
«  Oracle9i User-Managed Backup and Recovery Guide
= Oracle9i Database Utilities
«  http://www.oracle.com/database/recovery
You can access information about the Backup Solutions Program at

http:/Avvww.oracle.com/ip/deploy/databaseffeaturesirecoveryfindex.htmi?backupsp.himl
Many books in the documentation set use the sample schemas of the seed database,
which is installed by default when you install Oracle. Refer to Oracle9i Sample

Schemas for information on how these schemas were created and how you can use
them yourself.
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In North America, printed documentation is available for sale in the Oracle Store at
http://oraclestore.oracle.com/

Customers in Europe, the Middle East, and Africa (EMEA) can purchase
documentation from

http:/Amww.oraclebookshop.com/

Other customers can contact their Oracle representative to purchase printed
documentation.

To download free release notes, installation documentation, white papers, or other
collateral, please visit the Oracle Technology Network (OTN). You must register
online before using OTN; registration is free and can be done at

http:/technet.oracle.com/membership/index.htm

If you already have a username and password for OTN, then you can go directly to
the documentation section of the OTN Web site at

http/fechnet.oracle.com/docs/index.htm

Conventions
This section describes the conventions used in the text and code examples of this
documentation set. It describes:
« Conventions in Text
« Conventions in Code Examples
Conventions in Text
We use various conventions in text to help you more quickly identify special terms.
The following table describes those conventions and provides examples of their use.
Convention Meaning Example
Bold Bold typeface indicates terms that are When you specify this clause, you create an
defined in the text or terms that appear in index-organized table.
a glossary, or both.
Italics Italic typeface indicates book titles or Oracle9i Database Concepts
emphasis.

Ensure that the recovery catalog and target
database do not reside on the same disk.
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Convention

Meaning

Example

UPPERCASE
monospace
(fixed-width
font)

lowercase
monospace
(fixed-width
font)

lowercase
monospace
(fixed-width
font) italic

Uppercase monospace typeface indicates
elements supplied by the system. Such
elements include parameters, privileges,
datatypes, RMAN keywords, SQL
keywords, SQL*Plus or utility commands,
packages and methods, as well as
system-supplied column names, database
objects and structures, usernames, and
roles.

Lowercase monospace typeface indicates
executables, filenames, directory names,
and sample user-supplied elements. Such
elements include computer and database
names, net service names, and connect
identifiers, as well as user-supplied
database objects and structures, column
names, packages and classes, usernames
and roles, program units, and parameter
values.

Note: Some programmatic elements use a
mixture of UPPERCASE and lowercase.
Enter these elements as shown.

Lowercase monospace italic font
represents placeholders or variables.

You can specify this clause only for a NUMBER
column.

You can back up the database by using the
BACKURommand.

Query the TABLE_NAMEolumn in the USER_
TABLESdata dictionary view.

Use the DBMS_STATSENERATE_STATS
procedure.

Enter sqlplus  to open SQL*Plus.
The password is specified in the orapwd file.

Back up the datafiles and control files in the
/diskl/oracle/dbs directory.

The department_id , department_name ,
and location_id columns are in the
hr.departments table.

Set the QUERY_REWRITE_ENABLED
initialization parameter to true.

Connect as oe user.

The JRepUtil  class implements these
methods.

You can specify the parallel_clause

Run Uold_release .SQL where old_
release refers to the release you installed
prior to upgrading.
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Conventions in Code Examples

Code examples illustrate SQL, PL/SQL, SQL*Plus, or other command-line
statements. They are displayed in a monospace (fixed-width) font and separated
from normal text as shown in this example:

SELECT usemame FROM dba_users WHERE usemame ='MIGRATE;,

The following table describes typographic conventions used in code examples and

provides examples of their use.



Convention

Meaning

Example

(]

{}

Other notation

Italics

UPPERCASE

lowercase

Brackets enclose one or more optional
items. Do not enter the brackets.

Braces enclose two or more items, one of

which is required. Do not enter the braces.

A vertical bar represents a choice of two
or more options within brackets or braces.
Enter one of the options. Do not enter the
vertical bar.

Horizontal ellipsis points indicate either:

«  That we have omitted parts of the
code that are not directly related to
the example

« That you can repeat a portion of the
code

Vertical ellipsis points indicate that we
have omitted several lines of code not
directly related to the example.

You must enter symbols other than
brackets, braces, vertical bars, and ellipsis
points as shown.

Italicized text indicates placeholders or
variables for which you must supply
particular values.

Uppercase typeface indicates elements
supplied by the system. We show these
terms in uppercase in order to distinguish
them from terms you define. Unless terms
appear in brackets, enter them in the
order and with the spelling shown.
However, because these terms are not
case sensitive, you can enter them in
lowercase.

Lowercase typeface indicates
programmatic elements that you supply.
For example, lowercase indicates names
of tables, columns, or files.

Note: Some programmatic elements use a
mixture of UPPERCASE and lowercase.
Enter these elements as shown.

DECIMAL ( digits [, precision )

{ENABLE | DISABLE}

{ENABLE | DISABLE}
[COMPRESS | NOCOMPRESS]

CREATE TABLE ... AS  subquery ;

SELECT col1 , coln FROM

employees;

col2 , ...,

acctbal NUMBER(11,2);

acct CONSTANT NUMBER(4) = 3;

CONNECT SYSTEMystem_password
DB_NAME = database_name

SELECT last_name, employee_id FROM
employees;

SELECT * FROM USER_TABLES;
DROP TABLE hr.employees;

SELECT last_name, employee_id FROM
employees;

sqlplus hr/hr
CREATE USER mjones IDENTIFIED BY ty3MU9;
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Documentation Accessibility

XXViii

Oracle's goal is to make our products, services, and supporting documentation
accessible to the disabled community with good usability. To that end, our
documentation includes features that make information available to users of
assistive technology. This documentation is available in HTML format, and contains
markup to facilitate access by the disabled community. Standards will continue to
evolve over time, and Oracle is actively engaged with other market-leading
technology vendors to address technical obstacles so that our documentation can be
accessible to all of our customers. For additional information, visit the Oracle
Accessibility Program Web site at

http/Amww.oracle.com/accessibility/

JAWS, a Windows screen reader, may not always correctly read the code examples
in this document. The conventions for writing code require that closing braces
should appear on an otherwise empty line; however, JAWS may not always read a
line of text that consists solely of a bracket or brace.



What's New in Recovery Manager?

This section describes new features of Recovery Manager in Oracle9i Release 1
(9.0.1) and provides pointers to additional information. New features information
from previous releases is also retained to help those users migrating to the current
release from releases prior to Oracle8i.

The following sections describe the new features in Recovery Manager:
« Oracle%i Release 1 (9.0.1) New Features in Recovery Manager

«  Oracle8i New Features in Recovery Manager
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Oracle9/ Release 1 (9.0.1) New Features in Recovery Manager

The Oracle9i Release 1 (9.0.1) features and enhancements increase manageability
and greatly expand functionality.

XXX

Persistent RMAN Configurations

The CONFIGUREommand creates persistent RMAN settings that apply to any
session. You can configure a variety of features including automatic channels,
channel parallelism, retention policies, backup options, auxiliary filenames, and
so forth.

See Also:  Chapter 8, "Configuring the Recovery Manager
Environment" for configuration procedures, and Oracle9i Recovery
Manager Reference for CONFIGUREyntax.

Automatic Channel Configuration

The CONFIGUREommand stores a persistent set of channel settings. RMAN
automatically allocates these channels when you execute commands such as
BACKUPr COPYat the RMAN prompt, abolishing the necessity for manual
channel allocation.

Use the CONFIGUREommand to define backup attributes such as parallelism,
duplexing, and channel control options. These settings are used by all
commands that require channels unless you manually allocate channels in a
RUNcommand.

See Also: "Automatic and Manual Channel Allocation™ on
page 5-4 for concepts, and Oracle9i Recovery Manager Reference for
CONFIGURBEyntax.

More Commands Available at the RMAN Prompt

Formerly, most backup and recovery commands had to be executed within a
RUNcommand. Now, many commands such as BACKUP, COPY,and RESTORE
can be executed at the RMAN prompt.

Retention Policies

A retention policy is a configuration that specifies how long backups of control
files and datafiles should be retained, as well how many of these backups



should be retained. The retention policy also determines which archived logs
are obsolete because they are not needed to recover these backups.

The REPORT OBSOLETdhd DELETE OBSOLETEommands use the criteria
specified in the retention policy to determine what is obsolete. You can specify a
retention policy in these ways:

— Using a recovery window, which defines a window of time extending
backwards from the present. The database must be recoverable to any point
of time in that window.

— Using redundancy, which specifies that any number of backups or copies
beyond a specified number need not be retained.

See Also:  "Backup Retention Policies" on page 5-47 for concepts,
and Oracle9i Recovery Manager Reference for CONFIGUREyntax.

Long-Term Backups Exempt from Retention Policy

The KEEPoption of the BACKURommand marks a backup as exempt from the
retention policy. The REPORT OBSOLETdad DELETE OBSOLETEommands
only consider the backup as obsolete when the KEEPtime expires. You can alter
the status of the backup with the CHANGE ... KEEP command.

See Also:  "Backups Exempt from the Retention Policy" on

page 5-53 for concepts, and Oracle9i Recovery Manager Reference for
BACKUPRyntax and Oracle9i Recovery Manager Reference for CHANGE
syntax

Automatic Control File Backup and Restore

If you set CONFIGURE CONTROLFILE BACKHPON then RMAN makes a
mandatory and automatic control file autobackup after you run the BACKUPor
COPYcommand. RMAN gives this backup a default name (which you can
change using CONFIGURE CONTROLFILE BACKUP FORM#iEreby allowing
RMAN to restore this control file even in a disaster scenario in which the
recovery catalog and current control file are lost.

See Also:  "Control File Autobackups" on page 5-46 for concepts

Block Media Recovery

Block media recovery can perform media recovery on individual blocks in a
datafile while the datafile remains online. The new V$DATABASE_BLOCK _
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CORRUPTIONiew displays corrupt blocks in the most recent backup or image
copy of each datafile.

See Also:  "Block Media Recovery with RMAN" on page 6-9 for
concepts, and Oracle9i Recovery Manager Reference for
BLOCKRECOVE¥ntax

Archived Redo Log Improvements
RMAN enhances its treatment of archived redo logs in the following ways:

— The BACKUP ... PLUS ARCHIVELOGcommand switches out of and
archives the current online log, backs up archived logs, then performs
another log switch and backs up remaining logs. This operation guarantees
that the backed up datafiles can be recovered to a consistent state.

— Atthe beginning of a backup of archived logs, RMAN automatically
switches out of and archives the current online redo log if needed.

— RMAN does not issue an error if a BACKUP ARCHIVELO&Gmmand does
not discover any logs to back up.

— RMAN performs archived log failover automatically. If RMAN discovers a
corrupt or missing log during a backup, then it considers all logs listed in
the repository as alternative candidates for the backup.

— The DELETE ALL INPUToption of the BACKUP ARCHIVELO&@mmand
deletes all logs that match the specified criteria. In this way, you can delete
logs located in multiple archiving destinations.

— The BACKUP_COUNDIumn in V$ARCHIVED_LOGhows the number of
times that a specified archived log was backed up.

See Also:  "Backups of Archived Logs" on page 5-16 for concepts,
and Oracle9i Recovery Manager Reference for BACKURsyntax

LIST Enhancements

The LIST command syntax is now more similar in structure to the CHANGE
CROSSCHECHKNnd DELETEcommands. You also have more control over how
the LIST output is displayed.

See Also: "LIST Command Output" on page 7-2 for concepts, and
Oracle9i Recovery Manager Reference for LIST syntax



CROSSCHECK Enhancements

The functionality of the CROSSCHECt0mmand is expanded, and the CHANGE
... CROSSCHECK is deprecated. The CROSSCHECtommand is now similar in
syntax to the DELETEand CHANGEommands.

See Also:  "Crosschecks of RMAN Backups and Copies” on
page 7-8 for concepts, and Oracle9i Recovery Manager Reference for
CROSSCHEGC#¢ntax

CHANGE Enhancements

The CHANGEommand can make files available or unavailable, catalog or
uncatalog them, and change the KEEPsetting, regardless of whether the backup
repository is the control file or recovery catalog (except for CHANGE ... KEEP
FOREVERwhich requires a catalog). The CHANGEommand operates on more
types of files, and is now similar in syntax to the DELETEand CROSSCHECK
commands.

See Also:  "Changes to Availability of RMAN Backups and
Copies" on page 7-15 for concepts, and Oracle9i Recovery Manager
Reference for CHANGEyntax

DELETE Enhancements

The DELETEcommand combines the functionality of the previous CHANGE ...
DELETEand DELETE EXPIRECzommands. Additionally, you can run DELETE
OBSOLETHo remove all files that are no longer needed. The DELETEcommand
is now similar in syntax to the CHANGEnd CROSSCHECtommands.

Note that by default, DELETE EXPIREDand DELETE OBSOLETpgrompt for
confirmation before deleting files. In releases prior to Oracle9i, RMAN did not
prompt when you ran DELETE EXPIRED

See Also:  "Deletion of RMAN Backups and Copies" on page 7-10
for concepts, and Oracle9i Recovery Manager Reference for DELETE
syntax

Backup of Backup Sets

You can now back up backup sets from disk to tape or from disk to disk. If
RMAN discovers a corrupt block or missing backup piece during the backup,
then RMAN automatically performs failover to an existing intact copy.
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See Also:  "Backups of Backup Sets" on page 5-24 for concepts,
and Oracle9i Recovery Manager Reference for BACKURsyntax

Enhanced Duplexing Functionality

You can specify up to four different FORMATEtrings when generating a backup
set, so each duplexed copy can have a different filename.

You can enable duplexing by specifying the COPIES parameter on the
following commands: CONFIGURESET, and BACKUP

See Also:

« "Duplexed Backup Sets" on page 5-53 for concepts

«  Oracle9i Recovery Manager Reference for BACKURsyntax

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

«  Oracle9i Recovery Manager Reference for SET syntax

Backup Optimization

You can configure RMAN to skip backups of files that have already been
backed up. In this way, you can avoid making multiple backups of unchanging
files such as archived logs. You can override this functionality with the FORCE
option of the BACKUR.ommand.

See Also: "Backup Optimization" on page 5-54 for concepts, and
Oracle9i Recovery Manager Reference for CONFIGUREByntax

Restartable Backups

You can specify the NOT BACKED UP SINCttause on the BACKURommand to
back up only those files that were not backed up after a specified time. Hence, if
a backup fails partway through, you can restart it and back up only those files
that were not previously backed up.

See Also: "Restartable Backups" on page 5-59 for concepts, and
Oracle9i Recovery Manager Reference for BACKURsyntax

Restore Optimization

When RMAN is restoring files, it checks the files on disk to determine whether
a restore is necessary. If not, it does not restore the file. Hence, if a restore fails



partway through, you can restart it and restore only those files that were not
previously restored. You can override this behavior with the FORCEoption.

See Also:  "Restore Optimization" on page 6-4 for concepts, and
Oracle9i Recovery Manager Reference for RESTOREyntax

Multiple Block Size Support

Oracle allows different tablespaces in a database to use different block sizes.
RMAN backs up tablespaces with different block sizes in the same BACKUP
command, but it never mixes datafiles with different block sizes in a single
backup set. Each backup set contains only files with a single block size.

Exclusion of Tablespaces From Backups

You can configure RMAN so that a specified tablespace is excluded from whole
database backups.

See Also:  "Configuring Tablespaces for Exclusion from Whole
Database Backups" on page 5-59 for concepts, and Oracle9i Recovery
Manager Reference for CONFIGUREByntax

NOCATALOG Mode Is Default

If you do not specify either CATALOGr NOCATALOGN the command line, and
if you do not run CONNECT CATALCHBthe prompt, then RMAN defaults to
NOCATALO®0de when you run a command requiring a repository.

See Also:  "Starting RMAN Without Connecting to a Database" on
page 2-4 for concepts

RMAN Message Output Improvements
The RMANprefix is removed from non-error messages.
SBT Library Architecture

On platforms that support third-party media managers through the Oracle
Media Management (SBT) API, the new SBT_LIBRARY parameter controls
which media management library that RMAN uses on channels of DEVICE
TYPE sbt. Use SBT_LIBRARY in the PARMSetting of the ALLOCATE CHANNEL
or CONFIGURE CHANNEbmmand to specify the filename of the shared library
to be loaded. You can also specify SBT_LIBRARY=oracle.disksbt , which
causes the server to load Oracle’s disk sbt library (formerly called the "dummy
API").
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If no SBT_LIBRARY parameter is specified in PARMSthen the Oracle server

attempts to load the dynamic libraries orasbt.dll on Windows NT and
libobk.so  on UNIX. If Oracle cannot locate the library, then the server returns
an error.

See Also:  "Configuring RMAN to Make Backups to a Media
Manager" on page 8-2 to learn about linking to a media manager,
and Oracle9i Recovery Manager Reference for PARMSyntax

Oracle8 i New Features in Recovery Manager

The Oracle8i features and enhancements described in this section profoundly
expanded the 8.0 RMAN functionality. Some of these features were not in all
Oracle8i releases.

« RMAN Support for Standby Database
In release 8.1.7, you can use RMAN to create and back up a standby database.

See Also:  Chapter 13, "Creating a Standby Database with
Recovery Manager"

« Making Test Backups
In Oracle8i release 3 (8.1.7), the BACKUP VALIDATEommand tests a backup
without actually producing output files.

See Also:  "Test Backups Using RMAN" on page 5-65 for concepts,
and Oracle9i Recovery Manager Reference for syntax

« Setting the Default Location of the RMAN Snapshot Control File

In Oracle8i release 3 (8.1.7), you can use the SET SNAPSHOT CONTROLFILE
LOCATION TO DEFAULGommand to set the default filename that is used for
the snapshot control file. This default value is platform-specific and depends on
the location of the Oracle home.

« Crosschecking and Deleting on Multiple Channels

In Oracle8i release 3 (8.1.7), you can allocate multiple maintenance channels
before issuing RMAN maintenance commands. RMAN checks on all channels
that have the same device type as the channel used to create the backup.
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See Also:  "Allocation of Multiple Channels for RMAN
Maintenance Commands" on page 7-14

Fewer Maintenance Commands Require a Catalog

In Oracle8i release 3 (8.1.7), fewer maintenance commands require the use of a
recovery catalog. The only options of the CHANGEommand that require a
recovery catalog are the following:

— CHANGE ... AVAILABLE (note that backup sets, backup pieces, and proxy
copies do not require the use of a recovery catalog)

— CHANGE ... UNAVAILABLE

The CROSSCHEC#d DELETE EXPIRED:ommands no longer require a
recovery catalog in release 8.1.7.

Setting Recovery Catalog Compatibility Level No Longer Required

In Oracle8i release 2 (8.1.6), the CONFIGURE COMPATIBL&&mMmand set the
compatibility level in the recovery catalog. This command helped to solve
problems resulting from the way in which RMAN updated and deleted catalog
records. These problems are solved in Oracle8i release 3 (8.1.7), so the
CONFIGURE COMPATIBLE&Emmand is still accepted for compatibility, but has
no effect.

Automatic Location of Backups on Oracle Real Application Cluster Nodes

In Oracle8i release 2 (8.1.6), the AUTOLOCATIBption of the SET command
automatically discovers which nodes of an Oracle Real Application Clusters
configuration contain the backups that you want to restore.

See Also:  Oracle9i Recovery Manager Reference for SET syntax

Recovery Catalog Compatibility Setting

In Oracle8i release 2 (8.1.6), the CONFIGURE COMPATIBL&mmand controls
the compatibility of the recovery catalog packages with the RMAN executable.

ALTER DATABASE RESETLOGS Command

In Oracle8i release 2 (8.1.6), the RESETLOG®ption of the ALTER DATABASE
command opens the database and reset the online redo logs.

See Also:  Oracle9i Recovery Manager Reference for ALTER
DATABASEyntax
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Deletion Commands Remove Repository Records

In Oracle8i release 2 (8.1.6), the CHANGE ... DELETE, DELETE EXPIREDand
BACKUP ... DELETE INPUT commands can now remove catalog records rather
than update them to status DELETED

Version 2.0 of the Media Management API

Oracle releases the Media Management API, Version 2.0. Support for the
version 1.1 Media Management API is maintained. The following are features of
the new API:

Through an enhancement called proxy copy, the media management
vendor software is able to take over data movement involved in a backup
or restore.

Some media management software allows backup media to be arranged
into storage pools based on media type, retention period, or other criteria.
The POOLparameter of the BACKURommand provides integration
between such products and RMAN.

When a channel is allocated, RMAN displays in its log a message
identifying the media management product used to take backups on that
channel. When the media manager encounters an error, it returns an error
message explaining the error, which is displayed in the RMAN log.

The SENDcommand allows commands to be sent directly from an RMAN
session to the media management software.

See Also:  Oracle9i Recovery Manager Reference for BACKURyntax
and see Oracle9i Recovery Manager Reference for SENDsyntax

Crosscheck and Delete Functionality
The commands CROSSCHECK BACKI@HANGE ... CROSSCHECKand DELETE

EXPIRED BACKURIlow for the synchronization of the recovery catalog with
the media manager's catalog. RMAN can determine whether backups and
copies are on disk or tape and update their repository record if they are not.

See Also:

«  Oracle9i Recovery Manager Reference for CHANGEyntax

»  Oracle9i Recovery Manager Reference for CROSSCHEC#¢ntax

«  Oracle9i Recovery Manager Reference for DELETEsyntax



Improved LIST Output

The output of the LIST BACKUPcommand now prints the list of backups
belonging to a backup set in a separate section of the report from the list of data
files or archived logs included in the backup set.

See Also:  Oracle9i Recovery Manager Reference for LIST syntax

Reports on Needed Backups

A new command, REPORT NEED BACKUP REDUNDAAIExYs the user that a
new backup is required when fewer than a user-specified number of backups of
a datafile exist.

See Also:  Oracle9i Recovery Manager Reference for REPORByntax

CREATE CATALOG Command

The CREATE CATALOGmmand creates the recovery catalog. It replaces
catrman.sql  and associated scripts in the ?/dbs/admin  directory.

See Also:  Oracle9i Recovery Manager Reference for CREATE
CATALOGyntax

UPGRADE CATALOG Command

Previously it was necessary to run a SQL script to perform a recovery catalog
upgrade. Now you can upgrade the catalog with the UPGRADE CATALOG
command.

See Also:  Oracle9i Recovery Manager Reference for UPGRADE
CATALOGyntax

DROP CATALOG Command
The DROP CATALO&@mMmand removes the recovery catalog schema.

See Also:  Oracle9i Recovery Manager Reference for DROP CATALOG
syntax
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STARTUP, SHUTDOWN, and ALTER DATABASE Commands

The RMAN commands STARTUPSHUTDOWMNd ALTER DATABASEMOUNT
and OPENoptions only) have the same syntax as their equivalent SQL*Plus
commands.

See Also:
«  Oracle9i Recovery Manager Reference for STARTURsyntax
«  Oracle9i Recovery Manager Reference for SHUTDOWSyntax
«  Oracle9i Recovery Manager Reference for ALTER DATABASE
syntax
Database Duplication

The DUPLICATEcommand allows creation of a new database using the backups
of another database.

See Also:  Chapter 12, "Duplicating a Database with Recovery
Manager"

Disk Affinity in Oracle Real Application Clusters

When backing up on multiple nodes of an Oracle Real Application Clusters
configuration, it is possible that some disks have affinity to certain nodes in the
cluster such that access to those disks is faster from those nodes than from other
nodes in the cluster. RMAN recognizes node affinity, if it exists, and attempts to
schedule datafile backups on channels allocated at nodes that have affinity to
those files.

Duplexed Backups

RMAN can create up to four concurrent copies of each backup piece.

See Also:  "Duplexed Backup Sets" on page 5-21

RMAN-Generated Backup Piece Names

RMAN no longer requires that backup piece names be explicitly specified using
the FORMAparameter. By default, RMAN chooses a unique name for each
backup piece.



Backup Pieces Not Overwritten

A backup piece is no longer overwritten if an attempt is made to create a
backup piece with the same name as an existing one. Instead, RMAN issues an
error message.

TSPITR Does Not Require a Catalog

You can perform TSPITR (Tablespace Point -in-Time Recovery) without a
recovery catalog.

See Also:  "Performing TSPITR Without a Recovery Catalog" on
page 11-5

New V$ Views for Monitoring Backup Performance

Two new views are available to monitor the progress and performance of
Recovery Manager backups: V$BACKUP_SYNC_I@nd V$BACKUP_ASYNC_IO

See Also:  "Monitoring RMAN Jobs" on page 17-23
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Part |

Getting Started with Recovery Manager

Part | describes gives a general introduction to Recovery Manager and explains how
to use RMAN to connect to target databases. This part contains these chapters:

« Chapter 1, "Introduction to Recovery Manager"
« Chapter 2, "Connecting to Databases with RMAN"
« Chapter 3, "Quick Start to Recovery Manager"
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Introduction to Recovery Manager

This chapter describes the definition and advantages of the Recovery Manager
(RMAN) utility.

This chapter contains these sections:
« About Recovery Manager (RMAN)
«  Why Use RMAN?

« Overview of the RMAN Environment
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About Recovery Manager (RMAN)

About Recovery Manager (RMAN)

Recovery Manager (RMAN) is an Oracle utility that can back up, restore, and
recover database files. The product is a feature of the Oracle database server and
does not require separate installation.

Recovery Manager uses database server sessions to perform the work of backup
and recovery. It stores metadata about its operations in the control file of the target
database and, optionally, in a recovery catalog schema in an Oracle database.

You can invoke RMAN as a command-line executable from the operating system
prompt or use some RMAN features through the Enterprise Manager GUI.

Why Use RMAN?

Most production database systems impose stringent requirements on backup and
recovery. As a DBA in charge of backup and recovery, you must:

« Manage the complexity of backup and recovery operations
« Minimize the possibility of human error

« Make backups scalable and reliable

« Utilize all available media hardware

« Make backups proportional to the size of transactional changes, not to the size
of database

« Make recovery time proportional to the amount of data recovered

You have two basic methods for performing these backup and recovery tasks on an
Oracle release 8.0 or higher database:

« Using operating system commands to perform backup and restore operations,
and SQL or SQL*Plus statements to perform recovery

« Using Recovery Manager for backup, restore, and recovery

Note: RMAN was introduced in Oracle release 8.0 and is not
compatible with Oracle databases prior to release 8.0.

Why use one method rather than the other? As illustrated in Figure 1-1, RMAN
uses server sessions to perform backup and recovery operations and stores
metadata in a repository. RMAN automates backup and recovery, whereas the
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Why Use RMAN?

user-managed method requires you to keep track of all database files and backups.
For example, instead of requiring you to locate backups for each datafile, copy them
to the correct place using operating system commands, and choose which logs to
apply, RMAN manages these tasks automatically.

The advantage of using RMAN is especially true if you use Oracle Managed Files.
When you let Oracle name and manage your datafiles, control files, and online redo
logs, the system becomes easier to use. On the other hand, it may be harder for you
to keep track of the filenames of the various database files because you have not
named them yourself. RMAN users do not suffer from this problem because RMAN

handles all record keeping.

Figure 1-1 Comparison of RMAN Automated and User-Managed Procedures
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Besides the obvious advantage of automation, RMAN provides a host of other
useful features. Table 1-1 compares some of the differences between the RMAN
methodology and the traditional user-managed methodology.
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Table 1-1 Comparison Between RMAN and User-Managed Methods

(Page 1 of 2)

Recovery Manager

User-Managed Method

Uses a media management API so that RMAN works
seamlessly with third-party media management
software. More than 20 vendors support the API.

Does not have support of a published API.

When backing up online files, RMAN rereads
fractured data blocks to get a consistent read. You do
not need to place online tablespaces in backup mode
when performing backups.

Requires placing online tablespaces in backup mode
before backing them up, and then taking the
tablespaces out of this mode after the backup is
complete. Serious database performance and
manageability problems can occur if you neglect to
take tablespaces out of backup mode after an online
backup is complete.

Performs incremental backups, which back up only
those data blocks that changed after a previous
backup. You can recover the database using
incremental backups, which means that you can
recover a NOARCHIVELO@atabase. However, you
can only take incremental backups of a

NOARCHIVELOG@atabase after a consistent shutdown.

Backs up all blocks, not just the changed blocks. Does
not allow you to recover a NOARCHIVELO@atabase.

Computes checksums for each block during a backup,
and checks for corrupt blocks when backing up or
restoring. Many of the integrity checks that are
normally performed when executing SQL are also
performed when backing up or restoring.

Does not provide error checking.

Omits never-used blocks from datafile backups so that
only data blocks that have been written to are
included in a backup.

Includes all data blocks, regardless of whether they
contain data.

Uses the repository to report on crucial information,
including:

« Database schema at a specified time
«  Which files need a backup

=«  Which files have not had a backup in a specified
number of days

«  Which backups can be deleted because they are
redundant or cannot be used for recovery

«  Current RMAN persistent settings

Does not include any reporting functionality.

Stores RMAN scripts in the recovery catalog.

Requires storage and maintenance of operating

system-based scripts.
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Table 1-1 Comparison Between RMAN and User-Managed Methods

(Page 2 of 2)

Recovery Manager

User-Managed Method

Allows you to easily create a duplicate of the
production database for testing purposes, or easily
create or back up a standby database.

Requires you to follow a complicated procedure when
creating a test or standby database.

Performs checks to determine whether backups on
disk or in the media catalog are still available.

Requires you to locate and test backups manually.

Performs automatic parallelization of backup and
restore operations.

Requires you to parallelize manually by determining
which files you need to back up and then issuing
operating system commands in parallel.

Tests whether files can be backed up or restored
without actually performing the backup or restore.

Requires you to actually restore backup files before
you can perform a trial recovery of the backups.

Performs archived log failover automatically. If
RMAN discovers a corrupt or missing log during a
backup, then it considers all logs and log copies listed
in the repository as alternative candidates for the
backup.

Cannot failover to an alternative archived log if the
backup encounters a problem.

Overview of the RMAN Environment

The RMAN environment consists of the utilities and databases that play a role in a
backup and recovery strategy. A typical RMAN setup utilizes the following:

« RMAN executable
« Target database

« Recovery catalog database

« Media management software

Of these components, only the RMAN executable and target database are required.
RMAN automatically stores its metadata in the target database control file, so the
recovery catalog database is optional. Nevertheless, maintaining a recovery catalog
is strongly encouraged. If you create a catalog on a separate machine, and if the
production machine fails completely, then you have all the restore and recovery
information you need in the catalog.

This section contains these topics:

« About the RMAN Executable

« About the Target Database
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« About the RMAN Repository
« About the RMAN Media Management Interface

About the RMAN Executable

The RMAN executable is automatically included with the Oracle software
installation. Its location is platform-specific and is typically located in the same
place as the other Oracle executables. On Unix systems, for example, the RMAN
executable is located in $ORACLE_HOME/bin

To start the executable, simply enter the filename on the command line. For
example, on a UNIX system, enter:

% mMman

About the Target Database

The target database is the database that RMAN is backing up, restoring, or
recovering. You can use a single recovery catalog in conjunction with multiple
target databases. For example, assume that your data center contains 10 databases
of varying sizes. You can use a single recovery catalog located in a different data
center to manage the metadata from all of these databases.

About the RMAN Repository

The RMAN repository is a set of metadata that RMAN uses to store information
about the target database and its backup and recovery operations. Among other
things, RMAN stores information about:

« Backup sets and pieces

« Image copies

« Proxy copies

« Archived redo logs

« The target database schema

« Persistent configuration settings

You can also store actual scripts and operating system files (such as network files,
password files, and parameter files) in the recovery catalog.

You can access this metadata by issuing LIST , REPORIDISPLAY, and SHOW
commands in the RMAN interface, or by using SELECTstatements on the catalog
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views (only if you use a recovery catalog). Figure 1-2 illustrates how RMAN issues

lists and reports.

Figure 1-2 RMAN Lists and Reports
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You can either create a recovery catalog in which to store the repository, or let
RMAN store the repository exclusively in the target database control file. Figure 1-3
depicts RMAN using a recovery catalog.

Introduction to Recovery Manager
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Figure 1-3 RMAN with Optional Recovery Catalog
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Although RMAN can conduct all major backup and recovery operations using just
the control file, note these advantages of using the catalog:

« Some RMAN commands and operations function only with a catalog.

« The recovery catalog retains historical backup information that can get
overwritten in the control file.

« The recovery catalog stores information about backups from different
incarnations of the database.

The recovery catalog is maintained solely by RMAN; the target database never
accesses it directly. RMAN automatically propagates information about the
database structure, archived redo logs, backup sets, and datafile copies into the
recovery catalog from the target database's control file. You can also propagate this
information to the catalog manually using the RESYNC CATALO&@mmand.
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See Also:
« Chapter 16, "Managing the Recovery Manager Repository"
« "Deciding Whether to Use a Recovery Catalog"” on page 3-13

« "Understanding Catalog-Only Command Restrictions"” on
page 16-29

About the RMAN Media Management Interface

To store backups on tape, RMAN requires a media manager. A media manager is a
software program that loads, labels, and unloads sequential media such as tape
drives used to back up and recover data. Figure 1-4 shows the architecture for a
media manager integrated with Oracle.

Figure 1-4 Architecture for MML Integrated with Oracle

Recovery ¢ > Oracle server

Media management
server software

!

Standalone tape
or automated
tape library

The Oracle server session is the same type of server session used when a client such
as SQL*Plus connects to the database. The media management library (MML) in
Figure 1-4 represents vendor-supplied media management software library that can
interface with Oracle. Oracle calls MML software routines to back up and restore
datafiles to and from media controlled by the media manager.

See Also:  "How Oracle Interacts with the Media Manager" on
page 8-3
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This chapter describes how to start and stop the Recovery Manager (RMAN)
command-line interface and make database connections. This chapter contains
these topics:

« Starting RMAN: Overview

« Starting RMAN Without Connecting to a Database

« Connecting to the Target Database Without a Recovery Catalog

« Connecting to the Target Database and Recovery Catalog

« Connecting to a Target Database in an Oracle Real Application Cluster
« Connecting to an Auxiliary Database

« Hiding Passwords When Connecting to Databases

« Executing RMAN Commands Through a Pipe

« Exiting RMAN
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Starting RMAN: Overview
You have the following basic options for starting RMAN:

« Start the RMAN executable at the operating system command line while
connecting to one or more databases, as in these examples:

% man TARGET / CATALOG mman/man@rcat
% man TARGET systarget pwd@target_str NOCATALOG
% man TARGET / CATALOG man/man@rcat AUXILIARY sys/aux_pwd@avx_str

« Start the RMAN executable at the operating system command line without
specifying any connection options, as in this example:
% rman
If you connect to the target database on the command line when you start RMAN,
then after the RMAN prompt is displayed you can begin executing commands.

If you start RMAN without connecting to the target database, then you must issue
CONNECT TARGEDdmMmand at the RMAN prompt before you can begin
performing backup and recovery operations.

Types of Database Connections
You can connect to the following types of databases:

Target database RMAN connects you to the target database with the SYSDBA
privilege. If you do not have this privilege, then the
connection fails.

Recovery catalog  This database is optional: you can also use RMAN with the
database default NOCATALOGption.

Auxiliary database You can connect to a standby database, duplicate database, or
auxiliary instance (standby instance or tablespace
point-in-time recovery instance).

Authentication for Database Connections

When connecting to the target database, you must have the SYSDBAprivilege. You
can connect as SYSDBAusing a password file or using operating system
authentication.
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Note: You do not need to specify the SYSDBAoption because
RMAN uses this option implicitly and automatically. You must
have the SYSDBAprivilege to connect to the target database.

If the target database uses password files, then you can connect using a password.
Use a password file for either local or remote access. You must use a password file if
you are connecting remotely as SYSDBAusing a net service name.

If you connect to the database using operating system authentication, remember to
configure the environment variable specifying the Oracle SID. For example, to set
the SID to prodl at the UNIX command line enter:

% ORACLE_SID=prod1; export ORACLE_SID

Note that a SYSDBAprivilege is not required when connecting to the recovery
catalog. The only requirement is that the RECOVERY_CATALOG_OWN&Rbe

granted to the schema owner.

See Also:  The first chapter of the Oracle9i Database Administrator’s
Guide to learn how to authenticate users on a database, and to
create a password file

Command-Line Options When Starting RMAN

RMAN provides a number of command-line options that you can specify when
starting RMAN. For example, you can start RMAN:

« Inbatch mode by specifying a command file that contains a series of RMAN
commands

« Ininteractive mode
«  With acommand pipe
« With alog file that redirects RMAN output

See Also:

«  Oracle9i Recovery Manager Reference for RMAN command line
options

«  Oracle9i Recovery Manager Reference for CONNEC$yntax

« Oracle9i Database Administrator’s Guide to learn about password
files
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Starting RMAN Without Connecting to a Database

You can start Recovery Manager at the operating system command line without
connecting to a database by issuing the RMANommand without any arguments.
For example, enter:

% man

If you did not specify the LOGoption at the command line, then RMAN displays the
RMAN prompt:

RMAN>

After the RMAN prompt is displayed, you can issue further commands to connect
to the target database, recovery catalog database, or auxiliary database.

If you start RMAN without specifying either CATALOGr NOCATALOGN the
command line, then RMAN makes no repository connection. The first time a
command is issued that requires the repository, if no CONNECT CATALGGmMmand
has been issued yet, then RMAN automatically connects in the default NOCATALOG
mode. After that point, the CONNECT CATAL@Gmmand is not valid in the session.

Connecting to the Target Database Without a Recovery Catalog

In these examples, assume that these variables have the following meanings:

SYS User with SYSDBAprivileges

target_pwd The password for connecting as SYSDB/Aspecified in the
target database's orapwd file

target_str The net service name for the target database

Connecting to the Target Database Without a Catalog from the Command Line

To connect from the operating system command line, enter the connection as in the
following examples:

# example of operating system authentication
% man TARGET / NOCATALOG

# example of Oracle Net authentication
% man TARGET SYSftarget pwd@target_str NOCATALOG

Note that you can also start RMAN without specifying either NOCATALOGr
CATALOGs follows:
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# example of operating system authentication
% man TARGET/

# example of Oracle Net authentication
% man TARGET SYSharget pwd@target_str

If you do not specify the NOCATALO®eyword on the command line, and if you
also do not specify CONNECT CATALGitEer RMAN has started, then RMAN
connects in NOCATALO®@ode by default the first time that you run a command that
requires a repository. For example:

% man TARGET/
RMAN>BACKUP DATABASE; #RMAN defaults to NOCATALOG mode

Connecting to the Target Database Without a Catalog from the RMAN Prompt

Alternatively, start RMAN and connect to the target database from the RMAN
prompt, as in this example:

% man NOCATALOG
RMAN>CONNECT TARGET

This example connects to the target database by using a password file:

% man NOCATALOG
RMAN> CONNECT TARGET SYStarget pwd@target. str

Connecting to the Target Database and Recovery Catalog

In these examples, assume that you maintain a recovery catalog and that these
variables have the following meanings:

SYS User with SYSDBAprivileges

rman Owner of the recovery catalog having RECOVERY_CATALOG _
OWNERrivilege

target_pwd The password for connecting as SYSDBAspecified in the
target database's orapwd file

target_str The net service name for the target database

cat_pwd The password for user RMAN specified in the recovery

catalog's orapwd file

cat_str The net service name for the recovery catalog database
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Connecting to the Target Database and Recovery Catalog from the Command Line

To connect to the target and recovery catalog databases from the operating system
command line, enter the connection as in the following examples:

# operating system authentication
% man TARGET / CATALOG mmarn/cat_pwd@cat_str

# Oracle Net authentication
% man TARGET SYSharget pwd@target str CATALOG marvcat_pwd@cat_str

Connecting to the Target Database and Recovery Catalog from the RMAN Prompt

Alternatively, start RMAN and connect to the target database from the RMAN
prompt. This example uses operating system authentication:

% man
RMAN>CONNECT TARGET
RMAN> CONNECT CATALOG man/cat_pwd@cat_str

This example uses Oracle Net authentication:

% rman
RMAN> CONNECT TARGET SYStarget pwd@target str
RMAN>CONNECT CATALOG man/cat_pwd@cat_str

Note: If you run CONNECT TARGERd then do not run CONNECT
CATALOGRMAN connects in NOCATALO@ode by default the first
time that you run a command that requires a repository (for
example, BACKUR. Thereafter, you cannot run CONNECT CATALOG
in the RMAN session.

Connecting to a Target Database in an Oracle Real Application Cluster

RMAN can only connect to one instance in an Oracle Real Application Clusters
database at a time. Assume thatinstl ,inst2 ,andinst3 are net service names
for three instances in an Oracle Real Application Clusters configuration. In this case,
you can connect to the target database using only one of these net service names.
For example, you can connect as follows:

% man TARGET SYSftarget pwd@inst2 CATALOG rman/cat_pwd@cat_str
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Each net service name must specify one and only one instance. You cannot specify a
net service name that uses Oracle Net features to distribute connections to more
than one instance.

Note that the fact that RMAN connects to only one instance for its initial target
connection does not preclude running a backup using all three instances. For
example, you can configure automatic channels to connect to each cluster instance
as follows:

CONFIGURE DEFAULT DEVICE TYPE TO sht;

CONFIGURE DEVICE TYPE sbt PARALLELISM 3;

CONFIGURE CHANNEL 1 DEVICE TYPE sbt CONNECT ='SYSttarget pwd@inst1';
CONFIGURE CHANNEL 2 DEVICE TYPE sbt CONNECT ='SYStarget pwd@inst2;
CONFIGURE CHANNEL 3 DEVICE TYPE sbt CONNECT ='SYStarget pwd@inst3;

Then, make a whole database backup by running the following command:
BACKUP DATABASE;

Connecting to an Auxiliary Database

To use the DUPLICATEcommand or to perform RMAN TSPITR, you need to
connect to an auxiliary instance. In these examples, assume that these variables
have the following meanings:

SYS User with SYSDBAprivileges

rman Owner of the recovery catalog having RECOVERY_CATALOG _
OWNEIRrivilege

target_pwd The password for connecting as SYSDB/Aspecified in the
target database's orapwd file

target_str The net service name for the target database

cat_pwd The password for user RMAN specified in the recovery
catalog's orapwd file

cat_str The net service name for the recovery catalog database

aux_pwd The password for connecting as SYSDB/Aspecified in the

auxiliary database's orapwd file
aux_str The net service name for the auxiliary database

If the auxiliary database uses password files for authentication, then you can
connect using a password for either local or remote access. If you are connecting
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remotely through a net service name, then authentication through a password file is
mandatory.

Connecting to an Auxiliary Database from the Command Line

To connect to an auxiliary instance from the operating system command line, enter
the following:

% man AUXILIARY sys/aux_pwd@aux_str
To connect to the target, auxiliary, and recovery catalog databases, issue the
following (all on one line):

% man TARGET systarget pwd@target_str CATALOG rmanvcat_pwd@cat_str\
> AUXILIARY sys/aux_pwd@aux_str

Connecting to an Auxiliary Database from the RMAN Prompt

Alternatively, you can start RMAN and connect to the auxiliary database from the
RMAN prompt:

% rman
RMAN> CONNECT AUXILIARY sys/aux_pwd@aux_str

To connect to the target, auxiliary, and recovery catalog databases, issue:

% rman

RMAN> CONNECT TARGET sysftarget pwd@target_str
RMAN>CONNECT CATALOG man/cat_pwd@cat_str
RMAN> CONNECT AUXILIARY sys/aux_pwd@aux_str

See Also:

« Chapter 11, "Performing RMAN Tablespace Point-in-Time
Recovery"

« Chapter 13, "Creating a Standby Database with Recovery
Manager"

Hiding Passwords When Connecting to Databases

To connect to RMAN from the operating system command line and hide
authentication information, you must first start RMAN and then perform either of
the following actions:

« Runthe CONNECTommands at the RMAN prompt
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« Runacommand file at the RMAN prompt that contains the connection
information. You can create execute-only privileges on the command file.

For example, if you are running RMAN in an UNIX environment, then you can use
the following procedure:

1. Start RMAN without connecting to any databases:
% rman

2. Place the connection information in a text file. For example, place the following
lines in a file called connect_rman

CONNECT TARGET sysftarget pwd@target_str
CONNECT CATALOG man/cat_ pwd@cat_str

3. Change the permissions on the connect script so that everyone can execute the
script but only the desired users have read access. For example, enter:

% chmod 711 connect_man

4. Run the script from the RMAN prompt to connect to the target and catalog
databases. For example:

RMAN> @connect_rman

Executing RMAN Commands Through a Pipe

The RMAN pipe interface is an alternative method for issuing commands to RMAN
and receiving the output. By using a pipe, RMAN can interface with the DBMS _
PIPE PL/SQL package and avoid the operating system command shell altogether.

RMAN does not permit the pipe interface to be used with public pipes, because
they are a potential security problem. With a public pipe, any user who knows the
name of the pipe can send commands to RMAN and intercept its output.

If the pipes are not already initialized, then RMAN creates them as private pipes. If
you want to put commands on the input pipe before starting RMAN, be careful to
first create the pipe by calling DBMS_PIPE.CREATE_PIPE Whenever a pipe is not
explicitly created as a private pipe, the first access to the pipe automatically creates
it as a public pipe, and RMAN returns an error if it is told to use a public pipe.
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Note: If multiple RMAN sessions can run against the target
database, then use unique pipe names for each session of RMAN.
The DBMS_PIPE.UNIQUE_SESSION_NAM#inction is one method
that can be used to generate unique pipe names.

Note that the order of steps in the procedure does not have to be exactly as shown
in scenario 1. In scenario 2, you put commands into the pipe and then connect to the
database.

To use RMAN in pipe mode (scenario 1):

1.

Start RMAN by connecting to a target database (required) and specifying the
PIPE option. For example, issue:

% man PIPE abc TARGET sys/password@some_db
You can also specify the TIMEOUToption, which forces RMAN to exit

automatically if it does not receive any input from the input pipe in the
specified number of seconds. For example, enter:

% man PIPE abc TARGET sys/password@some_db TIMEOUT =60
Connect to the target database and put the desired commands on the input

pipe. In pipe mode, RMAN issues message RMAN-00572 when it is ready to
accept input instead of displaying the standard RMAN prompt.

Read the RMAN output from the output pipe.

Repeat steps 2 and 3 to execute further commands with the same RMAN
instance that was started in step 1.

Send the EXIT command to force RMAN to terminate. Alternatively, use the
TIMEOUToption, in which case RMAN terminates automatically after not
receiving any input for the specified length of time).

To use RMAN in pipe mode (scenario 2):

1.

Connect to the target database, and put the desired commands on the input
pipe. In pipe mode, RMAN issues message RMAN-00572 when it is ready to
accept input instead of displaying the standard RMAN prompt.

Start RMAN with the PIPE option, and specify TIMEOUT = Q For example,
enter:

% man PIPE abc TARGET sys/password@some_db TIMEOUT =0
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3. RMAN reads the commands that were put on the pipe and executes them.
When it has exhausted the input pipe, RMAN exits immediately.

4. Read RMAN output from the output pipe.

See Also:  Oracle9i Supplied PL/SQL Packages and Types Reference for
documentation on the DBMS_PIPEpackage and "RMAN Pipe
Interface" on page 4-10 for a brief overview of RMAN pipes

Exiting RMAN

To quit RMAN and terminate the program, type EXIT or QUIT at the RMAN
prompt. For example:

RMAN> EXIT

See Also:  Oracle9i Recovery Manager Reference for EXIT syntax or
Oracle9i Recovery Manager Reference for QUIT syntax
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3

Quick Start to Recovery Manager

This chapter describes how to get started using RMAN. This chapter contains these
topics:

Choosing an RMAN Authentication Method
Using Basic RMAN Commands
Using Sample Scripts and Scenarios

Deciding Whether to Use a Recovery Catalog
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Choosing an RMAN Authentication Method

As explained in "Authentication for Database Connections" on page 2-2, you must
connect RMAN to the target database using the SYSDBArole. You can either connect
using operating system authentication or using Oracle Net. An Oracle Net
connection as SYSDBArequires that you create a password file.

Table 3-1 Deciding on an RMAN Authentication Method

If you connectusing ... Then...
Operating system You must have SYSDBAprivileges on your operating system,
authentication and the initialization parameter REMOTE_LOGIN_

PASSWORDFILEust be set to NONE

See Also: Chapter 1 in Oracle9i Database Administrator’s Guide
to learn about authentication, and your operating system
specific documentation to learn about adding SYSDBA
privileges

Oracle Net You must create a password file using the ORAPWD utility, set
REMOTE_LOGIN_PASSWORDFIt&EEXCLUSIVE and add the
user who connects to the target database to the password file.

Also, you must add the net service name of the target database
to the tnsnames.ora  file and configure the listener.ora
file so that the target database can receive connections.

See Also: Chapter 1 in Oracle9i Database Administrator’s Guide,
and Oracle Net Services Administrator’s Guide

See Also:  Chapter 2, "Connecting to Databases with RMAN" for a
complete explanation of how to start RMAN and connect to target,
recovery catalog, and auxiliary databases

Using Basic RMAN Commands

After you have learned how to connect to a target database, you can immediately
begin performing backup and recovery operations. Use the examples in this section
to go through a basic backup and restore scenario using a test database. These
examples assume the following:

« The test database is in ARCHIVELOGnNode.
« You are running in the default NOCATALOG@Gode.

« The RMAN executable is running on the same host as the test database.
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= You are connecting from the command line using operating system
authentication (see "Authentication for Database Connections" on page 2-2).

=« You are not running an Oracle Real Application Clusters configuration.
This section contains these topics:

« Connecting to the Target Database

« Starting Up and Shutting Down the Database

« Reporting the Current Schema of the Target Database
« Backing Up the Database

« Backing Up a Tablespace

« Backing Up Archived Logs

« Copying a Datafile

« Listing Backups and Copies

« Validating a Backup

« Restoring and Recovering the Database

« Restoring and Recovering a Tablespace

« Showing the RMAN Configuration

Connecting to the Target Database

The first task is to connect to the target database. If you have created a recovery
catalog, then you can connect to it as well—although these examples assume you
are connecting in the default NOCATALO@ode.

At the operating system command line, enter the following to connect to the target
database in the default NOCATALO@ode:

% man TARGET/

If the database is already mounted or open, then RMAN displays output similar to
the following:

Recovery Manager: Release 9.0.1.0.0
connected to target database: RMAN (DBID=1237603294)

The DBID value displayed is the database identifier for the target database.
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If the target database is not started, then RMAN shows the following message:
connected to target database (not started)
RMAN> #the RMAN promptis displayed

See Also:  Oracle9i Recovery Manager Reference for connection
options

Starting Up and Shutting Down the Database

If the database is not started, then run the STARTURommand at the RMAN
prompt, specifying an initialization parameter file (only if you do not use a server
parameter file). This example uses the parameter file initPROD1.ora

RMAN> STARTUP MOUNT PFILE=/oracle/dbsftemp/intPROD1.ora

Oracle instance started
database mounted

If the database is open, then you can run the following RMAN commands to close it
cleanly and then mount it:
RMAN> SHUTDOWN IMMEDIATE

database closed
database dismounted
Oracle instance shut down

RMAN> STARTUP MOUNT PFILE = intPROD1.ora # specify a parameter file if necessary

See Also:  Oracle9i Recovery Manager Reference for STARTURsyntax
and Oracle9i Recovery Manager Reference for SHUTDOWSyntax

Reporting the Current Schema of the Target Database

In this example, you generate a report describing the target datafiles. Run the
REPORT SCHEM:AmMmMand as follows:

RMAN> REPORT SCHEMA,

RMAN displays the datafiles currently in the target database. Depending on the
contents of the database, you will see output similar to the following:

Report of database schema
File K-bytes  Tablespace RB segs Name

1 47104 SYSTEM ** Joracle/dbsitbs_OL.f
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2 978 SYSTEM ** Joracle/dbsftbs_02.f
3  978TBS 1 = Joracle/dbsftbs 11f
4 978TBS 1 **  Joracle/dbsftbs_12.f
5 978 TBS_2 **  Joracle/dbsitbs_21f
6 978TBS 2 = Joracle/dbsftbs 22f

See Also:  Chapter 17, "Querying the RMAN Repository" to learn
how to make reports, and Oracle9i Recovery Manager Reference for
REPORByntax

Backing Up the Database

In this task, you back up the database to the default disk location. The default
location is port-specific. For example, on most UNIX systems the location is
$ORACLE_HOME/dbsBecause you do not specify the FORMAparameter in this
example, RMAN assigns the backup a unique filename. If you do not manually
allocate a channel, then RMAN uses a preconfigured disk channel by default.

You can make two basic types of backups: full and incremental. In a full backup,
RMAN backs up all blocks of the target database files. In an incremental backup,
RMAN backs up only the blocks that have changed since a previous backup.

Making a Full Backup

Run the BACKUR.ommand at the RMAN prompt as follows to make a full backup
of the database using the default disk channel:

RMAN>BACKUP DATABASE;

When RMAN backs up to disk, it generates a backup set, which is a logical object
that contains one or more backup pieces. The BACKURommand output contains
the essential information about the backup, as shown in the following example:

allocated channel: ORA_DISK_1
channel ORA_DISK_1: sid=11 devtype=DISK

channel ORA_DISK_1: starting full datafile backupset
set_count=3 set_stamp=406292757 creation_time=22-AUG-00
channel ORA_DISK _1: specifying datafile(s) in backupset

input datafile fno=00001 name=/oracle/dbsitbs_O1.f

input datafile fno=00016 name=foracle/dbsitbs_03.f

input datafile fno=00017 name=foracle/dbsitbs_14.f

input datafile fno=00018 name=/oracle/dbsitbs_25.f

channel ORA_DISK_1: piece 1 created
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piece handie=/oracie/dbs/03¢3728]_1_1 comment=NONE

Making an Incremental Backup

Incremental backups are a convenient way to conserve storage space because they
back up only database blocks that have changed. RMAN compares the current
datafiles to a base backup, also called a level 0 backup, to determine which blocks
to back up.

For example, you can make a full backup as a base backup and then make some
updates to the test database and commit them. Then, when you run the following
command, RMAN backs up only those blocks that have changed since the previous
full backup:

RMAN>BACKUP INCREMENTAL LEVEL 1 DATABASE;

Note that you will see lines such as the following in the output:

no parent backup or copy of datafile 1 found

This line does not indicate a problem, but simply means that no base LEVEL 0
incremental backup exists. RMAN automatically creates a LEVEL 0 backup for its
base incremental backup.

See Also:

« "Backup Types" on page 5-60 to learn about the differences
between full and incremental backups

« "Backing Up Database Files and Archived Logs with RMAN"
on page 9-3 to learn how to make backups

«  Oracle9i Recovery Manager Reference for BACKURyntax

Backing Up a Tablespace

Besides backing up the whole database, you can back up a tablespace or datafile. In
this example, back up the SYSTEMablespace to disk using the preconfigured disk
channel. Of course, you can choose to back up a different object.

Run the BACKURommand at the RMAN prompt as follows:
RMAN> BACKUP TABLESPACE SYSTEM;

See Also: "Backing Up Tablespaces with RMAN" on page 9-5 to
learn how to back up tablespaces
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Backing Up Archived Logs

Typically, database administrators back up archived logs on disk to a third-party
storage medium such as tape. You can also back up archived logs to disk. In either
case, you can delete the input logs automatically after the backup completes.

To back up all archived logs and delete the input logs (from the primary archiving
destination only), run the BACKURommand at the RMAN prompt as follows:

RMAN>BACKUP ARCHIVELOG ALL DELETE INPUT;

See Also:  "Backing Up Archived Redo Logs with RMAN" on
page 9-9 to learn how to back up archived redo logs

Copying a Datafile

In this example, make an image copy of datafile 1 to a new location. An image copy
differs from a backup set in that it is not in an RMAN-specific format. It is the
equivalent of a copy made using an operating system command such as the UNIX
cp command.

This example uses an automatically allocated disk channel to create a datafile copy
named dfl.bak .Runthe COPYcommand as follows from the RMAN prompt,
specifying the path name for the backup:

RMAN>COPY DATAFILE 1 TO ‘oracle/dbs/df1.copy’; # specify any flename that you choose

RMAN displays the full filename of the created file in the output, as in this example:

Starting copy at 18-APR-01

allocated channel: ORA_DISK_1

channel ORA_DISK_1: sid=8 devtype=DISK

channel ORA_DISK_1: copied datafile 1

output flename=foracle/dbs/df1.copy recid=1 stamp=422887273
Finished copy at 18-APR-01

See Also:
« "Image Copies" on page 5-60 for conceptual information

» "Copying Files with RMAN" on page 9-27 to learn how to make
image copies

«  Oracle9i Recovery Manager Reference for COPYsyntax
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Listing Backups and Copies

To list the backup sets and image copies that you have created, run the LIST
command as follows:

RMAN> LIST BACKUP;
RMAN displays which backup sets and pieces it created as well as which datafiles it
included in those sets, as in the following example:

List of Backup Sets

BSKey TypeLVSize  Device Type Elapsed Time Completion Time
190 Full 67M  SBT_TAPE 00:00:18 28-FEB-01
BP Key: 191 Status: AVAILABLE Tag:
Piece Name: 02¢j8rmg 1. 1
List of Datafiles in backup set 190
File LV Type Ckp SCN  Ckp Time Name
1 Full54983 28-FEB-01/adeflashdown_main/oracle/dbsitbs O1.f
2  Full54983 28-FEB-01/adeflashdown_main/oracle/dbsftbs 02.f
3  Full54983 28-FEB-01/adeflashdown mainforacle/dbsitbs 11f
4
5

Full54983  28-FEB-01 /adeflashdown_main/oracle/dbsitbs 12.f
Full 54983  28-FEB-01 /adeflashdown_main/oracle/dbsftbs 21.f

To list image copies, run the following command:

RMAN>LIST COPY;

RMAN displays both datafile and control file copies as well as archived redo logs
(an archived redo log is considered a type of copy):

List of Datafile Copies

Key File S Completion TimeCkpSCN CkpTime  Name

241 1 A28FEBO1 55152 28FEB-O1 /adeflashdown
main/oracle/work/df1.copy

List of Archived Log Copies
Key ThrdSeq SLowTime Name

173 1 161 AZ28-FEB-01/adeflashdown_main/oracleork/arc_dest/arcr 1 161.arc

174 1 162 A28-FEB-01/adeflashdown_main/oracleork/arc_dest/arcr 1 162.arc
175 1 163 AZ28-FEB-01/adeflashdown_main/oraclevork/arc_dest/arcr 1 163.arc
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See Also:

« "LIST Command Output" on page 7-2 for conceptual
information about lists

« "Listing RMAN Backups, Copies, and Database Incarnations"
on page 17-3 to learn how to make lists and reports

«  Oracle9i Recovery Manager Reference for syntax and an
explanation of the column headings in the LIST output

Validating a Backup

Check that you are able to restore the backups that you created. Run the LIST
BACKURommand to determine the key for the backup sets. The following is an
example entry for a backup set:

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

3 3 352382231 0 352382211 49  18-APR-01

In this example, the primary key for the backup set is 3. Use the key value for this
backup set in the VALIDATE BACKUPSETommand as follows:

RMAN> VALIDATE BACKUPSET 3,

You should see output similar to the following:

allocated channel: ORA _DISK 1
channel ORA_DISK_1:sid=11 devtype=DISK

channel ORA_DISK _1: starting validation of datafile backupset
set_count=49 set_stamp=352382211 creation_time=18-DEC-00
channel ORA_DISK 1: restored backup piece 1

piece handle=/oracle/dbs/1hag1r83 1 1 params=NULL

channel ORA _DISK _1: validation complete

If there are no error messages, then RMAN confirms that it is able to restore the
backup set. When there is an error, RMAN always displays an error banner and
provides messages indicating the nature of the error. For example, if you validate a
backup set that no longer exists, then RMAN displays an error stack such as the
following:

RMAN-00571:
RMAN-00569; =======—=—=—"==ERROR MESSAGE STACK FOLLOWS
RMAN-00571:
RMAN-00579: the following error occurred at 02/26/2001 15:10:01
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RMAN-03007: retryable error occurred during execution of command: validate
RMAN-12004: unhandled exception during command execution on channel ORA_SBT_TAPE_1
RMAN-10035: exception raised in RPC: ORA-19507: failed to retrieve sequential file,

handle="02cjderl 1 1", parms=""
ORA-27029: skgfftrv: shirestore retumed error
ORA-19511: Error received from media manager layer, emor text

shtpvt_open_input: file /oracleAvorki02ciden 1 1 does not exist or cannot be accessed,

emo=2

RMAN-10031: ORA-19624 occurred during call to DBMS_BACKUP_RESTORE.RESTOREBACKUPPIECE

See Also:  "Performing a Backup Validation with RMAN" on
page 9-26 to learn how to restore backups and copies, and Oracle9i
Recovery Manager Reference for VALIDATE syntax

Restoring and Recovering the Database

The primary aspect of developing a backup and recovery strategy is learning what
to do in case of a media failure. In this scenario, you simulate a media failure. First,
shut down the database and then exit RMAN with the following commands:

RMAN> SHUTDOWN IMMEDIATE;
RMAN> EXIT;

After the database is shut down, use the output from the REPORT SCHEMA
command in "Reporting the Current Schema of the Target Database" on page 3-4 to
identify the filenames of your datafiles. Temporarily rename some or all of your
database files with operating system commands (but make sure not to rename your
control files). This action simulates a media failure because Oracle is able to find the
datafiles during startup.

This example on a UNIX platform temporarily renames four datafiles:

% mv foracle/dbshbs_12.f foracle/dbshbs_12.bak
% mv /oracle/dbsftbs_21.f /oracle/dbshs_21.bak
% mv foracle/dbsftbs_22.f foracle/dbshios_22.bak
% mv foracle/dosfbs_13.f /oracle/dbsfbs_13.bak

Now, start RMAN and attempt to open the database as in the following example:

% man TARGET/
RMAN> STARTUP PFILE = intPRODL1.ora

You should receive errors as in this example:

RMAN-00571:
RMAN-00569; =======—=—=—"==ERROR MESSAGE STACK FOLLOWS
RMAN-00571:
RMAN-06003: ORACLE error from target database: ORA-01157: cannot identify/lock data file
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-see DBWR trace file
RMAN-06097: text of failing SQL statement: alter database open
RMAN-06099: error occurred in source file: krmk.pc, line: 3859

The database mounts but does not open because some datafiles require recovery. To
restore and recover the database using the default disk channel, simply run the
following commands from the RMAN prompt:

RMAN>RESTORE DATABASE;
RMAN>RECOVER DATABASE;

RMAN uses the backups and copies that you made earlier and restores the files to
their default locations. Then, it uses archived redo logs (if needed) to recover the
database. After recovery is complete, open the database:

RMAN>ALTER DATABASE OPEN,;

Restoring and Recovering a Tablespace

It is not uncommon for a media failure to affect some but not all files in a database.
In this scenario, you simulate a media failure to the datafiles in a single tablespace.
Use the output from the REPORT SCHEM:AMmMand in the previous example to
identify the filenames of datafiles in a tablespace other than the SYSTEMablespace.
This example renames datafiles in the ths_2 tablespace.

While the database is open, rename one or more datafiles in the tablespace that you
selected. This UNIX example temporarily renames two datafiles in tbs_2
tablespace:

% mv foracle/dbsfitbs_21.f/oracle/dbsftbs _21.bak
% mv /oracle/dbsitbs_22 f foracle/dbsibs 22 bak

If you attempt to update a table located in one of the renamed datafiles, Oracle
generates an error message because the datafile is unavailable. You need to restore
and recover the missing datafiles. First, start RMAN and then take the tablespace
offline using the SQLcommand, making sure to specify the name of the tablespace:

RMAN> SQL'ALTER TALBESPACE ths 2 OFFLINE IMMEDIATE;,
To restore and recover the tablespace with the default disk channel, simply run the
following commands from the RMAN prompt:

RMAN>RESTORE TABLESPACE ths 2;
RMAN> RECOVER TABLESPACE tbs_2;
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After recovery is complete, bring the tablespace online with the following
command:

RMAN> SQL’ALTER TABLESPACE ths_2 ONLINE};

Showing the RMAN Configuration

RMAN contains some default configuration settings. These settings apply to all
RMAN sessions until you explicitly change or disable them with another
CONFIGUREommand. You can always return to a default configuration setting by
running the CONFIGURE ... CLEAR command.

Of the possible configurations, perhaps the most important are the automatic
channels and the retention policy. RMAN is preconfigured with an automatic disk
channel so that you can make backups and copies to disk without manually
allocating channels.

To see all the current RMAN configuration settings, run this command:
RMAN> SHOW ALL;

See Also:  Chapter 8, "Configuring the Recovery Manager
Environment" to learn how to create RMAN configurations

Using Sample Scripts and Scenarios

3-12

The $ORACLE_HOME/rdbms/demosubdirectory (the location differs depending on
your operating system) contains a number of sample RMAN scripts. The scripts are
suffixed with the .rcv  filename extension. These files are executable RMAN
command files that are fully documented so that you can understand the features
used. Edit them to customize them for your site.

See Also:

«  Oracle9i Recovery Manager Reference to learn how to run
command files from the RMAN prompt

«  Oracle9i Recovery Manager Reference to learn how to run
command files from the command line

« "Managing RMAN Scripts Stored in the Recovery Catalog" on
page 16-15 to learn how to create and execute stored scripts
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Deciding Whether to Use a Recovery Catalog

By default, RMAN connects to the target database in NOCATALO@ode, meaning
that it uses the control file in the target database as the sole repository of RMAN
metadata. Perhaps the most important decision you make when using RMAN is
whether to create a recovery catalog as the RMAN repository for normal production
operations. A recovery catalog is a schema created in a separate database that
contains metadata obtained from the target control file.

In general, Oracle Corporation advises using a catalog when you manage multiple
databases. If you have more than one database to back up, then you can create one
systemwide recovery catalog and store metadata for all the databases in this
catalog. Hence, you avoid the extra space requirements and memory overhead of
maintaining multiple databases, each with a single catalog. You need to take extra
precautions when backing up the catalog, however, because if you lose the catalog
then you lose the metadata for multiple target databases.

This section outlines some of the costs and benefits associated with using and not
using a recovery catalog. If you decide to create a catalog, refer to "Creating the
Recovery Catalog" on page 16-2 for instructions.

See Also:  "RMAN Repository" on page 4-11 for an overview of
the function of the RMAN repository in the RMAN environment

Benefits of Using the Recovery Catalog as the RMAN Repository

When you use a recovery catalog, RMAN can perform a wider variety of automated
backup and recovery functions than when you use the control file in the target
database as the sole repository of metadata. The following features are available
only with a catalog:

= You can store metadata about multiple target databases in a single catalog.

= You can store metadata about multiple incarnations of a single target database
in the catalog. Hence, you can restore backups from any incarnation.

« Resynchronizing the recovery catalog at intervals less than the CONTROL _
FILE_RECORD_KEEP_TIMEetting, you can keep historical metadata.

= You can report the target database schema at a noncurrent time.
« You can store RMAN scripts as well as operating system files in the catalog.

«  When restoring and recovering to a time when the database files that exist in
the database are different from the files recorded in the mounted control file, the
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recovery catalog specifies which files that are needed. Without a catalog, you
must first restore a control file backup that lists the correct set of database files.

« If the control file is lost and must be restored from backup, and if persistent
configurations have been made to automate the tape channel allocation, these
configurations are still available when the database is not mounted.

Costs of Using the Recovery Catalog as the RMAN Repository

The main cost of using a catalog is the maintenance overhead required for this
additional database. For example, you have to:

« Find a database other than the target database to store the recovery catalog
(otherwise, the benefits of maintaining the catalog are lost), or create a new
database

« Create enough space on the database for the RMAN metadata (as described in
"Configuring the Recovery Catalog Database" on page 16-2)

« Back up the recovery catalog metadata
« Upgrade the recovery catalog when necessary

Hence, unless you manage a network of databases, you may choose to avoid the
overhead and use the control file as the exclusive repository of metadata. When you
use a control file as the RMAN repository, RMAN still functions effectively. If you
do not use a catalog, read the section "Managing the RMAN Repository Without a
Recovery Catalog"” on page 16-29. Specifically, make sure you:

« Consider the costs of not using a recovery catalog, as described in
"Understanding Catalog-Only Command Restrictions" on page 16-29

« Develop a strategy for backing up the repository, as described in "Backing Up
and Restoring the Control File" on page 16-32

See Also:  Chapter 16, "Managing the Recovery Manager
Repository" to learn how to manage the recovery catalog

3-14 Oracle9i Recovery Manager User’s Guide



Part |

Recovery Manager Architecture and

Concepts

Part Il describes the architecture of the RMAN environment and introduces basic
concepts. This part contains these chapters:

Chapter 4, "Recovery Manager Architecture”

Chapter 5, "RMAN Concepts I: Channels, Backups, and Copies"
Chapter 6, "RMAN Concepts II: Restore, Recovery, and Duplication"
Chapter 7, "RMAN Concepts I1l: Maintenance"
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Recovery Manager Architecture

This chapter describes the Recovery Manager (RMAN) interface and the basic
elements of the RMAN environment.

This chapter contains these topics:

«  Overview of RMAN Architecture
« RMAN Command Interface

« RMAN Repository

« Media Management

Note: RMAN is only compatible with Oracle databases of release
8.0 or higher.

See Also:  Oracle9i Database Migration for information about
RMAN compatibility and upgrade issues
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Overview of RMAN Architecture

This section contains these topics:
« About the RMAN Environment

« RMAN Session Architecture
« Storage of RMAN Metadata

About the RMAN Environment

Recovery Manager (RMAN) is a client application that performs backup and
recovery operations. The Recovery Manager environment consists of the various
applications and databases that play a role in a backup and recovery strategy.

The RMAN environment can be as simple as an RMAN executable connecting to a
target database, or as complex as an RMAN executable connecting to multiple
media managers and multiple target, recovery catalog, and auxiliary databases, all
accessed through Oracle Enterprise Manager. Table 4-1 lists possible components of
the RMAN environment.

Table 4-1 Components of the RMAN Environment

Component

Description

Required?

Target database

The control files, datafiles, and optional archived
redo logs that RMAN is in charge of backing up or
restoring. RMAN uses the target database control
file to gather information about the database and to
store information about its own operations. The
actual work of the backup and recovery jobs is

performed by server sessions on the target database.

Yes

RMAN executable

The client application that manages backup and
recovery operations for a target database. The
RMAN client uses Oracle Net to connect to a target
database, so it can be located on any host that is
connected to the target host through Oracle Net.

Yes

Recovery catalog
database

A database containing the recovery catalog schema,
which contains the metadata that RMAN uses to
perform its backup and recovery operations.

No

Recovery catalog
schema

The user within the recovery catalog database that
owns the metadata tables maintained by RMAN.
RMAN periodically propagates metadata from the

target database control file into the recovery catalog.

No
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Table 4-1 Components of the RMAN Environment

Component Description Required?
Standby database A copy of the primary database that is updated No
using archived logs created by the primary
database. RMAN can create or back up a standby
database.
Media management A vendor-specific application that allows RMAN to | No

application

back up to a storage system such as tape. When
doing backups or restores, the RMAN client
connects to the target instance and directs the
instance to talk to its media manager. No direct
communication occurs between the RMAN client
and the media manager: all communication occurs
on the target instance.

Media management A vendor-specific repository of information abouta | No
catalog media management application.
Oracle Enterprise A GUI-based application that you can use as an No

Manager

interface to RMAN.

As the table illustrates, the only required components in an RMAN environment are
the target database and the RMAN executable. Nevertheless, most real-world
configurations are more complicated.

Figure 4-1 depicts an example of a realistic RMAN environment. In this

environment, five nodes are networked together, with each machine serving a
different purpose. The five nodes share duties as follows:

One client node runs the RMAN executable

One server node hosts the target database and media management subsystem

One server node hosts the duplicate or standby database

One server node hosts the recovery catalog database

One client node runs the Oracle Enterprise Manager application, which
provides a GUI interface to the databases in the system

In this scenario, you can run the RMAN executable from a client machine, and then
connect to the target, catalog, and auxiliary databases. You can then run backup and
recovery jobs. You can also connect to the client hosting Oracle Enterprise Manager
and use the GUI interface to access RMAN.
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RMAN Session Architecture

The RMAN client application directs database server sessions to perform all backup
and recovery tasks. The meaning of "session" in this sense depends on the operating
system. For example, on a UNIX system a server session corresponds to a server
process. On a Windows NT system, an server session corresponds to a thread
within the Oracle service.
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When you connect the RMAN client to the target database server, RMAN allocates
server sessions on the target instance and directs them to perform the backup and

recovery operations. The RMAN client itself does not perform the backup, restore,
or recovery.

Storage of RMAN Metadata

Because RMAN manages backup and recovery operations, it requires a place to
store necessary information about the database. RMAN always stores this
information in the target database control file. You can also store RMAN metadata
in a recovery catalog schema contained in a separate database. The recovery catalog
schema must be stored in a database other than the target database. RMAN
periodically migrates information from the control file to the recovery catalog.

RMAN Command Interface

Use the RMAN interface to enter commands that you can use to manage all aspects
of backup and recovery operations.

Note: All RMAN commands for Oracle release 8.0 and higher also
work in Oracle9i.

This section contains these topics:

« RMAN PL/SQL Packages

« How RMAN Compiles and Executes Commands
« Types of RMAN Commands

«  User Execution of RMAN Commands

« RMAN Pipe Interface

See Also:  Oracle9i Recovery Manager Reference for a complete
description of RMAN commands and their syntax

RMAN PL/SQL Packages

The RMAN executable uses PL/SQL packages to communicate with the target
database and recovery catalog. The PL/SQL packages perform the following
functions:
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« Maintain the RMAN repository in the control file or recovery catalog

« Communicate with Oracle and the operating system to create, restore, and
recover backup sets and image copies

« Provide a consistent interface so that the RMAN executable can use either the
recovery catalog or target database control file as its backup repository with no
change in behavior

The DBMS_RCVCA3nd DBMS_RCVMApbackages are internal, undocumented
packages created by the CREATE CATALO@mmand. RMAN uses DBMS_RCVCAT
to maintain information in the recovery catalog and DBMS_RCVMA®N query the
recovery catalog or control file.

The DBMS_BACKUP_RESTOR&ckage is an internal package created by the
dbmsbkrs.sql  and prvtbkrs.plb scripts. This package, along with the target
database version of DBMS_RCVMAMN automatically installed in every Oracle
database when the catproc.sql script is run. This package interfaces with the
Oracle database server and the operating system to provide the 1/0 services for
backup and restore operations as directed by RMAN.

How RMAN Compiles and Executes Commands
RMAN processes most commands in the two phases discussed in this section:

« Compilation Phase

« Execution Phase

Compilation Phase

During the compilation phase, RMAN determines which objects the command will
access by, for example, translating a TABLESPACHEeyword into the names of its
component datafiles. Then, RMAN constructs a sequence of remote procedure calls
(RPCs) that instruct the target database to perform the desired operation, such as
backing up, restoring, or recovering datafiles.

Execution Phase

During the execution phase, RMAN sends the RPC calls to the target database,
monitors their progress, and collects the results. If more than one channel is
allocated, then RMAN can execute certain commands in parallel so that all of the
channels’ target database sessions are concurrently executing an RPC call. RMAN
coordinates this parallel execution and monitors the progress on all channels that
are doing work.
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Types of RMAN Commands

RMAN commands can be divided in this way:

« Standalone commands, which are commands that can only be executed at the
RMAN prompt

« Job commands, which are commands that can only be executed within the
brackets of a RUNcommand

« Command exceptions, which can be executed either at the RMAN prompt or
within the brackets of a RUNcommand

Besides these commands, RMAN also supports a number of command-line
arguments that you can specify when you start RMAN.

See Also:  Oracle9i Recovery Manager Reference for a complete
description of RMAN commands and command-line options

Standalone Commands

Unlike job commands, standalone commands cannot appear as subcommands
within RUN Following are some of the commands that you must use on the RMAN
prompt:

« CONNECT

« CONFIGURE

« CREATE CATALOG, DROP CATALOG, UPGRADE CATALOG

« CREATE SCRIPT, DELETE SCRIPT, REPLACE SCRIPT

« LIST

« REPORT

Some of these commands are not strictly standalone, however, because they must be
preceded by an ALLOCATE CHANNEL FOR MAINTENANGEMmMand.

See Also:  Syntax entries in Oracle9i Recovery Manager Reference to
determine which must be executed at the RMAN prompt

Job Commands

Unlike standalone commands, job commands must appear within the brackets of a
RUNcommand. Following are examples of job commands:

« ALLOCATE CHANNEL
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«  SWITCH

RMAN executes the job commands inside of a RUNcommand block sequentially. If
any command within the block fails, then RMAN ceases processing—no further
commands within the block are executed. In effect, the RUNcommand defines a unit
of command execution. When the last command within a RUNblock completes,
Oracle releases any server-side resources such as 1/0 buffers or 1/0 slave processes
allocated within the block.

See Also:  Oracle9i Recovery Manager Reference to learn about RUN
command syntax

Command Exceptions

Although some commands are either standalone commands or job commands
exclusively, other commands can be issued either at the prompt or within a RUN
command. Whether issued at the prompt or within RUN the commands can make
use of automatic channels. Note that you can manually allocate channels only
within a RUNcommand, and in this case the manually allocated channels override
any configured automatic channels.

The following are examples of commands that can function as both standalone and
job commands:

« BACKUP

« BLOCKRECOVER
= COPY

« RESTORE

« RECOVER

« VALIDATE

User Execution of RMAN Commands

RMAN uses a command language interpreter (CLI) that can execute commands in
interactive or batch mode. You can also specify the LOGoption at the command line
to write RMAN output into a log file.

See Also:  "Terminating an RMAN Command" on page 15-12 to
learn how to end an RMAN session
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Interactive Mode

To run RMAN commands interactively, start RMAN and then type commands into
the command-line interface. For example, you can start RMAN from the UNIX
command shell and then execute interactive commands as follows:

% man TARGET sys/sys_pwd@prodl CATALOG marn/man@rcat

After the RMAN prompt is displayed, you can enter commands such as follows:
RMAN> BACKUP DATABASE;

Batch Mode

You can type RMAN commands into a file, and then run the command file by
specifying its name on the command line. The contents of the command file should
be identical to commands entered at the command line.

When running in batch mode, RMAN reads input from a command file and writes
output messages to a log file (if specified). Batch mode is most suitable for
performing regularly scheduled backups through an operating system job control
facility.

In this example, a sample RMAN script is placed into a command file called b_
[0.rcv . You can run this file from the operating system command line and write
the output into the log file log.f  as follows:

% man TARGET / CATALOG mman/man@rcat CMDFILE b_0.rcv LOG log f

See Also:  Oracle9i Recovery Manager Reference for more
information about RMAN command line options

Stored Scripts

A stored script is a block of RMAN job commands that is stored in the recovery
catalog. Stored scripts allow you to plan, develop, and test commands for backing
up, restoring, or recovering the database. Also, scripts minimize the potential for
user errors. Note that each stored script relates to only one target database.

To create a stored script, either enter the script interactively into the RMAN
command-line interface, or type the RMAN commands into a command file and
run the command file.

Following is an example of a stored script:
REPLACE SCRIPT b_whole_10

# back up whole database and archived logs
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BACKUP
INCREMENTAL LEVEL 0
TAGb_whole 10
FILESPERSET 6
DATABASE PLUS ARCHIVELOG;

}

You can execute this stored script from the RMAN prompt as follows:
RUN{EXECUTE SCRIPT b_whole_10};

View stored scripts by querying the recovery catalog view RC_STORED_SCRIPT
SQL>SELECT*FROMRC_STORED_SCRIPT;

DB_KEY DB_NAME SCRIPT_NAME
1RMAN  full_backup
1RMAN incr_backup O
1RMAN incr_backup_ 1
1RMAN incr_backup 2
1RMAN  log_backup

See Also:  "Managing RMAN Scripts Stored in the Recovery
Catalog" on page 16-15 for more on stored scripts. Also see to the
sample scripts in the $ORACLE_HOME/rdbms/demodirectory.

RMAN Pipe Interface

The RMAN pipe interface is an alternative method for issuing commands to RMAN
and receiving the output from those commands. With this interface, RMAN obtains
commands and sends output by using the DBMS_PIPEPL/SQL package. RMAN
does not read or write any data using the operating system shell. By using this
interface, it is possible to write a portable programmatic interface to RMAN.

The pipe interface is invoked by using the PIPE command-line parameter. RMAN
uses two public pipes: one for receiving commands and the other for sending
output. The names of the pipes are derived from the value of the PIPE parameter.
For example, you can invoke RMAN with the following command:

% man PIPE abc TARGET SYS/sys_pwd@some_db

RMAN opens the following pipes in the target database:
«  ORA$RMAN_ABC_INvhich RMAN uses to receive user commands
«  ORAS$RMAN_ABC_OUAhich RMAN uses to send all output
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All messages on both the input and output pipes are of type VARCHARZ2

Note that RMAN does not permit the pipe interface to be used with public pipes,
because they are a potential security problem. With a public pipe, any user who
knows the name of the pipe can send commands to RMAN and intercept its output.

See Also:  "Executing RMAN Commands Through a Pipe" on
page 2-9 to learn how to execute RMAN commands through a pipe

RMAN Repository

The RMAN repository is the collection of metadata about the target databases that
RMAN uses to conduct its backup, recovery, and maintenance operations. You can
either create a recovery catalog in which to store this information, or let RMAN
store it exclusively in the target database control file. Although RMAN can conduct
all major backup and recovery operations using just the control file, some RMAN
commands function only when you use a recovery catalog.

The recovery catalog is maintained solely by RMAN; the target database never
accesses it directly. RMAN propagates information about the database structure,
archived redo logs, backup sets, and datafile copies into the recovery catalog from
the target database's control file.

See Also:  Chapter 16, "Managing the Recovery Manager
Repository" to learn how to manage the RMAN repository, and
"Understanding Catalog-Only Command Restrictions" on
page 16-29 for a list of catalog-only commands

Storage of the RMAN Repository in the Recovery Catalog

The recovery catalog is an optional repository of information about the target
databases that RMAN uses and maintains. It is recommended that you store the
catalog in a dedicated database. RMAN uses the information in the recovery
catalog, which is obtained from the control file, to determine how to execute
requested backup and recovery operations.

This section contains these topics:

« Registration of Databases in the Recovery Catalog
« Contents of the Recovery Catalog

« Resynchronization of the Recovery Catalog

« Backups of the Recovery Catalog
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« Compatibility of the Recovery Catalog

Registration of Databases in the Recovery Catalog

The enrolling of a database in a recovery catalog is called registration. You can
register more than one target database in the same recovery catalog. For example,
you can register databases prod1 , prod2 , and prod3 in a single catalog owned by
catowner in the database rcatdb . You can register a database only once in a given
catalog schema: for example, you cannot register prod1 in the catowner catalog
and then register prod1l again in the catowner catalog.

Each database registered in a given catalog must have a unique database identifier
(DBID), but not a unique name. For example, you can register database prod1l with
DBID 862893450 and database prod1l with DBID 951781249 in the same catalog.
You cannot register two databases with the same DBID in the same catalog. For
example, you cannot register database prod1l with DBID 862893450 and database
prod2 with DBID 862893450 in the same catalog. Thus, you cannot copy a database
manually and then register it in the same catalog with its parent because their
DBIDs are the same. Instead, use the DUPLICATEcommand to create a test database
with a unique DBID that you can register in the catalog along with its parent.

Contents of the Recovery Catalog
The recovery catalog contains information about RMAN operations, including:

« Datafile and archived redo log backup sets and backup pieces

«» Datafile copies

« Archived redo logs and their copies

« Tablespaces and datafiles on the target database

«  Stored scripts, which are named user-created sequences of RMAN commands

« Persistent RMAN configuration settings

Resynchronization of the Recovery Catalog

The recovery catalog obtains crucial RMAN metadata from the target database
control file. Resynchronization of the recovery catalog ensures that the metadata
that RMAN obtains from the control file stays current.

Resynchronizations can be full or partial. In a partial resynchronization, RMAN
reads the current control file to update changed data, but does not resynchronize
metadata about the database physical schema: datafiles, tablespaces, redo threads,
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rollback segments, and online redo logs. In a full resynchronization, RMAN updates
all changed records, including schema records.

RMAN automatically detects when it needs to perform a full or partial
resynchronization and executes the operation as needed. You can also force a full
resynchronization by issuing a RESYNC CATALO@mmand.

To ensure that the catalog stays current, run the RESYNC CATALO&@®mmand
periodically. A good rule of thumb is to run it at least once every n days, where n is
the setting for the initialization parameter CONTROL_FILE_ RECORD_KEEP_TIME
Because the control file employs a circular reuse system, backup and copy records
eventually get overwritten. Resynchronizing the catalog ensures that these records
are stored in the catalog and so are not lost.

See Also:  "Types of Records in the Control File" on page 4-15 for
more information about control file records

Snapshot Control File  RMAN generates a snapshot control file, which is a temporary
backup control file, each time it performs a full resynchronization. This snapshot
control file ensures that RMAN has a consistent view of the control file. Because the
snapshot control file is intended for RMAN's short-term use, it is not registered in
the recovery catalog. RMAN records the snapshot control file checkpoint in the
recovery catalog to indicate the currency of the recovery catalog.

The Oracle9i server ensures that only one RMAN session accesses a snapshot
control file at any point in time. This safeguard is necessary to ensure that two
RMAN sessions do not interfere with each other's use of the snapshot control file.

Note: You can specify the name and location of the snapshot
control file. For instructions, refer to "Configuring the Snapshot
Control File Location" on page 8-26.

See Also:  "Managing the Control File When You Use a Recovery
Catalog" on page 16-18 to learn how to resynchronize the recovery
catalog, and Oracle9i Recovery Manager Reference for syntax

Backups of the Recovery Catalog

A single recovery catalog is able to store information for multiple target databases.
Consequently, loss of the recovery catalog can be disastrous. You should back up
the recovery catalog frequently.
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If the recovery catalog is destroyed and no backups of it are available, then you can
partially reconstruct the catalog from the current control file or control file backups.
Nevertheless, you should always aim to have a valid, recent backup of the catalog.

See Also:  "Backing Up the Recovery Catalog" on page 16-19 to
learn how to back up the recovery catalog

Compatibility of the Recovery Catalog

When you use RMAN with a recovery catalog, the RMAN environment contains
the following components:

« RMAN executable

« Recovery catalog database

« Recovery catalog schema in the recovery catalog database
« Target database

Each of these components has a release number associated with it. For example, you
can use a release 8.0.6.1 RMAN executable with a release 8.1.6 target database, and
store the repository in a release 8.1.5 recovery catalog database whose catalog
schema was created in release 8.1.6.

See Also:  Oracle9i Recovery Manager Reference for a chart
describing the compatibility of the components in the RMAN
environment

Storage of the RMAN Repository Exclusively in the Control File

Because most information in the recovery catalog is also available in the target
database's control file, RMAN supports an operational mode in which it uses the
target database control file instead of a recovery catalog. This mode is especially
appropriate for small databases where installation and administration of another
database for the sole purpose of maintaining the recovery catalog is burdensome.

Oracle does not support the following features in this operational mode:
« Stored scripts
« Restore and recovery when the control file is lost or damaged

« Backups of operating system files using PUT FILE
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Types of Records in the Control File

When you do not use a recovery catalog, the control file is the exclusive source of
information about backups and copies as well as other relevant information. The
control file contains two types of records: circular reuse records and noncircular
reuse records.

Circular Reuse Records ~ Circular reuse records contain noncritical information that is
eligible to be overwritten if the need arises. These records contain information that
is continually generated by the database. Some examples of information circular
reuse records include:

« Log history

« Archived redo logs

« Backups

« Offline ranges for datafiles

Circular reuse records are arranged in a logical ring. When all available record slots
are full, Oracle either expands the control file to make room for a new record or
overwrites the oldest record. The CONTROL_FILE_RECORD_KEEP_TIME
initialization parameter specifies the minimum age in days of a record before it can
be reused.

See Also:  "Monitoring the Overwriting of Control File Records”
on page 16-30 to learn how to manage Oracle’s treatment of circular
reuse records

Noncircular Reuse Records  Noncircular reuse records contain critical information that
does not change often and cannot be overwritten. Some examples of information in
noncircular reuse records include datafiles, online redo logs, and redo threads.

Recovery Without a Catalog
To restore and recover the database without using a recovery catalog, Oracle
recommends that you:

« Enable the control file autobackup feature, which causes RMAN to
automatically back up the control file and also enables RMAN to restore the
control file autobackup without access to a repository (either a recovery catalog
or the target database control file)

« Use a minimum of two multiplexed or mirrored control files on separate disks
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« Keep all Recovery Manager backup logs

If you lose the current control files, then you can restore a control file autobackup
even if you do not use a recovery catalog.

See Also:

» "Understanding Catalog-Only Command Restrictions" for a
complete list of commands that are disabled unless you use a
recovery catalog

« "Control File Autobackups" on page 5-46 to learn about disaster
recovery using control file autobackups

Media Management

To use tape storage for database backups, RMAN requires a media manager. A
media manager is a utility that loads, labels, and unloads sequential media such as
tape drives for backing up and recovering data.

Oracle publishes a media management API that third-party vendors can use to
build software that works with RMAN. To use RMAN to make backups to
sequential media such as tape, integrate media management software with your
Oracle software. Note that Oracle does not need to connect to the media
management library (MML) software when it backs up to disk.

Some media management products can manage the entire data movement between
Oracle datafiles and the backup devices. Such products may use technologies such
as high-speed connections between storage and media subsystems, which can
remove much of the backup load from the primary database server.

Backup and Restore Operations with a Media Manager
The following RMAN command performs a datafile backup to tape:
BACKUP DEVICE TYPE sbt DATAFILE 10,
When Recovery Manager executes this command, it sends the backup request to the
Oracle server session performing the backup. The Oracle server session identifies

the output channel as a media management device and makes a request to the
media manager to write the output.

The media manager labels and keeps track of the tape and names of files on each
tape. If your site owns an automated tape library, then the media manager
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automatically loads and unloads the tapes required by Oracle; if not, the media
manager requests an operator to load a specified tape into the drive.

The media manager handles restore as well as backup operations. When you restore
a file, the following steps occur:

1. Oracle requests the restore of a particular file.

2. The media manager identifies the tape containing the file and reads the tape.
3. The media manager passes the information back to the Oracle server session.
4

The Oracle session writes the file to disk.

Proxy Copy

Oracle has integrated proxy copy functionality into its media management API.
Vendors can use this API to develop media management software that takes control
of backup and restore operations. RMAN provides a list of files requiring backup or
restore to the media manager, which in turn makes all decisions regarding how and
when to move the data.

Media Manager Testing

A client program, shttest , is a standalone test of the media management software
that is linked with Oracle to perform backups to tape. Use it when Oracle is unable
to create or restore backups using either the bundled Legato Storage Manager or
another vendor's media management product. Only use the sbttest  program at
the direction of Oracle support.

Backup Solutions Program

The Oracle Backup Solutions Program (BSP), part of the Oracle Partner Program, is
a group of leading media management software vendors whose products are
compliant with Oracle's MML specification. Software that is compliant with the
MML interface enables an Oracle server session to back up to a media manager and
request the media manager to restore backups.

Note that RMAN does not issue specific commands to load, label, or unload tapes.
When backing up, RMAN gives the media manager a stream of bytes and associates
a unique name with that stream. When RMAN needs to restore the backup, it asks
the media manager to retrieve the identical byte stream. All details of how and
where that stream is stored are handled entirely by the media manager.
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One MML-compliant product is the Legato Storage Manager (LSM), which is
available for several common platforms. Oracle includes LSM with software that it
ships for these platforms. If your version of the Oracle software includes LSM, then
refer to Legato Storage Manager Administrator’s Guide to learn about its features. If
your shipment includes other BSP media management products, then refer to your
platform-specific documentation for information.

Several other products may be available for your platform from media management
vendors. For a current list of available products, you can access the Backup
Solutions Program Web site at:

http/Ammw.oracle.com/ip/deploy/database/ffeaturesirecovery/index htmi?backupsp.html

You can also contact your Oracle representative for a complete list.

To use a specific media management product, contact the media management
vendor directly to determine whether it is a member of Oracle BSP. Note that Oracle
Corporation does not certify media vendors for compatibility with RMAN, so any
guestions about availability, version compatibility, and functionality should be
directed to the media vendor, not Oracle Corporation.
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RMAN Concepts I: Channels, Backups, and

Copies

This chapter describes the basic concepts involved in using the Recovery Manager
(RMAN) utility.

This chapter contains these topics:

RMAN Automatic and Manual Channel Allocation
Backup Sets

Backup Options: Naming, Sizing, and Speed
Backup Types

Backup Errors

Control File Autobackups

Backup Retention Policies

Backup Optimization

Restartable Backups

Image Copies

Tests and Integrity Checks for Backups
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RMAN Automatic and Manual Channel Allocation

This section contains these topics:

About RMAN Channels

Automatic and Manual Channel Allocation

Automatic Channel Device Configuration

Automatic Channel Default Device Types

Automatic Channel Naming Conventions

Automatic Channel Generic Configurations

Automatic Channel Specific Configurations

Clearing Automatic Channel Settings

Parallelization for Manually Allocated Channels

Channel Control Options for Manual and Automatic Channels

Hardware Multiplexing by the Media Manager

About RMAN Channels

An RMAN channel represents one stream of data to a device type and corresponds
to one server session. Allocation of one or more RMAN channels is necessary to
execute most backup and recovery commands. As illustrated in Figure 5-1, each
channel establishes a connection from the RMAN executable to a target or auxiliary
database instance by starting a server session on the instance. The server session
performs the backup, restore, and recovery operations. Only one RMAN session
communicates with the allocated server sessions.
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Figure 5-1 Channel Allocation
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You can either allocate channels manually within a RUNblock, or preconfigure
channels for use in all RMAN sessions using automatic channel allocation. RMAN
comes preconfigured with a DISK channel that you can use for backups and copies
to disk. You can also run the CONFIGURE CHANNEbmmand RMAN to specify

automatic channels to disk or tape. In this way, you do not have to allocate channels
every time you perform a backup, restore, or recovery operation.

When you run a command that requires a channel, and you do not allocate a
channel manually, then RMAN automatically allocates the channels using the
options specified in the CONFIGUREommand. For the BACKURommand, RMAN
allocates only a single type of channel, such as DISK or sbt . For the RESTORE
command and the various maintenance commands (for example, DELETH, RMAN
determines which device types are required, and allocates all necessary channels.

If you specify channels manually, then the ALLOCATE CHANNEiommand
(executed only within a RUNcommand) and ALLOCATE CHANNEL FOR
MAINTENANCEommand (executed only at the RMAN prompt) specify the type of
170 device that the server session will use to perform the backup, restore, or
maintenance operation.

Whether the ALLOCATE CHANNEiommand or CONFIGURE CHANNEhuses the
media manager to allocate resources is vendor-specific. Some media managers
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allocate resources when you issue the command; others do not allocate resources
until you open a file for reading or writing.

See Also:  Oracle9i Recovery Manager Reference for ALLOCATE
CHANNEIsyntax and Oracle9i Recovery Manager Reference on
ALLOCATE CHANNEL FOR MAINTENANCE

Automatic and Manual Channel Allocation

You can use the automatic channel allocation feature to configure a set of persistent,
automatic channels for use in all RMAN sessions. You can use the manual channel
allocation feature you to specify channels for commands used within a RUNblock.

Unless you manually run an ALLOCATE CHANNEommand, RMAN allocates
automatic channels according to the settings in these commands:

« CONFIGURE DEVICE TYPE ... PARALLELISM
« CONFIGURE DEFAULT DEVICE TYPE
« CONFIGURE CHANNEL DEVICE TYPE
« CONFIGURE CHANNELDEVICE TYPE

For example, you can issue the following commands at the RMAN prompt:

BACKUP DATAFILE 3;
RUN { RESTORE TABLESPACE users; }

RMAN automatically allocates channels according to values set with the
CONFIGUREommand in the following cases:

« You use commands such as BACKUPRESTOREor DELETEoutside of a RUN
block.

« You use commands within a RUNblock but do not allocate any channels within
the RUNblock.

You can override automatic channel allocation settings by manually allocating
channels within a RUNblock. You cannot mix automatic and manual channels, so
manual channels always override automatic channels. For example, you override
automatic channel allocation when you issue a command as follows:

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE sht;

BACKUP DATABASE PLUS ARCHIVELOG;
}
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RMAN optimizes automatic channel allocation by leaving automatic channels
allocated so long as each new command requires exactly the same channel
configuration as the previous command. For example, RMAN can use the same
preallocated channels for the following series of commands:

BACKUP DATAFILE 1;
BACKUP CURRENT CONTROLFILE;
BACKUP ARCHIVELOG ALL,

If you issue a command such as ALLOCATEor CONFIGUREthen RMAN
automatically releases the preallocated channels.

See Also:  "Configuring Automatic Channels" on page 8-10 to
learn how to configure automatic channels

Automatic Channel Device Configuration

The CONFIGURE DEVICE TYPE ... PARALLELISMcommand specifies the number
of channels that RMAN uses when allocating automatic channels for a specified
device type. For example, if you configure parallelism to 3, then RMAN allocates
three channels of the default device type whenever it uses automatic channels.

When parallelizing, RMAN always allocates channels in numerical order, beginning
with 1 and ending with the parallelism setting. For example, if the device type is
sbt and parallelization is set to 4, then RMAN allocates as follows:

ORA_SBT_TAPE_1

ORA_SBT_TAPE_2

ORA_SBT_TAPE_3

ORA_SBT_TAPE 4

You can change a parallelism setting by issuing another CONFIGURE DEVICE TYPE
... PARALLELISM command. This example configures PARALLELISM 2and then
changes it to 3:

CONFIGURE DEVICE TYPE DISK PARALLELISM 2,
CONFIGURE DEVICE TYPE DISK PARALLELISM 3;

The parallelism setting defines the number of channels for a device that RMAN
allocates in parallel. It does not have to correspond to the actual number of channels
configured for the device. For example, you can manually configure four different
sbt channels and set PARALLELISMfor sbt to 2, 1, or 10.

You can view the default setting for parallelism by running the SHOW DEVICE TYPE
command. The default value is followed by a number sign (#). For example:

RMAN> SHOW DEVICE TYPE;
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RMAN configuration parameters are:
CONFIGURE DEVICE TYPE DISK PARALLELISM 1; # default

The following example configures the default device to sbt and runs another SHOW
command:

RMAN> CONFIGURE DEFAULT DEVICE TYPE TO sht;
new RMAN configuration parameters:

CONFIGURE DEFAULT DEVICE TYPE TO 'sht;

new RMAN configuration parameters are successfully stored

RMAN>SHOW DEVICE TYPE;

RMAN configuration parameters are:

CONFIGURE DEVICE TYPE SBT PARALLELISM 1; # default
CONFIGURE DEVICE TYPE DISK PARALLELISM 1; # default

See Also:  "Configuring a Generic Automatic Channel for a Device
Type" on page 8-12

Automatic Channel Default Device Types

Run the CONFIGURE DEFAULT DEVICE TYRBmmand to specify a default device
type for automatic channels. For example, you may make backups to tape most of
the time and only occasionally make a backup to disk. In this case, configure
channels for disk and tape devices, but make the device of sbt the default device:
CONFIGURE DEVICE TYPE DISK PARALLELISM 1; # configure device disk

CONFIGURE DEVICE TYPE sbt PARALLELISM 2; # configure device sbt
CONFIGURE DEFAULT DEVICE TYPE TO shi;

RMAN only allocates sbt channels when you run backup commands. For example,
you may issue the following:

BACKUP TABLESPACE users;

RMAN only allocates channels of type sbt during the backup because sbt is the

default device.

You can override the default device for backups and copies by specifying a different
device on the command using the channel. For example, run a backup as follows:

BACKUP DEVICE TYPE sht DATABASE;

If the default device type is DISK, then the preceding command overrides this
default and uses the sbt channel configuration. Note that this command fails
unless you have configured the sbt device or configured sbt channels.
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During a restore operation, RMAN allocates all automatic channels according to the
parallelism settings configured for each device type. The default device type
configuration is irrelevant. For example, if you configure PARALLELISMto 3 for the
default sbt device and PARALLELISMto 2 for DISK, then RMAN automatically
allocates three sbt channels and two DISK channels during the restore.

See Also:  "Changing the Default Device Type" on page 8-11

Automatic Channel Naming Conventions

RMAN uses the following convention for channel naming: ORA devicetype _n,
where devicetype  refers to the user’s device type (such as DISK or sbt_tape )
and n refers to the channel number.

Note: The sbt and sbt_tape device types are synonymous, but
RMAN output always displays sbt_tape whether the input is
sbt or sht_tape

For example, RMAN names the first DISK channel ORA_DISK_1, the second ORA _
DISK_2, and so forth. RMAN names the first sbt channel ORA_SBT_TAPE_1the
second ORA_SBT_TAPE_2and so forth. When you parallelize channels, RMAN
always allocates channels in numerical order, starting with 1 and ending with the
parallelism setting (CONFIGURE DEVICE TYPE ... PARALLELISMn), as in this
example:

ORA_SBT_TAPE_1

ORA_SBT_TAPE_2

ORA_SBT_TAPE 3

Automatic channel allocation also applies to maintenance commands. If RMAN
allocates an automatic maintenance channel, then it uses the same naming
convention as any other automatically allocated channel. If you manually allocate a
maintenance channel using ALLOCATE CHANNEL FOR MAINTENAN®En RMAN
uses the following convention for channel naming: ORA_MAINT devicetype _n,
where devicetype  refers to the user’s device type (for example, DISK or sbt ) and
n refers to the channel number. For example, RMAN uses these hames for two
manually allocated disk channels:

ORA MAINT DISK_1
ORA MAINT DISK 2
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Note that if you run the CONFIGURE DEVICE TYP&ommand to configure a device
type and do not run CONFIGURE CHANNE#r this device type, then RMAN
allocates all channels without other channel control options. For example, assume
that you configure the sbt device and run a backup as follows:

CONFIGURE DEVICE TYPE shbt PARALLELISM 1,
BACKUP DEVICE TYPE sbt DATABASE;

In effect, RMAN does the following:

RUN

{
ALLOCATE CHANNEL ORA_SBT_TAPE_1DEVICE TYPE sht;
BACKUP DATABASE;

}

Note that channel names beginning with the ORA_prefix are reserved by RMAN for
its own use. You cannot manually allocate a channel with the ALLOCATE CHANNEL
command and then prefix the channel name with ORA .

Automatic Channel Generic Configurations

The CONFIGURE CHANNEL DEVICE TYB&mmand configures generic settings that
are used for all automatic channels of the specified device type. In other words, the
command creates a template of settings that RMAN uses for all channels allocated
on the device. For example, you can configure disk and tape channels as follows:

CONFIGURE CHANNEL DEVICE TYPE sht PARMS=ENV=(NSR_SERVER=bksvr1)’
CONFIGURE CHANNEL DEVICE TYPE DISK RATE 5M FORMAT="/backup/%U" MAXOPENFILES=20;

Because you do not specify channel numbers for these channels, the channel
settings are generic to all automatic channels of the specified type. The
configuration acts as a template. For example, if you set PARALLELISMfor DISK to
10, and the default device type is DISK, then RMAN allocates ten disk channels
using the settings in the CONFIGURE CHANNEL DEVICE TYPE DIS¢mmand.

See Also:  "Configuring a Generic Automatic Channel for a Device
Type" on page 8-12

Automatic Channel Specific Configurations

You can also configure parameters that apply to one specific automatic channel. If
you are running in an Oracle Real Application Clusters configuration or using a
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media manager that requires different settings on each channel, then you may find
it useful to configure individual channels.

For example, in an Oracle Real Application Clusters environment you can enter:

CONFIGURE DEFAULT DEVICE DEVICE TYPE TO sht,

CONFIGURE DEVICE TYPE sbt PARALLELISM 2;

CONFIGURE CHANNEL 1 DEVICE TYPE sbt CONNECT 'nodel’ PARMS=ENV=(NSR_SERVER=bkswr1);
CONFIGURE CHANNEL 2 DEVICE TYPE sbt CONNECT 'node2’ PARMS=ENV=(NSR_SERVER=bkswr1);

In this example, RMAN allocates 2 channels for every backup job, ORA_SBT_TAPE_
1 and ORA_SBT_TAPE_2The ORA_SBT_TAPE_Xhannel uses the settings for
CHANNEL Bnd the ORA_SBT_TAPE_Zhannel uses the settings for CHANNEL 2

You can mix a CONFIGURE CHANNEbmmand that creates a generic configuration
with a CONFIGURE CHANNEbmmand that creates a specific configuration. A
generic automatic channel simply creates a configuration that can be used for any
channel that is not explicitly configured. For example, assume that you run these
commands:

CONFIGURE DEVICE TYPE DISK PARALLELISM 3;
CONFIGURE CHANNEL DEVICE TYPE DISK MAXPIECESIZE = 2M,
CONFIGURE CHANNEL 3 DEVICE TYPE DISK MAXPIECESIZE = 900K;

In this scenario, RMAN allocates ORA_DISK_1land ORA_DISK_2with option
MAXPIECESIZE = 2M using the settings for the DISK channel with no number.
RMAN allocates ORA_DISK_3with MAXPIECESIZE = 900K because this channel
was manually assigned a channel number. RMAN always allocates the number of
channels specified in the parallelism parameter.

See Also:  "Configuring a Generic Automatic Channel for a Device
Type" on page 8-12

Clearing Automatic Channel Settings

You can specify the CLEARoption for any CONFIGUREommand. The CLEAR
option returns the specified configuration to its default value. Assume you run
these commands:

CONFIGURE DEVICE TYPE DISK CLEAR; #retums DISK to default parallelism

CONFIGURE DEFAULT DEVICE TYPE CLEAR;  #retums to default device type of DISK
CONFIGURE CHANNEL DEVICE TYPE sht CLEAR;  # removes all the options for sht channel
CONFIGURE CHANNEL 3 DEVICE TYPE DISK CLEAR; # removes all configurations for 3rd channel

Each CONFIGUREommand removes the user-entered settings and returns the
configuration to its default value. To see the default configuration settings, run the

RMAN Concepts I: Channels, Backups, and Copies 5-9



RMAN Automatic and Manual Channel Allocation

SHOW ALkommand before entering any configurations of your own. The defaults
are prefixed with a number sign (#).

See Also:  Oracle9i Recovery Manager Reference for the default
settings for each CONFIGUREommand, and "Showing All RMAN
Configuration Settings" on page 17-15

Parallelization for Manually Allocated Channels

If you do not want to use automatic channels, then you can allocate multiple
channels manually within a RUNcommand, thus allowing a single RMAN
command to read or write multiple backups or image copies in parallel. Thus, the
number of channels that you allocate affects the degree of parallelism within a
command. When backing up to tape you should allocate one channel for each
physical device, but when backing up to disk you can allocate as many channels as
necessary for maximum throughput.

Each manually allocated channel uses a separate connection to the target or
auxiliary database. You can specify a different connect string for each channel to
connect to different instances of the target database, which is useful in an Oracle
Real Application Clusters configuration for distributing work across different
nodes.

RMAN internally handles parallelization of BACKUPCOPYand RESTORE
commands. You only need to specify:

« Multiple ALLOCATE CHANNEiommands
« The objects that you want to back up, copy, or restore

RMAN executes commands sequentially; that is, it completes the current command
before starting the next one. Parallelism is exploited only within the context of a
single command. Consequently, to create three backups of a datafile, issue a single
BACKURommand specifying all three datafiles rather than three separate BACKUP
commands.

The following script uses serialization to create the backups: three separate BACKUP
commands are used to back up one file each. Only one channel is active at any one
time because only one file is being backed up.

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE sht;
ALLOCATE CHANNEL c2 DEVICE TYPE sht;
ALLOCATE CHANNEL c3 DEVICE TYPE sht;
BACKUP DATAFILE 5;
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}

BACKUP DATAFILE 23;
BACKUP DATAFILE 24;

The following statement uses parallelization on the same example: one RMAN
BACKURommand backs up three datafiles, with all three channels in use. The three
channels are concurrently active—each channel copies one of the datafiles.

RUN

{

}

ALLOCATE CHANNEL c1 DEVICE TYPE sht;
ALLOCATE CHANNEL c2 DEVICE TYPE sht;
ALLOCATE CHANNEL c3 DEVICE TYPE sht;
BACKUP DATAFILE 5,23,24;

See Also:  Oracle9i Real Application Clusters Concepts for
information about parallelization in an Oracle Real Application
Clusters configuration

Channel Control Options for Manual and Automatic Channels

Whether you allocate channels manually or automatically, you can use channel
control commands and options to do the following:

Control the operating system resources RMAN uses when performing RMAN
operations

Affect the degree of parallelism for a backup or restore (in conjunction with the
FILESPERSET parameter of the BACKUR-ommand)

Set limits on 1/0 bandwidth consumption in kilobytes, megabytes, or gigabytes
(ALLOCATE CHANNEL ... RATE CONFIGURE CHANNEL ... RATE

Set limits on the size of backup pieces (the MAXPIECESIZE parameter specified
on the CONFIGURE CHANNEInd ALLOCATE CHANNEiommands)

Set limits on the size of backup sets (the MAXSETSIZEparameter specified on
the BACKURand CONFIGUREommands)

Set limits on the number of concurrently open files (ALLOCATE CHANNEL ...
MAXOPENFILESCONFIGURE CHANNEL ... MAXOPENFILES

Send vendor-specific commands to the media manager (SEND

Specify vendor-specific parameters for the media manager (ALLOCATE
CHANNEL ... PARMS CONFIGURE CHANNEL ... PARMS
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«  Specify which instance performs the operation (ALLOCATE CHANNEL ...
CONNECTCONFIGURE CHANNEL ... CONNEQT

On some platforms, the channel allocation and channel control commands specify
the name or type of an 1/0 device to use. On other platforms, they specify which
operating system access method or I/0 driver to use. Not all platforms support the
selection of 1/0 devices through this interface; on some platforms, 1/0 device
selection is controlled through platform-specific mechanisms.

In Oracle9i, the ALLOCATE CHANNEiommand causes RMAN to contact the media
manager whenever the type specified is other than DISK. In releases before
Oracle9i, the ALLOCATE CHANNEiommand does not cause RMAN to contact the
media manager; RMAN does not call the media manager unless a BACKUP
RESTOREor RECOVERommand is issued.

Note: When you specify DEVICE TYPE DISKwith any version of
RMAN, RMAN does not allocate operating system resources other
than for the creation of the server session and does not call the
media manager.

Because RMAN has a preconfigured automatic DISK channel, you do not have to
manually allocate a maintenance channel when running CHANGE ... AVAILABLE ,
CROSSCHECKr DELETEagainst a file that is only on disk (that is, an ARCHIVELOG
DATAFILECOPYor CONTROLFILECOP)YA maintenance channel is useful only for
a maintenance task; you cannot use it as an input or output channel for a backup or
restore job.

See Also:  Oracle9i Recovery Manager Reference for ALLOCATE
CHANNEIsyntax, and Oracle9i Recovery Manager Reference for
CONFIGURByntax

Hardware Multiplexing by the Media Manager

Hardware multiplexing occurs when the media manager writes multiple RMAN
backups to a single sequential device (such as a tape drive). Oracle Corporation
does not recommend hardware multiplexing of RMAN backups.
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Backup Sets

When you execute the BACKUR.ommand, you create one or more backup sets. This
section contains these topics:

« About Backup Sets
« About Proxy Copies
« Storage of Backup Sets
» Backup Set Compression
« Backups of Archived Logs
«  Multiplexed Backup Sets
« Duplexed Backup Sets
« Parallelization of Backups
»  Backups of Backup Sets
See Also:  Chapter 9, "Making Backups and Copies with Recovery

Manager" to learn how to make backups, and Oracle9i Recovery
Manager Reference for information on the BACKURommand

About Backup Sets

A backup set, which is a logical object, contains one or more physical backup
pieces. By default, one backup set contains one backup piece. Backup pieces are
operating system files that contain the backed up datafiles, control files, or archived
redo logs. For example, you can back up ten datafiles into a single backup set
containing a single backup piece (that is, a single output file). You cannot split a file
across different backup sets or mix archived logs and datafiles into one backup set.

A backup set is a complete set of backup pieces that make up a full or incremental
backup of the objects specified in the BACKURommand. Backup sets are in an
RMAN-specific format. An image copy, which is a complete image of a single
datafile, control file, or archived log, is not in an RMAN-specific format.

You can back up a database, a subset of a database, or archived redo logs. You can
also back up another backup set, as when you want to back up a disk backup to
tape, or an image copy. For example, you can issue commands such as the
following, each of which uses an automatic channel configuration to do the work:

BACKUP DATABASE;
BACKUP TABLESPACE thsl, ths2;
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BACKUP CURRENT CONTROL FILE;
BACKUP BACKUPSET 12,
BACKUP DATAFILECOPY ’/storage/dfc f;

When backing up datafiles, the target database must be mounted or open. If the
database is in ARCHIVELOGNode, then the target can be open or closed: you do not
need to close the database cleanly. If the database is in NOARCHIVELO®ode, then
you must close it cleanly before making a backup.

Note: You cannot make a backup of a transported tablespace until
after it has been specified read/write.

See Also:  "Automatic Channel Generic Configurations" on
page 5-8 to learn about automatic channels, and "Backing Up
Database Files and Archived Logs with RMAN" on page 9-3 to
learn how make backups

About Proxy Copies

A proxy copy is a special type of backup in which RMAN turns over control of the
data transfer to a media manager that supports this feature. The PROXYoption of
the BACKUR.ommand specifies that a backup should be a proxy copy.

For each file that you attempt to back up using the BACKUP PROXdmmand,
RMAN queries the media manager to determine whether it can perform a proxy
copy. If the media manager cannot proxy copy the file, then RMAN uses
conventional backup sets to perform the backup. An exception occurs when you use
the PROXY ONL¥Wption, which causes Oracle to issue an error message when it
cannot proxy copy.

Oracle records each proxy-copied file in the control file. RMAN uses this data to
resynchronize the recovery catalog. Use the V$PROXY_DATAFILEview to obtain
the proxy copy information. Use the CHANGE PROX¢mmand or DELETE PROXY
command to change the status of or delete a proxy backup.

Note: If a proxy version of RMAN is used with a non-proxy target
database, RMAN will not use proxy copy to create backup sets. If
you make backups using proxy copy and then downgrade Oracle
to a non-proxy version, RMAN will not use proxy copy backups
when restoring and will issue a warning when the best available
file is a proxy copy.
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See Also:  Oracle9i Database Reference for more information about
V$PROXY_DATAFILEand VSPROXY_ARCHIVEDLOG

Storage of Backup Sets

RMAN can create backup sets that are written to disk or tertiary storage. If you
specify DEVICE TYPE DISK then you must back up to random access disks. You
can make a backup on any device that can store an Oracle datafile: in other words, if
the statement CREATE TABLESPACHEblespace_name DATAFILE' filename '
works, then' filename ' is also a valid backup path name.

Using a media management system that is available and supported on your
operating system, you can write backup sets to sequential output media such as
magnetic tape. If you specify a device type such as sht that is other than DISK, then
you can back up to any media supported by the media management software.

See Also:  "Backup Retention Policies" on page 5-47 to learn how
to configure a policy that determines which backups are obsolete

Backup Set Compression

As Figure 5-2 illustrates, RMAN performs compression on its backups, which
means that datafile blocks that have never been used are not backed up. Image
copies of a datafile, however, always contain all datafile blocks.

Figure 5-2 Backup Set Compression
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See Also: "Disk Buffer Allocation” on page 14-3 and "Tape Buffer
Allocation” on page 14-5 to learn how RMAN buffers its backups
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Backups of Archived Logs

RMAN provides additional functionality for backups of archived redo logs. This
section contains these topics:

« Deletion of Archived Logs After Backups

« Backup Failover for Archived Redo Logs

« Automatic Online Redo Log Switches During Backups of Archived Logs
« Backups of Archived Logs Needing Backups

Deletion of Archived Logs After Backups

Although you cannot archive logs directly to tape, you can use RMAN to back up
archived logs from disk to tape. If you specify the DELETE INPUToption, then
RMAN backs up exactly one copy of each specified log sequence number and then
deletes the copy from disk after backing it up.

If you specify the DELETE ALL INPUToption, then RMAN backs up exactly one
copy of each specified log sequence number and then deletes the copies that match
the specified criteria. For example, if you specify the LIKE parameter, RMAN
deletes whichever logs match the string. RMAN automatically restores needed
archived logs from tape to disk during recovery.

Backup Failover for Archived Redo Logs

In releases prior to Oracle9i, RMAN only looked in the first archiving destination
for archived redo logs when backing them up. In Oracle9i, RMAN can perform
archived log failover. RMAN can do the following:

« If at least one log corresponding to a given log sequence and thread is available
in any of the archiving destinations, then RMAN backs up the available log.

« Ifthereisacorrupt block in a log that RMAN is accessing, then RMAN searches
other directories for a file without corrupt blocks.

RMAN always only backs up one copy of each distinct log sequence number. For
example, assume that you archive logs 121 to 124 to two archiving destinations:
/logl and/log2 . The control file contains archived log records as follows:

Sequence |Filename

121 /logl/log_1_121.arc

121 /log2/log_1_121.arc
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Sequence |Filename

122 /logl/log_1_122.arc
122 /log2/log_1_122.arc
123 /logl/log_1_123.arc
123 /log2/log_1_123.arc
124 /logl/log_1_124.arc
124 /log2/log_1_124.arc

However, unknown to RMAN, someone accidentally deletes logs 122 and 124 from
the /logl directory. Then, you run the following backup:

BACKUP ARCHIVELOG FROM SEQUENCE 121 UNTIL SEQUENCE 125;

In this case, RMAN backs up the files as described in the following table.

Sequence |RMAN Searches For RMAN Finds and Backs Up
121 /logl/log_1_121.arc /loglflog_1_121.arc

122 /logl/log_1_122.arc (missing) | /log2/log_1_122.arc

123 /logl/log_1_123.arc /logl/log_1_123.arc

124 Nlogl/log_1_124.arc (missing) | /log2/log_1_124.arc

Automatic Online Redo Log Switches During Backups of Archived Logs

At the beginning of every BACKUP ... ARCHIVELOG command that does not
specify an UNTIL clause, RMAN attempts to automatically switch out of and
archive the current online redo log. In this way, RMAN can include the current redo
log in the backup set.

If the database is open, then at the start of an archived log backup RMAN tries to
switch out of and archive the current online log according to these rules:

»  RMAN runs ALTER SYSTEM ARCHIVE LOG CURRENT

« If the UNTIL clause or SEQUENCIRarameter is specified, RMAN does not try to
switch or archive online logs.
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Backups of Archived Logs Needing Backups

When making backups, run the BACKUP ... PLUS ARCHIVELOGcommand to
archive online logs as well as back up archived logs. The purpose of this feature is
to guarantee that the backed up datafiles can be recovered to a consistent state.

When PLUS ARCHIVELOGs specified, RMAN performs the following actions in
sequential order:

1. Runs ALTER SYSTEM ARCHIVE LOG CURRENT

2. Runs BACKUP ARCHIVELOG ALL

3. Backs up the files specified in the BACKUR.ommand.

4. Runs ALTER SYSTEM ARCHIVE LOG CURRENT

5. Backs up any remaining archived redo logs generated during backup.

You cannot specify PLUS ARCHIVELOGvhen explicitly backing up archived logs,
but only when backing up another object such as the database. For example, you
can run this command:

BACKUP DEVICE TYPE sht DATABASE PLUS ARCHIVELOG;

Note: If backup optimization is enabled, then RMAN skips
backups of archived logs that have already been backed up to the
allocated device.

See Also:

« "Backing Up Logs Using BACKUP ... PLUS ARCHIVELOG" on
page 9-10 to learn how to use PLUS ARCHIVELOG

« "Backup Retention Policies" on page 5-47

« "Backup Optimization" on page 5-54

Multiplexed Backup Sets

The technique of RMAN multiplexing is to simultaneously read files on disks and
and then write them into the same backup piece. For example, RMAN can read
from 2 datafiles simultaneously, and then combine the blocks from these datafiles
into a single backup piece. Note that multiplexing in this sense is completely
different from duplexing.

5-18 Oracle9i Recovery Manager User’s Guide



Backup Sets

As Figure 5-3 illustrates, RMAN can back up three datafiles into a backup set that
contains only one backup piece. This backup piece contains the intermingled block
components of the three input files.

Figure 5-3 Datafile Multiplexing
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Multiplexing is affected by the factors described in Table 5-1.

Table 5-1 RMAN Multiplexing

Concepts

Definition

Number of files in each
backup set

The minimum of these values: FILESPERSET setting, and the
number of files read by each channel.

Multiplexing

The minimum of these values: MAXOPENFILESetting, and
the number of files in each backup set.

The FILESPERSET parameter determines how many datafiles should be included
in each backup set, while MAXOPENFILESIefines how many datafiles RMAN can

read from simultaneously.
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Assume that you are backing up six datafiles with one RMAN channel. If
FILESPERSETIis 6 and MAXOPENFILESs 1, then the channel includes 6 datafiles
in a set but does not multiplex the files because RMAN is not reading from more
than one file simultaneously. The channel reads one file at a time and writes to the
backup piece. In this case, the degree of multiplexing is 1.

Now, assume that FILESPERSET s 6 and MAXOPENFILESs 3. In this case, the
channel can read and write in the following order:

1. Read from datafiles 1, 2, and 3 simultaneously and write to the backup piece
2. Read from datafiles 4, 5 and 6 simultaneously and write to the backup piece
So in this example, the degree of multiplexing is 3 (the lesser of 6 and 3).

When multiplexing files, you can do the following:

« Partition the datafiles into backup sets explicitly by assigning channels to
specific datafiles, or let RMAN automatically select a partitioning.

« Keep a high performance sequential output device streaming by including a
sufficient number of datafiles in the backup. Keeping the device streaming is
important for open database backups in which the backup operation must
compete with the online system for 1/0 bandwidth.

« Include the control file in a datafile backup set. In this case, the control file is
written first and its blocks are not multiplexed with datafile blocks.

« Create a backup set containing either datafiles or archived logs, but not both
together. You cannot write datafiles and archived logs to the same backup set
because the Oracle logical block size of the objects in a multiplexed backup
must be the same.

Note that multiplexing too many files can decrease restore performance. If possible,
group files that will be restored together into the same backup set. Assume that
RMAN backs up seventeen files with FILESPERSET= 64 and MAXOPENFILES-
16. You decide to restore datal7.f , which is datafile 17. So, RMAN reads the
multiplexed data for the first sixteen files and then starts reading the data for
datal7.f . In this case, moving to the beginning of the backup of datal7.f may
take more time than the restore itself.
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See Also:

« "Disk Buffer Allocation” on page 14-3 to learn how
multiplexing affects allocation of disk buffers during backups

« "Multiplexing Datafiles in a Backup: Example" on page 9-37 to
learn how to multiplex backups

«  Oracle9i Recovery Manager Reference for BACKURsyntax

Duplexed Backup Sets

RMAN provides an efficient way to produce multiple copies of each backup piece
in a backup set. This functionality is also known as duplexing a backup set.

You can create up to four identical copies of each piece in a backup set by issuing
one of the following commandes, listed in order of precedence. If multiple
commands are in effect simultaneously, then commands higher on the list override
commands that are lower on the list.

Command Command Restriction Qbject Restriction

BACKUP COPIES | BACKURommand only Any object specified on BACKUP
command

SET BACKUP All BACKURommands Any object specified on BACKUP

COPIES within RUNblock command

CONFIGURE ... All BACKURommands that | Only datafiles and archived logs

BACKUP COPIES | use automatic channels

You can specify up to 4 values for the FORMADption. RMAN uses the second,
third, and fourth values only when BACKUP COPIESSET BACKUP COPIESr
CONFIGURE ... BACKUP COPIES:is specified. This example creates 3 copies of the
backup of datafile 7:

BACKUP COPIES 3 DATAFILE 7 FORMAT '/dirl /26U’ dir2/%U’, Idir3/06U';

RMAN places the first copy of each backup piece in /dirl , the second in /dir2
and the third in /dir3 . Note that RMAN does not produce 3 backup sets, each with
a different unique backup set key. Rather, RMAN produces one backup set with a
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unique key, and generates 3 identical copies of each backup piece in the set, as
shown in this sample LIST output:

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

204 5 407169572 0 4071695715  01-SEP-00

List of Backup Pieces

Key Pc#Cp#Status CompletionTime  Piece Name
205 1 1 AVAILABLE 01-SEP-00 [dir1/05c49gh3 1 1
206 1 2 AVAILABLE 01-SEP-00 [dir2/05c499h3 1 2
207 1 3 AVAILABLE 01-SEP-00 [dir3/05c490h3_1 3

List of Datafiles Included
File Name LV Type Ckp SCN  Ckp Time

7 loracle/dbsftbs_13f0 Full 46037 01-SEP-00

When choosing which FORMAWValue to use for each backup piece, RMAN uses the
first format value for copy number 1, the second format value for copy number 2,
and so forth. If the number of format values exceeds the number of copies, then the
extra formats are not used. If the number of format values is less than the number of
copies, then RMAN reuses the format values, starting with the first one.

Do not confuse multiplexing, the combining multiple input files into a single
backup set, with duplexing, the output of two or more identical backup sets. You
can use RMAN to multiplex input files and create multiple copies of the output.

See Also:

» "Duplexing Backups" on page 9-13 to learn how to duplex
backups

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

«  Oracle9i Recovery Manager Reference for SET syntax

Parallelization of Backups

When you configure PARALLELISMto greater than 1 or manually allocate multiple
channels, RMAN parallelizes its operation and writes multiple backup sets in
parallel. The server sessions divide the work of backing up the specified files.

Note: You cannot stripe a backup set across multiple channels.
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By default, RMAN determines which channels should back up which database files.
You can use the BACKUP ... CHANNEL command to manually assign a channel to
back up specified files. You can also use the FILESPERSET parameter to limit the
number of datafiles included in a backup set. This example shows a parallelized
backup to disk that uses the default automatic DISK channels:

BACKUP
(DATAFILE 1,23 FILESPERSET =1
CHANNEL ORA DISK 1)
(DATAFILECOPY Yoraclelcopyicff FILESPERSET =2
CHANNEL ORA DISK 2)

(ARCHIVELOG FROM SEQUENCE 100 UNTIL SEQUENCE 102 THREAD 1 FILESPERSET =3
CHANNEL ORA DISK_3);

You can also manually allocate channels as in the following example:

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE sht PARMS="ENV=(BACKUP_SERVER=tape_serverl)"
ALLOCATE CHANNEL c2 DEVICE TYPE sbt PARMS="ENV=(BACKUP_SERVER=tape_server2)"

ALLOCATE CHANNEL c3 DEVICE TYPE sht PARMS="ENV=(BACKUP_SERVER=tape_server3)",
BACKUP

(DATAFILE 1,23 FILESPERSET =1
CHANNEL c1)

(DATAFILECOPY ‘foradielcopylctf FILESPERSET =2
CHANNEL c2)

(ARCHIVELOG FROM SEQUENCE 100 UNTIL SEQUENCE 102 THREAD 1 FILESPERSET =3
CHANNEL c3);

}

Figure 5-4 shows an example of parallelization in which channel ch1l backs up
datafiles, channel ch2 backs up datafile copies, and channel ch3 backs up logs.
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Figure 5-4 Parallelization of Backups
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See Also:

« "Parallelization for Manually Allocated Channels" on page 5-10
for an overview of how allocated channels affect parallelization

« "Determining How Channels Distribute a Backup Workload:
Example" on page 9-41 to learn how to parallelize backups

«  Oracle9i Recovery Manager Reference for reference material on the
CHANNEIparameter of the BACKURommand

Backups of Backup Sets

The RMAN BACKUP BACKUPSEBmmand backs up backup sets rather than actual
database files. This command supports disk-to-disk or disk-to-tape backups, but not

tape-to-tape backups.

The BACKUP BACKUPSEBmmand uses the default disk channel to copy backup
sets from disk to disk. To back up from disk to tape, you must either manually
allocate a channel of DEVICE TYPE sbt or configure an automatic sbt channel.
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Uses for Backups of Backup Sets

The BACKUP BACKUPSE®Bmmand is a useful way to spread backups among
multiple media. For example, you can execute the following BACKURommand
weekly as part of the production backup schedule:

BACKUP DEVICE TYPE sbt BACKUPSET ALL;

Note: Backups to the sbt device that use automatic channels
require that you first run the CONFIGURE DEVICE TYPE sbt
command.

In this way, you ensure that all your backups exist on both disk and tape. Note that
you can also duplex backups of backup sets, as in this example:

BACKUP COPIES 2 DEVICE TYPE sbt BACKUPSET ALL,

You can also use BACKUP BACKUPSH® manage backup space allocation. For
example, assume that you want more recent backups to exist on disk and older
backups to exist on tape, but you do not need backups to exist on both disk and
tape at the same time. In this case, you can regularly run the following command:

BACKUP BACKUPSET COMPLETED BEFORE 'SYSDATE-7' DELETE INPUT;

This command backs up backup sets that were created more than a week ago from
disk to tape, and then deletes the backup sets from disk. Note that DELETE INPUT
here is equivalent to DELETE ALL INPUT RMAN deletes all existing copies of the
backup set. If you duplexed a backup to four locations, then RMAN deletes all four
copies of the pieces in the backup set.

Backup Optimization When Backing Up Backup Sets

Note that if backup optimization is enabled when you issue the command to back
up a backup set, and the identical backup set has already been backed up to the
same device type, then RMAN skips the backup of that backup set. For example,
the following command backs up to tape all backup sets that do not already exist on
device type sbt :

BACKUP DEVICE TYPE sht BACKUPSET ALL;
Backup Failover When Backing Up Backup Sets

When backing up backup sets, RMAN searches for all available backup copies
when the copy that it is trying to back up is either corrupted or missing. This
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behavior is similar to the behavior of RMAN when backing up archived redo logs
that exist in multiple archiving destinations.

For example, assume that backup set 123 contains three backup pieces, and that
BACKUP COPIES 3vas issued so that three copies of each backup piece exist. Each
copy of a backup piece is on a different file system. The following table indicates
that some of the copies of the pieces are corrupted or missing, while others are
intact.

Backup Piece Number Copy Number of the Piece  Status of Copy

1 Corrupted

Intact

Corrupted

Missing

Corrupted

Intact

Intact

Corrupted

W W W NN NP
W I NP W|IN|FPW|DN

Missing

Assume that you run the following command:
BACKUP BACKUPSET 123;

RMAN performs an automatic failover and includes only the uncorrupted copies in
its backup set. The following table indicates which copies RMAN includes.

Backup Piece Number Copy Number of the Piece  Status of Copy
1 2 Intact
2 3 Intact
3 1 Intact

See Also:  "Duplexed Backup Sets" on page 5-21, and "Backup
Optimization" on page 5-54
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Backup Options: Naming, Sizing, and Speed
Recovery Manager provides a number of options to control backups.
This section contains these topics:
« Filenames for Backup Pieces
« Size of Backup Pieces
«  Number and Size of Backup Sets
« 1/0 Read Rate of Backups

Filenames for Backup Pieces

You can either let RMAN determine a unique name for backup pieces or use the
FORMAarameter to specify a name. If you do not specify a filename, then RMAN
uses the %Usubstitution variable to generate a unique name. For example, enter:

BACKUP TABLESPACE sales,

RMAN automatically generates unique names for the backup pieces.

The FORMAparameter provides substitution variables that you can use to generate
unique filenames. For example, you can run a command as follows:

BACKUP TABLESPACE sales FORMAT = backup/6U';
As described in "Duplexed Backup Sets" on page 5-21, you can specify up to four

FORMAWValues. RMAN uses the second, third, and fourth values only when you
run BACKUP COPIESSET BACKUP COPIESr CONFIGURE ... BACKUP COPIES

Note: If you use a media manager, check your vendor
documentation for restrictions on FORMATBuch as the size of the
name, the naming conventions, and so forth.

See Also:  Oracle9i Recovery Manager Reference for descriptions of
the FORMAarameter and the substitution variables

Size of Backup Pieces

Each backup set contains at least one backup piece. If you do not restrict the backup
piece size, then every backup set contains only one backup piece. To restrict the size
of each backup piece, specify the MAXPIECESIZE option of the CONFIGURE
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CHANNEIlor ALLOCATE CHANNEKiommands. This option limits backup piece size
to the specified number of bytes.

For example, restrict the backup piece size for disk backups to 9 MB by configuring
an automatic disk channel as follows:

CONFIGURE CHANNEL DEVICE TYPE DISK MAXPIECESIZE = 9M;
A LIST BACKUPcommand reveals that RMAN created five backup pieces rather
than one backup piece to conform to the MAXPIECESIZEsize restriction:

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

295 9 377549368 0 377549334 9  30-SEP-00

List of Backup Pieces

Key Pc#Cp#Status CompleonTime  Piece Name
297 1 1 AVAILABLE 30-SEP-00 [oracle/dbs/09b81sgm_1 1
298 2 1 AVAILABLE 30-SEP-00 Joracle/dbs/09b81sgm 2 1
299 3 1 AVAILABLE 30-SEP-00 loracle/dbs/09b81sgm 3 1

List of Datafiles Included
File Name LV Type Ckp SCN  Ckp Time

1 Joracle/dbsftbs_01.f 0 Full35562 30-SEP-00

See Also:
«  Oracle9i Recovery Manager Reference for ALLOCATE CHANNEL
syntax

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

Number and Size of Backup Sets

Use the backupSpec clause of the BACKURommand to specify the objects that you
want to back up as well as specify other options. Each backupSpec clause
produces at least one backup set. The number and size of backup sets depends on
the following conditions:

« The number of backupSpec clauses that you specify
«  The number of input files specified or implied in each backupSpec clause
« The number of channels that you allocate

« The FILESPERSET parameter, which limits the number of files for a backup set
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« The MAXSETSIZEparameter (specified on the CONFIGURENnd BACKUP
commands), which specifies a maximum backup set size

The most important rules in the algorithm for backup set creation are:

« Each allocated channel that performs work in the backup job—that is, each
channel that is not idle—generates at least one backup set. By default, this
backup set contains one backup piece.

Note: RMAN writes backup pieces sequentially; striping a backup
piece across multiple output devices is not supported. For example,
RMAN does not simultaneously write half of a backup piece to one
disk and the other half to another disk.

« RMAN always tries to divide the backup load so that all allocated channels
have roughly the same amount of work to do.

« The maximum number of datafiles in each backup set is determined by the
FILESPERSET parameter of the BACKUR-ommand.

« The number of datafiles multiplexed in a backup set is limited by the lesser of
FILESPERSETand MAXOPENFILES

«  The maximum size of a backup set is determined by the MAXSETSIZE
parameter of the CONFIGUREr BACKURommand.

Using the FILESPERSET Parameter

The FILESPERSET parameter limits the number of files (control files, datafiles, or
archived logs) that can go in a backup set. The default value is calculated by RMAN
as follows: RMAN compares the value 64 to the rounded-up ratio of number of files
divided by the number of channels, and sets FILESPERSETto the lower value. For
example, if you back up 70 files with one channel, then RMAN takes 70 divided by
1, compares 70 to 64, and sets FILESPERSETto 64 because it is lower.

The number of backup sets produced by RMAN is the rounded-up ratio of number
of datafiles divided by FILESPERSET For example, if you back up 70 datafiles and
FILESPERSET s 64, then RMAN produces 2 backup sets.

RMAN tries to make backup sets roughly the same size as the ratio of total number
of blocks divided by total number of sets. The total number of blocks in a backup is
equal to the number of blocks in each file that is backed up. For example, if you
back up 70 files that each contain 50 blocks, and the number of sets is 2, then RMAN
attempts to make each backup set about 3500/2 = 1750 blocks.

RMAN Concepts I: Channels, Backups, and Copies 5-29



Backup Options: Naming, Sizing, and Speed

Using the Default Value for FILESPERSET: Example ~ Assume the following example in
which RMAN backs up eight files with three channels. Because FILESPERSET s
not specified, RMAN compares 64 to 3 (8 divided by 3 and ounded up) and sets
FILESPERSETto 3. RMAN creates three backup sets and groups the files into the
sets so that each set is approximately the same size. An example of the RMAN LIST
output follows:

List of Backup Sets

Key Recd Stamp LV SetStamp SetCount Completion Time

1677 90 368815605 0 368815602 98  22-JUN-01

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1681 1 1 AVAILABLE 22-JUN-O1 Nobsforacle/dbs/32avnbfi_1 1

List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

10 Aobsloracle/dbstbs_31.f 0 Full 75989  22-JUN-01
19 Aobsloracle/dbsttbs 33 f 0 Full75989  22-JUN-O1

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

1678 91 368815605 0 368815602 97  22-JUN-O1

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1682 1 1 AVAILABLE 22-JUN-01 Nobsforacle/dbs/31avnbfi 1 1

List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

9 /vobsloracle/dbsfths 24.f 0 Full 75988 22-JUN-O1
11 Aobsloracle/dbsitbs 32.f 0 Full 75988  22-JUN-01
18 Aobsloracle/dbsibs_25f 0 Full 75988 22-JUN-OL

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

1679 92 368815605 0 368815601 96  22-JUN-01

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1683 1 1 AVAILABLE 22-JUN-O1 Nobsforacle/dbs/30avnbfh_1 1
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List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

5 Nobsloracle/dbsitos 21.f 0 Full 75990  22-JUN-01
6 Nobsloracle/dbsfths 22.f 0 Full 75990 22-JUN-O1
8 Nobsloracle/dbsitbs_23.f 0 Full 75990  22-JUN-01

Specifying FILESPERSET: Example  If you back up eight datafiles with three channels
and specify FILESPERSET = 2, then RMAN places no more than two datafiles in
each backup set. Consequently, RMAN creates at least four (8 divided by 2) backup

sets: it may create more depending on the sizes of the datafiles as well as other
factors. An example of the RMAN LIST output follows:

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

1713 96 368815867 0 368815865 102  22-JUN-O1

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1718 1 1 AVAILABLE 22-JUN-01 Nobsforacle/dbs/36avnbnp_1_1

List of Datafiles Included
File Name LV Type Ckp SCN  Ckp Time

5 /obsloracle/dbsftbs 21.f 0 Full 75996 22-JUN-O1
8 Nobsloracle/dbsitbs_23.f 0 Full 75996  22-JUN-01

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

1714 97 368815867 0 368815865 103  22-JUN-01

List of Backup Pieces
Key Pc#Cp#Stalus CompletionTime  Piece Name

1719 1 1 AVAILABLE 22-JUN-O1 Nobsloracle/dbs/37avnbnp 1 1

List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

6 Aobsloracle/dbsitbs_22.f 0 Full 75997  22-JUN-01
9 Nobsloracle/dbsitbs_24.f 0 Full 75997  22-JUN-01

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time
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1715 98 368815867 0 368815866 104  22-JUN-O1

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1720 1 1 AVAILABLE 22-JUN-O1 Nobsloracle/dbs/38avnbng_1 1

List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

10 Aobsloracle/dbstbs_31.f 0 Full 75998  22-JUN-01
18 Aobsloracle/dbsftbs 25f 0 Full75998  22-JUN-O1

List of Backup Sets
Key Recd Stamp LV SetStamp SetCount Completion Time

1716 99 368815870 0 368815869 105  22-JUN-O1

List of Backup Pieces
Key Pc#Cp#Status CompletionTime  Piece Name

1721 1 1 AVAILABLE 22-JUN-01 Nobsforacle/dbs/3%vnbnt 1 1

List of Datafiles Included

File Name LV Type Ckp SCN  Ckp Time

11 Aobsloracle/dbsttbs_32.f 0 Full75999  22-JUN-O1
19 Aobsloracle/dbsitbs 33f 0 Full 75999  22-JUN-01

For datafile or datafile copy backups, group multiple datafiles into a single backup
set to the extent necessary to keep an output tape device streaming, or to prevent
the backup from consuming too much bandwidth from a particular datafile.

The fewer the files contained in a backup set, the faster one of them can be restored,
because there is less data belonging to other datafiles that must be skipped. For
backup sets containing archived logs, group logs from the same time period into a
backup set because they will probably need to be restored at the same time.

See Also:  Oracle9i Recovery Manager Reference to learn the syntax
for the backupSpec clause, and Chapter 14, "Tuning Recovery
Manager" to learn about RMAN buffer management

Using the MAXSETSIZE Parameter

Each channel produces at least one backup set. To specify the maximum size of the
backup set, use the MAXSETSIZEparameter in the CONFIGURBr BACKUP
command. By limiting the overall size of the backup set, the parameter indirectly
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limits the number of files in the set and can possibly force RMAN to create
additional backup sets.

You can use the MAXSETSIZEparameter to restrict the total size of a backup set to
the maximum file size supported by your media manager or operating system. In
this way, you do not cause either disk backups to abort because of space restrictions
or tape backups to span multiple volumes.

Relationship Between MAXSETSIZE and FILESPERSET  The following table compares the
MAXSETSIZEparameter to the FILESPERSET parameter.

Parameter

Meaning

'You decide ...

RMAN decides ...

MAXSETSIZE

Sets the maximum size
in bytes of the backup
set without specifying
a limit to the number
of files in the set.

The maximum size of
the backup set.

How many files to
put in each set to
keep the parameter
restriction.

FILESPERSET

Sets a limit to the
number of files in the
backup set without
specifying a maximum
size in bytes of the set.

The maximum number
of files to include in the
backup set.

What size to make the
backup sets to keep
the parameter
restriction.

Because FILESPERSET has a default value, if you set MAXSETSIZEthen you must
also account for the behavior of FILESPERSET When both parameters are in use:

« The number of backup sets is the greater of the following ratios:
— Total number of blocks divided byMAXSETSIZE
— Total number of datafiles divided byFILESPERSET

« RMAN enforces both the FILESPERSETand MAXSETSIZElimits. If necessary;,
then RMAN creates more backup sets than are calculated in the preceding

comparison.

« RMAN uses a complex algorithm of best fit so that the majority of backup sets
have a size as close to the MAXSETSIZElimit with the number of files as close to
the FILESPERSET limit as possible.
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Specifying MAXSETSIZE: Example  Assume that you want to back up 50 datafiles, each
containing 1000 blocks. To set a maximum backup set size for a database backup to
10 MB, you issue the following command:

BACKUP DATABASE MAXSETSIZE = 10M;
Because you did not set FILESPERSET, RMAN calculates the default value for you,

comparing 64 to 50/2 and setting FILESPERSET = 25. RMAN compares the
following values and chooses the higher value:

« 50000/10000 (total number of blocks/MAXSETSIZB =5
«  50/25 (total number of files/FILESPERSET) = 2

Consequently, RMAN attempts to make five backup sets, with each backup set
containing no more than 25 files and totalling no more than 10 MB in size.

Note that if you set MAXSETSIZEto a value smaller than the size of the largest
input file, you receive the RMAN-06183 error:

RMAN-06183: datafile or datafilecopy larger than MAXSETSIZE: file# 1 foracle/dbsitbs 01f

See Also:  Oracle9i Recovery Manager Reference for information on
the MAXSETSIZEparameter

I/O Read Rate of Backups

You can limit the speed of a backup by using the RATEoption of the ALLOCATE
CHANNEIlor CONFIGURE CHANNEbmmands. The RATEoption specifies the
maximum number of bytes for each second that RMAN reads on the channel.

For example, you can configure automatic channels to limit channel c1 reads to 700
KB a second and channel c2 reads to 1 MB a second:

CONFIGURE DEVICE TYPE sbt PARALLELISM 2,
CONFIGURE DEFAULT DEVICE TYPE TO sht;
CONFIGURE CHANNEL 1 DEVICE TYPE sbt RATE 700K;
CONFIGURE CHANNEL 2 DEVICE TYPE sbt RATE 1M,

BACKUP
(TABLESPACE ths1, ths2
CHANNEL ORA_SBT_TAPE_1)
(TABLESPACE ths3, ths4, ths5
CHANNEL ORA_SBT_TAPE 2);

Here is the same example using manually allocated sbt channels:

RUN
{
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ALLOCATE CHANNEL c1 DEVICE TYPE sbt RATE 700K;
ALLOCATE CHANNEL c2 DEVICE TYPE sbt RATE 1M;
BACKUP
(TABLESPACE ths1, ts2
CHANNEL c1)
(TABLESPACE ths3, ths4, ths5
CHANNEL ¢2);

}

In effect, the RATEoption throttles RMAN so that a backup job does not consume
excessive bandwidth on the computer.

See Also:  "Improving RMAN Backup Performance" on page 14-11
for tips about how to optimize RMAN performance

Backup Types
This section contains these topics:
« About Backup Types
« Full Backups
« Incremental Backups

« Types of Files That RMAN Can Back Up

About Backup Types

With RMAN, you can control the type of backups you produce. As explained in
Table 5-2, RMAN backups can be classified in these ways:

« Full or incremental
« Openorclosed

« Consistent or inconsistent

Table 5-2 Backup Types

Backup Type |Definition

Full A backup that is not incremental. A full backup includes all used data
blocks in the datafiles. Full backups of control files and archived logs
always include all blocks in the files.

Note: A full backup is different from a whole database backup, which is a
backup of all datafiles and the current control file.
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Table 5-2 Backup Types

Backup Type |Definition

Incremental A backup of datafiles that includes only the blocks that have changed since
a previous incremental backup. Incremental backups require a full or
incremental level 0 backup to serve as a basis.

Online A backup of online, read/write datafiles when the database is open.

Note: Do not put a tablespace in backup mode with the ALTER
TABLESPACE BEGIN BACKWeratement. RMAN uses a different method
to guarantee consistency in online backups.

Closed A backup of any part of the target database when it is mounted but not
open. Closed backups can be consistent or inconsistent.

Consistent A backup taken when the database is mounted (but not open) and was not
crashed or shut down with the ABORToption prior to mounting. The
checkpoint SCNs in the datafile headers match the header information in
the control file and none of the datafiles has changes beyond its
checkpoint. Consistent backups can be restored without recovery.

Inconsistent A backup of any part of the target database when

« Itisopen.

« Itcrashed or a SHUTDOWN ABOR/&Ss run prior to mounting.
An inconsistent backup requires recovery to become consistent.

Full Backups

A full backup reads the entire file and copies all blocks into the backup set, only
skipping datafile blocks that have never been used. RMAN does not skip blocks
when backing up archived redo logs or control files.

Note: A full backup is not the same as a whole database backup:
"full" is an indicator that the backup is not incremental.

A full backup has no effect on subsequent incremental backups, which is why it is
not considered part of the incremental strategy. In other words, a full backup does
not affect which blocks are included in subsequent incremental backups.

RMAN can create and restore full backups of the datafiles, control files, and
archived redo logs. Note that backup sets containing archived redo logs are always
full backups.
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Incremental Backups
This section contains these topics:
« About Incremental Backups
«  Multilevel Incremental Backups
« How Incremental Backups Work
« Differential Incremental Backups
«  Cumulative Incremental Backups

« Incremental Backup Strategy

About Incremental Backups

An incremental backup reads the entire file and then backs up only those data
blocks that have changed since a previous backup. You can use RMAN to create
incremental backups of datafiles, tablespaces, or the whole database. Note that
RMAN can include a control file in an incremental backup set, but the control file is
always included in its entirety—no blocks are skipped.

During media recovery, RMAN examines the restored files to determine whether it
can recover them with an incremental backup. RMAN always chooses incremental
backups over archived logs. Note that RMAN does not need to restore a base
incremental backup of a datafile in order to apply incremental backups to the
datafile during recovery. For example, you can restore non-incremental image
copies of the datafiles in the database, and RMAN can recover these datafiles with
incremental backups.

The primary reasons for making an incremental backup are

« To save tape when using a media manager or disk space when making disk
backups

« To save network bandwidth when backing up over a network

«  When the aggregate tape bandwidth available for tape write 1/0s is much less
than the aggregate disk bandwidth for disk read 1/0s

« To be able to recover changes to objects created with the NOLOGGIN®Gption
(direct load inserts do not log redo, although they do change data blocks and so
are captured by incremental backups)

« Toreduce backup sizes for NOARCHIVELOG@atabases. Instead of making a
whole database backup every time, you can make incremental backups. Note
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that incremental backups of a NOARCHIVELO®@atabase are only legal after a
consistent shutdown.

One effective strategy is to make incremental backups to disk and then run BACKUP
BACKUPSETo copy the backups to a media manager. Then, you do not have the
problem of keeping tape streaming that sometimes occurs when making

incremental backups directly to tape. Because incrementals are not as big as full
backups, you can create them on disk more easily.

Multilevel Incremental Backups

RMAN can create multilevel incremental backups. Each incremental level is
denoted by an integer, for example, 0, 1, 2, and so forth. A level 0 incremental
backup, which is the base for subsequent incremental backups, copies all blocks
containing data. The only difference between a level 0 backup and a full backup is
that a full backup is never included in an incremental strategy. If no level 0 backup
exists when you run a level 1 or higher backup, RMAN makes a level 0 backup
automatically to serve as the base.

A level nincremental backup in which n is greater than zero backs up either:

« All blocks changed after the most recent backup at level n or lower (the default
type of incremental backup, which is called a differential backup)

« All blocks changed after the most recent backup at level n-1 or lower (called a
cumulative backup)

Note: In most circumstances, cumulative backups are preferable
to differential backups because fewer incremental backups need to
be applied during recovery.

The benefit of performing multilevel incremental backups is that RMAN does not
back up all blocks all of the time. Since RMAN needs to read all of the blocks of the
datafile, full backups and incremental backups take approximately the same
amount of time.

Incremental backups at levels greater than zero only copy blocks that were
modified. The size of the backup file depends solely upon the number of blocks
modified and the incremental backup level.
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How Incremental Backups Work

Each data block in a datafile contains a system change number (SCN), which is the
SCN at which the most recent change was made to the block. During an incremental
backup, RMAN reads the SCN of each data block in the input file and compares it
to the checkpoint SCN of the parent incremental backup. RMAN reads the entire
file every time whether or not the blocks have been used.

The parent backup is the backup that RMAN uses for comparing the SCNs. If the
current incremental is a differential backup at level n, then the parent is the most
recent incremental of level n or less. If the current incremental is a cumulative
backup at level n, then the parent is the most recent incremental of level n-1 or less.
If the SCN in the input data block is greater than or equal to the checkpoint SCN of
the parent, then RMAN copies the block.

Note that one consequence of this mechanism is that RMAN applies all blocks
containing changed data during recovery—even if the change is to an object created
with the NOLOGGING®Gption. Hence, making incremental backups functions as a
safeguard against the loss of changes made to NOLOGGINGables.

See Also:  Oracle9i Database Concepts for more information about
NOLOGGIN@node

Differential Incremental Backups

In a differential level n incremental backup, RMAN backs up all blocks that have
changed since the most recent backup at level n or lower. For example, in a
differential level 2 backup, RMAN determines which level 1 or level 2 backup
occurred most recently and backs up all blocks modified after that backup. If no
level 1 is available, RMAN copies all blocks changed since the base level 0 backup.
If no level 0 backup is available, RMAN makes a new base level 0 backup for this
file. Incremental backups are differential by default.
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Figure 5-5 Differential Incremental Backups (Default)
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In the example shown in Figure 5-5, the following occurs:

Sunday

An incremental level 0 backup backs up all blocks that have ever been in use in
this database.

Monday

A differential incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
recent incremental backup at level 2 or less is the level 0 Sunday backup, so
only the blocks changed since Sunday will be backed up.

Tuesday

A differential incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
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recent incremental backup at level 2 or less is the level 2 Monday backup, so
only the blocks changed since Monday will be backed up.

«  Wednesday

A differential incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
recent incremental backup at level 2 or less is the level 2 Tuesday backup, so
only the blocks changed since Tuesday will be backed up.

« Thursday

A differential incremental level 1 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
recent incremental backup at level 1 or less is the level 0 Sunday backup, so all
the blocks changed since the Sunday level 0 backup will be backed up.

« Friday

A differential incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
recent incremental backup at level 2 or less is the level 1 Thursday backup, so
only the blocks changed since the Thursday level 1 backup will be backed up.

« Saturday

A differential incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n or less; in this case, the most
recent incremental backup at level 2 or less is the level 2 Friday backup, so only
the blocks changed since the Friday level 2 backup will be backed up.

« Thecycle is repeated for the next week.

Cumulative Incremental Backups

Oracle provides an option to make cumulative incremental backups at level 1 or
greater. In a cumulative level n backup, RMAN backs up all the blocks used since
the most recent backup at level n-1 or lower. For example, in a cumulative level 2
backup, RMAN determines which level 1 backup occurred most recently and copies
all blocks changed since that backup. If no level 1 backup is available, RMAN copies
all blocks changed since the base level 0 backup.

Cumulative incremental backups reduce the work needed for a restore by ensuring
that you only need one incremental backup from any particular level. Cumulative
backups require more space and time than differential backups, however, because
they duplicate the work done by previous backups at the same level.
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Figure 5-6 Cumulative Incremental Backups
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In the example shown in Figure 5-6, the following occurs:

Sunday

An incremental level 0 backup backs up all blocks that have ever been in use in
this database.

Monday

A cumulative incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n-1 or less; in this case, the
most recent incremental backup at level 1 (2 minus 1) or less is the level 0
Sunday backup, so only the blocks changed since Sunday will be backed up.

Tuesday

A cumulative incremental level 2 backup occurs. This backs up all blocks that
have changed since the most recent incremental backup at level n-1 or less; in
this case, the most recent incremental backup at level 1 (2 minus 1) or less is the
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level 0 Sunday backup, so all the blocks changed since Sunday will be backed
up. (This backup includes those blocks that were copied on Monday, since this
backup is cumulative and includes the blocks copied at backups taken at the
same incremental level as the current backup).

«  Wednesday

A cumulative incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n-1 or less; in this case, the
most recent incremental backup at level 1 (2 minus 1) or less is the level 0
Sunday backup, so all the blocks changed since Sunday will be backed up. (This
backup includes those blocks that were copied on Monday and Tuesday, since
this backup is cumulative and includes the blocks copied at backups taken at
the same incremental level as the current backup).

« Thursday

A cumulative incremental level 1 backup backs up all blocks that have changed
since the most recent incremental backup at level n-1 or less; in this case, the
most recent incremental backup at level 0 (1 minus 1) or less is the level 0
Sunday backup, so all the blocks changed since Sunday will be backed up.

« Friday

A cumulative incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n-1 or less; in this case, the
most recent incremental backup at level 1 (2 minus 1) or less is the level 1
Thursday backup, so all the blocks changed since Thursday will be backed up.

« Saturday

A cumulative incremental level 2 backup backs up all blocks that have changed
since the most recent incremental backup at level n-1 or less; in this case, the
most recent incremental backup at level 1 (2 minus 1) or less is the level 1
Thursday backup, so all the blocks changed since Thursday will be backed up.

« Thecycle is repeated for the next week.

Incremental Backup Strategy

Choose a backup scheme according to an acceptable MTTR (mean time to recover).
For example, you can implement a three-level backup scheme so that a full or level
0 backup is taken monthly, a cumulative level 1 backup is taken weekly, and a
cumulative level 2 is taken daily. In this scheme, you never have to apply more than
a day's worth of redo for complete recovery.
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When deciding how often to take full or level 0 backups, a good rule of thumb is to
take a new level 0 whenever 50% or more of the data has changed. If the rate of
change to your database is predictable, then you can observe the size of your
incremental backups to determine when a new level 0 is appropriate. The following
query displays the number of blocks written to a backup set for each datafile with at
least 50% of its blocks backed up:

SELECT FILE#, INCREMENTAL_LEVEL, COMPLETION_TIME, BLOCKS, DATAFILE_BLOCKS
FROM V$BACKUP_DATAFILE
WHERE INCREMENTAL_LEVEL >0 AND BLOCKS /DATAFILE_BLOCKS > 5
ORDER BY COMPLETION_TIME;

Compare the number of blocks in differential or cumulative backups to a base level
0 backup. For example, if you only create level 1 cumulative backups, then when
the most recent level 1 backup is about half of the size of the base level 0 backup,
take a new level 0.

See Also:  "Making Incremental Backups with RMAN" on
page 9-16

Types of Files That RMAN Can Back Up

RMAN performs backup operations only when an instance has the database
mounted or open, because there must be a control file available to record the
backup information. In an Oracle Real Application Clusters environment, if the
instance where the backup operation is being performed does not have the database
open, then the database must not be open by any instance.

The BACKURand COPYcommands support tablespace, datafile, archived log,
control file, and backup set backups. The PUTcommand can also store operating
system files such as parameter and password files in the recovery catalog. RMAN
does not back up:

« Online redo logs

« Transported tablespaces before they have been made read/write

See Also:

« Oracle9i Real Application Clusters Administration for more
information about Oracle Real Application Clusters backup
constraints

« "Tests and Integrity Checks for Backups" on page 5-63 to learn
about the PUTcommand
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Backup Errors

RMAN can handle the two primary types of backup errors: 1/0 errors and corrupt
blocks. Any I/0 errors that RMAN encounters when reading files or writing to the
backup pieces cause the system to abort the jobs. For example, if RMAN tries to
back up a datafile but the datafile is not on disk, then RMAN aborts the backup.

If an RMAN job produces more than one separate backup set and an error occurs,
then RMAN needs to rewrite the backup sets that it was writing at the time of the
error. However, it retains any backup sets that it successfully wrote before aborting.
The NOT BACKED UP SINGCé&ption of the BACKURommand restarts a backup that
partially completed, backing up only those files that did not get backed up.

RMAN copies datafile blocks that are already identified as corrupt into the backup.
If RMAN encounters datafile blocks that have not already been identified as
corrupt, then it writes them to the backup with a reformatted header indicating that
the block has media corruption (assuming that SET MAXCORRURS not equal to 0
for this datafile and the number of corruptions does not exceed the limit). In either
case, Oracle records the address of the corrupt block and the type of corruption in
the control file. Access these records through the V$BACKUP_CORRUPTICixd
V$COPY_CORRUPTIONews.

Use the SET MAXCORRUR®mMmand to allow a certain number of previously
undetected block corruptions in specified datafiles. If a BACKURr COPYcommand
detects more than this number of corruptions, then the command aborts. The
default limit is zero, meaning that RMAN does not tolerate corrupt blocks.

See Also:

« "Tests and Integrity Checks for Backups" on page 5-63 for more
information about fractured and corrupt blocks

« "Restartable Backups" on page 5-59 for more information about
the NOT BACKED UP SING#ause

«  Oracle9i Database Reference for a description of VSBACKUP_
CORRUPTION

«  Oracle9i Recovery Manager Reference for reference information on
SET MAXCORRUPT
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Control File Autobackups

When CONFIGURE CONTROLFILE AUTOBACK®bEget to ON RMAN automatically
performs a control file autobackup in these situations:

«  After every BACKURr COPYcommand issued at the RMAN prompt

«  Whenever a BACKURr COPYcommand within a RUNblock is followed by a
command that is neither BACKURor COPY

» Atthe end of every RUNblock if the last command in the block was either
BACKUPRr COPY

This automatic backup of the control file occurs in addition to any backup of the
current control file that has been performed during these commands. You can turn
off the autobackup feature by running this command:

CONFIGURE CONTROLFILE AUTOBACKUP OFF;

The purpose of the control file autobackup is to provide a way to restore the backup
repository contained in the control file when the control file is lost and the recovery
catalog is either lost or was never used. You do not need a recovery catalog or target
control file to restore the control file autobackup. For example, you can issue:

RESTORE CONTROLFILE FROM AUTOBACKUP;

After you restore and mount the control file, then you can use it to obtain the
backup information necessary to restore and recover the database. For example, if
the recovery catalog database was destroyed along with the target database, you
can create a new catalog and register the target database. The new catalog will be
populated with backup information from the restored control file. You can also
simply connect to the target instance in NOCATALO®ode and restore the database.

The control file autobackup filename has a default format of %Ffor all device types
so that RMAN can restore it without a repository. The substitution variable %Fis
defined in the description of the CONFIGUREommand. You can specify a different
format for a specified device type using the CONFIGURE CONTROLFILE
AUTOBACKUP FORMgdmmand. A valid format must include the %Fvariable as
part of the string.

The SET CONTROLFILE AUTOBACKUP FORM@&Mmand, which you can specify
either within a RUNblock or at the RMAN prompt, overrides the configured
autobackup format in the session only. The order of precedence is:

1. SETwithin RUN
2. SETat RMANprompt
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3. CONFIGURE

Note that you can configure the autobackup format even when CONFIGURE
CONTROLFILE AUTOBACKU#®set to OFF but RMAN does not generate
autobackups in this case. For RMAN to make autobackups, CONFIGURE
CONTROLFILE AUTOBACKU#Rust be set to ON

See Also:

« "Overriding the Control File Autobackup Format" on page 9-29

«  Oracle9i Recovery Manager Reference for BACKURsyntax

«  Oracle9i Recovery Manager Referencefor RESTORByntax

Backup Retention Policies
This section contains these topics:
« About Backup Retention Policies
« Recovery Window
« Backup Redundancy
« Batch Deletes of Obsolete Backups and Copies

« Backups Exempt from the Retention Policy

About Backup Retention Policies

You can use the CONFIGURE RETENTION POLICdmMmand to create a persistent
and automatic backup retention policy. When a backup retention policy is in effect,
RMAN considers backups and copies of datafiles and control files as obsolete, that
is, no longer needed for media recovery, according to criteria that you specify in the
CONFIGUREommand. You can then periodically or regularly issue the REPORT
OBSOLETEommand to view obsolete files and DELETE OBSOLETHE delete them.

The retention policy is ongoing. As you produce datafile and control file backups
over time, RMAN keeps track of which to keep and which are obsolete. RMAN
does not automatically delete the files for you, but it does perform the record
keeping.

The term obsolete does not mean the same as expired. A backup or copy is obsolete
when REPORT OBSOLETda DELETE OBSOLETHetermines, based on the
user-defined retention policy, that it is not needed for media recovery. A backup or
copy expires only when RMAN performs a crosscheck and sees either that the file is
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missing from disk or that the media manager has returned "Not found" for the file.
In short, obsolete means not needed, whereas expired means "not found.”

Note that from the perspective of a retention policy, a backup is a backup or copy of
an individual datafile or control file. It does not matter whether the backup is a
datafile copy, a proxy copy, or part of another backup set. For datafile copies and
proxy copies, if RMAN determines that the copy or proxy copy is not needed, then
the copy or proxy copy can be deleted. For datafile backups in backup sets, RMAN
cannot delete the backup set until all of the individual datafile backups within the
backup set are obsolete.

Besides affecting datafile and control file backups, the retention policy affects
archived logs and archived log backups. First, RMAN decides which datafile and
control file backups are obsolete. Then, RMAN considers as obsolete all archived
log backups that are older than the oldest datafile or control file backup that must
be retained. This behavior occurs regardless of whether the retention policy is
configured for a recovery window or redundancy.

Note: RMAN cannot implement an automatic retention policy if
backups are deleted using non-RMAN methods, for example,
through the media manager’s tape retention policy. The media
manager should never expire a tape until all RMAN backups on
that tape have been removed from the media manager’s catalog.

You have two mutually exclusive options for implementing an retention policy:
specifying a recovery window, or specifying redundancy (the default type of
retention policy). The retention policy commands are as follows:

« CONFIGURE RETENTION POLICY TO RECOVERY WINDOW
« CONFIGURE RETENTION POLICY TO REDUNDANCY

You can also disable the retention policy completely by running the following
command, meaning that RMAN does not consider any backup or copy to be
obsolete:

CONFIGURE RETENTION POLICY TO NONE;

Recovery Window

A recovery window is a period of time that begins with the current time and
extends backward in time to the point of recoverability. The point of recoverability
is the earliest time for a hypothetical point-in-time recovery, that is, the earliest
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point to which you can recover following a media failure. For example, if you
implement a recovery window of one week, then this window of time must extend
back exactly seven days from the present so that you can restore a backup and
recover it to this point. You implement this retention policy as follows:

CONFIGURE RETENTION POLICY TO RECOVERY WINDOW OF 7 DAYS,;

This command ensures that for each datafile one backup that is older than the point
of recoverability must be retained. For example, if the recovery window is 7, then
there must always exist one backup of each datafile that satisfies the following
condition:

SYSDATE - (SELECT CHECKPOINT_TIME FROM V$DATAFILE) >= 7

All backups older than the most recent backup that satisfied this condition are
obsolete.

Assume the following retention policy illustrated in Figure 5-7. The retention policy
has the following aspects:

« The recovery window is 7 days.
« Database backups are scheduled every two weeks on these days:
— January 1
— January 14
— January 28
— February 4

« The database runs in ARCHIVELOGnNode, and archived logs are saved on disk
only as long as needed for the retention policy.
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Figure 5-7 Recovery Window, Part 1
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As illustrated in Figure 5-7, the current time is January 23 and the point of
recoverability is January 16. Hence, the January 14 backup is needed for recovery, as
are the archived logs from log sequence 500 through 850. The logs before 500 and
the January 1 backup are obsolete because they are not needed for recovery to a
point within the window.
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Assume the same scenario a week later, as depicted in Figure 5-8.

Figure 5-8 Recovery Window, Part 2
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In this scenario, the current time is January 30 and the point of recoverability is
January 23. Note how the January 14 backup is not obsolete even though a more
recent backup (January 28) exists in the recovery window. This situation occurs
because restoring the January 28 backup does not enable you to recover to the
earliest time in the window, January 23. To ensure recoverability to any point within
the window, you must save the January 14 backup as well as all archived redo logs
from log sequence 500 to 1150.

See Also:  "Configuring the Retention Policy for a Recovery
Window" on page 8-19

Backup Redundancy

Besides RECOVERY WINDé CONFIGUREommand has another mechanism for
controlling how long backups should be retained: the REDUNDANC)arameter. The
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REDUNDANCQCYarameter specifies that any number of backups or copies beyond a
specified number need not be retained. For example, you can specify:

CONFIGURE RETENTION POLICY TO REDUNDANCY 2,

Although the recovery window is the best practice for specifying an retention
policy, you choose not to specify it because the number of backups that must be
kept by the recovery window is not constant and depends on the backup schedule.
Use the CONFIGURE RETENTION POLICY TO REDUNDABERYmMand to implement
a retention policy that maintains a constant number of backups of each datafile. The
RECOVERY WIND@tion is mutually exclusive with the REDUNDANCption.

By default, the retention policy is configured to REDUNDANCY =tb maintain
compatibility with the behavior of REPORT OBSOLETiE earlier RMAN releases. If
you run the following command, then RMAN returns the retention policy to the
default value:

CONFIGURE RETENTION POLICY CLEAR,;

You can also run the following command to disable the retention policy altogether:
CONFIGURE RETENTION POLICY TO NONE;

If the retention policy is configured to NONEthen REPORT OBSOLETdhd DELETE
OBSOLETHIo not consider any backups to be obsolete.

See Also:  "Configuring the Retention Policy for Redundancy" on
page 8-20

Batch Deletes of Obsolete Backups and Copies

Run the REPORT OBSOLET®mmand to determine which backups are currently
obsolete according to the retention policy. For example, if you set the recovery
window to 7 days using the CONFIGUREommand, then you can run the following
command to determine which backups and archived redo logs are obsolete:

REPORT OBSOLETE;
Note that if you configure the retention policy to NONEthen RMAN does not

consider any backups or copies as obsolete. Consequently, RMAN issues an error
when you run REPORT OBSOLENithout any other options.

A companion command, DELETE OBSOLET,Eleletes the files rendered obsolete by
the retention policy. You can run this command to delete all obsolete backups and
copies at once. For example, you can run DELETE OBSOLET a weekly script.
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Executing the DELETE OBSOLETEommand ensures that you do not waste disk
space by storing unnecessary files.

You can also specify the REDUNDANCM RECOVERY WIND@tions on the
REPORr DELETEcommands. These settings determine what is obsolete when
running the commands and override the CONFIGURE RETENTION POLICSéttings.

See Also:

« "Reporting on Backups, Copies, and Database Schema" on
page 17-10

« "Deleting Backups and Copies" on page 18-4
«  Oracle9i Recovery Manager Reference for DELETEsyntax
«  Oracle9i Recovery Manager Reference for REPORByntax

Backups Exempt from the Retention Policy

You may want to store a long-term backup, potentially offsite, for much longer than
the time dictated by the user’s retention policy. For example, you may make a
database backup on the first day of every year just to keep a record. You do not
intend to use this backup in your backup and recovery strategy, although you may
want to restore it at some point for report generation. For example, you may want
to see how many customers were in the database 5 years ago.

You do not want to include a long-term backup in the production backup schedule,
but you do want to record it in the recovery catalog. A long-term backup should not
be included in the retention policy because RMAN would quickly mark it as
obsolete, and then a DELETE OBSOLETEommand would remove it.

By using the KEEPoption in the BACKURor COPYcommand (or the KEEPoption of
the CHANGEommand), you exclude the backup from the retention policy. The
backup is still a fully valid backup, however, and can be restored just like any other
RMAN backup. The NOKEEPption (default) indicates that the backup is not
immune from the configured retention policy. You can change a backup between
KEEPand NOKEERtatus with the CHANGEommand.

You can specify the LOGSoption to save archived logs for a possible incomplete
recovery of the long-term backup. When LOGSis specified, all logs more recent than
the backup are kept as long as the backup is kept. In other words, KEEP FOREVER
LOGSmeans that RMAN not consider logs generated after the long-term backup to
be obsolete. If you specify NOLOGSthen RMAN does not keep the logs required to
recover the backup. Note that in this case the long-term backup must be consistent.
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You can either specify that the backup should be kept FOREVERor specify an end
date using the UNTIL clause. If you specify UNTIL, then RMAN will not mark the
backup as obsolete until after the UNTIL date has passed.

The following commands are examples of long-term backups:

# exempts the backup from retention policy until last day of 2002
BACKUP DATABASE KEEP UNTIL TIME "TO_DATE('31-DEC-2002, 'dd-mon-yyyy)* NOLOGS;

# alters status of backup set 231 from KEEP to NOKEEP
CHANGE BACKUPSET 231 NOKEEP;

# specifies that this backup and the logs required to recover it are indefinitely exempt
#from the retention policy
BACKUP TABLESPACE ths2 KEEP FOREVER NOLOGS;

See Also:  Oracle9i Recovery Manager Reference for CHANGEyntax

Backup Optimization

RMAN'’s backup optimization refers to its intelligent skipping of files during
backups when certain conditions are met.

This section contains these topics:
« Backup Optimization Algorithm
« Requirements for Enabling and Disabling Backup Optimization

« Effect of Retention Policies on Backup Optimization

Backup Optimization Algorithm

If you enable backup optimization, then the BACKURommand skips the backup of
a file when the identical file has already been backed up to the allocated device
type. Table 5-4 describes criteria that RMAN uses to determine whether a file is
identical to a file that it already backed up.

Table 5-3 Criteria to Determine an ldentical File

Type of File Criteria to Determine an Identical File

Datafile Same DBID, checkpoint SCN, and RESETLOGSCN and time. The
datafile must be offline-normal, read-only, or closed normally.

Archived redo log Same thread, sequence number, and RESETLOGSCN and time.

Backup set Same backup set recid and stamp.
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If RMAN determines that a file is identical and it has already been backed up, then
it is a candidate for skipping. However, RMAN must do further checking to
determine whether to skip the file, because both the retention policy feature and the
backup duplexing feature influence the algorithm that determines whether RMAN
has "enough" backups on the specified device type.

Table 5-4 describes the algorithm that backup optimization uses when determining
whether to skip the backup of an identical file.

Table 5-4 Backup Optimization Algorithm

For an
Identical ...

Backup Optimization Algorithm

Datafile

If you configured a recovery window, then RMAN skips a datafile backup only if the latest
backup of a file is earlier than the earliest point in the window.

If you did not configure a recovery window, then RMAN sets n=1 and searches for values of n
in this order of precedence (that is, values higher on the list override values lower on the list):

1. If CONFIGURE RETENTION POLICY TO REDUNDAN®Yenabled, then RMAN only skips
datafiles when n=r +1 backups exist.

2. BACKUP...COPIES n
3. SET BACKUP COPIE&
4. CONFIGURE DATAFILE BACKUP COPIES FOR DEVICE TYPE ... TO®

RMAN skips backup only if at least n backups of an identical file exist on the specified device. If
RMAN does not skip the backup, then it makes the backup exactly as specified.

Archived log

By default, n=1. RMAN searches for values of n in this order of precedence (that is, values
higher on the list override values lower on the list):

1. BACKUP ...COPIES n
2. SET BACKUP COPIE®
3. CONFIGURE ARCHIVELOG BACKUP COPIES FOR DEVICE TYPE ... 1O

RMAN skips backup only if at least n backups of an identical file exist on the specified device. If
RMAN does not skip the backup, then it makes the backup exactly as specified.

Backup set

By default, n=1. RMAN searches for other values of n in this order of precedence (that is, values
higher on the list override values lower on the list):

1. BACKUP...COPIES n
2. SET BACKUP COPIE®

RMAN skips backup only if at least n backups of an identical file exist on the specified device. If
RMAN does not skip the backup, then it makes the backup exactly as specified.
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For example, assume that at 9 a.m. you back up three copies of all existing archived
logs to tape:

BACKUP DEVICE TYPE sht COPIES 3 ARCHIVELOG ALL;

Later, you enable the following configuration setting:

CONFIGURE ARCHIVELOG BACKUP COPIES FOR DEVICE TYPE sht TO 4;
CONFIGURE BACKUP OPTIMIZATION ON,;

Then, you run the following archived log backup at noon:
BACKUP DEVICE TYPE sbt COPIES 2 ARCHIVELOG ALL;

In this case, the BACKUP ... COPIES setting overrides the CONFIGURE ...
COPIESsetting, so RMAN sets n=2. RMAN skips the backup of a log only if at least
two copies of the log exist on the sbt device. Because three copies of each log exist
on sht of all the logs generated before 9 a.m., RMAN skips the backups of these
logs. However, RMAN backs up two copies of all logs generated after 9 a.m.
because these logs have not yet been backed up to tape.

At this point, three copies of the logs created before 9 a.m. exist on tape, and two
copies of the logs created after 9 a.m. exist on tape. Assume that you run the
following backup at 3 p.m.:

RUN

{
SET BACKUP COPIES 3;

BACKUP DEVICE TYPE sbt ARCHIVELOG ALL;
}

In this case, RMAN sets n=3 and so will not back up the logs created before 9 a.m.
because three copies already exist on tape. However, only two copies of the logs
created after 9 a.m. exist on tape, so RMAN does not optimize backups of these
logs. Hence, RMAN backs up three copies of the logs created after 9 a.m.

Requirements for Enabling and Disabling Backup Optimization

Backup optimization is enabled when the following conditions are true:
« The CONFIGURE BACKUP OPTIMIZATION @Nmmand has been run.

« You run BACKUP DATABASBACKUP ARCHIVELO®ith ALL or LIKE options,
or BACKUP BACKUPSET ALL.

= Only one type of channel is allocated, that is, you do not mix channels of type
DISK and sbt .
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For example, assume that you run these commands:

BACKUP DEVICE TYPE sht DATABASE PLUS ARCHIVELOG;
BACKUP DEVICE TYPE sbt BACKUPSET ALL;

If none of these files has changed since the last backup, then RMAN does not back
up the files again, nor signal an error if it skips all files specified in the command.

Note: Whether or not backup optimization is enabled, if you run
BACKUP ARCHIVELO&d no archived logs exist, then RMAN does
not signal an error. Probably no new logs were generated after the
previous BACKUP ARCHIVELOG ALL DELETE INPW@dmmand.

To override backup optimization and back up all files whether or not they have
changed, specify the FORCEoption on the BACKUR.ommand. To disable backup
optimization, specify OFFon the CONFIGURE BACKUP OPTIMIZATIOddmMmand.
The CLEARoption returns backup optimization to its default value of OFF

Effect of Retention Policies on Backup Optimization

The retention policy influences backup optimization. Because the retention policy
defaults to REDUNDANCY=# retention policy is always in place unless it is
explicitly disabled with CONFIGURE RETENTION POLICY TO NONE

Note: Use caution when enabling backup optimization if you use
a media manager that has an expiration policy. The media manager
can expire tapes containing backups, and RMAN will not make
new backups because of optimization. Run CROSSCHECK
periodically to synchronize the repository with the media manager.

Backup Optimization and a Recovery Window

If optimization is enabled, and a retention policy is configured for a recovery
window, then RMAN always backs up datafiles whose most recent backup is older
than the recovery window. For example, assume that:

« Today is February 21.
« The recovery window is 7 days.

« The most recent backup of tablespace old_sales to tape is January 3.
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« Tablespace old_sales isread-only.

On February 21, when you issue a command to back up tablespace old_sales to
tape, RMAN backs it up even though it did not changed after the January 3 backup
(because it is read-only). RMAN makes the backup because no backup of the
tablespace exists within the 7-day recovery window.

This behavior allows the media manager to expire old tapes. Otherwise, the media
manager would be forced to keep the January 3 backup of tablespace old_sales
indefinitely. By making a more recent backup of tablespace old_sales on
February 21, RMAN allows the media manager to expire the tape containing the
superfluous January 3 backup.

Backup Optimization and Redundancy

Assume that you configure a retention policy for redundancy. In this case, RMAN
only skips backups of offline or read-only datafiles when there are r + 1 backups,
where r is specified in CONFIGURE RETENTION POLICY TO REDUNDANCY

Assume that you enable backup optimization and set the following retention policy:

CONFIGURE DEFAULT DEVICE TYPE TO sht;
CONFIGURE BACKUP OPTIMIZATION ON;
CONFIGURE RETENTION POLICY TO REDUNDANCY 2,

So, RMAN only skips backups when three identical files are already backed up.
Also assume that you have never backed up the old_sales tablespace, and that
you perform the actions described in Table 5-5 over the course of the week.

Table 5-5 Effect of Redundancy Setting on Backup Optimization

Day Action Result Redundant Backup
Monday Take tablespace old_
sales offline normal.

Tuesday BACKUP DATABASE | The old_sales tablespace
is backed up.

Wednesday | BACKUP DATABASE | The old_sales tablespace
is backed up.

Thursday BACKUP DATABASE | The old_sales tablespace | Tuesday backup
is backed up.

Friday BACKUP DATABASE | The old_sales tablespace | Tuesday backup

is not backed up.
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Table 5-5 Effect of Redundancy Setting on Backup Optimization

Day Action Result Redundant Backup

Saturday BACKUP DATABASE | The old_sales tablespace | Tuesday backup
is not backed up.

Sunday DELETE OBSOLETE | The Tuesday backup is
deleted.

Monday BACKUP DATABASE | The old_sales tablespace | Wednesday backup
is backed up.

The backups on Tuesday, Wednesday, and Thursday back up the old_sales
tablespace to satisfy the condition that three backups must exist (one more than
redundancy setting). The Friday and Saturday backups do not back up the old_
sales tablespace because of backup optimization. Note that the Tuesday backup of
old_sales is obsolete beginning on Thursday.

On Sunday, you delete all obsolete backups, which removes the Tuesday backup.
The Tuesday backup is obsolete because of the retention policy setting. The whole
database backup on Monday then backs up the old_sales tablespace to satisfy the
condition that three backups must exist (one more than redundancy setting). In this
way, you can recycle your tapes over time.

See Also:  "Backing Up Files Using Backup Optimization" on
page 9-25, and "Configuring Backup Optimization" on page 8-22

Restartable Backups

Using the restartable backup feature, RMAN can back up only those files that have
not been backed up since a specified date. This feature is intended for cases when a
backup fails partway through and you only want to back up the part of the
database that did not finish.

The unit of restartability is a single backup set. If the entire database is backed up
into one backup set, and if a backup fails, then the entire backup has to be rerun. If
the backup generates multiple backup sets, then the backups that completed
successfully do not have to be rerun. For this reason, you can set FILESPERSETto a
value much lower than the default so that RMAN limits the number of files that it
places in each backup set.

For example, you can back up the database daily as follows:
BACKUP DATABASE FILESPERSET =8;
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Then, back up all files in the database that were not backed up in the last 24 hours
by issuing:

BACKUP DATABASE NOT BACKED UP SINCE TIME 'SYSDATE-1;

Note that if you do not specify the SINCE TIME parameter, then RMAN only backs
up files that have never been backed up.

When determining whether a file has been backed up, RMAN compares the SINCE
TIME date with the completion time of the most recent backup of the file. The
completion time for a file in a backup set is the completion time of the entire backup
set. In other words, all files in the same backup set have the same completion time.
If the SINCE TIME is later than the completion time, then RMAN backs up the file.

See Also: "Restarting a Backup After It Partially Completes” on
page 9-26 and Oracle9i Recovery Manager Reference for BACKUP
syntax

Image Copies

An image copy contains a single datafile, archived redo log file, or control file that
you can use as-is to perform recovery. Run the RMAN COPYcommand or an
operating system command such as the UNIX cp command to create image copies.

An image copy produced with the RMAN COPYcommand is similar to an
operating system copy of a single file, except that an Oracle server session produces
it. The server session performs additional actions like validating the blocks in the
file and recording the copy in the control file. An image copy differs from a backup
set because it is not multiplexed, nor is there any additional header or footer control
information stored in the copy. RMAN only writes image copies to disk.

This sections contains these topics:

« RMAN Image Copies

« User-Managed Image Copies

« Tags for Backups and Image Copies

« Long-Term RMAN Copies

RMAN Image Copies

Use the RMAN COPYcommand to create an image copy to disk. You cannot use
COPYto make a copy to a device other than DISK. If you run a RESTOREommand,
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then by default RMAN restores the image copy of a datafile or control file to its
original location.

Note that if you need to replace a current datafile, and if you have an image copy of
the datafile, then you do not need to restore the copy. Instead, you can use the
SWITCHcommand to point the control file at the copy and update the repository to
indicate that the copy has been switched. Issuing the SWITCHcommand in this case
is equivalent to issuing the SQL statement ALTER DATABASE RENAME DATAFILE
You can then perform recovery on the copy.

RMAN can inspect an existing image copy and enter its metadata into the control
file and recovery catalog. This operation is important when the recovery catalog is
lost and you must perform disaster recovery. Only image copies and archived logs
can be cataloged.

User-Managed Image Copies

Oracle supports image copies created by mechanisms other than RMAN, also
known as user-managed copies or operating system copies. For example, a copy of
a datafile that you make with the UNIX dd command is an operating system copy.
You must catalog operating system copies with RMAN before using them with the
RESTORBr SWITCHcommands.

You can create an operating system copy when the database is open or closed. If the
database is open and the datafile is online and read/write, then you must place the
tablespace in backup mode, that is, issue the SQL statement ALTER TABLESPACE
BEGIN BACKUMefore creating the copy.

Caution:  If you do not put a tablespace in backup mode before
making an online user-managed backup, the backup can contain
fractured blocks and become unrecoverable. Refer to "Detection of
Logical Block Corruption" on page 5-64.

Some sites store their datafiles on mirrored disk volumes, which permit the creation
of image copies by breaking a mirror. After you have broken the mirror, you can
notify RMAN of the existence of a new operating system copy, thus making it a
candidate for use in a restore operation. You must notify RMAN when the copy is
no longer available for restore, however, by using the CHANGE ... UNCATALOG
command. In this example, after resilvering the mirror (not including other copies
of the broken mirror), then you must use a CHANGE ... UNCATALOGommand to
update the recovery catalog and indicate that this copy is no longer available.
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See Also:

« "Cataloging Archived Logs and User-Managed Copies" on
page 18-14 to learn how to catalog copies

« "Making Split Mirror Backups with RMAN" on page 9-16 to
learn about split mirror backups

«  Oracle9i Recovery Manager Reference for CHANGEyntax

Tags for Backups and Image Copies

You can assign a user-specified character string called a tag to backup sets and
image copies (either copies made by RMAN or copies made by an operating system
utility). A tag is a symbolic name for a backup set or file copy such as weekly
backup . You can specify the tag rather than the filename when executing the
RESTORBr CHANGEommand. The maximum length of a tag is 30 characters.

Tags do not need to be unique, so multiple backup sets or image copies can have the
same tag. When a tag is not unique, then with respect to a given datafile, the tag
refers to the most current suitable file. By default, RMAN selects the most recent
backups to restore unless qualified by a tag or a SET UNTIL command. The most
current suitable backup containing the specified file may not be the most recent
backup, as can occur in point-in-time recovery.

For example, if datafile copies are created each Monday evening and are always
tagged mondayPMcopy, then the tag refers to the most recent copy (assuming that
no SET UNTIL command is issued before restore or recovery). Thus, if complete
recovery is desired, this command switches datafile 3 to the most recent Monday
evening copy:

SWITCH DATAFILE 3 TO DATAFILECOPY TAG mondayPMcopy;
Tags can indicate the intended purpose or usage of different classes of backups or

file copies. For example, datafile copies that are suitable for use in a SWITCHcan be
tagged differently from file copies that should be used only for RESTORE

Note: If you specify a tag when specifying input files to a
RESTORBr SWITCHcommand, then RMAN considers only backup
sets with a matching tag when choosing which backup to use

See Also:  Oracle9i Recovery Manager Reference for SWITCHsyntax,
and Oracle9i Recovery Manager Reference for RESTOREyntax
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Long-Term RMAN Copies

You can use the COPY ... KEEP command to specify that an image copy should be
exempt from the current retention policy. The behavior of this command is the same
as BACKUP ... KEEP.

See Also:  "Backups Exempt from the Retention Policy" on
page 5-53 for a description of retention policies and how files can be
exempt or non-exempt

Tests and Integrity Checks for Backups
This section contains these topics:
« About Tests and Integrity Checks
« Detection of Physical Block Corruption
«» Detection of Logical Block Corruption
« Detection of Fractured Blocks During Open Backups
«  Test Backups Using RMAN

About Tests and Integrity Checks

Oracle prohibits any attempts to perform operations that result in unusable backup
files or corrupt restored datafiles. By using integrity checks, the Oracle server
automatically does the following:

« Ensures that restore operations do not corrupt the database by applying
backups from a previous incarnation of the database

« Ensures that incremental backups are applied in the correct order

« Prohibits accessing datafiles that are in the process of being restored or
recovered

« Allows only one restore operation for each datafile at a time

«  Stores special error checking information in backups to ensure that corrupt
backup files are detected

You can use the BACKUP VALIDATEEommand to perform a test run backup without
actually producing output files. In this way, you can check your datafiles for
possible problems.
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Detection of Physical Block Corruption

Because an Oracle server session is performing backup and copy operations, the
server session is able to detect many types of physically corrupt blocks. Each new
corrupt block not previously encountered in a backup or copy operation is recorded
in the control file and in the alert.log . By default, error checking for physical
corruption is enabled.

RMAN queries corruption information at the completion of a backup and stores it
in the recovery catalog and control file. Access this data using the views
V$BACKUP_CORRUPTIONMd V$COPY_CORRUPTION

If the server session encounters a datafile block during a backup that has already
been identified as corrupt by the database, then the server session copies the
corrupt block into the backup and Oracle logs the corruption in the control file as
either a logical or media corruption. RMAN copies the block in case the user wants
to try to salvage the contents of the block.

If RMAN encounters a datafile block with a corrupt header that has not already
been identified as corrupt by the database, then it writes the block to the backup
with a reformatted header indicating that the block has media corruption.

Note: RMAN cannot detect all types of block corruption.

Detection of Logical Block Corruption

RMAN tests data and index blocks that pass physical corruption checks for logical
corruption, for example, corruption of a row piece or index entry. If RMAN finds
logical corruption, it then logs the block in the alert.log and server session trace
file. By default, error checking for logical corruption is disabled.

Provided the sum of physical and logical corruptions for a file remains below its
MAXCORRURPRSEtting, the RMAN command completes and Oracle populates
V$BACKUP_CORRUPTIOMd V$COPY_CORRUPTIONIth corrupt block ranges. If
MAXCORRUHZ exceeded, the command terminates without populating the views.

Note: For COPYand BACKURommands the MAXCORRUPT
parameter sets the total number of physical and logical corruptions
permitted in a file.
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See Also:  Oracle9i Recovery Manager Reference for BACKUP ...
MAXCORRURYntax, and Oracle9i Recovery Manager Reference for
COPY ... MAXCORRUPByntax

Detection of Fractured Blocks During Open Backups

One danger in making online backups is the possibility of inconsistent data within a
block. For example, assume that you are backing up block 100 in datafile

users.dbf . Also, assume that the copy utility reads the entire block while
database writer is in the middle of updating the block. In this case, the copy utility
may read the old data in the top half of the block and the new data in the bottom
top half of the block. In this case, the block is a fractured block, meaning that the
data contained in this block is not consistent.

When performing open backups without using RMAN, you must put tablespaces in
backup mode in case the operating system reads a block for a backup that is
currently being written by the database writer. When not in backup mode, Oracle
records only changed bytes in the redo stream, not whole blocks. When a tablespace
is in backup mode, Oracle writes the before-image of each changed block in the
tablespace to the redo log before modifying it. Then, Oracle also records the changes
to the block in the redo log. When you recover using SQL*Plus, Oracle applies the
blocks and changes during recovery, so it does not matter that the block in the
backup was fractured.

During an RMAN backup, an Oracle server session reads the datafiles, not an
operating system utility. The server session reads whole Oracle blocks and
determines whether the block is fractured by comparing the header and footer of
each block. If the session detects a fractured block, then it rereads the block until it
gets a consistent picture of the data. For this and other reasons, RMAN does not
require you to place the tablespaces in backup mode, and it is neither desired or
correct to place them in backup mode before RMAN is started.

See Also:  Oracle9i User-Managed Backup and Recovery Guide for
information about backup mode

Test Backups Using RMAN
You can run the BACKUP ... VALIDATE command to do the following:

« Check datafiles for physical and logical corruption

« Confirm that all database files exist and are in the correct locations
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RMAN does not actually produce backup sets, but scans the specified files to
determine whether they can be backed up. In this sense, the BACKUP VALIDATE
command is similar to the RESTORE VALIDATEommand, except for backups
rather than restore jobs.

For example, you can validate that all database files and archived redo logs can be
backed up by issuing a command as follows:

BACKUP VALIDATE DATABASE ARCHIVELOG ALL;

You cannot use the MAXCORRURIr PROXYparameters with the VALIDATE option.

See Also:  Oracle9i Recovery Manager Reference for BACKURyntax
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RMAN Concepts Il: Restore, Recovery, and

Duplication

This chapter describes the basic concepts involved in using RMAN to restore,
recover, and duplicate databases.

This chapter contains these topics:

Restoring Files with RMAN

Datafile Media Recovery with RMAN
Block Media Recovery with RMAN
Database Duplication with RMAN
Standby Database Creation with RMAN
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Restoring Files with RMAN
This section contains these topics:
« About the RESTORE command
« Mechanics of Restore Operations
« File Selection in Restore Operations

« Restore Optimization

About the RESTORE command

Use the RMAN RESTOREommand to restore datafiles, control files, and archived
redo logs from backup sets or image copies on disk. Because a backup set is in an
Oracle proprietary format, you cannot simply import it; you must use the RMAN
RESTOREommand to extract it. In contrast, Oracle can use image copies created by
RMAN without additional processing. By using RMAN, you can restore the whole
database or individual tablespaces, datafiles, control files (current or copies), or
archived redo logs.

Note: You do not normally restore archived logs because RMAN
performs this operation automatically as needed during recovery.
You can improve recovery performance, however, by manually
restoring backups of archived redo logs that you need for recovery.

See Also:  "Restoring and Recovering with RMAN: Overview" on
page 10-2 to learn how to restore, and Oracle9i Recovery Manager
Reference for RESTOREyntax and prerequisites

Mechanics of Restore Operations

RMAN automates the procedure for restoring files. You do not need to go into the
operating system, locate the backup or copy that you want to use, and manually

copy files into the appropriate directories. When you issue a RESTOREommand,
RMAN directs a server session to restore the correct backups and copies to either:

« The default location, overwriting the files with the same name currently there
« A new location, which you can specify with the SET NEWNAMBmMmand

When RMAN performs a restore, the RESTOREommand actually creates the
restored files as datafile copies and records them in the repository. If you do not
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specify a SET NEWNAMBmMmand for the restored files, then RMAN restores the
backups to the default location and immediately removes the repository records for
the datafile copies created during the restore.

For example, if you restore datafile /data/df1.f to its default location, then
RMAN restores the file /data/df1.f and overwrites any file that it finds with the
same filename. If you run a SET NEWNAMBBmmand before you restore a file, then
RMAN creates a datafile copy with the name that you specify. For example, assume
that you run the following commands:

SET NEWNAME FOR DATAFILE "/data/dfLf TO /alt_loc/df1.f;
RESTORE DATAFILE '/data/df1.f;

In this case, RMAN creates a datafile copy of /data/df1.f called /alt_

loc/df1.f and records it as such in the repository. To change the name for
/data/df1.f to /alt_loc/dfl1.f in the control file, run a SWITCHcommand so
that RMAN considers the restored file as the current database file. For example:

SWITCH DATAFILE "/data/dfL.f TO DATAFILECOPY ‘/alt_loc/df1.f;

The SWITCHcommand is equivalent to the SQL statement ALTER DATABASE
RENAME FILE

See Also:  Oracle9i Recovery Manager Reference for SET NEWNAME
syntax, and Oracle9i Recovery Manager Reference for SWITCHsyntax

File Selection in Restore Operations

RMAN uses the recovery catalog—or target database control file if no recovery
catalog is available—to select the best available backup sets or image copies for use
in the restore operation. It gives preference to image copies rather than backup sets.
When multiple choices are available, RMAN uses the most current backup sets or
copies, taking into account whether you specified an UNTIL clause in the RESTORE
command.

All specifications of the RESTOREommand must be satisfied before RMAN
restores a backup set or file copy. The RESTOREommand searches for backups and
copies on all device types of configured channels.

If no available backup or copy in the recovery catalog satisfies all the specified
criteria, then RMAN returns an error during the compilation phase of the restore
job. If you manually allocate channels, and the file cannot be restored because no
backup sets or datafile copies exist on the device types allocated in the job, then
create a new job specifying channels for devices containing the existing backup sets
or copies. This problem does not occur when you configure automatic channels.
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Restore Optimization

By default, RMAN does not perform a restore if the file to be restored is in the
correct place and its header contains the expected information. In releases prior to
Oracle9i, RMAN always restored the requested files. In Oracle9i, RMAN only
restores a file if the header check does not succeed, although you can use the FORCE
option of the RESTOREommand to override this behavior and restore the

requested files unconditionally.

Note: Restore optimization only checks the datafile header and
does not the scan the datafile body for corrupted blocks.

Restore optimization is particularly useful in cases where a restore only partially
completes. For example, assume that a full database restore encounters a power
failure after all except one of the datafiles has been restored. If you start the same
restore again, then RMAN only restores the single datafile that was not restored
during the previous attempt.

See Also:  "Configuring Automatic Channels" on page 8-10 to
learn how to configure automatic channels

Datafile Media Recovery with RMAN

The concepts of datafile media recovery is the application of online or archived
redo logs or incremental backups to a restored datafile in order to update it to the
current time or some other specified time. Use the RMAN RECOVERommand to
perform media recovery and apply logs or incremental backups automatically.

This section contains these topics:

« RMAN Media Recovery: Basic Steps

« Mechanics of Recovery: Incremental Backups and Redo Logs
= Incomplete Recovery

» Tablespace Point-in-Time Recovery

« Disaster Recovery with a Control File Autobackup
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RMAN Media Recovery: Basic Steps

If possible, make the recovery catalog available to perform the media recovery. If it
is not available, then RMAN uses metadata from the target database control file. If
both the control file and recovery catalog are lost, then you can still recover the
database—assuming that you have backups of the datafiles and at least one
autobackup of the control file.

The generic steps for media recovery using RMAN are as follows:

1. Place the database in the appropriate state: mounted or open. For example,
mount the database when performing whole database recovery, or open the
database when performing online tablespace recovery.

2. To perform incomplete recovery, use the SET UNTIL command to specify the
time, SCN, or log sequence number at which recovery terminates. Alternatively,
specify the UNTIL clause on the RESTORENd RECOVERommands.

3. Restore the necessary files using the RESTOREommand.
4. Recover the datafiles using the RECOVERommand.

5. Place the database in its normal state. For example, open it or bring recovered
tablespaces online.

Figure 6-1 illustrates an example of RMAN media recovery. The DBA runs the
following commands:

RESTORE DATABASE;
RECOVER DATABASE;

RMAN then queries the repository, which in this example is a recovery catalog. The
recovery catalog obtains its metadata from the target database control file. RMAN
then decides which backup sets to restore, and which incremental backups and
archived logs to use for recovery. A server session on the target database instance
performs the actual work of restore and recovery.
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Figure 6-1 Performing RMAN Media Recovery
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See Also:

« Chapter 10, "Restoring and Recovering with Recovery
Manager" for detailed restore and recovery procedures

« "Control File Autobackups" on page 5-46
«  Oracle9i Recovery Manager Reference for RESTORBEyntax
«  Oracle9i Recovery Manager Reference for RECOVERyntax

Mechanics of Recovery: Incremental Backups and Redo Logs

If RMAN has a choice between applying an incremental backup or applying redo to
the restored datafiles, then it always chooses to use an incremental backup. If
overlapping levels of incremental backup are available, then RMAN automatically
chooses the one covering the longest period of time. Note that RMAN does not
need to apply incremental backups to a restored level 0 incremental backup: RMAN
simply restores the datafiles that it needs from available backups and copies, and
then applies incremental backups to the datafiles if it can.
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How RMAN Searches for Archived Redo Logs During Recovery

If RMAN cannot find an incremental backup, then it looks in the repository for the
names of archived redo logs to use for recovery. Oracle records an archived log in
the control file whenever one of the following occurs:

= The archiver process archives a redo log
« RMAN restores an archived log
« The RMAN COPYcommand copies a log

« The RMAN CATALOGommand catalogs a user-managed backup of an
archived log

RMAN propagates archived log data into the recovery catalog during
resynchronization, classifying archived logs as image copies. You can view the log
information through:

« ThelIST command
« The VSARCHIVED_LOGiew
« The RC_ARCHIVED_LOG@ecovery catalog view

During recovery, RMAN looks for the needed archived logs using the filenames
specified in the VSARCHIVED_LOGview. If the logs were created in multiple
destinations or were generated by the COPYCATALOGor RESTOREommands,
then multiple, identical copies of each log sequence number exist on disk. RMAN
does not have a preference for one copy over another during recovery: all copies of
a log sequence number listed as AVAILABLE are viable candidates. In a sense,
RMAN is blind to the fact that the logs were generated in different destinations or
in different ways.

If the RMAN repository indicates that a log has been deleted or uncataloged, then
RMAN ceases to consider it as available for recovery. For example, assume that the
database archives log 100 to directories /destl and/dest2 .The RMAN

repository indicates that /dest1/log100.arc and /dest2/log100.arc exist. If
you delete /dest1/log100.arc with the DELETEcommand, then the repository
indicates that only /dest2/log100.arc is available for recovery.

If the RMAN repository indicates that no copies of a needed log sequence number
exist on disk, then RMAN looks in backups and restores archived redo logs as
needed to perform the media recovery. By default, RMAN restores the archived
redo logs to the first local archiving destination specified in the initialization
parameter file. You can run the SET ARCHIVELOG DESTINATIONommand to
specify a different restore location.
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RMAN Behavior When the Repository Is Not Synchronized

If an archived log is deleted from disk and the repository does not reflect this fact,
then RMAN does not perform automatic failover during recovery. For example, if
the repository indicates that /dest1/log100.arc is on disk when in fact this log
was deleted using an operating system command, and RMAN attempts to apply
this log file during recovery, then recovery terminates with an error. RMAN does
not automatically attempt to apply other copies of log 100 that are listed as available
in the repository.

This situation can sometimes occur when you delete an archived log using an
operating system utility and then fail to run a CROSSCHECH synchronize the
repository. If you run a CROSSCHEC46 that the repository is synchronized, then
recovery can proceed by applying available copies of the log or restoring a backup
of the log if no disk copies are available.

See Also:  Oracle9i Recovery Manager Reference for SET syntax

Incomplete Recovery

RMAN can perform either complete or incomplete recovery. You can specify a time,
SCN, or log sequence number as a limit for incomplete recovery with the SET
UNTIL command or with an UNTIL clause specified directory on the RESTORENd
RECOVERommands. The easiest method is run the SET UNTIL command before
issuing the RESTORENd RECOVERommands. After performing incomplete
recovery, you must open the database with the RESETLOGS$®ption.

See Also:  Oracle9i Recovery Manager Reference for the UNTIL
clause syntax

Tablespace Point-in-Time Recovery

Recovery Manager automated Tablespace Point-in-Time Recovery (TSPITR) enables
you to recover one or more tablespaces to a point in time that is different from that
of the rest of the database. RMAN TSPITR is most useful in these cases:

« Torecover from an erroneous drop or truncate table operation
« Torecover a table that has become logically corrupted

« Torecover from an incorrect batch job or other DML statement that has affected
only a subset of the database
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« Incases where there are multiple logical schemas in separate tablespaces of one
physical database, and where one schema must be recovered to a point different
from that of the rest of the physical database

« For VLDBs (very large databases), even if a full database point-in-time recovery
would suffice, you might choose to do tablespace point-in-time recovery rather
than restore the whole database from a backup and perform a complete
database roll forward

Similar to a table export, RMAN TSPITR enables you to recover a consistent data
set; however, the data set is the entire tablespace rather than a single object.

See Also:  Chapter 11, "Performing RMAN Tablespace
Point-in-Time Recovery" to learn how to perform TSPITR using
RMAN

Disaster Recovery with a Control File Autobackup

Assume that you lose both the target database and the recovery catalog. All that
you have remaining is a tape with RMAN backups of the target database and
archived redo logs. Can you still recover the database? Yes, assuming that you
enabled the control file autobackup feature when making backups. In a disaster
recovery situation, RMAN can determine the name of a control file autobackup
even without a repository available. You can then restore this control file, mount the
database, and perform media recovery.

See Also:  "Performing Disaster Recovery" on page 10-33

Block Media Recovery with RMAN
This section contains these topics:
« About Block Media Recovery
«  When Block Media Recovery Should Be Used
« Block Media Recovery When Redo Is Missing

About Block Media Recovery

Although datafile media recovery is the principal form of recovery, you can also use
the RMAN BLOCKRECOVHE®mMmand to perform block media recovery. Block
media recovery recovers an individual corrupt datablock or set of datablocks within
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a datafile. In cases when a small number of blocks require media recovery, you can
selectively restore and recover damaged blocks rather than whole datafiles.

Block media recovery provides the several advantages over datafile media recovery.
For example, block media recovery

« Lowers the Mean Time to Recovery (MTTR) because only blocks needing
recovery are restored and only necessary corrupt blocks undergo recovery.
Block media recovery minimizes redo application time and avoids I/0
overhead during recovery.

« Allows affected datafiles to remain online during recovery of the blocks.
Without block-level recovery, if even a single block is corrupt you must restore a
backup of the entire datafile and apply all redo generated for that file after the
backup was created.

Note these restrictions of block media recovery:

=« You can only perform block media recovery with Recovery Manager. No
SQL*Plus recovery interface is available.

« You can only perform complete recovery of individual blocks. In other words,
you cannot stop recovery before all redo has been applied to the block.

= You can only recover blocks marked media corrupt. The V$BACKUP_
CORRUPTIONNd V$COPY_CORRUPTIOMNews, which are populated by the
RMAN BACKUPBACKUP ... VALIDATE , and COPYcommands, indicate which
blocks are corrupt.

« You must have a full RMAN backup. Incremental backups are not allowed.

« Blocks that are marked media corrupt are not accessible to users until recovery
is complete. Any attempt to use a block undergoing media recovery results in
an error message indicating that the block is media corrupt.

See Also:  "Recovering Datablocks with RMAN" on page 10-35
and Oracle9i Recovery Manager Reference for BLOCKRECOVESyntax

When Block Media Recovery Should Be Used

Block media recovery is not intended for cases where the extent of data loss or
corruption is unknown and the entire datafile requires recovery. In such cases,
datafile media recovery is the best solution. Block media recovery is not a
replacement for traditional datafile media recovery, but a supplement to it.

In most cases, Oracle marks a block as media corrupt, invalidates the block in the
instances (or all enabled instances in an Oracle Real Application Clusters
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configuration), and then writes it to disk when the corruption is first encountered.
No subsequent read of the block will be successful until the block is recovered. You
can only perform block recovery on blocks that are marked corrupt. This corrupt
status effectively takes the block offline in all database instances and prevents user
access during recovery.

Block media recovery is most useful for data losses that affect specific blocks.
Block-level data loss usually results from intermittent, random 170 errors that do
not cause widespread data loss, as well as memory corruptions that get written to
disk. Typically, these types of block corruption are reported in these locations:

« Oracle error messages in standard output

« Thealert.log

«  User trace files

« Results of the SQL commands ANALYZE TABLEand ANALYZE INDEX
« Results of the DBVERIFY utility

« Third-party media management output

For example, you may discover the following messages in a user trace file:

ORA-01578: ORACLE data block corupted (fle #7, block #3)
ORA-01110: data file 7: Joracle/dbsftos 71f
ORA-01578: ORACLE data block cormupted (fle # 2, block # 235)
ORA-01110: data fie 2: Jorade/dbsfts 21

You can then specify the corrupt blocks in the BLOCKRECOVE®mMmMand as follows:
BLOCKRECOVER DATAFILE 7 BLOCK 3 DATAFILE 2 BLOCK 235;

Block Media Recovery When Redo Is Missing

Like datafile media recovery, block media recovery cannot survive a missing or
inaccessible archived log. Nevertheless, block media recovery can survive gaps in
the redo stream if the missing or corrupt redo records do not affect the blocks being
recovered. Whereas datafile recovery requires an unbroken series of redo changes
from the beginning of recovery to the end, block media recovery only requires an
unbroken set of redo changes for the blocks being recovered.

Note: Each block is recovered independently during block media
recovery, so recovery may be successful for a subset of blocks.
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When RMAN first detects missing or corrupt redo records during block media
recovery, it does not immediately signal an error because the block undergoing
recovery may become a newed block later in the redo stream. When a block is
newed all previous redo for that block becomes irrelevant because the redo applies
to an old incarnation of the block. For example, Oracle can new a block when users
delete all the rows recorded in the block or drop a table.

Assume that media recovery is performed on block 13 as depicted in Figure 6-2.

Figure 6-2 Performing RMAN Media Recovery
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f ] T I > application
Block 13 is Missing redo Block 13 is Last change
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After block recovery begins, RMAN discovers that change 120 is missing. RMAN
does not terminate recovery in the hope that block 13 will be newed later in the redo
stream. Assume that in change 140 a user drops the table EMPLOYERtored in block
13. At this point, Oracle formats block 13 as a new block. Because the redo for block
13 in change 120 related to the EMPLOYEHable, and the EMPLOYEHable was
dropped in change 140, RMAN can skip this missing change and apply the redo
between changes 140 and 160.

Database Duplication with RMAN

Use the RMAN DUPLICATEcommand to create a test database on which to practice
your backup and recovery procedures. The command takes backups and copies of
the primary database's files and uses them to create a new database. A test database
is especially useful if your production database must maintain high availability.

As part of the duplicating operation, RMAN manages the following:

« Restores the target datafiles into the duplicate database and performs
incomplete recovery using all available archived log and incremental backups.
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Opens the duplicate database with the RESETLOG®ption after incomplete
recovery to create the online redo logs.

Generates a new, unique database identifier for the duplicate database.

Note also the following features of RMAN duplication. You can:

Skip read-only tablespaces with the SKIP READONL tlause. Read-only
tablespaces are included by default. If you omit them, then you can add them
later.

Create your duplicate database in a new host. If the same directory structure is
available, then you can use the NOFILENAMECHEC#ption and reuse the target
datafile filenames for the duplicate datafiles.

Create your duplicate database by using the SET UNTIL option to recover it to a
noncurrent time. By default, the DUPLICATEcommand creates the database
using the most recent backups of the target database and then performs
recovery to the most recent consistent point contained in the incremental and
archived redo log backups.

Use the duplicate database without a recovery catalog.

Register the duplicate database in the same recovery catalog as the target
database. This option is possible because the duplicate database receives a new
database identifier during duplication. If you copy the target database using
operating system utilities, then the database identifier of the copied database
remains the same so you cannot register it in the same recovery catalog.

Figure 6-3 illustrates a case of database duplication. In this example, RMAN creates
two duplicate database by using one set of datafile backups: one database on the
local host and one database a remote host.
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Figure 6-3 Creating a Duplicate Database from Backups
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The method you use to duplicate your database depends on whether you are
creating your duplicate database on the same or a different host and whether the
duplicate directory structure is the same as your target database directory structure.
For example, in some cases you can keep the same directory structure and filenames
in your duplicate database, while other times you must rename the files.

See Also:  Chapter 12, "Duplicating a Database with Recovery
Manager" to learn how to make a duplicate database, and Oracle9i
Recovery Manager Reference for DUPLICATEcommand syntax.

Standby Database Creation with RMAN

You can use the Recovery Manager DUPLICATEcommand to create a standby
database. RMAN automates the following steps of the creation procedure:

1. Restores the standby control file.
2. Restores the primary datafile backups and copies.

3. Recovers the standby database (after the control file has been mounted) up to
the specified time or to the latest archived redo log generated. After performing
recovery, RMAN leaves the database mounted so that the user can activate it,
place it in manual or managed recovery mode, or open it in read-only mode.
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RMAN cannot fully automate creation of the standby database because the user
must manually create an initialization parameter file for the standby database, start
the standby instance without mounting the control file, and perform any Oracle Net
setup required before performing the creation of the standby.

RMAN can back up the standby database and archived redo logs. These standby
backups are fully interchangeable with primary backups. In other words, you can
restore a backup of a standby datafile to the primary database, and you can restore
a backup of a primary datafile to the standby database.

See Also:

« Chapter 13, "Creating a Standby Database with Recovery
Manager" to learn how to create a standby database with
RMAN

« "Backing Up Files at a Standby Database Site with RMAN" on
page 9-18 to learn how to back up a standby database

«  Oracle9i Data Guard Concepts and Administration to learn how to
create a standby database without using RMAN
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RMAN Concepts lll: Maintenance

This chapter describes the basic concepts involved in using the Recovery Manager
(RMAN) utility.

This chapter contains these topics:

RMAN Reporting Functionality

Crosschecks of RMAN Backups and Copies

Deletion of RMAN Backups and Copies

Allocation of Multiple Channels for RMAN Maintenance Commands
Changes to Availability of RMAN Backups and Copies

Changes to Retention Status of RMAN Backups and Copies

See Also:  Chapter 18, "Performing Maintenance with Recovery
Manager" to learn how to perform RMAN maintenance jobs
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RMAN Reporting Functionality

The RMAN repository, which is either a recovery catalog or the target database
control file, contains a wealth of metadata about backups and copies as well as
other useful things such as database schema and configuration settings. You can use
RMAN commands LIST , REPORTand SHOWb access this repository information.

This section contains these topics:

« LIST Command Output

« REPORT Command Output

«  SHOW Command Output

« PRINT SCRIPT Command Output

LIST Command Output

The LIST command queries the RMAN repository (recovery catalog or control file)
and produces a record of its contents. Use this command to obtain data about:

« RMAN-generated files, that is, backup sets, proxy copies, and image copies

« Specified objects contained in the RMAN-generated files, that is, archived logs,
datafiles, and control files

« Incarnations of a specified database or of all databases known to the recovery
catalog

RMAN records the output to either standard output or the message log, but not to
both at the same time. You can also control how the output is organized as well as
the level of detail in the output. Running the LIST command is usually preferable
to querying V$ or recovery catalog views.

The LIST command displays the same files that the CROSSCHEC#d DELETE
commands operate on. Consequently, you can issue LIST to see what is in the
repository, and then run CROSSCHECH ensure that these files exist on disk or tape.
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See Also:

« "Listing RMAN Backups, Copies, and Database Incarnations"
on page 17-3 to learn how to generate lists

=  "Querying V$ Views When Using RMAN" on page 17-23 and
"Querying the Recovery Catalog Views" on page 17-29 to learn
how to use views as an alternative to LIST

«  Oracle9i Recovery Manager Reference for LIST command syntax

«  Oracle9i Recovery Manager Reference for LOGcommand-line
syntax

REPORT Command Output

This section contains these topics:
« About RMAN Reports

« Reports of Obsolete Backups

« Reports of Orphaned Backups

About RMAN Reports

RMAN reports are intended to provide analysis of your backup and recovery
situation. An RMAN report can answer questions such as:

«  Which datafiles need a backup?

«  Which backups and copies are obsolete because they are redundant or because
they are not needed for recovery within a recovery window?

«  Which datafiles are not recoverable because of unrecoverable operations
performed on them?

«  What is the current physical schema of the database or what was it at some
previous time?

«  Which backups are orphaned, that is, unusable in a restore operation, because
they belong to incarnations of the database that are not direct predecessors of
the current incarnation?

Run the REPORT NEED BACKWRd REPORT UNRECOVERARIdEfnmands regularly
to ensure that the necessary backups are available to perform media recovery, as
well as to ensure that you can perform media recovery within a reasonable amount
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of time. Also, run REPORT OBSOLETHegularly so that you can delete unnecessary
files and conserve disk space.

Note: A datafile that does not have a backup is not considered
unrecoverable. You can recover such datafiles through the CREATE
DATAFILE statement if redo logs starting from when the file was
created still exist.

Reports of Obsolete Backups

The REPORT OBSOLET#®mmand displays backups and copies of datafiles, control
files, and archived redo logs that can be deleted because they are no longer needed.
You can define what makes a file obsolete in the following mutually exclusive ways:

Parameter Meaning
REDUNDANCY At least integer  more recent backups or image copies of this file
integer already exist.

RECOVERY WINDOWThe backup or copy is not needed for recovery to a random point
integer within the recovery window of integer  days. For each datafile, one
backup that is older than the recovery window must exist. In other
words, one backup of each datafile must satisfy the condition
SYSDATE CHECKPOINT_TIME>= RECOVERY WINDOM backups
older than the most recent backup that satisfies this condition are
obsolete.

In addition to obsolete datafile backups, RMAN reports obsolete archived logs and
archived log backups. Regardless of which parameter is specified, RMAN uses this
setting to determine which backups and copies of datafiles are no longer needed,
which in turn determines when archived logs (and backups of archived logs) are no
longer needed. The creation of a datafile is considered as a backup when deciding
which logs to keep.

You can specify the REDUNDANCahd RECOVERY WIND@Afameter options in
these places, listed in order of precedence:

1. The REPORT OBSOLET®mmand
2. The CONFIGURE RETENTION POLICédmmand

The REPORT OBSOLETdptions override the CONFIGURBptions. In other words, if
you configure a retention policy to a recovery window of 7 days, and then run
REPORT OBSOLETE REDUNDANCWYIEREPORT OBSOLET®mmand displays
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backups and copies that are obsolete because they have REDUNDANCY. Zhe
configured retention policy is still in effect: the REPORTommand displays what is
obsolete given the options that specified in the command. If you run REPORT
OBSOLETENd specify neither the REDUNDANCYor RECOVERY WIND@tions,
then RMAN displays what is obsolete given the configured retention policy.

If you disable the retention policy, that is, if you run CONFIGURE RETENTION
POLICY TO NONEhen RMAN does not consider any backups or copies as obsolete.
If you then run REPORT OBSOLETNith no other options, then RMAN issues an
error message because no retention policy is configured to mark files as obsolete.

Note: An obsolete backup differs from an expired backup. An
obsolete backup is no longer needed according to the user’s
retention policy. An expired backup is a backup that the
CROSSCHECtommand fails to find on the specified media device.

See Also:  Oracle9i Recovery Manager Reference for CONFIGURE
command syntax

Reports of Orphaned Backups

The REPORT OBSOLETE ORPH®Ihmand displays orphaned backups. Orphaned
backups are backups that are unusable because they belong to incarnations of the
database that are not direct ancestors of the current incarnation.

A new incarnation of a database occurs whenever you open a database with the
RESETLOGS®ption, which resets the current redo log to log sequence 1. The
RESETLOGS®ption causes Oracle to write a new RESETLOGSCN into the control
file and datafile headers. To prevent possible redo corruption, archived redo logs
from a database with one RESETLOGSCN cannot be applied to a database with a
different RESETLOGSCN. Although the database is the same, that is, it has the
same dbid, the database can go through different incarnations depending on how
often a RESETLOGS®peration is performed.

RMAN can reset a database to a previous incarnation. For example, if you perform
a RESETLOGS®peration on database prodl on Tuesday, you can use RMAN to
reset the current database incarnation to Monday’s incarnation and restore backups
and archived redo logs associated with it. For this reason, backups from previous
incarnations are in some cases still usable.

The situation can become complicated when a database goes through multiple
incarnations. In such cases, some backups can become unusable, that is, orphaned.
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You should delete orphaned backups to conserve disk or tape space. The
incarnation scenario depicted in Figure 7-1 shows a database that goes through
three incarnations.

Figure 7-1 Orphaned Backups

Incarnation C

SCN 1 SCN 10

Incarnation A

Incarnation A of the database started at SCN 1. At SCN 10, assume that you
performed a RESETLOG®peration and created incarnation B. At SCN 20, you
performed another RESETLOGS®peration on incarnation B and created a new
incarnation C.
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The following table explains which backups are orphans depending on which
incarnation is current.

Current
Incarnation Usable Backups (Nonorphaned) Orphaned Backups

Incarnation A | All backups from incarnation A All backups from incarnations B
and C
Incarnation B |« All backups from incarnation A |«  Backups from incarnation A
prior to SCN 10 after SCN 10.
« All backups from incarnationB |«  All backups from incarnation
C
Incarnation C |«  All backups from incarnation A |«  All backups from incarnation
prior to SCN 10 A after SCN 10
« All backups fromincarnationB |«  All backups from incarnation
prior to SCN 20 B after SCN 20

« All backups from incarnation C

See Also:  "Reporting on Backups, Copies, and Database Schema”
on page 17-10 to learn how to generate reports, and Oracle9i
Recovery Manager Reference for REPORByntax

SHOW Command Output

The SHOWommand can display any configuration set by the CONFIGURE
command. For example, to display the CONFIGURE CHANNEEttings, run SHOW
CHANNELYou can also run SHOW ALLlto display all current configurations.

See Also:  "Showing RMAN Configuration Settings" on
page 17-15 to learn how to show RMAN configurations, and
Oracle9i Recovery Manager Reference for SHOV8yntax

PRINT SCRIPT Command Output

The PRINT SCRIPT command displays the text of a specified RMAN scripts stored
in the recovery catalog. Note that this command does not display the list of all the
scripts stored in the catalog. To see the list of all catalog scripts, query the recovery
catalog view RC_STORED_SCRIPT_LINE
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See Also:  "Printing Scripts Stored in the Recovery Catalog"” on
page 17-21 to learn how to display stored scripts, and Oracle9i
Recovery Manager Reference for PRINT SCRIPT syntax

Crosschecks of RMAN Backups and Copies

Sometimes backups and copies disappear from disk, or tapes in the media
management library become unavailable. For example, someone may inadvertently
delete backup pieces from disk, or one of the tapes used by the media manager may
become corrupted.

To ensure that data about backup sets and image copies in the recovery catalog or
control file is synchronized with actual files on disk or in the media management
catalog, perform a crosscheck. The CROSSCHECtommand operates only on files
that are recorded in the RMAN repository.

Figure 7-2 illustrates a crosscheck of the media manager. RMAN queries the
repository (recovery catalog or target database control file) for the names and
locations of the four backup sets to be checked. RMAN sends this information to the
target database server, which queries the media management software about the
backups. The media management software then checks its media catalog and
reports back to the server that backup set 3 is missing.
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Figure 7-2 Crosschecks
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Crosschecks are a useful tool because they can

« Update outdated information about backups and copies that disappeared from
disk or tape or became corrupted

« Update the repository if you delete archived redo logs or other files using
operating system commands

Use the crosscheck feature to check the status of a backup or copy on disk or tape. If
the backup or copy is on disk, then CROSSCHECd#etermines whether the header of
the backup piece is valid. If the backup is on tape, then the command simply checks
that the backups exist.

If a backup piece is unreadable or absent, then RMAN marks the backup piece
EXPIREDIn the output of the LIST command and the recovery catalog views. If it
was marked EXPIREDbut is now available, then RMAN marks the backup piece as
AVAILABLE in the output of the LIST command and the recovery catalog views.

You can issue the DELETE EXPIREDxommand to delete all expired backups and
copies. RMAN removes the record for the expired file from the repository. If for
some reason the file still exists on the media, then RMAN issues an error and aborts
the delete operation.

Note: The CROSSCHECt0mmand does not delete operating
system files or remove repository records. You must use the
DELETEcommand for these operations.
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See Also:

« "Crosschecking Backups and Copies" on page 18-2 to learn how
to perform crosschecks

»  Oracle9i Recovery Manager Reference for CROSSCHEC#¢ntax
«  Oracle9i Recovery Manager Reference for DELETEsyntax

Deletion of RMAN Backups and Copies
This section contains these topics:
« About RMAN Deletion
« Removal of Backups and Copies with the DELETE Command

» Removal of Backups and Copies with the BACKUP ... DELETE INPUT
Command

About RMAN Deletion

Every RMAN backup or copy produces a corresponding record in the control file
and, if used, recovery catalog. For example, if you generate a full database backup
set, and you are using a recovery catalog, then you can see the record for this
backup set in the VSBACKUP_SETontrol file view. If you use a recovery catalog,
then you can also see the record in the RC_BACKUP_SE#@atalog view.

The V$ control file views and catalog tables differ in the way that they store
information, and this affects how RMAN handles repository records. The RMAN
information stored in the control file is not stored in an actual table, although the V$
views display it in tabular format. The data is stored in an internal data structure in
the circular reuse section of the control file. In contrast, the recovery catalog data is
stored in actual database tables.

When you use an RMAN command to delete a backup or copy, RMAN performs
the following steps:

« Removes the physical file from the operating system
« Updates the backup or copy records in the control file to status DELETED

« Removes the backup or copy records from the catalog tables (if a catalog is
used)
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Because of the way that control file data is stored, RMAN cannot delete the record
from the control file, only update it to DELETEDstatus. However, because the
catalog tables are ordinary database tables, RMAN removes rows from them.

Table 7-1 describes the functionality of the various RMAN deletion commands and
scripts. None of these commands or scripts requires a recovery catalog.

Table 7-1 Maintenance Commands and Scripts

Command or Script Purpose

DELETE To delete physical backups and image copies, update the
control file records to status DELETEDand remove their
records from the catalog (if a catalog is used). You can
specify that DELETEshould remove backups or copies that
are EXPIREDor OBSOLETE

BACKUP ... DELETE [ALL] To back up archived logs, datafile copies, or backup sets,
INPUT then delete the input files from the operating system after
the successful completion of the backup. RMAN also
deletes and updates repository records for the deleted
input files.

If you specify DELETE INPUT(without ALL), then RMAN
deletes only the copy that it backs up. If you specify ALL,

then RMAN deletes all copies of the specified logs that it

finds in the VSARCHIVED_LOGview.

CHANGE ... UNCATALOG To delete recovery catalog records for specified backups
and copies and change their control file records to status
DELETED Note that the CHANGE ... UNCATALOG
command does not delete files from the operating system.

prgrmanc.sql To remove all records of backups or copies with status
DELETEDfrom the recovery catalog. Prior to release 8.1.6,
RMAN sometimes updated recovery catalog records to
DELETEDstatus rather than removing them entirely (as it
does in the current release). Catalog records are only
marked DELETEDIf the catalog has been upgraded or the
catalog was resynchronized from a backup control file.

Use the RMAN deletion commands rather than operating system utilities to delete
RMAN backups and copies, because RMAN removes the records for the deleted
files from the catalog and marks control file records as DELETED If you delete files
using an operating system command, then the RMAN repository still has the
records for these files. Hence, the repository and physical files are not synchronized.

In this situation, you can issue the CROSSCHECt6mmand, which marks these
records as EXPIRED Then, you can run the DELETE EXPIREDxommand to remove
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the expired records from the catalog (if you use one) and update the records to
DELETEDIn the control file. Also, you can simply run DELETEon the specific files
that you already removed from the operating system.

Alternatively, you can run the CHANGE ... UNCATALOGommand. This command
removes catalog records for the specified backups and copies and updates their
control file records to status DELETED It does not touch any physical backups and
copies that may exist.

See Also:  "Crosschecks of RMAN Backups and Copies” on
page 7-8

Removal of Backups and Copies with the DELETE Command

The DELETEcommand can remove any file that the LIST and CROSSCHECK
commands can operate on. For example, you can delete backup sets, archived redo
logs, and datafile copies. The DELETEcommand removes both the physical file and
the catalog record for the file.

Advantage of Using DELETE Instead of Operating System Commands

Always use DELETErather than an operating system utility to remove RMAN
backups and copies. If you do not, then the RMAN repository is not synchronized
with what exists on the file system or on tape. If you remove files using an
operating system utility, you can

« Run CROSSCHECH change the status of these files to EXPIREDand then run
DELETE EXPIRED

« Run DELETEonN the files that you deleted with the operating system utility
« Run CHANGE ... UNCATALOQo remove the catalog records

Deletion of Obsolete Backups and Copies

The DELETE OBSOLETEommand provides a convenient way to physically delete
backups and copies that are no longer needed, as well as remove their catalog
records. It uses the same REDUNDANCRECOVERY WINDCAWd ORPHANptions as
the REPORT OBSOLET@#®mmand.

If you have configured a retention policy, then you can run DELETE OBSOLETE
periodically to delete all backups and copies considered obsolete by this policy. For
example, you can run DELETE OBSOLETEs a script every night using a scheduling
utility. In this way, you keep your disk drives uncluttered by removing all
unnecessary files.
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See Also: "Reports of Obsolete Backups" on page 7-4

Deletion of Expired Backups

The CROSSCHECt06mmand marks a backup or copy as expired when it cannot
locate it at the location to which it was backed up. In short, expired means "not
found."” You can view the expired backups and copies by running the LIST
command, as in the following example:

RMAN> CROSSCHECK BACKUP,

allocated channel: ORA _DISK 1

channel ORA _DISK_1: sid=8 devtype=DISK

crosschecked backup piece: found to be 'AVAILABLE'

backup piece handle=/oracle/dbs/O1civucn 1 1 recid=1 stamp=425720217
crosschecked backup piece: found to be 'EXPIRED’

backup piece handle=/oracle/dbs/03civueg_1. 1 recid=3 stamp=425720273

The DELETE EXPIREDx-ommand removes the recovery catalog records for expired
backups and copies, and updates their control file records to status DELETED

This command is especially useful if you inadvertently delete RMAN backups or
archived logs from disk using an operating system utility. If you do this, then the
RMAN repository is not synchronized with the physical reality of what is on disk.
By running the CROSSCHECtommand, RMAN marks the backups and copies that
it cannot find as expired. Then, you can run DELETE EXPIRELo remove the
records for these files.

Occasionally, a backup or copy marked EXPIREDcan reappear. For example, you
may move archived logs to a new directory, then run an RMAN crosscheck. The
logs are now marked as expired. If you move the logs back to their original
directory without running another crosscheck, then the repository does not reflect
the reality of what is on disk. In this case, DELETE EXPIREDaborts with an error
because the expired files actually exist.

Removal of Backups and Copies with the BACKUP ... DELETE INPUT Command

The BACKUP ... DELETE INPUT command can delete archived redo logs, datafile
copies, and backup sets after backing them up. This functionality is especially
useful when backing up archived logs on disk to tape. RMAN backs up one and
only one copy of each log sequence number, and then deletes the file that it backs
up. For example, assume that you issue:

BACKUP ARCHIVELOG ALL DELETE INPUT;
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In this command, RMAN backs up one copy of each log for each available sequence
number, and then deletes only the file that it actually backs up.

If you specify the DELETE ALL INPUToption, then RMAN deletes whichever files
match the criteria that you specify, even if there are several files of the same log
sequence number. For example, assume that you archive to 3 different directories.
Then, you issue this command:

BACKUP ARCHIVELOG ALL FROM SEQUENCE 1200 DELETE ALL INPUT,

In this case, RMAN backs up only one copy of each log sequence between 1200 and
the most recent sequence, but deletes all logs with these sequence numbers
contained in the three archive destinations.

The archived log failover feature means that RMAN searches every enabled
archiving destination for good copies of a log sequence number. For example,
assume that /logl and/log2 are the only enabled archiving destinations, and that
they contain the same sequence number. You run this command:

BACKUP ARCHIVELOG FROM SEQUENCE 123 DELETE ALL INPUT;
RMAN can start reading from any enabled archiving directory. For example,
assume RMAN starts in directory /logl and finds log_123.f  there. Then, if
RMAN discovers that log_124.f is corrupt, it searches in /log2 for a good copy
of this log. Because DELETE ALL INPUTis specified, RMAN deletes all copies of
logs on disk of sequence 123 and higher.

See Also:

« "Deleting Backups and Copies" on page 18-4 to learn how to
delete backups and copies

« "Making a Backup or Copy Exempt from the Retention Policy"
on page 18-13 to learn how to use the CHANGE ... UNCATALOG
command

«  Oracle9i Recovery Manager Reference for CHANGEyntax
« Oracle9i Recovery Manager Reference for DELETEsyntax

Allocation of Multiple Channels for RMAN Maintenance Commands

You can use maintenance commands such as CROSSCHEC#t DELETEon all
configured device types. If you have automatic channels configured for all devices
on which you have made backups, then you can simply run CROSSCHECit¢
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DELETEat the RMAN prompt as in the following example (sample output
included):

CROSSCHECK BACKUP,

using channel ORA_SBT _TAPE 1
allocated channel: ORA_DISK_1
channel ORA_DISK_1: sid=14 devtype=DISK

RMAN uses the default configured DISK channel as well as a channel for the
configured sht device. RMAN looks for each backup on all channels that have the
same device type as the channel used to create the backup. The multiple-channel
crosscheck feature is designed for the following scenarios:

« Toallow crosschecking or deleting of all backup pieces or proxy copies, both on
disk and tape, with a single command

« To make crosschecking and deleting work correctly in an Oracle Real
Application Clusters configuration in which each backup piece or proxy copy
exists only on one node

To perform maintenance on files on only one device type, you can specify the device
type on the maintenance command itself. For example:

DELETE EXPIRED BACKUP DEVICE TYPE sht;
If you do not have an automatic channel configured, then you can manually allocate
a maintenance channel. For example, you can run commands as follows:

ALLOCATE CHANNEL FOR MAINTENANCE TYPE sht;
CROSSCHECK BACKUP,

See Also:

« "Crosschecking and Deleting on Multiple RMAN Channels" on
page 18-8 to learn how to allocate multiple maintenance
channels

«  Oracle9i Recovery Manager Reference for ALLOCATE CHANNEL
FOR MAINTENANC&/ntax

Changes to Availability of RMAN Backups and Copies

RMAN can update the repository to show backups and copies as available or
unavailable. For example, you may have several backups on a tape drive that is
being upgraded or replaced. You can use the CHANGE ... UNAVAILABLE command
to mark these backups and copies as unavailable for the duration of the
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maintenance on the drive. RMAN does not consider UNAVAILABLEbackups and
copies for its backup and recovery operations.

When the maintenance is complete, you can issue the CHANGE ... AVAILABLE
command to inform RMAN that these backups and copies are now available again.
After setting the files back to status AVAILABLE, you can also run a CROSSCHECH¢
double-check that RMAN can access the files.

See Also:

« "Changing the Availability Status of a Backup or Copy Record"
on page 18-12

«  Oracle9i Recovery Manager Reference for CHANGEyntax

Changes to Retention Status of RMAN Backups and Copies

RMAN can change the status of backups and copies by using the KEEPor NOKEEP
options. The KEEPoption exempts a backup or copy from the current retention
policy either indefinitely or until the specified UNTIL time. RMAN does not mark
the files as obsolete even if they would be considered obsolete under the retention
policy. Such backups are called long-term backups. The NOKEEPRption removes
the exempt status of the files.

The CHANGE ... KEEP or CHANGE ... NOKEEPcommands alter the retention
status of a backup or copy. For example, this command allows the retention policy
to mark backup sets with the tag save_backup as obsolete:

CHANGE BACKUPSET TAG "save_backup" NOKEEP;

See Also:

« "Making a Backup or Copy Exempt from the Retention Policy"
on page 18-13

«  Oracle9i Recovery Manager Reference for CHANGEyntax
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Part |l

Performing Backup and Recovery with

Recovery Manager

Part 11l describes how to use the RMAN utility to perform backup and recovery
operations as well as create duplicate and standby databases. It also explains how to
tune RMAN and troubleshoot typical problems. This part contains these chapters:

Chapter 8, "Configuring the Recovery Manager Environment"
Chapter 9, "Making Backups and Copies with Recovery Manager"
Chapter 10, "Restoring and Recovering with Recovery Manager"
Chapter 11, "Performing RMAN Tablespace Point-in-Time Recovery"
Chapter 12, "Duplicating a Database with Recovery Manager"
Chapter 13, "Creating a Standby Database with Recovery Manager"
Chapter 14, "Tuning Recovery Manager"

Chapter 15, "Recovery Manager Troubleshooting”






8

Configuring the Recovery Manager
Environment

This chapter describes how to perform setup and configuration tasks. This chapter
contains these topics:

Configuring RMAN to Make Backups to a Media Manager

Configuring Automatic Channels

Configuring the Control File Autobackup

Configuring the Backup Retention Policy

Configuring the Maximum Size of Backup Sets

Configuring Backup Optimization

Configuring the Number of Backup Copies

Configuring Tablespaces for Exclusion from Whole Database Backups

Setting Globalization Support Environment Variables for RMAN

Configuring the Snapshot Control File Location
Setting Up RMAN for Use with a Shared Server

Setting Up a Recovery Catalog

Configuring the Recovery Manager Environment
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Configuring RMAN to Make Backups to a Media Manager

To back up to and restore from sequential media such as tape, you must integrate a
media manager with Oracle. A media manager is not an Oracle product and has to
be obtained from a third-party vendor. If you choose to use RMAN with a media
manager, then you must obtain all product-specific information from the vendor.

This section describes the generic steps for configuring RMAN for use with a media
manager. The actual steps depend on the media management product that you
install and the platform on which you are running Oracle.

Read the following sections in order when configuring the media manager:

1.

2
3
4.
5

Prerequisites for Using a Media Manager with RMAN

How Oracle Interacts with the Media Manager

Integrating RMAN with the Media Manager: Basic Steps

Testing Whether the Media Manager Library Is Integrated Correctly

Configuring Automatic Channels for Use with a Media Manager

See Also: "Media Management"” on page 4-16 for an overview of
media management software and its implications for RMAN

Prerequisites for Using a Media Manager with RMAN

Before you can begin using RMAN with a media manager, you must install it and
make sure that RMAN can communicate with it. Instructions for this procedure
should be available in the media manager vendor’s software documentation.

Depending on the product that you are installing, the following basic steps apply:

1.

Install and configure the media management software on the target host or
production network. No RMAN integration is required at this stage.

Ensure that you can make non-RMAN backups of operating system files on the
target database host. This step makes later troubleshooting much easier. Refer to
your media management documentation to learn how to back up files to the
media manager.

Obtain and install the third-party media management module for integration
with the Oracle server. This module must contain the library that Oracle loads
when accessing the media manager.

If you have not performed the steps described above, then do not proceed with the
media management configuration.
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How Oracle Interacts with the Media Manager

To make backups to a media manager, RMAN must communicate with a media
management library. The procedure for using RMAN with a media manager in
Oracle9i has not changed from previous releases. However, the media management
library architecture in Oracle9i is slightly different from previous releases. For
example, the standard installation of the Oracle9i database server is always
statically linked with two versions of the media management library. The first static
library returns errors when it is called. The other static library is a test library that
writes to disk (this default disk APl was sometimes called the "dummy API" in
previous releases).

The loading of a media manager library is operating system specific. When you
allocate or configure RMAN channels, RMAN uses the following algorithm when
deciding which library to load:

1. Attempts to load the library indicated by the SBT_LIBRARY parameter in the
ALLOCATE CHANNELr CONFIGURE CHANNEbmmand. If the SBT_LIBRARY
parameter is not specified, then Oracle proceeds to the next step.

2. Attempts to load the default media management library. The filename of the
default library is operating system specific: on UNIX; it is SORACLE_
HOME/lib/libobk.so , While on Windows NT it is %ORACLE_
HOME%\bin\orasbt.dll . Note that the libobk.so  file is not part of the
standard Oracle installation as in previous releases, so you can only create it by
installing third-party media management software.

3. If Oracle is unable to locate the default library in the previous step, then Oracle
attempts to load the statically linked library. Attempting to load the default
static library results in an ORA-19511 error.

Whenever channel allocation fails, Oracle writes a trace file to the USER_DUMP_
DESTdirectory. The following shows sample output:

SKGFQ OSD: Eror in function shtinit on line 2278
SKGFQ OSD: Look for SBT Trace messages in file /oracle/rdbms/og/shtio.log
SBT Initialize failed for /oracle/rdbms/iiblibobk.so

Integrating RMAN with the Media Manager: Basic Steps

After you install the media management software, the media management library
should already be integrated with the Oracle server. You should not have to
perform further integration. However, you may choose to follow the procedure in
this section to ensure that the media manager is integrated correctly.
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Because the specifics of your media management integration with Oracle depends
on both the product and the operating system, this section cannot cover all possible
cases. This section describes the basic procedures for naming the media
management library correctly on UNIX and Windows NT so that Oracle can load it.

Integrating RMAN with a Media Manager on UNIX: Basic Steps

On UNIX, Oracle accesses the media management library through the UNIX shared
library libobk.so . This file must exist somewhere in the system path. It is highly
recommended that you place libobk.so  in $ORACLE_HOME/rdbms/lib , which
is where Oracle searches first.

Note that you do not need to start or shut down the instance when installing the
media management library.

To integrate the media manager on UNIX:

1. Ifanoldlibobk.so  symbolic link already exists in SORACLE_HOME/lib, then
remove it before installing the media manager. For example:

% m $ORACLE_HOME/dbmsflib/ibobk so
2. After installation, check your media management vendor documentation to

determine where the media management library is installed. For example,
suppose that the library is installed as /vendor/lib/oracle_lib.so

3. Either change the name of the installed media management library to
$ORACLE_HOME/lib/libobk.so , or created a symbolic link to the library
called libobk.so . For example, you can create a symbolic link to the library as
follows:

% In -s Aendorflibloracle_lib.so SORACLE_HOME/rdbms/lib/ibobk.so

Alternatively, you can simply change the name of the library to libobk.so
For example:

% mv Aendorfiibloracle_lib.so SORACLE_HOME/rdbms/lib/ibobk.so

Integrating RMAN with a Media Manager on Windows NT: Basic Steps

On Windows NT, Oracle accesses the media management library through the
library orasbt.dll . This file must exist somewhere in the system path. Typically,
the file is located in the %ORACLE_HOME%\bifolder of the Oracle home.

Note that you do not need to start or shut down the instance when installing the
media management library.
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To integrate the media manager with RMAN on Windows NT:

1. Ifanorasbt.dll already exists in the system path, then remove it before
installing the media manager. For example:
D> del %W ORACLE_HOME%sbinorasbtdl

2. After installation, check your media management vendor documentation to
determine where the media management library is installed. For example,
suppose that the library is installed as D:\vendor\lib\oracle_lib.dll

3. Iftheinstalled library is not called orasbt.dll , then rename the installed
media management library to %ORACLE_HOME%\bin\orasbt.dll . For
example, you can copy the installed library as follows:
D> copy D:vendonlib\oracle lib.dlil ¥%6ORACLE._ HOME%a\bin\orasbt.dll

Note that the orasbt.dll file does not have to be in the %ORACLE_HOME\bin

folder as long as the folder containing the library is in the system PATHvariable
setting. To see the PATHvariable setting, choose Start > Settings > Control Panel >
System > Environment.

See Also:

« Your operating system specific Oracle documentation and the
documentation supplied by your media vendor for instructions
on how to achieve media manager integration on your platform

« "After Installation of Media Manager, RMAN Channel
Allocation Fails: Scenario” on page 15-15 for troubleshooting
scenarios involving media manager problems

Testing Whether the Media Manager Library Is Integrated Correctly

After you have confirmed that the Oracle server can load the media management
library, test to make sure that RMAN can back up to the media manager. This test

occurs in the steps described in the following scenarios:

Configuring Media Management Software for RMAN Backups
Testing a Channel Allocation on the Media Manager

Testing a Backup to the Media Manager

Configuring the Recovery Manager Environment
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Configuring Media Management Software for RMAN Backups

After installing the media management software, perform whatever configuration
that your vendor requires so that the software can accept RMAN backups.
Depending on the type of media management software that you installed, you may
have to define media pools, configure users, configure classes, and so forth.

Also, you should determine which PARMSettings are needed for the ALLOCATE
CHANNEIlor CONFIGURE CHANNEbmmands as well as the recommend FORMAT
string for the BACKURommand (if needed). The PARMSarameter sends
instructions to the media manager. For example, this setting instructs the media
manager to back up to a volume pool called oracle_tapes

PARMS=ENV=(NSR_DATA_VOLUME._POOL=oracle_tapes)

Refer to your third-party vendor’s documentation for the appropriate settings.

Note that you can use the substitution variables provided by RMAN to generate
unique backup piece names when writing backups to a media manager. A backup
piece name is determined by the FORMATBtring specified either in the BACKUP
command, the CONFIGURE CHANNEbmmand, or the ALLOCATE CHANNEL
command.

If you do not specify the FORMAPparameter, then RMAN automatically generates a
unique filename using the %Usubstitution variable. The media manager considers
the backup piece name as the filename of the backup file, so this name must be
unique in the media manager catalog.

Note: Some media managers only support a 14-character backup
piece name, and some require special FORMATBtrings. Refer to your
media management documentation to determine the string
character limit for the media manager.

Some media managers have limits on the maximum size of files that they can back
up or restore. File size is an issue in those situations in which RMAN multiplexes
multiple datafiles into one output file, but the backup piece size is in excess of the
size that the media manager or file system is able to store.

To avoid problems, see your media management documentation for operational
limits on file sizes. Ensure that the files written by RMAN do not exceed the limits.
To limit backup piece sizes, use the parameter MAXPIECESIZE which you can set
in the CONFIGURE CHANNEInd ALLOCATE CHANNEommands. Refer to the
*rcv  scripts in the demodirectory on your system, which is located in an
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operating system specific location (SORACLE_HOME/rdbmsn UNIX) for an
example.

See Also:
«  Oracle9i Recovery Manager Reference for ALLOCATE CHANNEL
syntax

«  Oracle9i Recovery Manager Reference for channel control options

«  Oracle9i Recovery Manager Reference for the complete list of
variables allowable in the BACKURommand

Testing a Channel Allocation on the Media Manager

After integrating the media management library with Oracle, test whether RMAN is
able to load the library.

To test channel allocation on the media manager:

1. Start RMAN and connect to the target database. For example, enter:

% man TARGET/

2. Run the ALLOCATE CHANNEommand with the PARMSequired by your
media management software. For example, run this command:

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE sbt

PARMS=ENV=(NSR_SERVER=tape_srv,NSR_GROUP=0racle_tapes)’,
}

If you do not receive an error message, then Oracle successfully loaded the shared
library. However, channel allocation can fail with the ORA-27211 error:

RMAN-00571:
RMAN-00569; =======———=—=—=ERROR MESSAGE STACK FOLLOWS
RMAN-00571:
RMAN-00579: the following error occurred at 03/02/2001 10:21:18
RMAN-03007: retryable error occurred during execution of command: allocate
RMAN-12004: unhandled exception during command execution on channel foo
RMAN-10035: exception raised in RPC: ORA-19554: error allocating device,
device type: SBT_TAPE,device name:

ORA-19557: device error, device type: SBT_TAPE, device name:
ORA-27211: Failed to load Media Management Library

Additional information: 2
RMAN-10031: ORA-19624 occurred during call to DBMS_BACKUP_RESTORE.DEVICEALLOCATE
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The ORA-27211 error indicates that Oracle was not able to load the media
management library that you installed. In this case, you must check your media
management installation to make sure that the library is correctly installed and redo
the steps from the section "Integrating RMAN with a Media Manager on Windows
NT: Basic Steps" on page 8-4.

If you do not receive ORA-27211, then the library is loaded. For any other errors,
check the trace file in USER_DUMP_DESirectory for more information.

See Also:  "After Installation of Media Manager, RMAN Channel
Allocation Fails: Scenario” on page 15-15 for a troubleshooting
scenario

Testing a Backup to the Media Manager

After testing a channel allocation on the media manager, make a test backup. For
example, to test whether your backup goes successfully to tape, you might run the
following command:

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE sbt

PARMS=ENV=(NSR_SERVER=tape_srv,NSR_GROUP=0racle_tapes)’
BACKUP DATAFILE 1;
}

The specifics of your PARMS&nd FORMATBettings depend on the media
management software that you are using. The following table illustrates possible
outcomes and suggests possible responses in case of a failure.

Case Response

The backup hangs. A hanging backup usually indicates that the
media manager is waiting to mount a tape. Check
if there are any media manager jobs in "tape
mount request” mode and fix the problem.

Ensure that the steps in "Integrating RMAN with
the Media Manager: Basic Steps" on page 8-3 are
correctly done. Refer to "Backup Job Is Hanging:
Scenario" on page 15-17 if the problem persists.
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Case Response

The backup fails with ORA-19511 or | This error indicates that the media management
ORA-70xxx error software is not correctly configured. Ensure that
the steps in "Integrating RMAN with the Media
Manager: Basic Steps" on page 8-3 are correctly
done. Also, ensure that you have the correct
PARMSnd FORMATEtrings required by your
media management software.

The backup succeeds. In this case, you are ready to use RMAN to make
sbt backups.

See Also: "Testing the Media Management API" on page 15-9 and
"RMAN Troubleshooting Scenarios" on page 15-15 for more
information about troubleshooting RMAN with a media manager

Configuring Automatic Channels for Use with a Media Manager

This section describes how to configure automatic channels specifically for use with
a media manager. To gain an overview of what automatic channels are and how
they are used, refer to the section "Configuring Automatic Channels" on page 8-10.
The following setup procedure references the sections in "Configuring Automatic
Channels" where it is appropriate.

To configure automatic channels for use with a media manager:

1. Configure a generic channel of DEVICE TYPE sbt as described in "Configuring
a Generic Automatic Channel for a Device Type" on page 8-12. In the
configuration type all parameters you tested in the section "Testing a Backup to
the Media Manager" on page 8-8. For example, assume that your media vendor
requires PARMSettings as follows:

CONFIGURE CHANNEL DEVICE TYPE sbt PARMS=ENV=(NSR_SERVER=tape_sw,
NSR_CLIENT=oraclecint, NSR_GROUP=0racle_tapes) FORMAT "BACKUP_%U";

2. After configuring the channel, test the backup with the following command:
BACKUP DEVICE TYPE sht DATAFILE 1;

3. Check your configuration by running the following command:
SHOW CHANNEL DEVICE TYPE sb;
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Configure the default device to sbt as described in "Changing the Default
Device Type" on page 8-11. By configuring the device to sbt , RMAN will
automatically send all backups to the media manager. For example:

CONFIGURE DEFAULT DEVICE TYPE TO st

After configuring the default device, make a test backup to determine whether
it is really going to the media manager:

BACKUP DATAFILE 1;

Check your configuration by running the following command:

SHOW DEFAULT DEVICE TYPE;

If you use more than one media manager, then you must specify the channel

parallelism as described in "Configuring Parallelism for Automatic Channels"
on page 8-11. Assume that you want to back up to your media manager using
two tape drives in parallel. In this case, you can run the following commands:

CONFIGURE DEVICE TYPE sht PARALELLISM 2;  #two channels (tape drives)
BACKUP DATABASE; # backup goes to tape but in two streams in parallel (two tapes)

Configuring Automatic Channels

This section contains these topics:

Configuring Automatic Channels: Overview
Changing the Default Device Type
Configuring Parallelism for Automatic Channels
Configuring a Generic Automatic Channel for a Device Type
Configuring a Specific Channel for a Device Type
Clearing Channel and Device Settings
Configuring the Control File Autobackup
See Also:  "RMAN Automatic and Manual Channel Allocation”

on page 5-2 for a conceptual overview of automatic and manual
channels, and Oracle9i Recovery Manager Reference for syntax
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Configuring Automatic Channels: Overview

You can save persistent configuration information such as channel parameters,
parallelism, and the default device type in the RMAN repository. Hence, you do not
have to manually allocate channels for each backup. Instead, you can configure
automatic channels for use in backup, restore, recovery, and maintenance jobs.

You can always override automatic channels by using ALLOCATE CHANNEIb
allocate channels manually. The automatic channel feature is mutually exclusive
with the manual channel feature: RMAN uses one or the other for every job.

By default, RMAN has preconfigured a disk channel so that you can back up to disk
without doing any manual configuration. Hence, if you are backing up to disk
rather than to a media manager, you can immediately begin backing up to disk. The
only change you may want to parallelize the channels, as described in "Configuring
Parallelism for Automatic Channels" on page 8-11.

Changing the Default Device Type

The default device is the device that RMAN uses on the BACKURommand when
you do not explicitly allocate channels. For example, if the default device is sht
(that is, the media manager), then the BACKUP DATABASEommand backs up to the
configured sht device. A default device type is required so that RMAN knows
which device it should use when you do not manually allocate a channel. You
cannot set the default device type to an unspecified value such as NULL

The preconfigured default device type is DISK. To change the default device type to
sbt , you must run this command:

CONFIGURE DEFAULT DEVICE TYPE TO sht;

Change the default back to DISK by running either of the following commands:

CONFIGURE DEFAULT DEVICE TYPE TO DISK;
CONFIGURE DEFAULT DEVICE TYPE CLEAR,; # retums to default of DISK

The following example sets the default device type to sbt and then runs a backup:

CONFIGURE DEFAULT DEVICE TYPE TO sh;
BACKUP DATABASE; # backup goes to sbt

Configuring Parallelism for Automatic Channels

By default, channel parallelism for each configured device is set to 1. Run the
CONFIGURE DEVICE TYPE ... PARALLELISMinteger command to specify the
number of channels that RMAN should allocate for each job on a specified device
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type, where integer stands for a positive integer less than 255. For example, to
allocate three channels for each job on the DISK device, run this command:

CONFIGURE DEVICE TYPE DISK PARALLELISM 3;

You can change PARALLELISMfor a device type simply by running a new
command. The following example sets parallelism to 3, changes parallelism from 3
to 4, then changes it to 2:

CONFIGURE DEVICE TYPE DISK PARALLELISM 3;
CONFIGURE DEVICE TYPE DISK PARALLELISM 4;
CONFIGURE DEVICE TYPE DISK PARALLELISM 2;

Assume that you want to back up to your media manager using two tape drives in
parallel. You run the following commands:

CONFIGURE DEFAULT DEVICE TYPE TO sht;  # make the tape drive the default backup device
CONFIGURE DEVICE TYPE sbt PARALELLISM 2; # configure two channels (tape drives)
BACKUP DATABASE; # backup goes to tape but in two parallel streams (two tapes)

In this case, each configured sbt channel will back up roughly half the total data.

See Also: "Parallelization for Manually Allocated Channels" on
page 5-10

Configuring a Generic Automatic Channel for a Device Type

By default, RMAN automatically allocates a preconfigured DISK channel without
any options. However, you may use a media manager that requires special options
(PARMSFORMATMAXPIECESIZE, and so forth) or you may want to change the
default DISK setting. By configuring channels, you define which parameters are
used when RMAN automatically allocate channels.

Use the CONFIGURE CHANNEbmmand to configure automatic channel options for
the available device types: DISK and sbt . You can use the same options for
CONFIGURE CHANNEhat you use for ALLOCATE CHANNEEBNd you must specify
at least one of these options. For example, you can configure generic disk and tape
channels as in this example:

CONFIGURE CHANNEL DEVICE TYPE DISK FORMAT = "ffisLbackup/6U’;
CONFIGURE CHANNEL DEVICE TYPE sht PARMS=ENV=(NSR_SERVER=tape_sw,NSR_CLIENT=oracleclnt,
NSR_GROUP=oracle_tapes);

To configure a generic channel, that is, a template that is used for all parallelized
channels, do not assign a number for the channel. If you set the parallelism for a
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device, and then make the device default, then RMAN uses the same channel
configuration for each parallelized channel.

To configure new generic channel settings for a specified device type, simply run a
new command for the device type. This example configures the default DISK
channel to MAXPIECESIZE 2G then erases this setting and specifies a FORMAT

CONFIGURE CHANNEL DEVICE TYPE DISK MAXPIECESIZE 2G;
CONFIGURE CHANNEL DEVICE TYPE DISK FORMAT = fis1/9U,;

Configured Channels and the Default Device Type

The automatic channel that RMAN allocates for its backups depends on the default
device type. If the default device type is DISK, then RMAN uses the DISK channel
only. If the default device type is sbt , then RMAN uses the sbt channel only.
RMAN cannot automatically allocate channels in backup jobs for multiple device
types simultaneously.

This example creates a configuration so that all backups go to two tapes in parallel.
Additionally, the media management software requires additional parameters:
ENV=(NSR_DATA_ VOLUME_POOL=oracle_tapes) and FORMADf %U_backup.

CONFIGURE DEFAULT DEVICETYPETOsht;  # by default, backup goes to media manager
CONFIGURE DEVICE TYPE sht PARALELLISM 2;  #two tapesin parallel
CONFIGURE CHANNEL DEVICE TYPE sht
PARMS ENV=(NSR_DATA VOLUME_POOL=oracle_tapes)’
FORMAT "%U_backup’; # sets parameters for all channels
BACKUP DATABASE; # backs up database

Manually Overriding Configured Channels

If you manually allocate a channel during a job, then RMAN disregards any
automatic channel settings. For example, assume that the default device type is
configured to sbt , and you execute this command:

RUN

{
ALLOCATE CHANNEL c1 DEVICE TYPE DISK;

BACKUP TABLESPACE users;
}

In this case, RMAN uses the channel that you manually allocated within the RUN
block—and only this channel. None of the CONFIGURE DEVICE TYREONFIGURE
DEFAULT DEVICEor CONFIGURE CHANNEEttings apply to this job.
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See Also:

« "Backup Sets" on page 5-13 for conceptual information about
automatic channels

« Oracle9i Recovery Manager Reference for ALLOCATE CHANNEL
syntax

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

Configuring a Specific Channel for a Device Type

Besides configuring a generic channel for a device, you can also configure one or
more specific channels for each device type by manually assigning your own
channel numbers to the channels. Run the CONFIGURE CHANNELcommand
(where n is a positive integer less than 255) to configure a specific channel. When
manually numbering channels, you must specify one or more channel options (for
example, MAXPIECESIZEor FORMAJfor each channel.

Use specific channels when you want you want to alter the configuration for a
channel. Typically, you should only need to do this when running an Oracle Real
Application Clusters configuration and when using a media manager with multiple
tape drives requiring different PARMSettings.

Configuring Specific Channels: Examples

For example, assume that you have two tape drives and want one tape drive to use
tapes from the first pool and the second tape drive to use tapes from second tape
pool. You run the following commands:

CONFIGURE DEFAULT DEVICE TYPE TO sht;  # backup goes to sht

CONFIGURE DEVICE TYPE sht PARALELLISM 2; #two tapes used in parallel

# configure first stream to go to data volume pool named first_pool

CONFIGURE CHANNEL 1 DEVICE TYPE sht PARMS 'ENV=(NSR_DATA_VOLUME_POOL=first_pool);

# configure second stream to go to data volume pool named second_pool

CONFIGURE CHANNEL 2 DEVICE TYPE sht PARMS 'ENV=(NSR_DATA_VOLUME_POOL=second_pool);
BACKUP DATABASE; #first stream goes to *first_pool’ and second to 'second_pool’

In this example, you want to back up to two different disks because not enough
space exists on a single disk. So, you do the following:

CONFIGURE DEFAULT DEVICE TYPE TO disk; # backup goes to disk
CONFIGURE DEVICE TYPE shbt PARALELLISM 2; #1two channels used in in parallel
#first channel goes to diskl

CONFIGURE CHANNEL 1 DEVICE TYPE DISK FORMAT '/disk1/%6U’

# second channel goes to disk2

CONFIGURE CHANNEL 2 DEVICE TYPE DISK FORMAT ‘/disk2/%0U’
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BACKUP DATABASE; # backup - first channel goes to disk1 and second to disk2

Mixing Generic and Specific Channels

When parallelizing, RMAN always allocates channels beginning with CHANNEL 1
and ending with channel number equal to the parallelism setting. Hence, RMAN
uses a specific configuration for a given channel if you have configured it;
otherwise, it uses a generic configuration.

Assume you enter the following channel configuration:

# disk channel configuration

CONFIGURE DEVICE TYPE DISK PARALLELISM 4;

CONFIGURE CHANNEL DEVICE TYPE DISK FORMAT =/diskL/backup_%U’;
CONFIGURE CHANNEL 2 DEVICE TYPE DISK MAXPIECESIZE = 2M,;
CONFIGURE CHANNEL 4 DEVICE TYPE DISK MAXPIECESIZE = 4M,

# sbt channel configuration

CONFIGURE DEVICE TYPE sbt PARALLELISM 3;

CONFIGURE CHANNEL DEVICE TYPE sht PARMS=ENV=BACKUP_DIR=/disk2/oracle/backupy’;
CONFIGURE CHANNEL 3 DEVICE TYPE sht PARMS=ENV=BACKUP_DIR=/store)’;

The following table illustrates the channel names and channel settings that RMAN
allocates when the default device is DISK and parallelism for DISK is set to 4.

Channel Name Setting

ORA DISK 1 FORMAT = "/disk1/backup_%U’
ORA_DISK_2 MAXPIECESIZE = 2M
ORA_DISK_3 FORMAT = /disk1/backup_%U’
ORA_DISK_4 MAXPIECESIZE = 4M

The following table illustrates the channel names and channel settings that RMAN
allocates when the default device is sbt and parallelism for sbt is set to 3.

Channel Name Setting

ORA_SBT_TAPE_1 PARMS="ENV=(BACKUP_DIR=/disk2/oracle/backup)’
ORA_SBT_TAPE_2 PARMS="ENV=(BACKUP_DIR=/disk2/oracle/backup)’
ORA_SBT_TAPE_3 PARMS="ENV=(BACKUP_DIR=/store)’
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Relationship Between CONFIGURE CHANNEL and Parallelism Setting

The PARALLELISMsetting is not constrained by the number of specifically
configured channels. For example, if you back up to 20 different tape devices, then
you can configure 20 different sbt channels, each with a manually assigned
number (from 1 to 20) and each with a different set of channel options. You can set
parallelism to any value.

RMAN always numbers parallel channels starting with 1 and ending with the
parallelism setting. For example, if the default device is sbt and parallelism for sbt
is set to 3, then RMAN names the channels as follows:

ORA_SBT_TAPE 1

ORA_SBT TAPE 2
ORA_SBT TAPE 3

Note that RMAN always uses the name ORA_SBT_TAPEn even if you configure
DEVICE TYPE sbt (not the synonymous sbt_tape ). RMAN always allocates the
number of channels specified in parallelism, using manual channels if you have
configured them and generic channels if you have not.

See Also:  "Automatic Channel Specific Configurations" on
page 5-8 for concepts about manually numbered channels, and
"Configuring Specific Channels: Examples" on page 8-14

Clearing Channel and Device Settings

To clear a configuration is to return it to its default settings. You can clear channel
and device settings by using these commands:

« CONFIGURE DEVICE TYPE ... CLEAR

» CONFIGURE DEFAULT DEVICE TYPE CLEAR

» CONFIGURE CHANNEL DEVICE TYPE ... CLEAR

» CONFIGURE CHANNELDEVICE TYPE ... CLEAR (where nis an integer)

Each CONFIGURE ... CLEAR command clears only itself. For example, CONFIGURE
DEVICE TYPE ... CLEAR does not clear CONFIGURE DEFAULT DEVICE TYPEhe
CONFIGURE DEVICE TYPE ... CLEARcommand removes the configuration for the
specified device type and returns it to the default (PARALLELISM 1).

Note: You cannot specify any other options when clearing a
device type.
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The CONFIGURE DEFAULT DEVICE TYPE ... CLEARommand clears the
configured default device and returns it to DISK (the default setting).

The CONFIGURE CHANNEL DEVICE TYPE ... CLEABommand erases the channel
configuration for the specified device type. RMAN does not change the parallelism
setting for the device type because PARALLELISMis specified through a separate
CONFIGUREommand.

If you have manually assigned numbers to automatic channels, then clear the
options for these channels individually by specifying the channel number in
CONFIGURE CHANNELDEVICE TYPE ... CLEAR . For example, assume that you
run the following:

CONFIGURE CHANNEL DEVICE TYPE DISK MAXOPENFILES = 10 MAXPIECESIZE = 1800K;

CONFIGURE CHANNEL 3 DEVICE TYPE DISK FORMAT = /20U,
CONFIGURE CHANNEL 3 DEVICE TYPE DISK CLEAR;

In this case, RMAN clears the settings for CHANNEL 3but leaves the settings for the
generic DISK channel (the channel with no number manually assigned) intact.

See Also:  "Clearing Automatic Channel Settings” on page 5-9

Configuring the Control File Autobackup

If you set CONFIGURE CONTROLFILE AUTOBACKUOPN(it is set to OFFby
default), then RMAN automatically performs a control file autobackup in these
situations:

«  After every BACKURr COPYcommand issued at the RMAN prompt

«  Whenever a BACKURr COPYcommand within a RUNblock is followed by a
command that is neither BACKURor COPY

» Atthe end of every RUNblock if the last command in the block was either
BACKUPRr COPY

This automatic backup of the control file occurs in addition to any manual backup
of the current control file that has been performed during these commands. The
autobackup is created by the first channel allocated during the backup or copy job
and is placed into its own backup set.

The purpose of the autobackup is to enable RMAN to recover the database even if
the current control file and recovery catalog are lost or inaccessible. Because the
autobackup uses a well-known format, RMAN can search for it without access to a
repository, and then restore it. After the control file is restored and mounted, you
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can use the repository information in the mounted control file to restore the
database.

Enabling and Disabling the Control File Autobackup
You can enable the autobackup feature by running this command:

CONFIGURE CONTROLFILE AUTOBACKUP ON,;

You can disable the feature by running this command:

CONFIGURE CONTROLFILE AUTOBACKUP OFF,

Configuring the Control File Autobackup Format

By default, the format of the autobackup file for all configured devices is the
substitution variable %F This variable format translates into
c-1i-yyYyYyYMmDD-QQ , where:

« stands for the DBID. The DBID is printed in decimal so that it can
be easily associated with the target database.

«  YYYYMMDDB a time stamp in the Gregorian calendar of the day the backup is
generated

«  QQs the sequence in hexadecimal number that starts with 00 and has a
maximum of FF (256)

You can change the default format by using the following command, where
deviceSpecifier is any valid device such as DISK or sht , and ’string ’
contains the variable %Fand is a valid handle for the specified device:

CONFIGURE CONTROLFILE AUTOBACKUP FORMAT FOR DEVICE TYPeeviceSpecifier TO' sting

For example, you can run the following command:
CONFIGURE CONTROLFILE AUTOBACKUP FORMAT FOR DEVICE TYPE DISK TO backup/cf_%F;

Note: The format string must contain the %Fvariable. If the format
string does not contain the %Fvariable, then RMAN issues an error.

You can return the default autobackup format to %Fby running this command,
where deviceSpecifier is any valid device such as DISK or sbt :

CONFIGURE CONTROLFILE AUTOBACKUP FORMAT FOR DEVICE TYPeeviceSpecifier TOCLEAR;
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The SET CONTROLFILE AUTOBACKUP FORM#mMmand, which you can specify
either within a RUNblock or at the RMAN prompt, overrides the configured
autobackup format in the current session only. The order of precedence is:

1. SET CONTROLFILE AUTOBACKUP FORMAWithin RUN)
2. SET CONTROLFILE AUTOBACKUP FORMA@Et RMANdrompt)
3. CONFIGURE CONTROLFILE AUTOBACKUP FORMAT

See Also:

« "Control File Autobackups" on page 5-2 for a conceptual
overview

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

«  Oracle9i Recovery Manager Reference for SET syntax

Configuring the Backup Retention Policy

A retention policy specifies when RMAN should consider the backups and copies it
creates as obsolete. Before attempting to configure the policy, read the conceptual
explanation in "Backup Retention Policies" on page 5-47.

This section contains these topics:

« Configuring the Retention Policy for a Recovery Window
« Configuring the Retention Policy for Redundancy

« Disabling the Retention Policy

« Returning the Retention Policy to its Default Setting

See Also:  Oracle9i Recovery Manager Reference for CONFIGURE
syntax

Configuring the Retention Policy for a Recovery Window

The RECOVERY WIND@Afameter of the CONFIGUREommand specifies the
number of days between the current time and the earliest point of recoverability.
RMAN does not consider any backup or copy as obsolete if it falls within the
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recovery window. Additionally, RMAN retains all archived logs and incremental
backups that are needed to recover to a random point within the window.

Run the CONFIGUREommand at the RMAN prompt. This example ensures that
you can recover the database to any point within the last 7 days:

CONFIGURE RETENTION POLICY TO RECOVERY WINDOW OF 7 DAYS,;

RMAN does not automatically delete backups and copies rendered obsolete by the
recovery window. Instead, RMAN shows them as OBSOLETEN the REPORT
OBSOLETButput and deletes them if you run DELETE OBSOLETE

To change the retention policy setting, run the CONFIGURE RETENTION POLICY
command with a new setting. For example:

CONFIGURE RETENTION POLICY TO RECOVERY WINDOW OF 4 DAYS,;
CONFIGURE RETENTION POLICY TO RECOVERY WINDOW OF 11 DAYS;

See Also:  "Recovery Window" on page 5-48 for a conceptual
introduction to the recover window

Configuring the Retention Policy for Redundancy

The REDUNDANQCYarameter of the CONFIGURE RETENTION POLICdOmmand
specifies how many backups and copies of each datafile and control file that RMAN
should keep. In other words, if the number of backups and copies for a specific
datafile or control file exceeds the REDUNDANCSétting, then RMAN considers the
extra backups and copies as obsolete.

As you produce more backups, RMAN keeps track of which ones to retain and
which are obsolete. Additionally, RMAN retains all archived logs and incremental
backups that are needed to recover the nonobsolete backups.

Assume that you make a backup of a specific datafile on Monday, Tuesday,
Wednesday, and Thursday. Hence, you have four backups of the datafile. If
REDUNDANCIY 2, then the Monday and Tuesday backups are obsolete. If you
produce another backup on Friday, then the Wednesday backup also becomes
obsolete.

Run the CONFIGURE RETENTION POLICdmmand at the RMAN prompt, as in
the following example:

CONFIGURE RETENTION POLICY TO REDUNDANCY 3,
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To change the setting, run the command with a new REDUNDANCS3étting. For
example, run the following:

CONFIGURE RETENTION POLICY TO REDUNDANCY 4;
CONFIGURE RETENTION POLICY TO REDUNDANCY 2,

See Also:  "Backup Redundancy" on page 5-51 for a conceptual
introduction to backup redundancy

Disabling the Retention Policy
To disable the retention policy, run this command:
CONFIGURE RETENTION POLICY TO NONE;
This command means that RMAN does not consider any backup or copy as
obsolete. Consequently, if you run REPORT OBSOLETd# DELETE OBSOLET®ith

no other options, RMAN issues an error because no retention policy exists to
determine which backups and copies are obsolete.

Note: Configuring the retention policy to NONHs not the same as
clearing it. Clearing it returns it to its default setting, whereas NONE
disables it completely.

Returning the Retention Policy to its Default Setting

To clear the retention policy, that is, return the retention policy to its default setting,
run this command:

CONFIGURE RETENTION POLICY CLEAR,;

This command returns the retention policy to its default setting, which is
REDUNDANCY =1

Configuring the Maximum Size of Backup Sets

The CONFIGURE MAXSETSIZeEommand limits the size of backup sets created on a
channel. The CONFIGUREettings apply to any channel, whether manually or
automatically allocated, when the BACKUR.ommand is run.

You can set MAXSETSIZEin bytes (default), kilobytes (K), megabytes (M, and
gigabytes (G). The default value is given in bytes and is rounded down to the lowest
kilobyte value. For example, if you set the maximum set size to 2000, then RMAN
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rounds down this value to 1 kilobyte (1024 bytes). If you set the maximum set size
to 2049, then RMAN rounds down this value to 2 kilobytes (2048 bytes).

You can specify MAXSETSIZEon the following commands, listed in descending
order of precedence (that is, the higher overriding the lower):

1. BACKUP
2. CONFIGURE

An example illustrates the hierarchy of settings. Assume that you issue the
following commands at the RMAN prompt:

CONFIGURE DEFAULT DEVICE TYPE TO sht;

CONFIGURE CHANNEL DEVICE TYPE sbt PARMS 'ENV=(NSR_DATA VOLUME_POOL=first_pool);
CONFIGURE MAXSETSIZE TO 7500K;

BACKUP TABLESPACE hr;

BACKUP TABLESPACE orders MAXSETSIZE 10M;

Note these consequences of RMAN behavior:

« The backup of the hr tablespace uses the automatic sbt channel and the
default MAXSETSIZEsetting of 7500K.

« The backup of the orders tablespace uses the MAXSETSIZEsetting of 10M
used in the BACKURommand.

See Also:  Oracle9i Recovery Manager Reference for BACKURyntax

Configuring Backup Optimization

Run the CONFIGUREommand to enable and disable backup optimization. Backup
optimization skips the backup of files in certain circumstances if the identical file or
an identical version of the file has already been backed up. Before configuring
optimization, read the discussion of the backup optimization algorithm in "Backup
Optimization" on page 5-54.

Note that backup optimization applies only to these commands:
« BACKUP DATABASE

« BACKUP ARCHIVELO®ith ALL or LIKE options

« BACKUP BACKUPSET ALL

You can override optimization at any time by specifying the FORCEoption on the
BACKURommand. For example, you can run:

BACKUP DATABASE FORCE;
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BACKUP ARCHIVELOG ALL FORCE;
By default, backup optimization is configured to OFF To enable backup
optimization, run the following command:

CONFIGURE BACKUP OPTIMIZATION ON,;

To disable backup optimization, run the following command:

CONFIGURE BACKUP OPTIMIZATION OFF;

To clear the current backup optimization setting, that is, return backup optimization
to its default setting of OFF run this command:

CONFIGURE BACKUP OPTIMIZATION CLEAR;

See Also:

« "Backup Optimization" on page 5-54 for the complete criteria
that determine whether a file is identical and the conditions
under which backup optimization is operative

« "Backing Up Files Using Backup Optimization"” for examples of
how to optimize RMAN backups

Configuring the Number of Backup Copies

Use the CONFIGURE ... BACKUP COPIEScommand to specify how many copies of
each backup piece should be created on the specified device type. The CONFIGURE
settings applies only to datafile and archived redo log backups. This feature is
known as duplexing.

If you backup to sbt , than you have to set initialization parameter BACKUP_TAPE_
IO_SLAVES=true . If you do not, then RMAN signals the following error:

RMAN-10035: exception raised in RPC: ORA-19565: BACKUP_TAPE_IO_SLAVES not enabled when
duplexing to sequential devices

To configure the number of backup copies, specify an integer. The following
examples show possible configurations:

# Makes 2 copies of every datafile backup to disk

CONFIGURE DATAFILE BACKUP COPIES FOR DEVICE TYPEDISK TO 2;

# Makes 3 copies of every archived redo log backup to tape
CONFIGURE ARCHIVELOG BACKUP COPIES FOR DEVICE TYPE sht TO 3;

Configuring the Recovery Manager Environment 8-23



Configuring Tablespaces for Exclusion from Whole Database Backups

If you use the duplexing feature in conjunction with multiple FORMATEtrings, then
you can name each individual backup copy. For example, assume that you
configure BACKUP COPIESo 3. Then, you can issue:

BACKUP DATABASE FORMAT '/disk1/bkp/ol', fdisk2/bkp/¥l’, ‘disk3/bkp/oU';

RMAN generates 3 identical copies of each backup piece in the backup set, and
names each piece according to the specified FORMATBtring: the first copy is placed
in the /disk1l/bkp  directory, the second in the /disk2/bkp  directory, and the
third in the /disk3/bkp directory. Note that you can specify the FORMATEtring on
the BACKUPCONFIGURE CHANNE&nd ALLOCATE CHANNEiommands.

Note that you can configure the number of backup copies in these locations, which
are listed in order of precedence:

1. BACKUP COPIES
2. SET BACKUP COPIES
3. CONFIGURE ... BACKUP COPIES

If you set the number of backup copies in multiple locations, then commands that
are higher on the list override commands that are lower on the list.

To return a BACKUP COPIESonfiguration to its default value, run the same
CONFIGUREommand with the CLEARoption, as in this example:

CONFIGURE DATAFILE BACKUP COPIES FOR DEVICE TYPE sbt CLEAR;

By default, CONFIGURE ... BACKUP COPIESis set to 1 for each device type.

See Also:

« "Duplexed Backup Sets" on page 5-21 for concepts

«  Oracle9i Recovery Manager Reference for BACKURsyntax

«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

«  Oracle9i Recovery Manager Reference for SET syntax

Configuring Tablespaces for Exclusion from Whole Database Backups

You can CONFIGURE EXLUDE FOR TABLESPAGEXempt the specified tablespace
from the BACKUP DATABAStommand. The exclusion condition applies to any
datafiles that you add to this tablespace in the future.
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This tablespace exclusion feature is useful when you do not want to make a
specified tablespace part of the regular backup schedule, as in these cases:

« Atablespace is easy to rebuild, so it is more cost-effective to rebuild it than back
it up every day.

« A tablespace contains temporary or test data that you do not need to back up.

« A tablespace does not change often and therefore should be backed up on a
different schedule from other backups,.

For example, you can exclude testing tablespaces testl and test2 from whole
database backups as follows:

CONFIGURE EXCLUDE FOR TABLESPACE test1,
CONFIGURE EXCLUDE FOR TABLESPACE test?,

If you run the following command, then RMAN backs up all tablespaces in the
database except testl and test2

BACKUP DATABASE;

You can still back up the configured tablespaces by explicitly specifying them in a
BACKURommand or by specifying the NOEXCLUDEBption on a BACKUP DATABASE
command. For example, you can enter one of the following commands:

BACKUP DATABASE NOEXCLUDE;  # backs up the whole database, including test1 and test2
BACKUP TABLESPACE testl, test2; # backs up only testl and test2

You can turn off the exclusion feature for tablespaces testl and test2 as follows:

CONFIGURE EXCLUDE FOR TABLESPACE testl CLEAR,;
CONFIGURE EXCLUDE FOR TABLESPACE test2 CLEAR,;

RMAN includes these tablespaces in future whole database backups.

See Also:
«  Oracle9i Recovery Manager Reference for BACKURsyntax
«  Oracle9i Recovery Manager Reference for CONFIGUREyntax

Setting Globalization Support Environment Variables for RMAN

This section describes globalization support variable settings in RMAN and
contains these topics:

« Setting NLS_DATE_FORMAT and NLS_LANG
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« Specifying the Database Character Set

Setting NLS_DATE_FORMAT and NLS_LANG

Before invoking RMAN, set the NLS_DATE_FORMA4nd NLS_LANGenvironment
variables. These variables determine the format used for the time parameters in
RMAN commands such as RESTORERECOVERand REPORT

The following example shows typical language and date format settings:

NLS_LANG=american
NLS DATE_FORMAT=Mon DD YYYY HH24:MI:SS'

Specifying the Database Character Set

If you are going to use RMAN to connect to an unmounted database and mount the
database later while RMAN is still connected, then set the NLS LANGenvironment
variable so that it also specifies the character set used by the database.

A database that is not mounted assumes the default character set, which is
US7ASCII . If your character set is different from the default, then RMAN returns
errors after the database is mounted. To avoid this problem, set the NLS_LANGo
specify the target database's character set. For example, if the character set is
WES8DECQCyou can set the NLS_LANGparameter as follows:

NLS_LANG=american_america.we8dec

Note: You must set both NLS_LANGand NLS_DATE_FORMAIfDr
NLS_DATE_FORMAID be used.

See Also:  Oracle9i Database Reference for more information about
the NLS_LANGand NLS_DATE_FORMAparameters, and Oracle9i
Globalization and National Language Support Guide

Configuring the Snapshot Control File Location

When RMAN needs to resynchronize from a read-consistent version of the control
file, it creates a temporary snapshot control file. RMAN needs a snapshot control
file only when resynchronizing with the recovery catalog or when making a backup
of the current control file.
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The default value for the snapshot control file is platform-specific and depends on
the Oracle home. For example, the default filename on some UNIX platforms in
Oracle9i is SORACLE_HOME/dbs/snapcf_@.f .

In general, you should only need to set the control file location in these situations:

« You are running RMAN in an Oracle Real Application Clusters configuration
and need a snapshot control file accessible by each node.

« You are upgrading to the current release from a release earlier than 8.1.7. In
these earlier releases, the default location for the snapshot control file was not
dependent on the Oracle home, whereas in the current release the default
location is dependent on the Oracle home.

Setting the Location of the Snapshot Control File to the Default Value

In some cases, you may want to set the snapshot control file to the default location.
Run the CONFIGURE SNAPSHOT CONTROLFILE LOCATION CL&®Rmand. The
behavior of the default value is described in the following table.

If you ...

Then ...

Create a new database in the
current release

The snapshot control file location uses the DEFAULT
value. In this case, the default snapshot control file
location changes if you change the Oracle home.

Upgrade to the current release
from a release prior to 8.1.7

The snapshot control file location is not set to the
DEFAULTvalue. Instead, RMAN uses the snapshot
location that is already stored in the control file. In this
case, the snapshot control file location does not change if
you change the Oracle home. To set the snapshot control
file location to the default value, run CONFIGURE
SNAPSHOT CONTROLFILE NAME CLEAR

You can see the current snapshot location by running the SHOWommand. This
example shows a snapshot location that is default:

RMAN> SHOW SNAPSHOT CONTROLFILE NAME;
CONFIGURE SNAPSHOT CONTROLFILE NAME TO ‘foracle/snapcf_c82.f; # default

This example shows a snapshot control file that has a nondefault filename:

RMAN> SHOW SNAPSHOT CONTROLFILE NAME;
CONFIGURE SNAPSHOT CONTROLFILE NAME TO ‘fmp/snapcf_c82.;
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Setting the Location of the Snapshot Control File to a Nondefault Value

Use the CONFIGURE SNAPSHOT CONTROLFILE NAME flleriame ' command to
change the name of the snapshot control file to a nondefault value. Subsequent
snapshot control files that RMAN creates use the specified filename.

For example, start RMAN and then enter:
CONFIGURE SNAPSHOT CONTROLFILE NAME TO ‘foracle/dbaiprod/snap_prod.ctf;

You can also set the snapshot control file name to a raw device. An Oracle Real
Application Clusters configuration does not require the snapshot control file to be
shared across all instances, but the snapshot controlfile name must be set to a
location where any instance can create one. Each instance is permitted to create the
snapshot control file in its own file system as it needs one. The following example
sets the snapshot control file name to a raw device:

CONFIGURE SNAPSHOT CONTROLFILE NAME TO '/devivgd_1_0/Mvt5',

Note that if one RMAN job is already backing up the control file while another
needs to create a new snapshot control file, you may see the following message:

waiting for snapshot controffile enqueue

Under normal circumstances, a job that must wait for the control file enqueue waits
for a brief interval and then successfully retrieves the enqueue. Recovery Manager
makes up to five attempts to get the enqueue and then fails the job. The conflict is
usually caused when two jobs are both backing up the control file, and the job that
first starts backing up the control file waits for service from the media manager.

See Also:  "Backup Fails Because of Control File Enqueue:
Scenario” on page 15-22, and Oracle9i Recovery Manager Reference for
CONFIGURByntax

Setting Up RMAN for Use with a Shared Server

RMAN cannot connect to the target database through a shared server dispatcher: it
requires a dedicated server process. Nevertheless, you can connect specified
sessions to dedicated servers, even when the database is configured for a shared
server.

To ensure that RMAN does not connect to a dispatcher when the target database is
configured to use a shared server, the net service name used by RMAN must
include (SERVER=DEDICATED)in the CONNECT_DATéttribute of the connect
string.
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Oracle Net configuration varies greatly from system to system. The following
procedure illustrates only one method. This scenario assumes that the following
service name in the tnsnames.ora  connects to the target database using the
shared server architecture, where instl is a value of the SERVICE_NAMES
initialization parameter:
instl._shs=

(description=

(address=(protocol=tcp)(host=instl_host)(port1521))

(connect_data=(service_name=instl)(server=shared))

)
To use RMAN with a shared server:

1. Create a net service name in the thsnames.ora file that connects to the
nonshared SID. For example, enter:
instL._ded =
(description=
(address=(protocol=tcp)(host=inst1_host)(port1521))
(connect_data=(service_name=instl)(server=dedicated))
)

2. Start SQL*Plus and then connect using both the shared server and dedicated
server service hames to confirm the mode of each session. For example, to
connect to a dedicated session you can issue:

SQL> connect sysfloracle@instl_ded
Connected.
SQL> SELECT SERVER FROM V$SESSION WHERE SID = (SELECT DISTINCT SID FROM V$MYSTAT);

SERVER

DEDICATED
1 row selected.

To connect to a shared server session, you can issue:

SQL> CONNECT sysloracle@instl_shs AS SYSDBA
Connected.
SQL> SELECT SERVER FROM V$SESSION WHERE SID = (SELECT DISTINCT SID FROM V$MYSTAT);

SERVER

SHARED
1 row selected.

3. Connect to the target database (and optionally the recovery catalog) with the
dedicated service name. For example, enter:
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% man TARGET sys/oracle@instl._ded CATALOG mrman/man@rcat

See Also:  Your operating system-specific Oracle documentation
and your Oracle Net Services Reference Guide for a complete
description of Oracle Net connect string syntax

Setting Up a Recovery Catalog

A recovery catalog is not necessary when using RMAN. To use a recovery catalog,
you need to create a schema in a recovery catalog database. Oracle Corporation
suggests that you put the recovery catalog schema in its own tablespace, although
you can use the SYSTEMablespace if necessary. Note that SYScannot be the owner
of the catalog.

Create the recovery catalog schema in a different host, on different disks, and in a
different database from the target database you will be backing up. If you do not,
then the benefits of using a recovery catalog are lost if you lose the database and
need to restore.

Caution:  Ensure that the recovery catalog and target databases do
not reside on the same disks. If they do and you lose one database,
you will probably lose the other.

The basic procedure for setting up a recovery catalog, which is described in
complete detail in Chapter 16, "Managing the Recovery Manager Repository", is as
follows:

1. Create the user who will own the recovery catalog schema in the recovery
catalog database. For example, start SQL*Plus and run:

CONNECT SYS/CHANGE_ON_INSTALL@rcat AS SYSDBA

CREATE USER man IDENTIFIED by rman TEMRORARY TABLESPACE temp
DEFAULT TABLESPACE cattbs QUOTA UNLIMITED ON cattbs;

2. Grant the recovery catalog owner necessary privileges. For example, in
SQL*Plus run:

GRANT RECOVERY_CATALOG_OWNER to RMAN,;
GRANT CONNECT, RESOURCE to RMAN,;
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Start RMAN and create the recovery catalog schema itself with the CREATE
CATALOG@ommand. For example:

% man TARGET / CATALOG man/man@rcat
RMAN> CREATE CATALOG

Register the target databases in the recovery catalog with the REGISTER
DATABASEommand. For example:

RMAN>REGISTER DATABASE;

See Also:  "Creating the Recovery Catalog” on page 16-2, and
"Registering a Database in the Recovery Catalog" on page 16-5
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Making Backups and Copies with Recovery
Manager

This chapter describes how to use Recovery Manager to manage backup and copy
operations. This chapter contains these topics:

« Configuring and Allocating Channels for Use in Backup and Copy Jobs
« Backing Up Database Files and Archived Logs with RMAN
« Duplexing Backups
« Making Incremental Backups with RMAN
« Making Split Mirror Backups with RMAN
« Backing Up Files at a Standby Database Site with RMAN
« Backing Up Backup Sets with RMAN
« Restarting and Optimizing RMAN Backups
« Performing a Backup Validation with RMAN
« Copying Files with RMAN
« Overriding the Control File Autobackup Format
« RMAN Backup and Copy Examples
See Also:  "Terminating an RMAN Session That Is Hung in the

Media Manager" on page 15-13 to learn how to monitor backup and
copy operations
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Configuring and Allocating Channels for Use in Backup and Copy Jobs

You have the following mutually exclusive options for executing backup and copy
jobs:

« Configure automatic channels with the CONFIGUREommand, and then issue
BACKURind COPYcommands at the RMAN prompt or within a RUNblock

« Allocate channels manually and issue BACKURand COPYcommands within a
RUNblock

The easiest way to make backups is to configure automatic channels. For example,
so long as you have already configured an sbt device type, you can configure a
default sbt channel as follows (note that the PARMSralue is vendor-specific):

CONFIGURE DEVICE TYPE sbt PARALLELISM 1,
CONFIGURE DEFAULT DEVICE TYPE TO sht;
CONFIGURE CHANNEL DEVICE TYPE sht PARMS 'ENV=(NSR_SERVER=bksvr1)’

Then, you can back up the database to tape at the RMAN prompt as follows:
BACKUP DATABASE,

RMAN preconfigures a DISK channel for you, so you can make disk backups using
automatic channels without performing any configuration whatsoever.

The other method is to allocate channels manually within a run job. For example,
this command allocates multiple disk channels and then backs up the database and
archived redo logs:

RUN

{
ALLOCATE CHANNEL chl DEVICE TYPE DISK;

ALLOCATE CHANNEL ch2 DEVICE TYPE DISK;
ALLOCATE CHANNEL ch3 DEVICE TYPE DISK;
BACKUP DATABASE PLUS ARCHIVELOG;

}

This example manually allocates an sbt channel (with a vendor-specific PARMS
value) and backs up a datafile copy:

RUN

{
ALLOCATE CHANNEL ch1 DEVICE TYPE sbt PARMS 'ENV=(NSR_SERVER=bkswrl);

BACKUP DATAFILECOPY ‘foracle/copy/dfl.copy’;
}

For the most part, the procedures in this chapter assume that you have configured
automatic channels.

9-2 Oracle9i Recovery Manager User's Guide



Backing Up Database Files and Archived Logs with RMAN

Backing Up Database Files and Archived Logs with RMAN

This section contains these topics:

About RMAN Backups

Making Consistent and Inconsistent Backups with RMAN
Making Whole Database Backups with RMAN

Backing Up Tablespaces with RMAN

Backing Up Datafiles and Datafile Copies with RMAN
Backing Up Control Files with RMAN

Backing Up Archived Redo Logs with RMAN

See Also:
« "Backup Sets" on page 5-13 for an overview of RMAN backups

«  Oracle9i Recovery Manager Reference for BACKURommand
syntax

« "Backup Types" on page 5-35 for a discussion of the various
RMAN backup types

About RMAN Backups

Run backups of any of the following objects with the RMAN BACKURommand
when the database is either mounted or open:

Primary or Standby Database (all datafiles and current control file)
Tablespace

Datafile (current or image copy)

Archived redo log

Control file (current or image copy)

Backup set

Although the BACKUR.ommand works only on datafiles, archived redo log files,
and control files, the database depends on other files for production operation. You
should back up other important files on the operating system either with a
third-party backup product. You should back up files needed for the operating
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system to run as well as parameter files, password files, and files in the Oracle
home.

The BACKURommand backs up database files into one or more backup sets on disk
or tape. You can set parameters for the BACKURommand to specify the filenames
for the backup pieces, the number of files to go in each set, and which channel
should operate on each input file.

You can make RMAN backups when the database is open or closed. Closed
backups can be consistent or inconsistent, depending on how the database was
shut down.

RMAN backup are further divided into full and incremental backups. Full backups
are nonincremental, that is, every used block is backed up.

See Also:

« "Backup Sets" on page 5-13 for an overview of RMAN backups

«  "Backup Types" on page 5-35 for a discussion of the various
RMAN backup types

»  Oracle9i Recovery Manager Reference for a complete description
of BACKURommand syntax

Making Consistent and Inconsistent Backups with RMAN

Consistent backups can be restored without recovery. To make a consistent backup,
the database:

« Must be mounted, but not open
« Must not have crashed or aborted the last time it was open

If these conditions are not met, then the backup is inconsistent. An inconsistent
backup requires media recovery when it is restored, but is otherwise just as valid as
a consistent backup.

You can use SQL*Plus or RMAN to start up and shutdown the database. The
following example connects to the target database, shuts it down cleanly, and then
mounts it in preparation for a backup:

% man TARGET/
RMAN> SHUTDOWN IMMEDIATE # closes database consistently
RMAN> STARTUP MOUNT # uses SPFILE
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Making Whole Database Backups with RMAN

If you can afford to close the primary database, then take closed, consistent backups
of the whole database. If you cannot shut down the database, then the only option
is to make a backup while the database is open.

See Also:  Oracle9i Data Guard Concepts and Administration for
more information about backing up standby databases

To make a whole database backup:

1.

After starting RMAN, run the BACKUP DATABAStommand at the RMAN
prompt. This example backs up all the datafiles as well as the control file. It
does not specify a FORMAarameter, so RMAN gives each backup piece a
unique name automatically and stores it in the port-specific default location
($ORACLE_HOME/dbn UNIX):

BACKUP DATABASE; # uses automatic channels to make backup
SQL'ALTER SYSTEM ARCHIVE LOG CURRENT;; # switches logs and archives all logs

Optionally, use the FORMAparameter to specify a filename for the backup
piece. For example, enter:

BACKUP DATABASE FORMAT ‘Yoracle/backup/6U’; #%U generates a unique flename

Optionally, use the TAGparameter to specify a backup tag. For example, enter:
BACKUP DATABASE TAG =weekly backup’; # gives the backup a tag identifier

Issue a LIST BACKUP OF DATABASE&ommand to see a listing of backup sets
and pieces.

Backing Up Tablespaces with RMAN

Back up tablespaces when the database is either open or closed. Note that all open
database backups are always inconsistent. Do not issue ALTER DATABASE BEGIN
BACKUMefore making an online tablespace backup.

To back up a tablespace:

1.

After starting RMAN, run the BACKUP TABLESPACEmmand at the RMAN
prompt. This example backs up three tablespaces, using the FILESPERSET
parameter to specify that no more than three datafiles go in each backup set:

BACKUP FILESPERSET = 3 TABLESPACE inventory, sales, orders;
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2. RunaLIST BACKUP OF TABLESPACE&mmand to see a listing of backup sets
and pieces. For example:

LIST BACKUP OF inventory, sales, orders;

Backing Up Datafiles and Datafile Copies with RMAN

Back up datafiles and datafile copies when the database is either open or closed.
Note that all open database backups are always inconsistent.

Backing Up Datafiles

Use the BACKUP DATAFILEcommand to back up individual datafiles. You can
specify the datafiles by name or number.

To back up a datafile:

1. After starting RMAN, run the BACKUP DATAFILEEommand at the RMAN
prompt. This example backs up datafiles 1-4 as well as an image copy of a
datafile:

BACKUP DATAFILE 1,2,34 FILESPERSET 3 DATAFILECOPY Yoradle/copy/ths 1 cf;

2. lIssue a LIST BACKUP OF DATAFILEcommand to see a listing of backup sets
and pieces. For example:
LIST BACKUP OF DATAFILE 1,2,34;

Backing Up Datafile Copies

Use the BACKUP DATAFILECOPYommand to back up datafile copies. Datafile
copies exist on disk only.

To back up a datafile copy:

1. After starting RMAN, run the BACKUP DATAFILECOPdmmand at the RMAN
prompt. This example backs up datafile copy dfl.copy to tape:

BACKUP DATAFILECOPY ‘foracle/copy/dfl.copy’;

2. Issue a LIST BACKUP OF DATAFILECOPYommand to see a listing of backup
sets and pieces. For example:

LIST BACKUP OF DATAFILE 1;
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Backing Up Control Files with RMAN

You can make backups of the control file when the database is open or closed.
RMAN uses a snapshot control file to ensure a read-consistent version.

If CONFIGURE CONTROLFILE AUTOBACKBPRN then RMAN automatically backs
up the control file in these situations:

«  After every BACKURr COPYcommand issued at the RMAN prompt

«  Whenever a BACKURr COPYcommand within a RUNblock is followed by a
command that is neither BACKURor COPY

« Atthe end of every RUNblock if the last command in the block was either
BACKUPor COPY

Consequently, whenever you back up a file or set of files, RMAN automatically
makes a control file backup afterward. This control file backup contains metadata
about the previous backup, which is crucial in a disaster recovery situation.

If the autobackup feature is not set, then you must manually back up the control file
in one of the following ways:

« Back up datafile 1, which automatically includes the control file in the backup
« Run BACKUP CURRENT CONTROLFILE

« Include a backup of the control file within any backup by using the INCLUDE
CURRENT CONTROLFIL&ption of the BACKURommand

Note: A manual backup of the control file is not the same as a
control file autobackup. In manual control file backups, only
metadata for backups within the current RMAN session is
contained in the control file backup, and the backed up control file
cannot be automatically restored.

Backing Up the Control File Manually

This procedure creates a control file backup by using the BACKUP CURRENT
CONTROLFILEcommand.

To back up the current control file manually:

1. After starting RMAN, run the BACKUP CURRENT CONTROLFktidfnmand at
the RMAN prompt. This example backs up the current control file to tape and
uses a tag:
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BACKUP CURRENT CONTROLFILE TAG = mondaypmbackup;

Note that if the autobackup feature is enabled, then RMAN makes two control
file backups in this example: the explicit control file backup (BACKUP CURRENT
CONTROLFILE and the subsequent control file autobackup.

2. Optionally, issue a LIST command to see a listing of backup sets and pieces.
For example:

LIST BACKUP OF CONTROLFILE;

Including the Control File in a Backup Set

This procedure creates a control file backup by including the control file in the
backup of another object.

To include the current control file in another backup:

Specify the INCLUDE CURRENT CONTROLFIldption after specifying the backup
object. For example, this command backs up tablespace SALESand includes the
current control file in the backup:

BACKUP TABLESPACE sales INCLUDE CURRENT CONTROLFILE;

Note that if the autobackup feature is enabled, then RMAN also generates an
autobackup of the control file after the BACKUP TABLESPAGEmmand completes.

Backing Up a Control File Copy

This procedure creates a control file backup by using the BACKUP
CONTROLFILECOPY¥ommand.

To back up a control file copy:
1. Ensure that the database is mounted or open.

2. After starting RMAN, run the BACKUP CONTROLFILECOR¥mmand at the
RMAN prompt. This example creates the control file copy '/copy/cf.f' and
then backs it up:

COPY CURRENT CONTROLFILE TO "copy/ct;
BACKUP CONTROLFILECOPY '/copy/cff;

3. Optionally, issue a LIST BACKUP OF CONTROLFILEommand to see a listing of
backup sets and pieces. For example:

LIST BACKUP OF CONTROLFILE;
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Backing Up Archived Redo Logs with RMAN

Archived redo logs are the key to successful media recovery. Back them up
regularly. You can back up logs by issuing BACKUP ARCHIVELOG by backing up
datafiles and control files and specifying BACKUP ... PLUS ARCHIVELOG

Note that when specific conditions are met, RMAN attempts to switch out of and
archive the current online redo logs when you back up archived redo logs.

See Also:  "Automatic Online Redo Log Switches During Backups
of Archived Logs" on page 5-17 for the conditions under which
RMAN attempts to switch out of the current online log

Backing Up Logs Using BACKUP ARCHIVELOG

To back up archived logs, run BACKUP ARCHIVELO®ith the desired filtering
options. If you archive to multiple locations, RMAN does not put multiple copies of
the same log sequence number into the same backup set. The BACKUP ARCHIVELOG
ALL command backs up exactly one copy of each distinct log sequence number.

You can specify the DELETE INPUToption in the BACKURommand, which deletes
the archived logs after backing them up. Thus, you can back up archived logs to
tape and clear disk space of old logs in one step. RMAN only deletes the specific
copy of the archived redo log that it backs up, and then deletes only this copy.

If you specify the DELETE ALL INPUToption, then RMAN makes a backup of each
specified log sequence number, but deletes logs from all enabled archiving
destinations. For example, assume that you archive to /arc_destl |, /arc_dest2
and /arc_dest3 , and you run the following command:

BACKUP ARCHIVELOG ALL DELETE ALL INPUT,

RMAN backs up only one copy of each log sequence number that it finds in these
directories, and then deletes all copies of all log