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This document provides a brief description about the Oracle System Monitoring Plug-in for EMC Celerra Server, details on the versions the plug-in supports, prerequisites for installing the plug-in, and step-by-step instructions on how to download, install, verify, and validate the plug-in.
The System Monitoring Plug-in for EMC Celerra Server extends Oracle Enterprise Manager Grid Control to add support for managing EMC Celerra Network Attached Storage (NAS) servers. By deploying the plug-in in your Grid Control environment, you gain the following management features:
This plug-in supports the following versions of products:
The following prerequisites must be installed before you can deploy version 2.1.2.0.0 of the plug-in:
/usr/bin:/usr/sbin:/bin:/usr/local/bin
After you ensure that the prerequisites are met, follow these steps to deploy the plug-in:
If you see an error message stating that the preferred credential is not set up, go to the Preferences page and add the preferred credentials for the Agent target type.
After successfully deploying the plug-in, follow these steps to add the plug-in target to Grid Control for central monitoring and management:
Note: After you deploy and configure the plug-in to monitor one or more targets in the environment, you can customize the monitoring settings of the plug-in. This alters the collection intervals and threshold settings of the metrics to meet the particular needs of your environment. If you decide to disable one or more metric collections, this could impact the reports that the metric is a part of. |
After waiting a few minutes for the plug-in to start collecting data, use the following steps to verify and validate that Enterprise Manager is properly monitoring the plug-in target:
Follow the steps below to set up SSH from the host, where the Enterprise Manager Agent is installed on the EMC Celerra control station.
The following sections provide the configuration steps to be performed on the EMC Celerra control station to send SNMP traps to the Enterprise Manager EMC Celerra Plug-in. For more information about the EMC Celerra event and notification system, refer to the following EMC-provided documentation:
Celerra Network Server Technical Module — Configuring Celerra Events and Notifications
The SNMP Trap Configuration file specifies the SNMP Manager to which the trap should be sent. To receive SNMP traps from the Celerra Control Station, you can modify the default trap configuration file /nas/site/trap.cfg or create a new configuration file. A different file is required if more than one SNMP manager is listening for different SNMP traps. The SNMP Trap Configuration file is referenced in the Notification Configuration file, which is described in the next section.
If you plan to use the default Notification Configuration file specific to Enterprise manager as described in the next section, you should create a new SNMP Trap Configuration file (em_trap.cfg) by performing the following steps.
cd /nas/site
cp trap.cfg em_trap.cfg
snmpmanager 140.87.1.84:5125 ; communityname public
The Notification Configuration file specifies the list of events for which notifications are to be sent. The default notification file,/nas/sys/nas_eventlog.cfg, contains all the default notification events with different types of notification methods (call home, SNMP trap, email, log, exec, and so forth).
You can either modify the default notification file,/nas/sys/nas_ eventlog.cfg, or create a new one specific to Enterprise Manager with a subset of events. The following procedure provides a sample Notification Configuration File, em_snmp_eventlog.cfg, which contains power status, fan status, reboot events, and failover events. You can add more events as required. Refer to the EMC-provided documentation, Celerra Network Server Technical Module — Configuring Celerra Events and Notifications, for details on the format of the Notification Configuration file.
Perform the following steps to create and load the file:
[nasadmin@erpcel01-con site]$ nas_event -Load /nas/site/em_event_config.cfg EventLog : will load /nas/site/em_snmp_eventlog.cfg... done
[nasadmin@erpcel01-con site]$ nas_event -Load -info
Loaded config. files:
1: /nas/sys/nas_eventlog.cfg
2: /nas/http/webui/etc/web_client_eventlog.cfg
3: /nas/jserver/event_config/events.cfg
4: /nas/site/em_snmp_eventlog.cfg
To map EMC severities (0-7) to Enterprise Manager severities, use the following required Oracle SNMP Enterprise-specific traps:
After you deploy the plug-in and set up a target as instructed in the System Monitoring Plug-in Installation Guide for EMC Celerra Server, you can use the nas_snmptrap command to send SNMP trap tests.
/nas/sbin/nas_snmptrap <config_file_path> -m /nas/sys/emccelerra.mib -r <trap_number> -f <facility_id> -i <event_id> -s <severity_level> -d "<description>"
<config_file_path> = the path of the trap configuration file /nas/sys/emccelerra.mib = the Celerra MIB file <trap_number> = the unique trap number for the event <facility_id> = the ID number of the facility generating the event <event_id> = the event ID number <event_id> = the event ID number <description> = the description of the trap
/nas/sbin/nas_snmptrap /nas/site/em_trap.cfg -m /nas/sys/emccelerra.mib -r 2 -f 64 -i 2 -s 2 -d "Test SNMP trap Critical Alert"
/nas/sbin/nas_snmptrap /nas/site/em_trap.cfg -m /nas/sys/emccelerra.mib -r 3 -f 65 -i 3 -s 3 -d "Test SNMP trap Warning Alert"
Follow these steps to undeploy the plug-in from an Agent:
You must undeploy the plug-in from every Agent in the system to completely remove it from the enterprise.
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Accessibility of Code Examples in Documentation
Screen readers may not always correctly read the code examples in this document. The conventions for writing code require that closing braces should appear on an otherwise empty line; however, some screen readers may not always read a line of text that consists solely of a bracket or brace.
Accessibility of Links to External Web Sites in Documentation
This documentation may contain links to Web sites of other companies or organizations that Oracle does not own or control. Oracle neither evaluates nor makes any representations regarding the accessibility of these Web sites.
Deaf/Hard of Hearing Access to Oracle Support Services
To reach Oracle Support Services, use a telecommunications relay service (TRS) to call Oracle Support at 1.800.223.1711. An Oracle Support Services engineer will handle technical issues and provide customer support according to the Oracle service request process. Information about TRS is available at http://www.fcc.gov/cgb/consumerfacts/trs.html
, and a list of phone numbers is available at http://www.fcc.gov/cgb/dro/trsphonebk.html
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