Version 10.1.4.1.0

This guide gets you started with a base configuration for Oracle® Enterprise Single Sign-on Provisioning Gateway (ESSO-PG).

Product Overview

ESSO-PG enables system administrators to directly distribute, reset, remove, or delete user credentials to an Enterprise Single Sign-on solution without any user involvement.

An administrator can inject a new user's credentials directly into the user's ESSO-LM account. The administrator can update ESSO-LM simultaneously to reset a password and prevent an application from falling out of sync with ESSO-LM. When a user's access to an application is terminated, the administrator can use ESSO-PG to quickly remove the corresponding credentials from the user's ESSO-LM account, and when a user leaves the company, the administrator can instantly delete all the user's credentials.

All of these operations can be automatically initiated and controlled by industry-leading provisioning systems. ESSO-PG provides an open interface to integrate with other industry or internally developed provisioning systems and an interactive interface for administrators to manually provision credentials.

Step 1: Access ESSO-PG documentation

For complete documentation, including installation instructions, see the Oracle ESSO-PG document center at:

http://download.oracle.com/docs/cd/E10805_01/index.htm

Step 2: Evaluate your hardware and software requirements and system configuration

See information about the hardware and software requirements, supported authenticators, and supported operating systems in the ESSO-PG Release Notes.
**Step 3: Review the base architecture**

The ESSO-PG installation process requires several products as shown in this diagram:
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**Step 4: Install ESSO-PG**

Install ESSO-PG version 10.1.4.1.0. For assistance, see the *ESSO-PG Installation and Setup Guide*.

**More Information**

For more information, see the following resource: