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Section 5 - File Formats, Data
Descriptions, MIBs, and System
Processes Reference

Table 1 Oracle Tuxedo File Formats, Data Descriptions, MIBs, and System Processes

Name

Description

Introduction to Tables and Files

Overview of this document

ACL_MIB(5)

Management Information Base for ACLs

APPQ_MIB(5)

Management Information Base for /Q

AUTHSVR (5)

Server providing per-user authentication

Accesslog(5)

Monitors Tuxedo client validity

compilation(5)

Instructions for compilation of Oracle Tuxedo system application
components

DMADM (5) Domains administrative server

DMCONFIG (5) Text version of a Domains configuration file
DM_MIB(5) Management Information Base for Domains
EVENTS (5) List of system-generated events

EVENT_MIB(5)

Management Information Base for EventBroker

factory_ finder.ini (5)

FactoryFinder Domains configuration file
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Table 1 Oracle Tuxedo File Formats, Data Descriptions, MIBs, and System Processes (Continued)

Name Description

Ferror, Ferror32(5) FML error codes

field_tables(5) FML mapping files for field names

GAUTHSVR (5) General LDAP-based authentication server

GWADM (5) Domains gateway administrative server

GWTDOMAIN (5) TDomain gateway process

ISL(5) Enables access to Oracle Tuxedo objects by remote Oracle Tuxedo

clientsusing I10OP.

KAUTHSVR (5) Kerberos-based Tuxedo authorization server

langinfo (5) Language information constants

LAUTHSVR (5) WebL ogic Server embedded L DAP-based authentication server
METAREPOS (5) Tuxedo service metadata repository buffer format

MIB(5) Management Information Base

nl_types(5) Native language data types

servopts (5) Run-time options for server processes

TM_MIB(5) Management Information Base for core Oracle Tuxedo system
TMFFNAME (5) Server that runs the FactoryFinder and NameManager services
TMIFRSVR (5) The Interface Repository server

TMMETADATA (5) Tuxedo service metadata repository server

TMQFORWARD (5) Message Forwarding Server

TMQUEUE (5) Message Queue Manager

TMSYSEVT (5) System event reporting process

tmtrace(5) Run-time tracing facility

TMUSREVT (5) User event reporting process
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Table 1 Oracle Tuxedo File Formats, Data Descriptions, MIBs, and System Processes (Continued)

Name

Description

tperrno (5)

Oracle Tuxedo system error codes

tpurcode (5)

Oracle Tuxedo system global variable for an application-specified return
code

tuxenv (5)

List of environment variablesin the Oracle Tuxedo system

tuxtypes (5)

Buffer type switch; descriptions of buffer types provided by the Oracle
Tuxedo system

typesw(5)

Buffer type switch structure; parameters and routines needed for each buffer
type

UBBCONFIG(5)

Text version of an Oracle Tuxedo configuration file

viewfile (5)

Source file for view descriptions

WS_MIB(5)

Management Information Base for Workstation

WSL (5)

Workstation Listener server
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Introduction to Tables and Files

Description
This section describes the format of miscellaneous tables and files.

The page named compilation (5) summarizesinformation about header files, libraries, and
environment variables needed when compiling application source code.

The section includes descriptions of Oracle Tuxedo system-supplied servers. Applications
wishing to use the Oracle Tuxedo system-supplied servers should specify them in the
configuration file for the application.

The servopts page describes options that can be specified in the configuration file asthe cLopT
parameter of application servers.

The Oracle Tuxedo Management Information Base is documented inthem1® (5) reference page
and in the following component MIB pages:

® ACL_MIB(5)
® APPQ _MIB(5)
® DM_MIB(5)
® EVENT_MIB(5)
® TM_MIB(5)

® WS_MIB(5)
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ACL_MIB(5)

ACL_MIB(5)

Name
acL_mIB—Management Information Base for ACLs

Synopsis

#include <fml32.h>
#include <tpadm.h>

Description

The Oracle Tuxedo MIB definesthe set of classesthrough which access contral lists (ACLS) may
be managed. An Oracle Tuxedo configuration with SECURITY Set t0 USER_AUTH, ACL, OF
MANDATORY_ACL must be created before accessing or updating these classes. act,_mM1B(5) should
be used in combination with the generic MIB reference pagem1z (5) to format administrative
requests and interpret administrative replies. Requests formatted as described in M8 (5) using
classes and attributes described in this reference page may be used to request an administrative
service using any one of a number of existing ATMI interfacesin an active application. For
additional information pertaining to all act._m1B(5) classdefinitions, see“ACL_MIB(5)
Additional Information” on page 13.

ACL_MIB(5) consists of the following classes.

Tahle 2 ACL_MIB Classes

Class Name Attribute

T_ACLGROUP ACL group

T_ACLPERM ACL permissions
T_ACLPRINCIPAL ACL principal (users or domains)

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each attribute in the
class. The format of the attribute table is described below.

File Formats, Data Descriptions, MIBs, and System Processes Reference 5



Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitationsin the access to and interpretation of this class.

Attribute Table Format

As described above, each class that is a part of this MIB is defined below in four parts. One of
these partsis the attribute table. The attribute table is areference guide to the attributes within a
class and how they may used by administrators, operators and general usersto interface with an
application. There are five components to each attribute description in the attribute tables: name,
type, permissions, values and default. Each of these componentsis discussed inM1B (5) .

TA_FLAGS Values

MIB(5) definesthe generic Ta_FLaGs attribute which isa1ong containing both generic and
component MIB specific flag values. At thistime, thereare no act,_m1B(5) specific flag values
defined.

FML32 Field Tables

Thefield tables for the attributes described in this reference page are found in the file
udataobij/tpadm relative to the root directory of the Oracle Tuxedo system software installed
on the system. Thedirectory $ { TUXDIR} /udataobj should beincluded by the application in the
colon-separated list specified by the FL.oTBLDIR environment variable and the field table name
tpadm () should be included in the comma-separated list specified by the FIELDTBLS
environment variable.

Limitations

Access to the header files and field tables for this MIB is provided only at sites running Oracle
Tuxedo release 6.0 and later, both native and Workstation.

T _ACLGROUP Class Definition

Overview
The T_acLcroup class represents groups of Oracle Tuxedo application users and domains.
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ACL_MIB(5)

Attribute Table

Table 3 ACL_MIB(5): T_ACLGROUP Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_GROUPNAME(r)(*) string  rU------- string[1..30] N/A
TA_GROUPID(K) long rw--—----- 0 <= num <16,384 lowest id
TA_STATE string  rw------- GET: “INA” N/A

SET: “{NEW | INV}” N/A

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(* )—GET/SET key, one or more required for SET operations

Attribute Semantics

TA_GROUPNAME: string{1..30]
Logical name of the group. A group nameis a string of printable characters and cannot
contain a pound sign, comma, colon, or newline.

TA_GROUPID. 0 <= num < 16,384
Group identifier associated with thisuser. A value of 0 indicatesthe default group “ other.”

If not specified at creation time, it defaultsto the next available (unique) identifier greater
than 0.

TA_STATE!

GET: {vaLid}
A cET operation will retrieve configuration information for the selected
T_ACLGROUP object(s). The following states indicate the meaning of aTa_sTATE
returned in response to aGeT request.

VALid T_ACLGROUP object isdefined and inactive. Notethat this
istheonly valid statefor thisclass. ACL groupsare never
active.

File Formats, Data Descriptions, MIBs, and System Processes Reference 1



SET: {NEW | INValid}
A seT operation will update configuration information for the selected
T_ACLGROUP object. The following states indicate the meaning of aTa_sTaTE set
in a seT request. States not listed may not be set.

NEW Create T_acLcrouP object for application. State change
allowed only when in the 1nvalid state. Successful
return leaves the object in the vaLid state.

unset Modify an existing T_acrcroup object. This
combination is not allowed in the INvalid state.
Successful return leaves the object state unchanged.

INvalid Delete T_acr.group object for application. State change
allowed only when in the varid state. Successful return
leaves the object in the 1nvalid state.

Limitations

A user can be associated with exactly one ACL group. For someone to take on more than onerole
or be associated with more than one group, multiple user entries must be defined.

T _ACLPERM Class Definition

Overview

TheT_acLpERM classindicateswhat groups are all owed to access Oracle Tuxedo system entities.
These entities are named viaastring. The names currently represent service names, event names,
and application queue names.

8 File Formats, Data Descriptions, MIBs, and System Processes Reference



ACL_MIB(5)

Attribute Table

Table 4 ACL_MIB(5): T_ACLPERM Class Definition: Attribute Tahle

Attribute Type Permissions Values Default
TA_ACLNAME(r)(*) string rw------- string([1..30] N/A
TA_ACLTYPE(r)(*) string  rw------- “ENQ | DEQ | N/A
SERVICE |
POSTEVENT”
TA_ACLGROUPIDS string rw------- string N/A
TA_STATE string  rw------- GET: “INA” N/A

SET: “{NEW | INV}” N/A

(r)—required field for object creation (SET TA_STATE NEW)
(* )—GET/SET key, one or more required for SET operations

Attribute Semantics

TA_ACLNAME: string
The name of the entity for which permissions are being granted. The name can represent
aservice name, an event name, and/or aqueue name. An ACL nameisastring of printable
characters and cannot contain a colon, pound sign, or newline.

TA_ACLTYPE: ENQ | DEQ | SERVICE | POSTEVENT
The type of the entity for which permissions are being granted.

TA_ACLGROUPIDS. string
A comma-separated list of group identifiers (numbers) that are permitted access to the
associated entity. Thelength of stringislimited only by the amount of disk space onthe
machine.

TA_STATE:

GET: {vaLid}
A cET operation will retrieve configuration information for the selected
T_ACLPERM object(s). The following states indicate the meaning of aTa_STATE
returned in response to aGeT request.

File Formats, Data Descriptions, MIBs, and System Processes Reference 9



VALid

T_ACLPERM object is defined and inactive. Note that this
istheonly valid statefor thisclass. ACL permissionsare
Never active.

SET.

{NEW | INValid}
A seT operation will update configuration information for the selected T_acL.pERM
object. The following states indicate the meaning of aTa_sTATE set in aseT
request. States not listed may not be set.

NEW

Create T_acLpPERM Object for application. State change
allowed only when in the 1nvalid state. Successful
return leaves the object in the vaLid state.

unset

Modify an existing T_ac1.pERM Object. This combination
isnot allowed in the 1Nvalid state. Successful return
leaves the object state unchanged.

INValid

Delete T_acrrerM Object for application. State change
allowed only when in the varid state. Successful return
leaves the object in the 1nvalid state.

Limitations

Permissions are defined at the group level, not on individual user identifiers.

T _ACLPRINCIPAL Class Definition

Overview

The T_ACLPRINCIPAL class represents users or domains that can access an Oracle Tuxedo
application and the group with which they are associated. To join the application as a specific
user, it is necessary to present a user-specific password.

10 File Formats, Data Descriptions, MIBs, and System Processes Reference



ACL_MIB(5)

Attribute Table

Table 5 ACL_MIB(5): T_ACLPRINCIPAL Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_PRINNAME(r)(*) string rU------- string[1..30] N/A
TA_PRINCLTNAME(K) string rTw-—————- string(1..30] Wk
TA_PRINID(K) long rU------- 1<=num< 131,072 lowest id
TA_PRINGRP( k) long rTw-—————- 0 <= num < 16,384 0
TA_PRINPASSWD string TWX--———- string N/A
TA_STATE string rTw-—————- GET: “INA” N/A
SET: “{NEW | INV} ~ N/A

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(* )—GET/SET key, one or more required for SET operations

Attribute Semantics

TA_PRINNAME: string
Logical name of the user or domain (aprincipal). A principal nameisastring of printable
characters and cannot contain a pound sign, colon, or newline.

TA_PRINCLTNAME:. string
The client name associated with the user. It generally describes the role of the associated
user, and provides a further qualifier on the user entry. If not specified at creation time,
the default isthewildcard asterisk (). A client nameisastring of printable charactersand
cannot contain a colon, or newline.

TA_PRINID: 1<= num< 131,072
Unique user identification number. If not specified at creation time, it defaults to the next
available (unique) identifier greater than 0.

TA_PRINGRP. 0 <= num < 16,384
Group identifier associated with thisuser. A value of O indicatesthe default group “ other.”
If not specified at creation time, the default O is assigned.
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TA_PRINPASSWD. string
TA_STATE:

GET: {vaLid}
A et operation will retrieve configuration information for the selected
T_aACLPRINCIPAL object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

VALid T_ACLPRINCIPAL object is defined and inactive. Note
that thisisthe only valid state for this class. ACL
principals are never active.

SET: {NEW | INValid}
A st operation will update configuration information for the selected
T_aACLPRINCIPAL Object. The following states indicate the meaning of a
TA_STATE Set in a seT request. States not listed may not be set.

NEW Create T_ACLPRINCIPAL object for application. State change
allowed only when in the INValid state. Successful return
leaves the object in the vaLid state.

unset Modify an existing T_ACLPRINCIPAL object. This
combination is not alowed in the INValid state. Successful
return leaves the object state unchanged.

INValid DeleteT_ACLPRINCIPAL object for application. State change
allowed only wheninthevaLid state. Successful returnleaves
the object in the INValid state.

Limitations

A user or domain can be associated with exactly one ACL group. For someone to take on more
than one role or be associated with more than one group, multiple principal entries must be
defined.
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ACL_MIB(5)

ACL_MIB(5) Additional Information

Diagnostics

There are two general types of errors that may be returned to the user when interfacing with
ACL_MIB(5) . First, any of the three ATMI verbs (tpcall (), tpgetrply () and tpdequeue ())
used to retrieve responsesto administrative requests may return any error defined for them. These
errors should be interpreted as described on the appropriate reference pages.

If, however, therequest issuccessfully routed to asystem service capable of satisfying the request
and that service determines that there is a problem handling the request, failure may be returned
in the form of an application level service failure. In these cases, tpcall () and tpgetrply ()
will return an error with tperrno () set to TPESVCFAIL and return areply message containing
the original request along with Ta_ERROR, TA_sTaTUs and Ta_BaDrLD fields further qualifying
the error as described below. When a service failure occursfor arequest forwarded to the system
through the TMoFORWARD (5) server, the failure reply message will be enqueued to the failure
gueue identified on the original request (assuming the -a option was specified for TMQFORWARD).

When a service failure occurs during processing of an administrative request, the FML 32 field
TA_STATUS is Set to atextual description of the failure, the FML32 field Ta_ERROR is set to
indicate the cause of the failure as indicated below. All error codes specified below are
guaranteed to be negative.

Thefollowing diagnostic codes arereturned in Ta_ERROR to indicate successful completion of an
administrative request. These codes are guaranteed to be non-negative.

[other]
Other return codes generic to any component MIB are specified inthemzs (5) reference
page. These return codes are guaranteed to be mutually exclusive with any Ac1._MI1B (5)
specific return codes defined here.

Interoperability

The header files and field tables defined in this reference page are available on Oracle Tuxedo
release 6.0 and later. Fields defined in these headers and tables will not be changed from release
torelease. New fields may be added which are not defined on the ol der rel ease site. Accessto the
AdminAPI isavailable from any site with the header files and field tables necessary to build a
request. The T_ACLPRINCIPAL, T_ACLGROUP, and T_ACLPERM classes are new with Oracle
Tuxedo release 6.0.
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Portability

The existing FML32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo system MIBs, as well as the header file and field table defined in this reference
page, are available on all supported native and Workstation platforms.

Example

Following is a sequence of code fragments that adds a user to a group and adds permissions for
that group to a service name.

Field Tables

Thefield table tpadm must be available in the environment to have access to attribute field
identifiers. This can be done at the shell level asfollows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files
The following header files are included.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

Add User
The following code fragment adds a user to the default group “ other.”

/* Allocate input and output buffers */

ibuf = tpalloc("FML32", NULL, 1000);

obuf = tpalloc("FML32", NULL, 1000);
/* Set MIB(5) attributes defining request type *
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_ACLPRINCIPAL", 0);

/* Set ACL_MIB(5) attributes */
Fchg32 (ibuf, TA_PRINNAME, 0, ta_prinname, 0);
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Fchg32 (ibuf, TA_PRINID, 0, (char *)ta_prinid, 0);
Fchg32 (ibuf, TA_STATE, 0, (char *)"NEW", 0);

Fchg32 (ibuf, TA_PRINPASSWD, 0, (char *)passwd, 0);

/* Make the request */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf (stderr, "tpcall failed: %s\en", tpstrerror (tperrno));

if (tperrno == TPESVCFAIL) {

Fget32 (obuf, TA_ERROR, 0, (char *)ta_error, NULL);

ta_status = Ffind32 (obuf, TA STATUS, 0, NULL);

fprintf (stderr, "Failure: %1d, %s\en",

ta_error, ta_status);

}

/* Additional error case processing */

}

Files

${TUXDIR}/include/tpadm.h, ${TUXDIR} /udataobj/tpadm,

See Also

tpacall (3c), tpalloc(3c), tpcall (3c), tpdequeue (3c), tpenqueue (3c),
tpgetrply (3c), tprealloc (3c), Introduction to FML Functions, Fadd, Fadd32 (3fml),
Fchg, Fchg32(3fml),Ffind, Ffind32(3fml),MIB(5), TM _MIB(5)

Setting Up an Oracle Tuxedo Application
Programming an Oracle Tuxedo ATMI Application Using C
Programming an Oracle Tuxedo ATMI Application Using FML
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APPQ_MIB(5)

Name

appQ_MIB—Management Information Base for /Q

Synopsis

#include <fml32.h>
#include <tpadm.h>

Description

16

The /Q MIB defines classes through which application queues can be managed.

appQ_MIB(5) should be used in combination with the generic MIB reference page miB (5) to
format administrative requests and interpret administrative replies. Requests formatted as
describedinM1B (5) using classes and attributes described on this reference page may be used to
request an administrative service using any one of a number of existing ATMI interfacesin an
active application. Application queuesin an inactive application may aso be administered using
the tpadmcall () function interface. For additional information pertaining to all appg_MIB (5)
class definitions, see “APPQ_MIB(5) Additional Information” on page 45.

APPQ_MIB(5) consists of the following classes.

Table 6 APPQ_MIB Classes

Class Name Attributes

T_APPQ Application queues within a queue space
T_APPQMSG Messages within an application queue
T_APPQSPACE Application queue spaces

T_APPQTRANS Transactions associated with application queues

Note that this MIB refers to application-defined persistent (reliable disk-based) and
non-persistent (in memory) queues (that is, /Q queues), and not server queues (the T_QUEUE class
of theT™ MIB(5) component).

Each class description section has four subsections:
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Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each attribute in the
class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

Attribute Table Format

Each class that is a part of this MIB is documented in four parts. One part is the attribute table.
The attribute table is a reference guide to the attributes within a class and how they may used by
administrators, operators, and general users to interface with an application.

There are five components to each attribute description in the attribute tables: name, type,
permissions, values and default. Each of these componentsis discussed inMIB (5).

TA_FLAGS Values

MIB(5) definesthe generic Ta_FLAGs attribute which isa long containing both generic and
component MIB-specific flag values. Thefollowing flag values are defined for theappg mM1B(5)
component. These flag values should be OR’ d with any generic MIB flags.

QMIB_FORCECLOSE
When setting the Ta_sTaTE attribute of aT_aprpgspack object to cLEaning, thisflag
indicates that the state change should succeed even if the state of the queue space is
ACTive.

QOMIB_FORCEDELETE
When setting the Ta_sTaTE attribute of aT_arrospACE object to 1nvalid, thisflag
indicates that the state change should succeed even if the queue spaceisacTive or if
messages are present in any of its queues. Similarly, when setting the Ta_sTaTE attribute
of aT_appq object to Invalid, thisflag allows the queue to be deleted even if messages
are present or processes are attached to the queue space.

QMIB_FORCEPURGE
When setting the Ta_sTaTE attribute of aT_aprrg object to 1nvalid, thisflag indicates
that the state change should succeed even if messages are present on the queue. If,
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however, a message stored in the selected T_aprpg object is currently involved in a
transaction, the state change will fail and an error will be written to the user log.

FML32 Field Table

Thefield table for the attributes described on this reference page is found in thefile
udataobj/tpadm relative to the root directory of the Oracle Tuxedo software installed on the
system. The directory $ {TUxDIR} /udataobj should beincluded by the application in the path
list (semicolon-separated list on Windows and colon-separated list otherwise) specified by the
FLDTBLDIR environment variable and the field table name tpadm should be included in the
comma-separated list specified by the FIELDTBLS environment variable.

Limitations
ThisMIB is provided only on Oracle Tuxedo system 6.0 sites and later, both native and
Workstation.

If asite running an Oracle Tuxedo release earlier than release 6.0 is active in the application,
administrative access through this MIB islimited as follows.

e SET Operations are not allowed.

e Local information access for sites earlier than release 6.0 is not available.

T_APPQ Class Definition

Overview

The T_appg class represents application queues. One or more application queues may exist in a
single application queue space.

Limitations

It is not possible to retrieve all instances of this class by leaving all key fields unset. Instead,
sufficient key fields must be supplied to explicitly target a single application queue space. These
required key fields are TA_APPQSPACENAME, TA_QMCONFIG, and Ta_LMID, except when the
application is unconfigured (that is, when the TuxconFIG environment variable is not set), in
which case Ta_1.mMID must be omitted. For example, if the TA_APPQSPACENAME, TA_QMCONFIG,
and Ta_1MID attributes are set in aregquest using tpcall (), al T_appg objects within the
specified queue space will be retrieved.
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Attribute Table

Table 7 APPQ_MIB(5): T_APPAQ Class Definition Attribute Table

Attribute @ Type  Permissions Values Default
TA_APPONAME(K)(r)(*) string  ru-r--r-- string[l..15] N/A
TA_APPQSPACENAME(K)(r)(*) string  ru-r--r-- string[1..15] N/A
TA_QMCONFIG(K)()(*) string  ru-r--r-- string[l..78] N/A
Ta_LMID(K)()(*) ° string  ru-r--r-- string[1..30] N/A
TA_STATE © string  rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_APPQORDER ¢ string  rw-r--r-- {PRIO|TIME|LIFO|FIFO FIFO
| EXPIR}
TA_DEFEXPIRATIONTIME string  rw-r--r-- {+seconds | NONE} N/A
TA_DEFDELIVERYPOLICY string  rw-r--r-- {PERSIST | NONPERSIST} PERSIST
TA_CMD string  rw-r--r-- shell-command n

-string[0..127] ©

TA_CMDHW string  rw-r--r-- 0 <= num [bBm%] 100%
TA_CMDLW string  rw-r--r-- 0 <= num [bBm%] 0%
TA_CMDNONPERSIST string  rw-r--r-- shell-command-string "“”
[0..127] ©

TA_CMDNONPERSISTHW string  rw-r--r-- 0 <= num[bB%] 100%
TA_CMDNONPERSISTLW string  rw-r--r-- 0 <= num[bB%] 0%
TA_MAXRETRIES long rw-r--r-- 0 <= num 0
TA_OUTOFORDER string  rw-r--r-- {NONE | TOP | MSGID} NONE
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Tahle 7 APPQ_MIB(5): T_APPQ Class Definition Attribute Table (Continued)

Attribute ? Type  Permissions Values Default
TA_RETRYDELAY long rw-r--r-- 0 <= num 0
TA_CURBLOCKS long r--r--r-- 0 <= num N/A
TA_CURMSG long r--r--r-- 0<= num N/A
TA_CURNONPERSISTBYTES long r--r--r-- 0 <= num N/A
TA_CURNONPERSISTMSG long r--r--r-- 0 <= num N/A

(k)—GET key fieldf
(r)—required field for object creation
(* )—required SET key field

aAll attributes of classT_APPQ arelocd attributes.
bra_1.MID must be specified as akey field except when the application is unconfigured (that is,
the TUXCONFIG environment variableis not set).
¢ All operations on T_APPQ objects—both GET and sET—silently open the associated queue
space (that is, implicitly set the state of the queue space to OPEn if it is not already OPEn or

ACTive). Thismay be atime-consuming operation if the queue spaceislarge.
dra_APPQORDER cannot be modified after the application queue is created.
€ Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

T Sufficient key fields must be supplied in aGET operation to explicitly target asingle application

queue space.

Attribute Semantics

20

TA_APPQNAME: string[l..15]
Name of the application queue.

TA_APPQSPACENAME: string{l..15]

Name of the application queue space containing the application queue.

TA_QMCONFIG: string[l..78]

Absolute pathname of the file or device where the application queue space is located.

TA_LMID: string[1..30] (ho comma)

Identifier of the logical machine where the application queue space is located.
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TA_STATE!

GET: {vaLid}
A GET operation retrieves information about the selected application queues. The
following list describes the meaning of the Ta_sTaTE attribute returned in
response to aGeT request.

VALid The specified queue exists. Thisstate is INAct ive
equivalent for purposes of permissions checking.

SET: {NEW | INValid}
A sET operation changes characteristics of the selected application queue or
creates a new queue. The following list describes the meaning of the Ta_sTaTE
attribute returned by a seT request. States not listed cannot be set.

NEW Create anew queue in the specified queue space. The
queueisleft in state varid following successful creation.

INvalid Delete the specified queue. The queue must bein state vaLid
to be deleted. If the queue space has processes attached to it
(thatis, itisinthe AcTive state), the queue will not be deleted
unlessthe TA_FLAGS attribute includesthe
QMIB_FORCEDELETE flag. In addition, if the queue has
messages in it, it will not be deleted unless
QMIB_FORCEPURGE is specified. Successful return leavesthe
object inthe INValid state.

unset Modify an application queue. Successful return leavesthe state
unchanged.

TA_APPQORDER!
The order in which messages in the queue are to be processed. Legal values are pr10,
TIME, OFr EXPIR. A combination of sort criteriamay be specified with the most significant
criterion specified first, followed by other criteria, and optionally followed by either L.TFo
or r1ro, which aremutually exclusive. If Exp1Rr is specified, messageswith no expiration
time are dequeued after all messages with an expiration time. If neither FTFo nor LIFoO IS
specified, F1ro isassumed. If no order is specified when a queue is created, the default
order isrIrFo. For example, the following are settings are legal:
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PRIO

PRIO, TIME, LIFO

TIME, PRIO, FIFO

TIME, FIFO

EXPIR

EXPIR, PRIO, FIFO
TIME, EXPIR, PRIO,FIFO

TA_CMD: shell-command-string[0..127]

The command to be automatically executed when the high water mark for persistent
(disk-based) messages, Ta_cmpaw, isreached. Thecommand will bere-executed when the
high water mark is reached again after the low water mark, Ta_cmpLw, has been reached.

For Oracle Tuxedo 8.0 or earlier, the maximum string length for the Ta_cwup attributeis
78 bytes.

TA_CMDHW: 0 <= num[bBm%]

TA_CMDLW. 0 <= num[bBm$]

The high and low water marks that control the automatic execution of the command
specified in the Ta_cwmp attribute. Each is an integer greater than or equal to zero. Both
Ta_cMpHW and Ta_cmprLw must be followed by one of thefollowing key lettersand the key
letters must be consistent for Ta_cMpuw and TA_cMDLW.

b
The high and low water marks pertain to the number of bytes used by persistent
(disk based) messages in the queue.

B
The high and low water marks pertain to the number of blocks used by persistent
messages in the queue.

m

The high and low water marks pertain to the number of messages (both persistent
and non-persistent) in the queue.

The high and low water marks are expressed in terms of a percentage of queue
capacity. This pertains only to persistent messages.

For example, if Ta_cMpLw is 50m and Ta_cMpHW IS 100m, the command specified in
Ta_cmp Will be executed when 100 messages are on the queue, and it will not be executed
again until the queue has been drained below 50 messages and has filled again to 100

messages.
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TA_CMDNONPERSIST. shell-command-string]0..127]
This attribute specifies the command to be executed automatically when the high water
mark for non-persistent (memory-based delivery) messages, Ta_CMDNONPERSISTHW, iS
reached. The command isre-executed when the high-water mark isreached again after the
low-water mark for non-persistent (memory-based delivery) messages,
TA_CMDNONPERSISTLW, has been reached.

For Oracle Tuxedo 8.0 or earlier, the maximum string length for the TA_CcMDNONPERSIST
attribute is 78 bytes.

TA_CMDNONPERSISTHW: 0 <= num[bB%]

TA_CMDNONPERSISTLW. O <= num[bB%]
These attributes specify the high and low water marksthat control the automatic execution
of the command specified in the Ta_cMpbNoNPERSTST attribute. Each isan integer greater
than or equal to zero followed by one of the following key letters. The key letters must be
consistent for TA_CMDNONPERSISTHW and TA_CMDNONPERSI STLW.

b
The high and low water marks are expressed as the number of bytes used by
non-persistent (in memory) messages in the queue.

The high and low water marks are expressed as the number of blocks used by
non-persistent (in memory) messages in the queue.

o

Thehigh and low water marks are expressed as a percentage of the shared memory
capacity reserved for non-persistent messages in the queue space used by the
queue.

The messages threshold type specified viathe Ta_cypuw and Ta_cupLw attributes (when
followed by an m) appliesto al messagesin a queue, including both persistent and
non-persistent messages, and therefore is not available as a threshold type for
TA_CMDNONPERSISTHW and TA_CMDNONPERSISTLW.

TA_CURBLOCKS: 0 <= num
The number of disk pages currently consumed by the queue.

TA_CURMSG: 0 <= num
The number of persistent messages currently in the queue. To determine the total number
of messages in the queue, add Ta_curMEMMSG to this value.
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TA_DEFAULTEXPIRATIONTIME!:

This attribute specifies an expiration time for messages enqueued with no explicit
expiration time. The expiration time may be either arelative expiration time or NonNE. The
relative expiration time is determined by associating a fixed amount of time with a
message after the message arrives at the queue manager process. When a message's
expiration time is reached and the message has not been dequeued or administratively
deleted, all resources associated with the message are reclaimed by the system and
statistics are updated. If a message expires during a transaction, the expiration does not
cause the transaction to fail. Messages that expire while being enqueued or dequeued
within atransaction are removed from the queue when the transaction ends. There is no
notification that the message has expired. If no default expiration timeis specified for a
gueue, messages without an explicit expiration time do not expire. When the queue's
expirationtimeismodified, the expiration times of messagesthat werein the queue before
the modification are not changed.

Theformat is +seconds where seconds is the number of seconds allowed to lapse
between the time that the queue manager successfully completes the operation and the
time that the message isto expire. If seconds is set to zero (0) the message expires
immediately.

The value of this attribute may also be set to the string NonE. The NoNE string indicates
that messages enqueued to the queue with no explicit expiration time do not expire. You
may change the expiration timefor messagesalready in aqueuewiththe Ta_EXPIRETIME
attribute of the T_aprrgusc classin the appg_m1B.

TA_DEFDELIVERYPOLICY:

This attribute specifies the default delivery policy for the queue when no delivery mode
is specified for amessage enqueued to the queue. When the value is PERSTST, messages
enqueued to the queue without an explicitly specified delivery mode are delivered using
the persistent (disk-based) delivery method. When the value is NONPERST ST, messages
enqueued to the queue without an explicitly specified delivery mode are delivered using
the non-persistent (in memory) delivery method.When aqueue's default delivery policy is
modified, the delivery quality of service of messages that are in the queue before the
modification are not changed. If the queue being modified is the reply queue named for
any messages currently in the queue space, the reply quality of service is not changed for
those messages as aresult of changing the default delivery policy of the queue.

For non-persistent delivery, if the memory areais exhausted or fragmented such that a
message cannot be enqueued, the enqueuing operation fails, even if there is sufficient
persistent storage for the message. Similarly, if the persistent storage areais exhausted or
fragmented such that a message cannot be enqueued, the enqueuing operation fails, even
if there is sufficient non-persistent storage for the message. If the TA_ MEMNONPERSIST
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attribute of the T_apprgspace classis zero (0) for aqueue space, no spaceisreserved for
non-persi stent messages. | n such acase, any attempt to enqueue a non-persi stent message
fails. Thistypeof failureresults, for example, when no delivery quality of service hasbeen
specified for amessage and the Ta_DEFDELIVERYPOLICY attribute for the target queue
has been set to NONPERSIST.

TA_MAXRETRIES. O <= num
The maximum number of retries for afailed queue message. When the number of retries
isexhausted, the message is placed on the error queue of the associated application queue
space. If thereis no error queue, the message is dropped. The default is zero.

TA_OUTOFORDER: {NONE | TOP | MSGID}
The way in which out-of-order message processing is to be handled. The default is NONE.

TA_RETRYDELAY. 0 <= num
The delay, in seconds, between retries for a failed queue message. The default is zero.

TA_CURNONPERSISTBYTES: 0 <= num
This attribute specifies the number of shared memory bytes currently consumed by the
non-persi stent messages on the queue.

TA_CURNONPERSISTMSG. 0 <= num
This attribute specifies the number of non-persistent messages currently in the queue. To
determine the total number of messages in the queue, add Ta_curmsc to thisvalue.

T_APPQMSG Class Definition

Overview

TheT_arpoMsc classrepresents messages stored in application queues. A messageis not created
by an administrator; instead, it comesinto existence as aresult of acall to tpenqueue (). A
message can be destroyed either by a call to tpdequeue () or by an administrator. In addition,
certain attributes of a message can be modified by an administrator. For example, an
administrator can move amessage from one queue to another queue within the same queue space
or changeits priority.

Limitations

It isnot possibleto retrieve al instances of this class by leaving al key fields unset. Instead,
sufficient key fields must be supplied to explicitly target a single application queue space. These
required key fields are Ta_aAPPQSPACENAME, TA_QMCONFIG, and Ta_rMID, except when the
application is unconfigured (that is, the TuxconFIG environment variableis not set), in which
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case Ta_LMID must be omitted. For example, if the TA_aAPPQSPACENAME, TA_QMCONFIG, and
TA_LMID attributes are set in arequest using tpcall (), al T_appomMsc objectsin all queues of
the specified queue space will be retrieved.

Attribute Table

Table 8 APPQ_MIB(5): T_APPQMSG Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_APPOMSGID(K)(*) string  r--r--r-- string[l1..32] N/A
TA_APPONAME(K)(*) string  r--r--r-- string[1..15] N/A
TA_APPQSPACENAME(K) (*) string  r--r--r-- string[l..15] N/A
TA_QMCONFIG(K)(*) string  r--r--r-- string[1..78] N/A
TA_LMID(K)(*)° string  r--r--r-- string[1..30] N/A
TA_STATEC string rw-r--r-- GET: “VAL" N/A
SET: “INV” N/A
TA_NEWAPPQNAME string -w--w---- string[1..15] N/A
TA_PRIORITY long rW-rw-r-- {1<=num<=100]|-1} N/A
TA_TIME string rw-rw-r-- {vv{mDD[hh[mm[ss]]]]] N/A
| +seconds}
TA_EXPIRETIME string rw-rw-r-- {vY[MM DD[hh[mm[ss]]]]]  N/A
| +seconds}
TA_CORRID(K) string  r--r--r-- string[0..32] N/A
TA_PERSISTENCE (K) string  r--r--r-- {PERSISTINONPERSIST} N/A
TA_REPLYPERSISTENCE string  r--r--r--  {PERSIST|NONPERSIST N/A
| DEFAULT}
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Tahle 8 APPQ_MIB(5): T_APPQMSG Class Definition Attribute Table (Continued)

APPQ_MIB(5)

Attribute? Type Permissions Values Default
TA_LOWPRIORITY(K) long k--k--k-- 1 <= num<=100 1
TA_HIGHPRIORITY(K) long k--k--k-- 1<=num<=100 100
TA_MSGENDTIME(K) string  k--k--k--  { vY[MM[DD[hh[mm[ss]]]]] MAXLONG
| +seconds}
TA_MSGSTARTTIME(K) string k--k--k-- { yyY[MM DD[hh[mm[ss]]]]] O
| +seconds}
TA_MSGEXPIREENDTIME(K) string  k--k--k--  { vY[m{DD[hh[mm[ss]]]]] MAXLONG
| +seconds | NONE}
TA_MSGEXPIRESTARTTIME(K)  string  k--k--k--  { yY[MM[DD[hh[mnm[ss]]]]] O
| +seconds}
TA_CURRETRIES long r--r--r-- 0 <= num N/A
TA_MSGSIZE long r--r--r-- 0 <= num N/A

(k )—GET key field®
(* )—required SET key field

Al attributes of class T_aPPQMSG are local attributes.
bra_1.MID must be specified as a key field except when the application is unconfigured (that is,
the TUXCONFIG environment variableis not set).
CAll operations on T_APPQMSG objects—both GET and SET—silently open the associated queue
space (that is, implicitly set the state of the queue space to OPEn if it is not already OPEn or
ACTive). Thismay be atime-consuming operation if the queue spaceis large.
dsufficient key fields must be supplied in aGET operation to explicitly target a single application

queue space.

Attribute Semantics

TA_APPQMSGID: string[l1..32]
A unique identifier for the queue message, which can be used to select the message for
GET or SET operations. No significance should be placed on this value beyond using it for
equality comparisons.
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TA_APPQNAME: string[l..15]
Name of the application queue in which the message is stored.

TA_APPQSPACENAME: string{l..15]
Name of the application queue space containing the message.

TA_QMCONFIG: string[l..78]
Absolute pathname of the file or device where the application queue space is located.

TA_LMID: string][1..30] (n0 comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE:

GET: {vaLid}
A cET operation retrievesinformation about the selected messages. Thefollowing
list describesthe meaning of the Ta_sTaTE attribute returned in responseto aGer
request.

VALid The message exists. This state is INAct ive equivalent
for purposes of permissions checking.

SeT: { INValid}
A sET operation changes characteristics of the sel ected message. Thefollowinglist
describes the meaning of the Ta_sTaTk attribute returned by a seT request. States
not listed cannot be set.

INValid Themessageisdeleted from itsqueue space. The message must
bein state vALid before attempting this operation. Successful
return leaves the object in the INValid state.

unset Modify a message. Successful return leaves the state
unchanged.

TA_CURRETRIES: O <= num
The number of retries that have been attempted so far on this message.

TA_CORRID: string[0..32]
The correlation identifier for this message provided by the application in the
tpenqueue (3c) regquest. The empty string indicates that a correlation identifier is not
present.
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TA_EXPIRETIME:
This attribute specifies the time at which a message expires (that is, the time at which the
message should be removed from the queue if it has not already been dequeued or
administratively deleted). When amessage expires, all resources used by it are reclaimed
by the system and statistics are updated. If a message expires during a transaction, the
expiration does not cause the transaction to fail. Messages that expire while being
engueued or dequeued within a transaction are removed from the queue when the
transaction ends. Thereis no notification that the message has expired.

Expiration times cannot be added to messages enqueued by versions of the Oracle Tuxedo
system that do not support message expiration, even when the queue manager responsible
for changing this value supports message expiration. Attempts to add an expiration time
fail.

The empty string is returned by aceT operation if the expiration timeis not set. The
TA_EXPIRETIME format isone of the following:

+seconds
Specifies that the message will be removed after the specified number of seconds.
If the value of seconds is set to zero (0), the message is removed immediately
from the queue. Relative expiration timeis calculated on the basis of the time at
which the MIB request arrives and has been processed by the corresponding queue
manager.

{2 DD hb] mn s s]]]]
Specifiestheyear, month, day, hour, minute, and second when the message will be
removed if it has not been dequeued or administratively deleted already. Omitted
units default to their minimum possible values. For example, 9506 is equivalent to
950601000000. The years 00 through 37 are treated as 2000 through 2037, 70
through 99 are treated as 1970 through 1999, and 38 through 69 areinvalid. An
absolute expiration time is determined by the clock on the machine where the
gueue manager process resides.

NONE
Specifies that the message will never expire.

TA_LOWPRIORITY. 1 <= num <= 100

TA_HIGHPRIORITY. 1 <= num <= 100
The lowest and highest priority within which to search for occurrences of T_aprromse
objects. These attributes may only be used as key fields with ceT operations.

File Formats, Data Descriptions, MIBs, and System Processes Reference 29



TA_MSGEXPIRESTARTTIME.

TA_MSGEXPIREENDTIME!:
The expiration start and end times within which to search for occurrences of T_aprrousc
objects. Therangeisinclusive. A start or end time must be specified as an absolute time
value; see Ta_exPIRETIME for the format. These attributes may only be used askey fields
with GeT operations.

TA_MSGSIZE. 0 <= num
The size of the message, in bytes.

TA_MSGSTARTTIME:

TA_MSGENDTIME:
The start and end time within which to search for occurrences of T_aprrgousc objects. The
rangeisinclusive. A start or end time must be specified as an absolute time value; see
Ta_tIME for the format. These attributes may only be used as key fields with GeT
operations.

TA_NEWAPPQNAME: string[l..15]
Name of the queue into which to move the selected message. This queue must be an
existing queue in the same queue space. The message must be in state var.id for this
operation to succeed. This attribute is not returned by a ceT operation. The delivery
quality of service of messagesthat are moved will not be changed asaresult of the default
delivery policy of the new gueue. When messages with an expiration time are moved, the
expiration timeis considered an absol ute expiration timein the new queue, even if it was
previously specified as arelative expiration time.

TA_PERSISTENCE
The quality of service with which the message is being delivered. Thisread-only stateis
set to NONPERSIST for non-persistent messages and pERSIST for persistent messages.

TA_PRIORITY: 1 <= num<= 100
The priority of the message.

TA_REPLYPERSISTENCE!
The quality of service with which replies to the message should be delivered. This
read-only state is set to NoNPERSIST foOr non-persistent, pErs1 ST for persistent, and
DEFAULT When the reply isto use the default persistence  established for the queue
where the reply isto be enqueued.

Note that the default delivery policy is determined when the reply to amessageis
enqueued. That is, if the default delivery policy of the reply queue is modified between
the time that the original message is enqueued and the reply to the message is enqueued,
the policy used isthe onein effect when the reply is finally enqueued.
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TA_TIME:
The time when the message will be made available. The format is one of the following:

+seconds
Specifiesthat the message will be processed seconds inthefuture. Thevaue zero
(0) specifiesthat the message should be processed immediately.

{2 DD hb[ m[ s s]]]]]
Specifiestheyear, month, day, hour, minute, and second when the message should
be processed. Omitted units default to their minimum possible values. For
example, 9506 is equival ent to 950601000000. The years 00 through 37 aretreated
as 2000 through 2037, 70 through 99 are treated as 1970 through 1999, and 38
through 69 are invalid.

T_APPQSPACE Class Definition

Overview
The T_aprrospack class represents application queue spaces. An application queue spaceis an
areain an Oracle Tuxedo system device; seethe T_pEvIcE classin Tv_m1B(5) for more
information about devices and their attributes. Each queue space typically contains one or more
application queues, and each queue may have messages stored in it.

A queue space is uniquely identified by severa attributes: its name (TA_APPQSPACENAME
attribute), the device that containsit (Ta_omconNF1G attribute), and the logical machine wherethe
deviceislocated (Ta_rMID attribute).

A queue space istypically associated with exactly one server group in a configured application.
The queue space name as well asthe device name are components of the Ta_opeENINFO attribute
of the T_croup object.

Limitations

Itisnot possibleto retrieve al instances of this class by leaving al key fields unset. Instead, all
three key fields must be supplied to explicitly target a single application queue space. Thesingle
exception occurs when accessing alocal queue space via tpadmcall () inthe context of an
unconfigured application (that is, the TuxconF1c environment variableisnot set). Inthiscasethe
Ta_1MID Key field must be omitted.

Theabove limitation regarding accessibility of queue spacesalso appliesto T_aArpQ, T_APPQMSG,
and T_aPPQTRANS Objects because operations on all objectsin the /Q MIB implicitly involve
gueue spaces.

File Formats, Data Descriptions, MIBs, and System Processes Reference 31



Attribute Table

Table 9 APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_APPQSPACENAME(K)(r)(*)  string ru-r--r-- string[l..15] N/A
TA_QMCONFIG(K)(r)(*) string ru-r--r-- string[l1..78] N/A
Ta_LMID(K)(r)(*)b string ru-r--r-- string[1..30] N/A
TA_STATE(K)C string TWXTWXL - — GET: “{INA | INI | OPE | N/A

ACT}”

SET: “{NEW |OPE |[CLE| N/A

INV}”
TA_BLOCKING long rw-r--r-- 0 <= num 16
TA_ERRORQNAME string rw-r--r-- string[0..15] W
TA_FORCEINIT string rw-r--r-- {v |~} N
TA_IPCKEY(F) long rw-r--r-- 32769 <= num<= 262143 N/A
TA_MAXMSG(r) long rw-r--r-- 0<=num N/A
TA_MAXPAGES(r) long rw-r--r-- 0 <= num N/A
TA_MAXPROC(r) long rw-r--r-- 0<=num N/A
TA_MAXQUEUES(r)d long rTW-r--r-- 0 <= num N/A
TA_MAXTRANS(r) long rw-r--r-- 0 <= num N/A
TA MAXACTIONS long rTW-r--r-- 0 <= num 0
TA_MAXHANDLES long rw-r--r-- 0 <= num 0
TA:MAXOWNERS long rTW-r--r-- 0 <= num 0
TA_MAXTMPQUEUES long TWor--r-- 0 <= num 0
TA_MAXCURSORS long rTW-r--r-- 0 <= num 0
TA_MEMNONPERSIST string rw-r--r-- 0 <= num[bB] 0
TA_MEMFILTERS long TW-r--I-- 0 <= num 0
TA_MEMOVERFLOW long TWor--r-- 0 <= num 0
TA_MEMSYSTEMRESERVED long r--r--r-- 0 <= num N/A
TA_MEMTOTALALLOCATED long r--r--r-- 0 <= num N/A
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Tahle 9 APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table (Continued)

APPQ_MIB(5)

Attribute? Type Permissions Values Default
TA_CUREXTENT long r--r--r-- 0 <= num<=100 N/A
TA_CURMSG long r--r--r-- {0<=num|-1} N/A
TA_CURPROC long r--r--r-- 0 <= num N/A
TA_CURQUEUES long r--r--r-- {0<=num|-1} N/A
TA_CURTRANS long R--R--R-- 0 <= num N/A
TA_CURACTIONS long r--r--r-- 0 <= num N/A
TA_CURHANDLES long r--r--r-- 0 <= num N/A
TA_CUROWNERS long r--r--r-- 0 <= num N/A
TA_CURTMPQUEUES long r--r--r-- 0 <= num N/A
TA_CURCURSORS long r--r--r-- 0 <= num N/A
TA_CURMEMNONPERSIST long r--r--r-- 0 <= num N/A
TA_CURMEMFILTERS long r--r--r-- 0 <= num N/A
TA_CURMEMOVERFLOW long r--r--r-- 0 <= num N/A
TA_HWMSG long R--R--R-- 0 <= num N/A
TA_HWPROC long R--R--R-- 0 <= num N/A
TA_HWQUEUES long R--R--R-- 0 <= num N/A
TA_HWTRANS long R--R--R-- 0 <= num N/A
TA_HWACTIONS long R--R--R-- 0 <= num <= 100 N/A
TA_HWHANDLES long R--R--R-- 0 <= num N/A
TA_HWOWNERS long R--R--R-- 0 <= num N/A
TA_HWTMPQUEUES long R--R--R-- 0 <= num N/A
TA_HWCURSORS long R--R--R-- 0 <= num N/A
TA_HWMEMNONPERSIST long R--R--R-- 0 <= num N/A
TA_HWMEMFILTERS long R--R--R-- 0 <= num N/A
TA_HWMEMOVERFLOW long R--R--R-- 0 <= num N/A
TA_PERCENTINIT long r--r--r-- 0 <= num N/A
(k)—GET key field
(r)—required field for object creation
(* )—required SET key field

File Formats, Data Descriptions, MIBs, and System Processes Reference 33



aAll attributes of class T_APPQSPACE are local attributes.

b.Ta_1.MID must be specified as akey field except when the application is unconfigured (that is,
the TUXCONF IG environment variable is not set).

c.All operations on T_APPQ, T_APPQMSG, and T_APPQTRANS objects (both GET and SET)
silently open the associated queue space (that is, implicitly set the state of the queue spaceto OPEn
if itisnot already OPEn or ACTive). Thismay be atime-consuming operation if the queue space
islarge.

d.TA_MAXQUEUES cannot be modified after the queue space is created.

Attribute Semantics

TA_APPQSPACENAME: String[1..15]
Name of the application queue space.

TA_QMCONFIG: string[1..78]
Absolute pathname of the file or device where the application queue space is located.

TA_LMID: string[1..30] (no comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE:

GET: {INActive | INTtializing | OPEn | ACTive}
A cET operation retrieves information about the sel ected application queue space.
The following list describes the meaning of the Ta_sTaTE attribute returned in
response to aGET request.

INActive The queue spaceexists; that is, disk spacefor it hasbeen
reserved in adeviceand the spacehasbeeninitialized (if
requested or if necessary).

INItializing  Disk space for the queue spaceis currently being
initialized. This stateisacTive equivaent for
purposes of permissions checking.
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OPEn

Shared memory and other IPC resources for the queue
space have been alocated and initialized, but no
processes are currently attached to the shared memory.
This stateis INActive equivalent for purposes of
permissions checking.

ACTive

Shared memory and other |PC resources for the queue
space have been alocated and initialized, and at least
one processis currently attached to the shared memory.
These processes can be the queue servers (TMS_QM,
TMQUEUE, and perhaps TMQFORWARD) associated with
the queue space, or they can be administrative processes
such as gmadmin (1), or they can be processes
associated with another application.

SET: {NEW | OPEn | CLEaning | INValid}

NEW Create anew queue space. The state of the queue space
becomes either INTtializing or INActive
following a successful SET to this state.

OPEn Allocate and initialize shared memory and other IPC
resourcesfor the queue space. Thisisallowed only if the
gueue spaceisin the INActive state.

CLEaning Remove the shared memory and other | PC resourcesfor

the queue space. Thisisalowed only when the queue
spaceisinthe OPEn or ACTive state. The
QMIB_FORCECLOSE flag must be specified if the state
isacTive. When successful, al non-persistent
messages are permanently lost.

APPQ_MIB(5)

A sET operation changesthe sel ected application queue space or createsanew one.
The following list describes the meaning of the Ta_sTaTE attribute returned by a
SET reguest. States not listed cannot be set.
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INValid Delete the queue space. Unless the
QMIB_FORCEDELETE flag is passed, an error is
reported if the stateis ACTive or if messages exist on
any queues in the queue space. Successful return leaves
the object in the INvalid state. When successful, all
non-persistent messages are permanently lost.

unset Modify an application queue space. Successful return
leaves the state unchanged.

TA_BLOCKING: 0 <= num
Theblocking factor used for disk space management of the queue space. The default when
anew queue space is created is 16.

TA_CURACTIONS: 0 <= num
This attribute specifies the current number of actionsin usein the queue space. This
number can be determined if the queue space isopen or ACTive, or if the queue spaceis
newly created. If none of the conditions apply, the value —1 is returned.

TA_CURCURSORS: 0 <= num
This attribute specifies the current number of cursorsin usein the queue space. This
number can be determined if the queue space is orPEn Or AcTive, Or if the queue spaceis
newly created. If none of the conditions apply, the value —1 is returned.

TA_CUREXTENT. O <= num <= 100
The current number of extents used by the queue space. The largest number allowed is
100. Each time the value of the Ta_MaxPAGES attribute isincreased, a new extent is
allocated. When this attribute is modified, all non-persistent messages in the queue space
are permanently lost.

TA_CURHANDLES: 0 <= num
This attribute specifies the current number of handles in use in the queue space. This
number can be determined if the queue space isopen or ACTive, or if the queue spaceis
newly created. If none of the conditions apply, the value —1 is returned.

TA_CURMEMFILTERS. O <= num
This attribute specifies the current number of bytesin use for filtersin the queue space.
Thisnumber can bedetermined if the queue spaceisorEn or AcTive, Or if the queue space
is newly created. If none of the conditions apply, the value —1 is returned.
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TA_CURMEMNONPERSIST. O <= num
The current amount of memory in bytes consumed by non-persistent messagesin the
gueue space. This number can be determined if the queue spaceis opPEn Or ACTive, OF if
the queue space is newly created. If none of the conditions apply, the value -1 is returned.

TA_CURMEMOVERFLOW. 0 <= num
This attribute specifies the current number of bytesin use of the overflow memory in the
queue space. This number can be determined if the queue space iS 0PEn Or ACTive, O if
the queue spaceis newly created. If none of the conditions apply, the value—1 is returned.

TA_CURMSG: 0 <= num
The current number of messagesin the queue space. This number can be determined only
if the queue space isoPEn Or AcTive, Or if the queue space is newly created. If none of
these conditions are met, the value -1 is returned.

TA_CUROWNERS: O <= num
This attribute specifies the current number of ownersin usein the queue space. This
number can be determined if the queue space is orPEn Or AcTive, Or if the queue spaceis
newly created. If none of the conditions apply, the value —1 is returned.

TA_CURPROC:. 0 <= num
The current number of processes accessing the queue space.

TA_CURQUEUES: 0 <= num
Thecurrent number of queues existing in the queue space. Thisnumber can be determined
only if the queue spaceisorEn Or ACTive, OF if the queue space is newly created. If none
of these conditions are met, the value -1 is returned.

TA_CURTMPQUEUES: 0 <= num
This attribute specifies the current number of temporary queuesin use in the queue space.
Thisnumber can be determined if the queue spaceisorEn or AcTive, Or if the queue space
is newly created. If none of the conditions apply, the value —1 is returned.

TA_CURTRANS: 0 <= num
The current number of outstanding transactions involving the queue space.

TA_ERRORQNAME: string[0..15]
Name of the error queue associated with the queue space. If there is no error queue, an
empty string is returned by aGeT request.

TA_FORCEINIT: {Y | N}
Whether or not to initialize disk pages on new extents for the queue space. The default is
not to initialize. Depending on the device type (for example, regular file or raw dlice),
initialization can be done even if it is not requested.
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TA_HWACTIONS: O <= num
This attribute specifies the highest number of concurrent actions reached in the queue
space since the queue space was last opened. The number is reset to 0 when the queue
space state is set to cCLEaning.

TA_HWCURSORS: 0 <= num
This attribute specifies the highest number of concurrent cursors created in the queue
space since the queue space was last opened. The number is reset to 0 when the queue
space stateis set to cLEaning.

TA_HWHANDLES: 0 <= num
This attribute specifies the highest number of concurrent handles opened in the queue
space since the queue space was last opened. The number is reset to 0 when the queue
space stateis set to cLEaning.

TA_HWMEMFILTERS. O <= num
This attribute specifies the highest number of bytes used for filtersin the queue space
sincethe queue spacewas|ast opened. The number isreset to 0 when the queue space state
is set to CLEaning.

TA_HWMEMNONPERSIST: 0 <= num
Thelargest amount of memory in bytes consumed by non-persistent messages since the
gueue space was last opened. The number isreset to 0 when the queue space state is set to
CLEaning.

TA_HWMEMOVERFLOW. 0 <= num
This attribute specifies the highest number of bytes used in the overflow memory in the
gueue space since the queue space was last opened. The number is reset to 0 when the
gueue space state is set to cLEaning.

TA_HWMSG: 0 <= num
The highest number of messages in the queue space at a given time since the queue space
was last opened. The number is reset to 0 when the queue space state is set to cL.Eaning.

TA_HWOWNERS: 0 <= num
This attribute specifies the highest number of concurrent owners reached in the queue
space since the queue space was last opened. The number is reset to 0 when the queue
space stateis set to cLEaning.

TA_HWPROC: 0 <= num
The highest number of processes simultaneously attached to the queue space since the
gueue space was last opened. The number isreset to 0 when the queue space state is set to
CLEaning.
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TA_HWQUEUES: 0 <= num
The highest number of queues existing in the queue space at a given time since the queue
space was last opened. The number is reset to 0 when the queue space state is set to
CLEaning.

TA_HWTMPQUEUES: O <= num
This attribute specifies the highest number of concurrent temporary queues opened in the
gueue space since the queue space was last opened. The number isreset to 0 when the
gueue space state is set to CLEaning.

TA_HWTRANS: 0 <= num
The highest number of outstanding transactions at a given timeinvolving the queue space
since the queue space was last opened. If the queue space is accessed by more than one
application, this number reflects al applications, not just the application represented by
the TuxconF1G environment variable. The number isreset to 0 when the queue space state
isset to CLEaning.

TA_TIPCKEY. 32769 <= num <= 262143
The IPC key used to access queue space shared memory.

TA_MAXACTIONS: O <= num
This attribute specifies the number of additional actions that the Queuing Services
component of the Oracle Tuxedo infrastructure can handle concurrently. When ablocking
operation isencountered and additional actions are available, the blocking operation is set
aside until it can be satisfied. After setting aside the blocking operation, another operation
request can be handled. When the blocking operation completes, the action associated
with the operation is made available for a subsequent operation. The system reserves
actions equivalent to the number of processesthat can attach to aqueue space, so that each
gueue manager process may have at least one blocking action. Beyond the
system-reserved number of blocking actions, the administrator may configure the system
to be able to accommodate additional blocking actions beyond the reserve. An operation
failsif ablocking operation isreguested and cannot beimmediately satisfied and there are
no actions available.

TA_MAXCURSORS: 0 <= num
This attribute specifies the number of cursors that users of that the Queuing Services
component of the Oracle Tuxedo infrastructure may use concurrently. Cursors are used to
navigate a queue. When a cursor is destroyed, the cursor resources are made available for
subsequent cursor creation operations. When the cursors are used by an application, the
administrator must configure the system to accommodate the maximum number of
cursors that will be allocated concurrently. An operation fails if auser attemptsto create
acursor and there are no cursor resources available. Oracle Tuxedo applications need not
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adjust this value. Adjusting this value has no effect on Oracle Tuxedo applications other
than unnecessarily consuming shared memory resources.

TA_MAXHANDLES: 0 <= num
This attribute specifies the number of handles that users of that the Queuing Services
component of the Oracle Tuxedo infrastructure may use concurrently. Objects
mani pulated by the queuing services API require handles to access the objects. When an
object is opened by a call to the Queuing Services API, anew handleis created and
returned to the user. When an object handle is closed, the handle is made available for
subsequent open object operations. When the Queuing Services APl isused by an
application, the administrator must configure the system to accommodate the maximum
number of handles that will be opened concurrently. An operation failsif a user attempts
to open a queuing services object and there are no handles available. Adjusting this value
has no effect on Oracle Tuxedo applications other than unnecessarily consuming shared
Memory resources.

TA_MAXMSG: 0 <= num
The maximum number of messages that the queue space can contain at a given time.

TA_MAXOWNERS: O <= num
This attribute specifies the number of additional Oracle Tuxedo infrastructure
authenticated users that may concurrently use Queuing Services resources. Thereis one
owner record per user, regardless of the number of open handlesfor the user. When there
are no open handles for a user, the owner record is made available for subsequent users.
The system reserves owners equivalent to the number of actions so that each action may
beinitiated by adifferent owner. Beyond the system-reserved number of ownersthat may
be concurrently using queuing services resources, the administrator may configure the
system to accommodate additional ownersbeyond thereserve. An operation failsif auser
attemptsto open ahandle when they currently do not have any open handles, and there are
no owners available. Adjusting this value has no effect on Oracle Tuxedo applications
other than unnecessarily consuming shared memory resources.

TA_MAXPAGES: 0 <= num
The maximum number of disk pagesfor all queuesin the queue space. Each time the
TA_MAXPAGES atribute isincreased, anew extent is allocated (see Ta_CUREXTENT). It is
not possible to decrease the number of pages by setting this attribute to alower number;
an error isreported in this case.

TA_MAXPROC: 0 <= num
The maximum number of processes that can attach to the queue space.

TA_MAXQUEUES: 0 <= num
The maximum number of queues that the queue space can contain at a given time.
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TA_MAXTMPQUEUES: 0 <= num
This attribute specifies the number of temporary queues that may be opened concurrently
in the Queuing Services component of the Oracle Tuxedo infrastructure. Temporary
gueues reduce the need for administratorsto configure each queue used by an application.
They are used by dynamic self-configuring applications. Messages enqueued to
temporary queues are not persistent. When all handles to atemporary queue are closed,
the temporary queue resources are made available for subsequent temporary queue
creation. When the temporary queues are used by an application, the administrator must
configurethe system to accommodate the maximum number of temporary queuesthat will
be active concurrently. An open operation failsif a user attempts to open atemporary
gueue and there are no temporary queue resources available. Adjusting this value has no
effect on Oracle Tuxedo applications other than unnecessarily consuming shared memory
resources.

TA_MAXTRANS: 0 <= num
The maximum number of simultaneously active transactions allowed by the queue space.

TA_MEMFILTERS. 0 <= num
This attribute specifies the size of the memory area to reserve in shared memory to hold
the compiled representation of user defined filters. The memory sizeis specified in bytes.
Filters are used by the Queuing Services component of the Oracle Tuxedo infrastructure
for message selection in dequeuing and cursor operations. Filters may be specified using
various grammars but are compiled into an Oracle Tuxedo infrastructure normal form and
stored in shared memory. Filters are referenced by a handle returned when they are
compiled. When afilter is destroyed, the memory used by the filter is made available for
subsequent compiled filters. When the filters are defined by an application, the
administrator must configure the system to accommodate the maximum number of filters
that will be concurrently compiled. An operation failsif auser attempts to create a new
filter and there is not enough memory allocated for the compiled version of the filter.
Adjusting thisvalue has no effect on Oracle Tuxedo applications other than unnecessarily
consuming shared memory resources.

TA_MEMNONPERSIST. 0 <= num [bB]
This attribute specifies the size of the area reserved in shared memory to hold
non-persistent messages for all queues in the queue space. The memory size may be
specified in bytes (b) or blocks (B). (The size of ablock, in this context, is equivalent to
the size of adisk block.) The [br] suffix isoptional and, if not specified, the default is
blocks (B).

If thevalueis specified in bytes (o) for thisattribute, the system dividesthe specified value
by the number of bytes per page (page size is equivalent to the disk page size), rounds
down theresult to the nearest integer, and allocates that number of pages of memory. For
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example, assuming a page size of 1024 bytes (1KB), arequested value of 2000b resultsin
amemory alocation of 1 page (1024 bytes), and arequested value of 2048b resultsin a
memory allocation of 2 pages (2048 bytes). Requesting a value less than the number of
bytes per page resultsin an alocation of 0 pages (0 bytes).

If the value is specified in blocks (B) for this attribute and assuming that one block of
memory is equivalent to one page of memory, the system allocates the same value of
pages. For example, arequested value of 50B resultsin amemory allocation of 50 pages.

All non-persistent messages in the specified queue space are permanently lost when
TA_MEMNONPERSIST iS successfully changed.

If Ta_MEMNONPERSIST fOr aqueue spaceiszero (0) for agueue space, no spaceisreserved
for non-persistent messages. In this case, any attempt to enqueue anon-persistent message
fails. Thistypeof failureresults, for example, when no delivery quality of service hasbeen
specified for amessage and the Ta_DEFDELIVERYPOLICY attribute of thet_appg classfor
the target queue has been set to NoNPERSIST. FOr non-persistent delivery, if the memory
areais exhausted or fragmented such that a message cannot be enqueued, the enqueuing
operation fails, even if there is sufficient persistent storage for the message. Similarly, if
the persistent storage area is exhausted or fragmented such that a message cannot be
enqueued, the enqueuing operation fails, even if thereis sufficient non-persistent storage
for the message.

TA_MEMOVERFLOW. O <= num

This attribute specifies the size of the memory areato reserve in shared memory to
accommodate peek load situations where some or all of the allocated shared memory
resources are exhausted. The memory sizeis specified in bytes. Additional objects are
allocated from this additional memory on afirst-come-first-served basis. When an object
created in the additional memory is closed or destroyed, the memory is released for
subsequent overflow situations. This additional memory space may yield more objects
than the configured number, but there is no guarantee that additional memory isavailable
for any particular object at any given point in time. Currently, only actions, handles,
Cursors, owners, temporary queues, timers, and filters use the overflow memory.

TA_MEMSYSTEMRESERVED: 0 <= num

This attribute specifies the total amount of memory (in bytes) reserved from shared
memory for queuing services system use.

TA_MEMTOTALALLOCATED: 0 <= num

This attribute specifies the total amount of memory (in bytes) allocated from shared for
al queuing services objects.
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TA_PERCENTINIT. O <= num <= 100
The percentage of disk space that has been initialized for the queue space.

T_APPQTRANS Class Definition

Overview

TheT_apPPQTRANS classrepresentsrun-time attributes of transactions associated with application
queues.

Limitations

It isnot possible to retrieve all instances of this class by leaving al key fields unset. Instead,
sufficient key fields must be specified to explicitly target a single application queue space. For
example, if al key fields except Ta_x1D are set in an request using tpcall (), al T_APPQTRANS
objects associated with the specified queue space will be retrieved.

It isimportant to keep in mind that transactions represented by objects of this class are not
necessarily associated with the application in which they are retrieved. Care must be taken when
heuristically committing or aborting atransaction because the transaction may actually belong to
or have an effect on another application. The value of the Ta_x1p attribute is not guaranteed to
be unique across applications.

Attribute Table

Tahle 10 APPQ_MIB(5): T_APPQTRANS Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_XID(K)(*) string R--R--R-- string[l..78] N/A
TA_APPQSPACENAME(K)(*)  string r--r--r-- string[l..15] N/A
TA_QMCONFIG(K)(*) string r--r--r-- string[l..78] N/A
TA_LMID(K)(*) string r--r--r-- string[1..30] N/A
TA_STATEP string R-XR-XR-- GET: “{ACT|ABY |ABD|COM|REA N/A

| DEC | HAB | HCO} ~
SET: “{HAB |HCO}” N/A

(k)—GET key field®
(* )—required SET key field
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a. All attributes of classT_APPQTRANS arelocal attributes.

b. All operations on T_APPQTRANS objects—both GET and SET—silently open the associated
queue space (that is, implicitly set the state of the queue space to OPEn if it is not aready OPEn
or ACTive). This may be atime-consuming operation if the queue spaceislarge.

c. Sufficient key fields must be supplied in aGET operation to explicitly target asingle application
queue space.

Attribute Semantics

TA_XID: string[1..78]
Transaction identifier asreturned by tx_info () and mapped to a string representation.
The datain this field should not be interpreted directly by the user except for equality
comparison.

TA_APPQSPACENAME: string{l..15]
Name of the application queue space associated with the transaction.

TA_QMCONFIG: string[l..78]
Absolute pathname of the file or device where the application queue space is located.

TA_LMID: string[1..30] (ho comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE:

GET: {ACTive | ABortonlY | ABorteD | COMcalled | REAdy | DECided |

HAbord | HCommit}
A GET operation retrieves run-time information about the selected transactions.
The following list describes the meaning of the Ta_sTaTE attribute returned in
response to aGeT request. All states are acTive equivalent for purposes of
permissions checking.

ACTive The transaction is active.
ABortonlY The transaction has been identified for rollback.
ABorteD The transaction has been identified for rollback and

rollback has been initiated.

COMcalled Theinitiator of thetransaction hascalled tpcommi t ()
and thefirst phase of two-phase commit has begun.
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REAdy All of the participating groups on the retrieval site have
successfully completed the first phase of two-phase
commit and are ready to be committed.

DECided The second phase of the two-phase commit has begun.

SUSpended The initiator of the transaction has suspended
processing on the transaction.

SET: {HABort | HCOmmi t}
A sET operation updates the state of the selected transactions. The following list
describes the meaning of the Ta_sTaTE attribute returned by a seT request. States
not listed cannot be set.

HABort Heuristically abort the transaction. Successful return
leaves the object in the HABort state.

HCOmmit Heuristically commit the transaction. Successful return
leaves the object in the HCOmmi t state.

APPQ_MIB(5) Additional Information

Portability

The existing FML32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo system MIBs, aswell asthe header file and field table mentioned on thisreference
page, are available on all supported native and Workstation platforms.

Interoperability
This MIB is provided only on Oracle Tuxedo 6.0 sites and later, both native and Workstation.

If asite running an Oracle Tuxedo release earlier than release 6.0 is active in the application,
administrative access through this MIB is limited as follows:

e SET Operations are not allowed.

e Loca information access for sites earlier than release 6.0 is not available. If the class being
accessed also has global information, the global information only is returned. Otherwise,
an error is returned.
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If sites of differing releases, both greater than or equal to release 6.0, are interoperating,
information on the older siteis available for access and update as defined on the MIB reference
page for that release and may be a subset of the information available in the later release.

Examples

Following is a set of code fragments that illustrate how to perform various operations on
application queue spaces, queues, messages, and transactions.

Each fragment should be preceded by code that allocates an FML 32 typed buffer, such asthe
following:

rgbuf = tpalloc("FML32", NULL, O0);

After the buffer is populated, each fragment should be followed by code that sends the request
and receives the reply, such as the following:

flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;
rval = tpcall(".TMIB", rgbuf, 0, rpbuf, rplen, flags);

Seem1B (5) for additional information.

Field Tables

The field table tpadm must be available in the environment to allow access to attribute field
identifiers. This can be done at the shell level asfollows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=S{TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files

The following header files are needed.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

Libraries
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${TUXDIR}/1lib/libtmib.a, ${TUXDIR}/lib/libgm.a,
$S{TUXDIR}/1lib/libtmib.so.<rel>, ${TUXDIR}/lib/libgm.so.<rel>,
${TUXDIR}/1lib/libgm.1lib

The libraries must be linked manually when using buildclient. The user must use:
-L${TUXDIR}/1lib -ltmib -lgm
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Create an Application Queue Space

APPQ_MIB(5)

Creating an application queue space typically involves two operations: the first to create the
Oracle Tuxedo system devicein which the queue space will be allocated, and the second to create

the queue space itself.

/* Allocate the buffer; see above */

/* Build the request to create a new device on SITEl1l */
Fchg32 (rgbuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (rgbuf, TA_CLASS, 0, "T_DEVICE", 0);

Fchg32 (rgbuf, TA_STATE, 0, "NEW", 0);

Fchg32 (rgbuf, TA_CFGDEVICE, 0, "/dev/qg/dsk001", 0);
Fchg32 (rgbuf, TA_LMID, 0, "SITEl1l", 0);

size = 500;

Fchg32 (rgbuf, TA_DEVSIZE, 0, (char *)size, 0);

/* Make the request; see above */

/* Reinitialize the same buffer for reuse */
Finit32 (rgbuf, (FLDLEN) Fsizeof32 (rgbuf));

/* Build the request to create the queue space */
Fchg32 (rgbuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (rgbuf, TA_CLASS, 0, "T_APPQSPACE", 0);
Fchg32 (rgbuf, TA_STATE, 0, "NEW", 0);

Fchg32 (rgbuf, TA_APPQSPACENAME, 0, "QSPACEl", 0);
Fchg32 (rgbuf, TA_QMCONFIG, 0, "/dev/qg/dsk001", 0);
Fchg32 (rgbuf, TA_LMID, 0, "SITEl", 0);

Fchg32 (rgbuf, TA_ERRORQNAME, 0, "errque", 0);
ipckey = 123456;

Fchg32 (rgbuf, TA_IPCKEY, 0, (char *)ipckey, 0);
maxmsg = 100;

Fchg32 (rgbuf, TA_MAXMSG, 0, (char *)maxmsg, O0);
maxpages = 200;

Fchg32 (rgbuf, TA_MAXPAGES, 0, (char *)maxpages, 0);
maxproc = 50;

Fchg32 (rgbuf, TA_MAXPROC, 0, (char *)maxproc, 0);

maxqueues = 10;
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Fchg32 (rgbuf, TA_MAXQUEUES, 0, (char *)maxgueues, 0);
maxtrans = 100;
Fchg32 (rgbuf, TA_MAXTRANS, 0, (char *)maxtrans, O0);

/* Make the request; see above */

Add a Queue to an Application Queue Space
The following code creates a new gqueue in the queue space created in the previous example.

/* Build the request */

Fchg32 (rgbuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (rgbuf, TA_CLASS, 0, "T_APPQ", 0);

Fchg32 (rgbuf, TA_STATE, 0, "NEW", 0);

Fchg32 (rgbuf, TA_APPQNAME, 0, "errque", 0);

Fchg32 (rgbuf, TA_APPQSPACENAME, 0, "QSPACEl", 0);
Fchg32 (rgbuf, TA_QMCONFIG, 0, "/dev/g/dsk001", 0);
Fchg32 (rgbuf, TA_LMID, 0, "SITEl1l", 0);

Fchg32 (rgbuf, TA_APPQORDER, 0, "PRIO", 0);

/* Make the request; see above */

List Application Queue Spaces Known to the Application

To list the application queue spaces known to an application, atwo-level searchisused. First, the
groupsusing the/Q transaction manager Ts_ow are retrieved from the application configuration,
and then the queue space referenced by each group is retrieved. The following code fragment
assumes that each group entry involving a queue space has a single logical machine associated
with it (that is, server migration is not used).

Listing 1 List Application Queue Spaces Known to the Application

/* Build the request to retrieve all TMS_QM groups */
Fchg32 (rgbuf, TA_OPERATION, 0, "GET", O0);

Fchg32 (rgbuf, TA_CLASS, 0, "T _GROUP", 0);

Fchg32 (rgbuf, TA_TMSNAME, 0, "TMS_QM", O0);

f1didl = TA_OPENINFO;

f1did2 = TA_LMID;

Fchg32 (rgbuf, TA_FILTER, 0, (char *)fldidl, 0);
Fchg32 (rgbuf, TA_FILTER, 0, (char *)fldid2, 1);

/* Make the request, assuming we are joined to the application */
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rval = tpcall(".TMIB",
/* For each TMS_QM group,
rval = Fget32 (*rpbuf,

for (1 = 0; 1 occurs; i++)

rgbuf, 0,

TA_OCCURS, O,

APPQ_MIB(5)

rpbuf, rplen, flags);
build the request to retrieve its queue space */
(char *)occurs, NULL) ;

{

/* Reinitialize the buffer and set all common attributes */

Finit32 (rgbuf,
Fchg32 (rgbuf,
Fchg32 (rgbuf,

(FLDLEN)

TA_CLASS,

TA_OPERATION, O,

Fsizeof32 (rgbuf));
“GET", O) I.

0, "T_APPQSPACE", O0);

/* Get the OPENINFO to determine device and queue space name */
/* OPENINFO has the format <resource-mgr>:<gmconfig>:<appgspacename> */
/* or on Windows <resource-mgr>:<gmconfig>;<appgspacename> */

rval = Fget32 (rpbuf,

TA_

OPENINFO, i, openinfo, NULL) ;

/* The device is the 2nd field in OPENINFO */

gmconfig =
/* The gueue space name

#1f defined (_TMDOWN)

#define pathsep ";"

#else

#define pathsep ":"

#endif
appgspacename =
appgspacename [0] =
appgspacename++;

"\e0"'

strchr (openinfo, ':')

strchr (gmconfig,

+ 1;
is the 3rd field in OPENINFO */

|| defined(_TM_NETWARE)
/* separator for PATH */

/* separator for PATH */

pathsep) ;
; /* NULL-terminate gmconfig */

/* bump past the NULL */

/* Set the APPQSPACENAME and QMCONFIG keys */

Fchg32 (rgbuf,
Fchg32 (rgbuf,

/* Get the LMID

TA_APPQSPACENAME, O,
TA_QMCONFIG, O,

appgspacename,
amconfig, 0);

0);

(assume no migration for this group) */

rval = Fget32 (rpbuf, TA_LMID, i, lmid, NULL);

Fchg32 (rgbuf, TA_LMID, 0, lmid, O0);

/* Make the request */

rval = tpcall(".TMIB", rgbuf, 0, rpbuf2, rplen2, flags);

The above technique does not find any queue space that has been created but does not yet have a
corresponding croup entry in the application configuration. Such queue spaces must beretrieved
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by knowing a priorithekey fields(that is, TaA_APPQSPACENAME, TA_QMCONFIG, and TA_LMID)
for the queue space.

List Messages in an Application Queue

The following code retrieves all messages in the queue sTRING in the queue space QSPACEL in
device /dev/q/dsk001 onlogical machine s1TE1.

/* Build the request */ Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32 (rgbuf, TA_CLASS, 0, "T_APPQMSG", 0);

Fchg32 (rgbuf, TA_APPQONAME, 0, "STRING", 0);

Fchg32 (rgbuf, TA_APPQSPACENAME, 0, "QSPACEl", 0);

Fchg32 (rgbuf, TA_QMCONFIG, 0, "/dev/g/dsk001", 0);

Fchg32 (rgbuf, TA_LMID, 0, "SITEl1l", 0);

/* Make the request; see above */

List Transactions Involving a Queue Space

The following fragment retrieves al transactionsinvolving (any queue in) the queue space
QSPACEL.

/* Build the request */ Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32 (rgbuf, TA_CLASS, 0, "T_APPQTRANS", 0);

Fchg32 (rgbuf, TA APPQSPACENAME, 0, "QSPACEL", 0);

Fchg32 (rgbuf, TA_QMCONFIG, 0, "/dev/qg/dsk001", 0);

Fchg32 (rqbuf, TA_LMID, 0, "SITEL", 0);

/* Make the request; see above */

Files
S{TUXDIR}/include/tpadm.h
${TUXDIR} /udataobj/tpadm

See Also

tpacall (3c), tpadmcall (3¢c), tpalloc(3c), tpcall (3¢), tpdequeue (3c),
tpenqueue (3¢), tpgetrply (3¢), tprealloc (3¢), Introduction to FML Functions,
Fadd, Fadd32(3fml), Fchg, Fchg32(3fml),Ffind, Ffind32(3fml),MIB(5),
TM_MIB(5)

Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C
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Programming an Oracle Tuxedo ATMI Application Using FML
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Name

AUTHSVR—Server providing per-user authentication

Synopsis

AUTHSVR SRVGRP="identifier" SRVID=number other_ parms CLOPT="-A"

Description

AUTHSVR is an Oracle Tuxedo provided server that offers the authentication service. This server
may be used in a secure application to provide per-user authentication when clients join the
application. This server accepts service requests containing TeIniT typed buffersfor client
processes requesting access to the application. It uses the datafield of the TernTT typed buffer
as auser password and validates it against the configured password. If the request passes
validation, an application key is returned with a successful return as the ticket to be used by the
client.

The rcode parameter of tpreturn (3¢) isused to set the application key. It isreturned (in
tpurcode) to the code that has called tpinit (3c) upon either successful validation or
permission failure.

For additional information pertaining to auTasVR, see“AUTHSVR Additional Information” on
page 55.

SECURITY USER_AUTH

52

If SECURITY iSSet to USER_AUTH, per-user authentication is enforced. The name of the
authentication service can be configured for the application using the autusvc parameter in the
RESOURCES Section of the uBsconr1c file. For example, the following auTrHsvc parameter
setting specifies the authentication service (autasvce) advertised by AUTHSVR wWhen SECURITY IS
set t0 USER_AUTH.

*RESOURCES
SECURITY USER_AUTH
AUTHSVC AUTHSVC

If the auTHSVC parameter is not specified, the authentication service defaultsto auTHsvc.

By default, thefile tpusr in the directory referenced by the first pathname defined in the
application’sAppDIR variableis searched for password information; /etc/passwdisusedif this
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file does not exist (although this file cannot be used correctly on systems that have a shadow
password file). The file can be overridden by specifying the filenameusinga"-£ filename"
option in the server command-line options (for example, cLopT="-A -- -f
/usr/tuxedo/users"). Note that automatic propagation of the user file from the master
machine to other machines in the configuration isdone only if $APPDIR/tpusr IS used.

Theuser fileis searched for amatching username and client name. There are four types of entries
in the user file. They arelisted below in order of matching precedence when validating a user
against thefile.

1. Exact username/exact clientname
2. Wildcard username (*)/exact clientname
3. Exact username/wildcard clientname (*)

4. Wildcard username (*)/wildcard clientname (*)

An authentication request is authenticated against only the first matching password file entry.
These semantics allow for asingle user to have multiple entries (usually with different client
names) and the username may be awildcard. These semantics are allowed if the user fileis
maintained using tpaddusr (), tpdelusr (), and tpmodusr (). Notethat use of these semantics
is not compatible with the semantics for act, and manpaTory_aAcL and will make migration to
these security level sdifficult. To get therestricted semanticsfor compatibility with ACL security,
usethe tpusradd (), tpusrdel (), and tpusrmod () programsto maintain the user file.

Note: Tousetpusradd(), tpusrdel (), and tpusrmod (), SECURITY for the target
application must be set to USER_AUTH, ACL, Of MANDATORY_ACL. Otherwise, the system
returns an error when you attempt to use these programs.

Thereserved client name values tpsysadm (System administrator) and tpsysop (System
operator) are treated specially by auTHsVR (5) when processing authentication requests. These
values are not allowed to match wildcard client names in the user file.

The application key that isreturned by the auTHsvR isthe user identifier. Thisapplication key is
passed to every service in the appkey element of the TpsvcINFoO structure.

Note that a standard auTHSVR is shipped as part of the system in ¢ {TUXDIR} /bin/AUTHSVR and
has the semantics as described above. Sample source codeis provided in
${TUXDIR}/1ib/AUTHSVR.c. The AUTHSVR can be replaced by an application authentication
server that validates users and user data (which may not be a password) in an
application-dependent fashion (for example, using Kerberos). If you plan to replace AuTHSVR,
take special note of the warning later in this reference page. It is also up to the application to
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determine what value is returned from the authentication service to be used for the application
key (which is passed to each service).

The application keys that correspond to tpsysadm and tpsysop are 0x80000000 and
0xC0000000, respectively.

SECURITY ACL or MANDATORY_ACL

54

If SECURITY IS Set to ACL Or MANDATORY_ACL, per-user authentication is enforced, and access
control lists are supported for access to services, application queues, and events. The name of the
authentication service can be configured for the application using the auTasvc parameter in the
RESOURCES Section of the uBsconr1c file. For example, the following auTasvc parameter
setting specifiesthe authentication service (. . aurasvce) advertised by AuTHSVR when SECURITY
iS set to ACL Or MANDATORY_ACL.

*RESOURCES
SECURITY ACL
AUTHSVC . .AUTHSVC

If the auTHSVC parameter is not specified, the authentication service defaultsto . . auTHSVC.

Note: aAuTHSVR advertises the authentication service as AuTHSVC when SECURITY iS Set to
USER_AUTH, and as . . AUTHSVC When SECURITY iS Set t0 ACL Or MANDATORY_ACL.
AUTHSVC and . . AUTHSVC point to the same authentication service.

The user file must be $APPDIR/tpusr. It iSautomatically propagated from the master machine
to other active machines in the configuration. One instance of the auTHsvVR must be run on the
master machine. Additional copies can be run on other active machines in the configuration.

The user fileis searched for amatching username and client name. The entry must match exactly
on the username. The client name must either match exactly, or the client name value in the user
file can be specified asthe wildcard (*) which will match any client name. A single user can have
only one entry in the user file and cannot be awildcard. The user file can be maintained through
the tpusradd(), tpusrdel (), and tpusrmod () programs, the graphical user interface, or the

administrative interface.

Thereserved client name values tpsysadm (System administrator) and tpsysop (System
operator) are treated specially by auTHsVR (5) when processing authentication requests. These
values are not allowed to match wildcard client namesin the user file.

The application key that isreturned by the auTHsvr isthe user identifier in the low order 17 bits
and the group identifier in the next 14 bits (the high order bit isreserved for administrative keys).
The application keys that correspond to tpsysadm and tpsysop are 0x80000000 and
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0xC0000000, respectively. Thisapplication key is passed to every servicein the appkey element
of the TpsvcINFO Structure.

For SECURITY ACL Of MANDATORY_ACL, YOu must use the standard auTusvr shipped as part of
the system in $ {TUXDIR} /bin/AUTHSVR.

AUTHSVR Additional Information
Usage

WARNING: ${TUXDIR}/1ib/AUTHSVR.c iSnot the source file used to generate
${TUXDIR}/bin/AUTHSVR (don't clobber this executable); if you provide your
OWN AUTHSVR, it isrecommended that you install it in $ {APPDIR}.

Portability
AUTHSVR IS supported as an Oracle Tuxedo-supplied server on non-Workstation platforms.

Examples
# Using USER_AUTH
*RESOURCES
SECURITY USER_AUTH
AUTHSVC AUTHSVC

*SERVERS

AUTHSVR SRVGRP="AUTH" CLOPT="-A -- -f /usr/tuxedo/users" \
SRVID=100 RESTART=Y GRACE=0 MAXGEN=2

#

#

# Using ACLs

*RESOURCES

SECURITY ACL

AUTHSVC . .AUTHSVC

*SERVERS

AUTHSVR SRVGRP="AUTH" SRVID=100 RESTART=Y GRACE=0 MAXGEN=2
#

#

# Using a custom authentication service

*RESOURCES
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SECURITY USER_AUTH
AUTHSVC KERBEROS

*SERVERS
KERBEROSSVR SRVGRP="AUTH1" SRVID=100 RESTART=Y GRACE=0 MAXGEN=2

See Also
tpaddusr (1), tpusradd (1), UBBCONFIG(5)

Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C
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Accesslog(d)

Name
Accesslog (5) —Monitors Tuxedo client validity

Description
Accesslog (5) assists with recording client login/logoff action with timestamp and location

information. It creates an access log file and adds one line to the Tuxedo UL OG file. For more

information, see Examples and ULOG File Entry.

Accesslog automatically creates anew file every 24-hour period to the acceslog file. It creates

an access log output file using the following format:

hhmmss.uname!pname.pid.tid.ctx: total client (Scurrentclientcount), Sevent:

Sprotocol [IP (S$Sclientip)] cltname ($Sclientname) [usrname (Susername) ]
success.

Scurrentclientcount = numeric_value
Current registered clients count

Sevent = enum_value
Valuesare logon|logon With AUTH. |logoff|logoff With AUTH|cleaned.

logon: client login
logon With auTH: client login with authentication required

logoff: client logoff
logof £ with aurh: authenticated client logoff

cleaned: client expired without tpterm.
BBL assists with deletion and recording event.

$protocol = enum_value
NATIVE|TGIOP|/WS|IIOP|JOLT|SALT

e NATIVE: native TUXEDO & COBOL client.

e TGcIOP: nhative CORBA client.

e /ws: workstation & .Net & WSCOBOL client.
110P: iiop CORBA client

JoLT: JOLT client

saLT: SALT client
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Sclientip = string_value

The client IP address (if possible), in IPv4 or IPv6 format.

$clientname = string_value
TPINIT clthame

Susername = string_value
TPINIT USrname

Examples

Listing 2 shows an example Accesslog file output.

Listing 2 Acceslog File Output Example

112749 .ubuntu! ?proc.31212.3079091888.0: total client (2), logon: NATIVE

cltname () success

112749 .ubuntu! ?proc.31212.3079091888.0: total client (2), logoff: NATIVE

cltname () success

112749 .ubuntu!WSH.31211.3078347248.0: total client (2), logon: /WS IP
(//127.0.1.1:39224), cltname () success

112749 .ubuntu!WSH.31211.3078347248.0: total client (2), logoff: /WS IP
(//127.0.1.1:39224), cltname () success

ULOG File Entry

58

Tuxedo also automatically logs high-water client count to ULOG at each log entry header.

Notes: Inthe ULOG, accesslog (5) output does not include system server, app server
statistics.
highwater and currentclientcount may beempty if it was not printed by BBL.

Itinserts alineto the ULOG output file using the following format:

hhmmss.uname !pname.pid.tid.ctx: mm-dd-yyyy: client high water ($Shighwater),
total client (Scurrentclientcount)

Listing 3 shows an example ULOG file with added Accesslog(5) line.
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Listing 3 Line Added to ULOG File Examples

Accesslog(h)

145622 .ubuntu!tmloadcf.4568.3079399872.-2: 12-17-2008:

(0), total client (0)

/*Not Printed by BBL*/

145625.ubuntu!tmloadcf.4568.3079399872.-2: 12-17-2008:

(), total client ()

client high water

client high water

Shighwater = numeric-value
Total registered clients count ever

Scurrentclientcount = numeric-value
Current registered client count

Environment Variables

The following environment variables should be set and exported:

ALOGPFX
ALOGPFX=string_value

If environment ALoGPFX is not specified, the default $APPDIR/access iSused. The date
"mmddyy" (month, day, year) is appended to the log filename prefix. The accesslog

filename length should less then 255 characters.

ALOGRTNSIZE=numeric_value
ALOGRTNSIZE=numeric_value

Specifiesthe accesslog file size. If thefilesizeislarger that the set file size, an additional

accesslog fileis created. The default file sizeis 2GB.

After turning ALOGRTNSIZE On or off, you must reboot Tuxedo.
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Name

compilation—Instructions for compilation of Oracle Tuxedo ATMI system application
components.

Description

In order to compile application clients and servers, and subroutines that are link edited with the
Oracle Tuxedo system, programmers need to know:

e Which header files to include, and the order in which to specify them
e Which environment variables to set and export

e Which utilities are used to compile the application modules

A programmer who has finished writing code modules and is ready to build an executable
program must:

e Compilethe sourcefiles

e Link edit the executables with the required libraries

The Oracle Tuxedo system provides two commands that perform both of these operations for
client and server modules: buildclient () andbuildserver (), respectively. If you run one of
these commandsto perform both operations, be sureto specify, onthe command line, thelibraries
with which your files need to be link edited. (For details, see buildclient (1) Of
buildserver (1) in Oracle Tuxedo Command Reference.)

Link editing must be done by running buildclient Of buildserver, but the system allows
more flexibility about how compiling is done. If you prefer, you can use the compile command
of your choiceto compileyour files, and thenrunbuildclient Of buildserver to performthe
link editing.

Thisrest of this reference page specifies the header files and environment variables required for
various types of programs.

Basic Oracle Tuxedo System

Interms of header file sequence, UNIX header files should always be included before any Oracle
Tuxedo system header files. Commonly used UNIX header filesare stdio.h and ctype.h.
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Environment Variables
The following environment variables should be set and exported:

TUXDIR
Specifies the topmost directory in which the Oracle Tuxedo system software resides.

PATH
Should include $TUXDIR/bin.
ULOGPFX
Prefix of the filename of the central event log; by default, the value of uL.ocpFx isuLoG.
If... Then you must first set and export the following environment variables
Y ou want to run e TUXDIR—aways required for servers; also required for native
e buildclient (1) clients
+ buildserver (1) » cc—if you want to use a non-default compiler
* CrFLAGS—If you want to specify flags to be passed to the compiler
A default or validation routine e FIELDTBLS—acomma-separated list of field table files
references FML fields + FLDTBLDIR—acolon-separated list of directoriesto search for the
FIELDTBLS
Y ou want to execute a server TUXCONFIG—Tull pathname of the binary configuration file (defaultis
the current directory)
e Security isturned on inyour e APP_PW—application password
application « USR_PW—User password

* You are going to supply input
indirectly (that is, from a source
other than standard input) for any of
the following system-supplied
clients: tmadmin (1), tmconfig
orwtmconfig (see tmconfig,
wtmconfig (1)), or ud or wud
(seeud, wud(1))

Y ou want to execute a Workstation e WSENVFILE—Tfile containing environment variable settings
client +  WSDEVICE—network device to use for connection
*  WSTYPE—workstation machine type
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Note: Moreinformation about these variables can be found in Programming an Oracle Tuxedo
ATMI Application Using C, Programming an Oracle Tuxedo ATMI Application Using
COBOL, and Setting Up an Oracle Tuxedo Application.

After the system has been built with shared libraries and before you execute a client, you must
set avariable that defines the location of the shared libraries.

On this platform . . . Set the following environment variable . . .
All platforms except HP-UX  LD_LIBRARY_ PATH=$TUXDIR/1lib
and AIX

HP-UX SHLIB_PATH=$TUXDIR/1lib

AIX LIBPATH=$TUXDIR/1ib

Note: Moreinformation about optionsfor servers can befound onthe servopts (5) reference
page.

FML Programs

In terms of header file sequence, C programsthat call FML functions should include the
following header files, in the following order:

#include <UNIX header files> (if needed by the application)
#include "fml.h"

Compilation of FML Programs

To compile a program that contains FML functions, execute;
cc pgm.c -I S$TUXDIR/include -L $TUXDIR/lib -1fml -lengine -o pgm
where pgm is the name of the executable file.

If the -1 option is not locally supported, use the following command, instead:

cc pgm.c -I STUXDIR/include STUXDIR/1lib/libfml.a $TUXDIR/lib/libengine.a -o pgm

Note: The order in which the libraries are specified is significant. Use the order given above.

Compiling FML VIEWS

To usethe FML view compiler, execute the following:

viewc view file
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Here view_fileisaset of oneor more files containing source view descriptions.

Note: viewc invokesthe C compiler. The environment variable cc can be used to designate the
compiler to use. The environment variable crracs can be used to passaset of parameters
to the compiler.

Environment Variables for FML

Thefollowing environment variabl es should be set and exported when running an application that

uses FML.

FIELDTBLS
A comma-separated list of field tablefiles.

FLDTBLDIR
A colon-separated list of directoriesto search for the FIELDTBLS.

The following environment variables should be set and exported when executing viewc.

FIELDTBLS
A comma-separated list of field tablefiles.

FLDTBLDIR
A colon-separated list of directories to search for the FIELDTBLS.

VIEWDIR
A directory containing viewfiles; the default is the current directory.

See Also

buildclient (1), buildserver(l), viewc, viewc32 (1)

cc(1), me(1) in aUNIX system reference manual
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Name
pMaDM—Domains administrative server

Synopsis
DMADM SRVGRP = "identifier"
SRVID = "number"

REPLYQ = "N"

Description
The Domains administrative server (omMapm) is an Oracle Tuxedo system-supplied server that
provides run-time access to the BbMconF1G file.

pMADM is described in the servERS section of the uBsconF1G file asaserver running within a
group, for example, pMapMcrP. There should be only one instance of the pvapu running in this
group, and it must not have areply queue (REPLYQ must be set to “n”).

The following server parameters can also be specified for the pMapm server in the SERVERS
Section: SEQUENCE, ENVFILE, MAXGEN, GRACE, RESTART, RQPERM, and SYSTEM_ACCESS.

The BpMcoNFIG environment variable should be set to the pathname of the file containing the
binary version of the pmconr1c file.

Note: For password encryption, Triple-DESisthedefault. Thereisno need to specify -3 inthe
CLOPT oOption.

Portability

pMaDM IS supported as an Oracle Tuxedo system-supplied server on al supported server
platforms.

Interoperability

pMADM Must beinstalled on Oracle Tuxedo release 5.0 or later; other machinesinthe samedomain
with arelease 5.0 gateway may berelease 4.1 or later.

Examples

Thefollowing exampleillustrates the definition of the administrative server and agateway group
in the uBBconF1G file. This example uses the GwTDoOMATIN gateway process to provide
connectivity with another Oracle Tuxedo domain.
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#

*GROUPS

DMADMGRP LMID=machl GRPNO=1

gwgrp LMID=machl GRPNO=2

#

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y GRACE=0

GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y GRACE=0

GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=Y RESTART=Y MIN=1
MAX=1

See Also
dmadmin (1), tmboot (1), DMCONFIG(5), GWADM (5), servopts (5), UBBCONFIG (5)
Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time
Using the Oracle Tuxedo TOP END Domain Gateway with ATMI Applications
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Name

DMCONFIG—Text version of a Domains configuration file

Description

A Domains configuration is aset of two or more domains (business applications) that can
communicate and share services with the help of the Oracle Tuxedo Domains component. How
multiple domains are connected and which services they make accessible to each other are
defined in a Domains configuration file for each Oracle Tuxedo domain participating in the
Domains configuration. The text version of a Domains configuration file is known as the
puconFIG file, athough the configuration file may have any name as long as the content of the
file conforms to the format described on this reference page.

The pmconrF1c fileis parsed and loaded into a binary version, called BbMconF1G, by the
dmloadcf (1) utility. Aswith pMconFIG, the BDMCONFIG file may be given any name; the actual
name is the device or system filename specified in the BbmconFIc environment variable. One
BDMCONFIG fileisrequired for each Tuxedo domain participating in a Domains configuration.

The pmconrF1G and BpMcONFIG files are analogous to the uBeconFIG and TuxconrIa files used
to define an Oracle Tuxedo domain. For a description of the uBsconr1c and TuxcoNFIG files,
SEe UBBCONFIG (5).

For additional information pertaining to the omconr1g file, including examples, see
“DMCONFIG(5) Additional Information” on page 96. For a detailed description of the Oracle
Tuxedo Domains component for both ATMI and CORBA environments, see Using the Oracle
Tuxedo Domains Component.

Definitions

66

An Oracle Tuxedo domain is defined as the environment described in a single Tuxconric file.
In Oracle Tuxedo terminology, a domain is the same as an application—a business application.

There is one Domains administrative server (pMapm) process running in each Oracle Tuxedo
domain involved in a Domains configuration. The pmapu is the administrative server for al
domain gateway groups running in a particular Oracle Tuxedo domain.

A domain gateway group consists of an Oracle Tuxedo system gateway administrative server
(cwapm) process and an Oracle Tuxedo system domain gateway process.

An Oracle Tuxedo system domain gateway process provides communication services with a
specific typeof transaction processing (TP) domain; for example, the gwTpoMa IN process enables
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Oracle Tuxedo applications to communicate with other Oracle Tuxedo applications. A domain
gateway relays requests to another domain and receives replies.

A local domain access point isauser-specified logical name representing a set of services of the
Oracle Tuxedo domain that is made availableto other domains (remote domains). A local domain
access point maps to adomain gateway group; both terms are used as synonyms.

A remote domain access point is a user-specified logical name representing a set services of a
remote domain that is made available to the local domain. The remote domain may be another
Oracle Tuxedo application or an application running on another TP system.

A remote service is a service provided by aremote domain that is made available to the local
domain through a remote domain access point and alocal domain access point.

A local serviceisaservice of thelocal domain that is made available to remote domains through
alocal domain access point.

Configuration File Purpose
Y ou use a bMCONFIG file to:

e Define the local domain access points through which application clients on aremote
domain can access services on the local domain

e Definethe local services available through each local domain access point

o Define the remote domain access points through which application clients on the local
domain can access services on aremote domain

o Define the remote services avail able through each remote domain access point

e Map local domain access points and remote domain access points to specific domain
gateway groups and network addresses

Configuration File Format
The omconr1c fileis made up of the following specification sections:

DM_LOCAL (&lso known aspM_LOCAL_DOMAINS)

e DM_REMOTE (&S0 known as pM_REMOTE_DOMAINS)

DM_EXPORT (alSO Known as DM_LOCAL_SERVICES)

DM_TMPORT (alSO KNOWN as DM_REMOTE_SERVICES)

DM_RESOURCES
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® DM_ROUTING
® DM_ACCESS_CONTROL
e DM_TDOMATIN (Section for domain gateways of type TDoOMATN)

e DM_dom, Where dom may be any of the following sections for other domain gateway types:
SNACRM, SNASTACKS, SNALINKS, OSITP, OSITPX.

Linesin apmconr1c file beginning with an asterisk (*) indicate the beginning of a specification
section. Each such line containsthe name of the sectionimmediately following the* . The asterisk
isrequired when specifying a section name. The pi_LocCAL section must precede the pv_REMOTE
section.

This reference page describes how to configure a domain gateway of type TooMaAIN (the
TDomain gateway), which isimplemented by the cwrpomaIn gateway process. For information
about how to configure a sNax, osITP, Or os1TPx domain gateway, see Oracle eLink

Documentation at http://e-docs.bea.com/elink/mainfram/mainfram.htm.

Parameters are generally specified by: kEyworp = value; white space (space or tab character) is
allowed on either side of the equal sign (=). Thisformat sets kEYworD to value. Valid keywords
are described below within each section.

Lines beginning with the reserved word peErauLT contain parameter specifications that apply to
all linesthat follow them in the section in which they appear. Default specifications can be used
in all sections. They can appear more than once in the same section. The format for theselinesis:

DEFAULT: [KEYWORD1 = valuel [KEYWORDZ2 = value2 [...]1]]

The values set on thisline remain in effect until reset by another perauLT line, or until the end

of the section is reached. These vaues can aso be overridden on non-perauLT lines by placing
the optional parameter setting on theline. If on anon-perauLT line, the parameter settingisvalid
for that line only; lines that follow revert to the default setting. If bEFAULT appears on aline by
itself, all previoudy set defaults are cleared and their values revert to the system defaults.

If avalueis numeric, standard C notation is used to denote the base, that is, Ox prefix for base
16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10 (decimal). The range of
values acceptable for a numeric parameter are given under the description of that parameter.

If avalueisan identifier (astring value already known to the Oracle Tuxedo Domains
component such as TpoMa1n for the TYPE parameter), standard C rules are typically used. A
standard C identi fier startswith an alphabetic character or underscore and contains only

a phanumeric characters or underscores. The maximum allowable length of an identifier is 30
bytes (not including the terminating NULL).
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number nor an identifier must be enclosed in double quotes.

Input fields are separated by at least one space (or tab) character.

"#" introduces a comment. A newline ends a comment.

Blank lines and comments are ignored.

Comments can be freely attached to the end of any line.

Linesare continued by placing at least one tab after the newline. Comments cannot be continued.

Domains Terminology Improvements

For Oracle Tuxedo release 7.1 or later, the Domains MIB uses improved class and attribute
terminology to describe the interaction between local and remote domains. The improved
terminology has been applied to the pMcoNFIG (5) reference page, section names, parameter

names, and error messages, and to the om_m1B (5) reference page, classes, and error messages.

For backwards compatibility, aliases are provided between the pmconrF1c terminology used prior
to Oracle Tuxedo 7.1 and the improved Domains MIB terminology. For Oracle Tuxedo release
7.1 or later, both versions of pmconF 16 terminology are accepted. The following table showsthe
mapping of the previous and improved terminology for the pmconr1c file.

Previous Terminology

Improved Terminology

Section Name

Parameter Name

Section Name Parameter Name

DM_LOCAL_DOMAINS DM_LOCAL
DM_REMOTE_DOMAINS DM_REMOTE
DOMAINID ACCESSPOINTID
MAXRDOM MAXACCESSPOINT
MAXRDTRAN MAXRAPTRAN
DM_LOCAL_SERVICES DM_EXPORT
DM_REMOTE_SERVICES DM_IMPORT
LDOM LACCESSPOINT
RDOM RACCESSPOINT
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For Oracle Tuxedo release 7.1 or later, the dmunloadcf command generates by default a
pMcoNFIG file that uses the improved domains terminology. Use the -c option to print a
pMCONFIG file that uses the previous domains terminology. For example:

prompt> dmunloadcf -c¢ > dmconfig prev

DM_LOCAL Section

10

This section, also known asthe pv_rocar,_poMaIns section, defines one or more local domain
access point identifiers and their associated gateway groups. The section must have alocal
domain access point entry for each active gateway group defined in the useconr1c file. Each
entry specifies the parameters required for the domain gateway process running in that group.

Entries within the pm_1.ocaL section have the following form:

LocalAccessPoint required parameters [optional_ parameters]

where rocalaccesspoint isthelocal domain access point identifier (logical name) that you
choose to represent a particular gateway group defined in the ussconric file.
LocalAccessPoint must be unigque acrossthelocal and remote domainsinvolved in aDomains
configuration. Asyou will see in the description of the piv_exporT section, you use the local
domain access point to associate local services with the gateway group. The local services
available through the local domain access point will be availableto clientsin one or more remote
domains.

Required parameters for the DM_LOCAL section

GWGRP = identifier
Specifies the name of the domain gateway group (the name provided in the crouprs
section of the Tuxconr1c file) representing this local domain access point. Thereisa
one-to-one relationship between alocal domain access point and adomain gateway group.

TYPE = identifier
Specifiesthetype of domain gateway associated with thislocal domain accesspoint. Type
can be set to one of the following values: TDOMATN, SNAX, OSITP, OF OSITPX.

The Tpoma1n value indicates that this local domain access point is associated with a
GWTDOMAIN gateway instance and therefore can communicate with another Oracle Tuxedo
application.

The snax value indicates that thislocal domain access point is associated with agwsnax
gateway instance and therefore can communicate with another TP domain viathe SNA
protocol.
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Theos1Tp or os1TPx Valueindicatesthat thislocal domain accesspoint isassociated with
acwosIiTp gateway instance and therefore can communicate with another TP domain via
the OSI TP protocol. The oszTP value indicates the use of the OSI TP 1.3 protocol, and
the os1TPx value indicates the use of the OSI TP 4.0 or later protocol. The oszTPx Value
is supported only by Oracle Tuxedo 8.0 or |ater software.

Domain types must be defined in the puTypE file! $TUXDIR% \udataobj\DMTYPE for
Windows or $TUXDIR/udataobj/DMTYPE for UNIX.

ACCESSPOINTID (also known as DoMAINID) = string]1..30]
Used to identify the domain gateway group associated with thislocal domain access point
for purposes of security when setting up connectionsto remote domains. ACCESSPOINTID
must be unique across all local and remote domain access points.

Thevalue of string can beasequence of characters (for example, “Ba . CENTRALO1"), OF
a sequence of hexadecimal digits preceded by ox (for example,
“0x0002FF98C0000B9D6"). ACCESSPOINTID Must be 30 bytes or fewer in length. If the
valueisastring, it must be 30 characters or fewer (counting the trailing NuLL).

Optional parameters for the DM_LOCAL section

The following optional parameters for the pm_1.0ca1, section describe resources and limits used
in the operation of domain gateways:

AUDITLOG = string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the name of the audit log file for thislocal domain access point. The audit log
featureisactivated from the dmadmin (1) command and recordsall the operationsfor this
local domain access point. If the audit log feature is active and this parameter is not
specified, the file bMmmddyy . LoG (where mm=month, dd=day, and yy=year) is created in
the directory specified by the $apppIR environment variable or the apppIR parameter of
the macHINES section of the Tuxconric file.

BLOCKTIME = numeric

Specifies the maximum wait time allowed for ablocking call for thislocal domain access
point. The valueisamultiplier of the scanunTT parameters specified in the RESOURCES
section of the Tuxconr1c file. The value sCANUNIT * BLOCKTIME must be greater than
or equal to scanunIT and lessthan 32,768 seconds. If this parameter is not specified, the
default is set to the value of the BL.ockTIME parameter specified in the RESOURCES section
of the Tuxconr1a file. A blocking timeout condition implies that the affected service
request hasfailed.

Be aware that interdomain transactions generate blocking timeout conditions when
transaction duration exceeds BLockTIME. That is, for an interdomain transaction, if the

File Formats, Data Descriptions, MIBs, and System Processes Reference n


{DOCROOT}/rfcm/rfcmd.html

BLOCKTIME Valueislessthan (a) the TranTIME timeout value specified in the sErvICES
section of the Tuxconr1c file or (b) the timeout value passed in atpbegin () cal to start
the transaction, the timeout for the transaction is reduced to the BL.ockTIME value. In
contrast, for intradomain transactions (that is, transactions handled within asingle Oracle
Tuxedo domain), the sL.ockTIME Value specified in the REsoURrRCES section of the
TUxcoNF1G file has no effect on the timeout of an intradomain transaction.

CONNECTION_POLICY = {ON_DEMAND | ON_STARTUP | INCOMING_ONLY |
PERSISTENT_DISCONNECT}
Specifies the conditions under which the domain gateway associated with thislocal
domain access point tries to establish connections to remote domains. Supported values
HEON_DEMAND,ON_STARTUP,INCOMING_ONLY,OFPERSISTENT_DISCONNECT.ThE
parameter applies only to domain gateways of type TDOMATN.

A connection policy of oNn_pEMAND means that a domain gateway attempts to establish a
connection with aremote domain only when requested by either a client request to a
remote service or admadmin (1) connect command. The default for
CONNECTION_POLICY iSON_DEMAND. Connection retry processing is not allowed when
the connection policy is oN_DEMAND.

A connection policy of on_sTarTuP meansthat adomain gateway attemptsto establish a
connection with its remote domains at gateway server initialization time. If
CONNECTION_POLICY iSSet to oN_STARTUP, the remote services for a particular remote
domain (that is, services advertised by the domain gateway) are advertised only if a
connection is successfully established to the remote domain. Thus, if thereis no active
connection to the remote domain, the remote services are suspended. By default, this
connection policy retries failed connections every 60 seconds, but you can specify a
different value for thisinterval using the RETRY INTERVAL parameter. Also, seethe
MAXRETRY parameter.

A connection policy of tncoMING_ONLY means that a domain gateway does not attempt
aninitial connection upon startup and that remote services are initially suspended. The
domain gateway is available for incoming connections from remote domains, and remote
services are advertised when the domain gateway receives an incoming connection or an
administrative connection (using the dmadmin (1) connect command) is made.
Connection retry processing is not allowed when the connection policy is
INCOMING_ONLY.

A PERSISTENT_DISCONNECT connection policy meansthat the local domain rejects
connections from other domains. The domain gateway does not attempt to connect to the
remote domain as well. Related remote service is suspended accordingly. The local
domain isisolated until it is manually changed to another connection policy.
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Note: For domain gateways of type Tpoma1n running Oracle Tuxedo 8.1 or later
software, CONNECTION_PoOLICY can be specified on aper remote domain basisin
the pM_TDOMAIN Section.

MAXRETRY = {numeric | MAXLONG}
Specifies the number of timesthat the domain gateway associated with thislocal domain
access point tries to establish connectionsto remote domains. This parameter appliesonly
to domain gateways of type rpomaIn and isvalid only when the conNECTION _POLICY
parameter for thislocal domain access point is set to on_sTARTUP. For other connection
policies, automatic retries are disabled.

The minimum va ue for MAXRETRY is 0, and the maximum value iSMAXL.ONG
(2147483647). max1.oNG, the default, indicates that retry processing will be repeated
indefinitely, or until a connection is established. Setting MaxrRETRY=0 turns off the
automatic retry mechanism.

RETRY_INTERVAL = numeric
Specifies the number of seconds that the domain gateway associated with this local
domain access point waits between automatic attempts to establish aconnection to remote
domains. This parameter applies only to domain gateways of type Tpoma1n and isvalid
only when the coNNECTION_PoLICY parameter for thislocal domain access point is set to
oN_sTARTUP. For other connection policies, automatic retries are disabled.

The minimum value for RETRY_INTERVAL iS 0, and the maximum value is 2147483647.
The default is 60. If MAXRETRY iS set to 0, setting RETRY_INTERVAL is hot allowed.

CONNECTION_PRINCIPAL_NAME = string[0..511]

Specifies the connection principal name identifier, which is the principal name for
verifying the identity of the domain gateway associated with thislocal domain access
point when establishing a connection to aremote domain. This parameter applies only to
domain gateways of type Tpoma1n running Oracle Tuxedo 7.1 or later software.

The CONNECTION_ PRINCIPAL_NAME parameter may contain a maximum of 511
characters (excluding the terminating nuz, character). If this parameter is not specified,
the connection principal name defaultsto the accesspoInTID string for thislocal domain
access point.

For default authentication plug-ins, if avalueisassigned to the
CONNECTION_PRINCIPAL_NAME parameter for thisloca domain access point, it must be
the same as the value assigned to the acceEsspoInTID parameter for thislocal domain
access point. If these values do not match, the local TDomain gateway process will not
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boot, and the systemwill generatethefollowinguserlog (3¢c) Message: ERROR: Unable
to acquire credentials.

DMTLOGDEV = string]1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the Oracle Tuxedo filesystem that contains the Domains transaction log (TLoc)
for thislocal domain access point. The TLoG is stored as an Oracle Tuxedo system VTOC
table on the device. If this parameter is not specified, the domain gateway group
associated with thislocal domain access point is not allowed to process requestsin
transaction mode. Multiplelocal domain access pointsfor the same machine can sharethe
same Oracle Tuxedo filesystem, but each local domain access point must haveitsownlog
(atablein the pMTLOGDEV) Nnamed as specified by the pvTLOGNAME parameter.

DMTLOGNAME = string][1..18]
Specifies the name of the T1.0G for thislocal domain access point. This name must be
unique when the same Oracle Tuxedo filesystem (as specified in puTL.OGDEV) is used for
several local domain access points. If this parameter is not specified, the default isthe
string puTL.0G. The name must be 18 characters or |ess.

DMTLOGSIZE = numeric
Specifiesthe numeric size, in pages, of the Tr.oc for thislocal domain access point. It must
be greater than 0 and less than the amount of available space on the Oracle Tuxedo
filesystem. If this parameter is not specified, the default is 100 pages.

MAXRAPTRAN (also Known as MAXRDTRAN) = numeric
Specifies the maximum number of domains that can be involved in atransaction for this
local domain accesspoint. It must be greater than 0 and lessthan 32,768. If this parameter
is not specified, the default is 16.

MAXTRAN = numeric
Specifies the maximum number of simultaneous global transactions allowed for thislocal
domain access point. It must be greater than or equal to 0 and less than or equal to the
MAXGTT parameter specified in the REsourcES section of the Tuxconr1c file. If MAXTRAN
is not specified, the default is the value of MaxGTT.

MTYPE = string{1..15]
Used for grouping domains so that encoding/decoding of messages can be bypassed
between the machine associated with thislocal domain access point and the machines
associated with the remote domain access points. This parameter applies only to domain
gateways of type TDOMAIN.

If mTvPE is not specified, the default is to turn encoding/decoding on. If the value set for
themryeE field isthe same in both the pi_1.0caL and the pm_rEMOTE Section of a
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puconF1IG file, data encoding/decoding is bypassed. The value set for vTypE can be any
string value up to 15 charactersin length. It is used only for comparison.

SECURITY = {NONE | APP_PW | DM_PW}
Specifiesthetype of application security to be enforced for thislocal domain access point.
The securiTY parameter currently hasthree valid values for domain gateways of type
TDOMAIN: NONE, APP_Pw, Or DM_Pw. ThevaluenonE (the default) indicatesthat no security
is used. The value app_pw indicates that the application password security isto be
enforced when a connection is established from a remote domain; the application
password is defined in the Tuxconr1c file. The value pv_pw indicates that Domains
password security isto be enforced when a connection is established from aremote
domain; Domains passwords are defined through the dmadmin (1) command.

The securITY parameter does not apply to domain gateways of typeos1Tp. For gateways
of type os1TPX, the values NONE or DM_Pw can be used. For gateways of type snax, the
values NONE Or bM_USER_PwW can be used.

Non-TDomain parameters for the DM_LOCAL section

Thefollowing pM_r.ocar section parameters do not apply to domain gateways of type TpoMaTN
but are included here for compl eteness:

e BLOB_SHM_SIZE = numeric — applicable to domain gateways of type snax

® MAXACCESSPOINT (@S0 known as MAXRDOM) = numeric — applicable to domain gateways
of type ostTP

e MAXDATALEN = numeric — applicable to domain gateways of type os1Tp
For detailed descriptions of snax and os1Tp parameters, see Oracle eLink Documentation at

http://e-docs.bea.com/elink/mainfram/mainfram.htm.

DM_REMOTE Section

This section, aso known as the pv_RrREMOTE_DOMATNS Section, defines one or more remote
domain access point identifiers and their characteristics.

Entries within the pm_RrEMOTE section have the following form:
RemoteAccessPoint required parameters [optional parameters]

where remoteAccessPoint isaremote domain access point identifier (logical name) that you
choose to identify each remote domain known to the local Oracle Tuxedo application.
RemoteAccessPoint MuUst be unique across the local and remote domainsinvolved in a
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Domains configuration. As you will seein the description of the pv_1MPORT Section, you use a
remote domain access point to associate remote services with a particular remote domain. The
remote services available through the remote domain access point will be available to clientsin
the local domain through a remote domain access point and alocal domain access point.

Required parameters for the DM_REMOTE section

TYPE = identifier
Specifies the type of local domain gateway needed to communicate with the remote
domain associated with this remote domain access point. TyPE can be set to one of the
following values. TDOMATIN, SNAX, OSITP, OF OSITPX.

The TpoMaIN valueindicates that alocal instance of the cwTpoMaIN process will
communicate with aremote Oracle Tuxedo application.

The snax value indicates that alocal instance of the cwsnax process will communicate
with aremote TP domain viathe SNA protocol.

Theos1Tp vaueindicatesthat alocal instance of the cwosITp processwill communicate
with aremote TP domain viathe OSI TP 1.3 protocol.

The os1Tpx value indicates that alocal instance of the cwos1Tp process will
communicate with aremote TP domain viathe OS| TP 4.0 or |ater protocol. The os1Tpx
value is supported only by Oracle Tuxedo 8.0 or later software.

ACCESSPOINTID (also known as DoMAINID) = string]1..30]
Used to identify the remote domain associated with this remote domain access point for
purposes of security when setting up a connection to the remote domain. For alocal
domain gateway of type Tpoma1n, thisvalue may aso be used by the TDomain gateway
(local instance of the cwTpoMaIN process) asthe user 1D for incoming requests from this
remote domain access point connection. ACCESSPOINTID must be unique acrosslocal and
remote domain access points.

AcceEssPoINTID must be 30 bytesor fewer inlength. If thevalueisastring, it must be 30
characters or fewer (counting the trailing nut.L). The value of string can be a sequence
of characters or a sequence of hexadecimal digits preceded by o0x.

Optional parameters for the DM_REMOTE section

Thefollowing optional parametersfor the pvM_rEMOTE section describe resources and limits used
in the operation of the local domain gateways:
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ACL_POLICY = {LOCAL | GLOBAL}
Specifies the access control list (ACL) policy for this remote domain access point. This
parameter applies only to domain gateways of type Tpoma1n running Oracle Tuxedo 7.1
or later software and domain gateways of type os1Tpx running Oracle Tuxedo 8.0 or later
software.

LocaL meansthat thelocal domain replacesthe credential (identity) of any servicerequest
received from the remote domain with the principal name specified in the
LOCAL_PRINCIPAL_NAME parameter for this remote domain access point. GLOBAL means
that the local domain does not replace the credential received with a remote service
request; if no credential is received with aremote service request, the local domain
forwards the service request to the local service asis (which usually fails). If this
parameter is not specified, the default isLocaL.

Note that the acz._por.1cy parameter controls whether or not the local domain replaces
the credential of aservice request received from aremote domain with the principal name
specified in the LOCAL_PRINCIPAL_NAME parameter. The CREDENTIAL_POLICY
parameter is related to this parameter and controls whether or not the local domain
removesthe credential from alocal service request before sending the request to aremote
domain.

LOCAL_PRINCIPAL_NAME = string{0..511]
Theloca principal name identifier (credential) assigned by the local domain to service
requests received from the remote domain when the act._por1cy parameter for this
remote domain access point is set (or defaulted) to L.ocar. This parameter applies only to
domain gateways of type Tpoma1n running Oracle Tuxedo 7.1 or later software and
domain gateways of type ostTpx running Oracle Tuxedo 8.0 or later software.

The LoCAL_PRINCIPAL_NAME parameter may contain a maximum of 511 characters
(excluding the terminating NuLL character). If this parameter is not specified, the local
principal name defaultsto the accesspoINTID string for thisremote domain access point.

CONNECTION_PRINCIPAL_NAME = string[0..511]
Specifies the connection principal name identifier, which is the principal name for
verifying the identity of this remote domain access point when establishing a connection
to thelocal domain. This parameter applies only to domain gateways of type TpoMaIN
running Oracle Tuxedo 7.1 or later software.

The CONNECTION_PRINCIPAL_NAME parameter may contain a maximum of 511
characters (excluding the terminating NuLL character). If this parameter is not specified,
the connection principal name defaults to the accesspoINTID String for this remote
domain access point.
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For default authentication plug-ins, if avalueis assigned to the
CONNECTION_PRINCIPAL_NAME parameter for this remote domain access point, it must
be the same as the value assigned to the accEsspoINTID parameter for this remote
domain access point. If these values do not match, any attempt to set up a connection
between the local TDomain gateway and the remote TDomain gateway will fail, and the
system will generate the following userlog (3c) MESSage: ERROR: Unable to
initialize administration key for domain domain_name.

CREDENTIAL_ POLICY = {LOCAL | GLOBAL}

MTYPE

Specifiesthe credential policy for thisremote domain accesspoint. This parameter applies
only to domain gateways of type TooMaIN running Oracle Tuxedo 8.0 or later software.

rocaL meansthat the local domain removes the credential (identity) from alocal service
request destined for this remote domain access point. cr.oBar, meansthat thelocal domain
does not remove the credential from alocal service request destined for this remote
domain access point. If this parameter is not specified, the default is L.ocar.

Note that the cREDENTIAL_PoLICY parameter controls whether or not the local domain
removesthe credential from alocal service request before sending the request to aremote
domain. The ac1._poLIcy parameter isrelated to this parameter and controls whether or
not the local domain replaces the credential of a service request received from aremote
domain with the principal name specified in the LocAL,_PRINCIPAL_NAME parameter.

= string[1..15]

Used for grouping domains so that encoding/decoding of messages can be bypassed
between the machine associated with this remote domain access point and the machine
associated with the local domain access point. This parameter applies only to domain
gateways of type TDOMATIN.

If MTYPE is not specified, the default is to turn encoding/decoding on. If the value set for
themtyPE field is the same in both the pm_1.0ca1, and the pv_rEMOTE section of a
pMcoNFIG file, data encoding/decoding is bypassed. The value set for uTypE can be any
string value up to 15 characters. It is used only for comparison.

PRIORITY_TYPE ={LOCAL_RELATIVE | LOCAL_ABSOLUTE | GLOBAL}

INPRIORITY = numeric

Together, the PRIORITY TYPE and INPRIORITY parameters specify the message priority
handling for this remote domain access point. These parameters are supported by Oracle
Tuxedo 8.0 or later software.
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For the PRIORITY_TYPE parameter, the LocAl,_RELATIVE and LOCAL_ABSOLUTE Values
arevalid for al remote domain types; the cr.osar valueisvalid only for remote domains
of type TpoMa1IN. If not set, the PRTORITY_TYPE parameter defaultsto LOCAL_RELATIVE.

PRIORITY_ TYPE=LOCAL_RELATIVE meansthat the priority associated with arequest
from this remote domain access point (for example, viathe tpsprio call) isnot used by
the local domain. Instead, the priority of incoming requests from this remote domain
access point is set relative to the tnpRIORITY Value this value may be greater than or
equal to -99 (lowest priority) and less than or equal to 99 (highest priority), with O being
the default. The setting of INPRIORITY increments or decrements a service's default
priority asfollows: up to amaximum of 100 or down to aminimum of 1, depending on its
sign, where 100 isthe highest priority. For requeststo the remote domain access point, the
priority associated with arequest will accompany the request to the remote domain access
point.

PRIORITY_TYPE=LOCAIL_ABSOLUTE means that the priority associated with a request
from this remote domain access point is not used by thelocal domain. Instead, the priority
of incoming requests from this remote domain access point is set relative to the
INPRIORITY Value; thisvalue may be greater than or equal to 1 (lowest priority) and less
than or equal to 100 (highest priority), with 50 being the default. The setting of
INPRIORITY increments or decrements a service's default priority asfollows: upto a
maximum of 100 or down to aminimum of 1, depending on its sign, where 100 is the
highest priority. For requests to the remote domain access point, the priority associated
with arequest will accompany the request to the remote domain access point.

PRIORITY_TYPE=GLOBAL means that the priority associated with arequest from this
remote domain access point is adjusted by the local domain. The priority of incoming
requests from this remote domain access point is adjusted relative to the INPRIORITY
value; thisvalue may be greater than or equal to-99 (lowest priority) and lessthan or equal
to 99 (highest priority), with O being the default. If INPRIORITY iS Set, the priority
accompanying the incoming request is added to the tnPrRIORITY Value to create an
absolute priority setting for the incoming request. If INPRIORITY iSnot set or is set to O,
the priority accompanying the incoming request is used asis by the local domain. For
requests to the remote domain access point, the priority associated with a request will
accompany the request to the remote domain access point.

Non-TDomain parameters for the DM_REMOTE section

Thefollowing pM_RrREMOTE Section parameter does not apply to domain gateways of type TpoMAIN
but isincluded here for compl eteness:

CODEPAGE = string — applicable to domain gateways of type snax and 0SITPx

File Formats, Data Descriptions, MIBs, and System Processes Reference 19



For detailed descriptions of snax and os1TPx parameters, see Oracle eLink Documentation at
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DM_EXPORT Section

80

This section, also known as the pv_1.0cAL_SERVICES Section, provides information on the
services exported by each local domain access point.

For eachindividual local domain, if this sectionisabsent, or ispresent but thereisnolocal service
exported from the local domain, the local domain access point accepts remote requests for all
services advertised by the local Oracle Tuxedo application. If this section is specified, it should
be used to restrict the set of local servicesthat can be requested from a remote domain.

A local serviceisaservice made availableto one or more remote domainsthrough alocal domain
access point.

Entries within the pm_exporT section have the following form:
service [optional_parameters]

where service istheidentifier name of aparticular local service; it must be 15 characters or
fewer in length. This name is advertised by one or more servers running within the local Oracle
Tuxedo application.

A local service made available to one or more remote domains inherits many of its properties
from the servIcEs section of the Tuxconric file, or their defaults. Some of the properties that
may beinherited are 1.0AD, PRT0, AUTOTRAN, ROUTING, BUFTYPE, and TRANTIME.

Optional parameters for the DM_EXPORT section

LACCESSPOINT (also known as.ooMm) = identifier
Specifies the name of the local domain access point exporting this service. If this
parameter is not specified, al local domain access points defined in the pm_1.0car1, section
accept remote requests to thislocal service.

ACL = identifier
Specifies the name of the access control list (ACL) to be used by the local domain access
point to restrict requests made to thislocal service by remote domains. The name of the
ACL isdefined in the bM_acCcESS_CONTROL Section.

conv = {v |}
Specifies whether (v) or not () thislocal serviceis aconversational service. The default
iSN.
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RNAME = string[1..30]
Specifiesan aternativeidentity, or “aias,” for the name of thislocal serviceto theremote
domains. This name will be used by the remote domains to request this service. If this
parameter is not specified, the actual name of thislocal service name—the service
identifier—is the name used by the remote domains to request this service.

Non-TDomain parameters for the DM_EXPORT section

Thefollowing pM_ExPORT section parameters do not apply to domain gateways of type TooMATIN
but are included here for completeness.

e INBUFTYPE = string— applicable to domain gateways of type snax, osITp, and 0SITPX

e OUTBUFTYPE = string— applicable to domain gateways of type snax, os1Tp, and
OSITPX

COUPLING = { TIGHT | LOOSE} — applicable to domain gateways of type os1TPx

INRECTYPE = string— applicable to domain gateways of type os1TPx

® OUTRECTYPE = string— applicable to domain gateways of type os1Tpx

For detailed descriptions of snax, os1Tp, and os1TPx parameters, see Oracle eLink
Documentation at

http://e-docs.bea.com/elink/mainfram/mainfram.htm.

DM_IMPORT Section

Thissection, also known asthe bM_REMOTE_SERVICES Section, providesinformation on services
imported and available to the local domain through remote domain access points defined in the
DM_REMOTE Section. If the pv_1MPORT Section is absent, or is present but empty, no remote
services are available to the local domain.

A remote serviceisaservice made avail ableto thelocal domain through aremote domain access
point and alocal domain access point.

Entries within the pm_1MPORT section have the following form:
service [optional_parameters]

where service istheidentifier name advertised by the local Oracle Tuxedo application for a
particular remote service; it must be 15 characters or fewer in length. A remote service may be
imported from one or more remote domains.
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A remote Oracle Tuxedo service made available to the local domain inherits many of its
properties from the servicEs section of the remote Tuxconr1c file, or their defaults. Some of
the properties that may be inherited are 1.oAD, PRT0, AUTOTRAN, ROUTING, BUFTYPE, and
TRANTIME.

Optional parameters for the DM_IMPORT section

RACCESSPOINT (also known asrbowm) =
identifierl[, identifier2][, identifier3][, identifier4]..[, indentifier 10]
Specifies the remote domain access point through which this service isimported. If a
remote domain access point is specified for this service and alocal domain access point
is specified (using the LaccEsspoINT parameter) for this service, only the named local
domain access point is allowed to send local requests to this remote service through the
named remote domain access point.

If aremote domain access point is specified for this service but no local domain access
point is specified, any local domain access point defined in the bM_rocaL section having
the same gateway type (TpoMAIN, ...) astheremote domain accesspoint isallowed to send
local requests to this remote service through the named remote domain access point.

If no remote domain access point is specified for this service and no local domain access
point is specified, any local domain access point defined in the pm_1.0car1, section may
send requests to this service through any remote domain access point defined in the
DM_REMOTE Section.

If you want to configure alternate remote domain access points with the identifier2,
identifier3, identifier4 arguments, you must specify oN_sTarTuP asthe value of
the CONNECTION_POLICY parameter in the pM_1.oCAL section. (CONNECTION_POLICY
may also be specified in the bM_TpoMaIN section for an Oracle Tuxedo 8.1 or later
application.) If identifier2isconfigured, itisused for failover: When the remote
domain associated with identifieri isunavailable, the remote domain associated with
identifier2isused. Similarly, if identifier3 ND identifierd are configured,
they are used for failover: When the remote domains associated with identifieri,
identifier2 and identifier3 are unavailable, the remote domain associated with
identifier4 isused.

LACCESSPOINT (also known asipow) = identifier
Specifies the name of alocal domain access point that is allowed to send requests to this
remote service. The gateway group associated with thislocal domain access point
advertisesthe name—the servi ce identifier—of the remote servicein the Oracle Tuxedo
system bulletin board.
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BLOCKTIME numeric_value
Specifies the nontransactional client blocking time value, in seconds, per service
indicating the minimum amount of time ablocking API call will delay before timing out
for a particular service. The blocktime value is controlled by the local domain.

This parameter lets the client know that (after a specified time in seconds), no reply has
been received by the server while the service request is still processing.

numeric_value can be between 0 and 32,767 inclusive. If not specified, the default is0
which indicates that the system-wide Br.ockTIME value specified in the uBBcONFIG
RESOURCES section is used for the service.

conv = {v | n}
Specifieswhether (v) or not (1) thisremote serviceisaconversational service. The default
iSN.

LOAD = numeric

Specifiesthe service load for this remote service. The value must be greater than or equal
to 1 and less than or equal to 32767. The default is 50. Interface |oads are used for load
balancing purposes, that is, queues with higher enqueued workloads are less likely to be
chosen for a new request.

RNAME = string[1..30]
Specifiesan aternativeidentity, or “alias,” for the name of thisremote serviceto thelocal
domain. This name will be used by the local domain to request this service. If this
parameter is not specified, the actual name of this remote service name—the service
identifier—is the name used by the local domain to request this service.

ROUTING = identifier
Specifies the name of the routing criteria table used for data-dependent routing for this
remote service. When more than one remote domain access point offers the same service,
alocal domain access point can perform data-dependent routing if this optional parameter
is specified. If this parameter is not specified, data-dependent routing is not used for this
service.

The identifierisarouTInG_crRITERTA_NAME definedinthepm_rourine section. The
value of identifier must be 15 characters or lessin length. If multiple entries for the
same service name are included with different remote domain access points (specified
using the RacCcESSPOINT parameter), the value of the rouTING parameter should be the
same for all of these entries.
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Non-TDomain parameters for the DM_IMPORT section

Thefollowing pM_1MPORT section parameters do not apply to domain gateways of type TboMATIN
but are included here for compl eteness:

e INBUFTYPE = string— applicable to domain gateways of type snax, osITp, and 0SITPX

e OUTBUFTYPE = string— applicableto domain gateways of type snax, ostTp, and
OSITPX

e AUTOPREPARE = {Y | N} — applicable to domain gateways of type os1TPx
e INRECTYPE = string— applicableto domain gateways of type os1TPx
® OUTRECTYPE = string— applicable to domain gateways of type os1Tpx

® TPSUT_TYPE = { INTEGER | PRINTABLESTRING} — applicable to domain gateways of type
0SITPX

e REM TPSUT = string — applicable to domain gateways of type os1Trx

For detailed descriptions of snax, os1Tp, and os1TPx parameters, see Oracle eLink
Documentation at

http://e-docs.bea.com/elink/mainfram/mainfram.htm.

DM_RESOURCES

Thisoptional section isused for defining global Domains configuration information, specifically
auser-supplied configuration version string. Thisfield is not checked by the software.

The only parameter for the bM_RESOURCES Section is:
VERSION = string

where stringisafield in which users can enter aversion number for the current pMconr1G file.

DM_ROUTING Section

84

This section provides information for data-dependent routing of local service requests using
FML, FML32, VIEW, VIEW32, X_C_TYPE, X_COMMON, or XML typed buffers to one of
several remote domains offering the same service.

Entries within the pm_rouTr1NG section have the following form:

ROUTING_CRITERIA NAME required parameters
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where ROUTING _CRITERIA_NAME iSthe identifier Nname assigned to the RouTING parameter
for the particular service entry inthe pM_IMPORT Section. ROUTING CRITERIA NAME must be 15
characters or lessin length.

Required parameters for the DM_ROUTING section

FIELD = identifier
Specifiesthe name of therouting field. It must be 254 charactersor less. It isassumed that
thevalueof identifierisoneof thefollowing: afield namethatisidentifiedinan FML
fieldtable (for FML and FML32 buffers); an XML element or element attribute (for XML
buffers); or an FML view table (for VIEW, X_C_TYPE, or X_COMMON buffers). Two
environment variables, FL.DTBLDIR and FIELDTBLS Of FLDTBLDIR32 and FIELDTBLS32,
are used to locate FML field tables. Similarly, two environment variables, viEwpIr and
VIEWFILES Or VIEWDIR32 and VIEWFILES32, are used to locate FML view tables. If a
fieldinan FML or FML32 buffer is used for routing, the value of that field must be a
number less than or equal to 8191.

An XML element content encoded in UTF-8 can be used for routing. When used for

routing, the element content cannot contain character references, entity references, or
CDATA sections. An XML element attribute encoded in UTF-8 can also be used for

routing if the element to which the attribute belongs is defined.

When XML documents are being routed on the basis of element content or element
attribute, the F1ELD parameter must be defined with the following syntax:

FIELD = “root_element[/child _element] [/child _element][/. . .][/Qattribute name]”

The value of r1ELD specifies the name of arouting element or an element attribute. It is
assumed that the value of root_element isan element type (or name) or an element
attribute namefor an XML document or datagram. Thisinformation isused to identify the
element content or element attribute value for data-dependent routing while sending a
document or datagram. The element name and attribute name combined may contain no
more than 30 characters. Because indexing is not supported, the Oracle Tuxedo system
recognizes only the first occurrence of a given element type when processing an xmL
buffer for data-dependent routing.

XML strictly defines the set of characters that may be used in an attribute name. An
attribute name must be astring consisting of asingleletter, underscore, or colon, followed
by one or more name characters. Both element names and attribute names are
case-sensitive.

Y ou can find moreinformation about XML on the World Wide Web Consortium Web site
a http://www.w3c.org/XML.
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FIELDTYPE = type

Indicatesthetype of routing field specified inthe FELD parameter. This parameter isused
only for routing XML buffers. The value type can be set to one of the following: cHAR,
SHORT, LONG, FLOAT, DOUBLE, Of STRING. The default type of therouting field is sTRING.

An XML element content and attribute value encoded in UTF-8 can be used for routing if
they can be converted to the data type specified by the FIELDTYPE parameter.

RANGES = “string]1..4096]~

Specifies the ranges and associated remote domain access point names for the routing
field. string must be enclosed in double quotes. The format of stringisa
comma-separated ordered list of pairs, where each pair consists of arange and aremote
domain access point separated by a colon (;); for example,

RANGES = “MIN-1000:001,1001-3000:002,*:b03".

A rangeis either asingle value (a signed numeric value or a character string enclosed in
single quotes), or arange of theform 1ower - upper (Where 1ower and upper are both
signed numeric values or character stringsin single quotes). Note that the value of 1ower
must be less than or equal to the value of upper.

To embed a single quote in a character string value (asin o' Brien, for example), you
must precede it with two backslashes (0\\ 'Brien).

The value M1N can be used to indicate the minimum value for the data type of the
associated r1ELD; for strings and carrays, it isthe NuLL string; for character fields, it isO;
for numeric values, it is the minimum numeric value that can be stored in the field.

The value Max can be used to indicate the maximum value for the data type of the
associated F1ELD; for stringsand carrays, it is effectively an unlimited string of octal-255
characters; for acharacter field, it isasingle octal-255 character; for numeric values, itis
the maximum numeric value that can be stored in the field. Thus, “mMINn - -5" isall
numbers lessthan or equal to-5and“6 - mMax” isall numbers greater than or equal to 6.
Themeta-character » (wildcard) inthe position of arangeindicatesany valuesnot covered
by the other ranges previously seen in the entry; only one wildcard rangeis allowed per
entry and it should be last (ranges following it will be ignored).

A numeric routing field must have numeric range values and a string routing field must
have string range values. String range values for string, carray, and character field types
must be placed inside a pair of single quotes and cannot be preceded by a sign. Short and
long integer values are a string of digits, optionally preceded by a plus or minus sign.
Floating point numbers are of the form accepted by the C compiler or atof (3): an
optional sign, then astring of digitsoptionally containing adecimal point, then an optional
e or  followed by an optional sign or space, followed by an integer.
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When afield value matches a range, the associated remote domain access point indicates
the remote domain to which the request should be routed. A remote domain access point
valueof “+” indicatesthat the request can go to any remote domain known by the gateway

group.

BUFTYPE = “typel[: subtypell, subtype2...]|[; type2[:subtype3[,... 1] .. ."
A list of types and subtypes of data buffersfor which thisrouting entry isvalid. The types
arerestricted to FML, FML32, VIEW, VIEW32, X_C_TYPE, X_COMMON, Of xML. NO subtype
can be specified for type FML, FML32, OF XML; subtypes are required for types view,
VIEW32, X_C_TYPE, and x_common (“+” is not allowed). Duplicate type/subtype pairs
cannot be specified for the same routing criteria name; more than one routing entry can
have the same criteria name as long as the type/subtype pairs are unique. This parameter
isrequired. If multiple buffer types are specified for asingle routing entry, the data types
of the routing field for each buffer type must be the same.

If thefield value is not set (for FML or FML32 buffers), or does not match any specific
range and awildcard range has not been specified, an error is returned to the application
process that requested the execution of the remote service.

DM_ACCESS_CONTROL Section

This section specifies one or more access control list (ACL) names and associates one or more
remote domain access points with each specified ACL name. Y ou can use the AcL parameter in
the bM_ExPORT section by setting acL=acr,_namE to restrict access to alocal service exported
through a particular local domain access point to just those remote domain access points
associated with the acr,_nawme.

Entries within the pm_access_conNTroL section have the following form:
ACL_NAME required_parameters

where acr,_name is an identifier value used to specify an access control list; it may contain no
more than 15 characters.

The only required parameter for the bM_ACCESS_CONTROL Section is:
ACLIST = identifier|, identifier]

where an acL1sT is composed of one or more remote domain access point names separated by
commas. The wildcard character (*) can be used to specify that all remote domain access points
defined in the pM_rREMOTE Section can access a particular local service exported through a
particular local domain access point.

File Formats, Data Descriptions, MIBs, and System Processes Reference 87



DM_TDOMAIN Section

88

This section defines the network-specific information for TDomain gateways. The bv_TDOMAIN
section should have an entry per local domain access point if requests from remote domains to
local services are accepted through that local domain access point, and at least one entry per
remote domain access point if requests from the local domain to remote services are accepted
through that access point.

The pm_TpoMAIN sectionis used to configure the following network properties for an access
point entry:

e For alocal domain access point entry, specify the network address to be used for listening
for incoming connections.

e For aremote domain access point entry, specify the destination network address to be used
when connecting to the remote domain associated with that access point.

e For alocal or remote domain access point entry, specify the conditions under which the
TDomain gateway triesto establish connections. This optional configuration is available
only to Oracle Tuxedo 8.1 or later applications.

e For alocal or remote domain access point entry, specify whether the TDomain gateway
sends keepalive messages on the connection to the remote domain. This optional
configuration is available only to Oracle Tuxedo 8.1 or later applications.

Entries within the pm_Tpoma1n section have the following form:
AccessPoint required parameters [optional parameters]

where accesspPoint isanidentifier value used to identify either alocal domain access point or
aremote domain access point. The Accessproint identifier must match a previously defined
local domain accesspoint in the pm_r.ocar section or apreviously defined remote domain access
point in the pM_REMOTE Section.

Required parameters for the DM_TDOMAIN section

NWADDR = string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the network address associated with thislocal or remote domain access point.
For alocal domain access point, this parameter supplies the address to be used for
listening for incoming connections from other Oracle Tuxedo applications. For aremote
domain access point, this parameter supplies the destination address to be used when
connecting to the Oracle Tuxedo application associated with the remote domain access
point. The value of this parameter must be unique across all pm_TDoMAIN entries.
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If stringhastheform »0xhex-digits” OfF “\\xhex-digits”, it must contain an even
number of valid hexadecimal digits. Theseforms are translated internally into a character
array containing TCP/IP addresses. Thevalue of string may aso berepresentedin either
of the following forms as shown in Table 11.

Table 11 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

hostname isresolved to a TCP/IP host address at the time the addressis bound using the
locally configured nameresolution facilitiesaccessed viagethostbyname(3c). Thestring
#.#.#. #isthe dotted decimal format where each # represents a decimal number in the
range O to 255.

port_number iSadecimal number in the range O to 65535.

Note: Some port numbers may be reserved for the underlying transport protocols (such
as TCP/IP) used by your system. Check the documentation for your transport
protocols to find out which numbers, if any, are reserved on your system.

Optional parameters for the DM_TDOMAIN section

NWDEVICE = string{1..78]

Specifiesthe network device to be used when binding to the network address of thislocal
or remote domain access point. For alocal domain access point, this attribute specifiesthe
deviceto be used for listening. For aremote domain access point, this attribute specifies
the device to be used when connecting to the remote domain access point.

The nwpEVICE parameter isnot required. In earlier releases, if the networking
functionality is TLI-based, the network device name must be an absol ute pathname.

CMPLIMIT = numeric

Specifies the compression threshold to be used when sending data to this remote domain
access point. Thisparameter isrelevant only to remote domain access points. Itsminimum
valueisO, and itsmaximum valueis2147483647. Thedefault is2147483647. Application
buffers larger than the cvpr.1M1IT Value are compressed.
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MINENCRYPTBITS = {0 |40 |56 | 128|256}

Specifies the minimum level of encryption required when establishing a network link to
the remote domain associated with this remote domain access point. This parameter is
relevant only to remote domain access points.

A value of 0 means no encryption, while avalue of 40, 56, 128, or 256 specifiesthe
encryption key length (inbits). Thedefaultiso. If theminimum level of encryption cannot
be met, link establishment fails.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

256-bit encryption is currently possible only when using SSL.

MAXENCRYPTBITS = {0 | 40|56 | 128|256}

Specifies the maximum level of encryption allowed when establishing a network link to
the remote domain associated with this remote domain access point. This parameter is
relevant only to remote domain access points.

A value of 0 means no encryption, while avalue of 40, 56, 128 or 256 specifiesthe
encryption key length (in bits). The default is128.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

256-hit encryption is currently possible only when using SSL.

NWPROTOCOL = {LLE | SSL | SSL_ONE_WAY}

Specifies SSL, LLE, or one-way SSL encryption. The default valueis LLE. The ssL
option requires the domains at both end of the connection to authenticate each other; the
SSL_ONE_WAY option does not.

If ss1._oNE_way is set, the domain that accepts an SSL connection needs to authenticate
itself to the domain that initiates the connection using an SSL certificate. Theinitiating
domain does not need to authenticate itself to the other domain. Thisvalueis mainly
intended for use with a cONNECTTON_POLICY t0 INCOMING_ONLY, and should only be set
when the domain that accepts incoming connections does not need to authenticate
connecting domains.

Note: If NwprROTOCOL iSNnot Set or is set to LLE and SSI._RENEGOTIATION iSSettoa
non-zero value, dmloadcf prints awarning message.

SSL_RENEGOTIATION numeric

Specifies the renegotiaton interval (in seconds) for SSL information. It must be greater
than or equal to 0 and less than or equal to 2,147,483,647. The default value is O (which
indicates that no renegotiation takes place).

Note: If NwPROTOCOL iS not Set or set to LLE and SSIL_RENEGOTIATION IS Setto a
non-zero value, dmloadcf prints awarning message.
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CONNECTION_POLICY = {LOCAL | ON_DEMAND | ON_STARTUP | INCOMING_ONLY |
PERSISTENT_DISCONNECT}
Specifies the conditions under which the TDomain gateway associated with thislocal or
remote domain access point tries to establish connections. Supported values are .ocar,
ON_DEMAND, ON_STARTUP, TNCOMING_ONLY Of PERSTSTENT_DISCONNECT (for remote
domain access point only). L.ocarL is relevant only to remote domain access points.

The CONNECTION_POLICY parameter isavailablein the pm_TpomMaIN section when
running Oracle Tuxedo 8.1 or later software. Itsvalue in the pmM_TDoMAIN Section for a
particular local or remote domain access point takes precedence over its global value in
the pm_rocaL section. The ability to override the global connection policy enablesyou to
configure connection policy on a per TDomain session basis.

Specifying no connection policy for alocal domain access point defaults to the global
connection policy specified in the pm_r.ocar section. If you choose to specify a global
connection policy in the pm_TpoMaIN section, do not specify a global connection policy
in the pM_r.ocar section.

A connection policy of LocaL meansthat aremote domain access point acceptsthe global
connection policy defined inthepm_1.0cat section. LocalL isthe default connection policy
for remote domain access points. Excluding r.ocat, the connection policy value for a
remote domain access point takes precedence over the connection policy valuefor alocal
domain access point.

A connection policy of on_DEMAND means that the TDomain gateway attempts a
connection only when requested by either a client request to aremote service or a
dmadmin (1) connect command. Connection retry processing is not allowed when the
connection policy iSON_DEMAND.

A connection policy of on_sTarTup means that the TDomain gateway attempts to
establish aconnection at gateway server initialization time. For on_sTarTup, the remote
services for a particular remote domain (that is, services advertised by the TDomain
gateway) are advertised only if aconnection is successfully established to the remote
domain. Thus, if there is no active connection to the remote domain, the remote services
are suspended. By default, this connection policy retries failed connections every 60
seconds, but you can specify adifferent valuefor thisinterval usingtheRETRY_INTERVAL
parameter in the pM_TpomMaTN section. Also, see the MAXRETRY parameter in this section.

A connection policy of IncoMING_oNLY means that the TDomain gateway does not
attempt aninitial connection upon startup and that remote servicesareinitially suspended.
The TDomain gateway is available for incoming connections from aremote domain, and
remote services are advertised when the gateway receives an incoming connection or an
administrative connection (using the dmadmin (1) connect command) is made.
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Connection retry processing is not allowed when the connection policy is
INCOMING_ONLY.

A connection policy of PERSISTENT_DISCONNECT Mmeansthat theincoming connections
from aremote domain are rejected. The local domain will not attempt to connect to the
remote domain. Related remote service is suspended accordingly. The local domainis
isolated until it is manually changed to another connection policy.

Note: ThePERSISTENT DISCONNECT policy canonly beused for aremote access point
in the pM_TDOMAIN Section.

FAILOVERSEQ = -1<= num<= 32767
Specifiesthe failover sequence and establishesthe primary record for aTDomain session
between remote and local access pointsin Tuxedo release 9.0 and later. The TDomain
session record with the lowest FaTL.OVERSEQ humber is the primary record for that
session. If not specified, FaTL.OvVERSEQ defaultsto -1.

Thereis only one primary record for a TDomain session, all remaining records for the
same TDomain session are called secondary/backup records. With the exceptions of
NWADDR, NWDEVICE, and FATLOVERSEQ, the primary record is the source for al TDomain
session configuration parameters and attributes. All other parameters and attributes listed
in secondary/backup records are ignored.

Based on the conNECTION_POLICY attribute you select, the local domain will try to
connect to a TDomain session’s primary record. If the primary record fails to connect, it
will then try to connect to the next sequential secondary/backup record. If all secondary
record connections fail, it will retry the primary record information at alater time as
determined by RETRY_INTERVAL until MAXRETRY iS exhausted.

LACCESSPOINT (also known as.oowm) = “ string~[1..30]
Specifies the name of alocal domain access point listed in the pm_1.0ca1 section of the
DMCONFIG file in Tuxedo release 9.0 and later. The LaCCESSPOINT parameter is used
exclusively to define TDomain session gateways and can contain only one local domain
access point asits value.

If not specified, LaccesspoINT defaults to”*” and the TDomain session will connect to
al local domain access pointslisted inthe pv_1.0carL section. Y ou can substitute .oowm for
the LACCESSPOINT parameter.

Note: LACCESSPOINT can also useregular expression values to define multiple local
domain access points. When the pmMconr1a file is compiled using dmloadcf, the
regular expression values are expanded to their full local domain namesin the
BDMCONFIG file. LaccEssPOINT can only use regular expressionsin the
DMCONFIG file.
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[MAXRETRY = {numeric | MAXLONG}
Specifies the number of times that the TDomain gateway associated with this local or
remote domain access point tries to establish a connection. This parameter isavailablein
the pM_TDoMAIN section when running Oracle Tuxedo 8.1 or later software, and isvalid
when the coNNECTION_PoLICY parameter for thisaccesspoint is set to oN_sTARTUP. FoOr
other connection policies, automatic retries are disabled.

The minimum value for MAXRETRY iSO, and the maximum value iS MAXLONG
(2147483647). MaXLONG, the default, indicates that retry processing will be repeated
indefinitely, or until a connection is established.

RETRY_INTERVAL = numeric
Specifies the number of seconds that the TDomain gateway associated with this local or
remote domain access point waits between automatic attempts to establish a connection.
This parameter is available in the pm_TpomaIn section when running Oracle Tuxedo 8.1
or later software, and is valid when the conNEcTTON_POLICY parameter for this access
point is set to on_sTarTUP. For other connection policies, automatic retries are disabled.

The minimum value for RETRY_INTERVAL iS 0, and the maximum value is 2147483647.
The default is 60. If MAXRETRY iS Set to 0, setting RETRY_INTERVAL iSnot allowed.

TCPKEEPALIVE = {LOCAL | NO | YES}
Enables TCP-level keepalive for thislocal or remote domain access point. Supported
values are LocaL, N (no), or Y (yes). LocaL is relevant only to remote domain access
points.

The TcrPrEEPALIVE parameter appliesonly to domain gateways of type TooMa 1IN running
Oracle Tuxedo 8.1 or later software. Its value for aremote domain access point takes
precedence over itsvalue for alocal domain access point. The ability to override the local
domain access point value enables you to configure TCP-level keepalive on aper remote
domain basis.

A value of L.ocar, means that a remote domain access point accepts the TCP-level
keepalive value defined for thelocal domain access point. r.ocar isthe default TCP-level
keepalive value for remote domain access points.

A value of no meansthat TCP-level keepalive is disabled for this access point. § isthe
default TCP-level keepalive value for local domain access points.

A value of yEs means that TCP-level keepaliveis enabled for this access point. When
TCP-level keepalive is enabled for a connection, the keepalive interval used for the
connection isthe system-wide value configured for the operating system’s TCP keepalive
timer. Thisinterval is the maximum time that the TDomain gateway will wait without
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receiving any traffic on the connection. If the maximum time is exceeded, the gateway
sends a TCP-level keepalive request message. If the connection is still open and the
remote TDomain gateway is still alive, the remote gateway responds by sending an
acknowledgement. If the local TDomain gateway does not receive an acknowledgement
within afixed period of time of sending the request message, it assumes that the
connection is broken and releases any resources associated with the connection.

Not only does TCP-level keepalive keep Oracle Tuxedo interdomain connections open
during periods of inactivity, but it also enable TDomain gateways to quickly detect
connection failures.

Note: The TCcPKEEPALIVE and DMKEEPALIVE parameters are not mutually exclusive,
meaning that you can configure an interdomain connection using both
parameters.

DMKEEPALIVE = numeric

Controls application-level keepalive for thislocal or remote domain access point. This
value must be greater than or equal to -1 and less than or equal to 2147483647. The value
-lisrelevant only to remote domain access paints.

The DMKEEPALIVE parameter applies only to domain gateways of type TboMaIN running
Oracle Tuxedo 8.1 or later software. Its value for aremote domain access point takes
precedence over itsvaluefor alocal domain access point. The ability to overridethelocal
domain access point value enables you to configure application-level keepalive on a per
remote domain basis.

A value of -1 means that aremote domain access point accepts the application-level
keepalive value defined for the local domain access point. -1 is the default
application-level keepalive value for remote domain access points.

A value of 0 means that application-level keepalive is disabled for thisaccess point. Ois
the default application-level keepalive value for local domain access points.

A value greater than or equal to 1 and less than or equal to 2147483647, in milliseconds,
currently rounded up to the nearest second by the Domains software, means that
application-level keepalive is enabled for this access point. The time that you specify is
the maximum time that the TDomain gateway will wait without receiving any traffic on
the connection. If the maximum time is exceeded, the gateway sends an application-level
keepalive request message. If the connection is still open and the remote TDomain
gateway is still alive, the remote gateway responds by sending an acknowledgement. I
the local TDomain gateway does not receive an acknowledgement within a configurable
period of time (see the DMKEEPALIVEWAIT parameter) of sending the request message, it
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assumes that the connection is broken and releases any resources associated with the
connection.

Not only does application-level keepalive keep Oracle Tuxedo interdomain connections
open during periods of inactivity, but it also enable TDomain gateways to quickly detect
connection failures.

Note: The DMKEEPALIVE and TCPKEEPALIVE parameters are not mutually exclusive,
meaning that you can configure an interdomain connection using both
parameters.

DMKEEPALIVEWAIT = numeric
Specifies the maximum time for this local or remote domain access point that the
TDomain gateway will wait without receiving an acknowledgement to a sent keepalive
message. This value must be greater than or equal to 0 and less than or equal to
2147483647, in milliseconds, currently rounded up to the nearest second by the Domains
software. The default is 0. This parameter applies only to domain gateways of type
TDOMAIN running Oracle Tuxedo 8.1 or later software.

If omkEEPALIVE iSO (keepalive disabled) for thisaccess point, setting DMKEEPALTVEWAIT
has no effect.

If DMKEEPALIVE iS enabled for this access point and DMKEEPALIVEWAIT iS set to avalue
greater than DMKEEPALIVE, the local TDomain gateway will send more than one
application-level keepalive message before the DMKEEPALIVEWAIT timer expires. This
combination of settingsis allowed.

If pMKEEPALIVE iS enabled for this access point and DMKEEPALIVEWAIT iS Set to 0,
receiving an acknowledgement to a sent keepalive message is unimportant: any such
acknowledgement isignored by the TDomain gateway. The gateway continuesto send
keepalive messages every time the bMKEEPALIVE timer times out. Use this combination
of settings to keep an idle connection open through a firewall.

MAC={OFF | ON | MANDATORY }
Relevant to remote domain access points only. Specifies whether to activate MAC feature
when connecting to the remote domain. Supported values are oFF, ON, MANDATORY. FOr
more information, see Denial-of-Service (DoS) Defense, in Introducing ATMI Security.

MACLEVEL={0|1]2|3}
Relevant to remote domain access points only. Specifiesthe MAC protection level for the
entire message. For more information, see Denial-of-Service (DoS) Defense, in
Introducing ATMI Security.
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Multiple entries for the same access point in the DM_TDOMAIN section

If this pM_TpomaIn entry isalocal domain access point (as specified in the pm_r.ocarL section),
itsNwADDR is ahnetwork address to be used to listen for incoming connections. Entries associated
with alocal domain access point can be specified more than oncein the pv_TpoMaIN section, to
allow for migration of the services associated with alocal access point to another machinein the
Oracle Tuxedo domain.

Entries associated with aremote domain access point (as specified in the pv_REMOTE Section) can
also be specified more than once in the pm_Tpoma1n section. If FATLOVERSEQ is not specified,
thefirst entry is considered to bethe primary address, which meansitsNnwappr isthefirst network
address tried when a connection is being attempted to the remote domain access point. The
second entry is considered to be the secondary address, which means its NwaDDR is the second
network address tried when a connection cannot be established using the primary address.

Note: If the FATL.OVERSEQ parameter is used, it determines the primary and secondary
addresses for TDomain session connection policies.

If thispM_TDOMAIN entry isanother occurrence of aremote domain access point, the entry points
to a secondary remote gateway that must reside in a different Oracle Tuxedo domain than the
Oracle Tuxedo domain in which the primary remote gateway resides. The secondary and primary
remote gateways must have the same accesspoInT1D defined in the pv_r.ocar section of their
associated pMcoNFIG files; this arrangement is often referred to as amirrored gateway. This
feature is not recommended for use with transactions or conversations. In addition, the mirrored
gateway is not recommended for use when the primary remote gateway is available.

Note:  For multiple entries of alocal or remote domain access point in the bm_TpomMa1N section,
only the multiple instances of the NwaDDR parameter are read by the Domains software.
For multiple instances of any other parameter, only the first instance of the parameter is
read by the Domains software; all other instances are ignored.

DMCONFIG(5) Additional Information

The BpDMCONFIG environment variableis used to find the BoMconFIc configuration file.

Example 1

The following Domains configuration file defines a five-site Domains configuration. The
exampl e shows four Bank Branch domains communicating with a Central Bank Branch. Three
of the Bank Branches run within other Oracle Tuxedo domains. The fourth Branch runsunder the
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control of another TP domain. OS| TP is used for communication between that domain and the
Central Bank. The example shows the Domains configuration file from the Central Bank point of

view.

# BEA Tuxedo Domains Configuration File for the Central Bank

#

#

*DM_LOCAL

#

DEFAULT: SECURITY = NONE

c01l GWGRP = bankgl
TYPE = TDOMAIN
ACCESSPOINTID = "BA.CENTRALOL1"
DMTLOGDEV = "/usr/apps/bank/DMTLOG"
DMTLOGNAME = "DMTLG_CO1"

c02 GWGRP = bankg2
TYPE = OSITP
ACCESSPOINTID = "BA.CENTRALO2"

DMTLOGDEV = "/usr/apps/bank/DMTLOG"
DMTLOGNAME = "DMTLG_CO02"

#

*DM_REMOTE

#

b01 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKO1"

b02 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKO2"

b03 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKO03"

b04 TYPE = OSITP
ACCESSPOINTID = "BA.BANKO04"

*DM_TDOMAIN

#
# local network addresses
c0l NWADDR = "//newyork.acme.com:65432"

# remote network addresses

NWDEVICE ="/dev/tcp"

b01 NWADDR = "//192.11.109.5:1025" NWDEVICE = "/dev/tcp"
b02 NWADDR = "//dallas.acme.com:65432" NWDEVICE = "/dev/tcp"
b03 NWADDR = "//192.11.109.156:4244" NWDEVICE = "/dev/tcp"
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#

c02 APT = "BA.CENTRALO1"
AEQ = "TUXEDO.R.4.2.1"
AET = "{1.3.15.0.3},{1}"
ACN = "XATMI"

b04 APT = "BA.BANKO04"
AEQ = "TUXEDO.R.4.2.1"
AET = "{1.3.15.0.4},{1}r"
ACN = "XATMI"

*DM_EXPORT

#

open_act ACL = branch

close_act ACL = branch

credit

debit

balance

loan LACCESSPOINT = c02 ACL = loans

*DM_IMPORT

#

tlr_add LACCESSPOINT = c0l1 ROUTING = ACCOUNT

tlr_bal LACCESSPOINT = c01 ROUTING = ACCOUNT

tlr_add RACCESSPOINT = b04 LACCESSPOINT = c02 RNAME ="TPSU002"
tlr_bal RACCESSPOINT = b04 LACCESSPOINT = c02 RNAME ="TPSU0O03"
tlr_bal RACCESSPOINT = b02,b03” LACCESSPOINT = c02

*DM_ROUTING

#

ACCOUNT FIELD = branchid BUFTYPE = “VIEW:account”
RANGES = “MIN-1000:b01,1001-3000:b02, *:b03"

*DM_ACCESS_CONTROL

#

branch ACLIST = “b01,b02,b03”
loans ACLIST b04

Example 2

Thisexample showsthe Oracle Tuxedo Domains configuration file for one of the Bank Branches
(BANKO1).

#

#BEA Tuxedo Domains Configuration file for a Bank Branch
#

#

*DM_LOCAL

#
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GWGRP = auth

TYPE = TDOMAIN

ACCESSPOINTID = "BA.BANKO1"
DMTLOGDEV = "/usr/apps/bank/DMTLOG"

*DM_REMOTE

#
c01

TYPE = TDOMAIN
ACCESSPOINTID = "BA.CENTRALO1"

*DM_TDOMAIN

#
b0l
c01

NWADDR = "//192.11.109.156:4244" NWDEVICE =

NWADDR = "//newyork.acme.com:65432"

*DM_EXPORT

#

tlr_add ACL = central

tlr_bal ACL = central
*DM__IMPORT

#

OPAOO1 RNAME = "open_act"
CLAOO1 RNAME = "close_act"
CRDO01 RNAME = "credit"
DBT001 RNAME = "debit"
BALOO1 RNAME = "balance"

*DM_ACCESS_CONTROL

#

central ACLIST = cO01

Network Addresses

Suppose the local machine on which aTDomain is being run isusing TCP/IP addressing and is
named backus . company . com, With address 155.2.193 . 18. Further suppose that the port
number at which the TDomain should accept requestsis 2334. Assume that port number 2334
has been added to the network services database under the name bankapp-gwtaddr. The address

can be represented in the following ways:
//155.2.193.18:bankapp-gwtaddr
//155.2.193.18:2334

/ /backus.company.com: bankapp-gwtaddr
//backus.company.com:2334

0x0002091E9B02C112

"/dev/tcp"
NWDEVICE ="/dev/tcp"

DMCONFIG(5)
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The last of these representations is hexadecimal format. The 0002 isthefirst part of aTCP/IP
address. The 091k isthe port number 2334 translated into ahexadecimal number. After that each
element of thelPaddress 155.2.193 .12 istrandated into a hexadecimal number. Thusthe 155
becomes 98, 2 becomes 02 and so on.

See Also
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dmadmin (1), dmloadcf (1), dmunloadcf (1), tmboot (1), tmshutdown (1), DMADM(5),
GWADM (5) , GWTDOMAIN (5)

Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time
Using the Oracle Tuxedo Domains Component

Programming an Oracle Tuxedo ATMI Application Using C
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DM_MIB(5)

Name
pM_MIB—Management Information Base for Domains

Synopsis
#include <fml32.h>
#include <tpadm.h> /* MIB Header, includes DOMAINS */

Domains Terminology Improvements

For Oracle Tuxedo release 7.1 or later, the Domains MIB uses improved class and attribute
terminology to describe the interaction between local and remote domains. Thisimproved
terminology has also been applied to pMconFzc file syntax.

These terminology improvements eliminate multiple uses of the term “domain” and introduce
termsthat more clearly describethe actionsthat occur. For example, the term access point defines
an object through which you gain access to another object. Therefore, you access aremote
domain through aremote domain access point, and remote domains gain accessto alocal domain
through alocal domain access point. The following table reflects the pMconF1G section name
changes that result from eliminating multiple uses of the term “domain.”

This pMcoNFIc section name. .. Has changed to. . .
DM_LOCAL_DOMAINS DM_LOCAL
DM_REMOTE_DOMAINS DM_REMOTE

Within these sections, the following parameter names have changed.

This parameter name. . . Has changed to. . .
DOMAINID ACCESSPOINTID
MAXRDOM MAXACCESSPOINT
MAXRDTRAN MAXRAPTRAN
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Theequivalent pv_wm1B classesfor these bMcoNFIG sectionsare T_pM_L.OCAL and T_DM_REMOTE,
respectively.

In certain configurations, both avail able services and resources, such as queue spaces and queue
names, need to be imported and exported. As such, the pmconrFIG section names
DM_LOCAL_SERVICES and DM_REMOTE_SERVICES no longer accurately describe the necessary
activity. Replacing these section names with ov_ExporT and pv_1MPORT, respectively, clearly
describes the actions that occur; that is, from the perspective of a single Oracle Tuxedo domain,
resources are exported from the domain through local access points and imported into the domain
through remote domain access points. These pMcoNFIG section name changes are shown in the
following table.

This pMcoNFzIG section name. .. Has changed to. . .
DM_LOCAL_SERVICES DM__EXPORT
DM_REMOTE_SERVICES DM_IMPORT

Within these sections, the following parameter names have changed.

This parameter name. . . Has changed to. ..
LDOM LACCESSPOINT
RDOM RACCESSPOINT

The equivalent pv_m1B classes for these pMcoNFIG sections are T_bM_EXPORT and
T_DM_IMPORT, respectively.

Backwards Compatibility

Theimproved Domainsterminology introduced in Oracle Tuxedo release 7.1 has been applied to
the pm_wm1B reference page, classes, and error messages, and to the puMcoNF1G reference page,
section names, parameter names, and error messages.

For backwards compatibility, aliases are provided between the pmconrF1c terminology used prior
to Oracle Tuxedo 7.1 and the improved Domains MIB terminology. For Oracle Tuxedo release
7.1 or later, dmloadcf accepts both versions of the pMconFIG terminology. dmunloadcf,

however, generates apMconNF1G file that usestheimproved domainsterminology by default. Use
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the -c option of dmunloadcf to generate apmconric file that uses the previous domains

terminology.

Description

The Domains MIB defines the set of classes through which a domain may import or export
services using domain gateways and domain gateway administrative servers. Thisreference page
assumes the reader is familiar with the Oracle Tuxedo System Domains component, which is
described in Using the Oracle Tuxedo Domains Component.

UsepM MIB(5) in combination with the generic MIB reference pagemis (5) to format
administrative requests and interpret administrative replies.

Requestsformatted as described inM1B (5) using classes and attributes described in pi_m1B may
be used to request an administrative service using existing ATMI interfacesin an active
application. For additional information pertaining to all pm_m1B (5) class definitions, see
“DM_MIB(5) Additional Information” on page 171.

pM_MIB(5) consists of the following classes:

Table 12 DM_MIB Classes

Class Name

Attributes

T DM_ACL

Domain access control list

T_DM_CONNECTION

Connection status between two domains

T DM_EXPORT

Exported resource

T_DM_IMPORT

Imported resource

T DM_LOCAL

Local access point

T_DM_OSITP

OSl TP 1.3 specific configuration for an access point

T DM_OSITPX

OSI TP 4.0 or later specific configuration for an access point

T_DM_PASSWORD

Domain password entry

T DM_PRINCIPAL_MAP

Principal mapping entry

T_DM_REMOTE

Remote access point

T DM_RESOURCES

Global Domains configuration information
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Tahle 12 DM_MIB Classes

Class Name Attributes

T_DM_ROUTING Access point routing criteria

T_DM_RPRINCIPAL Remote principal entry

T_DM_SNACRM SNA-CRM -specific configuration for alocal access point
T_DM_SNALINK SNAX-specific configuration for a remote domain access point
T_DM_SNASTACK SNA stack to be used by a specific SNA CRM
T_DM_TDOMAIN TDomain-specific configuration for an access point
T_DM_TRANSACTION Transaction entry associated with alocal access point

Each class description consists of four sections:
e Overview—nhigh level description of the attributes associated with the class.

e Attribute Table—atable that lists the name, type, permissions, values, and default for each
attribute in the class. The format of the attribute table is described below.

o Attribute Semantics—defines the interpretation of each attribute that is part of the class.
e Limitations—limitationsin the access to and interpretation of this class.

Attribute Table Format

The attribute table is a reference guide to the attributes within a class and how they may used by
administrators, operators, and general users to interface with an application.

There are five components to each attribute description in an attribute table: name, type,
permissions, values, and default. Each of these componentsisdiscussed inM1B(5).

TA_FLAGS Values

M1B (5) definesthe generic Ta_rracs attribute which is along-valued field containing both
generic and component MIB-specific flag values. At thistime, there are no pm_n1B-specific flag
values defined.
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FML32 Field Tables

Thefield tables for the attributes described in this reference page are found in the file
udataobj/tpadm relative to the root directory of the Oracle Tuxedo System software installed
on the system. The directory $ { TUXDIR} /udataobj should beincluded by the application in the
colon-separated list specified by the FL.oTBLDIR environment variable. The field table name
tpadm should beincluded in the comma-separated list specified by the FTELDTBLS environment
variable.

Interoperability

Accessto the header filesand field tablesfor thisMIB is provided only on Oracle Tuxedo release
7.1 sites and later, both native and Workstation. If arelease 5.0 or earlier siteis activein the
application, global information updates (~seT~ operations) are not allowed to gateway groupson
those sites.

Local information accessfor release 5.0 and earlier sitesisnot available. If the classaccessed also
has global information, only the global information is returned. Otherwise, an error is returned.

Portability

The existing FML32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo System MIBs, aswell asthe header file and field tables defined in this reference
page, are available on all supported native and Workstation platforms.

T _DM_ACL Class Definition

Overview
The T_pM_acL class represents access control information for domains.

Attribute Table

Tahle 13 DM_MIB(5): T_DM_ACL Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMACLNAME (r) (K) (*) string rw-r--r-- string[1..15] N/A
TA_DMRACCESSPOINTLIST (*) string rw-r--r-- string [0..1550] w
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Tahle 13 DM_MIB(5): T_DM_ACL Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_STATE(r) string rw-r--r-- GET: “VAL" N/A
SET: “{NEW | INV} " N/A

(r)—required when anew object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMACLNAME. string[1..15]
The access control list name, unique within the scope of the T_pmM_acr entry namesin the
Domains configuration.

TA_DMRACCESSPOINTLIST: string [0..1550]
Thelist of remote domain access points associated with this access control list.
TA_DMRACCESSPOINTLIST IS acomma-separated list of remote domain access point
names (that is, the value of the Ta_bpMRaccESsPOINT attribute of avalid T_pvM_REMOTE
object). The list can contain up to 50 remote domain access point identifier elements.
Setting this attribute to *» means that al the remote domains in the configuration are
associated with thisentry. *» means no remote domain access points are associated with
thisentry. The default is »~.

TA_STATE:

GET: “{vALid}”
A cET operation retrieves configuration information for ther_pm_act object. The
following state indicates the meaning of aTa_sTaTk attribute value returned in
response to aGeT request. States not listed are not returned.

“WALid"” The object is defined and inactive. Thisisthe only valid state
for this class. ACL groups are never active.

SET: “{NEW | INValid}”
A set operation updates configuration information for the selected T_pm_acr
object. The following states indicate the meaning of aTa_sTATE set in aseT
request. States not listed may not be set.
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“NEW” A new object is created. A state change is alowed only
wheninthe “INvalid” state. A successful return leaves
the object inthe “vaLid” state.

unset Modify an existing object. Thiscombination isnot allowed
inthe “INvalid” state. A successful return leavesthe
object state unchanged.

“INvValid” The object is deleted. A state changeis allowed only when
inthe “vaLid” state. A successful return leavesthe object
inthe “INvalid” state.

Limitations
None.

T_DM_CONNECTION Class Definition

Overview
TheT_pm_conNECTION Class represents the status of connections between domain access points.

Attribute Table

Table 14 DM_MIB(5): T_DM_CONNECTION Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMLACCESSPOINT(K)(*) string IW-r--r-- string[1..30] N/A
TA_DMRACCESSPOINT(K) string IW-r--r-- string[1..30] N/A
TA_DMTYPE string r--r--r-- “{TDOMAIN }” N/A
TAa_STATE(K)(*) string TWXY-XT—— GET: {ACT|sus|INI|INA N/A

| oaei} ~ N/A

SET: “{ACT | INA}”

Attributes available when TA_DMTYPE=TDOMAIN:
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Tahle 14 DM_MIB(5): T_DM_CONNECTION Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_DMCURENCRYPTBITS string o ~{0]40 |56 | 128} ~Notel ~Q”

(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Note 1The |ink-level encryption value of 40 bits is provided for backward compatibility.

Attribute Semantics

TA_DMLACCESSPOINT. string{l..30]
The name of the local domain access point identifying the connection between the
domains.

OncEeT and seT operations, aspecific local domain access point must be specified for this

attribute.

TA_DMRACCESSPOINT. string{l..30]
The name of the remote domain access point identifying the connection between the
domains.

OnceT and seT operations, if Ta_DMRACCESSPOINT isabsent, all theT_pm_conNNECTION

entries for the local access point specified by Ta_pmr.accEsspoInT are selected.

TA_DMTYPE: “{TDOMAIN }”
The type of domain, which can be *TpoMaAIN".

TA_STATE:

GET: “{ACTive | SUSpended | INTtializing | INActive | UNKnown} "

A GET operation retrieves run-time information for the connection. The following
states indicate the meaning of aTa_sTtaTe attribute value returned in response to

acET request. States not listed are not returned.

“ACTive” The connection is active.
“SUSpended” The connection is awaiting retry.
“INItializing” The connection isinitializing.
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“INActive” The specified domain access points are
disconnected. (This stateis only returned by
gateways running Oracle Tuxedo release 7.1 or
later.)

“UNKnown” The connection state of the specified domain
access points cannot be determined.

SET: “{ACTive | INActive}”
A seT operation updates run-time information for the connection. The following
states indicate the meaning of aTa_sTATE in a SET request. States not listed may
not be set.

“ACTive” Connect the specified domain access points. If the
current state is “*SUSpended” or *INActive”,
SET: “ACTive” placestheconnectionintothestate
“INItializing”, otherwisethereisno change.

“INActive” Disconnect the specified domain access points and
destroy the object.

Attributes available when TA_DMTYPE=TDOMAIN

TA_DMCURENCRYPTBITS: “{0 |40 |56 |128}"
Thelevel of encryption in use on this connection. *0~ means no encryption, while ~40~,
v567, and ~128~ specify the encryption length (in bits). This attributeis valid only for
gateways running Oracle Tuxedo release 7.1 or higher. For all other gateways, thisvalue
issetto 0.
Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

Limitations

The Domain gateway administration (cwapm) server and the domain gateway supporting thelocal
domain access point specified in the Ta_bMLACCESSPOINT éttribute must be active in order to
perform GET or SET operations on connections to that access point.
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T _DM_EXPORT Class Definition

Overview

The T_pM_ExPORT class represents local resources that are exported to one or more remote
domains through alocal access point.

Attribute Table

Table 15 DM_MIB(5): T_DM_EXPORT Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMRESOURCENAME(r)(K)(*) string rw-r--r-- string[l..15] N/A
TA_DMLACCESSPOINT(K)(*) string rw-r--r-- string[1..30] * (meaning
al)

TA_STATE(r) string rw-r--r-- GET: “VAL” N/A

SET: “{NEW | INV} ” N/A
TA_DMACLNAME string rw-r--r-- string[1..15] N/A
TA_DMCONV string rw-r--r-- vy |n}~ “N”
TA_DMREMOTENAME string rw-r--r-- string[1..30] N/A

Attributes available from remote domain access points of TA_DMTYPE=SNAX | OSITP | OSITPX:

TA_DMINBUFTYPE string rw-r--r-- string[0..513] N/A

TA_DMOUTBUFTYPE string rw-r--r-- string[0..513] N/A

Attributes available from remote domain access points of TA_DMTYPE=0SITPX:

TA_DMCOUPLING(F) string rw-r--r-- “{TIGHT | LOOSE} " “LOOSE"
TA_DMINRECTYPE(r) string rw-r--r-- string[0..78] wo
TA_DMOUTRECTYPE() string rw-r--r-- stringl0..78] w

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class
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Attribute Semantics

TA_DMRESOURCENAME: string{l..15]
Thelocal resource namefor entries of resource type servICE (the service name), QSPACE
(the queue space name), and oNaME (the queue name). For a sErVICE entry, the value of
this attribute corresponds to the value of the Ta_sErRvICENAME attribute of an active
T_svCGRP object. Thisresource is exported to remote domains with the same name or
with the alias defined in the TA_ DMREMOTENAME Or TA_DMTE* attributes.

TA_DMLACCESSPOINT. string{l..30]
Thelocal access point name through which thislocal resource is available. Setting this
attribute to ~*~ means the resource is available at all local access points.

TA_STATE!

GET: “{vaALid}”
A GET operation retrieves configuration information for the T_pv_ExPORT object.
The following state indicates the meaning of ata_sTaTE attribute value returned
in response to aGET request. States not listed are not returned.

“wALid” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected T_pM_EXPORT
object. The following states indicate the meaning of aTa_sTATE Setin aseT
request. States not listed may not be set.

“NEW” A new object is created.

unset Modify an existing object. This combination is not
allowed inthe *INvValid” state. A successful return
leaves the object state unchanged.

“INValid” The object is deleted.

TA_DMACLNAME: string{l..15]
The name of aT_pm_act, object to use for security for thislocal resource. This attribute
is not permitted if TA_DMRESOURCETYPE="QNAME".

TA_DMCONV: *{Y | N}~
Specifies whether this local resource is conversational.
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TA_DMREMOTENAME: string[l..30]
Specifies the name of thislocal resource exported through the remote domain access
points. If thisattribute is not specified, the name of the local resource defaultsto the name
specified in TA_DMRESOURCENAME.

Attributes available from remote domain access points of
TA_DMTYPE=SNAXIOSITPIOSITPX

TA_DMINBUFTYPE: string[0..513]
type[:subtype]—Specifiestheinput buffer type, optionally followed by the subtype, for
thislocal resource. If this attribute is present, it defines the buffer type [and subtype]
accepted. This attribute should be defined for entries of
TA_DMRESOURCETYPE="SERVICE” When using sNax, or when accessis permitted from
remote domain access points using osITp or osITpx With the UDT application context.

TA_DMOUTBUFTYPE:. string{0..513]
type[:subtype]— Specifies the output buffer type, optionally followed by subtype, for
thislocal resource. If this attribute is present, it defines the buffer type [and subtype]
output by the service. This attribute should be defined for entries of
TA_DMRESOURCETYPE="SERVICE” When using sNax, or when accessis permitted from
remote domain access points using os1Tp or os1TPx With the UDT application context.

Attributes available from remote domain access points of TA_DMTYPE=0SITPX

TA_DMCOUPLING: string“{TIGHT | LOOSE}"
Specifies whether the transaction coupling is to be tight or loose when requests for this
local service come through the same remote domain accesspoint. Thedefaultis “L.oose”.
Setting TA_DMCOUPLING="LOOSE” meansthat database updates made by the first request
to thislocal service cannot be seen by the second request to the local service even though
both requests are involved in the same global transaction. Setting
TA_DMCOUPLING="TIGHT” meansthat multiple callsto the samelocal servicethroughthe
same remote domain access point are tightly coupled: database updates made by thefirst
request can be seen by the second request.

TA_DMCOUPLING="TIGHT” applies only when duplicate service requests come through
the same remote domain access point. When the service requests are through different
remote domain access points, the requests are always loosely coupled.

TA_DMINRECTYPE:. string{l..78]
type[: subtype]—Specifies the type, optionally followed by subtype, and in some case
the format of the reply buffer that a particular client requires for thislocal service. This
attribute can be omitted if the local service sends a buffer that isidentical in type and
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structure to the buffer that the remote client expects. If you do not specify

TA_DMINRECTYPE, the type of buffer is unchanged.

TA_DMOUTRECTYPE: string[l..78]

DM_MIB(5)

type|:subtype]l—Specifies the type, optionally followed by subtype, of the buffer sent
by the remote client for thislocal service. This attribute is used to enforce stronger type

checking.

Limitations

On seT operations that add or update an instance of this class, and where a specific local domain
access point is specified in the Ta_pmracceEsspoINT attribute, the access point must exist in the
T_DM_LOCAL class. If it does not, a“not defined” error isreturned for the TA_DMLACCESSPOINT

attribute, and the operation fails.

T _DM_IMPORT Class Definition

Overview

The T_pM_IMPORT class represents remote resources that are imported through one or more
remote domain access points and made available to the local domain through one or more local

domain access points.

Attribute Table

Table 16 DM_MIB(5): T_DM_IMPORT Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMRESOURCENAME(r)(K)(*) string  rw-r--r-- string[l..15]
TA_DMRACCESSPOINTLIST(K)(*) string rw-r--r-- string[1..92] *

(meaning all)
TA_DMLACCESSPOINT(K)(*) string rw-r--r-- string[1..30] *

(meaning al)
TA_STATE(r) string  rwxr-xr-- GET: “VAL” N/A

SET: “{NEW | INV} ” N/A

TA_DMBLOCKTIME long rwyr--r-- 0 <= num <= 32,767 0
TA_DMCONV string rw-r--r-- “{v [N}~ “N”
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Table 16 DM_MIB(5): T_DM_IMPORT Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default

TA_DMLOAD short rw-r--r-- 1 <= num <= 32,767 50

TA_DMREMOTENAME string rw-r--r-- string[1..30] N/A

TA_DMRESOURCETYPE string rw-r--r-- “{SERVICE | QSPACE | “SERVICE”
QNAME} ”

TA_DMROUTINGNAME string rw-r--r-- string[l..15] N/A

Attributes available from remote domain access points of TA_DMTYPE=SNAX | OSITP | OSITPX:

TA_DMINBUFTYPE string rw-r--r-- string[0..256] N/A
TA_DMOUTBUFTYPE string rw-r--r-- string[0..256] N/A
Attributes available from remote domain access points of TA_DMTYPE=0SITPX:
TA_DMAUTOPREPARE() string rw-r--r-- v |n}~ N~
TA_DMINRECTYPE(r) string rw-r--r-- string[0..78] v
TA_DMOUTRECTYPE() string rw-r--r-- stringl0..78] w
TA_DMTPSUTTYPE(r) string rw-r--r-- “{ INTEGER | v
PRINTABLESTRING} ”

TA_DMREMTPSUT(r) string rw-r--r-- stringl0..64] w

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMRESOURCENAME: string][l..15]

The remote resource name used for entries of resource type service (the service name),
QsPACE (the queue space name), and onanme (the queue name). Thisresource isimported

from remote domains with the same name or with the alias defined in the

TA_DMREMOTENAME Of TA_DMTE* attributes.
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TA_DMRACCESSPOINTLIST. string][l1..92]
I dentifies the remote domain access point through which this remote resource should be
imported. TA_DMRACCESSPOINTLIST iSacomma-separated failover domain list; it can
contain up to ten remote domain access points of up to 30 characters each. If thisattribute
isset to »*~, the resource can be imported from all remote domain access points.

TA_DMLACCESSPOINT: string{1..30]
The name of thelocal domain access point through which this remote resource should be
made available. If this attribute is set to » *~, the resource is made available through all
local domain access points.

TA_STATE!

GET: “{vaLid}”
A GET operation retrieves configuration information for the T_pm_1MPORT Object.
The following states indicate the meaning of aTa_sTATE attribute value returned
in response to aceT request. States not listed are not returned.

“WALid” The object exists.

SET: “{NEW | INValid}”
A seT operation updates the configuration information for the selected
7_pM_1MPORT Object. The following statesindicate the meaning of Ta_sTaTE ina
SET reguest. States not listed may not be set.

“NEW” A new object iscreated. A state changeisallowed in
the state “INValid” and resultsin the state
“ACTive”.

unset Modify an existing object. This combination is not

adlowedinthe “*INvalid” state. A successful return
leaves the object state unchanged.

“INValid” Theobjectisdeleted. A state changeisallowedinthe
state “ACTive” and resultsin the state
“INValid”.

TA_DMBLOCKTIME. O <= num <= 32,767

Blocktime limit, in seconds, indicating the minimum amount of time ablocking API call
will delay beforetiming out for aparticular service. Thisattribute letsthe client know that
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(after a specified time in seconds), no reply has been received by the server while the
service regquest is still processing.

If not specified, the default is 0 which indicates that the system-wide BLockTIME value
specified in the UBBCONFIG RESOURCES section is used for the service.

TA_DMCONV: “{Y | N}~
A boolean value (v~ or *n~) specifying whether this remote resource is conversational.

TA_DMLOAD: 1 <= num<= 32,767

The service load for this remote resource. Interface loads are used for 1oad balancing
purposes, that is, queues with higher enqueued workloads are less likely to be chosen for
anew request.

TA_DMREMOTENAME: string[1..30]
Specifies the name of this remote resource imported through the remote domain access
points. If this attribute is not specified, the name of the remote resource defaults to the
name specified in TA_DMRESOURCENAME.

TA_DMROUTINGNAME: string{l..15]
The name of aT_pM_rouTING object to use for routing criteriafor this remote resource
“SERVICE” Of “QSPACE").

Attributes available from remote domain access points of
TA_DMTYPE=SNAXIOSITPIOSITPX

TA_DMINBUFTYPE: string[0..256]
type[:subtype]—Specifiestheinput buffer type, optionally followed by subtype, for this
remote resource. If this attribute is present, it defines the buffer type [and subtype]
accepted. This attribute should be defined for entries of DMRESOURCETYPE="SERVICE”
when using sNax, or when access is permitted to remote domain access points using
osITP Or os1TPx With the UDT application context.

TA_DMOUTBUFTYPE: string[0..256]
type[:subtype]—Specifies the output buffer type, optionally followed by subtype, for
this remote resource. If this attribute is present, it defines the buffer type [and subtype]
output by the service. This attribute should be defined for entries of pMTYPE="SERVICE”
when using sNax, or when access is permitted to remote domain access points using
osITP Or os1Tpx With the UDT application context.
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Attributes available from remote domain access points of TA_DMTYPE=0SITPX

TA_DMAUTOPREPARE: string“{Y | N}~
Allowsasingle tpcall () involved in aglobal transaction to this remote service to
automatically prepare the call. This optimization reduces the two-phase commit process
to asingle step. The remote OSI TP domain must support this feature. The default is *n~.

TA_DMINRECTYPE; string]l..78]
type[: subtype]—Specifies the type, optionally followed by subtype, and in some case
the format of the request buffer that this remote service requires. This attribute can be
omitted if thelocal client sends abuffer that isidentical intype and structure to the buffer
that thisremote service expects. If you do not specify Ta_pMINRECTYPE, thetype of buffer
is unchanged.

TA_DMOUTRECTYPE: string|[l..78]
type[:subtype]—Specifies the type, optionally followed by subtype, of the buffer sent
by this remote service. This attribute is used to enforce stronger type checking.

TA_DMTPSUTTYPE: string“{INTEGER | PRINTABLESTRING} "
Specifies the type of encoding to be performed on the Ta_pmrEMTPSUT Value for this
remote service. “INTEGER” and “PRINTABLESTRING” are ASN.1 types. The default is
“PRINTABLESTRING”.

TA_DMREMTPSUT, string|l..64]
Identifies the TP service user title for the remote system providing this remote service.
Some users of OSI TP implementations require this attribute. It is not required for OS
2200 OLTP-TM2200, OpenTlI, A Series Open/OLTP, or Oracle eLink OSl TP. If the
TA_DMTPSUTTYPE ValUueis “PRINTABLESTRING”, the maximum length is 60 characters,
which must comply with the ASN.1 type of PRINTABLESTRING. If the TA_DMTPSUTTYPE
valueis “INTEGER”, the maximum length must fit into ar.onc. The value must be defined
prior to defining the remote Tpsur.

Limitations
None.

T _DM_LOCAL Class Definition

Overview

TheT_pM_rocaL class defines alocal domain access point. A local domain access point is used
to control accessto local services exported to remote domains and to control access to remote
services imported from remote domains.
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Attribute Table

Table 17 DM_MIB(5): T_DM_LOCAL Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMACCESSPOINT(r)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMACCESSPOINTID(r) string rw-r--r-- string(1..30] N/A
TA_DMSRVGROUP(r) string rw-r--r-- string[1..30] N/A
TA_DMTYPE string rw-r--r-- “{TDOMAIN | SNAX | “TDOMAIN”
OSITP |OSITPX}”
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_DMAUDITLOG string rw-r--r-- string[1..256] Noe3 N/A
TA_DMBLOCKTIME short rTwW-r--r-- 0 <= num <= 32,767 TA_BLOCKTIME in
T_DOMATN Noel
TA_DMTLOGDEV string rw-r--r-- string[1..256] Note3 N/A
TA_DMTLOGNAME string rw-r--r-- string[1..18] “DMTLOG"
TA_DMTLOGSIZE long rw-r--r-- 1 <= num <= 2048 100
TA_DMMAXRAPTRAN short rw-r--r-- 0 <= num<= 32,767 16
TA_DMMAXTRAN short rTw-r--r-- 0 <= num <= 32,767 TA_MAXGTT in
T_DOMAIN Note2
TA_DMSECURITY string rw-r--r-- “{NONE | APP_PW | “NONE”

DM_PW |DM_USER_PW |

CLEAR | SAFE |
PRIVATE}”
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Table 17 DM_MIB(5): T_DM_LOCAL Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default

Attributes available when Ta_DMTYPE=TDOMAIN:

TA_DMCONNECTION_POLICY string  rwxr--r-- *{ ON_DEMAND | “ON_DEMAND"”
ON_STARTUP |
INCOMING_ONLY |
PERSISTENT_ DISCONN

ECT}”
TA_DMMAXRETRY long rwXr--r-- 0 <= num <= MAXLONG 0
TA_DMRETRY_ INTERVAL long TWXr--r-- 0 <= num <= MAXLONG 60
Attributes available when TA_DMTYPE=TDOMAIN:
TA_DMCONNPRINCIPALNAME  String  rwxr--r-- string[0..511] w
TA_DMMACHINETYPE string rw-r--r-- string[0..15] wo
Attributes available when TA_DMTYPE=SNAX:
TA_DMBLOB_SHM_SIZE long rw-r--r-- 1 <= num <= MAXLONG 1000000

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Notel Cyrrent value of TA_ BLOCKTIME in the T_DOMAIN class.
Note2 Cyrrent value of TA_ MAXGTT in the T_DOMAIN class.
Note 3 M aximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_DMACCESSPOINT: string][l1..30]
The name of this T_pmM_1r.0cAL entry—a user-specified local domain access point
identifier (logical name) unigue within the scope of the T_bpM_1.0cAL and T_DM_REMOTE
access point names in this Domains configuration.

TA_DMACCESSPOINTID: string{l..30]
Theidentifier of the domain gateway group associated with thislocal domain access point
for purposes of security when setting up connectionsto remote domains. Thisidentifier is
unique across al local and remote domain access points.
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TA_DMSRVGROUP: string{l1..30]
The group name of the domain gateway group (the name provided in the croups section
of the Tuxconr1c file) representing thislocal domain access point. Thereis a one-to-one
relationship between alocal domain access point and a gateway server group.

TA_DMTYPE

“{TDOMAIN | SNAX | OSITP | 0SITPX}”

The type of domain for thislocal domain access point: “TpoMaIn~ for an Oracle Tuxedo
domain, “snax~ for an SNA domain, “oszTp~ for an OSl TP 1.3 domain, or *0SITPX”
for an OSI TP 4.0 or later domain. The presence or absence of other attributes depends on
the value of this attribute.

Setting Ta_pMTYPE="0SITPX" iSsupported only by Oracle Tuxedo 8.0 or later software.

TA_STATE!

GET':

~{varid}~

A GET operation retrieves configuration information for the T_pm_r.ocar object.
The following state indicates the meaning of ata_sTaTE attribute value returned
in response to aGET request. States not listed are not returned.

“WALid”

The object exists.

SET:

“{NEW | INValid}”

A sET operation updates configuration information for the selected T_pmM_rocaL
object. The following states indicate the meaning of aTa_sTATE Setin aseT
request. States not listed may not be set.

“NEW”

A new object is created. This state changeis allowed
inthe state “INvalid” and resultsin the state
“VALid".

unset

Modify an existing object. This combination is not
alowedinthe “INvalid” state. A successful return
leaves the object state unchanged.

“INValid”

The object isdeleted. This state changeisalowed in
the state *vALid” and resultsin the state
“INvalid”.

TA_DMAUDITLOG: string]1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
The name of the audit log file for thislocal domain access point.

File Formats, Data Descriptions, MIBs, and System Processes Reference



DM_MIB(5)

TA_DMBLOCKTIME. O <= num <= 32,767
Specifies the maximum wait time allowed for ablocking call for thislocal domain access
point. The valueisamultiplier of the scanunIT parameters specified in the T_pomMaIn
object. The value scanUNIT * TA_BLOCKTIME Must be greater than or equal to
scanuNIT and lessthan 32,768 seconds. If thisattribute is not specified, the default is set
tothevalueof theTa_srockTIME attribute specified for the T_poma1n object. A blocking
timeout condition implies that the affected service request has failed.

Be aware that interdomain transactions generate blocking timeout conditions when
transaction duration exceeds the value of the Ta_pMBLOCKTIME éttribute. That is, for an
interdomain transaction, if the value of the Ta_pmBLOCKTIME attributeislessthan (a) the
valueof thea_TrRANTIME attribute specified for the T_servIcE object or (b) the timeout
value passedinthe tpbegin () call to start the transaction, the timeout for the transaction
isreduced to the Ta_pmMBLOCKTIME Value. In contrast, for intradomain transactions (that
is, transactions handled within a single Oracle Tuxedo domain), the value of the
TA_BLOCKTIME attribute specified for the T_poma1n object has no effect on the timeout
value of an intradomain transaction.

TA_DMTLOGDEV: string[l1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Thedevice (raw dice) or file containing the Domains transaction log (Tr.oc) for thislocal
domain access point. The TL.oG is stored as an Oracle Tuxedo System VTOC table on the
device. For reliability, the use of adevice (raw slice) is recommended.

If this attribute is not specified, the domain gateway group associated with thislocal
domain access point isnot allowed to process requestsin transaction mode. Multiplelocal
domain access points for the same machine can share the same Oracle Tuxedo filesystem,
but each local domain access point must have its own log (atable in the TA_DMTLOGDEV)
named as specified by the Ta_pmrr.oenamE keyword.

TA_DMTLOGNAME: string[l..18]
The Tr.oG name for thislocal domain access point. If more than one Tr.oG exists on the
same device, each TL.oc must have a unique name.

TA_DMTLOGSIZE: 1 <= num <= 2048
The size in pages of the Tr.og for thislocal domain access point. Thissize is constrained
by the amount of space available on the device identified in Ta_DMTLOGDEV.

TA_DMMAXRAPTRAN: O <= num <= 32,767
The maximum number of remote domain access points that can be involved in asingle
transaction for thislocal domain access point.
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TA_DMMAXTRAN: 0 <= num <= 32,767
The maximum number of simultaneous transactions allowed for thislocal domain access
point. This number must be greater than or equal to the T_bpoMAIN:TA_MAXGTT attribute
vaue.

TA_DMSECURITY: “{NONE | APP_PW | DM_PW | DM_USER_PW }”
The type of security enabled for the domain gateway associated with thislocal domain
access point. This attribute must be set to one of the following values:

“NONE "
No security is enabled.

“APP_PW”
Valid only when ta_pMTyPE="TDOMAIN". Application password-based security is
enabled.

“DM_PW”

Valid only when Ta_DMTYPE="TDOMAIN” OF *0SITPX”. Domain password-based
security is enabled.

“DM_USER_PW”
Valid only when ta_pmMTYPE="sNax~. Trandation of principal namesis enabled.

Attributes available when TA_DMTYPE=TDOMAIN

TA_DMCONNECTION_POLICY : “{ON_DEMAND | ON_STARTUP | INCOMING_ONLY |
PERSISTENT_DISCONNECT}”
Specifies the conditions under which the domain gateway associated with thislocal
domain access points tries to establish connections to remote domains. Supported values
are “ON_DEMAND”, “ON_STARTUP”, “INCOMING_ONLY”, Or
“PERSISTENT_DISCONNECT”.

“ON_DEMAND”
Means that a connection is attempted only when requested by either a client
request to aremote service or admadmin (1) connect command. The default
setting for TA_DMCONNECTION_POLICY attributeis “on_pemanD”. The
“ON_DEMAND” policy provides the equivalent behavior to previousreleases, in
which the Ta_pMconNECTTON_POLICY attribute was not explicitly available.
Connection retry processing is not allowed with this policy.

“ON_STARTUP"”
Means that a domain gateway attempts to establish a connection with its remote
domains at gateway server initialization time. Remote services for a particular
remote domain (that is, services advertised by the domain gateway) are advertised
only if aconnection issuccessfully established to the remote domain. Therefore, if
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there is no active connection to a remote domain, the remote services are
suspended. By default, this connection policy retries failed connections every 60
seconds; however, you can specify a different value for thisinterval using the
TA_DMRETRY_ INTERVAL attribute. Also, see the Ta_ DMMAXRETRY attribute.

“INCOMING_ONLY"
Means that a domain gateway does not attempt an initial connection to remote
domains upon startup and that remote services areinitially suspended. Thedomain
gateway is available for incoming connections from remote domains, and remote
servicesare advertised when the domain gateway receivesan incoming connection
or an administrative connection (using the dmadmin (1) connect command) is
made. Connection retry processing is not allowed when the connection policy is
“INCOMING_ONLY".

“PERSISTENT_DISCONNECT”
Means that the incoming connections from a remote domain are rejected and the
local domain will not attempt to connect to the remote domain. Related remote
service is suspended accordingly. Remote services are available until manually
changed to another connection policy and an administrative connection (using
dmadmin (1) connect command) is made.

TA_DMMAXRETRY : 0 <= num <= MAXLONG
The number of times that the domain gateway associated with thislocal domain access
point tries to establish connections to remote domains. The minimum value is 0 and the
maximum iSMAXL.ONG (2147483647). MAXLONG indicatesthat retry processing isrepeated
indefinitely, or until a connection is established. For a connection policy of
“ON_STARTUP”, the default setting for TA_DMMAXRETRY iSMAXLONG. Setting this attribute
to 0 turns off the automatic retry mechanism. For other connection policies, automatic
retries are disabled.

The Ta_pvMaxrRETRY attribute is valid only when the connection policy is
“ON_STARTUP".

TA_DMRETRY_INTERVAL: O <= num <= MAXLONG
The number of seconds that the domain gateway associated with thislocal domain access
point waits between automatic attempts to establish a connection to remote domains. The
minimum valueis0 and the maximum valueisMax1.0NG (2147483647). The default is 60.
If TA_DMMAXRETRY iS Set to 0, setting TA_DMRETRY_INTERVAL iS hot allowed.

This attribute is valid only when the TA_DMCONNECTION_POLICY attributeis set to
“ON_STARTUP”. For other connection policies, automatic retries are disabled.
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Attributes available when TA_DMTYPE=TDOMAIN

TA_DMCONNPRINCIPALNAME: string[0..511]
The connection principal name identifier, which is the principal name used for verifying
the identity of the domain gateway associated with this local domain access point when
establishing a connection to aremote domain. This attribute applies only to domain
gateways of type TpoMaIN running Oracle Tuxedo 7.1 or later software.

The Ta_DMCONNPRINCIPALNAME attribute may contain amaximum of 511 characters
(excluding the terminating nuL1 character). If this attribute is not specified, the
connection principal name defaults to the Ta_pmaccesspornTID string for this local
domain access point.

For default authentication plug-ins, if avalueis assigned to the
TA_DMCONNPRINCIPALNAME attribute for thislocal domain access point, it must be the
same as the value assigned to the Ta_pMaccEsspoINTID attribute for thislocal domain
access point. If these values do not match, thelocal domain gateway processwill not boot,
and the system will generate the following userlog (3c) MeSsage: ERROR: Unable to
acquire credentials.

TA_DMMACHINETYPE: string[0..15]
Used for grouping domains so that encoding/decoding of messages can be bypassed
between the machine associated with thislocal domain access point and the machines
associated with the remote domain access points. This attribute applies only to domain
gateway's of type TDOMAIN.

If ra_pMMACHINETYPE isnot specified, the default isto turn encoding/decoding on. If the
value set for the Ta_pvMACHINETYPE attribute is the same in both the T_pm_r.ocarn and
T_DM_REMOTE classesfor aconnection, dataencoding/decoding isbypassed. Thevalue set
for Ta_DMMACHINETYPE Can be any string value up to 15 charactersin length. It is used
only for comparison.

Attributes availahle when TA_DMTYPE=SNAX

TA_DMBLOB_SHM_SIZE: 1<= num <= MAXLONG
Specifies the shared memory allocated to storing binary large object log information
specifictothis snax local domain access point. Thisattribute appliesonly to local domain
access points and domain gateways of type snax.

Limitations

When the Domain gateway administration (cwapm) server supporting the local domain access
point specified in the Ta_DMLACCESSPOINT attribute is active, you cannot seT the TA_STATE to
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INvalid or update the following attributes. Ta_DMACCESSPOINTID, TA_DMSRVGROUP,
TA_DMTYPE, TA_DMTLOGDEV, TA_DMTLOGNAME, TA_DMTLOGSIZE, TA_ DMMAXRAPTRAN,
TA_DMMAXTRAN, Of TA_ DMMACHINETYPE.

T_DM_OSITP Class Definition

Overview

Thet_pm_os1Tp class definesthe OSI TP 1.3 protocol related configuration information for a
specific local or remote domain access point.

Attribute Table

Table 18 DM_MIB(5): T_DM_OSITP Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMACCESSPOINT(N)(K)(*) string  rw-r--r-- string[1..30] N/A
TA_STATE(r) string  rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV}” N/A
TA_DMAPT(r) string rw-r--r-- string[l..78] N/A
TA_DMAEQ(r) string rw-r--r-- string[l..78] N/A
TA_DMNWDEVICE string rw-r--r-- string[l..78] N/A
TA_DMACN string rw-r--r-- “{XATMI | UDT}” “XATMI"”
TA_DMAPID short rw-r--r-- 0 <= num <= 32767 N/A
TA_DMAEID short rw-r--r-- 0 <= num <= 32767 N/A
TA_DMURCH string rw-r--r-- string]0..30] N/A
TA_DMMAXLISTENINGEP short rw-r--r-- 1 <= num <= 32767 3
TA_DMXATMIENCODING string rw-r--r-- “{CAE | PRELIMINARY | “CAE"

OLTP_TM2200}”

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class
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Attribute Semantics

TA_DMACCESSPOINT. string[1..30]
Thelocal or remote domain access point name for which this entry provides the
protocol-specific configuration information. This field matches the domain access point
namegivenintheT bM LoCAL Or T_DM_REMOTE entry that defines the protocol
independent configuration of the domain access point.

TA_STATE!

GET: “{vaLid}”
A GET operation retrieves configuration information for the T_pmM_os1Tp Object.
The following state indicates the meaning of aTa_sTaTE attribute value returned
in response to aceT request. States not listed are not returned.

“WALid” The object exists.

SET: “{NEW | INValid} "
A st operation updates configuration information for the selected T_pm_ostTP
object. The following states indicate the meaning of Ta_STATE in a SET request.
States not listed may not be set.

“NEW” A new object iscreated. This state changeis alowed
inthe state *INvValid” and resultsin the state
“WALid”.

unset Modify an existing object. This combination is not

alowedinthe “INvalid” state. A successful return
leaves the object state unchanged.

“INvValid” The object isdeleted. Thisstate changeisalowed in
the state “vALid” and resultsin the state
“INValid”.

TA_DMAPT; string[l..78]

Theapplication processtitleof thislocal or remote domain accesspoint in object identifier
form.

TA_DMAEQ: string[l..78]
Theapplication entity qualifier of thislocal or remote domain access point ininteger form.
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TA_DMNWDEVICE: string[l..78]
Specifies the network device to be used for thislocal domain access point. This attribute
isrelevant only when defining alocal domain access point; it isignored for aremote
domain access point.

TA_DMACN: “{XATMI | UDT}"
The application context name to use with thislocal or remote domain access point. When
establishing a dialogue to a remote domain access point, the application context name
from the remote domain access point isused, if it ispresent. If it is absent, the application
context name from the local domain access point is used. The value “xatm1~ selectsthe
use of the X/Open defined XATMI Application Service Element (ASE) and encoding.
The value *upT~ selects the use of the | SO/IEC 10026-5 User Data Transfer encoding.

TA_DMAPID: 0 <= num <= 32767
This optional attribute defines the application process invocation identifier to be used on
thislocal or remote domain access point.

TA_DMAEID: 0 <= num <= 32767
This optiona attribute defines the application entity invocation identifier to be used on
thislocal or remote domain access point.

TA_DMURCH: string[0..30]
Specifies the user portion of the OSI TP recovery context handle for thislocal domain
access point. It may be required by an OSI TP provider in order to perform recovery of
distributed transactions after acommunications line or system failure.

Thisattributeis relevant only when defining alocal domain access point; it isignored for
aremote domain access point.

TA_DMMAXLISTENINGEP: 0 <= num <= 32767
Specifies the number of endpoints awaiting incoming OSI TP dialogues for this|ocal
domain access point. This attribute is relevant only when defining alocal domain access
point; it isignored for aremote domain access point.

TA_DMXATMIENCODING: “{CAE | PRELIMINARY | OLTP_TM2200}"
Specifiesthe version of the XATMI protocol used to communicate with aremote system.
This attribute is valid only when describing a remote domain access point. Valid values
are:
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vcaE” (default)

“PRELIMINARY” (used with Unisys MCP OLTP systems)

vorLTP_TM2200” (used with Unisys TM 2200 systems)

Limitations

Deleting or updating an instance of this classis not permitted in the following scenarios:

e Theinstance of the class corresponds to alocal domain access point and the domain

gateway group associated with the local domain access point is active.

e Theinstance of the class corresponds to a remote domain access point and the domain

gateway group associated with the remote domain access point is active.

On seT operationsthat add or update an instance of thisclass, the specific local or remote domain
access point specified inthe Ta_pMaccEsspoINT attribute must existinthe T_pmM_r.ocar classor
the T_pM_RrREMOTE class. If the domain access point does not exist, a“not defined” error is

returned for the Ta_pmaccEsspPoINT attribute, and the operation fails.

T_DM_OSITPX Class Definition

Overview

The T_pm_os1iTpx class definesthe OSl TP 4.0 or later protocol related configuration
information for a specific local or remote domain access point. The T_bM_0sITPX classis
supported only by Oracle Tuxedo 8.0 or later software.

Attribute Table

Table 19 DM_MIB(5): T_DM_OSITPX Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMACCESSPOINT(r)(K)(*) string  rw-r--r-- string[1..30] N/A
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_DMAET(r) string  rw-r--r-- string[l..78] N/A
TA_DMNWADDR(r) string  rw-r--r-- string[1..631] N/A
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Table 19 DM_MIB(5): T_DM_OSITPX Class Definition Attribute Table (Continued)
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Attribute Type Permissions Values Default
TA_DMTSEL string rw-r--r-- string[1..66] N/A
TA_DMDNSRESOLUTION string IwW-r--r-- “{STARTUP | RUNTIME} ” “STARTUP”
TA_DMPSEL short rw-r--r-- string[l1..10] w
TA_DMSSEL short IwW-r--r-- string[l..34] w
TA_DMTAILORPATH short rw-r--r-- string[l..78] wo
TA_DMXATMIENCODING string rw-r--r-- “{CAE | PRELIMINARY | “CAE"
OLTP_TM2200 |
NATIVE_A_SERIES}”
TA_DMEXTENSIONS short rTw-r--r-- string[1..78]
TA_DMOPTIONS short rTW-r--r-- “{SECURITY_SUPPORTED} " wo

(r)—required when a new object is created

(k)—akey field for object retrieval

(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMACCESSPOINT. string[1..30]

The local or remote domain access point name for which this entry providesthe
protocol-specific configuration information. This field matches the domain access point
namegivenintheT bpM LoCAL Or T_DM_REMOTE entry that definesthe
protocol-independent configuration of the domain access point.

TA_STATE!

GET: “{vaLid}”
A GET operation retrieves configuration information for the T_bpm_os1Tpx object.
The following state indicates the meaning of aTa_sTaTE attribute value returned
in response to aceT request. States not listed are not returned.

“WALid”

The object exists.
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SET: “{NEW | INValid}”
A sEeT operation updates configuration information for the selected T_pm_os1TpPx
object. The following states indicate the meaning of Ta_sTATE in a SET request.
States not listed may not be set.

“NEW” A new T_DM_OSITPX object is created. This state
changeis allowed in the state “1INvalid” and
resultsin the state “vALid”.

unset Modify an existing T_DM_0SITPX object. This
combinationisnot allowedinthe “INvalid” state.
A successful return leaves the object state
unchanged.

“INValid” The T_DM_0SITPX object is deleted. This state
changeis allowed in the state “vaLid” and results
inthe state “INValid”.

TA_DMAET, string[l..78]
The application entity title of thislocal or remote domain access point. This address must
be unique among all hosts communicating in the OSI TP network; it matchesthelocal AE
Title on the remote (OLTP) node.

The value of this attribute consists of the application process title as an object identifier

form followed by the application entity qualifier as an integer, using the following form:
“{object identifier},{integer qualifier}”. The bracesare part of the syntax

and must be included within the quotes.

TA_DMNWADDR: string[l..631]
The semicolon-separated list of network addressesto use for thislocal or remote domain
access point. A network address may be either an IP address, if using TCP/IP networks,
or aDNS name. The network address takes one of the following forms:

“#. #.#. #:port_number” |P Address
v/ /hostname: port_number” DNS Name
“//hostname:port_number; //hostname:port_number; ..."

If the port_number component is absent, the default port 102 is used.

For alocal domain access point, the value of this attribute contains a semicol on-separated
list of up to eight addresses on which to listen for connection requests. For aremote
domain access point, the value of this attribute contains the preferred address for the
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destination domain followed by up to seven alternative addresses (in preference order) to
betried if thefirst isunavailable.

TA_DMTSEL: string[l..66]
The Transport Service Access Point address to be used for thislocal or remote domain
access point. Thevalue may beoneto 32 ASCII non-control characters (those represented
by the hexadecimal numbers 20 to 7E), one to 32 hexadecimal octets preceded by 0x, or
“NONE"—the NULL string.

TA_DMDNRESOLUTION: “{STARTUP | RUNTIME}"
Specifies when the DNS name for the network address defined by the Ta_pvnwappr
attribute should be resolved for the domain gateway (cwos1TP) associated with thislocal
domain access point. If thisattribute is set (or defaulted) to »sTarTuP~, the resolution of
hostname to an actual 1P address takes place at gateway startup. If this attribute is set to
“RUNTIME”, the resolution of hostname to an actual | P addresstakes place at gateway run
time.

This attribute isrelevant only when defining alocal domain access point; it isignored for
aremote domain access point. On cet callsfor remote domain access point instances, this
attribute is set to the NnULL string.

TA_DMPSEL: string[1..10]
The Presentation Service Access Point address to be used for thislocal or remote domain
access point. Vaues may be oneto four ASCII non-control characters (those represented
by the hexadecimal numbers 20 to 7E), oneto four hexadecimal octets preceded by o0x, or
“NoNE” (default).

TA_DMSSEL: string[l1..34]
The Session Service Access Point address to be used for thislocal or remote domain
access point. Values may be one to 16 ASCII non-control characters (those represented
by the hexadecimal numbers 20 to 7E), one to 16 hexadecimal octets preceded by 0x, or
“NoNE~ (default).

TA_DMTAILORPATH: string][l..78]
Indicates the full pathname of the optional OSI TP tailor file used for tuning the OSI TP
stack for thislocal domain access point. Double quotes are required. If no valueis
supplied or the valueis set to the nuLL string, the OSI TP stack will run using defaultsfor
tuning parameters.

Thisattributeisrelevant only when defining alocal domain access point; it isignored for
aremote domain access point.
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TA_DMXATMIENCODING: “{CAE | PRELIMINARY | OLTP_TM2200 | NATIVE_A_ SERIES}”
Specifies the version of the xatM1 protocol used to communicate with a remote system.
This attribute is valid only when describing a remote domain access point. Valid values
are:

vcag” (default)
“PRELIMINARY” (used with Unisys MCP OLTP systems)
voLTP_TM2200~ (used with Unisys TM 2200 systems)

“NATIVE A SERIES” (used with Unisys MCP OLTP systems that support
this encoding type)

TA_DMEXTENSIONS: string[l..78]
Controls operations for the remote domain associated with this remote domain access
point. Valid values are separated by asemicolon (; ) and include “onLINE=N/Y"” (Y iSthe
default) and “RdomAssocRetry=nn", Where nn is the number of seconds to retry
connecting to the online remote domain. This attribute defaults to the RdomassocRetry
tailor parameter if present, or 60 seconds if RdomAssocRetry iShot present and nn isnot
specified.

TA_DMOPTIONS: “{SECURITY_SUPPORTED} "
Indicates optional parameters for this remote domain access point. The
“SECURITY_SUPPORTED” Value indicates that the remote domain associated with this
remote domain access point supports the OSI TP security extension. This attribute
provides backward compatibility; it isvalid only when describing aremote domain access
point.

Limitations
Deleting or updating an instance of this classis not permitted in the following scenarios:

e Theinstance of the class corresponds to alocal domain access point and the domain
gateway group associated with the local domain access point is active.

e Theinstance of the class corresponds to a remote domain access point and the domain
gateway group associated with the remote domain access point is active.

On seT operationsthat add or update an instance of this class, the specific local or remote domain
access point specified inthe Ta_pMACCESSPOINT attribute must existinthe T _pM_r.ocar classor
the T_pm_rEMOTE class. If the domain access point does not exist, a“not defined” error is
returned for the Ta_pmaccesspoInT attribute, and the operation fails.
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T _DM_PASSWORD Class Definition

Overview

The T_pM_PASSWORD class represents configuration information for interdomain authentication
through access points of type TDOMAIN.

Attribute Table

Table 20 DM_MIB(5): T_DM_PASSWORD Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMLACCESSPOINT(r)(K)(*) string IwW-r--r-- string[1..30] N/A
TA_DMRACCESSPOINT(r)(K)(*) string TW-r—--r-- string[1..30] N/A
TA_DMLPWD(r) string -W-—————- string[1..30] N/A
TA_DMRPWD(r) string “W--—————- string(1..30] N/A
TA_STATE(r) string IW-r--r-- GET: “VAL” N/A
SET: “{NEW | INV | REC} " N/A

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMLACCESSPOINT: string[l..30]
The name of the local domain access point to which the password applies.

TA_DMRACCESSPOINT. string{l..30]
The name of the remote domain access point to which the password applies.

TA_DMLPWD: string{l1..30]
Thelocal password to be used to authenticate connections between the local domain
access point identified by Ta_pmr.accesspoInT and the remote domain access point
identified by TA_DMRACCESSPOINT.
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TA_DMRPWD: string[1..30]
The remote password to be used to authenticate connections between the local domain
access point identified by Ta_pmr.accesspoINT and the remote domain access point
identified by TA_DMRACCESSPOINT.

TA_STATE:

GET: “{vALid}”
A GET operation retrieves configuration information for the selected
T_DM_PASSWORD object. The following stateindicatesthe meaning of aTa_sTaTE
attribute value returned in response to aGeT request. States not listed are not
returned.

“VALid"” The object exists.

SET: “{NEW | INValid | RECrypt}”
A sET operation updates configuration information for the selected
T_DM_PASSWORD object. The following states indicate the meaning of Ta_sTATE
in a seT request. States not listed may not be set.

“NEW” A new object iscreated. A state changeisalowed in
the state *INValid” and resultsin the state
“WALid”.

unset Modify an existing object. This combination is not

alowed in the state “INValid”.

“INValid” Theobjectisdeleted. A state changeisallowedinthe
state “VALid” and resultsin the state “*INvalid”.

“RECrypt” Re-encrypt all passwords using a new encryption
key. Appliesto dl password instancesin the
T_DM_PASSWORD Classes.

Limitations

Passwords cannot be re-encrypted (SET TA_STATE t0 “RECrypt ”) when any domain gateway
administration server (GwaDw) iS running.
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T_DM_PRINCIPAL_MAP Class Definition

Overview

The T_pM_PRINCIPAL_MAP class represents configuration information for mapping principal
names to and from external principal names across access points of type sNax.

Attribute Table

Table 21 DM_MIB(5): T_DM_PRINCIPAL_MAP Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMLACCESSPOINT(r)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMRACCESSPOINT(r)(K)(*) string rw-r--r-- string(1..30] N/A
TA_DMPRINNAME(r)(K)(*) string  rw------- string[1..30] N/A
TA_DMRPRINNAME(r)(K)(*) string rw------- string(1..30] N/A
TA_DMDIRECTION(K) string rw-r----- “{IN|OUT | BOTH}” “BOTH"
TA_STATE(r) string rw-r--r-- GET:“VAL”" N/A
SET:*{NEW | INV}~ N/A

(r)—required when anew object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMLACCESSPOINT. string{l..30]
The local domain access point to which the principal mapping applies.

TA_DMRACCESSPOINT: string[l..30]
The remote domain access point to which the principal mapping applies.

TA_DMPRINNAME: string{l1..30]
Thelocal principal name in the principal mapping.

TA_DMRPRINNAME: string{l..30]
The remote principal name in the principa mapping.
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TA_DMDIRECTION: “{IN | OUT | BOTH}”
The direction to which the principal mapping applies.

wIN”
Is INcoming to this Oracle Tuxedo domain through the given remote domain
access point and local domain access point.

“ouT”
Is OUTgoing from this Oracle Tuxedo domain through the given local domain
access point and remote domain access point.

“BOTH”
Applies to both INcoming and OUTgoing.

TA_STATE:

GET: “{vALid}”"
A GET operation retrieves configuration information for the selected
T_DM_PRINCIPAL entry. Thefollowing state indicatesthe meaning of aTa_state
attribute value returned in response to aGeT request. States not listed are not
returned.

“WALid"” The object exists.

SET: "{NEW | INValid}”
A serT operation updates configuration information for the selected
T_DM_PRINCIPAL entry. The following states indicate the meaning of Ta_STATE
in aseT request. States not listed may not be set.

“NEW” A new object iscreated. A state changeisalowed in
the state “INValid” and resultsin the state
“VALid”.

unset Modify an existing object. This combination is not

alowed in the state “INValid”.

“INValid” Theobjectisdeleted. A state changeisallowedinthe
state “VALid” and resultsin the state “INvValid”.
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Limitations
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In Oracle Tuxedo release 7.1 or later, the T_pM_pRINCIPAL_MAP class applies only to the snax

domain gateway type.

T _DM_REMOTE Class Definition

Overview

TheT_pM_REMOTE class represents remote domain access point configuration information. Local
resources that may be exported through one or more local domain access points are made
accessible to aremote domain through aremote domain access point. Similarly, remote resources

are imported from a remote domain through a remote domain access point.

Attribute Table

Table 22 DM_MIB(5): T_DM_REMOTE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMACCESSPOINT(N)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMACCESSPOINTID(r) string  rw-r--r-- string[1..30] N/A
TA_DMTYPE(K) string rw-r--r-- *{ TDOMAIN | SNAX | “TDOMAIN"
OSITP |OSITPX}”
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_DMPRIORITY_TYPE string rw-r--r--— “{LOCAL_RELATIVE | “LOCAL_
LOCAL_ABSOLUTE | RELATIVE”
GLOBAL} "
TA_DMINPRIORITY string  rw-r--r-- -99 <= num <= 100 Oor50
Attributes available when Ta DMTYPE=TDOMAIN |OSITPX:
TA_DMACLPOLICY string rwxr--r-- “{LOCAL | GLOBAL} " “LOCAL"
TA_DMLOCALPRINCIPALNAME  string  rwxr--r-- string[0..511] w

Attributes available when TA_DMTYPE=TDOMAIN:

TA_DMCONNPRINCIPALNAME string  rwxr--r-- string[0..511]

W
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Table 22 DM_MIB(5): T_DM_REMOTE Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_DMCREDENTIALPOLICY string rwxr--r-- “{LOCAL | GLOBAL} " “LOCAL"
TA_DMMACHINETYPE string rw-r--r-- string[0..15] v

Attributes available when Ta_DMTYPE=SNAX | OSITPX:

TA_DMCODEPAGE string rw-r--r-- string[1..20] N/A

(r)—required when anew object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMACCESSPOINT. string[l..30]
The name of thisT_pM_rREMOTE entry—a user-specified remote domain access point
identifier (logical name) unique within the scope of the T_pv_1.0caL and T_DM_REMOTE
access point names in this Domains configuration.

TA_DMACCESSPOINTID: string[l1..30]
Theidentifier for the remote domain associated with this remote domain access point for
purposes of security when setting up a connection to the remote domain. Thisidentifier is
unique across all local and remote domain access points.

TA_DMTYPE: “{TDOMAIN | SNAX | OSITP | OSITPX}"
Thetype of domain for thisremote domain access point: *tpomMaIn” for an Oracle Tuxedo
domain, *snax~ for an SNA domain, *oszTp~ for an OS| TP 1.3 domain, or *0SITPX”
for an OSI TP 4.0 or later domain. The presence or absence of other attributes depends on
the value of this attribute.

Setting Ta_pMTYPE="0SITPX" iSsupported only by Oracle Tuxedo 8.0 or later software.
TA_STATE:

GET: “{vALid}”
A GET operation retrieves configuration information for theT_pm_REMOTE object.
The following state indicates the meaning of ata_sTaATE attribute value returned
in response to aGET request. States not listed are not returned.
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“WALid” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected T_pM_REMOTE
object. The following states indicate the meaning of Ta_sTATE in a SET request.
States not listed may not be set.

“NEW” A new object is created.

unset Modify an existing object. This combination is not
dlowed inthe “INvalid” state. A successful return
|eaves the object state unchanged.

“INValid” The object is deleted.

TA_DMPRIORITY_TYPE = “{LOCAL_RELATIVE | LOCAL_ABSOLUTE | GLOBAL}"

TA_DMINPRIORITY = -99 <= num <= 100
Together, the TA_DMPRIORITY_TYPE and TA_DMINPRIORITY attributes specify the
message priority handling for this remote domain access point. These attributes are
supported by Oracle Tuxedo 8.0 or later software.

For the Ta_DMPRIORITY TYPE attribute, the *Local,_RELATIVE” and
“L,oCAL_aABSOLUTE” valuesarevalid for all remote domain types; the “croBaL” valueis
valid only for remote domains of type TpoMaIn. If not set, the TA_DMPRIORITY_TYPE
attribute defaults to “*LOCAL_RELATIVE”.

TA_DMPRIORITY_TYPE="LOCAL_RELATIVE” meansthat the priority associated with a
request from this remote domain access point (for example, viathe tpsprio call) isnot
used by the local domain. Instead, the priority of incoming requests from this remote
domain access point is set relative to the Ta_pMINPRIORITY Value; thisvalue may be
greater than or equal to-99 (lowest priority) and lessthan or equal to 99 (highest priority),
with O being the default. The setting of TA_DMINPRIORITY increments or decrements a
service' s default priority as follows: up to a maximum of 100 or down to a minimum of
1, depending on its sign, where 100 is the highest priority. For requests to the remote
domain access point, the priority associated with arequest will accompany the request to
the remote domain access point.
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TA_DMPRIORITY_TYPE=“LOCAL_ABSOLUTE” means that the priority associated with a
regquest from this remote domain access point isnot used by thelocal domain. Instead, the
priority of incoming requests from this remote domain access point is set relative to the
TA_DMINPRIORITY Value; this value may be greater than or equal to 1 (lowest priority)
and less than or equal to 100 (highest priority), with 50 being the default. The setting of
TA_DMINPRIORITY incrementsor decrementsaservice sdefault priority asfollows: upto
amaximum of 100 or down to a minimum of 1, depending on its sign, where 100 is the
highest priority. For requests to the remote domain access point, the priority associated
with arequest will accompany the request to the remote domain access point.

TA_DMPRIORITY_TYPE="“GLOBAL” meansthat the priority associated with arequest from
thisremote domain access point is adjusted by thelocal domain. The priority of incoming
requests from this remote domain access point is adjusted relative to the
TA_DMINPRIORITY Value; thisvalue may be greater than or equal to-99 (lowest priority)
and less than or equal to 99 (highest priority), with 0 being the default. If
TA_DMINPRIORITY iSSet, the priority accompanying theincoming request isadded to the
TA_DMINPRIORITY Value to create an absolute priority setting for the incoming request.
If TA_DMINPRIORITY iSnot set orisset to 0, the priority accompanying the incoming
request is used asis by thelocal domain. For requests to the remote domain access point,
the priority associated with arequest will accompany the request to the remote domain
access point.

Attributes available when TA_DMTYPE=TDOMAINIOSITPX

TA_DMACLPOLICY: {LOCAL | GLOBAL}

The access control list (ACL) policy for this remote domain access point. This attribute
applies only to domain gateways of type TpomMaIN running Oracle Tuxedo 7.1 or later
software and domain gateways of type ostTpx running Oracle Tuxedo 8.0 or later
software.

LocAL meansthat thelocal domainreplacesthe credential (identity) of any servicerequest
received from the remote domain with the principal name specified in the
TA_DMLOCALPRINCIPALNAME attribute for this remote domain access point. GLOBAL
meansthat thelocal domain does not replace the credential received with aremote service
request; if no credential is received with aremote service request, the local domain
forwardsthe service request to the local service asis (which usualy fails). If thisattribute
is not specified, the default is.ocar.

Notethat theTa_pmacr.por1cy attribute controlswhether or not thelocal domain replaces
the credential of a service request received from aremote domain with the principal name
specified in the TA_DMLOCALPRINCIPALNAME attribute. The TA_DMCREDENTIALPOLICY
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attribute isrelated to this attribute and controls whether or not the local domain removes
the credentia from alocal service request before sending the request to a remote domain.

TA_DMLOCALPRINCIPALNAME: string[0..511]
Thelocal principal name identifier (credential) assigned by the local domain to service
requests received from the remote domain when the Ta_pmacLpoLIcy attribute for this
remote domain access point is set (or defaulted) to Locar. This attribute applies only to
domain gateways of type TpoMaIN running Oracle Tuxedo 7.1 or later software and
domain gateways of type os1Tpx running Oracle Tuxedo 8.0 or later software.

The Ta_DMLOCALPRINCIPALNAME attribute may contain a maximum of 511 characters
(excluding the terminating nur1, character). If this attribute is not specified, the local
principal name defaultstotheTa_pmaccesspoINTID String for thisremote domain access
point.

Attributes available when TA_DMTYPE=TDOMAIN

TA_DMCONNPRINCIPALNAME: string[0..511]
The connection principal name identifier, which is the principal hame used for verifying
theidentity of thisremote domain access point when establishing aconnection to thelocal
domain access point. This attribute applies only to domain gateways of type TboMaIN
running Oracle Tuxedo 7.1 or later software.

The TA_DMCONNPRINCIPALNAME attribute may contain a maximum of 511 characters
(excluding the terminating NuLL character). If this attribute is not specified, the
connection principal name defaults to the Ta_pMacceEsspPoINTID string for this remote
domain access point.

For default authentication plug-ins, if avalueisassigned to the
TA_DMCONNPRINCIPALNAME attribute for this remote domain access point, it must be the
same asthe value assigned to the Ta_pmaccEssPoINTID attribute for thisremote domain
access point. If these values do not match, any attempt to set up a connection between the
local domain gateway and the remote domain gateway will fail, and the system will
generate the following userlog (3c) MESSAgE: ERROR: Unable to initialize
administration key for domain domain_name.

TA_DMCREDENTIALPOLICY: {LOCAL | GLOBAL}
The credential policy for this remote domain access point. This attribute applies only to
domain gateways of type Tpoma1n running Oracle Tuxedo 8.0 or later software.

rocar meansthat the local domain removes the credential (identity) from alocal service
request destined for thisremote domain access point. cLoraL meansthat thelocal domain
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does not remove the credential from alocal service request destined for this remote
domain access point. If this attribute is not specified, the default is.ocar.

Note that the TA_DMCREDENTIALPOLICY attribute controls whether or not the local
domain removes the credential from alocal service request before sending the request to
aremote domain. The Ta_pmacLpoLICy attribute controls whether or not the local
domain replaces the credential of a service reguest received from aremote domain with
the principal name specified in the TA_DMLOCALPRINCIPALNAME attribute.

TA_DMMACHINETYPE. string{0..15]
Used for grouping domains so that encoding/decoding of messages can be bypassed
between the machine associated with this remote domain access point and the machine
associated with thelocal domain access point. If Ta_DMMACHINETYPE isnot specified, the
default is to turn encoding/decoding on. If the value set for the Ta_DMMACHINETYPE
attribute isthe samein boththe T_pw_r.ocar and T_pM_REMOTE classes for aconnection,
data encoding/decoding is bypassed. The value set for Ta_pMMACHINETYPE can be any
string value up to 15 charactersin length. It is used only for comparison.

Attributes available when TA_DMTYPE=SNAXIOSITPX

TA_DMCODEPAGE: string[l..20]
The name of the default trandlation tables to use in translating requests and replies sent
through this remote domain access point.

Limitations

When any gateway administrative server (cwapw) supporting a local domain access point of the
same domain type asthisrequest is active, you cannot set the Ta_sTaTE to INvalid or update
the following attributes: Ta_DMACCESSPOINTID, TA_DMTYPE, TA_DMMACHINETYPE, Of
TA_DMCODEPAGE.

Y ou cannot delete an instance of the T_pm_remOTE classif it is referenced by any instances of
the following classes: T_bM_ACL, T_DM_IMPORT, T_DM_OSITP, T_DM_OSITPX, T_DM_ROUTING,
Of T_DM_TDOMAIN.

T _DM_RESOURCES Class Definition

Overview
The T_pM_RESOURCES class represents Domains-specific configuration information.
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Attribute Table

Table 23 DM_MIB(5): T_DM_RESOURCES Class Definition Attribute Table

DM_MIB(5)

Attribute Type Permissions Values Default

TA_DMVERSION(r) string rw-r--r-- string[1..30] N/A

(r)—required when anew object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMVERSION: string(1..30]
A user-supplied identifier for the Domains configuration.

Limitations
None.

T _DM_ROUTING Class Definition

Overview

TheT_pM_ROUTING classrepresents routing criteriainformation for routing requeststo adomain

through a remote domain access point.

Attribute Table

Table 24 DM_MIB(5): T_DM_ROUTING Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMROUTINGNAME(N)(K)(*) string rw-r--r-- string[l..15] N/A
TA_DMBUFTYPE(r)(K)(*) string rw-r--r-- string[l..256] N/A
TA_DMFIELD(r) string rw-r--r-- string[1..30] N/A
TA_DMFIELDTYPE string rw-r--r-- “{CHAR | SHORT |LONG | N/A
FLOAT | DOUBLE |
STRING}”
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Table 24 DM_MIB(5): T_DM_ROUTING Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_DMRANGES(r) string rw-r--r-- string[1..4096] N/A

TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV}” N/A

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMROUTINGNAME: string{l..15]

The name of the routing criteria table entry—an identifier unique within the scope of
T_DM_ROUTING entriesin the Domains configuration.

TA_DMBUFTYPE: string{l..256]

"typell:subtypell,subtype2...]|[;type2[:subtype3[,subtypes...]]...]"

List of typesand subtypes of data buffersfor which thisrouting entry isvalid. A maximum
of 32 type/subtype combinationsisallowed. Thetypesarerestricted to thefollowing: Fmr.,
FML32, XML, VIEW, VIEW32, X_C_TYPE, Of x_coMMoN. NO subtype can be specified for
type FuL, FML32, OF xXML; subtypes are required for types view, vIiEW32, X_C_TYPE, and
x_common (“*” isnot allowed). Note that subtype names should not contain semicolon,
colon, comma, or asterisk characters. Duplicate type/subtype pairs cannot be specified for
the same routing criterion name; more than one routing entry can have the same criterion
name as long as the type/subtype pairs are unique. If multiple buffer types are specified
for asingle routing entry, the data types of the routing field for each buffer type must be
the same.

TA_DMFIELD: string[l..254]

144

The name of the field to which routing is applied.

For L (and FvL32) buffer types, Ta_pMrIELD containsan FML field namethat must be
defined in an FML field table. When routing is performed, the field name is retrieved
using the FLDTBLDIR and FIELDTBLS (FLDTBLDIR32 and FIELDTBLS32 for FML32)
environment variables.

For view (and view32) buffer types, Ta_pmrIELD containsaVIEW field namethat must
bedefinedinan FML VIEW table. When routing is performed, the field nameisretrieved
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using the viewpIr and vIEWFILES (VIEWDIR32 and VIEWFILES32 for VIEW32)
environment variables.

When routing a buffer to its correct remote domain access point, the appropriate tableis
used to get the data-dependent routing field value within a buffer.

For an xmr, buffer type, Ta_pmMFIELD contains either a routing element type (or name) or
arouting element attribute name.

The syntax of the Ta_pmrIELD attribute for an xur buffer type is asfollows:

“root_element[/child _element]|[/child_element]
[/.. ]l@attribute name]”

The element is assumed to be an XML document or datagram element type. Indexing is
not supported. Therefore, the Oracle Tuxedo system recognizes only the first occurrence
of agiven element type when processing an XML buffer for data-dependent routing. This
information is used to get the associated el ement content for data-dependent routing while
sending a message. The content must be a string encoded in UTF-8.

The attribute is assumed to be an XML document or datagram attribute of the defined
element. Thisinformation is used to get the associated attribute value for data-dependent
routing while sending a message. The value must be a string encoded in UTF-8.

The combination of element name and attribute name may contain up to 30 characters.
The type of the routing field can be specified by the Ta_pMFIELDTYPE attribute.

TA_DMFIELDTYPE: “{CHAR | SHORT | LONG | FLOAT | DOUBLE | STRING}”
Thetype of therouting field specified inthe Ta_pmrIELD attribute. Thetype can be cHar,
SHORT, LONG, FLOAT, DOUBLE, Of STRING; only onetypeisalowed. Thisattribute is
required if TA_DMBUFTYPE iS xML; it must be absent if TA_DMBUFTYPE iS FML, VIEW,
X_C_TYPE, Of X_COMMON .

TA_DMRANGES: string{l1..4096]
Therangesand associated remote domain access pointsfor the ra_pmr1ELD routing field.
The format of the string is a comma-separated, ordered list of range/group name pairs. A
range/group name pair has the following format:

“1 ower[-upper] .raccesspoint”

lower and upper are signed numeric values or character stringsin single quotes. 1ower
must be less than or equal to upper. To embed a single quote in a character string val ue,
it must be preceded by two backslashes (for example, 'o\\ 'Brien'). ThevalueMIN can
be used to indicate the minimum val ue for the data type of the associated field on the
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machine. The value max can be used to indicate the maximum value for the data type of
the associated field on the machine. Thus, *mM1N--5~ isall numbers less than or equal to
-5, and “6-max~ isall numbers greater than or equal to 6.

The meta-character »*  (wildcard) in the position of arange indicates any values not
covered by the other ranges previously seen in the entry. Only one wildcard rangeis
allowed per entry and it should be last (ranges following it are ignored).

A numeric routing field must have numeric range values, and a string routing field must
have string range values.

String range valuesfor string, carray, and character field types must be placed inside apair
of single quotes and cannot be preceded by a sign. Short and long integer values are a
string of digits, optionally preceded by a plus or minus sign. Floating point numbers are
of theform accepted by the C compiler or atof (3) : anoptional sign, then astring of digits
optionally containing adecimal point, then an optional e or & followed by an optional sign
or space, followed by an integer.

The raccesspoint parameter indicates the remote domain access point to which the
request isrouted if the field matchestherange. A raccesspoint of **~ indicatesthat the
reguest can go to any remote domain access point that imports the desired service.

TA_STATE!

GET: “{vALid}~
A GET operation retrieves configuration information for theT_pm_rouTING object.
The following state indicates the meaning of aTa_sTaTE attribute value returned
in response to aceT request. States not listed are not returned.

“WALid” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected
T_DM_ROUTING Object. Thefollowing statesindicate the meaning of Ta_sTATE in
a seT request. States not listed may not be set.

A new object is created.
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unset Modify an existing object. This combination is not
dlowed inthe “INvalid” state. Successful return
leaves the object state unchanged.

“INValid” The object is deleted.

Limitations

DM_MIB(5)

Y ou cannot delete an instance of the T_pm_rouTING classif it isreferenced by an instance of the

T_DM_IMPORT Class.

T _DM_RPRINCIPAL Class Definition

Overview

TheT_bpM_RPRINCIPAL classrepresentspassword configuration information for remote principal

names.

Attribute Table

Table 25 DM_MIB(5): T_DM_RPRINCIPAL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMRACCESSPOINT(r)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMRPRINNAME(r)(K)(*) string rw------- string(1..30] N/A
TA_DMRPRINPASSWD(r)(*) string  -w------- stringl0..8] N/A
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A

(r)—required when anew object is created
(k)—akey field for object retrieval

(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMRACCESSPOINT. string{l..30]
The remote domain access point to which the principa is applicable.
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Note: The combination of Ta_DMRACCESSPOINT and TA_DMRPRINNAME Must be unique
within the scope of Ta_pM_RPRINCIPAL entriesin the Domains configuration.

TA_DMRPRINNAME: string[1..30]
The remote principal name.

Note: The combination of Ta_bDMRACCESSPOINT and TA_DMRPRINNAME must be unique
within the scope of Ta_pM_RPRINCIPAL entriesin the Domains configuration.

TA_DMRPRINPASSWD:. string|0..8]

The remote password to be used for the principal name when communicating through the
remote domain access point identified in TA_DMRACCESSPOINT.

TA_STATE!

GET: “{vaALid}”
A GET operation retrieves configuration information for the T_pM_RPRINCIPAL
object. The following state indicates the meaning of aTa_sTaTE attribute value
returned in response to aGeT request. States not listed are not returned.

“wALid” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected
T_DM_RPRINCIPAL object. Thefollowing statesindicatethe meaning of Ta_sTATE
in a seT request. States not listed may not be set.

“NEW” A new object is created. A state change is allowed in the
state “INvValid” and resultsin the state “vALid".

unset Modify an existing object. This combination is not
alowed in state “INValid”.

“INValid” The object isdeleted. A state changeis allowed in the
state “vALid” and resultsin the state “INValid”.

Limitations

In Oracle Tuxedo release 7.1 or later, the T_pm_rPRINCIPAL class applies only to the snax
domain gateway type.
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T _DM_SNACRM Class Definition

Overview

The T_pm_sNacru class defines the SNA-CRM -specific configuration for the named local
domain access point.

Attribute Table

Table 26 DM_MIB(5): T_DM_SNACRM Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMSNACRM(K)(r)(*) string rw-r--r-- string[1..30] N/A
TA_DMLACCESSPOINT(K)(r) string rw-r--r-- string(1..30] N/A
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_DMNWADDR(r) string rw-r--r-- string[l..78] N/A
TA_DMNWDEVICE(r) string rw-r--r-- string(l1..78] N/A

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMSNACRM: string[1..30]
The name of this T_pM_sNACRM entry. TA_DMSNACRM is an identifier unique within the
scope of the SNA CRM entries within the Domains configuration used to identify this
SNA CRM entry.

TA_DMLACCESSPOINT. string[l..30]
The name of the local domain access point entry with which this SNA CRM is used.

TA_STATE!

GET: “{vaLid}”
A GET operation retrieves configuration information for the T_pm_sNacRrM object.
The following state indicates the meaning of aTa_sTaTE attribute value returned
in response to aceT request. States not listed are not returned.
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“WALid” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected T_pm_sNacrM
object. The following states indicate the meaning of aTa_sTATE set in a SET
request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed in
the state *INvValid” and resultsin the state “vALid”.

unset Modify an existing entry. Thiscombinationisnot allowed
inthe state “INValid”.

“INValid” The object is deleted. This state changeis allowed in the
state “vaLid” and resultsin the state “INvValid”.

TA_DMNWADDR: string[l..78]
Specifies the network address for communication between the domain gateway for the
local domain access point and the SNA CRM.

TA_DMNWDEVICE: string[l..78]
Specifies the network device to be used for communication between the domain gateway
for the local domain access point and the SNA CRM.

Limitations

Deleting or updating an instance of the T_pm_sNacru classis not permitted if the Domain
gateway administration (cwapm) server for the referenced local access point is active.

On seT operations that add or update an instance of this class, the local domain access point
specified in the Ta_DMLACCESSPOINT Must exist in the T_pM_rocaL class. If the access point
does not exist, a“not defined” error isreturned for the Ta_pmr.accesspoINT attribute, and the
operation fails.
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Overview

DM_MIB(5)

The T_pM_sNALINK class represents SNAX-specific configuration information for aremote

domain access point.

Attribute Table

Table 27 DM_MIB(5): T_DM_SNALINK Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMSNALINK(r)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMSNASTACK(r)(K) string rw-r--r-- string(1..30] N/A
TA_DMRACCESSPOINT(r)(K) string rw-r--r-- string[1..30] N/A
TA_DMLSYSID(r) string rw-r--r-- string[l.4] N/A
TA_DMRSYSID(r) string rw-r--r-- string[l.4] N/A
TA_DMLUNAME(r) string rw-r--r-- string[l..8] N/A
TA_DMMINWIN(r) short rw-r--r-- 0 <= num <= 32767 N/A
TA_DMMODENAME(F) string rw-r--r-- string[l..8] N/A
TA_STATE(r) string  rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV} ” N/A
TA_DMSECTYPE string rw-r--r-- *{LOCAL | IDENTIFY | “LOCAL"
VERIFY | PERSISTENT |
MIXIDPE}”
TA_DMSTARTTYPE string rw-r--r-- “{AUTO | COLD} ~ “AUTO"
TA_DMMAXSNASESS short rw-r--r--— 0 <= num <= 32767 64
TA_DMMAXSYNCLVL short r--r--r-- 0<=num<=2 0

(r)—required when anew object is created
(k)—akey field for object retrieval

(*)—arequired key field for all SET operations on the class
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Attribute Semantics

TA_DMSNALINK: string[1..30]
Thenameof theT_pm_sNaLINk entry. Anidentifier, unique within the scope of the SNA
LINK entries within the Domains configuration, used to identify this Ta_DMSNALINK
entry.

TA_DMSNASTACK: string{l1..30]
The name of the SNAX stack entry to be used to reach this remote domain access point.

TA_DMRACCESSPOINT: string[l..30]
| dentifies the remote domain access point name for which this entry provides the SNAX
configuration data.

TA_DMLSYSID: string[l..4]
Thelocal SY SID to be used when establishing an SNA link to the remote logical unit
(LY).

TA_DMRSYSID:. string{l..4]
The remote SY SID to be used when establishing an SNA link to the remote LU.

TA_DMLUNAME: string[l..8]
Specifies the LU name associated with the remote domain access point.

TA_DMMINWIN: O <= num <= 32767
The minimum number of winner sessions to the remote LU.

TA_DMMODENAME:. string{l..8]
Specifies the name associated with the session characteristics for sessions to the remote
LU.

TA_STATE:

GET: “{vALid}”
A GET operation retrieves configurationinformation for thet_pm_sNALINK object.
The following state indicates the meaning of ata_sTaATE attribute value returned
in response to aGET request. States not listed are not returned.

“WALigd” The object exists.
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SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected
T_DM_SNALINK object. The following states indicate the meaning of a Ta_sTATE
set in a seET request. States not listed may not be set.

“NEW” A new object is created.

unset Modify an existing object. This combination is not
alowed in state “INValid”.

“INValid” The object is deleted.

TA_DMSECTYPE: “{LOCAL | IDENTIFY | VERIFY | PERSISTENT | MIXIDPE}"
Specifiesthe type of SNA security to be used on sessionsto the remote LU. Valid values
for thisattributeare *LocaL”, “IDENTIFY”, “VERIFY”, “PERSISTENT”, and *“MIXIDPE".

TA_DMSTARTTYPE: “{AUTO | COLD}”
Specifies the type of session start-up for the destination LU. Setting this attribute to
~coLD” forcesa COLDSTART withthe LU. If set to “auTo~, the SNACRM in
conjunction with the domain gateway choose whether to COLDSTART or
WARMSTART the LU.

TA_DMMAXSNASESS: 0 <= num <= 32767
Specifies maximum number of sessions to establish with the remote LU.

TA_DMMAXSYNCLVL: 0 <= num <=2
The maximum SYNC LEVEL that can be supported to this remote LU.

Limitations
Deleting or updating an instance of the T_pm_sNALINK classthat refersto aT_pm_sSNASTACK
classinstance is not permitted under the following condition: theT_pmM_sNasTAck classinstance
referstoaT_pM_sNAcRM classinstance that references alocal domain access point for which the
Domain gateway administration (cwapm) server is active.

On seT operations that add or update an instance of this class:

e The remote domain access point specified in the Ta_pMRACCESSPOINT attribute must exist
in the T_pmM_rEMOTE class. If the access point does not exist, a "not defined” error is
returned for the Ta_DMRACCESSPOINT attribute, and the operation fails.
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e The SNA stack reference name specified in the Ta_pmsnasTack attribute must exist in the
T_DM_SNASTACK class. If the reference name does not exist, a“not defined” error is
returned for the Ta_pmMsNaSTACK attribute, and the operation fails.

T _DM_SNASTACK Class Definition

Overview
The T_pM_sNasTack class defines an SNA stack to be used by a specific SNA CRM.

Attribute Table

Tahle 28 DM_MIB(5): T_DM_SNASTACK Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMSNASTACK(r)(K)(*) string rw-r--r-- string(1..30] N/A
TA_DMSNACRM(r)(K) string rw-r--r-- string[1..30] N/A
TA_DMSTACKTYPE(r) string rw-r--r-- string(1..30] N/A
TA_DMLUNAME(r) string rw-r--r-- string[l..8] N/A
TA_DMTPNAME(r) string rw-r--r-- string[l1..8] N/A
TA_DMSTACKPARMS(r) string rw-r--r-- string[l1..128] N/A
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A
SET: “{NEW | INV}” N/A

(r)—required when anew object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMSNASTACK: string{l1..30]
The name of thisT_pM_sNasTACK entry. TA_DMSNASTACK is an identifier unique within
the scope of T_bM_SNASTACK entry names in the Domains configuration.

TA_DMSNACRM: string{l1..30]
Identifies the T_pmM_snacru entry of the SNA CRM in which this SNA protocol stack
definition is used.
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TA_DMSTACKTYPE: string{l..30]
Identifies the protocol stack to be used.

TA_DMLUNAME: string[l..8]
Specifies the LU name to be used on sessions established using this stack definition.

TA_DMTPNAME:. string{l..8]
Specifies the TP name associated with the SNA stack. A value of “+” means accept any
TP name.

TA_DMSTACKPARMS: string{l..128]
Provides protocol stack specific parameters.

TA_STATE:

GET: “{vALid}”
A GET operation retrieves configuration information for the T_pM_sNasTAcK
object. The following state indicates the meaning of aTa_sTtaTe attribute value
returned in response to aGeT request. States not listed are not returned.

“VALid"” The object exists.

SET: “{NEW | INValid}”
A sET operation updates configuration information for the selected
T_DM_SNASTACK object. The following states indicate the meaning of Ta_sTATE
in aseT request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed in
the state “INValid~” and resultsin the state “vaLid”.

unset Modify an existing object. This combination is not
allowed in the state “INValid”.

“INValid” The object is deleted. This state change is allowed in the
state “VALid” and resultsin the state “*INValid”.

Limitations

Deleting or updating aninstance of thisclassisnot permitted if theinstance of the classreferences
aT_pM_sNACRM object which references alocal domain access point for which the Domain
gateway administration (cwapwm) server isactive.
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On seT operations that add or update an instance of this class, the SNA CRM name specified in
the Ta_pMsNACRM attribute must exist in the T_pm_snacru class. If the name does hot exist, a
“not defined” error isreturned for the Ta_pmsNacru attribute, and the operation fails.

T_DM_TDOMAIN Class Definition

Overview

The T_pM_TpoMAIN class defines the TDomain specific configuration for alocal or remote

domain access point.

Attribute Table

Table 29 DM_MIB(5): T_DM_TDOMAIN Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_DMACCESSPOINT(r)(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMNWADDR(r)(K)(*) string rw-r--r-- string[1..256] Notel N/A
TA_STATE(r) string rw-r--r-- GET: “VAL” N/A

SET: “{NEW | INV}” N/A
TA_DMNWDEVICE string rw-r--r-- string[1..78] N/A
TA_DMCMPLIMIT long rwW-rw-r-- 0 <= num <= MAXLONG MAXLONG
TA_DMMINENCRYPTBITS string rw------- “{0]40|56]|128|256}" “0~

Note 2
TA_DMMAXENCRYPTBITS string rw------- “{0|40|56]|128|256}"  “128"

Note 2
TA_DMCONNECTION_POLICY  string TWXr—-T—— “{LOCAL | ON_DEMAND | vL,ocarL~ Note3

ON_STARTUP |

- Note 5

INCOMING_ONLY | (Also see "%

PERSISTENT_DISCONNE

cT}”
TA_DMMAXRETRY long rWXr--r-- 0 <= num <= MAXLONG 0
TA_DMRETRY_INTERVAL long rwXr--r-- 0 <= num <= MAXLONG 60
TA_DMNW_PROTOCOL string rw-r--r-- “{ssL |LLE}” “LLE”
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Table 29 DM_MIB(5): T_DM_TDOMAIN Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_DMSSL_RENEGOTIATION long rWXY—-—-Y—-— 0<=num<=2147483647 O
TA_DMTCPKEEPALIVE string TWXL—--T—— “{LOCAL |NO | YES}” wL,ocarL~ Note3

“NO” Note 4
TA_DMKEEPALIVE long ITWXL--T-— -1 <= num <= 2147483647 .1 Note3

0 Note 4
TA_DMKEEPALIVEWAIT long rWXYr—--Yr—--— 0<=num<=2147483647 O
TA_DMLACCESSPOINT(r)(K)(*) string rw-r--r-- string[1..30] Wk
TA_DMFAILOVERSEQ short rwW-r--r-- -1 <= num <= 32767 -1

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Note 1 M aximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Note2 | ink-level encryption value of 40 bits is provided for backward compatibility.

Note 3 Default for remote domain access points.

Note4 Default for local domain access points.

Note5 Default TA_DMCONNECTION_POLICY valuefor alocal domain access point is
the TA_ DMCONNECTION_POLICY vaue specified intheT_DM_I.OCAL class.

Attribute Semantics

TA_DMACCESSPOINT. string{l..30]
Thelocal or remote domain access point name for which this entry provides the
TDomain-specific configuration data.

When Domainslink-level failover isin use, morethan one T_pM_TpomMa1N classentry can
be defined with the same Ta_pmaccesspoINT attribute value.

TA_DMNWADDR: string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifiesthe network address associated with the access point. For alocal domain access
point, this attribute supplies the address to be used for listening for incoming connections.
For aremote domain access point, thisattribute suppliesthe destination address to be used
when connecting to a remote domain access point. The value of thisfield must be unique
acrossall T_pM_tpoma1n entries. Table 30 lists the TCP/IP address formats.

File Formats, Data Descriptions, MIBs, and System Processes Reference 157



158

Table 30 Ipv4 and IPv6 Address Formats

IPv4 IPv6
//IP:port //[IPv6 address] :port
//hostname:port_number //hostname: port_number
//#.#.#.#:port_number Hex format is not
supported
TA_STATE.

GET: “{vALid}”
A GET operation retrieves configuration information for theT_pm_TpomMa1n object.
The following state indicates the meaning of aTa_sTaTE attribute value returned
in response to aceT request. States not listed are not returned.

“WALid” The object exists.

SET: “{NEW | INValid}”
A st operation updates configuration information for the selected
T_DM_TDOMAIN oObject. The following statesindicate the meaning of aTa_sTaTE
set in a st request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed in
the state *INvValid” and resultsin the state “vALid”.

unset Modify an existing object. This combination is not
dlowed in state “INValid”.

“INValid” The object is deleted. This state changeis allowed in the
state *vALid~ and resultsin the state “*INValid”.

Note: For "INvalid" regqueststo remove abM_TDOMAIN entry:

o If the entry pertainsto alocal domain and the GWADM for the local domain is
already booted, this request fails.
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o |f the entry pertains to aremote domain, and connection between the remote
domain and the local domain (if specified) is dropped.

After this MIB request, a high priority "dco" request isimmediately sent to
GWTDOMAIN of the related local domain. The connection is dropped immediately
after GWTDOMAIN schedulesthe "dco" request. All ongoing service requestsfail.

TA_DMNWDEVICE: string[l..78]
Specifies the network device to be used. For alocal domain access point, this attribute
specifies the device to be used for listening. For a remote domain access point, this
attribute specifies the device to be used when connecting to the remote domain access
point.

TA_DMCMPLIMIT. O <= num <= MAXLONG
Relevant to remote domain access points only. Threshold message at which compression
occurs for traffic to this access point.

TA_DMMINENCRYPTBITS: “{0]|40|56|128|256}"
Relevant to remote domain access points only. When establishing a connection to this
access point, this attribute specifiesthe minimum level of encryption required. » 0~ means
no encryption, while 40, 567, *128” and “256” Specify the encryption length (in
bits). If this minimum level of encryption is not met, link establishment fails. The default
is*0”.

The value of 40 bitsis provided for backward compatibility. 256-bit encryptionis
currently possible only when using SSL.

Note: Maodifications to this attribute do not affect established connections.

TA_DMMAXENCRYPTBITS: “{0|40|56|128]256}"
Relevant to remote domain access points only. When establishing a network link to this
access point, this attribute specifies the maximum level of encryption allowed. ~0” means
no encryption, while »40~, *s67, ~128” and “256" specify the encryption length (in
bits). The default is »128~.

The value of 40 bitsis provided for backward compatibility. 256-hit encryptionis
currently possible only when using SSL.

Note: Maodifications to this attribute do not affect established connections.

TA_DMCONNECTION_POLICY = “{LOCAL | ON_DEMAND | ON_STARTUP | INCOMING_ONLY |
PERSISTENT DISCONNECT}”
Specifies the conditions under which the TDomain gateway associated with thislocal or
remote domain access point triesto establish connections. Supported valuesare *r.ocar”,
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“ON_DEMAND”, “ON_STARTUP”, “INCOMING_ONLY”, OF “PERSISTENT_ DISCONNECT”.
“L,OCAL” isrelevant only to remote domain access points.

The TA_DMCONNECTION_POLICY atributeisavailableinthe T_bpM_TpoMaIN class when
running Oracle Tuxedo 8.1 or later software. ItsvalueintheT_bpM_TpoMaIN classfor a
particular local or remote domain access point takes precedence over its global valuein
ther_pm_rocaL class. The ability to override the global connection policy enablesyou to
configure connection policy on a per remote domain basis.

Specifying no connection policy for alocal domain access point defaults to the global
connection policy specified in the T_pm_r.ocar class. If you choose to specify a global
connection policy in the T_pm_tpomMa1n class, do not specify aglobal connection policy
intheT_pM_rocaL class.

“LOCAL”
A connection policy of *1.ocar.” meansthat aremote domain access point accepts
the global connection policy specified in the T_pm_1.0caL class. *L.ocaL” isthe
default connection policy for remote domain access points. Excluding “r.ocar~,
the connection policy value for aremote domain access point takes precedence
over the connection policy value for alocal domain access point.

“ON_DEMAND"”
A connection policy of “on_peEmanD~” means that the TDomain gateway attempts
a connection only when requested by either a client request to aremote service or
admadmin (1) connect command. Connection retry processing is not allowed
when the connection policy is “oN_DEMAND”.

“ON_STARTUP"”
A connection policy of “on_sTarTup” meansthat the TDomain gateway attempts
to establish aconnection at gateway server initialization time. For “oN_sTaARTUP”,
the remote services for a particular remote domain (that is, services advertised by
the TDomain gateway) are advertised only if a connection is successfully
established to the remote domain. Thus, if there is no active connection to the
remote domain, the remote services are suspended. By default, this connection
policy retries failed connections every 60 seconds, but you can specify adifferent
value for thisinterval using the Ta_DMRETRY_INTERVAL attribute in the
T DM _TDOMAIN class. Also, seethe Ta_DMMAXRETRY attribute in this class.

“INCOMING_ONLY”
A connection policy of *INcoMING ONLY” meansthat the TDomain gateway does
not attempt an initial connection upon startup and that remote services areinitialy
suspended. The TDomain gateway is available for incoming connections from a
remote domain, and remote services are advertised when the gateway receives an
incoming connection or an administrative connection (using the dmadmin (1)
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connect command) ismade. Connection retry processing is not allowed when the
connection policy IS * INCOMING_ONLY”.

“PERSISTENT_DISCONNECT”
A connection policy of “PERSISTENT DISCONNECT” meansthat theincoming
connections from the remote domain is rejected and the local domain will not
attempt to connect to the remote domain. Related remote service is suspended
accordingly. The local domain isisolated until it is manually changed to another
connection policy. Remote services are available until manually changed to
another connection policy and administrative connection (using the dmadmin (1)
connect command) is made.

Note: Thispolicy can only used for remote access point MIB setting.

TA_DMFAILOVERSEQ = -1 <= num <= 32767
Specifies or requests failover sequences and primary records for a TDomain session
record in the BoMconF1G file. If apv_mIB SET request does not specify a
TA_DMFATILOVERSEQ Value Or aDM_MIB SET TA_DMFAILOVERSEQ requestisfrom
Tuxedo releases prior to 9.0, the output TDomain session record in the Bovcomr1c file
uses the default FATLOVERSEQ = -1.

The record with the lowest FaATL.OVERSEQ Valueis the primary record for that TDomain
session. There is only one primary record for a TDomain session, all remaining records
for the same TDomain session are called secondary/backup records. With the exceptions
of NWADDR, NWDEVICE, and FAILOVERSEQ, the primary record is the source for al
TDomain session configuration parameters and attributes. All other parameters and
attributes listed in secondary/backup records are ignored.

Based on the conneEcTTON_POLICY attribute you select, the local domain will try to
connect to aTDomain session’s primary record. If the primary record hasafailover, it will
then try to connect to the next sequential secondary/backup record. If all secondary record
connectionsfail, it will retry the primary record information at alater time as determined
by RETRY_INTERVAL until MAXRETRY iS exhausted.

TA_DMLACCESSPOINT. string{l..30]
Specifies or requests alocal domain access point found in the pv_r.ocaL section for a
TDomain session record in the BouconF1G file. The TA_DMLACCESSPOINT parameter is
used exclusively to define TDomain session gateways and can contain only one local
domain accesspoint asits value.

If abmM_MIB SET request doesnot specify aTa_DMILACCESSPOINT ValUeOr aDM_MIB SET
TA_DMLACCESSPOINT request isfrom Tuxedo releases prior to 9.0, the output TDomain
session record in the BbmMcomr1G file uses the default LACCESPOINT =7+ .
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Note: pm_m1B does not allow regular expression use with TA_DMLACCESSPOINT.

TA_DMMAXRETRY : 0 <= num <= MAXLONG
The number of times that the TDomain gateway associated with thislocal or remote
domain access point tries to establish a connection. This attribute is available in the
T_DM_TDOMAIN classwhen running Oracle Tuxedo 8.1 or later software, and isvalid when
the TA_DMCONNECTTION_POLICY attribute for this access point is set to “oN_sTARTUP”.
For other connection policies, automatic retries are disabled.

The minimum value for Ta_DMMAXRETRY iS 0, and the maximum value is MAXLONG
(2147483647). max1.oNG, the default, indicates that retry processing will be repeated
indefinitely, or until a connection is established.

TA_DMRETRY_INTERVAL: 0 <= num <= MAXLONG
The number of seconds that the TDomain gateway associated with this local or remote
domain access point waits between automatic attempts to establish a connection. This
attributeisavailableinthe T_pm_TtpomMa1n class when running Oracle Tuxedo 8.1 or later
software, and isvalid when the Ta_pmcoNNECTION_PoLICY attributefor thisaccess point
isset to “on_sTarTUP~. FOr other connection policies, automatic retries are disabled.

Theminimumvaluefor Ta_DMRETRY_INTERVAL iS0, and the maximum valueismMaxr.oNg
(2147483647). The default is 60. If Ta_pMMAXRETRY iS Set to O, setting
TA_DMRETRY_INTERVAL iSnot allowed.

TA_DMNW_PROTOCOL = “{LLE | SSL | SSL_ONE_WAY}”
Specifies SSL, LLE, or one-way SSL encryption. The default valueis *LLE.” The ssn
option requires the domains at both end of the connection to authenticate each other; the
SSI,_ONE_WAY option does not.

If ss1._oNE_way is set, the domain that accepts an SSL connection needs to authenticate
itself to the domain that initiates the connection using an SSL certificate. The initiating
domain does not need to authenticate itself to the other domain. Thisvalueis mainly
intended for use with a cONNECTION_POLICY t0 INCOMING_ONLY, and should only be set
when the domain that accepts incoming connections does not need to authenticate
connecting domains.

Note: If Ta_DMNW_PROTOCOL iSnot set or set to LL.E and TA_DMSSIL_RENEGOTIATION IS
set to anon-zero value, them1s cal prints awarning message; however, the
requested values are still set. The mM1B Operation then returns TAUPDATED Of TAOK
(unless some other error occurs).
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TA_DMSSL_RENEGOTIATION = 0 <= num <= 2147483647
Specifies the renegotiaton interval (in seconds) for SSL information. It must be greater
than or equal to 0 and less than or equal to 2,147,483,647. The default value is O (which
indicates that no renegotiation takes place).

Changes made to this parameter for arunning GWTDOMAIN will take effect during the
next renegotiation interval.

Note: If TA_DMNW_PROTOCOL iSnot set or set to LL.E and TA_DMSSL_RENEGOTIATION IS
set to anon-zero value, the mts call prints a warning message; however, the
requested values are still set. The MIB operation then returnsS TAUPDATED Of TAOK
(unless some other error occurs).

TA_DMTCPKEEPALIVE = “{LOCAL | NO | YES}”
Enables TCP-level keepalive for thislocal or remote domain access point. Supported
values are “L.OCAL”, “NO”, Of “YES”. “LOCAL” isrelevant only to remote domain access
points.

The TA_DMTCPKEEPALIVE attribute applies only to domain gateways of type TooMaIN
running Oracle Tuxedo 8.1 or later software. Its value for a remote domain access point
takes precedence over itsvalue for alocal domain access point. The ability to override the
local domain access point value enables you to configure TCP-level keepalive on a per
remote domain basis.

A value of “LocaL” meansthat a remote domain access point accepts the TCP-level
keepalive value defined for the local domain access point. “LocaL” isthe default
TCP-level keepalive value for remote domain access points.

A value of *no~ meansthat TCP-level keepaliveisdisabled for thisaccesspoint. *No” is
the default TCP-level keepalive value for local domain access points.

A value of “vEs” meansthat TCP-level keepaliveisenabled for this access point. When
TCP-level keepalive is enabled for a connection, the keepalive interval used for the
connection isthe system-wide value configured for the operating system’ s TCP keepalive
timer. Thisinterval is the maximum time that the TDomain gateway will wait without
receiving any traffic on the connection. If the maximum time is exceeded, the gateway
sends a TCP-level keepalive request message. If the connection is still open and the
remote TDomain gateway is still alive, the remote gateway responds by sending an
acknowledgement. If the local TDomain gateway does not receive an acknowledgement
within afixed period of time of sending the request message, it assumes that the
connection is broken and releases any resources associated with the connection.
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Not only does TCP-level keepalive keep Oracle Tuxedo interdomain connections open
during periods of inactivity, but it also enable TDomain gateways to quickly detect
connection failures.

Note: TheTa_pMTCPKEEPALIVE and TA_DMKEEPALIVE attributes are not mutually
exclusive, meaning that you can configure an interdomain connection using both
attributes.

TA_DMKEEPALIVE = -1 <= num <= 2147483647

Controls application-level keepalive for thislocal or remote domain access point. This
value must be greater than or equal to -1 and less than or equal to 2147483647. The value
-lisrelevant only to remote domain access points.

The Ta_DMKEEPALIVE attribute applies only to domain gateways of type TooMaIN
running Oracle Tuxedo 8.1 or later software. Its value for a remote domain access point
takes precedence over itsvalue for alocal domain access point. The ability to overridethe
local domain access point value enables you to configure application-level keepaliveon a
per remote domain basis.

A value of -1 means that a remote domain access point accepts the application-level
keepalive value defined for the local domain access point. -1 is the default
application-level keepalive value for remote domain access points.

A value of 0 means that application-level keepalive is disabled for this access point. O is
the default application-level keepalive value for local domain access points.

A value greater than or equal to 1 and less than or equal to 2147483647, in milliseconds,
currently rounded up to the nearest second by the Domains software, means that
application-level keepaliveis enabled for this access point. The time that you specify is
the maximum time that the TDomain gateway will wait without receiving any traffic on
the connection. If the maximum time is exceeded, the gateway sends an application-level
keepalive request message. If the connection is still open and the remote TDomain
gateway is still alive, the remote gateway responds by sending an acknowledgement. If
the local TDomain gateway does not receive an acknowledgement within a configurable
period of time (see the Ta_DMKEEPALIVEWAIT attribute) of sending the request message,
it assumes that the connection is broken and rel eases any resources associated with the
connection.

Not only does application-level keepalive keep Oracle Tuxedo interdomain connections
open during periods of inactivity, but it also enable TDomain gateways to quickly detect
connection failures.
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Note: TheTa_pMKEEPALIVE and TA_DMTCPKEEPALIVE attributes are not mutually
exclusive, meaning that you can configure an interdomain connection using both
attributes.

TA_DMKEEPALIVEWAIT = O <= num <= 2147483647

Limitations

Specifies the maximum time for thislocal or remote domain access point that the
TDomain gateway will wait without receiving an acknowledgement to a sent keepalive
message. This value must be greater than or equal to 0 and less than or equal to
2147483647, in milliseconds, currently rounded up to the nearest second by the Domains
software. ThedefaultisO. Thisattribute appliesonly to domain gateways of type TDOMAIN
running Oracle Tuxedo 8.1 or later software.

If Ta_pvrEEPALIVE iSO (keepalive disabled) for this access point, setting
TA_DMKEEPALIVEWAIT has no effect.

If TA_DMKEEPALIVE iSenabled for this access point and TA_DMKEEPALIVEWAIT iS Set to
avalue greater than Ta_pMrEEPALIVE, the local TDomain gateway will send more than
one application-level keepalive message beforethe Ta_DMKEEPALTIVEWAIT timer expires.
This combination of settingsis allowed.

If Ta_DMKEEPALIVE iS enabled for this access point and TA_DMKEEPALIVEWAIT iS Set to
0, receiving an acknowledgement to a sent keepalive message is unimportant: any such
acknowledgement isignored by the TDomain gateway. The gateway continuesto send
keepalive messages every time the TA_DMKEEPALIVE timer times out. Use this
combination of settings to keep an idle connection open through a firewall.

Deleting an instance of this class or updating the Ta_pvnwpevIcE attribute of an instance of this
classis not permitted in the following scenarios:

o If theinstance of the class corresponds to alocal domain access point and the Domain
gateway administration (cwapu) server for the local access point is active.

e Theinstance of the class corresponds to a remote domain access point and any TDomain
Domain gateway administration (cwapwm) server is active.
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T _DM_TRANSACTION Class Definition

Overview

The T_DM_TRANSACTION class represents run-time information about transactions that span
domains. This object can be used to find out what remote domain access points are involved in
the transaction, the parent domain access point, the transaction state, and other information.

For gET operations, the attributes TA_DMTPTRANID, TA_DMTXACCESSPOINT and
TA_DMTXNETTRANID may be supplied to select a particular transaction.

Attribute Table

Table 31 DM_MIB(5): T_DM_TRANSACTION Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMLACCESSPOINT(K)(*) string rw-r--r-- string[1..30] N/A
TA_DMTPTRANID(K) string rw-r--r-- string[l..78] N/A
TA_STATE(r)(K) string TWXL-XI-— GET: “{aBD |ABY |acT| N/A

COM | DEC | DON |HAB |HCO
| HEU | REA | UNK} ~

SET: “INV” N/A
TA_DMTXACCESSPOINT(K) string r--r--r-- string[1..30] N/A
TA_DMTXNETTRANID(K) string r--r--r-- string[l1..78] N/A
TA_DMBRANCHCOUNT long r--r--r-- 0<= num N/A
TA_DMBRANCHINDEX long r--r--r-- 0 <= num N/A
Per branch attributes:
TA_DMBRANCHNO long r--r--r-- 0 <= num N/A
TA_DMRACCESSPOINT string r--r--r-- string[1..30] N/A
TA_DMNETTRANID string r--r--r-- string[l1..78] N/A
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Tahle 31 DM_MIB(5): T_DM_TRANSACTION Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default

TA_DMBRANCHSTATE string r--r--r-- GET: Y{aBD |ABY |acT| N/A
COM | DEC | DON |HAB |HCO
| HHZ | HMI | REA | UNK} ~

(r)—required when a new object is created
(k)—akey field for object retrieval
(*)—arequired key field for all SET operations on the class

Attribute Semantics

TA_DMLACCESSPOINT. string{l..30]
Name of the local domain access point with which the transaction is associated. Thisisa
required field for ceT operations. For SET operations, TA_DMLACCESSPOINT must be
specified.

TA_DMTPTRANID: string[l..78]
Transaction identifier returned from tpsuspend (3c) mapped to a string representation.
The datain this field should not be interpreted directly by the user except for equality
comparison.

TA_STATE:

GET: “{ABorteD | ABortonlY | ACTive | COMcalled | DECided | DONe | HABort |
HCOmmit | HEUristic | REAdy | UNKnown}
A GET operation retrieves run-time information for the T_bpM_TRANSACTION
object. The following states indicate the meaning of aTa_sTaTE attribute value
returned in response to aceT request. States not listed are not returned.

“ABorteD” The transaction is being rolled back.

“ABortonlY” The transaction has been identified for rollback.

“ACTive” Thetransaction is active.

“COMcalled” The transaction has initiated the first phase of
commitment.

“DECided” The transaction has initiated the second phase of
commitment.
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“DONe” The transaction has completed the second phase of

commitment.
“HABort” The transaction has been heuristically rolled back.
“HCOmmi t ” The transaction has been heuristically committed.
“HEUristic” Thetransaction commitment or rollback has completed

heuristically. The branch state may give further detail
on which branch has completed heuristically.

“REAdy"” The transaction has completed the first phase of atwo
phase commit. All the participating groups and remote
domains have completed the first phase of
commitment and are ready to be committed.

“UNKnown"” It was not possible to determine the state of the
transaction.

SET: “{INValid}”
A sET operation updates run-time information for the selected
T_DM_TRANSACTION object or objects. The following state indicates the meaning
of aTA_STATE Set in a sET request. States not listed may not be set.

“INValid” Forget the specified transaction object or objects. This
state changeisonly vdid in states “HCOmmit”,
“HABort”,and “HEUristic”.|f aTA DMTPTRANID
attribute valueisnot supplied, all heuristic transaction log
records for the specified local domain access point are
forgotten.

TA_DMTXACCESSPOINT. string[1..30]
If the transaction originated from aremote domain, TA_DMTXACCESSPOINT iSthe name of
the remote domain access point through which it originated. If the transaction originated
within this domain, Ta_bMTxACCESSPOINT iS the name of the local domain access point.

TA_DMTXNETTRANID: string{l..78]
If the transaction originated from aremote domain, Ta_DMTXNETTRANID iS the external
transaction identifier received from the remote domain access point through which it
originated. If the transaction originated within thisdomain, Ta_DMTXNETTRANID contains
the same value as the Ta_bMTPTRANID attribute.
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Note: Thisattribute is available only to gateways running Oracle Tuxedo release 7.1 or
later, and is set to the NULL string ~~ for gateways running earlier releases of the
Oracle Tuxedo system.

TA_DMBRANCHCOUNT: 0 <= num
The number of branches to remote domain access points involved in the transaction. For
adomain gateway that does not make branch information available, thisvalueis zero.

TA_DMBRANCHINDEX: 0 <= num
Theindex of the first branch-specific attribute values (Ta_DMBRANCHNO,
TA_DMRACCESSPOINT, TA_DMNETTRANID, and TA_DMBRANCHSTATE) corresponding to
this object.

Per branch attributes

TA_DMBRANCHNO: 0 <= num
The branch number of the participating branch (numbered from zero).

TA_DMRACCESSPOINT. string{l..30]
The name of the remote domain access point for this branch.

TA_DMNETTRANID:. string{l..78]
The external transaction identifier used with the remote domain access point for this
branch. Some types of domain gateways do not return this information; in this scenario
thisattribute is set to the empty string. For example, TDomains uses the local transaction
identifier in Ta_pvrpTRANTD fOr branches to remote domain access points and sets this
value to the empty string.

TA_DMBRANCHSTATE!:

GET: “{ABD | ABY | ACT | COM | DEC | DON | HAB | HCO | HHZ | HMI | REA | UNK} ”
A cET operation will retrieve run-time information for the transaction branch
(when it isavailable for a particular domain gateway type).

“ABorteD” The transaction branch is being rolled back.

“ABortonlY” The transaction branch has been identified for rollback.

“ACTive” The transaction branch is active.

“COMcalled” The transaction branch has initiated the first phase of
commitment.
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“DECided” The transaction branch has initiated the second phase
of commitment.

“DONe” Thetransaction branch has compl eted the second phase
of commitment.

“HABort” The transaction has been heuristically rolled back.

“HCOmmit " The transaction has been heuristically committed.

“Heuristic Communications for the transaction branch failed, and

HaZard” it has not been determined if rollback completed
successfully.

“Heuristic The commitment or rollback for the transaction branch

MIxed” has completed and the remote domain has reported that
the state of some of the resources used for the
commitment or rollback is not consistent with the
outcome of the transaction.

“REAdy” The transaction has completed the first phase of a
two-phase commit. All the participating groups and
remote domains have completed the first phase of
commitment and are ready to be committed.

“UNKnown” The state of the transaction could not be determined.

Note: Thisattribute isavailable only to gateways running Oracle Tuxedo release 7.1 or
later, and is set to “unNknown” for gateways running earlier releases of the Oracle
Tuxedo system.

Limitations

This object is hever explicitly created by the administrator; it comes into existence when the
application starts a multi-domain transaction. The only action an administrator can perform on
thisobjectisto setitsstateto “1nvalid~, which hastheeffect of causing thetransaction to forget
heuristic transaction log records. No other attributes are writable. When atransaction stateis set
to “INvalid~, the state in the returned buffer isthat of the transaction before the heuristic
transaction log records are forgotten, not after.
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On ceT and seT operations, a specific local domain access point must be specified for the
TA_DMLACCESSPOINT attribute.
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On ceT and seT operations, the Domain gateway administration (cwapwm) server for the local
access point identified in the Ta_bMLACCESSPOINT attribute must be active. Otherwise, a*not
defined” error is returned.

DM_MIB(5) Additional Information

Files

S{TUXDIR}/include/tpadm.h
S{TUXDIR} /udataobj/tpadm

See Also

tpacall (3c), tpalloc (3c), tpcall (3¢c), tpdequeue (3c), tpenqueue (3¢),
tpgetrply (3c), tprealloc (3c), Introduction to FML Functions, Fadd, Fadd32 (3fml),
Fchg, Fchg32(3fml),Ffind, Ffind32(3fml),MIB(5), TM_MIB(5)

Administering an Oracle Tuxedo Application at Run Time
Setting Up an Oracle Tuxedo Application

Programming an Oracle Tuxedo ATMI Application Using C
Programming an Oracle Tuxedo ATMI Application Using FML
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EVENTS(3)

Name

EVENTS—List of system-generated events

Description

The System Event Monitor feature detects and reports certain predefined events, primarily
failures, that a system operator should be aware of. Each event report is an FML32 buffer
containing generic fields that describe the event plus other fields that describe the object
associated with the event.

The Oracle Tuxedo system periodically checks system capacities. If the system finds that a
resource is exhausted or near capacity, it posts a system warn or ERROR event. The system will
continue to post these events until the condition subsides.

Thisreference pagefirst definesthe generic event reporting fields, and then lists all system events
detected in the current Oracle Tuxedo release. System event names begin with adot ( . ).

Limitations

Event reportingiscurrently limited to classesdefined intv_m1B (5) andtheT_pM_CONNECTION
classdefined in pv_m1B (5). Event reporting uses the MIB information base. Seem1B (5) and
m™_M1B(5) for adefinition and the availability of “local attributes,” and be aware that the
availability of alocal attribute depends on the state of communication within the application's
network.

Itispossiblethat the system will not post an event related to a system capacity limit (for example,
.SysMachineFullMaxgtt) if the condition only existsfor avery short period of time.

Generic Event Reporting Fields

172

TA_OPERATION: string
Theliteral string evr, which identifies this buffer as an event report notification.

TA_EVENT_NAME. string
A string that uniquely identifiesthis event. All system-generated events begin with . sys.

TA_EVENT_SEVERITY. string
The string ERROR, WARN, Of INFO, to indicate the severity of this event.

TA_EVENT_LMID. string
A string identifying the machine where the event was detected.
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TA_EVENT_TIME. Iong
A long integer containing the event detection time, in seconds, according to the clock on
the machine where detection took place.

TA_EVENT_USEC: long
A long integer containing the event detection time, in microseconds, according to the
clock on the machine where detection took place. Whilethe units of thisvaluewill always
be microseconds, the actual resolution depends on the underlying operating system and
hardware.

TA_EVENT_DESCRIPTION:. string
A one-line string summarizing the event.

TA_CLASS. string
The class of the object associated with the event. Depending on Ta_cr.ass, the event
notification buffer will contain additional fields specific to an object of this class.

TA_ULOGCAT: string
Catal og name from which the message was derived, if any.

TA_ULOGMSGNUM: num
Catal og message number, if the message was derived from a catal og.

Event Lists
T_ACLPERM Event List

.SysAclPerm
INFO: .SysACLPerm: system ACL permission change

T DOMAIN Event List

.SysResourceConfig
INFO: .SysResourceConfig: system configuration change

.SysLicenseInfo
INFO: .SysLicenseInfo: reached 100% of Tuxedo System Binary
Licensed User Count, DBBL/BBL lockout canceled

.SysLicenseInfo: reached 90% of Tuxedo System Binary
Licensed User Count

.SysLicenseInfo: reached 90% of Tuxedo System Binary
Licensed User Count, DBBL/BBL lockout canceled

.SysLicenseInfo: reached below 90% of Tuxedo System
Binary Licensed User Count, DBBL/BBL lockout canceled
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SysLicenseWarn
WARN: .SysLicenseWarn: reached 100% of Tuxedo System Binary
Licensed User Count

SysLicenseError
ERROR: .SysLicenseError: exceeded 110% of Tuxedo System Binary
Licensed User Count, DBBL/BBL lockout occurs,
no new clients can join the application

.SysLicenseError: exceeded 110% of Tuxedo System Binary
Licensed User Count, %hour, $%$minutes, $seconds left before
DBBL/BBL lockout occurs

T_DM_CONNECTION Event List
.SysConnectionSuccess

INFO: .SysConnectionSuccess: Connection successful between
$TA_DMLACCESSPOINT and $TA_DMRACCESSPOINT

.SysConnectionConfig
INFO: .SysConnectionConfig: Configuration change for connection
between %TA_DMLACCESSPOINT and $TA_DMRACCESSPOINT

. SysConnectionDropped
INFO: .SysConnectionDropped: Connection dropped between
$TA_DMLACCESSPOINT and %TA_DMRACCESSPOINT

.SysConnectionFailed
INFO: .SysConnectionFailed: Connection failed between
$TA_DMLACCESSPOINT and %TA_DMRACCESSPOINT

T_GROUP Event List

.SysGroupState
INFO: .SysGroupState: system configuration change

T MACHINE Event List

.SysMachineBroadcast
WARN: .SysMachineBroadcast: %$TA_LMID broadcast delivery failure

.SysMachineConfig
INFO: .SysMachineConfig: $TA_LMID configuration change

.SysMachineFullMaxaccessers
WARN: .SysMachineFullMaxaccessers: %TA_LMID capacity limit

.SysMachineFullMaxconv
WARN: .SysMachineFullMaxconv: $TA_LMID capacity limit
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.SysMachineFullMaxgtt
WARN: .SysMachineFullMaxgtt: %TA_LMID capacity limit

.SysMachineFullMaxwsclients
WARN: .SysMachineFullMaxwsclients: %$TA_LMID capacity limit

.SysMachineMsgg
WARN: .SysMachineMsgg: $%TA_LMID message queue blocking

.SysMachinePartitioned
ERROR: .SysMachinePartitioned: $TA_LMID is partitioned

.SysMachineSlow
WARN: .SysMachineSlow: $%$TA_LMID slow responding to DBBL

.SysMachineState
INFO: .SysMachineState: %$TA_LMID state change to $TA_STATE

.SysMachineUnpartitioned
ERROR: .SysMachinePartitioned: $TA_LMID is unpartitioned

T BRIDGE Event List

.SysNetworkConfig
INFO: .SysNetworkConfig: $TA_LMID[0]->%TA_LMID[1] configuration
change

.SysNetworkDropped
ERROR: .SysNetworkDropped: $TA_LMID[0]->%TA_LMID[1] connection
dropped

.SysNetworkFailure
ERROR: .SysNetworkFailure: $TA_LMID[0]->%TA_LMID[1] connection
failure

.SysNetworkFlow
WARN: .SysNetworkFlow: %TA_LMID[0]->%$TA_LMID[1] flow control

.SysNetworkState
INFO: .SysNetworkState: $TA_LMID[0]->%$TA_LMID[1] state change to
$TA_STATE

T_SERVER Event List
.SysServerCleaning

ERROR: .SysServerCleaning: $TA_SERVERNAME, group $%$TA_SRVGRP, id
$TA_SRVID server cleaning
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.SysServerConfig
INFO: .SysServerConfig: $TA_SERVERNAME, group %TA_SRVGRP, id $TA_SRVID
configuration change

.SysServerDied
ERROR: .SysServerDied: $TA_SERVERNAME, group $TA_SRVGRP, id %TA_SRVID
server died

.SysServerInit
ERROR: .SysServerInit: $TA_SERVERNAME, group $TA_SRVGRP, id $TA_SRVID
server initialization failure

.SysServerMaxgen
ERROR: .SysServerMaxgen: $TA_SERVERNAME, group $TA_SRVGRP, id
$TA_SRVID server exceeded MAXGEN restart limit

.SysServerRestarting
ERROR: .SysServerRestarting: $TA_SERVERNAME, group $TA_SRVGRP, id
$TA_SRVID server restarting

.SysServerState
INFO: .SysServerState: $TA_SERVERNAME, group %$TA_SRVGRP, id $TA_SRVID
state change to $TA_STATE

.SysServerTpexit
ERROR: .SysServerTpexit: $TA_SERVERNAME, group $TA_SRVGRP, id
$TA_SRVID server requested TPEXIT

T_SERVICE Event List

.SysServiceTimeout
ERROR: .SysServiceTimeout: $TA_SERVERNAME, group $TA_SRVGRP, id
$TA_SRVID server killed due to a service timeout

T _CLIENT Event List
.SysClientConfig

INFO: .SysClientConfig: User $%TA_USRNAME on $%TA_LMID configuration
change

.SysClientDied
WARN: .SysClientDied: User $%TA_USRNAME on $%$TA_LMID client died

.SysClientSecurity

WARN: .SysClientSecurity: User %TA_USRNAME on %TA_LMID authentication
failure
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.SysClientState
INFO: .SysClientState: User %TA_USRNAME on $%$TA_LMID state change to
$TA_STATE

T_TRANSACTION Event List
.SysTransactionHeuristicAbort

ERROR: .SysTransactionHeuristicAbort: Transaction $TA_GTRID in group
$TA_GRPNO

.SysTransactionHeuristicCommit
ERROR: .SysTransactionHeuristicCommit: Transaction $TA_GTRID in group
$TA_GRPNO

T _EVENT Event List

.SysEventDelivery
ERROR: .SysEventDelivery: System Event Monitor delivery failure on
$TA_LMID
.SysEventFailure
ERROR: .SysEventFailure: System Event Monitor subsystem failure on
$TA_LMID
Files
S{TUXDIR} /udataobj/evt_mib
See Also

MIB(5), TM_MIB(5),DM_MIB(5)
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Name
EVENT_MIB—Management Information Base for EventBroker

Synopsis
#include <tpadm.h>
#include <fml32.h>

#include <evt_mib.h>

Description

The Oracle Tuxedo EventBroker MIB defines the set of classes through which the EventBroker
can be managed.

EVENT_MIB(5) should be used in combination with the generic MIB reference page, MIB (5), to
format administrative requests and interpret administrative replies. Requests formatted as
described inm1B (5) and a component MIB reference page may be used to request an
administrative service using any one of anumber of existing ATMI interfacesin an active
application. For additional information pertaining to al evenT_m1B(5) class definitions, see
“EVENT_MIB(5) Additional Information” on page 190.

EVENT_MIB consists of the following classes.

Tahle 32 EVENT_MIB Classes

Class Name Attributes

T_EVENT_CLIENT Subscriptions that trigger unsolicited notification
T_EVENT_COMMAND Subscriptions that trigger system commands
T_EVENT_QUEUE Subscriptions for queue-based notification
T_EVENT_SERVICE Subscriptions for server-based notification
T_EVENT_USERLOG Subscriptions for writing user1log messages

Each object in these classes represents a single subscription request.
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The pattern expression of Ta_rEVENT_EXPR in each class determines whether it isa sysTEM
EVENT request or an USER EVENT request. The determination on which one to query is made as
follows:

e A basic GET request without TaA_EVENT_EXPR OfF TA_EVENT_SERVER specified will always
gotothe sysTem EVENT request and will not return user EVENT request.

e A GET request with Ta_rvenT_ExPR specified but not Ta_rvenNT servER will go to the
SYSTEM EVENT request if the expressions startswith ~\ . ». Otherwise, it will go to the
USER EVENT request.

e A GET request with Ta_eveENT SERVER specified with avalue of “sysTem” will go to the
SYSTEM EVENT reguest. A value of “user” will direct the request to the USER EVENT.

FML32 Field Tables

Thefield table for the attributes described in this reference page isfound in the file
udataobj/evt_mib (relative to the root directory of the Oracle Tuxedo system software). The
directory $ {TUXDIR} /udataobj should beincluded by the application in the colon-separated list
specified by the FLDTBLDIR32 environment variable and the field table name evt_mib should be
included in the commarseparated list specified by the F1ELDTBLS32 environment variable.

T_EVENT_CLIENT Class Definition

Overview
TheT_EVENT_CLIENT classrepresents aset of subscriptionsregistered with the EventBroker for
client-based notification.

When an event is detected, it is compared to each T_EvENT_cLIENT object. If the event name
matchesthevalueinta_evenT_exPr and theoptional filter ruleis TRUE, the event buffer is sent
to the specified client's unsolicited message handling routine.
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Table 33 T_EVENT_CLIENT Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_EVENT_EXPR(r) (*) string R--R--R-- string[l..255] N/A
TA_EVENT_ FILTER(K) string  R--R--R-- string[1..255] none
TA_EVENT_FILTER_BINARY(K) carray R--R--R-- carray[1..64000] none
TA_STATE(r) string R-xR-xR-x GET: ACT N/A
SET: {NEW | INV} N/A
TA_CLIENTID(r) (*) string R--R--R-- string[l1..78] N/A

(k)—akey field for object retrieval
(r)—thefield isrequired when a new object is created
(*)—GET/SET key, one or more required for SET operations

Check m1B (5) for an explanation of Permissions.

Attribute Semantics

TA_EVENT_EXPR! string[l..255]
Event pattern expression. This expression, in regular expression format, controls which
event names match this subscription.

TA_EVENT_FILTER. string[l..255]
Event filter expression. Thisexpression, if present, is evaluated with respect to the posted
buffer's contents. It must evaluate to TRUE or this subscription is not matched.

TA_EVENT_FILTER BINARY. carrayl[l..64000]
Event filter expression, in binary (carray) format. Same as Ta_EVENT FILTER, but may
contain arbitrary binary data. Only one of Ta_EVENT_FILTER Of
TA_EVENT_FILTER_BINARY Mmay be specified.

TA_STATE!

GET: ACTive
A GeT operation will retrieve configuration information for the matching
T_EVENT_CLIENT object(s).
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SET: {NEW |INValid}

EVENT_MIB(5)

A seT operation will update configuration information for the T_EVENT_CLIENT
object. The following states indicate the meaning of aTa_sTATE set in asET
request. States not listed may not be set.

NEW CreateT_EVENT_CLIENT object. Successful returnleaves
the object inthe acTive State.

INValid DeleteT_EvENT CLIENT object. Successful returnleaves
the object in the 1nvalid state.

TA_CLIENTID:. string[l..78]

Send an unsolicited notification message to this client when a matching event is detected.

T_EVENT_COMMAND Class Definition

Overview

The T_rvENT_coMMAND class represents a set of subscriptions registered with the EventBroker
that trigger execution of system commands. When an event is detected, it is compared to each
T_EVENT_COMMAND Object. If the event name matches the valuein Ta_eveENT_ExXPR and the
optiona filter rule is TRUE, the event buffer is formatted and passed to the system's command

interpreter.

Attribute Table

Table 34 T_EVENT_COMMAND Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_EVENT_EXPR(r) (*) string R-------- string[l..255] N/A
TA_EVENT_ FILTER(K) string  R-------- string[l..255] none
TA_EVENT_FILTER_BINARY(K) caray R-------- carray[1..64000] none
TA_STATE(r) string  R-x------ GET: ACT N/A
SET: {NEW | INV} N/A
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Tahle 34 T_EVENT_COMMAND Class Definition Attribute Table

Attribute Type  Permissions Values Default

TA_COMMAND(r) (*) string  R-------- string[l..255] N/A

(k)—akey field for object retrieval
(r)—thefield isrequired when a new object is created
(*)—GET/SET key, one or more required for SET operations

Check m1B (5) for an explanation of Permissions.

Attribute Semantics

TA_EVENT_EXPR: string[l1..255]

Event pattern expression. This expression, in regular expression format, controls which
event names match this subscription.

TA_EVENT_FILTER: string[l..255]
Event filter expression. Thisexpression, if present, is evaluated with respect to the posted
buffer's contents. It must evaluate to TRUE or this subscription is not matched.

TA_EVENT_FILTER_BINARY. carray|l..64000]
Event filter expression, in binary (carray) format. Same as Ta_EVENT FILTER, but may
contain arbitrary binary data. Only one of Ta_EVENT_FILTER Of
TA_EVENT_FILTER_BINARY Mmay be specified.

TA_STATE!

GET: ACTive
A cET operation will retrieve configuration information for the matching
T_EVENT_COMMAND Object(s).

SET: {NEW |INValid}
A seT operation will update configuration information for the T_EVENT COMMAND
object. The following states indicate the meaning of aTa_sTATE set in aseT
request. States not listed may not be set.
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NEW Create T_EVENT_COMMAND Object. Successful return
leaves the object in the acTive state.

INValid Delete T_EVENT coMManD object. Successful return
leaves the object in the 1nvalid state.

TA_COMMAND: string|l..255]

Execute this system command when an event matching this object is detected. For UNIX

system platforms, the command is executed in the background using system(3).

T _EVENT _QUEUE Class Definition

Overview

The T_rVENT_QUEUE class represents a set of subscriptions registered with the EventBroker for
gueue-based notification. When an event is detected, it is compared to each T_EVENT_QUEUE
object. If the event name matches the value in Ta_eveNT_ExpPr and the optiona filter ruleis
TRUE, the event buffer is stored in the specified reliable queue.

Attribute Table

Table 35 T_EVENT_QUEUE Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_EVENT_EXPR(r) (*) string R-------- string[l..255] N/A
TA_EVENT_ FILTER(K) string  R-x------ string[l1..255] none
TA_EVENT_FILTER_BINARY(K) caray R-x------ carray[1..64000] none
TA_STATE(r) string  R-x------ GET: ACT N/A
SET: {NEW | INV} N/A
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Tahle 35 T_EVENT_QUEUE Class Definition Attribute Tahle

Attribute Type  Permissions Values Default
TA_QSPACE(r) (*) string  R-------- string[1..15] N/A
TA_QNAME(r) (*) string  R-------- string[l..15] N/A
TA_QCTL_QTOP short R-x------ short 0
TA_QCTL_BEFOREMSGID short R-x------ short 0
TA_QCTL_QTIME_ABS short R-X--—-——-— short 0
TA_QCTL_QTIME_REL short R-x------ short 0
TA_QCTL_DEQ_TIME short R-X--—-——-— short 0
TA_QCTL_PRIORITY short R-x------ short 0
TA_QCTL_MSGID string  R-x------ string(1..31] none
TA_QCTL_CORRID(K) string  R-x------ string[l1..31] none
TA_QCTL_REPLYQUEUE string  R-x------ string[1..15] none
TA_QCTL_FAILUREQUEUE string  R-x------ string[l..15] none
TA_EVENT_PERSIST short R-x------ short

TA_EVENT_TRAN short R-x------ short

(k)—akey field for object retrieval
(r)—thefield is required when a new object is created
(*)—GET/SET key, one or more required for SET operations

Check M1B (5) for an explanation of Permissions.

Attribute Semantics
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TA_EVENT_EXPR: string[l..255]
Event pattern expression. This expression, in regular expression format, controls which
event names match this subscription.

TA_EVENT_FILTER: string[l..255]
Event filter expression. Thisexpression, if present, is evaluated with respect to the posted
buffer's contents. It must evaluate to TRUE or this subscription is not matched.

TA_EVENT_FILTER_BINARY. carray{l..64000]
Event filter expression, in binary (carray) format. Same as Ta_EVENT_FILTER, but may
contain arbitrary binary data. Only one of TA_EVENT_FILTER Of
TA_EVENT_FILTER_BINARY may be specified.
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TA_STATE!

GET: ACTive
A cET operation will retrieve configuration information for the matching
T_EVENT_QUEUE object(s).

SET: {NEW |INValid}
A ser operation will update configuration information for the T_EVENT_QUEUE
object. The following states indicate the meaning of aTa_sTATE set in a SET
request. States not listed may not be set.

NEW Create T_EVENT_QUEUE object. Successful return leaves
the object in the acTive state.

INValid Delete T _EVENT QUEUE oObject. Successful return leaves
the object in the Invalid state.

TA_QSPACE: string[l..15]
Enqueue a notification message to areliable queue in this queue space when a matching
event is detected.

TA_QNAME: string]l..15]
Enqueue a notification message to this reliable queue when a matching event is detected.

TA_QCTL_QTOP. short
Thisvalue, if present, ispassed in to tpenqueue () 'S TPQCTL control structure to request
notification viathe /Q subsystem with the message to be placed at the top of the queue.

TA_QCTL_BEFOREMSGID:. short
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure to request
notification viathe /Q subsystem with the message to be placed on the queue ahead of the
specified message.

TA_QCTL_QTIME_ABS. short
Thisvalue, if present, ispassed in to tpenqueue () 's TPQCTL control structure to request
notification viathe /Q subsystem with the message to be processed at the specified time.

TA_QCTL_QTIME_REL:. short
Thisvalue, if present, ispassed in to tpenqueue () 'S TPQCTL control structure to request
notification viathe/Q subsystem with the message to be processed rel ative to the dequeue
time.
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TA_QCTL_DEQ_TIME:. short
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure.

TA_QCTL_PRIORITY. short
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure.

TA_QCTL_MSGID: string[l1..31]
Thisvalue, if present, ispassed in to tpenqueue () 'S TPQCTL Structure.

TA_QCTL_CORRID: string[1..31]
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure.

TA_QCTL_REPLYQUEUE! string[l..15]
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure.

TA_QCTL_FAILUREQUEUE: string{l..15]
Thisvalue, if present, is passed in to tpenqueue () 'S TPQCTL control structure.

TA_EVENT_PERSIST. short
If non-zero, do not cancel this subscription if the designated queue is no longer available.

TA_EVENT_TRAN. short
If non-zero and the client's tppost () call istransactional, include the tpenqueue () cal
in the client's transaction.

T_EVENT_SERVICE Class Definition

Overview
The T_rvENT_SERVICE class represents a set of subscriptions registered with the EventBroker
for service-based notification. When an event is detected, it is compared to each
T_EVENT_SERVICE object. If the event name matches the value in Ta_evENT_ExPR and the
optional filter rule is TRUE, the event buffer is sent to the specified Oracle Tuxedo service
routine.
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Attribute Table

Table 36 T_EVENT_SERVICE Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_EVENT_EXPR(r) (*) string  R--R--R-- string[l. .255] N/A
TA_EVENT_ FILTER(K) string  R--R--R-- string[l. .255] none
TA_EVENT_FILTER_BINARY(K) caray R--R--R-- carray[1. .64000] none
TA_STATE(r) string  R-xR-xR-x GET: ACT N/A
SET: {NEW | INV} N/A
TA_SERVICENAME(r) (*) string  R--R--R-- string[1..15] N/A
TA_EVENT PERSIST short  R-xR-xR-x short
TA_EVENT_TRAN short  R-xR-xR-x short

(k)—akey field for object retrieval
(r)—thefield isrequired when a new object is created
(*)—GET/SET key, one or more required for SET operations

Check m1B (5) for an explanation of permissions.

Attribute Semantics

TA_EVENT_EXPR! string[l..255]
Event pattern expression. This expression, in regular expression format, controls which
event names match this subscription.

TA_EVENT_FILTER. string[l..255]
Event filter expression. Thisexpression, if present, is evaluated with respect to the posted
buffer's contents. It must evaluate to TRUE or this subscription is not matched.

TA_EVENT_FILTER_BINARY. carray|l..64000]
Event filter expression, in binary (carray) format. Same as Ta_EVENT FILTER, but may
contain arbitrary binary data. Only one of Ta_EVENT_FILTER Of
TA_EVENT_FILTER_BINARY Mmay be specified.
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TA_STATE!

GET: ACTive
A cET operation will retrieve configuration information for the matching
T_EVENT_SERVICE Object(s).

SET: {NEW |INValid}
A seT operation will update configuration information for the T_EVENT _SERVICE
object. The following states indicate the meaning of aTa_sTATE setin a sET
request. States not listed may not be set.

NEW Create T_EVENT_SERVICE object. Successful return
leaves the object in the acTive State.

INValid DeleteT_EVENT_SERVICE object. Successful return
leaves the object in the 1nvalid state.

TA_SERVICENAME: string[l..15]
Call this Oracle Tuxedo service when a matching event is detected.

TA_EVENT_PERSIST. short
If non-zero, do not cancel this subscription if the Ta_sERVICENAME Service isno longer
available.

TA_EVENT_TRAN. short
If non-zero and the client's tppost () cal istransactional, include the TA_SERVICENAME
service cal in the client's transaction.

T _EVENT _USERLOG Class Definition

Overview

The T_EVENT_USERLOG Class represents a set of subscriptions registered with the EventBroker
for writing system userlog (3c) messages. When an event is detected, it is compared to each
T_EVENT_USERLOG object. If the event name matchesthe valuein Ta_eveNT expr and the
optional filter ruleis TRUE, the event buffer is formatted and passed to the Oracle Tuxedo
userlog (3¢c) function.
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Attribute Table

Table 37 T_EVENT USERLOG Class Definition Attribute Tahle

Attribute Type  Permissions Values Default
TA_EVENT_EXPR(r) string  R--R----- string[l..255] N/A
TA_EVENT_ FILTER(K) string  R--R----- string[l..255] none
TA_EVENT_FILTER_BINARY(K) caray R--R----- carray[1..64000] none
TA_STATE(r) string  R-xR-x--- GET: ACT N/A
SET: {NEW | INV} N/A
TA_USERLOG(r) string  R--R----- string[l..255] N/A

(k)—akey field for object retrieval
(r)—thefield isrequired when a new object is created

Check m1B (5) for an explanation of Permissions.

Attribute Semantics

TA_EVENT_EXPR: string[l1..255]
Event pattern expression. This expression, in regular expression format, controls which
event names match this subscription.

TA_EVENT_FILTER: string[l..255]
Event filter expression. Thisexpression, if present, is evaluated with respect to the posted
buffer's contents. It must evaluate to TRUE or this subscription is not matched.

TA_EVENT_FILTER_BINARY. carray|l..64000]
Event filter expression, in binary (carray) format. Same as Ta_EVENT FILTER, but may
contain arbitrary binary data. Only one of Ta_EVENT_FILTER Of
TA_EVENT_FILTER_BINARY Mmay be specified.

TA_STATE!

GET: ACTive
A cET operation will retrieve configuration information for the matching
T_EVENT_USERLOG Object(s).
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SET: {NEW |INValid}
A steT operation will update configuration information for the T_EVENT_USERLOG
object. The following states indicate the meaning of aTa_sTATE set in asET
request. States not listed may not be set.

NEW Create T_EVENT_USERLOG Object. Successful return
leaves the object in the aAcTive state.

INValid Delete T_EVENT USERLOG Object. Successful return
leaves the object in the 1nvalid state.

TA_USERLOG: string]l1..255]
Write auserlog (3c) message when amatching event is detected.

EVENT_MIB(5) Additional Information

Files
S{TUXDIR} /udataobj/evt_mib S${TUXDIR}/include/evt_mib.h

See Also

EVENTS (5), TM_MIB(5)
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factory_finder.ini—FactoryFinder Domains configuration file

Description

factory finder.ini iSthe FactoryFinder configuration file for Domains. Thistext (ASCII)
fileis parsed by the TMrrNaME Service when it is started as a Master NameManager. Thefile
contains information used by NameManagers to control the import and the export of object
references for factory objects with other domains. To use the information in the
factory_finder.ini file, you must specify the factory_finder.ini fileinthe - £ option of
the TMFFNAME server process.

The FactoryFinder Domains configuration file may have any name as long as the content of the
file conforms to the format described on this reference page.

Definitions

An Oracle Tuxedo domain is defined as the environment described in a single Tuxconr1c file.
An Oracle Tuxedo domain can communi cate with another Oracle Tuxedo domain or with another
TP application—an application running on another TP system—viaadomain gateway group. In
Oracle Tuxedo terminology, adomain is the same as an application—a business application.

A Remote Factory isafactory object that exists in aremote domain that is made available to the
application through an Oracle Tuxedo FactoryFinder.

A Local Factory isafactory object that existsin thelocal domain that is made available to remote
domains through an Oracle Tuxedo FactoryFinder.

File Format

Thefileis made up of two specification sections. Allowable section names are;
DM_REMOTE_FACTORIES and DM_LOCAL_FACTORIES.

e Formatting Guidelines

Parameters are generally specified by: kEyworp = value, Which sets kEYWORD t0 value.
Valid keywords are described within each section. kEyworps are reserved; they cannot be
used as values, unless they are quoted.

If avalueisan identifier, standard C rules are used. An identifier must start with an
alphabetic character or underscore and must contain only a phanumeric characters or
underscores. An identifier cannot be the same as any kEYworD.
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A vauethat is not an identifier must be enclosed in double quotes.
Input fields are separated by at |east one space or tab character.
The # character introduces a comment. A newline ends a comment.
Blank lines and comments are ignored.
Lines are continued by placing at least one tab after the newline. Comments can not be
continued.
e DM_LOCAL_FACTORIES Section

This section provides information about the factories exported by each local domain. This
section isoptional; if it is not specified, al local factory objects can be exported to remote
domains. If this section is specified, it should be used to restrict the set of local factory
objects that can be retrieved from aremote domain. The reserved

factory_id. factory_kind identifier of NONE can be used to restrict any local factory
from being retrieved from a remote domain.

Lines within this section have the form:
factory id. factory_kind

where factory id. factory_ kindisthelocal name (identifier) of the factory. This name
must correspond to the identifier of afactory object registered by one or more Oracle
Tuxedo server applications with the Oracle Tuxedo FactoryFinder.

The factory kind must be specified for TMrFNAME to locate the appropriate factory. An
entry that does not contain a factory._kind value does not default to a value of
FactoryInterface

e DM_REMOTE_FACTORIES Section

This section provides information about factory objects imported and available on remote
domains. Lines within this section have the form:

factory id.factory_ _kind required_parameters

where factory _id. factory_kind isthe name (identifier) of the factory object used by
the local Oracle Tuxedo domain for a particular remote factory object. Remote factory
objects are associated with a particular remote domain.

Note: If you usethe TobjFactoryFinder interface, the factory. kind must be
FactoryInterface.

Therequired parameter is:

DOMAINID = domain_id
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This parameter specifies the identity of the remote domain in which the factory object isto
beretrieved. The domain_id must not be greater than 32 octetsin length. If the valueisa
string, it must be 32 characters or fewer (counting the trailing nutr). The value of
domain_id can be a sequence of characters or a sequence of hexadecimal digits preceded
by 0x.

The optional parameter is.
RNAME = string

This parameter specifies the name exported by remote domains. This value will be used by
aremote domain to request this factory object. If this parameter is not specified, the remote
factory object nameis the same as the named specified in factory id. factory kind.

Multiple entries with the same name can be specified as long as the values associated with
either the DoMAINID OF RNAME parameter results in the identification of aunique factory
object.

Examples

Example 1

The following FactoryFinder Domains configuration file defines two entries for afactory
object that will be known in the local domain by the identifier Teller.FactoryIdentity
that isimported from two different remote domains:

# BEA Tuxedo FactoryFinder Domains
# Configuration File
#
*DM_REMOTE_FACTORIES
Teller.FactoryIdentity
DOMAINID="Northwest”
RNAME=Teller.FactoryType
Teller.FactoryIdentity
DOMAINID="Southwest”

In the first entry, afactory object isto be imported from the remote domain with an
identity of Northwest that has been registered with afactory identity of
Teller.FactoryType.

In the second entry, a factory object isto be imported from the remote domain with an
identity of southwest that has been registered with afactory identity of
Teller.FactoryIdentity. Notethat because no RNAME parameter was specified, the
name of the factory object in the remote domain is assumed to be the same as the factory’s
namein the local domain.

Example 2
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The following FactoryFinder Domains configuration file defines that only factory objects
registered with theidentity of Teller.FactoryInterface inthelocal domain are
alowed to be exported to any remote domain. Requests for any other factory should be
denied.

# BEA Tuxedo FactoryFinder Domains

# Configuration File

#

*DM_LOCAL_FACTORIES
Teller.FactoryInterface

e Example 3

The following FactoryFinder Domains configuration file defines that none of the factory
objects registered with the Oracle Tuxedo FactoryFinder are to be exported to aremote
domain.

# BEA Tuxedo FactoryFinder Domains
# Configuration File
#
*DM_LOCAL_FACTORIES
NONE

See Also

UBBCONFIG(5), DMCONFIG (5), TMFFNAME (5), TMIFRSVR (5)
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Name

Ferror, Ferror32—FML error codes

Synopsis

Descr

#include “fml.h”
#include “fml32.h"

iption
The numerical value represented by the symbolic name of an error condition is assigned to
Ferror for errors that occur when executing many FML library routines.

Thename rerror expandsto amodifiable 1value that hastype int, the value of which isset to
apositive error number by several FML library routines. Ferror need not be the identifier of an
object; it might expand to amodifiable 1value resulting from afunction call. It is unspecified
whether Ferror isamacro or anidentifier declared with external linkage. If atperrno () macro
definition is suppressed to access an actual object, or if a program defines an identifier with the
name Ferror, the behavior is undefined.

The reference pages for FML routines list possible error conditions for each routine and the
meaning of theerror in that context. The order in which possible errorsarelisted isnot significant
and does not imply precedence. The value of Ferror should be checked only after an error has
been indicated; that is, when the return value of the component indicates an error and the
component definition specifies that tperrno () be set. An application that checks the value of
Ferror must include the fm1 .1 header file.

Ferror32 providesasimilar capability for users of FML 32 routines. An application that checks
the value of Ferror32 must include the fm132.h header file.

The following list shows error codes that may be returned by FML and FML32
routines.

#define FMINVAL O /* bottom of error message codes */

#define FALIGNERR 1 /* fielded buffer not aligned */

#define FNOTFLD 2 /* buffer not fielded */

#define FNOSPACE 3 /* no space in fielded buffer */

#define FNOTPRES 4 /* field not present */

#define FBADFLD 5 /* unknown field number or type */

#define FTYPERR 6 /* illegal field type */

#define FEUNIX 7 /* unix system call error */
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#define
#define
#define
#define
#define
#define
#define
#define
#define
#define
#define
#define

Usage

Some routines do not have an error return value. Because no routine sets Ferror to zero, an
application can set Ferror to zero, call aroutine and then check Ferror again to seeif an error
has occurred.

FBADNAME 8 /* unknown field name */

FMALLOC 9 /* malloc failed */

FSYNTAX 10 /* bad syntax in boolean expression */
FFTOPEN 11 /* cannot find or open field table */
FFTSYNTAX 12 /* syntax error in field table */
FEINVAL 13 /* invalid argument to function */
FBADTBL 14 /* destructive concurrent access to field table */
FBADVIEW 15 /* cannot find or get view */
FVFSYNTAX 16 /* bad viewfile */

FVFOPEN 17 /* cannot find or open viewfile */
FBADACM 18 /* ACM contains negative value */
FNOCNAME 19 /* cname not found */

In DOS and OS/2 environments, this variable is known as FMLerror.

See Also

Seethe ErRrRORS section of theindividual FML library routines for a more detailed description of
the meaning of the error codes returned by each routine.

196

Introduction to the C Language Application-to-Transaction Monitor Interface,
tperrordetail (3¢), tpstrerror (3c), tpstrerrordetail (3c¢), Introduction to FML
Functions, F_error, F_error32(3fml)

File Formats, Data Descriptions, MIBs, and System Processes Reference


{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3c/rf3c.html

field_tables(5)

field_tables(d)

Name
field_tables—FML mapping filesfor field names

Description

The Field Manipulation Language functions implement and manage fielded buffers. Each field
in afielded buffer istagged with an identifying integer. Fields that can variable in length (for
example, a string) have an additional length modifier. The buffer then consists of a series of
numeric-identifier/data pairs and numeric-identifier/length/data triples.

The numeric-identifier of afieldiscalled itsfield identifier and istypedef'd by Fr.oID. A fieldis
named by relating an alphanumeric string (the name) to arr.p1p in afield table.

The original FML interface supports 16-bit field identifiers, field lengths, and buffer sizes. A
newer 32-bit interface, FML 32, supports larger identifiers, field lengths, and buffer sizes. All
types, function names, etc. are suffixed with “ 32" (for example, thefield identifier type definition
iSFLDID32).

Field Identifiers

FML functionsallow field valuesto betyped. Currently the following types are supported: char,
string, short, long, float, double, carray (Character array), ptr (pointer to a buffer),
FML32 (embedded FML32 buffer), and view32 (embedded VIEW32 buffer). Theptr, FML32,
and viEw32 types are supported only for the FML32 interface. Constants for field types are
definedin £fml1.h (fm132.h for FML32). So that fielded buffers can be truly self-describing, the
type of afield is carried along with the field by encoding the field typein the FLDID. Thus, a
FLDID is composed of two elements:. afield type, and afield number. In 32-bit FML, field
numbers must be between 10,001 and 30,000,000. The numbers 1-10,000 and
30,000,001-33,554,431 are reserved for system use. In 16-bit FML, field numbers must be
between 101 and 8,191. The numbers 1-100 are reserved for system use.

Field Mapping
For efficiency, it is desirable that the field name to field identifier mapping be available at
compiletime. For utility, it isaso desirable that these mappings be available at run time. To
accommodate both these goals, FML representsfield tablesin text files, and provides commands
to generate corresponding C header files. Thus, compile time mapping is done by the C
preprocessor, cpp, by the usual #define macro. Run-time mapping is done by the function
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Fldid () (orr1didsz () for FML32), which mapsitsargument, afield name, to afield identifier
by consulting the source field table files.

Field Table Files
Files containing field tables have the following format:

e Blank lines and lines beginning with # are ignored.

e Lines beginning with $ are ignored by the mapping functions but are passed through
(without the $) to header files generated by mkf1dandr () (the command nameis
mkfldhdr32 () for FML32; seemkfldhdr, mkfldhdr32 (1)). For example, thiswould
allow the application to pass C comments, what strings, etc. to the generated header file.

e Lines beginning with the string *base contain a base for offsetting subsequent field
numbers. This optional feature provides an easy way to group and renumber sets of related
fields.

e Linesthat don't begin with either * nor # should have the form:
name rel-numb type
where:

— nameistheidentifier for the field. It should not exceed the C preprocessor identifier
restrictions (that is, it should contain only alphanumeric characters and the underscore
character). Internally, the name is truncated to 30 characters, so names must be unique
within the first 30 characters.

— rel-numb iSthe relative numeric value of thefield. It is added to the current base to
obtain the field number of thefield.

— type isthetype of thefield, and is specified as one of the following: char, string,
short, long, float, double, carray, ptr, FML32, OFf VIEW32.

Entries are white-space separated (any combination of tabs and spaces).

Conversion of Field Tables to Header Files

The command mk£1dhdr (OF mkf1dhdr32) convertsafield table, as described above, into afile
suitable for processing by the C compiler. Each line of the generated header fileis of the form:

#define name fldid

where name isthe name of thefield, and f1did isitsfield identifier. Thefield identifier includes
thefield type and field number, as previously discussed. The field number isan absolute number,
that is, base + rel-number. The resulting file is suitable for inclusion in a C program.
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field_tables(5)

Environment Variables

Functions such as F1did (), which accessfield tables, and commands such asmkf1dhdr () and
vuform (), which use them, both need the shell variables FL.DTBLDIR and FIELDTBLS
(FLDTBLDIR32 and FIELDTBLS32 for FML32) to specify the source directories and files,
respectively, from which the in-memory version of field tables should be created. FIELDTBLS
specifiesacomma-separated list of field tablefilenames. If FIELDTBLS hasnovalue, £1d. tbl is
used asthe name of thefield tablefile. The FL.DTBLDIR environment variableisacolon-separated
list of directoriesin which to look for each field table whose name is not an absol ute pathname.
(Thesearch for field tablesis very similar to the search for executable commands using the paTH
variable)) If FLDTBLDIR iSnot defined, it istaken to bethe current directory. Thus, if FIELDTBLS
and FLDTBLDIR are not set, the default isto take £14. tb1 from the current directory.

The use of multiple field tablesis a convenient way to separate groups of fields, such as groups
of fieldsthat exist in adatabase from those which are used only by the application. However, in
general field names should be unique acrossall field tables, since such tables are capabl e of being
converted to C header files (by the mkf1dhdr command), and identical field nameswould
produce a compiler name conflict warning. In addition, the function r1did, which maps aname
to arLDID, does so by searching the multiple tables, and stops upon finding the first successful
match.

Example
Thefollowing is a samplefield table in which the base shifts from 500 to 700:

# employee ID fields are based at 500
*base 500

#name rel-numb type comment

#____ ________ e

EMPNAM 1 string emp's name

EMPID 2 long emp's id

EMPJOB 3 char job type: D,M,F or T
SRVCDAY 4 carray service date

# address fields are based at 700

*base 700
EMPADDR 1 string street address
EMPCITY 2 string city
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EMPSTATE 3 string state
EMPZIP 4 long zip code

The associated header file would be:

#define EMPADDR
#define EMPCITY

FLDID)41661)
FLDID)41662)

(

(
F
FLDID)16887)
F

#define EMPID ( (FLDID) 8694)
#define EMPJOB (
LDID)41461)

#define EMPSTATE ((FLDID)41663)
#define EMPZIP ( (FLDID)8896)

(
(
(
(
#define EMPNAM ( (
(
(
((FLDID)49656)

#define SRVCDAY

See Also
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mkfldhdr, mkfldhdr32 (1)

/* number :
/* number:

/* number:

/* number:

701 type:
702 type:

502 type:
503 type:
501 type:

703 type:

704 type:

504 type:
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GAUTHSVR(5)

GAUTHSVR(3)

Name
cauTHsSVR—General LDAP-based authentication server

Synopsis

GAUTHSVR SRVGRP="identifier" SRVID=number other_parms CLOPT="-A -- -f
filename"

Description

GAUTHSVR isa System/T provided server that offers the authentication service . This server may
be used in a secure application to provide per-user authentication when clientsjoin the
application. This server accepts service requests containing TPINIT typed buffer as a user
password and validates it against the configured password that is stored in LDAP Server. If the
request passes validation, then an application key is returned with a successful return astheticket
for the client to use.

By default, the file $TUXDIR/udataobi/tpgauth isused for obtaining LDAP configuration
information. The file can be overridden by specifying thefilename, usinga "-f filename”
option in the server command line option. For example, cLopT="-A --
-f/usr/tuxedo/myapp/myldap”.

There is no automatic propagation of this configuration file from the master machine to other
machines in the Tuxedo UBBCONFIG file. To use multiple GAUTHSVRS, you must provide
separate configurations on the various machines.

For additional information pertaining to cauTHsvr, see “GAUTHSVR Additional Information”
on page 202.

SECURITY USER_AUTH

If SECURITY iSset to usErR_AUTH or higher, per-user authentication is enforced. The name of the
authentication service can be configured for the application. If not specified, it defaultsto
auTHsvC Which is the default service advertised for GauTHSVR.

An authenti cation request is authenti cated against only thefirst matching user nameinthe LDAP
database. It does not support authentication against multiple entries.
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SECURITY ACL or MANDATORY_ACL

If SECURITY iS Set tO ACL OF MANDATORY_ACL, per-user authentication is enforced and access
control lists are supported for access to services, application queues, and events. The name of the
authentication service must be autasve which isthe default service advertised by cauThsvr for
these security levels.

The application key that is returned by the cauTHsVR is the user identifier in the low-order 17
bits. The group identifier is the next 14 bits (the high-order bit is reserved for the administrative

keys).

See Also

e Setting up GAUTHSVR as the Authentication Server in Implementing Single Point
Security Administration.

GAUTHSVR Additional Information

Portability
GAUTHSVR IS supported as a Tuxedo System/T-supplied server on non-Workstation platforms.

Examples
# Using GAUTHSVR
*RESOURCES
AUTHSVC ", .AUTHSVC"

SECURITY ACL

*SERVERS
GAUTHSVR SRVGRP="AUTH" SRVID=100
CLOPT="-A -- -f /usr/tuxedo/udataobj/tpgauth"
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GWADM(3)

Name
ewapM—Domains gateway administrative server

Synopsis
GWADM SRVGRP = "identifier" SRVID = "number" REPLYQ = "N"
CLOPT = "-A -- [-a {on | off}] [-t {on | off}]"
Description

The gateway administrative server (cwapm) is an Oracle Tuxedo system-supplied server that
provides administrative functions for a Domains gateway group.

ewapu should be defined inthe sErvERS section of theuseconFIa fileasaserver running within
aparticular gateway group, that is, SRvGRp must be set to the corresponding GRPNAME tag
specified inthecroups section. The svrRID parameter isalso required and itsvalue must consider
the maximum number of gateways allowed within the gateway group.

There should be only one instance of acwapm per Domains gateway group, and it should not be
part of the MSSQ defined for the gateways associated with the group. Also, cwapm should have
the REPLYQ attribute set to n.

Parameters

The cLopT option isastring of command-line options that is passed to the cwapm when it is
booted. This string has the following format:

CLOPT="-A -- gateway group runtime parameters"

The following run-time parameters are recognized for a gateway group:

-a{on | off}
This option turns of £ or on the audit log feature for thislocal domain access point. The
defaultisof £. The dmadmin program can be used to change this setting while the gateway
group isrunning (see dmadmin (1)).

-t {on| off}
Thisoption turns of £ or on the statistics gathering feature for the local domain access
point. The default isof £. The dmadmin program can be used to change this setting while
the gateway group is running (see dmadmin (1) ).

The cwapu server must be booted before the corresponding gateways.
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Portability

ewapM is supported as an Oracle Tuxedo system-supplied server on all supported server
platforms.

Interoperability

ewapM must beinstalled on Oracle Tuxedo release 4.2.1 or later; other machinesin the same
domain with arelease 4.2.2 gateway can be release 4.1 or later.

Examples

The following example illustrates the definition of the administrative server in the uBBcoNFIG
file. This example uses the cwrpoMAIN gateway process to provide connectivity with another
Oracle Tuxedo domain.

#

*GROUPS

DMADMGRP GRPNO=1

gwgrp GRPNO=2

#

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y GRACE=0
GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y GRACE=0

CLOPT="-A -- -a on -t on"
GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=N RESTART=Y MIN=1
MAX=1
See Also

dmadmin (1), tmboot (1), DMADM (5), DMCONFIG (5), servopts (5), UBBCONFIG(5)
Administering an Oracle Tuxedo Application at Run Time
Setting Up an Oracle Tuxedo Application

Using the Oracle Tuxedo Domains Component
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GWTDOMAIN(5)

GWTDOMAIN(3)

Name
GWTDOMAIN—TDomain gateway process

Synopsis
GWTDOMAIN SRVGRP = "identifier" SRVID = "number" RQADDR = "queue_name"
REPLYQ = value RESTART = Y [MAXGEN = value] [GRACE = value]
CLOPT = "-A -- [-s][-U inbound-message-size-limit-in-bytes ]-x
limit[:{[duration]: [period]}]1”

Description

GWTDOMATIN iSthe domain gateway process that provides interdomain communication.
GWTDOMAIN processes communicate with other cwrpomaIn processes in remote domains.

Note: From Tuxedo release 9.0 and later, the cgwrpomaIN default is multithread mode. This
default mode is only useful for machines with multiple CPUs.

Domain gateways are described in the servERs section of the uBeconr1G file and the
BDMCONFIG file. Domain gateways must be always associated with a particular gateway group,
that is, SRVGRP must be set to the corresponding GrRpNAME tag specified in the croups section.

The svr1ID parameter isalso required and its value must consider the maximum number of
gateways allowed within the domain group. The REsTART parameter should be set to y. The
REPLYQ parameter may be set to v or .

Parameters

The cLopT option is astring of command-line options that is passed to gwTpoMAIN Wheniit is
booted. The following run-time parameters are recognized for a gateway process.

=S
Thisoptional parameter turnsoff the default multithread mode. On asingle CPU machine,
turning off multithread mode helps to avoid possible negative performance impact.

Note: For OpenVMS, thisis the default option.

-U inbound-message-size-limit-in-bytes
This option specifies the upper-size limit of incoming network message for
GWTDOMAIN. The message sizeincludesinternal dataitemsfor Tuxedo (should beless
then 1024 bytes) and user data. The limit also takes effect when message is compressed,
i.e., it also checks the original message size.
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The -x parameter reduces DoS attack vulnerability by limiting the number of
GWTDOMAIN connections. It supports for following parameters:
limit
The maximum number of connections. The minimum limit valueis 0, and the
maximum valueis 2,147,483,647.

When the limit is reached (or exceeded) and there is an incoming request,
GWTDOMAIN is suspended for the given duration. At the same time, the current
incoming request which triggersthe suspending isnot accepted. Polling isresumed
after duration has elapsed.

Setting the limit to O prohibits the domain gateway from accepting any incoming
connection requests. In other words, thisisan "OUTGOING_ONLY" connection
policy.

duration
This optional parameter sets the duration in seconds to suspend polling for
incoming connection when limit is reached. The default value is (SCANUNIT *
SANITY SCAN) seconds. The minimum duration valueis 5, and the maximum
valueis 65,535.

period
This optional parameter sets the timeinterval (in seconds) proceeding
GWTDOMAIN check point to count the closed connectionsin the past. When not
specified, the default value is the same as duration. The minimum period valueis
0, and the maximum vaueis 65,535.

If period is specified as 0, the number of closed connectionsin aprior period will
always be 0, limit only counts active connections.

The ewTpoMATN process must be in the same group asthe gwapm (5) process, with the cwapm
listed first. Multiple cwrpoMAIN processes can be configured for a domain; each must be
configured in adifferent Oracle Tuxedo group.

Examples

206

The following example shows the definition of a Domains gateway group in the uBBconrFIc file.

*GROUPS

DMADMGRP LMID=machl GRPNO=1

gwgrp LMID=machl GRPNO=2

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y MAXGEN=5 GRACE=3600
GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y MAXGEN=5 GRACE=3600
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GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=N RESTART=Y
MAXGEN=5 GRACE=3600 CLOPT="-A -r -- -U 65536"

Additional examples are available in the “EXAMPLES’ sections of usBconric (5) and
DMCONFIG (5).

See Also
tmadmin (1), tmboot (1), DMADM(5), DMCONFIG (5), GWADM (5), servopts (5),
UBBCONFIG(5)
Using the Oracle Tuxedo Domains Component
Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Denial-of-Service (DoS) Defense

ISL(3)

Name
Enables access to Oracle Tuxedo objects by remote Oracle Tuxedo clients using |1OP.

Synopsis
ISL SRVGRP="identifier"

SRVID="number"

CLOPT="[-A ] [ servopts options ] -- -n netaddr
[-C {detect|warn|none} ]

[-d device ]

[-E principal_name]

[-K {client|handler|both|none} ]
[-m minh ]

[-M maxh ]

[-T Client-timeout]

[-x mpx-factor ]

[-H external-netaddr]

#options for Outbound IIOP

[-0]

[-o outbound-max-connections]

[-s Server-timeout]
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[-u out-mpx-users]
#options for SSL
[-al

[-R renegotiation-intervall]
[-S secure port]

[-v {detect|warn|none} ]
[-z [0]40]56]|128]256]]

[-Z [0]40|56]|128]256]11"

Description

The I1OP Server Listener (ISL) is an Oracle Tuxedo-supplied server command that enables
access to Oracle Tuxedo objects by remote Oracle Tuxedo clients using [1OP. The application
administrator enables access to the application objects by specifying the I1OP Server Listener as
an application server in the servERS section. The associated command-line options are used to
specify the parameters of the I1OP Server Listener and 110OP Server Handlers.

Thelocation, server group, server 1p, and other generic server-related parameters are associated
with the ISL using the standard configuration file mechanisms for servers. ISL command-line
options allow for customization.

Each ISL booted as part of an application facilitates application access for alarge number of
remote Oracle Tuxedo clients by providing accessviaasingle, well-known network address. The
I1OP Server Handlers are started and stopped dynamically by the ISL, as necessary, to meet the
incoming load.

For joint client/servers, if the remote joint client/server ORB supports bidirectional 110P
connections, the ISL can use the same inbound connection for outbound invokes to the remote
joint client/server. The ISL also allows outbound invokes (outbound I10P) to objects located in
ajoint client/server that isnot connected to an | SH. This capability is enabled when the -o option
is specified. The associated command-line options alow configuration of outbound 110P
support:

Parameters

208

-A
Indicates that the ISL is to be booted to offer al its services. Thisisadefault, but it is
shown to emphasize the distinction between system-supplied servers and application
servers. The latter can be booted to offer only a subset of their available services. The
double-dash (--) marksthe beginning of parametersthat are passed to the ISL after it has
been booted.
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Y ou specify the following optionsin the cL.opt string after the double-dash (--) in the cLopT
parameters:

-n netaddr

Specifies the network address to be used by a server listener to accept connections from
remote CORBA clients. The remote client must set the environment variable (ToBJADDR)
to thisvalue, or specify the value in the Bootstrap object constructor. See the C++
Programming Reference for details. Thisisthe only required parameter.

TCP/IP addresses must be specified in one of the following two formats as shown in
Table 38.

Table 38 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

Thedomain finds an address for hostname using the local namefacilities (usually DNS).
The host must be the local machine, and the local name resol ution facilities must
unambiguously resolve hostname to the address of the local machine.

Note: The hostname must begin with aletter character.

In the second format, the "#. #. 4. #" isthe dotted decimal format. In dotted decimal
format, each # must be a number from 0 to 255. This dotted decimal number represents
the I P address of the local machine.

In both of the above formats, port_number isthe TCP port number at which the domain
process listens for incoming requests. port_number can be a number between 0 and
65535 or aname. If port_number iSaname, it must be found in the network services
database on your local machine.

Note: The JavaTobj_Bootstrap Object usesa short typeto store the port_number.

Therefore, you must use aport_number in the range of 0 to 32767 if you planto
support connections from Java clients.

Note: Thenetwork addressthat is specified by programmersin the Bootstrap constructor or

in ToBJADDR must exactly match the network addressin the application’ SUBBCONFIG
file. The format of the address as well as the capitalization must match. If the
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addresses do not match, the call to the Bootstrap constructor will fail with aseemingly
unrelated error message:

ERROR: Unofficial connection from client at
<tcp/ip address>/<port-number>:

For example, if the network addressis specified as //TRIx1E:3500 inthe 1S,
command line option string, specifying either //192.12.4.6:3500 or
//trixie:3500 inthe Bootstrap constructor or in ToBJADDR Will cause the
connection attempt to fail.

On UNIX systems, use the uname -n command on the host system to determine the
capitalization used. On Windows NT systems, see the host system's Network control
panel to determine the capitalization used.

Note: Unlike the Oracle Tuxedo system Workstation Listener (WSL), the format of the
network addressesislimited to / /host : port. The reason for this limitation is that
the host name and port number are used by Oracle Tuxedo servers; the host name
does not appear as such in the hexadecimal format, and it could only be passed to the
servers using the dotted | P address format.

[-al
Specifies that certificate-based authentication should be enabled when accepting an SSL
connection from a remote application.

[-C detect|warn|none]
Determines how the 11OP Listener/Handler will behave when unofficial connections are
made to it. The default value is detect.

The official way for the CORBA client to connect to the 11OP Listener/Handler isviaa
Bootstrap object. The unofficial connection is established directly from an IOR. For
example, aclient could connect to one |11OP Listener/Handler via a Bootstrap object and
then, perhaps inadvertently, connect to a second I1OP Listener/Handler by using an IOR
that contains the host and port of the second |1OP Listener/Handler. Typically, thisis not
the case. Usually, the client uses |ORs that contain the host and port of the [1OP
Listener/Handler that the client connected to via a Bootstrap object. Use of such IORs
does not cause an additional connection to be made.

Caution: The use of unofficial connections can cause problems for remote client applications
that use transactions. The application may have the notion that invocations on both
the official and unofficial connections within the same transaction have succeeded;
however, inreality, only invocationson the official connection are ACID (Atomicity,
Consistency, Isolation, and Durability).
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A value of detect causesthe ISL/ISH to raise ano_PERMISSION exception when an
unofficial connection isdetected. A value of warn causesthe ISL/ISH to log amessage to
the user log exception when an unofficial connection is detected; no exception will be
raised. A value of none causesthe ISL/ISH to ignore unofficial connections.

[-d devicel]
Specifiesthe device filename used for network access by the server listener and its server
handlers. This parameter is optional because some transport providers (for example,
sockets) do not require a device name. However, other providers (for example, TLI) do
require adevice name. Inthe case of TLI, thisoption is mandatory. Thereisno default for
this parameter. (This does not apply to Windows 2003 systems.)

[-E principal_ name]
An optional parameter that indicates the identity of the principal that is required in order
to establish atrusted connection pool. A trusted connection pool can only be established
if a CORBA application is configured to require users to be authenticated.

If aremote client application attempts to propagate per-request security information over
aconnection that is not part of atrusted connection pool, the accompanying propagated
security information will be ignored.

[-K {client|handler |both|none}]
Directs the client, or the ISH process, or both, to activate the network provider's
KEEPALIVE option. This option improves the speed and reliability of network failure
detection by actively testing an idle connection’s state at the protocol stack level. The
availability and timeout thresholds for this feature are determined by operating system
tunable parameters.

A vaue of c1ient configuresthis option for the client; a value of handier configures
this option for the ISL; and avalue of both will configure both sides of the connection.
The default value isnone, in which case neither side has the keEepALIVE option
configured.

Note: ThexkeepaLIVE interval isan operating system parameter, so changing the value
affects any other applications that enable keepaLIVE. Many platforms have a
two-hour default value that may be longer than desired.

Thisoption is not available on all platforms. A userlog warning message is generated if
the kEEPALIVE option is specified but is not available on the ISH's machine. If
KEEPALIVE iSrequested but isnot available on the client’ s machine, the setting isignored.

[-m minh]
Specifies the minimum number of handlers that should be available in conjunction with
thisISL at any giventime. ThedefaultisO. The I SL will start thismany |SHsimmediately
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[-0]

upon being booted and will not deplete the supply of 1SHs below this number until the
administrator issues a shutdown to the ISL. The default value for this parameter is0. The
legal range is between 0 and 255.

maxh]

Specifies the maximum number of handlers that should be available in conjunction with
thisISL at any given time. The Handlers are started as necessary to meet the demand of

remote Oracle Tuxedo clients attempting to access the system. The default value for this
parameter isequal to the setting for maxwscr.TENTS on thelogical machine, divided by the
multiplexing factor for thisISL (see -x option below), rounded up by one. Thelegal range
for this parameter isbetween 1 and 4096. The value must be equal to or greater than minh.

Client-timeout]

Specifies the inactive client timeout option. The inactive client timeout isthe time (in
minutes) allowed for aclient to stay idle. If aclient does not make any requestswithin this
time period, the 11 OP Listener/Handl er disconnectstheclient. If thisargument isnot given
or isset to O, the timeout isinfinite.

mpx-factor]

Thisisan optional parameter used to control the degree of multiplexing desired within
each ISH. The value for this parameter indicates the number of remote Oracle Tuxedo
clients that can be supported simultaneously by each ISH. The ISH ensures that new
handlers are started as necessary to handle new remote Oracle Tuxedo clients. Thisvalue
must be greater than or equal to 1 and lessthan or equal to 4096. The default value for this
parameter is 10.

external netadder]

Specifiesthe external network addressto be set asthe host and port in interoperabl e object
references returned to clients of the ISL. It has the same format asthe ISL cLopT -n
netaddr option. Thisfeature is useful when an [10P, or remote, client needs to connect
to an ISL through afirewall.

Note: Tuxedo |Pv6 addressing does not support hexidicmal addresses.

This option (uppercase letter O) enables outbound 110OP to objects that are not located in
aclient that is connected to an I SH. Since the -o option requires a small amount of extra
resources, the default isto not allow outbound 110P.

[-0 outbound-max-connections]

This option (lowercase |etter 0) specifies the maximum number of outbound connections
that each ISH may have. In effect, it limits the number of simultaneous Outbound 110P
sockets that any single ISH under the control of thisISL will have active at one time.
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Thisoption requiresthat the -o (uppercase | etter O) option is also specified. The value of
this option must be greater than 0, but not more than 4096. An additional requirement is
that the value of thisoption, (cutbound-max-connections) timesthe maximum number
of handlers, must be less than 32767. The default for this option is 20.

[-R renegotiation-interval]
Specifies the renegotiation interval in minutes. If a connection does not have a
renegotiation in the specified interval, the I1OP Listener/Handler will request that the
client renegotiate the session for inbound connections or actually perform the
renegotiation in the case of outbound connections. The default is 0 minutes which results
in no periodic session renegotiations.

[-S secure-port]
Specifies the port number that the I1OP Listener/Handler should use to listen for secure
connections using the SSL protocol. Y ou can configure the 11OP Listener/Handler to
allow only secure connections by setting the port numbers specified by the -s and -n
options to the same value.

[-s Server-timeout]
Server-timeout is the time, in minutes, allowed for aremote server to remainidle. If a
remote server does not receive any requests within thistime period, the ISL disconnects
the outbound 110P connection to the server. The ISH reconnects to the remote server on
subsequent requests. This option can be used for server platforms that are unstable. Note
that thisis a best-attempt value in that the ISL does not disconnect the connection before
thistimeis up, but does not guarantee to disconnect the connection once the exact time
has elapsed. This option requires that the -o (uppercase letter O) option is also specified.
The value must be greater than or equal to 1. If this option is not specified, the default is
60 (one hour).

[-u out-mpx-users]

An optional parameter used to control the degree of outbound multiplexing desired within
each ISH. The value for this option indicates the number of outbound 110P users (native
clients or servers) that can be supported simultaneously by each outbound 110P
connection inthe ISH. The ISL ensuresthat new |SHs are started, as necessary, to handle
new users up to the value of this option (out-mpx-users) . Thisoption requires that the
—O (uppercase | etter O) option isalso specified. Thisoption must be greater than 0 (zero),
but not more than 1024; the default value is 10.

[-v {detect|warn|none}]
Determines how the 11OP Listener/Handler will behave when adigital certificate for a
peer of an outbound connection initiated by the Oracle object request broker (ORB) is
received as part of the Secure Sockets Layer (SSL) protocol handshake. Thevalidation is
only performed by theinitiator of a secure connection and confirmsthat the peer server is
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actually located at the same network address as specified by the domain name in the
server’sdigital certificate. Thisvalidation isnot technically part of the SSL protocol but
issimilar to the check done in web browsers.

A valueof detect causesthe Oracle ORB to verify that the host specified in the object
reference used to make the connection matches the domain name specified in the peer
server’sdigital certificate. If the comparison fails, the Oracle ORB refuses the
authenticate the peer and drops the connection. The detect value isthe default value.

A value of warn causesthe Oracle ORB to verify that the host specified in the object
reference used to make the connection matches the domain name specified in the peer’s
digital certificate. If the comparison fails, the Oracle ORB logs a message to the user log
but continues to process the connection.

A value of none causesthe Oracle ORB to not perform the peer validation and to continue
to process the connection.

The -v parameter isonly availableif licensesfor SSL and LLE (link level encryption) are
installed.

|0]40]56]128|256]]

Specifies the minimum level of encryption when establishing a network connection
between aclient and the 11 OP Listener/Handler. 0 means no encryption while 40, 56, 128,
and 256 specify the length (in bits) of the encryption key. If this minimum level of
encryption cannot be met, a connection will not be established. This option isonly
availableif licenses for SSL and LLE (link level encryption) are installed.

[-Z []0]40]56]128]|256]]

Portability

Specifies the maximum level of encryption when establishing a network connection
between aclient and the 11 OP Listener/Handler. 0 means no encryption while 40, 56, 128,
and 256 specify the length (in bits) of the encryption key. The default is whatever
capability is specified by thelicense. Thisoptionisonly availableif licensesfor SSL and
LLE (link level encryption) areinstalled.

The I1OP Server Listener is supported as an Oracle Tuxedo-supplied server on UNIX and
Microsoft Windows NT operating systems.

Interoperability
The ISL works with any [10P compliant ORB.

214

File Formats, Data Descriptions, MIBs, and System Processes Reference



ISL(5)

Depending on the type of remote object and the desired outbound I1OP configuration, you may
have to perform additional programming tasks. Table 39 lists the requirements for each type of
object and outbound I1OP configuration.

Table 39 Programming Requirements for Using Outhound II0P

Types of Asymmetric Paired-connection Requirements  Bidirectional Requirements
Objects Requirements
Remotejoint  Set1sL cLopT Usethe Usethe
client/servers -0 option. Tobj_Bootstrap::register CORBA::0RB::create_policy
_callback_port method to method to set BiDirPolicy onthe
register the callback port. POA.
Foreign Set 1sL cLopT  Not applicable. If theforeign ORB supports the POA
(non-CORBA) -0 option. and BiDirPolicy, usethe
ORBs CORBA: :ORB: :create_policy
method to set BiDirPolicy onthe
POA.

Remoteclients Remote clients are not servers, so outbound 11OP is not possible.

Nativejoint Outbound I10P is not used.
client/servers

Nativeclients  Outbound I1OP is not used.

Network Addresses

Supposethelocal machineonwhichthelSL isbeing runisusing TCP/IP addressing and isnamed
backus . company . com, With address 155.2.193.18. Further suppose that the port number at
which the ISL should accept requests is 2334. The address specified by the -1 option could be:

//155.2.193.18:2334

/ /backus.company.com:2334

Examples
*SERVERS

ISL SRVGRP="ISLGRP" SRVID=1002 RESTART=Y GRACE=0

CLOPT="-A -- -n //piglet:1900 -d /dev/tcp"
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Name
KAUTHSVR— T uxedo K erberos-based network authentication server

Synopsis
KAUTHSVR SRVGRP=SECGRP SRVID=100 GRACE=0 MAXGEN=2 CLOPT="-A -- -k
/etc/krbauth.kt -p krbauth@host.yourcomany.com"

Description
KAUTHSVR is a Kerberos-based Tuxedo authentication server. Its purposeistwo fold:

e it authenticates a user with the kerberos system, and

e it uses the accompanying user information to create a user AprkEY to handle Tuxedo
Access Control.

KAUTHSVR must be manually configured in the uBsconr1c filein order to complete Tuxedo user
authentication if you want to use K erberos the default authenti cation mechanism. Thereisadight
difference in how xauTnsvR is configured for UNIX and Windows platforms. For more
information, see “Using the Kerberos Authentication Plug-in.”

Principal Name and UNIX Key Table Configuration

Kerberosallowsyou to store principal namesand service keysinalocal file based database called
aKey Table. This key table allows services running on a host to authenticate themselves to the
Key Distribution Center. xauTHSVR does not replace Kerberos Key Distribution Center
authentication; however, it does replace AuTHSVR (5) and LAUTHSVR (5) when you want to use
Kerberos-based authentication.

Principal Name Configuration

KAUTHSVR must have its own principal name associated with it. To specify which principal name
KAUTHSVR USes, you must configure it in the usconr1c file. The cLopT option uses the -p
parameter to establish its principal name. For example, -p <principal name>. The principal
name and its password must be configured in the Kerberos database and the local key table.

Note: The principal name can also be configured by using the kauTHSVRPRINC parameter or
the same name environment variable. For more information, see “ Using the Kerberos
Authentication Plug-in.”
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UNIX Key Table Configuration

Before a server can be setup to use Kerberos, you must setup a key table on a host running the
server. KAUTHSVR must access the server Key Table (xtaB) whenitisbooted. There are two
ways to specify the server key table:

e you can use the cr.opT option to tell kauTHsVR where itSKTaB iS. The KAUTHSVR CLOPT
option uses the -k parameter to specify where kras islocated. For example,"-x <key
table full path name>".

e you can also specify the kTar location as an environmental variable. For example,
"KRB5_KTNAME=<key table full path name>".

Note: Any updates made to the key table do not affect the Kerberos database. If you changethe
keysin the key table, you must also make the corresponding changes to the Kerberos
database.

Account Password on Windows Platform

When xauTHSVR is configured on a Windows platform akey table is not needed. However, it
must have an account password. There are two ways to setup a KaAUuTHSVR password:

e Configurein the uBBcoNF1G file SERVERS section related with kauTHsVR. For example:

Listing 4 KAUTHSVR Example in UBBCONFIG

*SERVERS

KAUTHSVR

SRVGRP=AUTHGRP SRVID=10

SEC_PRINCIPAL_NAME="kauthsvc " SEC_PRINCIPAL_PASSVAR=passvar
CLOPT="-A -- -p kauthsvc/bjwin2k3.bea.com@KRB.BEA.COM"

When TuxcoNFIG is created, you must input the password at the command prompt.
Note: Thename kauthsvc in SEC_PRINCIPAIL_NAME iS used as an example only.

e Specify in the kauTHSVR environment variable KAUTHSVRPASS
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See Also
AUTHSVR (5)
LAUTHSVR (5)

“Using the Kerberos Authentication Plug-in,” in the Using Security in ATMI Applications
Kerberos Introduction from MIT (http://web.mit.edu/ker ber os/www/)
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Name
langinfo—Language information constants

Synopsis

#include <langinfo.h>

Description

This header file contains the constants used to identify items of 1anginfo data. The mode of
itemsisgveninnl_types(5L

DAY 1
Local€e's equivalent of “sunday”

DAY_2
Local€'s equivalent of “monday”

DAY_3
Local€e's equivalent of “tuesday”

DAY 4
Local€e's equivalent of “wednesday”

DAY_5
Local€'s equivalent of “thursday

DAY_6
Loca€e's equivaent of “friday”

DAY 7
Local€'s equivalent of “saturday”

ABDAY_1
Local€'s equivalent of “sun”

ABDAY_2
Loca€e's equivalent of “mon”

ABDAY_3
Local€'s equivalent of “tue”
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ABDAY_4
Locae's equivalent of “wed”

ABDAY_5
Local€e's equivalent of “thur”

ABDAY_6
Local€'s equivalent of “fri”

ABDAY_7
Locale's equivalent of “sat”

MON_1
Local€e's equivalent of “january”

MON_2
Local€'s equivalent of “february”

MON_3
Locale's equivaent of “march”

MON_4
Locale's equivalent of “april”

MON_5
Local€'s equivalent of “may”

MON_6
Loca€e's equivaent of “june’

MON_7
Locale's equivalent of “july”

MON_8
Local€'s equivalent of “august”

MON_9
Locale's equivalent of “september”

MON_10
Locale's equivalent of “october”

MON_11
Local€'s equivalent of “november”
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MON_12
Locae's equivalent of “december”

ABMON_ 1
Locale's equivalent of “jan”

ABMON__ 2
Local€'s equivalent of “feb”

ABMON_ 3
Locae's equivalent of “mar”

ABMON_ 4
Locale's equivalent of “apr”

ABMON_5
Local€'s equivalent of “may”

ABMON__6
Locae's equivaent of “jun”

ABMON__7
Local€e's equivalent of “jul”

ABMON__8
Local€'s equivalent of “aug”

ABMON_9
Locae's equivalent of “sep”

ABMON_10
Locale's equivalent of “oct”

ABMON_11
Local€'s equivalent of “nov”

ABMON_12
Locale's equivaent of “dec”

RADIXCHAR
Locale's equivalent of “.”

THOUSEP
Local€'s equivalent of “,”

langinfo(5)
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YESSTR
Locae's equivalent of “yes’

NOSTR
Local€e's equivalent of “no”

CRNCYSTR
Local€'s currency symbol

D_T FMT
Local€e's default format for date and time

D_FMT
Local€e's default format for the date

T_FMT
Local€e's default format for the time

AM_STR
Loca€e's equivaent of “AM”

PM_STR
Locale's equivalent of “PM”

Thisinformation isretrieved by n1_1anginfo (3c).

The items are retrieved from a special message catalog named LancINFO, which should be
generated for each locale supported and installed in the appropriate directory (see
mklanginfo(l))

See Also

mklanginfo(1l),nl_langinfo(3c), strftime (3c),nl_types(5)
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Name
LAUTHSVR—WebL ogic Server embedded L DA P-based authentication server

Synopsis

LAUTHSVR SRVGRP="identifier" SRVID=number other_parms CLOPT="-A -- -f
filename"

Description
LAUTHSVR iSa System/T provided server that offers the authentication service while the user
security information is located in WebL ogic Server. This server may be used in a secure
application to provide per-user authentication when clients join the application. This server
accepts service requests containing TPINIT typed buffer as a user password and validates it
against the configured password that is stored in WebL ogic Server. If the request passes
validation, then an application key is returned with a successful return astheticket for the client
to use.

e If auser belongsto the “ Administrators’ group in WebL ogic Server, then LAUTHSVR
will return Tpsysapu asits application key.

o If auser belongs to the “ Operators’ group in WebL ogic Server, then LAUTHSVR will
return TPSYSOP asits application key.

Note:  The application keys that correspond to tpsysadm and tpsysop must be 0x80000000
and 0xC0000000, respectively.

By default, the file $TUXDIR /udataobi/tpldap isused for obtaining LDAP configuration
information. The file can be overridden by specifying thefilename, usinga ”-f filename”
option in the server command line option. For example, cL.opT="-a -~
-f/usr/tuxedo/myapp/myldap”. Thereisno automatic propagation of this configuration file
from the master machine to other machines in the Tuxedo UBBCONFIG file. To use multiple
LAUTHSVRs, you must provide separate configurations on the various machines.

Note: LaAUTHSVR Supports IPv6.

For additional information pertaining to LAUTHSVR, see “LAUTHSVR Additional Information”
on page 224.
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SECURITY USER_AUTH

If sECURITY isset to usEr_auTH or higher, per-user authentication is enforced. The name of the
authentication service can be configured for the application. If not specified, it defaultsto
auTtHsvc which is the default service advertised for LAUTHSVR.

An authentication reguest is authenticated against only the first matching user nameinthe LDAP
database. It does not support authentication against multiple entries.

SECURITY ACL or MANDATORY_ACL

If SECURITY iS Set t0 ACL OF MANDATORY_ACL, per-user authentication is enforced and access
control lists are supported for accessto services, application queues, and events. The name of the
authentication service must be autasvc which isthe default service advertised by LauTHSsVR for
these security levels.

The application key that is returned by the LauTHSVR is the user identifier in the low-order 17
bits. The group identifier is the next 14 bits (the high-order bit is reserved for the administrative

keys).

LAUTHSVR Additional Information
Portability

LAUTHSVR is supported as a Tuxedo System/T-supplied server on non-Workstation platforms.

Examples

224

# Using LAUTHSVR
*RESOURCES

AUTHSVC " . .AUTHSVC"
SECURITY ACL

*SERVERS
LAUTHSVR SRVGRP="AUTH" SRVID=100
CLOPT="-A -- -f /usr/tuxedo/udataobj/tpldap"
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Name
METAREPOS - Tuxedo service metadata repository buffer format
#include <fml32.h>

#include <fml1632.h> /* optional */
#inlcude <tpadm.h>

Description
This reference page describes the interfaces through which an administrator, operator or user
interacts with the defined components of the Tuxedo metadata repository. The service metadata
repository can be programmatically accessed and updated through the . TMMETAREPOS Service
offered by TMMETADATA (5) Server or can be accessed and updated directly using
tpgetrepos (3c) and tpsetrepos (3c).

Programmatic access to the Tuxedo service metadata repository is accomplished through the use
of rFML32 buffersvery similar in format to those used by the Tuxedo m1B. In fact, the Tuxedo
service metadata repository uses and supports the same kind of genericm1B (5) FM1.32 input and
output buffer fields:

Input buffer fields
TA_OPERATION, TA_CLASS, TA_CURSOR, TA_OCCURS, TA_FLAGS, TA_FILTER,
TA_MIBTIMEOUT, and TA_CURSORHOLD

Output buffer fields
TA_CLASS, TA_OCCURS, TA_MORE, TA_CURSOR, and TA_ERROR

Note: ThewmeTAREPOS has the following generic m1B (5) field limitations:

e Only m1B_PREIMAGE (aTa_FLAGS field flag) is used in metadata repository
operation. The other two flags, M1B_r.0CcAL and MIB_SELF, are omitted.

e TA_MIBTIMEOUT iSignored by .TMMETAREPOS SErVice, tpsetrepos (3¢) and
tpgetrepos (3c).

e TA_CURSORHOLD does not work with tpgetrepos ().

® TA_ERROR applies specific definitions to generic return codes
when initiated with a metadata repository setting operation. The
generic codes are defined as follows:

TAOK - NO service updates were made to the metadata repository

TAUPDATED - All service updates were made to the metadata repository
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TAPARTIAL - Partial service updates were made to the metadata repository

FML32fieldsrelated to specific metadatarepository attributes use the prefix Ta_reros followed
by the name of the repository keyword in upper case. For more information on Metadata
Repository service and parameter key words, see tmloadrepos (1) .

METAREPOS Attribute Fields
Service-Level Attribute Fields

METAREPOS Service-level attribute fields are used to describe services. The TA_REPOSSERVICE
attribute is akey field that is used to name services and uniquely identify them for retrieval or
get operations. TA_REPOSSERVICE can accept regular expressions asdefined in rex (1) . For
example, using the regular expression value " *» with TA_REPOSSERVICE retrieves al service
information in a metadata repository.

For set operations, TA_REPOSSERVICE must include a Tuxedo service name and cannot be
interpreted as aregular expression.

For more information on service-level keywords, see Managing The Tuxedo Service Metadata
Repository, Creating The Tuxedo Service Metadata Repository.

Parameter-L evel Attribute Fields

METAREPOS parameter-level attribute fields are used to describe service parameters. Common
occurrence numbers are used to associate different attribute fields as part of acommon
parameter.The nth service parameter is described by the occurrence number n-1 of all
parameter-level attribute fields.

For example, the first service parameter is described by the first occurrence of the attribute field
as“(0”; the second service parameter is described by the second occurrence of the attribute field
as“1”, and so on.

If a specific attribute field occurrenceis required by alater numbered parameter, but not by one
or more earlier numbered parameters, you must specify avalue for the earlier attribute field
occurrences so that the later occurrences are properly numbered.

Sub-Parameter Values
TA_REPOSEMBED iSused to provideinformation about service parametersthat have
sub-parameter values, or in other words, embedded data.

Because the Tuxedo service metadata repository requests input and output in
FML32 format, when Ta_rREPOSEMBED is specified with sub-parameter values
(other than the default empty record), it must contain an FML 32 record. This
FML32 record consists of parameter-level fields corresponding to each
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sub-parameter (FvL field or viEw element) in the record described by the
associated Ta_reEpospPaRrAM field.

The Ta_REPOSEMBED parameter val ue corresponds to the information contained

between matching parentheses » (» and *) “in the repository_input fileor the
unloaded -t repository_file. For moreinformation on the
repository input fileand repository file, S€€ tmloadrepos (1) and

tmunloadrepos (1).

Table 40 METAREPOS Attribute Field Table

Attribute Field Level Type Permissions Values Default
TA_REPOSSERVICE service string rwXr--r-- string[1..255] N/A
(x) (r) (*)
TA_STATE (k) N/A string  rwxr-xr-- GET: "VAL" N/A
SET:"{NEW | unset N/A
| 1INV}
TA_REPOSTUXSERVICE service string rWXr--r-- string[1..15] N/A
TA_REPOSSEVICETYPE service string  rwxr--r-- “{service|oneway| “service
queuel}” ”
TA_REPOSSERVICEMODE  service string rwxr--r-- “{tuxedo|webservi “tuxedo”
cel”
TA_REPOSEXPORT service string  rwxr--r-- "{Y | N }" "y
TA_REPOSINBUF service string rWXr--r-- string[l...8] N/A
TA_REPOSOUTBUF service string rwXr--r-- string[0...8] N/A
TA_REPOSERRBUF service string rWXr--r-- string[0...8] N/A
TA_REPOSINVIEW service string rwXr--r-- string[0..32] N/A
TA_REPOSOUTVIEW service string rWXr--r-- string[0..32] N/A
TA_REPOSERRVIEW service string rwXr--r-- string[0..32] N/A
TA_REPOSINBUFSCHEMA service string rWXr--r-- string[0..1023] N/A
TA_REPOSOUTBUFSCHEMA Sservice string rwXr--r-- string[0..1023] N/A
TA_REPOSERRBUFSCHEMA service string rWXr--r-- string[0..1023] N/A
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Attribute Field Level Type Permissions Values Default
TA service string rwWXr--r—- string[0..1024] N/A
REPOSSVCDESCRIPTION

TA_REPOSSENDQSPACE service string rWXr--r-- string[0..15] N/A
TA_REPOSSENDQUEUE service string  rwxr--r-- string[0..15] N/A
TA_REPOSRPLYQUEUE service string rWXr--r-- string[0..15] N/A
TA_REPOSERRQUEUE service string rwWXr--r-—- string[0..15] N/A
TA_REPOSRCVQSPACE service string rWXr--r-- string[0..15] N/A
TA_REPOSRCVQUEUE service string  rwxr-r-- string[0..15] N/A
TA_REPOSVERSION service string rWXr--r-- string[0..1024] N/A
TA_REPOSATTRIBUTES service string  rwxr--r-- string[0..1024] N/A
TA_REPOSFIELDTBLS service string rWXr--r-- string[0..1024] N/A
TA_REPOSPARAM parameter  string rwXYr-r-- string[l..32] N/A
TA_REPOSTYPE parameter  string  rwxr--r-- "{ byte | short | N/A

integer | float

double | string |
carray | dec_t |
xml | ptr | fml32

| view32 |

mbstring }
TA_REPOSSUBTYPE parameter  string  rwxr--r-- string[0..32] N/A
TA_REPOSACCESS parameter  string  rwxr--r-- "{ in | out | err N/A

| inout | inerr |
outerr | inouterr
| noaccess }

TA_REPOSCOUNT parameter  long TWXL—-T-~ O<=num<=32767 1
TA_REPOSPARAMDES parameter  string rwxr--r-- string[0..1024] N/A
CRIPTION

TA_REPOSSIZE parameter  long TWXr--r-- 0<=num N/A
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Attribute Field Level Type Permissions Values Default
TA_REPOSREQUIRED parameter  long TWXr--I-- 0<=num<=32767 N/A
COUNT
TA_REPOSFLDNUM parameter  long TWXr--r-- 0<=num N/A
TA_REPOSFLDID parameter  long r--r--r-- 0<=num N/A
TA_REPOSVFBNAME parameter string rWXr--r-- string[0..30] N/A
TA_REPOSVFLAG parameter  string  rwxr--r-- string[0..6] N/A
TA_REPOSVNULL parameter string rWXr--r-- string[0..32] N/A
TA_REPOSPARAMSCHEMA  parameter  string rwXr--r-- string[0..1023] N/A
TA_REPOSPRIMETYPE parameter string rWXr--r-- XML primitive data N/A

type, e.g.

“anyType”,

“boolean”,

“token”,

unsignedByte”,

etc.
TA_REPOSEMBED parameter  FML32 rwxr--r-- Empty

record

(X) - Regular expression GET key field
(r) - Required field for object creation (SET TA_STATE NEW )

(*) - GET/SET key, one or more required for SET operations

(K) - GET key

METAREPQS Attribute Semantics

TA_REPOSSERVICE:

string[1l..

.255]

Service name. This attribute accepts regular expressions as defined in rex (1) for
metadata repository service information retrieval. Regular expressions cannot be used to
update metadata repository service information.

Note: Thisfield string lengthwas [1...15] in Tuxedo 9.1 release.
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TA_STATE:

GET: "{ VALid }"

A GET operation retrieves information for the selected service object(s). The
following state(s) define Ta_sTaTE returned in response to aGeT request.

VALid Serviceobject isdefined. Notethat thisisthe only valid statefor
service metadata repository.

SET: "{ NEW | unset | INValid }"
A seT operation updates information for the selected service object(s). The

following state(s) define Ta_sTaTE set in aset request. States not listed cannot be
set

NEW Create new service object. Successful return leavesthe objectin
the VAL.id state.

unset Modify an existing service object. This combination is not

alowedinthelNValid state. Successful return leavesthe object
state unchanged.

INValid Delete service object. State change allowed only when in the

VALid state. Successful return leavesthe object inthe INValid
State.

TA_REPOSTUXSERVICE: string[l...15]

Actual tuxedo service name. By default,
TA_REPOSSERVICE.

it has the same value as

TA_REPOSSERVICETYPE: "{service|oneway|queue}"
Service invocation type. This term comes from the Tuxedo Control.
-"service" supports synchronous request/response.
- "oneway" supports request without response.
-"queue" supports tpenqueue and tpdequeue.

TA_REPOSSERVICEMODE : “{tuxedo|webservice}“
Type of Service origination. This term comes from BEA SALT.
"tuxedo" stands for a Tuxedo originated service definition.

"webservice" stands for a SALT proxy service definition generated by
BEA SALT wsdlcvt utility.
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TA_REPOSEXPORT: "{ Y | N }"
Indicates whether a service object is available or not. This attribute is for Jolt Repository
compatibility only. The default valueis"Y".

TA_REPOSINBUF: stringl[l...8]
The service(s) input buffer type. Valid values. Fur, FML32, VIEW, VIEW32, STRING,
CARRAY, XML, X_OCTET, X_COMMON, X_C_TYPE, MBSTRING Or acustom-defined type. Only
onetypeisallowed.

Note: Limitation: A string of custom type may contains up to 8 characters. See
"Managing Typed Buffers' in Programming an Oracle Tuxedo ATMI Application
Using C

TA_REPOSOUTBUF: string[O...8]
The service(s) output buffer type (‘buffer returned from tpreturn () with TPSUCCESS
status). Valid valueis same as Ta_rReEPoSINBUF. Note that this attribute can be null.

TA_REPOSERRBUF: string[0...8]
The service(s) error buffer type ( buffer returned from tpreturn () with TpFAIL status).
Valid value is same as Ta_REPOSINBUF. Note that this attribute can be null.

TA_REPOSINVIEW: string[0...32]
View namefor input parameters. Thisinformation isoptional only if one of the following
buffer typesis used: vIEW, VIEW32, X_COMMON, X_C_TYPE.

TA_REPOSOUTVIEW: string[0...32]
View name for output parameters. Similar with TA_REPOSINVIEW.

TA_REPOSERRVIEW: string[0...32]
View name for output parameters. Similar with TaA_REPOSINVIEW.

TA_REPOSINBUFSCHEMA: string([0...1023]
Customized message schema association for input buffer. Thisinformation is optional.

TA_REPOSOUTBUFSCHEMA: string([0...1023]
Customi zed message schema association for output buffer. Similar with
TA_REPOSINBUFSCHEMA.

TA_REPOSERRBUFSCHEMA: string[0...1023]
Customized message schema association for error buffer. Similar with
TA_REPOSINBUFSCHEMA.

TA_ REPOSSVCDESCRIPTION: string[0..1024]
String value for service description.

TA_REPOSSENDQSPACE: string[0..15]
String value for send queue space hame. Optional only when Ta_REPOSSERVICETYPE iS
"queue”.
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TA_REPOSSENDQUEUE: string[0..15]
String value for send queue name. Optional only when TA_REPOSSERVICETYPE iS
"queue".

TA_REPOSRPLYQUEUE: string[0..15]
String value for reply queue name. Optional only when Ta_REPOSSERVICETYPE iS
"queue”.

TA_REPOSERRQUEUE: string[0..15]
String value for error queue name. Optional only when TA_REPOSSERVICETYPE iS
"queue".

TA_REPOSRCVQSPACE: string[0..15]
String value for receive queue space name. Optional only when Ta_REPOSSERVICETYPE
is"queue".

TA_REPOSRCVQUEUE: string[0..15]
String value for receive queue name. Optional only when TA_REPOSSERVICETYPE IS
"queue’.

TA_REPOSVERSION: string[0...1024]
Any string defined by the user. Tuxedo does not interpret this attribute.

TA_REPOSATTRIBUTES: string[0...1024]
Any string defined by the user. Tuxedo does not interpret this attribute.

TA_REPOSFIELDTBLS: string[0...1024]
Optionally specifies acomma-separated list of field tables where the FyL or FML32 fields
used by this service can be found. Use the absolute path to describe each field tablefile.

TA_REPOSPARAM: string[0...32]
Parameter name.

TA_REPOSTYPE: "{ byte | short | integer | float | double | string | carray
| dec_t | xml | ptr | fml32 | view32 | mbstring }"
Parameter type.

TA_REPOSSUBTYPE : string[0..32]
A view name for view32 typed parameter.

TA_REPOSACCESS: "{ in | out | err | inout | inerr | outerr | inouterr |
noaccess }'
Parameter access method.

TA_REPOSCOUNT: O<=num<=32767
Maximum number of parameter occurrences. Default valueis 1.

TA_REPOSPARAMDESC: string[0...1024]
Parameter description string.
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TA_REPOSSIZE: 0O<=num
Optional only if the following parameter types are used: carray, string, xml,
mbstring.

TA_REPOSREQUIREDCOUNT: O<=num<=32767
Minimum number of parameter occurrences.

TA_REPOSFLDNUM: O<=num
Optional only for FML/FuML32 field parameter, field number definition.

TA_REPOSFLDID: 0O<=num
Optional only for Fvr/FML32 field parameter, field id. Note that this field cannot be
written or updated.

TA_REPOSVFBNAME: string[0...30]
Optional only when parameter typeisview/view32. It isused to specify the
corresponding field name for views mapped to rvrL buffers.

TA_REPOSVFLAG: string[0...6]
Optional only when parameter type isview/view32. Using thisfield by following the
rules of the "F1ag" option defined in viewfile (5).

TA_REPOSVNULL: string[0...32]
Optional only when parameter type isview/view32. It isused to define user-specified
NULL asthe default NULL value for that parameter.

TA_REPOSPARAMSCHEMA: string[0...1023]
Optional for SALT proxy service ( service with TA_REPOSSERVICEMODE=webservice).
Thisvalueis generated by Oracle SALT wsdlcvt utility from converting an external
WSDL file.

TA_REPOSPRIMETYPE: xml primitive data type
Optional for SALT proxy service ( service with TA_REPOSSERVICEMODE=webservice).
Thisvalueis generated by Oracle SALT wsdlcvt utility from converting an external
WSDL file.
Va“dvduesaﬁianyType, boolean, base64Binary, hexBinary, float,
double, anyURI, QName, NOTATION, duration, dateTime, time, date,
gYearMonth, gYear, gMonthDay, gDay, gMonth, string, normalizedString,
token, language, Name, NCName, NMTOKEN, NMTOKENS, ID, IDREF, IDREFS,
ENTITY, ENTITIES, decimal, integer, nonPositivelInteger,
negativeInteger, nonNegativelInteger, positivelInteger, long,
unsignedLong, int, unsignedInt, short, unsignedShort, byte,
unsignedByte

TA_REPOSEMBED
Optional only if the parameter is one of following types: £m132, view32. Itisan
embedded ru132 field to describe sub-parameters of the parameter.
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Note: Ta_rErPosEMBED field also is used to encapsul ate attributes of each service once
there might be multiple servicesin one Fu1.32 buffer. Please see figure 6-1 and
6-2 for more information.

METAREPOS Buffer Format Diagram

Currently, METAREPOS input and output isin FML32 buffer format and is used to describe one or
moreinstances of service metadatainformation. This rFmL32 typed buffer format isdefinein two
modes. Standard Mode and Single Mode.

Figure 1 Standard Mode

.

Setwige-Lewe] attribattes Param-Lewe] abribnges Param- Lewe ] attribogte = .
First Parameter SeconﬂParame‘t..!e;_..---""

T4 REPOSEMEED T4 EREPOZEMEED

In standard mode, each service is encapsulated into one embedded Ta_rerPosEMBED FML32
field. Usersfill in METAREPOS attributes by following the restrictions defined in the vETAREPOS
service-level and parameter-level attribute tables.

e Output Buffers: All output buffers returned by the Tuxedo service metadata repository
must use standard mode, no matter if one or more service objects are returned.

Note: For seT operations, Ta_ERROR and Ta_sTaTUS areincludedin each Ta_REPOSEMBED
buffer to indicate the set result of each service.

e Input Buffers: When using input buffer to specify services, standard mode is applied under
the following conditions:

1. seT operations (adding or updating) to outstanding multiple services

2. When a user wants to use standard mode instead of single mode

Figure 2 Single Mode

e
ferrire - Tewe ] atrihntte s Paramn-Lewe Latiribaate Param- Lewe] atiribogtes
First Parameter Second Parameter
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Single mode can only be used in METAREPOS input buffers that specify one service only.
Single mode can be applied under the following conditions:

1. seT operations to only one outstanding particular service

2. GET operations

METAREPOS Request Examples
1. Adding a service deposit to repository
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Figure 3 Single Mode Request

TA_OPERATIONSET

TA_CLASST_REPOSITORYTA_REPOSPARAM USERNAME
TA_STATENEWTA_REPOSTYPE string
TA_REPOSACCESS-
TA_REPOSSERVICEdepositTA_REPOSCOUNT1
TA_REPOSEXPORTYTA_REPOSPARAMDESC"username"
TA_REPOSINBUFFML32TA_REPOSSIZES
TA_REPOSOUTBUFFML32TA_REPOSREQUIREDCOUNT1
TA_REPOSFLDNUM20001
TA_REPOSPARAMUSER_INFO
TA_REPOSTYPEFML32TA_ REPOSPARAMSEX
TA_REPOSACCESSinTA_REPOSTYPEstring
TA_REPOSCOUNT1TA_REPOSACCESS-
TA_REPOSPARAMDESC"user accountTA_REPOJCOUNT1
information“TA_REPOSPARAMDESC-
TA_REPOSSIZE- (null)TA_REPOSSIZEG6
TA_REPOSREQUIREDCOUNT1TA_ REPOSREQUIREDOCOUNT1
TA_REPOSFLDNUM20000TA_REPOSFLDNUM20002

TA_REPOSEMBED -
These parameters
TA_REPOSPARAMACCOUNT_ID are embedded in
TA_REPOSTYPEinteger
TA_REPOSACCESSin
TA_REPOSCOUNT1
TA_REPOSPARAMDESC"deposit account"
TA_REPOSSIZE-

TA_REPOSEMBED

TA_REPOSREQUIREDCOUNT1
TA_REPOSFLDNUM20003
TA_REPOSEMBED- (null)

TA_REPOSPARAMSAMOUNT
TA_REPOSTYPEstring
TA_REPOSACCESSin

TA_REPOSCOUNT-
TA_REPOSPARAMDESC"deposit amount"
TA_REPOSSIZE1lS5
TA_REPOSREQUIREDCOUNT-
TA_REPOSFLDNUM20004
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TA_REPOSPARAM
TA_REPOSTYPE
TA_REPOSACCESS
TA_REPOSCOUNT
TA_REPOSPARAMDESC
TA_REPOSSIZE
TA_REPOSREQUIREDCOUNT
TA_REPOSFLDNUM

TA_REPOSPARAM
TA_REPOSTYPE
TA_REPOSACCESS
TA_REPOSCOUNT
TA_REPOSPARAMDESC
TA_REPOSSIZE
TA_REPOSREQUIREDCOUNT
TA_REPOSFLDNUM

METAREPOS(5)

SBALANCE

string

out

"account balance"
15

20005

STATLIN
string
out

15

20006
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Figure 4 Standard Mode Request

TA_OPERATIONSET

TA_STATENEW Lo . .
- definition is embedded in
TA_ZEPOSEMBED TA_REPOSEMBED

TA_REPOSSERVICEdeposit
TA_REPOSEXPORTYTA_REPOSPARAMUSERNAME
TA_REPOSTYPEstring
TA_REPOSINBUFFML32TA_REPOSACCESS-
TA_REPOSOUTBUFFML32TA_REPOSCOUNT1
TA_REPOSPARAMDESC"user name"
TA_REPOSPARAMUSER_INFOTA_REPOSSIZES8
TA_REPOSTYPEFML32TA_REPOSREQUIREDCOUNT1
TA_REPOSACCESSinTA_REPOSFLDNUM20001
TA_REPOSCOUNT1
TA_REPOSPARAMDESC"user account TA_REP(QSPARAMSEX
information"TA_REPOSTYPEstring
TA_REPOSSIZE- (null)TA_REPOSACCESS-
TA_REPOSREQUIREDCOUNTI1TA_REPOSCOUNT1
TA_REPOSFLDNUM20000TA_REPOSPARAMDESC-
TA_REPOSEMBEDTA <@ERPOSSTZES
TA_REPOSREQUIREDCOUNT1
TA_REPOSPARAMACCOUNT_IDTA_REPOSFLDNUM20002
TA_REPOSTYPEinteger

TA_REPOSACCESSin

TA_REPOSCOUNT1 These parameters are
TA_REPOSPARAMDESC "deposit account" embedded in
TA_REPOSSIZE- TA_REPOSEMBED

TA_REPOSREQUIREDCOUNT1
TA_REPOSFLDNUM20003
TA_REPOSEMBED- (null)

TA_REPOSPARAMSAMOUNT
TA_REPOSTYPEstring
TA_REPOSACCESSin

TA_REPOSCOUNT-
TA_REPOSPARAMDESC"deposit amount"
TA_REPOSSIZE1S5
TA_REPOSREQUIREDCOUNT -
TA_REPOSFLDNUM20004

TA_REPOSPARAMSBALANCE
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TA_REPOSTYPEstring
TA_REPOSACCESSout

TA_REPOSCOUNT-
TA_REPOSPARAMDESC"account balance"
TA_REPOSSIZE1lS5
TA_REPOSREQUIREDCOUNT-
TA_REPOSFLDNUM20005

TA_REPOSPARAMSTATLIN
TA_REPOSTYPEstring
TA_REPOSACCESSout
TA_REPOSCOUNT-
TA_REPOSPARAMDESC-
TA_REPOSSIZE1S5
TA_REPOSREQUIREDCOUNT-
TA_REPOSFLDNUM20006

2. Delete service deposit and transfer

Listing 5 Delete Service Deposit and Transfer

TA_OPERATION SET

A_CLASS T _REPOSITORY

TA_STATE DEL

TA_REPOSSERVICE deposit, transfer
See Also

tmloadrepos (1), tpgetrepos (3c), tpsetrepos (3c),MIB(5), TMMETADATA (5).
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MIB(5)

Name

MIB—Management Information Base

#include <fml32.h>
#include <fmll632.h> /* Optional */
#include <tpadm.h>

#include <cmib.h> /* Component MIB Header */

Description

240

An Oracle Tuxedo system application consists of distinct components (for example, Oracle
Tuxedo, Workstation), each administered using aManagement Information Base (M1B) defined
specifically for that component. These component MIBsaredefinedin individual reference pages
each addressing the MIB for a particular part of the system. For example, the reference page
m™_MIB(5) definesthe MIB used to administer the fundamental aspects of an Oracle Tuxedo
application.

However, component MIBs do not provide sufficient definition of the interfaces involved to
provide the necessary access. This reference page, m1B (5), describes the generic interfaces
through which an administrator, operator or user interacts with any of the defined component
MIBs. The generic interface to each Oracle Tuxedo system MIB consists of two main parts.

Thefirst part of the generic interface is a description of how existing Oracle Tuxedo system
interfaces are used to provide access to administrative services responsible for supporting the
component MIBs. FML 32, an Oracle Tuxedo system buffer type, is used as the vehicle for
passing input to and receiving output from component MIBs. ATMI request/response verbs are
used as the interface to component MIBs, which are implemented as system-supplied services.
Detailsoninteraction between an administrative user and component MIBsusing FML 32 buffers
ATMI verbs are provided in the “FML32"and “ATMI” sections later in this reference page.

The second part of the generic interface is the definition of additional input and output FML32
fieldsthat are used in interactionswith all component MIBs. The additional FML 32 fields extend
the power of requests (for example, by allowing operation codes to be specified) and add generic
response attributes (for example, error codes and explanatory text). Details on additional FML 32
fields are provided in the “Input” and “ Output” sections found later in this reference page.

The“Usage” section gives examples of the use of existing ATMI verbsand theadditional FML 32
fields as they might be used for administrative interaction with component MIBs.
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In addition to defining how users interface with component MI1Bs to administer an application,
this reference page establishes the format used in the component MIB reference pages to define
classes (see “Class Descriptions”).

Two generic classes are defined in this reference page: T_crass and T_crassatt. Thesetwo
classes are used to identify administrative classes and to tune class/attribute permissions. For
additional information pertaining to all MIB (5) class definitions, see “MIB(5) Additional
Information” on page 265. The “Diagnostics’ section lists error codes that may be returned by
component MIB system services.

Authentication

Users are authenticated as they attempt to join the application (see tpinit (3c)). At tpinit ()
time, administrators and operators can ask to join the application with a client name of either
tpsysadm Of tpsysop. Thesetwo c1tname values arereserved and can only be associated with
administrators and operators of the application.

The administrator who initially configures an application determines the level of security to be
included by choosing a particular security type. Available security types are:

e No security
e Application password authentication

e Application password plus an application specific authentication service

The choice of security type determines the flexibility and security in allowing administrator and
operator access to the component MIBs viathe AdminAPI.

The most secure and flexible security typeisan application password plus an application-specific
authentication server (see AuTHSVR (5) ). This method allows the administrator to permit access
to any user or to only specified users provided they supply the appropriate password to the
authentication server.

In the absence of an application specific authentication server, a client must satisfy the
authentication requirements of the application (either none or application password), specify one
of the special client namesin the c1tname field of the TpINIT Structure and be running as the
Oracle Tuxedo administrator for the local UNIX system to qualify for special administrator or
operator permissions. In any case, a successfully joined client is assigned a key by the system;
thekey isdelivered with al requestsit makes. Clients properly authenticated as either tpsysadm
or tpsysop are assigned an authentication key that lets the system know they have special
privileges.
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Administrative authentication, as specified, is applicable only to clientsthat join the system prior
to accessing the API. Servers making use of the API are treated the same as the client on whose
behalf they are processing. Service requests made from within tpsvrinit () Or tpsvrdone ()
are treated as coming from the administrator.

FML32

ATMI

242

Application administration using Oracle Tuxedo system defined component MIBs is supported
exclusively through the FML 32 buffer type. Application programs accessing MIB information
must be written to allocate, manipulate and update FML 32 typed buffers. There are two main
approachesto using FML32 as detailed in Fintro () and summarized here.

Themost direct way tointerfaceto FML32 istoincludethe<fm132.h> header fileinstead of the
standard <fm1 . h> header file and then to use the FML 32 version of each relevant FML interface
specified in the Oracle Tuxedo ATMI FML Function Reference. For example, one would use
Fchg32 () instead of using Fchg () .

Another method for interfacing with FML 32 isto include both the <fm132 . h> header fileand the
<fml11632.h> header file. These two header files work together to allow the user to program to
the base FML interfaces (for example, Fchg () ) and yet actually invoke the FML 32 version of
each interface.

Application programs access and update component MIB specific attribute information by
allocating FML 32 typed buffers, populating them with request data, sending the requests for
servicing, receiving the replies to the service requests and extracting information regarding the
resultsfrom thereply. The population and extraction of information to and from the FM L 32 typed
buffersinvolves the FML32 interfaces as described above. Buffer allocation, sending requests
and receiving repliesis done using the general purpose ATMI routines listed below within the
guidelines and restrictions listed. MIB requests for all components should be sent to the core
Oracle Tuxedo component MIB service, " . Tmu1B". This service not only acts as an agent for
servicing TM_MIB (5) requests, it also directs requeststargeted for other component M1Bs so that
the user need not be concerned with matching service namesto MIBs and classes.

tpalloc()
Allocate FML 32 typed buffers to be used in sending regquests and/or receiving replies
to/from Oracle Tuxedo system MIB services. The FML 32 buffer type has no subtypesand
aminimum default size of 1024 bytes.

tprealloc ()
Reallocate FML 32 typed buffers.
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tpcall ()
Call Oracle Tuxedo system MIB service, " . TmMIB", with apopulated FML 32 typed buffer
asinput and with an allocated FML 32 typed buffer in which to store the output returned
fromthe service. The buffer length for theinput buffer may be specified as0 since FML 32
isaself-describing buffer type. TherenoTrRAN flag should be used if the call isbeing made
within atransaction; otherwise, there are no specific requirements or restrictions on the
use of the flags defined for this verb.

tpacall ()
Asynchronously call Oracle Tuxedo system MIB service, " . m1B", with a populated
FML32 typed buffer asinput. The buffer length for the input buffer may be specified as0
since FML 32 isaself-describing buffer type. The renoTrAN flag should be used if the call
is being made within atransaction; otherwise, there are no specific requirements or
restrictions on the use of the flags defined for this verb.

tpgetrply ()
Get reply for apreviously generated asynchronous call to the Oracle Tuxedo system MIB
service, " . M1B". Thereply isreceived into a previously allocated FML 32 typed buffer.
There are no specific requirements or restrictions on the use of the flags defined for this
verb.

tpenqueue ()
Engueue arequest to the Oracle Tuxedo system MIB service, " . Tm1B", for later
processing. The buffer length for the input buffer may be specified asOsince FML32isa
self-describing buffer type. There are no specific requirements or restrictions on the use
of the flags defined for this verb; however, the TmororwWARD (5) server configured by the
application to handle forwarding of these regquests should be started with the -n
(tpcall () with TeNOoTRAN flag set) and -d (delete) options.

tpdequeue ()
Degueue the reply for a previously enqueued request to the Oracle Tuxedo system MIB
service, " . ™IB". Thereply isreceived into apreviously alocated FML32 typed buffer.
There are no specific requirements or restrictions on the use of the flags defined for this
verb.

There are certain FML 32 fields used to characterize and control administrative requests to any
Oracle Tuxedo system MIB. These fields are defined in this reference page as well asin the
header file <tpadm.h>. The corresponding field table file can be found in

$ {TUXDIR} /udataobj/tpadm. Thesefieldsare added to an FML 32 request buffer in addition to
any component MIB specific fields necessary before making the administrative service request.
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The fields are described below and followed by atable summarizing the operations for which
each field is required, optional or unused.

TA_OPERATION
String valued field identifying the operation to be performed. Valid operations are GeT,
GETNEXT and SET.

TA_CLASS
String valued field identifying the class being accessed. Class names are defined within
component MIB specific reference pages.

TA_CURSOR
String valued FML 32 field returned by the system on a previous GET Or GETNEXT
operation. The value returned must be transferred by the application to the subsegquent
request buffer so that the system can determine current retrieval position.

TA_OCCURS
Long valued FML 32 field identifying how many objects are to be retrieved on aGer or
GETNEXT operation. If thisfield is not specified, all matching objects are returned, space
permitting.

TA_FLAGS
Long valued FML 32 field identifying generic and component MIB specific flag values.
Component MIB specific values that may be set in this attribute are defined within each
component MIB reference page. Generic flag values and uses are listed below.

MIB_LOCAL

Thisflag is used to modify retrievals from certain classes defined in thismIs. For
anumber of classesin thism1g, there exists both global information (available at
any sitein an active application) and local information (available on the particular
sitewherethe object isactive). Requeststo retrieve information from these classes
will by default retrieve only the global information and not thelocal for efficiency.
If the application user iswilling to wait for local information to be collected,
possibly from multiple sites, thisflag should be set on theretrieval request. Classes
with local information have local attributes listed last in the attribute table with a
subheading indicating that they are local attributes. Classes which have only local
information will automatically default to retrieving local information even if this
flag value is not set.

MIB_PREIMAGE
indicates that a pre-image check must be passed before a seT operation will be
performed. A pre-image check insures that occurrence 0 of any m1B specific class
attributes match the existing object. If so, the object is updated using occurrence 1
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of any m1B specific classattributes. Attributes occurring lessthan two timesare not
considered for pre-image checking. Multiply occurring fields are checked if their
associated count attribute is specified twice.

MIB_SELF
Thisflag is used as a shorthand to indicate that identification attributes for the
client or server originating the request should be added to the request buffer prior
to processing. For clients, Ta_crIeNTID isadded and for servers, Ta_creno and
TA_SRVID are added.

TA_FILTER
Long valued FML 32 field that may be specified with up to 32 occurrences to indicate the
specific class attributes that should be returned. An occurrence with the value 0 may be
specified to end thelist but is not required. A list with an initial attribute value of 0 will
return no class specific attributes but will return a count of class objects matched.

TA_MIBTIMEOUT
Long valued FML 32 field identifying the time, in seconds, that should be allowed within
the component MIB serviceto satisfy the request. A value lessthan or equal to 0 indicates
that the component MIB service should not undertake any blocking operation. If
unspecified, this value defaults to 20.

TA_CURSORHOLD
Long valued FML 32 field identifying the time, in seconds, that a system snapshot
generated from an initial GeT operation should be held after the current GET or GETNEXT
operation is satisfied before disposing of it. A value less than or equal to O indicates that
the snapshot should be disposed of after satisfying the current request. If unspecified, this
value defaultsto 120.

In the following table, R indicates arequired tnpurT attribute, O an optional InpuT attribute, and
— an unused INPUT attribute.
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Table 41 Input Table

Attribute Type GET GETNEXT SET
TA_OPERATION string R R R
TA_CLASS string R — R
TA_CURSOR string — R —
TA_OCCURS long (0] O —
TA_FLAGS long (0] O o
TA_FILTER long (0] — —
TA_MIBTIMEOUT long (@] (@] O
TA_CURSORHOLD long (0] O —
Output
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Output from successful administrative requests consists of one or more MIB specific objectsand
one occurrence of the generic output fields. In general, multiple M1B specific objectsarereflected
inthe output buffer by multiple occurrences of each class attribute returned. Occurrence 0 of each
attribute relatesto thefirst object, occurrence 1 to the second object, and so on. Exceptionsto this
guideline are noted in the component MIB reference pages. Intermediate occurrences without
valuesfor certain attributes may have FM L 32-defined nur.L field valuesinserted as place hol ders.
A successful seT operation returns a single object reflecting the object after the operation was
performed. A successful GET or GETNEXT operation may return O or more occurrences depending
on how many occurrences were requested (see Ta_occurs below), how many occurrences were
matched by the specified key fields and space limitations within the MIB specific system service.

It isimportant to note that not all attributes defined for any class may necessarily be returned for
any request depending on object state, interoperating release environments and/or input request
filters. Administrative programmers should avoid implicit dependencies on the presence of
certain attributesin output buffersand shouldinstead explicitly check for the presence of attribute
values.

To repeat, the reply to a successfully processed administrative request includes certain generic
fields that apply to al MIBs. The fields are defined in the header file <tpadm.h>. The
corresponding field table file can be found in $ {TUXDIR} /udataobi/tpadm. The generic reply
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fields are added to a the reply buffer and returned with the component MIB specific fields. The
generic reply fields are described below.

TA_CLASS
String valued field identifying the class represented in the reply buffer. Class names are
defined within component MIB specific reference pages.

TA_OCCURS
Long valued FML 32 field identifying how many objects are in the reply buffer.

TA_MORE
Long valued FML 32 field identifying how many additional objects matching the request
key fields are being held in a system snapshot for later retrieval. Thisfield is not returned
for seT operations.

TA_CURSOR
String valued FML 32 field identifying the position within a system held snapshot. This
field must be added to the request buffer for a subsequent GeTnNExT Operation. The value
of thisfield should not be interpreted or modified by the application user. Thisfield isnot
returned for seT operations.

TA_ERROR
Long valued FML 32 field identifying a non-negative return code characterizing the
successful return. Generic return codes and their meaning are defined below.

TAOK
The operation was successfully performed. No updates were made to the
application.

TAUPDATED
An update was successfully made to the application.

TAPARTIAL
A partial update was successfully made to the application.

Administrative requests that fail within MIB specific system service processing return an
application servicefailureto the application including the original request and generic fieldsused
to characterize the error. Application servicefailures areindicated by aTpESVCFAIL efror return
from tpcall () or tpgetrply (). Application service faluresreturned viathe TMOFORWARD (5)
server will appear on the error queue specified on the original request (assuming the -a option
was specified on the server command line). Generic fields used to characterize failed
administrative requests are listed below.
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TA_ERROR
Long valued FML 32 field identifying the particular error that occurred. Error codes may
be generic in which case they arelisted in the "pIacnosTICS" section of this reference
page, or they may be specific to a component MIB, in which case they are described on
the individual component MIB reference page.

TA_STATUS
String valued FML 32 field providing atextual description of the error.

TA_BADFLD
Long valued FML 32 field providing the field identifier of the offending field in cases
where an error can be attributed to the valuein a particular field. In caseswhere errorsare
caused by the combination of valuesin multiplefields, there may be multiple occurrences
of thisfield.

Usage

Include Files

Application programs written to interface with component MIBs must include certain header
files. <fm132.h> defines macros, structures and function interfaces necessary for accessing and
updating FML 32 typed buffers. <fm11632 . h> definesamapping from the generic FML interface
macros, structures and functions to the FML 32 versions and may optionally be included.
<tpadm.h> defines the FML 32 field names contained in this reference page. Additionally, any
component MIB specific header files must be included to gain accessto FML 32 field definitions
specific to that component MIB.

Example:

#include <fml32.h>
#include <tpadm.h>

#include <cmib.h> /* Component MIB Header */

Buffer Allocation

248

Interaction with a component MIB requires an FML 32 typed buffer to carry the request to the
servicethat actsonit. The ATMI verb tpalloc () allocatesthe buffer using FMLTYPE32 (defined
in<fm132.h>) asthevaluefor the type argument. Thereisno subtype for FML 32 buffers so the
subtype argument of tpalloc () canbewnurL. The default minimum size for an FML32 buffer
is 1024 bytes. Specifying O for the size argument of tpalloc () resultsin abuffer of minimum
size. If the user knows that alarger buffer is needed, it may be allocated by specifying avalue
larger than the system minimum for size.
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Example:

rgbuf = tpalloc (FMLTYPE32, NULL, O0);

Building MIB Requests
Once an FML 32 typed buffer is alocated, the user needs to populate it with both generic MIB
field values and values specific to the component MIB being addressed. The most common
interfaces used to add valuesto arequest buffer arethe FML verbsFadds2 () and Fchg32 (). In
the event that afield cannot be added because the request buffer isfull, the buffer may need to be
reallocated using the ATMI verb tprealloc ().
Example:
/~k
* Does not include error processing, bigger_ _size provided
* by the user, not by the system. Fchg32 used to insure that
* field occurrence 0 is set if we are reusing a buffer.
*x/
if (Fchg32(rgbuf, TA_MIBFIELD, 0, "ABC", 0) == -1) {
if (Ferror32 == FNOSPACE) {
rgbuf = tprealloc (rgbuf, bigger size);
Fchg32 (rgbuf, TA_MIBFIELD, 0, "ABC", 0);

}

Controlling MIB Requests
In addition to attributes specific to each component MIB, there are required and optional
attributes defined in this reference page that control the operation requested of the component
MIB.

The required generic attributes are Ta_opPERATTION and TA_CLASS.

TA_OPERATION Specifies the operation to be performed on the MIB being accessed. Valid
operations are GET, GETNEXT and SET.

TA_CLASS specifiesthe MIB class being accessed. Class names are defined within the component
MIB reference pages. If TA_OPERATION iSGETNEXT, an additional attribute, TA_CURSOR, is
required. Ta_cursor isafield returned on apreviousGET Or GETNEXT operation. Itisused by the
system on the subsequent request to determine retrieval position.

The optional attributes Ta_ocCurs, TA_FLAGS, TA_FILTER, TA_MIBTIMEOUT and
TA_CURSORHOLD may be used in addition to the required attributes to further tailor the request.
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TA_OCCURS
Specifies how many objects are to be retrieved on a GET Or GETNEXT operation. If
unspecified, all occurrences are retrieved, space permitting.

TA_FLAGS
Used to specify flag values. Some generic flags are defined in this reference page; others
are defined in each component MIB reference page.

TA_FILTER
Restricts the attribute values returned for aceT operation. If unspecified, isalong valued
FML32 field used to al available class attribute values are returned.

TA_MIBTIMEOUT
Specifiesthe time, in seconds, that should be allowed within the component MIB service
to satisfy the request. A value less than or equal to 0 indicates that the component MIB
service should not undertake any blocking operation. If unspecified, thisvalue defaultsto
20.

TA_CURSORHOLD
Specifiesthe time, in seconds, that a system snapshot generated from an initial GeT
operation should be held after the current GeET or GETNEXT operation is satisfied before
disposing of it. A value lessthan or equal to O indicates that the snapshot should be
disposed of after satisfying the current request. If unspecified, this value defaults to 120.

Example:

/* GET 1st 5 objects */
Fchg32 (rgbuf, TA_OPERATION, 0, "GET", O0);
Fchg32 (rgbuf, TA_CLASS, 0, "classname", 0);
n =>5;
Fchg32 (rgbuf, TA_OCCURS, 0, n, 0);
/* Make request, see Sending MIB Requests below */
/* Reply is stored in rpbuf and contains cursor */
/*
* GETNEXT 5 objects. Transfer TA_CURSOR from rpbuf.
* Reuse rgbuf generated above. Dispose of snapshot after
* request, that is, set TA_CURSORHOLD to O.
*/
Fchg32 (rgbuf, TA_OPERATION, 0, "GETNEXT", 0);
Fchg32 (rgbuf, TA_CURSOR, 0, Ffind32 (rpbuf, TA_CURSOR, 0, NULL), 0);

n = 0;
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Fchg32 (rgbuf, TA_CURSORHOLD, 0, n, 0);

/* Make request, see Sending MIB Requests below */

Component MIB Fields

Component MIB key fields specified on aGeT or ceTNEXT are used to select a set of objects.
Non-key fields areignored by the component MIB.

Component MIB key fields specified on a seT operation are used to identify the particular object
to be updated. Non-key fields are processed as updates to the object identified by the key fields.
The user may optionally specify a pre-image which must match the current object image before
an update (seT) isallowed. A user indicates that a pre-image is provided by setting the
MIB_PREIMAGE bitintheTa_rracs attribute of the request. The key fields specifying the object
to be updated are taken from the pre-image (field occurrence 0). If key fields are also specified
in the post-image, they must match exactly or the request fails. Only attributesthat are part of the
class and have two attribute values specified in the input buffer are considered for pre-image
matching. Attributes with single values are processed as new values to be set for the indicated
class object.

Example:

Fchg32 (rgbuf, TA_OPERATION, 0, "GET", O0);
Fchg32 (rgbuf, TA_CLASS, 0, "classname", 0);
Fchg32 (rgbuf, TA_MIBKEY, 0, "keyvalue", 0);
n=1;
Fchg32 (rgbuf, TA_OCCURS, 0, n, 0); /* GET lst matching occurrence */
/* Make request, see Sending MIB Requests below, reply in rpbuf */
/* Use rpbuf as pre-image and update TA_MIBFIELD value
* if matching
*/
Fcpy32 (newrq, rpbuf);
Fconcat32 (newrq, rpbuf); /* Add 2nd identical copy */
Fchg32 (newrqg, TA_OPERATION, 0, "SET", O0);
n = MIB_PREIMAGE;
Fchg32 (newrq, TA_FLAGS, 0, n, 0);
Fchg32 (newrqg, TA_MIBFIELD, 1, "newval", 0); /* Post-image */

/* Make request, see Sending MIB Requests below */
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Sending MIB Requests

All component MIB requests flow through the core Oracle Tuxedo component MIB service,
".mM1B". Thisservice not only acts asan agent for servicing T™M_M1IB (5) requests, it also directs
requeststargeted for other component MIBs so that the user need not be concerned with matching
service namesto MIBs and classes. Service requests can be generated using any of the
request/response oriented service verbsin ATMI: tpcall (), tpacall () and tpenqueue ().
The user has access to all flags and capabilities defined for these interface functions. The only
constraint imposed here isthat the" . Tm1B" service must be invoked outside the scope of any
transaction. This means that when using tpcall () Of tpacall () to direct administrative
requests within atransaction, the renoTraN flag should be used or the user will get afailure
(TPETRAN). When using tpengueue () to direct requests, the TMOFORWARD Server must be started
with the -n option so that the forwarded service requests may be made outside of transactional
boundaries.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;

rval = tpcall(".TMIB", rgbuf, 0, rpbuf, rplen, flags);

/* Send request and get descriptor back */

flags = TPNOTRAN | TPSIGRSTRT;

cd = tpacall(".TMIB", rgbuf, 0, flags);

/* Enqueue request, assumes gctl already setup */

flags = TPSIGRSTRT;

rval = tpenqueue("queue", ".TMIB", gctl, rgbuf, 0, flags):;

Receiving MIB Replies

252

Replies from component MIBs may be received in one of three ways depending on how the
original request was generated. If the original request was generated using tpcall (), a
successful returnfrom tpcall () indicatesthat the reply hasbeen received. If the original request
was generated using tpacall (), thereply may bereceived using tpgetrply (). If the origina
request was generated using tpenqueue () and areply queue was specified in the queue control
structure, the reply may be received using tpdequeue () . All supported flags on these various
calls may be used as appropriate.

Example:

/* Build request as shown above */

/* Send request and wait for reply */
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flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;

rval = tpcall(".TMIB", rgbuf, 0, rpbuf, rplen, flags);

/* Receive reply using call descriptor */

flags = TPNOCHANGE | TPSIGRSTRT;

rval = tpgetrply(cd, rpbuf, rplen, flags);

/* Receive reply using TPGETANY, may need to change buffer type */
flags = TPGETANY | TPSIGRSTRT;

rval = tpgetrply(rd, rpbuf, rplen, flags);

/* Dequeue reply, assumes gctl already setup */

flags = TPNOCHANGE | TPSIGRSTRT;

rval = tpdequeue ("queue", "replyqg", gctl, rpbuf, rplen, flags);

Interpreting MIB Replies

In addition to attributes specific to acomponent MIB certain generic MIB fields may be returned
in responseto an administrative request, These additional attributes characterize theresults of the
original request and provide values that can be used in subsequent requests if necessary.

Successful GET or GETNEXT Operations return:
® TA_CLASS
Class name.
® TA_OCCURS
Number of matching objects retrieved.
® TA_MORE
Number of matching objects |eft to be retrieved.
® TA_CURSOR
Cursor to be provided on subsequent retrieval.
® TA_ERROR
Set to the non-negative return value Taoxk.
o All available component MIB specific attributes

Occurrence 0 of each attribute represents the first retrieved object, occurrence 1 the second,
and so on. Exceptions to this rule are identified as appropriate in the component MI1B
reference pages.
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Successful seT operations return:

® TA_CLASS

Class name.

® TA_ERROR

Set to anon-negative return value. Taox indicates that the request was successful but no
information was updated. This can happen because no changes were specified or because
the changes specified match the current state of the object. TaurpaTED indicates that the
request was successful and the information was updated. TaparTIAL indicates that the
request was successful but the update was only made partially within the system. This may
occur because of network failures or message congestion and the system will synchronize
the unupdated sites as soon as possible.

o All available component MIB specific attributes

Since only one object may be updated at once, only one object will be returned. The
returned attributes reflect the object after the update.

Failed operations of any type return:
o Fields specified on the original request

® TA_ERROR

Set to a negative return value indicating the cause of the failure. Generic error codes are
specified in the Diagnostics section of this reference page. Component MIB specific error
codes (non-overlapping, both with each other and with the generic codes) are specified on
each MIB reference page.

e TA_ BADFLD

Field identifier of the offending field.

® TA_STATUS

Textual description of error condition.

Limitations
FML 32 bufferswith multiple occurrences of fields do not allow for empty fieldsin asequence of
occurrences. For example, if you set avaluefor occurrence 1 and occurrence 0 does not yet exist,
FML 32 automatically creates occurrence O with an FML 32 defined nuLL value. FML 32-defined
nuLL values are O for numeric fields, O-length (nur.r) strings for string fields and the character
"\O' for character fields. Because of this limitation, GeT operations, which may at times return
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objects with different sets of attributes, may artificially break up the sets of objects returned to
the user so asto not include nurL FML32 fields that do not accurately reflect the state of the
object.

Workstation clients on DOS, Windows and OS/2 are currently limited to 64K FML32 buffers;
therefore, the system restricts return buffers to be less than 64K per buffer.

Administrative APl accessis not available through the COBOL version of ATMI since COBOL
has limited support for FML 32 buffer type.

Requeststo any component MIB cannot be part of an application transaction. Therefore, any cals
to tpcall () O tpacall () directed to acomponent MIB and made within an active transaction
should set the TenoTRAN flag on the call. However, requests may be enqueued for future delivery
to acomponent MIB using the ATMI verb tpenqueue () within atransaction. The enqueuing of
the regquest will take place within a transaction while the processing within the component MIB
will not. The use of the TMQFORWARD (5) Server in this context requires that TMoFoRWARD be
started with the -n command line option so that request may be forwarded to the MIB servicein
non-transactional mode. Because of the non-transactional nature of component MIB services, it
is also recommended that the -a option for TMoroRWARD be used so that service failures are
delivered to the failure queue immediately rather than retrying the request.

Field identifiers for generic MIB fields and for component MIBs will be allocated in the range
6,000 to 8,000 inclusive. Therefore, applications which intend to mix administrative actionswith
user actions should make sure to allocate field identifiers appropriately.

Class Descriptions
Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each attribute in the
class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitationsin the access to and interpretation of this class.
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Attribute Table Format
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Asdescribed above, each classisdefined infour parts. One part isthe attributetable. The attribute
tableisareference guideto the attributes within a class and how they may used by administrators,
operators and general usersto interface with an application. There are five components to each
attribute description in the attribute tables: name, type, permissions, values and default. Each of
these components is discussed in detail below:

Name:
FML32field identifier name used to identify this attribute value within an FML 32 buffer.
Attributes may be arranged in groups of closely related attributes. No special meaning
should be implied from the groupings; they are intended only to improve the usability of
the table. A notation (r), (k), (X) or (*) may appear after an attribute name or value. The
meaning of the notation is as follows:

(n—thefield is required when a new object is created
(k)—indicates akey field for object retrieval

(x)—indicates aregular expression key field for object retrieval
(*)—thefield isaseT key for object modification

SET operations on classes with one or more seT keys defined (see* above) must include
valuesfor one or more of the attribute values defined as seT keys. The seT keys specified
must be sufficient to identify exactly one object within the class. seT keysare alwayskey
fields for object retrieval and therefore the (k) notation is implied though not specified.
seT keys are not however always required fields when creating new objects and will be
marked with the (r) notation if they are required.

Type:
Datatype of the attribute value. Data types are defined in C language notation, that is,
long, char and string. In aprogram, data type can be determined by using the FML 32
functionF1dtype32 (), which returnsthe FML 32 def ine representing the datatype; that
iS, FLD_LONG, FL.D_CHAR and FLD_STRING (SeeFldtype, Fldtype32(3fml).

Permissions:
Access and update permissions are split into three groups of three each, in the manner of
UNIX system permissions. However, in the attribute tables the three groups represent
permissions for administrators, operators and others rather than for owner, group and
others asisthe casein UNIX. For each group there are three permissions positions that
have the following meanings.
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Position 1—Retrieval permissions

Attribute may be retrieved.

Attribute may be retrieved only when the object stateisACTive or ACTive
equivalent. See the description of the TA_STATE attribute value for each class
to determine which states qualify as AcTive equivalent. This attribute
represents transient information that is not persistent across distinct activations
of the object.

Attribute may be specified only as akey field for retrieval or update.

Attribute may be specified only as akey field for retrieval or update and then
only when the object stateiSACTive or ACTive equivalent. Seethedescription
of theTa_STATE attribute valuefor each classto determine which states qualify
asACTive equivaent.

Position 2—Inactive update permissions

Attribute may be updated when the object isin an INActive Or INActive
equivalent state. See the description of the TA_STATE attribute value for each
class to determine which states qualify as INActive equivalent.

Attribute may be updated as described for the w permissions value. In addition,
thecombination of all attribute valuesidentified with theu permissions character
must be unique within the class.

Attribute may be updated as described for the w permissions value. In addition,
the attribute value must be unique for the attribute within the class.
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Position 3—Active update permissions

x  Attribute may be updated when the object isin an ACTive or ACTive
equivalent state. See the description of the TA_STATE attribute value for each
class to determine which states qualify asACTive equivalent.

X Attribute may be updated when the object isin an ACTive or ACTive
equivalent state. See the description of the TA_STATE attribute value for each
class to determine which states qualify as ACTive eguivalent. This attribute
represents transient information and updates to this attribute value are not
persistent across distinct activations of the object.

y  Attribute may be updated when the object isin an ACTive or ACTive
equivalent state. However, there are limitations on when the change will affect
objects of thisor other classes. Consult the textual description of the attributein
the Attribute Semantics section for the classfor more details. See the description
of theTa_STATE attribute valuefor each classto determine which states qualify
aSACTive equivaent.

Values
Values that may be set and/or retrieved with respect to this attribute. Certain
formatting conventions are followed in listing attribute values.

LITSTRING Literal string value.
num Numeric value.
string[x. .yl String value between x and y charactersin length, not

including the terminating NULL character.

LMID Shorthand for string[1..30] (no commas allowed). Representsa
logical machine identifier.

{x|v|z} Select one of x, y or z.

{x|v|z} Select zero or one of x, y or z.

{x|yl|z}.* Zero or more occurrences of x, y or z in acomma-separated
list.

low = num Numeric value greater than or equal to Zow.

low=numhigh Numeric value greater than or equal to Zowand lessthan high.
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GET: State attribute values that may be returned or specified as key
valueson aretrieve (GET) operation. Vaues shown are aways
the three letter state abbreviation. The expanded state name is
shown inthetext describing the Ta_STATE for the class. Input
specificationsmay be madein either the shorthand or expanded
form and are case-insensitive. Output statesare alwaysreturned
in expanded format with all upper case.

SET: State attribute values that may be set on an update (SET)
operation. Use of abbreviationsis allowed as described above.

Default:
Default used when creating a new object, that is, state change from 1nvalid to
NEwW. Thevalue N/A isshowninthiscolumnfor attributesthat arerequired, derived
or only available when the object is active.

TA_STATE Syntax
The ta_sTatE attribute field is amember of each class defined. The semantics of this attribute
aredefined on aclassby classbasis. For the sake of brevity, Ta_sTtaTe values are often specified
in athree character shorthand notation. When an expanded version of ata_state valueisshown,
the three shorthand letters are capitalized and the rest of the letters (if any) are displayed in
lowercase. Input Ta_sTaATE values may be in either shorthand or long notation and are case
insensitive. Output Ta_sTATE values are always full length uppercase. The following example
should help clarify the use of the Ta_sTaTE attribute:

Full Name : ACTive

Shorthand : ACT

Output Value : ACTIVE

Valid Input : ACT, act, AcTiVe, active

T_CLASS Class Definition

Overview
The T_cLass class represents attributes of administrative classes within an Oracle Tuxedo
system application. Its primary useisto identify class names.
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Attribute Table

Table 42 T_CLASS Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_CLASSNAME(K) string r--r--r-- string N/A
Ta_STATE(K) string r--r--r-- GET: VAL GET: N/A
SET: N/A SET: N/A
TA_GETSTATES string r--r--r-- string N/A
TA_INASTATES string r--r--r-- string N/A
TA_SETSTATES string r--r--r-- string N/A

(k)—akey field for object retrieval

Attribute Semantics

TA_CLASSNAME. string
Class name.

TA_STATE:
GET:
A GET operation retrieves information for the selected T_cr.ass object(s). The
following state indicates the meaning of aTa_sTATE returned in responseto aGgeT
request. States not listed are not returned.

VALid T_crass object isdefined. All objects of this classexist in
this state. This state is I1NActive-equivalent for the
purposes of permissions checking.

SET:
SET operations are not permitted on this class.

TA_GETSTATES:. string
Delimited list (| delimiter) of the states that may be returned for an object in this class or
astheresult of aceT operation. States are returned in their full length uppercase format.
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Delimited list (| delimiter) of the inactive equivalent states that may be returned for an
object inthisclassor astheresult of aceT operation. Statesarereturnedintheir full length

uppercase format.

TA_SETSTATES:. string

Delimited list (‘| delimiter) of the states that may be set for an object in this class as part

of asET operation. States are returned in their full length uppercase format.

Limitations
Noneidentified.

T_CLASSATT Class Definition

Overview

The T_crassaTT class represents characteristics of administrative attributes on a clasy/attribute

basis.

Attribute Table

Tahle 43 T_CLASSATT Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_CLASSNAME(r)(*) string ru-r--r-- string N/A
TA_ATTRIBUTE(r)(*) long ru-r--r-- 0 <= num N/A
Ta_STATE(K) string rW-r--r-- GET: VAL GET: N/A
SET: {NEW | INV} SET: N/A
TA_PERM(r) long rW-r--r-- 0000 <= num <= 0777 N/A
TA_FACTPERM long r--r--r-- 0000 <= num <= 0777 N/A
TA_MAXPERM long r--r--r-- 0000 <= num <= 0777 N/A
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Tahle 43 T_CLASSATT Class Definition Attribute Tahle

Attribute Type Permissions Values Default
TA_ATTFLAGS long r--r--r-- long N/A
TA_DEFAULT string r--r--r-- string N/A
TA_VALIDATION string r--r--r-- string N/A

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

Attribute Semantics

TA_CLASSNAME: string
Class name. Only class names known to the system are accessible.

TA_ATTRIBUTE. Iong

Attribute field identifier as defined in the system provided header file, for example,
tpadm.h.

TA_STATE!

GET: VALid

A cET operation will retrieve information for the selected T_cLassaTT object(s).
The following states indicate the meaning of aTa_sTATE returned in response to
aGET request.

VALid T_cLassATT object isdefined. All objectsof thisclassexist
in this state. This stateis tnactive equivalent for the
purposes of permissions checking.

SET: {NEW |INValid}
A sET operation will update configuration information for the selected
T_CLASSATT object. The following states indicate the meaning of aTa_sTATE set
in a seT request. States not listed may not be set.
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NEW Create T_CLASSATT object for application. State change
allowed only when in the INValid state. Successful return
leaves the object in the vaLia state.

unset Modify T_cLassATT object. Allowed only when in the
VALid state. Successful return leaves the object state
unchanged.

INValid Deleteor reset T_CLASSATT object for application. State
change allowed only when inthe vaLid state. Successful
return leaves the object in either the INValid state or the
VALid state. Objects of this classthat are built-in, that is,
explicitly known to the system, will revert to their default
permissions on this state change and continue to exist in the
VALid state. Objects of this class that belong to add-on
components for which the class attributes are not explicitly
known will be deleted on this state change and transition to the
INValid state.

TA_PERM:. 0000 <= num<=0777
Access permissions for this class attribute combination. When setting permissions, the
actual value set may be automatically reset if the requested setting exceeds the
permissions available for the attribute. The maximum permissions available for an
attribute are the permissions documented for the administrator repeated in the operator
and other permissions positions. For example, the Ta_tvpE attribute of the T_mMaCHINE
classis documented with permissions rw-r--r-- and has maximum permissions of

IwW—-Irw—-Irw-—.

TA_FACTPERM: 0000 <= num <= 0777
Permissions for this class attribute combination as set on delivery of the Oracle Tuxedo
system from the factory. These permissionswill apply after a seT operation changing the
TA_STATE Of an object to INvalid.

TA_MAXPERM: 0000 <= num <= 0777
Maximum permissions for this class attribute combination.

TA_ATTFLAGS. Iong
Bitwise or of none, some or all of the following flags indicating special characteristics of
this attribute.
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MIBATT_KEYFIELD
Attribute is akey field for this class.

MIBATT_ LOCAL
Attribute represents local information.

MIBATT_REGEXKEY
Attribute is aregular expression key field for this class.

MIBATT_REQUIRED
Attribute is required when creating aNeEw object in this class.

MIBATT_ SETKEY
Attributeis a set key for this class.

MIBATT_NEWONLY
Attributeiswritablefor inactive equivalent objectsin thisclass only when creating
aNEw object by changing the Ta_sTaTE from 1Nvalid to NEW.

TA_DEFAULT. string
Default for this attribute when creating anew object in this class. Note that for classes
where NEw 0Objects may not be created through the Admin AP, this attribute will always
bereturned asa0 length string. Attributes that may not be seT when creating anew object
are aso returned as 0 length strings. Attributeswhich have 1ong valueswill have defaults
returned as the string representing the long value. Some attributes have special
characteristicsindicated by the specia valuesindicated below that may be returned here.

# Inherited:Classname[:Attribute]
Attribute default isinherited from the attribute of the same namein the indicated
class. If attributeisspecified, the valueisinherited from theindicated attribute
rather than the one of the same name.

# Required
Attribute is required when creating aNew object.

# Special
Attribute has special rules for defining the default. The appropriate component
MIB reference page should be consulted for further details.

TA_VALIDATION: string
String representing the validation rule applied to this class/attribute combination when a
new valueis being seT. Thisstring will take one of the following formats:
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CHOICES=stringl|string2|. ..
String attribute value that must match exactly one of the choices shown.

RANGE=min-max
Numeric attribute value that must be between min and max, inclusive.

SIZE=min-max
String or carray attribute value that must have alength between min and max bytes
long, inclusive.

READONLY=Y
Read-only attribute with no validation rule for write operations.

SPECIAL=Y
Special validation rule. Consult the appropriate component M 1B reference pagefor
more details.

UNKNOWN=Y
Unknown validation rule. Commonly associated with add-on component attribute
entries for which the details are not known by the core system.

MIB(5) Additional Information

Limitations
None identified.

Diagnostics

There are two general types of errors that may be returned to the user when interfacing with
component MIBs. First, any of the three ATMI verbs (tpcall (), tpgetrply () and
tpdequeue () ) used to retrieve responses to administrative requests may return any error defined
on their respective reference pages.

Second, if the request is successfully routed to a system service capable of satisfying the request
and that service determines that there is a problem handling the request, failure may be returned
in the form of an application level service failure. In these cases, tpcall () Of tpgetrply ()
returns an error with tperrno () set to TpESVCFAIL and returns areply message containing the
original request along with Ta_ERROR, TA_sTATUS or TA_BADFLD fields further qualifying the
error as described below. When a service failure occurs for a request forwarded to the system
through the TMoFORWARD (5) server, the failure reply message will be enqueued to the failure
gueueidentified on the original request (assuming the -a option was specified for TMQFORWARD).
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When a service failure occurs during processing of an administrative request, the FML32 field
TA_STATUS is Set to atextual description of the failure, the FML32 field Ta_ERROR iS Set to
indicate the cause of the failure as indicated below. Ta_BaprLD is set asindicated in the
description of the individual errors below. All error codes specified below are guaranteed to be
negative.

[TAaEAPP]
The originating request required application cooperation to be successfully completed and
the application did not allow the operation to be completed. For example, server shutdown
requires application cooperation.

[TAECONFIG]
The configuration file associated with the component MIB could not be accessed as
needed to satisfy the requested operation.

[TaEINVAL]
A specified field isinvalid. Ta_Baprrp is set to indicate the invalid field identifier.

[TaEOS]
An operating system error occurred while attempting to satisfy therequest. Ta_statusis
updated with the translation of the system error code errno.

[TAEPERM]
An attempt was made to seT an attribute for which the user does not have write
permissions or the user attempted aceT on aclass for which the user does not have read
permissions. Ta_BADFLD iS set to indicate the field identifier that failed permissions
checking.

[TAEPREIMAGE]
A seT operation failed due to amismatch between the specified pre-image and the current
object. Ta_BaDFLD is et to indicate the field identifier that failed the pre-image checking.

[TAEPROTO]
The administrative request was made in an improper context. Ta_sTATUS is popul ated
with additional information.

[TAEREQUIRED]
A required field value is not present. Ta_BADFLD iS Set to indicate the missing field
identifier.

[TAESUPPORT]
The administrative request is not supported in the current version of the system.
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[TaAESYSTEM]
An Oracle Tuxedo system error occurred while attempting to satisfy the request.
TA_STATUS is updated with more information on the error condition.

[TAEUNIQ]
A sET operation did not specify class keys identifying a unique object to be updated.

[o ther]
Other error return codes specific to particular component MIBs are specified in the
component MIB reference pages. These error codes are guaranteed to be mutually
exclusive both amongst all component MIBs and with generic codes defined here.

Thefollowing diagnostic codes arereturned in Ta_ERROR to indicate successful completion of an
administrative request. These codes are guaranteed to be non-negative.

[T20K]
The operation succeeded. No updates were done to the component MIB object(s).

[TAUPDATED]
The operation succeeded. Updates were made to the component MIB object.

[TAPARTIAL]
The operation partially succeeded. Updates were made to the component MIB object.

Interoperability
Access to the FML 32 interfaces, and therefore to the component MIBs available for
administration of an Oracle Tuxedo system application, are available on Oracle Tuxedo release
4.2.2 and later. The header files and field tables defining generic MIB attributes are available on
Oracle Tuxedo release 5.0 and later. Interoperability concerns specific to aparticular component
MIB are discussed in the reference page for that component MIB.

Portability

The existing FML32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo system MIBs, as well as the header file and field table defined in this reference
page, are available on all supported native and Workstation platforms.

Examples

Seethe"usace" section earlier for some brief example uses of existing APIsin interfacing with
generic MIB processing. More detailed examples are provided with each component MIB
reference page that make use of real component MIB classes and attributes.
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Files

S{TUXDIR}/include/tpadm.h,
${TUXDIR} /udataobj/tpadm

See Also

268

tpacall (3c), tpalloc(3c), tpcall (3c), tpdequeue (3c), tpenqueue (3c),
tpgetrply (3c), tprealloc (3¢), Introduction to FML Functions, Fadd, Fadd32 (3fml),
Fchg, Fchg32(3fml), Ffind, Ffind32 (3fml), AUTHSVR(5), TM_MIB(5), TMQFORWARD (5)

Setting Up an Oracle Tuxedo Application

Administering an Oracle Tuxedo Application at Run Time
Programming an Oracle Tuxedo ATMI Application Using C
Programming an Oracle Tuxedo ATMI Application Using FML
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nl_types(5)

nl_types(d)

Name
nl_types—Native language data types

Synopsis

#include <nl_types.h>

Description
Thenl_types.h header file contains the following definitions:

nl_catd
Used by the message catalog functions catopen (), catgets () and catclose() to
identify a catalogue.

nl _item
Used by n1_langinfo () toidentify itemsof 1anginfo () data. Valuesfor objects of
typenl_item aredefined in langinfo.h.

NL_SETD
Used by gencat () whenno sset directiveis specified in amessagetext sourcefile. This
constant can be used in subsequent callsto catgets () asthevalue of the set identifier
parameter.

NL_MGSMAX
Maximum number of messages per set.

NL_SETMAX
Maximum number of sets per catalogue.

NL_TEXTMAX
Maximum size of amessage.

DEF_NLSPATH
The default search path for locating catal ogues.

See Also

gencat (1), catgets(3c), catopen, catclose(3c),nl_langinfo(3c), langinfo(5)
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servopts(5)

Name
servopts—Run-time options for server processes
Synopsis

AOUT CLOPT= [-A][-s{@filename|servicel,service...][:funcl}]
[-e stderr_file]l [-h][-1 locktypel]l [-n priol

[-0 stdout_file] [-P][-p [L][low water] [, [terminate_time]]
[:[high water] [,create_time]][-r][-t][ -- uargs][-Vv]
Description
servopts IS not acommand. Rather, it isalist of run-time options recognized by serversin an
Oracle Tuxedo system.

The server using these options may be one of the Oracle Tuxedo system-supplied servers, or it
may be an application-supplied server built with the buildserver (1) command.

Running serversin an Oracle Tuxedo system is accomplished through the tmboot (1) and
tmadmin (1) commands working with servers (and other resources) specified in the application
configuration file. Desired selections from the servopts list are specified with the server in the
configuration file. The following options are recogni zed:

-A
Indicates that the server should initially offer all services with which it was constructed.
For Oracle Tuxedo system-supplied servers, -a isthe only way of specifying services.

-s{ @filename| service[,service..][: func] }
Specifies the names of services to be advertised when the server is booted. In the most
common case, aserviceis performed by afunction that carriesthe same name; that is, the
x serviceis performed by function x. For example, the specification:

-s X,Y,2

will run the associated server initially offering services x, y, and z, each processed by a
function of the same name. In other cases, a service (or several services) may be
performed by afunction of a different name. The specification:

-s X,y,z:abc

runs the associated server with initial servicesx, y, and z, each processed by the function
abc.
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Spaces are not allowed between commas. Function nameis preceded by a colon. Service
names (and implicit function names) must be lessthan or equal to 15 charactersin length.
An explicit function name (that is, a name specified after a colon) can be up to 128

charactersinlength. Nameslonger than theselimits aretruncated with awarning message.
When retrieved by tmadmin (1) or TM_MIB(5), only thefirst 15 characters of aname are

displayed.

A filename can be specified with the -s option by prefacing the filename with the ' @’
character. Each line of thisfileis treated as an argument to the -s option. Y ou may put
commentsin thisfile. All comments start with ‘# or *:’. The -s option may be specified
multiple times.

The run-time association of service name with processing function within a server load
moduleis called the dynamic service capability. The tmadmin advertise command can
be used to change the list of services offered as the server continuesto run.

Service names beginning with the ‘.’ character are reserved for system servers.
Application servers specifying such services will fail to boot.

Specifies the name of afileto be opened as the server's standard error file. Providing this
option ensures that a restarted server has the same standard error file as its predecessors.
If this option is not used, a default diversion file called stderr iscreated in the directory
specified by $APPDIR.

-h
Do not run the server immune to hangups. If not supplied, the server ignores the hangup
signal.

-1 locktype
Lock the server in core. Theargument for 1ocktypeist, 4, or p according to whether the
text (TxTLOCK), data (DATLOCK), or the entire process (text and data—procLock), should
belocked. Seeplock(2) for details. Thelock failsif the server isnot run asroot. Thereis
no way to unlock a server onceit islocked.

-n prio

nice the server according to the prio argument. Giving the process better priority (a
negative argument) requiresit to be run with the uzp of root. Seenice(2) for details.

-0 stdout_file

Specifies the name of afileto be opened as the server’s standard output file. Providing
this option ensures that a restarted server has the same standard output file asits
predecessors. If thisoptionisnot used, adefault diversion filecalled staout iscreated in
the directory specified by $sappDIR.
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Specifies that services advertise running status as:

e susp (suspended) when booting and tpsvrinit () isrunning. Requeststo a
suspended service will fail and return TeNoENT immediately.

If tpsvrinit () runsfor an extended period of time, the - option helps avoid
service requests timeout at the booting stage.

e AvATL (available) after tpsvrinit () has completed and the server is ready to
receive requests.

Note: Itishighly recommended to usethiscropt with application servers only. Do not
useit asthe default cr.opT, since it may affect all system servers, for example,
TMUSREVT, TMSYSEVT, GWTDOMAIN, GWADM, TMS, TMQUEUE, €lC.

The "-pr option can aso be used with CORBA application servers.

-p [L][1ow_water][,[terminate_time]][:[high_water][,create_time]]

This option can be used to support the automatic spawning and decaying of servers, both
single-threaded RPC servers and conversational servers. For RPC servers, this option
must be used on an MSSQ set with MAX greater than 1. For conversational servers, the
MAX must be greater than 1.

The decision to spawn/decay serversis based on the number of requests per server on the
gueue. However, if theload [1.] argument is used with RPC servers, than the load factor
of each request is aso considered.

If the -p option is specified with the 1, argument, then, if the load meets or exceeds a
threshold (specified by the high_water argument) for a specified amount of time (in
seconds), the system will spawn additional servers. If, however, thevalue of high water
is 1, then the single server responsible for spawning another server will not do so aslong
asit is handling messages.

This problem will persist aslong as there is only one request waiting on the queue: the
server will processit onceit finishesits current request and it will not need to start anew
server.

However, when additional requests start arriving and waiting on the queue, then you
should eventually see new servers getting started. Again, the new serverswill be started
when the currently running server finishes processing the current request and starts
checking for the next one.
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Every time a server returns to its queue to get a new message to process, it checks the
conditions governing the need for new servers. If those conditions are met, the server
spawns exactly one new server.

Note: For UNIX platforms only—the alarm() system call does not work as expected
in servers running under server pool management. Because the code that
terminatesidle serversusesthe alarm() call, user-written code intended to
establish a customized signal handler fails to do so, despite the fact that callsto
Usignal () donot result in errors.

Depending on which type of server isbeing used, arguments to the -p option have the
following meanings:

RPC Servers

L
Theload argument works only with RPC servers. It also only worksin SHM mode
with load balancing turned on. The decision to spawn more serversisbased on the
request load, rather than the number of messages per server. If suM/1L.DBAL=Y iShot
set, auser log message (LIBTUX_CAT:1542) isprinted and no spawning or
decaying occurs.

low_water, terminate_time, high water, and create_time
These arguments are used to control when RPC serversare spawned or deactivated
based on the number of messages per server. If the load exceeds high_water for
at least create time seconds, anew server is spawned. If the load drops below
low_water for at least terminate time Seconds, aserver is deactivated.
low_water defaults to an average of 1 message per server on the MSSQ or a
workload of 50. high_water defaultsto an average of 2 messages per server, or a
workload of 100. create time defaultsto 50 and terminate time defaultsto
60.

Conversational Servers

L
Theload option is not applicable to conversational servers.

Note: For Oracle Tuxedo 8.0 or later, there are no restrictions for the automatic spawning
of multi-threaded or non-M SSQ conversational servers. However, the automatic
decay feature will not be implemented for these types of servers.

low_water, terminate_time, high water, and create_time
These arguments are used to control when conversational servers are spawned or
deactivated. Since conversational serverstypically run for alonger time than RPC
servers, aconversational server checks the minimum 1ow_water percentage and
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-V

the maximum high_water percentage of other serversthat are currently engaged
in conversations. If the percentage exceeds the value set for the related time
parameters, terminate_time and create_time respectively, aserver may be
decayed or spawned, provided that the minimum or maximum number of servers
has not been reached.

Also, you can specify avalue of 0 seconds for the time parameters so that either a
spawn or decay action will occur as soon as the server detects that the percentage
has been exceeded. 10w_water percentage defaultsto 0% and the high_water
percentage defaultsto 80%. terminate_time defaultsto 60 seconds and
create_time defaultsto O seconds.

Specifies that the server should record, on its standard error file, alog of services
performed. Thislog may be analyzed by the txrpt (1) command. When the -r optionis
used, make sure that the uL.ogDEBUG variable is not set to “y”. The uLoGDEBUG Variable
prevents debugging messages from being sent to stderr. Debugging messagesin thefile
will be misinterpreted by txrpt.

Specifies that the server in this Oracle Tuxedo 7.1 or later application is allowed to
interoperate with pre-release 7.1 Oracle Tuxedo software. The server may be a
workstation listener (WSL) process (which when started with the -t option allows
interoperability for al of itsworkstation handler—\WSH—processes), a domain gateway
(eWwTDOMAIN) process, or a system or application server process.

Marksthe end of system-recognized arguments and the start of argumentsto be passed to
a subroutine within the server. This option is needed only if the user wishes to supply
application-specific arguments to the server. The system-recognized options precede the
-~; application arguments should follow it. Application arguments may be processed by
auser-supplied version of the tpsvrinit () function. getopt () should be used to parse
them. Because all system argumentsare processed prior tothecall to tpsvrinit (), when
the call ismade the external integer, opt ind pointsto the start of the user flags. The same
option letters (for example, -a) may be reused after the -- argument, and given any
meaning appropriate to the application.

Prints out the service name/function name list to standard output, beginning with the
following comment lines:

#

# List of services and corresponding handler functions built into the
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server

#
<servicename>:<functionname><NEWLINE>
<gervicename>:<functionname><NEWLINE>
<servicename>:<functionname><NEWLINE>

where the first three lines are comments and begin with a pound sign (#) character. Each
following lineincludes a service name and its corresponding function name built into the
executable. The servicename field on any line can be an empty string if an “-s:
functionname” isincluded on the buildserver command line. The functionname
field is aways present.

Note: At run time the Oracle Tuxedo system automatically adds the following option to each
command line for each server:

-c dom=domainid

The -c option adds acomment line, in which the specified domain ID isreported, to any
command output that reports on the processes associated with the domain in question,
such as the output of the ps command. This comment helps an administrator who is
managing multiple domains to interpret a single output stream that refers to several
domains.

Examples
See the Exampl es section of UBBCONFIG(5).

See Also

buildserver (1), tmadmin (1), tmboot (1), txrpt (1), tpsvrinit (3c), UBBCONFIG (5)
Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

nice(2), plock(2), getopt(3) inaUNIX system reference manual
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TM_MIB(3)

Name
T™™_MIB—Management Information Base for core Oracle Tuxedo system

Synopsis
#include <fml32.h>
#include <tpadm.h>

Description

The Oracle Tuxedo System MIB definesthe set of classesthrough which the fundamental aspects
of an application can be configured and managed. This includes management of machines,
servers, networking.

™ _MIB(5) should be used in combination with the generic MIB reference page MIB (5) to
format administrative requests and interpret administrative replies. Requests formatted as
described inM1B (5) using classes and attributes described in this reference page may be used to
request an administrative service using any one of a number of existing ATMI interfacesin an
active application. Inactive applications may also be administered using the tpadmcall ()
function interface. For additional information pertaining to all Tv_m1B(5) class definitions, see
“TM_MIB(5) Additional Information” on page 418.

TM_MIB(5) consists of the following classes.

Tahle 44 TM_MIB Classes

Class Name Controls . ..

T_BRIDGE Network connections

T _CLIENT Clients

T_CONN Conversations

T _DEVICE Devices

T_DOMAIN Global application attributes
T_FACTORY Factories

T_GROUP Server groups
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Table 44 TM_MIB Classes (Continued)

TM_MIB(5)

Class Name

Controls. ..

T IFQUEUE

Server queue interfaces

T_INTERFACE

Interfaces

T_MACHINE Machine specific attributes
T_MSG Message queues
T_NETGROUP Network groups

T NETMAP Machines to Netgroups
T_QUEUE Server queue
T_ROUTING Routing criteria
T_SERVER Servers

T_SERVERCTXT

Server context

T _SERVICE Services

T_SVCGRP Service group

T_TLISTEN Oracle Tuxedo system listeners
T_TLOG Transaction log
T_TRANSACTION Transaction

T_ULOG User log

Each class description consists of four sections:

e oveErvIEW—high level description of the attributes associated with the class.

e ATTRIBUTE TABLE—theformat of the attribute table is summarized below and described

indetail inMIB(5).

e ATTRIBUTE SEMANTICS—Uefinesthe interpretation of each attribute that is part of the

class.

e LIMITATIONS—Iimitationsin the accessto and interpretation of this class.
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Attribute Table Format

Each classthat isapart of thisMIB isdefined in four partsin sectionsthat follow. One of thefour
partsis the attribute table. The attribute table is a reference guide to the attributes within a class
and how they may used by administrators, operators, and general usersto interface with an
application.

Therearefive columnsfor each attribute described in an attribute table: name, type, permissions,
values, and default. Each of these componentsisdiscussed in M1B(5).

TA_FLAGS Values

MIB(5) definesthe generic Ta_rraGs attribute, which isa1ong containing both generic and
component MIB specific flag values. The following are the Tm_m1B(5) specific flag values
supported. These flag values should be or’ d with any generic MIB flags.

TMIB_ADMONLY
A flag used to indicate that only administrative processes should be activated when
changing the state of aT_macHINE object from INActive tOACTive.

TMIB_APPONLY
A flag used to indicate that only application processes should be considered when
activating or deactivating aT_MACHINE object. It may also be used on T_sERrvVER and
T_SERVERCTXT retrievals to restrict the retrieval to application serversonly.

TMIB_CONFIG
A flag used to indicate that only configured groups and servers should be considered in
satisfying the request.

TMIB_NOTIFY
A flag used when activating or deactivating T_MACHINE, T_GROUP, Of T_SERVER Objects
to cause unsolicited notification messages to be sent to the originating client just prior to
and just after the activation or deactivation of each server object selected.

FML32 Field Tables

218

Thefield table for the attributes described in this reference page is found in the file
udataobj/tpadm relative to the root directory of the Oracle Tuxedo system software installed
on the system. Thedirectory $ { TUXDIR} /udataobj should beincluded by the application in the
colon-separated list specified by the FL.oTBLDIR environment variable, and the field table name
tpadm should beincluded in the comma-separated list specified by the FTELDTBLS environment
variable.
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Limitations

Access to the header filesand field tables for thisMIB is being provided only on Oracle Tuxedo
release 6.1 sites and later, both native and Workstation.

Workstation access to this MIB islimited to run-time only access; the function tpadmcall (3c)
is not supported on workstations.

For the purpose of pre-image processing (M18_pPREIMAGE flag bit set), local attributesfor classes
that have global attributes are not considered. Additionally, indexed fields and the indexes that
go with them are not considered, for example, T_T1.0G Class, TA_TLOGCOUNT, TA_TLOGINDEX,
TA_GRPNO, TA_TLOGDATA attributes.

T_BRIDGE Class Definition

Overview

The T_BRIDGE class represents run-time attributes pertaining to connectivity between logical
machines making up an application. These attribute values represent connection status and
statistics.

Attribute Table

Table 45 TM_MIB(5): T_BRIDGE Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_LMID(*)? string  r--r--r-- “LMIDI[, LMIDZ2]" N/A
TA_NETGROUP(K)3 string R--R--R-- string[l..30] “DEFAULTNET”
TA_STATE(K) string rwxrwxr-- GET: “{ACT | INA | SUS | PEN} ~ N/A

SET: “{ACT | INA | SUS | PEN}” N/A
TA_CURTIME long R--R--R-- 0 <= num N/A
TA_CONTIME long R-XR-XR-- 0 <= num N/A
TA_SUSPTIME long FWXYWXL - — 0 <= num 3004
TA_RCVDBYT long R-XR-XR-- 0 <= num N/A
TA_SENTBYT long R-XR-XR-- 0 <= num N/A
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Tahle 45 TM_MIB(5): T_BRIDGE Class Definition Attribute Tahle

Attribute! Type Permissions Values Default
TA_RCVDNUM long R-XR-XR-- 0 <= num N/A
TA_SENTNUM long R-XR-XR-- 0<=num N/A
TA_FLOWCNT long R-XR-XR-- 0 <= num N/A
TA_CURENCRYPTBIT string R--R----- ~{0]40|56|128}" 5 N/A

(K)—GET key field
(*)—GET/SET key, one or more required for SET operations

LAll attributesin the T_BRIDGE class are local attributes.

27a_LMID attribute must be fully specified for SET operations, that is, LMIDI, LMID2.

3 SET operation may only use TA_NETGROUP DEFAULTNET in Oracle Tuxedo release 6.4. GET
operation may use any TA_NETGROUP defined for both LMID values.

4TA_SUSPTIME may be SET only if the TA_STATE is currently SUSPENDED or isbeing SET to
SUSPENDED.

5Link-level encryption value of 40 bitsis provided for backward compatibility.

Attribute Semantics

TA_LMID: “LMIDI[, LMID2]"

Source logical machine identifier (zxrp1) and destination logical machine identifier
(zmrD2) for network connection.

TA_NETGROUP: string[l..30]

Logica nameof the network group.When both source and destination Ta_r.m1p identifiers

arein the same Ta_NeTGROUP, the T_BRIDGE class will present all instances of related
fields per Ta_NETGROUP. TA_NETGROUP May be used as akey field on GET requests.

TA_NETGROUP values other than pEFAULTNET may not be used on st operationsin this
Oracle Tuxedo release (release 6.4).

TA_STATE!

280

GET: “{ACTive | INActive | SUSpended | PENding} ”
A cET operation will retrieve run-time information for the selected T_BRIDGE
object(s). A Ta_1M1D attribute value with only one logical machine identifier

matchesall active connectionsfrom r.u1p1 to other machinesinthe application. In
this case, each retrieved record will contain an expanded Ta_1.mM1D attribute value

File Formats, Data Descriptions, MIBs, and System Processes Reference



ACTive

The connection is established and active.

INActive

The connection isinactive. This stateis only returned when
status is requested on a particular connection, that is, both
Lands specified in the Ta_1.M1D attribute and the source
logical machine is reachable.

SUSpended

An established connection was terminated due to an error
condition, and reconnection has been suspended for at least
theamount of timeindicated inthe Ta_sSUSPTIME attribute
value. Thisstateis AcTive equivalent for the purpose of
determining permissions.

PENding

An asynchronous connection has been requested, but has not
yet been completed. The final outcome of the connection
request has not been determined.

SET: “{ACTive | INActive | SUSpended | PENding} "

unset Modify an existing T_BRIDGE object. This combination is
alowed only wheninthe ACTive or SUSpended date.
Successful return leaves the object state unchanged.

ACTive Activatethe T_BRIDGE object by establishing aconnection

between the indicated logical machines. This operation will
fail if only onelogical machine is specified, if either of the
two machinesis not active, or if the source logical machine
isnot reachable. Whilethe T_BRIDGE object isestablishing
the asynchronous connection, the Bridge process will do
other work. Using the state change to PENding is
recommended. State change allowed in the INActive and
SUSpended states. For the purpose of determining
permissions for this state transition, the active object
permissions are considered (that is, --x--x--x). Successful
return leaves the object in the PENding state.
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with the destination .m1D filled in. The following states indicate the meaning of a
TA_STATE returned in response to a GeT request.

A ser operation will update run-time information for the selected T_BRIDGE
object. The following states indicate the meaning of aTa_sTATE set in a SET
request. States not listed may not be set.
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INActive Deactivate the T_BRIDGE object by closing the connection
between the indicated logical machines. This operation will
fail if only onelogical machineis specified or if the two
machines are not connected. State change allowed only
when inthe AcTive state. Successful return leavesthe
object in the INActive State.

SUspended  Suspend the T_BRIDGE object by closing the connection

between the indicated logical machines and by setting the
TA_SUSPTIME attribute asindicated. State change allowed
only wheninthe AcTive state. Successful return leavesthe
object in the sUSspended state. Limitation: Note that since
the statistics reported are from the viewpoint of the source
logical machine, resetting those statistics will cause themto
be out of sync with the statistics reported by the destination
logical machine for the same connection.

PENding Activate the T_BRIDGE object by establishing an
asynchronous connection between the indicated logical
machines. This operation will fail if only onelogical
machine is specified, if either of the two machinesis not
active, or if the source machineisnot reachable. Wheninthe
PENding state, the success or failure of the connection
request has not yet been determined. However, the Bridge
process may continueto process other events and datawhile
the connection is outstanding. State change alowed in the
INActive and SUSpended states. For the purpose of
determining permissions for this state transition, the active
object permissions are considered (that is, --x--x--X).
Successful return leaves the object in the PENding state.

TA_CURTIME: 0 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the time(2)
system call on T_Br1DGE:TA_LMID. This attribute can be used to compute elapsed time
from the following attribute value.

TA_CONTIME: 0 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by thetime(2) system
call on 7_BrIDGE:TA_1MID, When this connection was first established. Elapsed open
time in seconds can be computed using TA_CURTIME - TA_CONTIME.

282 File Formats, Data Descriptions, MIBs, and System Processes Reference



TM_MIB(5)

TA_SUSPTIME: 0 <= num
Time, in seconds, remaining in the suspension of this connection. After this amount of
time, the connection will automatically change to ata_staTe of 1nNAcTIVE and may be
activated by normal application traffic.

TA_RCVDBYT. O <= num
Number of bytes sent from the destination logical machine to the source logical machine.

TA_SENTBYT. 0 <= num
Number of bytes sent from the source logical machine to the destination logical machine.

TA_RCVDNUM: 0 <= num
Number of messages sent from the destination logical machine to the source logical
machine.

TA_SENTNUM. O <= num
Number of messages sent from the source logical machine to the destination logical
machine.

TA_FLOWCNT. O <= num
Number of times flow control has been encountered over this connection.

TA_CURENCRYPTBITS: “{0 |40 |56 |128}"
The current encryption level for thislink. Thelevel isnegotiated between machineswhen
thelink is established.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

Limitations
None.

T_CLIENT Class Definition

Overview

The T_crL1ENT class represents run-time attributes of active clients within an application. These
attribute values identify and track the activity of clients within a running application.
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Attribute Table

Table 46 TM_MIB(5): T_CLIENT Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_STATE(K) string R-XR-XR-- GET: “{ACT | SUS | DEA}" N/A
SET: “{ACT | SUS | DEA} N/A
TA_CLIENTID(*) string R--R--R-- string[1..78] N/A
TA_CLTNAME(K) string R--R--R-- string[0..30] N/A
TA_IDLETIME(K) long R--R--R-- 0 <= num N/A
TA_TPBLK_ALL long R--R--R-- 0<=num 0
Ta_LMID(K) string  R--R--R-- LMID N/A
TA_PID(K) long R--R--R-- 1<=num N/A
TA_CONTEXTID long R--R--R-- -2 <= num < 30,000 N/A
TA_SRVGRP(K) string R--R--R-- string[0..30] N/A
TA_USRNAME(K) string R--R--R-- string[0..30] N/A
Ta_wsc(k) string  R--R--R-- “{y |}~ N/A
TA_WSH(K) string R--R--R-- vy |n}~ N/A
TA_WSHCLIENTID(K) string  R--R--R-- string[l..78] N/A
TA_RELEASE long R--R--R-- 0 <= num N/A
TA_WSPROTO long R--R--R-- 0<= num N/A
TA_NUMCONV long R-XR-XR-- 0 <= num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0 <= num N/A
TA_NUMENQUEUE long R-XR-XR-- 0 <= num N/A
TA_NUMPOST long R-XR-XR-- 0 <= num N/A
TA_NUMREQ long R-XR-XR-- 0<= num N/A
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Attribute 1 Type Permissions Values Default
TA_NUMSUBSCRIBE long R-XR-XR-- 0 <= num N/A
TA_NUMTRAN long R-XR-XR-- 0 <= num N/A
TA_NUMTRANABT long R-XR-XR-- 0 <= num N/A
TA_NUMTRANCMT long R-XR-XR-- 0 <= num N/A
TA_CMTRET string R--R--R-- *{COMPLETE | LOGGED} ” N/A
TA_CURCONV long R--R--R-- 0 <= num N/A
TA_CURENCRYPTBIT string R--R----- “{0]40]56|128}" 2 N/A
TA_CURREQ long R--R--R-- 0<= num N/A
TA_CURTIME long R--R--R-- 1<=num N/A
TA_LASTGRP long R--R--R-- 1 <= num < 30,000 N/A
TA_NADDR string R--R--R-- string[1..256] 3 N/A
TA_NOTIFY string R--R--R-- “{DIPIN | SIGNAL | THREAD | N/A
IGNORE}”

TA_NUMUNSOL long R--R--R-- 0 <= num N/A
TA_RPID long R--R--R-- 1<=num N/A
TA_TIMELEFT long R--R--R-- 0 <= num N/A
TA_TIMESTART long R--R--R-- 1<=num N/A
TA_TRANLEV long R--R--R-- 0 <= num N/A
(K)—GET key field
(*)—GET/SET key, one or more required for SET operations

L All attributesin the T_CLIENT class are local attributes.

2 Link-level encryption value of 40 bitsis provided for backward compatibility.

3 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.
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Attribute Semantics

TA_STATE:

GET: “{ACTive | SUSpended | DEAG} ”
A GeT operation will retrieve run-time information for the selected T_cr.1ENT
object(s). Note that client information is kept in local bulletin board tables only.
Therefore, for maximum performance, inquiries on client status should be
restricted using key fields as much as possible. The following states indicate the
meaning of aTa_sTATE returned in response to aGET request.

ACTive T_CLIENT object active. Thisis not an indication of
whether theclientisidleor busy. A non 0 valueretrieved for
either the TA_CURCONV attribute or the TA_ CURREQ
attribute indicates a busy client.

SUSpended T_CLIENT object active and suspended from making
further service requests (tpcall () or tpacall ()) and
from initiating further conversations (tpconnect () ). See
SET SUSpended below for details. This state isACTive
equivalent for the purpose of determining permissions.

DEAd T_CLIENT object identified as active in the bulletin board
but currently not running due to an abnormal death. This
state will exist only until the BBL local to the client notices
the death and takes action to clean up the client's bulletin
board resources. This stateis ACTive equivalent for the
purpose of determining permissions.

SET: “{ACTive | SUSpended | DEAG} ~
A ser operation will update run-time information for the selected T_cr1ENT
object. The following states indicate the meaning of aTa_sTATE setin aseT
request. States not listed may not be set.

ACTive Activate a SUSpended T_CLIENT object. State change
alowed only when in the suspended state. Successful
return leaves the object inthe ACTive state.

unset Modify an existing T_CLIENT object. Thiscombinationis
alowed only wheninthe ACTive or SUSpended State.
Successful return leaves the object state unchanged.
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SUSpended  Suspend the T_CLIENT object from making service
requests (tpcall () or tpacall ()), initiating
conversations (tpconnect () ), beginning transactions
(tpbegin () ), and enqueuing new requests
(tpengueue () ). Clients within a transaction will be
permitted to make these calls until they abort or commit the
current transaction, at which time they will become
suspended. Invocations of these routines will result in a
TPESYSTEM error return and a system log message being
generated indicating the situation. State change allowed only
when inthe AcTive state. Successful return leavesthe
object in the SUSpended State.

DEAJ Abortively deactivate the T_CLIENT object. State change
allowed only whenintheAcTive or SUSpended state. The
recommended method for deactivating clientsisto first
broadcast awarning message (tpbroadcast) ), thento
suspend them (see SET SUSpended above), and finally to
abortively deactivate them by setting the state to DEAG.
Successful return leaves the object in the DEAA state.

Limitation: Workstation handlers (T_CLIENT:TA_ WSH ==
Y) may not be set to a state of DEAG.

The system may not be ableto k111 theclient due to
platform or signaling restrictions. In this case, anative client
will beabortively terminated at its next accessto ATMI, and
aWorkstation client's connection to a WSH will be
preemptively torn down.

TA_CLIENTID: string[l..78]
Client identifier. The datain this field should not be interpreted directly by the end user
except for equality comparison.

TA_CLTNAME: string{0..30]
Client name associated with client at tpinit () timeviathe cltname €element of the
TPINIT Structure.

TA_IDLETIME. O <= num
Approximate amount of time, in seconds, since this client last interacted with the system
viaan ATMI call. Thisvaueisaccurateto within ta_scanuniT (seetheT_pomarn class)
seconds. When specified asakey field, a positive value indicates that all clientswithidle
times of at least the indicated value match, a negative valueindicates that al clients with
no more than the indicated value match, and a 0 value matches all clients.
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TA_TPBLK_ALL. 0 <= num

Reports the current tpsblktime (TPBLK_ALL) blocktime value per client. If TPBLK_ALL
has not been set, then the Ta_tpeLX_ALL ValueisO.

TA_LMID. LMID

Logical machine where client is running (native clients) or where client is connected
(Workstation clients).

TA_PID. 1 <= num

Process identifier of client. Note that for Workstation clients, thisidentifier indicates the
workstation handler through which the Workstation client is connected. A negative
number may be specified on aceT operation for the purpose of retrieving client
information for the calling process. If the calling processis not aclient, an error will be
returned.

TA_CONTEXTID: -2 <= num < 30,000

Identifier for this particular application association.

TA_SRVGRP: string[0..30]

Server group with which the client is associated. Thisinformation is set viathe grpname
element of the TPINIT Structure at tpinit () time.

TA_USRNAME: string]0..30]

User name associated with client at tpinit () timeviathe usrname element of the
TPINIT Structure.

TA_wsc: “{v N}~

Workstation client. If this attributeis set to v, the indicated client islogged in to the
application from aremote workstation.

TA_wsH: “{y | N}~

Workstation handler. If this attribute is set to ~v~, the indicated client is a workstation
handler process.

TA_WSHCLIENTID: string[l1..78]

Client identifier for the associated workstation handler (WSH) if thisclientisa
Workstation client (Ta_wsH == v); otherwise, this attribute will be returned as a 0-length
string.

TA_RELEASE. 0 <= num

The Oracle Tuxedo system major protocol release number for the machine where the
client isrunning. This may be different from the Ta_swreLEASE for the same machine.
Note that for Workstation clients (Ta_wsc == v), this value may be different than the
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major rel ease associated with the application administered machine through which the
Workstation client accesses the application.

TA_WSPROTO. 0 <= num
The Oracle Tuxedo system Workstation protocol version number for aWorkstation client.
Thisvalueis changed with each update to the Workstation protocol. A value of 0 is
returned for this attribute when associated with non-Workstation clients (Ta_wsc == N).

TA_NUMCONV: O <= num
Number of conversations initiated by thisclient via tpconnect ().

TA_NUMDEQUEUE! 0 <= num
Number of dequeue operations initiated by this client via tpdequeue () .

TA_NUMENQUEUE: 0 <= num
Number of enqueue operations initiated by this client via tpenqueue ().

TA_NUMPOST: 0 <= num
Number of postingsinitiated by thisclient via tppost ().

TA_NUMREQ: O <= num
Number of requests made by thisclient viatpcall () Or tpacall().

TA_NUMSUBSCRIBE:. O <= num
Number of subscriptions made by this client via tpsubscribe ().

TA_NUMTRAN: 0 <= num
Number of transactions begun by this client.

TA_NUMTRANABT: O <= num
Number of transactions aborted by this client.

TA_NUMTRANCMT. O <= num
Number of transactions committed by this client.

TA_CMTRET. “{COMPLETE | LOGGED}”
Setting of the Tp_comm1T_coNTROL characteristic for this client. See the description of
the Oracle Tuxedo System ATMI function tpscmt () for details on this characteristic.

TA_CURCONV: 0 <= num
Number of conversationsinitiated by this client via tpconnect () that are till active.

TA_CURENCRYPTBITS: “{0 |40 |56 |128}"
The current encryption level for this client. The level is negotiated when thelink is
established.
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Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

TA_CURREQ: 0 <= num
Number of requestsinitiated by this client via tpcall () or tpacall () that are still
active.

TA_CURTIME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the time(2)
system call on T_crieNT:TA_LMID. This attribute can be used to compute elapsed time
from the T_cLIENT:TA_TIMESTART attribute value.

TA_LASTGRP: 1 <= num < 30,000
Server group number (T_GROUP:TA_GRPNO) Of the last service request made or
conversation initiated from this client.

TA_NADDR: string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
For Workstation clients, this attribute indi cates the network address of the client. Network
addresses with unprintable characters are converted to one of the following formats:

® “Oxhex-digits”

® “\\xhex-digits"”
A string in either format must contain an even number of valid hex digits. Such astringis
trandated internally into a character array containing the hexadecimal representations of
the string specified.
For TCP/IP addresses one of the following formatsis used:

® “//hostname:port”

® “//#.#.#.#:port_number”

Each # (pound) sign represents a decimal number in the range of 0 to 255. The value of
port_number iSadecimal number in the range of 0 to 65535.

Note: Some port numbers may be reserved for the underlying transport protocols (such as
TCP/IP) used by your system. Check the documentation for your transport protocols
to find out which numbers, if any, are reserved on your system.

Non-Workstation clients have a O-length string associated with them for this attribute
value.

Limitation: The ability of the system to provide thisinformation is determined by the
transport provider in use. In some cases, Workstation clients may not have addresses
associated with them if the provider does not make this information available.
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TA_NOTIFY. “{DIPIN | SIGNAL | THREAD | IGNORE}”"
Setting of the notification characteristic for thisclient. Seethe T_bpoma1n classdescription
of this attribute for more details.

TA_NUMUNSOL: O <= num
Number of unsolicited messages queued for this client awaiting processing.

TA_RPID: 1 <= num
UNIX system message queue identifier for the client's reply queue. Limitation: Thisisa
UNIX system specific attribute that may not be returned if the platform on which the
application is being run is not UNIX-based.

TA_TIMELEFT. 0 <= num
Time left, in seconds, for this client to receive the reply for which it is currently waiting
beforeit will timeout. Thistime out may be atransactional timeout or a blocking timeout.

TA_TIMESTART. 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the time(2) system
call on T_cLIENT:TA_LMID, Sincethe client joined the application.

TA_TRANLEV. 0 <= num
Current transaction level for thisclient. O indicates that the client is not currently involved
in atransaction.

Limitations
None.

T _CONN Class Definition

Overview
The T_conn class represents run-time attributes of active conversations within an application.
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Attribute Table

Table 47 TM_MIB(5): T_CONN Class Definition Attribute Table

Attribute ! Type Permissions Values Default
TA_LMID(K) string  R--R--R-- LMID N/A
Ta_STATE(K) string R--R--R-- GET: “ACT” N/A
SET: N/A N/A
TA_SERVICENAME string R--R--R-- string[l..15] N/A
TA_CLIENTID(K) string R--R--R-- string[1..78] N/A
TA_CONNOGRPNO long R--R--R-- 1 <= num< 30,001 N/A
TA_CONNOLMID string R--R--R-- LMID N/A
TA_CONNOPID long R--R--R-- 1<=num N/A
TA_CONNOSNDCNT long R--R--R-- 0 <= num N/A
TA_CONNOSRVID long R--R--R-- 1 <= num< 30,001 N/A
TA_CONNSGRPNO long R--R--R-- 1 <= num < 30,001 N/A
TA_CONNSLMID string R--R--R-- LMID N/A
TA_CONNSPID long R--R--R-- 1<=num N/A
TA_CONNSSNDCNT long R--R--R-- 0 <= num N/A
TA_CONNSSRVID long R--R--R-- 1 <= num < 30,001 N/A

(K)—GET key field

1Al attributesin the T_coNN class are local attributes.

Attribute Semantics

TA_LMID: LMID
Retrieval machine logical machine identifier.

TA_STATE:

GET: “{acTive} "
A GET operation will retrieve run-time information for the selected T_conn
object(s). The following states indicate the meaning of aTa_sTaTe returned in
response to aGET request.
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ACTive The object returned reflects one or both sides of an active
conversation within the application.

SET.
SET operations are not permitted on this class.

TA_SERVICENAME: string[l..15]
Service name of the conversational serviceinvoked by the originator and processed by the
subordinate.

TA_CLIENTID: string[l..78]
Client identifier. The datain this field should not be interpreted directly by the end user
except for equality comparison.

TA_CONNOGRPNO: 1 <= num < 30,001
Server group number for the originator of the conversation. If the originator isaclient,
30,000 isreturned as the value for this attribute.

TA_CONNOLMID: LMID
Logica machine identifier indicating where the originator is running or is accessing the
application (in the case of Workstation clients).

TA_CONNOPID: 1 <= num
Processidentifier for the originator of the conversation.

TA_CONNOSNDCNT: 0 <= num
Number of tpsend () callsdone by the originator.

TA_CONNOSRVID: 1 <= num < 30,001
Server identifier for the originator of the conversation.

TA_CONNSGRPNO: 1 <= num < 30,001
Server group number for the subordinate of the conversation.

TA_CONNSLMID:. LMID
Logical machine identifier indicating where the subordinate is running or is accessing the
application (in the case of Workstation clients).

TA_CONNSPID: 1 <= num
Process identifier for the subordinate in the conversation.
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TA_CONNSSNDCNT: O <= num

Number of tpsend () calls done by the subordinate.

TA_CONNSSRVID: 1 <= num < 30,001

Server identifier for the subordinate in the conversation.

Limitations
None.

T_DEVICE Class Definition

Overview

The T_bpeviIce class represents configuration and run-time attributes of raw disk slices or UNIX
system files being used to store Oracle Tuxedo system devicelists. This class allows for the
creation and deletion of device list entries within araw disk slice or UNIX system file.

Attribute Table

Table 48 TM_MIB(5): T_DEVICE Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_LMID(*) string ru-r--r-- LMID “local_lmid”
TA_CFGDEVICE(r)(*) string ru-r--r-- string[2..64] N/A
TA_DEVICE(*) string ru-r--r-- string[2..64] “TA_CFGDEVICE”
TA_DEVOFFSET(*) long ru-r--r-- 0 <= num 0
TA_DEVSIZE(r) long rw-r--r-- 0 <= num 1000 3
TA_DEVINDEX(*)? long r--r--r-- 0<= num N/A
TA_STATE(K) string TWXr—-T—— GET: “VAL” N/A

SET: “{NEW | N/A

INV}”

(K)—GET key field

(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations
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1Al attributesin the T_DEVICE classarelocd attributes.

2TA_DEVINDEX isrequired for SET operations to identify the particular device list entry except
when setting the state to NEw for the purpose of creating anew device list entry. In the latter case,
TA_DEVINDEX must not be set; a value will be assigned by the system and returned after a
successful creation.

3TA_DEVSIZE may only be SET on object creation.

Attribute Semantics

TA_LMID. LMID
Logica machine identifier where the device is located. Note that this attribute may be
used as a key field in both unbooted and booted applications as long as they are aready
configured (that is, at least one T_macHINE entry is defined). It isrequired as akey field
on sET operations when accessing a booted application. If specified when accessing the
T_DEVICE classin an unconfigured application, this attribute is ignored.

TA_CFGDEVICE: string{2..64]
Absolute pathname of the file or device where the Oracle Tuxedo filesystem is stored or
isto be stored.

TA_DEVICE: string[2..64]
Absolute pathname of the device list entry.

TA_DEVOFFSET. 0 <= num
The offset, in blocks, at which space on thista_pevIck beginsfor use within the Oracle
Tuxedo System VTOC specified by Ta_crepevicE. Limitation: Thisattribute must be set
to O for the first device list entry (Ta_pevice) on the Oracle Tuxedo filesystem
(TA_CFGDEVICE).

TA_DEVSIZE. 0 <= num
The size in pages of the disk areato be used for the device list entry. Limitation: This
attribute may be set only in conjunction with a state change to New.

TA_DEVINDEX. 0 <= num
Deviceindex for Ta_pevice within the device list addressed by Ta_crepeEvICE. This
attribute value is used for identification purposes only in getting and setting attribute
values relating to particular devices within an Oracle Tuxedo filesystem.

TA_STATE!

GET: “{vaLid}~”
A cET operation will retrieve run-time information for the selected T_DEvVICE
object(s). The following states indicate the meaning of aTa_sTATE returned in
response to aGeT request.
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VALid The Oracle Tuxedo filesystem indicated by TA_CFGDEVICE
exists and containsavalid devicelist. TA_ DEVICE isavalid
device within that filesystem with the deviceindex telnet
lchome3.

SET: “{NEW | INValid}”
A set operation will update information for the selected T_pevice object or add
theindicated object. The following statesindicate the meaning of aTa_sTATE set
in a seT request. States not listed may not be set.

NEW Create or re-installed T_DEVICE object for application. State
change allowed only wheninthe INValid or VALid state.
Successful return leavesthe object in thevarid state. If this
state transition isinvoked in the INValid state, the object is
created; otherwise, it isre-initialized. The creation of the first
TA_DEVICE devicelist entry onthe TA_CFGDEVICE Oracle
Tuxedo filesystem will automatically create and initialize the
necessary VTOC and UDL structureson TA_CFGDEVICE. The
first devicelist entry created for aparticular TA_CFGDEVICE
must have equivalent values for the TA_DEVICE attribute.

INValid DeleteT_DEVICE object for application. State change allowed
only when in the vaLid state. Successful return leaves the
object inthe INValid state. Notethat TA_DEVINDEX 0 is
specia and must be deleted last.

Limitations
None.

T_DOMAIN Class Definition

Overview
The T_poma1n class represents global application attributes. These attribute values serve to
identify, customize, size, secure, and tune an Oracle Tuxedo system application. Many of the
attribute values represented here serve as application defaultsfor other classesrepresented in this
MIB.
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Thereisexactly one object of the T_poma1n classfor each application. Because of this, there are
no key fields defined for this class. A GeT operation on this class will always return information
representing thissingle object. Likewise, aseT operation will updateit. GETNEXT isnot permitted

with this class.

Attribute Table

Table 49 TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_IPCKEY(r) long rw-r--r-- 32,769 <= num < 262,144 N/A
TA_MASTER(r) string  rwxr-xr-- “LMIDI[, LMID2]" N/A
TA_MODEL(r) string  rw-r--r-- “{SHM | MP} ” N/A
TA_STATE string  rwxr--r-- GET: “{ACT | INA} " N/A
SET: “{NEW | INV | ACT | N/A
INA | FIN}”
TA_DOMAINID string  rwxr--r-- string[0..30] wo
TA_PREFERENCES string  rwxr--r-- string]0..1023] W
TA_UID long rwyr--r-- 0 <= num (H
TA_GID long rwyr--r-- 0 <= num (H
TA_PERM long rwyr--r-- 0001 <= num <= 0777 0666
TA_LICEXPIRE long R--R--R-- string]0..78] N/A
TA_LICMAXUSERS long R--R--R-- 0<=num< 32,768 N/A
TA_LICSERIAL string  R--R--R-- string]0..78] N/A
TA_MIBMASK long rWx-—-—-- 0 <= num <= 0777 0000
TA_MAXACCESSERS long rwyr--r-- 1 <= num< 32,768 50
TA_MAXCONV long rwyr--r-- 0<=num< 32,768 64
TA_MAXGTT long rwyr--r-- 0 <= num< 32,768 100
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Table 49 TM_MIB(5): T_DOMAIN Class Definition Attribute Table (Continued)

Attribute Type  Permissions Values Default
TA_MAXBUFSTYPE long rw-Yr--r-- 1 <= num< 32,768 32
TA_MAXBUFTYPE long rw-Yr--r-- 1 <= num< 32,768 16
TA_MAXDRT long rw-Yr--r-- 0<=num< 32,768 0
TA_MAXGROUPS long rw-Yr--r-- 100 <= num < 32,766 100
TA_MAXNETGROUPS long rw-r--r-- 1<=num< 8,192 8
TA_MAXMACHINES long rw-Yr--r--— 256 <= num < 8,191 256
TA_MAXQUEUES long rw-Yr--r-- 1<=num< 8,192 50
TA_MAXRFT long rw-Yr--r--— 0 <= num< 32,766 0
TA_MAXRTDATA long rw-Yr--r-- 0<=num< 32,761 0
TA_MAXSPDATA long rW-r--r-- 1 <= num <= 2147483640 TA_MAXQUEU
ES*257*2 +
8224
0
TA_MAXTRANTIME long rwyr--r-- 1 <= num <= 2147483647 50
TA_MAXSERVERS long rw-Yr--r--— 1<=num< 8,192 100
TA_MAXSERVICES lon rw-r--r-- 1 <= num< 1,048,575
_ g 16,384
TA_MAXACLGROUPS long rw-r--r—-- 1<=num< 16,384
TA_CMTRET string  rwyr--r-- *{COMPLETE | LOGGED}”  “COMPLETE”
TA_LDBAL string  rwyr--r-- “{y|n}~ vy”
TA_NOTIFY string  rwyr--r-- “{DIPIN | SIGNAL | “DIPIN”
THREAD | IGNORE} ”
TA_SYSTEM_ACCESS string rwyr--r-- “{FASTPATH | “FASTPATH”
PROTECTED}
[, NO_OVERRIDE]”
TA_OPTIONS string  rwyr--r-- “{[LAN | SSL | MIGRATE | wo

ACCSTATS | NO_XA |
NO_AA],*}~
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Table 49 TM_MIB(5): T_DOMAIN Class Definition Attribute Table (Continued)

TM_MIB(5)

Attribute Type  Permissions Values Default
TA_USIGNAL string  rw-r--r-- “{SIGUSR1 | SIGUSR2}”  “SIGUSR2"
TA_SECURITY string  rw-r--r-- “{NONE | APP_PW | “NONE”
USER_AUTH | ACL |
MANDATORY_ACL}”
TA_PASSWORD string -wx------ string]0..30] N/A
TA_AUTHSVC string  rwxr--r-- string[0..15] v
TA_SSL_RENEGOTIATION long rWXr—-Ir—--— 0 <= num <= 2147483647 0
TA_SCANUNIT long ITWXY -XIr -~ 0 <= num <= 60 102
TA_BBLQUERY long TWXT-Xr-— 0 <= num <32,768 3003
TA_BLOCKTIME long FWXY-Xr—— 0 <= num< 32,768 603
TA_DBBLWAIT long WXL -XT-— 0<=num< 32,768 203
TA_SANITYSCAN long YWXY-Xr—— 0 <= num< 32,768 1203
TA_CURDRT long r--r--r-- 0 <= num< 32,768 N/A
TA_CURGROUPS long r--r--r-- 0 <= num < 32,768 N/A
TA_CURMACHINES long r--r--r-- 0 <= num< 32,768 N/A
TA_CURQUEUES long r--r--r-- 0 <= num < 32,768 N/A
TA_CURRFT long r--r--r-- 0 <= num< 32,768 N/A
TA_CURRTDATA long r--r--r-- 0 <= num < 32,768 N/A
TA_CURSERVERS long r--r--r-- 0 <= num< 32,768 N/A
TA_CURSERVICES long r--r--r-- 0 <= num < 32,768 N/A
TA_CURSTYPE long r--r--r-- 0 <= num< 32,768 N/A
TA_CURTYPE long r--r--r-- 0 <= num < 32,768 N/A
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Table 49 TM_MIB(5): T_DOMAIN Class Definition Attribute Table (Continued)

Attribute Type  Permissions Values Default
TA_HWDRT long r--r--r-- 0<=num< 32,768 N/A
TA_HWGROUPS long r--r--r-- 0<=num< 32,768 N/A
TA_HWMACHINES long r--r--r-- 0<=num< 32,768 N/A
TA_HWQUEUES long r--r--r-- 0<=num< 32,768 N/A
TA_HWRFT long r--r--r-- 0<=num< 32,768 N/A
TA_HWRTDATA long r--r--r-- 0<=num< 32,768 N/A
TA_HWSERVERS long r--r--r-- 0<=num< 32,768 N/A
TA_HWSERVICES long r--r--r-- 0<=num< 32,768 N/A
TA_SEC_PRINCIPAL_NAME string  rwxr--r-- string[0..511] wr
TA_SEC_PRINCIPAL_LOCATION  string rwxr--r-- string[0..1023] N
TA_SEC_PRINCIPAL_PASSVAR string  rwxr--r-- string[0..31] wr
TA_SIGNATURE_AHEAD long rWXr--r-- 1 <= num <= 2147483647 3600
TA_SIGNATURE_BEHIND long rwXr--r-- 1 <= num <= 2147483647 604800
TA_SIGNATURE_REQUIRED string  rwxr--r-- “{y N}~ N
TA_ENCRYPTION_REQUIRED string  rwxr--r-- “{y|n}~ “N”

(r)—required field for object creation (SET TA_STATE NEW)

1y1D and G1ID as known to the UNIX system
2 num must be amultiple of 2 or 5
3 Specify num so that num times TA_SCANUNIT is approximately "Default”

Attribute Semantics

TA_IPCKEY. 32,769 <= num < 262,144
Numeric key for the well-known address in an Oracle Tuxedo system bulletin board. In a
single processor environment, thiskey “names’ the bulletin board. In amultiple processor
or LAN environment, this key names the message queue of the DBBL. In addition, this
key is used as abasis for deriving the names of resources other than the well-known
address, such as the names for bulletin boards throughout the application.
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TA_MASTER: “LMIDI[, LMID2]"
Master (zrx1p1) and backup (zmrD2) logical machine identifiers. The master identifier
(zr1D1) must correspond to the local machine for 1nactive applications. sum mode
applications (see Ta_mopEL below) may set only the master logical machine identifier.
Modificationsto this attribute value in an acTive mp application (see Ta_MODEL below)
have the following semantics:
Assuming current active master LMID a, current backup master LMID B, and secondary
LMIDsc, b, . . .,thefollowing scenarios define the semantics of permitted changes
to the Ta_masTER attribute in arunning Mmp mode application.

A,B -> B,A - Master migration from A to B.

A,B -> A,C - Change backup master LMID designation to C.

Note that master migration may be either orderly or partitioned. Orderly migration takes
placewhen the master machineisactive and reachable. Otherwise, partitioned migration
takes place. All newly established or reestablished network connections will verify that
the two sites connecting share acommon view of where the master machineis. Otherwise,
the connection will be refused and an appropriate |og message generated. The master and
backup machinesin an active application must always have an Oracle Tuxedo release
number greater than or equal to all other machines active in the application. The master
and backup machines must be of the same release. Modifications to the Ta_MASTER
attribute must preserve this relationship.

TA_MODEL: “{SHM | MP}”
Configuration type. sum specifies a single machine configuration; only one T_MACHINE
object may be specified. mp specifies a multi-machine or network configuration; mp must
be specified if a networked application is being defined.

TA_STATE!

GET: “{ACTive | INActive}”
A cET operation will retrieve configuration and run-time information for the
T_DOMAIN object. The following states indicate the meaning of aTa_STATE
returned in response to aGeT request.

ACTive T_DOMATIN object defined and the master machineis active.

INActive T_DOMAIN object defined and application isinactive.
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SET: {NEW | INValid | ACTive | INActive | FINactive}”

A seT operation will update configuration and run-time information for the
T_DOMAIN object. The following statesindicate the meaning of aTa_sTATE setin
a seT request. States not listed may not be set.

NEW

Create T_DOMAIN object for application. State change allowed only when in the
INValid state. Successful return leaves the object in the INActive state. Note that
this state change will also create aNEW T_MACHINE object with TA_1.MID inferred
from TA_MASTER, TA_PMID based on the local system name, and TA_TUXCONFIG
and TA_TUXDIR determined from the environment variables TUXCONFIG and
TUXDIR respectively. Other configurableattributes of theT MACHINE classmay be set
at thistime by including valuesin the T_DOMAIN NEW request. If avaue for
TA_APPDIR isnot specified, it will default to the current directory.

unset

Modify T_DOMAIN object. Allowed only wheninthe ACTive or INActive state.
Successful return leaves the object state unchanged.

INValid

Delete T_DOMAIN object for application. State change allowed only when in the
INActive state. Successful return leavesthe object in the INValid state.

ACTive

Activate administrative processes (DBBL, BBL, etc.) on the master machine. For the
purpose of determining permissions for this state transition, the active object
permissions are considered (that is, --x--x--x). State change alowed only when in the
INActive state. Successful return leavesthe object in the INActive state.

INActive

Deactivate administrative processes (DBBL, BBL, etc.) on the master machine. State
change allowed only when in the AcTive state. Successful return leaves the object in
the INActive state.

FINactive

Forcibly deactivate administrative processes (DBBL, BBL, etc.) on the master machine.
Attached clients will be ignored for the purpose of determining if shutdown should be
allowed. State change allowed only whenintheacTive state. Successful return leaves
the object in the INActive state.

TA_DOMAINID: string[0..30]
Domain identification string.

TA_PREFERENCES:. string[0..1023]
Application defined field. Thisfield is used by the Oracle Tuxedo system /Admin GUI
product to store and save GUI display preferences.
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TA_UID: 0 <= num
Default attribute setting for newly configured objectsin the T_macHINE class. Limitation:
Changes to this attribute do not affect active or already configured T_MACHINE Objects.

TA_GID: 0 <= num
Default attribute setting for newly configured objectsin theT_macHINE class. Limitation:
Changes to this attribute do not affect active or already configured T_mMaCHINE objects.

TA_PERM: 0001 <= num <= Q777
Default attribute setting for newly configured objectsinthe r_macuINE class. Limitation:
Changes to this attribute do not affect active or aready configured T_mMacHINE objects.

TA_LICEXPIRE: string[0..78]
Expiration date for the binary on that machine or a0-length string if binary isnot an Oracle
Tuxedo system master binary.

TA_LICMAXUSERS. O <= num < 32,768
Licensed maximum number of users on that machine or -1 if binary is not an Oracle
Tuxedo system master binary.

TA_LICSERIAL: string [0..78]
Serial number of license.

TA_MIBMASK: 0 <= num <= 0777
Attribute access mask. User type/access mode combinations specified by this attribute
value will no longer be alowed for all class/attribute combinations defined in this
reference page. For example, a setting of 0003 disallows all updates to users other than
the administrator or the operator.

TA_MAXACCESSERS: 1 <= num < 32,768
Default maximum number of clients and serversthat can be simultaneously connected to
the bulletin board on any particular machine in this application. If not specified, the
default maximum number is 50. The T_poma1wn value for this attribute can be overridden
inthe T_macHINE class on aper-machine basis.

System administration processes, such asthe BBL, restartsrv, cleanupsrv,
tmshutdown (), and tmadmin (), need not be accounted for in thisvalue, but the DBBL,
all bridge processes, al system-supplied and application server processes, and all
potential client processes at a particular site need to be counted. (Examples of
system-supplied servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT,
TMS (See T_GROUP: TA_TMSNAME attribute), TMs_oM, GwrpoMaIN, and wsL.) If the
application isbooting workstation listeners (WSL s) at aparticular site, both the WSLsand

File Formats, Data Descriptions, MIBs, and System Processes Reference 303



304

the number of potential workstation handlers (WSHSs) that may be booted need to be
counted.

Note that for Oracle Tuxedo pre-release 7.1 (6.5 or earlier), both the Ta_MAXACCESSERS
and TA_MAXSERVERS attributes for an application play a part in the user license checking
scheme. Specifically, amachineis not alowed to boot if the number of
TA_MAXACCESSERS for that machine + the number of Ta_maxaccessgrs for the machine
(or machines) already running in the application is greater than the number of
TA_MAXSERVERS + user licenses for the application. Thus, the total number of
TA_MAXACCESSERS for an application must be less than or equal to the number of
TA_MAXSERVERS + user licenses for the application.

Note also that the user license checking scheme in Oracle Tuxedo release 7.1 or later
considers only the following two factors when performing its checks: the number of user
licenses for an application and the number of licenses currently in use for the application.
When all user licenses are in use, no new clients are allowed to join the application.

Limitation: Changesto thisattribute do not affect active or already configured T_MACHINE
objects.

TA_MAXCONV. 0 <= num < 32,768

Maximum number of simultaneous conversations in which clients and servers on any
particular machine in this application can beinvolved. If not specified, the default is 64 if
any conversational servers are defined in the T_seRVER class, or 1 otherwise. The
maximum number of simultaneous conversations per server is 64. The T_bpoMaIN value
for this attribute can be overridden in the T_mMacHINE class on a per-machine basis.

Limitation: Changesto thisattribute do not affect active or already configured T_MACHINE
objects.

TA_MAXGTT. O <= num < 32,768

Maximum number of simultaneous global transactionsin which any particular machinein
this application can beinvolved. If not specified, the default is 100. The T_bpomMaIn value
for this attribute can be overridden in the T_macHINE class on a per-machine basis.

Limitation: Changesto thisattribute do not affect active or already configured T_MACHINE
objects.

TA_MAXBUFSTYPE. 1 <= num < 32,768

Maximum number of buffer subtypes that can be accommodated in the bulletin board
buffer subtype table.

File Formats, Data Descriptions, MIBs, and System Processes Reference



TM_MIB(5)

TA_MAXBUFTYPE: 1 <= num < 32,768
Maximum number of buffer typesthat can be accommodated in the bulletin board buffer
typetable.

TA_MAXDRT, O <= num < 32,768
Maximum number of routing table entriesthat can be accommodated in the bulletin board
routing table. Oneentry per T_RouTING classobject isreguired. Additional entries should
be allocated to allow for run-time growth.

TA_MAXGROUPS: 100 <= num < 32,766
Maximum number of server groupsthat can be accommodated in the bulletin board server
group table. Limitation: Oracle Tuxedo release 4.2.2 and earlier sites have afixed setting
of 100 for this attribute. Interoperability with these sites requires that no more than 100
server group entries be in use at any time. Release 4.2.2 and earlier siteswill not be
allowed to join an application that has more than 100 defined server groups. Additionally,
applications already including release 4.2.2 or earlier sites will not be allowed to add
server groups beyond 100.

TA_MAXNETGROUPS: 1 <= num < 8,192
Specifies the maximum number of configured network groupsto be accommodated in the
NETWORK Section of the Tuxconr1a file. Thisvalue must be greater than or equal to 1 and
less than 8192. If not specified, the default is 8.

TA_MAXMACHINES:. 256 <= num < 8,191
Maximum number of machinesthat can be accommodated in the bulletin board machine
table. Limitation: Oracle Tuxedo release 4.2.2 has afixed setting of 256 for this attribute.
Releases prior to release 4.2.2 have afixed setting of 50 for this attribute. I nteroperability
with release 4.2.2 and earlier sites requires that no more than the lowest fixed setting
number of machine table entries be in use at any time. Release 4.2.2 sites will not be
allowed to join an application that has more than 256 defined machines. Pre-release 4.2.2
sites will not be allowed to join an application that has more than 50 defined machines.
Additionally, applications already including activerelease 4.2.2 or earlier siteswill not be
allowed to add machines beyond the lowest applicable limit.

TA_MAXQUEUES: 1 <= num < 8,192
Maximum number of queues to be accommodated in the bulletin board queue table.
Limitation: release 4.2.2 and earlier sitesmay join an active application only if the setting
for Ta_mMaxQUEUES isequal to the setting for Ta_MAXSERVERS.

TA_MAXRFT. O <= num < 32,768
Maximum number of routing criteria range table entries to be accommodated in the
bulletin board range criteria table. One entry per individual range within a Ta_RANGES
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specification isrequired plus one additional entry per _rouTING classobject. Additional
entries should be allocated to alow for run-time growth.

TA_MAXRTDATA: 0 <= num < 32,761
Maximum string pool spacein bytesto be accommodated in the bulletin board string pool
table. Stringsand carrays specified within Ta_rances valuesare stored in the string pool.
Additional space should be allocated to alow for run-time growth.

TA_MAXSPDATA 0 <= num <= 2147483640
Maximum string pool space in bytes to be accommodated in the bulletin board common
string pool. This value must be greater than or equal to 0 and less than or equal to
2147483640. Thisattribute appliesonly to applicationsrunning Oracle Tuxedo 8.1 or later
software.

Oracle Tuxedo system needs the bulletin board string pool size ( MAXQUEUES * 257 *
2 + 8224 ) at aminimum, where MAXQUEUES iSthe TA_MAXQUEUES éttributevalueinthe
same T_DoMAIN class. If this attribute is set with value that smaller than the minimum
required size, Oracle Tuxedo system automatically changes the value to the minimum
required size.

For applications for which extensive dynamic configuration is anticipated (for example,
anticipating the addition of six more machines to an Oracle Tuxedo application),
administrators can use the Ta_MaAxSPDATA attribute to increase the size of the common
string pool. Note that adjusting the size of the common string pool has no effect on the
size of the of the routing string pool controlled by the Ta_maxrTpaTa attribute. The two
string pools are separate.

Regardless of the value specified for Ta_maxsppaTa, the Oracle Tuxedo system will not
allocate an amount of string pool space outside of a system-cal culated range based on (1)
the stringsactually specified inthe Tuxconric fileand (2) the amount of space that would
be required if al 256-byte capable strings were specified. The tmloadcf (1) command
will report awarning if the user-specified value is outside of this range and then set the
value to the closest acceptable value.

Note that of the TuxconF1c parameters whose maximum allowable length has been
increased to 256 bytes, only the cRoups section TMsNAME parameter and the SERVERS
section a0uT and rRcMD parameters are actually stored in the bulletin board. The othersare
read in at process startup time and stored in process memory.

TA_MAXTRANTIME O <= num <= 2147483647
Maximum timeout in seconds allowed for transactions started in or received by thisOracle
Tuxedo application. This value must be greater than or equal to 0 and less than or equal
to 2147483647. The default is 0, which indicates that no global transaction timeout limit
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isin effect. This attribute applies only to applications running Oracle Tuxedo 8.1 or later
software.

If the Ta_MAXTRANTIME timeout valueisless than the TRanTIME timeout value specified
for an auToTRAN Service or the timeout value passed in a tpbegin (3c) call to start a
transaction, the timeout for atransaction is reduced to the Ta_MAXTRANTIME value.
TA_MAXTRANTIME has no effect on atransaction started on a machine running Oracle
Tuxedo 8.0 or earlier software, except that when amachine running Oracle Tuxedo 8.1 or
later software isinfected by the transaction, the transaction timeout value is capped—
reduced if necessary—to the Ta_mMaxTRANTIME Value configured for that machine.

Even if the TrRanTTME Value specified in the servIcEs section of the uBeconF1G fileis
greater than the Ta_maxTRANTIME value, the tmloadcf (1) command loads the
configuration without error. Any Oracle Tuxedo 8.1 or later machine infected with the
AUTOTRAN transaction will automatically reduce the transaction timeout to the
TA_MAXTRANTIME Value configured for that machine.

Limitation: Run-time modifications to this attribute do not affect transactions started
before the update takes place.

TA_MAXSERVERS: 1 <= num < 8,192
Maximum number of servers to be accommodated in the bulletin board server table for
this application. If not specified, the default is 50.

All instances of system-supplied and application servers available to an application need
to be accounted for in the bulletin board server table, which isaglobal table, meaning that
the same server table resides on each machine in the application. Examples of
system-supplied servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT,
TMS (See T_GROUP: TA_TMSNAME attribute), TMS_QM, GWTDOMAIN, and wsL.

Administration of each Oracle Tuxedo system site adds approximately one
system-supplied server.

TA_MAXSERVICES. 1 <= num < 1,048,575
Maximum number of services to be accommodated in the bulletin board service table.
This value must be greater than 0 and less than 1,048,575. If not specified, the default is
100.

To calculate an adequate value, be sure to count the number of services used by both
application serversand system servers, such asthe BBL, DBBL, BRIDGE, TMS, and any
other system-supplied servers needed for administrative purposes. For each Oracle
Tuxedo system site, add approximately five services to accommodate administration for
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the site. Y ou should al so include any administrative services that are added to support
administrative components such as Workstation, /Q, and Domains.

TA_MAXACLGROUPS: 1 <= num < 16, 384
Maximum number of group identifiers that can be used for ACL permissions checking.
The maximum group identifier that can be defined is Ta_mMaxacLGroups - 1.

TA_CMTRET. “{COMPLETE | LOGGED}”
Initial setting of theTr_covmm1T_conTROL Characteristic for all client and server processes
in an Oracle Tuxedo system application. L.ocGED initializes the Tp_coMMIT_CONTROL
characteristic to Tp_cMT_LOGGED; otherwise, it isinitialized to Tp_cMT COMPLETE. See
the description of the Oracle Tuxedo System ATMI function tpscmt () for details on the
setting of this characteristic.

Limitation: Run-time modifications to this attribute do not affect active clients and
Servers.

TA_LDBAL: “{Y |N}”
Load balancing is'will beon ("y") or off ("n").
Limitation: Run-time modifications to this attribute do not affect active clients and
servers.

TA_NOTIFY. “{DIPIN | SIGNAL | THREAD | IGNORE}”"
Default notification detection method to be used by the system for unsolicited messages
sent to client processes. This default can be overridden on a per-client basis using the
appropriate tpinit () flag value. Note that once unsolicited messages are detected, they
are made available to the application through the application defined unsolicited message
handling routine identified viathe tpsetunsol () function.

The value prp1n specifies that dip-in-based notification detection should be used. This
means that the system will detect notification messages only on behalf of a client process
while within ATMI calls. The point of detection within any particular ATMI call is not
defined by the system, and dip-in detection will not interrupt blocking system calls. prpIn
is the default notification detection method.

The value s1eNAL specifies that signal-based notification detection should be used. This
means that the system sends a signal to the target client process after the notification
message has been made available. The system installs a signal -catching routine on behal f
of clients selecting this method of notification.

The value THREAD specifies that THREAD notification should be used. This means that the
system dedicates a separate thread for the receipt of unsolicited messages and dispatches
the unsolicited message handler in that thread. Only one unsolicited message handler
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executes at onetime per Oracle Tuxedo application association. Thisvalueisallowed only
on platforms that offer support for multithreading. COBOL clients cannot use THREAD
notification, and will default to p1pIN if THREAD iSin effect.

The value zeNORE specifies that by default, notification messages are to be ignored by
application clients. Thiswould be appropriate in applications where only clients that
request notification at tpinit () time should receive unsolicited messages.

Limitations: Run-time modifications to this attribute do not affect active clients. All
signaling of native client processesis done by administrative system processes and not by
application processes. Therefore, only native clients running with the same UNIX system
user identifier as the application administrator can be notified using the stenar method.
Workstation clients may use the stenar, method, regardless of which user identifier they
are running under.

Note: The s1eNAL notification method is not available for MS-DOS clients.

TA_SYSTEM_ACCESS: {FASTPATH | PROTECTED}[ , NO_OVERRIDE]

Default mode used by Oracle Tuxedo system libraries within application processesto gain
accessto Oracle Tuxedo system’ sinternal tables. FasTraTh specifiesthat Oracle Tuxedo
system’ sinternal tables are accessible by Oracle Tuxedo system libraries via unprotected
shared memory for fast access. PrRoTECTED specifiesthat Oracle Tuxedo system’ sinternal
tables are accessible by Oracle Tuxedo system libraries via protected shared memory for
safety against corruption by application code. No_ovERRIDE can be specified to indicate
that the mode selected cannot be overridden by an application process using flags
available for use with tpinit (3c) OF TPINITIALIZE (3cbl).

Limitations. (1) Updates to this attribute value in arunning application affect only newly
started clients and newly configured T_sERVER objects.

(2) Setting TA_SYSTEM_ACCESS t0 PROTECTED may not be effective for multithreaded
servers because it is possible that while one thread is executing Oracle Tuxedo code,
which meansit is attached to the bulletin board, another thread might be executing user
code. The Oracle Tuxedo system cannot prevent such situations.

TA_OPTIONS: “{[LAN | SSL| MIGRATE | ACCSTATS | NO_XA | NO_2aA],*}~
Comma-separated list of application optionsin effect. Valid options are defined below:

LAaN—networked application.
ssL—initiates ss. securitiy. If not entered, LLE Security is used.
MIGRATE—allow server group migration.

AccsTATS—exact statistics (sum mode only).
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No_xa—do not allow XA transactions.
No_aa—the auditing and authorization plugin functions will not be called.
Limitation: Only the accsTaTs may be set or reset in an active application.

TA_USIGNAL: “{SIGUSR1 | STGUSR2}”
Signal to be used for signal-based notification (see Ta_noTIFY above).

TA_SECURITY. “{NONE | APP_PW | USER_AUTH | ACL | MANDATORY_ACL}"
Type of application security. A O-length string value or NonE for this attribute indicates
that security is/will be turned off. The identifier App_pw indicates that application
password security isto be enforced (clients must provide the application password during
initialization). Setting this attribute requires a non-0 length Ta_passworD attribute. The
identifier user_auTH is similar to app_pw but, in addition, indicates that per-user
authentication will be done during client initialization. The identifier acL issimilar to
USER_AUTH but, in addition, indicates that access control checks will be done on service
names, queue names, and event names. If an associated acL is not found for aname, itis
assumed that permission is granted. The identifier vANDATORY_AcL isSimilar to acL but
permission isdenied if an associated AcL is not found for the name.

Note: If theno_aa valueisenabled inthe Ta_opTIONS attribute, the security values NONE,
app_pw, and user_auTH Will continueto work properly—except that no authorization or
auditing will take place. The remaining modes of security, acL and MANDATORY_ACL Will
continue to work properly—but will only use the default Oracle security mechanism.

TA_PASSWORD: string[0..30]
Clear text application password. Thisattributeisignored if the Ta_secur1Ty attributeis
set to nothing. The system automatically encrypts thisinformation on behalf of the
administrator.

TA_AUTHSVC: string]0..15]
Application authentication service invoked by the system for each client joining the
system. This attribute isignored if the Ta_securITy attributeis set to nothing or to
APP_PW.

TA_SSL_RENEGOTIATION:. O <= num <= 2147483647
Specifies the renegotiaton interval (in seconds) for SSL information. It must be greater
than or equal to 0 and less than or equal to 2,147,483,647. The default valueis O (which
indicates that no renegotiation takes place).

Changes made to this parameter while the system is running will take effect during the
next renegtotiation interval.
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TA_SCANUNIT. O <= num <= 60 (multiple of 5)
Interval of time (in seconds) between periodic scans by the system. Periodic scans are
used to detect old transactions and timed-out blocking calls within service requests. The
TA_BBLQUERY, TA_BLOCKTIME, TA_ DBBLWAIT, and TA_SANITYSCAN attributes are
multipliers of this value. Passing avalue of O for this attribute on a seT operation will
cause the attribute to be reset to its default.

TA_BBLQUERY: 0 <= num < 32,768

Multiplier of the Ta_scanun1T attribute indicating time between DBBL status checkson
registered BBLs. The DBBL checks to ensure that all BBLs have reported in within the
TA_BBLQUERY cycle. If aBBL hasnot been heard from, the DBBL sends amessage to that
BBL asking for status. If no reply is received, the BBL is partitioned. Passing a value of
Ofor thisattribute on a seT operation will cause the attribute to bereset to itsdefault. This
attribute value should be set to at least twicethevalue set for theTa_saniTyscan attribute
value (see below).

TA_BLOCKTIME. O <= num < 32,768
Multiplier of the Ta_scanunzT attribute indicating the minimum amount of time a
blocking ATMI call will block beforetiming out. Passing avalue of 0 for this attribute on
a seT operation will cause the attribute to be reset to its default.

TA_DBBLWAIT. 0 <= num< 32,768
Multiplier of the Ta_scanuntT attribute indicating maximum amount of time a DBBL
should wait for replies from its BBL s before timing out. Passing a value of O for this
attribute on a seT operation will cause the attribute to be reset to its default.

TA_SANITYSCAN: O <= num < 32,768
Multiplier of the Ta_scanuntT attribute indicating time between basic sanity checks of
the system. Sanity checking includes client/server viability checks done by each BBL for
clients/servers running on the local machine aswell as BBL status check-ins (p mode
only). Passing avalue of O for this attribute on a seT operation will cause the attribute to
be reset to its default.

TA_CURDRT, O <= num < 32,768
Current number of in use bulletin board routing table entries.

TA_CURGROUPS: 0 <= num < 32,768
Current number of in use bulletin board server group table entries.

TA_CURMACHINES. O <= num < 32,768
Current number of configured machines.
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TA_CURQUEUES: 0 <= num < 32,768
Current number of in use bulletin board queue table entries.

TA_CURRFT; 0 <= num < 32,768
Current number of in use bulletin board routing criteria range table entries.

TA_CURRTDATA. 0 <= num < 32,768
Current size of routing table string pool.

TA_CURSERVERS: 0 <= num < 32,768
Current number of in use bulletin board server table entries.

TA_CURSERVICES:. 0 <= num< 32,768
Current number of in use bulletin board service table entries.

TA_CURSTYPE: 0 <= num < 32,768
Current number of in use bulletin board subtype table entries.

TA_CURTYPE:. 0 <= num < 32,768
Current number of in use bulletin board type table entries.

TA_HWDRT. 0 <= num < 32,768
High water number of in use bulletin board routing table entries.

TA_HWGROUPS: 0 <= num < 32,768
High water number of in use bulletin board server group table entries.

TA_HWMACHINES: O <= num < 32,768
High water number of configured machines.

TA_HWQUEUES: 0 <= num < 32,768
High water number of in use bulletin board queue table entries.

TA_HWRFT. 0 <= num < 32,768
High water number of in use bulletin board routing criteria range table entries.

TA_HWRTDATA: 0 <= num < 32,768
High water size of routing table string pool.

TA_HWSERVERS:. 0 <= num < 32,768
High water number of in use bulletin board server table entries.

TA_HWSERVICES: 0 <= num < 32,768
High water number of in use bulletin board service table entries.
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TA_SEC_PRINCIPAL_NAME: string[0..511]
Security principal name identification string to be used for authentication purposes by an
application running Oracle Tuxedo 7.1 or later software. This attribute may contain a
maximum of 511 characters (excluding the terminating NuLL character). The principal
name specified for this attribute becomes the identity of one or more system processes
running in thisdomain.

TA_SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: T_poMAIN class, T_MACHINE class, T_Group class, and
T_SERVER class. A principal name at a particular configuration level can be overridden at
alower level. If TA_sEC_PRINCIPAL_NAME iS not specified at any of these levels, the
principal name for the application defaults to the Ta_pomaInID String for this domain.

Note that Ta_sEc_PRINCIPAL_NAME iSone of atrio of attributes, the other two being
TA_SEC_PRINCIPAL_LOCATION and TA_SEC_PRINCIPAL_PASSVAR. The latter two
attributes pertain to opening decryption keys during application booting for the system
processes running in an Oracle Tuxedo 7.1 or later application. When only
TA_SEC_PRINCIPAL_NAME iS specified at a particular level, the system sets each of the
other two attributes to aNuLL (zero length) string.

TA_SEC_PRINCIPAL_LOCATION: string[0..1023]
Location of thefile or device wherethe decryption (private) key for the principal specified
iNn TA_SEC_PRINCIPAL_NAME resides. This attribute may contain a maximum of 1023
characters (excluding the terminating NuLL character).

TA_SEC_PRINCIPAL_LOCATION can bespecified at any of thefollowing four levelsinthe
configuration hierarchy: T_poMAIN class, T MACHINE class, T_GrRoup class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TaA_SEC_PRINCIPAL_NAME attribute; otherwise, its value isignored.
(TA_SEC_PRINCIPAIL_PASSVAR isoptional; if not specified, the system setsit to anur..—
zero length—string.)

TA_SEC_PRINCIPAL_PASSVAR: string]0..31]
Variable in which the password for the principal specified in TA_SEC_PRINCIPAIL_NAME
is stored. This attribute may contain a maximum of 31 characters (excluding the
terminating NuLL character).

TA_SEC_PRINCIPAL_PASSVAR can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_SEC_PRINCIPAL_NAME attribute; otherwise, itsvalueisignored.
(TA_SEC_PRINCIPAL_LOCATION isoptional; if not specified, the system setsit to a
NULL—Zzero length—string.)
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During initialization, the administrator must provide the password for each of the
decryption keys configured with Ta_sEC_PRINCIPAL_PASSVAR. The system
automatically encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

TA_SIGNATURE_AHEAD: 1 <= num <= 2147483647

Number of seconds into the future that adigital signature's timestamp is allowed to be,
when compared to the local machine's clock. If not specified, the default is 3600 seconds
(one hour). This attribute applies only to applications running Oracle Tuxedo 7.1 or later
software.

TA_SIGNATURE_BEHIND:. 1 <= num <= 2147483647

Number of secondsinto the past that adigital signature'stimestamp isallowed to be, when
compared to thelocal machine'sclock. If not specified, the default is 604800 seconds (one
week). This attribute applies only to applications running Oracle Tuxedo 7.1 or later
software.

TA_SIGNATURE_REQUIRED: “{Y | N}~

If setto “v~, every process running in this domain requires adigital signature on itsinput
message buffer. If not specified, the default is »n~. This attribute applies only to
applications running Oracle Tuxedo 7.1 or later software.

TA_SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_poMAIN class, T MACHINE class, T_Group class, and
T_SERVICE Class. Setting STGNATURE_REQUIRED to “v~ at a particular level means that
signatures are required for all processes running at that level or below.

TA_ENCRYPTION_REQUIRED: “{Y | N}”

If set to “v~, every process running in this domain requires an encrypted input message
buffer. If not specified, the default is »n~. This attribute applies only to applications
running Oracle Tuxedo 7.1 or later software.

TA_ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVICE class. Setting TA_ENCRYPTION_REQUIRED tO “v~ at aparticular level means
that encryption isrequired for al processes running at that level or below.

Limitations

314

Many attributes of this class are tunable only when the application isinactive. Therefore, use of
the ATMI interface routines to administer the application is not possible. The function
tpadmcall () isbeing provided as a means of configuring or reconfiguring an unbooted
application. Thisinterface may only be used for configuration (seT operations) in an inactive
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application and only on the site being configured as the master site for the application. Once an
initial configuration is created and activated, administration is available through the standard
ATMI interfaces as described in M1B (5).

T_FACTORY MiB

Overview

Thet_racTory MIB classrepresents occurrences of factoriesregistered with the FactoryFinder.
The available factories for the application are reflected in this MIB and can be shown to the
administrator viathe Administration Console or command-line tools. The scopeis global.

Attribute Table

Table 50 TM_MIB(5): T_FACTORY Attributes

Attribute Usage  Type Permissions Values Default
TA_STATE k string R--R--R-- GET:"{ACT}" N/A
TA_FACTORYID k string R--R--R-- string[l..25] N/A
TA_INTERFACENAME k string R--R--R-- string[1..128] N/A

(k) - GET key field

Attributes Semantics

TA_STATE
GET: {ACTive }
A et operation will retrieve configuration and run-time information for the
selected T_FACTORY Objects.
The following state indicates the meaning of aTa_sTaTE returned in response to
AGET request:

ACTive The T_FACTORY Object isregistered with the
FactoryFinder.

TA_FACTORY
Theregistered ID for the factory.
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TA_INTERFACENAME
The fully qualified interface name for the factory. The interface repository 1D for the
factory. The format of this name is dependent on the options specified in the IDL which
generates the interface implementation. See CORBA 2.1 Specification Section 7.6 for
details.

T_GROUP Class Definition

Overview

TheT_croup class represents application attributes pertaining to aparticular server group. These
attribute values represent group identification, location, and DTP information.

Attribute Table

Table 51 TM_MIB(5): T_GROUP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_SRVGRP(r)(*) string  rU-r--r-- string[l..30] N/A
Ta_GRPNO(K)(r) long rU-r--r-- 1 <= num < 30,000 N/A
TA_LMID(K)(r) string  rwyr--r-- “LMIDI[, LMIDZ2]" N/A
TA_STATE(K) string  rwxr-xr--  GET: “{ACT | INA | MIG}” N/A
SET: *{NEW | INV | aCcT |Rac ~ N/A
|INa | MIGH”
TA_CURLMID(K) string  R--R--R-- LMID N/A
TA_ENVFILE string  rwyr--r-- string[0..256] 2 v
TA_OPENINFO string  rwyr--r-- string[0..256] wo
TA_CLOSEINFO string  rwyr--r-- string[0..256] wo
TA_TMSCOUNT long rw-r--r-- Oor2<=num<11 3
TA_TMSNAME(K) string  rw-r--r-- stringl0..256] 2 W
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Tahle 51 TM_MIB(5): T_GROUP Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_SEC_PRINCIPAL_NAME string rwxr--r-- string[0..511] wo
TA_SEC_PRINCIPAL_LOCATION String rwxr--r-- string[0..1023] e
TA_SEC_PRINCIPAL_PASSVAR string  rwxr--r-- stringl0..31] b
TA_SIGNATURE_REQUIRED string  rwxr--r-- “{v|N}” “N”
TA_ENCRYPTION_REQUIRED string  rwxr--r-- “{v|N}” “N”

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

1 7a_1.MID must be unique within this class.
2 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_SRVGRP: string[l1..30]
L ogical name of the server group. The group name must be unique within all group names
inthe T_croup classand Ta_1m1D valuesin the T_macHINE class. Server group names
cannot contain an asterisk (*), comma, or colon.

TA_GRPNO: 1 <= num < 30,000
Group number associated with this server group.

TA_LMID: “LMIDI[,LMID2]"
Primary machine logical machine identifier for this server group (z.vrp1) and optional
secondary logical machine identifier (zx1p2). The secondary LMID indicates the
machine to which the server group can be migrated (if the MmTGrRATE option is specified in
theT_poMaIN:TA OPTIONS attribute). A single LMID specified on a GET operation will
match either the primary or secondary LMID. Note that the location of an active group is
availablein the Ta_curLMID attribute. Logical machine identifiers specified with the
TA_1LMID attribute must be already configured. Limitation: Modificationsto this attribute
for an active object may only change the backup LMID designation for the group.
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TA_STATE!

GET: “{ACTive | INActive |MIGrating}”

A cET operation will retrieve configuration and run-time information for the
selected T_croup object(s). The following states indicate the meaning of a

TA_STATE returned in response to a GET request.

ACTive T_GROUP object defined and active (TMS and/or
application servers). Server groups with non NULL strings
for the TA_TMSNAME attribute are considered active if the
TM Ss associated with the group are active. Otherwise, a
group is considered active if any server in the group is
active.

INActive T_GROUP object defined and inactive.

MIGrating T_GROUP object defined and currently in a state of
migration to the secondary logical machine. The secondary
logical machineisthe onelisted in TA_1MID that does not
match TA_CURLMID. Thisstateis ACTive equivalent for
the purpose of determining permissions.

SET: “{NEW | INValid | ACTive | ReACtivate | INActive |MIGrating}”

A ser operation will update configuration and run-time information for the
selected T_croup object. Thefollowing statesindicatethe meaning of aTa_sTaTE

set in a seT request. States not listed may not be set.

NEW Create T_GROUP object for application. State change
allowed only when in the INValid state. Successful
return leaves the object in the INActive state.

unset Modify an existing T_GROUP object. This combination
isallowed only wheninthe ACTive Of INActive
state. Successful return leaves the object state
unchanged.

INValid Delete T_GROUP object for application. State change
allowed only when in the INAct ive state. Successful
return leaves the object in the INValid state.
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Activate the T_GROUP object. State change allowed
only wheninthe INActive or MIGrating State. For
the purpose of determining permissions for this state
transition, the active object permissions are considered
(that is, --x--x--x).

If the group is currently in the INActive state, TMS
and application servers (subject to restriction by
TA_FLAGS Settings) are started on the primary logical
machine if the primary logical machine is active;
otherwise, the TM S and application servers are started
on the secondary logical machineif it isactive. If
neither machineis active, the request fails.

If the group is currently in the MIGrating State, the
active secondary logical machine (identified asthe
dternateto TA_CURLMID inthe TA_LMID list) isused
to start TMS and application serversif it is active.
Otherwise, the request fails. The TMIB_NOTIFY
TA_FLAG valueshould beused when activating aserver
group if status on individual serversisrequired.

Successful return leavesthe object inthe ACTive state.

ReACtivate

Identical to atransition to the ACTive state except that
this state changeisalso allowed inthe ACTive statein
addition to being allowed in the INAct ive and
MIGrating States.

The TMIB_NOTIFY TA_FLAG vaue should be used
when reactivating a server group if status on individual
serversis required.

INActive

Deactivate the T_GROUP object. TM S and application
servers (subject to restriction by TA_FLAGS settings)
are deactivated. State change allowed only when in the
ACTive Or MIGrating state. Successful return leaves
the object in the INActive state.

The TMIB_NOTIFY TA_FLAG vaue should be used
when desactivating aserver group if status on individual
serversis required.
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MIGrating Deactivate the T_GROUP object on its active primary
logical machine (TA_CURLMID) and prepare the group
to be migrated to the secondary logical machine. State
change allowed only when inthe ACTive state.
Successful return leaves the object in theMIGrating
State.

UnAvailable Suspend all application servicesin the group. (Note:
Individual services can be suspended through the
T_SVCGROUP class.) A SET operation to this stateis
allowed only when the group isin the ACTive dtate.
The operation leavesthe group inthe ACTive state, but
with all its application servicesin a suspended state.
Limitation: Operation will fail in amixed-release
application where any pre-release 6.4 machineisactive.

AVailable Unsuspend all application servicesin the group marked
as suspended. A SET operation to this state value is
allowed only when the group isin the ACTive dtate.
The operation leaves the group in the ACTive state.

Limitation: Operation will fail in a mixed-release application where any
pre-release 6.4 machineis active.

TA_CURLMID. LMID
Current logical machine on which the server group is running. This attribute will not be
returned for server groups that are not active.

TA_ENVFILE: string][0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Environment file for servers running in this group. If the value specifies an invalid
filename, no values are added to the environment. the value of stringisplaced inthe
environment.

When booted, local serversinherit the environment of tmboot (1) and remote servers(not
on the MASTER) inherit the environment of t1isten (1). TUXCONFIG, TUXDIR, and
APPDIR are also put in the environment when a server is booted based on the information
in the associated T_croup object.

PATH iS Set in the environment to:

APPDIR:TUXDIR/bin:/bin:/usr/bin:path

where path isthe value of the first paTa= line in the machine environment file, if one
exists (subsequent paTu= linesisignored). This paTH is used as a search path for servers
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that are specified with asimple or relative pathname (that is, one that does not begin with
slash).

LD_LIBRARY PATH IS Set in the environment to:

APPDIR:TUXDIR/1lib:/1ib:/usr/lib:1ib

where 1ibisthe value of thefirst Lp_r.I1BRARY_PATH= line appearing in the machine
environment file, if one exists (subsequent .0_L.TBRARY_PATH= lines are ignored).

As part of server initialization (before tpsvrinit (3c) iscalled), aserver reads and
exports variables from both the machine and server exnvr1LE files. If avariableissetin
both the machine and server EnvrILE, the valuein the server exnvrILE Will override the
value in the machine exvr1LE with the exception of paTa which is appended. A client
processes only the machine envr1LE file. When the machine and server envriLE filesare
processed, linesthat are not of the form ident= isignored, where i dent contains only
underscore or a phanumeric characters.

If apaTu= lineisencountered, PATH isS Set to:

APPDIR:TUXDIR/bin:/bin:/usr/bin:path

where path isthe value of the first paTa= line appearing in the environment file
(subsegquent paTH= lines are ignored). If paTH appears in both the machine and server
files, pathisdefined as pathi :path2, where pathi isfrom the machine EnvriLE, and
pathz isfrom the server ENVFILE. If aLD_LIBRARY_PATH= lineis encountered,
LD_LIBRARY PATH iS Set to:

APPDIR:TUXDIR/1lib:/1lib:/usr/lib:1ib

where 1ibisthevalue of thefirst Lp_1.I1BRARY_PaTH= line appearing in the environment
file (subsequent .o_r.1BRARY_PATH= lines are ignored). Attempts to reset TUXDIR,
APPDIR, OF TUXCONFIG areignored and awarning isdisplayed if the value does not match
the corresponding T_croup attribute value.

Limitations:

» Modificationsto this attribute for an active object DO not affect running servers or
clients.

» On Windows box, by convention, a network paTx contains no drive letters. With that
inmind, if paTH set is started by only one backslash character (for example,
"\pathToset"), one more backslash would be automatically generated afterwards at
startup to match UNC (Windows Network) Path syntax.
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TA_OPENINFO: string[0..256]
The resource manager i nstance-dependent i nformation needed when opening the resource
manager for thisgroup. The value must be enclosed in double quotes and must be lessthan
or equal to 256 charactersin length.

If anon NuLL string other than Tus is specified for the Ta_TMsNaME attribute, the
TA_OPENINFO attribute value provides the resource manager dependent information
needed when initiating access to the resource manager. Otherwise, the Ta_0PENINFO
attribute value is ignored.

A NuLL string value for the Ta_oPENINFO attribute means that the resource manager for
this group (if specified) does not require any application specific information to open
access to the resource.

The format of the Ta_opreENINFO string is dependent on the requirements of the vendor
providing the underlying resource manager. Theinformation required by the vendor must
be prefixed with the published name of the vendor's transaction (XA) interface followed
immediately by acolon (:).

For Oracle Tuxedo /Q databases, the format is:

#0On UNIX #
OPENINFO = "TUXEDO/QM: gmconfig: gspace"

# On Windows #
OPENINFO = "TUXEDO/QM: gmconfig; gspace"

where TuxeDO/ QM is the published name of the Oracle Tuxedo /Q XA interface,
gmconfig is replaced with the name of the gucoNFIG (See gmadmin (1)) on which the
gueue space resides, and gspace is replaced with the name of the queue space. For
Windows, the separator after gmconfig must be asemicolon (;).

For other vendors' databases, the format of the Ta_oreNTNFO String is specific to the
particular vendor providing the underlying resource manager.

Limitation: Run-time modifications to this attribute will not affect active serversin the
group.

TA_CLOSEINFO: string]0..256]
The resource manager instance-dependent information needed when closing the resource
manager for thisgroup. Thevalue must be enclosed in double quotes and must belessthan
or equal to 256 charactersin length. Note that a Ta_cr.oseInFo string is not used for
Oracle Tuxedo /Q databases.
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If anon NuLL string other than Tus is specified for the Ta_tMsNaAME attribute, the
TA_CLOSEINFO attribute value provides the resource manager-dependent information
needed when terminating access to the resource manager. Otherwise, the TA_CLOSEINFO
attribute value isignored.

A NuLL string value for the Ta_cLosEINFO attribute means that the resource manager for
this group (if specified) does not require any application specific information to close
access to the resource.

The format of the Ta_cr.oseINFo string is dependent on the requirements of the vendor
providing the underlying resource manager. Theinformation required by the vendor must
be prefixed with the published name of the vendor's transaction (XA) interface followed
immediately by acolon (:).

Limitation: Run-time modifications to this attribute will not affect active serversin the
group.

TA_TMSCOUNT: O Of 2 <= num< 11
If anonNULL string is specified for the Ta_tMsNaME attribute, the Ta_TMscount attribute
valueindicatesthe number of transaction manager serversto start for the associated group.
Otherwise, this attribute value isignored.

TA_TMSNAME: string|0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Transaction manager server a.out associated with this group. This attribute must be
specified for any group entry whose servers will participate in distributed transactions
(transactions across multiple resource managers and possibly machines that are started
with tpbegin (), and ended with tpcommit () /tpabort ()).

The vaue tus isreserved to indicate use of the nuLL XA interface. If anon-empty value
other than s is specified, aTr.oepEVICE must be specified for the machine(s) associated
with the primary and secondary logical machines for this object.

A unique server identifier is selected automatically for each TM server, and the servers
will be restartable an unlimited number of times.

TA_SEC_PRINCIPAL_NAME: string[0..511]
Security principal nameidentification string to be used for authentication purposes by an
application running Oracle Tuxedo 7.1 or later software. This attribute may contain a
maximum of 511 characters (excluding the terminating nurL character). The principal
name specified for this attribute becomes the identity of one or more system processes
running in this group.

TA_SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
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T_SERVER class. A principal name at a particular configuration level can be overridden at
alower level. If TaA_sEc_PRINCIPAL_NAME isnot specified at any of these levels, the
principal name for the application defaults to the Ta_pomaIN1D string for this domain.

Notethat TA_SEC_PRINCIPAL_NAME isone of atrio of attributes, the other two being
TA_SEC_PRINCIPAL_LOCATION and TA_SEC_PRINCIPAL_PASSVAR. The latter two
attributes pertain to opening decryption keys during application booting for the system
processes running in an Oracle Tuxedo 7.1 or later application. When only
TA_SEC_PRINCIPAL_NAME iS specified at aparticular level, the system sets each of the
other two attributes to anuLL (zero length) string.

TA_SEC_PRINCIPAIL_LOCATION: string]0..1023]

L ocation of thefile or device wherethe decryption (private) key for the principal specified
in TA_SEC_PRINCIPAL_NAME resides. This attribute may contain a maximum of 1023
characters (excluding the terminating nur1 character).

TA_SEC_PRINCIPAL_LOCATION can be specified at any of thefollowing four levelsinthe
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_SEC_PRINCIPAL_NAME attribute; otherwise, itsvalue isignored.
(Ta_sEC_PRINCIPAL_PASSVAR isoptional; if not specified, the system setsit to anuL.L—
zero length—string.)

TA_SEC_PRINCIPAL_PASSVAR: string]0..31]

Variablein which the password for the principal specifiedin TA_sSEC_PRINCIPAL_NAME
is stored. This attribute may contain a maximum of 31 characters (excluding the
terminating NULL character).

TA_SEC_PRINCIPAIL_PASSVAR Can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_sSEC_PRINCIPAL_NAME attribute; otherwise, its valueisignored.
(TA_SEC_PRINCIPAI_LOCATION iSoptional; if not specified, the system setsit to a
NULL—zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with Ta_sEC_PRINCIPAL_PASSVAR. The system
automatically encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.
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TA_SIGNATURE_REQUIRED: “{Y | N}~

If setto v, every process running in this group requires adigital signature on itsinput
message buffer. If not specified, the default is »n~. This attribute applies only to
applications running Oracle Tuxedo 7.1 or later software.

TA_SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_poMAIN class, T_MACHINE class, T_Group class, and
T_SERVICE Class. Setting STGNATURE_REQUIRED to “v~ at a particular level means that
signatures are required for all processes running at that level or below.

TA_ENCRYPTION_REQUIRED: “{Y | N}”

Limitations

None.

If set to “v~, every process running in this group requires an encrypted input message
buffer. If not specified, the default is »n~. This attribute applies only to applications
running Oracle Tuxedo 7.1 or later software.

TA_ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVICE class. Setting TA_ENCRYPTION_REQUIRED tO “v~ at aparticular level means
that encryption isrequired for al processes running at that level or below.

T_IFQUEUE Class

Overview

The T_1rQUEUE MIB class represents run-time attributes of an interface asit pertainsto a
particular server queue (T_oueuE) in aCORBA environment. Thisis primarily aread-only class
providing access to the inherited configuration attributes of an interface aswell as statistics
relating to the interface on the queue. Additionally, this class gives administrators finer
granularity in suspending and activating interfaces. This class provides the link between an
interface name and the server processes capable of processing method invocations on the
interface, that is, Ta_RrRQADDR can be used as a key search field on the T_serVER class.
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Attribute Table

Table 52 TM_MIB(5): T_IFQUEUE Class Definition Attribute Table

Attribute Usage  Type Permissions Values Default
TA_INTERFACENAME * string R--R--R-- string[1..128] N/A
TA_SRVGRP * string R--R--R-- string(1..30] N/A
TA_RQADDR * string R--R--R-- string[1..30] N/A
TA_STATE k string R-XR-XR-- GET: Y{ACT|sus|pPar}” N/A

SET: “{ACT | Ssus}”

TA_AUTOTRAN string R--R--R-- “{y |}~ N/A
TA_LOAD long R--R--R-- 1<=num< 32K N/A
TA_PRIO long R--R--R-- 1<=num<101 N/A
TA_TIMEOUT long R--R--R-- 0 <= num N/A
TA_TRANTIME long R--R--R-- 0 <= num N/A
TA_FBROUTINGNAME string R--R--R-- string[l..15] N/A
TA_LMID k string R--R--R-- LMID N/A
TA_NUMSERVERS long R--R--R-- 0 <= num N/A
TA_RTPOLICY string R--R--R-- “{always | never}” never
TA_TPPOLICY string R--R--R-- “{method|transaction N/A
| process}”
TA_TXPOLICY string R--R--R-- “{always |never | N/A

optional | ignore}”

TA_NCOMPLETED | long R-XR-XR-- 0 <= num N/A
TA_NQUEUED | long R--R--R-- 0 <= num N/A
TA_CUROBJECTS | long R--R--R-- 0 <= num N/A
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Tahle 52 TM_MIB(5): T_IFQUEUE Class Definition Attribute Table (Continued)

TA_CURTRANSACTIONS | long R--R--R-- 0 <= num N/A

(k) - GeT key fied
(1) -loca Field
(*) - GET/SET key, one or more required for SET operations

Attribute Semantics

TA_INTERFACENAME: string]l..128]
The fully qualified interface name. The interface repository id for the interface. The
format of this name is dependent on the options specified in the IDL which generatesthe
interface implementation. See CORBA 2.1 Specification Section 7.6 for details.

TA_SRVGRP: string[0..30]
Server group name. Server group names cannot contain an asterisk, comma or colon.

TA_RQADDR: string[1..30]
Symbolic address of the request queue for an active server offering thisinterface. See
T_SERVER:TA_RQADDR for more information on this attribute.

TA_STATE:

GET: “{ACTive | SUSpended | PARtitioned} "
A GET operation will retrieve configuration information for the selected
T_IFQUEUE objects. The following states indicate the meaning of aTa_sTaTE
returned in response to acET request. States not listed will not be returned.

ACTive T_IFQUEUE object representsan availableinterfaceinthe
running system.

SUSpended T_IFQUEUE object represents a currently suspended
interface in the running system.

PARtitioned T_IFQUEUE object representsacurrently partitioned
interface in the running system.

SET: “{ACTive | SUSpended} ”
The following states indicate the meaning of aTa_sTATE set in a SET request.
States not listed may not be set.

File Formats, Data Descriptions, MIBs, and System Processes Reference 327



328

ACTive Activate the T_IFQUEUE object. State change only

alowed when in the suspended state. Successful
return leaves object in ACTive state.

SUSpended Suspend the T_TFQUEUE object. State change only

alowed when in the ACTive state. Successful return
leaves object in SUSpended dtate.

Limitation: Dynamic advertisement of interfaces (i.e., state change from INactive or
INValid to AcTive) iSnot supported, nor is unadvertisement (i.e., state change from
ACTive tO INActive).

TA_AUTOTRAN: “{y | N}~

Signifieswhether atransaction will be automatically started for invocations made outside
atransaction context. See T_INTERFACE description of this attribute for discussion of
limitations regarding this attribute.

TA_LOAD: 1 <= num<= 32K

This T_INTERFACE Object imposes the indicated load on the system. Interface loads are
used for load balancing purposes, that is, queueswith higher enqueued workloads areless
likely to be chosen for a new request.

TA_PRIO: 1 <= num<=101

ThisT_1nTERFACE Object has the indicated dequeuing priority. If multiple interface
requests are waiting on aqueue for servicing, the higher priority requests will be handled
first.

TA_TIMEOUT: O <= num

Time limit (in seconds) for processing individual method invocations for this interface.
Servers processing method invocations for thisinterface will be abortively terminated if
they exceed the specified time limit in processing the request. A value of O for this
attribute indicates that the server should not be abortively terminated.

TA_TRANTIME: O <= num

Transaction timeout value in seconds for transactions automatically started for this
T_INTERFACE Object. Transactions are started automatically when arequests not in
transaction modeisreceived and the T_INTERFACE : TA_ AUTOTRAN attribute value for the
interfaceis"y".

TA_FBROUTINGNAME: string{l..15]

The factory-based routing criteria associated with this interface.
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TA_LMID: LMID
Current logical machine on which the queue offering thisinterface is located.

TA_NUMSERVERS: 0 <= num
Number of corresponding servers offering this interface on this queue.

TA_RTPOLICY: “{always |never |} "
Used to mark an interface implementation as idempotent in the implementation
configuration file (ICF). Anidempotent implementation can be repeated without any
negative side-effects. For example, SET BALANCE.

TA_TPPOLICY: “{method | transaction |process}”
The TP framework deactivation policy. This reflects the policy registered with the
framework at server startup. The first server to register the interface setsthe value in
T_INTERFACE. Thisvaue cannot be changed.

TA_TXPOLICY: “{optional | always | never | ignore}”
The transaction policy for the interface. The setting in this attribute affects the effect of
the Ta_AUTOTRAN attribute. See Ta_auToTraN for further explanation. This attribute is
alwaysread-only. It isset by the devel oper when the server isbuilt and registered at server
startup.

TA_NCOMPLETED: O <= num
Number of interface method invocations completed since the interface was initially
offered.

TA_NQUEUED: 0 <= num
Number of requests currently enqueued for this interface.

TA_CUROBJECTS: 0 <= num
Number of active objects for thisinterface for associated queue. This number represents
the number of entriesin the active object table for this queue on the associated machine.
Thisincludes objects that are not in memory but that were invoked within an active
transaction.

TA_CURTRANSACTIONS: 0 <= num
Number of active global transactions associated with thisinterface for its associated
queue.
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Overview

330

The T_1NTERFACE MIB class represents configuration and run-time attributes of CORBA
interfaces at both the domain and server group levels.

A domain-level T_1nNTERFACE Object isone that is not associated with a Server Group. Its
TA_SRVGRP attribute contains anury string (string of length 0, "").

A server group level T_INTERFACE oObject is one that has an associated server group (i.e., its
TA_SRVGRP attribute containsavalid server group name for thedomain). This Server Group level
representation of an interface also provides a container for managing interface state (Ta_sTATE)
and for collecting accumulated statistics.

An associated server group level T_1INTERFACE object must exist for any CORBA Interfacesthat
are activated in a server. The activation of interfacesin a server is controlled by the state of a
T_IFQUEUE object for the interface. Activation of aT_IFQUEUE object causesits attributes to be
initialized with the values specified for the associated server group level T_1NTERFACE object. If
such an object does not exist, one will be dynamically created. This dynamically-created server
group level T_inTERFACE Object will be initialized with the attributes of the domain level
T_INTERFACE object for theinterface if one exists. If an associated domain level T_INTERFACE
object does not exist, system specified default configuration values will be applied. Once
activated, interfaces are always associated with a server group level T_INTERFACE object.

The specification of configuration attributes for interfaces at any level is completely optional,
system defined defaults will be provided and run-time server group level T_INTERFACE objects
will be created. Interfacesto be offered by aserver areidentified viathe | CF file used to generate
server skeletons and advertised automatically by the system at server activation time.
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Table 53 TM_MIB(5): T_INTERFACE Class Definition Attribute Table

TM_MIB(5)

Attribute Usage Type Permissions Values Default
TA_INTERFACENAME r* string ru-r--r-- string[l..12] N/A
TA_SRVGRP r* string ru-r--r-- string[0..30] N/A
TA_STATE k string WXL -XI-— GET: “{ACcT|INA| N/A

SUS | PAR}”

SET: “{NEW|INV |

ACT |REA | SUS}”

TA_AUTOTRAN string WXL —-Xr—-— v |n}~ N~

TA_LOAD long TWXY-XI-- 1<=num<32K 501

TA_PRIO long WXL —-Xr—-— 1<= num < 101 50

TA_TIMEOUT long rWXY-Xr—-— 0 <= num 0

TA_TRANTIME long WXL —-Xr—-— 0 <= num 30

TA_FBROUTINGNAME string rwyr-yr-- string[l...15] (2 )

TA_LMID k string R--R--R-- LMID N/A

TA_NUMSERVERS long R--R--R--- 0<=num N/A

TA_RTPOLICY string R--R--R-- “{always | never
never}”

TA_TPPOLICY string R--R--R-- “{method | N/A
transaction |
process}”

TA_TXPOLICY string R--R--R-- “{always|never N/A
| optional |
ignore}”

TA_NCOMPLETED long R-XR-XR--  0<=num N/A 3
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Tahle 53 TM_MIB(5): T_INTERFACE Class Definition Attribute Table (Continued)

Attribute Usage Type Permissions Values Default

TA_NQUEUED I long R--R--R-- 0 <= num N/A

(k) - GET key field

(1) -loca Field

(r) - required field for object creation (SET TA_STATE NEW)
(*) - GET/SET key, one or more required for SET operations

1. Group level T_INTERFACE objects (TA_SRVGRP != “") determine their defaults from the domain
level T_INTERFACE object with a matching TA_INTERFACENAME setting if one exists. The listed
defaults apply if no domain level object exists or if adomain level object is being created.

2. All T_INTERFACE objects with the same TA_ INTERFACENAME must have matching
TA_FBROUTINGNAME values. Therefore, the default for a newly configured object is the O length string
("") if there are currently no matching objectswith the same TA_ INTERFACENAME. Otherwise, the default
(and in fact only legal value) is the currently configured TA_FBROUTINGNAME value for the existing
matched objects.

3. TA_NCOMPLETED and TA_IMPLID (locals) require TA_LDBAL="Y" inthe T_DOMAIN MIB class.

Attribute Semantics

332

TA_INTERFACENAME: string]l..128]
The fully qualified interface name. The interface repository ID for the interface. The
format of this name is dependent on the options specified in the IDL which generatesthe
interface implementation. See CORBA 2.1 Specification Section 7.6 for details.

TA_SRVGRP: string][0..30]

Server group name. Server group hames cannot contain an asterisk, commaor colon. An
explicitly specified O length string for this attribute is used to specify and query domain
level configuration and run-timeinformation for aninterface. There are certain limitations
and semantic differences noted in other attributes with respect to domain and group level
objectsin this class.

TA_STATE:
Following are the semantics for ceT and SET TA_STATE values on the T_INTERFACE
class. Where semantics differ between group and domain level objects, those differences
are noted.

GET: “{ACTive | INActive | SUSpended | PARtitioned}”
A cET operation will retrieve configuration information for the selected
T_INTERFACE objects. The following statesindicate the meaning of aTa_STATE
returned in response to a et request. States not listed will not be returned.
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ACTive T_INTERFACE object is defined and at least one corresponding T_IFQUEUE entry
isinthe ACTive state.

Note: For agroup level T_INTERFACE object, corresponding T_IFQUEUE entries
are those with matching TA_INTERFACENAME and TA_SRVGRP attributes. For a
domain level T_INTERFACE object, corresponding T_IFQUEUE entries are those
with matching TA_ INTERFACENAME attributes regardless of their TA_ SRVGRP
value.

INActive T_INTERFACE object isdefined and thereare no corresponding T_IFQUEUE entries
inany ACTive equivalent state.

SUSpended T_INTERFACE object isdefined and amongst all corresponding T_IFQUEUE entries
there are nonein the ACcTive state and at least one in the SUSpended state. This
stateisACTive equivaent for the purpose of determining permissions.

PARtitioned T_INTERFACE objectisdefinedandamongstall corresponding T IFQUEUE entries
there are:

1. NoneintheAcCTive state
2. Noneinthe suspended state and

3. Atleastoneinthe PARtitioned state. ThisstateisaCTive equivalent for the
purpose of determining permissions.

SET: “{NEW | INValid | ACTive | REActivate | SUSpended} "
A sET operation will update configuration and run-time information for the
selected T_INTERFACE Object. Note that modifications may affect more than one
server group when making domain level changes and run-time modifications may
affect more than one server if multiple servers are currently offering an interface.
The following states indicate the meaning of aTa_sTATE set in a SET request.
States not listed may not be set.

NEW Create T_INTERFACE object for application. State change only allowed when in the
INValid state. Successful return leaves object in INActive state. Creation of adomain
level T_INTERFACE object will affect existing group level objects with the same
TA_INTERFACENAME value by resetting all TA_FBROUTINGNAME valuesif anew valueis
explicitly specified. All other configuration attribute settings will not affect existing group
level T_INTERFACE objects.

INValid Delete T_ INTERFACE object for application. State change only allowed when in the
INActive state. Successful return leaves object in INValid state.
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ACTive

Activatethe T_INTERFACE object. Setting this state on the domain level object hasthe effect
of activating all corresponding T_ IFQUEUE entriesthat are currently SuSpended throughout
the domain. Setting thisstate on the group level object will affect only serverswithinthe group
offering the interface. State change only allowed when in the SUSpended state. Successful
return leaves object in ACTive state.

REActivate

Reactivate the T_INTERFACE object. Setting this state on the domain level object has the
effect of activating all corresponding T_IFQUEUE entries that are currently Suspended
throughout the domain. Setting this state on the group level object will affect only servers
within the group offering the interface. State change only allowed whenin the ACTive or
SUSpended states. Successful return leavesobject in ACTive state. This state permits global
activation of T_IFQUEUE entries suspended at the group level without having to individually
activate each group level T_INTERFACE object.

SUSpended

Suspend the T_INTERFACE object. Setting this state on the domain level object hasthe effect
of suspending all corresponding T_IFQUEUE entries that are currently ACcTive throughout
the domain. Setting thisstate on the group level object will affect only serverswithinthe group
offering theinterface. State change only allowed wheninthe AcTive state. Successful return
leaves object in SUSpended state.

334

Limitation: Dynamic advertisement of interfaces (i.e., state change from tnactive or
INValid to AcTive) iSnot supported, nor is unadvertisement (i.e., state change from
ACTive tO INActive).

TA_AUTOTRAN: “{y | N}~
Signifies whether atransaction will be automatically started for invocations made outside
atransaction context.
Limitations: Run-time updates to this attribute are not reflected in active equivalent
T_INTERFACE objects and Ta_txporIcy may override the value specified for this
atribute in the uBsconric file. If TA_TxPOLICY IS

always A valueof N will have no effect at run time. Behavior will be as though the setting was .

never A value of Y will have no effect at run time. The interface will never beinvolved in a
transaction.

ignore A value of Y will have no effect at run time. The interface will never beinvolved in a

transaction.
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TA_LOAD: 1 <= num<= 32K
This T_1NTERFACE 0Object imposes the indicated load on the system. Interface loads are
used for load bal ancing purposes, that is, queues with higher enqueued workloads are less
likely to be chosen for a new request.
Limitation: Run-time updates to this attribute for domain level objects will not affect
corresponding group level objects for the same interface.

TA_PRIO: 1 <= num<=101
This T_INTERFACE object has the indicated dequeuing priority. If multiple interface
requests are waiting on a queue for servicing, the higher priority requests will be handled
first.
Limitation: Run-time updates to this attribute for domain level objects will not affect
corresponding group level objects for the same interface.

TA_TIMEOUT: O <= num
Time limit (in seconds) for processing individual method invocations for this interface.
Servers processing method invocations for this interface will be abortively terminated if
they exceed the specified time limit in processing the request. A value of O for this
attribute indicates that the server should not be abortively terminated.
Limitation: Run-time updates to this attribute for domain level objects will not affect
corresponding group level objects for the same interface.

TA_TRANTIME: O <= num
Transaction timeout value in seconds for transactions automatically started for this
T_INTERFACE object. Transactions are started automatically when arequests not in
transactionmodeisreceived and the T_INTERFACE: TA_AUTOTRAN attributevaluefor the
interfaceis"y".
Limitation: Run-time updates to this attribute for domain level objects will not affect
corresponding group level objects for the same interface.
Note: Updating this value at run-time for domain level objects should cause awarning,
since the only use would be to set the default for a subsequent boot of the application.

TA_FBROUTINGNAME: string{l..15]
The factory-based routing criteria associated with this interface. The name
FBROUTINGNAME iS used to allow for the future possibility of other routing criteriafor
message-based routing. Thiswill beless confusing than trying to overload ROUTINGNAME.
Limitation: This attribute may be set only for adomain level T_INTERFACE Object, i.e.,
TA_SRVGRP is "".

TA_LMID: LMID
Current logical machine with which the active equivalent group level T_INTERFACE
object is associated. Thisattributeisblank, i.e., "" for domain level objects unlessalocal
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query is performed, i.e., Ta_rLAGS hastheM1B_r.ocaL bit set. Inthelocal case, multiple
domain level objectswill be returned for the same interface, one per machine, with the
local values retrieved from each machine represented in the separate objects.

TA_NUMSERVERS: 0 <= num
Number of corresponding servers offering this interface.

TA_RTPOLICY: “{always |never} "
Used to mark an interface implementation as idempotent in the implementation
configuration file (ICF). An idempotent implementation can be repeated without any
negative side-effects. For example, SET BALANCE.

TA_TPPOLICY: “{method | transaction |process}”
The TP framework deactivation policy. This reflects the policy registered with the
framework at server startup. Thefirst server to register the interface setsthe value in
T_INTERFACE. Thisvalue cannot be changed.

TA_TXPOLICY: “{optional | always | never | ignore}”
The transaction policy for the interface. The setting in this attribute affects the effect of
the Ta_AUTOTRAN attribute. See Ta_auToTraN for further explanation. This attribute is
alwaysread-only. It isset by the devel oper when the server isbuilt and registered at server
startup.

TA_NCOMPLETED: 0 <= num
Number of interface method invocations completed with respect to the corresponding
T_IFQUEUE Objects since they were initially offered. Local queries (Ta_rLacs
MIB_LOCAL bit set) on domain level objects will return one object per machine with the
statistics for the indicated interface on that machine.

TA_NQUEUED: 0 <= num
Number of requests currently enqueued for thisinterface. Local queries (Ta_FLAGS
MIB_LOCAL hit set) on domain level objectswill return one object per machine with the
statistics for the indicated interface on that machine.

Implementation Hint

The T_1nTERFACE MIB isamapping from an interface to an Oracle Tuxedo service. The MIB
server can implement some of the get/set operations for an interface by calling the existing logic
for the associated T_sERVICE object.
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T_MACHINE Class Definition

Overview

TM_MIB(5)

The T_macHINE class represents application attributes pertaining to a particular machine. These
attribute values represent machine characteristics, per-machine sizing, statistics, customization

options, and UNIX system filenames.

Attribute Table

TM_MIB(5): T_MACHINE Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_LMID(r)(*) ! string  rU-r--r-- string[1..30] N/A
TA_pMID(r)(*) ! string  rU-r--r-- string[1..30] N/A
TA_TUXCONFIG(r) string  rw-r--r--  string[2.256] 5 N/A
TA_TUXDIR(r) string  rw-r--r-- string[2..256] © N/A
TA_APPDIR(r) string  rw-r--r--  string]2..256] N/A
TA_STATE(K) string  rwyr-yr-- GET: “{ACT | INA | PAR} " N/A

SET: “{NEW | INV |ACT |RAC N/A

| INA | FIN | CLE}”
TA_UID long rw-r--r-- 0 <= num (2)
TA_GID long rw-r--r-- 0 <= num (2)
TA_ENVFILE string  rwyr--r-- string[0..256] ©
TA_PERM long rwyr--r-- 0001 <= num <= 0777 A
TA_ULOGPFX string  rwyr--r--  string[0..256] & ®
TA_TYPE string  rw-r--r-- string[0..15] .
TA_MAXACCESSERS long rw-r--r-- 1 <= num< 32,768 A
TA_MAXCONV long rw-r--r-- 0 <= num < 32,768 A
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TM_MIB(5): T_MACHINE Class Definition Attribute Table (Continued)

Attribute Type  Permissions Values Default

TA_MAXGTT long rw-r--r-- 0<=num< 32,768 ®
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TM_MIB(5): T_MACHINE Class Definition Attribute Table (Continued)

Attribute Type  Permissions Values Default
TA_MAXWSCLIENTS long rw-r--r-- 0 <= num < 32,768 0
TA_MAXACLCACHE long ITW-r--Ir-- 10 <= num <= 32,000 100
TA_TLOGDEVICE dring  rw-r--r--  gstringl0..256] ° N
TA_TLOGNAME string  rw-r--r-- string[0..18] “TLOG”
TA_TLOGSIZE long rw-r--r-- 1 <= num< 2,049 100
TA_BRIDGE string  rw-r--r-- string[0..78] N/A
TA_BRTHREADS string  rw-r--r-- “{y |}~ “N”
TA_NADDR string  rw-r--r-- string[0..256] © N/A
TA_NLSADDR dring  rw-r--r--  string[0..256] ° N/A
TA_FADDR dring  rw-r--r--  string[0..256] N
TA_FRANGE long ITW-r--Ir-- 1 <= num <= 65,535 1
TA_CMPLIMIT string  rwyr-yr-- “remote[, locall” MAXLONG
TA_TMNETLOAD long rwyr-yr-- 0<=num< 32,768 0
TA_SPINCOUNT long TWyr-yr-- 0 <= num 0
TA_ROLE string  r--r--r-- “{MASTER | BACKUP | N/A
OTHER} ”
TA_MINOR long R--R--R-- 1<=num N/A
TA_RELEASE long R--R--R-- 1<=num N/A
TA_MINENCRYPTBITS string  rwxrwx--- “{0]40]|56|128}" 4 0"
TA_MAXENCRYPTBITS string  rwxrwx--- ~{0]40|56]|128}" 4 128"
TA_MAXPENDINGBYTES long rw-r--r-- 100000 <= num <=MAXLONG 2147483647
TA_SICACHEENTRIESMAX string  rw-r--r-- “0”—"32767" “500”

File Formats, Data Descriptions, MIBs, and System Processes Reference 339



TM_MIB(5): T_MACHINE Class Definition Attribute Table (Continued)

Attribute Type  Permissions Values Default
TA_SEC_PRINCIPAL_NAME string  rwxr--r-- string[0..511] w
TA_SEC_PRINCIPAL_LOCATION  &ring rwxr--r--  string[0..1023] A
TA_SEC_PRINCIPAL_PASSVAR sring  rwxr--r--  string[0.31] w
TA_SIGNATURE_REQUIRED string  rwxr--r-- ~{y|N}~ CN”
TA_ENCRYPTION_REQUIRED string  rwxr--r-- “{y|n}~ N~
T MACHINE Class: LocaL Attributes

TA_CURACCESSERS long R--R--R-- 0 <= num< 32,768 N/A
TA_CURCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_CURCONV long R--R--R--  0<=num<32,768 N/A
TA_CURGTT long R--R--R-- 0<=num< 32,768 N/A
TA_CURRLOAD long R--R--R--  0<=num N/A
TA_CURWSCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_HWACCESSERS long R--R--R-- 0 <= num< 32,768 N/A
TA_HWCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_HWCONV long R--R--R--  0<=num<32,768 N/A
TA_HWGTT long R--R--R-- 0<=num< 32,768 N/A
TA_HWWSCLIENTS long R--R--R--  0<=num<32,768 N/A
TA_NUMCONV long R-XR-XR--  0<=num N/A
TA_NUMDEQUEUE long R-XR-XR--  0<=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0 <= num N/A
TA_NUMPOST long R-XR-XR--  0<=num N/A
TA_NUMREQ long R-XR-XR--  0<=num N/A
TA_NUMSUBSCRIBE long R-XR-XR-- 0 <= num N/A
TA_NUMTRAN long R-XR-XR--  0<=num N/A
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TM_MIB(5)

Attribute Type  Permissions Values Default
TA_NUMTRANABT long R-XR-XR--  0<=num N/A
TA_NUMTRANCMT long R-XR-XR--  0<=num N/A
TA_PAGESIZE long R--R--R-- 1<=num N/A
TA_SWRELEASE string  R--R--R-- string[0..78] N/A
TA_HWACLCACHE long R--R--R--  0<=num N/A
TA_ACLCACHEHITS long R--R--R--  0<=num N/A
TA_ACLCACHEACCESS long R--R--R-- 0 <= num N/A
TA_ACLFAIL long R--R--R--  0<=num N/A
TA_WKCOMPLETED long R--R--R--  0<=num N/A
TA_WKINITIATED long R--R--R--  0<=num N/A

(k)—GET key field

(r)—required field for object creation (SET TA_STATE NEW)

(*)—GET/SET key, one or more required for SET operations

1ra_1LMID and TA_PMID must each be unique within this class. Only one of these fields is
required asakey field for a SET operation. If both are specified, they must match the same object.
2Default is same as value set for this attribute in the T_DOMAIN class.
3Defaultis TA_APPDIR for this machine followed by /ULOG.

4Link-level encryption value of 40 bitsis provided for backward compatibility.
5 Maximum string length for this attribute is 64 bytes for Oracle Tuxedo 8.0 or earlier.
6 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_LMID: string]{1..30]

Logical machineidentifier. Thisidentifier isused within therest of the Tm_m18 definition

as the sole means of mapping application resources to T_MACHINE Objects.

TA_PMID: string[1..30]

Physical machine identifier. Thisidentifier should match the UNIX system nodename as

returned by the “uname -n" command when run on the identified system.
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TA_TUXCONFIG: string[2..256] (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)
Absolute pathname of the file or device where the binary Oracle Tuxedo system
configuration file is found on this machine. The administrator need only maintain one
such file, namely the one identified by the Ta_Tuxconrzg attribute value on the master
machine. The information contained in thisfile is automatically propagated to all other
T_MACHINE Objectsasthey are activated. See ta_eNvFILE inthisclassfor adiscussion of
how this attribute value is used in the environment.

TA_TUXDIR! string[2..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Absolute pathname of the directory where the Oracle Tuxedo system softwareisfound on
this machine. See Ta_eNvFILE inthis classfor adiscussion of how this attribute valueis
used in the environment.

TA_APPDIR: string[2..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
colon-separated list of application directory absolute pathnames. Thefirst directory serves
asthe current directory for al application and administrative servers booted on this
machine. All directoriesin the list are searched when starting application servers. See
TA_ENVFILE in this classfor adiscussion of how this attribute value is used in the
environment.

TA_STATE!

GET: “{ACTive | INActive | PARtitioned} "
A cET operation will retrieve configuration and run-time information for the
selected T_mMACHINE object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTive T_MACHINE object defined and active (administrative
servers, that is, DBBL, BBL, and Bridge).

INActive T_MACHINE object defined and inactive.

PARtitioned T_MACHINE object defined, listed in accessible bulletin
boards as active, but currently unreachable. This state is
ACTive equivalent for the purpose of determining
permissions.

SET: “{NEW | INValid | ACTive | ReACtivate | INActive | ForceINactive |
CLEaning}”
A sET operation will update configuration and run-time information for the
selected T_macuHINE object. The following states indicate the meaning of a
TA_STATE Set in a seT request. States not listed may not be set.
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NEW

Create T_MACHINE object for application. State change allowed only wheninthe
INValid state. Successful return leavesthe object in the INActive state.

unset

Modify an existing T_MACHINE object. This combination is allowed only when
inthe ACTive or INActive state. Successful return leaves the object state
unchanged.

INValid

DeleteT_MACHINE object for application. State change allowed only wheninthe
INActive state. Successful return leaves the object in the INValid state.

ACTive

Activate the T_MACHINE object. Necessary administrative servers such asthe
DBBL, BBL, and Bridge are started on the indicated site as well as application
servers configured to run on that site (subject to restriction by Ta_FLAGS
settings). For the purpose of determining permissions for this state transition, the
active object permissions are considered (that is, --x--x--x). State change allowed
only when in the INActive state. Successful return leaves the object in the
ACTive state.

The TMIB_NOTIFY TA_FLAG value should be used when activating amachine
if status on individua serversis required.

ReACtivate

Activate the T_MACHINE object. Necessary administrative servers such asthe
DBBL, BBL, and Bridge are started on the indicated site as well as application
servers configured to run on that site (subject to restriction by Ta_FLAGS
settings). For the purpose of determining permissions for this state transition, the
active object permissions are considered (that is, --x--x--x). State change allowed
only whenin either the ACTive or INActive state. Successful return leavesthe
object inthe ACTive state.

The TMIB_NOTIFY TA_FLAG value should be used when reactivating a
machine if status on individual serversis required.

INActive

Deactivate the T_MACHINE object. Necessary administrative servers such as the
BBL and Bridge are stopped on the indicated site as well as application servers
running on that site (subject to restriction by TA_FLAGS settings). State change
alowed only when inthe ACTive state and when no other application resources
are active on the indicated machine. Successful return leaves the object in the
INActive state.

The TMIB_NOTIFY TA_FLAG value should be used when deactivating a
machine if status on individual serversis required.
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ForceINactive  Deactivatethe T_MACHINE object without regard to attached clients. Necessary

administrative servers such as the BBL and Bridge are stopped on the indicated
site as well as application servers running on that site (subject to restriction by
TA_FLAGS Settings). State change allowed only when in the ACTive state.
Successful return leavesthe object in the INActive dtate.

The TMIB_NOTIFY TA_FLAG value should be used when deactivating a
machine if status on individual serversis required.

CLEaning Initiate cleanup/scanning activities on and relating to the indicated machine. If

there are dead clients or servers on the machine, they will be detected at thistime.
If the machine has been partitioned from the application MASTER site, global
bulletin board entries for that machine will be removed. This combination is
allowed when the application isin the ACTive state and the T_MACHINE object
isin either the ACTive or PARtitioned state. Successful return for a
non-partitioned machine leaves the state unchanged. Successful return for a
partitioned machine leaves the object in the INActive State.

Limitation: State change to ForceINactive OF INActive alowed only for
non-master machines. The master site administrative processes are deactivated via
the T_poMA1N class.

TA_UID: 0 <= num

UNIX system user identifier for the Oracle Tuxedo system application administrator on
this machine. Administrative commands such as tmboot (1), tmshutdown (1), and
tmadmin (1) must run as the indicated user on this machine. Application and
administrative servers on this machine will be started as this user.

Limitation: Thisisa UNIX system-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_GID: 0 <= num

UNIX system group identifier for the Oracle Tuxedo system application administrator on
this machine. Administrative commands such as tmboot (1), tmshutdown (1), and
tmadmin (1) must run as part of the indicated group on this machine. Application and
administrative servers on this machine will be started as part of this group.

Limitation: Thisisa UNIX system-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.
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TA_ENVFILE: string]0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Environment file for clients and servers running on this machine. If the value specifiesan
invalid filename, no values are added to the environment. the value of stringisplaced
into the environment.

When booting servers, local serversinherit the environment of tmboot (1) and remote
servers (not on the MASTER) inherit the environment of tlisten (1). TUXCONFIG,
TUXDIR, and APPDIR are also put into the environment when a server is booted based on
theinformation in the associated T_mMacHINE object. paTH will be set in the environment
to:

APPDIR:TUXDIR/bin:/bin:/usr/bin:path

where pathisthevalue of thefirst paTa= line appearing in the machine environment file,
if one exists (subsequent pATH= lineswill beignored). This paTa will be used as a search
path for serversthat are specified with asimple or relative pathname (that is, that doesn't
begin with dash). .o_r.TBRARY_PATH Will be set in the environment to:

APPDIR:TUXDIR/1lib:/1lib:/usr/lib:1ib

where 1ibisthevalue of thefirst Lp_r.1BRARY_PATH= line appearing in the machine
environment file, if one exists (subsequent 1.o_r.1BRARY_PATH= lineswill beignored).

As part of server initialization (before tpsvrinit () iscaled), aserver will read and
export variables from both the machine and server envrILE files. If avariableissetin
both the machine and server EnvrFILE, the valuein the server envrILE will override the
valueinthe machine Exvr1LE with the exception of paTH whichisappended. A client will
process only the machine exvrILE file. When the machine and server exvrILE filesare
processed, linesthat are not of theform ident= will beignored, where i dent beginswith
an underscore or a phabetic character, and contains only underscore or a phanumeric
characters. If a paTH= lineis encountered, paTu will be set to:

APPDIR:TUXDIR/bin:/bin:/usr/bin:path

where path isthe value of the first paTu= line appearing in the environment file
(subsequent raTH= lines are ignored). If paTH appears in both the machine and server
files, pathiSpathl :path2, where pathi isfrom the machine ENVFILE, and path2is
from the server envrILE. If aLD_LIBRARY PATH= lineisencountered,
LD_LIBRARY_PATH Will be set to:

APPDIR:TUXDIR/1ib:/1lib: /usr/lib:1ib

where 1ipisthevaueof thefirst Lb_rL1BRARY PaATH= line appearing in the environment
file (subsequent LD_LIBRARY PATH= linesare ignored). Attempts to reset TUXDIR,
APPDIR, OF TUXCONFIG Will beignored and awarning will be printed if the value does not
match the corresponding T_MACHINE attribute value.
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Limitations:

» Modificationsto this attribute for an active object will not affect running servers or
clients.

»  On Windows box, by convention, a network paTx contains no drive letters. With that
inmind, if paTH set is started by only one backslash character (for example,
"\pathToset"), one more backslash would be automatically generated afterwards at
startup to match UNC (Windows Network) Path syntax.

Ta_PERM: 0001 <= num <= 0777
UNIX system permissions associated with the shared memory bulletin board created on
this machine. Default UNIX system permissions for system and application message
queues.

Limitations: Modificationsto this attribute for an active object will not affect running
serversor clients.

ThisisaUNIX system-specific attribute that may not bereturned if the platform on which
the application is being run is not UNIX-based.

TA_ULOGPFX: string[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Absolute pathname prefix of the path for the useriog () file onthis machine. The
userlog () filenameisformed by appending the string . mmddyy to the TA_ULOGPFxX
attribute value. mmddyy represents the month, day, and year that the messages were
generated. All application and system userlog () messages generated by clients and
servers running on this machine are directed to thisfile.

Limitation: Modifications to this attribute for an active object will not affect running
serversor clients.

TA_TYPE: string]0..15]
Machine type. Used to group machines into classes of like data representations. Data
encoding is not performed when communi cating between machines of identical types.
Thisattribute can be given any string value; values are used only for comparison. Distinct
TA_TYPE attributes should be set when the application spans a heterogeneous network of
machines or when compilers generate dissimilar structure representations. The default for
this attribute, a 0-length string, matches any other machine with a 0-length string as its
TA_TYPE attribute value.

TA_MAXACCESSERS: 1 <= num < 32,768
Maximum number of clients and serversthat can be simultaneously connected to the
bulletin board on thismachine. If not specified, the default isthe Ta_maxacceEssers value
specified in the T_poMa1N class.
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System administration processes, such asthe BBL, restartsrv, cleanupsrv,
tmshutdown (), and tmadmin (), need not be accounted for in this value, but the DBBL,
all bridge processes, al system-supplied and application server processes, and all
potential client processes at this site heed to be counted. (Examples of system-supplied
SErVers are AUTHSVR, TMQUEUE, TMOFORWARD, TMUSREVT, TMSYSEVT, TMS—SEE T_GROUP
TA_TMSNAME attribute, TMs_oM, egwrpoMaIN, and wsL.) If the application is booting
workstation listeners (WSLs) on this site, both the WSL s and the number of potential
workstation handlers (WSHSs) that may be booted need to be counted.

Note that for Oracle Tuxedo pre-release 7.1 (6.5 or earlier), both the TaA_MAXACCESSERS
and TA_MAXSERVERS (See T_DOMAIN:TA_MAXSERVERS attribute) attributes for an
application play a part in the user license checking scheme. Specifically, amachineis not
allowed to boot if the number of Ta_maxaccessgrs for that machine + the number of
TA_MAXACCESSERS for the machine (or machines) already running in the application is
greater than the number of TA_MAXSERVERS + user licenses for the application. Thus, the
total number of Ta_maxaccesseRs for an application must be less than or equal to the
number of TA_MAXSERVERS + user licenses for the application.

Note also that the user license checking scheme in Oracle Tuxedo release 7.1 or later
considers only the following two factors when performing its checks: the number of user
licenses for an application and the number of licenses currently in use for the application.
When all user licenses are in use, no new clients are allowed to join the application.

TA_MAXCONV: O <= num < 32,768
Maximum number of simultaneous conversations in which clients and servers on this
machine can be involved. If not specified, the default isthe Ta_maxconv value specified
in the T_poma1n class. The maximum number of simultaneous conversations per server
is64.

TA_MAXGTT. O <= num < 32,768
Maximum number of simultaneous global transactions in which this machine can be
involved. If not specified, the default is the value specified in the T_poma1n class.

TA_MAXWSCLIENTS: O <= num < 32,768
Number of accesser entries on this machine to be reserved for Workstation clients (as
opposed to native clients). If Ta_maxwscLIENTS is not specified, the default isO.

The number specified here takes a portion of the total accesser slots specified with
TA_MAXACCESSERS, meaning that the accesser slots reserved for TA_MAXWSCLIENTS are
unavailable for use by other clients and servers on this machine. It is an error to set this
number greater than TA_MAXACCESSERS.
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The Ta_MAXWSCLIENTS attribute is only used when the Oracle Tuxedo system
Workstation feature is used. The appropriate setting of this attribute hel ps to conserve
interprocess communication (I PC) resources since Workstation client accessto the system
is multiplexed through an Oracle Tuxedo system-supplied surrogate, the workstation
handler (WSH).

TA_MAXACLCACHE: 10 <= num <= 32,000
Number of entriesin the cache used for ACL entrieswhen Ta_sECURITY iSSet to AcL or
MANDATORY_ACL. The appropriate setting of this attribute helps to conserve on shared
memory resources and yet reduce the number of disk accessto do ACL checking.

TA_TLOGDEVICE: string[0..256] (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)
Thedevice (raw slice) or UNIX system file containing the Oracle Tuxedo filesystem that
holds the DTP transaction log for this machine. The DTP transaction log is stored as an
Oracle Tuxedo system VTOC table on the device. This device or file may be the same as
that specified for the Ta_tuxconr1c attribute for this machine.

TA_TLOGNAME: string][0..18]
The name of the DTP transaction log for this machine. If more than one DTP transaction
log exists on the same Ta_TLOGDEVICE, they must have unique names. TA_TLOGNAME
must be different from the name of any other table onthe ta_tr.ocpevice wherethe DTP
transaction log table is created.

TA_TLOGSIZE. 1 <= num< 2,049
The numeric size, in pages, of the DTP transaction log for this machine. The
TA_TLOGSIZE atribute valueis subject to limits based on available space in the Oracle
Tuxedo filesystem identified by the Ta_TLOGDEVICE attribute.

TA_BRIDGE: string[0..78]
Device name to be used by the Bridge process for this logical machine to access the
network. Thisvalueisrequired for participation in a networked application viaa
TLI-based Oracle Tuxedo system binary. This attribute is not needed for sockets-based
Oracle Tuxedo system binaries.

TA_BRTHREADS: “{v | N}~
The Bridge process for thislogical machine is configured for multithreaded execution
(»v~) or single-threaded execution (*x~). The default is *n~. This attribute applies only
to applications running Oracle Tuxedo 8.1 or later software.

Setting Ta_BRTHREADS t0 “v~ makes sense only if a machine has multiple CPUs.
However, having multiple CPUs is not a prerequisite for setting Ta_BRTHREADS t0O “v”.
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Configurations with Ta_BRTHREADS Set to “v~ on the local machine and TA_BRTHREADS
set (or defaulted) to *n~ on the remote machine are allowed, but the throughput between
the machines will not be greater than that for the single-threaded Bridge process.

A Bridge process configured for single-threaded or multithreaded execution can
interoperate with a Bridge process running in an earlier release of Oracle Tuxedo or
WebL ogic Enterprise: Oracle Tuxedo release 8.0 or earlier, Webl ogic Enterprise release
5.1 or earlier. In general, athreaded Bridge can interoperate with an unthreaded Bridge
because there are no external functional or behavioral changes due to the threading.

Note: If BRTHREADS=Y and the Bridge environment contains TMNOTHREADS=Y, the
Bridge starts up in threaded mode and logs a warning message to the effect that
the Bridge isignoring the TMNOTHREADS Setting. The TMNOTHREADS environment
variable was added to the Oracle Tuxedo product in release 8.0.

TA_NADDR: string[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Specifies the complete network address to be used by the Bridge process placed on the
logical machine asitslistening address. Thelistening addressfor aBridgeisthe meansby
which it is contacted by other Bridge processes participating in the application. This
attribute must be set if thelogical machineisto participate in anetworked application, that
is, if the L.an option is set in the T_bpomMaIN:TA_oPTIONS attribute value.

If stringhastheform »0xhex-digits” OfF “\\xhex-digits”, it must contain an even
number of valid hex digits. These forms are translated internally into a character array
containing the hexadecimal representations of the string specified. Table 54 liststhe IPv4
and 1Pv6 address formats.

Table 54 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

TA_NLSADDR: string|0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Network address used by the t1isten (1) process servicing the network on the node
identified by thislogical machine. This network addressis of the same format as that
specified for the Ta_NaDDR attribute above.
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This attribute must be set if the logical machine isto participate in a networked
application, that is, if the L.an option is set in the T_poMAIN:TA_oPTIONS attribute value.

TA_FADDR: string[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the complete network address to which local processes such as tmboot,
tmloadcf, and Bridge can bind before making an outbound connection. This address
must bea TCP/IP address. This attribute, along with the Ta_FRANGE attribute, determines
therange of TCP/IP portsto which aprocess attempts to bind before making an outbound
connection. If this attribute is set to the NULL or empty string, the operating system
randomly chooses alocal port with which to bind.

If string hastheform “oxhex-digits”, it must contain an even number of valid hex
digits. These forms are trandated internally into a character array containing the
hexadecimal representations of the string specified.

For TCP/IP addresses, one of the following formats is used:
® “//hostname:port”

® “//#.#.#.#:port”

TA_FRANGE: 1<= num <= 65,535
Specifies the range of TCP/IP ports to which local processes attempt to bind before
making an outbound connection. The Ta_raDDR attribute specifiesthe base address of the
range.

TA_CMPLIMIT, “remote|, locall”
Threshold message size at which compression will occur for remote traffic and optionally
localtraffic. remote and 10cal may be either non-negative numeric valuesor the string
MAXLONG, Which isdynamically translated to the maximum long setting for the machine.
Setting only the remote value will default 10cal to MAXLONG.

Limitation: Thisattributevalueisnot part of theT_macuINE object for active sitesrunning
Oracle Tuxedo system release 4.2.2 or earlier. However, site release identification is not
determined until run time, so thisattribute may be set and accessed for any inactive object.
When an Oracle Tuxedo release 4.2.2 or earlier site is activated, the configured valueis
not used.

TA_TMNETLOAD: 0 <= num < 32,768
Serviceload added to any remote service evaluated during |oad balancing on thismachine.

Limitation: Thisattributevalueisnot part of theT_macuHINE object for active sitesrunning
Oracle Tuxedo release 4.2.2 or earlier. However, site release identification is not
determined until run time, so thisattribute may be set and accessed for any inactive object.
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When an Oracle Tuxedo release 4.2.2 or earlier site is activated, the configured valueis
not used.

TA_SPINCOUNT: O <= num
Spincount used on this machine for pre-ticket user level semaphore access. Defaults are
built into the Oracle Tuxedo system binaries on each machine. These defaults may be
overridden at run timefor tuning purposes using this attribute. The spincount may be reset
to the default built-in value for the site by resetting this attribute value to 0. Thereis also
aTMSPINCOUNT environment variable, which the system usesif the value is not set here
or in the uBBCoNF1G file.

Limitation: Thisattribute valueisnot part of theT_macHINE object for active sitesrunning
Oracle Tuxedo release 4.2.2 or earlier. However, site release identification is not
determined until run time, so thisattribute may be set and accessed for any inactive object.
When an Oracle Tuxedo release 4.2.2 or earlier site is activated, the configured valueis
not used.

TA_ROLE: “{MASTER | BACKUP | OTHER}”
Therole of this machine in the application. *mMasTER” indicates that this machine isthe
master machine, *Backup~ indicates that it is the backup master machine, and “oTHER”
indicates that the machine is neither the master nor backup master machine.

TA_MINOR: 1 <= num
The Oracle Tuxedo system minor protocol release number for this machine.

TA_RELEASE: 1 <= num
The Oracle Tuxedo system major protocol release number for this machine. This may be
different from the Ta_swrELEASE for the same machine.

TA_MINENCRYPTBITS: “{0]40]|56|128}"
Specifies the minimum level of encryption required when establishing a network link to
this machine. 0 means no encryption, while 40, 56, and 128 specify the encryption key
length (in bits). If thisminimum level of encryption cannot be met, link establishment will
fail. The default is 0.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
Limitation: Modifications to this attribute will not effect established network links.

TA_MAXENCRYPTBITS: *{0 | 40|56 |128}"
Specifies the maximum level of encryption that can be negotiated when establishing a
network link. 0 means no encryption, while 40, 56, and 128 specify the encryption length
(in bits). The default is 128.
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Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
Limitation: Modifications to this attribute will not effect established network links.

TA_MAXPENDINGBYTES: 100000 <= num <= MAXLONG
Specifiesalimit for the amount of space that can be allocated for messages waiting to be
transmitted by the Bridge process.

TA_SICACHEENTRIESMAX: “0"-“32767"
The number of service and interface cache entries kept on this machine. If not specified,
the value will be set to “500”. A value of “0” impliesthat service caching is not used on
this machine.

TA_SEC_PRINCIPAL_NAME: string[0..511]
Security principal name identification string to be used for authentication purposes by an
application running Oracle Tuxedo 7.1 or later software. This attribute may contain a
maximum of 511 characters (excluding the terminating NuLL character). The principal
name specified for this attribute becomes the identity of one or more system processes
running on this machine.

TA_SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. A principal name at aparticular configuration level can be overridden at
alower level. If TA_sEC_PRINCIPAI_NAME is not specified at any of these levels, the
principal name for the application defaults to the Ta_pomarnzD string for this domain.

Note that TA_sEc_PRINCIPAL_NAME isone of atrio of attributes, the other two being
TA_SEC_PRINCIPAL_LOCATION and TA_SEC_PRINCIPAL_PASSVAR. The latter two
attributes pertain to opening decryption keys during application booting for the system
processes running in an Oracle Tuxedo 7.1 or later application. When only
TA_SEC_PRINCIPAL_NAME IS specified at a particular level, the system sets each of the
other two attributes to anuLL (zero length) string.

TA_SEC_PRINCIPAL_LOCATION: string]0..1023]
L ocation of thefile or device wherethe decryption (private) key for the principal specified
in TA_SEC_PRINCIPAL_NAME resides. This attribute may contain a maximum of 1023
characters (excluding the terminating NuLL character).

TA_SEC_PRINCIPAL_LOCATION Can bespecified at any of thefollowing four levelsinthe
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_SEC_PRINCIPAL_NAME attribute; otherwise, its valueisignored.
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(Ta_sSEC_PRINCIPAL_PASSVAR isoptional; if not specified, the system setsit to anuL.L—
zero length—string.)

TA_SEC_PRINCIPAL_PASSVAR: string{0..31]
Variablein which the password for the principal specifiedin TA_sSEC_PRINCIPAL_NAME
is stored. This attribute may contain a maximum of 31 characters (excluding the
terminating NULL character).

TA_SEC_PRINCIPAIL_PASSVAR Can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_sSEC_PRINCIPAL_NAME attribute; otherwise, its valueisignored.
(TA_SEC_PRINCIPAI_LOCATION iSoptional; if not specified, the system setsit to a
NULL—zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with Ta_sEC_PRINCIPAL_PASSVAR. The system
automatically encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

TA_SIGNATURE_REQUIRED: “{Y | N}~
If setto v, every process running on thismachinerequiresadigital signatureonitsinput
message buffer. If not specified, the default is *n~. This attribute applies only to
applications running Oracle Tuxedo 7.1 or later software.

TA_SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVICE Class. Setting STGNATURE_REQUIRED t0 Y at a particular level means that
signatures are required for all processes running at that level or below.

TA_ENCRYPTION_REQUIRED: “{Y | N}~
If setto v, every process running on this machine requires an encrypted input message
buffer. If not specified, the default is “x~. This attribute applies only to applications
running Oracle Tuxedo 7.1 or later software.

TA_ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_poMAIN class, T MACHINE class, T_Group class, and
T_SERVICE Class. Setting TA_ENCRYPTION_REQUIRED tO “v~ at aparticular level means
that encryption is reguired for all processes running at that level or below.

TA_CURACCESSERS: 0 <= num < 32,768
Number of clients and servers currently accessing the application either directly on this
machine or through a workstation handler on this machine.
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TA_CURCLIENTS: O <= num < 32,768

Number of clients, both native and Workstation, currently logged in to this machine.

TA_CURCONV. 0 <= num < 32,768

Number of active conversations with participants on this machine.

TA_CURGTT, O <= num < 32,768

Number of in use transaction table entries on this machine.

TA_CURRLOAD: 0 <= num

Current service load enqueued on this machine. Limitation: If the T_DOMAIN:TA_LDBAL
attribute is “n~ or the T_DoMAIN:TA_ MODEL attributeis"mMp", an FML32 nuLL valueis
returned (0).

TA_CURWSCLIENTS: O <= num < 32,768

Number of Workstation clients currently logged in to this machine.

TA_HWACCESSERS. 0 <= num < 32,768

High water number of clients and servers accessing the application either directly on this
machine or through a workstation handler on this machine.

TA_HWCLIENTS: O <= num < 32,768

High water number of clients, both native and Workstation, logged in to this machine.

TA_HWCONV. 0 <= num < 32,768

High water number of active conversations with participants on this machine.

TA_HWGTT. 0 <= num < 32,768

High water number of in use transaction table entries on this machine.

TA_HWWSCLIENTS: O <= num < 32,768

High water number of Workstation clients currently logged in to this machine.

TA_NUMCONV: 0 <= num

Number of tpconnect () operations performed from this machine.

TA_NUMDEQUEUE: 0 <= num

Number of tpdequeue () operations performed from this machine.

TA_NUMENQUEUE: O <= num

Number of tpenqueue () operations performed from this machine.

TA_NUMPOST. O <= num

Number of tppost () operations performed from this machine.
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TA_NUMREQ: O <= num
Number of tpacall () Or tpcall () operations performed from this machine.

TA_NUMSUBSCRIBE:. O <= num
Number of tpsubscribe () operations performed from this machine.

TA_NUMTRAN: 0 <= num
Number of transactions initiated (tpbegin () ) from this machine.

TA_NUMTRANABT: O <= num
Number of transactions aborted (tpabort () ) from this machine.

TA_NUMTRANCMT. O <= num
Number of transactions committed (tpcommit ()) from this machine.

TA_PAGESIZE: 1 <= num
Disk pagesize used on this machine.

TA_SWRELEASE: string[0..78]
Software release for binary on that machine or a O-length string if binary is not an Oracle
Tuxedo system master binary.

TA_HWACLCACHE: 0 <= num
High water number of entries used in the ACL cache.

TA_ACLCACHEHITS: 0 <= num
Number of accessestothe ACL cachethat resultedina“hit” (that is, the entry was already
in the cache).

TA_ACLCACHEACCESS. 0 <= num
Number of accesses to the ACL cache.

TA_ACLFAIL. O <= num
Number of accesses to the ACL cache that resulted in a access control violation.

TA_WKCOMPLETED. 0 <= num
Total service load dequeued and processed successfully by servers running on this
machine. Note that for long running applications this attribute may wraparound, that is,
exceed the maximum value for along, and start back at 0 again.

TA_WKINITIATED. O <= num
Total serviceload enqueued by clients/servers running on this machine. Notethat for long
running applications this attribute may wraparound, that is, exceed the maximum value
for along, and start back at 0 again.
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Limitations

sHM mode (see T_DoMATN:TA_MODEL attribute) applications can have only one T_macHINE object.
Mp mode (See T_DOMAIN:TA_MODEL attribute) applications with the LaN option set (see
T_DOMAIN:TA_OPTIONS attribute) may have up to the maximum number of configurable
T_MACHINE objects as defined by the T_poMaATN:TA_MAXMACHINES attribute. Many attributes of
this class are tunable only when the application is inactive on the site. Since the master machine
must at least be active in aminimally active application, the use of the ATMI interface routines
to administer the application is not possible with respect to the master machine object. The
function tpadmcall () isbeing provided as a means configuring an unbooted application and

may be used to set these attributes for the master machine.

T_MSG Class Definition

Overview

The T_wmsc class represents run-time attributes of the Oracle Tuxedo system managed UNIX

system message queues.

Attribute Table

356

Tahle 55 TM_MIB(5): T_MSG Class Definition Attribute Table

Attribute ! Type Permissions Values Default
TA_1MID(K) string R--R--R-- LMID N/A
TA_MSGID(K) long R--R--R-- 1<=num N/A
TA_STATE(K) string R--R--R-- GET: “ACT” N/A
SET: N/A N/A
TA_CURTIME long R--R--R-- 1 <= num N/A
TA_MSG_CBYTES long R--R--R-- 1<=num N/A
TA_MSG_CTIME long R--R--R-- 1<=num N/A
TA_MSG_LRPID long R--R--R-- 1<=num N/A
TA_MSG_LSPID long R--R--R-- 1<=num N/A
TA_MSG_QBYTES long R--R--R-- 1<=num N/A
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Tahle 55 TM_MIB(5): T_MSG Class Definition Attribute Table

Attribute ! Type Permissions Values Default
TA_MSG_QNUM long R--R--R-- 1<=num N/A
TA_MSG_RTIME long R--R--R-- 1<=num N/A
TA_MSG_STIME long R--R--R-- 1<=num N/A

(K)—GET key field

1Al attributes in the T_MSG class are local attributes.

Attribute Semantics

TA_LMID. LMID
Logical machineidentifier.

TA_MSGID: 1 <= num

UNIX system message queue identifier. Limitation: Thisisa UNIX system-specific
attribute that may not be returned if the platform on which the application isbeing runis
not UNIX-based.

TA_STATE!

GET: “{ACTive}"
A cET operation will retrieve run-time information for the selected T_msc
object(s). The following state indicates the meaning of aTa_sTATE returned in
response to aGeT request.

ACTive T_MSG object active. This corresponds exactly to the related
T_MACHINE object being active.

SET:
SET operations are not permitted on this class.

TA_CURTIME. 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the time(2)

system call on T_msc:Ta_rmip. Thisattribute can be used to compute elapsed time from
the T_MsG:Ta_?TIME attribute values.
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TA_MSG_CBYTES: 1 <= num
Current number of bytes on the queue.

TA_MSG_CTIME. 1 <= num
Time of the last msgctl(2) operation that changed a member of the msqid_ds structure
associated with the queue.

TA_MSG_LRPID: 1 <= num
Process identifier of the last process that read from the queue.

TA_MSG_LSPID: 1 <= num
Processidentifier of the last process that wrote to the queue.

TA_MSG_QBYTES: 1 <= num
Maximum number of bytes allowed on the queue.

TA_MSG_QNUM: 1 <= num
Number of messages currently on the queue.

TA_MSG_RTIME: 1 <= num
Time since the last read from the queue.

TA_MSG_STIME. 1 <= num
Time since the last write to the queue.
Limitations

Thisclassis UNIX system-specific and may not be supported in non-UNIX implementations of
Oracle Tuxedo system.

T _NETGROUP Class Definition

Overview

The T_NETGROUP class represents application attributes of network groups. Network groups are
groups of LMIDs which can communicate over the Ta_NADDR network addresses defined in the
T_NETMAP class.
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Attribute Table

Table 56 TM_MIB(5): T_NETGROUP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_NETGROUP(r)(*) string rU--—---- string[1..30] “DEFAULTNET”
TA_NETGRPNO(r)(*) long rU------- 1 <= num< 8192 N/A
TA_STATE(K) string rw-r--r-- GET: “VAL” N/A

SET: “{NEW | INV} ” N/A
TA_NETPRIO(*) long rWyrw---- 1<=num< 8,192 100

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

Attribute Semantics

TA_NETGROUP: string[1..30]
Logical name of the network group. A group nameis a string of printable characters and
cannot contain a point sign, comma, colon, or newline.

TA_NETGRPNO: 1 <= num <= 8192
Group identifier associated with network group.

TA_STATE:

GET: “{vALid}”
A cET operation will retrieve configuration information for the selected
T_NETGROUP object(s). The following states indicate the meaning of aTa_state
returned in response to aGeT request.

VALid T_NETGROUP object isdefined and inactive. Note that thisisthe
only valid state for this class. NETGROUPs are never ACTive.

SET: “{NEW | INValid}”
a seET operation will update configuration information for the selected
T_NETGROUP Object. The following states indicate the meaning of aTa_sTATE set
in a seT request. States not listed may not be set.

File Formats, Data Descriptions, MIBs, and System Processes Reference 359



NEW Create T_NETGROUP object for application. State change
allowed only when in the INValid state. Successful return
leavesthe object in the vaLid state.

unset Modify an existing T_NETGROUP object. Only allowedinthe
VALid state. Successful return leaves the object state
unchanged.

INValid Delete T_NETGROUP object from application. State change

allowed only wheninthevaLrid stateand only if thereareno
objectsin the T_NETMAP class which have this network
group object as akey. Successful return leaves the object in
the INValid state.

TA_NETPRIO: 1 <= num< 8,192
The priority band for this network group. All network groups of equivalent band priority
will beused in parallel. If al network circuits of a certain priority are torn down by the
administrator or by network conditions, the next lower priority circuit is used. Retries of
the higher priority are attempted.

Note: In Oracle Tuxedo release 6.4, parallel datacircuitsare prioritized by network group
number (NETGRPNO) Within priority group number. In future releases, a different
algorithm may be used to prioritize parallel data circuits.

Limitations

None.

T_NETMAP Class Definition

Overview

360

The T_NETMAP class associates Ta_1.MIDs from the T_MACHINE classinthe ™ _MIBto a
TA_NETGROUP Object from theT_NETGROUP class. |n other words, this class contains assignments
of logical machines to network groups. A Ta_1.MID may be included in many Ta_NETGROUP
groups. When one LMID connectsto another LMID, the Bridge process determines the subset of
network groupsto which thetwo LMIDsbelong. When the pair of LMIDsarein several common
groups, they are sorted in descending Ta_NETPRIO Order (TA_NETGRPNO iSthe secondary sort
key). The Network groupswith the same Ta_neTPrI0 Will flow network datain parallel. Should
anetworking error prevent data from flowing through al the highest priority group(s), only then
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the next lower priority network group(s) are used for network traffic (failover). All network
groups with a higher priority than the ones flowing data are retried periodically. Once a network
connection is established with a higher Ta_neTPrRIO Value, no further datais scheduled for the
lower priority one. Oncethelower priority connection isdrained, it is disconnected in an orderly

fashion (failback).
Attribute Table

Tahle 57 TM_MIB(5): T_NETMAP Class Definition Attribute Tahle

Attribute Type  Permissions Values Default
TA_NETGROUP(r)(*) string ru------- string[1..30] N/A
Ta_LMID(r)(*) string  ru------- LMID N/A
TA_STATE string  RW------- GET: “VAL” N/A
SET: “{NEW | INV}” N/A
TA_NADDR string  rw-r--r-- string[1..256] W
TA_FADDR string  rw-r--r-- string[0..256]
TA_FRANGE long IwW-r--r-- 1 <= num <= 65,535 1
TA_MINENCRYPTBITS string rWXYwX——-— “{O|40|56|128}"2 0"
TA_MAXENCRYPTBITS string  rwxrwx--- ~{0|40|56|128}"2 “128"

(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

I Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

2 Link-level encryption value of 40 bitsis provided for backward compatibility.

Attribute Semantics

TA_NETGROUP:. string{l1..30]

Thisisthe name of the associated network group found in the T_nETGROUP Class.

TA_LMID. LMID

Thelogical machinenamefor the T_macuINE class(in Tv_m1B) for this network mapping.
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TA_STATE!

GET: “{vaLid}”
A cET operation will retrieve run-time information for the selected T_NETMAP
object(s). The following states indicate the meaning of aTa_sTATE returned in
response to aGeT request.

VALid T_NETMAP object is defined. Note that thisisthe only valid state
for this class. Network mappings are never ACTive.

SET: “{NEW | INValid}”
A seT operation will update configuration information for the selected T_NETMAP
object. The following states indicate the meaning of aTa_sTATE set in aseT
request. States not listed cannot be set.

NEW Create T_NETMAP object for application. State change allowed
only whenin the INvalid state. Successful return leavesthe
object inthe vaLid state.

unset Modify an existing T_NETMAP object. Successful return leaves
the object state unchanged.

INValid Deletesthe given network mapping. If any network links were
active as aresult of the mapping, they will be disconnected.
This disconnection may cause a state changein T_BRIDGE
objects (in TM_M1B) associated with the network links.

TA_NADDR: string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the complete network address to be used by the Bridge process placed in the
logical machines asiits listening address. The listening address for a Bridge is the means
by which one Bridge processis contacted by others that are participating in the
application, that is, if the Lan option isset inthe T_poMAIN: TA_oPTIONS attribute value.

If string hastheform “o0xhex-digits”, it must contain an even number of valid hex
digits. These forms are trandated internally into a character array containing the
hexadecimal representations of the string specified.

For TCP/IP addresses one of the following formatsis used as shown in Table 58.
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Table 58 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

TA_FADDR: string]0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the complete network address to which local processes such as tmboot,
tmloadcf, and Bridge and can bind before making an outbound connection. This address
must be a TCP/IP address. This attribute, along with the Ta_rranGE attribute, determines
therange of TCP/IP portsto which aprocess attempts to bind before making an outbound
connection. If this attribute is set to the NULL or empty string, the operating system
randomly chooses alocal port with which to bind.

If string hastheform “0xhex-digits*, it must contain an even number of valid hex
digits. These forms are trandated internally into a character array containing the
hexadecimal representations of the string specified.

For TCP/IP addresses, one of the following formats is used as shown in Table 59.

Table 59 Ipv4 and IPv6 Address Formats

IPv4 IPvé

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname:port_number

//#.#.#.#:port_number Hex format is not
supported

TA_FRANGE: 1<= num <= 65,535
Specifies the range of TCP/IP ports to which local processes attempt to bind before
making an outbound connection. The Ta_raDDR attribute specifiesthe base address of the
range.
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TA_MINENCRYPTBITS: “{0]40]|56|128}"
Specifies the minimum level of encryption required when anetwork link is being
established. 0 means no encryption, while 40, 56, and 128 specify the encryption key
length (in bits). If this minimum level of encryption cannot be met, link establishment
fails. The default is o.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
Limitation: Modifications to this attribute will not effect established network links.

TA_MAXENCRYPTBITS: *{0 |40 |56 |128}"
Specifies the maximum level of encryption allowed when alink is being established. o
means no encryption, while 40, 56, and 128 specify the encryption length (in bits). The
defaultis128.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
Limitation: Modifications to this attribute will not effect established network links.

When 128-bit encryptionislicensed, Ta_MAXENCRYPTBITS defaultsto 128. When 56-bit
encryption islicensed, the default is 56. When no encryption is licensed, the default is o
bits. Note that when Bridge processes connect, they negotiate to the highest common
TA_MAXENCRYPTBITS.

Limitations

None.

T_QUEUE Class Definition

Overview

364

The T_QUEUE class represents run-time attributes of queuesin an application. These attribute
valuesidentify and characterize allocated Oracle Tuxedo system request queues associated with
serversin arunning application. They also track statistics related to application workloads
associated with each queue object.

Note that when a et operation with themis_rocaL flag is performed in a multi-machine
application, multiple objectswill be returned for each active queue—one object for each logical
machine where local attribute values are collected.
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Table 60 TM_MIB(5): T_QUEUE Class Definition Attribute Table

TM_MIB(5)

Attribute Type Permissions Values Default
TA_RQADDR(*) string  R--R--R-- string[1..30] N/A
TA_SERVERNAME(K) string R--R--R-- stringl[l..78] N/A
TA_STATE(K) string  R--R--R-- GET: “{ACT |MIG | SUS | PAR}” N/A

SET: N/A N/A
TA_GRACE long R--R--R-- 0 <= num N/A
TA_MAXGEN long R--R--R-- 1<=num< 256 N/A
TA_RCMD string R--R--R-- stringl0..256] 1 N/A
TA_RESTART string  R--R--R-- “{v N}~ N/A
TA_CONV string R--R--R-- “{vy|n}~ N/A
TA_LMID(K) string  R--R--R-- LMID N/A
TA_RQID long R--R--R-- 1<=num N/A
TA_SERVERCNT long R--R--R-- 1<=num< 8,192 N/A
T _QUEUE Class:LOCAL Attributes
TA_TOTNQUEUED long R-XR-XR-- 0 <= num N/A
TA_TOTWKQUEUED long R-XR-XR-- 0 <= num N/A
TA_SOURCE(K) string  R--R--R-- LMID N/A
TA_NQUEUED long R--R--R-- 0 <= num N/A
TA_WKQUEUED long R--R--R-- 0 <= num N/A
(k)—GET key field
(*)—GET/SET key, one or more required for SET operations

1 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.
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Attribute Semantics

TA_RQADDR: string[1..30]
Symbolic address of the request queue. Servers with the same T_SERVER!TA_RQADDR
attribute value are grouped into a Multiple Server Single Queue (M SSQ) set. Attribute
values returned with aT_QUEUE object apply to all active servers associated with this
symbolic queue address.

TA_SERVERNAME: string[l..78]
Full pathname of the server executable file. The server identified by Ta_SERVERNAME iS
running on the machine identified by the T_ourug:Ta_1.MID attribute. When specified as
akey field on aceT operation, this attribute may specify arelative pathname; all
appropriate full pathnames will be matched.

TA_STATE!

GET: “{ACTive |MIGrating | SUSpended | PARtitioned}”
A cET operation will retrieve run-time information for the selected T_QuEUE
object(s). The_oueuk class does not address configuration information directly.
Configuration related attributes discussed here must be set as part of the related
T_SERVER objects. The following states indicate the meaning of aTa_STATE
returned in response to aGeT request.

ACTive At least one server associated with this T_QUEUE object
isactive.
MIGrating The server(s) associated with thisT_QUEUE object is

currently intheMIGrating state. Seethe T_SERVER
class for more details on this state. ThisstateisaCTive
equivalent for the purpose of determining permissions.

SUSpended The server(s) associated with thisT_QUEUE object is
currently in the SUSpended state. Seethe T_SERVER
class for more details on this state. This stateisaCTive
equivalent for the purpose of determining permissions.

PARtitioned  The server(s) associated with thisT_QUEUE object is
currently inthePARt i t ioned state. SeetheT_SERVER
class for more details on this state. This stateisACTive
equivalent for the purpose of determining permissions.
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SET.
A seT operation will update run-timeinformation for the selected T_ouEUE object.
State changes are not allowed when updating T_queuE object information.
Modification of an existing T_guruE object is alowed only when the object isin
the acTive state.

TA_GRACE: 0 <= num
The period of time, in seconds, over which the T_oueUE:TA_MaAXGEN limit applies. This
attribute is meaningful only for restartable servers, that is, if the T_QUEUE:TA_RESTART
attribute is set to "v". A value of O for this attribute indicates that a server should always
be restarted.

TA_MAXGEN: 1 <= num < 256
Number of generations allowed for restartable servers (T_QUEUE:TA_RESTART == "Y"
associated with this queue over the specified grace period (T_QUEUE:TA_GRACE). The
initial activation of each server counts as one generation and each restart also counts as
one.

TA_RCMD: string][0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Application specified command to be executed in parallel with the system restart of
application servers associated with this queue.

TA_RESTART. “{Yy |N}”
Servers associated with this queue are restartable (*v~) or non-restartable (*n+).

TA_CONV: “{Y | N}~
Servers associated with this queue are conversational-based (~v~) or
request/response-based (*n~).

TA_LMID: LMID
Logica machine on which servers associated with this queue are active.

TA_RQID: 1 <= num
UNIX system message queue identifier.
Limitation: Thisisa UNIX system specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_SERVERCNT: 1 <= num< 8,192
Number of active servers associated with this queue.

TA_TOTNQUEUED: 0 <= num
The sum of the queue lengths of this queue while it has been active. This sum includes
requests enqueued to and processed by serversthat are no longer active on the queue. Each
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time anew request is assigned to the queue, the sum is incremented by the length of the
gueue immediately before the new request is enqueued.

Limitation: If the T_bpoMAIN:TA_LDBAL attribute is"N" or the T_DOMAIN:TA MODEL
attribute is "Mp", TA_ TOTNQUEUED iS not returned. In the same configuration, updates to
this attribute are ignored. Consequently, when this attribute is returned Ta_r.m1p and
TA_SOURCE have the same value.

TA_TOTWKQUEUED: 0 <= num

The sum of the workloads enqueued to this queue while it has been active. This sum
includes requests enqueued to and processed by servers that are no longer active on the
gueue. Each time a new request is assigned to the queue, the sum isincremented by the
workload on the queue immediately before the new request is enqueued.

Limitation: If the T_poMAIN:TA_LDBAL attribute is"N" or the T_DOMAIN:TA_MODEL
attribute is"mp", TA_TOTWKQUEUED iS not returned. In the same configuration, updates to
this attribute are ignored. Consequently, when this attribute is returned Ta_r.m1p and
TA_SOURCE have the same value.

TA_SOURCE! LMID

Logical machine from which local attribute values are retrieved.

TA_NQUEUED: 0 <= num

Number of requests currently enqueued to this queue from the Ta_source logical
machine. Thisvalueisincremented at enqueue time and decremented when the server
dequeues the request.

Limitation: If the T_poMAIN:TA_ LDBAL attributeis *N” or the T_DOMAIN:TA_MODEL
attribute is “mp~, TA_NQUEUED is not returned. Consequently, when this attribute is
returned Ta_1MID and TA_SOURCE have the same value.

TA_WKQUEUED: 0 <= num

Limitations

368

None.

Workload currently enqueued to this queue from the Ta_sourck logical machine. If the
T_DOMAIN:TA_MODEL attribute is set to sum and the T_pomMaIN:TA_L.DBAL attribute is set
to"y", theTa_wrQuEUED attribute refl ects the application-wide workload enqueued to this
gueue. However, if Ta_moDEL isset tomp and Ta_1.DBAL isset to"v", thisattribute reflects
theworkload enqueued to this queue from the ta_sourck logical machine during arecent
timespan. This attribute is used for load balancing purposes. So as to not discriminate
against newly started servers, this attribute value is zeroed out on each machine
periodically by the BaL.
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T_ROUTING Class Definition

Overview

The T_rouTING class represents configuration attributes of routing specifications for an
application. These attribute values identify and characterize application data-dependent routing
criteriawith respect to field names, buffer types, and routing definitions.

Attribute Table

Table 61 TM_MIB(5): T_ROUTING Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_ROUTINGNAME(r)(*) string ru-r--r-- string[l..15] N/A
TA_ROUTINGTYPE (r) string  ru-r--r-- SERVICE Of FACTORY “SERVICE”
TA_BUFTYPE(r)(*) string ru-r--r-- string[l..256] N/AL
Ta_FIELD(r)(K)(*) string ru-r--r-- string[1..30], N/AL
string[l..254] if
TA_TYPE=SERVICE
TA_FIELDTYPE string  ru-r--r-- [char | short | long | “string”
float |double |
string]
TA_FIELDTYPE (r) string rw-r--r-- string[1..30] N/A
(factory-based routing only)
TA_RANGES(r) carray rw-r--r-- carray[1..2048] N/A
TA_TYPE string  ru-r--r-- string[1..15] “SERVICE”
TA_STATE(K) string rw-r--r-- GET: “VAL" N/A
SET: “{NEW | INV} ~ N/A

(K)—GET key field

(r)—required field for object creation (SET TA_STATE NEW)

(*)—GET/SET key, one or more required for SET operations

lra_BUFTYPE applies only to ATMI data-dependent routing criteria. TA_FIELDTYPE applies
only to CORBA factory-based routing criteria. The specified u (uniqueness) permission applies
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only in the relevant case. That is: the combination of TA_ROUTINGNAME, TA_TYPE and
TA_BUFTYPE must beuniquefor TA_TYPE=SERVICE, and TA_ROUTINGNAME, TA_TYPE and
TA_FIELD must be uniquefor TA_TYPE=FACTORY.

The TA_TYPE attribute determines the permissible attributes for the TA_ROUTING object.
TYPE=SERVICE corresponds to ATMI data-dependent routing criteria. TYPE=FACTORY
corresponds to CORBA factory-based routing. The default is SERVICE. SET operations are
assumed to be for data-dependent routing if no Ta_TYPE is specified. Specification of
TA_FIELDTYPE isinvalid for data-dependent routing. Specification of TA_BUFTYPE isinvalid
for factory-based routing.

Attribute Semantics
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TA_ROUTINGNAME: string[l..15]

Routing criteria name.

TA_ROUTINGTYPE: type

Specifies the routing type. The default is TyPE=SERVICE to ensure that existing
uBBCONF1G filesused in ATMI environments continue to work properly. Use
TYPE=FACTORY if you are implementing factory-based routing for a CORBA interface.

TA_BUFTYPE: “typell[:subtypell,subtype2...]]|[;type2[:subtype3[,..]]] ... "

List of typesand subtypes of databuffersfor which thisrouting entry isvalid. A maximum
of 32 type/subtype combinations are allowed. The types are restricted to the following:
FML, FML32, XML, VIEW, VIEW32, X_C_TYPE, and x_comMmon. No subtype can be specified
for types FML, FML32, OF XML; Subtypes are required for types view, VIEW32, X_C_TYPE,
and x_common (“*” is not allowed). Note that subtype names should not contain
semicolon, colon, comma, or asterisk characters. Duplicate type/subtype pairs cannot be
specified for the same routing criteria name; more than one routing entry can have the
same criteria name as long as the type/subtype pairs are unique. If multiple buffer types
are specified for asingle routing entry, the data types of the routing field for each buffer
type must be the same.

TA_FIELD: string]1..30]

Therouting field name. When Ta_tyPE=FACTORY, thisisassumed to be afield that is
specified in an NvList parameter to PortableServer::POA::create
_reference_with_criteriafor an interface that has this factory routing criteria associated
with it. See section on factory-based routing for more details.

When ta_1vyPE=SERVICE, the Ta_r1ELD field is assumed to be an FML or FML32
buffer, XML buffer, view field name (character length 254) that isidentified in an FML
field table (using the environment variablesFL.DTBLDIR and FIELDTBLS Of FLDTBLDIR32
and FTELDTBLS32), or an FML view table (using the environment variablesviewpir and
VIEWFILES Of VIEWDIR32 and VIEWFILES32), respectively. Thisinformationis used to
get the associated field value for data-dependent routing while sending a message.
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For an xmr buffer type, Ta_rIELD contains either: arouting element type (or name) or a
routing element attribute name.

The syntax of the Ta_r1ELD attribute for an xmr, buffer typeis asfollows:
“root_element[/child _element] [/child element][/. . .][/@Qattribute_name]"”

The element is assumed to be an XML document or datagram element type. Indexing is
not supported. Therefore, the Oracle Tuxedo system recognizes only the first occurrence
of agiven element type when processing an xur buffer for data-dependent routing. This
information is used to get the associated el ement content for data-dependent routing while
sending a message. The content must be a string encoded in UTF-8.

The attribute is assumed to be an XML document or datagram attribute of the defined
element. Thisinformation is used to get the associated attribute value for data-dependent
routing while sending a message. The value must be a string encoded in UTF-8.

The combination of element name and attribute name may contain up to 30 characters.
The type of the routing field can be specified by the Ta_rIELDTYPE attribute.

TA_FIELDTYPE: “{char | short | long | float | double | string}”
The type of the routing field specified in the Ta_r1ELD attribute. The type can be char,
short, long, float, double, Of string; only onetypeisallowed. Thisattributeisused
only for routing XML buffers. The default type of the routing field is string.

Ta_rFIELDTYPE (factory-based routing only)
Routing field type. Thisfield isonly valid if Ta_TypPE=FACTORY. Valid typesare: SHORT,
LONG, FLOAT, DOUBLE, CHAR, STRING. Specification of this attribute is only valid for
factory-based routing criteria.

TA_RANGES: carray[1..2048]
The ranges and associated server groups for the routing field. The format of stringisa
comma-separated, ordered list of range/group name pairs. A range/group name pair has
the following format:

lower [-upper] :group

lower and upper are signed numeric values or character strings in single quotes. 1ower
must be less than or equal to upper. To embed a single quote in a character string value,
it must be preceded by two backslashes (for example, 'o\\ 'Brien'). ThevauewmIn can
be used to indicate the minimum value for the data type of the associated field on the
machine. The value max can be used to indicate the maximum value for the data type of
the associated field on the machine. Thus, *u1N--5~ isall numbers less than or equal to
-5, and »6-max~ isall numbers greater than or equal to 6.
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The meta-character “+” (wildcard) in the position of arange indicates any values not
covered by the other ranges previously seen in the entry; only one wildcard rangeis
alowed per entry and it should be last (ranges following it will be ignored).

Therouting field can be of any datatype supported in FML. A numeric routing field must
have numeric range values, and a string routing field must have string range values.

String range valuesfor string, carray, and character field typesmust be placed inside apair
of single quotes and cannot be preceded by a sign. Short and long integer values are a
string of digits, optionally preceded by a plus or minus sign. Floating point numbers are
of theform accepted by the C compiler or atof (3) : anoptiona sign, then astring of digits
optionally containing adecimal point, then an optional e or & followed by an optional sign
or space, followed by an integer.

The group name indicates the associated group to which the request is routed if the field
matches the range. A group name of “+” indicates that the request can go to any group
where a server offersthe desired service.

Limitation: Attribute values greater than 256 bytesin length will disable interoperability
with Oracle Tuxedo release 4.2.2 and earlier.

TA_STATE!

GET: “{vALid}~
A GET operation will retrieve configuration information for the selected
T_ROUTING object(s). The following state indicates the meaning of aTa_sTaATE
returned in response to aceT request. States not listed will not be returned.

VALid T_ROUTING objectisdefined. Notethat thisistheonly valid state
for this class. Routing criteria are never ACTive; rather, they are
associated through the configuration with service names and are
acted upon at run-time to provide data-dependent routing. This
state is INActive equivalent for the purpose of permissions
checking.

SET: “{NEW | INValid}”
A seT operation will update configuration information for the selected T_rouTING
object. The following states indicate the meaning of aTa_sTATE set in asET
request. States not listed may not be set.
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NEW Create T_ROUTING object for application. State change
allowed only when in the INValid state. Successful return
leavesthe object in thevaLia state.

unset Modify an existing T_ROUTING object. This combination is

not allowed inthe INValid state. Successful return leavesthe
object state unchanged.

INValid Delete T_ROUTING object for application. State change

allowed only wheninthevarid state. Successful return leaves
the object in the INValid state.

TA_TYPE

Limitations

None.

Routing criteriatype. Valid values are “FACTORY” Of “SERVICE”. “FACTORY” Specifies
that the routing criteria applies to factory-based routing for a CORBA interface. The
specification of TyPE=FACTORY iS mandatory for afactory-based routing criteria.
“SERVICE" specifiesthat the routing criteria applies to data-dependent routing for an
ATMI service. Default is“service”. Specification of thisattribute is optional for
data-dependent routing criteria. Note that the type specified affects the validity and
possible values for other fields defined for thisMIB class. These are noted for each field.
TA_TYPE isrequired for seT operations for factory-based routing criteria

T_SERVER Class Definition

Overview

The T_sERVER class represents configuration and run-time attributes of servers within an
application. These attribute val uesidentify and characterize configured serversaswell as provide
run-time tracking of statistics and resources associated with each server object. Information
returned will always include fields that are common among all contexts of a server. In addition,
for those serversthat are not defined to the system as multicontexted (that is, those for which the
value of TA_MAXDISPATCHTHREADS iS 1), this class includes information about the server’s
context. For those serversthat are defined to the system as multicontexted, placeholder valuesare
reported for per-context attributes. Per-context attributes can always be found as part of the
T_SERVERCTXT class. The T_serRVERCTXT classis defined even for single-contexted servers.
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The Ta_CLTLMID, TA_CLTPID, TA_CLTREPLY, TA_CMTRET, TA_CURCONV, TA_CURREQ,
TA_CURRSERVICE, TA_LASTGRP, TA_SVCTIMEOUT, TA_TIMELEFT, and TA_TRANLEV attributes
are specific to each server dispatch context. All other attributes are common to all server dispatch
contexts.

Attribute Table

Table 62 TM_MIB(5): T_SERVER Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_SRVGRP(r)(*) string  ru-r--r-- string[1..30] N/A
TA_SRVID(r)(*) long ru-r--r-- 1 <= num < 30,001 N/A
TA_SERVERNAME(K)(r) string  rw-r--r-- string[l..78] N/A
TA_GRPNO(K) long r--r--r-- 1 <= num < 30,000 N/A
TA_STATE(K) string  rwxr-xr--  GET:“{ACT|INA|MIG|CLE| N/A

RES | SUS | PAR | DEA} ~

SET: {NEW | INV |ACT |INA| N/A

DEA} ”
TA_BASESRVID long r--r--r-- 1 <= num< 30,001 N/A
TA_CLOPT string  rwyr--r-- string[0..1024] w-A"
TA_ENVFILE string  rwyr--r--  string[0..256] 2 wr
TA_GRACE long rwyr--r--  0<=num 86,400
TA_MAXGEN long rwyr--r-- 1<=num< 256 1
TA_MAX long rwXr--r-- 1<=num<1,001 1
TA_MIN long rwyr--r-- 1<=num< 1,001 1
TA_MINDISPATCHTHREADS long rwyr--r-- 1 <= num< 1,000 1
TA_MAXDISPATCHTHREADS long rwyr--r--  0<=num< 1,000 0
TA_THREADSTACKSIZE long rwyr--r-- 0 <= num <= 2147483647 0
TA_CURDISPATCHTHREADS long R-XR-XR--  0<=num N/A
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Table 62 TM_MIB(5): T_SERVER Class Definition Attribute Table (Continued)

Attribute Type  Permissions  Values Default
TA_HWDISPATCHTHREADS long R-XR-XR-- 0 <= num N/A
TA_NUMDISPATCHTHREADS long R-XR-XR-- 0<=num N/A
TA_RCMD string  rwyr--r--  string0..256] 2 o
TA_RESTART string  rwyr--r-- vy |n}~ N
TA_SEQUENCE(K) long TWXL—-Y-- 1 <= num< 10,000 >= 10,000
TA_SYSTEM_ACCESS string  rwyr--r-- “{FASTPATH | PROTECTED} " (1)
TA_conv(k) string  rw-r--r-- “{y|N}~ “N”
TA_REPLYQ string  rw-r--r-- “{v|n}~ “N”
TA_RPPERM long rw-r--r-- 0001 <= num <= 0777 ©)
TA_RQADDR(K) string  rw-r--r--  string{0..30] “GRPNO.
SRVID”
TA_RQPERM long rw-r--r-- 0001 <= num <= 0777 ©)
TA_LMID(K) string R--R--R--  LMID N/A
TA_GENERATION long R--R--R--  1<=num< 32,768 N/A
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Table 62 TM_MIB(5): T_SERVER Class Definition Attribute Table (Continued)

Attribute Type  Permissions  Values Default
TA_PID(K) long R--R--R-- 1<=num N/A
TA_RPID long R--R--R--  1<=num N/A
TA_RQID long R--R--R--  1<=num N/A
TA_TIMERESTART long R--R--R-- 1<=num N/A
TA_TIMESTART long R--R--R--  1<=num N/A
TA_SEC_PRINCIPAL_NAME string  rwxr--r-- string[0..511] wo
TA_SEC_PRINCIPAL_LOCATION gfring ¥WXT—-T-=  gtring[0..1023] wn
TA_SEC_PRINCIPAL_PASSVAR  gring TWXT——I=- stringl0..31] wn
TA_SICACHEENTRIESMAX string  rw-r--r--  {*0"—"32767" | “DEFAULT"
“DEFAULT"}
T_SERVER Class: LOCAL Attributes
TA_NUMCONV long R-XR-XR--  0<=num N/A
TA_NUMDEQUEUE long R-XR-XR--  0<=num N/A
TA_NUMENQUEUE long R-XR-XR--  0<=num N/A
TA_NUMPOST long R-XR-XR--  0<=num N/A
TA_NUMREQ long R-XR-XR--  0<=num N/A
TA_NUMSUBSCRIBE long R-XR-XR--  0<=num N/A
TA_NUMTRAN long R-XR-XR--  0<=num N/A
TA_NUMTRANABT long R-XR-XR--  0<=num N/A
TA_NUMTRANCMT long R-XR-XR--  0<=num N/A
TA_TOTREQC long R-XR-XR--  0<=num N/A
TA_TOTWORKL long R-XR-XR--  0<=num N/A
TA_CLTLMID string  R--R--R-- LMID N/A
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Attribute Type  Permissions  Values Default
TA_CLTPID long R--R--R--  1<=num N/A
TA_CLTREPLY string  R--R--R-- “{v [N}~ N/A
TA_CMTRET string  R--R--R-- “{COMPLETE | LOGGED} " N/A
TA_CURCONV long R--R--R--  0<=num N/A
TA_CUROBJECTS long R--R--R--  0<=num N/A
TA_CURINTERFACE string  R--R--R-- string[0..128] N/A
TA_CURREQ long R--R--R--  0<=num N/A
TA_CURRSERVICE string  R--R--R-- string[0..15] N/A
TA_CURTIME long R--R--R--  1<=num N/A
TA_LASTGRP long R--R--R-- 1 <= num < 30,000 N/A
TA_SVCTIMEOUT long R--R--R--  0<=num N/A
TA_TIMELEFT long R--R--R-- 0<=num N/A
TA_TRANLEV long R--R--R--  0<=num N/A

(K)—GET key field

(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

1 Defaults to value set for this attribute in the T_DOMAIN class.

2 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_SRVGRP: string[l1..30]
Logical name of the server group. Server group names cannot contain an asterisk (*),
comma, or colon.

TA_SRVID: 1 <= num < 30,001
Unique (within the server group) server identification number.
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TA_SERVERNAME: string[l..78]
Name of the server executable file. The server identified by Ta_seErRvVERNAME Will run on
the machine(s) identified by the _croup:Ta_rM1D attributefor this server's server group.
If arelative pathnameis given, the search for the executable file is done first in
TA_APPDIR, thenin Ta_TUXDIR/bin, thenin /bin and /usr/bin, and thenin path,
where pathisthevalue of thefirst paTa= line appearing in the machine environment file,
if one exists. Note that the attribute value returned for an active server will always be a
full pathname. The valuesfor Ta_apppIr and Ta_TUxXDIR are taken from the appropriate
T_MACHINE object. Seethediscussion of the T_MACHINE:TA_ENVFILE atributefor amore
detailed discussion of how environment variables are handled.

TA_GRPNO: 1 <= num < 30,000
Group number associated with this server's group.

TA_STATE!

GET: “{ACTive | INActive | MIGrating | CLEaning | REStarting |

Suspended | EXIting | PARtitioned | DEAG} ~
A GET operation will retrieve configuration and run-time information for the
selected T_sERVER object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GeT request.

ACTive T_SERVER object defined and active. Thisisnot an
indication of whether the server isidle or busy. An active
server with anon O-length TA_CURRSERVICE attribute
should be interpreted as a busy server, that is, onethat is
processing a service request.

INActive T_SERVER object defined and inactive.

MIGrating T_SERVER object defined and currently in a state of
migration to the server group’ s secondary logical
machine. The secondary logical machineisthe onelisted
in T_GROUP:TA_LMID attribute that does not match the
T_GROUP:TA_CURLMID attribute. ThisstateisaCTive
equivalent for the purpose of determining permissions.

CLEaning T_SERVER object defined and currently being cleaned up
by the system after an abnormal death. Note that
restartable servers may enter this state if they exceed
TA_MAXGEN starts/restarts within their TA_GRACE
period. This state is ACTive equivaent for the purpose
of determining permissions.
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REStarting T_SERVER object defined and currently being restarted
by the system after an abnormal death. This stateis
ACTive equivalent for the purpose of determining
permissions.

SUSpended T_SERVER object defined and currently suspended
pending shutdown. This state is aAcTive equivalent for
the purpose of determining permissions.

PARtitioned T_SERVER object defined and active; however, the
machine where the server is running is currently
partitioned from the T_DOMAIN:TA_MASTER Site. This
stateis ACTive equivaent for the purpose of
determining permissions.

EXIting T_SERVER object defined and currently pending on
exit (). Thisstateis ACTiveequivilent for the purpose
of determining permissions

DEAd T_SERVER object defined, identified as active in the
bulletin board, but currently not running due to an
abnormal death. This state will exist only until the BBL
local to the server notices the death and takes action
(REStarting|CLEaning). Note that this state will
only bereturned if theMIB_LOCAL TA_FLAGS valueis
specified and the machine where the server was running
isreachable. This stateis AcTive equivalent for the
purpose of determining permissions.

SET: Y{NEW | INValid | ACTive | INActive | DEAQ} "
A ser operation will update configuration and run-time information for the
selected T_sERVER object. The following states indicate the meaning of a
TA_STATE Set in a ST request. States not listed may not be set.

NEW Create T_SERVER object for application. State change
allowed only when in the INValid state. Successful return
leavesthe object in the INAct ive State.

unset Modify an existing T_SERVER object. This combination is
allowed only when inthe ACTive Or INActive State.
Successful return leaves the object state unchanged.
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INValid Delete T_SERVER object for application. State change
allowed only when in the INActive state. Successful return
leaves the object in the INValid state.

ACTive Activatethe T_SERVER object. State change allowed only
when inthe INActive state. (ServersintheMIGrating
state must be restarted by setting the T_GROUP:TA_STATE to
ACTive.) For the purpose of determining permissionsfor this
state transition, the active object permissions are considered
(that is, --x--x--x). Successful return leaves the object in the
ACTive state. The TMIB_NOTIFY TA_FLAG value should
be used when activating a server if status on the individual
server is reguired.

INActive Deactivatethe T_SERVER object. State change allowed only
whenintheAcTive state. Successful return leavesthe object
inthe INActive state. The TMIB_NOTIFY TA_FLAG value
should be used when deactivating a server if status on the
individual server isrequired.

DEAd Deactivate the T_SERVER object by sending the server a
SIGTERM signal followed by a STGKILL signal if the server
is still running after the appropriate timeout interval (see
TA_MIBTIMEOUT inMIB (5)). Notethat by default, a
SIGTERM signal will cause the server to initiate orderly
shutdown and the server will become inactive even if itis
restartable. If a server is processing along running service or
has chosen to disable the STGTERM signal, STGKILL may be
used and will be treated by the system as an abnormal
termination. State change allowed only when in the ACTive
or SUSpended state. Successful return leaves the object in
the INActive, CLEaning Or REStarting State.

TA_BASESRVID. 1 <= num < 30,001
Base server identifier. For serverswith aTa_max attribute value of 1, this attribute will
alwaysbethesameasta_srvibp. However, for serverswith aTa_max value greater than
1, this attribute indicates the base server identifier for the set of servers configured
identically.

TA_CLOPT: string[0..1024]
Command line options to be passed to server when it is activated. See reference page
servopts (5) for details. Limitation: Run-time modifications to this attribute will not
affect arunning server.
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TA_ENVFILE: string]0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Server specific environment file. See T_MacHINE:TA_ENVFILE for acomplete discussion
of how thisfileisused to modify the environment. Limitation: Run-time modificationsto
this attribute will not affect a running server.

TA_GRACE: 0 <= num
The period of time, in seconds, over which the T_serRVER:TA_ MAXGEN limit applies. This
attribute is meaningful only for restartable servers, that is, if the T_SERVER:TA_RESTART
attributeis set to "v". When arestarting server would exceed the Ta_maxGeN limit but the
TA_GRACE period has expired, the system resets the current generation
(T_SERVER:TA_GENERATION) to 1 and resets theinitia boot time
(T_SERVER:TA_TIMESTART) to the current time. A value of O for this attribute indicates
that a server should always be restarted.

Note that servers sharing arequest queue (that is, equal valuesfor T_SERVER:TA_RQADDR)
should have equal values for this attribute. If they do not, the first server activated will
establish the run-time value associated with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running server and all
other active servers with which it is sharing a request queue. However, only the selected
server’s configuration parameter is modified. Thus, the behavior of the application
depends on the order of boot in subsequent activations unless the administrator ensures
that all servers sharing a queue have the same value for this attribute.

TA_MAXGEN: 1 <= num < 256
Number of generations allowed for arestartable server (T_SERVER!TA_RESTART == "Y")
over the specified grace period (T_SERVER:TA_GRACE). Theinitial activation of the server
counts as one generation and each restart also counts as one. Processing after the
maximum generations is exceeded is discussed above with respect to TA_GRACE.

Note that servers sharing arequest queue (that is, equal valuesfor T_SERVER:TA_RQADDR)
should have equal values for this attribute. If they do not, the first server activated will
establish the run-time value associated with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running server and all
other active servers with which it is sharing a request queue. However, only the selected
server's configuration parameter is modified. Thus, the behavior of the application
depends on the order of boot in subsequent activations unless the administrator ensures
that all servers sharing a queue have the same value for this attribute.

TA_MAX: 1 <= num < 1,001
Maximum number of occurrences of the server to be booted. Initialy, tmboot () boots
T_SERVER:TA_MIN objects of the server, and additional objects may be started
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individually (by starting a particular server D) or through automatic spawning
(conversational servers only). Run-time modifications to this attribute will affect all
running serversin the set of identically configured servers (see Ta_BASESRVID above) as
well as the configuration definition of the server.

TA_MIN: 1 <= num< 1,001

Minimum number of occurrencesof the server to bebooted by. If aT_SERVER:TA_ RQADDR
is specified and Ta_mIN is greater than 1, the servers will form an MSSQ set. The server
identifiers for the servers will be T_SERVER:TA_SRVID Up tO TA_SRVID +
T_SERVER!TA_MAX - 1. All occurrences of the server will have the same sequence number,
aswell as any other server parameters.

Limitation: Run-time modifications to this attribute will not affect a running server.

TA_MINDISPATCHTHREADS: 1 <= num < 1,000

Specifiesthe number of server dispatch threads started oninitial server boot. Thisattribute
is effective only if the server has been built with thebuildserver -t command.

The separate dispatcher thread that is used when TA_MAXDISPATCHTHREADS > 1isnot
counted as part of the TA_MINDISPATCHTHREADS Value. It isrequired that
TA_MINDISPATCHTHREADS <=TA_MAXDISPATCHTHREADS. |f TA_MINDISPATCHTHREADS
is not specified, the default is 0.

Limitation: Run-time modifications to this attribute will not affect a running server.

TA_MAXDISPATCHTHREADS: O <= num< 1,000

Specifies the maximum number of concurrently dispatched threads which each server
process may spawn. This attribute is effective only if the server has been built with the
buildserver -t command.

If TA_MAXDISPATCHTHREADS > 1, aseparate dispatcher thread is used and does not count
against thislimit. It isrequired that TA_MINDISPATCHTHREADS <=
TA_MAXDISPATCHTHREADS. If TA_MAXDISPATCHTHREADS iS not specified, the default is
1

Limitation: Run-time modifications to this attribute will not affect a running server.

TA_THREADSTACKSIZE: 0 <= num <= 2147483647

Size of the stack created for each dispatch thread in a multithreaded server. This option
has an effect on the server only when avalue greater than 1 is specified for
TA_MAXDISPATCHTHREADS.

If this attribute is not specified or if the value specified is O, adefault thread stack sizeis
used. If the value specified is bigger than 0 and |ess than aminimum thread stack size, the
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minimum thread stack size is used. If the value specified is bigger than that minimum
thread stack size, value specified is used.

The default size used is the operating system default size unlessthat valueis known to be
insufficient for a multithreaded Oracle Tuxedo application, in which case the Oracle
Tuxedo default size is used. The purpose of the minimum thread stack sizeisto allow
customer to specify lessthread stack sizethan Tuxedo default thread stack size. Currently,
the Oracle Tuxedo default thread stack sizeis 1,024,000, and minimum thread stack size
is 100,000.

Note that if the thread stack size is exceeded, the server will core dump.
Limitation: Run-time modifications to this attribute will not affect arunning server.

TA_CURDISPATCHTHREADS: 0 <= num
Current number of active service dispatch threads for this server.

TA_HWDISPATCHTHREADS: 0 <= num
Highest number of active service dispatch threads created for this server sinceiits last
restart. This number may differ from the number of service cals, since an administrator
may specify parameters that control the caching of idle service threads.

TA_NUMDISPATCHTHREADS:. O <= num
Total number of active service dispatch threads for this server sinceits last restart.

TA_RCMD: string[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Application specified command to be executed in parallel with the system restart of an
application server.

Note that servers sharing arequest queue (that is, equal valuesfor T_SERVER:TA_RQADDR)
should have equal values for this attribute. If they do not, the first server activated will
establish the run-time value associated with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running server and all
other active servers with which it is sharing a request queue. However, only the selected
server's configuration parameter is modified. Thus, the behavior of the application
depends on the order of boot in subsequent activations unless the administrator ensures
that all servers sharing a queue have the same value for this attribute.

Note: If you choose to do redirection or piping on a Windows 2003 system, you must use
one of the following methods:

e Do redirection or piping from within acommand file or script.
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e To do redirection from within the queue manager administration program, precede
the command with cmd. For example:
cmd /c ipconfig > out.txt

e If you choose to create a binary executable, you must allocate a console within the
binary executable using the Windows a11occonsole () APl function

TA_RESTART. “{v |N}”
Restartable (~v~) or non-restartable (~n~) server. If server migration is specified for this
server group (T_DOMAIN:TA_OPTIONS/MIGRATE attribute and T_GROUP:TA_LMID
attribute with aternate site), Ta_rRESTART must be set to “~v~.

Notethat servers sharing arequest queue (that is, equal valuesfor T_SERVER:TA_RQADDR)
should have equal values for this attribute. If they do not, the first server activated will
establish the run-time value associated with al servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running server and all
other active servers with which it is sharing a request queue. However, only the selected
server's configuration parameter is modified. Thus, the behavior of the application
depends on the order of boot in subsequent activations unless the administrator ensures
that all servers sharing a queue have the same value for this attribute.

TA_SEQUENCE: 1 <= num < 10,000
Specifieswhen this server should be booted (tmboot (1)) or shutdown (tmshutdown (1))
relative to other servers. T_sERVER objects added without a Ta_sEQUENCE attribute
specified or with an invalid value will have one generated for them that is 10,000 or more
and is higher than any other automatically selected default. Servers are booted by
tmboot () inincreasing order of sequence number and shutdown by tmshutdown () in
decreasing order. Run-time modifications to this attribute affect only tmboot () and
tmshutdown () and will affect the order in which running servers may be shutdown by a
subsequent invocation of tmshutdown ().

TA_SYSTEM_ACCESS: “{FASTPATH | PROTECTED}"
Mode used by Oracle Tuxedo system libraries within this server processto gain accessto
Oracle Tuxedo system'sinternal tables. Seethe T_DoMAIN:TA_SYSTEM_ACCESS attribute
for a complete discussion of this attribute.

Limitations: (1) Run-time modifications to this attribute will not affect arunning server.
(2) Setting TA_SYSTEM_ACCESS t0 PROTECTED may not be effective for multithreaded
servers because it is possible that while one thread is executing Oracle Tuxedo code,
which meansit is attached to the bulletin board, another thread might be executing user
code. The Oracle Tuxedo system cannot prevent such situations.
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TA_conv: “{y|N}”
Conversational server (*v”) or request/response server (*n~).

TA_REPLYQ: “{v | N}~
Allocate a separate reply queue for the server (Ta_RrRePLYQ == “v”). MSSQ serversthat
expect to receive replies should set this attribute to »v~.

Note: If you choose to do redirection or piping on a Windows 2003 system, you must use
one of the methods listed in the description of the Ta_rcwup attribute.

TA_RPPERM: 0001 <= num <= 0777
UNIX system permissions for the server's reply queue. If a separate reply queue is not
allocated (T_SERVER:TA_REPLYQ == “N”), TA_RPPERM iSignored.

Note: If you choose to do redirection or piping on a Windows 2003 system, you must use
one of the methods listed in the description of the Ta_rcwup attribute.

TA_RQADDR: string[0..30]
Symbolic address of the request queue for the server. Specifying the same Ta_RQADDR
attribute value for more than one server istheway Multiple Server, Single Queue (MSSQ)
sets are defined. Servers with the same Ta_RrQaDDR attribute value must be in the same
server group.

TA_RQPERM: 0001 <= num <= 0777
UNIX system permissions for the server's request queue.

Limitation: Thisisa UNIX system specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_LMID: LMID
Current logical machine on which the server is running.

TA_GENERATION: 1 <= num< 32,768
Generation of the server. When a server isinitially booted via tmboot (1) or activated
through the Tv_m1B (5), its generation is set to 1. Each time the server dies abnormally
and isrestarted, its generation isincremented. Note that when T_SERVER:TA_MAXGEN iS
exceeded and T_sERVER:TA_GRACE has expired, the server will be restarted with the
generation reset to 1.

TA_PID: 1 <= num
UNIX system processidentifier for the server. Note that this may not be aunique attribute
since servers may be located on different machines allowing for duplication of process
identifiers.
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Limitation: Thisisa UNIX system specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_RPID: 1 <= num

UNIX system message queue identifier for the server's reply queue. If a separate reply
gueueisnot allocated (T_SERVER:TA_REPLYQ == "N"), the Ta_rp1D value will bethe
same asT_SERVER!TA_RQID.

Limitation: ThisisaUNIX system specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_RQID: 1 <= num

UNIX system message queue identifier for the server's request queue. If a separate reply
gueueis not allocated (T_SERVER.TA_REPLYQ == "N")the Ta_roip value will bethe
same as T_SERVER:TA_RPID.

Limitation: Thisisa UNIX system specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_TIMERESTART: 1 <= num

Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by thetime(2) system
call on T_sSERVER:TA_LMID, When the server was last started or restarted.

TA_TIMESTART. 1 <= num

Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by thetime(2) system
call onT_sERVER:TA_LMID, whenthe server wasfirst started. Restarts of the server do not
reset thisvalue; however, if T_SERVER:TA_MAXGEN iSexceeded and T_SERVER:TA_GRACE
isexpired, this attribute will be reset to the time of the restart.

TA_SICACHEENTRIESMAX: { “0”-"32767" | “DEFAULT"”

The number of service and interface cache entries kept on this machine. A value of ~0~
implies that service caching is not used on this machine. If the valueis “berauLT”, the
value for this server will come from the corresponding T_MACHINE class entry.

TA_SEC_PRINCIPAL_NAME: string[0..511]

Security principal name identification string to be used for authentication purposes by an
application running Oracle Tuxedo 7.1 or later software. This attribute may contain a
maximum of 511 characters (excluding the terminating nurL character). The principal
name specified for this attribute becomes the identity of the system processes running on
this server.

TA_SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. A principal name at a particular configuration level can be overridden at
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alower level. If Ta_sEc_PRINCIPAL_NAME isnot specified at any of these levels, the
principal name for the application defaults to the Ta_pomaIN1D string for this domain.

Notethat TA_SEC_PRINCIPAL_NAME iSone of atrio of attributes, the other two being
TA_SEC_PRINCIPAL_LOCATION and TA_SEC_PRINCIPAL_PASSVAR. The latter two
attributes pertain to opening decryption keys during application booting for the system
processes running in an Oracle Tuxedo 7.1 or later application. When only
TA_SEC_PRINCIPAL_NAME iSspecified at aparticular level, the system sets each of the
other two attributes to anuLL (zero length) string.

TA_SEC_PRINCIPAIL_LOCATION: string]0..1023]
L ocation of thefile or device wherethe decryption (private) key for the principal specified
iNn TA_SEC_PRINCIPAL_NAME resides. This attribute may contain a maximum of 1023
characters (excluding the terminating nur1 character).

TA_SEC_PRINCIPAL_LOCATION can be specified at any of thefollowing four levelsinthe
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_SEC_PRINCIPAL_NAME attribute; otherwise, itsvalueisignored.
(Ta_sEC_PRINCIPAL_PASSVAR isoptional; if not specified, the system setsit to anuL.L—
zero length—string.)

TA_SEC_PRINCIPAL_PASSVAR: string{0..31]
Variablein which the password for the principal specifiedin TA_SEC_PRINCIPAL_NAME
is stored. This attribute may contain a maximum of 31 characters (excluding the
terminating NULL character).

TA_SEC_PRINCIPAIL_PASSVAR Can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMaIN class, T_MACHINE class, T_Group class, and
T_SERVER class. When specified at any of these levels, this attribute must be paired with
the TA_sSEC_PRINCIPAL_NAME attribute; otherwise, its valueisignored.
(TA_SEC_PRINCIPAI_LOCATION iSoptional; if not specified, the system setsit to a
NULL—zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with Ta_sEC_PRINCIPAL_PASSVAR. The system
automatically encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

TA_NUMCONV: O <= num
Number of conversations initiated by this server via tpconnect ().
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TA_NUMDEQUEUE! 0 <= num
Number of dequeue operations initiated by this server via tpdequeue ().

TA_NUMENQUEUE: 0 <= num
Number of enqueue operations initiated by this server via tpenqueue ().

TA_NUMPOST: 0 <= num
Number of postingsinitiated by this server via tppost ().

TA_NUMREQ: O <= num
Number of requests made by this server via tpcall () Of tpacall ().

TA_NUMSUBSCRIBE:. O <= num
Number of subscriptions made by this server via tpsubscribe ().

TA_NUMTRAN: 0 <= num
Number of transactions begun by this server sinceitslast (re)start.

TA_NUMTRANABT: O <= num
Number of transactions aborted by this server since itslast (re)start.

TA_NUMTRANCMT. O <= num
Number of transactions committed by this server sinceits last (re)start.

TA_TOTREQC: 0 <= num
Total number of requests completed by this server. For conversational servers
(T_sSERVER:TA_CONV == "v"), thisattribute value indicates the number of completed
incoming conversations. Thisisarun-time attribute that iskept across server restart but is
lost at server shutdown.

TA_TOTWORKL: 0 <= num
Total workload completed by thisserver. For conversational servers(T_SERVER:TA_CONV
== "y"), thisattribute valueindicatestheworkload of completed incoming conversations.
Thisisarun-time attribute that is kept across server restart but islost at server shutdown.

TA_CLTLMID. LMID
Logical machine for the initiating client or server.

Thisfield element is also contained in the T_seErvERCTXT class, both for single-context
servers and for multicontext servers.

The initiating client or server isthe process that made the service request on which the
server is currently working. The value in thisfield has meaning only for single-context
servers. In multicontext servers, aNULL string is returned as a placehol der.
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TA_CLTPID: 1 <= num
UNIX system process identifier for the initiating client or server.

Thisfield element is also contained in the T_seErvERCTXT class, both for single-context
servers and for multicontext servers.

Thevalue in thisfield has meaning only for single-context servers; in multicontexted
servers 0 isreturned as a placeholder.

Limitation: ThisisaUNIX system-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_CLTREPLY. “{v | N}~
Theinitiating client or server is expecting areply (~v~) or isnot expecting areply (*n*).

Thisfield element is also contained in the T_servERCTXT class, both for single-context
servers and for multi-context servers.

Thevalue in this field has meaning only for single-context servers; in multicontexted
servers aNuLL string is returned as a placehol der.

TA_CMTRET. “{COMPLETE | LOGGED}"
Setting of the Tp_commIT_coNTROL characteristic for this server.

Thisfield element is also contained in the T_servERCTXT class, both for single-context
servers and for multi-context servers.

See the description of the ATMI function call tpscmt () for details on this characteristic.
Thevaueinthisfield hasmeaning only for single-context servers; in multicontext servers
aNuLL string is returned as a placehol der.

TA_CURCONV: 0 <= num
Number of conversationsinitiated by thisserver viatpconnect () that arestill active. For
multicontext servers, thisfield representsthe total for all server contexts. Values for
individual server contexts can be found in the T_serRVERCTXT Class.

TA_CUROBJECTS: 0 <= num
The number of entriesin use in the bulletin board object table for this server. Scopeis
local.

TA_CURINTERFACE: string]0..128]
The interface name of the interface currently active in this server. Scopeislocal.

File Formats, Data Descriptions, MIBs, and System Processes Reference 389



TA_CURREQ: 0 <= num
Number of requests initiated by this server viatpcall () Or tpacall () that are still
active. For multicontext servers, this field represents the total for all server contexts.
Valuesfor individual server contexts can be found in the T_serRvVERCTXT class.

TA_CURRSERVICE: string[0..15]
Service name that the server is currently working on, if any.

Thisfield element is also contained in the T_servERCTXT class, both for single-context
servers and for multicontext servers.

Thevaueinthisfield hasmeaning only for single-context servers; in multicontext servers
O isreturned as a placeholder.

TA_CURTIME. 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the t ime(2)
system call on T_sERVER:TA_LMID. This attribute can be used to compute elapsed time
from the T_SERVER:TA_TIMESTART and T_SERVER.TA_TIMERESTART attribute values.

TA_LASTGRP. 1 <= num < 30,000
Server group number (T_croup:Ta_crpNO) Of the last service request made or
conversation initiated from this server outward.

Thisfield element is also contained in the T_seErRVERCTXT class, both for single-context
servers and for multicontext servers.

Thevalue in thisfield has meaning only for single-context servers; in multicontexted
servers 0 isreturned as a placeholder.

TA_SVCTIMEOUT. 0 <= num
Time left, in seconds, for this server to process the current service request, if any.

Thisfield element is also contained in the T_seERVERCTXT class, both for single-context
servers and for multicontext servers.

A value of O for an active service indicates that no timeout processing is being done. See
T_SERVICE.TA_svcTIMEOUT for moreinformation. The value in thisfield has meaning
only for single-context servers; in amulticontext server O is returned as a placeholder.

TA_TIMELEFT. O <= num
Time l€ft, in seconds, for this server to receive the reply for which it is currently waiting
before it will time out.

Thisfield element is also contained in the T_seErRVERCTXT class, both for single-context
servers and for multicontext servers.
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This timeout may be atransactional timeout or a blocking timeout.

Thevalue in thisfield has meaning only for single-context servers; in a multicontext
server O isreturned as a placehol der.

TA_TRANLEV. 0 <= num
Current transaction level for this server.

Thisfield element is also contained in the T_seErRVERCTXT class, both for single-context
servers and for multicontext servers.

O indicatesthat the server isnot currently involved in atransaction. Thevalueinthisfield
has meaning only for single-context servers; in multicontext servers 0 isreturned as a
placeholder.
Limitations
None.

T_SERVERCTXT Class Definition

Overview

The T_sERVERCTXT class represents configuration and run-time attributes of individual server
dispatch contexts within an application. This classis defined for both single-context and
multi-context servers. For single-context servers, the valuesin this class are repeated as part of
the T_sERVER class. The attributesin the T_serRVERCTXT class are read-only.

These attribute values provide run-time tracking of statistics and resources associated with each
server dispatch context.

Attribute Table

Table 63 TM_MIB(5): T_SERVERCTXT Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_SRVGRP(K) string r--r--r-- string[1..30] N/A
TA_SRVID(K) long r--r--r-- 1<=num < 30,001 N/A
TA_CONTEXTID(K) long r--r--r-- -2 <= num < 30,000 N/A
TA_CLTLMID string r--r--r-- LMID N/A
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Tahle 63 TM_MIB(5): T_SERVERCTXT Class Definition Attribute Tahle

Attribute! Type Permissions Values Default
TA_CLTPID long r--r--r-- 1<=num N/A
TA_CLTREPLY string r--r--r-- “{y N}~ N/A
TA_CMTRET string R--R--R-- *{COMPLETE | LOGGED}”  N/A
TA_CURCONV long r--r--r-- 0 <= num N/A
TA_CURREQ long r--r--r-- 0 <= num N/A
TA_CURRSERVICE string r--r--r-- string[0..15] N/A
TA_LASTGRP long r--r--r-- 1 <= num <30,000 N/A
TA_SVCTIMEOUT long r--r--r-- 0 <= num N/A
TA_TIMELEFT long r--r--r-- 0<= num N/A
TA_TRANLEV long r--r--r-- 0 <= num N/A

(K)—GET key field

1Al attributes in the T_SERVERCTXT class are local attributes.

Attribute Semantics

TA_SRVGRP: string[l1..30]
Logical name of the server group. Server group names cannot contain an asterisk (*),
comma, or colon.

TA_SRVID: 1 <= num < 30,001
Unique (within the server group) server identification number.

TA_CONTEXTID: 0 <= num < 30000
Identifier of this particular server context.

TA_CLTLMID. LMID
Logical machine for the initiating client or server. The initiating client or server isthe
process that made the service request that the server is currently working on.

TA_CLTPID: 1 <= num
UNIX system process identifier for the initiating client or server.
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Limitation: ThisisaUNIX system-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_CLTREPLY. “{v | N}~
The initiating client or server is expecting areply (*y~) or is not expecting areply (*n~).

TA_CMTRET. “{COMPLETE | LOGGED}”
Setting of the Tp_commIT_coNTROL characteristic for this server. See the description of
the Oracle Tuxedo ATMI function tpscmt (3¢) for details on this characteristic.

TA_CURCONV: 0 <= num
Number of conversations initiated by this server via tpconnect () that are still active.

TA_CURREQ: 0 <= num
Number of requestsinitiated by this server viatpcall () of tpacall () that are still
active.

TA_CURRSERVICE; string]0..15]
Service name that the server is currently working on, if any.

TA_LASTGRP: 1 <= num < 30,000
Server group number (T_GROUP.TA_GRPNO) Of the last service request made or
conversation initiated from this server outward.

TA_SVCTIMEOUT. O <= num
Time left, in seconds, for this server to process the current service request,
if any. A valueof Ofor an active serviceindicatesthat no timeout processing isbeing done.
See T SERVICE.TA_SVCTIMEOUT for more information.

TA_TIMELEFT. O <= num
Time left, in seconds, for this server to receive the reply for which it is currently waiting
beforeit will timeout. Thistimeout may be atransactional timeout or a blocking timeout.

TA_TRANLEV: 0 <= num
Current transaction level for this server. 0 indicates that the server is not currently
involved in atransaction.

Limitations
None.
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TheT_sERVICE classrepresents configuration attributes of serviceswithin an application. These
attribute values identify and characterize configured services. A T_sERVICE object provides
activation time configuration attributes for services not specifically configured as part of the
T_svCGRP class. Run-timeinformation about services activein the application is provided solely
through the T_svcarp class. Run-time updates to the T_service class are usually not reflected
in active T_svcGRrP oObjects (TA_ROUTINGNAME iS the exception).

Both the T_servicE class and the T_svccrp class define activation time attribute settings for
service names within the application. When anew serviceis activated (advertised), either dueto
initial activation of aserver or dueto acall to tpadvertise (), thefollowing hierarchy existsfor
determining the attribute values to be used at service startup time.

1. If amatching configured T_svcerp object exists (matching service name and server group),
the attributes defined in that object are used to initially configure the advertised service.

2. Otherwise, if amatching configured T_seErRVICE object exists (matching service name), the
attributes defined in that object are used to initially configure the advertised service.

3. Otherwise, if any configured T_svccrp objects are found with matching Ta_SERVICENAME
attribute values, the first one found is used to initialy configure the advertised service.

4. 1If none of the preceding casesis used, the system defaults for service attributes are used to
initially configure the advertised service.

The specification of configuration attributes for application services is completely optional, that
is, services advertised by serversasthey are activated will take on the established default service
attribute valuesif configured values are not avail abl e (see above for adescription of how attribute
values areidentified at service activation time). Service namesto be offered by a server are built
inat runtime (seebuildserver (1)) and may be overridden by the command-line options
specified for aserver object (see T_SERVER:TA_CLOPT and servopts (5)).
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Attribute Table

Table 64 TM_MIB(5): T_SERVICE Class Definition Attribute Table

TM_MIB(5)

Attribute Type Permissions Values Default
TA_SERVICENAME(r)(*) string ru-r--r-- string[l..15] N/A
TA_STATE(K) string rw-r--r-- GET: “{ACT | INA} " N/A
SET: “{NEW | INV} ” N/A
TA_AUTOTRAN string rwyr--r-- v |n}~ “N”
TA_LOAD long rwyr--r-- 1<=num< 32,768 50
TA_PRIO long rwyr--r-- 1<=num<101 50
TA_BLOCKTIME long rwyr--r-- 0<=num< 32,768 0
TA_SVCTIMEOUT long rwyr--r-- 0 <= num 0
TA_TRANTIME long rwyr--r-- 0 <= num 30
TA_BUFTYPE string rw-r--r-- string[l..256] “ALL”
TA_ROUTINGNAME string rWXr—--I--— string[0..15] .
TA_SIGNATURE_REQUIRED string rWXY——-Tr-— v |n}~ “N”
TA_ENCRYPTION_REQUIRED string TWXY--Tr-- “{y N}~ “N”
TA_BUFTYPECONV string rWyr--r-- XML2FML, NOCONVE
XML2FML32, RT
NOCONVERT
(K)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations
Attribute Semantics
TA_SERVICENAME; string]l..15]
Service name.
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TA_STATE!

GET: “{ACTive | INActive}”
A cET operation will retrieve configuration information for the selected
T_SERVICE object(s). The following states indicate the meaning of aTa_STATE
returned in response to aGeT request.

ACTive T_SERVICE object isdefined and at least one T_SVCGRP
object with amatching TA_SERVICENAME vaueis active.

INActive T_SERVICE objectisdefinedandnoT_SVCGRP object with
amatching TA_SERVICENAME value isactive.

SET: “{NEW | INValid}”
A seT operation will update configuration information for the selected T_servICE
object. The following states indicate the meaning of aTa_sTATE Setin aseT
request. States not listed may not be set.

NEW Create T_SERVICE object for application. State change
allowed only when in the INValid state. Successful return
leaves the object in the INActive state. Limitation:
Unconfigured services may still be active by virtue of a server
advertising them. In this case, the creation of anew
T_SERVICE object is not allowed.

unset Modify an existing T_SERVICE object. This combination is
not allowed inthe INValid state. Successful return leavesthe
object state unchanged.

INValid Delete T_SERVICE object for application. State change
allowed only when in the INActive state. Successful return
leaves the object in the INValid state.

TA_AUTOTRAN: “Y | N}~
Automatically begin atransaction (»v~) when a service request message is received for
thisserviceif therequest isnot already in transaction mode. Limitation: Run-time updates
to this attribute are not reflected in active T_svccre objects.

TA_LOAD: 1 <= num < 32,768
ThisT_sERVICE Object imposesthe indicated load on the system. Service loads are used
for load balancing purposes, that is, queues with higher enqueued workloads are less
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likely to be chosen for a new request. Service loads have meaning only if the
T_DOMAIN:TA_LDBAL attribute valueis set to »v~.

Limitation: Run-time updates to this attribute are not reflected in active T_svcerp
objects.

TA_PRIO: 1 <= num< 101
ThisT_servIcE object has the indicated dequeuing priority. If multiple service requests
are waiting on a queue for servicing, the higher priority requests will be serviced first.

Limitation: Run-time updates to this attribute are not reflected in active T_svcerp
objects.

TA_BLOCKTIME. O <= num < 32,768

Blocktime limit, in seconds, indicating the minimum amount of time ablocking API call
will delay before timing out for aparticular service. Thisattribute letsthe client know that
(after aspecified time in seconds), no reply has been received by the server while the
service regquest is still processing.

If not specified, the default is O which indicates that the system-wide BLockTIME value
specified in the uBBCONFIG RESOURCES Section is used for the service.

Limitations; Run-time updates to this attribute are not reflected in active T_svcerp
objects.

TA_SVCTIMEOUT. 0 <= num
Time limit (in seconds) for processing requests for this service name. Servers processing
service requests for this service will be abortively terminated (kill -9) if they exceed the
specified time limit in processing the request. A value of O for this attribute indicates that
the service should not be abortively terminated.

Limitations: Run-time updates to this attribute are not reflected in active T_svcerp
objects. Thisattribute valueisnot enforced on Oracle Tuxedo release 4.2.2 sites or earlier.

TA_TRANTIME: O <= num
Transaction timeout value in seconds for transactions automatically started for this
T_SERVICE object. Transactions are started automatically when arequest not in
transaction mode is received and the T_SERVICE:TA_AUTOTRAN attribute value for the
serviceis"vy".
Limitation: Run-time updates to this attribute are not reflected in active T_svcere
objects.
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TA_BUFTYPE. * typel[:subtypel[,subtype2 ... ]][, type2[:subtype3[, .. ]]] Lo
List of types and subtypes of data buffers accepted by this service. Up to 32 type/subtype
combinationsare allowed. Types of data buffers provided with the Oracle Tuxedo system
arermL and FuL32 (for FML buffers), xur (for XML buffers), view, vIEW32, X_C_TYPE,
or x_commoN (for FML views), strInG (for NULL terminated character arrays), and
CARRAY Or x_ocTET (for acharacter array that is neither encoded nor decoded during
transmission). Of these types, only viEw, VIEW32, X_C_TYPE, and x_coMMoN have
subtypes. A view subtype givesthe name of the particular view expected by the service.
Application types and subtypes can also be added (see tuxtypes (5)). For abuffer type
that has subtypes, “*” can be specified for the subtype to indicate that the service accepts
all subtypes for the associated buffer type.

A single service can only interpret afixed number of buffer types, namely those found in
itsbuffer type switch (see tuxtypes (5)). If theTa_urTvYPE attributevalueissettoarr,
that service accepts all buffer types found in its buffer type switch.

A type name can be 8 charactersor lessin length and a subtype name can be 16 characters
or lessin length. Note that type and subtype names should not contain semicolon, colon,
comma, or asterisk characters.

Limitation: Thisattribute value represents the buffer types that must be supported by each
and every instance of an application service with this service name. Since this attribute
value is processed at service activation time, updates to this attribute are allowed only
when there are no active T_svcerp objects with matching service names.

TA_ROUTINGNAME: string[0..15]
This T_sERVICE Object has the indicated routing criteria name. Active updatesto this
attribute will be reflected in all associated T_svccrp objects.

TA_SIGNATURE_REQUIRED: “{Y | N}~
If setto ~v~, every instance of thisservicerequiresadigital signature on itsinput message
buffer. If not specified, the default is »n~. This attribute applies only to applications
running Oracle Tuxedo 7.1 or later software.

TA_SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_pomMa1N class, T_MACHINE class, T_Group class, and
T_SERVICE class. Setting SIGNATURE_REQUIRED to *v~ at aparticular level means that
signatures are required for all processes running at that level or below.

TA_ENCRYPTION_REQUIRED: “{Y | N}”
If setto »v~, every instance of this service requires an encrypted input message buffer. If
not specified, the defaultis *n~. Thisattribute applies only to applications running Oracle
Tuxedo 7.1 or later software.
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TA_ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: T_bpomMa1N class, T_MACHINE class, T_Group class, and
T_SERVICE Class. Setting Ta_ENCRYPTION_REQUIRED tOY at aparticular level meansthat
encryption is required for all processes running at that level or below.

TA_BUFTYPECONV. s tring[XMLZ FML32, XML2FML, NOCONVERT]

Limitations

None.

Converts an input XML buffer to an FML/FML32 buffer before being delivered to the
service and converts the output FML/FML32 buffer to an XML buffer before being
returned.

The xur.2FM1.32 valueinitiates XML to FML 32 conversion. The xmr.2ruML value initiates
XML to FML conversion. The NoconvERT value indicates no conversion takes place.

Limitation: Run-time updates to this attribute are not reflected in active T_svcerp
objects.

T _SVCGRP Class Definition

Overview

TheT_svcGrp classrepresents configuration and run-time attributes of services/groupswithinan
application. These attribute values identify and characterize configured services/groups, and
provide run-time tracking of statistics and resources associated with each object.

Both the T_sEervIcE class and the T_svcare class define activation time attribute settings for
service names within the application. When anew serviceis activated (advertised), either dueto
initial activation of aserver or duetoacall to tpadvertise (), thefollowing hierarchy existsfor
determining the attribute values to be used at service startup time.

1. If amatching configured T_svcarp object exists (matching service name and server group),
the attributes defined in that object are used to initialy configure the advertised service.

2. Otherwise, if amatching configured T_servICE object exists (matching service name), the
attributes defined in that object are used to initially configure the advertised service.

3. Otherwise, if any configured T_svccrp objects are found with matching Ta_SERVICENAME
attribute values, the first one found is used to initially configure the advertised service.

4. If none of the preceding casesis used, the system defaults for service attributes are used to
initially configure the advertised service.
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The specification of configuration attributes for application services is completely optional, that
is, services advertised by servers asthey are activated will take on the established default service
attribute valuesif configured values are not avail abl e (see above for adescription of how attribute
values areidentified at service activation time). Service namesto be offered by a server are built
inat run time (seebuildserver (1)) and may be overridden by the command-line options
specified for a server object (see T_SERVER:TA_CLOPT and servopts (5)).

Once aT_svcGrp object isactive, it isrepresented solely by the T_svcarp class. A particular
service name/group name combination may have morethan one associated T_svcGerp classat run
timeif there are multiple servers within the group offering the service.

Attribute Table

Table 65 TM_MIB(5): T_SVCGRP Class Definition Attribute Table

Attribute Type  Permissions  Values Default
TA_SERVICENAME(r)(*) string  ru-r--r-- string[l..15] N/A
TA_SRVGRP(r)(*) string  ru-r--r-- string[1..30] N/A
TA_GRPNO(K) long r--r--r-- 1 <= num < 30,000 N/A
TA_STATE(K) string  rwxr-xr--  GET: “{ACT | INA | SUS | PAR}” N/A

SET: “{NEW | INV |ACT | INA |SUS}” N/A

TA_AUTOTRAN string  rwxr-xr-- v |n}~ “N”
TA_LOAD long WXL —XI—— 1<=num< 32,768 50
TA_PRIO long rwxr-xr--  1<=num< 101 50
TA_BLOCKTIME long rwyr--r--  0<=num< 32,768 0
TA_SVCTIMEOUT long rwyr-yr-- 0 <= num 0
TA_TRANTIME long rwxr-xr--  0<=num 30
TA_LMID(K) string  R--R--R--  LMID N/A
TA_RQADDR(*) string R--R--R-- string[1..30] N/A
TA_SRVID(*) long R--R--R-- 1 <= num< 30,001 N/A
TA_SVCRNAM string  R-XR-XR-- string[l..15] A
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Tahle 65 TM_MIB(5): T_SVCGRP Class Definition Attribute Tahle
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Attribute Type  Permissions  Values Default
TA_BUFTYPE string  r--r--r-- string[1..256] N/A
TA_ROUTINGNAME string  r--r--r-- stringl0..15] N/A
TA_SvCTYPE(K) string  r--r--r-- “{APP | CALLABLE | SYSTEM} ” “APP”
T_SVCGRP Class: LOCAL Attributes

TA_NCOMPLETED long R-XR-XR--  0<=num N/A
TA_NQUEUED long R--R--R-- 0 <= num< 32,768 N/A

(k)—GET key field

(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations!

1SET operations on this class must specify sufficient key fields to uniquely identify the object
being addressed. If the object is active, it may be necessary to augment the TA_SERVICENAME
and Ta_SRVGRP key fields with either TA_RQADDR or TA_SRVID. Modifications to an active
object will affect that object and the related configuration record but not other active objects that
may have derived their run-time attributes from the same configuration record.
2If nothing is specified for this attribute, it defaultsto TA_ SERVICENAME.

Attribute Semantics

TA_SERVICENAME: string[l..15]

Service name.

TA_SRVGRP: string[1..30]

Server group name. Server group names cannot contain an asterisk (*), comma, or colon.
The hierarchy of the search for service attributes to be used at service activationtimeis
described in the previous T_svCcGRP OVERVIEW Section.

TA_GRPNO: 1 <= num < 30,000
Server group number.
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TA_STATE!

GET: “{ACTive | INActive | SUSpended | PARtitioned}”
A cET operation will retrieve configuration and run-time information for the
selected T_svcerp object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTive T_SVCGRP objectisactivewithinthe server identified by
the returned values for the TA_SRVGRP and TA_SRVID
attributes. Attribute values returned indicate the current
run-time instance of the service and may not be reflected
in the configuration instance if temporary updates have
been performed.

INActive T_SVCGRP object is defined and inactive.

SUSpended T_SVCGRP object defined, active, and currently
suspended. This serviceis not available for access by the
application in this state. ThisstateisACTive equivalent
for the purpose of determining permissions.

PARtitioned T_SVCGRP object defined, active, and currently
partitioned from the master site of the application. This
serviceis not available for access by the application in
thisstate. ThisstateisacTive equivaent for the purpose
of determining permissions.

SET: “{NEW | INValid | ACTive | INActive | SUSpended}”
A ser operation will update configuration and run-time information for the
selected T_svcerp object. Note that run-time modifications to a service object
may affect more than one active server. The following states indicate the meaning
of aTa_sTATE Set in a ST request. States not listed may not be set.
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NEW

Create T_SVCGRP object for application. State change
allowed only whenin the INvalid state. Successful return
leavesthe object in the INActive State.

Limitation: Unconfigured services may still be active by
virtue of aserver advertising them. In this case, the service
classstateis ACTive and cannot be updated.

unset

Modify an existing T_SVCGRP object. This combinationis
not allowed in the INValid state. Successful return leaves
the object state unchanged.

INValid

Delete T_svCGRP object for application. State change
alowed only when in the INAct ive state. Successful
return leaves the object in the INValid state.

ACTive

Activate (advertise) the T_SVCGRP object. State change
allowed only when in the INActive, SUSpended oOr
INValid states. Either TA__SRVID or TA_RQADDR must be
specified with this state change. For the purpose of
determining permissions for this state transition, the active
object permissions are considered (that is, --X--X--X).
Successful return leaves the object in the ACTive state.

Limitation: State change not permitted for service names
(Ta_SERVICENAME) beginning with the reserved string

won

INActive

DeactivatetheT_svCGRP object. State changeallowed only
when in the SUSpended state. Successful return leavesthe
object in either the INActive (configured entries) or
INValid (unconfigured entries) state.

Limitation: State change not permitted for service names
(Ta_SERVICENAME) beginning with the reserved string

[Tl

SUSpended

Suspend the T_SVCGRP object. State change allowed only
when in the ACTive state. Successful return leaves the
object in the sUSpended state.

Limitation: State change not permitted for service names
(TA_SERVICENAME) beginning with the reserved string
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TA_AUTOTRAN: “{Y | N}~
Automatically begin atransaction (»v~) when a service request message is received for
this service if the request is not already in transaction mode.

TA_LOAD: 1 <= num < 32,768
This T_svcerp object imposes the indicated load on the system. Service loads are used
for load balancing purposes, that is, queues with higher enqueued workloads are less
likely to be chosen for a new request.

TA_PRIO: 1 <= num< 101
ThisT_svcerp object has the indicated dequeuing priority. If multiple service requests
are waiting on a queue for servicing, the higher priority requests will be serviced first.

TA_BLOCKTIME: O <= num < 32,768
Blocktime limit (in seconds) indicating the minimum amount of time ablocking ATMI
call will block before timing out for this service name. The per service blocktimeis
applicable only when receiving areply to the service.

If not specified, the default is 0 which indicates that the system-wide BLockTIME value
specified in the UBBCONFIG RESOURCES section is used for the service.

TA_SVCTIMEOUT. 0 <= num
Time limit (in seconds) for processing requests for this service name. Servers processing
service requests for this service will be abortively terminated (kill -9) if they exceed the
specified time limit in processing the request. A value of O for this attribute indicates that
the service should not be abortively terminated.

Limitation: This attribute value is not enforced on Oracle Tuxedo release 4.2.2 sites or
earlier.

TA_TRANTIME: O <= num
Transaction timeout value in seconds for transactions automatically started for this
T_svCcGRP object. Transactions are started automatically when arequest not in transaction
mode isreceived and the T_svcerr:Ta_auToTRAN attribute value for the serviceis"y".

TA_LMID. LMID
Current logical machine on which an active server offering this serviceis running.

TA_RQADDR: string[1..30]
Symbolic address of the request queue for an active server offering this service. See
T_SERVER:TA_RQADDR for more information on this attribute.
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TA_SRVID: 1 <= num < 30,001
Unique (withinthe server group) server identification number for an active server offering
this service. See T_sERVER:TA_SRvID for more information on this attribute.

TA_SVCRNAM: string{l..15]
Function name within the associated server assigned to process requests for this service.
On a ST request, the server must be able to map the function nameto afunction using its
symbol table to successfully advertise the service. In some situations (for example, direct
callsto tpadvertise () by the server), the function name for an acTive service object
will not be known and the string " =" will be returned as the attribute value.

Limitation: This attribute may only be set along with a state change from INactive to
ACTive.

TA_BUFTYPE: string[l..256]
Configured buffer types accepted by this service.

Limitation: This attribute is settable only viathe corresponding T_sErvICE class object.

TA_ROUTINGNAME; string]0..15]
Routing criteria name.

Limitation: This attribute is settable only viathe corresponding T_servICE class object.

TA_NCOMPLETED: 0 <= num
Number of service requests completed with respect totheretrieved acTive Or suspended
object since it was activated (advertised).

Limitation: This attribute is returned only when the T_poMAIN:TA_L.DBAL attribute value
issetto “v-.

TA_SVCTYPE: “{APP | CALLABLE | SYSTEM}”
Type of service. app indicates an application defined service name. cALLABLE indicatesa
system provided callable service. sysTeM indicates asystem provided and system callable
service. syYSTEM Services are not available to application clients and servers for direct
access. Note that when used asaceT key field, adelimited list ('|' delimiter) may be used
to retrieve multiple types of service group entries on one request. By default, only app
services are retrieved.

Number of requests currently enqueued to this service. This attribute isincremented at
engueue time and decremented when the server dequeues the request. Limitation: This
attribute is returned only when the T_poma1n:Ta_1DBAL attribute valueis set to “v-.
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TA_NQUEUED: 0 <= num < 32,768
Number of requests currently enqueued to this service. This attribute is incremented at
enqueue time and decremented when the server degqueues the request.

Limitation: This attribute is returned only when the T_poMaIN:TA_LDBAL attribute value
issetto “v-.

Limitations
None.

T_TLISTEN Class Definition

Overview

The T_T1L1sTEN class represents run-time attributes of the Oracle Tuxedo system listener
processes for a distributed application.

Attribute Table

Table 66 TM_MIB(5): T_TLISTEN Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_LMID(K) string R--R--R-- LMID N/A

TA_STATE(K) string R--R--R-- GET: “{ACT|INA}" N/A
SET: N/A N/A

(k)—GET key field

Attribute Semantics

TA_LMID: LMID
Logical machine identifier.

TA_STATE:

GET: “{INActive | ACTive}”
A GeT operation will retrieve run-time information for the selected T_tr.1sTEN
object(s). The following states indicate the meaning of aTa_sTaTe returned in
response to aGeT request.
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INActive T_TLISTEN object not active.

ACTive T_TLISTEN object active.

SET.

TM_MIB(5)

SET operations are not permitted on thisclass. Thisattributeis settable only viathe

corresponding T_SERVICE class object.

Limitations
Thisclassis not available through the tpadmcall () interface.

T _TLOG Class Definition

Overview

The T_Tt1.0G class represents configuration and run-time attributes of transaction logs. Thisclass
alows the user to manipulate logs within an application, that is, create, destroy, migrate, and so

on.

Attribute Table

Table 67 TM_MIB(5): T_TLOG Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_LMID(*) string  r--r--r-- LMID N/A
TA_STATE(K) string  r-xr-xr-- GET: “{ACT | INA |WAR}” N/A
SET: “WAR” N/A
TA_TLOGCOUNT long r-Xr-Xr-- 1<=num N/A
TA_TLOGINDEX long r-Xr-Xr-- 0 <= num N/A
TA_GRPNO(K) long r--r--r-- 1 <= num < 30,000 6]
TA_TLOGDATA string  r-xr-xr-- string[l..256] @)

(K)—GET key field
(*)—GET/SET key, one or more required for SET operations
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1Al attributesin the T_TLOG class are local attributes

20ne or more TA_GRPNO and TA_TLOGDATA attribute values may be returned with each object
of the T_TLOG class. The attribute values for each of these attributes belonging to the particular
object arethe TA_TLOGCOUNT number of occurrences beginning with the TA_ TLOGINDEX.

Attribute Semantics

TA_LMID. LMID
Transaction log logical machine identifier.

TA_STATE:

GET: “{ACTive | INActive | WARmstart}”
A GeT operation will retrieve log configuration and run-time information for the
selected T_t1.0G object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTive The transaction log exists and is actively logging commit
records for transactions coordinated on the site. This
corresponds to the associated T_MACHINE object being
active,

INActive Thetransaction log existsbut iscurrently inactive. This state
corresponds to the associated T_MACHINE object being
inactive and can only be returned if the site has a
tlisten (1) processrunning; otherwise, the siteis
unreachable and a object will not be returned.

WARmstart  Thetransactionlog exists, iscurrently active, and ismarked
for warmstart processing. Warmstart processing will occur
when the next server group is started on the site. This state
isacTive equivalent for the purposes of determining
permissions.

SET: “{WARmstart}”
A seT operation will update log configuration and run-time information for the
selected T_T1.0G object. The following states indicate the meaning of aTa_sTATE
set in a seT request. States not listed may not be set.
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unset Modify T_TLOG object. Allowed only whenintheaAcTive
state. Successful return leaves the object state unchanged.
The only object modifications permitted on this class are
additions to the transaction log. In this case,
TA_TLOGINDEX and TA_TLOGCOUNT indicate the objects
of TA_TLOGDATA to be added.

WARmstart  Initiate warmstart for the T_TLOG object. State change
allowed only when in the ACTive state. Successful return
leaves the object in thewARmstart state.

TA_TLOGCOUNT: 1 <= num
Number of transaction log datarecords (Ta_TrocDATA) counted, retrieved, or to be added.
This attribute isignored for seT operations with a state change indicated. For valid seT
operations with no state change, this attribute indicates the number of log recordsto be
added to an active transaction log. A GeT operation with neither Ta_crPNO nor
TA_TLOGDATA Specified returns acount of in-use log records. A ceT operation with only
TA_GRPNO set will return acount of in use log records with a coordinator group matching
theindicated group. A GeT operation with only Ta_trocpata set (") will return a count
of in uselog records and popul ate arrays of Ta_tLocpaTa and Ta_GRPNO attribute values
corresponding to the in use log records. A GeT operation with both Ta_creno and
TA_TLOGDATA Set (") will return a count of in use log records with a coordinator group
matching the indicated group and populate arrays of Ta_TLOGDATA and TA_GRPNO
attribute values corresponding to the in use log records.

TA_TLOGINDEX. O <= num
Index of thefirst object specific attribute values (Ta_GRPNO and TA_TLOGDATA)
corresponding to this object.

TA_GRPNO: 1 <= num < 30,000
Transaction coordinator's group number.

TA_TLOGDATA: string[l..256]
Formatted transaction log entry. This attribute value should not be interpreted directly.
Rather, it should be used solely asameans of migrating log records as part of server group
migration.
Limitations
None
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T _TRANSACTION Class Definition

Overview

The T_TRANSACTION class represents run-time attributes of active transactions within the

application.

Attribute Table

Table 68 TM_MIB(5): T_TRANSACTION Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_COORDLMID(K) string R--R--R-- LMID N/A
TA_1MID(K) string R--R--R-- LMID N/A
TA_TPTRANID(*) string R--R--R-- string[l..78] N/A
TA_XID(*) string R--R--R-- string[1..78] N/A
TA_STATE(K) string R-XR-XR-- GET: “{ACT|ABY|ABD|COM|REA N/A

| DEC | sUs}”

SET: “ABD” N/A
TA_TIMEOUT long R--R--R-- 1<=num N/A
TA_GRPCOUNT long R--R--R-- 1<=num N/A
TA_GRPINDEX long R--R--R-- 0 <= num N/A
TA_GRPNO long R--R--R-- 1 <= num < 30,000 @)
TA_GSTATE long R-XR-XR-- GET: “PREP | PABT | PCOM” N/A

SET:"{HCO |HAB}" N/A

(K)—GET key field

(*)—GET/SET key, one or more required for SET operations

L All attributes in the T_TRANSACTION class are local attributes.
20ne or more TA_GRPNO and TA_GSTATE attribute values may be returned with each object of
the T_TRANSACTION class. The attribute values for each of these attributes belonging to the
particular object are the TaA_GRPCOUNT number of occurrences beginning with the

TA_GRPINDEX.
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Attribute Semantics

TA_COORDLMID. LMID
Logical machineidentifier of the server group responsible for coordinating the
transaction.

TA_LMID. LMID
Retrieval machinelogical machineidentifier. Notethat transaction attributesare primarily
kept local to a site and coordinated via common transaction identifiers by transaction
management servers (TMSs).

TA_TPTRANID: string[l1..78]
Transaction identifier as returned from tpsuspend () mapped to a string representation.
The datain thisfield should not be interpreted directly by the user except for equality
comparison.

TA_XID: string[1..78]
Transaction identifier asreturned from tx_info () mapped to astring representation. The
datain thisfield should not be interpreted directly by the user except for equality
comparison.

TA_STATE!

GET: “{ACTive | ABortonlY | ABorteD | COMcalled | REAdy | DECided |

SUSpended} “
A GET operation will retrieve run-time information for the selected
T_TRANSACTION Object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GeT request. Note that distinct objects
pertaining to the same global transaction (equivalent transaction identifiers) may
indicate differing states. In general, the state indicated on the coordinator's site
(Ta_coorprMID) indicates the true state of the transaction. The exception iswhen
anon-coordinator site notices a condition that transitions the transaction state to
ABortonly. Thistransition will eventually be propagated to the coordinator site
and result in the rollback of the transaction, but this change may not be
immediately reflected on the coordinator site. All statesare acTive equivalent for
the purpose of determining permissions.
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PREPrepare Indicatesthat the transaction group contains servers that
have called xa_end (TMSUSPEND) during the course of
transactional work and that commit processing is
beginning. This state will exist until either al serversthat
caled xa_end (TMSUSPEND) have caused acall to
xa_end (TMSUCESS), at which point the group state will
become READy, or until one of the target servers does a
rollback of the transaction at which point the group state
will become either PostABorT Or ABorteD.

PostABorT Indicates that a server called xa_end (TPFATIL) and that
the TMShasnot yet called xa_rol1lback(). (thatis, that
other serversthat had called xa_end (TMSUSPEND) are
being notified by the TMSin order to clean up their
associated CORBA objects.

PostCOMmit  Notyet implemented.

SET: “{ABorteD}”
A ser operation will update run-time information for the selected
T_TRANSACTION Object. Thefollowing statesindicate the meaning of aTa_sTaTE
set in a seT request. States not listed may not be set.

unset Modify an existing T_TRANSACTION object. This
combination is allowed only when in the REAdy state and only
for the purpose of updating an individual group's state (see
TA_GSTATE below). Successful return leaves the object state
unchanged.

ABorteD  Abort the T_TRANSACTION object for the application. State
change allowed only when inthe ACTive, ABortonlY, or
COMcalled states. Successful return leaves the object in the
ABorteD State.

TA_TIMEOUT. 1 <= num
Time l€ft, in seconds, before the transaction will timeout on the retrieval site. Note that
this attribute value is returned only when the transaction state (Ta_STATE) iISACTive.
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TA_GRPCOUNT: 1 <= num

Number of groups identified as participantsin the transaction by the information returned
from the retrieval site.

TA_GRPINDEX:. 1 <= num
Index of thefirst group specific attribute values (Ta_crpNO and TA_GSTATE)
corresponding to this object.

TA_GRPNO: 1 <= num < 30,000
Group number of the participating group.

TA_GSTATE

GET':

*{ACTive | ABorteD | ReaDOnly | REAdy | HCOmmit | HABort | DONe} ”

A cET operation will retrieve run-time information for the selected
T_TRANSACTION object(s) pertaining to theindicated group. The following states
indicate the meaning of aTa_csTATE returned in response to aceT request. States
not listed will not be returned. Note that distinct objects pertaining to the same
global transaction (equivalent transaction identifiers) may indicate differing states
for individual groups. In general, the state indicated on the group's site indicates
the true state of the group's participation in the transaction. The exceptioniswhen
the coordinator site determines that the transaction should abort and sets each
participant group state to aBorteD. Thistransition will be propagated to the
group'ssiteand result in the rolIback of the group'swork in the transaction but may
not be reflected immediately.

ACTive

The transaction is active in the indicated group.

ABorteD

The transaction has been identified for rollback and rollback
has been initiated for the indicated group.

ReaDOnly

The group has successfully completed the first phase of
two-phase commit and has performed only read operations on
the resource manager, thus making it unnecessary to perform
the second phase of commit for this group.

REAdy

The group has successfully completed the first phase of
two-phase commit and is ready to be committed.

HCOmmit

The group has been heuristically committed. Thismay or may
not agree with the final resolution of the transaction.
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HABort

The group hasbeen heuristically rolled back. Thismay or may
not agree with the final resolution of the transaction.

DONe

This group has completed the second phase of the two-phase
commit.

SET:

*{HCOmmit | HABort} *
A seT operation will update run-time information for the first group in the
originating request within the selected T_transacTIon object. The following
states indicate the meaning of aTa_GsTATE set in a SET request. States not listed
may not be set. Statetransitionsare allowed only when performed within the object
representing the group's site (Ta_1L.MID).

HCOmmit

Heuristically commit the group's work as part of the indicated
transaction. State change allowed only when TA_GSTATE is
REAdy, TA_STATE iSREAdy, and theindicated group isnot on
the coordinator's site. Successful return leaves the object in the
HCOmmit state.

HABort

Heuristically rollback the group's work as part of the indicated
transaction. State change allowed only when TA_GSTATE is
ACTive Or REAdy, TA_STATE iSREAdy, and the indicated
group is not on the coordinator's site. Successful return leaves
the object inthe HABort State.

Limitations
None.

T_ULOG Class Definition

Overview

The T_uLoc class represents run-time attributes of useriog () fileswithin an application.
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Attribute Table

Table 69 TM_MIB(5): T_ULOG Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_1MID(K) string R--R--R--  LMID A
TA_PMID(X) string R--R--R-- string[1..30] A
TA_MMDDYY(K) long R--R--R--  mmddyy Current date
TA_STATE string R--R--R--  GET: “ACT” N/A
SET: N/A N/A
TA_ULOGTIME(K) long R--R--R--  hhmmss 000000
TA_ENDTIME(K) long K--K--K--  hhmmss 235959
TA_ULOGLINE(K) long R--R--R-- 1<=num 1
TA_ULOGMSG(X) string R--R--R-- string[1..256] N/A
TA_TPTRANID(K) string R--R--R-- string[l..78] N/A
TA_XID(K) string R--R--R-- string[1..78] N/A
TA_PID(K) long R--R--R-- 1<=num N/A
TA_THREADID integer r--r--r-- 0 <= num NA
TA_CONTEXTID(K) long r--r--r--  -2<=num < N/A
30,000
TA_SEVERITY(X) string R--R--R-- string[1..30] N/A
TA_ULOGCAT(X) string R--R--R-- string[1..30] N/A
TA_ULOGMSGNUM(K) long R--R--R-- 1<=num N/A
TA_ULOGPROCNM(X) string R--R--R-- string[1..30] N/A

(k)—GET key field
(x)—regular expression GET key field

1Al attributesin the T_ULoG class are local attributes.
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27a_LMID isarequired field used by the system to determine which application log file should
be accessed. It is not used to restrict returned records to only those generated from processes
running on the indicated machine. In cases where multiple machines share a log file via a
networked filesystem, multiple T2_1.M1ID values may be returned even though aspecific value has
been provided as a key field. For the same reasons, TA_PMID is hot considered in directing the
reguest to a particular machine, but is used in determining which records should be returned. In
this capacity, it may be useful to leverage Ta_PMID as aregular expression key field.

Attribute Semantics

TA_LMID. LMID
Retrieval machine logical machine identifier.

TA_PMID: string{1..30]
Physical machine identifier.

TA_MMDDYY. mmddyy
Date of user log file found or to be accessed.

TA_STATE!

GET: “{ACTive}”
A GET operation will retrieve run-time information for the selected T_ur.oc
object(s). The following states indicate the meaning of aTa_sTATE returned in
response to aGeT request.

ACTive Theobject returned reflects an existing user log file on the
indicated logical machine.

SET.
SET operations are not permitted on this class.

TA_ULOGTIME. hhmmss
Thetime of the user |og message represented by this object. The value of thisattributeis
formed by multiplying the hour by 10,000, adding to that the minute multiplied by 100,
and finally adding in the seconds. When used as akey field, this attribute represents the
start of the time range to be accessed for messages.

TA_ENDTIME. hhmmss
The latest time to be considered in aceT operation when accessing thiSuserlog file.
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TA_ULOGLINE: 1 <= num
Theline number of the user log message returned/requested within the user log file. When
used as a key field for retrieval, this value indicates the starting line within the log file.

TA_ULOGMSG: string{l..256]
The entire text of the user log message as it appearsin the user log file.

TA_TPTRANID: string[l..78]
Transaction identifier asreturned from tpsuspend () . The datain thisfield should not be
interpreted directly by the user except for equality comparison. Messages not associated
with transactions will retrieve a O-length string as the value for this attribute.

TA_XID: string[1..78]
Transaction identifier as returned from tx_info (). The datain thisfield should not be
interpreted directly by the user except for equality comparison. M essages not associated
with transactions will retrieve a O-length string as the value for this attribute.

TA_PID. 1 <= num
Process identifier of the client or server that generated the user log message.

TA_THREADID: 0 <= num
Identifier for the thread that wrote this user log message.

TA_CONTEXTID: -2 <= num < 30,000
Identifier for this particular application association.

TA_SEVERITY. string[1..30]
Severity of message, if any.

TA_ULOGCAT: string[1..30]
Catal og name from which the message was derived, if any.

TA_ULOGMSGNUM: 1 <= num
Catalog message number, if the message was derived from a catal og.

TA_ULOGPROCNM: string{1..30]
Process name of the client or server that generated the user log message.

Limitations
Retrievals may be done only if the associated T_macHINE object isalso acTive.

Retrievals for this class must be directed, that is, the Ta_1.mM1D attribute must be specified.
Retrievals of log records written by Workstation clients are available only if thelog file used by
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the client is shared with one of the machines defined in the T_macHINE classfor the application.
Otherwise, these log records are unavailable through this class.

Retrievals on this classwhich cannot be completely satisfied will awaysreturn aTa_More value
of 1 indicating only that more information may be available for the originating request.

TM_MIB(5) Additional Information

Diagnostics

418

There are two genera types of errors that may be returned to the user when interfacing with

™ _MIB(5). First, any of the three ATMI verbs (tpcall (), tpgetrply (), and tpdequeue ())
used to retrieve responses to administrative requests may return any error defined for them. These
errors should be interpreted as described on the appropriate reference pages.

If, however, therequest is successfully routed to asystem service capabl e of satisfying the request
and that service determines that there is a problem handling the request, failure may be returned
in the form of an application level service failure. In these cases, tpcall () and tpcall () will
return an error with tpgetrply () setto TPESVCFAIL and return areply message containing the
original request along with Ta_ERROR, TA_sTaTUS, and Ta_BaprLD fields further qualifying the
error as described below. When a service failure occurs for a request forwarded to the system
through the TmororwaARD (5) server, the failure reply message will be enqueued to the failure
queue identified on the original request (assuming the -d option was specified for TMOFORWARD).

When a service failure occurs during processing of an administrative request, the FML 32 field
TA_STATUS iS Set to atextual description of the failure, and the FML32 field TA_ERROR iS set to
indicate the cause of the failure asindicated below. All error codes are guaranteed to be negative.

[other]
Other error return codes generic to any component MIB are specified in the M1B (5)
reference page. These error codes are guaranteed to be mutually exclusive with any
T™™_MIB(5) specific error codes defined here.

Thefollowing diagnostic codes arereturned in Ta_ERROR to indicate successful completion of an
administrative request. These codes are guaranteed to be non-negative.

[other]
Other return codes generic to any component MIB are specified inthem1s (5) reference
page. These return codes are guaranteed to be mutually exclusive with any v_m1B(5)
specific return codes defined here.
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Interoperability

The header files and field tables defined in this reference page are available on Oracle Tuxedo
release 6.1 and later. Fields defined in these headers and tables will not be changed from rel ease
to release. New fields may be added which are not defined on the older rel ease site. Accessto the
AdminAPI isavailable from any site with the header files and field tables necessary to build a
request.

If sites of differing rel eases, both greater than or equal to Oracle Tuxedo release 6.1, are
interoperating, information on the older siteis available for access and update as defined in the
MIB reference page for that release and may be a subset of the information availablein the later
release.

Portability

The existing FML32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo system MIBs, as well asthe header file and field table defined in this reference
page, are available on all supported native and workstation platforms.

Examples

This section contains a sequence of code fragmentsthat configure, activate, query, and deactivate
atwo node application using both tpadmcall () and tpcall (). Variable namesare used in
places where reasonable values for alocal environment are required, for example, TUXCONFIG iS
atwo element array of character pointers with each element identifying the full pathname of the
TUxcoNFIG file on that machine.

Field Tables

Thefield table tpadm must be available in the environment to have access to attribute field
identifiers. This can be done at the shell level asfollows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files
The following header files are included.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>
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Libraries

${TUXDIR}/1lib/libtmib.a,
S{TUXDIR}/1lib/libtmib.so.<rel>,

${TUXDIR}/1lib/libgm.a,

${TUXDIR}/1lib/libgm.so.<rel>,

${TUXDIR}/1lib/libtmib.1lib

The libraries must be linked manually when using buildclient. The user must use:
-L${TUXDIR}/1lib -ltmib -lgm

Initial Configuration

The following code creates and popul ates an FML32 buffer that is then passed to tpadmcall ()
for processing. This example also shows interpretation of tpadmcall () return codes. The
request shown createsthe initial configuration for the application.

/* Allocate and initialize the buffer */

ibuf = (FBFR32 *)tpal loc("FML32", NULL, 4000);
obuf = (FBFR32 *)tpalloc("FML32", NULL, 4000);

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_DOMAIN", 0);

Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes to be set in T_DOMAIN class object */

Fchg32 (ibuf, TA_OPTIONS, 0, "LAN,MIGRATE", 0);

Fchg32 (ibuf, TA_IPCKEY, 0, (char *)&ipckey, 0);

Fchg32 (ibuf, TA_MASTER, 0, "LMID1", 0);

Fchg32 (ibuf, TA_MODEL, 0, "MP", 0);

/* Set TM_MIB(5) attributes for TA_MASTER T_MACHINE class object */
Fchg32 (ibuf, TA_LMID, 0, "LMID1", 0);

Fchg32 (ibuf, TA_PMID, 0, pmid[0], 0);

Fchg32 (ibuf, TA_TUXCONFIG, 0, tuxconfig[0], 0);

Fchg32 (ibuf, TA_TUXDIR, 0, tuxdir[0], 0);

Fchg32 (ibuf, TA_APPDIR, 0, appdir[0], 0);

Fchg32 (ibuf, TA_ENVFILE, 0, envfile[0], 0);

Fchg32 (ibuf, TA_ULOGPFX, 0, ulogpfx[0], 0);

Fchg32 (ibuf, TA_BRIDGE, 0, "/dev/tcp", 0);

Fchg32 (ibuf, TA_NADDR, 0, naddr[0], 0);

Fchg32 (ibuf, TA_NLSADDR, 0, nlsaddr([0], 0);

/* Perform the action via tpadmcall() */

if (tpadmcall (ibuf, obuf, 0) 0) {

fprintf (stderr, "tpadmcall failed: %s\n", tpstrerror (tperrno));
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/* Additional error case processing */
}

Add Second Machine

The following code reuses the buffers allocated in the previous section to build a request buffer.
The request shown below adds a second machine to the configuration established earlier.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */

Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_MACHINE", 0);

Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes to be set in T_MACHINE class object */

Fchg32 (ibuf, TA_LMID, 0, "LMID2", O0);

Fchg32 (ibuf, TA_PMID, 0, pmid[1], 0);

Fchg32 (ibuf, TA_TUXCONFIG, 0, tuxconfigl[l], 0);
Fchg32 (ibuf, TA_TUXDIR, 0, tuxdir[l], 0);
Fchg32 (ibuf, TA_APPDIR, 0, appdir[l], 0);
Fchg32 (ibuf, TA_ENVFILE, 0, envfile[l], 0);
Fchg32 (ibuf, TA_ULOGPFX, 0, ulogpfx[1], 0);
Fchg32 (ibuf, TA_BRIDGE, 0, "/dev/tcp", 0);
Fchg32 (ibuf, TA_NADDR, 0, naddr[l], O0);

Fchg32 (ibuf, TA_NLSADDR, 0, nlsaddr([1l], 0);
tpadmcall(...) /* See earlier example for detailed error processing */

Make Second Machine Backup Master

The existing buffers are again reused to identify the newly configured second machine as the
backup master site for this application.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));
/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_DOMAIN", 0);

/* Set TM_MIB(5) T_DOMAIN attributes changing *
Fchg32 (ibuf, TA_MASTER, 0, "LMID1,LMID2", 0);
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tpadmcall(...); /* See earlier example for detailed error processing */

Add Two Server Groups
Reuse the buffers to generate two requests, each adding one server group to the configured
application. Note how the second request simply modifies the necessary fieldsin the existing
input buffer.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_GROUP", 0);

Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining first group */
Fchg32 (ibuf, TA_SRVGRP, 0, "GRP1", 0);

Fchg32 (ibuf, TA_GRPNO, 0, (char *)&grpno[0], 0);
Fchg32 (ibuf, TA_LMID, 0, "LMID1,LMID2", O0);

tpadmcall(...); /* See earlier example for detailed error processing */

/* Set TM_MIB(5) attributes defining second group */
Fchg32 (ibuf, TA_SRVGRP, 0, "GRP2", 0);

Fchg32 (ibuf, TA_GRPNO, 0, (char *)&grpno[l], 0);
Fchg32 (ibuf, TA_LMID, 0, "LMID2,LMID1", O0);

tpadmcall(...); /* See earlier example for detailed error processing */

Add One Server Per Group
Reuse the allocated buffersto add one server per group to the configured application.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_SERVER", 0);

Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);
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/* Set TM_MIB(5) attributes defining first server */
Fchg32 (ibuf, TA_SRVGRP, 0, "GRP1", 0);

Fchg32 (ibuf, TA_SRVID, 0, (char *)&srvid[0], 0);
Fchg32 (ibuf, TA_SERVERNAME, 0, "ECHO", 0)

tpadmcall(...); /* See earlier example for detailed error processing */

/* Set TM_MIB(5) attributes defining second server */
Fchg32 (ibuf, TA_SRVGRP, 0, "GRP2", 0);
Fchg32 (ibuf, TA_SRVID, 0, (char *)&srvid[1l], 0);

tpadmcall(...); /* See earlier example for detailed error processing */

Add Routing Criteria

Add arouting criteriadefinition. Notethat routing criteriamay be dynamically added to arunning
application using a similar operation viathe tpcall () interface.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_ROUTING", O0);

Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining routing criteria */
Fchg32 (ibuf, TA_ROUTINGNAME, 0, "ECHOROUTE", O0);

Fchg32 (ibuf, TA_BUFTYPE, 0, "FML", 0);

Fchg32 (ibuf, TA_FIELD, 0, "LONG_DATA", 0);

Fchg32 (ibuf, TA_RANGES, 0, "MIN-100:GRP1,100-MAX:GRP2", 26);

tpadmcall(...); /* See earlier example for detailed error processing */

Add Service Definition

Define a service object that maps the advertised service name to the routing criteria defined
above.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
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Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32 (ibuf, TA_CLASS, 0, "T_SERVICE", 0);
Fchg32 (ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining service entry */
Fchg32 (ibuf, TA_SERVICENAME, 0, "ECHO", 0);
Fchg32 (ibuf, TA_ROUTINGNAME, 0, "ECHOROUTE", 0);

tpadmcall(...); /* See earlier example for detailed error processing */

Activate Master Site Admin

Activate the master site administrative processes (DBBL, BBL, Bridge) by setting theT_pomMa1n
class object stateto ACTIVE.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_DOMAIN", O0);

Fchg32 (ibuf, TA_STATE, 0, "ACT", 0);

tpadmcall(...); /* See earlier example for detailed error processing */

Switch to Active Application Administration

Now that the application is active, we need to join the application and make our AdminAPI
requestsviathe tpcalil () interface.

/* Now that the system is active, join it as the administrator */ tpinfo =
(TPINIT *)tpalloc("TPINIT", NULL, TPINITNEED(O));

sprintf (tpinfo->usrname, "appadmin") ;

sprintf (tpinfo->cltname, "tpsysadm");

if (tpinit(tpinfo) < 0) {

fprintf (stderr, "tpinit() failed: %s\n", tpstrerror (tperrno)) ;

/* Additional error case processing */

}

/* Reinitialize buffers as typed buffers */
Finit32 (ibuf, Fsizeof32(ibuf));
Finit32 (obuf, Fsizeof32 (obuf));
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Activate Rest of Application

Activate the remaining portions of the application. Note that the administrative user may request
unsolicited notification messages be sent just before and just after the attempted boot of each
server by setting the TMiB_NoTIFY flag inthe Ta_rracs attribute of the request. This example
shows handling of an error return from tpcall ().

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T MACHINE", 0);

Fchg32 (ibuf, TA_STATE, 0, "RAC", 0);

/* Set TM_MIB(5) attributes identifying machine */
Fchg32 (ibuf, TA_LMID, 0, "LMID1", 0);

/* Invoke the /AdminAPI and interpret results */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)&obuf, &olen, 0) < 0) {
fprintf (stderr, "tpcall failed: %s\n", tpstrerror (tperrno));

if (tperrno == TPESVCFAIL) {

Fget32 (obuf, TA_ERROR, 0, (char *)&ta_error,NULL) ;

ta_status = Ffind32 (obuf, TA STATUS, 0, NULL);

fprintf (stderr, "Failure: %1d, %s\n",

ta_error, ta_status);

/* Additional error case processing */

}

Query Server Status
Generate a query on the status of one of the activated servers.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "GET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T _SERVER", 0);

flags = MIB_LOCAL;

Fchg32 (ibuf, TA_FLAGS, 0, (char *)&flags, 0);
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/* Set TM_MIB(5) attributes identifying machine */
Fchg32 (ibuf, TA_SRVGRP, 0, "GRP1", 0);
Fchg32 (ibuf, TA_SRVID, 0, (char *)&srvid[0], 0);

tpcall(...); /* See earlier example for detailed error processing */

Deactivate Application

Deactivate the application by setting the state of each machine to znacTzve. Note that the
TMIB_NOTIFY flag could be used with this operation also.

/* Clear the request buffer */ Finit32 (ibuf, Fsizeof32(ibuf));

/* Shutdown Remote Machine First */
/* Set MIB(5) attributes defining request type */
Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32 (ibuf, TA_CLASS, 0, "T_MACHINE", 0);
(
(

Fchg32 (ibuf, TA_LMID, 0, "LMID2", 0);
Fchg32 (ibuf, TA_STATE, 0, "INA", 0);
tpcall(....); /* See earlier example for detailed error processing */

/* And now application servers on master machine *
flags = TMIB_APPONLY;

Fchg32 (ibuf, TA_FLAGS, 0, (char *)&flags, 0);
Fchg32 (ibuf, TA_LMID, 0, "LMID1", 0);

tpcall(...); /* See earlier example for detailed error processing */

/* Terminate active application access */

tpterm() ;

/* Finally, shutdown the master admin processes */
Finit32 (ibuf, Fsizeof32(ibuf));

Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_DOMAIN", 0);

Fchg32 (ibuf, TA_STATE, 0, "INA", 0);

tpadmcall(...); /* See earlier example for detailed error processing */
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Files
S{TUXDIR}/include/tpadm.h, S${TUXDIR}/udataobj/tpadm

See Also

tpacall (3c), tpalloc (3c), tpcall (3c), tpdequeue (3c), tpenqueue (3¢),
tpgetrply (3c), tprealloc (3c¢), Introduction to FML Functions, Fadd, Fadd32(3fml),
Fchg, Fchg32(3fml),Ffind, Ffind32(3fml),MIB(5),WS_MIB(5)

Setting Up an Oracle Tuxedo Application

Administering an Oracle Tuxedo Application at Run Time
Programming an Oracle Tuxedo ATMI Application Using C
Programming an Oracle Tuxedo ATMI Application Using FML
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TMFFNAME(3)

Synopsis
Server that runs the FactoryFinder and supporting NameManager services.

Syntax
TMFFNAME SRVGRP=“identifier” SRVID=“number”
[CLOPT="[-A] [servopts options]
[-- [-F ] [-N | -N -M [-f filenamell]”]
Description

TMFFNAME IS a server provided by Oracle Tuxedo that runs the FactoryFinder and supporting
NameManager services which maintain a mapping of application-supplied names to object
references.

Parameters

-A
Advertise al services built into the server

-F
FactoryFinder service
-N
Slave NameManager service; thisisthe default.
-M

Master NameManager service

-f filename
Location of FactoryFinder import/export file

The FactoryFinder serviceisaCORBA-derived servicethat provides client applicationswith the
ability to find application factories that correspond to application-specified search criteria.
Consult the Oracle Tuxedo CORBA Programming Reference for a complete description on the
FactoryFinder APl and Creating CORBA Server Applicationsfor adescription of registering and
unregistering factories. The FactoryFinder service isthe “default” serviceif no services are
specified in the cLoprT.

The NameManager service is an Oracle Tuxedo-specific service that maintains a mapping of
application-supplied names to object references. One usage of this service is to maintain the
application factory name-to-object reference list. The NameManager service can be booted with
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an -u option that designates a Master role. If the -m option is not specified, the NameManager
isassumed to be a Slave. Slave NameM anagers obtain updates from the Master. Only one Master
NameManager can be specified in an application.

The master NameM anager can be configured to make factory objectsresiding in remote domains
accessible in the local domain. It can also be configured to make factory objectsresiding in the
local domain accessible from remote domains. Either or both of these configuration options can
be specified in the FactoryFinder Domains configuration file, factory_finder.ini.

Thelocation of the factory_finder.ini fileisspecified with the - £ command-line option for
the master NameManager. If the - £ option is specified and the factory_finder. ini fileisnot
found, the initialization of the master NameManager fails. If the - £ option is not specified, only
locally registered factory objects are accessible to the local application, and none of the local
factory objects are accessible to applications in remote domains.

Note: Itispossibleto boot one or more TMFFNAME pProcesses running the same service. To
provide increased reiability, at least two NameManager services must be configured,
preferably on different machines.

Interoperability
The TMrFFNAME Servers run on Oracle Tuxedo version 4.0 software and later.

Notes

If there are less than two NameManager services configured in the application’ s urBcoNFIG
(TMrFNAME -N), the server terminates itself during boot and writes an error message to the user
log.

If aMaster NameManager service is not configured in the application’ sussconric fileand is
running when a Slave NameM anager service starts, the server terminates itself during boot and
writes an error message to the user log. Additionaly, if the Master is down, registration and
unregistration of factoriesis disabled until the Master restarts.

If aTMsysSEVT server isnot configured in the application’s ussconr1g file and is not running
when aNameManager serviceisbeing started, the server terminatesitself during boot and writes
an error message to the user log.

If a NameManager service is not configured in the application’ suseconr1c file and a
FactoryFinder serviceisbeing started, the server terminatesitself during boot and writes an error
message to the user log.

If running an MP configuration, all name managers (TMrrFNaME -N) should configured to boot
before any slave event service servers(tMsysevT -s). Themaster Tmsysevt must still be booted
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before any name managers. If slave TusysevT booted before name managers, a slave name
manager could miss update events sent by the master name manager, this can result in some
clients seeing NoFactory exceptionswhen trying to find afactory, or the factory finder returning
afactory object which is no longer registered (resulting in No_TMPLEMENT OF other exceptions
when invoked on), or unexpected load balancing behavior.

If aslave name manager was shutdown and boot again, and if any customer written CORBA
servers that register (or unregister) afactory are booting (or shutting down), then either boot (or
shutdown) the customer written serversfirst or wait for the longest polling interval set on al the
dave msysevT's. Default for those with no -p option is 30 seconds.

Example

*SERVERS
TMSYSEVT SRVGRP=ADMIN1 SRVID=44 RESTART=Y
CLOPT="-A"

TMFFNAME SRVGRP=ADMIN1 SRVID=45 RESTART=Y
CLOPT="-A -- -F”

TMFFNAME SRVGRP=ADMIN1 SRVID=46 RESTART=Y

CLOPT="-A -- -N -M -f c:\appdir\import_factories.ini”
TMFFNAME SRVGRP=ADMIN2 SRVID=47 RESTART=Y

CLOPT="-A -- -N"

TMFFNAME SRVGRP=ADMIN3 SRVID=48 RESTART=Y

CLOPT="-A -- -F”

TMFFNAME SRVGRP=ADMIN4 SRVID=49 RESTART=Y

CLOPT="-A -- -F”

See Also

factory_finder.ini (5), TMSYSEVT (5),UBBCONFIG(5),userlog(3c)," TP Framework” in
Oracle Tuxedo CORBA Programming Reference.
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TMIFRSVR(3)

Name
The Interface Repository server

Synopsis
TMIFRSVR SRVGRP=‘“identifier” SRVID=“number” RESTART=Y GRACE=0
CLOPT="[servopts options] -- [-f repository file name]”
Description

The TMIFRSVR Server isaserver provided by Oracle for accessing the Interface Repository. The
APl isasubset of the CORBA-defined Interface Repository API. For a description of the
Interface Repository API, see Oracle Tuxedo CORBA Programming Reference.

Parameter

[-f repository file_name]
Interface Repository filename. Thisfile must have been generated previously using the
id12ir command. If this parameter is not specified, the default repository filename
repository.ifr located in the application directory (apppIR) for the machineis used.
If the repository file cannot be read, the server fails to boot.

Examples

*SERVERS

#This server uses the default repository TMIFRSVR
SRVGRP="IFRGRP" SRVID=1000 RESTART=Y GRACE=0

#This server uses a non-default repository TMIFRSVR
SRVGRP="IFRGRP" SRVID=1001 RESTART=Y GRACE=0
CLOPT="-- -f /nfs/repository.ifr"

See Also

ir2idl (1), UBBCONFIG (5), servopts(5)
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Name
TMMETADATA - Tuxedo service metadata repository server

Synopsis
TMMETADATA SRVGRP="identifier" srvip="number"

CcLoPT="[-2a] [servopts optiong] -- -£ repository_file [-r] [-o0 filename]

Description

TMMETADATA iSa Tuxedo system server that processes requests to retrieve and/or update Tuxedo
service metadata repository information.

TMMETADATA provides and supports just one service, . TMMETAREPOS, Which uses FML.32 input
and output buffers similar to those used by the Tuxedo MIB. The TmMETADATA FML32 buffer
format isdescribed inmIB (5).

Note: Metadatainformation retrieval and updating are handled through a service independent
from . 1B in order to avoid burdening the BBL with metadata request processing
overhead since the metadata repository is stored separately from the Tuxedo
configuration.

The cLopT option isastring of command link options that is passed to TMMETADATA Whenitis
booted. The following run-time parameters are recognized by TMMETADATA:

-f
This option is mandatory and specifies the location of the metadata repository file.

If thisoption is specified, TMmeTADATA ONnly alowsretrieve information requestsfrom the
metadata repository and disallows any metadata repository update requests. The
TMMETADATA default permissions setting isread/write.

Used for Service Contract Discovery. This option specifies the name of the text file to
store recognized pattern. When set, patterns are output to this file instead of to the
metadata repository. If TMMETDATA is"read only" using "-r", "-0"must be specified if
service contract discovery isrequired. The file format is compliant with metadata
repository input file specifications.

For more information, see Configuring Service Contract Discovery in the Oracle SALT
Administration Guide.
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Limitation
Because TMMETADATA provides only one service, . TMMETAREPOS, Multiple TMMETADATA Servers

running on a particular Tuxedo domain must all be configured for the same permission access.
That is, they either should all be read only or they should all be read and write.

Each TvmETADATA Server must be configured to access the same metadata repository file or an
exact copy of thefileto provide consistent request results. Therefore, it isstrongly recommended
that astable version of the metadata repository is made available for multiple TMvETADATA Server
access.

Interoperability
TMMETADATA mMust run on a Tuxedo 9.0 release or later.

Tuxedo Jolt Repository

If invoked on a Tuxedo Jolt repository file with the -r option, TMvETADATA can read and return
records from that file just asit would for a Tuxedo metadata repository file.

If invoked on a Tuxedo Jolt repository file without the -r option, TMMeETADATA fails upon server
initialization.

Example(s)

Listing 6 Single TMMETADATA Server Configuration

*SERVERS
TMMETADATA SRVGRP=ADMIN1 SRVID=137 RESTART=Y MAXGEN=5
GRACE=3600 CLOPT="-A -- -f /usr/tuxadmin/METAREPOS"

Listing 7 Multiple TMMETADATA Server Configuration

*SERVERS

TMMETADATA SVRGRP=ADMIN1 SVRID=101 RESTART=N
CLOPT="-A -- -f /usr/tuxadmin/metareposl -r"

TMMETADATA SVRGRP=ADMIN1 SVRID=102 RESTART=Y MAXGEN=5
GRACE=3600 CLOPT="-A -- -f /usr/tuxadmin/metareposl -r"
TMMETADATA SVRGRP=ADMIN1 SVRID=103 RESTART=Y MAXGEN=5
GRACE=3600 CLOPT="-A -- -f /usr/tuxadmin/metareposl -r"
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See Also
tpgetrepos (3c), tpsetrepos (3c), MIB(5).

Configuring Service Contract Discovery
inthe Oracle SALT Administration Guide
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TMQFORWARD(3)

Name
TMQFORWARD—M essage Forwarding server

Synopsis

TMQFORWARD SRVGRP="identifier" SRVID="number" REPLYQ=N CLOPT="

[-A] [servopts options] -- -d queuename|[,queuename. .. ]

[-t trantime ] [-1 idletime] [-b timeout] [-e] [-d] [-n] [-f delay] "
Description

The message forwarding server is an Oracle Tuxedo system-supplied server that forwards
messages that have been stored using tpenqueue () for later processing. The application
administrator enables automated message processing for the application servers by specifying
this server as an application server in the SERVERS section.

Thelocation, server group, server identifier and other generic server related parameters are
associated with the server using the already defined configuration file mechanisms for servers.
Thefollowing isalist of additional command-line options that are available for customization.

-d queuename [, Qqueuename. .. ]
Used to specify the names of one or more queues/services for which this server forwards
messages. Queue and service names are strings limited to 15 characters. Thisoptionis
required.

-t trantime
Used to indicate the transaction timeout value used on tpbegin () for transactionsthat
degueue messages and forward them to application servers. If not specified, the default
is 60 seconds.

-i idletime
Used to indicate the amount of time (in seconds) that the server remains idle after
draining the queue(s) that it isreading. A negative value indicates an amount of timein
milliseconds. For exampleif you specify -i -10, the idle time will be 10 milliseconds.

If avalue of zero is specified, the server will read the queue(s) continually, which can
beinefficient if the queues do not continually have messages. If no value is specified,
the default is 30 seconds.
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-b timeout

Used to limit nontransaction block waiting time, in seconds, for aforwarded service to
complete. The -b option can only be used with the - £ option.

Used to cause the server to exit if it finds no messages on the queue(s). This, combined
with the threshold command associated with the queue(s), can be used to start and stop the
TMQFORWARD Server in response to fluctuations of messages that are enqueued.

Used to cause messages that result in service failure and have areply message (non-zero
in length) to be deleted from the queue after the transaction isrolled back. That is, the
original request message is deleted from the queue—not put back on the queue—if the
service fails and a reply message (non-zero in length) is received from the server.

The reply message is enqueued to the failure queue, if oneis associated with the message
and the queue exists. If the message isto be deleted at the same time as the retry limit
configured for the queue is reached, the original request message is put into the error
queue.

Used to cause messages to be sent using the renoTraN flag. Thisflag allows for
forwarding to server groups that are not associated with a resource manager.

-f delay

Used to cause the server to forward the message to the service instead of using tpcall.
The message is sent such that areply is not expected from the service. The TMQFORWARD
server does not block waiting for the reply from the service and can continue processing
the next message from the queue. To throttle the system such that TMororwARD does not
flood the system with requests, the de1ay numeric value can be used to indicate adelay,
in seconds, between processing requests; use zero for no delay.

Messages are sent to a server providing a service whose name matches the queue name from
which the message is read. The message priority isthe priority specified when the messageis
enqueued, if set. Otherwise, the priority is the priority for the service, as defined in the
configuration file, or the default (50).

M essages are dequeued and sent to the server within atransaction. If the service succeeds, the
transaction is committed and the message is deleted from the queue. If the message is associated
with areply queue, any reply from the service is enqueued to the reply queue, aong with the
returned tpurcode. If the reply queue does not exist, the reply is dropped.
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An application may be able to specify the quality of service for areply to a message when the
original message is enqueued. If areply quality of serviceis not specified, the default delivery
policy specified for the reply queueis used. Note that the default delivery policy is determined
when thereply to amessage isenqueued. That is, if the default delivery policy of thereply queue
is modified between the time that the original message is enqueued and the reply to the message
is enqueued, the policy used isthe one in effect when the reply isfinally enqueued.

If the servicefails, the transaction is rolled back and the message is put back on the queue, up to
the number of times specified by the retry limit configured for the queue. When amessage is put
back on the queue, the rules for ordering and dequeuing that applied when it was first put on the
queueare (in effect) suspended for de1ay seconds; this opens up the possibility, for example, that
amessage of alower priority may be dequeued ahead of the restored message on a queue ordered
by priority.

If the -a option is specified, the messageis deleted from the queue if the service failsand areply
message is received from the server, and the reply message (and associated tpurcode) are
enqueued to the failure queue, if one is associated with the message and the queue exists. If the
message is to be deleted at the same time as the retry limit for the queue is reached, the original
request message is put into the error queue.

Any configuration condition that prevents TMororwARD from dequeuing or forwarding messages
will cause the server to fail to boot. These conditions include the following:

e The srRvGRP must have TMSNAME Set to TMS_ QM.
e OPENINFO must be set to indicate the associated device and queue name.
e The sERVER entry must not be part of an MSSQ set.

e REPLYQ must be set to N.

The -q option must be specified in the command-line options.

e The server must not advertise any services (that is, the -s option must not be specified).

Handling Application Buffer Types
As delivered, TMororwWARD handles the standard buffer types provided with the Oracle Tuxedo
system. If additional application buffer types are needed, a customized version of TMQFORWARD

needs to be built using buildserver (1) with acustomized type switch. See the description in
Using the ATMI /Q Component.

Thefilesincluded by the caller should include only the application buffer type switch and any
required supporting routines. buildserver isused to combine the server object file,
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$TUXDIR/1ib/TMQFORWARD. o, With the application type switch file(s), and link it with the
needed Oracle Tuxedo system libraries. The following example provides a sample for further
discussion.

buildserver -v -o TMQFORWARD -r TUXEDO/QM -f ${TUXDIR}/lib/TMQFORWARD.o -f
apptypsw.o

Thebuildserver optionsare asfollows:

-V
Specifiesthat buildserver should work in verbose mode. In particular, it writesthe cc
command to its standard output.

-0 name

Specifies the filename of the output load module. The name specified here must also be
specified in the servERS section of the configuration file. It is recommended that the
name TMQFORWARD be used for consistency. The application specific version of the
command can beinstalled in $apppIR it isbooted instead of the versionin $TUXDIR/bin.

-r TUXEDO/QM
Specifiesthe resource manager associated with thisserver. The value TuxeDO/ QU appears
in the resource manager table located in $TUXDIR/udataobj/Ru and includesthelibrary
for the Oracle Tuxedo system gqueue manager.

-f $TUXDIR/1lib/TMQFORWARD. o
Specifiesthe object file that contains the TMororwaARD service and should be specified as
the first argument to the - £ option.

-f firstfiles
Specifies one or more user filesto be included in the compilation and/or link edit phases
of buildserver. Source files are compiled using the either the cc command or the
compilation command specified through the CC environment variable. These files must
be specified after including the TmororwARD.O object file. If more than onefileis
specified, filenames must be separated by white space (space or tab) and the entire list
must be enclosed in quotation marks. This option can be specified multiple times.

The -s option must not be specified to advertise services.

Portability

438

TMQFORWARD IS supported as an Oracle Tuxedo system-supplied server on all supported server
platforms.
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Interoperability

TMQFORWARD May be run in an interoperating application, but it must run on an Oracle Tuxedo
release 4.2 or later node.

Examples
*GROUPS # For Windows, :mygueue becomes ;myqueue
TMQUEUEGRP LMID=1mid GRPNO=1 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM: /dev/device:myqueue"
# no CLOSEINFO is required

*SERVERS # recommended values RESTART=Y GRACE=0

TMQFORWARD SRVGRP="TMQUEUEGRP" SRVID=1001 RESTART=Y GRACE=0
CLOPT=" -- -gservicel,service2" REPLYQ=N

TMQUEUE SRVGRP="TMQUEUEGRP" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTING:TMQUEUE"

See Also

buildserver (1), tpdequeue (3c), tpenqueue (3c), servopts (5), TMQUEUE (5),
UBBCONFIG(5)

Setting Up an Oracle Tuxedo Application
Programming an Oracle Tuxedo ATMI Application Using C
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Name

TMQUEUE—M essage Queue Manager

Synopsis

TMQUEUE

SRVGRP="identifier"

SRVID="number" CLOPT=" [-A][servopts options] -- [-t timeout]"
Description

The message queue manager is an Oracle Tuxedo system-supplied server that enqueues and
dequeues messages on behalf of programscalling tpenqueue () and tpdequeue (), respectively.
The application administrator enables message enqueuing and dequeuing for the application by
specifying this server as an application server in the servERS section.

Thelocation, server group, server identifier and other generic server related parameters are
associated with the server using the already defined configuration file mechanisms for servers.
The following additional command-line option is available for customization.

-t timeout
Used to indicate the timeout to be used for queuing operations when not in transaction
mode (for example, tpenqueue () Of tpdequeue () are called when the caller isnot in
transaction mode or with the TeNoTRAN flag). This value also has an impact on dequeue
requestswith the Tpowa 1T Option since the operation will timeout and an error will be sent
back to the requester based on this value. If not specified, the default is 30 seconds.

A TMQUEUE Server isbooted as part of an application to facilitate application accessto its
associated queue space; a queue spaceis a collection of queues.

Any configuration condition that prevents the TMouruE from enqueuing or dequeuing messages
will cause the TMouEUE to fail at boot time. The srverp must have TMsNaME set to Tvs_om, and
must have orENINFO Set to indicate the associated device and queue space name.

Queue Name for Message Submission

440

The tpenqueue () and tpdequeue () functionstake a queue space name astheir first argument.
This name must be the name of aservice advertised by TmouruE. By default, TMoueUuE only offers
the service “TmoueuE”. While this may be sufficient for applications with only a single queue
space, applications with multiple queue spaces may need to have different queue space names.
Additionally, applications may wish to provide more descriptive service names that match the
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gueue space names. Advertising additional service names can be done using the standard server
command lineoption, -s, asshown below in ExampLES. An alternativeisto hard-codethe service
when generating a custom TMQUEUE program, as discussed in the following section.

While these methods (the server command line option or a customized server) may be used for
static routing of messages to a queue space, dynamic routing may be accomplished using
data-dependent routing. In this case, each TMQUEUE server would advertise the same service
name(s) but arouTIng field in the configuration file would be used to specify routing criteria
based on the application datain the queued message. The routing function returns acroup based
on the service name and application typed buffer data, which is used to direct the message to the
service at the specified group (note that there can be only one queue space per croup, based on
the oPENINFO String).

Handling Application Buffer Types

As delivered, TMouEUE handles the standard buffer types provided with Oracle Tuxedo system.
If additional application buffer types are needed, a customized version of TMOUEUE needs to be
built using buildserver (1) . Seethe description in Using the ATMI /Q Component.

The customization described in buildserver can also be used to hard-code service names for
the server.

Thefilesincluded by the caller should include only the application buffer type switch and any
required supporting routines. buildserver isused to combine the server object file,
$TUXDIR/1ib/TMQUEUE. o, with the application type switch file(s), and link it with the needed
Oracle Tuxedo system libraries. The following example provides asample for further discussion.

buildserver -v -o TMQUEUE -s gspacename:TMQUEUE -r TUXEDO/QM \
-f ${TUXDIR}/1lib/TMQUEUE.o -f apptypsw.o

Thebuildserver optionsare asfollows:

-V
Specifiesthat buildserver should work in verbose mode. In particular, it writesthe cc
command to its standard output.

-0 name
Specifies the filename of the output |oad module. The name specified here must also be
specified in the servERS section of the configuration file. It is recommended that
TMQUEUE be used for consistency.

-s gspacename, gspacename .TMQUEUE
Specifies the names of servicesthat can be advertised when the server is booted (see
servopts (5)). For this server, they will be used as the aliases for the queue space name
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to which requests may be submitted. Spaces are not allowed between commas. The
function name, TMQUEUE, is preceded by acolon. The -s option may appear several times.

-r TUXEDO/QM
Specifiesthe resource manager associated with thisserver. The value TuxeDo/Qu appears
in the resource manager table located in $TUXDIR/udataobj/RM and includesthelibrary
for the Oracle Tuxedo system gqueue manager.

-f STUXDIR/1lib/TMQUEUE.oO
Specifies the object file that contains the TMoUEUE Service and should be specified as the
first argument to the - £ option.

-f firstfiles
Specifies one or more user filesto be included in the compilation and/or link edit phases
of buildserver. Source files are compiled using the either the cc command or the
compilation command specified through the CC environment variable. These files must
be specified after including the TMQUEUE. o object file. If more than onefileis specified,
filenames must be separated by white space (space or tab) and the entire list must be
enclosed in quotation marks. This option can be specified multiple times.

Portability

TMQUEUE is supported as an Oracle Tuxedo system-supplied server on all supported server
platforms.

Interoperability

TMQUEUE May berunin an interoperating application, but it must run on an Oracle Tuxedo release
4.2 or later node.

Examples

*GROUPS

# For Windows, :mygqueue becomes ;mygueue

TMQUEUEGRP1 GRPNO=1 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM: /dev/devicel :myqueue"

# For Windows, :mygqueue becomes ;mygueue

TMQUEUEGRP2 GRPNO=2 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM: /dev/device2 :myqueue"

*SERVERS
# The queue space name, myqueue, is aliased as ACCOUNTING in this example
TMQUEUE SRVGRP="TMQUEUEGRP1" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTING:TMQUEUE"
TMQUEUE SRVGRP="TMQUEUEGRP2" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTING:TMQUEUE"
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TMQFORWARD SRVGRP="TMQUEUEGRP1" SRVID=1001] RESTART=Y GRACE=0 REPLYQ=N

CLOPT=" -- -gservicel"

TMQFORWARD SRVGRP="TMQUEUEGRP2" SRVID=1001 RESTART=Y GRACE=0 REPLYQ=N
CLOPT=" -- -gservicel"

*SERVICES

ACCOUNTING ROUTING="MYROUTING"

*ROUTING

MYROUTING FIELD=ACCOUNT BUFTYPE="FML"
RANGES="MIN - 60000:TMQUEUEGRP1, 60001-MAX: TMQUEUEGRP2"

In this example, two queues spaces are available. Both TvourUE servers offer the same services
and routing is done viathe account field in the application typed buffer.

See Also

buildserver (1), tpdequeue (3c), tpenqueue (3¢c), servopts (5), TMQFORWARD (5) ,
UBBCONFIG(5)

Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C
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Name

TMSYSEVT—System event reporting process

Synopsis
TMSYSEVT SRVGRP="identifier" SRVID="number"
[CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]]l"]
Description

TMSYSEVT iS an Oracle Tuxedo system provided server that processes event reports related to
system failure or potential failure conditions. The event reports are filtered, and may trigger one
or more notification actions.

Filtering and notification rules are stored in control-£ile, which defaultsto
${APPDIR}/tmsysevt.dat. Control file syntax is defined in eveEnT_M1B (5) ; specificaly, the
attributes of the classesin EVENT_M1B can be set to activate subscriptions under the full range of
notification rules.

It is possible to boot one or more secondary TMsYSEVT processes for increased availability.
Additional servers must be booted with the -s command-line option, which indicates a
“secondary” server.

When the evenT_m1B (5) configuration is updated, the primary TMsysSEvVT server writesto its
control file. Secondary servers poll the primary server for changes and update their local control
fileif necessary. The polling interval is controlled by the -p option, and is 30 seconds by default.

Note: If you are setting up an MP configuration that includes more than one release of the
Oracle Tuxedo system and you want to run the TMUsrEVT and/or TMSYSEVT Server, you
must run these servers on the node with the highest avail able release of the system.

Interoperability

TMSYSEVT must run on an Oracle Tuxedo release 6.0 or later machine.

Notices

444

To migrate the primary TMsYSEVT server to another machine, the system administrator must
provide a current copy of control-file. Each secondary TMsysevT server automatically
maintains a recent copy.
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TMSYSEVT needs access to the system’s FML 32 field table definitions for system events.
FLDTBLDIR32 should include $TUXDIR/udataobj, and FIELDTBLS32 should include evt_mib.
These environment variables may be set in the machine's or server's environment file.

Example

*SERVERS
TMSYSEVT SRVGRP=ADMIN1 SRVID=100 RESTART=Y GRACE=900 MAXGEN=5

CLOPT="-A --"
TMSYSEVT SRVGRP=ADMIN2 SRVID=100 RESTART=Y GRACE=900 MAXGEN=5

CLOPT="-A -- -S -p 90"

See Also
tpsubscribe (3c), EVENTS (5), EVENT_MIB(5), TMUSREVT (5)
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tmtrace(d)

Name

Descr
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tmtrace—Run-time tracing facility

iption

The run-time tracing facility alows application administrators and devel opers to trace the
execution of an Oracle Tuxedo application.

Run-timetracing isbased on the notion of a trace point, which marksan interesting condition
or transition during the execution of an application. Examples of trace points are the entry to an
ATMI function such as tpcall, the arrival of an Oracle Tuxedo message, or the start of a
transaction.

When atrace point is reached, the following things happen. First, a fi1ter isapplied to
determineif thetrace point isof interest. If S0, a trace recordisemittedto areceiver, which
isafileor (in the future) abuffer. Finally, an action istriggered, such as aborting the process.
Both the emission to areceiver and the trigger are optional, and neither takes place if the trace
point does not pass thefilter.

The filter, receiver, and trigger are specified in the trace specification, Whose syntax is
described below. The trace specification isinitialized from the TmTrRaCE environment variable.
Thetrace specification of arunning process may be changed either asatrigger action or by using
the changetrace command of tmadmin (1).

Tracepointsareclassifiedinto trace categories, enumerated below. Each trace point belongs
to asingle category. Thefilter describes the trace categories of interest, and minimal processing
occurs for trace points that do not pass thefilter.

Run-time tracing al so providesthe capability to dye the messages sent by aclient to aserver, and
transitively by that server to other servers. If a process chooses to dye its messages, the dyeis
automatically passed by the originating processto all processesthat directly or indirectly receive
messages from the originating process. When aprocess receives adyed message, it automatically
turns on the atmi trace category and starts emitting trace records to the user log, if this was not
being done already.

Dyeing can be explicitly turned on or off by the dye and undye triggersin the trace specification.
Dyeingisalsoimplicitly turned on when adyed messageisreceived, and implicitly turned off by
tpreturn () and tpforward (). When it isimplicitly turned off, the tracing specification in
effect when dyeing was turned on is restored.
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Trace Categories
The trace categories are:

atmi
Trace points for explicit application callsto the ATMI and TX interfaces, that is, callsto
the tp and tx_ functions, and the invocation of application services There are afew
exceptions. Implicit calls are printed in this category where some TX interfaces directly
cal ATMI interfaces, for theimplicit call to tpinit whenan ATMI call isdonewith first
caling tpinit (), and for caseswhere tpreturn iscalled on error (to aid in debugging).

iatmi
Trace pointsfor tmplicit callsto the ATMI and TX interface. These trace pointsindicate
all internal calls made while processing application requests and for administration.
Setting thislevel impliesthe atmi level, that is, every call toan ATMI or TX interfaceis
traced (both explicit and implicit).

Xa

Trace points for every call to the XA interface (the interface between the Transaction
Manager and a Resource Manager, for example, a database).

trace
Trace points related to the tracing feature itself, including message dyeing
Trace Specification

The trace specification is a string with the syntax filter-spec: receiver-spec]| :
trigger-spec] wWhere £ilter-spec describesthe trace categories to be examined or ignored,
receiver-spec isthereceiver of trace records, and the optional trigger-spec describesthe
action to be performed.

ThenuLL string isalso alegal trace specification. It isthe default for all Oracle Tuxedo processes
if no other specification is supplied.

The strings on and of £ are aso accepted: on isan aliasfor atmi:ulog:dye, and of £ is
equivalentto: :undye.

Filter Specification
Thefilter specification, which isthe first component of the trace specification, has the syntax:
[{ +|—}] [category]...

where category isone of the categories listed above. The symbol = can be used in place of
categorytodenote all categories. The prefix + or - specifiesthat the following category isto be
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added or subtracted from the set of categories currently in effect. If no category followsa+ or -,
the categories currently in effect are not modified.

An empty filter means that no categories are to be selected, which effectively disables tracing.

When atrace point occurs, its category is compared with the filter specification. If the category
isincluded, the trace point is processed further—according to the receiver and trigger
specifications. If the category is not included, no further processing of the trace point occurs.

Receiver Specification

A receiver isthe entity to which atracerecord is sent. Thereisat most one receiver of each trace
record.

The receiver specification, which is the second component of the trace specification, has the
syntax

[/ regular-expression /] receiver

where the optional regular expression may be used to select a subset of the trace points that pass
thefilter. The regular expression is matched with the trace record. An empty receiver
specification is also legal, in which case no trace records are emitted.

Lega receiver vauesare:

ulog
Outputs trace record information to the user log.

utrace
Outputs trace record information as defined by the user. The utrace receiver calls
user-defined tputrace (3c) for atmi trace category records only. Users can customize
trace record information and output location.

Trigger Specification

448

A trigger isan optional action performed after atrace record is emitted. At most one action is
executed for each trace record that passes the filter.

Thetrigger specification, whichisthe optional third part of the trace specification, hasthe syntax:
[/ regular-expressionl] action

wherethe optional regular expression may be used to restrict thetrigger so that it isexecuted only
for asubset of thetrace pointsthat passthefilter. The regular expression is matched with thetrace
record.

The available actions are
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abort

Terminate the process by calling abort().

ulog(message)
Write the message to the user log.

system(command)
Execute the command using system(3) (thisis not supported for Windows clients);
occurrences of %A are expanded to the value of trace record.

trace(trace-spec)
Reset the trace specification to the supplied trace-spec.

dye
Turn on message dyeing.

undye
Turn off message dyeing.

deep(seconds)
Sleep the specified number of seconds (thisis not supported for Windows clients).

Trace Records
A trace record is a string with the format:

cc:data

where ccisthefirst two charactersof thetrace category and data containsadditional information
about the trace point.

When atrace record appears in the user log, the line looks like this:

hhmmss . system-name! process-name.pid: TRACE:cc:data

Notices

Match patterns cannot be specified for the receiver and trigger for Workstation clientsrunning on
MAC platforms; the regular expressions will be ignored.

The tmadmin changetrace command cannot be used to affect thetracing level for Workstation
clients.

Examples

Totrace aclient, aswell asto trace all ATMI calls made by an application server on behalf of
that client, set and export TMTRACE=0n in the environment of the client. This specification will
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cause all explicit ATMI trace pointsin the client to be logged and message dyeing to be turned
on. Any application server process that performs a service on behalf of the client will
automatically log all explicit ATMI trace points.

To seedl client trace points, both explicit and implicit, for the previous example, set and export:
TMTRACE="*:ulog:dye: "

To trace service requests from a client as in the previous example, but restrict the tracing output
from the client to the bare minimum of information about tpcall requests, set and export:
TMTRACE=atmi: /tpacall/ulog:dye

in the environment of the client. This specification will cause all tpacal1 invocationsin the
client to be logged and message dyeing to be turned on. Any application server process that
performs a service on behalf of the client will automatically log all ATMI trace points. The

client'sidentifier, which isincluded in the tpacall () tracerecord, can be correlated with the
value of the TpsvcINFO parameter passed to any service routine invoked on the client's behalf.

To trace the invocations of all service requests performed by application servers, set:

TMTRACE=atmi: /tpservice/ulog
in the server envrrreson al participating machines.

To enablerun-timetracing of all trace categoriesthroughout an application, with message dyeing
turned on, set and export:

TMTRACE=*:ulog:dye
in the environment of al clientsand in the machine envrFrreEson al participating machines. This

setting will probably produce an unmanageabl e amount of output because al processes, including
the BBL and pBBL, Will emit trace records.

Toturnon ATMI tracing in all running serversin group croup1 after they are booted, invoke the
changetrace command of tmadmin asfollows:

changetrace -g GROUP1l on

Note that changetrace afects only currently-existing processes; it does not change the trace
configuration of serversin group crour1 that have not yet been booted. (To set the default trace
configuration of a server, set TMTRACE in itS ENVFILE.)

To turn off tracing in al currently-running application processes, use changetrace asfollows:

changetrace -m all off
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To cause the running server process whose identifier is 1 in group croup1 to abort when it
executes tpreturn, pecify the following to tmadmin:

changetrace -i 1 -g GROUP1l "atmi::/tpreturn/abort"

See Also

tmadmin (1), userlog(3c), tputrace (3c)
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Name
TMUSREVT—USer event reporting process

Synopsis
TMUSREVT SRVGRP="identifier" SRVID="number"
[CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]l]l"]
Description

TMUSREVT iS an Oracle Tuxedo system provided server that processes event report message
buffers from tppost (3¢), and acts as an EventBroker to filter and distribute them.

Filtering and notification rules are stored in control-£ile, which defaultsto
${APPDIR}/tmusrevt.dat. Control file syntax isdefined in EvENT_MIB (5); specifically, the
attributes of the classesin EvENT MIB can be set to activate subscriptions under the full range of
notification rules.

It is possible to boot one or more secondary TMusrEvVT processes for increased availability.
Additional servers must be booted with the -s command-line option, which indicates a
“secondary” server.

When the evenT_M1B (5) configuration is updated, the primary TMUSREVT server writesto its
control file. Secondary servers poll the primary server for changes and update their local control
fileif necessary. The polling interval is controlled by the -p option, and is 30 seconds by default.

Note: If you are setting up an MP configuration that includes more than one release of the
Oracle Tuxedo system and you want to run the TMusrEVT and/or TMSYSEVT Server, you
must run these servers on the node with the highest available rel ease of the system.

Interoperability
TMUSREVT must run on an Oracle Tuxedo release 6.0 or later machine.

Notices

To migrate the primary TMUSREVT Server to another machine, the system administrator must
provide a current copy of control-file. Each secondary TmusrevT Server automatically
maintains a recent copy.
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If tppost () will be called in transaction mode, al TMUSREVT Server groups must have
transactional capability (a TMS process).

The TMusrEVT Server's environment variables must be set so that FML field tables and viewfiles
needed for message filtering and formatting are available. They could be set in the machine's or
server's environment file.

Example
*SERVERS
TMUSREVT SRVGRP=ADMIN1 SRVID=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A —--"
TMUSREVT SRVGRP=ADMIN2 SRVID=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A -- -S -p 120"

See Also

tppost (3¢), tpsubscribe (3c¢), EVENTS (5), EVENT_MIB(5), TMSYSEVT (5)
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Name

tperrno—OQOracle Tuxedo system error codes

Synopsis

#include <atmi.h>

Description

454

The numerical value represented by the symbolic name of an error condition is assigned to
tperrno for errors that occur when executing an Oracle Tuxedo system library routine.

The name tperrno expandsto amodifiable 1value that hastype int, the value of whichis set
to apositive error number by several Oracle Tuxedo system library routines. tperrno need not
be the identifier of an object; it might expand to a modifiable 1value resulting from afunction
call. Itisunspecified whether tperrno isamacro or an identifier declared with external linkage.
If atperrno macro definition is suppressed to access an actual object, or if aprogram definesan
identifier with the name tperrno, the behavior is undefined.

The reference pages for Oracle Tuxedo system library routines list possible error conditions for
each routine and the meaning of the error in that context. The order in which possible errors are
listed is not significant and does not imply precedence. The value of tperrno should be checked
only after an error has been indicated; that is, when the return value of the component indicates
an error and the component definition specifiesthat tperrno isset on error. An application that
checks the value of tperrno must include the <atmi . h> header file.

The following list describes the general meaning of each error:

TPEABORT
A transaction could not commit because either the work performed by the initiator or by
one or more of its participants could not commit.

TPEBADDESC
A call descriptor isinvalid or isnot the descriptor with which aconversational servicewas
invoked.

TPEBLOCK
A blocking condition exists and TpnoBLOCK Was specified.
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TPEDIAGNOSTIC
The enqueuing of a message on the specified queue failed. The reason for failure can be
determined by the diagnostic returned via ctl.

TPEEVENT
An event occurred; the event typeisreturned in revent.

TPEGOTSIG
A signal was received and TPSIGRSTRT Was not specified.

TPEHAZARD
Due to some failure, the work done on behalf of the transaction could have been
heuristically completed.

TPEHEURISTIC
Due to a heuristic decision, the work done on behalf of the transaction was partially
committed and partially aborted.

TPEINVAL
Aninvalid argument was detected.

TPEITYPE
The type and subtype of the input buffer is not one of the types and subtypes that the
service accepts.

TPELIMIT
The caller’ s request was not sent because the maximum number of outstanding requests
or connections has been reached.

TPEMATCH
svcname iS aready advertised for the server but with afunction other than func.

TPEMIB
The administrative request failed. outbuf is updated and returned to the caller with
FML32 fields indicating the cause of the error, as described inM1B (5) and ™M _MIB(5).

TPENOENT
Cannot send to sve because it does not exist or is not the correct type of service.

TPEOS
An operating system error has occurred.

TPEOTYPE
The type and subtype of the reply are not known to the caller.
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TPEPERM
A client cannot join an application because it does not have permission to do so or because
it has not supplied the correct application password.

TPEPROTO
A library routine was called in an improper context.

TPERELEASE
When the Tpack is set and the target is a client from a prior release of the Oracle Tuxedo
system that does not support the acknowledgment protocol.

TPERMERR
A resource manager failed to open or close correctly.

TPESVCERR
A service routine encountered an error either in tpreturn () or tpforward () (for
example, bad arguments were passed).

TPESVCFAIL
The serviceroutine sending the caller’ sreply called tpreturn () with Tpratn. Thisisan
application-level failure.

TPESYSTEM
An Oracle Tuxedo system error has occurred.

TPETIME
This error code indicates that either atimeout has occurred or atransactional ATMI
function has been attempted, in spite of the fact that the current transaction is already
marked rollback only.

If the caller isin transaction mode, then either the transaction is already rollback only or
atransaction timeout has occurred. The transaction is marked abort-only. If the caler is
not in transaction mode, a blocking timeout has occurred. (A blocking timeout cannot
occur if TenoBLOCK and/or TeNOTIME isSpecified.) In either case, no changes are madeto
*odata, itS contents, or *olen.

If atransaction timeout has occurred, then, with one exception, any attempts to send new
requests or receive outstanding replies will fail with TeeTIME Until the transaction has
been aborted. The exception is arequest that does not block, expects no reply, and is not
sent on behalf of the caller’ stransaction (that is, tpacall () with TPNOTRAN, TPNOBLOCK,
and TPNOREPLY Set).

When a service fails inside a transaction, the transaction is put into the
TX_ROLLBACK_ONLY State. This state is treated, for most purposes, as though it were
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equivaent to atimeout. All further ATMI callsfor thistransaction (with the exception of
those issued in the circumstances described in the previous paragraph) will fail with
TPETIME.

TPETRAN
The caller cannot be placed in transaction mode.

Usage

Some routines do not have an error return value. Because no routine Sets tperrno to zero, an
application can set tperrno to zero, call aroutine and then check tperrno againto seeif anerror
has occurred.

See Also

See the ErRrRORS section of the individual Oracle Tuxedo library routines for a more detailed
description of the meaning of the error codes returned by each routine.
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Name
tpurcode—Oracle Tuxedo system global variable for an application-specified return code

Synopsis

#include <atmi.h>

Description

tpurcode isaglobal variable defined in atmi . h. Itsvalue is the same long integer used as the
valueof the rcode argument of tpreturn (). tpurcode may beused by the application toreturn
additional information to the process that calls an application service. For details, see

tpreturn().

Assigning meaningsto valuesin tpurcode iSthe responsibility of the application.

Examples
Following are examples showing the use of tpurcode:

If you return the value myval through rcode in an application service:

tpreturn (TPSUCCESS, myval, rgst->data, 0L, 0);

Then the code in the client module might be as follows:

ret = tpcall ("TOUPPER", (char *)sendbuf, 0, (char **)&rcvbuf, \ &rcvlen,
(long)0);
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(void) fprintf(stdout, "Returned string is: %s\n", rcvbuf);

(void) fprintf (stdout, "Returned tpurcode is: %d\n", tpurcode) ;
If wecall thesampleclient, simpc1, withthevalueof “mMy string,” the output will look likethis:

%simpcl "My String"
Returned string is: MY STRING

Returned tpurcode is: myval

The significance of myval must be defined by the application.

See Also

tpreturn (3c)
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Name
tuxenv—List of environment variablesin the Oracle Tuxedo system.

Description

In order to compile application clients and servers, and run the Oracle Tuxedo system, it is
important that the proper environment variables be set and exported. Thisreference page provides
alist of the most frequently used variables.

The environment variables are grouped in the following sections:

Operating System Variables

Key Oracle Tuxedo System Variables
Variablesfor Field Table Files and Viewfiles

Filesystem and TLOG Variables

o Workstation Variables

e Oracle Tuxedo /Q Variables

e COBOL Variables

e Additional Miscellaneous Variables

Operating System Variables

cc
Standard C compiler for use by buildserver and other Oracle Tuxedo commands.

CFLAGS
Contains flags to be used by the C compiler.

EDITOR
Specifies the editor to be invoked by the Oracle Tuxedo system.

LANG
Used to set the locale for language specification. Seen1_types (5).

LOGNAME
Specifies the username for use in error messages.

460 File Formats, Data Descriptions, MIBs, and System Processes Reference



tuxenv(b)

LD_LIBRARY_ PATH
Must be set to the pathname for run-time shared libraries.

NLSPATH
Specifies the pathname for the message catalog. If not specified, a default path is used.
Seenlpaths(5).

PAGER
Specifiesthe paging command used for paging output in gmadmin (1), tmadmin (1) . This
overrides the system default (pg(1) on UNIX operating systems).

PATH
Contains pathnames to be searched for executables.

SHELL
The shell program to be invoked by the Oracle Tuxedo system.

TERM
Specifiesterminal type, if aterminal is used.

TMPDIR
The pathname of adirectory in which temporary files may be written. Temporary files
may also be written to alocation specific to an operating system, as specified with the
tmpnam () function, which iscalled by the Oracle Tuxedo MIB and other Oracle Tuxedo
code. When acall is made to tmpnam () , the Oracle Tuxedo system ignores the TMPDIR
variable.

Note that for Oracle Tuxedo release 6.5 or earlier, the Oracle Tuxedo code responsiblefor
transferring message filesfrom clientsto service queues would write amessagefile to the
temporary location specified with the tmpnam () function if the service queue wastoo full
to hold the messagefile; the code would then place the pathname of thetemporary location
on the service queue. For Oracle Tuxedo release 7.1 or later, this code operatesjust like it
did in previous rel eases except that the temporary location, if needed, is the pathname of
the directory specified by TMpDIR assuming that the variableis set; if TMPDIR iS ot Set,
the temporary location becomes the one specified by the underlying operating system.

TZ
On systemswhere the ANSI C mkt ime functions does not exist, Tz must be set to use the
Oracle Tuxedo gp_mktime (3c) function.

More information on these variables is available in the UNIX system reference page

environ (5).
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In general, the following environment variables should be set and exported:

APPDIR
Full pathname of the base directory for application files.

APP_PW
May be used to specify a password for system clients that prompt for an application
password (when security ison). Setting the password in avariable allows the password to
be provided from a script, rather than demanding manual entry.

ENVFILE
Thisvariableis used by tmloadcf (1). It customarily contains setting for other Oracle
Tuxedo system environment variable, which are set automatically by the system.

TLOGDEVICE
The pathname for the transaction log. This should be the same as the TLOGDEVICE
specified in the configuration file for the application.

TMUSEIPV6
Used to switch the IP version; n | isthe default IPv4 value, v | v setsthe IPv6 value. It
can be set in the *MACHINES, * GROUPS, * SERVERS, sections of the UBBCONFIG,
or it can be before booting Tuxedo. It can also be set for for /WS, CORBA and Jolt clients.
In MP mode, you must set TMUSETPV6 t0 v | Y before executing t1isten on aslave
machine.

Note: Onadual stack host, is possible that some components use IPv6 and some
components use |Pv4 in a Tuxedo domain.

TUXCONFIG
The pathname of the binary configuration file to be loaded by tmloadcf (1).

TUXDIR
Specifies the base directory where the Oracle Tuxedo system software isinstalled.

ULOGPFX
Prefix of the filename of the central event log; default, ur.oc.

TPMBENC
Specifies the code-set encoding name that the application server or client running Oracle
Tuxedo 8.1 or later includesin an allocated MBSTRING typed buffer. When an
application server or client process allocates and sends an MBSTRING buffer, the
code-set encoding name defined in TeMBENC is automatically added as an attribute to the
buffer and sent with the buffer data to the destination process.
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When the application server or client process receives an MBSTRING buffer, and
assuming another environment variable named TrMBACONV iS Set, the code-set encoding
name defined in TPMBENC isautomatically compared to the code-set encoding namein the
received buffer; if the names are not the same, the MBSTRING buffer datais
automatically converted to the encoding defined in TeMBENC before being delivered to the
server or client process.

TPMBENC hasno default value. For an application server or client using MBSTRING typed
buffers, TeMBENC must be defined.

Note: TpMBENC isused inasimilar way for FLp_MBsTRING fieldsin an FML32 typed
buffer.

TPMBACONV
Specifies whether the application server or client running Oracle Tuxedo 8.1 or later
automatically convertsthe datain areceived MBSTRING buffer to the encoding defined
in TeMBENC. By default, the automatic conversion isturned off, meaning that the datain
the received MBSTRING buffer is delivered to the destination server or client process as
is—no encoding conversion. Setting TeMBacoNv to any non-NULL value, say v (yes),
turns on the automatic conversion.

Note: TpmBaconvisusedinasimilar way for FL.o_mBsTRING fieldsinan FML32 typed
buffer.

URLENTITYCACHING
Specifies whether the application server or workstation machine running Oracle Tuxedo
8.1 or later software caches Document Type Definition (DTD), XML schema, and entity
files; specificaly, whether the Apache Xerces-C++ parser running on the application
server or workstation machine cachesthe DTD and XML schemafileswhen validation is
required, or caches external entity files called out in the DTD. By default, the caching is
turned on (v). Setting URLENTITYCACHING to N (no) turns off the caching.

URLENTITYCACHEDIR
Appliesonly if URLENTITYCACHING=Y (yes) or isnot set; for details, see the description
of URLENTITYCACHING in thislist.

Specifies the directory in which the application server or workstation machine running
Oracle Tuxedo 8.1 or later software caches DTD, schema, and entity files; specificaly,
where the Apache Xerces-C++ parser running on the application server or workstation
machine cachesthe DTD, XML schema, and entity files. The URLENTITYCACHEDIR
variable specifies the absolute pathname for the cached files. If URLENTITYCACHEDIR iS
not specified, the default directory becomesurLEnt i tyCachedir, which will be created
in the current working directory of the application server or Workstation client process
provided that the appropriate write permissions are set.
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More information about these variables can be found in Programming an Oracle Tuxedo ATMI
Application Using C, Setting Up an Oracle Tuxedo Application, and Administering an Oracle
Tuxedo Application at Run Time.

Variables for Field Table Files and Viewfiles

The following environment variables are used by FML and VIEWS:

FIELDTBLS
Comma-separated list of field table files.

VIEWFILES
Comma-separated list of binary viewfiles.

FLDTBLDIR
Colon-separated list of directoriesto search for F1ELDTBLS files.

VIEWDIR
Colon-separated list of directories to search for viewrILES files.

More information about these variables can be found in Setting Up an Oracle Tuxedo
Application, Administering an Oracle Tuxedo Application at Run Time, Programming an Oracle
Tuxedo ATMI Application Using C, and Programming an Oracle Tuxedo ATMI Application
Using FML.

Filesystem and TLOG Variables
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Thefollowing variables are used by the Oracle Tuxedo system filesystem and the transaction log.

FSCONFIG
The pathname for the Universal Device List.

FSMAXCOMMIT
Sets the maximum size of the commit buffer.

FSMAXUPDATE
Setsthe size of the update list and the maximum number of updates.

FSMSGREP
Sets the message repetition interval.

FSOFFSET
Specifies an offset into the Universal Device List.
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Workstation Variables
The following variables are used on Workstation client machines:

TMUSEIPV6
See“Key Oracle Tuxedo System Variables’ on page 462.

TPMBENC
See “Key Oracle Tuxedo System Variables’ on page 462.

TPMBACONV
See “Key Oracle Tuxedo System Variables’ on page 462.

URLENTITYCACHING
See“Key Oracle Tuxedo System Variables’ on page 462.

URLENTITYCACHEDIR
See “Key Oracle Tuxedo System Variables’ on page 462.

WSINTOPPRE71
Determines whether the workstation machine running Oracle Tuxedo 7.1 or later software
is alowed to interoperate with pre-release 7.1 Oracle Tuxedo applications. Setting the
variableto v (wsINTOPPRE71=Y) allows interoperability.

WSBUFFERS
The number of packets per application.

WSDEVICE
The network device to be used for network access. For Workstation clientsin Oracle
Tuxedo release 6.4 and higher, this variable is no longer required.

WSENVFILE
Pathname of afile containing Workstation client environment variables.

WSFADDR
The network address used by the Workstation client when connecting to other machines.
Thisvariable, along with the wsrrance variable, determine the range of TCP/IP portsto
which a process attempts to bind before making an outbound connection.

WSFRANGE
The range of TCP/IP ports to which a native process attempts to bind before making an
outbound connection. ThewsrFaDDR variable specifies the base address of the range.

WSNADDR
The network address of the native site network listener.
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WSRPLYMAX
The maximum message size before a message is dumped to afile for transfer.

WSTYPE
The machine type of the workstation machine.

Moreinformation on these variables can be found in Using the Oracle Tuxedo ATMI Workstation
Component.

Oracle Tuxedo /Q Variables

The following environment variable is used by Oracle Tuxedo /Q:

QMCONFIG
Sets the device where queue spaceis available to Oracle Tuxedo /Q.

ISSANE
Used to enable/Q to continue to work even though TMororwaARD isterminated abnormally
without holding locks. When thisvariableis set to yes /YES, if TMOFORWARD is shutdown
abnormally, (for example, hung due to application server hanging), when shutdown
request is sent to TMOFORWARD, and TMQFORWARD does not hold any /Q locks, the /Q can
work normally and TMororRwWARD can be restarted later. Otherwise, if TMOFORWARD
terminated abnormally, /Q will be marked as insane and must be restarted.

There ismore information on thisin Using the ATMI /Q Component.

COBOL Variables
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The following environment variables are used with COBOL.:

ALTCC
Specifies the compiler for use with COBOL compilations.

Note: If using Fujitsu’s NetCOBOL compiler, you must set this variable to cobccss,
regardless of the platform.

ALTCFLAGS
Flags to be passed to the COBOL compiler.

Note: On aWindows system, the at.rcc and ALTCFLAGS environment variables are not
applicable and setting them will produce unexpected results. Y ou must compile your
application first using a COBOL compiler and then pass the resulting object file to the
buildclient (1) OF buildserver (1) command.

COBCPY
Directoriesto be searched for COBOL Copy files.
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Note: If using Fujitsu’sNetCOBOL compiler, you may not set thisvariable. Refer to the
NetCOBOL manuals for specific information about COBOL environment
variables.

COBDIR
Specifies the directory where COBOL compiler software islocated.

COBOPT
Contains command-line arguments for the COBOL compiler.

Note: If using Fujitsu’sNetCOBOL compiler, you may not set thisvariable. Refer tothe
NetCOBOL manuals for specific information about COBOL environment
variables.

TM_ORB_CLTMAXRTY
Used to specify the maximum time an ORB client should retry for arequest. Valid values
are the integers 0 through 32767. No setting or setting to O resultsin no retry limit. For
other invalid values, system will reset interval valueto O silently.

TM_CBL_IGNORE_CONTEXT
This switch applies to COBOL application only. coNTEXT-FLAG is introduced after
Tuxedo 6.5, which make Tuxedo 6.5 COBOL program to call TpinITIALIZE fail with
TPEINVAL.

From Tuxedo 10.0, this environment variable isintroduced. If itisset to “v~, existing
Tuxedo 6.5 COBOL program will run correctly in Tuxedo 10.0 the multiple-context
feature will not run. If you want to use multiple-context in a Tuxedo 10.0 COBOL
program, you must disable TvM_CBL_IGNORE_CONTEXT.

There is more information on these variablesin the Programming an Oracle Tuxedo ATMI
Application Using COBOL.

Additional Miscellaneous Variables
The following additional environment variables may be of use:

ALOGPFX
ALOGPFX=string_value
If environment Ar.oGPFx is not specified, the default $aPPDIR/access isused. Thedate
"mmddyy" (month, day, year) is appended to the log filename prefix. The access log
filename length should less then 255 characters.

ALOGRTNSIZE=numeric_value
ALOGRTNSIZE=numeric_value
Specifiesthe accesslog filesize. If thefile sizeislarger that the set file size, an additional
acceslog fileis created. The default file sizeis 2GB.
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After turning ALoGRTNSIZE on or off, you must reboot TUXEDO.MHSCACHE
Specifies the number of message catalog handles to keep open (Oracle Tuxedo system
messages only). The default is 3.

PMID
In MP mode, can be used to specify the physical machine ID. In addition, in ahigh
availability (HA) environment, pM1D can be used to replace the machine name specified
in the uBBconrF1c file with an alternate machine name. This allows for moving a master
machine from master to backup in an HA cluster.

TAGENTLOG
Used to set the pathname for the t1isten (1) log.

TMCMPLIMIT
Used to specify whether compression should be used on messages and to set thresholds
for both local and remote messages. The syntax of the variableis:

TMCMPLIMIT=[remote_threshold[, local_threshold]]

A threshold is a number in the range 0 to MaxL.ONG. It setsthe minimum byte size of a
message on which data compression will be performed.

TMCMPPRFM
This variable sets the compression level for any process that picksit up. Vaid values are
theintegers 1 through 9; 1 resultsin somewhat less compression that the higher levels, but
takes place faster. An informational ur.oc message is written when a process reads
TMCMPPRFM.

TMNETLOAD
Used to establish load balancing over anetwork. The valueisan arbitrary number of units
to be added to the load factor of remote services. Use of thisvariabletendsto forcethe use
of alocal service.

TMNOTHREADS
To turn off multithreaded processing, set thisvariableto yes. For applications that do not
use threads, turning them off should significantly improve performance by reducing the
amount of calls to mutexing functions.

TMSICACHEENTRIESMAX
Used to specify the amount of service and interface caching on a per-process basis. Valid
values are the integers 0 through 32767. The value set for this variable will override any
valuein the usBconr1c file.
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TM_ENGINE_TMSHMSEGSZ
Through thisenvironment variable, Tuxedo 9.x alowsyou to adjust the maximum size of
a shared memory segment accessible by Tuxedo to something other than the Tuxedo
imposed default for the operating system. The Tuxedo system imposes a default shared
memory segment maximum on its use of shared memory. This Tuxedo imposed limit can
be lower than the maximum memory segment size tuned in the users kernel.

This environment variable should be set to the number of Mega-bytes that a shared
memory segment should be set to. For example, if you want to set the segment size to
500MB, you would issue the following command in the tuxedo environment:

export TM_ENGINE_TMSHMSEGSZ=500

Thelogic isimplemented such that the maximum shared memory segment used by
Tuxedo will be set to 500 * (1024 * 1024) for atotal of 524,288,000 bytes. If the
environment variable is not set, then the Tuxedo default size for the given operating
system will be used.

TM_TICU_COMPATIBILITY
Thisenvironment variableis used in MBSTRING codeset conversion to keep compatible
with ICU standard. The default is GNU standard. T™_1cU_COMPATIBILITY Can be set as
follows:

export TM_TICU_COMPATIBILITY=vyes

TM_GWT_OLDSECCHECK
This environment variable is for old-style security check. This should be set in the
environment of ewrpoMaTn. Thisvariablewill not affect any other Tuxedo processeseven
if set for them. It isused to make interdomain transactional requests between Tuxedo 6.5
and other Tuxedo rel eases work when the Tuxedo domain running on Tuxedo 6.5 cannot
upgrade to patch level 446.

Note: When the Tuxedo 6.5 domain is upgraded to patch level 446 or later, this
environment variable should be removed.

If TM_GWT_OLDSECCHECK=Y, the old-style security check is used by cwrpoma1n. Thisis
necessary to interoperate with Tuxedo 6.5 patches before patchlev 446. However, this
implies weaker security. If TM_GWT_OLDSECCHECK=Y, the GWTDOMATIN process writes an
informational ULOG message indicating that fact, when it receives the first incoming
data/connection from the network.

If TM_GWT_OLDSECCHECK=N Of if TM_GWT_OLDSECCHECK iS not Set, the latest security
check is used. Thisimpliesthat all the interoperating Tuxedo 6.5 domains should be at
least at patchlev 446.
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TM_LOG_ESYS

This environment variable is used to add detailed information to ULOG when TpSYSTEM
error occurs. TM_LoG_EsYs islimited to ATMI calls and can be set as follows:

export TM_LOG_ESYS=all

export TM_LOG_ESYS=native

export TM_LOG_ESYS=native:ws

export TM_LOG_ESYS=native:ws:domain (same as “all”)

Note: native=native ATMI cals, wssworkstation ATMI cals, domain=ATMI calls
across adomain gateway.

TUX_BLOCKLICIW

Used to help reduce the amount of error messages sent to the user log and event broker.

Note: User should set an arbitrary string to turn Tux_BLOCKLICTW On and unset toturn

off.

TUX_BLOCKLICIW blocks the following error messages.

1) User Log:

CMDTUX_CAT:4749
User Count

CMDTUX_CAT:4753
User Count

CMDTUX_CAT:4729
User Count

CMDTUX_CAT:4731
User Count

2) Event Broker:

CMDTUX_CAT:4750
Binary Licensed

CMDTUX_CAT:4754
Binary Licensed

CMDTUX_CAT:4730
Binary Licensed

CMDTUX_CAT:4732
Binary Licensed

WARN :

INFO:

WARN :

INFO:

WARN :

User

INFO:

User

WARN :

User

INFO:

User

TUX_SSL_ENFORCECONSTRAINTS

Reached 100% of TUXEDO System Binary Licensed

Reached 90% of TUXEDO System Binary Licensed

Reached 100% of TUXEDO System Binary Licensed

Reached 90% of TUXEDO System Binary Licensed

.SysLicenseWarn: Reached 100%% of TUXEDO System
Count

.SysLicenseInfo: Reached 90%% of TUXEDO System
Count

.SysLicenseWarn: Reached 100%% of TUXEDO System
Count

.SysLicenseInfo: Reached 90%% of TUXEDO System
Count
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UIMMEDSIGS
To override deferral of signals, set thisvariableto v.

See Also

buildclient (1), buildserver(l), viewc, viewc32 (1)

cc (1), environ (5) inaUNIX system reference manual
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Name
tuxtypes—Buffer type switch; descriptions of buffer types provided by the Oracle Tuxedo
system
Synopsis
Default Buffer Type Switch
/ *

* The following definitions are specified in
* STUXDIR/lib/tmtypesw.c

*x/
#include <stdio.h>

#include <tmtypes.h>

/'k

* Initialization of the buffer type switch.

*/

struct tmtype_sw_t tm typesw[] = {

{
"CARRAY", /* type */
A, /* subtype */
0 /* dfltsize */
NULL, /* initbuf */
NULL, /* reinitbuf */
NULL, /* uninitbuf */
NULL, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
NULL, /* encdec */
NULL, /* route */
NULL, /* filter */
NULL, /* format */
NULL, /* presend2 */
NULL /* multibyte code-set encoding conversion */
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"STRING",
||~k",

512,

NULL,

NULL,

NULL,
_strpresend,
NULL,

NULL,
_strencdec,
NULL,
_sfilter,
_sformat,
NULL,

NULL

"FML",
ET

1024,
_finit,
_freinit,
_funinit,
_fpresend,
_fpostsend,
_fpostrecv,
_fencdec,
_froute,
_ffilter,
_fformat,
NULL,

NULL

"VIEW",
nk
1024,

_vinit,

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*

type */
subtype */
dfltsize */
initbuf */
reinitbuf */
uninitbuf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

presend2 */

tuxtypes(5)

multibyte code-set encoding conversion */

type */
subtype */
dfltsize */
initbuf */
reinitbuf */
uninitbuf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

presend2 */

multibyte code-set encoding conversion */

type */

subtype */
dfltsize */
initbuf */
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_vreinit, /* reinitbuf */

NULL, /* uninitbuf */
_vpresend, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
_vencdec, /* encdec */
_vroute, /* route */
_vfilter, /* filter */
_vformat, /* format */
NULL, /* presend2 */
NULL /* multibyte code-set encoding conversion */

I

{
/* XATMI - identical to CARRAY */
"X_OCTET", /* type */
e, /* subtype */
0 /* dfltsize */

I

{ /* XATMI - identical to VIEW */
{'x','_",'c','_",'T','Y','P','E'}, /* type */
nx, /* subtype */
1024, /* dfltsize */
_vinit, /* initbuf */
_vreinit, /* reinitbuf */
NULL, /* uninitbuf */
_vpresend, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
_vencdec, /* encdec */
_vroute, /* route */
_vfilter, /* filter */
_vformat, /* format */
NULL, /* presend2 */
NULL /* multibyte code-set encoding conversion */

I

{

/* XATMI - identical to VIEW */
{‘X','_‘,‘C‘,'O','M‘,‘M‘,'O',‘N‘}, /* type */
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"k
.

1024,
_vinit,
_vreinit,
NULL,
_vpresend,
NULL,
NULL,
_vencdec,
_vroute,
_vfilter,
_vformat,
NULL,
NULL

"FML32",

.

1024,
_finit32,
_freinit32,
_funinit32,
_fpresend32,
_fpostsend32,
_fpostrecv32,
_fencdec32,
_froute32,
_ffilter32,
_fformat32,
_fpresend232
_fmbconv32

"VIEW32",
“*"/
1024,
_vinit32,

_vreinit32,

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*

subtype */
dfltsize */
initbuf */
reinitbuf */
uninitbuf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

presend2 */

tuxtypes(5)

multibyte code-set encoding conversion */

type */
subtype */
dfltsize */
initbuf */
reinitbuf */
uninitbuf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

presend2 */

multibyte code-set encoding conversion */

type */

subtype */
dfltsize */
initbuf */

reinitbuf */
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NULL, /* uninitbuf */

_vpresend32, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
_vencdec32, /* encdec */
_vroute32, /* route */
_vfilter32, /* filter */
_vformat32, /* format */
NULL, /* presend2 */
NULL /* multibyte code-set encoding conversion */

I

{
"XML", /* type */
nkn /* subtype */
0, /* dfltsize */
NULL, /* initbuf */
NULL, /* reinitbuf */
NULL, /* uninitbuf */
NULL, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
NULL, /* encdec */
_xroute, /* route */
NULL, /* filter */
NULL, /* format */
NULL, /* presend2 */
NULL /* multibyte code-set encoding conversion */

},

{
"MBSTRING", /* type */
ok, /* subtype */
0, /* dfltsize */
_mbsinit, /* initbuf */
NULL, /* reinitbuf */
NULL, /* uninitbuf */

_mbspresend, /* presend */

NULL, /* postsend */
NULL, /* postrecv */
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NULL,
NULL,
NULL,
NULL,
NULL,

_mbsconv

b,

}
}i

/'k
/‘k
/‘k
/*
/*

encdec */
route */
filter */
format */
presend2 */

/* multibyte code-set encoding conversion */

struct tmtype_sw_t _TM_FAR *

_TMDLLENTRY

_tmtypeswaddr (void)

{

return (tm_typesw) ;

}

Description

The following table lists the 11 buffer types provided by the Oracle Tuxedo system.

tuxtypes(5)

CARRAY Character array (possibly containing NULL characters)
that is neither encoded nor decoded during transmission

STRING NULL-terminated character array

FML FML fielded buffer

VIEW C structure or FML view

X_OCTET Equivalent to CARRAY ; provided for XATMI
compatibility

X_C_TYPE Equivalent to VIEW; provided for XATMI
compatibility

X_COMMON Equivalent to VIEW; provided for XATMI

compatibility
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FML32 FML 32 fielded buffer, using 32-bit identifiers and

offsets

VIEW32 C structure or FML32 view, using 32-bit identifiers,
counter variables, and size variables

XML Buffer for XML documents

MBSTRING Character array for multibyte characters

Notethat al VIEW, X_C_TYPE, and X_COMMON buffers are handled by the same set of
routines; the name of a particular view isits subtype name.

An application programmer who wants to supply a custom buffer type can do so by adding an
instance to the tm_typesw array shown above. Whenever anew buffer typeis added or oneis
deleted, care should be taken to leave anuLL entry at the end of the array as shown above. Note
that a buffer type with anuLL name is not permitted.

A copy of the default array isdelivered in $TUXDIR/1ib/tmtypesw.c, and may be used asa
starting point. The recommended procedure for installing a new buffer type switch isto compile
tmtypesw.c and store it asthe only element in alibrary named 1ibbuft.

On systemswith shared object capability, build and install anew instance of 1ibbuft.so. under
$TUXDIR/1ib. All processes, including Oracle Tuxedo system processes like wsx, will then
automatically have access to the new type switch without recompilation. On a Windows
workstation, the shared object for the buffer type switch isnamed wsurT . prL. It should be stored
iN $TUXDIR\bin.

On systems without shared object capability, build and install a new instance of 1ibbuft.a
under $TUxXDIR/1ib. All processes needing to know about the new types must then be rebuilt,
using buildclient (1) Or buildserver (1). System processeslikewsn may need to be rebuilt
using special commands such asbuildwsh (1) .

Seebuffer (3c) for adescription of the elements and routines in the buffer type switch. Also
found there is a description of built in routines provided by the Oracle Tuxedo system (for
example, _finit ()) that applications can use when changing the system-provided buffer types.

The three routing functions provided by the system, _froute(), _vroute(), and _xroute(),
are used for data-dependent routing of FML buffers, VIEW buffers, and XML buffers,
respectively. See ursconF1G (5) for instructions on defining the routing criteriato be used by
these three functions.
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Files

STUXDIR/tuxedo/include/tmtypes.h—the type switch definition
STUXDIR/1lib/tmtypesw.c—the default type switch instantiation
STUXDIR/1lib/libbuft.so.—type switch shared object
STUXDIR/1lib/libbuft.a—type switch archive library

See Also

buffer(3c), typesw(5), UBBCONFIG(5)
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Name

typesw—DBuUffer type switch structure; parameters and routines needed for
Synopsis

Buffer Type Structure
/ *

*

*/

The following definitions are in $TUXDIR/include/tmtypes.h

#define TMTYPELEN ED_TYPELEN
#define TMSTYPELEN ED_STYPELEN

struct tmtype_sw_t {

480

char type[TMTYPELEN] ; /* type of buffer */

char subtype[TMSTYPELEN]; /* subtype of buffer */

long dfltsize; /* default size of buffer */
/* buffer initialization function pointer */

int (_TMDLLENTRY *initbuf) _ ((char _TM_FAR *, long));

/* buffer reinitialization function pointer */
int (_TMDLLENTRY *reinitbuf) _ ((char _TM_FAR *, long)) ;

/* buffer un-initialization function pointer */
int (_TMDLLENTRY *uninitbuf) _((char _TM_FAR *, long));

/* pre-send buffer manipulation func pointer */
long (_TMDLLENTRY *presend) ((char _TM_FAR *, long, long));

/* post-send buffer manipulation func pointer */
void (_TMDLLENTRY *postsend) ((char _TM_FAR *, long, long))

/* post-receive buffer manipulation func pointer*/
long (_TMDLLENTRY *postrecv) _ ((char _TM_FAR *, long, long))

/* XDR encode/decode function pointer */

each buffer type

7

7

long (_TMDLLENTRY *encdec) _ ((int, char _TM_FAR *, long, char _TM_FAR *,
long)) ;

/* routing function pointer */
int (_TMDLLENTRY *route) _ ((char _TM_FAR *, char _TM_FAR *,
long, char _TM_FAR *));

/* buffer filtering function pointer */

char _TM_FAR *,

int (_TMDLLENTRY *filter) _ ((char _TM_FAR *, long, char _TM_FAR *, long));
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*

*

*/

typesw(h)

/* buffer formatting function pointer */
int (_TMDLLENTRY *format) _ ((char _TM_FAR *, long, char _TM_FAR *,
char _TM_FAR *, long));

/* process buffer before sending, possibly generating copy */
long (_TMDLLENTRY *presend2) _ ((char _TM_FAR *, long,
long, char _TM_FAR *, long, long _TM_FAR *));

/* Multibyte code-set encoding conversion function pointer*/
long (_TMDLLENTRY *mbconv) _ ((char _TM_FAR *, long,
char _TM_FAR *, char _TM_FAR *, long, long _TM_FAR *));

/* this space reserved for future expansion */
void (_TMDLLENTRY *reserved[8]) _ ((void));

application types switch pointer
always use this pointer when accessing the table

extern struct tmtype_sw_t *tm_typeswp;

Description

Each buffer type and subtype must have an entry in the tm_typesw array such that when a buffer
is manipulated the appropriate routines are called. For the buffer types provided by the Oracle
Tuxedo system, see tuxtypes (5).

An application programmer who wants to supply a customized buffer type can do so by adding
aninstancetothe tm_typesw array in $TUXDIR/1ib/tmtypesw.c. (tuxtypes (5) showshow
this can be done.) The semantics of the routines that must be supplied when adding a new type
are specified inbuffer (3c).

Files
STUXDIR/tuxedo/include/tmtypes.h—the type switch definition
STUXDIR/1lib/tmtypesw.c—the type switch instantiation

See Also

buffer (3c), tuxtypes (5)
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Name

UBBCONFIG—Text version of an Oracle Tuxedo configuration file

Description

When an Oracle Tuxedo application is booted, the tmboot command refersto a binary
configuration file called TuxconF1c to get the information necessary for starting application
servers and initializing the bulletin boards in an orderly sequence. This binary file cannot be
created directly; it must be created from atext file called usconFIG. To configure an
application, an administrator creates a usBcoNFIG file (with atext editor) and loads the file into
abinary version (Tuxconr1c) by running the tmloadcf (1) command. During the life of the
application, the Tuxconr1c fileis used by various Oracle Tuxedo administrative tools.
tmadmin (1) usesthe configuration file (or a copy of it) in its monitoring activity.

tmshutdown (1) referencesthe configuration file for information needed to shut the application
down.

An Oracle Tuxedo ussconr1c file may be given any name as long as the content of the file
conformsto the format described on this reference page. In addition, the Tuxconrc file may be
given any name; the actual name is the device or system filename specified in the TuxconrFIG
environment variable.

For additional information pertaining to the entire uBeconr1G file, see “UBBCONFIG(5)
Additional Information” on page 529.

Definitions

482

A server isaprocessthat accepts requests and sends repliesfor clients and other servers. A client
originates requests and gets replies.

A resource manager is an interface and associated software providing access to a collection of
information and/or processes. An example of aresource manager is a database management
system; aresource manager instance is a particular instantiation of a database controlled by a
DBMS. A distributed transaction isatransaction that spans multiple resource manager instances,
is started with tpbegin (), and ended with tpcommit () Or tpabort ().

A server group is aresource manager instance and the collection of servers and/or services
providing access to that resource manager instance on a particular machine. The XA interface
associated with the group is used for transaction management. If a server does not access a
resource manager instance or does not access it as part of a distributed transaction, it must bein
aserver group with anur.t, XA interface. Similarly, clientsrunin aspecial client group that does
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not have to be specified in the croups section. The client group is not associated with aresource
manager.

A remote domain is defined to be an environment for which the bulletin board for this Oracle
Tuxedo system configuration is not available. Remote domains are not specified in the
uBBCONF1G file, but rather through host-specific environment variables that are specified in
host-specific reference pages.

Configuration File Format

A ussconFIc fileis made up of nine possible specification sections. Lines beginning with an
asterisk (*) indicate the beginning of a specification section. Each such line contains the name of
the section immediately following the *. Allowable section names are:

® RESOURCES
® MACHINES

® GROUPS

® NETGROUPS
® NETWORK

® SERVERS

® SERVICES

® INTERFACES

® ROUTING

The RESOURCES and MACHINES Sections must be the first two sections and must be included in
that order. The croups section must precede the SERVERS, SERVICES, and ROUTING Sections.
The NETGROUPS Section must precede the NETWORK Section.

Parameters (except in the RESOURCES section) are generally specified by: kEYWORD = value;
white space (space or tab character) is alowed on either side of the equal sign (=). Thisformat
Sets kEYwORD 10 value. Valid keywords are described within each section.

Lines beginning with the reserved word pEFaULT contain parameter specifications that apply to
any linesthat follow them in the section in which they appear. Default specifications can be used
in all sections other than the RESOURCES section. They can appear more than once in the same
section. The format for these linesis:

DEFAULT: [optional KEYWORD=value pairs]
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The values set on thisline remain in effect until reset by another berauLT line, or until the end

of the section is reached. These values can & so be overridden on non-perauLT lines by placing
the optional parameter setting on theline. If on anon-perauLT line, the parameter settingisvalid
for that line only; lines that follow revert to the default setting. If pEFauLT appears on aline by
itself, all previously set defaults are cleared and their values revert to the system defaullts.

If avalueis numeric, standard C notation is used to denote the base, that is, Ox prefix for base
16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10 (decimal). The range of
acceptable values for anumeric parameter is given under the description of that parameter.

If avalueisan identifier (astring value already known to the Oracle Tuxedo system such as
app_pw for the securITY parameter), standard C rules are typically used. A standard C
identifier starts with an alphabetic character or underscore and contains only alphanumeric
characters or underscores. The maximum allowablelength of anidentifier is30 (not including the
terminating NULL).

Note: Thereisno need to enclose an identifier in double quotes.

A valuethat isneither an integer number nor an identifier must be enclosed in double quotes. This
value is a user-defined string. The maximum allowable length of a user-defined string is 78
characters (bytes), not including the terminating nurL. Exceptionsto thisrule are as follows:

e Thecrort parameter, which can be 1024 charactersin length

e The BUFTYPE, OPENINFO, and CLOSEINFO parameters, which can be 256 charactersin
length

e The TUXCONFIG, TUXDIR, APPDIR, TLOGDEVICE, ULOGPFX, ENVFILE, TMSNAME, RCMD,
NADDR, NLSADDR, FADDR, and aouT (in SERVERS section) parameters, which can be 256
charactersin length as of Oracle Tuxedo release 8.1; string values for these parameters are
limited to 78 charactersin length for Oracle Tuxedo 8.0 or earlier.

e The SEC_PRINCIPAL_NAME, SEC_PRINCIPAL_LOCATION, and SEC_PRINCIPAL_PASSVAR
parameters, which can be 51, 1023, and 31charactersin length respectively (not including
the terminating NULL)

e TheraNnGEs parameter, which can be 2048 charactersin length (except in Domains, where
it can be 4096 charactersin length)

Inthe RaNGES parameter of the RouTING Section, certain special characters can be escaped inside
astring using a backslash.

“W\” trand ates to a single backslash
“\"” tranglates to a double quote
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“\n” tranglates to anewline

“\t” trandlates to atab

“\f” translates to a formfeed

“\O+" trandates to a character whose octal valueis O+

where o+ isone, two, or three octal characters. “\0” trandates to an embedded nuLL character.
“\xH+" Or “\xH+" trandates to a character whose hexadecimal valueisu+ whereu+ isoneor
more hexadecimal characters. “\vy” (where'y’ isany character other than one of the previously
mentioned characters) translatesto ‘y’; this produces awarning.

“#” (pound sign) introduces a comment. A newline ends a comment.

Anidentifier or anumeric constant must always be followed by white space (space or tab
character), a newline character, or a punctuation character (pound sign, equals sign, asterisk,
colon, comma, backslash, or period).

Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Linesare continued by placing at least one tab after the newline. Comments cannot be continued.

RESOURCES Section

This section provides for user specification of the system-wide resources, such as the number of
servers, and services which can exist within a service area. Linesin the RESOURCES section are
of theform: kEyworD value Where kEyworD is the name of the parameter, and value its
associated value. Vaid keyworps are as follows:

IPCKEY numeric_value
Specifiesthe numeric key for thewell-known addressin an Oracle Tuxedo system bulletin
board. In asingle processor environment, this key “names’ the bulletin board. In a
multiple processor environment, this key names the message queue of the DBBL. In
addition, this key isused as abasis for deriving the names of resources other than the
well-known address, such as the names for bulletin boards throughout a multiprocessor.
IPCKEY must be greater than 32,768 and less than 262,143. This parameter is required.

MASTER string_valuel[,string_valueZ]
Specifies the machine on which the master copy of the Tuxconrig fileisfound. Also, if
the application is being run in mp mode, MASTER hames the machine on which the DBBL
should be run. string value2 names an alternate LmMID location used during process
relocation and booting. If the primary location is not available, the DBBL isbooted at the
alternate location and the alternate Tuxconr1c file found there isused. Both Lm1p values
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must name machines found in the MacrINES section and must be less than or equal to 30
charactersin length. This parameter isrequired (even in suM mode).

In an application that supports multiple rel ease level s of the Oracle Tuxedo system on
different machines, masTER and BAckUuP must always have arel ease with anumber greater
than or equal to all other machines in the application. Thisrule is not enforced during a
“Hot Upgrade.”

MODEL {SHM | MP}
Specifies the configuration type. This parameter is required and only one of the two
settings can be specified. sam (for shared memory) specifies a single machine
configuration; only one machine may be specified in the MacuINES section. mp specifies
amulti-machine configuration; mp must be specified if a networked application is being
defined. Note: to change value without relinking, servers must be built to support the
models needed (seebuildserver (1)).

DOMAINID string value
Specifiesthe domain identification string. If not specified, thevalue"" isused. If thevalue
of poMAINID isacharacter string, it may contain amaximum of 30 characters (including
the trailing nur.L). If the value of poMaINID isastring of hexadecimal digits, it may
contain a maximum of 30 octets. If poma1NTD is specified, itsvalueisincluded, asa
parameter (-c dom=domainid), in any command output that reports on the processes
associated with aparticular domain, such asthe output of theps command. Thiscomment
isuseful for an administrator managing multiple domains, who may have some difficulty,
without thiscomment, in interpreting asingle output stream that refersto several domains.

UID numeric_value
Specifies the numeric user 1D to be associated with the IPC structures created for the
bulletin board. This value should be a UNIX system user ID on thelocal system. If not
specified, the value is taken to be the effective user 1D of the user executing
tmloadcf (1). The RESOURCES value for this parameter can be overridden in the
MACHINES Section on a per-processor basis.

GID numeric_value
Specifies the numeric group ID to be associated with the IPC structures created for the
bulletin board. This value should be avalid UNIX system group ID on the local system.
If cID isnot specified, the effective group ID of the user executing tmloadcf (1) isused.
The reEsourcEs value for this parameter can be overridden in the macHINES section on a
per-processor basis.

PERM numeric_value
Specifies the numeric permissions associated with the IPC structures that implement the
bulletin board. It is used to specify the read/write permissions for processes in the usual
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UNIX system fashion (that is, with an octal number such a 0600). If not specified, the
permissions on the |PC structures default to 0666 (read/write access by same user, same
group, and any other). The value can be between 0001 and 0777, inclusive. The
RESOURCES va ue for this parameter can be overridden in the MacHINES section on a
per-processor basis.

MAXACCESSERS numeric_value
Specifies the default maximum number of clients and serversthat can be simultaneously
connected to the bulletin board on any particular machine in this application. Thisvalue
must be greater than 0 and lessthan 32,768. If not specified, the default maximum number
is50. TheresourcEs valuefor this parameter can be overridden in themMacHINES section
on a per-machine basis.

System administration processes, such asthe BBL, restartsrv, cleanupsrv,
tmshutdown (), and tmadmin (), need not be accounted for in thisvalue, but the DBBL,
all bridge processes, al system-supplied and application server processes, and all
potential client processes at a particular site need to be counted. (Examples of
system-supplied servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT,
TMS—SEe TMSNAME parameter in GRouPS Ssection, TMS_oM, GWTDOMAIN, and wstL.) If the
application isbooting workstation listeners (WSL s) at aparticular site, both the WSLsand
the number of potential workstation handlers (WSHSs) that may be booted need to be
counted.

Note that for Oracle Tuxedo pre-release 7.1 (6.5 or earlier), both the maxaccEssers and
MAXSERVERS parameters for an application play a part in the user license checking
scheme. Specifically, amachineis not allowed to boot if the number of MAXACCESSERS
for that machine + the number of maxaccessers for the machine (or machines) already
running in the application is greater than the number of MaxseErRVERS + user licenses for
the application. Thus, the total number of MaxaccEsseRs for an application must be less
than or equa to the number of MaxseERVERS + user licenses for the application.

Note also that the user license checking scheme in Oracle Tuxedo release 7.1 or later
considers only the following two factors when performing its checks: the number of user
licenses for an application and the number of licenses currently in use for the application.
When all user licenses are in use, no new clients are allowed to join the application.

MAXSERVERS numeric_value
Specifies the maximum number of serversto be accommodated in the bulletin board
server table for this application. This value must be greater than 0 and less than 8192. If
not specified, the default is 50.

All instances of system-supplied and application servers available to an application need
to be accounted for in the bulletin board server table, which isaglobal table, meaning that
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the same server table resides on each machine in the application. Examples of
system-supplied servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT,
TS (See TMSNAME parameter in GRouPS Section), TMS_QM, GWTDOMAIN, and wsL.

Administration of each Oracle Tuxedo system site adds approximately one
system-supplied server.

MAXSERVICES numeric_value
Specifiesthe maximum total number of servicesto be accommodated in the servicestable
of the bulletin board. This value must be greater than 0 and less than 1,048,575. To
calculate an adequate value, be sure to count the number of services used by both
application serversand system servers, such asthe BBL, DBBL, BRIDGE, TMS, and any
other system servers needed by the application. If not specified, the default is 100.

MAXGROUPS numeric_value
Specifies the maximum number of configured server groups to be accommodated in the
group table of the bulletin board. This value must be greater than or equal to 100 and less
than 32,768. If not specified, the default is 100.

MAXNETGROUPS numeric_value
Specifies the maximum number of configured network groupsto be accommodated in the
NETWORK Section of the Tuxconr1c file. Thisvalue must be greater than or equal to 1 and
less than 8192. If not specified, the default is 8.

MAXMACHINES numeric_value
Specifies the maximum number of configured machines to be accommodated in the
machine tables of the bulletin board. Thisvalue must greater than or equal to 256 and less
than 8,191. If not specified, the default is 256.

MAXQUEUES numeric_value
Specifies the maximum number of server request queues to be accommodated in the
gueue table of the bulletin board. This value must greater than or equal to 1 and less than
8,192. If not specified, the valueis set to the configured value for MAXSERVERS.
Interoperability with releases prior to 5.0 requires that this value be equal to the
configured value for MAXSERVERS.

MAXACLGROUPS numeric_value
Specifies the maximum number of group identifiersthat can be used for ACL permissions
checking. The maximum group identifier that can be defined is Ta_mMaxacL.GROUPS - 1.
This value must be greater than or equal to 1 and less than or equal to 16,384. If not
specified, the default is 16,384.
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MAXGTT numeric_value
Specifies the maximum number of simultaneous global transactionsin which any
particular machinein this application can be involved. It must be greater than or equal to
0 and lessthan 32,768. If not specified, the default is 100. The REsourcEs value for this
parameter can be overridden in the MacHINES section on a per-machine basis.

MAXCONV numeric_value
Specifies the maximum number of simultaneous conversationsin which clients and
servers on any particular machine in this application can be involved. It must be greater
than 0 and lessthan 32,768. If not specified, the default is64 if any conversational servers
are defined in the serVERS section, or 1 otherwise. The maximum number of
simultaneous conversations per server is64. The REsources valuefor this parameter can
be overridden in the MacHINES section on a per-machine basis.

MAXBUFTYPE numeric_value
Specifies the maximum number of buffer types that can be accommodated in the buffer
type table in the bulletin board. It must be greater than 0 and less than 32,768. If not
specified, the default is 16.

MAXBUFSTYPE numeric _value
Specifies the maximum number of buffer subtypes that can be accommodated in the
buffer subtype table in the bulletin board. It must be greater than 0 and less than 32,768.
If not specified, the default is 32.

MAXDRT numeric_value
Specifies the maximum number of configured data-dependent routing criteria entries. It
must be greater than or equal to 0 and less than 32,768. If not specified, the default is
determined from the configured rouTING Section entries.

MAXRFT numeric_value
Specifies the maximum number of data-dependent routing range field table entries. It
must be greater than or equal to 0 and less than 32,768. If not specified, the default is
determined from the configured rouTING Section entries.

MAXRTDATA numeric_value
Specifiesin bytes the maximum string pool space to be accommodated in the bulletin
board string pool table for data-dependent routing range strings. This value must be
greater than or equal to 0 and less than 32,761. If not specified, the default is determined
from the configured rouTING Section entries.

Strings and carrays specified within the RangEs valuesin the RouTING section are stored
in the string pool. Additional space should be allocated to allow for run-time growth.
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MAXSPDATA numeric_value

Specifiesin bytes the maximum string pool space to be accommodated in the bulletin
board common string pool. This value must be greater than or equal to 0 and less than or
equal to 2147483640. This parameter applies only to applications running Oracle Tuxedo
8.1 or later software.

Oracle Tuxedo system needs the bulletin board string pool size (MAXQUEUES * 257 * 2
+ 8224) at aminimum, whereMaxQUEUES iSthe configured or default value of parameter
MAXQUEUES in the same *RESOURCE section. If this parameter is not configured or the
specified value is smaller than the minimum required size, Oracle Tuxedo system
automatically changes the value to the minimum required size.

For applications for which extensive dynamic configuration is anticipated (for example,
anticipating the addition of six more machines to an Oracle Tuxedo application),
administrators can usethemaxsppaTa parameter to increase the size of the common string
pool. Note that adjusting the size of the common string pool has no effect on the size of
the of the routing string pool controlled by the vaxrRTDATA parameter. The two string
pools are separate.

Regardless of the value specified for maxsppaTa, the Oracle Tuxedo system will not
alocate an amount of string pool space outside of a system-calculated range based on (1)
the strings actually specified inthe tuxconric file and (2) the amount of space that would
be required if all 256-byte capable strings were specified. The tmloadcf (1) command
will report awarning if the user-specified value is outside of this range and then set the
value to the closest acceptable value.

Note that of the TuxconFIc parameters whose maximum allowable length has been
increased to 256 bytes, only the Groups section TMsNAME parameter and the SERVERS
section aouT and RcvD parameters are actually stored in the bulletin board. The othersare
read in at process startup time and stored in process memory.

Note: If TSAM Event Plug-inisused in Tuxedo application, maxsepaTa should be
configured explicitly for additional TSAM Plug-in event rules storage. For more
information, see Oracle TSAM Agent in the Oracle TSAM Administration Guide.

MAXTRANTIME numeric_value

Specifiesin seconds the maximum timeout allowed for transactions started in or received
by this Oracle Tuxedo application. This value must be greater than or equal to 0 and less
than or equal to 2147483647. The default is 0, which indicates that no global transaction
timeout limit isin effect. This parameter applies only to applications running Oracle
Tuxedo 8.1 or later software.
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If the MaxTRANTIME timeout value is less than the TRanTIME timeout value specified for
an AUTOTRAN Service or the timeout value passed in a tpbegin (3c) cal to start a
transaction, the timeout for a transaction is reduced to the MvaxTRANTIME Value.
MAXTRANTIME has no effect on atransaction started on a machine running Oracle Tuxedo
8.0 or earlier software, except that when a machine running Oracle Tuxedo 8.1 or later
softwareisinfected by the transaction, the transaction timeout val ue is capped—reduced
if necessary—to the maxTrANTIME Value configured for that machine.

Even if the TranTIME Value specified in the servIcEs section of the uBsconr1G fileis
greater than themaxTrANTIME Value, the tmloadcf (1) command loadsthe configuration
without error. Any Oracle Tuxedo 8.1 or later machine infected with the AuToTRAN
transaction will automatically reduce the transaction timeout to the MAXTRANTIME value
configured for that machine.

CMTRET {COMPLETE | LOGGED}
Specifiestheinitial setting of the Tp_comvIT_conTrOL characteristic for al client and
server processes in an Oracle Tuxedo system application. If value iSLOGGED, the
TP_COMMIT CONTROL characteristicisinitiadlized to Tp_cMT_LOGGED; otherwise, it is
initialized to rp_cuMT_compLETE. If cMTRET isnot specified, the default iscomMpLETE. See
the description of the Oracle Tuxedo System ATMI function, tpscmt, for details on the
setting of this characteristic.

LDBAL {Y | N}
Specifies whether or not load balancing should be performed. If L.DBAL is not specified,
the default isy. It isrecommended that if each service maps to one and only one queue,
set L.DBAL to N because load balancing is automatic.

If you set LDBAL to v, server load balancing is performed automatically. Each interface
request is routed to the server with the smallest total load. The routing of arequest to a
server causesthe server’ stotal to be increased by the r.oap factor of the CORBA interface
requested.

When load balancing is not activated and multiple servers offer the same CORBA
interface, the first available queue receives the request.

SYSTEM_ACCESS {FASTPATH | PROTECTED}[, NO_OVERRIDE]
Specifies the default mode used by Oracle Tuxedo system libraries within application
processes to gain access to internal tables of the Oracle Tuxedo system. FASTPATH
specifies that the internal tables are accessible by Oracle Tuxedo system librariesvia
unprotected shared memory for fast access. PROTECTED specifies that while the internal
tables are accessible by Oracle Tuxedo system libraries via shared memory, the shared
memory for these tables is not accessible outside of the Oracle Tuxedo system libraries.
NO_OVERRIDE can be specified (either alone or in conjunction with FASTPATH Or

File Formats, Data Descriptions, MIBs, and System Processes Reference 491



492

PROTECTED) to indicate that the mode selected cannot be overridden by an application
process using flags available for use with tpinit (3c) Orf TPINITIALIZE (3cbl). If
SYSTEM_ACCESS is not specified, the default mode is FASTPATH.

Limitation: Setting sYSTEM_ACCESS t0 PROTECTED may not be effective for
multithreaded servers because it is possible that while one thread is executing Oracle
Tuxedo code, which meansit is attached to the bulletin board, another thread might be
executing user code. The Oracle Tuxedo system cannot prevent such situations.

OPTIONS {[LAN | SSL. | MIGRATE | NO_XA | NO_aa], *}

Specifies options that are used. If two or more options are given, they are separated by
commas. The identifier Lan indicates that thisis a networked application. The identifier
MIGRATE indicates that server group migration can be done.

If SSL isnot specified, LLE isused. In order for SSL to take effect, thet1listen (1) -s
option must be specified.

Note: If the UBBCONFIG *rESOURCES Section and tlisten SSL settingsarenot in sync,
the application will not boot.

If MIGRATE is specified, Lan should also be specified (except for the case where the
configuration runs on a single multiprocessor computer).

Theidentifier no_xa indicatesthat XA transactions are not allowed. Theidentifier no_aa
indicates that the auditing and authorization functions will not be called. This parameter
is optional, and the default is no options.

USIGNAL {SIGUSR1 | SIGUSR2}

Specifiesthe signal to be used if sTenaL-based notification is used. The legal values for
this parameter are sTGUsR1 and STGUSR2. STGUSR2 isthe default for this parameter.
USIGNAL may be specified even if stenaL-based notification is not selected with the
NOTIFY parameter, because callers of tpinit () may choose signal-based notification.

SECURITY {NONE | APP_PW | USER_AUTH | ACL | MANDATORY_ ACL}

Specifies the type of application security to be enforced. If not specified, this parameter
defaults to nonE. The value app_pw indicates that application password security isto be
enforced (clients must provide the application password during initialization). Setting
APP_PW CalSes tmloadcf to prompt for an application password. The value UsEr_auTH
issimilar to app_pw but, in addition, indicates that per-user authentication will be done
during client initialization. The value acL issimilar to user_auTH but, in addition,
indicates that access control checks will be done on service names, queue names, and
event names. If an associated ACL is not found for aname, it is assumed that permission
is granted. The value MANDATORY ACL isSimilar to acL but permission is denied if an
associated ACL is not found for the name.
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SSI._RENEGOTIATION numeric_value
Specifies the renegotiaton interval (in seconds) for SSL information. It must be greater
than or equal to 0 and less than or equal to 2,147,483,647. The default valueis 0.

AUTHSVC string value

Specifies the name of an application authentication service that is invoked by the system
for each client joining the system. This parameter requiresthat the securzTy identifier be
set to USER_AUTH, ACL, OF MANDATORY_ACL. (For upward compatibility, setting both
SECURITY APP_pW and AuTHSvVC implies SECURITY USER_AUTH.) The parameter value
must be 15 characters or lessin length. For securITy level UsEr_aAuTH, the default
service name, if not specified, is auTasvc. For SECURITY level ACTL Or MANDATORY_ACL,
the default service name, if not specified, is . . AuTHSVC.

Note that the system-supplied authentication server, auTHsVR, advertises the
authentication service as AUTHSVC When SECURITY iS Set to USER_AUTH, and as

. .AUTHSVC When SECURITY iS Set t0 ACL Of MANDATORY_ACL. AUTHSVC and . . AUTHSVC
point to the same authentication service.

Note also that string values autasvc and . . auTHsvc are identifiers, meaning that there
isno need to surround AuTHSVC Of . . AUTHSVC With double quotes.

SCANUNIT numeric_value
Theinterval of time (in seconds) between which periodic scans are done by the BBL to
find old transactions and timed-out blocking calls within service requests. Thisvalueis
used as the basic unit of scanning by the BBL. It affects the granularity with which
transaction timeout val ues can be specified on tpbegin () and the blocking timeout value
specified with the BL.ockTIME parameter. The SANITYSCAN, BBLQUERY, DBBLWAIT, and
BLOCKTIME parameters are multipliers of thisunit for other timed operations within the
system. scanunTT must be amultiple of 2 or 5 greater than 0 and less than or equal to 60
seconds. The default is 10 seconds.

SANITYSCAN numeric_value
Sets amultiplier of the basic scanuntT between sanity checks of the system. The value
scaNUNTIT must be greater than 0. If this parameter is not specified, the default is set so
that (SCANUNIT * SANITYSCAN) iS approximately 120 seconds. Sanity checksinclude
checking servers as well asthe bulletin board data structureitself. Each BBL checks that
all serverson its machine are viable; that is, the server hasn't terminated abnormally and
isnot looping. Processes deemed not viable are either cleaned up, or restarted depending
on the options with which they were started. Following that, the BBL sends a message
(without reply) to the DBBL to indicateit is okay.
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DBBLWAIT numeric_value
Setsamultiplier of the basic scanunzT for the maximum amount of wall time a DBBL
should wait for replies from al its BBLs before timing out. Every time the DBBL
forwards arequest to its BBLs, it waits for al of them to reply with a positive
acknowledgment before replying to the requester. This option can be used for noticing
dead or insane BBL s in atimely manner. The value of paLwaIT must be greater than 0.
If this parameter is not specified, the default is set so that (scaNUNIT * DBBLWAIT) iSthe
greater of scanunIT Or 20 seconds.

BBLQUERY numeric_value
Setsamultiplier of the basic scanunIT between status checks by the DBBL of all BBLS.
The DBBL checksto ensurethat all BBLs have reported in within the BBLQUERY cycle. If
aBBL has not been heard from, the DBBL sends a message to that BBL asking for status.
If no reply isreceived, the BBL is partitioned. The value of BBLQUERY must be greater
than O. If this parameter is not specified, the default is set so that (SCANUNIT * BBLQUERY)
is approximately 300 seconds.

BLOCKTIME numeric_value
Setsamultiplier of thebasic scanuntT after which ablocking call (for example, receiving
areply) timesout. Thevalue of BL.ockTIME must be greater than O. If this parameter isnot
specified, the default is set so that (SCANUNIT * BLOCKTIME) iSapproximately 60
seconds.

NOTIFY {DIPIN | SIGNAL | THREAD | IGNORE}
Specifiesthe default notification detection method to be used by the system for unsolicited
messages sent to client processes. This default can be overridden on a per-client basis
using the appropriate tpinit () flag value. Note that once unsolicited messages are
detected, they are made available to the application through the application-defined
unsolicited message handling routine identified viathe tpsetunsol () function
(tpnotify () )

The value p1pIN specifies that dip-in-based notification detection should be used. This
means that the system will only detect notification messages on behalf of aclient process
while within ATMI calls. The point of detection within any particular ATMI call is not
defined by the system and dip-in detection will not interrupt blocking system calls. prpIn
is the default notification detection method.

The value s1eNaL specifies that signal-based notification detection should be used. This
means that the system sends a signal to the target client process after the notification
message has been made available. The system installsasignal catching routine on behal f
of clients selecting this method of notification.
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All signaling of native client processesisdone by administrative system processes and not
by application processes. Therefore, only native clients running with the same UNIX
system user identifier as the application administrator can be notified using the sTGNAL
method. Workstation clients may use the steNaz method, regardless of which user
identifier they are running under.

Note: The szeNaL notification method is not available for MS-DOS clients, and is not
available for multithreaded or multicontexted clients.

Single-threaded processes on the OpenVMS platform should be able to support
NOTIFY. However, you must set the unsolicited message handler and not invoke
Oracle Tuxedo APIsin the handler.

Thevalue THrREAD specifiesthat THREAD notification detection should be used. Thismeans
that the system dedicates a separate thread for the receipt of unsolicited messages and
dispatches the unsolicited message handler in that thread. Only one unsolicited message
handler executes at one time per Oracle Tuxedo application association. Thisvalueis
allowed only on platforms that offer support for multi-threading. COBOL clients cannot
use THREAD hotification. Clients that are written in COBOL or that run on a platform on
which threads are not supported will have their notification method changed to prpin if
they accept the usBconF1c default notification method and the ussconFIc default
notification method is THREAD. In contrast, if such a client specifies thread notification
explicitly in the parametersto tpinit () Of TPINITIALIZE (), the cal to thisfunction
will return an error.

The value 1eNoORE specifies that by default notification messages are to be ignored by
application clients. This would be appropriate in applications where only clients that
request notification at tpinit () time should receive unsolicited messages.

SEC_PRINCIPAL_NAME string value [0..511]
Specifies the security principal name identification string to be used for authentication
purposes by an application running Oracle Tuxedo 7.1 or later software. This parameter
may contain a maximum of 511 characters (excluding the terminating nuLL character).
The principal name specified for this parameter becomes the identity of one or more
system processes running in this application.

SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
SERVERS Section. A principal name at a particular configuration level can be overridden
at alower level. If sec_prINCTPAL_NAME isnot specified at any of these levels, the
principal name for the application defaults to the poma1NID String specified in the
RESOURCES section for this application.
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Note that sec_PRINCIPAL_NAME iSone of atrio of parameters, the other two being
SEC_PRINCIPAL_LOCATION and SEC_PRINCIPAL_PASSVAR. The latter two parameters
pertain to opening decryption keys during application booting for the system processes
running in an Oracle Tuxedo 7.1 or later application. When only SEC_PRINCIPAL_NAME
isspecified at aparticular level, the system sets each of the other two parametersto anuLL
(zero length) string.

SEC_PRINCIPAL_LOCATION string value [0..1023]
Specifies the location of the file or device where the decryption (private) key for the
principal specified in sECc_PRINCIPAL_NAME resides. This parameter may contain a
maximum of 1023 characters (excluding the terminating NuLL character).

SEC_PRINCIPAL_LOCATION can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAIL_NAME parameter; otherwise, its value isignored.
(sEC_PRINCIPAL_PASSVAR isoptional; if not specified, thesystem setsit to anur.L—zero
length—string.)

SEC_PRINCIPAL_PASSVAR string value[0..31]
Specifies the variable in which the password for the principal specified in
SEC_PRINCIPAL_NAME isstored. Thisparameter may contain amaximum of 31 characters
(excluding the terminating NULL character).

SEC_PRINCIPAL_PASSVAR can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GROUPS section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sec_PRINCIPAL_ NAME parameter; otherwise, its valueisignored.
(SEC_PRINCIPAL_LOCATION isoptiond; if not specified, the system setsit to anuL.L—
zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with SEC_PRINCIPAL_PASSVAR. (tmloadcf (1) promptsfor
the password.) The system automatically encrypts the password entered by the
administrator and assigns each encrypted password to the associated password variable.

SIGNATURE_AHEAD numeric_value (1 <= num <= 2147483647)
Specifies the number of seconds into the future that adigital signature’ stimestamp is
allowed to be, when compared to the local machine' s clock. If not specified, the defaultis
3600 seconds (one hour). This parameter applies only to applications running Oracle
Tuxedo 7.1 or later software.

496 File Formats, Data Descriptions, MIBs, and System Processes Reference


{DOCROOT}/rfcm/rfcmd.html

UBBCONFIG(5)

SIGNATURE_BEHIND numeric_value (1 <= num <= 2147483647)
Specifies the number of secondsinto the past that a digital signature’ stimestamp is
allowed to be, when compared to the local machine' s clock. If not specified, the defaultis
604800 seconds (one week). This parameter applies only to applications running Oracle
Tuxedo 7.1 or later software.

SIGNATURE_REQUIRED {Y | N}
Specifies whether or not every process running in this application requires adigital
signature on itsinput message buffer. If not specified, the default isn. This parameter
applies only to applications running Oracle Tuxedo 7.1 or later software.

SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVICES Section. Setting SIGNATURE_REQUIRED t0 v at a particular level means that
signatures are required for all processes running at that level or below.

ENCRYPTION_REQUIRED {Y | N}
Specifies whether or not every process running in this application requires an encrypted
input message buffer. If not specified, the default isn. This parameter applies only to
applications running Oracle Tuxedo 7.1 or later software.

ENCRYPTION_REQUIRED Can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GROUPS section, and
SERVICES Section. Setting ENCRYPTION_REQUIRED t0 v at a particular level means that
encryption isrequired for all processes running at that level or below.

MACHINES Section

ThemacHINES section specifiesthelogical namesfor physical machinesfor the configuration. It
al so specifies parameters specific to a given machine. The MACHINES Section must contain an
entry for each physical processor used by the application. Entries have the form:

ADDRESS required_parameters [optional_parameters]

where apprEss isthe physical name of a processor, for example, the value produced by the
UNIX system uname -n command. On a Windows system, the value can be set using the
Computer Name value in the Network Control Panel and must be specified in upper case. The
length of the entire ADDRESS must be 30 characters or less. If the nameis not an identifier, it
must be enclosed in double quotes.

If the AN option is not specified, only one machine name can appear in this section. One of the
required kEyworpsis.MID, Whichisthelogica machine string value assignedtothephysical
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machine. An LMID string_value must be unique within the MAcHINES section of the
configuration file.

LMID = string value

Specifiesthat string value isto be usedin other sections as the symbolic name for
ADDRESS. This name cannot contain a comma, and must be 30 characters or less. This
parameter is required. There must be an .M1D line for every machineused in a
configuration.

These parameters are required:

TUXCONFIG = string_value[2..256] (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)

Thisisthe absolute pathname of the file or device where the binary Tuxconric fileis
found on thismachine. The administrator need only maintain one Tuxconr1c file, namely
the onethat ispointed to by the TuxconrF1c environment variable on themMasTerR machine.
Copies on other machines of this master Tuxconric file are synchronized with the
MASTER machine automatically when the system is booted. This parameter must be
specified for each machine. If TuxorrseT isspecified, the Oracle Tuxedo filesystem starts
at that number of blocks from the beginning of the TuxcoNFIG device (See TUXOFFSET
below). See ExnvFILE in the MACHINES section for a discussion of how thisvalueis used
in the environment.

Note: The pathname specified for this parameter must match exactly (including case) the

pathname specified for the TuxconrFIc environment variable. Otherwise,
tmloadcf (1) cannot be run successfully.

TUXDIR = string_value[2..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Thisisthe absolute pathname of the directory where the Oracle Tuxedo system software
isfound on this machine. This parameter must be specified for each machine and the
pathname should be local to each machine; in other words, Tuxp1r should not be on a
remote filesystem. If the machines of a multiprocessor application have different Oracle
Tuxedo system releases installed, check the Oracle Tuxedo Release Notes for the higher
level release to make sure you will get the functionality you expect. See ENvFILE in the
MACHINES Section for adiscussion of how this value is used in the environment.

APPDIR = string_value[2..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

The value specified for this parameter is the absol ute pathname of the application
directory and isthe current directory for all application and administrative servers booted
on this machine. The absol ute pathname can optionally be followed by a col on-separated
list of other pathnames. In a configuration where secUrRITY is set, each application must
have its own distinct ApPDIR. See ENVFILE in the MacHINES section for a discussion of
how this value is used in the environment.
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Optional parameters are;

UID = number
Specifies the numeric user 1D to be associated with the IPC structures created for the
bulletin board. The valid range is 0-2147483647. If not specified, the default isthe value
specified in the RESOURCES section.

GID = number
Specifies the numeric group ID to be associated with the IPC structures created for the
bulletin board. The valid range is 0-2147483647. If not specified, the default isthe value
specified in the RESOURCES section.

PERM = number
Specifies the numeric permissions associated with the IPC structures that implement the
bulletin board. It is used to specify the read/write permissions for processes in the usual
UNIX system fashion (that is, with an octal number such as 0600). The value can be
between 0001 and 0777, inclusive. If not specified, the default isthe value specified in the
RESOURCES Section.

BRTHREADS = {v | N}
Specifies whether the Bridge process for this machine is configured for multithreaded
execution (v) or single-threaded execution (). The default isn. This parameter applies
only to applications running Oracle Tuxedo 8.1 or later software.

Setting BRTHREADS t0 Y makes sense only if a machine has multiple CPUs. However,
having multiple CPUs is not a prerequisite for setting BRTHREADS t0 v.

Configurations with BRTHREADS Set to v on the local machine and BRTHREADS Set (or
defaulted) to n on the remote machine are allowed, but the throughput between the
machines will not be greater than that for the single-threaded Bridge process.

A Bridge process configured for single-threaded or multithreaded execution can
interoperate with a Bridge process running in an earlier release of Oracle Tuxedo or
WebL ogic Enterprise: Oracle Tuxedo release 8.0 or earlier, WebL ogic Enterprise rel ease
5.1 or earlier. In general, athreaded Bridge can interoperate with an unthreaded Bridge
because there are no external functional or behavioral changes due to the threading.

Note: If BRTHREADS=Y and the Bridge environment contains TMNOTHREADS=Y, the
Bridge starts up in threaded mode and logs a warning message to the effect that
the Bridge isignoring the TMNOTHREADS Setting. The TMNOTHREADS environment
variable was added to the Oracle Tuxedo product in release 8.0.
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MAXACCESSERS = number

Specifies the maximum number of clients and servers that can be simultaneously
connected to the bulletin board on this machine. Thisvalue must be greater than 0 and less
than 32,768. If not specified, the default is the MaxaccessERS value specified in the
RESOURCES Section.

System administration processes, such asthe BBL, restartsrv, cleanupsrv,
tmshutdown (), and tmadmin (), need not be accounted for in this value, but the DBBL,
all bridge processes, all system-supplied and application server processes, and all
potential client processes at this site need to be counted. (Examples of system-supplied
Servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT, TMS—SE€ TMSNAME
parameter in GROUPS Section, TMs_ oM, GWTDOMAIN, and wsL.) If the application isbooting
workstation listeners (WSLs) at this site, both the WSL s and the number of potential
workstation handlers (WSHSs) that may be booted need to be counted.

Note that for Oracle Tuxedo pre-release 7.1 (6.5 or earlier), both the Maxaccessers and
MAXSERVERS (SEEMAXSERVERS iN RESOURCES Section) parameters for an application play
apart in the user license checking scheme. Specifically, amachineis not allowed to boot
if the number of Maxaccessers for that machine + the number of MaxaccessEeRrs for the
machine (or machines) already running in the application is greater than the number of
MAXSERVERS + user licensesfor the application. Thus, thetotal number of MAXACCESSERS
for an application must belessthan or equal to the number of MAXSERVERS + user licenses
for the application.

Note also that the user license checking scheme in Oracle Tuxedo release 7.1 or later
considers only the following two factors when performing its checks: the number of user
licenses for an application and the number of licenses currently in use for the application.
When al user licenses are in use, no new clients are allowed to join the application.

MAXWSCLIENTS = number

Specifies the number of accesser entries on this machine to be reserved for Workstation
clients (as opposed to native clients). If specified, the value must be greater than or equal
to 0 and less than 32,768. If not specified, the default is 0.

The number specified here takes a portion of the total accesser slots specified with
MAXACCESSERS, meaning that the accesser slots reserved for MAXWSCLIENTS are
unavailable for use by other clients and servers on this machine. It is an error to set this
number greater than MAXACCESSERS.

TheMaxwscLIENTS parameter isonly used when the Oracle Tuxedo system Workstation
feature is used. The appropriate setting of this parameter helps to conserve interprocess
communication (IPC) resources since Workstation client access to the system is
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multiplexed through an Oracle Tuxedo system-supplied surrogate, the workstation
handler (WSH).

MAXACLCACHE = number
Specifies the number of entriesin the cache used for ACL entries when SECURITY is set
to ACL Or MANDATORY_ACL. The appropriate setting of this parameter helpsto conserveon
shared memory resources and yet reduce the number of disk accessto do ACL checking.
Thisvalue must be greater than or equal to 10 and lessthan or equal to 32,000. The default
is 100.

MAXCONV = number
Specifies the maximum number of simultaneous conversations in which clients and
servers on this machine can beinvolved. It must be greater than 0 and less than 32,768. If
not specified, the default is the maxconv value specified in the REsourcEs section. The
maximum number of simultaneous conversations per server is 64.

MAXPENDINGBYTES = number
Specifiesalimit for the amount of space that can be allocated for messages waiting to be
transmitted by the bridge process. number must be between 100,000 and MAXL.ONG.

MAXGTT = number
Specifiesthe maximum number of simultaneousglobal transactionsinwhich thismachine
can beinvolved. It must be greater than or equal to 0 and lessthan 32,768. If not specified,
the default is the value specified in the RESOURCES section.

TYPE = string value
Used for grouping machines into classes. TypE can be set to any string value that is 15
characters or less. If two machines have the same TypE value, data encoding/decoding is
bypassed when sending data between the machines. TypE can be given any string value.
Itisused simply for comparison. The Type parameter should be used when the application
involves a heterogeneous network of machines or when different compilers are used on
the machinesin the network. If not specified, the default isthenurr string, which matches
any other entry that does not have a value specified.

CMPLIMIT = string val uel[ ,String val ue2]
Specifies the threshold message size for messages bound to remote processes
(string_valuel) andlocal processes (string value2) respectively, at which
automatic data compression will take place. Both values must be either a non-negative
numeric value or the string maxr.one. If not specified, the default for this parameter is
MAXLONG.
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NETLOAD = numeric_value
Specifies the additional load to be added when computing the cost of sending a service
request from this machine to another machine. It must be greater than or equal to 0 and
less than 32,768. If not specified, the default is 0.

SPINCOUNT = numeric_value
Specifies the number of attempts that should be made at user level to lock the bulletin
board before blocking processes on a UNIX semaphore. This value must be greater than
or equal to 0. A value of 0 indicates that the spincount built into the delivered binary
should be used. If set, this parameter causesthe TMsPINCOUNT environment variableto be
ignored. This varies from platform to platform. The default for this parameter is 0.

TLOGDEVICE = string_value[0..256] (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the Oracle Tuxedo filesystem that contains the DTP transaction log (Tr.oc) for
this machine. The Tr.oc is stored as an Oracle Tuxedo system VTOC table on the device.
If this parameter is not specified, the machine is assumed to not have aTr.oc.

TLOGOFFSET = offset
Specifiesthe numeric offset in pages (from the beginning of the device) to the start of the
Oracle Tuxedo filesystem that contains the DTP transaction log for this machine. The
offset must be greater than or equal to 0 and less than the number of pages on the device.
The default isO.

TLOGNAME = string value
Specifies the name of the DTP transaction log for this machine. If not specified, the
default is TLoc. If more than one TLoG exists on the same TLOGDEVICE, they must have
unique names. TLOGNAME must be different from the name of any other table on the
configuration where the TLogG table is created. It must be 18 characters or less.

TLOGSIZE = size
Specifies the numeric size, in pages, of the DTP transaction log for this machine. It must
be greater than 0 and less than or equal to 2048, subject to the amount of available space
on the Oracle Tuxedo filesystem. If not specified, the default is 100 pages.

ULOGPFX = string._value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the absolute pathname prefix of the path for theuserilog (3¢) messagefile on
this machine. The value of urocprx for agiven machine is used to create the
userlog (3c) messagefilefor all servers, clients, and administrative processes executed
on that machine. If this parameter is not specified, $apPDIR/ULOG iSused. “mmddyy”
(month, day, year) is appended to the prefix to get the actual log filename.
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TUXOFFSET = offset
Specifiesthe numeric offset in pages (from the beginning of the device) to the start of the
Oracle Tuxedo filesystem that contains the Tuxconr1g file for this machine. The offset
must be greater than or equal to 0 and less than the number of pages on the device. The
default offset is 0. The value of TuxorrseT, if non-zero, is placed in the environment of
all serversbooted on amachine. See ENVFILE intheMAcHINES section for adiscussion of
how this valueis used in the environment.

ENVFILE = string value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifiesthat all clients and servers on the machine are to be executed with the
environment specified in the named file. If the value specifies an invalid filename, no
values are added to the environment. Lines must be of the form ident=vaiue where
ident beginswith an underscore or alphabetic character, and contains only underscore or
aphanumeric characters. Within the value, strings of the form ${ env} are expanded
when the fileis processed using variables already in the environment. (Forward
referencing is not supported and if avalueis not set, the variable is replaced with the
empty string). Backdlash (\) may be used to escapethedollar sign anditself. All other shell
quoting and escape mechanisms are ignored and the expanded vaiue is placed into the
environment.

Client programs process only the MACHINES ENVFILE during tpinit ().

When booting servers, local serversinherit the environment of tmboot (1) and remote
servers (not on the MasTER) inherit the environment of t1isten (1). TUXCONFIG,
TUXDIR, and APPDIR are aso put into the environment when a server is booted based on
theinformation in the associated MACHINES entry. An attempt to reset thesethreevariables
to another value will not be allowed and will result in awarning. tmboot and tlisten
process the machine EnvFILE before starting the server, alowing for the environment to
indicate necessary pathnames for finding executable and dynamically loaded files. Once
the server isrunning, as part of server initialization (before the application gets control in
tpsvrinit ()), aserver will read and export variables from both the machine and server
ENvFILE files. If avariableis set in both the machine and server EnvFILE, the valuein
the server exvrILE Will override the value in the machine ENVFILE.

paTH and LD_LIBRARY_PATH are treated specially. Before a server is activated, the
machine ENvFILE isscanned to find thefirst occurrence of aPATH OF LD_LIBRARY_PATH
variable; embedded environment variables within either paTh variable are not expanded.
paTH and LD_LTIBRARY_PATH are used to find pathnames for executable and dynamically
loaded files. paTH will always be prefixed with:

${APPDIR}:${TUXDIR}/bin: /bin:
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if the value doesn't already begin with this string. This paTa will be used as a search path
for serversthat are specified with asimple or relative pathname. .o_1.1BRaARY_PATH Will
always be prefixed with:

${APPDIR}:${TUXDIR}/1lib:/1lib:/usr/1lib:
if the value doesn't already begin with this string. suL1B_pPaTH IS set on HPUX and
LIBPATH iSset on AlX instead of LD_LIBRARY PATH.

Limitation: On Windows box, by convention, a network paTa contains no drive letters.
With that in mind, if paTH set is started by only one backslash character (for example,
"\pathToSet"), one more backslash would be automatically generated afterwards at
startup to match UNC (Windows Network) Path syntax.

SEC_PRINCIPAL_NAME = string_value [0..511]
Specifies the security principal name identification string to be used for authentication
purposes by an application running Oracle Tuxedo 7.1 or later software. This parameter
may contain a maximum of 511 characters (excluding the terminating nuLL character).
The principal name specified for this parameter becomes the identity of one or more
system processes running on this machine.

SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
SERVERS Section. A principa name at a particular configuration level can be overridden
at alower level. If sec_prINCTIPAL_NAME isnot specified at any of these levels, the
principal name for the application defaults to the poma1NID String specified in the
RESOURCES section for this application.

Note that sSEc_PRINCIPAIL_NAME iSone of atrio of parameters, the other two being
SEC_PRINCIPAL_LOCATION and SEC_PRINCIPAL_PASSVAR. Thelatter two parameters
pertain to opening decryption keys during application booting for the system processes
running in an Oracle Tuxedo 7.1 or later application. When only SEC_PRINCIPAL_NAME
isspecified at aparticular level, the system sets each of the other two parametersto anuLL
(zero length) string.

SEC_PRINCIPAL_LOCATION = string_value [0..1023]
Specifies the location of the file or device where the decryption (private) key for the
principal specified in seEc_PRINCIPAL_NAME resides. This parameter may contain a
maximum of 1023 characters (excluding the terminating NuLL character).

SEC_PRINCIPAL_LOCATION can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAIL_NAME parameter; otherwise, its value isignored.
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(sEc_PRINCIPAL_PASSVARisoptiona;if not specified, the system setsit to anuLL.—zero
length—string.)

SEC_PRINCIPAL_PASSVAR = string value[0..31]
Specifies the variable in which the password for the principal specified in
SEC_PRINCIPAL_NAME isstored. Thisparameter may contain amaximum of 31 characters
(excluding the terminating NULL character).

SEC_PRINCIPAL_PASSVAR Can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAIL_NAME parameter; otherwise, its value isignored.
(SEC_PRINCIPAL_LOCATION isoptiona; if not specified, the system setsit to anuL.L—
zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with SEC_PRINCIPAL_PASSVAR. (tmloadcf (1) promptsfor
the password.) The system automatically encrypts the password entered by the
administrator and assigns each encrypted password to the associated password variable.

SIGNATURE_REQUIRED = {Y | N}
Specifieswhether or not every processrunning on thismachinerequiresadigital signature
on itsinput message buffer. If not specified, the default isn. This parameter applies only
to applications running Oracle Tuxedo 7.1 or later software.

SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVICES Section. Setting SIGNATURE_REQUIRED t0 v at a particular level means that
signatures are required for all processes running at that level or below.

ENCRYPTION_REQUIRED = {Y | N}
Specifies whether or not every process running on this machine requires an encrypted
input message buffer. If not specified, the default isn. This parameter applies only to
applications running Oracle Tuxedo 7.1 or later software.

ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
SERVICES Section. Setting ENCRYPTION REQUIRED tOY at aparticular level means that
encryption isrequired for al processes running at that level or below.

SICACHEENTRIESMAX = string value
represents the maximum number of service cache entries any processisto hold on this
machine. It must be greater than or equal to 0 and less than 32,768. If avalueis not
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specified, the default is 500. If the valueis set to 0, no service caching will be performed
by any process on this machine. The maximum value this attribute can take is 32,767. All
clients on this machine will use this value.

Note:  Unlikethe corresponding attributein the servERS section, this parameter cannot take the
string pEFAULT asavalid vaue.

GROUPS Section

506

This section providesinformation about server groups. This section must have at least one server
group defined in it (which can be added via tmconfig, wtmconfig (1) after the TuxconrIc
file has been created). A server group entry provides alogical name for a collection of servers
and/or services on amachine. The logical nameis used as the value of the srverp parameter in
the sErVERS section to identify a server as part of this group. srRvGRP is also used in the
SERVICES section to identify aparticular instance of a service with its occurrencesin the group.
Other croups parameters associate this group with a specific resource manager instance (for
exampl e, the employee database). Lines within the croups section have the form:

GROUPNAME required parameters [Op tional_paramet ers]

where crournamE specifiesthe logical name (string_value) of the group. The group name
must be unique within all group namesin the croups section and LMID values in the MACHINES
section and cannot contain an asterisk (*), comma, or colon. It must be 30 characters or less.

Required parameters are:

LMID = string_valuel [, string_valueZ]
Specifies that this group of serversresides on the machine symbolically named by
string valuelintheMacHINES section (or thedefault in siv mode). Each LMID value
must be 30 characters or less. Up to two logical machine names can be specified. The
second logical name, if given and if server group migration is enabled, indicates the
machine to which the server group can be migrated.

GRPNO = number
Specifies the numeric group number associated with this server group. This number must
be greater than 0 and | ess than 30000, and must be unique among all entriesin thecrours
section.

Optional parameters are;

TMSNAME = string value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the name of the transaction manager server a . out associated with this group.
This parameter must be specified for any group entry whose servers will participatein
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distributed transactions (transactions across multipl e resource managers—and possibly
machines—that are started with tpbegin (), and ended with tpcommit ()/ tpabort ()).
It specifiesthefile (string_value) to be executed by tmboot (1) when booting the
server group. The value Tus isreserved to indicate use of the nuLL XA interface. If a
non-empty value other than Tus is specified, a T.oepEVICE must be specified for the
machine(s) associated with the Lm1D value(s) for thisentry. A unique server identifier is
selected automatically for each TM server, and the serverswill be restartable an unlimited
number of times.

ENVFILE = string value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifiesthat all serversin the group are to be executed with the environment specified in
the named file. If the value specifies an invalid filename, no values are added to the
environment. Lines must be of the form ident=value where ident contains only
underscore or alphanumeric characters. Within the vaiue, strings of theform s {env} are
expanded when thefileis processed using variables already in the environment. (Forward
referencing isnot supported and if avalueisnot set, the variableisreplaced with an empty
string.) A backslash (\) may be used to escape the dollar sign and itself. All other shell
quoting and escape mechanisms are ignored and the expanded vaiue isplaced in the
environment.

The envrILE isread after the MacHINES section ENVFILE (if one exists) and before the
SERVERS section ENvFILE (if oneis specified).

TMSCOUNT = number
Specifies the number of transaction manager servers to start for the associated group, if
TMSNAME IS specified. This parameter is optional and the default is 3. If specified and the
value is non-zero, the minimum value is 2 and the maximum value is 10. The servers are
set up in an MSSQ set automatically.

SEC_PRINCIPAL_NAME = string value [0..511]
Specifies the security principal name identification string to be used for authentication
purposes by an application running Oracle Tuxedo 7.1 or later software. This parameter
may contain a maximum of 511 characters (excluding the terminating NuLL character).
The principal name specified for this parameter becomes the identity of one or more
system processes running in this group.

SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVERS Section. A principal name at a particular configuration level can be overridden
at alower level. If sEc_PRINCIPAL_NAME isnot specified at any of these levels, the
principal name for the application defaults to the poma1nID String specified in the
RESOURCES section for this application.
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Note that sec_PRINCIPAL_NAME iSone of atrio of parameters, the other two being
SEC_PRINCIPAL_LOCATION and SEC_PRINCIPAL_PASSVAR. The latter two parameters
pertain to opening decryption keys during application booting for the system processes
running in an Oracle Tuxedo 7.1 or later application. When only SEC_PRINCIPAL_NAME
isspecified at aparticular level, the system sets each of the other two parametersto anuLL
(zero length) string.

SEC_PRINCIPAL_LOCATION = string value [0..1023]
Specifies the location of the file or device where the decryption (private) key for the
principal specified in sECc_PRINCIPAL_NAME resides. This parameter may contain a
maximum of 1023 characters (excluding the terminating NuLL character).

SEC_PRINCIPAL_LOCATION can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAIL_NAME parameter; otherwise, its value isignored.
(sEC_PRINCIPAL_PASSVAR isoptional; if not specified, thesystem setsit to anur.L—zero
length—string.)

SEC_PRINCIPAL_PASSVAR = string_value [0..31]
Specifies the variable in which the password for the principal specified in
SEC_PRINCIPAL_NAME isstored. Thisparameter may contain amaximum of 31 characters
(excluding the terminating NULL character).

SEC_PRINCIPAL_PASSVAR can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GROUPS section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sec_PRINCIPAL_ NAME parameter; otherwise, its valueisignored.
(SEC_PRINCIPAL_LOCATION isoptiond; if not specified, the system setsit to anuL.L—
zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with SEC_PRINCIPAL_PASSVAR. (tmloadcf (1) promptsfor
the password.) The system automatically encrypts the password entered by the
administrator and assigns each encrypted password to the associated password variable.

SIGNATURE_REQUIRED = {Y | N}
Specifies whether or not every process running in this group requires a digital signature
onitsinput message buffer. If not specified, the default isn. This parameter applies only
to applications running Oracle Tuxedo 7.1 or later software.

SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
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SERVICES Section. Setting SIGNATURE_REQUIRED tO v at aparticular level means that
signatures are required for all processes running at that level or below.

ENCRYPTION_REQUIRED = {Y | N}
Specifies whether or not every process running in this group requires an encrypted input
message buffer. If not specified, the default is~. This parameter applies only to
applications running Oracle Tuxedo 7.1 or later software.

ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVICES Section. Setting ENCRYPTION_REQUIRED t0 Y at a particular level means that
encryption isrequired for all processes running at that level or below.

OPENINFO = string value
Specifiesthe resource manager dependent information needed when opening the resource
manager for thisgroup. The value must be enclosed in double quotes and must be lessthan
or equal to 256 charactersin length.

Thisvalueisignored if the TMsnaME parameter for this group isnot set or is set to Ts. If
the TMsNAME parameter is set to a value other than Ts but the oPENINFO String is set to
theNuLL string () or is not specified, a resource manager exists for the group but does
not require any information for executing an open operation.

The format of the opENTINFO String is dependent on the requirements of the vendor
providing the underlying resource manager. Theinformation required by the vendor must
be prefixed with the published name of the vendor's transaction (XA) interface followed
immediately by acolon (:).

For Oracle Tuxedo /Q databases, the format is:

#0On UNIX #
OPENINFO = "TUXEDO/QM: gmconfig: gspace"

# On Windows #
OPENINFO = "TUXEDO/QM: gmconfig; gspace"

where TuxeDO/ QM is the published name of the Oracle Tuxedo /Q XA interface,
gmconfig isreplaced with the name of the gucoNFIG (See gmadmin (1)) on which the
gueue space resides, and gspace is replaced with the name of the queue space. For
Windows, the separator after gmconfig must be asemicolon (;).

For other vendors' databases, the format of the opENINFO String is specific to the
particular vendor providing the underlying resource manager. As an example, the

File Formats, Data Descriptions, MIBs, and System Processes Reference 509


{DOCROOT}/rfcm/rfcmd.html

510

following orENINFO String demonstrates the type of information needed when opening
the Oracle resource manager.

OPENINFO="Oracle_XA:
Oracle_XA+Acc=P/Scott/*****+SesTm=30+LogDit=/tmp"

oracle_xa isthe published name of the Oracle XA interface. The series of five asterisks
(*) inthe orENINFO String pertainsto the encrypting of a password, whichisdescribed in
the paragraphs that follow.

Passwords passed to aresource manager in the oPENINFO string can be stored in either
clear text or encrypted form. To encrypt a password, first enter a series of five or more
continuous asterisks in the opPENTINFO string at the place where you want the password to
go. Then load the uBconF1G file by running tmloadcf (1). When tmloadcf ()
encounters the string of asterisks, it prompts you to create a password. For example:

tmloadcf -y /USEVappgbankapp/myubbconfig
Password for OPENINFO (SRVGRP=BANKB3) :
password

tmloadcf (1) storesthe password in the Tuxconrzc file in encrypted form. If you then
regenerate the ussconr1c file from the Tuxconr1c file using tmunloadct (), the
password is printed in the regenerated useconr1G file in encrypted form with ee as
delimiters. For example:

OPENINFO="Oracle_XA:
Oracle_XA+Acc=P/Scott/@RA0986F7733D4@E+SesTm=30+LogDit=/tmp"

When tmloadcf () encountersan encrypted password in ausscoNFIG file generated by
tmunloadcf (), it does not prompt the user to create a password.

CLOSEINFO = string value

Specifies the resource manager dependent information needed when closing the resource
manager for thisgroup. Thevalue must be enclosed in double quotes and must belessthan
or equal to 256 charactersin length. Note that a cLoseINFo string is not used for Oracle
Tuxedo /Q databases.

Thisvalueisignored if the TMsnamME parameter for thisgroup is not set or is set to Tus. If
the TMSNAME parameter is set to avalue other than Tus but the cr.osEINFO string is set to
thenuLL string () or is not specified, a resource manager exists for the group but does
not require any information for executing a close operation.

The format of the cL.oseINFoO string is dependent on the requirements of the vendor
providing the underlying resource manager. Theinformation required by the vendor must
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be prefixed with the published name of the vendor's transaction (XA) interface followed
immediately by acolon (:).

NETGROUPS Section

The NETGROUPS Section describes the network groups available to the application in the Lan
environment. Any pair of machines may be in any number of network groups. Two
communicating nodes use the priority mechanism in order to determine how to communicate
between elements of its group.

Every .mM1D must be a member of the default network group, pEFAULTNET. Machines running
Oracle Tuxedo releases earlier than release 6.4 (in which NETGROUPS became available) can
belong only to the pErFauLTNET network group. The network group number (NETGRPNO) for
DEFAULTNET iS 0 (zero), and may not be changed. The default priority of DEFAULTNET, however,
may be modified.

The general format for entriesin this section is:
NETGROUP required parameters [opti onal_parameters]

where NETGROUP iSthe network group name. If NETGroUP isequal to DEFAULTNET then the entry
describes the default network group.

Required parameters are:

NETGRPNO = numeric_value
Thisisaunique network group humber which must be assigned by the administrator for
usein failover and failback situations. If this entry describes pErauLTNET, the numeric
value must be O (zero).

Optional parameters are:

NETPRIO = numeric_value
Specifiesthe priority of this network group. A pair of machines in multiple network
groups of the same priority will communicatein parallel over the priority band aslong as
no network group of ahigher priority isavailable. If al the network links of a certain
priority band have been torn down by the administrator or by network conditions, the next
lowest priority band is used. Retries of the higher priority bands will be attempted. (For
more information, see Setting Up an Oracle Tuxedo Application.) This value must be
greater than zero and less than 8192. If not specified, the default is 100. Note that thisis
the only parameter of the pErFaULTNET that can be altered.

Note: Parallel datacircuits are prioritized by network group number (NETGRPNO) Within
priority group number.
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NETWORK Section

The NETWORK section describes the network configuration for aLAN environment. For each
processor on which a bridge server islocated, an entry must be placed in the NETWORK Section
giving the network address of the bridge process. An error is generated if this section exists and
LAN is not specified for the opTI0NS parameter of the RESOURCES section.

The general format for entriesin this section is:
LMIDrequired_parameters[optional_parameteré

where r.m1D isthe logical machine where the bridge process is placed. r.vTp must have direct
access to the network device to be used (as given in the BRIDGE parameter).

Required parameters are:

NADDR = string_value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifiesthe complete network listening address for the Bridge process on this Lyvrp. The
listening address for a bridge is the means by which it is contacted by other bridge
processes participating in the application. If string value hastheform
“0Oxhex-digits” OF “\\xhex-digits”, it must contain an even number of valid hex
digits. These forms, which are translated internally into a character array containing
TCP/IP addresses, may also bein either of the following two formsas shownin Table 70.

Table 70 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

hostname iSresolved to a TCP/IP host address at the time the addressis bound using the
locally configured name resolution facilities accessed via an operating system command.
The“#.#.#.#" isthe dotted decimal format where each # represents a decimal humber
intherange O to 255. rort_number isadecimal number in the range 0 to 65535, the
hexadecimal representations of the string specified.

Note: Some port numbers may be reserved for the underlying transport protocols (such as
TCP/IP) used by your system. Check the documentation for your transport protocols
to find out which numbers, if any, are reserved on your system.
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Optional parameters are;

BRIDGE = string value
Specifies the device name to be used by the Bridge process for this L1 to access the
network. This valueisrequired for participation in a networked application viaa
TLI-based Oracle Tuxedo system binary. This parameter is not needed for sockets-based
Oracle Tuxedo system binaries.

NLSADDR = string_value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifiesthe network addressused by thet1isten (1) process servicing the network for
this Lutp. The network address used for NL.saDDR is of the same format as that specified
for the NaDDR parameter above. If the address has the form “0xhex-digits” or
“\\xhex-digits”, it must contain an even number of valid hex digits. TCP/IP addresses
may beinthe"//#. #. #. #:port" format. tmloadcf (1) printsan error if NLSADDR iS
missing on any entry but theMasTER 1.MID, for which it prints awarning. However, if
NLSADDR iSmMissing on the MASTER LMID, tmadmin (1) Will not beabletorunin
administrator mode on remote machines; it will be limited to read-only operations. This
also means that the backup site will be unable to reboot the master site after failure.

Note: TCP/IPIPv4 and IPv6 addressing is the same as NADDR.

FADDR = string value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the network address used by the local machine when connecting to other
machines. This parameter, along with the FRANGE parameter, determines the range of
TCP/IP portsto which aprocess attempts to bind before making an outbound connection.
Thisaddress must be a TCP/IP address. The port portion of the TCP/I P address represents
the base address from which arange of TCP/IP ports can be bound by the process. The
FRANGE parameter specifies the size of the range. For example, if this addressis
/ /mymachine.bea.com:30000 and FRANGE is 200, all native processes attempting to
make outbound connections from this LMID will bind a port on mymachine.bea.com
between 30000 and 30200. If not set, this parameter defaults to the empty string, which
implies the operating system chooses alocal port randomly.

Note: TCP/IPIPv4 and IPv6 addressing is the same as NADDR.

FRANGE = number
Specifies the range of TCP/IP ports to which a native process attempts to bind before
making an outbound connection. The FADDR parameter specifies the base address of the
range. For example, if the FADDR parameter isset t0 / /mymachine.bea.com:30000 and
FRANGE iS Set to 200, all native processes attempting to make outbound connections from
thisLMID will bind aport on mymachine . bea . com between 30000 and 30200. Thevalid
rangeis 1-65535. The default is 1.
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MINENCRYPTBITS = {0 |40 |56 | 128}
Specifies the minimum level of encryption required when anetwork link to this machine
isbeing established. 0 means no encryption, while 40, 56, and 128 specify the encryption
key length (in bits). If thisminimum level of encryption cannot be met, link establishment
fails. The default is o.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

MAXENCRYPTBITS = {0 | 40 | 56 | 128}
Specifies the maximum level of encryption allowed when a network link is being
established. 0 means no encryption, while 40, 56, and 128 specify the encryption length
(in bits). The default is128.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

NETGROUP = string_ value
string_value isthe network group associated with this network entry. If unspecified,
thedefault, pEFAULTNET, isassumed. The NETGROUP parameter, if not set to DEFAULTNET,
must have previously appeared as agroup namein theNnercrouprs section of thefile. All
network entrieswith aNETGROUP DEFAULTNET are represented inthe T_macHINE class of
the Tv_m1B, while NETWORK entries associated with any other NETGrROUP are represented
inthe _neTMAP class of the Tv_m1B to interoperate with previous releases.

SERVERS Section

514

This section provides information on theinitial conditions for servers started in the system. The
notion of aserver asaprocessthat continually runsand waitsfor aserver group's service requests
to process, may or may not apply to a particular remote environment. For many environments,
the operating system or perhaps a remote gateway will be the sole dispatcher of services; when
either of these isthe case, only servicE table entries (see next section) and no SERVER table
entries need be specified for remote program entry points; Oracle Tuxedo system gateway servers
would advertise and queue remote domain service requests. Host-specific reference pages must
indicate whether or not uBBCcONFIG Server table entries apply in their particular environments,
and if so, the corresponding semantics. Lines within the servERs section have the form:

AQOUT required_parameters [optional_parameters|

where aour specifiesthefile (string_value) to be executed by tmboot (1) . tmboot executes
aouT on the machine specified for the server group to which the server belongs. tmboot searches
for the aourfile onitstarget machine. Thus, aour must exist in afilesystem on that machine. (Of
course, the path to aouT can include RFS connections to filesystems on other machines.) If a
relative pathname for a server is given, the search for aouT isdonefirst in AppDIR, thenin
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TUXDIR/bin, thenin /bin, and then in path, where pathisthe value of the last paTH= line
appearing in the machine environment file, if one exists. The valuesfor AppDIR and TUXDIR are
taken from the appropriate machine entry in the Tuxconr1c file. See ENVFILE in the MACHINES
section for amore detailed discussion.

For Oracle Tuxedo 8.1 or | ater, the maximum length of aouTinthe sErvERS section is 256 bytes.
For Oracle Tuxedo 8.0 or earlier, the maximum length of aourinthe sErvERS section is 78 bytes.

Required parameters are:

SRVGRP = string value
Specifiesthe group name for the group in which the serveristorun. string value must
be the logical name associated with a server group in the croups section. It must be 30
characters or less. This association with an entry in the croups section means that AouT
is executed on the machine with the t.mTp specified for the server group. It also specifies
the creo for the server group and parameters to pass when the associated resource
manager is opened. All server entries must have a server group parameter specified.

SRVID = number
Specifies an integer that uniquely identifies a server within a group. Identifiers must be
between 1 and 30,000 inclusive. This parameter must be present on every server entry.

The optional parameters are divided into two categories: boot options and run-time options. Boot
options are used by tmboot (1) when it executes a server. Once running, a server readsits entry
from the configuration file to determineits run-time options. The unique server ID isused to find
theright entry.

Optional boot parameters are:

CLOPT = string value
Specifies servopts (5) optionsto be passed to aour when booted. If none is specified,
thedefault is -a. string_value can be up to 1024 bytesin length.

SEQUENCE = number
Specifies when this server should be booted or shutdown relative to other servers. If the
SEQUENCE parameter isnot specified, serversare booted inthe order found inthe servERS
section (and shut down in the reverse order). If a mixture of serverswith and without
sequence numbersis given, all servers with sequence numbers are booted first from low
to high sequence number, then all servers without sequence numbers are booted in the
order they appear in the configuration file. Sequence numbers must be in the range
between 1 and 9999.
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MIN = number
Specifies the minimum number of occurrences of the server to boot by tmboot. If an
RQADDR is specified and M1N is greater than 1, the servers will form an MSSQ set. The
server identifiersfor the serverswill be srvip upto srvip + Max - 1.All occurrences
of the server will have the same sequence number, aswell as any other server parameters.

Thevaluerangefor mrnisOto 1000. If not specified, thedefaultis 1. Serverswith amMin=0
value will not be booted when tmboot -y isexecuted. This gives usersin amulti-server
environment the flexibility to boot servers as needed, and therefore reduce boot time.

MAX = number
Specifies the maximum number of occurrences of the server that can be booted. Initialy,
tmboot bootsMIN servers, and additional servers can be booted up to max occurrences
using the -1 option of tmboot to specify the associated server identifier. The value range
for max ismIn to 1000. If not specified, the default is the same value as M.

Optional run-time parameters are:

ENVFILE = string_value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
requests the addition of the valuesin thisfile to the environment of the server during its
initialization. If aserver isassociated with aserver group that can be migrated to a second
machine, the ENvFILE must be in the same location on both machines.

Notethat thisfileis processed after the server starts. Therefore, it cannot be used to set the
pathnames used to find executable or dynamically loaded files needed to execute the
server; use the machine ENVFILE instead. See ENVFILE in the MACHINES section for a
discussion of how thisfileis used to modify the environment.

conv = {v | N}
Specifies whether or not the server is a conversational server. Connections can only be
made to conversational servers, and rpc requests (viatpacall () Of tpcall ()) canonly
be made to non-conversational servers. The default is .

RQADDR = string value
Specifies the symbolic name of the request queue for aout. It must be 30 characters or
less. If not specified, aunique key (crpNO. SRVID) is chosen for a queue that aouT
accesses. Specifying the same roaDDR and same executable name for more than one
server isthe way multiple server, single queue (MSSQ) sets are achieved. If two servers
are given an RQADDR With the same queue name, they must be in the same server group.

RQPERM = number
Specifies the numeric permissions on the request queue. number is specified in the usua
UNIX fashion (for example, 0600). If ropERM is not specified, and a pErm is specified in
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the RESOURCES section, that valueisused. Otherwise, avalue 0666 isused. The value can
be between 0001 and 0777, inclusive.

REPLYQ = {v | N}
Specifies whether areply queue should be established for the aouT. If v is specified, the
reply queue is created on the same LMID asthe aouT. The default isn. For serversin an
MSSQ set, servers that expect replies should have REPLYQ Set to v.

Note: Thevaue of rRepLYQ for conversational serversisalways forced to v, regardless
of the value assigned to it in the uBBconF1G file.

RPPERM = number
Specifies the numeric permissions on the reply queue. number is specified in the usua
UNIX fashion (for example, 0600). If rrpERM is Not specified, the default 0666 isused. If
requests and replies are both read from the same queue, only rorERM need be specified;
RPPERM isignored. The value can be between 0001 and 0777, inclusive.

RCMD = string_value[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
If aouTisrestartable, thisparameter specifiesthe command that should be executed when
aouT abnormally terminates. The string, up to the first space or tab, must be the name of
an executable UNIX file, either afull pathname or relative to ApppIR (dO not attempt to
set ashell variable at the beginning of the command). The command name may be
optionally followed by command line arguments. Two additional arguments are appended
to the command line: the crpno and srvID associated with the restarting server.
string_value is executed in parallel with restarting the server.

MAXGEN = number
If aouTisrestartable, this parameter specifiesthat it can be restarted at most number - 1
timeswithin the period specified by Grace. Thevalue must be greater than 0 and lessthan
256. If not specified, the default is 1 (which meansthat the server can be started once, but
not restarted).

GRACE = number
If aouTisrestartable, this parameter specifiesthat it can have up to Maxcen lives within
the specified number of seconds. The value must be greater than or equal to 0 and lessthan
2147483648. If 0, the aouT can be restarted an unlimited number of times. If GracE isnot
specified, the default is 86,400 seconds (24 hours).

RESTART = {Y | N}
Specifies whether or not aour isrestartable. The default is. If server migration is
specified, RESTART must be set to v. Note that a server terminated with a steTERM Signal
cannot be restarted; it must be rebooted.
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SYSTEM_ACCESS = identifier|, identifier]

Specifies the default mode used by Oracle Tuxedo system libraries within application
processesto gain accessto Oracle Tuxedo system’ sinternal tables. Valid accesstypesare
FASTPATH Of PROTECTED. FASTPATH specifiesthat theinternal tables should be accessible
by the libraries via shared memory for fast access. PROTECTED specifies that while the
internal tables are accessible by Oracle Tuxedo system libraries via shared memory, the
shared memory for these tables is not accessible outside of the Oracle Tuxedo system
libraries. No_ovERRIDE can be specified (either alone or in conjunction with FAsTPATH OF
PROTECTED) to indicate that the mode selected cannot be overridden by an application
process. If sysTEM_accESs ishot specified, the default modeis determined by the setting
of the sysTeM_access keyword in the RESOURCES section.

Limitation: Setting sYSTEM_ACCESS t0 PROTECTED may not be effective for
multithreaded servers because it is possible that while one thread is executing Oracle
Tuxedo code, which meansit is attached to the bulletin board, another thread might be
executing user code. The Oracle Tuxedo system cannot prevent such situations.

MAXDISPATCHTHREADS = number

Specifies the maximum number of concurrently dispatched threads which each server
process may spawn. This parameter is effective only if the server has been built with the
buildserver -t command.

If MAXDISPATCHTHREADS > 1, a separate dispatcher thread is used and does not count
against thislimit. Itisrequired that MINDI SPATCHTHREADS <= MAXDISPATCHTHREADS. If
this parameter is not specified, the default is 1.

MINDISPATCHTHREADS = number

Specifies the number of server dispatch threads started on initial server boot. This
parameter is effective only if the server has been built with the buildserver -t
command.

The separate dispatcher thread that is used when MAXDISPATCHTHREADS > 1 isnot
counted as part of the MINDISPATCHTHREADS Value. It isrequired that
MINDISPATCHTHREADS <= MAXDISPATCHTHREADS. The default for this parameter isO.

THREADSTACKSIZE = number

Specifies the size of the stack created for each dispatch thread in a multithreaded server.
This value must be greater than or equal to 0 or less than or equal to 2147483647. The
default is 0. This parameter has an effect on the server only when avalue greater than 1is
specified for MAXDI SPATCHTHREADS.

If this parameter is not specified or if the value specified is 0, a default thread stack size
is used. If the value specified is bigger than 0 and less than a minimum thread stack size,
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the minimum thread stack sizeis used. If the value specified is bigger than that minimum
thread stack size, value specified is used.

The default size used is the operating system default size unlessthat valueis known to be
insufficient for a multithreaded Oracle Tuxedo application, in which case the Oracle
Tuxedo default size is used. The purpose of the minimum thread stack sizeisto allow
customer to specify lessthread stack sizethan Tuxedo default thread stack size. Currently,
the Oracle Tuxedo default thread stack sizeis 1,024,000, and minimum thread stack size
is 100,000.

Note that if the thread stack size is exceeded, the server will core dump.

SEC_PRINCIPAL_NAME = string_value [0..511]
Specifies the security principal name identification string to be used for authentication
purposes by an application running Oracle Tuxedo 7.1 or later software. This parameter
may contain a maximum of 511 characters (excluding the terminating nuLL character).
The principal name specified for this parameter becomes the identity of one or more
system processes running on this server.

SEC_PRINCIPAL_NAME can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GROUPS section, and
SERVERS Section. A principal name at a particular configuration level can be overridden
at alower level. If sEc_PRINCIPAL_NAME iSnot specified at any of these levels, the
principal name for the application defaults to the poMa1INID String specified in the
RESOURCES section for this application.

Note that sSEc_PRINCIPAIL_NAME iSone of atrio of parameters, the other two being
SEC_PRINCIPAL_LOCATION and SEC_PRINCIPAL_PASSVAR. Thelatter two parameters
pertain to opening decryption keys during application booting for the system processes
running in an Oracle Tuxedo 7.1 or later application. When only SEC_PRINCIPAL_NAME
isspecified at aparticular level, the system sets each of the other two parametersto anuLL
(zero length) string.

SEC_PRINCIPAL_LOCATION = string_value [0..1023]
Specifies the location of the file or device where the decryption (private) key for the
principal specified in sec_PRINCIPAL_NAME resides. This parameter may contain a
maximum of 1023 characters (excluding the terminating NuLL character).

SEC_PRINCIPAL_LOCATION can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES section, MACHINES Section, GRoUPs section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAL_NAME parameter; otherwise, its value isignored.
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(sEc_PRINCIPAL_PASSVARisoptiona;if not specified, the system setsit to anuLL—zero
length—string.)

SEC_PRINCIPAL_PASSVAR = string value[0..31]

Specifies the variable in which the password for the principal specified in
SEC_PRINCIPAL_NAME isstored. Thisparameter may contain amaximum of 31 characters
(excluding the terminating NULL character).

SEC_PRINCIPAL_PASSVAR Can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVERS Section. When specified at any of these levels, this parameter must be paired
with the sEc_PRINCIPAIL_NAME parameter; otherwise, its value isignored.
(SEC_PRINCIPAL_LOCATION isoptiona; if not specified, the system setsit to anuL.L—
zero length—string.)

During initialization, the administrator must provide the password for each of the
decryption keys configured with SEC_PRINCIPAL_PASSVAR. (tmloadcf (1) promptsfor
the password.) The system automatically encrypts the password entered by the
administrator and assigns each encrypted password to the associated password variable.

SICACHEENTRIESMAX = string value

if the string contains only numeric characters, than number specifies the maximum
number of service cache entries this server can keep. It must be greater than or equal to 0
and lessthan 32,768. Otherwise, the string can take the value bEFauLT, in which case the
number of services to cache will come from the MacHINE Section entry that corresponds
to this server. If avalueis not specified, it will take the string pErFauLT asavalid value.
A value of 0 implies that no service caching will be performed by any process on this
machine. The maximum value this parameter can take is 32,767.

CONCURR_STRATEGY=PER_REQUEST
CONCURR_STRATEGY = PER_OBJECT

Use the CONCURR_STRATEGY parameter to specify the threading model to be used by a
multithreaded CORBA server application. The CONCURR_STRATEGY parameter accepts
either of the following values:

CONCURR_STRATEGY = PER_REQUEST
CONCURR_STRATEGY = PER_OBJECT
When you specify CONCURR_STRATEGY = PER_REQUEST to employ the

thread-per-reguest model, each invocation on the CORBA server application is
assigned to an arbitrary thread from the threads pool.

When you specify CONCURR_STRATEGY = PER_OBJECT to employ the
thread-per-object model, each active object is associated with asingle thread at any one
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time. Each request for an object establi shes an association between adispatch thread and
the object.

Note: User-controlled concurrency takes precedence over threading model. Therefore,
once user-controlled concurrency is chosen, the threading models behave the
same so the behavior is consistent for instances of an object in the same process
in multiple threads as it is for instances of an object in separate processes.

For adescription of Parallel Objects, refer to “Parallel Objects’ in the Oracle Tuxedo
CORBA Programming Reference.

SERVICES Section

This section providesinformation on services used by the application. Lineswithinthe servicEs
section have the form:

SVCNM [opt ional_paramet ers]

where svenmisthe (string_value) name of the service. svenm must be 15 characters or fewer
in length.

There are no required parameters. Services need not be listed if no optional parameters need to
be set. Optiona parameters are:

LOAD = number
Specifiesthat svenm imposes aload on the system of number. number can be between 1
and 32,767 inclusive. If not specified, the default is 50. A higher number indicates a
greater load.

PRIO = number
Specifiesthat svenm has a dequeuing priority of the specified number. The value must be
greater than 0 and less than or equal to 100, with 100 being the highest priority. The
default is 50.
A lower priority message does not remain forever enqueued because every tenth message
isretrieved on a FIFO basis. Response time should not be a concern of the lower priority
interface or service.

SRVGRP = string value
This parameter says that any parameters specified apply to svcnm within server group
string value. The use of srvGrp allows the same service to have different parameter
settings within different server groups. It must be 30 characters or less.
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BUFTYPE = “typel[: subtypell, subtype2...]]|[; type2[:subtype3[, . . .1]] ... ~

A list of types and subtypes of data buffers accepted by this service. This parameter can
be up to 256 characters in length and a maximum of 32 type/subtype combinations are
alowed. The Oracle Tuxedo system providesthefollowing types of data buffers: 1. and
ruL32 (for FML buffers), xur (for XML buffers), view, VIEW32, X_C_TYPE, Of
x_common (for FML views), sTrING (for NULL terminated character arrays) and carray
or x_ocTeT (for acharacter array that is neither encoded nor decoded during
transmission). Of these types, only viEw, VIEW32, X_C_TYPE, and x_coMMoN have
subtypes. A view subtype gives the name of the particular view expected by the service.
Application types and subtypes can al so be added (see tuxtypes (5) ). For aTypE that has
subtypes, “*” can be specified for the subtype to indicate that the service accepts all
subtypes for the associated type.

A single service can only interpret afixed number of buffer types, namely those found in
its buffer type switch (see tuxtypes (5)). If the BUFTYPE parameter is set to ALL, that
service accepts all buffer types found in its buffer type switch. Omitting the BUFTYPE
parameter is equivalent to setting it to arL. If multiple entries exist for the same service
name but with different srvGrp parameters, the BUFTYPE parameter must be the samefor
all of these entries.

A type name can be 8 charactersor lessin length and a subtype name can be 16 characters
or lessin length. Note that type and subtype names should not contain semicolon, colon,
comma, or asterisk characters (thiswill makeit hard to see where type and subtype values
end).

Some examples of valid BurTYPE specifications are:

BUFTYPE=FML implies that the service takes FML buffers.
BUFTYPE=VIEW:* implies that the service takes all subtypes
of FML views.

BUFTYPECONV = {XML2FML | XML2FML32}

When you boot a server with this parameter, the input buffer is converted from an XML

type buffer to an FML/FML 32 type buffer before being delivered to the service. When the
tpreturn(3c) functioniscalled, the FML/FML 32 buffer is converted to XML before being
returned back to the client.

ROUTING = string value

Specifiesthe name of the routing criteria used for this service when doing data-dependent
routing. The string_value, Which isa rourInG_crITERTA_NAME defined in the
ROUTING Section, isthe name of the routing criteria used for data-dependent routing for
this service. If this parameter is not specified, data-dependent routing is not done for this
service. string_value must be 15 characters or lessin length. If multiple entries exist
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for the same service name but with different srverp parameters, the RouTING parameter
must be the same for all of these entries.

BLOCKTIME numeric_value
Specifies the nontransactional client blocking time value, in seconds, per service
indicating the minimum amount of time ablocking API call will delay before timing out
for aparticular service.

This parameter |ets the client know that (after a specified time in seconds), no reply has
been received by the server while the service request is still processing.

numeric_value Ccan be between 0 and 32,767 inclusive. If not specified, the default is0
which indicates that the system-wide Br.ockTIME Value specified in the uBBcoNFIG
RESOURCES section is used for the service.

SVCTIMEOUT = number
Specifies the amount of time, in seconds, that is allowed for processing of the indicated
service. Thevalue must be greater than or equal to 0. A value of Oindicatesthat the service
will not be timed out. A timed-out service will cause the server processing the service
request to be terminated with a szgkLL signal. Note that this signal affectsall threadsin
the server. The default for this parameter is 0.

SIGNATURE_REQUIRED = {Y | N}
Specifies whether or not every instance of this service requires adigital signature on its
input message buffer. If not specified, the default is~. This parameter applies only to
applications running Oracle Tuxedo 7.1 or later software.

SIGNATURE_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GRouPs section, and
SERVICES Section. Setting SIGNATURE_REQUIRED tO v at aparticular level means that
signatures are required for all processes running at that level or below.

ENCRYPTION_REQUIRED = {Y | N}
Specifies whether or not every instance of this service requires an encrypted input
message buffer. If not specified, the default isn. This parameter applies only to
applications running Oracle Tuxedo 7.1 or later software.

ENCRYPTION_REQUIRED can be specified at any of the following four levelsin the
configuration hierarchy: RESOURCES Section, MACHINES Section, GrRoups section, and
SERVICES Section. Setting ENCRYPTION_REQUIRED t0 Y at a particular level means that
encryption isrequired for all processes running at that level or below.

The following parameters are for DTP applications only:
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AUTOTRAN = {Y | N}
Specifieswhether or not atransaction should automatically be started if arequest message
isreceived that is not already in transaction mode. The default isn.

TRANTIME = number
Specifies the default timeout value in seconds for a transaction automatically started for
the associated service. The value must be greater than or equal to 0 and less than
2147483648. The default is 30 seconds. A value of 0 impliesthe maximum timeout value
for the machine.

INTERFACES Section

This section providesinformation for defining application-wide default parameters for CORBA
interfaces used by the application. Thereare no required parametersfor CORBA interfaces unless
you are implementing factory-based routing, afeature that allows you to distribute processing to
specific server groups. If you are implementing factory-based routing, you must specify the
following parameters:

Table 71 Factory-based Routing Parameters

In this section... You must specify...
INTERFACES » Names of the interfaces being used
» Namesof the routing criteriathat the system should apply to each
interface
ROUTING Routing criteria
GROUPS Names of the server groups

For details about factory-based routing and the parameters associated with it, see “ROUTING
Section” on page 526.

Y ou do not need to list any CORBA interfaces if you do not want to specify any parameters.
The following optional parameters are available.
AUTOTRAN = {v |N}
Indicates that you want the system to automatically initiate a transaction on every
operation invocation and end it upon return from theinvocation. The AUTOTRAN parameter

isonly honored for interfaces that have the optional transaction policy. Otherwise, this
parameter isignored. The default isw.
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The transactional policy is specified in an implementation configuration file. This
transactional policy will become the transactional policy attribute of the associated
T_IFQUEUE MIB Object at runtime.

Before setting the auToTraN value, the system administrator must know the value of the
transactional policy assigned to the interface by the programmer. Without knowing the
policy, the administrator’ s expectations of run-time aurotran functionality may be
wrong.

If AUTOTRAN iS Set to v, the TRANTIME parameter must also be set.

FACTORYROUTING = criteria_ name
Required if you want to use arouting criteria when creating object references for this
interface. The routing criteriais specified in the rRouT1NG Section of the uBsconF1c file.

LOAD = number
An arbitrary number between 1 and 100 that represents the relative load that the CORBA
interface is expected to impose on the system. The numbering scheme isrelative to the
1.oaD humbers assigned to other CORBA interfaces used by this application. The default
is50. The value of Loap isused in a CORBA environment to select the best machine to
enqueue arequest. Therouting of the request causesthe server’ stotal load to beincreased
by the Loap factor of the CORBA interface requested.

PRIO = number
Specifies the dequeuing priority number for all methods of the CORBA interface. The
value must be greater than 0 and lessthan or equal to 100. 100 isthe highest priority. The
default is 50.

SRVGRP = server-group-name
Indicatesthat any parameter defined in this portion of the INTERFACES Section appliesto
the interface within the specified server group. This feature lets you define, for agiven
CORBA interface, different parameter valuesin different server groups.

TRANTIME = number
Thelength of the time out (in seconds) for the transactions to be computed. If AuToTRAN
is set to v, you must set the TRanTIME parameter. The value must be greater than or equal
to zero and must not exceed 2147483647 (2% - 1), or about 68 years. A value of 0implies
there is no time out for the transaction. (The default is 30 seconds.)

TIMEOUT = number
Indicates the amount of time (in seconds) to allow for processing of a method for this
CORBA interface. Thevalue must be greater than or equal to 0. A value of O indicatesthat
theinterface cannot time out. A timed-out method causesthe server processing the method
for theinterface to terminate with a szekILL event. We recommend specifying atimeout
value for the longest-running method for the interface.
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ROUTING Section

This section provides information for data-dependent routing of service requests using FML
buffers, XML buffers, and views. The routing criteria specified here are used only if the default
routing functions _froute, _xroute, and _vroute, are being used (see tuxtypes (5)). Lines
within the rRouTING Section have the form:

ROUTING_CRITERIA_NAME required parameters

where ROUTING CRITERIA NAME iSthe (string value) name assigned to the RouTING
parameter for a particular service entry in the SERVICES Section. ROUTING_CRITERIA_NAME
must be 15 characters or lessin length.

Required parameters are:

FIELD = string value
Specifies the name of the routing field. It must be 30 characters or less. Thisfield is
assumed to be an FML or FML 32 buffer, XML element or element attribute, view field
name that isidentified in an FML field table (using two environment variables—
FLDTBLDIR and FIELDTBLS or FLDTBLDIR32 and FIELDTBLS32), OF an FML view table
(using two environment variables—vIEWDIR and VIEWFILES or VIEWDIR32 and
VIEWFILES32), respectively. Thisinformation isused to get the associated field value for
data-dependent routing during the sending of amessage. If afieldinan FML oran FML 32
buffer is used for routing, the value of that field must be a number less than or equal to
8191.

To route XML documents on the basis of element content or element attribute, you must
define the value of the rF1ELD parameter with the following syntax:

FIELD=“root_element|[/child element] [/child element][/. . .][/@Qattribute namel”

Thevalue of FTELD specifiesthe name of the routing element or an element attribute. This
element is assumed to be an element type (or name) or an element attribute name of an
XML document or datagram. This information is used to identify the element content or
element attribute valuefor data-dependent routing while sending adocument or datagram.
The element name and attribute name combined may contain no more than 30 characters.
Because indexing is not supported, the Oracle Tuxedo system recognizes only the first
occurrence of a given element type when processing an XML buffer for data-dependent
routing.

XML strictly defines the set of characters that may be used in an attribute name. An
attribute name must be a string consisting of asingleletter, underscore, or colon followed
by one or more name characters. Both element names and attribute names are
case-sensitive.
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Y ou can find more information about XML on the World Wide Web Consortium Web site
al http://www.w3c.org/XML.

FIELDTYPE = type
Indicatesthetype of routing field specified in the FTEL.D parameter. This parameter isused
only for routing XML buffers. The value type can be set to one of the following: cHAR,
SHORT, LONG, FLOAT, DOUBLE, Of STRING. The default type of therouting field is sTRING.

RANGES = string value
Specifies the ranges and associated server groups for the routing field. string must be
enclosed in double quotes. string can be up to 2048 charactersin length (except in
Domains, where string can be up to 4096 characters). The format of string isa
comma-separated ordered list of range/group_name pairs; for example,
RANGES=“0-2:DBG1l,3-5:DBG2, 6-9:”"DBG3".

A rangeiseither asinglevalue (signed numeric value or character string in single quotes),
or arange of the form “lower - upper” (where lower and upper are both signed numeric
values or character strings in single quotes). Note that “lower” must be less than or equal
to “upper.” To embed a single quote in a character string value (asin o'Brien, for
example), it must be preceded by two backslashes (' o\\ 'Brien'). Thevaluewmin can be
used to indicate the minimum value for the data type of the associated F1ELD on the
machine. The value max can be used to indicate the maximum value for the data type of
the associated F1ELD on the machine. Thus, “mMIN - -5” isall numberslessthan or equal
to-5and“6 - max” isall numbers greater than or equal to 6. The meta-character “ +”
(wildcard) in the position of arange indicates any values not covered by the other ranges
previously seeninthe entry; only onewildcard rangeisallowed per entry and it should be
last (ranges following it will be ignored).

Therouting field can be of any datatype supported in FML. A numeric routing field must
have numeric range values, and a string routing field must have string range values.

String range valuesfor string, carray, and character field typesmust be placed insideapair
of single quotesand cannot be preceded by asign. Short and long integer valuesare strings
of digits, optionally preceded by a plus or minus sign. Floating point numbers are of the
form accepted by the C compiler or atof (3): an optiona sign, then astring of digits
optionally containing adecimal point, then an optional e or & followed by an optional sign
or space, followed by an integer.

The group name indicates the associated group to which the request is routed if the field
matches the range. The meta-character “ =" (wildcard) indicates that the request goesto
the default group if the field value does not match the range or if there is match but no
viable server in the group associated with the range entry, the service request isforwarded
to the default group specified on the wildcard “ " range entry.
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Within arange/group pair, the range is separated from the group name by a*“ :”.

An XML element content and attribute value must be encoded in UTF-8 and can be used
for routing if it can be converted to the data type specified by the FTELDTYPE parameter.

When used for routing, the element content cannot contain character references, entity
references, or CDATA sections.

An XML attribute value (encoded in UTF-8) can be used for routing if the element to
which the attribute belongs is defined.

BUFTYPE = “typel[: subtypell, subtype2...]]|[: type2|:subtype3[, ...1]] .. ."
A list of types and subtypes of data buffers for which this routing entry isvalid. This
parameter can be up to 256 charactersin length and a maximum of 32 type/subtype
combinations are allowed. The types must be one of the following: FuL, FML32, XML,
VIEW, VIEW32, X_C_TYPE, Or x_coMmMoN. No subtype can be specified for types rur,
FML32, Or XML. Subtypes are required for type view, VIEW32, X_C_TYPE, and X_COMMON
(“*" isnot alowed). Note that subtype names should not contain semicolon, colon,
comma, or asterisk characters. Duplicate type/subtype pairs cannot be specified for the
same routing criteria name; more than one routing entry can have the same criteria name
aslong asthe type/subtype pairs are unique. This parameter isrequired. If multiple buffer
types are specified for a single routing entry, the data types of the routing field for each
buffer type must be the same.

An example of arouting entry is:

BRNCH FIELD=B_FLD RANGES="0-2:DBG1l,3-5:DBG2,6-9:DBG3" BUFTYPE="FML"

which sendsbufferswith field 8_r1p values 0-2 to server group pac1, values 3-5 to server group
DBG2, and values 6-9 to DBG3; no other values are allowed.

If thefield valueisnot set (for FML buffers), or does not match any specific range and awildcard
range has not been specified, an error isreturned to the application.

An example of arouting entry based on the XML element copk is:

PRODUCT FIELD="ORDER/CODE" RANGES="'AAA' - 'FFF':DBGl, 'GGG-ZZZ':DBG2"
BUFTYPE="XML"

Here, copk isachild element of the root element orDER.
A routing entry based on the attribute orpErRNO might ook like the following example.

ORDER FIELD="ORDER/HEADER/@ORDERNO" FIELDTYPE=long
RANGES="0-9999:DBG1,10000-MAX:DBG3" BUFTYPE="XML"

Here, orDERNO iS the attribute of the XML child element HEaADER of the root element ORDER.
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The TuxcoNFIG and TUXOFFSET environment variables are used to find the TuxcoNFIG

configuration file on the MmaAsTER machine.

Example

# The following configuration file defines a 2-site

# configuration with two machine types. Data-dependent

# routing is used.

*RESOURCES

IPCKEY 80952 # key for well known address
DOMAINID My_Domain_Name

UID 4196 # user id for ipc structures

GID 601 # group id for ipc structures
PERM 0660 # permissions for ipc access
MAXSERVERS 20 # at most 20 simultaneous servers
MAXSERVICES 40 # offering at most 40 services
MAXGTT 20 # at most 20 simultaneous global transactions
MASTER SITE1l

SCANUNIT 10

SANITYSCAN 12

BBLQUERY 180

BLOCKTIME 30

NOTIFY DIPIN

OPTIONS LAN, MIGRATE

SECURITY USER_AUTH

AUTHSVC AUTHSVC

MP # a multiprocessor based bulletin board
LDBAL Y # perform load balancing
#
*MACHINES
machl LMID=SITEl TUXDIR="/usr4/tuxbin"
MAXACCESSERS=25
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APPDIR="/usr2/apps/bank"
ENVFILE="/usr2/apps/bank/ENVFILE"
TLOGDEVICE="/usr2/apps/bank/TLOG" TLOGNAME=TLOG
TUXCONFIG="/usr2/apps/bank/tuxconfig" TYPE="3B2"
ULOGPFX="/usr2/apps/bank/ULOG"
SPINCOUNT=5

mach386 LMID=SITE2 TUXDIR="/usr5/tuxbin"
MAXACCESSERS=100
MAXWSCLIENTS=50
APPDIR="/usr4/apps/bank"
ENVFILE="/usr4/apps/bank/ENVFILE"
TLOGDEVICE="/usr4/apps/bank/TLOG" TLOGNAME=TLOG
TUXCONFIG="/usr4/apps/bank/tuxconfig" TYPE="386"
ULOGPFX="/usr4/apps/bank/ULOG"

#

*GROUPS

DEFAULT: TMSNAME=TMS_SQL TMSCOUNT=2

# For Windows, :bankdb: becomes ;bankdb;
BANKB1 LMID=SITEl GRPNO=1

OPENINFO="TUXEDO/SQL: /usr2/apps/bank/bankdll:bankdb:readwrite"
# For Windows, :bankdb: becomes ;bankdb;

BANKB2 LMID=SITE2 GRPNO=2
OPENINFO="TUXEDO/SQL: /usrd/apps/bank/bankdl2:bankdb:readwrite"

DEFAULT:

AUTHGRP LMID=SITE1 GRPNO=3

#

*NETWORK

SITEL NADDR="machl.80952" BRIDGE="/dev/starlan"
NLSADDR="machl.serve"

#

SITE2 NADDR="mach386.80952" BRIDGE="/dev/starlan"
NLSADDR="mach386.serve"

*SERVERS

#

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLOPT="-A"

TLR SRVGRP=BANKB1l SRVID=1 RQADDR=tlrl
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CLOPT="-A -- -T 100"
TLR SRVGRP=BANKB1l SRVID=2 RQADDR=tlrl
CLOPT="-A -- -T 200"
TLR SRVGRP=BANKB2 SRVID=3 RQADDR=tlr2
CLOPT="-A -- -T 600"
TLR SRVGRP=BANKB2 SRVID=4 RQADDR=tlr2
CLOPT="-A -- -T 700"
XFER SRVGRP=BANKB1l SRVID=5
XFER SRVGRP=BANKB2 SRVID=6
ACCT SRVGRP=BANKB1 SRVID=7
ACCT SRVGRP=BANKB2 SRVID=8
BAL SRVGRP=BANKB1 SRVID=9
BAL SRVGRP=BANKB2 SRVID=10
BTADD SRVGRP=BANKB1l SRVID=11
BTADD SRVGRP=BANKB2 SRVID=12
AUTHSVR SRVGRP=AUTHGRP SRVID=20 #
*SERVICES
DEFAULT: LOAD=50 AUTOTRAN=N
WITHDRAWAL PRIO=50 ROUTING=ACCOUNT_ID
DEPOSIT PRIO=50 ROUTING=ACCOUNT_ID
TRANSFER PRIO=50 ROUTING=ACCOUNT_ID
INQUIRY PRIO=50 ROUTING=ACCOUNT_ID
CLOSE_ACCT PRIO=40 ROUTING=ACCOUNT_ID
OPEN_ACCT PRIO=40 ROUTING=BRANCH_ID
BR_ADD PRIO=20 ROUTING=BRANCH_ID
TLR_ADD PRIO=20 ROUTING=BRANCH_ID
ABAL PRIO=30 ROUTING=b_id
TBAL PRIO=30 ROUTING=b_id
ABAL_BID PRIO=30 ROUTING=b_id
TBAL_BID PRIO=30 ROUTING=b_id SVCTIMEOUT=300
#
#
*ROUTING

ACCOUNT_ID FIELD=ACCOUNT_ID BUFTYPE="FML"

IN - 9999:*,10000-59999:BANKB1,60000-109999 :BANKB2, *:
FIELD=BRANCH_ID

IN - 0:*,1-5:BANKB1, 6-10:BANKB2, *:*"

RANGES="M
BRANCH_ID
RANGES="M

BUFTYPE="FML"

UBBCONFIG(5)

*xn
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b_id FIELD=b_id BUFTYPE="VIEW:aud"
RANGES="MIN - 0:*,1-5:BANKB1,6-10:BANKB2, *:*"

Interoperability

In an interoperating application, the master site must be the latest release available. Parameter
valuesfor pu1D (Machine ADDRESS), LMID, TLOGNAME, §roup hames, RQADDR, Service names, and
ROUTING (routing criterianames) must be identifiers (valid C identifiersthat are not uBBconrIc
keywords) when multiple rel eases of the Oracle Tuxedo system are interoperating with each
other.

Network Addresses

Suppose the local machine on which the bridge is being runisusing TCP/IP addressing and is
named backus . company . com, With address 155.2.193 . 18. Further suppose that the port
number at which the bridge should accept requestsis 2334. Assume that port number 2334 has
been added to the network services database under the name bankapp-naddr. The address could
be represented in the following ways:

//155.2.193.18: bankapp-naddr//155.2.193.18:2334
//backus.company.com:bankapp-naddr
//backus.company.com:2334

0x0002091E9B02C112

Thelast of these representations is hexadecimal format. The 0002 isthefirst part of a TCP/IP
address. The 091k isthe port number 2334 translated into ahexadecimal number. After that each
element of the IP address 155.2.193 .1 istrandated into a hexadecimal number. Thusthe 155
becomes 98, 2 becomes 02 and so on.

See Also
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buildserver (1), tmadmin (1), tmboot (1), tmloadcf (1), tmshutdown (1),
tmunloadcf (1), buffer(3c), tpinit (3c), servopts (5)

Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C
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viewfile(5)

viewfile(d)

Name
viewfile—Source filefor view descriptions

Description

Viewfiles are source files for descriptions of one or more C data structures, or “views.” When
used asinput to the viewc () command, the viewfile forms the basis for abinary file (filename
view_filename.V) and aheader file (view_filenameh) (Se€viewc, viewc32(1)).

Thebinary .v files are used two ways in the Oracle Tuxedo system:

e For programsthat use Fvftos () and Fvstof (), the .v fileisinterpreted at run-time to
effect the mapping between FML buffers and C structures

e For programs alocating typed buffers of type VIEW and VIEW32, the .v fileis searched
for a structure of the name provided in the subtype argument of tpalloc().

The .n file must be included in al programs using the view so that structure members can be
referenced by their logical names.

VIEW Descriptions
Each view description in a source viewfile consists of three parts:
e A line beginning with the keyword “view”, followed by the name of the view description;
the name can have a maximum of 33 characters and must be avalid C identifier (that is, it
must start with an underscore or an al phabetic character and contain only a phanumeric or

underscore characters); when used with tpalioc (3c), the name can only have a
maximum of 16 characters.

e A list of member descriptions, each line containing 7 fields.

e A line beginning with the keyword “Exp”.

Thefirst line of each view description must begin with the keyword “view” followed by the name
of theview description. A member description (or mapping entry) isalinewith information about
amember in the C structure. A line with the keyword “Enp” must be thelast linein aview
description. Lines beginning with a # are treated as comments and ignored.

Thus, a source view description has this general structure:

VIEW vname

# type cname fbname count flag size null
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#$ oo ol . o .

END
In the view description, the variable fields have the following meaning:

vname
The name of the view description, and should be avalid C identifier name, sinceit isalso
used as the name of a C structure.

type
The type of the member, and is specified as one of the following: int, short, long, char,
float, double, string, carray, mbstring, or dec t; if typeis‘-’, the type of the member is
defaulted to the type of fbname if the view is mapped to FML buffers.

Note: mbstring member typeis supported by VIEW32 typed buffer only.

cname
Theidentifier for the structure member, and should be avalid C identifier name, since it
isthe name of a C structure member. Internally, the cname is truncated to 30 characters,
SO cnames must be unique within the first 30 characters. If the view is mapped to FML
buffers, it cannot be avalid £fbname.

fbname
The name of the field in the fielded buffer; this name must appear in either afield table
file or afield header file. For views not mapped to FML buffers, thisfield isignored but
must contain a place holder value such asadash ().

count
The number of elementsto be allocated (that is, the maximum number of occurrences to
be stored for this member); must be less than or equal to 65535.

flag
A list of options, optionally separated by commas, or ‘- meaning no options are set; see
below for adiscussion of f1ag options. For views not mapped to FML buffers, thisfield
may contain the ¢ and/or 1. options, or must contain a dash () place holder vaue.

size
The size of the member if the type is either string or carray; must be less than or equal to
65535. For 32-bit FML, the max sizeis 2 to the 32nd or severa gazillion. For the dec t
type, size istwo numbers separated by a comma, the first being the number of bytesin
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the decimal value (it must be greater than 0 and less than 10) and the second being the
number of decimal placesto the right of the decimal point (it must be greater than 0 and
less than two times the number of bytes minus one). For other field types, ‘-’ should be
specified, and the view compiler will compute the size.

The user-specified NULL value or ‘-’ to indicate the default NuLL value for that field; see
below for a discussion of NULL values.

Flag Options

Thefollowingisalist of the options that can be specified asthe f1ag element of amember
description in aview description. Note that the 1, and ¢ options generate additional structure
members even for views that are not FML-based.

C

This option specifies that an additional structure member, called the associated count
member (ACM), be generated, in addition to the structure member described in the
member description (even for views that are not FML-based). When transferring data
from afielded buffer to a structure, each ACM in the structure is set to the number of
occurrences transferred to the associated structure member. A value of 0inan ACM
indicates that no fields were transferred to the associated structure member; a positive
value indicates the number of fields actualy transferred to the structure member array; a
negative value indicates that there were morefieldsin the buffer than could be transferred
to the structure member array (the absolute value of the ACM equal s the number of fields
not transferred to the structure). During a transfer of data from a structure member array
to afielded buffer, the ACM is used to indicate the number of array elements that should
be transferred. For example, if amember's ACM isset to N, the first N non-nurz fields
aretransferred to the fielded buffer. If N is greater than the dimension of the array, it then
defaults to the dimension of the array. In either event, after the transfer takes place, the
ACM is set to the actual number of array members transferred to the fielded buffer. The
type of an ACM isdeclared to be short (32-bit long integer for VIEW32), and its nameis
generated as"C_cname", where cname isthe cname entry for which the ACM isdeclared.
For example, an ACM for amember named parts would be declared as follows:

short C_parts;

It is possible for the generated ACM name to conflict with structure members whose
names beginwitha"C_" prefix. Such conflictswill be reported by the view compiler, and
are considered fatal errors by the compiler. For example, if a structure member has the
name "C_parts', it would conflict with the name of an ACM generated for the member
"parts'. Note also that the view compiler will generate structured record definitions for
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ACM and ALM (see the L option, below) members when you specify the -r
command-line option.

Specifies one-way mapping from structure to fielded buffer (this option isignored for
views that are not FML-based). The mapping of a member with this option is effective
only when transferring data from structures to fielded buffers.

Thisoption is used only for member descriptions of type carray or string to indicate the
number of bytes transferred for these possibly variable length fields. If astring or carray
field is adways used as afixed length data item, this option provides no benefit. The .
option generates an associated |ength member (a1.m) for astructure member of type carray
or string (even for views that are not FML-based). When transferring data from afielded
buffer to astructure, the ar.v is set to the length of the corresponding transferred fields. If
afield'slength in the fielded buffer exceeds the space allocated in the mapped structure
member, only the allocated number of bytesistransferred. The corresponding ar.m is set
to the size of the fielded buffer item. Therefore, if the arm is greater than the dimension
of the structure member array, the fielded buffer information was truncated on transfer.
When transferring data from a structure member to afield in afielded buffer, the arm is
used to indicate the number of bytesto transfer to the fielded buffer, if it isa carray type
field. For strings, the aLm isignored on transfer, but is set afterwards to the number of
bytestransferred. Note that since carray fieldsmay be of zero length, an a.m of O indicates
that a zero length field should be transferred to the fielded buffer, unless the valuein the
associated structure member isthe nuLL value. An arv is defined to be an unsigned short
(32-bit unsigned long integer for view32), and hasagenerated name of "1._cname", where
cname is the name of the structure for which the aru is declared. If the number of
occurrences of the member for which the ar.m isdeclared is 1 (or defaultsto 1), the armis
declared as.

unsigned short L_cname;

whereas if the number of occurrencesis greater than 1, say N, the ALM isdeclared as:

unsigned short L_cname[N];

and isreferred to asan arm Array. Inthis case, each element inthe ALM array refersto a
corresponding occurrence of the structure member (or field). It is possible for the
generated ar.m name to conflict with structure members whose names begin with a"r._"
prefix. Such conflicts will be reported by the view compiler, and are considered fatal
errors by the compiler. For example, if a structure member hasthe name "L_parts", it
would conflict with the name of an ar.m generated for the member "parts’. Note also that
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the view compiler will generate structured record definitions for acm and arm (seethe C
option, above) members when you specify the -r command-line option.

Note: For MBSTRING field in VIEW32 buffer, the viewc32 (1) command
automatically adds the 1. option and the corresponding a1 is declared. The size
of the MBSTRING data prepared by Fmbpack32 () must be set inthe ALM by
the application and it is used for Fmbunpack32 ().

Specifies zero-way mapping, that is, no fielded buffer is mapped to the C structure (this
optionisignored for viewsthat are not FML-based). This can be used to allocatefillersin
C structures.

This option can be used to affect what value isinterpreted as anurL value for string and
carray type structure members (this option isignored for views that are not FML-based).
If this option is not used, a structure member isnuLL if itsvalueis equal to the
user-specified nurL value (without considering any trailing nuLL characters). If this
option is set, however, amember isnuLL if itsvalueis equal to the user-specified NULL
value with the last character propagated to full length (without considering any trailing
NULL character). Note that a member whose value isnurz will not be transferred to the
destination buffer when dataistransferred from the C structure to the fielded buffer. For
example, a structure member TEST is of type carray[25] and a user-specified nuLL value
"abcde" isestablished for it. If the P option isnot set, TEST isconsidered nurL if thefirst
five charactersare a, b, ¢, d, and e, respectively. If the Poptionisset, TEST isnuLL if the
first four charactersare a, b, ¢, and d, respectively, and the rest of the carray must contain
the character 'e' (21 €'s).

Specifies one-way mapping from fielded buffer to structure (this option isignored for
views that are not FML-based). The mapping of a member with this option is effective
only when transferring data from fielded buffersto structures.

NULL vValues are used in views to indicate empty C structure members. Default nurL values are
provided, and you may also define your own.

The default nurL value for all numeric typesis 0 (0.0 for dec t); for char types, itis"\"; and for

string, carray, and mbstring types, itis"".

Escape convention constants can also be used to specify anuLr value. The view compiler
recogni zes the following escape constants. ddad (where gisan octal digit), 0, n, t,v, b, r, f, ', and
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String, carray, mbstring and char NuLL values may be enclosed in double or single quotes.
Unescaped quotes within a user-defined nuLL value are not accepted by the view compiler.

Alternatively, an elementisnuLt if itsvalueisthe same asthenuLL valuefor that element, except
in the following cases:

o |If the P option is set for the structure member, and the structure member is of string,
carray, or mbstring type; see above for details on the P option flag.

o If amember isof type string, its value must be the same string as the NuLL value.

o If amember is of type carray or mbstring, and the nurL valueis of length N, the first N
charactersin the carray or mbstring must be the same as the nur. value.

Y ou can also specify the keyword "NONE" in the nuLL field of aview member description,
which means there is no nuLL value for the member.

The maximum size of defaults for string and character array membersis 2660 characters.

Note that for string members, which usually end witha"o", a"o0" isnot required as the last

character of a user-defined NuLL value.

Environment Variables

VIEWFILES
Should contain acomma-separated list of object viewfilesfor the application. Files given
asfull pathnamesareused asis; fileslisted asrel ative pathnames are searched for through
the list of directories specified by the viEwpIr variable (see below).

VIEWDIR
Specifies a colon-separated list of directories where view object files can be found. If
VIEWDIR iSnot set, itsvalueistaken to be the current directory.

For viEW32, the environment variable viEwFILES32 and VIEWDIR32 are used.

Examples
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# BEGINNING OF AN FML-BASED VIEWFILE
VIEW custdb

$/* This is a comment */

#

#type cname fbname count flag size null
#

carray bug BUG_CURS 4 - 12 "no bugs"
long custid CUSTID 2 - - -1
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short super SUPER_NUM 1 - - 999

long youid ID 1 - - -1

float tape TAPE_SENT 1 - - -.001

char ch CHR 1 - - "o

string action ACTION 4 - 20 "no action"
END

# BEGINNING OF AN INDEPENDENT VIEWFILE
VIEW viewx

$ /* View structure for viewx information */

#
#type cname fbname count flag size null
#
int in - 1 - - -
short sh - 2 - - -
long lo - 3 - - -
char ch - 1 - - -
float f1l - 1 - - -
double db - 1 - - -
string st - 1 - 15 -
carray ca - 1 - 15 -
END

See Also

viewc, viewc32(1l), tpalloc(3c), Fvftos, Fvftos32(3fml),
Fvstof, Fvstof32(3fml)

Programming an Oracle Tuxedo ATMI Application Using FML
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WS_MIB(3)

Name

ws_mIB—Management Information Base for Workstation

Synopsis

#include <fml32.h>
#include <tpadm.h>

Description

540

The Oracle Tuxedo system MIB defines the set of classes through which a Workstation group
(one WSL and its associated WSH processes) may be managed.

ws_mMIB(5) should be used in combination with the generic MIB reference pagemMIB (5) to
format administrative requests and interpret administrative replies. Requests formatted as
described inM1B (5) using classes and attributes described in this reference page may be used to
request an administrative service using any one of anumber of existing ATMI interfacesin an
active application. For additional information pertaining to all ws_m1B(5) class definitions, see
“WS_MIB(5) Additional Information” on page 554.

ws_MIB(5) consists of the following classes.

Table 72 WS_MIB Classes

Class Name Attributes
T_WSH Workstation Handler
T_WSL Workstation Listener

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each attribute in the
class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.
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Limitations
Limitations in the access to and interpretation of this class.

Attribute Table Format

As described above, each class that is a part of this MIB is defined below in four parts. One of
these partsis the attribute table. The attribute table is a one-page reference guide to the attributes
within aclass and how they may used by administrator's, operator'sand general user'sto interface
with an application. There arefive componentsto each attribute description in the attribute tabl es;
name, type, permissions, values and default. Each of these componentsis discussed in MIB (5).

TA_FLAGS Values

M1B(5) definesthe generic Ta_rracs attribute which isalong valued field containing both
generic and component MIB specific flag values. At thistime, there are nows_m1B (5) specific
flag values defined.

FML32 Field Tables

Thefield tables for the attributes described in this reference page are found in the file
udataobj/tpadm relative to the root directory of the Oracle Tuxedo system software installed
on the system. Thedirectory $ { TUXDIR} /udataobj should beincluded by the application in the
colon-separated list specified by the FL.oTBLDIR environment variable and the field table name
tpadm should beincluded in the comma-separated list specified by the FTELDTBLS environment
variable.

Limitations

Access to the header filesand field tables for thisMIB is being provided only on Oracle Tuxedo
system 6.0 sites and later, both native and Workstation.

T_WSH Class Definition

Overview

The T_wsH class represents run-time attributes of WSH client processes. These attribute values
characterize Workstation statistics specific to aparticular WSH client process. Thisclassislinked
to the T_wstL class by the common key fields, Ta_srverp and Ta_srvip. It isalso linked to the
T_CLIENT class (see Tv_M1B(5)) by the common key field Ta_wsHCLIENTID.
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Attribute Table

Table 73 WS_MIB(5): T_WSH Class Definition Attribute Table

Attribute ! Type Permissions Values Default
TA_CLIENTID(*) string R--R--R-- string[l..78] N/A
TA_WSHCLIENTID(*) string R--R--R-- string[l..78] N/A
TA_SRVGRP(*) string R--R--R-- string[1..30] N/A
TA_SRVID(*) long R--R--R-- 1 <= num < 30,001 N/A
TA_GRPNO(*) long R--R--R-- 1 <= num < 30,000 N/A
TA_STATE(K) string R-XR-XR-- SeeT_CLIENT Classin
TM_MIB(5)

TA_LMID(*) string R--R--R-- LMID N/A
TA_PID(*) long R--R--R-- 1<=num N/A
TA_NADDR string R--R--R-- string[1..256] 2 N/A
TA_HWCLIENTS long R--R--R-- 1<=num< 32,767 N/A
TA_MULTIPLEX long R--R--R-- 1<=num< 32,767 N/A
TA_CURCLIENTS long R--R--R-- 1 <= num< 32,767 N/A
TA_TIMELEFT long R--R--R-- 0 <= num N/A
TA_ACTIVE string R--R--R-- “{y|n}” N/A
TA_TOTACTTIME long R--R--R-- 0 <= num N/A
TA_TOTIDLTIME long R--R--R-- 0 <= num N/A
TA_CURWORK long R--R--R-- 0 <= num N/A
TA_FLOWCNT long R--R--R-- 0 <= num N/A
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Table 73 WS_MIB(5): T_WSH Class Definition Attribute Table (Continued)

Attribute ! Type Permissions Values Default
TA_NUMBLOCKQ long R--R--R-- 0 <= num N/A
TA_RCVDBYT long R--R--R-- 0 <= num N/A
TA_RCVDNUM long R--R--R-- 0 <= num N/A
TA_SENTBYT long R--R--R-- 0 <= num N/A
TA_SENTNUM long R--R--R-- 0 <= num N/A

(k)—GET key field
(*)—GET/SET key, one or more required for SET operations

L All attributes in the T_wsH class are local attributes.
2 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_CLIENTID: string[l1..78]
Client identifier for thisWSH. The datain this field should not be interpreted directly by
the end user except for equality comparison.

TA_WSHCLIENTID: string[l1..78]
Client identifier for thisWSH. The datain this field should not be interpreted directly by
the end user except for equality comparison. Thisfield can be used to link the WSH to its
associated Workstation client T_cr.TeNT objects. Thisfield value is always equal to the
value for the Ta_cr.1ENTID attribute for this class.

TA_SRVGRP: string[l1..30]
Logica name of the server group for the associated WSL.

TA_SRVID: 1 <= num < 30,001
Unique (within the server group) server identification number for the associated WSL.

TA_STATE:
State for the WSH client within the application. Any state defined for the T_cr.1ENT class
inTv_MIB (5) may bereturned or set asindicated on that reference page. State changesto
the SUSpended state are transitive to al clients associated with this WSH asisthe
resetting of a SUSpended WSH to ACTive. Additionally, SUSpended WSH clients will

File Formats, Data Descriptions, MIBs, and System Processes Reference 543



not be assigned any additional incoming clientsby the WSL. Note that the state of aWSH
client may not be set to pEAD When accessing the T_crL.1ENT class, however, the state
transition to peap is alowed viathe T_wsH class and will result in al connections being
handled by the targeted WSH to be dropped abortively.

TA_LMID. LMID
Current logical machine on which the WSH is running.

TA_PID: 1= num
Native operating system process identifier for the WSH client. Note that this may not be
aunique attribute since clients may be located on different machines allowing for
duplication of process identifiers.

TA_NADDR: string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Network address of workstation handler. Hexadecimal addresses are converted to an ascii
format with aleading "0x". Table 74 is the TCP/IP address formats.

Table 74 lpv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname: port_number

//#.#.#.#:port_number Hex format is not
supported

TA_HWCLIENTS: 1 <= num <32,767
High water number of clients accessing application via this WSH.

TA_MULTIPLEX: 1 <= num <32,767
Maximum number of clients that may access the application via this WSH.

TA_CURCLIENTS. 1 <= num <32,767
Current number of clients accessing application via this WSH.

TA_TIMELEFT. O <= num
A non-0 value for this attribute indicates that the WSH has been assigned a newly
connecting Workstation client that has the indicated amount of time, in seconds, to
complete the initialization process with the WSH.
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TA_ACTIVE: {v | N}
A value of v indicates that the WSH is currently performing work on behalf of one of its
associated Workstation clients. A value of n indicates that the WSH is currently waiting
for work to perform on behalf of one of its associated Workstation clients.

TA_TOTACTTIME. O <= num
Time, in seconds, that the WSH has been active since it started processing.

TA_TOTIDLTIME: 0 <= num
Time, in seconds, that the WSH has been idle since it started processing.

TA_CURWORK: 0 <= num
Amount of work processed by thisWSH sincethelast WSH assignment by the WSL. This
valueis used by the WSL to load balance new incoming connections amongst a set of
WSH processes.

TA_FLOWCNT. O <= num
Number of times flow control has been encountered by this WSH. This attribute should
be considered only in relation to recent past values as it may wrap around during the
lifetime of the WSH.

TA_NUMBLOCKQ: 0 <= num
Number of timesthisWSH has been unable to enqueue amessageto alocal UNIX system
message queue due to queue bl ocking conditions. Thisattribute should be considered only
in relation to recent past values as it may wrap around during the lifetime of the WSH.

TA_RCVDBYT: 0 <= num
Number of bytes received from the network by this WSH from all of its present and past
Workstation clients. This attribute should be considered only in relation to recent past
values as it may wrap around during the lifetime of the WSH.

TA_RCVDNUM: 0 <= num
Number of Oracle Tuxedo system messages received from the network by thisWSH from
all of its present and past Workstation clients. This attribute should be considered only in
relation to recent past values as it may wrap around during the lifetime of the WSH.

TA_SENTBYT. 0 <= num
Number of bytes sent to the network by thisWSH to al of its present and past Workstation
clients. This attribute should be considered only in relation to recent past values asit may
wrap around during the lifetime of the WSH.
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TA_SENTNUM: O <= num
Number of Oracle Tuxedo system messages sent to the network by thisWSH to all of its
present and past Workstation clients. This attribute should be considered only in relation
to recent past values as it may wrap around during the lifetime of the WSH.

Limitations

This class represents a specialization of the T_crLIENT class and as such represents certain
attributesthat are duplicated in the corresponding T_cr.1ENT Objects. Attributesnot listed that are
included in the T_cr.TENT class must be accessed viathat class and are not available through the
T_WSH class.

The attributes of WSH servers are meaningful only in arun-time environment. Therefore they
cannot be changed, in an unbooted environment, by using the tpadmcall (3c¢) function.

T_WSL Class Definition

Overview

The T_wsL class represents configuration and run-time attributes of WSL server processes
configured to manage Workstation groups. These attribute values identify and characterize
Workstation specific configuration attributesfor WSL T_sERVER objects within the application.
Thisclassislinked to the T_ws# class by the common key fields, Ta_srvGrp and Ta_SRVID.

Attribute Table

Tahle 75 WS_MIB(5): T_WSL Class Definition Attribute Table

Attribute Type Permissions  Values Default
TA_SRVGRP(r)(*) string ru-r--r-- string[l..30] N/A
TA_SRVID(r)(*) long ru-r--r-- 1<=num< 30,001 N/A
TA_GRPNO(K) long r--r--r-- 1<=num< 30,001 N/A
TA_STATE(K) string rwxr-xr-- SeeT_SERVER Classin TM_MIB (5)
Ta_LMID(K) string R--R--R-- LMID N/A
Ta_PID(K) long R--R--R-- 1<=num N/A
TA_DEVICE string rw-r--r-- string[0..78] N/A
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Table 75 WS_MIB(5): T_WSL Class Definition Attribute Table (Continued)
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Attribute Type Permissions  Values Default
TA_NADDR(r) string TW-r--Y--  string[1..256] 3 N/A
TA_EXT_NADDR string rw-r--r-- string[0..78] wr
TA_WSHNAME string rw-r--r-- string[l..78] “WSH”
TA_MINHANDLERS long rwxr-xr-- 0<=num< 256 0
TA_MAXHANDLERS long rw-r--r-- 0<=num< 32,767 See note *
TA_MULTIPLEX long rw-r--r-- 1<=num< 32,767 10
TA_MINENCRYPTBITS string rwxrwx--- “0]40|56[128| “0”

256} 7 2
TA_MAXENCRYPTBITS string rwxrwx--- “{0]40]|56|128 | %128"

256} » 2
TA_CERTIFICATE_AUTHEN string rwxr--r-- MY |N}” “N”
TICATION
TA_SECUREPORT long rw-r--r-- 0<=num< 32767 0
TA_SSL_RENEGOTIATION  long rwxr--r-- 0<=num< 3579139 0
TA_MINWSHPORT long rwxr-xr-- 0<=num< 65,535 2048
TA_MAXWSHPORT long rw-r--r-- 0<=num< 65535 65,535
TA_MAXIDLETIME long rwxr-xr-- 0<=num< 35,204,650 35,204,649
TA_MAXINITTIME long rwxr-xr-- 1<=num< 32,767 60
TA_CMPLIMIT string rwxr-xXr-- threshold MAXLONG
TA_CLOPT string rwxr--r-- string[0..1024] “-A"
TA_ENVFILE string TWXr--r--  string[0..256] 3 W
TA_GRACE long rwxr--r-- 0<=num 0
TA_KEEPALIVE string rwxr-xr-- “client |handler | “none”

both |none} ”
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Table 75 WS_MIB(5): T_WSL Class Definition Attribute Table (Continued)

Attribute Type Permissions  Values Default
TA_MAXGEN long rwxr--r-- 0<=num< 256 1
TA_NETTIMEOUT long rwxr-xr-- 0<=num<= 0
MAXLONG
TA_RCMD string IWXr--Y-- string0..256] 3 w
TA_RESTART string rwxr--r-- “{Y|N}” vy
TA_SEQUENCE(K) long rwxr--r-- 1<=num< 10,000 >= 10,000
T_wWsL Class: Local Attributes
TA_CURHANDLERS long R--R--R-- 0<=num N/A
TA_HWHANDLERS long R--R--R-- 0<=num N/A
TA_WSPROTO long R--R--R-- 0<=num N/A
TA_SUSPENDED string R-XR-XR-- “{NEW|ALL | NONE} ” N/A
TA_VIEWREFRESH string --X--X--- vy~ N/A

(k)—GET key field
(r)—required field for object creation (SET TA_STATE NEW)
(*)—GET/SET key, one or more required for SET operations

11f avaluefor this attribute is not specified at the time the object is created, a value of 0 will be
assigned. A valueof O for thisattribute indicatesthat the effective valueis determined at activation
time from the current setting for TA_MAXHANDLERS and the T_MACHINE class setting for
TA_MAXWSCLIENTS. Note that a GET operation with the MIB_LOCAL flag set will get the
effective value for objects with an activation time default setting.

2 Link-level encryption value of 40 bits is provided for backward compatibility.

3 Maximum string length for this attribute is 78 bytes for Oracle Tuxedo 8.0 or earlier.

Attribute Semantics

TA_SRVGRP: string[l1..30]
Logical name of the server group. Server group names cannot contain an asterisk (*),
comma, or colon.
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TA_SRVID: 1 <= num < 30,001
Unique (within the server group) server identification number.

TA_GRPNO: 1 <= num < 30,001
Group number associated with this servers group.

TA_STATE:
State for the WSL server within the application. Any state defined for the T_serVER class
inTM_MIB(5) may bereturned or set asindicated on that reference page.

TA_LMID: LMID
Current logical machine on which the server is running.

TA_PID. 1= num
Native operating system process identifier for the WSL server. Note that this may not be
aunique attribute since servers may be located on different machines allowing for
duplication of process identifiers.

TA_DEVICE: string[0..78]
Device name to be used by the WSL process to access the network. This attribute is
optional.

TA_NADDR: string[1..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Specifies the complete network address to be used by the WSL process asits listening
address. The listening address for aWSL is the means by which it is contacted by
Workstation client processes participating in the application. If string hasthe form
“0Oxhex-digits” Of “\\xhex-digits”, it must contain an even number of valid hex
digits. These forms are trandated internally into a character array containing TCP/IP
addresses. The value of string may also be represented in either of the following forms
shown in Table 76.

Table 76 Ipv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname:port_number

//#.#.#.#:port_number Hex format is not
supported
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hostname isresolved to a TCP/IP host address at the time the address is bound using the
locally configured nameresolution facilitiesaccessed viagethostbyname(3C). Thestring
#.#.#. #1sthe dotted decimal format in which each # represents adecimal number in the
range 0 to 255. port_number isadecima number in the range 0 to 65535.

Note: Some port numbers may be reserved for the underlying transport protocols (such as
TCP/IP) used by your system. Check the documentation for your transport protocols
to find out which numbers, if any, are reserved on your system.

TA_EXT_NADDR: string{0..78]
Specifies the complete network address to be used as awell known address template of
the WSH process. The address is combined with a WSH network addressto generate a
well known network address used by the Workstation client to connect to aWSH process.
It has the same format as the Ta_NaDDR except that it substitutes the port number with
same length of character M to indicate the position of the combined network address will
be copied from the WSH network address. For example when Addresstemplate is
0x0002M MMM dddddddd and WSH network address is 0x00021111ffffffff then the well
known network addresswill be 0x00021111dddddddd. When addresstemplate startswith
"II" network address type assumes to be IP based and the TCP/IP port number of WSH
network address will be copied into the address template to form the combined network
address. This feature is useful when Workstation client needs to connect to a WSH
through arouter which performs Network Address Translation. Empty Ta_EXT NADDR
string in aseT operation on an existing T_wsL object will eliminate the -1 entry from the
TA_CLOPT attribute.

Note: Tuxedo IPv6 addressing does not support TA_EXT NADDR.

TA_WSHNAME: string]l..78]
The name of the executable providing workstation handler services for this workstation
listener. The default for thisis WSH which corresponds to the system provided
workstation handler. Workstation handlers may be customized using the command
buildwsh (). Seethe Customization section and the builawsh (1) reference page for
more details.

TA_MINHANDLERS: 0 <= num < 256
The minimum number of handlers that should be available in conjunction with this WSL
at any giventime. The WSL will start this many WSHsimmediately upon being activated
and will not depl ete the supply of WSHs below this number until the administrator issues
a shutdown to the WSL. Madifications to this attribute for a running WSL may cause
additional handlers to be activated.
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TA_MAXHANDLERS: O <= num < 32,767
The maximum number of handlers that should be available in conjunction with this WSL
at any given time. Handlers are started as necessary to meet the demand of Workstation
clients attempting to access the system. This attribute must be greater than or equal to the
setting for the minimum number of handlers.

TA_MULTIPLEX. 1 <= num< 32,767
Maximum number of clientsthat are to be supported by any one handler process
concurrently.

TA_MINENCRYPTBITS: {0 | 40|56 |128]|256}
Specifies the minimum level of encryption required when connecting to the Oracle
Tuxedo system. 0 means no encryption, while 40, 56, and 128 specify the encryption key
length (in bits). If thisminimum level of encryption cannot be met, link establishment
fails. The default is 0.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

TA_MAXENCRYPTBITS: {0 | 40|56 | 128|256}
Specifiesthe maximum level of encryption that can be negotiated when connecting to the
Oracle Tuxedo system. 0 means no encryption, while 40, 56, and 128 specify the
encryption length (in bits). The default is 12s.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.

TA_CERTIFICATE AUTHENTICATION: “{v | N}~
Specifies that certificate-based authentication should be enabled when accepting an SSL
connection from a remote application. the default valueis N.

TA_SECUREPORT. 0 <= num < 32,767
Specifiesthe port number that WS _MIB should useto listen for secure connections using
the SSL protocol. The default value is O (which indicates that no secure port isin use).

TA_SSL_RENEGOTIATION: O <= num < 35,791,394
Specifies the renegotiation interval in minutes. If a connection does not have a
renegotiation inthe specified interval, WS_MIB will request that the client renegotiate the
session for inbound connections or actually perform the renegotiation in the case of
outbound connections. The default is O minutes which results in no periodic session
renegotiations.

TA_MINWSHPORT. O <= num < 65,535
Thelower end of the range of available port numbers that may be allocated to WSH
processes by this listener.

File Formats, Data Descriptions, MIBs, and System Processes Reference 551



TA_MAXWSHPORT. O <= num < 65,535
The upper end of the range of available port numbers that may be allocated to WSH
processes by this listener.

TA_MAXIDLETIME: O <= num < 35,204,650
Maximum amount of time, in minutes, that a Workstation client is permitted to be idle
before it will be abortively disconnected from the application by the handler. A value of
35,204,650 allows clientsto beidle aslong as they wish without being timed out. A value
of Oindicates clients may be terminated after any period of inactivity greater than 1
second.

TA_MAXINITTIME. 1 <= num< 32,767
The minimum number of seconds that should be allowed for a Workstation client to
completeinitialization processing through the WSH before being timed out by the WSL.

TA_CMPLIMIT. threshold
Threshold message size at which compression will occur for traffic to and from
Workstation clients. The thresho1d value may be either non-negative numeric values or
the string maxr.onG, which is dynamically transated to the maximum long setting for the
machine. Limitation: This attribute value is not used for Workstation clients running
Oracle Tuxedo Workstation release 6.1 or earlier.

TA_CLOPT: string[0..1024]
Command line options to be passed to WSL server when it is activated. See the
servopts (5) reference page for details. Limitations: Run-time modificationsto this
attribute will not affect arunning WSL server. Server specific options (that is, those after
adouble-dash "--") may not be set and will not be returned.

TA_ENVFILE: string]0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
WSL server specific environment file. See T_MACHINE: TA_ENVFILE for acomplete
discussion of how thisfileis used to modify the environment. Limitation: Run-time
modifications to this attribute will not affect arunning WSL server.

TA_GRACE: 0 <= num
The period of time, in seconds, over which the T_wsL: Ta_MAXGEN limit applies. This
attribute is meaningful only for restartable WSL servers, that is, if the
T_WSL:TA_RESTART attributeis set to "v". When arestarting server would exceed the
TA_MAXGEN limit but the Ta_cracE period has expired, the system resets the current
generation (T_SERVER: TA_GENERATION) t0 1 and resetstheinitial boot time
(T_SERVER:TA_TIMESTART) to the current time. A value of O for this attribute indicates
that the WSL server should always be restarted.
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TA_KEEPALIVE: “{client | handler | both | none}”
Here you can turn on the network keep-alive operation for the client, the handler, or both.
Y ou may also turn off thisoperation for both the client and handler by specifying “none”.

Changes to the value of this attribute affect only new connections.

TA_MAXGEN: 1 <= num < 256
Number of generations allowed for arestartable WSL server (T_wSL: TA_RESTART ==
nyn) over the specified grace period (T_wsL: Ta_GRaCE). Theinitial activation of the
WSL server counts as one generation and each restart also counts as one. Processing after
the maximum generations is exceeded is discussed above with respect to Ta_GRACE.

TA_NETTIMEOUT. 0 <= num <= MAXLONG
The value of Ta_NETTIMEOUT iSthe minimum number of seconds that a Workstation
clientisallowed to wait to receive aresponse from the WSL/WSH. A value of O indicates
no network timeout.

Changes to the value of this attribute affect only new connections.

TA_RCMD: string[0..256] (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)
Application specified command to be executed in parallel with the system restart of an
application server. This command must be an executable file in the native operating
system.

TA_RESTART. “{v | N}~
Restartable (*v~) or non-restartable (*n~) WSL server. If server migration isspecified for
this server group (T_RESOURCE: TA_OPTIONS/MIGRATE T_GROUP:TA_LMID W/ alternate
site), this attribute must be set to “v~.

TA_SEQUENCE: 1 <= num < 10,000
Specifies when this server should be booted (tmboot (1)) or shut down
(tmshutdown (1)) relativeto other servers. T_wsr objectsadded without aTa_sEQUENCE
attribute specified or with aninvalid value will have one generated for them that is 10,000
or more and is higher than any other automatically selected default. Servers are booted by
tmboot () inincreasing order of sequence number and shutdown by tmshutdown () in
decreasing order. Run-time modifications to this attribute affect only tmboot () and
tmshutdown () and will affect the order in which running servers may be shutdown by a
subsequent invocation of tmshutdown ().

TA_CURHANDLERS:. 0 <= num
Number of currently active handlers associated with this WSL.

TA_HWHANDLERS: O <= num
Maximum number of currently active handlers associated with thisWSL at any onetime.
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TA_WSPROTO: 0 <= num
The Oracle Tuxedo Workstation protocol version number for this Workstation group.
Note that Workstation clients connecting to this group may themselves have a different
protocol version number associated with them.

TA_SUSPENDED: “{NEW | ALL | NONE}"
A value of *NEw~ indicates that new incoming clients may not connect through this WSL
object. A value of *ar.~ indicates that Workstation clients already connected to the
application through this WSL have been suspended (see Tv_m1B (5)) in addition to
disallowing new incoming connections. A value of “NoNE~ indicates that no suspension
characteristics are in effect.

TA_VIEWREFRESH. Y
Setting avalue of v will cause all active WSHs in the Workstation group to refresh their
view buffer type cache.

Limitations

This class represents a specialization of the T_servVER class and as such represents certain
attributesthat are duplicated in the corresponding T_sERVER objects. Attributes not listed that are
included in the T_sERVER class must be accessed viathat class and are not available through the
T_wsL class.

WS_MIB(5) Additional Information

Diagnostics

554

There are two general types of errors that may be returned to the user when interfacing with
WS_MIB(5). First, any of thethree ATMI verbs (tpcall (), tpgetrply () and tpdequeue ())
used to retrieve responsesto administrative requests may return any error defined for them. These
errors should be interpreted as described on the appropriate reference pages.

If, however, therequest issuccessfully routed to asystem service capable of satisfying the request
and that service determinesthat there is a problem handling the request, failure may be returned
in the form of an application level service failure. In these cases, tpcall () and tpgetrply ()
will return an error with tperrno set to TPESVCFATL and return areply message containing the
original request along with Ta_erRROR, TA_sTaTus and Ta_saprLD fields further qualifying the
error as described below. When a service failure occurs for a request forwarded to the system
through the TMOFORWARD (5) server, the failure reply message will be enqueued to the failure
queue identified on the original request (assuming the -d option was specified for TMOFORWARD).
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When a service failure occurs during processing of an administrative request, the FML32 field
TA_STATUS is Set to atextual description of the failure, the FML32 field Ta_ERROR iS Set to
indicate the cause of the failure as indicated below. All error codes specified below are
guaranteed to be negative.

[other]
Other error return codes generic to any component MIB are specified in the M1B (5)
reference page. These error codes are guaranteed to be mutually exclusive with any
ws_MIB(5) specific error codes defined here.

Thefollowing diagnostic codes arereturned in Ta_ERROR to indicate successful completion of an
administrative request. These codes are guaranteed to be non-negative.

[other]
Other return codes generic to any component MIB are specified inthem1s (5) reference
page. These return codes are guaranteed to be mutually exclusive with any ws_m1B(5)
specific return codes defined here.

Interoperability

The header files and field tables defined in this reference page are available on Oracle Tuxedo
release 5.0 and later. Fields defined in these headers and tables will not be changed from rel ease
to release. New fields may be added which are not defined on the older rel ease site. Accessto the
AdminAPI isavailable from any site with the header files and field tables necessary to build a
request. Thet_wst and T_wsH classes are new with Oracle Tuxedo system release 6.0; therefore,
local administration of WSL and WSH processes on earlier release sites viathe AdminAPI isnot
available. However, many of the administrative actions defined in this reference page are
available for pre-release 6.0 sites if they are interoperating with arelease 6.0 site. If sites of
differing releases, both greater than or equal to release 6.0, are interoperating, information on the
older siteis available for access and update as defined in the M1B reference page for that release
and may be a subset of the information availablein the later release.

Portability

The existing FML 32 and ATMI functions necessary to support administrative interaction with
Oracle Tuxedo system MIBs, as well asthe header file and field table defined in this reference
page, are available on all supported native and Workstation platforms.

Example

Following is a sequence of code fragments that deactivate a Workstation group in an orderly
fashion using a combination of Tv_wmI1B (5) and ws_MIB(5).
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Field Tables

Thefield table tpadm must be available in the environment to have accessto attribute field
identifiers. This can be done at the shell level asfollows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=S{TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files
The following header files are included.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

Suspend Workstation Group

Thefollowing code fragment setsthe state of the Workstation group to suspended. Thisdisables
the Workstation group from accepting new connections from Workstation clients and suspends
al Workstation clients that are currently part of the group. This code fragment and those that
follow assume that the local variables ta_srvgrp and ta_srvid are already set to identify the
Workstation group with which we are working.

/* Allocate input and output buffers */ ibuf = tpalloc("FML32", NULL, 1000);
obuf = tpalloc("FML32", NULL, 1000);

/* Set MIB(5) attributes defining request type */

Fchg32 (ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T_wWSL", 0);

/* Set WS_MIB(5) attributes */

Fchg32 (ibuf, TA_SRVGRP, 0, ta_srvgrp, 0);

Fchg32 (ibuf, TA_SRVID, 0, (char *)ta_srvid, 0);

Fchg32 (ibuf, TA_SUSPENDED, 0, "ALL", 0);

/* Make the request */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf (stderr, "tpcall failed: %s\en", tpstrerror (tperrno)) ;

if (tperrno == TPESVCFAIL) {

Fget32 (obuf, TA_ERROR, 0, (char *)ta_error, NULL) ;

ta_status = Ffind32 (obuf, TA_ STATUS, 0, NULL) ;

fprintf (stderr, "Failure: %1d, %s\en",

ta_error, ta_status);
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}

/* Additional error case processing */

}

/* Copy the logical machine identifier for later use */
strcpy (ta_lmid, Ffind32 (obuf, TA_LMID, 0, NULL));

Get List of WSH Objects

Using the existing input buffer, simply change the class and operation and make a new request.
Well retrieve all T_wsH objects associated with the given T_wsL object key fields, ta_srvgrp
and ta_srvid. Set the Ta_rILTER attribute to limit the retrieval for efficiency.

/* Set MIB(5) attributes defining request type */ Fchg32 (ibuf, TA_CLASS, 0,
"T_WSH", 0);

Fchg32 (ibuf, TA_OPERATION, 0, "GET", 0);

longval = TA_WSHCLIENTID;

Fchg32 (ibuf, TA_FILTER, 0, (char *)longval, 0);

/* Set WS_MIB(5) attributes */

Fchg32 (ibuf, TA_LMID, 0, ta_lmid, 0);

/* Allocate a separate output buffer to save the TA_WSHCLIENTID values */
wshcltids = tpalloc("FML32", NULL, 1000);

/* Make the request */

tpcall (".TMIB", (char *)ibuf, 0, (char **)wshcltids, olen, O0);

/* See how many we got */

Fget32 (wshcltids, TA_OCCURS, 0, (char *)wshcltcnt, NULL);

Get T_CLIENT Objects

Usetheretrieved Ta_wsHCLIENTID Valuesto get alist of associated Ta_cL1eNTID values for
Workstation clients in this Workstation group.

/* Initialize request buffer */ Finit32 (ibuf, Fsizeof32(ibuf)):;
/* Set MIB(5) attributes defining request type */

Fchg32 (ibuf, TA_OPERATION, 0, "GET", 0);

Fchg32 (ibuf, TA_CLASS, 0, "T _CLIENT", 0);

longval = TA_CLIENTID;

Fchg32 (ibuf, TA_FILTER, 0, (char *)longval, 0);

longval = TA_WSHCLIENTID;

Fchg32 (ibuf, TA_FILTER, 1, (char *)longval, 0);

/* Set WS_MIB(5) attributes */

Fchg32 (ibuf, TA_LMID, 0, ta_lmid, 0);
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Fchg32 (ibuf, TA_WsC, 0, "y", 0);

if (wshcltent == 1) {

/* Since only 1, use it as key field. */

Fchg32 (ibuf, TA_WSHCLIENTID, O,

Ffind32 (wshcltids, TA_WSHCLIENTID, O, NULL));

}

/* Allocate output buffer to save TA_CLIENTID/TA_WSHCLIENTID values */
cltids = tpalloc("FML32", NULL, 1000);

/* Make the request */

tpcall (".TMIB", (char *)ibuf, 0, (char **)cltids, olen, 0);
/* See how many we got */

Fget32(cltids, TA_OCCURS, 0, (char *)cltcnt, NULL);
/* Eliminate unassociated clients if necessary */
if (wshcltent > 1) {

for (i=(cltcnt-1); i >= 0 ;i--) {

p = Ffind32(cltids, TA_WSHCLIENTID, i, NULL) ;

for (3j=0; j wshcltcnt ;j++) {

g = Ffind32 (wshcltids, TA_WSHCLIENTID, j, NULL);
if (stremp(p, g) == 0) {

break; /* This client is in our group */

}

}

if (j >= wshcltent) {

/* Client not found, delete it from list */
Fdel32(cltids, TA_CLIENTID, 1i);

Fdel32(cltids, TA_WSHCLIENTID, 1i);

cltent--;

}

}

}

Notify T_CLIENT Objects

Usetheretrieved Ta_cLIENTID Valuesto notify Workstation clientsin this Workstation group
that they should log off.

notstr = tpalloc ("STRING", NULL, 100);

(void) strcpy (notstr, "Please logoff now!");
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/* Now loop through affected clients and suspend/notify them */

for (i=0; i cltcnt

p = Ffind32 (cltids,

si+4) |

TA_CLIENTID, i, NULL);

/* Notify the client to logoff */

tpconvert (p,

tpnotify(ci, notptr,

}

(char *)ci, TPCONVCLTID) ;

0, 0);

Deactivate Remaining T_CLIENT Objects

Usetheretrieved Ta_cLIENTID valuesto deactivate any remaining Workstation clientsin this
Workstation group. Note that those that are already gone will return an error on the SET that we

will ignore.

/* Initialize request buffer */

Fsizeof32 (ibuf)) ;

attributes defining request type */
TA_OPERATION, 0, "SET", 0);

Finit32 (ibuf,
/* Set MIB(5)
Fchg32 (ibuf,
Fchg32 (ibuf,
Fchg32 (ibuf,

TA_CLASS,
TA_STATE,

0, "T_CLIENT", 0);
0, "DEAdA", 0);

/* Now loop through affected clients and deactivate them */

for (i=0; 1 cltcnt

p = Ffind32 (cltids,

Fchg32 (ibuf,

siv+) |

TA_CLIENTID, i, NULL);

TA_CLIENTID, 0, p);

/* Make the request */

tpcall (".TMIB",

}

Deactivate T_WSL Object

Now deactivatethe_wsL object. Thiswill automatically deactivate any associated active T_wsH

objects.

/* Set MIB(5)
Fchg32 (ibuf,
Fchg32 (ibuf,
Fchg32 (ibuf,

(char *)ibuf, 0, (char **)obuf, olen, O0);

attributes defining request type */
TA_OPERATION, 0, "SET", 0);

TA_CLASS,
TA_STATE,

0, "T_WSL", 0);
0, "INActive", 0);
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Files

attributes */
0,
0,

/* Set WS_MIB(5)
Fchg32 (ibuf, TA_SRVGRP,
Fchg32 (ibuf, TA_SRVID,

0);

(char *)ta_srvid,

ta_srvgrp ’
0);

/* Make the request */
tpcall (" .TMIB", (char *)ibuf, O,
}

(char **)obuf,

olen, 0);

${TUXDIR}/include/tpadm.h, ${TUXDIR}/udataobj/tpadm

See Also
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tpacall (3c), tpalloc(3c), tpcall (3c), tpdequeue (3c)

, tpenqueue (3¢),

tpgetrply (3c), tprealloc (3c), Introduction to FML Functions, Fadd, Fadd32 (3fml),

Fchg,
Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C

Fchg32(3fml), Ffind, Ffind32(3fml),MIB(5), TM_MIB(5)

Programming an Oracle Tuxedo ATMI Application Using FML

File Formats, Data Descriptions, MIBs, and System Processes Reference


{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3c/rf3c.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html
{DOCROOT}/rf3fml/rf3fml.html

WSL(5)

WSL(3)

Name
wsL—Workstation Listener server

Synopsis
WSL SRVGRP="identifier"
SRVID="number"
CLOPT="[-A] [servopts options] -- -n netaddr [-d device]
[ WSHname]l [-t timeout-factor] [-T Client-timeout]
minh] [-M maxh] [-x mpx-factor]

-w
-m

-p minwshport] [-P maxwshport] [-I init-timeout]

c compression-threshold] [-k compression-threshold]
-K

[
[
-
[-K {client|handler |both|none}]

[-z bits] [-Z bits] [-H external-netaddr] [-N network-timeout]
[-U inbound-message-size-limit-in-bytes]

[-a] [-v{detect|warn|none}] [-R renegotiation_intervall

[-S secure_port]”

Description

Theworkstation listener isan Oracle Tuxedo system-supplied server that enables accessto native
services by Workstation clients. The application administrator enables workstation accessto the
application by specifying the workstation listener server as an application server in the SERVERS
section. The associated command-line options are used to parameterize the processing of the
workstation listener and workstation handlers.

The location, server group, server ID, and other generic server related parameters are associated
with theworkstation listener using the already defined configuration file mechanismsfor servers.
Workstation listener specific command-line options are specified to allow for customization.

Each WSL booted as part of an application facilitates application access for alarge number of
Workstation clients by providing access via a single well known network address to a set of
workstation handlers (WSHSs) acting as surrogate clients for the users running on the
workstations. The WSHs are started and stopped dynamically by the WSL as necessary to meet
the incoming load from the application workstations. The advantages to the application
administrator are that asmall number of native site processes (WSHSs) can support amuch larger
number of clients, thus reducing the process count on the native site, and that the native site does
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not need to incur the overhead of maintaining bulletin board information on the workstation sites,
which may be quite numerous.

The following WSL -specific command-line options are available and may be listed after the
double-dash (--) in the cLopT parameter.

-n netaddr
Specifies the complete network address to be used by the WSL process asits listening
address. Thisisthe only required parameter.

The listening address for a WSL is the means by which it is contacted by Workstation
client processes participating in the application. If netaddr (which may contain from 1 to
78 characters) hasthe form “0xhex-digits” Of “\\xhex-digits”, it must contain an
even number of valid hex digits. These forms are trandlated internally into a character
array containing TCP/IP addresses. The address may also be represented in either of the
following forms as shown in Table 77.

Table 77 lIpv4 and IPv6 Address Formats

IPv4 IPv6

//IP:port //[IPv6 address] :port

//hostname:port_number //hostname :port_number

//#.#.#.#:port_number Hex format is not
supported

Thestring #. #. #. # isthe dotted decimal format in which each # represents a decimal
number intherange0to 255. Thevaue of port_number isadecimal number intherange
0 to 65535.

Note: Some port numbers may be reserved for the underlying transport protocols (such as
TCP/IP) used by your system. Check the documentation for your transport protocols
to find out which numbers, if any, are reserved on your system.

[-d device]
The name of the device file used for network access by the workstation listener and its
workstation handlers. This parameter is optional. There is no default.

[-w wsHname]
The name of the executable providing workstation handler services for this workstation
listener. The default for thisis WSH, which corresponds to the system provided
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workstation handler. Workstation handlers may be customized using the command
buildwsh (). Seethebuildwsh (1) reference page for more details.

[-t timeout-factor]
This option is being replaced by the -1 option and is being supported for upward
compatibility in Oracle Tuxedo release 6.0 but may be removed in future releases. The
number, when multiplied by scanunIT, resultsin the amount of time in seconds that
should be allowed for a Workstation client to complete initialization processing through
the WSH before being timed out by the WSL. The default for this parameter is3ina
non-security application and 6 in a security application. The legal rangeis between 1 and
255.

[-T client-timeout]
client-timeout iSthe amount of time (in minutes) aclient isalowed to stay idle. If a
client does not make any requests within thistime period, the WSH disconnectsthe client.
The option can be used for client platformsthat are unstable (such as apersonal computer
that might be turned off without calling tpterm()). Note that the option also affects
clientsthat get unsolicited message notifications and do not follow up on them. If -1 is
specified without an argument, there is no timeout.

[-m minh]
The minimum number of handlers that should be available in conjunction with this WSL
at any given time. The WSL will start this many WSHs immediately upon being booted
and will not deplete the supply of WSHs below this number until the administrator issues
ashutdown to the WSL. The default for this parameter is0. The legal rangeis between O
and 255.

[—M maxh]
The maximum number of handlers that should be available in conjunction with this WSL
at any given time. Handlers are started as necessary to meet the demand of Workstation
clients attempting to access the system. The default for this parameter is equal to the
setting for MaxwscLIENTS on the logical machine divided by the multiplexing factor for
this WSL (see -x option below) rounded up by one. The legal range for this parameter is
between 1 and 4096. The value must be greater than or equal to minh.

[—x mpx—factor]
An optional parameter used to control the degree of multiplexing desired within each
workstation handler. The value for this parameter indicates the number of Workstation
clientsthat can be supported simultaneously by each workstation handler. The
workstation listener ensures that new handlers are started as necessary to handle new
Workstation clients. This value must be greater than or equal to 1 and less than or equal
to 4096. The default for this parameter is 10.
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[-p minwshport]
[-P maxwshport]

This pair of command-line options can be used to specify the number range for port
numbers availablefor use by WSHs associated with thislistener server. The port numbers
must bein the range between 0 and 65535. The default is 2048 for mi nwshport and 65535

for maxwshport.

Note: Some port numbers may be reserved for the underlying transport protocols (such as
TCP/IP) used by your system. Check the documentation for your transport protocol s
to find out which numbers, if any, are reserved on your system.

[-1 init-timeout]
This option isreplacing the -t option and is the recommended method for setting client
initialization timeout intervals. The time, in seconds that should be allowed for a
Workstation client to complete initialization processing through the WSH before being
timed out by the WSL. The default for this parameter is 60. The legal rangeis between 1
and 32,767.

[-c compression-threshold]
This option determines the compression threshold to be used by Workstation clients and
handlers. Any buffers sent between Workstation clients and handlers are compressed if
they are larger than the given value. The default for this parameter is 2147483647, which
means no compression is done since the legal range is between 0 and 2147483647.

[-k compression-threshold]
Thisisaspecia compression option for Oracle Tuxedo releases prior to release 6.2 with
clientsfrom USL France or ITI. If this situation applies to you, it is acceptable to have
multiple WSL/WSH pairs, some controlling compression threshold with the -c option,
others using the -k option. The -k works exactly like -c.

[-x {client | handler |both | none}]
The -x option turns on the network keep-alive feature for the c1ient, the handier, or
both. You can turn off this option for both the client and handler by specifying none.

[-z [0]40]|56]128]256]]
This option specifies the minimum level of encryption required when anetwork link is
being established between a Workstation client and the workstation handler. 0 means no
encryption, while 40, 56, 128, and 256 specify the length (in bits) of the encryption key.
If thisminimum level of encryption cannot be met, link establishment fails. The default is
0. Thisoption isavailable only if Oracle Tuxedo Security (either 56-bit or 128/256-bit) is
installed.
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Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
256-hit encryption is currently possible only when using SSL.

[-z [0]40]|56]128[256]]
This option specifies the maximum level of encryption allowed when a network link is
being established between a Workstation client and the workstation handler. o0 means no
encryption, while 40, 56, 128, and 256 specify the length (in bits) of the encryption key.
Thedefaultis128for LLE and 256 for SSL. Thisoptionisavailable only if Oracle Tuxedo
Security (either 56-bit or 128/256-bit) isinstalled.

Note: Thelink-level encryption value of 40 bitsis provided for backward compatibility.
256-bit encryption is currently possible only when using SSL.

[—H external —netaddr]
Specifies the complete network address to be used as awell known address template of
the WSH process. The address is combined with a WSH network address to generate a
well known network address used by the Workstation client to connect to aWSH process.
It hasthe sameformat asthe -n option except that it substitutesthe port number with same
length of character m to indicate the position of the combined network address will be
copied from the WSH network address. For example when address template is
0x0002M MM Mdddddddd and WSH network addressis 0x00021111ffffffff then the well
known network address will be 0x00021111dddd dddd. When address template starts
with "/[" network address type assumes to be | P based and the TCP/IP port number of
WSH network address will be copied into the address template to form the combined
network address. Thisfeatureis useful when Workstation client needs to connect to a
WSH through a router which performs Network Address Translation.

Note: Tuxedo IPv6 addressing does not support -1 option.

[-N network-timeout]
The network timeout option will establish await period, in seconds, for any Tuxedo
operation by the Workstation client that receives data from the network. If the period is
exceeded, the operation will fail and the client will be disconnected from the application.
A value of 0 (zero) indicates no timeout; thisisthe default. Note: setting thisvaluetoo low
may cause an unacceptably high number of disconnects.

[-U inbound-message-size-1limit-in-bytes]
This option specifies the upper size limit of incoming network message for WSH. The
message size includesinternal dataitemsfor Tuxedo (should be lessthen 1024 bytes) and
user data. The limit also takes effect when message is compressed, i.e., it also checksthe
original message size.
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Specifiesthat certificate-based authentication should be required when accepting an SSL
connection from a remote application.

[-v {detect|warn|none}]

Determines how the WSL will behave when adigital certificate for a peer of an outbound
connection initiated by the Oracle abject request broker (ORB) is received as part of the
Secure Sockets Layer (SSL) protocol handshake. The validation isonly performed by the
initiator of a secure connection and confirmsthat the peer server is actualy located at the
same network address as specified by the domain name in the server’ s digital certificate.
Thisvalidation is not technically part of the SSL protocol but is similar to the check done
in web browsers.

A detect valueof causesthe Oracle Tuxedo to verify that the host specified in the object
reference used to make the connection matches the domain name specified in the peer
server’sdigital certificate. If the comparison fails, the Oracle Tuxedo refuses the
authenticate the peer and drops the connection. The detect valueisthe default value.

A warn value causes the Oracle Tuxedo to verify that the host specified in the object
reference used to make the connection matches the domain name specified in the peer’s
digital certificate. If the comparison fails, the Oracle Tuxedo logs a message to the user
log but continues to process the connection.

A none value of causes the Oracle Tuxedo to not perform the peer validation and to
continue to process the connection.

The -v parameter isonly availableif licensesfor SSL or LLE (link level encryption) are
installed.

[-R renegotiation-interval]
Specifies the renegotiation interval in minutes. If a connection does not have a
renegotiation in the specified interval, the WSL will request that the client renegotiate the
session for inbound connections or actually perform the renegotiation in the case of
outbound connections. The default is O minutes which results in no periodic session
renegotiations.

Note: If the -R parameter is specified and the -S parameter is not specified or set to O,
the WSL sends a warning message to the userlog.

[—S secure—port]
Specifies the port number that the WSL should use to listen for secure connections using
the SSL protocol. Y ou can configurethe WSL to allow only secure connections by setting
the port numbers specified by the -s and -n options to the same value. The value must be
greater than or equal to 0 and less than or equal to 32767. The default value is 0.
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Note: If the -R parameter is specified and the -S parameter is not specified or set to 0,
the WSL sends a warning message to the userlog.

Any configuration that prevents the WSL from supporting Workstation clients will cause the
WSL tofail at boot time, for example, if the MaxwscrLIENTS value for the siteis 0.

Portability
wsL is supported as an Oracle Tuxedo system-supplied server on all supported server platforms.

Interoperability
WSL may berun in an interoperating application, but it must run on an Oracle Tuxedo release 4.2
or later node.

Examples

*SERVERS
WSL SRVGRP="WSLGRP" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-A -- -n 0x0002ffffaaaaaaaa -d /dev/tcp"
WSL SRVGRP="WSLGRP" SRVID=1001 RESTART=Y GRACE=0
CLOPT="-A -- -n 0x0002aaaaffffffff -d /dev/tcp -H 0x0002MMMMdddddddd"
WSL SRVGRP="WSLGRP" SRVID=1002 RESTART=Y GRACE=0
CLOPT="-A -- -n //hostname:aaaa -d /dev/tcp -H //external_hostname:MMMM"
WSL SRVGRP=GROUP1 SRVID=1
CLOPT="-A -r -- -n //hostname:port -ml -M10 -x20 -U 2048"
# size limit set to 2048 bytes.

See Also
buildwsh (1), servopts (5), UBBCONFIG (5)
Setting Up an Oracle Tuxedo Application
Administering an Oracle Tuxedo Application at Run Time

Programming an Oracle Tuxedo ATMI Application Using C
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