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intro(1)

intro(1)

Name

Description

Reference Page

2

Command
Syntax

intro  -introduction to BEA TUXEDO commands and application programs

Section(1) describes, in alphabetic order, shell-level commands delivered with the
BEA TUXEDO software.

Unless otherwise noted, commands described in the Synopsis section of a referenc
page accept options and other arguments according to the following syntax and shou
be interpreted as explained below.

name [ -option . ..][cmdarg . ..
wherenameis the name of an executable fibgtion is a string of one of the
following two types:noargletter . . . or argletter optarg [ ..

.] (An option is always preceded by a “-".)

noargletter
is a single letter representing eption that requires no option-argument.
More than onenoarglettercan be grouped after a “-”

optarg
is a character string that satisfies a precedigtptter . Multiple optargs
following a singleargletter ~ must be separated by commas, or separated by
white space and enclosed in quotes.

cmdarg
is a pathname (or other command argument) that represents an operand of tl
command.

(dash) by itself means that additional arguments are provided in the standar
input.

(two dashes) means that what follows are arguments for a subordinate
program.

surrounding aroption or cmdarg mean that the option or argument is not
required.

{}
surroundingcmdargsthat are separated by an sign, mean that one of the

choices must be selected if the associated option is used.

means that multiple occurrences of tpion orcmdargare permitted.
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bldc_dce(1)

Name

Synopsis

Description

See Also

bldc_dce -Build a BEA TUXEDO system client that can be called @&F/DCE

bldc_dce [-0 output_file ][ idl_options] [-f firstfiles ]
[l lastfiles] [idl_file . . .]

bldc_dce parses any input IDL and related ACF source files and combines them with
C source and object files and th8F/DCE libraries to generate a BEA TUXEDO
system client that can be called W@g RPC(it is aDCE RPC client).

The command line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output_file
The default filename is.out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide thes' mepv " option such that the application
can provide a Manager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object files to be included on the
compilation before the BEA TUXEDO system abgF/DCElibraries.

-l lastfiles
Specifies C libraries to be included on the compilation after the BEA
TUXEDO system an@®SF/DCE libraries.

tid (1)
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blds_dce(1)

Name

Synopsis

Description

See Also

blds_dce-Build a BEA TUXEDO system server that caths/DCE

blds_dce [-0 output_file 1[ idl_options ] [-f firstfiles ]
[l lastfiles 1[-s service] [idl_file . . . ]

blds_dce parses any input IDL and related ACF source files and combines them with
C source and object files and thsF/DCE libraries to generate a BEA TUXEDO
system server that can mabkeE RPC calls. The primary use of this command is to
make a BEA TUXEDO system-tOSF/DCE gateway process.

The command line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output _file
The default filename is.out

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide thes' mepv " option such that the application
can provide a Manager Entry Point Vector.

- firstfiles
Specifies compiler options, C source and object files to be included on the
compilation before the BEA TUXEDO system abgdF/DCElibraries.

-| lastfiles
Specifies C libraries to be included on the compilation after the BEA
TUXEDO system an@®SF/DCElibraries.

-s service[,service . . .]
Specifies the services to be advertised by the server.

tid (1)
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build_dgw(1)

Name
Synopsis

Description

build_dgw -build customized domain gateway process
build_dgw [ -c dmtype ][ -0 namg [ -v ]

build_dgw is used to construct a customized BEA TUXEDO domain gateway
module. The files included by the caller should include only the application buffer type
switch and any required supporting routines. The command combines the files
supplied by thec option with the standard BEA TUXEDO libraries necessary to form

a gateway load module. The load module is built by the cc(1) command described in
UNIX System reference manuals whialild_dgw invokes. The options to

build_dgw have the following meaning:

-c dmtype
specifies a domain type that characterizes communications access module
domain gateway. The value g@fitype must appear in the domain type table
located insTUXDIR/udataobj/DMTYPE . Each line in this file has the form:

dmtype:access_module_lib:comm_libs:tm_typesw _lib:gw_typesw_lib

Using thedmtype value,build_dgw retrieves the corresponding entry from
$TUXDIR/udatacbj/DMTYPE . Theaccess_module_lib specifies the

libraries used by a this particular type of domain instantiation. The
comm_libs parameter contains a list of the networking communications
libraries used by the access module. #heaypesw lib  parameter defines

a list of libraries or object modules with the definition of the typed buffers
used by the local application. If this parameter is not defined, the gateway will
be linked with the default typed buffer definitions. Tdwe typesw lib

parameter applies only to a gateway of type OSITP (see below) and defines a
list of libraries or object modules used by the gateway to transform buffers
into the protocol required by the remote domain. There should be a
one-to-one mapping between the buffer types defined imthgpoesw array
(seetypesw (5) anduxtypes (5)) and thgw_typesw array. If this parameter

is not defined, the gateway will be linked with the default typed buffer
definitions provided with the OSITP instantiation.

Currently,dmtype may be set to one of the following values:

TDOMAIN
builds a gateway for communications with another BEA TUXEDO

domain. Thebuild_dgw command will use the standard BEA
TUXEDOIlibnws.a  networking library. This is the default option.
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6

Portability

Examples

OSITP
builds a gateway for communications with an OSI TP domain. The
OSITP access module uses the XAP-TP interface. The pathname fol
the library containing the XAP-TP primitives is provider dependent
and should be set according to the provider's specifications.

-0 name
specifies the name of the file the output gateway load module is to have. If
not supplied, the load module is nan@dTDOMAIfor theTDOMAINtype and
GwoOsITPfor theOSITP type. Note that the name selected for the load module
must also be the name used for the definition of the gateway48BR®¥ERS
section of th@UXCONFIGfile.

-V
specifies thabuild_dgw should work in verbose mode. In particular, it
writes thecc command to its standard output.

build_dgw normally uses thec command to produce theut . In order to allow for

the specification of an alternate compilarijd_dgw checks for the existence of a
shell variable namedc If cCdoes not exist ibuild_dgw 's environment, or if it is

the string™ , build_dgw  will usecc as the compiler. IECdoes exist in the
environment, its value is taken to be the name of the compiler to be executed.
Likewise, the shell variableFLAGSis taken to contain a set of parameters to be passed
to the compiler.

build_dgw is supported as a BEA TUXEDO-supplied compilation tool on UNIX
operating systems only.

The following example shows how to build a domain gateway of Tfp@MAIN
CC=ncc CFLAGS="-1 $TUXDIR/include" ; exportCC CFLAGS build_dgw -o DGW
The following example shows use fafild_dgw for an OSI TP instantiation:
build_dgw -c OSITP -0 OTPGW

For the /TDOMAIN and /OSITP instantiations, th®ITYPHile will contain the
following entries:

TDOMAIN:$TUXDIR/lib/libgwt.a:$TUXDIR/lib/libnwi.a
$TUXDIR/lib/libnws.a::
OSITP:$TUXDIR/lib/libgwo.a:-I xaptp -l ositp::

The paths for thigbxaptp.a andiibositp.a libraries are installation and provider
dependent. The application administrator must specify the correct pathnames before
building an OSITP gateway instantiation.
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See Also  cc(1),1d (1) in UNIX System reference manuatsxtypes (5), typesw (5)
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buildclient(1)
Name  buildclient -construct a BEA TUXEDO client module
Synopsis  buildclient [ -C ] [-v][{-r rmname|-w}][-o0 name
[-f firstfiles 10 lastfiles ]
Description  buildclient is used to construct a BEA TUXEDO client module. The command

combines the files supplied by tlieand-l options with the standard BEA TUXEDO
libraries to form a load module. The load module is builbldiiclient using the
default C language compilation command defined for the operating system in use. Th
default C language compilation command for the UNIX System isctfle command
described in UNIX System reference manuals.

-V
specifies thabuildclient should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-W
specifies that the client is to be built using the workstation libraries. The
default is to build a native client if both native mode and workstation mode
libraries are available. This option cannot be used withrtheption.

- rmname

specifies the resource manager associated with this client. Thermaluee
must appear in the resource manager table located in
$TUXDIR/udataobj/RM . Each line in this file is of the form:

rmname:rmstructure_name:library_names

(Seebuildtms (1) for further details.) Using themname value, the entry in
$TUXDIR/udataobj/RM is used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. TheTws&®o/D
includes the libraries for the TUXEDO System/D resource manager. The
valueTUXEDO/SQL includes the libraries for the TUXEDO System/SQL
resource manager. Other values can be specified as they are added to the
resource manager table. If the option is not specified, the default is that
the client is not associated with a resource manager. Refer to the

ubbconfig  (5) reference page.

specifies the file name of the output load module. If not supplied, the load
module is hamed.out
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buildclient(1)

Environment
Variables

-f

-C

TUXDIR

CcC

CFLAGS

specifies one or more user files to be included in the compilation and link edit
phases obuildclient first, before the BEA TUXEDO libraries. If more

than one file is specified, file names must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times. TheeFLAGSandALTCFLAGSenvironment variables,

described below, should be used to include any compiler options and their
arguments.

specifies one or more user files to be included in the compilation and link edit
phases ofbuildclient last, after the BEA TUXEDO libraries. If more than
one file is specified, file names must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times.

specifies COBOL compilation.

buildclient uses the environment variallexDIR to find the System/T
libraries andnclude files to use during compilation of the client process.

buildclient normally uses the default C language compilation command to
produce the client executable. The default C language compilation command
is defined for each supported operating system platform and is defined as
cc (1) for UNIX System. In order to allow for the specification of an alternate
compiler,buildclient checks for the existence of an environment variable
namedccC If cCdoes not exist ibuildclient 's environment, or if it is the
string™ , buildclient will use the default C language compilercifdoes

exist in the environment, its value is taken to be the name of the compiler to
be executed.

The environment variableFLAGSis taken to contain a set of arguments to be
passed as part of the compiler command line. This is in addition to the
command line option-I${TUXDIR}/include " passed automatically by
buildclient . If CFLAGSdoes not exist ihuildclient 's environment, or if

it is the string™ , no compiler command line arguments are added by
buildclient

BEA TUXEDO Reference Manual 9
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10

Portability

ALTCC
When the-C option is specified for COBOL compilatiobyildclient
normally uses the BEA TUXEDO sheldbcc which in turn callsob to
produce the client executable. In order to allow for the specification of an
alternate compilehuildclient checks for the existence of an environment
variable namedLTCC If ALTCCdoes not exist ibuildclient 's
environment, or if it is the string , buildclient will usecobcce . If ALTCC
does exist in the environment, its value is taken to be the name of the compile
command to be executed.

ALTCFLAGS
The environment variabl&L TCFLAGSIs taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line wher
the-C option is specified. This is in addition to the command line option
"-1${TUXDIR}include "
passed automatically pildclient . When theC option is used, putting
compiler options and their arguments in boédclient -f option will
generate errors; they must be pubilTCFLAGS If not set, then the value is
set to the same value used @HLAGS as specified above.

COBOPT
The environment variableOBOPTs taken to contain a set of additional
arguments to be used by the COBOL compiler, wherttheption is
specified.

COBCPY

The environment variableOBCPYndicates which directories contain a set of
COBOL copy files to be used by the COBOL compiler, whentheption
is specified.

LD_LIBRARY_PATH
The environment variableD_LIBRARY_PATHindicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA TUXEDO system shared objects.

buildclient is supported as a BEA TUXEDO-supplied compilation tool on UNIX
and MS-DOS operating systems. However, due to file naming restrictions, only the
buildclt  alias is supported on MS-DOS. Note that file names supplied as part of the
buildclient command line must conform to the syntax and semantics of the resident
operating system.
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Examples

See Also

The MS-DOS version dfuildclt ~ has significant differences from the UNIX System
version. These differences warrant a separate man page for the MS-DOS version of the
command. Therefore, a separatédclt (1) reference page is also included to

describe the command for the MS-DOS environment.

CC=ncc CFLAGS="-1 /APPDIR/include"; export CC CFLAGS
buildclient -o empclient -f emp.c -f "userlibl.a userlib2.a"

COBCPY=$TUXDIR/cobinclude
COBOPT="-CANS85-CALIGN=8-CNOIBMCOMP-CTRUNC=ANSI-COSEXT=chl"
COBDIR=/usr/lib/cobol LD_LIBRARY_PATH=$COBDIR/coblib:$TUXDIR/lib

export COBOPT COBCPY COBDIR LD_LIBRARY_PATH

buildclient -C -o empclient -f name.cbl -f "userlibl.a userlib2.a"

buildelt (1), buildserver (1), buildtms (1), compilation  (5),
cc(1),1d (1) in a UNIX System reference manual.
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buildclt(1)

12

Name

Synopsis

Description

buildclt  -construct a BEA TUXEDO Workstation client program for MS-DOS,
Windows, Windows NT, and OS/2.

buildclt [-C][-v][-m{m|}][-c{m|b]|i}]
[-0 name][-f firstfiles 1[-F Firstlibs 10l libfiles ]
[-W][-O][-P][d deffile |

buildclt  is used to construct a BEA TUXEDO workstation client program for
MS-DOS, Windows, Windows NT, and OS/2. The command combines the files
supplied by thef and-I options with the standard BEA TUXEDO libraries to form
an executable program. The load module is builtdidcit  using the C and

COBOL language compilation commands defined for the operating system in use. Th
options tobuildclt ~ have the following meaning:

-V
specifies thabuildclt ~ should work in verbose mode. In particular, it writes
the compilation command to its standard output.

-0 name
specifies the file name of the output program. If not supplied, the program is
namedclient.exe

-f firstfiles
specifies one or more user files (or options to the compiler or linker) to be
included on the command line first, before the BEA TUXEDO libraries. If
more than one file is specified, file names must be separated by white spac
and the entire list must be enclosed in double quotation marks. This option
may be specified multiple times.

-F Firstlibs
specifies one or more standard or import (not dynamic-link) libraries to be
included before the BEA TUXEDO libraries. If more than one file is
specified, file names must be separated by white space and the entire list mu:
be enclosed in double quotation marks. This option may be specified multiple
times.

-I  libfiles
specifies one or more standard or import (not dynamic-link) libraries to be
included after the BEA TUXEDO libraries. If more than one file is specified,
file names must be separated by white space and the entire list must be
enclosed in double quotation marks. This option may be specified multiple
times.
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-d deffile
specifies a module definition file used for linking an MS Windows, Windows
NT or OS/2 program.

-m{m | I}
specifies the memory model to be used for compilation and linking of a client.
The values for this option areand! for the medium and large memory
models, respectively. The large memory model is the default value for this
option. The medium memory model is no longer supported for DOS. The
memory model needs only to be specified for Windows and OS/2 16-bit
compilation.

-c{m|i}
specifies the compilation system to be used. The supported values for this
option aremori for the Microsoft C/C++ compiler, or the IBM CSET2
compiler, respectively. The Microsoft C compiler is the default value for this
option. The IBM CSET2 compiler can only be used for OS/2 32-bit

compilation.
W

Compile and link an MS Windows or Windows NT client.
-O

Compile and link an OS/2 character-mode client.
-P

Compile and link an OS/2 Presentation Manager client.
-C

specifies COBOL compilation.
The following environment variables must be set for the COBOL environment.

COBCPY
The environment variableOBCPYndicates which directories contain a set of
COBOL copy files to be used by the COBOL compiler.

Microsoft C ~ Thebuildclt ~ command assumes that directories for needed libraries are specified in
Compilation  the environment variableSCLUDE andLIB . They might look like the following:

INCLUDE=C:\TUXEDO\INCLUDE;C:\NET\TOOLKIT\INCLUDE;C:MSVC\INCLUDE
LIB=C:\NET\TOOLKIT\LIB;C:\WINDEV\LIB;C:\MSVC\LIB;C:\TUXEDO\LIB;

Note that in the above example, C:MSVC is the directory where MS Visual C++
resides; earlier versions such as C600 or C700 can be used. Note that in the above
example, C:NET is the directory where Novell Lan Workplace resides; earlier versions
resided in C:XLN and can be used.

BEA TUXEDO Reference Manual 13
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Note that COBOL source files that reference ATMI calls must be compiled with the
LITLINK option.

The names of all libraries used for linking the client followed by the files specified in
the-l option are put into a temporamgsponse filand linking is done using the
command line:

LINK firstfiles , outname @tmpfile

are the filenames specified with tfie option,outnamas the output file name (default
clientexe ), andtmpfileis the temporary response file name. Fheoption should
be used to include any necessary options to be passgktdgfor example,
/ST:10000 to set the default stack size to 10000 bytes).-Thaption should be used
to include any necessary network provider libraries (for exammptaspck.lib ). To
create an executable that can be debugged gsitgyiew (assuming that the object
files have been compiled with tha option), usef /CO

Examples MS-DOS C Compilation:

buildclt -cm -ml -0 emp.exe -f "/CO/ST:10000/SE:200" -f emp.obj -|
llibsock.lib

WINDOWS C Compilation:

buildclt -W -cm -mm -0 emp.exe -f “/CO emp.obj” -d emp.def rc -k
emp.res emp.exe

0S2 16-Bit:

buildclt -O -cm -ml -0 emp.exe -f “/NOI/ST:15000/CO emp.obj” -d
emp.def

0S2 32-Bit IBM:

buildclt -O -ci -f “/NOI/ST:25000 /CO emp.obj” -0 emp.exe
Windows NT:

linclude <ntwin32.mak>
rc -r emp.rc
buildclt -W -f “emp.obj emp.res” - “$(winlibs)” -oemp.exe

DOS/WINDOWS/OS2 COBOL Compilation:

COBCPY=C:\TUXEDO\COBINC
COBDIR=C:\COBOL\LBR;C:\COBOL\EXEDLL
PATH=C:\C700BIN\;C:COBOLEXEDLL;...
TUXDIR=C:\TUXEDO
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INCLUDE=C:\TUXEDO\NNCLUDE;CAXLN\TOOLKIT\INCLUDE;C:\C700\INCLUDE
LIB=C:\XLN\TOOLKIT\LIB;C:\C700\LIB;C:\TUXEDO\LIB;C:\COBOL\LIB

COBOL EMP.CBL OMF"OBJ" LITLINK
DOS:

BUILDCLT -C -0 EMP.EXE -f EMP+MFC7INTF+C7DOSIF+C7DOSLB \
-f /NOD/NOE/SE:300/CO/ST:10000” - LLIBSOCK

WINDOWS:
BUILDCLT -C -W -0 EMP.EXE -f EMP -d EMP.DEF -f “/NOD/NOE/CO/SE:300"
0s2:

BUILDCLT -C -P -0 EMP.EXE -f EMP+MFC6INTF+C60S2IF+C60S2LB -d
EMP.DEF \ -f“/NOD/NOE/SE:300/CO”

See Also  Microsoft C/C++ Programming TechniqueMlicrosoft CorporationMicro Focus
COBOL/2 Operating GuideMicro Focus LtdMicro Focus COBOL/2 Workbench for
DOS and OS2Micro Focus Ltd.
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buildserver(1)
Name buildserver  -construct a BEA TUXEDO server load module
Synopsis  buildserver [-C] [-s{ @ filename | service [, service .. func 1|
:func }]1[-n maxdynam] [-v] [-0 outfile  ][-f firstfiles ]
[l [lastfiles 1 [{-r]-0} rmname] [-K]
Description  buildserver  is used to construct a BEA TUXEDO server load module. The

16

command combines the files supplied by theand-I options with the standard

server main routine and the standard BEA TUXEDO libraries to form a load module.
The load module is built by the (1) command, whichuildserver  invokes. (See

cc (1) in any UNIX System reference manual.) The optionsitdserver  have the
following meaning:

-V
specifies thabuildserver ~ should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-0 outfile
specifies the name of the file the output load module is to have. If not
supplied, the load module is nam&ERVER

-n maxdynam
specifies the maximum number of dynamic services the user can specify
when the server is run. A dynamic service allows the user to specify at run
time the function within the server that is to process the servige. i§ not
specified, the maximum number of such services is set to 25.

-f firstfiles
specifies one or more user files to be included in the compilation and link edit
phases obuildserver  first, before the BEA TUXEDO libraries. If more
than one file is specified, file names must be separated by white space and tt
entire list must be enclosed in quotation marks. This option may be specified
multiple times. The€FLAGSandALTCFLAGSenvironment variables,
described below, should be used to include any compiler options and their
arguments.

-I lastfiles
specifies one or more user files to be included in the compilation and link edit
phases obuildserver  last, after the BEA TUXEDO libraries. If more than
one file is specified, file names must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times.
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-r  rmname
specifies the resource manager associated with this server. Themadue
must appear in the resource manager table located in
$TUXDIR/udataobj/RM . Each line in this file is of the form:

rmname:rmstructure_name:library_names

(Seebuildtms (1) for further details.) Using thenname value, the entry in
$TUXDIR/udataobj/RM is used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. TheTuadg®0/D
includes the libraries for the BEA TUXEDO System/D resource manager.
The valueTUXEDO/SQLincludes the libraries for the BEA TUXEDO
System/SQL resource manager. Other values can be specified as they are
added to the resource manager table. Iftheption is not specified, the
default is to use the null resource manager. Refer tootiwenfig (5)

reference page.

-s { @filename |service [,service ..][:func ]| :func }]
specifies the names of services that can be advertised when the server is
booted. Service names (and implicit function names) must be less than or
equal to 15 characters in length. An explicit function name (that is, a name
specified after a colon) can be up to 128 characters in length. Names longer
than these limits are truncated with a warning message. When retrieved by
tmadmin (1) orTM_MIB(5), only the first 15 characters of a name are
displayed. (Seeervopts (5).) All functions that can be associated with a
service must be specified with this option. In the most common case, a service
is performed by a function that carries the same name,; that issérgice is
performed by functiow. For example, the specification

-S X,Y,Z

will build the associated server with servigeg, andz, each to be processed
by a function of the same name. In other cases, a service (or several services)
may be performed by a function of a different name. The specification

-s x,y,z:abc

builds the associated server with servicgs andz, each to be processed by
the functionabc . Spaces are not allowed between commas. Function name is
preceded by a colon. In another case, the service name may not be known
until runtime. Any function that can have a service associated with it must be
specified tcbuildserver . To specify a function that can have a service name
mapped to it, put a colon in front of the function name. For example, the
specification

BEA TUXEDO Reference Manual 17



buildserver(1)

18

Environment
Variables

-s :pgr

builds the server with a functigryr , which can have a service association.
tpadvertise  (3c) could be used to map a service name tedhefunction.

A filename can be specified with the option by prefacing the filename with

the '@’ character. Each line of this file is treated as an argument-to the
option. You may put comments in this file. All comments must start with the
'#' character. This file can be used to specify all the functions in the server tha
may have services mapped to them.

The-s option may appear several times. Note that services beginning with
the* " or "' character are reserved for system usehaitiderver  will fail
if the-s option is used to include such a service in the server.

specifies COBOL compilation.

buildserver ~ normally uses thec command to produce theout . In order

to allow for the specification of an alternate compibeiidserver ~ checks

for the existence of a shell variable nangslIf CCdoes not exist in

buildserver  's environment, or if it is the string , buildserver  will use

cc as the compiler. IECdoes exist in the environment, its value is taken to
be the name of the compiler to be executed. Likewise, the shell variable
CFLAGSIs taken to contain a set of parameters to be passed to the compiler.

keeps the servenain stub.buildserver generates mainstub with data
structures such as the service table amdia() function. This is normally
compiled and then removed when the server is built. This option indicates tha
the source file should be kept (to see what the source file name is, use the
option).

Note: The generated contents of this file may change from release to r&€ase;

TUXDIR

CC

NOT count on the data structures and interfaces exposed in this file. This
option is provided to aid in debugging of build problems.

buildserver  uses the environment varialllexDIR to find the BEA
TUXEDO libraries and include files to use during compilation of the server
process.

buildserver ~ normally uses the default C language compilation command to
produce the server executable. The default C language compilation comman
is defined for each supported operating system platform and is defined as
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cc (1) for the UNIX System. In order to allow for the specification of an
alternate compilehuildserver ~ checks for the existence of an environment
variable namedcC If CCdoes not exist ihuildserver  's environment, or if

it is the string™ , buildserver  will use the default C language compiler. If
Cccdoes exist in the environment, its value is taken to be the name of the
compiler to be used.

CFLAGS
The environment variableFLAGSis taken to contain a set of arguments to be
passed as part of the compiler command line. This is in addition to the
command line option-I${TUXDIR}/include " passed automatically by
buildserver . If CFLAGSdoes not exist ihuildserver  's environment, or if
it is the string™ , no compiler command line arguments are added by
buildserver

ALTCC
When the-C option is specified for COBOL compilatiobyildserver
normally uses the BEA TUXEDO shelbbcc (1) which in turn callgob to
produce the server executable. In order to allow for the specification of an
alternate compilehuildserver ~ checks for the existence of an environment
variable namedLTCC If ALTCCdoes not exist ibuildserver 'S
environment, or if it is the string , buildserver ~ will usecobcc . If ALTCC
does existin the environment, its value is taken to be the name of the compiler
command to be executed.

ALTCFLAGS
The environment variabl&L TCFLAGSs taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line when
the-C option is specified. This is in addition to the command line option
"-I${TUXDIR}/include " passed automatically lildserver . When the
-C option is used, putting compiler options and their arguments in the
buildserver -f option will generate errors; they must be put in
ALTCFLAGSIf not set, then the value is set to the same value useégifaGs
as specified above.

COBOPT
The environment variableOBOPTs taken to contain a set of additional
arguments to be used by the COBOL compiler, whenttheption is
specified.
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Compatibility

Portability

Notices

Examples

COBCPY
The environment variableOBCPYndicates which directories contain a set of
COBOL copy files to be used by the COBOL compiler, whentheption
is specified.

LD_LIBRARY_PATH
The environment variableD_LIBRARY_PATHindicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA TUXEDO shared objects.

In earlier releases, thg option was allowed to specifygenoptionof sql or
database . For upward compatibility, this option is a synonym for-theption. The
genoptiondatabase is equivalent tatUXEDO/D and thegenoptionsgl is equivalent
to TUXEDO/SQL

buildserver  is supported as a BEA TUXEDO-supplied compilation tool on UNIX
Systems only.

Some compilation systems may require some code to be executed withirtfe.

For example, this could be used to initialize constructors in C++ or initialize the library
for COBOL. A general mechanism is available for including application code in the
servemain() immediately after any variable declarations and before any executable
statements. This will allow for the application to declare variables and execute
statements in one block of code. The application exit is defined as foHitues.
TMMAINEXIT #include "mainexit.h" #endif . To use this feature, the application
should include-DTMMAINEXIT" in the ALTCFLAGS(for COBOL) orCFLAGS(for C)
environment variables and providenainexit.h  in the current directory (or use the

-1 include option to include it from another directory).

For example, Micro Focus Cobol V3.2.x with a PRN number with the last digits
greater than 11.03 requires tleabinit () be called irmain before any COBOL
routines, if using shared libraries. This can be accomplished by creatimgeait.h

file with a call tocobinit() (possibly preceded by a function prototype) and
following the procedure above.

The following example shows how to specify the resource managexEDo/SQL )
libraries on thebuildserver command line:

buildserver -r TUXEDO/SQL -s OPEN_ACCT -s CLOSE_ACCT -0 ACCT
-f ACCT.o -f appinit.o -f util.o
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The following example shows howuildserver  can be suppliedCandCFLAGS
variables and how can be used to supplyla option to thecCline to link in the
math library:

CFLAGS=-g CC=/bin/cc buildserver -r TUXEDO/SQL -s DEPOSIT
-s WITHDRAWAL -s INQUIRY -0 TLR -f TLR.o -f util.o -f -Im

The following example shows use of theldserver ~ command with no resource
manager specified:

buildserver -s PRINTER -0 PRINTER -f PRINTER.0

The following example shows COBOL compilation:
COBCPY=$TUXDIR/cobinclude COBOPT="-C ANS85 -C ALIGN=8 -C NOIBMCOMP
-C TRUNC=ANS]I -C OSEXT=cbhl" COBDIR=/ust/lib/cobol
LD_LIBRARY_PATH=$COBDIR/coblib export COBOPT COBCPY COBDIR
LD_LIBRARY_PATH buildserver -C -r TUXEDO/SQL -s OPEN_ACCT

-s CLOSE_ACCT -0 ACCT -f ACCT.o -f appinit.o -f util.o

buildtms (1), ubbconfig (5), servopts  (5)
cc(1),1d (1) in a UNIX System reference manual
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Name
Synopsis

Description

buildtms (1) construct a transaction manager server load module
buildtms [-v ] -0 name -r rm_name
buildtms is used to construct a transaction manager server load module.

While several TM servers are provided with BEA TUXEDO, new resource managers
may be provided to work with BEA TUXEDO for distributed transaction processing.
The resource manager must conform to the X/OPEN XA interface. The following four
items must be published by the resource manager vendor: the name of the structure
typexa_switch_t  that contains the name of the resource manager, flags indicating
capabilities of the resource manager, and function pointers for the actual XA functions
the name of the resource manager that is contained in the name element of the
xa_switch_t  structure; the name of the object files that provide the services of the XA
interface and supporting software; and the format of the information string supplied tc
the OPENINFOandCLOSEINFOparameters in theBBCONFIGonfiguration file. See
ubbconfig  (5).

When integrating a new resource manager into the BEA TUXEDO system, the file
$TUXDIR/udataobj/RM  must be updated to include the information about the
resource manager. The format of this file is

rm_name: rm_structure_name : library_names

whererm_nameis the resource manager namme, structure_names the name of the
xa_switch_t  structure, antibrary _namess the list of object files for the resource
manager. White space (tabs and/or spaces) is allowed before and after each of the
values and may be embedded within lfbeary_names The colon () character may

not be embedded within any of the values. Lines beginning with a poundtyigre (
treated as comments and are ignored.

A transaction manager server for the new resource manager must be built using
buildtms  and installed irsTUXDIR/bin . buildtms ~ uses theuildserver (1)
command to build the resultiregout . The options tduildtms have the following
meaning:

-V
specifies that buildtms should work in verbose mode. In particular, it writes
thebuildserver ~ command to its standard output and specifieswthe
option tobuildserver
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Examples

See Also

-0 name
specifies the name of the file the output load module is to have.

-r rm_name
specifies the resource manager associated with this server. The value
rm_namemust appear in the resource manager table located in
$TUXDIR/udataobj/RM . The entry associated with th@_name value is
used to include the correct libraries for the resource manager automatically
and properly to set up the interface between the transaction manager and
resource manager (using the switch_t  structure).

buildtms  uses theévuildserver ~ command to produce theout. buildserver
uses thecCandCFLAGSenvironment variables, if set, for the compiler and compiler
flags, respectively. Sewiildserver (1) for further detalils.

buildtms is supported as a BEA TUXEDO system-supplied compilation tool on
UNIX Systems only.

buildtms -0 $TUXDIR/bin/TMS_D -r TUXEDO/D # standard System/D TMS

buildtms -0 $TUXDIR/bin/TMS_XYZ -r XYZ/SQL # TMS for XYZ resource

manager

buildserver (1), ubbconfig (5)
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Name
Synopsis

Description

buildwsh  build customized workstation handler process
buildwsh [-v][ -0 name| [ -f files ]

buildwsh is used to construct a customized BEA TUXEDO workstation handler
module. The files included by the caller should include only the application buffer type
switch and any required supporting routines. The command combines the files
supplied by thef option with the standard BEA TUXEDO libraries necessary to
form a workstation handler load module. The load module is built byctfig

command described in UNIX System reference manuals, viaitlvsh  invokes.

The options tauildwsh  have the following meaning:

-V
specifies thabuildwsh  should work in verbose mode. In particular, it writes
thecc command to its standard output.

-0 name
specifies the file name of the output workstation handler load module. The
name specified here must also be specified withwhe/SHnameoption of
thewsli(5) server in th&ERVERsection of the configuration file. If not
supplied, the load module is name&sH

-f firstfiles
specifies one or more user files to be included in the compilation and/or link
edit phases of buildwsh. Source files are compiled using the either the cc
command or the compilation command specified through the CC
environment variable. Object files resulting from compilation of source files
and object files specified directly as arguments to the -f option are included
after all object files necessary to build a base workstation handler process an
before the BEA TUXEDO libraries. If more than one file is specified, file
names must be separated by white space and the entire list must be enclos
in quotation marks. This option can be specified multiple times.

buildwsh normally uses the cc command to produce the a.out. In order to allow for
the specification of an alternate compiler, buildwsh checks for the existence of a she
variable namedcC If CCdoes not exist in buildwsh 's environment, or if it is the string
" buildwsh  will use cc as the compiler.dfCdoes exist in the environment, its value

is taken to be the name of the compiler to be executed. Likewise, the shell variable
CFLAGSIs taken to contain a set of parameters to be passed to the compiler.
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If your application uses shared libraries, it is not necessary to go through this compile
and link process. See the description in the “Buffer Types” chapter of the book
Administering the BEA TUXEDO System

buildwsh is supported as a BEA TUXEDO-supplied compilation tool on UNIX
operating systems only.

ncc CFLAGS="-1 $TUXDIR/include”; export CC CFLAGS buildwsh
-0 APPWSH -f apptypsw.o

buildclient (1), wsl (5) cc(1),ld (1) in UNIX System reference manuals
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Name cobcc COBOL compilation interface
Synopsis  cobcc[ option ..]  filename

Description  cobec is used as an interface shell to the COBOL compiler. It is invoked, by default,
whenbuildclient (1) orbuildserver (1) is executed with thec{COBOL) option.
This can be overridden by specifying thieTCCenvironment variable.

The following list indicates the options recognizedtblycc . To use these options, set
the environment variableL TCFLAGSto the string of options to be recognized by
cobcc when runninguildclient orbuildserver . Consult your documentation for
the COBOL and C compilers to see what effect the various options have.

Note that forcobcc , unlikecc andcob, all options must come before any filenames.

-C
This option specifies that the link phase should be suppressed. That is,
compilation will be done but an executable program will not be generated.

-p-g-r-O
These option are passed directly to the COBOL compiler.

-I argument
This option and its argument are passed directly to the COBOL compiler
(with no white space separating them).

-L argument
This option and its argument are passed directly to the COBOL compiler
(with one space separating them).

-0 output_file
This option is used to specify the name of the executable file that is output
from the link stage.

-E-P-S
These options are passed through the COBOL compiler to the C compiler,
and also cause suppression of the link phase.

-A-C-H-f-G
These options are passed through the COBOL compiler to the C compiler.

This option causes warnings to be suppressed from both the COBOL and C
compilers.
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-D argument
This option and its argument are passed through the COBOL compiler to the
C compiler. It is used to define macros in C.

{-T-Y-U-I-B-X-F-q} argument
Each of these options takes an argument.The option and its argument are
passed through the COBOL compiler to the C compiler.

-V -v
Each of these options is passed both to the COBOL compiler and the C
compiler.
-a-S
Each of these options is passed to the loader.
-u argument
This option and its argument are passed to the loader.
-W argument

Theargumentmay consist of up to three comma-separated fields. If the first
part of the argument ip -or -0, it is passed to the C compiler. If it starts with
-a, it is passed to the assembler. If it starts witht-is passed to the loader.

If it starts with €, it is passed to the COBOL compiler. Otherwise, it is passed
through to the C compiler.

The options and their arguments and the file names are passed to the COBOL compiler
with the correct options so that the right information is processed by the COBOL
compiler, the C compiler, or the loader. The COBOL compiler name is assumed to be
cob and already in theATH

buildclient (1), buildserver (1), cc reference page, Micro Focus COBOL/2
Operating Guide, Micro Focus Ltd.
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Mode
Commands

dmadmin-BEA TUXEDO Domain Administration Command Interpreter
dmadmin [ -c ]

dmadmin is an interactive command interpreter used for the administration of domain
gateway groups defined for a particular BEA TUXEDO applicatiaradmin can
operate in two modes: administration mode and configuration mode.

dmadmin entersadministrationmode when called with no parameters. This is the
default. In this modejmadmin can be run on any active node (excluding workstations)
within an active application. Application administrators can use this mode to obtain or
change parameters on any active domain gateway group. Application administrators
may also use this mode to create, destroy, or reinitializeNtieOdor a particular

local domain. In this case, the domain gateway group associated with that local domai
must not be active, artihadmin must be run on the machine assigned to the
corresponding gateway group.

dmadmin entersconfigurationmode when it is invoked with the option or when the
configsubcommand is invoked. Application administrators can use this mode to
update or add new configuration information to the binary version of the domain
configuration file BDMCONFIE

dmadmin requires the use of tlMAINadministrative serveDMADMfor the
administration of th®DMCONFIdile and the gateway administrative serveyMADM
for the re-configuration of activBOMAINgateway groups (there is oG&vADper
gateway group).

Oncedmadmin has been invoked, commands may be entered at the prompt (“>”
according to the following syntax:

command[ arguments |

Several commonly occurring arguments can be given defaults vigfthdt
command. Commands that accept parameters set wigftt command check
default to see if a value has been set. If one hasn't, an error message is returned.

Once set, a default remains in effect until the session is ended, unless changed by
anothemefault command. Defaults may be overridden by entering an explicit value
on the command line, or unset by entering the value “*”. The effect of an override lasts
for a single instance of the command.
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Output fromdmadmin commands is paginated according to the pagination command
in use (see thpaginate subcommand below).

Commands may be entered either by their full name or their abbreviation (shown in
parentheses) followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that for many commandal_domain_name is a required
argument, but note also that it can be set withigiult command.

The following commands are availableaidministration mode:

advertise (adv) -d local_domain_name  [{ | service }]
Advertise all remote services provided by the named local domain or the
specified remote service.

audit (audit) -d local_domain_name  [{off |on}]
Activate (on) or deactivate (off) the audit trace for the named local domain.
If no option is given, then the current setting will be toggled between the
values on and off, and the new setting will be printed. The initial setting is off.

chbktime (chbt) -d local_domain_name -t bktime
Change the blocking timeout for a particular local domain.

config (config )
Enter configuration mode. Commands issued in this mode follow the
conventions defined in the section “Configuration Mode Commands” later in
this reference page.

connect (co) -d local_domain_name [-R remote_domain_name |
Connect the local domain gateway to the remote gateway. If the connection
attempt fails and you have configured the local domain gateway to retry a
connection, repeated attempts to connect (via automatic connection retry
processing) is made. (IR is not specified, then the command applies to all
remote domains configured for this local gateway.)

crdmlog (crdlog)[-d local_domain_name |
Create the domain transaction log for the named local domain on the current
machine (that is, the machine whenedmin is running). The command uses
the parameters specified in th®ICONFIdile. This command fails if the
named local domain is active on the current machine or if the log already
exists.
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default  (d) [-d local_domain_name |
Set the corresponding argument to be the default local domain. Defaults may
be unset by specifying "*" as an argument. If the default command is enterec
with no arguments, the current defaults are printed.

disconnect (dco) -d local_domain_name [-R remote_domain_name |
Break the connection between the local domain gateway and the remote
gateway and do not initiate connection retry processing. If no connection is
active, but automatic connection retry processing is in effect, then stop the
automatic retry processing. (R is not specified, then the command applies
to all remote domains configured for this local gateway.)

dsdmlog (dsdlg) -d local_domain_name [-y |
Destroy the domain transaction log for the named local domain on the curren
machine (that is, the machine where dmadmin is running). An error is
returned if adDMTLOGs not defined for this local domain, if the local domain
is active, or if outstanding transaction records exist in the log. The term
outstanding transactions means that a global transaction has been committe
but an end-of-transaction has not yet been written. This command prompts fo
confirmation before proceeding unless the -y option is specified.

echo (e) [{off | on} ]
Echo input command lines when set to on. If no option is given, then the
current setting is toggled, and the new setting is printed. The initial setting is
off.

forgettrans (ft) -d local_domain_name [ -t tran_id |
Forget one or all heuristic log records for the named local domain. If the
transaction identifieran_id is specified, then only the heuristic log record
for that transaction will be forgotten. The transaction identifier id can
be obtained from thgrinttrans command or from theLOGile.

help ()  [command
Print help messages.dbmmands specified, the abbreviation, arguments,
and description for that command are printed. Omitting all arguments causes
the syntax of all commands to be displayed.

indmlog (indlg) -d local_domain_name [-y |
Reinitialize the domain transaction log for the named local domain on the
current machine (that is, the machine whnadmin is running). An error is
returned if adDMTLOds not defined for this local domain, if the local domain
is active, or if outstanding transaction records exist in the log. The term
outstanding transactions means that a global transaction has been committe
but an end-of-transaction has not yet been written. The command prompts fo
confirmation before proceeding unless the -y option is specified.
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paginate (page) [{off|on  }]
Paginate output. If no option is given, then the current setting will be toggled,
and the new setting is printed. The initial setting is on, unless either standard
input or standard output is a non-tty device. Pagination may only be turned on
when both standard input and standard output are tty devices.The shell
environment variableAGERmay be used to override the default command
used for paging output. The default paging command is the indigenous one to
the native operating system environment, for example, the conmpgasithe
default on UNIX System operating environments.

passwd (passwd) [ -r ] local_domain_name  remote_domain_name
Prompts the administrator for new passwords for the specified local and
remote domains. The -r option specifies that existing passwords and new
passwords should be encrypted using a new key generated by the system. The
password is limited to at most 30 characters.

printdomain (pd) -d local_domain_name
Printinformation about the named local domain. Information printed includes
a list of connected remote domains, a list of remote domains being retried (if
any), global information shared by the gateway processes, and additional
information that is dependent on the domain type instantiation.

printstats (pstats) -d local_domain_name
Print statistical and performance information gathered by the named local
domain. The information printed is dependent on the domain gateway type.

printtrans (pt) -d local_domain_name
Print transaction information for the named local domain.

quit () _ .
Terminate the session.

resume (res) -d local_domain_name [{ -all | service }]
Resume processing of either the specified service or all remote services
handled by the named local domain.

stats (stats) -d local_domain_name  [{ off |on |reset }]
Activate (On), deactivatedff), or resetiese] statistics gathering for the
named local domain. If no option is given, then the current setting will be
toggled between the values andoff, and the new setting will be printed.
The initial setting is off.

suspend (susp) -d local_domain_name [{ -all | service }]
Suspend one or all remote services for the named local domain.
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unadvertise (unadv) -d local_domain_name [{ -all |service }]
Unadvertise one or all remote services for the named local domain.

verbose (v) [{off | on}]
Produce output in verbose mode. If no option is given, then the current setting

will be toggled, and the new setting is printed. The initial setting is off.

I shellcommand
Escape to shell and execusteellcommand

Repeat previous shell command.

# [text ]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeat the last command.

Thedmadmin command enters configuration mode when executed witle tloption

or when theconfig  subcommand is used. In this modmadmin allows run-time
updates to theDMCONFIdile. dmadmin manages a buffer that contains input field
values to be added or retrieved, and displays output field values and status after eac
operation completes. The user can update the input buffer using any available text
editor.

dmadmin first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows:

Section:
1) RESOURCES 2) LOCAL_DOMAINS
3) REMOTE_DOMAINS 4) LOCAL_SERVICES
5) REMOTE_SERVICES 6) ROUTING
7) ACCESS_CONTROL 8) PASSWORDS
9) TDOMAINS 10) OSITPS
11) SNADOMS 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRMS
15) SNASTACKS 16) SNALINKS
17) QUIT
Enter Section [1]:

The number of the default section appears in square brackets at the end of the prom
You can accept the default by pressRETURNor ENTER To select another section
enter its number, then preBETURNOr ENTER
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dmadmin then prompts for the desired operation.

Operations:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE
7) NEW_SECTION 8) QUIT
Enter Operation [1]:

The number of the default operation is printed in square brackets at the end of the
prompt. Pressin@ETURNOr ENTERSelects this option. To select another operation
enter its number, then preRETURNOr ENTER

The currently supported operations are:

1. FIRST - Retrieve the first record from the specified section. No key fields are
needed (they are ignored if in the input buffer).

2. NEXT- Retrieve the next record from the specified section, based on the key
fields in the input buffer.

3. RETRIEVE- Retrieve the indicated record from the specified section by key
field(s) (see fields description below).

4. ADD- Add the indicated record in the specified section. Any fields not specified
(unless required) take their defaults as specifiatiniconfig (5). The current
value for all fields is returned in the output buffer. This operation can only be
done by the BEA TUXEDO administrator.

5. UPDATE- Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for all fields is returned in the input buffer. This operation can only be done by
the BEA TUXEDO administrator.

6. DELETE- Delete the record specified in the input buffer from the selected section.
This operation can only be done by the System/T administrator.

7. NEW SECTION- Clear the input buffer (all fields are deleted). After this operation,
dmadmin immediately prompts for the section again.

8. QUIT - Exit the program gracefullyihadmin is terminated). A value af for any
prompt also exits the program.
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Configuration

34

Input Format

For configuration operations, the effective user identifier must match the BEA
TUXEDO administrator user identifieu(D) for the machine on which this program

is executed. When a record is updated or added, all defaults and validations used b
dmloadcf (1) are enforced.

dmadmin then prompts whether or not to edit the input butfeter editor to

add/modify fields [n]? Entering a value of will put the input buffer into a
temporary file and execute the text editor. The environment vaegabi®Ris used to
determine which editor is to be used; the defauléds."The input format is in field
name/field value pairs and is described in‘tG®NFIGURATION INPUT FORMA'T

section below. The field names associated with @DONFIGsection are listed in
tables in the subsections below. The semantics of the fields and associated ranges,
defaults, restrictions, etc, are describedronfig (5). In most cases, the field name

is the same as theeYWORIN theDMCONFIdile, prefixed with 'TA_". When the user
completes editing the input buffeimadmin reads it. If more than one line occurs for

a particular field name, the first occurrence is used and other occurrences are ignore
If any errors occur, a syntax error will be printed amddmin prompts whether or not

to correct the problenEnter editor to correct?

If the problem is not corrected (responggthen the input buffer will contain no fields.
Otherwise, the editor is executed again.

Finally, dmadmin asks if the operation should be doRetform operation [y]?

When the operation completeispadmin prints the return value as Return value

TAOK followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are available in the input buffer unless
the buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

When"QUIT" is selecteddmadmin prompts for authorization to create a backup
ASCII version of the configuratiomunioad BDMCONFIG file into ASCII backup

v]? If a backup is selectedmadmin prompts for the file nam@&ackup filename
[DMCONFIG]. On successimadmin indicates that a backup was created; otherwise,
an error is printed.

Input packets consist of lines formatted as follows:
fldname fidval

The field name is separated from the field value by one or more tabs (or spaces).
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Configuration
Limitations

Restrictions for
Configuration
Field Identifiers/
Updates

Configuring the
dm_local_doma
ins section

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read baakriationin).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start a field value with a tab,
use a backslash followed by the two-character hexadecimal representation of the
desired character (see ASCII(5) in a UNIX reference manual). A space, for example,
can be entered in the input data as \20. A backslash can be entered using two backslash
charactersdmadmin recognizes all input in this format, but its greatest usefulness is

for non-printing characters.

The following are general limitations of the dynamic domain reconfiguration
capability:

4 \Values for key fields (as indicated in the following sections) may not be
modified. Key fields can be modified, when the system is down, by reloading
the configuration file.

4 Dynamic deletions cannot be applied when local domains are active (the
corresponding gateway group is running).

The following sections describe, for eamCONFIGection, what the field identifiers

are associated with eabiMCONFIdield, what the field type of the identifier is, and
when the field can be updated. All applicable field values are returned with the
retrieval operations. Fields that are allowed and/or required for adding a record are
described inimconfig (5). Fields indicated below &eyare key fields that are used to
uniquely identify a record within section These key fields are required to be in the input
buffer when updates are done and are not allowed to be updated dynamically. The
Update column indicates when a field can be updated. The possible values are:

4 Yes—Can be updated at any time.

4 NoGW-Cannot be updated dynamically while the gateway group representing the
local domain is running.

4 No—Cannot be updated dynamically while at least one gateway group is
running.

The following table lists the fields in th@®&_LOCAL_DOMAINSection.
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DM_LOCAL_DOMAINS SECTION

Field Identifier Type Update Notes

TA_LDOM string NoGW key

TA_AUDITLOG string NoGW

TA_BLOCKTIME numeric NoGW

TA_CONNECTION_POLICY string NoGW

TA_DOMAINID string NoGW

TA_DMTLOGDEV string NoGW

TA_DMTLOGNAME string NoGW

TA_DMTLOGSIZE numeric NoGW

TA_GWGRP string NoGW

TA_MAXRDOM numeric NoGW

TA_MAXRDTRAN numeric NoGW

TA_MAXRETRY numeric NoGW

TA_MAXTRAN numeric NoGW

TA_RETRY_INTERVAL numeric NoGW

TA_SECURITY string NoGW format: NONE |
APP_PW | DM_PW}

TA_TYPE string NoGW formafTDOMAIN |

OSITP}

Configuring the ~ The following table lists the fields in th®¥_REMOTE_DOMAINECction.
dm_remote_do «pp; REMOTE_DOMAINS SECTION

mains section
Field Identifier Type Update | Notes
TA _RDOM string No key
TA_DOMAINID string No
TA_TYPE string No format{TDOMAIN | OSITP }
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Configuring the
dm_tdomain
section

Configuring the
dm_ositp
section

Configuring the
dm_local_servi
ces Sedction

The *DM_TDOMAINection contains the network addressing parameters required by
TDOMAINtype domains. The following lists the fields in this section:

*DM_TDOMAIN SECTION

Field Identifier Type |Update Notes
TA_LDOM or TA_RDOM string No/NoGW/| key
TA_NWADDR string No/NoGW| ASCII format
(no embeddedlULL characters)
TA_NWDEVICE string No/NoGW

If the domain identifier TA_LDONIis a local domain identifier, then tha_NWADDR
andTA_NWDEVICHields can be updated if the gateway group representing that local

domain is not running.

The *DM_OSITPsection contains the network addressing parameters required by
OSITP type domains. The following lists the fields in this section:

*DM_OSITP SECTION

Field Identifier Type Update Notes
TA_LDOM or TA_RDOM string No/NoGW key
TA_APT string No/NoGW

TA_AEQ string No/NoGW

TA _AET string No/NoGW

TA_ACN string No/NoGW

TA_APID string No/NoGW

TA_AEID string No/NoGW
TA_PROFILE string No/NoGW

If the domain identifier {A_LDONIis a local domain identifier, then the other fields in
this table can be updated if the gateway group representing that local domain is not

running.

The following table lists the fields in th®&_LOCAL_SERVICESection.

BEA TUXEDO Reference Manual 37



dmadmin(7)

Configuring the
dm_remote_ser

vices Section

Configuring the
dm_routing
Section
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*DM_LOCAL_SERVICES SECTION

Field Identifier Type Update Notes
TA_SERVICENAME string No key
TA_LDOM string Yes

TA_RNAME string Yes

TA_ACLNAME string Yes

TA_BUFTYPE string Yes

TA_BUFSTYPE string Yes

TA_OBUFTYPE string Yes

TA_OBUFSTYPE string Yes

The following table lists the fields in th®K&_REMOTE_SERVICES:ction.
*DM_REMOTE_SERVICES SECTION

Field Identifier Type Update Notes
TA_SERVICENAME string No key
TA _RDOM string No key
TA _LDOM string No key
TA_RNAME string Yes

TA_CONV string NoGW format: { Y | N }
TA_BUFTYPE string Yes
TA_BUFSTYPE string Yes
TA_OBUFTYPE string Yes
TA_OBUFSTYPE string Yes
TA_ROUTINGNAME string Yes
TA_TRANTIME numeric Yes

The following table lists the fields in th&®&_ROUTINGection.
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Configuring the
dm_access_con
trol Section

Configuring the
dm_passwords
Section

Diagnostics in
Configuration
Mode

*DM_ROUTING SECTION

Field Identifier Type Update Notes
TA_ROUTINGNAME string No key
TA_FIELD string Yes

TA_RANGE string Yes

TA_BUFTYPE string Yes
The following table lists the fields in th®K&_ACCESS_CONTR®GEction.
*DM_ACCESS_CONTROL SECTION

Field Identifier Type Update Notes
TA_ACLNAME string No key
TA_RDOM string Yes

The following table lists the fields in th®k&_PASSWORBgction.
*DM_PASSWORDS SECTION

Field Identifier Type Update Notes

TA LDOM string No key

TA_RDOM string No key

TA _LPWD string Yes format: { Y |N|U}
TA_RPWD string Yes format: { Y |N|U}

TheTA_LPwDandTA_RPWhow the existence of a defined password for the local
and/or the remote domain. Passwords are not displayedUF¥B#TEOperation is
selected, the value of the corresponding field must be sefitbe program will then
prompt with echo turned off for the corresponding passwords.

dmadmin fails if it cannot allocate an FML typed buffer, if it cannot determine the
letc/passwd  entry for the user, or if it cannot reset the environment variables
FIELDTBLS or FLDTBLDIR.

The return value printed lidmadmin after each operation completes indicates the
status of the requested operation. There are three classes of return values.
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The following return values indicate a problem with permissions or a BEA TUXEDO
communications error. They indicate that the operation did not complete successfully

[TAEPERW
The calling process specified abQ UPDATE or DELETEoperation but it is
not running as the BEA TUXEDO administrator. Update operations must be
run by the administrator (that is, the user specified inutbeattribute of the
RESOURCESection of th@UXCONFIGfile).

[TAESYSTEﬂ/I
A BEA TUXEDO error has occurred. The exact nature of the error is written
touserlog (3).

[TAEOS
An operating system error has occurred.

[TAETIME]
blocking timeout occurred. The input buffer is not updated so no information
is returned for retrieval operations. The status of update operations can be
checked by doing a retrieval on the record that was being updated.

The following return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUSWIll be set in the output buffer and will contain short text
describing the problem. The string fiald_BADFLDNAMRill be set to the field name

for the field containing the value that caused the problem (assuming the error can b
attributed to a single field).

[TAECONFIG
An error occurred while reading tlB®MCONFIdile.

[TAEDUPLICATE
The operation attempted to add a duplicate record.

[TAEINCONSIS|
A field value or set of field values are inconsistently specified.

[TAENOTFOUND
The record specified for the operation was not found.

[TAENOSPACE
The operation attempted to do an update but there was not enough space ir
the BDMCONFIdile.

[TAERANGE
A field value is out of range or is invalid.
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[TAEREQUIRED
A field value is required but not present.

[TAESIZE]
A field value for a string field is too long.

[TAEUPDATE
The operation attempted to do an update that is not allowed.

The following return values indicate that the operation was successful.

[TAOH
The operation succeeded. No updates were done RDIMEONFIdile.

[TAUPDATED
The operation succeeded. Updates were made BDiMEONFIdile.

When usingimunloadcf to print entries in the configuration, optional field values are
not printed if they are not set (for strings) or 0 (for integers). These fields will always
appear in the output buffer when ustirgadmin. In this way, it makes it easier for the
administrator to retrieve an entry and update a field that previously was not set. The
entry will have the field name followed by a tab but no field value.

Configuration  In the following exampledmadmin is used to add a new remote domain. For
Example illustration purposesd(1) is used for the editor.

$ EDITOR=ed dmadmin

> config

Sections:
1) RESOURCES 2) LOCAL_DOMAINS
3) REMOTE_DOMAINS 4) LOCAL_SERVICES
5) REMOTE_SERVICES 6) ROUTING
7) ACCESS_CONTROL 8) PASSWORDS
9) TDOMAINS 10) OSITPS
11) SNADOMS 12) LOCAL_REMOTE_USER
13) REMOTE_USERS  14) SNACRMS
15) SNASTACKS 16) SNALINKS
17) QUIT

Enter Section [1]: 2

Operations:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE
7) NEW_SECTION 8) QUIT

Enter Operation [1]: 4

Enter editor to add/modify fields [n]? y

a

TA_RDOM BO5
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TA_DOMAINID BA.BANKO5
TA_TYPE TDOMAIN

w

53

q

Perform operation [y]? <return>
Return value TAUPDATED
Buffer contents:
TA_OPERATION 4
TA_SECTION 2
TA_DOMAINID BA.BANKO5
TA_RDOM B05
TA_TYPE TDOMAIN
TA_STATUS Update completed successfully
Operations:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE
7) NEW_SECTION 8) QUIT
Enter Operation [4]: 7
Sections:
1) LOCAL_DOMAINS 2) REMOTE_DOMAINS
3) LOCAL_SERVICES 4) REMOTE_SERVICES

5) ROUTING 6) ACCESS_CONTROL
7) PASSWORDS 8) TDOMAIN
9) OSITP 10) QUIT

Enter Section [1]: 8

Operations:

1) FIRST 2) NEXT

3) RETRIEVE 4) ADD

5) UPDATE 6) DELETE

7) NEW_SECTION 8) QUIT
Enter Operation [6]: 4
Enter editor to add/modify fields [n]? y
a
TA_RDOM B0O5

TA_NWADDR 0x00020401c0066d05
TA_NWDEVICE /dev/tcp

w

55

q

Perform operation [y]? <return>

Return value TAUPDATED

Buffer contents:

TA_OPERATION 4

TA_SECTION 8

TA_RDOM B05

TA_NWADDR 0x00020401c0066d05
TA_NWDEVICE /dev/tcp
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TA_STATUS Update completed successfully
Operations:
1) FIRST  2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE
7) NEW_SECTION 8) QUIT
Enter Operation [4]: 8
> quit

Thedmadmin program ends.

Security  If dmadmin is run with the application administratod®, it assumes a trusted user
and Security is bypassed.dihadmin is run with another user ID, and if the security
option is enabled in thBUXCONFIGile, then the corresponding application password
is required to start thdmadmin program. If standard input is a terminal, tideradmin
will prompt the user for the password with echo turned off. If standard input is not a
terminal, the password is retrieved from the environment variabke,PwWIf this
environment variable is not specified and an application password is required, then
dmadmin will fail to start.

When running with another user ID (other than the UID of the administrator) only a
limited set of commands is available.

Environment  dmadmin resets th€IELDTBLS andFLDTBLDIR environment variables to pick up the
Variables  ${TUXDIR}/udataobj/dmadmin field table. Hence, thEUXDIR environment
variable should be set correctly.

If the application requires security and the standard inpdrhéomin is not from a
terminal, then the&PP_PWenvironment variable must be set to the corresponding
application password.

The TUXCONFIGenvironment variable should be set to the pathname of the BEA
TUXEDO configuration file.

General  If the dmadmin command is entered before the system has been booted, the following
Diagnostics  message is displayed:

No bulletin board exists. Only logging commands are available.
dmadmin then prompts for the corresponding commands.

If an incorrect application password is entered or is not available to a shell script
through the environment, then a log message is generated, the following message is
displayed, and the command terminateglid password entered.
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Interoperability  dmadmin must be installed on BEA TUXEDO R5.0 or later. Other nodes in the same
domain with an R5.0 gateway may be BEA TUXEDO R4.1 or later.

Portability =~ dmadmin is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

See Also  dmloadcf (1), dmconfig (5), DMADKD), tmadmin (1) BEA TUXEDO Domain Guide

44 BEA TUXEDO Reference Manual



dmloadcf(1)

dmloadcf(1)

Name
Synopsis

Description

dmloadcf -parse @@MCONFIdile and load binarBDMCONFIGonfiguration file
dmloadcf [-c] [-n] [-y] [-b blocks 1{ dmconfig_file |-}

dmloadcf reads a file or the standard input that IPMCONFIGyntax, checks the
syntax, and optionally loads a bin@pMCONFI&onfiguration file. TheBDMCONFIG
environment variable points to the path name oBtbCONFIdile where the
information should be stored.

dmloadcf prints an error message if it finds any required section a¥@ONFIdile
missing. If a syntax error is found while parsing the inputditdpadcf exits without
performing any updates to tB®MCONFIdile.

dmloadcf requires the existence of tBEUXDIR/udataob/DMTYPE file. This file
defines the valid domain types. If this file does not existpadcf exits without
performing any updates to tB®MCONFIdile.

The effective user identifier of the person runningoadcf must match theliD in
the RESOURCESection of thdUXCONFIile.

The-c option todmloadcf causes the program to print minimum IPC resources
needed for each local domain (gateway group) in this configurationBOMEONFIG
file is not updated.

The-n option todmloadcf causes the program to do only syntax checking of the
ASCII DMCONFIdile without actually updating thBDMCONFIdile.

After syntax checkingdmloadcf checks to see if the file pointed to BRMCONFIG
exists, is a valid BEA TUXEDO file system, and cont&ms1CONFIGables. If these
conditions are not true, the user is prompted to create and initialize the file with
Initialize BDMCONFIG file :path[y, q]?  wherepathis the complete file name

of theBDMCONFIdile. Prompting is suppressed if the standard input or output are not
terminals, or if they option is specified on the command line. Any response other
than ‘y” or “Y” will causedmloadcf to exit without creating the configuration file.

If the BDMCONFIdile is not properly initialized, and the user has given the go-ahead,
dmloadcf creates the BEA TUXEDO file system and then createBIDMCONFIG
tables. If theb option is specified on the command line, its argument is used as the
number of blocks for the device when creating the BEA TUXEDO file system. If the
value of theb option is large enough to hold the nB@WMCONFIGablesdmloadcf

will use the specified value to create the new file system; othenivigeadcf will

print an error message and exit. If theoption is not specifiedimloadcf will create
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a new file system large enough to hold BmMCONFIGables. Theb option is ignored

if the file system already exists. Tk option is highly recommended BDMCONFIG

is a raw device (that has not been initialized) and should be set to the number of bloc}
on the raw device. Thé option is not recommended@DMCONFIGs a regular UNIX

file.

If the BDMCONFIdile is found to have been initialized alreadyyloadcf ensures that
the local domain described by tlEMCONFIdile is not running. If a local domain is
running,dmloadcf prints an error message and exits. Otherwlis®adcf , to
confirm that the file should be overwritten, prompts the user with:

“Really overwrite BDMCONFIG file [y, q]?”

Prompting is suppressed if the standard input or output are not a terminal oyif the
option is specified on the command line. Any response other ytiamn “Y” will cause
dmloadcf to exit without overwriting the file.

If the SECURITY parameter is specified in tRESOURCESection of theUXCONFIG
file, thendmloadcf will flush the standard input, turn off terminal echo and prompt
the user for an application password as follogrger Application Password?

The password is limited to 30 characters. The option to load the ABEIONFIdile
via the standard input (rather than a file) cannot be used whaEisRITYparameter
is turned on. If the standard input is not a terminal, that is, if the user cannot be
prompted for a password (as witheae file, for example), then the environment
variableAPP_PWis accessed to set the application password. If the environment
variableAPP_PWs not set with the standard input not a terminal, thelnadcf will
print an error message, generate a log message and fail to |&mMaeNFIdile.

Assuming no errors, and if all checks have pastelbadcf loads theDMCONFIGile
into theBDMCONFIdile. It will overwrite all existing information found in the
BDMCONFIGables.

Portability =~ dmloadcf is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

Environment  The environment variablePP_PwWmust be set for applications that require security
Variables ~ (theSECURITYparameter in theUXCONFIdile is set toAPP_PWanddmloadcf is run
with something other than a terminal as the standard input.

The BDMCONFI@nvironment variable should point to tBeMCONFIdile.
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Examples

Diagnostics

See Also

The following example shows how a binary configuration file is loaded from the
bank.dmconfig ~ ASCII file. TheBDMCONFIGlevice is created (or reinitialized) with
2000 blocks:

dmloadcf -b 2000 bank.dmconfig

If an error is detected in the input, the offending line is printed to standard error along
with a message indicating the problem. If a syntax error is found DMB©NFIdile

or the system is currently running, no information is updated IRDIMEONFIdile and
dmloadcf exits with exit code 1.

If dmloadcf is run on an active node, the following error message is displayed:
** dmloadcf cannot run on an active node ***

If dmloadcf is run by a person whose effective user identifier doesn't matehhe
specified in theFTUXCONFIGile, the following error message is displayed:

=+ UID is not effective user ID ***

Upon successful completiodmloadcf exits with exit code 0. If thBDMCONFIdile
is updated, aserlog message is generated to record this event.

dmunloadcf (1), dmconfig (5), ubbconfig (5), BEA TUXEDO Domains Guide
Administering the BEA TUXEDO System
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Name  dmunloadcf -unload binaryBDMCONFIGIomain configuration file
Synopsis  dmunloadcf

Description  dmunloadcf  translates theDMCONFIG&onfiguration file from the binary
representation into ASCII. This translation is useful for transporting the file in a
compact way between machines with different byte orderings and backing up a cop
of the file in a compact form for reliability. The ASCII format is the same as is
described indmconfig (5).

dmunloadcf reads values from ttBDMCONFIdile pointed to by th&DMCONFIG
environment variable and writes them to its standard output.

Portability =~ dmunloadcf is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

Examples  To unload the configuration itasr/tuxedo/BDMCONFIG  into the file
bdmconfig.backup . BDMCONFIG=/usr/tuxedo/BDMCONFIG dmunloadcf >
bdmconfig.backup

Diagnostics  dmunloadcf checks that the file pointed to by tBBMCONFI@nvironment variable
exists, is a valid BEA TUXEDO file system, and cont@aBD8ICONFIGables. If any of
these conditions is not melmunloadcf prints an error message and exits with error
code 1. Upon successful completidmunloadcf exits with exit code 0.

See Also  dmloadcf (1), dmconfig (5) BEA TUXEDO Domain Guide
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gencat(1)
Name
Synopsis

Description

gencat -generate a formatted message catalog
gencat [-m] catfile msgfile

Thegencat utility merges the message text source file{sgfie into a formatted
message databasetfile . The databaseatfile  will be created if it does not
already exist. Itatfile  does exist its messages will be included in the ¢eefie

If set and message numbers collide, the new message-text definegfikn  will
replace the old message text currently containedtfit . The message text source
file (or set of files) input tgencat can contain either set and message numbers or
simply message numbers, in which case thelseSETD([see nl_types B)is
assumed.

The format of a message text source file is defined in the list below. Note that the fields
of a message text source line are separated by a single ASCII space or tab character.
Any other ASCII spaces or tabs are considered to be part of the subsequent field.

$setn  comment
Wheren specifies the set identifier of the following messages until the next
$set,sdelset  or end-of-file appearsr must be a number in the range
(1-{NL_SETMAX}). Set identifiers within a single source file need not be
contiguous. Any string following the set identifier is treated as a comment. If
nosset directive is specified in a message text source file, all messages will
be located in the default message 8et.SETD.

$delset n comment
Deletes message sefrom an existing message catalogue. Any string
following the set number is treated as a comment. (Notgsifot a valid set
it is ignored.)

$ comment
A line beginning with a dollar symbal followed by an ASCII space or tab
character is treated as a comment.

m message-text
Them denotes the message identifier, which is a number in the range
(1-{NL_MSGMAX). (Do not confuse this message text syntax with-the
command line option described und&TES) The message-text is stored in
the message catalogue with the set identifier specified by thiséast
directive, and with message identifier If the message-text is empty, and an
ASCII space or tab field separator is present, an empty string is stored in the
message catalog. If a message source line has a message number, but neither
a field separator nor message-text, the existing message with that number (if
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any) is deleted from the catalogue. Message identifiers need not be
contiguous. The length of message-text must be in the range
(O-{NL_TEXTMAX}).

$quote ¢
This line specifies an optional quote characterhich can be used to
surround message-text so that trailing spaces or null (empty) messages are
visible in a message source line. By default, or if an esipiyte  directive
is supplied, no quoting of message-text will be recognized. Empty lines in a
message text source file are ignored. Text strings can contain the special
characters and escape sequences defined in the following table:

Description Symbol Escape Sequence
newline NL(LF) \n

horizontal tab HT \t

vertical tab VT \v

backspace BS \b

carriage return CR \r

form feed FF \f

backslash \ \

bit pattern ddd \ddd

The escape sequeneld consists of backslash followed by 1, 2 or 3 octal digits,
which are taken to specify the value of the desired character. If the character followin
a backslash is not one of those specified, the backslash is ignored.

Backslash followed by an ASCII newline character is also used to continue a string ol
the following line. Thus, the following two lines describe a single message string:

1 This line continues \
to the next line

which is equivalent to:

1 This line continues to the next line
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Portability

Notices

See Also

gencat is supported as a BEA TUXEDO-supplied tool on UNIX and MS-DOS
operating systems.

This version ofjencat produces a catalog that at run-time is readimtoc 'ed
space. Shared catalogs available with some versiagehcdt are not available. On
some systems, generationnadlioc 'ed catalogs requires that time option be
specified. This option can be specified on the command line, but has no effect.
malloc 'ed catalogs are the default; theoption is supported for compatibility only.

The catalog file generated by this command is limited in size to 64K. Larger catalog
files will result in an error being reported by this command and no catalog file being
generated.

nl_types (5)
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Name
Synopsis

Description

Examples

Notices

See Also

loadfiles-load files into shared memory cache
loadfiles -k key [ files ][]

loads thefiles  specified in the command line or the standard input into a shared
memory cache associated witdy . If a shared memory cache existsKeythen a
directory of files in that cache is printed, and no files are added to the cache. When tt
cache is created its permissions are set to 0666. This permission means that the cac
is readable and writable by everyone on the system. Files to be loaded into the cact
are taken from the standard input-if is specified on the command line instead of

files

ipcrm(1) destroys the shared memory cache creatéshtiiles
The command:
loadfiles -k${MSKIPCKEY} filel file2

loadsfilel andfile2 into a shared memory cache associated with the value of the
shell variableMSKIPCKEY

Only the last part of a file name is stored in the cache's directory. For example,
letc/motd  would be stored asotd . Therefore one can not have badte/motd  and
ftmp/motd  in the cache at the same time.

ipcrm (1) in a UNIX System reference manual
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Name

Synopsis

Description

mio , wmio-Mask input/output program

mio[-B][-n][-e][-F][-t][-i fname] [ -m fname ]
[-r  rmame][-p rmame] [ -s service ][-b usrname][-u file ]
wmio [options]

Note: For BEA TUXEDO Sample Application onlyiio is the Data Entry System
mask input/output handler. It reads mask object files created by the compiler
and displays user-defined forms on the standard output.Once the forms are
filled out, their contents are shipped to a server in the form of fielded buffers.
If the form has been created with the parameRNMODEet toTRAN mio is
invoked in transaction mode. See BIeA TUXEDO Programmer’s Guider
a detailed explanation.

wmio is a version ofnio build using the workstation libraries. On sites supporting just
BEA TUXEDO Workstation, only theimio command will be present.

The following command line options are available:

B
Synchronous (blocking) calls are madhén will block on send calls and wait
if there is a blocking condition.

-e
Allow shell escapes. Escape to the shell is viasan .

-F
Print packets sent to and received from the server on the standard error. When
this option is used, the standard error should be directed away from the
terminal on whichmio is run.

-n
Don't allow mio to be terminated from a terminal. Presumably, it will be
terminated by a signal.

-b

Useusrname for this process in the bulletin boawdrname can include
printf  (3) notation to append the process id. For examgler%d — will
append the process id to the stridger  to make theisrname unique.
nnNNnis mio’s process id.

Override destination services specified on all masks and alwaysngend
output toservice
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Runmio in test mode. Useful for testing recently compiled masks.

Recordmio session into disk filename . The session can be played back with

the-p option.

-p . . . . . .
Playbackmio session, usingname as the input file instead of user terminal
input. In the standard caseame was created by a previous rumoé with
the-r option.

-i
fname is displayed instead of the initial mask. Exitiingme terminatesnio .

-m

fname is an alternate initial mask.

This option is used to redefine the character sequences that comsiitigte
function keysfile contains a list of character sequences and keywords as
described irudfk (5).

By default, the following function keys are definedniy . These can be changed with
the-u option.

CTRL-a
display help message for the current field

CTRL-n
display error message for the current field

CTRL-b
go back a page

CTRL-f
go forward a page

TAB (CTRL-i)
go forward a field

CTRL-0
go back a field

CTRL-j or down arrow
go down a line

CTRL-k Or up arrow
go up aline
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BACKSPACE (CTRL-h) or left arrow
go back one space

CTRL-l or right arrow
go forward one space

CTRL-u
delete a character

CTRL-c
insert a character

CTRL-d

quit this form and return to previous level

CTRL-t
go to home field

ESCO
transmit form to server

ESC 1
transmit form to server

ESC 2
transmit form to server

ESC 3
transmit form to server

ESC 4
transmit form to server

ESC5
transmit form to server

ESC 6
transmit form to server

ESC 7
transmit form to server

ESC 8
transmit form to server

ESC9
transmit form to server

CTRL-v
transmit form to server
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Notices

Portability

Environment
Variables

See Also

CTRL-w
display defaults cyclically

CR (CTRL-m)
move to the left and down a line

CTRL-x
clear the form

CTRL-y
print the form

CTRL-p
refresh the form

ESC !
escape to a shell

Theterminfo (4) database must exist faio to run, and th@ERMINFGCshell variable
must point to the correct directory.

mio and/omwmio are supported as BEA TUXEDO-supplied clients on UNIX operating
systems only.

TERMINFQ TERM TUXDIR, LOGNAMBJBBCONFIGNGXACTSOKXACTSFLDTBLDIR,
FIELDTBLS, SRVID, SRVGRPMSKIPCKEY MASKPATH

APP_PWmust be set to the application password in a security application if standard
input is not from a terminalSNADDRVSDEVICEand optionallyWwsTYPE,must be set

if access is from a workstation. Saenpilation  (5) for more details on setting
environment variables for client processes.

udfk (5),
Administering the BEA TUXEDO System,
terminfo  (4) in a UNIX System reference manual
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Name

Synopsis

Description

Errors

Examples

mkfldhdr , mkfldhdr32 -Create header files from field-tables

mkfldhdr [-d outdir ][ field_table ]
mkfldhdr32 [-d outdir ][ field table ]

mkfldhdr  translates each field table file to a corresponding header file suitable for
inclusion in C programs. he resulting header files prowidéne  macros for
converting from field names to field IDs. Header file names are formed by
concatenating & to the simple file name for each file to be converted.

The field table names may be specified on the command line; each file is converted to
a corresponding header file.

If the field table names are not given on the command line, then the program uses the
FIELDTBLS environment variable as the list of field tables to be converted, and
FLDTBLDIR environment variable as a list of directories to be searched for the files.
FIELDTBLS specifies a comma-separated list of field table file namesELDTBLS

has no valueid.tbl is used as the name of the (only) field table file (in this case,

the resulting header file will béd.tbl.h ). TheFLDTBLDIR environment variable

is a colon-separated list of directories in which to look for each field table whose name
is not an absolute path name; the search for field tables is very similar to the search for
executable commands using the UNIX Sys®amHvariable. IfFLDTBLDIR is not

defined, only the current directory is searched. Thus, if no field table names are
specified on the command line aA@&LDTBLS andFLDTBLDIR are not setnkfldhdr

will convert the field tabldd.tbl in the current directory into the header file

fld.tbl.h

The-d option is available to specify that the output header files are to be created in a
directory other than the present working directory.

mkfldhdr32 is used for 32-bit FML. It uses tHELDTBLS32 andFLDTBLDIR32
environment variables.

Error messages are printed if the field table load fails or if an output file cannot be
created.

FLDTBLDIR=/project/fldtbls

FIELDTBLS=maskftbl,DBftbl,miscftbl,
export FLDTBLDIR FIELDTBLS
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See Also

mkfldhdr  produces théinclude filesmaskftol.h , DBftbl.h , andmiscftbl.h in
the current directory by processing the fibesskftol , DBftbl , andmiscftol  in
directory/project/fldtbls

With environment variables set as in the example above, the commaéuttetir
-d$FLDTBLDIRprocesses the same input field-table files, and produces the same
output files, but places them in the directory given by the value of the environment
variableFLDTBLDIR.

The commanehkfldhdr myfieldsprocesses the input filemyfields and produces
myfields.h  in the current directory.

Fintro (3fml), field_tables  (5)
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Name mklanginfo -compiles language information constants for a locale

Synopsis  mklanginfo[  fname]

Description

suitable for placement iITUXDIR/locale  /XXLANGINFO wherexx is a specific

locale. The standard input is used if a file argument is not specified. The language

values are used bytlocale  (3c), stritime  (3¢) andnl_langinfo  (3c).

mklanginfo  reads input lines, ignoring lines that begin with white space or '#. Value

input lines must be of the form

<token> = “value”

(the characters between the token and the double-quoted value can be anything but a
double quote as long as white space appears after the token). If value is the null string,

the line is ignored. Otherwise, token must either be a integer between 1 and 48,
inclusive, or a string as follows:

Integer String Value 1

DAY_1
DAY_2
DAY_3
DAY_4
DAY 5
DAY_6
DAY_7
ABDAY_1
ABDAY_2
ABDAY_3
ABDAY_4
ABDAY_5
ABDAY_6
ABDAY_7
MON_1
MON_2
MON_3
MON_4
MON 5
MON_6
MON_7
MON_8
MON_9
MON_10

Day 1 of the week, e.g., Sunday 2

Day 2 of the week, e.g., Monday 3

Day 3 of the week, e.g., Tuesday 4

Day 4 of the week, e.g., Wednesday 5

Day 5 of the week, e.g., Thursday 6

Day 6 of the week, e.g., Friday 7

Day 7 of the week, e.g., Saturday 8
Abbreviated day 1 of the week, e.g., Sun 9
Abbreviated day 2 of the week, e.g., Mon 10
Abbreviated day 3 of the week, e.g., Tue 11
Abbreviated day 4 of the week, e.g., Wed 12
Abbreviated day 5 of the week, e.g., Thu 13
Abbreviated day 6 of the week, e.g., Fri 14
Abbreviated day 7 of the week, e.g., Sat 15
Month 1 of the year, e.g., January 16

Month 2 of the year, e.g., February 17

Month 3 of the year, e.g., March 18

Month 4 of the year, e.g., April 19

Month 5 of the year, e.g., May 20

Month 6 of the year, e.g., June 21

Month 7 of the year, e.g., July 22

Month 8 of the year, e.g., August 23

Month 9 of the year, e.g., September 24
Month 10 of the year, e.g., October 25
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MON_11 Month 11 of the year, e.g., November 26
MON_12 Month 12 of the year, e.g., December 27
ABMON_1 Abbreviated month 1 of the year, e.g., Jan 28
ABMON_2 Abbreviated month 2 of the year, e.g., Feb 29
ABMON_3 Abbreviated month 3 of the year, e.g., Mar 30
ABMON_4 Abbreviated month 4 of the year, e.g., Apr 31
ABMON_5 Abbreviated month 5 of the year, e.g., May 32
ABMON_6 Abbreviated month 6 of the year, e.g., Jun 33
ABMON_7 Abbreviated month 7 of the year, e.g., Jul 34
ABMON_8 Abbreviated month 8 of the year, e.g., Aug 35
ABMON_9 Abbreviated month 9 of the year, e.g., Sep 36
ABMON_10 Abbreviated month 10 of the year, e.g., Oct 37
ABMON_11 Abbreviated month 11 of the year, e.g., Nov 38
ABMON_12 Abbreviated month 12 of the year, e.g., Dec 39
RADIXCHAR Radix character, e.g., ".' 40

THOUSEP Separator for thousands 41

YESSTR Affirmative response string, e.g., yes 42
NOSTR Negative response string, e.g., no 43
CRNCYSTR Currency symbol 44

D_T_FMT string for formatting date and time, e.g., “%a%hb%d%H:%M:0Y” 45
D_FMT string for formatting date, e.g., “%m/%d/%y” 46
T_FMT  string for formatting time, e.g., “H:%M:%S” 47
AM_FMT Ante Meridian affix, e.g., AM 48

PM_FMT Post Meridian affix, e.g., PM

Diagnostic

Examples

The input lines may appear in any order (if an input line appears more than once for
the same value, the last line for that value is used).

After processing the filenklanginfo  prints the string name and string value for each
language information constant listed above to the standard error in the order specifie
above. The null string is used as a value for any language information constant not
specified;nl_langinfo  will use the default value for the C locale (U.S. English
values) for these unset constants.

If a file name is specified on the command nami¢anginfo  writes thecompiled
output tofname .out ; otherwise, the output is written to the standard output. The
format is a list of all of the null-terminated string values (without newlines).

If an error occurs in reading the file or in the syntax, an error message is printed to th
standard error and the program exits with exit code 1. On success, the program exit
with exit code O.

The defaults for the BEA TUXEDO system (locale C) are located in
$TUXDIR/locale/C/lang.text . To provide French values, an administrator might
do the following:mkdir $STUXDIR/locale/french cd $TUXDIR/locale/french

cp $TUXDIR/locale/C/lang.text. ed lang.text... convert to French

values w g mklanginfo lang.text > LANGINFO
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Files

Notices

See Also

$TUXDIR/locale/C/lang.text - the default values for the C locale
$TUXDIR/locale/C/LANGINFO - the “compiled” file for the C locale
$TUXDIR/locale/xx/LANGINFO - the “compiled” file for the “xx”
locale

Themklanginfo command and the resultingNGINFOfile are needed only if the
BEA TUXEDO system compatibility functions feetlocale (), stritime (), or
nl_langinfo () are used. The functions provided with the UNIX System use a
different set and format of files.

setlocale  (3c),strftime  (3c),nl_langinfo  (3c),langinfo  (5)
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Name

Synopsis

Description

Examples

pic_uform -picture toUFORMONVersion program

pic_uform [-I lastchar ] [f firstchar ] [-s fillchar ] [-r rows]
infile outfile

pic_uform is a tool used to create a skelettORMource definitiondutfile ) from
an edit file image of a formirffile ). The placement of fields and literals on the form
is identical to their placement in the edit file.

No differentiation is made between protected and unprotected fields. Fields are
designated as follows:

The last line of all fields begins withstchar . By default this is- but it can be reset
with the-I  option. All other lines of fields begin witlirstchar . By default this is
= but it can be reset with thie option. All other positions in fields contafiichar
fillchar ~ defaults to a, but may be reset with the option. The tab charactex; (),
or the space character, (" "), can not be used as substitutes for the defaults.

A new page is indicated by a form fe@fRL-L). New pages are automatically
generated when the number of rows on a page exceedsabargument on the
command line. By default the maximum number of rows on a page is 24. The last rov
on a page is always reserved for the status line sorowig1 rows are available on
each page.

All text (other than fields) is assumed to be literals.

The input:
THIS IS A TEST MASK
+ + +
+ + +
AL
PAGE TWO
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The output:

#SERVICE NAME=NULL

#FORM STATUSLINE=24 FLAGS="-"

#PAGE FLAGS="-" STATUSLINE=24

*ROW COL MIN LINES WIDTH FLAGS VALUE
1 25 O 1 19 L "THISIS ATEST MASK"

+2 1 0 1 12 U
- 33 0 1 12 U
- 65 0 1 12 U
+1 1 0 1 12 U
- 33 0 1 12 U

- 65 0 1 12 U

#PAGE FLAGS="-" STATUSLINE=24

*ROW COL MIN LINES WIDTH FLAGS VALUE
+1 25 O 1 8 L "PAGETWO"

+2 1 0 3 13 U

Notices ~ Whenever the form edit image changes and awr®RMkeleton is produced, all
modifications made to the old skeleton, such as validations, help messages, etc., must
be made to the new skeleton.

See Also BEA TUXEDO Data Entry System Guide
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Name
Synopsis

Description

gmadmin-Queue manager administration program
[QMCONFIG=device> ]gmadmin[ <device> ]

With the commands listed belogmadmin provides for creation, inspection and
modification of message queues. The name of the device (file) on which the universe
device list resides (or will reside) for the queue space may either be specified as a
command line argument or via the environment varigtd€ONFIGIf both are

specified, the command option is used.

As a system-provided servgmadmin does not go through normal initialization, so it
does not pick up the value O£ OGPFXAs a result, any log entries generated by
gmadmin commands are written to the current working directory. This is corrected by
setting and exporting thet OGPFXenvironment variable to the pathname of the
directory where the userlog is located.

gmadmin uses the greater than sighas a prompt. Arguments are entered separated
by white space (tabs and/or spaces). Arguments that contain white space may be
enclosed within double quotes; if an argument enclosed within double quotes contain
a double quote, the internal double quote must be escaped with a backslash.
Commands will prompt for the information if it is not given on the command line. A
warning message is displayed and the prompt shown again, if a required argument |
not entered.

The user can exit the program by entexngr CTRL-d> when prompted for a
command. Output from a command may be terminated by hR&EpK the program
then prompts for the next command. Hitting return when prompted for a command
repeats the previously executed command, except after a break.

Note that there is no way to effectively cancel a command once youRBESRN
hitting BREAKonly terminates output from the command, if any. Therefore, be sure that
you type a command exactly as you intended before preR&NgRN

Output fromgmadmin commands is paginated according to the pagination command
in use (see thpaginate subcommand below).

When first enteringgmadmin, no queue space is opened. A queue space is created
usinggspacecreate  and is opened usingpen . Theqaborttrans  , gclose
gchangeprio , gchangequeue , gchangetime , gcommittrans , gchange , gcreate
gdeletemsg ,ginfo ,glist , gprinttrans andgset commands can only be executed
when a queue space is open.
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gmadmin  Commands may be entered either by their full name or their abbreviation (if available,
Commands  the abbreviation is listed below in parentheses following the full name), followed by
any appropriate arguments. Arguments appearing in square brackets, [|, are optional;
those in curly braces, {}, indicate a selection from mutually exclusive options.

chdl [dlindex [newdevice ]]

Change the name for a universal device list entry. The first argument is the index of
the device on the universal device list that is to be changed (device indexes are returned
by lidl ). The program will prompt for it if not provided on the command line. The
second argument is the new device name. If not provided on the command line, the
program prints the current device name and then prompts for a new one. The name is
limited to 64 characters in length. Files or data will no longer be accessible via the old
name after the device name is changed so this command must be used cautiously. A
more detailed description of the Universal Device List and Volume Table of Contents
are provided irAdministering the BEA TUXEDO System

crdl [device [offset [size ]]]
Create an entry in the universal device list. Note: The first entry in the device
list must correspond to the device that is pointed tQRZONFIGNd must
have an offset of 0. If arguments are not provided on the command line, the
program will prompt for them. The arguments are the device name, the block
number at which space may begin to be allocated, and the number of physical
pages (disk sectors) to be allocated. More than one extent can be allocated to
a given file (for example, allocatBave/waifs 0 500 and then allocate
/Dave/waifs 1000 500 for a total of 1000 blocks allocated but blocks 500
through 999 are unused). Several blocks from the first device entry are used
by the device list and table of contents. Up to 25 entries may be created on the
device list.

dsdl [-y] [dlindex ]
Destroy an entry found in the universal device list. dh@lex argumentis
the index on the universal device list of the device that is to be removed from
the device list. If not provided on the command line, the program will prompt
for it. Entry O cannot be removed until &ffOcfiles and other device list
entries are destroyed first (since entry 0 contains the device which holds the
device list and table of contents, destroying it also destroys these two tables.)
VTOCfiles can be removed only by removing the associated entities (for
example, by destroying a queue space that resides on the device). The
program prompts for confirmation unlegsis specified.
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echo (e) [{off |on}]
Echo input command lines when sebto If no option is given, then the
current setting is toggled, and the new setting is printed. The initial setting is
off .

help (h)y  [{ command|all }]
Print help messages. ddbmmandis specified, the abbreviation, arguments,
and description for that command are printgld. causes a description of all
commands to be displayed. Omitting all arguments causes the syntax of all
commands to be displayed.

ipcrm [-f ] [-y ] [queue_space_name |
ipcrm removes the IPC data structures used for the specified queue space.
not provided on the command line, the program prompts for the queue spac
name. If the specified queue space is opemisadmin, it will be closed.
ipcrm knows all IPC resources used by the queue space and is the only wa
that the IPC resources should be remowgethdmin ensures that no other
processes are attached to the queue space before removing the IPC resourc
The-f option can be specified to force removal of IPC resources even if the
other processes are attached. This command prompts for confirmation befor
execution if thef option is specified, unless the option is specified.

ipcs [queue_space_name |
ipcs lists the IPC data structures used for a queue space, if any (hone may b
used if the queue space is not opened by any process). If not provided on th
command line, the program prompts for the queue space name.

lidl  [dlindex ]
Print the universal device list. For each device the following is listed: the
index, the name, the starting block, and the number of blocks on the device
In verbose mode, a map is printed that shows free space (starting address a
size of free space). tindex is specified, then only the information for that
device list entry is printed.

livtoc
Prints information for al/TOCtable entries. The information printed for each
entry includes the name of theOcCtable, the device on which it is found, the
offset of thevTOCtable from the beginning of the device and the number of
pages allocated for that table. There are a maximum of 100 entries in the
VTOC

paginate (page) [{offlon }]
Paginate output. If no option is given, then the current setting will be toggled,
and the new setting is printed. The initial setting is on, unless either standarc
input or standard output is a non-terminal device. Pagination may only be
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turned on when both standard input and standard output are terminal devices.
The shell environment variabfFAGERmMay be used to override the default
command used for paging output. The default paging command is the pager
indigenous to the native operating system environment, e.g., the comgnand

is the default on UNIX System operating environments.

gaborttrans  (gabort ) [-y ] [tranindex ]

gaddext

gchange

Heuristically abort the precommitted transaction associated with the specified
transaction indexyanindex . The program will prompt for the transaction
index if not specified on the command line. If the transaction is known to be
decided and the decision was to comuzhorttrans ~ will fail. The index is
taken from the previous execution of dyeinttrans command.

Confirmation is requested unless theoption is specified. This command
should be used with care.

[queue_space_name [pages]]

Add an extent to the queue space. The queue space must not be active (no
processes can be attached to the queue space). If not specified on the
command line, the program prompts for the queue space name and the
number of additional physical pages to allocate for the queue space. If the
specified queue space is opemmadmin, it will be closed. The number of
pages will be rounded down to the nearest multiple of bits-per-byte divided
by 2 (normally 4). Space will be allocated from extents defined ivithe
associated with th@eMCONFIGlevice. Each new queue space extent uses an
additional entry in th&TOC(a maximum of 100 entries are available). The
gueue manager names the extents such that they can be quickly identified and
associated with the queue space.

[queue_name [out-of-order [retries  [delay [high [low [emd]]]]]

Modify a queue in the currently open queue space. The arguments may be
given on the command line or the program will prompt for them: the queue
name, whether out-of-order enqueuing is allowed (not allowed, top of queue,
before a specifiedhsgid ); the number of retries and delay time in seconds
between retries; and the high and low limits for execution of a threshold
command and the threshold command itself. The out-of-order values are
none, top  Ormsgid . Bothtop andmsgid may be specified separated by a
comma. The threshold values are used to allow for automatic execution of a
command when a threshold is reached. The high limit specifies when the
command is executed. The low limit must be reached before the command
will be executed again when the high limit is reached. For example, if the
limits are 100 and 50 messages, the command will be executed when 100
messages are on the queue, and will not be executed again until the queue has
been drained down to 50 messages and has filled again to 100 messages. The
gqueue capacity can be specified in bytes or blocks used by the queue (number
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followed by a "b" or "B" suffix), percentage of the queue space used by the
queue (number followed by a "%"), or total number of messages on the queut
(number followed by an "m"). The threshold type for the high and low
threshold values must be the same. It is optional whether or not the type is
specified on the low value, but if specified, it must match the high value type.
When specified on the command line, the threshold command should be
enclosed in double quotation marks if it contains white space. The retry coun
indicates how many times a message can be dequeued and the transaction
rolled back, causing the message to be put back on the queue. A delay
between retries can also be specified. When the retry count is reached, the
message is moved to the error queue defined for the queue space. If it doe:s
not exist, the message is dropped. The queue ordering values for the queue
cannot be changed.

gchangeprio  (qcp) [-y ] [ newpriority ]

This command can be used to change the message priority for messages or
queue that allows priority as an ordering criteria. The queue that is affected is
set using thgset command and the selection criteria for limiting the
messages to be updated are set usingsda® command. If no selection
criteria are set, then all messages on the queue will be changed: confirmatio
is requested before this is done unlessyheption is specified. It is
recommended that thist command be executed to see what messages
will be modified (this reduces typographical errors). hbepriority ~ value
specifies the new priority which will be used when the message(s) are
forwarded for processing. It must be in the range 1 to 100, inclusive. If not
provided on the command line, the program will prompt for it.

qchangequeue (qcq) [-y ] [newqueue]

This command can be used to move messages to a different queue within th
same queue space. The queue from which messages are moved is set usin
thegset command and the selection criteria for limiting the messages to be
moved are set using thecan command. If no selection criteria are set, then
all messages on the queue will be moved: confirmation is requested before
this is done unless thg option is specified. It is recommended that the

glist command be executed to see what messages will be moved (this
reduces typographical errors). Thevqueue value specifies the new queue
name to which the message(s) will be moved. If not provided on the
command line, the program will prompt for it.

gchangetime (qct ) [-y ] [ newtime ]

This command can be used to change the execution time for messages on
gueue that allows time as an ordering criteria. The queue that is affected is se
using thegset command and the selection criteria for limiting the messages
to be updated are set using tlzean command. If no selection criteria are
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set, then all messages on the queue will be changed: confirmation is requested
before this is done unless the option is specified. It is recommended that
theglist command be executed to see what messages will be modified (this
reduces typographical errors). Tiewvtime value can be either relative to the
current time or an absolute value. If not provided on the command line, the
program will prompt for it. The format of a relativeetime is +seconds>

where seconds> is the number of seconds from now that the message is to be
executed (0 implies immediately). The format of an absalatetimeis
YY[MM[DD[HH[MM[SS]]I]] which is described igscan .

gclose
Close the currently open queue space.

gcommittrans (gcommit) [-y ] [tranindex ]
Heuristically commit the precommitted transaction associated with the
specified transaction inderanindex . The program will prompt for the
transaction index if not specified on the command line. If the transaction is
known to be decided and the decision was to aj@tymittrans ~ will fail.
The index is taken from the previous execution ofgftvénttrans
command. Confirmation is requested unlessyheption is specified. This
command should be used with care.

gcreate (qgcer) [queue_name [qorder [out-of-order [retries  [delay

[high  [low  [emd|J1]]1]]

Create a queue in the currently open queue space. The arguments may be
given on the command line or the program will prompt for them: the queue
name, the queue ordering (fifo or lifo, by priority, by time); whether
out-of-order enqueuing is allowed (not allowed, top of queue, before a
specifiedmsgid ); the number of retries and delay time in seconds between
retries; and the high and low limits for execution of a threshold command and
the threshold command itself. The queue ordering valueiaare lifo

priority andtime . When specifying the queue ordering, the most
significant sort value must be specified first, followed by the next most
significant sort value, etcfifo orlifo can only be specified as the least
significant (or only) sort value. If neithéfo orlifo is specified, then the
defaultisfifo  within whatever other sort criteria are specified. Multiple sort
values may be specified separated by commas. The out-of-order values are
none, top ormsgid . Bothtop andmsgid may be specified separated by a
comma. The threshold values are used to allow for automatic execution of a
command when a threshold is reached. The high limit specifies when the
command is executed. The low limit must be reached before the command
will be executed again when the high limit is reached. For example, if the
limits are 100 and 50 messages, the command will be executed when 100
messages are on the queue, and will not be executed again until the queue has
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been drained below 50 messages and has filled again to 100 messages. Th
gqueue capacity can be specified in bytes or blocks used by the queue (numbe
followed by a "b" or "B" suffix), percentage of the queue space used by the
queue (number followed by a "%"), or total number of messages on the queu
(number followed by an "m"). The threshold type for the high and low
threshold values must be the same. It is optional whether or not the type is
specified on the low value, but if specified, it must match the high value type.
When specified on the command line, the threshold command should be
enclosed in double quotation marks if it contains white space. The retry coun
indicates how many times a message can be dequeued and the transaction
rolled back, causing the message to be put back on the queue.A delay betwe:
retries can also be specified. When the retry count is reached, the message
moved to the error queue defined for the queue space. If it does not exist, th
message is dropped.

gdeletemsg (qditm) [-y]

This command can be used to delete messages from a queue. The queue t
is affected is set using tlyget command and the selection criteria for

limiting the messages to be deleted are set usingstha command. If no
selection criteria are set, then all messages on the queue will be deleted:
confirmation is requested before this is done. It is recommended that the
glist command be executed to see what messages will be deleted (this
reduces typographical errors). This command prompts for confirmation
unless they option is specified.

qdestroy (qds) [{-p | -f Y] [-V] [queue_name]

ginfo

Destroy the named queue. By default, an error is returned if requests exist ol
the queue or a process is attached to the queue space. dpton can be
specified to "purge" any messages from the queue and destroy it, if no
processes are attached to the queue spacef Thygtion can be specified to
"force" deletion of a queue, even if messages or processes are attached to tl
gqueue space; if a message is currently involved in a transaction the comman
fails and an error is written tserlog . This command prompts for
confirmation before proceeding unless theoption is specified.

[queue_name]
List information for associated queue or for all queues. This command lists
the number of messages on the specified queue or all queues if no argumer
is given, and the amount of space used by the messages associated with th
gueue. In verbose mode, this command also lists the queue creation
parameters for each queue.
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glist (al)
This command lists messages on a queue. The queue that is affected is set
using thegset command and the selection criteria for limiting the messages
to be listed are set using thscan command. If no selection criteria are set,
then all messages on the queue will be listed. For each message selected, the
message identifier is printed. The scheduled processing time is printed if
execution time is among the sort criteria for the queue, and for messages that
have a scheduled retry time (due to rollback of a transaction). The correlation
identifier is printed if present andvérbose mode is on.

qopen [queue_space_name ]
Open and initialize the internal structures for the specified queue space. If not
provided on the command line, the program will prompt for it. If a queue
space is already openeddmadmin, it is closed.

gprinttrans (gpt)
Print transaction table information for currently outstanding transactions. The

transaction identifier, an index used for aborting or committing transactions
with gaborttrans orgcommittrans , and transaction status are printed.

gscan [{[-t timel[-time2] ][-p priorityl[-priority2] ]1[-m msgid ]

[« corrid ]|none }]
This command sets the selection criteria used fogdhangeprio,
gchangequeue, gchangetime, qdeletemsg, andglist commands. An
argument ohone indicates no selection criteria; all messages on the queue
will be affected. Executing this command with no argument prints the current
selection criteria values. When command line options give a value range (fpr
example;t or-p) the the value range may not contain white space-tThe
option can be used to indicate a time value or a time range. The format of
timel andtime2 is:YY[MM[DD[HH[MM[SS]]]] ] specifying the year, month,
day, hour, minute, and second. Units omitted from the date-time value default
to their minimum possible values. For example, "7502" is equivalent to
"750201000000". The years 00-37 are treated as 2000-2037, 70-99 are treated
as 1970-1999 and 38-69 are invalid. Ftneoption can be used to indicate a
priority value or a priority range. Priority values are in the range 1 to 100,
inclusive. Them option can be used to indicate a message identifier value,
assigned to a message by the system when it is enqueued. The message
identifier is unique within a queue and its value may be up to 32 characters in
length. Values that are shorter than 32 characters are padded on the right with
nulls (0x0). Backslash and non-printable characters (including white space
characters like space, newline, and tab) must be entered with a backslash
followed by a two-character hexadecimal value for the character (for
example, space is 20, as in "hello20world"). Tiheoption can be used to
indicate an correlation identifier value associated with a message. The

BEA TUXEDO Reference Manual 71



gmadmin(1)

72

identifier value is assigned by the application, stored with the enqueued
message, and passed on to be stored with any reply or error message respot
such that the application can identify responses to particular requests. The
value may be up to 32 characters in length. Values that are shorter than 32
characters are padded on the right with nulls (0x0). Backslash and
non-printable characters (including white space characters like space,
newline, and tab) must be entered with a backslash followed by a
two-character hexadecimal value for the character (for example, space is 20
as in "my20id20value").

set [queue_name]
This command sets the queue name that is used fqchhegeprio,
gchangequeue, qchangetime, gdeletemsg, andglist commands.
Executing this command with no argument prints the current queue name.

gsize [pages [queues [transactions [processes [messages 1
Compute the size of shared memory needed for a queue space with the
specified size ipages , queues , concurrent transaction S,processes

andqueued messages . If the values are not provided on the command line,
the program will prompt for them. The number of system semaphores neede
will also be printed.

gspacechange (gspch ) [queue_space_name [ipckey [trans [procs

[messages [errorq [inityn [blocking 1111
Change the parameters for a queue space. The queue space must not be ac
(no processes can be attached to the queue space). If not provided on the
command line, the program will prompt for the information. The values are
described imspacecreate . If the specified queue space is opetniadmin,
it will be closed. To add new extentgddext must be used. The number of
queues cannot be modified.

gspacecreate (gspc) [queue_space_name [ipckey [pages [queues [trans

[procs [messages [errorg [inityn [blockin gl
Create a queue space for queued messages. If not provided on the commal
line, the program will prompt for the information: the queue space name, the
ipckey for the shared memory segment and semaphore; number of physica
pages to allocate for the queue space; the number of queues; the number o
concurrent transactions; the number of processes concurrently attached to th
gqueue space; the number of messages that may be queued at one time; the
name of an error queue for the queue space; whether or not to initialize page
on new extents for the queue space; and the blocking factor for doing queue
space initialization and warm start disk input/output. The number of physical
pages will be rounded down to the nearest multiple of bits-per-byte divided
by 2 (normally 4). The error queue is used to hold messages that have reache
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the maximum number of retries (they are moved from their original queue to
the error queue). The administrator is responsible for ensuring that this queue
is drained. The number of physical pages allocated must be large enough to
hold the overhead for the queue space (one page plus one page per queue). If
the initialization option is specified as 'y' or "Y', then the space used to hold
the queue space is initialized and this command may run for a while. In
verbose mode, a period (.) is printed to the standard output after completing
initialization of each 5% of the queue space. If the initialization option is not
turned on but the underlying device is not a character special device, then the
file will be initialized if it not already the size specified for the extent (that is,
the file will be grown to allocate the specified space). When reading and
writing blocks during creation of the queue space and during warm start
(restart of the queue space), the size of input and output operations will be
done as a multiple of the disk page size as specified by the blocking factor.

gspacedestroy (gspds) [-f] [-y] [ queue_space_name |

Destroy the named queue space. If not provided on the command line, the
program will prompt for it. If the specified queue space is opemiamin,

it will be closed. By default, an error is returned if processes are attached to
the queue space or if requests exist on any queues in the queue space. See the
qdestroy command for destroying queues that contain requestsf The

option can be specified to "force" deletion of all queues, even if they may

have messages or processes are attached to the queue space. This command
prompts for confirmation before proceeding unlessytheption is specified.

gspacelist  (gspl ) [queue_space_name ]

quit (q)

List the creation parameters for the queue space. If not specified on the
command line, the program will prompt for it. If a queue space name is not
entered, then the parameters for the currently open queue space are printed
(an error occurs if a queue space is not open and a value is not entered). In
addition to printing the values for the queue space (as set either when creating
the queue space witfspacecreate  or as they were last changed with
gspacechange ), the sizes for all queue space extents are printed.

Terminate the session.

verbose (v) [{off | on H

Produce output in verbose mode. If no option is given, then the current setting
will be toggled, and the new setting is printed. The initial settinff is

I shellcommand

Escape to shell and executellcommand .
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Repeat previous shell command.

# [text ]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeat the last command.

Example  The following sequence shows how to set up a queue.

$ QMCONFIG=/dev/rawfs gmadmin

gmadmin - Copyright (c) 1987 ATT; 1991 USL. All rights reserved.
QMCONFIG=/dev/rawfs

# create the list of devices on which the queue space

# can exist; specify two devices, 80000 and 600

# blocks, respectively

# NOTE: the first one will actually contain the device list

#

# create first device on a raw slice

#

> crdl /dev/rawfs 0 80000

Created device /dev/rawfs, offset 0, size 80000 on /dev/rawfs
#

# create another device on a UNIX file

#

> crdl /home/queues/FS 0 600

Created device /home/queues/FS, offset 0, size 600 on /dev/rawfs
#

# if you want a list of the device list

#

>v Verbose mode is now on

> lidl
universal device index. O:
name: /dev/rawfs
start: 0
size: 20000
free space map(1 entry used 47 available):
size[1]: 79974 addr[1]: 26
universal device index. 1:
name: /home/queues/FS
start: 0
size: 600
free space map(1 entry used 47 available):
size[1]: 600 addr[1]: O
#
# create a queue space
#
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> gspacecreate

Queue space name: myqueuespace

IPC Key for queue space: 42000

Size of queue space in disk pages: 50000

Number of queues in queue space: 30

Number of concurrent transactions in queue space: 20
Number of concurrent processes in queue space: 30
Number of messages in queue space: 20000

Error queue name: ERRORQ

Initialize extents (y, n [default=n]): y

Blocking factor [default=16]: 16

# open queue space

#

> gopen myqueuespace

#

# use queue space defaults for queue

> qcreate

Queue name: servicel

queue order (priority, time, fifo, lifo): fifo

out-of-ordering enqueuing (top, msgid, [default=none]): top,msgid

retries [default=0]: 1

retry delay in seconds [default=0]: 30

High limit for queue capacity warning (b for bytes used, B for blocks used,
% for percent used, m for messages [default=100%]): 100m

Reset (low) limit for queue capacity warning [default=0m]: 50

queue capacity command: /usr/app/bin/mailadmin myqueuespace servicel

#

# get out of the program

#

>q

Seaurity ~ The administrator for the queue must be the same as the BEA TUXEDO administrator.
The device on which the queue resides must be owned by the administrator and
gmadmin can only be run as the administrator for the queue. All IPC resources
allocated for the queue will be owned by the queue administrator and will be created
with mode 0600.

Portability = gmadmin is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only. It cannot be run from a workstation.

See Also  Administering the BEA TUXEDO System
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Name

Synopsis

Description

rex -off-line regular expression compiler and tester
Compiling:

rex pattern-file C-file

Testing:

rex pattern [ file ..]

When invoked without argumentex reads regular expressions from the standard
input and writes initialized character arrays to the standard output. Normally, the
output would be included in a C program to preclude the need for caltiorgp (3c¢).

This saves on both execution time and program size. The comaxarmdmpiles the
regular expressions on the standard input (normally redirected from an input file) anc
writes the output to the standard output (normally redirected to an output file).

The input file may contain several patterns, each of the foame string
[string...]

wherenameis the C name to be used for the output arraysamdy is the regular
expression enclosed with double quotes. Where more thastriige  follows aname

they are concatenated into asténg . (Multiple strings  are strictly a formatting
convenience.) If double quotes occur in the pattern they need to be preceded by a
backslash. The output may be included in a C program or compiled and later loadec
In the C program that uses tle& output,rematch(abc,line,0) will apply the

regular expression nametc toline

Sample input file:
<cname “[a-zA-Z_][a-(3c)-Z20-9_]*"

th “W\(([0-9K3})$ON)
([0-9I3YST”

“([0-9{4h)$2"
Corresponding output:
I* pattern: “[a-aA-Z_][a-zA-Z0-9_]*" */

char cname[] = {
040,0,0206,012,0,0210,0141,0172,0210,0101,0132,0137,

-k
1* pattern: "\W(([0-9]{3})$0\)([0-9{3})$1-([0-9]{4})$2" */
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Diagnostics

See Also

char tn[] = {
063,0,050,0202,0225,013,0,03,0206,06,0,0210,060,071,
-k

rex can be used to try patterns against test data by invoking it with one or more
arguments. The first argument is taken as a pattern (regular expression) to be applied
to each line of the files whose names are mentioned in the remaining arguments. If no
file-name arguments are given the standard input is used. The special fileparag,

be used as an argument to refer to the standard input.

When matching text is found, the line containing the match is printed and the matching
portion of the line is underlined. In addition, any text extracted for specified
sub-patterns is printed on separate line(s).

For example, the command
rex (" )([0-9]+)$0(|$)’
with input

. or 200 programmers in one week.
This sentense has 3 erors.
I need 12 bad men.

produces

. or 200 programmers in one week.

| need 12 bad men.

$0 =12

rex prints the associated error messages for errors returnedetomp() or
rematch()  (seerecomp (3c)). Other errors include file open errors, argument errors,
etc. and are self-explanatory.

recomp (3c)
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Name
Synopsis

Description

tidl -Interface Definition Language compiler
tidl[  option 1] .. filename [ option ]...

tidl  parses the input IDL and related ACF source file, and optionally generates a
header file, and client and server stubs and auxiliary files. The generated source coc
can be compiled using compilers for Classic C, ANSI C, or C++.

The command line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-client type
This option specifies the client-side files to be generated. The valugpéor
are as follows:

all
Generates client stub and auxiliary files. This is the default ifcileat
option is not specified.

stub
Generates client stub file only

aux
Generates client auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

none

Generates no client files.

-server  type
This option specifies the server-side files to be generated. The valtygseor
are as follows:

all
Generates server stub and auxiliary files. This is the default is¢her
option is not specified.

stub
Generates server stub file only

aux
Generates server auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

none

Generates no server files.
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-cstub

-sstub

filename

Specifies the filename for the client stub file. If the filename does not have a
.c extension, the IDL compiler will add it. The default client stub name (if
-cstub is not specified) is the base name of the IDL source file (the simple
file name without any directory prefix, or any suffix following a period) with
_cstub.c  appended. The associated client stub object file is the name of the
client stub file with.c changed too .

filename

Specifies the filename for the server stub file. If the filename does not have a
.c extension, the IDL compiler will add it. The default server stub name (if
-sstub is not specified) is the base name of the IDL source file (the simple
file name without any directory prefix, or any suffix following a period) with
_sstub.c appended. The associated server stub object file is the name of the
server stub file withc changed too .

-caux filename

Specifies the filename for the client auxiliary file. If the filename does not
have ac extension, the IDL compiler will add it. The default client auxiliary
name (if-caux is not specified) is the base name of the IDL source file (the
simple file name without any directory prefix, or any suffix following a
period) with_caux.c appended. The associated client auxiliary object file is
the name of the client auxiliary file with changed too .

-saux filename

-header

Specifies the filename for the server auxiliary file. If the filename does not
have ac extension, the IDL compiler will add it. The default server auxiliary
name (if-saux is not specified) is the base name of the IDL source file (the
simple file name without any directory prefix, or any suffix following a
period) with_saux.c appended. The associated server auxiliary object file is
the name of the server auxiliary file with changed too .

filename

Specifies the filename for the generated header file. The default header file
name (if-header is not specified) is the base name of the IDL source file (the
simple file name without any directory prefix, or any suffix following a
period) with.n appended.

-out directory

Specifies the directory in which output files are created. The defawdti(if
is not specified) is to put the files in the present working directory.
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-keep type
Specifies which file types to retain. By default, the IDL compiler creates a C

source file (for example, a client stub), uses the C compiler to produce an
object file, and deletes the C source file. The file types that can be retained
are as follows:

none
Does not create any files or invoke the C compiler.

Cc_source
Saves only the C source files and does not invoke the C compiler.

object
Saves only the object files, deleting the C source files (this is the default).

all
Saves both the C source and object files.

-1 directory
Specifies a directory in which to search for imported IDL files and include
files. White space following theé is optional. Thel option can be specified
multiple times to list multiple directories. The default behavior is to search the
present working directory, then the directories specified withi thaption in
the order specified, and then the system IDL direct®fyXDIR/include ).
This order is also used to pass include directories to the C preprocessor and
compiler. If a file exists in more than one directory, the first one that is found
in the search order is used.

-no_def_idir
When used with na options, specifies that only the present working
directory be searched for import and include files. When used with one or
more-1 options, specifies that only thie directories be searched (not the
present working directory or the system IDL directory).

-cpp_cmd " cmd'
Specifies the C preprocessor command to invoke for expanding source files
By default, the C preprocessor is not invoked on DOS and OS2, and defaults
to/lib/cpp  , usr/cesllib/cpp , or/usr/lib/cpp (in that order)
otherwise.

-No_Ccpp
Specifies that the C preprocessor not be invoked to expand source files. Thi
implies that the source files cannot have preprocessor directives (such as
macro replacements and #include).
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-cpp_opt "opt"
Specifies additional options to be passed to the C preprocessor. The default is
the null string. The IDL compiler invokes a command line composed of the
values for-cpp_cmd , -cpp_opt ,-D and-U arguments (in the order
specified);I arguments (in the order specified), and the source file name (the
IDL or ACF file name).

-D name[=def]
Defines a nhame and optionally a value that is passed to the C preprocessor.
More than one symbol can be defined by specifyingbh@ption more than
once. White space following the is optional.

-U name
Undefines a name for C preprocessor. More than one symbol can be
undefined by specifying th&) option more than once. White space following
the-U is optional.

-cc_cmd "cmd"
Specifies the C compiler command for creating object files. The default (if
-cc_cmd is not specified) isct ¢ "

-cc_opt "opt"
Specifies additional C compiler options. The defaultqdf opt is not
specified) is the null string. The IDL compiler invokes a command line
composed of the values fat_cmd , -cc_opt ,-I arguments (in the order
specified), and the source file name (the stub or auxiliary file name).

-syntax_check
Specifies that the input source file be checked for syntax errors without
generating any output files.

-no_warn
Specifies that warning messages from the compiler are not to be printed.

-confirm
Displays IDL compiler options chosen (either explicitly or implicitly)
without compilation of the source file. When used with-theption, it
indicates what actions would be taken without-thefirm  option without
executing them (for example, messages are printed for parsing input files,
creating and compiling output files).

-V
Specifies verbose mode. Messages are printed to the standard error output
indicating actions being taken (for example, parsing input files, creating and
compiling output files).
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-version
Displays the version of the IDL compiler.

-stdin
Take the IDL source input from standard input instead of a file. Default file
names are generated as if the input IDL source file is namidd " (for
example, the default client stub file will be namedcstub.c  ").

-cepv
Generate a Client Entry Point Vector (CEPV). By default, functions in the
client stub module are named the same as the operation names in the interfa
definition. However, this will not allow for multiple versions of the interface,
interfaces with the same operation names, or both local and remote version
of the same functions to be linked into the same client program (the operatior
names will be multiply defined). When theepv option is specified, the
function names will be declared local to the client stub and a Client Entry
Point Vector (array of function pointers) will be defined (globally) in the
client stub with the namiterface_vmajor_minor_c_epv , Where
interface is the interface nameajor is the major version number, and
minor is the minor version number. The interface operations must be called
indirectly using the addresses in the CEPV.

-no_mepv
Does not generate a Manager (server) Entry Point Vector (MEPV). By
default, it is assumed that the application functions in the server are named
the same as the operation names in the interface definition.However, this will
not allow for multiple versions of the interface, interfaces with the same
operation names, or both local and remote versions of the same functions tc
be linked into the same server program (the operation names will be multiply
defined). Normally, a Manager Entry Point Vector (array of function
pointers) is defined (globally) in the server stub with the name name
interface_vmajor_minor_s_epv , Whereinterface is the interface
name,major is the major version number, andnoris the minor version
number, and initialized with the operation names. It is used to call the
application service functions. When theo_mepv option is specified, the
MEPV is not generated in the server stub and the application is responsible
for setting up the structure. In this way, the application can set the entry point
names to whatever is used by the application instead of names based on th
operations.

-error all
Specifies additional error checking. By default, the IDL compiler quits after
50 errors are detected.
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Notices

Examples

-port  level
Specifies the level of portability checking. The following levels are
supported:
case
Specifies that warnings messages are to be printed if two identifiers differ
only in case.
none
Specifies no additional portability checking is to be done. This is the default.
-no_enum_lit
Specifies that enumeration literals are not to be generated in the stub files. By
default, enumeration literals are generated.
-use_const

Specifies that ANSI C const declarations are to be used for constant values
instead of #define definitions.

For the IDL source file and any imported IDL files, the compiler searches for a related
ACF with a.acf suffix added to the basename of the IDL source file. The directories
that are searched are the same directories specified for the C preprocessoafske
-no_def_idir above), plus ACF files are searched for in the directory specified in the
IDL source file name.

The IDL filenametbase.idl  is reserved for use by the IDL compiler.
Here is an example IDL source fil@ath1.idl.

[uuid(2048A080-0BOF-14F8-26E0-930269220000)]
interface math1l

import "math2.idl";
long add_op([in] long first1, [in] long second);

long sub_op([in] long first1, [in] long second);

}

Here is a sample ACF source file, math1.acf.

[auto_handle]
interface math1l

include "stdio";
[code] add_op([fault_status,comm_status] result);
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See Also

The following command line will compileathl.idl  generating client side only files
out/mathl_cs.c  andout/mathl_cs.o  (no auxiliary files are needed), along with
out/mathl.h . The IDL compiler will look fomath2.idl  (which might have the
division and multiplication operations) in the current directory, imtipe
subdirectory, and isTUXDIR/include

tidl math1.idl -lapp -client all -server none -keep all
-cstub mathl_cs -out app

uuidgen (1)
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Name

Synopsis

Description

tisten  -Generic listener process

tlisten[-d device - nlsaddr [-u{ wuid-# | uid-name }][-z bits 1\
[-Z  bits ]

tlisten  is a network independent listener process that runslasraonprocess on
BEA TUXEDO application processors and provides remote service connections for
other BEA TUXEDO processes, for exampteboot (1). The following command

line options are used histen

-d device
Full pathname of the network device. This parameter is optional. For releases
prior to v6.4, it should be used if the underlying network provider requires it.

-l nlsaddr
Network address at which the process listens for connections.

TCP/IP addresses may be specified in the following forms:
"Il hostname:port_number  ""ll  ####port_ number

In the first formattlisten  finds an address fdiwstname using the local

name resolution facilities (usually DNSjpstname must be the local

machine, and the local name resolution facilities must unambiguously resolve
hostname to the address of the local machine. In the second example, the
“#.#.4#.# is in dotted decimal format. In dotted decimal format, éashould

be a number from to 255. This dotted decimal number represents the IP
address of the local machine. In both of the above formets pumber  is

the TCP port number at which ttiesten  process will listen for incoming
requestsport_number can either be a number betweeand65535 or a

name. Ifport_number is a name, then it must be found in the network
services database on your local machine. The address can also be specified in
hexadecimal format when preceded by the characters “0x”. Each character
after the initial “0x” is a number betweerand9 or a letter betweef andF

(case insensitive). The hexadecimal format is useful for arbitrary binary
network addresses such as IPX/SPX or TCP/IP. The address can also be
specified as an arbitrary string.The value should be the same as that specified
for theNLSADDRparameter in th®ETWORKection of the configuration file.

-u {uid-# |uid-name }
tlisten  will run as the indicated user. This option supports the startup of
tisten  as part of system initialization byot . This option is required if
the user runningisten  isroot . Thetlisten  process can therefore be
started byroot , but will not run asoot . Non+oot users of thelisten
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Environment
Variables

command do not need to use theoption. Nonroot users can set the
option, but it can only be set to their own user id and is effectively a no-op.
Each instantiation of gisten ~ process on a processor is capable of
supporting all BEA TUXEDO applications that use the same application
administrator user id.

-z [0]40|128]
When establishing a network link between a BEA TUXEDO administrative
process andisten , require at least this minimum level of encryption.
means no encryption, whif® andi128 specify the length (in bits) of the
encryption key. If this minimum level of encryption cannot be met, link
establishment will fail. The default valueds

-Z [0]40]128]
When establishing a network link between a BEA TUXEDO administrative
process andisten , allow encryption up to this leved. means no
encryption, whilet0 and128 specify the length (in bits) of the encryption
key. The default value i28. The-z or-z options are available only if either
the International or Domestic BEA TUXEDO system Security Add-on
Package is installed.

Thetlisten  process authenticates most service requéisisn  reads a file with a

list of passwords, and any process requesting a service must present at least one of
passwords found in the file. If th@PDIR environment variable is set, passwords will
be obtained from a file nama#PDIR/.adm/tlisten.pw . If this file is not found, the
system will look forTUXDIR/udataobj/tlisten.pw , which is created when the

BEA TUXEDO system is installed. A zero-length or missing password file disables
password checking. When running in this insecure modéisthe  and any process
connecting talisten  will generate a userlog warning message.

Processes which request services ftiimten  such asmboot find the passwords to
be used during authentication in files on their own machines. They use the same
methods as théisten  to find their password files.

4 TUXDIR must be set and exported beforettieen ~ command is invoked.

LD_LIBRARY_PATHmust be set for SVR4 applications that use shared objects. It
must be set tOUXDIR/lib  prior to starting thélisten  process.

4 APPDIRto provide the location of thiisten  password file.

4 ULOGPFxcan be used to direct the file in which log messages are placed.
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Link-level
Encryption

Termination

Recommended
Use

Network
Addresses

Note: During the installation process, an administrative password file is created.
When necessary BEA TUXEDO searches for this file in the following
directories (in the order shown):

4 APPDIR/.adm.tlisten.pw

4 TUXDIR/udataobj/tlisten.pw
To ensure that your administrative password file will be found, make sure you
have set thaPPDIR and/or therTUXDIR environment variables.

If the link-level encryption feature is in operation betwédsten  and a requesting
process such asiboot , then link-level encryption will be negotiated and activated
before authentication occurs.

The only way to stop gisten ~ process with normal termination is by sending it a
SIGTERMSsignal.

We recommend that you start afisen ~ process for each application upon system
startup. Remember to set thexDIR andAPPDIR environment variables before
invoking tlisten

One alternative method for starting thiten  process is to start it manually. The
option can be omitted if thiisten ~ process is started by the application
administrator. Duplicatdisten =~ command invocations using the same network
address will terminate automatically and gracefully log an appropriate message.

Suppose the local machine on whichtlsen  is being run is using TCP/IP
addressing and is nameédckus.company.com , with addres55.2.193.18

Further suppose that the port number at whichithen  should accept requests is
2334 . Assume that port numbes34 has been added to the network services database
under the nameankapp-nisaddr . The address specified by the option could be
represented in the following ways:

//155.2.193.18:bankapp-nisaddr
//155.2.193.18:2334
//backus.company.com:bankapp-nisaddr
//backus.company.com:2334
0x0002091E9B02C112

The last of these representations is hexadecimal formaboDbes the first part of a
TCP/IP address. TH®1E is the port numbez334 translated into a hexadecimal
number. After that each element of the IP addte5.193.12 s translated into a
hexadecimal number. Thus th&s become®B, 2 become®2 and so on.

For aSTARLANnetwork, a recommended addressmafme.tlisten  will usually yield
a unigue name.
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Windows NT ~ Administrative privileges on a remote NT machine are required in order to start a
Control Panel  tlisten ~ process on that machine through the Control Panel Applet.
Applet

See Also  ubbconfig  (5)
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tmadmin(1)
Name
Synopsis

Description

tmadmin -BEA TUXEDO bulletin board command interpreter
tmadmin[-r][-c][-v]

With the commands listed belowhadmin provides for inspection and modification

of bulletin boards and associated entities in either a uniprocessor, multiprocessor or
networked environment. THRUXCONFIGandTUXOFFSETenvironment variables are
used to determine the location and offset where the BEA TUXEDO configuration file
has been loaded.

If tmadmin is invoked with thec option, it enters configuration mode. The only valid
commands areefault, echo, help, quit, verbose, livtoc, crdl, lidl,

dsdl , indl , anddumptlog .tmadmin may be invoked in this mode on any node,
including inactive nodes. A node is considered actiweafimin can join the
application as an administrative process or client (via a rurBBog

The-r option instructsmadmin to enter the bulletin board as a client instead of the
administrator and provides read-only access. This is useful if it is desired to leave the
administrator slot unoccupied. Only om@dmin process can be the administrator at

a time. When the -r option is specified by a user other than the BEA TUXEDO
administrator and security is turned on, the user will be prompted for a password.

The-v option causesnadmin to display the BEA TUXEDO version number and
license number. After printing out the informatiomadmin exits. If the-v option is
entered with either of the other two options, the others are ignored; only the
information requested by the option is displayed.

Normally,tmadmin may be run on any active node within an active application. If it
is run on an active node that is partitioned, then commands are limited to read only
access to the local bulletin board. These inchide bbparms, bbstat,

default, dump, dumptlog, echo, help, printclient, printnet,

printqueue, printserver, printservice, printtrans, printgroup,

reconnect, quit, serverparms, serviceparms , andverbose , in addition to the
configuration commands. If the partitioned node is the backup node fRIN$IEER
(specified as the second entry on KeSTERparameter in thRESOURCESection of

the configuration file), thenaster command is also available to make this node the
MASTERfor this part of the partitioned application.

If the application is inactivemadmin can only be run on theASTERprocessor. In this
mode, all of the configuration mode commands are available plodsd®ommands
(crlog, dslog , andinlog ) andboot .
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tmadmin
Commands

Oncetmadmin has been invoked, commands may be entered at the prompt (">"
according to the following syntagommand [arguments]

Several commonly occurring arguments can be given defaults vigfthdt
command. Commands that accept parameters set wigftt command check
default to see if a value has been set. If one hasn't, an error message is returned.

In a networked or multiprocessor environment, a single bulletin board can be accesse
by setting alefault  machine (the logicalmachine id  (LMID) as listed in the
MACHINESsection of theJBBCONFIdile). If the default  machine is set taall , all
bulletin boards are accessednHchine is set tdBBL, the distinguished bulletin board

is addressed. Thaefault machine is shown as part of the prompt, asMASTER>

If machine is not set via thdefault command, th®BBLis addressed (the local BBL
is used in a SHM configuration).

The machine value for a command can generally be obtained fronadfaait

setting printserver is an example). A caution is required here, however, because
some commands (theOGcommands, for example) act on devices found through
TUXCONFIG adefault ~ setting ofbBBLor all results in an error. There are some
commands where theachine value must be provided on the command line

(logstart  is an example); the value does not appear as an argumentrtodp#on.

Once set, a default remains in effect until the session is ended, unless changed by
anothemefault command. Defaults may be overridden by entering an explicit value
on the command line, or unset by entering the value “*”. The effect of an override lasts
for a single instance of the command.

Output fromtmadmin commands is paginated according to the pagination command
in use (see the paginate subcommand below).

There are some commands that have either verbose or terse outputbbe

command can be used to set the default output level. However, each command (exce
boot, shutdown  andconfig ) takes av or-t option to turn verbose or terse output
on for that command only. When output is printed in terse mode, some of the
information (for example,MID or GROUmame, service or server name) may be
truncated. This is indicated by a plus sign, +, at the end of the value. The entire valu
may be seen by re-entering the command in verbose mode.

Commands may be entered either by their full name or their abbreviation (as given i
parentheses), followed by any appropriate arguments. Arguments appearing in squa
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that command line options that do not appear in square
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brackets need not appear on the command line (that is, they are optional) if the
corresponding default has been set viadéfeult command. Ellipses following a
group of options in curly brackets, {}..., indicate that more than one of the options may
appear on the command line (at least one must appear).

aborttrans (abort) [ -yes ][ -g groupname ] tranindex

If groupnames specified (on the command line or by default), abort the
transaction associated with the specified transaction imdaindexat the
specified server group. Otherwise, notify the coordinator of the transaction to
abort the global transaction. If the transaction is known to be decided and the
decision was to commigporttrans  will fail. The index is taken from the
previous execution of theinttrans ~ command. To completely get rid of a
transactionprinttrans andaborttrans  must be executed for all groups

that are participants in the transaction. This command should be used with
care.

advertise (adv) {-q9 gaddress [-g groupname ]
[ srvid ]|-g groupname -i srvid } service [: func ]

Create an entry in the service table for the indicated sesdadce may be
mapped onto a functiofonc . If gaddress is not specified, then both
groupname andsrvid are required to uniquely identify a server. If this
serviceis to be added to an MSSQ set, all servers in the set will advertise the
service. If all servers in an MSSQ set cannot advertise the service, the
advertisement is disallowed. Services beginning with the character ' ' are
reserved for use by system servers and will fail to be advertised for
application servers.

bbclean (bbc) machine

Check the integrity of all accessers of the bulletin board residing on machine
machine , and thebBBLas wellbbclean will gracefully remove dead servers
and will restart them if they are marked as restartable. It will also remove
those resources no longer associated with any processes. As its last step,
bbclean causes thBBBLto check the status of eaBhL. If anyBBL does not
respond withirBCANUNITseconds, it is marked as partitioned. To clean only
the Distinguished Bulletin Boardhachineshould be specified &¥8BL In

SHM modebpbclean restarts th@BL, if it has failed; thenachineparameter

is optional.

bbparms (bbp)

Print a summary of the bulletin board's parameters, such as maximum number
of servers and services.
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bbsread (bbls) machine
List the IPC resources for the bulletin board on machiaehine In SHM
mode, themachineparameter is optional. Information from remote machines
is not available.

bbstats  (bbs)
Print a summary of bulletin board statistics. (See siiastats )

boot (b) [ options ]
This command is identical to th@boot (1) command. Seenboot(1) for
an explanation of options and restrictions on use.

broadcast (bcst) [-m machine 1 [-u  usmame] [-c cltname ] [text ]
Broadcasts an unsolicited notification message to all selected clients. The
message sentis a typed buffer of the typRING with the data beintgxt text
may be no more than 80 characters in lengttexfis to contain multiple
words, then it must be enclosed in quotation marex('text). If any
parameter is not set (and does not have a default), then it is taken to be the
wildcard value for that identifier.

changeload (chl ) [-m machine | {-q qaddress [-g groupname ]

[ swid ]]|-g groupname -i srvid } -s service newload
Change the load associated with the specified servieewitoad If gaddress
is not specified, then botfroupnameandsrvid must be specified. thachine
isall or not set, the change is made on all machines; otherwise, a local
change is made on the specifiedchine Local changes are over-ridden by
any subsequent global (or local) changes.

changepriority (chp) [-m machine 1 {-q qaddress [-g groupname ]

[-s srvid 1|-g groupname -i srvid } -s service newpri
Change the dequeuing priority associated with the specified seeiqgeri
If gaddresss not specified, then botroupnameandsrvid must be specified.
If machineisall or not set, the change is made on all machines; otherwise,
a local change is made on the specifigathine Local changes are
over-ridden by any subsequent global (or local) changes.

changetrace (chtr) [-m machine | [-g groupname ][I srvid] newspec
Change the runtime tracing behavior of currently executing processes to
newspec . (Seemtrace (5) for the syntax ofiewspec.) To change the trace
specification of a specific currently-running server process, supply thed
-i options. To change the configuration of currently-running server
processes in a specific group, supply-th@ption without thei option. To
change the configuration of all currently-running client and server processes
on a particular machine, specify time option. If none of theg , -i , and-m
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options is supplied, then all non-administrative processes on the default
machine are affected. This command does not affect the behavior of clients
or servers that are not currently executing, nor /WS clients.

changetrantime (chtt) [-m machine 1 {-q qaddress [-g groupname]-
[-s srvid ]|-g groupname -i  srvid } -s service newtlim

Change the transaction timeout value associated with the specified service to
newtlim . If gaddress is not specified, then botfroupname andsrvid

must be specified. ihachineisall or not set, the change is made on all
machines; otherwise, a local change is made on the speuiieltine Local
changes are over-ridden by any subsequent global (or local) changes.

committrans (commit) [ -yes ] -g groupname tranindex

Commit the transaction associated with the specified transaction index
tranindex  at the specified server groupmmittrans ~ will fail if the

transaction has not been pre-committed at the specified server group or if the
transaction is known to be abort-only. The index is taken from the previous
execution of therinttrans command. This command prompts for
confirmation before proceeding unless thes option is used. This

command should be used with care.

(conf )
This command is identical to theconfig (1) command. Segnconfig (1)
for an explanation of its use.

blocks -z config -0 configoffset [ -O newdefoffset ][ newdevice ]
Create an entry in the universal device li¢tcks specifies the number of
physical blocks to be allocated on the device. The debawuks value is
initialized to 1000 blocksconfigoffset specifies the block number at
which space may begin to be allocated. If #heoption is not given and a
default has not been set, the value of the environment vaAableFSETis
used. IfFSOFFSETIs not set, the default is €onfig  points to the first device
(which contains the device list); it must be an absolute pathname (starting
with /). If the-z option is not given and a default has not been set, the path
named by th&SCONFIGenvironment variable is used. Thewdevice

argument to therdl command, if specified, points to the device being
created; it must be an absolute pathname (starting with /). If this parameter is
not given, themewdevice defaults to the config deviceewdefoffset

specified an offset to the beginningrgfwdevice . If not specified with the

-O (capital O) option of default, the default is O (zero).
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crlog (crlg) -m machine

default

Create the DTP transaction log for the named or defiaadbine (it cannot
be "DBBL" or "all"). An error is returned if aLOGis not defined for the
machine on the configuration. This command referenceBUReEONFIGile
to determine the BEA TUXEDO file system containing theG the name
of theTLOGIn that file system, the offset, and the size (g®eonfig (5)).

(d) [-g groupname][-i srvid ][-m machine ][-u usrname][-c clthame ]

[-g qaddress ][-s service ][-b blocks ][-o offset ][-z config J[-a {012 }]

Set the corresponding argument to be the default group name, server id,
machine, user name, client name, queue address, service name, device blocl
device offset, or UDL configuration device path (it must be an absolute
pathname starting with /). Seentservice for information on thea

option. All defaults may be unset by specifying "*" as an argument. If
machine has been set to a machine identifier, and later retrievals are to be
done from the Distinguished Bulletin Boardachine should be set tbBBL
Unsetting thenachine (-m *) is equivalent to setting it toBBL If the

default command is entered with no arguments, the current defaults are
printed.

dsdl [ -yes] -z config [-o offset ] dlindex

Destroy an entry found in the universal device list. @elex argument is

the index on the universal device list of the device that is to be removed from
the device list. Entry O cannot be removed untVatbcfiles and other device

list entries are destroyed first (because entry 0 contains the device which
holds the device list and table of contents, destroying it also destroys these
two tables.xonfig points to the device containing the universal device list;

it must be an absolute pathname (starting with /). lfzheption is not given

and a default has not been set, the path named IFgd@NFIGenvironment
variable is usedbffset specifies an offset intoonfig . If the-o option is

not given and a default has not been set, the value of the environment variabl
FSOFFSETIs used. IfFSOFFSETIs not set, the default is 0. This command
prompts for confirmation before proceeding unlessybe option is used.

dslog (dslg ) [ -yes ]-m machine

Destroy the DTP transaction log for the named or defaatthine(it cannot

be "DBBL" or "all"). An error is returned if aLOGis not defined for the
machine, if the application is not inactive, or if outstanding transaction
records exist on the log. The term outstanding transactions means that a
global transaction has been committed but an end-of-transaction has not ye
been written. This command referencesTh®CONFIGile to determine the
BEA TUXEDO file system containing theeOGand name of theLOGin that

file system. This command prompts for confirmation before proceeding
unless theyes option is specified.
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dump (du) filename

Dump the current bulletin board into the filename

dumptlog (dl ) -z config [-o0 offset ][-n name][-g groupname ] filename

Dumps amsScCll version of therLoGinto the specifiedilename TheTLOG

is located on the specifienfigandoffset and has the specifiedme If the

-n option is not given and a default has not been set, the name "TLOG" is
used.config points to the device containing the universal device list; it must
be an absolute pathname (starting with /). If-theption is not given and a
default has not been set, the path named byslb®NFIGenvironment
variable is used. The offsetoption can be used to specify an offset into
config If the-o option is not given and a default has not been set, the value
of the environment variabESOFFSETis used. IfFSOFFSETis not set, the
default is 0. Ifgroupnamds specified, then only log records for transactions
where that group is the coordinator will be dumped.

echo (e) [{off | on}]

Echo input command lines when sebta If no option is given, then the
current setting is toggled, and the new setting is printed. The initial setting is
off .

help (h) [{ command| all }]

inital

Print help messages.dbmmands specified, the abbreviation, arguments,
and description for that command are printgid. causes a description of all
commands to be displayed. Omitting all arguments causes the syntax of all
commands to be displayed.

(indl ) [-yes ]-z config [-o offset ] dlindex

Reinitializes a device on the device list. The argurdéntliexis the index of

the device on the universal device list of the device that is to be reinitialized.
All space on the specified device is freed; this means that any files, etc., stored
on the device may be overwritten in the future so this command must be used
cautiously. This command prompts for confirmation before proceeding
unless theyes option is usedconfig points to the device containing the
universal device list; it must be an absolute pathname (starting with /). If the
-z option is not given and a default has not been set, the path named by the
FSCONFIGenvironment variable is used. The offset  option can be used

to specify an offset intoonfig If the-o option is not given and a default has

not been set, the value of the environment variebteFFSETis used. If
FSOFFSETIs not set, the default is 0.
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inlog

lidl -z

livtoc -z

[ -yes ]-m machine
Reinitialize the DTP transaction log for the namedessult  machine(it
cannot be "DBBL" or "all"). An error is returned iffaOGis not defined for
the machine or if the application is not inactive. If outstanding transactions
exist on therLOG data may be inconsistent across resource managers acting
as participants in these transactions since the resource managers may abor
the local transaction instead of correctly committing the transaction. This
command references tmMeXCONFIJile to determine the BEA TUXEDO file
system containing theLOGand name of th&LOGIn that file system. This
command prompts for confirmation before proceeding unlesgdfieoption
is specified.

config [-o offset ][ dlindex 1]
Print the universal device list. For each device the following is listed: the
name, the starting block, and the number of blocks on the device. In verbose
mode, a map is printed which shows free space (starting address and size ¢
free space). léllindexis specified, then only the information for that device
list entry is printedconfigpoints to the device containing the universal device
list; it must be an absolute pathname (starting with /). Ifzheption is not
given and a default has not been set, the path named BgCNFIG
environment variable is used. The offsetoption can be used to specify an
offset intoconfig If the-o option is not given and a default has not been set,
the value of the environment varialll8OFFSETis used. IfFSOFFSETis not
set, the default is 0.

config [-o offset ]
Prints information for al/TOCtable entries. The information printed for each
entry includes the name of th@OcCtable, the device on which it is found, the
offset of thevTOCtable from the beginning of the device and the number of
pages allocated for that tablenfig points to the device containing the
universal device list; it must be an absolute pathname (starting with /). If the
-z option is not given and a default has not been set, the path named by the
FSCONFIGenvironment variable is used. The offset  option can be used
to specify an offset intoonfig . If the-o option is not specified, the value of
the environment variableSOFFSETis used. IfFSOFFSETIs not set, the
default is 0.

loadtlog -m machine filename

BEA TUXEDO

Read theascCIl version of arLOGfrom the specifiedilename(produced by
dumptlog ) into the existingr’LOGfor the named adefault  machine (it
cannot be "DBBL" or "all").
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logstart

machine
Force a warm start for theeOGinformation on the specifieghachine This
should normally be done followingleadtiog  and after disk relocation
during server group migration.

master (M) [ -yes |

If run on the backup node when partitioned, the backup node takes over as the
acting master node and a DBBL is booted to take over administrative
processing. If run on the master node when the backup node is acting as the
master, the DBBL is migrated to the master node, and the backup node is no
longer the acting master node. This command prompts for confirmation
before proceeding unless thlyes option is specified.

migrategroup  (migg ) [-cancel ] group_name

The migrategroup command takes the name of a server group. If the
configuration file specifies thIGRATEOption and an alternate location for
the group, all servers igroup_nameare migrated to the alternate location.
Servers must be shutdown for migration with the commstnddown -R

-g groupname . The-R option retains server names in the bulletin board so
that migration can be done. The migration can be canceled after the
shutdown-R by the commandnigrategroup -cancel groupname . The
-cancel option deletes the server names from the bulletin board.

migratemach (migm) [-cancel] machine

paginate

All servers running on the specifiatchineare migrated to their alternate
location. Servers must be shutdown for migration with the command:
shutdown -R -l machine When themigratemachine  command is used,

all server groups located emachinemust have the same alternate location
(otherwisemigrategroup  must be used). Migration of amiD (i.e.,

machine) that contains /Host gateway servers implies the migration of these
gateway servers to the alternatéiD. Specifying thecancel option causes

the cancellation of an in progress migration. In progress means that the
servers have been shutdown with tReoption ontmshutdown but have not

yet been migrated.

(page) [{off [on }]
Paginate output. If no option is given, then the current setting will be toggled,
and the new setting is printed. he initial setting is on, unless either standard
input or standard output is a nap- device. Pagination may only be turned
on when both standard input and standard outputyar@evices.The shell
environment variableAGERmay be used to override the default command
used for paging output. The default paging command is indigenous to the
native operating system environment, e.g., the commaunsl the default in
a UNIX System operating environment.
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passwd
Prompt the administrator for a new application password in an application
requiring security.

pclean (pcl ) machine
pclean first forces @bclean on the specifiethachine to restart or cleanup
any servers that may require itnthchine is partitioned, entries for processes
and services identified as running machine are removed from all
non-partitioned bulletin boards. tachine is not partitioned, any processes
or services that can not be restarted or cleaned up are removed.

printclient (pclt) [-m machine | [-u usmame][-c cltname ]
Print information for the specified set of client processes. If no arguments or
defaults are set, then information on all clients is printed.-mhes, and
-c options or defaults can be used to restrict the information to any
combination of machine, user name, or client name.

printconn (pc) [-m machine ]
Print information about conversational connections.-fheption or default
can be used to restrict the information to connections to or from the specified
machine. Amachinevalue of "all" or "DBBL" will print information from all
machines.

printgroup (pg) [-m machine | [-g groupname |
Print server group table information. The default is to print information for all
groups. Theg and-m options or defaults can be used to restrict the
information to a combination of group or machine. The information printed
includes the server group name, the server group number, primary and
alternate LMIDs, and the current location.

printnet  (pnw) [ mach_list ]
Print network connection information. The default is to print information for
all machines. The printnet command optionally takes a comma separated lis
of machinesi(MIDs) as arguments. If specified, information is restricted to
network connections involving the specified machines. For each machine, ar
indication is given if the machine is partitioned. If not partitioned,
information is printed indicating the machines to which it is connected and
counts of messages in and out.

printqueue  (pq) [gaddress ]
Print queue information for all application and administrative servers. The
default is to print information about all queues. Blagdresscommand line
or default can be used to restrict information to a specific queue. Output
includes the server name and the name of the machine on which the queue
reside.
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printserver (psr ) [-m machine | [-g groupname ] [-i srvid ][-q gaddress ]
Print information for application and administrative servers.-§hem, -g
and-i options can be used to restrict the information to any combination of
gqueuedress, machine, group or server.

printservice (psc ) [-m machine | [-g groupname ] [-i srvid ][-a{0]|1]2} ]

[-a gaddress ][-s service |
Print information for application and administrative services.-ghem, -g ,
- and-s options can be used to restrict the information to any combination
of queue address, machine, group, server or servicea Tdgion allows you
to select the class of servica9 limits the display to application services,
-al selects application services plus system services callable by an
applicationa2 selects both of those plus system services callable by BEA
TUXEDO.

printtrans (pt) [-g groupname | [-m machine |
Print global transaction table information for either the specified or the
default machine. Imachineis "all " or "DBBL", then information will be
merged together from transaction tables at all non-partitioned machines in the
application. The command line or defagibupnamevalue can be used to
restrict the information to transactions where the group is a participant
(including the coordinator) in the transaction. When printed in terse mode, the
transaction identifier, an index used for aborting or committing transactions
with aborttrans orcommittrans , transaction status, and count of
participants is printed. In verbose mode, transaction timeout information and
participant information (e.g., server group names and statuses including who
the coordinator is) is also printed.

quit  (q)
Terminate the session.

reconnect (rco ) non-partitioned_machinel partitioned_machine2
Initiate a new connection from the non-partitioned machine to the partitioned
machinereconnect forces a new connection from the non-partitioned
machine to the partitioned machine. If a connection is already active, it is
closed before the reconnect. This may cause in-transit messages to be lost,
resulting in transaction timeouts. It is possible for a machine or network
connection to be down, but the network interface driver will continue to
accept and buffer requests without any error indication tBRIBGE In this
caseyeconnect  will fail, forcing theBRIDGEto recognize that the remote
machine cannot be reached. Note that in most cases, after network problems
are resolved, thBRIDGEreconnects automatically, making manual
intervention (withreconnect ) unnecessary.
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resume (res ) {-q gaddress |-g groupname |-i srvid |-s service } ...

Resume (unsuspend) services. Iheg , -s , and-i  options can be used to
restrict the resumed services to any combination of queue, group, service, C
server (at least one of these options must be specified or must have a defaull
Thus > resume -q servg8 is a shorthand way of unsuspending all services
advertised on the queue with addressqg8 . Once a suspended service is
resumed, the offering server will be selected as a candidate server for that
service, as well as for other (unsuspended) services it may offer. If multiple
servers are reading from a single queue, the status of a particular service is
reflected in all servers reading from that queue.

serverparms  (srp ) -g groupname -i  srvid

Print the parameters associated with the server specifigtblopnameand
srvid for a group.

serviceparms (scp) -g groupname -i srvid -s service

shmstats

Print the parameters associated with the service specifigcbbpname
srvid andservice

(sstats) ex |app ]
If MODEL SHMs specified in the configuration filehmstats can be used to
assure more accurate statistics. When entered with no argushestits
returns the present setting of theACCSTATSHag of thebbparms.options
member of the bulletin board structure. This tells you whether statistics
presently being gathered are exact or approximate. If the command is entere
with ex specifiedshmstats turns on th@MACCSTATSHag, locks the bulletin
board and zeroes out the counters for server table, queue table and service
table entries.

shutdown (stop ) [options ]

This command is identical to th@shutdown (1) commandtmshutdown
options can be used to select servers to be stoppetnSeaown (1) for
an explanation of options and restrictions on use.

suspend (susp ) {-q gaddress |-g groupname |-i srvid |-s service } ...

Suspend services. The, -g, -s , and-i options can be used to restrict the
suspended services to any combination of queue, group, service, or server (z
least one of these options must be specified or must have a default). Thus >
suspend -g servg8 is a shorthand way of suspending all services advertised ¢
the queue with addressrvg8 . When a service is suspended, the offering
server will no longer be selected as a candidate server for that service,
although it will continue to be selected to process other services it may offer.
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Security

Queued requests for the suspended service are processed until the queue is
drained. If multiple servers are reading from a single queue, the status of a
particular service is reflected in all servers reading from that queue.

unadvertise  (unadv )
{-q gaddress [-g groupname][-i srvid ]|-g groupname -i srvid }
service
Remove an entry in the service table for the indicagedice If gaddress is
not specified, then botfvoupname andsrvid are required to uniquely
identify a server. Specifying either a queue or a particular server on that queue
achieve the same results. If temsrviceis to be removed from a multiple
server, single queue (MSSQ) set, then the advertisemesariacewill be
removed from all servers reading from that queue.

verbose (v) [{off |on}]
Produce output in verbose mode. If no option is given, then the current setting
will be toggled, and the new setting is printed. The initial setting is The
-v (verbose) and (terse) options on individual commands can be used to
temporarily override the current setting.

I shellcommand
Escape to shell and execusteellcommand

Repeat previous shell command.

# [text |
Lines beginning with "#" are comment lines and are ignored.

CR>
Repeat the last command.

Whentmadmin runs as the administrator, it does not pass through security since it is
already checked to be the application administrator's login ID.

The only time thatmadmin may run as someone other than the application
administrator is if ther option is used to access the application as a client. If such a
user invokesmadmin with the-r option, and if security is turned on for the
application, then the application password is required to access application data. If
standard input is a terminal, thewadmin will prompt the user for the password with
echo turned off on the reply. If standard input is not a terminal, the password is
retrieved from the environment variabkeP_PWIf this environment variable is not
specified and an application password is required, thetmin will fail.
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Portability

Notices

See Also

tmadmin acts as an application client if the option is used or if it cannot register as
the application administrator. If this is the case, themBre Pwenvironment variable
must be set to the application password in a security application if standard input is nc
from a terminal.

If the tmadmin command is entered before the system has been booted, the followinc
message is displayed:

No bulletin board exists. Entering boot mode
>
tmadmin then waits for @oot command to be entered.

If the tmadmin command is entered, without tlee option, on an inactive node that is
not theMASTERthe following message is displayed and the command terminates:

Cannot enter boot mode on non-master node.

If an incorrect application password is entered or is not available to a shell script
through the environment, then a log message is generated, the following message i
displayed and the command terminates:

Invalid password entered.

tmadmin may be run on any node within an active interoperating application.
However, the commands and command line arguments available are restricted to tho
available viamadmin in the release corresponding to the node wimexegmin is

running. For example, the commarsadcast , passwd andprintclient are not
available on Release 4.1 nodes.

tmadmin is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

Themachineoption has no effect in a non-networked uniprocessor environment.

tmloadcf (1), tmboot (1), tmshutdown (1), compilation  (5), ubbconfig (5)
Administering the BEA TUXEDO System
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tmboot(1)

Name

Synopsis

Description

tmboot -bring up a BEA TUXEDO configuration

tmboot [-I Imid 1[-9 grpname ] [-i srvid ][-s aout ] [-o0 sequence |
[-S][-Al [-b] [-B Imid 1T grpname][-e  command [-w] [-y] [-q]
[-n] [-c] [-M] [-d1]

tmboot brings up a BEA TUXEDO application in whole or in part depending on the
options specifiedtmboot can be invoked only by the administrator of the bulletin

board (as indicated by thaD parameter in the configuration file) or impt . tmboot

can be invoked only on the machine identifietaSTERn theRESOURCESection of

the configuration file, or the backup acting as MesSTERthat is, with thedBBL

already running (via theaster command inmadmin (1)). Except, if theb option is

used; in that case, the system can be booted from the backup machine without it having
been designated as tRASTER

With no optionsimboot executes all administrative processes and all servers listed in
the SERVERSsection of the configuration file named by the environment variables,
TUXCONFIGNdTUXOFFSETIf the MODELs MR aDBBLadministrative server is started
on the machine indicated by tMASTERparameter in thBRESOURCESection. An
administrative serveBgL) is started on every machine listed in MeCHINESsection.
For each group in theROUPSection,TMSservers are started based onTthSNAME
andTMSCOUNparameters for each entry. All administrative servers are started
followed by servers in thBERVERSections. AnyrMSor gateway servers for a group
are booted before the first application server in the group is booted.UN®ONFIG
file is propagated to remote machines as necessaryot normally waits for a
booted process to complete its initialization (thatpisrinit() ) before booting the
next process.

Booting a gateway server implies that the gateway advertises its administrative
service, and also advertises the application services representing the foreign services
based on theLOPTparameter for the gatewa (will cause all services defined when

the gateway is built witbuildgateway (1) to be advertiseds can be used to give a

list of services). If the instantiation has the concept of foreign servers, these servers are
booted by the gateway at this time.

Booting anLMID is equivalent to booting all groups on thatD.

Application servers are booted in the order specified bgE@ENCParameter, or in
the order of server entries in the configuration file (see descriptigsboonfig  (5)).

If two or more servers in tfRERVERSection of the configuration file have the same
SEQUENCPparameter, themboot may boot these servers in parallel and will not
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continue until they all complete initialization. Each entry in$ERVERSection can
have aMIN andMAXparametenmboot bootsMIN application servers (the default is 1
if MIN is not specified for the server entry) unless-theption is specified; using the
-i option causes individual servers to be booted upatgoccurrences.

If a server can not be started, a diagnostic is written on the central event log (and to t
standard output, unless is specified), antmboot continues -- except that if the
failing process is 8BL, servers that depend on tie®L are silently ignored; if the

failing process is @BBL, tmboot ignores the rest of the configuration file. If a server

is configured with an alternateiD and fails to start on its primary machineboot
automatically attempts to start the server on the alternate machine and, if successfu
sends a message to theBLto update the server group sectiomroKCONFIG

For servers in th6ERVERSsection, onlyCLOPT SEQUENCESRVGRRaNASRVID are

used bytmboot . Collectively, these are known as the server's boot parameters. Once
the server has been booted, it reads the configuration file to find its runtime parameter
(Seeubbconfig  (5) for a description of all parameters.)

All administrative and application servers are booted wiRDIR as their current
working directory. The value &fPPDIR is specified in the configuration file in the
MACHINESsection for the machine on which the server is being booted.

The search path for the server executable®iDIR, followed byTUXDIR/bin ,

followed by/bin and/usr/bin , followed by anyPATHspecified in th&ENVFILE for
theMACHINE The search path is only used if an absolute path name is not specified fo
the server. Values placed in the servERNSFILE are not used for the search path.

When a server is booted, the variabfe&DIR, TUXCONFIG, TUXOFFSET, and

APPDIR, with values specified in the configuration file for that machine, are placed in
the environment. The environment variabiie LIBRARY_PATHis also placed in the
environment of all servers. Its value defaults to

$APPDIR:$TUXDIR/lib:/lib:/usr/lib:lib> where lib> is the value of the first
LD_LIBRARY_PATH= line appearing in the machim&VFILE. Seeubbconfig (5) for

a description of the syntax and use of ENYFILE.

The ULOGPFXor the server is also set up at boot time based on the parameter for the
machine in the configuration file. If not specified, it default$A®PDIR/ULOG.

All of these operations are performed before the application initialization function,
tpsvrinit() , is called.
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Many of the command line options wiboot serve to limit the way in which the
system is booted and can be used to boot a partial system. The following options are
supported:

-l Imid
For each group whose associat®tb parameter iBnid, all TMSand gateway
servers associated with the group are booted and all serversSBRRWERS
section associated with those groups are executed.

-g grpname
All TMSand gateway servers for the group wheR&¥GRRparameter is
grpnameare started followed by all servers in 8#RVERSection associated
with that groupTMSservers are started based onThiSNAMBNATMSCOUNT
parameters for the group entry.

- srvid
All servers in theSERVERSsection whosSRVID parameter isrvid are
executed.

-S aout
All servers in theSERVERSsection with namaoutare executed. This option
can also be used to boot TMS and gateway servers; normally this option
would be used in this way in conjunction with tgeoption.

-0 sequence
All servers in theSERVERSsection withSEQUENCParametesequenceare
executed.

All servers in theSERVERSsection are executed.

All administrative servers for machines in theCHINESsection are
executed. Use this option to guarantee thabt®_and allBBL andBRIDGE
processes are brought up in the correct order (also see tpion).

Boot the system from th@ACKUPmachine, (without having to make it the
MASTER

-B Imid
A BBL is started on a processor with logical nadmél.
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-d1

This option starts administrative servers on the master machine MbtheL

is MR aDBBLadministrative server is started on the machine indicated by the
MASTERparameter in thRESOURCESection. ABBL is started on thRIASTER
machine, and BRIDGEIs started if the. AN option and &NETWORENtry are
specified in the configuration file.

Causes command line options to be printed on the standard output. Useful
when preparing to uselb to debug application services.

-T grpname

All TMSservers for the group whos&VGRBparameter igrpnameare started
(based on theMSNAMBNATMSCOUNParameters associated with the group
entry). This option is the same as booting based omMisserver name-§
option) and the group namey ().

-e command

-W

Y

Causexzommando be executed if any process fails to boot successfully.
commandcan be any program, script, or sequence of commands understooc
by the command interpreter specified in $4ELL environment variable.

This allows an opportunity to bail out of the boot procedureofimand
contains white space, the entire string must be enclosed in quotes. This
command is executed on the machine on whitloot is being run, not on

the machine where the server is being booted.

Informstmboot not to wait for servers to complete initialization before
booting another server.This option should be used with ca@fs.depend

on the presence of a validBL, ordinary servers require a runnisgL on the
processor on which they are placed. These conditions can not be guarantee
if servers are not started in a synchronized manner.This option overrides the
waiting that is normally done when servers have sequence numbers.

Assumes ges answer to a prompt that asks if all administrative and server
processes should be booted. (The prompt appears only when the command
entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard output.
implies-y .

The execution sequence is printed, but not performed.

Minimum IPC resources needed for this configuration are printed.
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Interoperability

Portability

Environment
Variables

Link-Level
Encryption

Diagnostics

When thel ,-g,-i ,-0, and-s options are used in combination, only servers that
satisfy all qualifications specified will be booted. Fhe-g , -s , and-T options cause
TMSservers to be booted; tHe, -g , and-s options cause gateway servers to be
booted; thel ,-g,-i ,-0,-s,andsS options apply to application servers. Options that
boot application servers will fail if BBL is not available on the machine.The -M,
and-B options apply only to administrative processes.

The standard input, standard output, and standard error file descriptors will be closed
for all booted servers.

tmboot must run on the master node, which in an interoperating application must be
the highest release availahi@boot detects and reports configuration file conditions
that would lead to the booting of administrative servers such asWorkstation listeners
on sites that cannot support them.

tmboot is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

During the installation process, an administrative password file is created. When
necessary, BEA TUXEDO searches for this file in the following directories (in the
order shown)APPDIR/.adm/tlisten.pw TUXDIR/udataobj/tlisten.pw To
ensure that your password file will be found, make sure you have s&tRbéR and/or
TUXDIR environment variables.

If the link-level encryption feature is in operation betwesoot andtlisten
link-level encryption will be negotiated and activated first to protect the process by
which messages are authenticated.

If TUXCONFIGs set to a non-existent file, two fatal error messages are displayed:
error processing configuration file configuration file not found

If tmboot fails to boot a server, it will exit with exit code 1 and the user log should be
examined for further details; otherwise it will exit with exit code 0.

If tmboot is run on an inactive non-master node, a fatal error message is displayed:
tmboot cannot run on a non-master node.

If tmboot is run on an active node that is not the acting master node, a fatal error
message is displayetiboot cannot run on a non acting-master node in
an active application.

If the samdPCKEY is used in more than off&XCONFIGile, tmboot  fails with the
following messageconfiguration file parameter has been changed since
last tmboot
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If there are multiple node names in MRCHINESsection in a nom-AN configuration,
a fatal error message is display®titiple nodes not allowed in MACHINES
for non-LAN application.

If tisten  is not running on th®ASTERmachine in a LAN application, a warning
message will be printed. In this caseadmin (1) will not be able to run in

administrator mode on remote machines; it will be limited to read-only operations.
This also means that the backup site will be unable to to reboot the master site after
failure.

Examples  To start only those servers located on the machines logically nagesghdCst:
tmboot -I CSO - CS1 To start only those servers nameREDEBand belonging to
groupDBG1 tmboot -g DBG1 -s CREDEB1  To boot aBBL on the machine logically
namedPES, as well as all those servers whose location is specifieB@&sgnboot-B
PES -l PES

To view minimum IPC resources needed for the configuratitiot -c
The following is an example of the output produced by¢heption:

Ipc sizing (minimum /T values only) ...
Fixed Minimums Per Processor
SHMMIN: 1
SHMALL: 1
SEMMAP: SEMMNI
Variable Minimums Per Processor

SEMUME, A SHMMAX

SEMMNU, * *
Node SEMMNS SEMMSL SEMMSL SEMMNI MSGMNI MSGMAP SHMSEG
sfpup 60 1 60 A+1 10 20 76K
sfsup 63 5 63 A+1 11 22 76K

where 1 =A=8.

The number of expected application clients per processor should be added to each
MSGMNValue.MSGMABhould be twiceé1SGMNISHMMINshould always be set to 1.

The minimum IPC requirements can be compared to the parameters set for your
machine. See the System Administrator's Guide for your machine for information
about how to change these parameters. Ifstheption is used, the display will differ
slightly from the above example.
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Notices

See Also

Thetmboot command ignores the hangup sigraGHUP. If a signal is detected
during boot, the process continues.

Minimum IPC resources displayed with tlee option apply only to the configuration
described in the configuration file specified; IPC resources required for a resource
manager, for a mask cache, or for other BEA TUXEDO configurations are not
considered in the calculation.

tmadmin (1), tmshutdown (1), tmloadcf (1), ubbconfig (5), Administereing the BEA
TUXEDO System

BEA TUXEDO Reference Manual 109



tmconfig(1)

tmconfig(1)

110

Name

Synopsis

Description

tmconfig -Dynamically update and retrieve information about the BEA TUXEDO
configuration for a running system

tmconfig

tmconfig  is an interactive program that can be used to update some of the
configuration file parameters, or MIB attributes, and add records to some of the
TUXCONFIGsections while the BEA TUXEDO application is runnimgconfig

manages a buffer that contains input field values to be added, updated, or retrieved al
displays output field values and status after each operation completes. The user car
update the input buffer using any available text editor.

tmconfig is a BEA TUXEDO system client. (It will show uptasconfigwith the user
name being the login name in tirgadmin printclient command.) If the
application is using thBECURITYfeature, it will prompt for the application password.

tmconfig ~ first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows.

Section:1) RESOURCES, 2) MACHINES, 3) GROUPS 4) SERVERS 5)SERVICES
6) NETWORK 7) ROUTING q) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]:

The default section appears in square brackets at the end of the prompt.
tmconfig  then prompts for the desired operation.

Operation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]:

The default operation is printed in square brackets at the end of the prompt. Enterin
return will select this option. The other options are selected by entering the number an
RETURN

The currently supported operations are:

1. FIRST - Retrieve the first record from the specified section. No key fields are
needed (they are ignored if in the input buffer).

2. NEXT- Retrieve the next record from the specified section, based on the key
fields in the input buffer.
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3. RETRIEVE- Retrieve the indicated record from the specified section by key
field(s).

4. ADD- Add the indicated record in the specified section. Any fields not specified
(unless required) take their default values as specifietbiconfig (5). The
current value for all fields is returned in the output buffer. This operation can
only be done by the System/T administrator.

5. UPDATE- Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for all fields is returned in the input buffer. This operation can only be done by
the BEA TUXEDO administrator.

6. CLEAR BUFFER- Clear the input buffer (all fields are deleted). After this
operationtmconfig immediately prompts for the section again

7. QUIT - Exit the program gracefully (the client is terminated). A valugfof any
prompt also exits the program.

For administrator operations, the effective user identifier must match the BEA
TUXEDO administrator user identifier (UID) for the machine on which this program

is executed. When a record is updated or added, all default values and validations used
by tmloadcf (1) are enforced.

tmconfig then prompts whether or not to edit the input buffeter editor to

add/modify fields [n]? Entering a value of will put the input buffer into a
temporary file and execute the text editor. The environment vagabi®Rris used to
determine which editor to be used and the defaeli i he input format is in
fieldnamef/field value pairs and is described iniNRUT FORMATection below. The

field names associated with eadBBCONFIGsection are listed in tables in the
sub-sections below. The semantics of the fields and associated ranges, default values,
restrictions, etc. are describeduisbconfig (5). Note that permissions values are
specified in decimal, not octal. In most cases, the field name is the same as the
KEYWORIN theUBBCONFIdile, prefixed with “TA_". When the user completes

editing the input buffetmconfig  reads it. If more than one line occurs for a particular
field name, the first occurrence is used and other occurrences are ignored. If any errors
occur, a syntax error will be printed amatonfig prompts whether or not to correct

the problemEnter editor to correct?

If the problem is not corrected (respom$ethen the input buffer will contain no fields.
Otherwise, the editor is executed again.

Finally, tmconfig  asks if the operation should be doRerform operation [y]?
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Limitations

When the operation completesconfig  prints the return value asReturn value
TAOKfollowed by the output buffer fields. The process then begins again with a prompt
for the section. All output buffer fields are available in the input buffer unless the
buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

WhenQUIT is selectedmconfig  prompts for creating a backup ASCII version of the
configuration:Unload TUXCONFIG file into ASCII backup [y]? If a backup is
selectedimconfig  prompts for the file nam@&ackup filename [UBBCONFIG]? On
successtmeconfig indicates that a backup was created; otherwise an error is printed.

Input packets consist of lines formatted as follows:

fldname  fldval
The field name is separated from the field value by one or more tabs.

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read backnisthafig ).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start a field value with a tab
use a backslash followed by the two-character hexadecimal representation of the
desired character (see ASCII(5) in a UNIX reference manual). A space, for example
can be entered in the input data as \20. A backslash can be entered using two backsl:
characteramconfig recognizes all input in this format, but the greatest usefulness of
the hexadecimal format is for non-printing characters.

The following are general limitations of the dynamic re-configuration capability:

1. Values for key fields (as indicated in the following sections) may not be modified.
If the key fields are modified in the editor buffer and the operation is done, then &
different record will be modified based on the new values of the key fields. Key
fields can be modified, when the system is down, by reloading the configuration
file.

2. Fields at theMID level cannot be modified while th&ID is booted; similarly
fields at the GROUP level cannot be modified while@ROURs booted.

3. Many of theRESOURCEParameters cannot be updated on a running system.

4. Dynamic deletions are not be supported. Deletions must be done off-line.
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Relationship
between
tmconfig,
ubbconfig and
MIBs

When Attributes
(Fields) Can Be
Updated and
Who Can Do It

RESOURCES
Section

Notes

5. When you attempt to update a parameter in the wrong section (for example,
updating theMACHINESparameteENVFILE while in theRESOURCESection), the
operation will appear to succeed (thatrsconfig  will return TAOK but the
change will not appear in your unloadeBBCONFIGile.

In what are now ancient releases of BEA TUXEDO all application configuration was
accomplished by editing an ASCII file, tb@BCONFIdile, that contained all the
configuration parameters for an application. A later version compiled that file into a
binary format known aSUXCONFIG by using tmloadcf(1).Yet another release
introducedimconfig , which enabled dynamic updates (that is, updates while the
system was active) of a numbermafXCONFI@arameters. A more recent development
was the introduction of BEA TUXEDO Management Information Bases (MIBS)
which redefined BEA TUXEDO resources into classes and attributes. With the advent
of MIBS, the BEA TUXEDO system also provided an admin API that enables an
administrator (or a user) to access and change the attributes of an application
programmatically. To keep documentation from getting out of synch, BEA TUXEDO
documentation will no longer maintain section tables in this reference page for
tmconfig , except for the table for the Network Section. Instead, you will be referred
to the appropriate MIB class where the attributes can be found.

One feature of the formenconfig tables was a column that told when a field can be
updated.That information is carried in the MIB reference pages, but in a form that
requires a little more digging on your part. See the description of Permissions in
MIB(5). The Permissions columns in MIB tables look like typical read, write and
execute permissions that you may familiar with for files, but they carry more weight
than that. For example, by using additional letters they can indicate whether or not the
field can be changed when the system is active.

Study the description in MIB(5) before you attempt to tus@nfig

For attributes in this section, please seerttmOMAINclass in thaM_MIB(5) reference
page.

The ADDoperation is not valid for this section. Since there is only one record in this
section, theRETRIEVE operation is the same as #R&ST operation (no key field is
required). TheNEXToperation will always return record not found.

Changes t@A_LDBAL TA_CMTRETandTA_SYSTEM_ACCESSnly affect new clients

and servers that are subsequently boatadSYSTEM_ACCES6&annot be changed if
NO_OVERRIDES specified and any server entries exist that don't match the specified
access typePROTECTEDr FASTPATH. Changes toA_NOTIFY andTA_AUTHSV@nly
affect new clients that are subsequently started.
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MACHINES
Section

Notes

GROUPS
Section

SERVERS
Section

Notes

Services Section

Notes

NETWORK
Section

114

Updates to parameters other than those listed above will not appear in your unloade
ASCII backup file.

For attributes in this section, please seeTth@ACHINEClass in thaM_MIB(5)
reference page.

A machine cannot be added unless! appears in thePTIONSIn theRESOURCES
section.

Updates to parameters other than those listed above will not appear in your unloade
ASCII backup file.

For attributes in this section, please seeTtt@ROURlass in th@M_MIB(5) reference
page.

For attributes in this section, please seeTtt8=RVERclass in thaM_MIB(5) reference
page.

Parameter changes in tRERVERSection take effect the next time that an associated
server is booted (and not restarted) If multiple servers are definetissaset (using
TA_RQADDR they must have the same services booted (e.g., changesdboPTor
ENVFILE must not affect the services that are booted such that they don't match
currently booted servers).Th_MAXs changed, automatic spawning of conversational
servers for the new server identifiers will not happen until one or more servers in the
server set are booted.

For attributes in this section, please se€eTtt&ERVICE class and th& SVCGRRclass
in theTM_MIB(5) reference page.

Parameter changes in tBERVICESsection take effect the next time a server offering
the service is booted (and not restarted). Updates tROUTINGNAMETre allowed

only with a missing oNULL valuedTA_SRVGRHield. In this case, all matching
*SERVICESentries will have theiTA_ROUTINGNAMEpdated simultaneously. The
TA_ROUTINGNAMEOrresponds to theOUTINGfield in the *SERVICESsection.

Updates to parameters other than those listed above will not appear in your unloade
ASCII backup file.

The following table lists the fields in tNETWORKection.
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Notes

ROUTING
Section

Notes

WSL Section

Notes

NETGROUPS
Section

NETMAP
Section

Security

NETWORK SECTION

Field Identifier Field Type  Update Notes

TA_LMID string No key

TA_NADDR string Sys ASCII format (no embedded NULL
characters)

TA_BRIDGE string Sys

TA_NLSADDR string Sys ASCII format (no embedded NULL
characters)

A record cannot be added while the associakéi is booted.

No operations can be done on NETWORKSection unlessAN appears in the
OPTIONSIn theRESOURCESection.

Updates to parameters other than those listed above will not appear in your unloaded
ASCII backup file.

For attributes in this section, please seeTttROUTINGclass in thaM_MIB(5)
reference page.

TheROUTINGsection cannot be updated while the system is running. REWING
section entries may be added provided the bulletin board sizing paramexBT
MAXRFTandMAXRTDATAN theRESOURCESection were set to allow for growth.

For attributes in this section, please seetth®sSLclass in thaM_MIB(5) reference
page.

TheT_wsLclass should be used to updatechepPTfor WSL servers, even though this
is available via th&ERVERsection.

For attributes in this section, please seemnth®sLClass in thaM_MIB(5) reference
page.

For attributes in this section, please seatiNETMAFClass in thaM_MIB(5) reference
page.

If tmconfig is runin a secure application, it requires an application password to access
the application. If the standard input is a termitatonfig prompts the user for the
password with echo turned off on the reply. If the standard input is not a terminal, the
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Workstation
(lient

Environment

116

Variables

Diagnostics

password is retrieved from the environment variabe_Pw If this environment
variable is not specified and an application password is requiredptbariig  will
fail.

As aWorkstation client, the command is namediconf on DOS andvtmconfig
otherwise. The&JPDATEandADDcommands are not supportddEPERMSs returned).

tmconfig resets th€IELDTBLS andFLDTBLDIR environment variables to pick up the
${TUXDIR}udataobj/tpadmin field tableTUXDIR must be set correctly.

APP_PWmust be set to the application password in a secure application if standard
input is not from a terminal.

TUXCONFIG(for non-workstation clients) andfSADDRNd possiblywSDEVICEand
WSTYPHfor workstation clients) must be set correctly such that the program can
register as a client.

tmconfig fails if it cannot allocate a typed buffer, if it cannot determine the
letc/passwd  entry for the user, if it cannot become a client process, if it cannot create
a temporary file intmp for the input buffer editing, or if it cannot reset the
environment variableSIELDTBLS or FLDTBLDIR.

The return value printed hynconfig ~ after each operation completes indicates the
status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA TUXEDO
communications error. They indicate that the operation did not complete successfully

[TAEPER
The calling process specifiedra_UPDATEor TA_ADDopcode but is not
running as the BEA TUXEDO administrator.

[TAESYSTEﬂ/I
A BEA TUXEDO error has occurred. The exact nature of the error is written
touserlog (3).

[TAEOS
An operating system error has occurred.

[TAETIME]
A blocking timeout occurred. The input buffer is not updated so no
information is returned for retrieval operations. The status of update
operations can be checked by doing a retrieval on the record that was being
updated.
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The following return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string fieldTA_STATUSwiIll be set in the output buffer indicating the problem. The
string fieldTA_BADFLDNAMRvill be set to the field name for the field containing the
value that caused the problem (assuming the error can be attributed to a single field).

[TAERANGE
A field value out of range or is invalid.

[TAEINCONSIS
A field value or set of field values are inconsistently specified (e.g.,
specifying an existinRQADDRalue for a differensRVGRRand
SERVERNANME

[TAECONFIG
An error occurred while reading tMi&XCONFIGfile.

[TAEDUPLICATH
The operation attempted to add a duplicate record.

[TAENOTFOUND
The record specified for the operation was not found.

[TAEREQUIRED
A field value is required but not present.

[TAESIZE]
A field value for a string field is too long.

[TAEUPDATE
The operation attempted to do an update that is not allowed.

[TAENOSPACE
The operation attempted to do an update but there was not enough space in
the TUXCONFIGfile and/or the Bulletin Board.

The following return values indicate that the operation was successful, at least at the
MASTERSite.

[TAOH
The operation succeeded. No updates were done TWX@®ONFIGile or the
Bulletin Board.

[TAUPDATED
The operation succeeded. Updates were made mJk@ONFIGfile and/or
the Bulletin Board.

BEA TUXEDO Reference Manual 117



tmconfig(1)

[TAPARTIAL]
The operation succeeded at MRSTERsite but failed at one or more
Nnon-MASTERsites. The noMASTERsites will be marked as invalid or
partitioned. See the administrator's guide for further information.

Interoperabilty  TheUPDATEandADDoperations are not allowed if a BEA TUXEDO 4.0 or 4.1 node is
booted. These nodes must be shutdown before doing these operations. When
re-booted, they will pick up the changes.

tmunloadcf  When usingmunloadcf (1) to print entries in the configuration, certain field values
Compatibility — are not printed if they are not set (for strings) or O (for integers), or if they match the
default value for the field. These fields will always appear in the output buffer when
usingtmconfig . In this way, it makes it easier for the administrator to retrieve an entry
and update a field that previously was not set. The entry will have the field name
followed by a tab but no field value.

Example  In the following examplegmconfig  is used to correct the network address specified
on a Workstation Listener server. It happens to be the first entry in the servers sectiol
For illustration purposes, ed(1) is used for the editor.

$ EDITOR=ed tmconfig

Section:1) RESOURCES, 2) MACHINES, 3) GROUPS 4) SERVERS 5)SERVICES
6) NETWORK 7) ROUTING q) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]: 4

Operation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]: 1

Enter editor to add/modify fields [n]? <return>
Perform operation [y]? <return>

Return value TAOK

Buffer contents:

TA_OPERATION 4

TA_SECTION 3

TA_SRVID 2

TA_MIN 1

TA_MAX 1

TA_RQPERM 432

TA_RPPERM 432

TA_MAXGEN 1

TA_GRACE 86400

TA_STATUS Operation completed successfully
TA_SRVGRP WDBG

TA_SERVERNAME WSL

TA_CLOPT -A -- -d/dev/tcp -M4 -m2 -x5 -n0x0002fe19c00b6d6b
TA_CONV N

TA _REPLYQ N

TA RESTART N
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Section:1) RESOURCES, 2) MACHINES, 3) GROUPS 4) SERVERS 5)SERVICES
6) NETWORK 7) ROUTING q) QUIT 9) WSL [4]10) NETGROUPS 11) NETMAP [4]: <return>
Operation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE

6) CLEAR BUFFER 7) QUIT [1]: 5

Enter editor to add/modify fields [n]? y

240

/CLOPT/s/6d6b/690E/p

TA_CLOPT -A -- -d/dev/tcp -M4 -m2 -x5 -n0x0002fe19c00b690E

w

240

q

Perform operation [y]? <return>

Return value TAUPDATED

Buffer contents:

TA_OPERATION 1

TA_SECTION 3

TA_SRVID 2

TA_MIN 1

TA_MAX 1

TA_RQPERM 432

TA_RPPERM 432

TA_MAXGEN 1

TA_GRACE 86400

TA_STATUS Update completed successfully

TA_SRVGRP WDBG

TA_SERVERNAME WSL

TA_CLOPT -A -- -d/dev/tcp -M4 -m2 -x5 -n0x0002fe19c00b690E

TA_CONV N

TA_REPLYQ N

TA_RESTART N

Section:1) RESOURCES, 2) MACHINES, 3) GROUPS 4) SERVERS 5)SERVICES
6) NETWORK 7) ROUTING q) QUIT 9) WSL [1] 10) NETGROUPS 11) NETMAP {1}: q
Unload TUXCONFIG file into ASCII backup [y]? <return>

Backup filename [UBBCONFIG]? <return>

Configuration backed up in UBBCONFIG

$ # boot the changed server

$ tmboot -s WSL -i 2

See Also  tmloadcf (1), tmboot (1), userlog (3c),ubbconfig (5), TM_MIB5).
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Name
Synopsis

Description

tmloadcf -parse aJBBCONFIdile and load binaryfUXCONFIGconfiguration file
tmloadcf [-n] [-y] [-c] [-b blocks 1{ ubbconfig_file | -}

tmloadcf reads a file or the standard input that i§BBCONFIGsyntax, checks the
syntax, and optionally loads a binalyXCONFIGconfiguration file. TheTUXCONFIG
and (optionally)TUXOFFSETenvironment variables point to ti&XCONFIGile and
(optional) offset where the information should be stotreldadcf can only be run on
theMASTERmMachine, as defined in tlRESOURCESection of theJBBCONFIdile,
unless thec or-n option is specified.

tmloadcf  prints a warning message if it finds any section ofUBBCONFIdile
missing, other than a missingETWORERection in a configuration where theN
OPTIONIs not specified (segbbconfig (5)) or a missindROUTINGsection. If a syntax
error is found while parsing the input filenloadcf  exits without performing any
updates to th@UXCONFIGfile.

The effective user identifier of the person runnimpadcf must match theID, if
specified, in th&RESOURCESection of theJBBCONFIdile.

The-c option totmloadcf causes the program to print minimum IPC resources
needed for this configuration. Resource requirements that vary on a per-processor
basis are printed for each processor in the configurationTUREONFIGile is not
updated.

The-n option totmloadcf causes the program to do only syntax checking of the
ASCII UBBCONFIdile without actually updating theUXCONFIJile.

After syntax checkingmloadcf checks to see if the file pointed to DYXCONFIG

exists, is a valid BEA TUXEDO system file system, and containé€CONFIGables.

If these conditions are not true, the user is prompted to decide if theymiarict

to create and initialize the file withitialize TUXCONFIG file: path [y,

g]? Prompting is suppressed if the standard input or output are not terminals, or if the
-y option is specified on the command line. Any response other ffiar “Y” will
causeamloadcf to exit without creating the configuration file.

If the TUXCONFIGHile is not properly initialized, and the user has given the go-ahead,
tmloadcf  creates the BEA TUXEDO system file system and then creates the
TUXCONFIGtables. If theb option is specified on the command line, its argument is
used as the number of blocks for the device when creating the BEA TUXEDO systen
file system. If the value of thé option is large enough to hold the NnEWXCONFIG
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tablestmloadcf  will use the specified value to create the new file system; otherwise,
tmloadcf  will print an error message and exit. If the option is not specified,

tmloadcf  will create a new file system large enough to holdTth¥CONFIGtables.
The-b option is ignored if the file system already exists.

The-b option is highly recommendedTifJXCONFIGs a raw device (that has not been
initialized) and should be set to the number of blocks on the raw devicen Ttion
is not recommended TfUXCONFIGSs a regular UNIX file.

If the TUXCONFIdile is determined to already have been initializethadcf ensures
that the system described by tmatxCONFIGfile is not running. If the system is
running,tmloadcf  prints an error message and exits.

If the system is not running andXCONFIJile already existgmloadcf  will prompt
the user to confirm that the file should be overwritten with

Really overwrite TUXCONFIG file [y, q]?

Prompting is suppressed if the standard input or output are not a terminal oyif the
option is specified on the command line. Any response other $tiam “Y” will cause
tmloadcf to exit without overwriting the file.

If the SECURITYparameter is specified in tRESOURCESection of the configuration,
thentmloadcf  will flush the standard input, turn off terminal echo and prompt the user
for an application password as follows:

Enter Application Password?
Reenter Application Password?

The password is limited to 30 characters. The option to load the ABBLONFIdile
via the standard input (rather than a file) cannot be used whege@uRITYparameter
is turned on. If the standard input is not a terminal, that is, if the user cannot be
prompted for a password (as withee file, for example), then the environment
variableAPP_PWs accessed to set the application password. If the environment
variableAPP_PWs not set with the standard input not a terminal, thdgadcf ~ will
print an error message, generate a log message and fail to lcatktbeNFIGfile.

Assuming no errors, and if all checks have passeehdcf loads theJBBCONFIdile
into theTUXCONFIGile. It will overwrite all existing information found in the
TUXCONFIGtables.

Note that some values are rounded during the load and may not match when they are
unloaded. These include but are not limiteMEXRFTandMAXRTDATA
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Interoperability

Environment

122

Portability

Variables

Examples

Diagnostics

See Also

tmloadcf must run on the master node, which in an interoperating application must
be the highest release available.

tmloadcf is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

The environment variablePP_PwWmust be set for applications that haveSEE€URITY
parameter is specified and rtmloadcf  with something other than a terminal as the
standard input.

To load a configuration file frordBBCONFIGile BB.shm, initialized the device with
2000 blockstmloadcf -b2000 -y BB.shm

If an error is detected in the input, the offending line is printed to standard error along
with a message indicating the problem. If a syntax error is found WBBeONFIdile

or the system is currently running, no information is updated mukeONFIdile and
tmloadcf ~ exits with exit code 1.

If tmloadcf is run by a person whose effective user identifier doesn't matehithe
specified in theJBBCONFIGile, the following error message is displayed:

** UID is not effective user ID ***

If tmloadcf is run on a non-master node, the following error message is displayed:
tmloadcf cannot run on a non-master node.

If tmloadcf is run on an active node, the following error message is displayed:
tmloadcf cannot run on an active node.

Upon successful completiomloadcf — exits with exit code 0. If thEBUXCONFIGile
is updated, aserlog message is generated to record this event.

tmunloadcf (1), ubbconfig (5), Administering the BEA TUXEDO System
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Name  stmshutdown-shutdown a set of BEA TUXEDO servers
Synopsis  tmshutdown [  options ]

Description  tmshutdown  stops the execution of a set of servers or removes the advertisements of
a set of services listed in a configuration file. Only the administrator of the bulletin
board (as indicated by th#D parameter in the configuration file) @bt can invoke
thetmshutdown commandtmshutdown can be invoked only on the machine
identified asMASTERN theRESOURCESection of the configuration file, or the backup
acting as th®ASTERthat is, with thé@BBLalready running (via th@aster command
in tmadmin (1)). An exception to this is the option which is used on partitioned
processors (see below).

With no optionstmshutdown stops all administrativaMs and gateway servers, and
servers listed in thBERVERSsection of the configuration file named by the
TUXCONFIGenvironment variable and removes their associated IPC resources. For
each group, all servers in tsSERVERSsection, if any, are shutdown followed by any
associated gateway servers (for foreign groups)ratgservers. Administrative
servers are shutdown last.

Application servers witholBEQUENCPparameters are shutdown first in reverse order
of the server entries in the configuration file, followed by servers SE(HUENCE
parameters that are shutdown from high to low sequence number. If two or more
servers in th&ERVERSSection of the configuration file have the sa®EQUENCE
parameter, themnshutdown may shut down these servers in parallel. Each entry in
the SERVERSSection may have an optiomsiN andMAXparametertmshutdown shuts
down all occurrences of a server (uptaxoccurrences) for each server entry, unless
the-i option is specified; using the option causes individual occurrences to be shut
down.

If it is not possible to shutdown a server, or remove a service advertisement, a
diagnostic is written on the central event log (s®glog (3c)). The following is a
description of all options:

-1 Imid

For each group whose associatetid parameter igmid, all servers in th6 ERVERS
section associated with the group are shut down, followed bynaggand gateway
servers associated with the group.

-g grpname
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All servers in thesSERVERSsection associated with the specified group (that is, whose
SRVGRParameter igrpnameg are shutdown, followed by ativSand gateway servers

for the group. TMS servers are shutdown based omMSNAMBNATMSCOUNT
parameters for the group entry. For a foreign group, the gateway servers for the
associated entry in thOSTsection are shutdown based@TENAMBNAGATECOUNT
Shutting down a gateway implies its administrative service and all advertised foreigr
services are unadvertised, in addition to stopping the process.

-i srvid
All servers in thesSERVERSection whos&RVID parameter isrvid are
shutdown. Do not entergRVID greater than 30,000; this indicates system
processes (that isMS or gateway servers) that should only be shutdown via
the -l or -g options.

-S aout
All servers in thesSERVERSection with namaoutare shutdown. This option
can also be used to shutdomnsand gateway servers.

-0 sequence
All servers in thesSERVERSection withSEQUENCPparametesequencere
shutdown.

-S
All servers in thesSERVERSection are shutdown.

-A
All administrative servers are shutdown.

-M
This option shuts down administrative servers on the master machine. The
BBL is shut down on thRIASTERmachine, and thBRIDGEIs shut down if the
LAN option and alETWORENtry are specified in the configuration file. If the
MODELs MR, theDBBL administrative server is shut down.

-B Imid
TheBBL on the processor with logical nanmeid is shutdown.

-T grpname
All TMSservers for the server group wh@&®/GRRparameter igrpnameare
shut down (based on tiISNAMBRNATMSCOUNParameters associated with
the server group entry).

-w delay

Tellstmshutdown to suspend all selected servers immediately and waits for
shutdown confirmation for onlgelay seconds before forcing the server to
shut down by sending @iIGTERMand then &IGKILL signal to the server.
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Note: servers to which thes option may be applied should not catch the
UNIX signal SIGTERM

-k {TERM|KILL}

Y

-C

-H Imid

-P Imid

tmshutdown suspends all selected servers immediately and forces them to
shut down in an orderly fashiomgRN or preemptivelyKILL ). Note: This
option maps to the UNIX signa8GTERMandSIGKILL on platforms which
support them. By default, IGTERMinitiates orderly shutdown in a BEA
TUXEDO server. Application resetting 8IGTERMcould cause to be unable
to shutdown the server.

Assumes ges answer to a prompt that asks if all administrative and server
processes should be shutdown. (The prompt appears only when the command
is entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard output. It
implies-y .

The execution sequence is printed, but not performed.

For migration operations only, shuts down a server on the original processor
without deleting its bulletin board entry in preparation for migration to
another processor. THR option must be used with either theor-g option
(e.g.,tmshutdown -1 Imid -R) TheMIGRATEOption must be specified in the
RESOURCESection of the configuration file.

Shuts dowrBBLs even if clients are still attached.

On a uniprocessor, all administrative and applications servers on the node
associated with the specifiédid are shut down. On a multiprocessor(e.g.,
3B4000), all PEs are shut down, even if only one PE is specified.

With this optiontmshutdown attaches to the bulletin board on the specified
Imid, ensures that thisiid is partitioned from the rest of the application (that
is, does not have access to BBL), and shuts down all administrative and
application servers. It must be run on the processor associated witldthe
in theMACHINESsection of the configuration file.
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Interoperability
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Portability

Diagnostics

Examples

Notices

See Also

The-l ,-g,-s, and-T options causg&MSservers to be shut down; the, -g , and-s
options cause gateway servers to be shut downl; theg ,-i ,-s , -0, and-S options
apply to application servers; the, -M, and-B options apply only to administrative
processes. When the, -g, -i , -0, and-s options are used in combination, only
servers that satisfy all qualifications specified will be shut down.

If the distributed transaction processing feature is being used such that global
transactions are in progress when servers are shutdown, transactions that have not
reached the point where commit is logged after pre-commit will be aborted;
transactions that have reached the commit point will be completed when the servers
(for example;TM9 are booted again.

tmshutdown must run on the master node, which in an interoperating application must
be the highest release availahteshutdown detects and reports configuration file
conditions that would lead to the shutting down of Release 4.2 administrative server
on Release 4.1 sites.

tmshutdown is supported as a BEA TUXEDO-supplied administrative tool on UNIX
operating systems only.

If tmshutdown fails to shut down a server or a fatal error occurs, it will exit with exit
code 1 and the user log should be examined for further details; otherwise it will exit
with exit code 0.

If tmshutdown is run on an active node that is not the acting master node, a fatal errol
message is displayethshutdown cannot run on a non acting-master node
in an active application.

If shutting down a process would partition active processes frobaBe a fatal error
message is displayecknnot shutdown, causes partitioning.

If a server has died, the following somewhat ambiguous message is produced:
CMDTUX_CAT:947 Cannot shutdown server GRPID

To shutdown the entire system and remove all BEA TUXEDO IPC resources (force it
if confirmation not received in 30 seconds): tmshutdown -w 30 To shutdown only
those servers located on the machine with of CS1 Since thel option restricts

the action to servers listed in tBERVERSsection, theBBL on CS1is not shutdown:
tmshutdown -l CS1

Thetmshutdown command ignores the hangup sigreaGHUP. If a signal is detected
during shutdown, the process continues.

tmadmin (1), tmboot (1), ubbconfig (5), Administering the BEA TUXEDO System
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Name
Synopsis

Description

Portability

Examples

Diagnostics

See Also

tmunloadcf -unload binaryTUXCONFIGconfiguration file
tmunloadcf

tmunloadcf  translates th&UXCONFIGconfiguration file from the binary

representation into ASCII. This translation is useful for transporting the file in a
compact way between machines with different byte orderings and backing up a copy
of the file in a compact form for reliability. The ASCII format is the same as is
described irubbconfig  (5).

tmunloadcf  reads values from thBUXCONFIGile pointed to by th@UXCONFIGand
TUXOFFSETenvironment variables and writes them to its standard output.

Note that some values are rounded during configuration and may not match values set
during tmloadcf or via the TMIB interface. These include but are not limited XRFT
andMAXRTDATA

tmunloadcf  is supported only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

To unload the configuration itasr/tuxedo/tuxconfig into the file
tconfig.backup . TUXCONFIG=/ust/tuxedo/tuxconfig tmunloadcf >
tconfig.backup

tmunloadcf  checks that the file pointed to by thReXCONFIGANdTUXOFFSET
environment variables exists, is a valid BEA TUXEDO system file system, and
containsTUXCONFIGtables. If any of these conditions is not metinloadcf  prints
an error message and exits with error code 1. Upon successful completion,
tmunloadcf  exits with exit code 0.

tmloadcf (1), ubbconfig (5), Administering the BEA TUXEDO System
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tpacladd -add a new Access Control List on the system

TUXCONFIG=tuxconfig tpacladd [-g gid[,gid...]] [-t type] name

Invokingtpacladd adds a new Access Control List entry to the BEA TUXEDO
security data files. This information is used for BEA TUXEDO access control to
services, events, and application queues. A BEA TUXEDO configuration with
SECURITYset toUSER_AUTHACL, or MANDATORY_AQmust be created before
running this command successfully.

The following options are available:

-g gid,...
A list of one or more existing group's integer identifiers or character-string
names. This option indicates what groups have access to the named object.
not specified, an entry is added with no groups.

-t type
The type of the object. It can be oneEdfQ DEQ SERVICE, or POSTEVENT
The default iSSERVICE

name

A unigue string of printable characters that specifies the name of a service,
event, or application queue for which access is to be granted. It may not
contain a colon:(), pound sign#), or a newline\q ).

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpacladd must be run on the configuration
MASTER( the application is not active; if active, this command can run on any active
node.

This command is available only on non-Workstation sites running BEA TUXEDO
Release 6.0 or later.

Thetpacladd command exits with a return codetofipon successful completion.

tpacldel (1), tpacimod (1),tpgrpadd (1),tpgrpdel (1), tpgrpmod (1), AUTHSVRS),
Administering the BEA TUXEDO System
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Name
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Description

Portability

See Also

tpaclevt  -convert BEA TUXEDO security data files
TUXCONFIG=tuxconfig tpaclcvt [-u userfile] [-g groupfile]

tpaclevt  checks and converts the existing user file used by the BEA TUXEDO
system SAUTHSVRNto the format used for BEA TUXEDO system 6. It will also
generate a group file based/et/group  or a similar file. The following options are
available:

-u userfile
The name of the BEA TUXEDO user file. If not specified, the user file is not
converted.

-g groupfile

The name of the group file, normally /etc/group. If not specified, the group
file is not converted.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpaclcvt must be run on the configuration
MASTERwhen the application is not active.

This command is available only on non-Workstation sites running BEA TUXEDO
Release 6.0 or later.

tpgrpadd (1), tpusradd (1), AUTHSVES), Administering the BEA TUXEDO System
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Name tpacldel -delete an Access Control List
Synopsis  TUXCONFIG=tuxconfig tpacldel [-t type | name

Description  Invokingtpacldel — deletes an existing Access Control List entry from the BEA
TUXEDO security data files. A BEA TUXEDO configuration wiECURITYset to
USER_AUTHACL, or MANDATORY_AQnust be created before running this command
successfully.

The following options are available:

-t type
The type of the object. It can be oneedfQ DEQ SERVICE, or POSTEVENTIf
not specified, the default type$ERVICE

name
Identifier the existing ACL entry to be deleted.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpacldel must be run on the configuration
MASTER( the application is not active; if active, this command can run on any active
node.

Portability ~ This command is available only on non-Workstation sites running BEA TUXEDO
Release 6.0 or later.

Diagnostics  Thetpacldel command exits with a return codetofipon successful completion.

See Also  tpacladd (1), tpacimod (1), AUTHSVES), Administering the BEA TUXEDO System
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Name tpacimod -modify an Access Control List on the system
Synopsis  TUXCONFIG=tuxconfig tpaclmod [-g gid [, gid ..]] [t type | name

Description  Invoking tpaclmod  modifies an Access Control List entry in the BEA TUXEDO
security data files, replacing the group identifier list. This information is used for BEA
TUXEDO access control to services, events, and application queues. A BEA
TUXEDO configuration withSECURITY set toUSER_AUTHACL, or MANDATORY_ACL
must be created before running this command successfully.

The following options are available:

-g gid ...
A list of one or more existing group's integer identifiers or character-string
names. This option indicates what groups have access to the named object. If
not specified, the entry is modified to have no groups.

-t type
The type of the object. It can be oneEdfQ DEQ SERVICE, or POSTEVENT
The default iSSERVICE

name
An existing ACL name.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpaclmod must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

Portability =~ This command is available only on non-Workstation sites running BEA TUXEDO
Release 6.0 or later.

Diagnostics  Thetpacimod command exits with a return codetfipon successful completion.

See Also  tpacladd (1), tpacldel (1), AUTHSVES), Administering the BEA TUXEDO System

BEA TUXEDO Reference Manual 131



tpadduser

tpadduser

Name
Synopsis

Description

Notices

Portability

Compatibility
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Examples

tpaddusr -create a BEA TUXEDO password file
tpaddusr  usrname file [ cltname [ uid ]]

This command allows an application administrator to create a UNIX System style
password file suitable for use with the BEA TUXEBOTHSVES) servertpaddusr

adds the usarsrmame to the password filéle (the file cannot béetc/passwd)

The administrator is prompted for an initial password to be associated with the user.
file  will be created if necessary with permissions O@@ifame , if specified,

indicates a further qualifier on the password enisynameand/orclthamemay be
specified as the character ** which is considered a wildcarUBHSVRS). uid , if
specified, indicates the numeric user identifier to be returned with a successful
authentication of the usefitname anduid default to *' and -1 respectively if not
specified.

Thecltname valuestpsysadm andtpsysop are treated specially BYUTHSVRS)
when processing authentication requests. Thigene values will not be matched
against wildcard clthame specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX System sites running BEA TUXEDO
Release 5.0 or later.

This command is used to configure userssSBCURITYUSER_AUTHFor compatibility

with SECURITYACL or MANDATORY_Ad(including the ability to migrate to these
security levels), the following restrictions should be applied. 1. User names should b
unique and not use the wild-card. 2. User identifiers should be greater than 0, less th:
128K, and unique. 3. The file name shouldshePDIR/tpusr

These restrictions are enforced by thesradd (1) command.

The following sequence of command invocations shows the construction of a simple
password file.

$ # 1. Add usrname foo with wildcard clthame and no uid
$ tpaddusr foo /home/tuxapp/pwfile

$ # 2. Add usrname foo with clthame bar and uid 100

$ tpaddusr foo /home/tuxapp/pwfile bar 100

$ # 3. Add usrname foo with tpsysadm cltname and no uid
$ tpaddusr foo /home/tuxapp/pwfile tpsysadm
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See Also

$ # 4. Add wildcard usrname with tpsysop cltname and no uid
$ tpaddusr **' /home/tuxapp/pwfile tpsysop

$ # 5. Add wildcard usrname with wildcard cltname and no uid
$ tpaddusr *' /home/tuxapp/pwfile *'

The following table shows the password file entry (indicated by numbers shown
above) used to authenticate various requests for access to the application. N/A
indicates that the request is disallowed because no password file entry exists to be
matched against.

Usrname Clthame Password Entry

“foo” "bar" 2

"foo" ™ 1

"foo" "tpsysadm" 3
"foo" "tpsysop" 4
"guest" "tpsysop" 4
"guest" "bar" 5
"guest" "tpsysadm" N/A

Lastly, following is an exampl8ERVERSection entry for an instanceA#THSVRhat
works with the password file generated above.

AUTHSVR SRVGRP=G SRVID=1RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A -- f
/homef/tuxapp/pwfile”

tpdelusr (1), tpmodusr (1),tpusradd (1), tpusrdel (1), tpusrmod (1), AUTHSVKS)
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See Also

tpdelusr -Delete a user from a BEA TUXEDO password file
tpdelusr usrname file [ cltname ]

This command allows an application administrator to maintain a UNIX System style
password file suitable for use with the BEA TUXEROTHSVKS) serverdepletes

is used to delete the password file entry for the indicatethme /cattlemen

combination (the€ile cannot beetc./passed ). cattlemen defaults to ™" if not
specified. Wildcards specified fasrnameand/orcitname match only the
corresponding wildcard entry in the password file, they are not expanded to all
matching entries.

Thecltnamevaluegpsysadm andtpsysop are treated specially BWTHSVES) when
processing authentication requests. Tha@amevalues will not be matched against
wildcard clitname specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX System sites running BEA TUXEDO
Release 5.0 or later.

This command is used to configure userssSBCURITYUSER_AUTHFor compatibility

with SECURITYACL or MANDATORY_Ad(including the ability to migrate to these
security levels), the following restrictions should be applied. 1. User names should b
unique and not use the wild-card. 2. User identifiers should be greater than 0, less th:
128K, and unique. 3. The filename shouldsbePDIR/tpusr

These restrictions are enforced by thesrdel (1) command.

tpaddusr (1), tpmodusr (1),tpusradd (1), tpusrdel (1),tpusrmod (1), AUTHSVKS),
Administering the BEA TUXEDO System
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tpgrpadd -add a new group on the system
TUXCONFIG#uxconfig  tpgrpadd [-g gid ] grpname

Thetpgrpadd command creates a new group definition on the system by adding the
appropriate entry to the BEA TUXEDO security data files. This information is used
for BEA TUXEDO system authentication with tA&@THSVRES) server and for access
control. A TUXEDO configuration witlSECURITY set toUSER_AUTHACL, or
MANDATORY_AQmust be created before running this command successfully.

The following options are available:

-9 gid
The group identifier for the new group. This group identifier must be a
non-negative decimal integer below 16}d defaults to the next available
(unigue) identifier greater than 0. Group identifier O is reserved for the
“other” group.

grpname
A string of printable characters that specifies the name of the new group. It
may not include a pound sign (#), comma (,), colon (:) or a newline (n).

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpgrpadd must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

Thetpgrpadd command exits with a return codetofipon successful completion.

tpgrpdel (1), tpgrpmod (1), tpusradd (1), tpusrdel(1)tpusrmod (1), AUTHSVRS),
Administering the BEA TUXEDO System
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tpgrpdel -delete a group from the system
TUXCONFIG#uxconfig  tpgrpdel grpname

Thetpgrpdel command removes a group definition from the system by deleting the
entry for the relevant group from the BEA TUXEDO security data files. It does not,
however, remove the group ID from the user file. A BEA TUXEDO configuration with
SECURITY setto USER_AUTH, ACL, or MANDATORY_ACL must be created
before running this command successfully.

The following options are available:

grpname
The name of an existing group to be deleted.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpgrpdel must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

Thetpgrpdel command exits with a return codetfipon successful completion.

tpgrpadd (1), tpgrpmod (1), tpusradd (1), tpusrdel (1), tpusrmod (1), AUTHSVRS),
Administering the BEA TUXEDO System
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tpgrpmod -modify a group on the system
TUXCONFIG#uxconfig  tpgrpmod [-g gid 1 [-n name| grpname

Thetpgrpmod modifies the definition of the specified group by modifying the
appropriate entry to the BEA TUXEDO security data files. A BEA TUXEDO
configuration with SECURITY set to USER_AUTH, ACL, or MANDATORY_ACL
must be created before running this command successfully.

The following options are available:

-g gid
The new group identifier for the group. This group identifier must be a
non-negative decimal integer below 16K. Group identifier O is reserved for
the “other” group.

-n name
A string of printable characters that specifies the new name of the group. It
may not include a comma (,), colon (:) or a newline (n).

grpname
The current name of the group to be modified.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpgrpmod must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

Thetpgrpmod command exits with a return codetofipon successful completion.

tpgrpadd (1), tpgrpdel  (1),tpusradd (1), tpusrdel (1), tpusrmod (1), AUTHSVKS),
Administering the BEA TUXEDO System
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tpmodusr -Maintain a BEA TUXEDO system password file
tpmodusr  usrname file [ clthame ]

This command allows an application administrator to maintain a UNIX System style
password file suitable for use with the BEA TUXEDO systasmHSVES) server. A

BEA TUXEDO configuration with SECURITY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before running this command successfully.

tpmodusr is used to modify the password for the indicated user in the password file
file  (the file cannot be /etc/passwd). The administrator is prompted for a new
password to be associated with the usietame defaults to "' if not specified.
Wildcards specified fousrname and/orcltname match only the corresponding
wildcard entry in the password file, they are not expanded to all matching entries.

Thecltname valuestpsysadm andtpsysop are treated specially BYUTHSVRS)
when processing authentication requests. Thi#esene values will not be matched
against wildcaraithame specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX System sites running BEA TUXEDO
system Release 5.0 or later.

This command is used to configure userssSBCURITYUSER_AUTHFor compatibility

with SECURITYACL or MANDATORY_Ad(including the ability to migrate to these
security levels), the following restrictions should be applied. 1. User names should b
unique and not use the wild-card. 2. User identifiers should be greater than 0, less th:
128K, and unique. 3. The file name shouldsbePDIR/tpusr

These restrictions are enforced by thesrmod (1) command.

tpaddusr(1) ,tpdelusr (1),tpusradd (1),tpusrdel (1),tpusrmod (1),AUTHSVES),
Administering the BEA TUXEDO System
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Name

Synopsis

Description

tpusradd -add a new principal on the system

TUXCONFIG#uxconfig  tpusradd [-u uid ][-9 gid 1[-c client_name ]
usrname

Invokingtpusradd adds a new principal (user or domain) entry to the BEA TUXEDO
security data files. This information is used for per-user authentication with the
AUTHSVES) server. A BEA TUXEDO system configuration wECURITY set to
USER_AUTHACL, or MANDATORY_AQmust be created before running this command
successfully.

The system file entries created with this command have a limit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

The following options are available:

-u uid
The user identification numberid must be a positive decimal integer below
128K. uid must be unique within the list of existing identifiers for the
application.uid defaults to the next available (unique) identifier greater than
0.

-g gid
An existing group's integer identifier or character-string name. This option
defines the new user's group membership It defaults to the “other” group
(identifier 0).

-c client_name
A string of printable characters that specifies the client name associated with
the user. If specified, it generally describes the role of the associated user, and
provides a further qualifier on the user entry. It may not contain a cojon (
or a newline ). If not specified, the default is the wildcard "*' which will
authenticate successfully for any client name specified.

usrname
A string of printable characters that specifies the new login name of the user.
It may not contain a colon ), pound sign#), or a newliner{). The user name
must be unique within the list of existing users for the application.

The administrator is prompted for an initial password to be associated with the user.
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Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpusradd must be run on the configuration
MASTER( the application is not active; if active, this command can run on any active
node.

SeeAUTHSVES) for further information about per-user authentication and configuring
administrator permissions.

This command is available only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

Thetpusradd command exits with a return codetofipon successful completion.

The following sequence of command invocations shows the construction of a simple
user file.

$ # 1. Add usrname foo with wildcard cltname and no uid
$ tpusradd -c *' foo

$ # 2. Add usrname foo with clthame bar and uid 100

$ tpusradd -u 100 -c bar foo

$ # 3. Add usrname foo with tpsysadm cltname and no uid
$ tpusradd -c tpsysadm foo

The following table shows the user entry (indicated by numbers shown above) used t
authenticate various requests for access to the application and the associated uid/gi
N/A indicates that the request is disallowed because no user file entry exists to be
matched against.

Usrname Cltname Password Entry Uid  Gid

"foo" "bar" 2 100 O

"og" " 1 1 0

"foo" "tpsysadm" 3 0 8192
"guest" "tpsysadm" N/A N/A  N/A

Lastly, following is an example SERVERS section entry for an instanagTHiSVR
that works with the user file generated above.

AUTHSVR SRVGRP=G SRVID=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A"

tpgrpadd (1),tpgrpdel (1), tpgrpmod (1),tpusrdel (1),tpusrmod (1), AUTHSVES),
Administering the BEA TUXEDO System
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tpusrdel -delete a user from the system
TUXCONFIG#uxconfig  tpusrdel usrname

Thetpusrdel command deletes a principal (user or domain name) definition from the
system. It removes the definition of the specified user. ABEA TUXEDO configuration
with SECURITYset toUSER_AUTHACL, or MANDATORY_AQmust be created before
running this command successfully.

usrname specifies an existing user name to be deleted.

Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpusradd must be run on the configuration
MASTERT the application is not active; if active, this command can run on any active
node.

This command is available only on non-Workstation sites running BEA TUXEDO
system Release 6.0 or later.

Thetpusrdel command exits with a return codetofipon successful completion.

tpgrpadd (1), tpgrpdel (1), tpgrpmod (1), tpusradd (1), tpusrmod (1).
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Synopsis

Description

tpusrmod -modify user information on the system

TUXCONFIG#uxconfig  tpusrmod [-u uid 1[-9 gid 1[-c client_name |
[l new_login ][-p] usrname

Invokingtpusrmod modifies a principal (user or domain) entry to the BEA TUXEDO
security data files. This information is used for BEA TUXEDO system authentication
with the AUTHSVIS) server. A BEA TUXEDO system configuration wBECURITY

set toUSER_AUTHACL, or MANDATORY_AQmust be created before running this
command successfully.

The system file entries created with this command have a limit of 512 characters pe
line. Specifying long arguments to several options may exceed this limit.

The following options are available:

-u uid
The new user identification numbesid must be a positive decimal integer
below 128K.uid must be unique within the list of existing identifiers for the
application.

-9 gid
An existing group's integer identifier or character-string name. It redefines
the user's group membership.

-c client_name
A string of printable characters that specifies the new client name for the user
It may not contain a colon ) or a newline rf).

-l new_login
A string of printable characters that specifies the new login name of the user.
It may not contain a colon), pound sign#), or a newlinerf). The user
name must be unique within the list of existing users for the application. This
option also implies thep option to re-set the password.

-p
tpusrmod  will modify the password for the indicated user. The administrator
is prompted for a new password to be associated with the user.

usrname
A string of printable characters that specifies the name of an existing user tc
be modified.
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Before running this command, the application must be configured using either the
graphical user interface onloadcf (1).tpusradd must be be run on the
configurationMASTER( the application is not active; if active, this command can run
on any active node.

SeeAUTHSVIYS) for further information about per-user authentication and configuring
administrator permissions.

This command is available only on non-/WS sites running BEA TUXEDO system
Release 6.0 or later.

Thetpusrmod command exits with a return codetofipon successful completion.

tpgrpadd (1), tpgrpdel (1), tpgrpmod (1), tpusradd (1), tpusrdel (1), AUTHSVKS),
Administering the BEA TUXEDO System
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Description
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tuxadm -BEA TUXEDO Web GUI CGI gateway

http://cgi-bin/tuxadm[TUXDIR=tuxedo_directory |

INIFILE=initialization_file][other_parameters]

tuxadm is a common gateway interface (CGl) process used to initialize the Web GUI
from a browser. As shown in the Synopsis above, this program is usable only as a
location, or URL from a Web browser; it would not normally be executed from a
standard command-line prompt. It uses@uERY_STRINGenvironment variable to
parse its argument list, as is normal for CGI programs.

tuxadm parses its arguments and finds a Web GUI initialization file. IfTtheDIR
parameter is present, the initialization file is taken to be
$TUXDIR/udataobj/webgui/webgui.ini by default. If thaNIFILE option is

present, then the value of that parameter is taken to be the full path to the initializatio
file. Other parameters may also be present. Any additional parameters can be used
override values in the initialization file. See thiasten  reference page for a complete
list of initialization file parameters. (Note that thRCRYPTBITSparameter may not be
overridden by theuxadm process unless the override is consistent with the values
allowed in the actual initialization file.)

The normal action ofixadm is to generate, to its standard output, HTML commands
that build a Web page that launches the Web GUI applet. The general format of the
Web page is controlled by th&EMPLATEparameter of the initialization file, which
contains arbitrary HTML commands, with the special stti#PPLET%o0n a line by

itself in the place where the Web GUI applet should appear. By using other parametel
from the initialization file (such aSODEBASEWIDTH HEIGHT, and so on) a correct
APPLETtag is generated that contains all the parameters necessary to create an instar
of the Web GUI.

tuxadm generates HTML code that contains an error message if a failure occurs.
Because of the way CGI programs operate, there is no reason to return an error coc
of any kind fromtuxadm .

wlisten (1), tuxwsvr (1)
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Name  TuxShell-Shell interface to BEA TUXEDO system utilities for Macintosh
Synopsis  TuxShell

Description  This Macintosh executable runs BEA TUXEDO system utilities. The user, using a
word processor, creates a script of the utilities to be run, making sure to save the script
in text-only format. The user then runs this script usinqRttlécommand under the
FILE menu. The user can also specify certain environment variables with the
ENVIRONMENTommand, located under tReE menu. Under theTILITIES menu
can be foundvud(1) andwud32(1). The only other option under tR&E menu is
QUIT, which quits the TuxShell.

TuxShell runs a user defined script. The script accepts the BEA TUXEDO system
commandgencat (1), mklanginfo (1), mkfldhdr (1), mkfldhdr32 (1), bkeng (1),

viewc (1),viewc32 (1),viewdis (1) andviewdis32 (1). Environment variables can be
set and unset with thget andunset commandsSet anduUnset have the following
format:

Set Name Value
Unset Name

Command line options for any of the utilities may be specified in the script. However,
no utility can read fromstdin , so any attempt to do so will log an error.

If either theviewc (1) orviewc32 (1) utility is to be run with the MPW compiler or the
Metrowerks compiler, then tholServer  program (available from Apple) must be
running, with theTUXDIR and Commands environment variables set properly. If the
THINK C compiler is to be used then theEEWC_DNR.prj project must be located in
the{TUXDIR}lib  directory. If the Metrowerks compiler is being used, then:

@)
The MPW tools that are delivered with the Metrowerks compiler must be
installed.

(b)
Themwscript  script (found irBTUXDIR/bin ) is executed by the viewc and
viewc32 compilers.

Portability ~ TuxShell was designed to run on Macintosh systems.

Environment  If the viewc (1) orviewc32 (1) is to be run, then the CC variable must be set to
Variables ~ THINK_Cif the THINK C compiler is to be used. If these utilities are to be used with the
MPW compiler, then the CC variable must be seiptgec . If viewc (1) or
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viewc32 (1) is to be run with the Metrowerks compiler, thendioazariable must be
set tomwerks and theMWERKS_MPxariable must be set to the directory containing the
MPW tools that come with the Metrowerks compiler.

The{TUXDIR}:bin  directory will contairstdout andstderr files resulting from the
run of the script. Other messages may be logged initbefile.

Note that view files compiled for THINK C aret compatible with view files
compiled for the Metrowerks compiler.

gencat (1), mkfldhdr (1), mkfidhdr32 (1), mklanginfo (1), viewc (1), viewc32 (1),
viewdis (1), viewdis32 (1), bkeng (1), wud(1), wud32(1)
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Name

Synopsis

Description

tuxwsvr -Mini Web Server for use with BEA TUXEDO Web GUI

tuxwsvr -l nlsaddr [ -d device ] [-L logfile  ][-F]

-i initialization_file

tuxwsvr is a World Wide Web server process that can be used to support the BEA
TUXEDO Web GUI by customers who do not have a commercial Web server or a
public-domain Web server on the machine where the BEA TUXEDO Web GUI
processes are runningxwsvr places itself in the background when invoked unless
otherwise specified, and continues running until the machine shuts down or the
tuxwsvr process is killed using an operating system command.

tuxwsvr contains all functionality necessary to support the BEA TUXEDO Web GUI,
but does not include many features present in commercial Web servers, such as
preforked processes, server-side HTML includstartl  files), default directory
indexes, and https connections. (Note, however, that the BEA TUXEDO Web GUI can
be run in secure mode without an https connection since it implements its own
encryption protocol.) For performance reasons, the generic Web server does not
perform reverse DNS lookups for received requests.

The following command-line options are usedtpyvsvr :

-l nlsaddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in the following forms:

"Y/hostname:port_number"
V1. A A port_number”

In the first formatiuxwsvr finds an address fdrostnameusing the local
name resolution facilities (usually DNShostnamenust be the local

machine, and the local name resolution facilities must unambiguously resolve
hostnameo the address of the local machine. In the second example, the
“#.4#.4#.# is in dotted decimal format. In dotted decimal format, éashould

be a number from to 255. This dotted decimal number represents the IP
address of the local machine. In both of the above formats, numbelis

the TCP port number at which ttiesten  process will listen for incoming
requestsport_numbercan either be a number betweeand65535 or a

name. Ifport_numbeis a name, then it must be found in the network services
database on your local machine. The address can also be specified in
hexadecimal format when preceded by the characters “0x”. Each character
after the initial “0x” is a number betweerand9 or a letter betweef andF
(case insensitive). The hexadecimal format is useful for arbitrary binary
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Format

network addresses such as IPX/SPX or TCP/IP. The address can also be
specified as an arbitrary string. For example, string addresses are used in
STARLAN networks.

-d device
Full pathname of the network device. For Release 6.4 or higher, this
parameter is optional. For prior releases, it should be used if required by the
underlying network provider (for examptep )

-L logfile
Prefix of the name of the file used toyxwsvr to log Web requests and error
messages. The actual name of the logfile is formed by adding a
seven-character stringrfamddyy-indicating the month, day, and year) to this
prefix. If this option is not specified, the Web server log file prefiwin
the current directory. The first log message written on each successive day
that thetuxwsvr process runs is written to a new file.

Specifies thatuxwsvr  should run in the foreground rather than placing itself

in the background. This option is mainly useful for testing and debugging.

(Thetuxwsvr process automatically runs in the background unless otherwise

specified; the trailing ampersand (&) on the command line is not required.)
-iinitialization_file

An initialization file must be specified on eveagywsvr command line. The

command-line option that lets you do seiis The following section

describes the format of an initialization file.

An initialization file contains mappings to directories needed by the Web server and,
possibly, some comment lines. (The latter are marked by # signs at the beginning ¢
the line.) Each non-comment line consists of three fields separated by white space.

Initialization File Format

Field Contents

1 Either "HTML" or "CGl," indicating the type of files (HTML files or executable
CGI programs) residing in the directory described in this line.

2 A path prefix. (If a particular request matches more than one prefix, the first
matching prefix mapping in the file is chosen.)

3 The directory or file to which the path prefix (in Field 2) is mapped.
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A Note about
(Changing the
Initialization File

Example of a
UNIX System
Initialization File

The last non-comment line in the initialization file must have a prefix of '/'. If any line
prior to the last non-comment line in the initialization file has a prefix of /', a warning
message is generated.

The initialization file is read once at startup time. Thus, if you make any changes to
this file, you must stop and restartwsvr before your changes will take effect.

The following is an example of an initialization file for a UNIX system.

CGl /cgi-bin /home/tuxedo/udataobj/webgui/cgi-bin
CGI /webgui /home/tuxedo/udataobj/webgui/cgi-bin
HTML /java /home/tuxedo/udataobj/webgui/java
HTML /doc  /home/tuxedo/doc

HTML / /home/tuxedo/udataobj/webgui

Suppose the Web server is running on port 8080 on the following machine:
tuxmach.acme.com
Enter a request to either of the following URLSs:

http://tuxmach.acme.com:8080/cgi-bin/tuxadm?TUXDIR=/home/tuxedo
http://tuxmach.acme.com:8080/webgui/tuxadm?TUXDIR=/home/tuxedo

Your request will have two effects:

(@) It will invoke the program
/home/tuxedo/udataobj/webgui/tuxadm

(b) It will set the environment variable QUERY_STRING
to TUXDIR=/home/tuxedo in the program,
as stated in the World Wide Web CGlI specification.

Note that it is not a good idea to spedfuXDIR/bin as a value for an initialization

file CGI directory since doing so makes it possible for Web users to invoke any BEA
TUXEDO executable. (Such users would not, however, be able to see the output from
executables other thamxadm since these other executables are not written as CGI
programs.)

Also, note that in the example above the first HTML line is redundant since the second
HTML line would map subdirectories ¢iva to the same filepath. Nevertheless, we
have included this line since some users might wish to place their java class files in a
location other than the one in which they have stored their HTML documents.

BEA TUXEDO Reference Manual 149



tuxwsvr(1)

Example of a
Windows NT
Initialization File

Termination

Recommended

150

Use
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The following is an example of an initialization file for a Windows NT system.

HTML /tuxedo/webgui D:\\tuxedo\\htmldocs

CGl /cgi-bin C:\\cgi-bin

HTML /java D:\\tuxedo\\udataobj\\webgui\\java
HTML / D:\\tuxedo\\udataobj\\webgui

Suppose the Web server is running on port 80 on machine ntsvrl. Enter the following
URL:

http://ntsvrl/tuxedo/webgui/pagel.html

The following file will be retrieved:

D:\\tuxedo\\htmldocs\\pagel.html

Presumably this file is a customer-created page that will invoke the Web GUI.

There is only one way to achieve a normal terminationtafvesvr process: by
sending it eSIGTERMSsignal.

In the current release of BEA TUXEDO System/Ttthevsvr process is provided as

a Web server for the BEA TUXEDO administrative GUI for those customers who do
not have a commercial Web server. On UNIX systems, we recommend adding a
command line of the following format to UNIX initialization scripts so that the Web
server will be started automatically:

TUXDIR=tuxdir_pathname  $TUXDIR/bin/tuxwsvr \
-l nlsaddr -i initialization_file

tuxdir_pathname  represents the full pathname of the location of the System/T
software for that applicatiomisaddr is the network-dependent address to be used by
thistuxwsvr process.

One alternative method for starting thewsvr process is to start it manually using
the command line recommended above. A second alternative is dmuspbs to

start theuxwsvr  process periodically (daily, or perhaps even more often). Duplicate
tuxwsvr - command invocations using the same network address will terminate
automatically and gracefully log an appropriate message.

The only restriction on the network address specified for the tuxwsvr process by the
application administrator is that it be a unique address on the specified network. For
STARLAN network, a recommended address of uname.tuxwsvr will usually yield a

unique name. For TCP/IP, the address is formed from a unique port selected by the
application administrator paired with the node identifier for the local machine, that is,
0x0002ppppnnnnnnnn. Unique port values for a particular machine (pppp) need to b
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negotiated among users of that network/machine combination; higher port numbers
tend to be better since lower numbers are frequently used for system related services.
The appropriate value for the node field (nnnnnnnn) can be found in the /etc/hosts file
by using the following steps:

Step 1: Enter uname -n
Returns node_name

Step 2: Enter grep node_name /etc/hosts
Returns 182.11.108.107 node_name

You must convert the dot notation into eight hexadecimal digits.

Suppose the local machine on whichthevsvr is being run is using TCP/IP
addressing. The machine is nanbadkus.company.com and its address is
155.2.193.18 . Further suppose that the port number at whichukvesvr  should
accept requests #2834 . Assume that port numbes34 has been added to the network
services database under the ndar&app-tuxwsvr . The address specified by the
option could be represented in any of several ways:

//155.2.193.18:bankapp-tuxwsvr
//155.2.193.18:2334
//backus.company.com:bankapp-tuxwsvr
//backus.company.com:2334
0x0002091E9B02C112

The last line shows how to represent the address in hexadecimal favozats the
first part of a TCP/IP address91E is a hexadecimal translation of the port number
2334, and9B02C112 is the hexadecimal translation of the IP address2.193.18

(In the latter translatiori55 become®B, 2 become®2, and so on.)

For a STARLAN network, a recommended addreasnaimetuxwsvr ~ will usually
yield a unigue name.

tuxadm (1), wlisten (1)
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Name
Synopsis

Description

Notices

Examples

txrpt  -BEA TUXEDO system server/service report program
txrpt [-t] [-n names] [-d mm/dd] [-s time ] [-e time ]

txrpt  analyzes the standard error output of a BEA TUXEDO system server to provide
a summary of service processing time within the server. The report shows the numbe
of times dispatched and average elapsed time in seconds of each service in the peri
coveredixrpt  takes its input from the standard input or from a standard error file
redirected as input. Standard error files are created by servers invoked with the
option from theservopts  (5) selection; the file can be named by specifying it with the
-e servopts option. Multiple files can be concatenated into a single input stream for
txrpt . Options taxrpt  have the following meaning:

-t
order the output report by total time usage of the services, with those
consuming the most total time printed first. If not specified, the report is
ordered by total number of invocations of a service.

-Nn names
restrict the report to those services specifietiéonpesnamess a
comma-separated list of service names.

-d mm/dd
limit the report to service requests on the montim and daydd, specified.
The default is the current day.

-s time
restrict the report to invocations starting after the time given byntlee
argument. The format fdimeis hr[:min[:sec]].

-e time
restrict the report to invocations that finished before the spetified The
format fortimeis the same as the flag.

The report produced hyrpt  covers only a single day. If the input file contains
records from more than one day, theoption controls the day reported on.

Make sure that the ULOGDEBUG variable is not sat tehen a server is collecting
statistics for analysis viarpt . Debugging messages in the file will be misinterpreted
by txrpt

For the following command line:

txrpt -nSVC1 -d10/15 -s11:01 -e14:18 newr
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The report produced looks like this:

START AFTER: Thu Oct 15 11:01:00 1992
END BEFORE: Thu Oct 15 14:18:00 1992
SERVICE SUMMARY REPORT

SVCNAME 11a-12n  13p-14p 14p-15p TOTALS
Num/Avg  Num/Avg Num/Avg Num/Avg

SvC1 2/0.25 3/0.25 1/0.96  6/0.37

TOTALS 2/0.25 3/0.25 1/0.96 6/0.37

The above example shows tisatC1was requested a total of six times within the
specified period and that it took an average of 0.37 seconds to process the request.

See Also  servopts  (5)
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Name

Synopsis

Description

Options

ud, wud-BEA TUXEDO driver program

ud [-p] [-ddelay] [-eerror_limit] [-r] [-ssleeptime] [-ttimeout]
[-n] [-u{n]ulj}] [-Uusrname] [-Ccltname] [-Sbuffersize]
ud32 [options]

wud [options]

wud32 [options]

ud reads an input packet from its standard input usingread (3fml). The packet

must contain a field identified as the name of a service. The input packet is transferre
to an FML fielded buffer§BFR) and sent to the service. If the service that receives the
FBFRis one that adds records to a databageyrovides a method for entering bulk
fielded data into a database known to the BEA TUXEDO system.

By using flags (seBNPUT FORMAT) to begin the lines of the input packet, you can use
ud to test BEA TUXEDO services.

By default, after sending tteBFRto the serviceyd expects a returRBFR The sent
and replyFBFRs are printed tad's standard output; error messages are printed to
standard error.

ud32 uses FML32 buffers of typeBFR32

wud andwud32 are versions afd andud32 built using the Workstation libraries. On
sites supporting just Workstation, only thed andwud32 commands will be present.

ud supports the following options:

-p
suppress printing of the sent and returned fielded buffers.

-d
expect a delayed reply for every requéstay specifies the maximum delay
time in seconds before time out. If time-out occurs, an error message is
printed orstderr . If ud receives reply messages for previous requests within
the delay time, they will be indicated as delayed RTN packets. Hence, it is
possible to receive more than one reply packet within a delay time interval.
The-d option is not available fowud on DOS operating systems.

-e error_limit
ud stops processing requests when errors exceed the limit specified in
error_limit . If no limit is specified, the default is 25.
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-r
ud should not expect a reply message from servers.

-s sleeptime
sleep between sends of input buffesleeptime  is the time, in seconds, of
the sleep.

-t timeout
ud should send requests in transaction maeeout is the time, in seconds,
before the transaction is timed out. Fhe delay and-r (no reply) options
are not allowed in combination with the option.

u{njulj}
specify how the request buffer is modified before reading each new packet.
Then option indicates that the buffer should be reinitialized (treated as new).
Theu option indicates that the buffer should be updated with the reply buffer
usingFupdate (3fml). Thej option indicates that the reply buffer should be
joined with the request buffer usimgjoin (3fml).

-n
reinitialize the buffer before reading each packet (i.e., treat each buffer as a
new buffer). This option is equivalent4m and is maintained for
compatibility.

-U usrame
Useusrname as the user name when joining the application.

-S buffersize
If the default buffer size is not large enough, #heoption can be used to
raise the limitbuffersize ~ can be any number up MAXLONG

The-ddelay and-r options are mutually exclusive.
Input packets consist of lines formatted as follows:
[ flag ] fldname fldval

flag is optional. Ifflag is not specified, a new occurrence of the field named by
fidname with valuefidval  is added to the fielded buffer.flig is specified, it
should be one of:

+
occurrence 0 ofdname in FBFRshould be changed taival

occurrence 0 ofdname should be deleted frofRBFR The tab character is
required;fldval  is ignored.
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the value irfldname should be changed. In this cageval  specifies the
name of a field whose value should be assigned to the field named by
fldname .

the line is treated as a comment and is ignored.

If fidname is the literal valusSRVCNMfldval  is the name of the service to which
FBFRis to be passed.

Lengthy field values can be continued on the next line by having the continuation line
begin with a tab.

A line consisting only of the newline character ends the input and sends the packet
ud.

If an input packet begins with a line consisting of the charadieltowed by the
newline character, theBFRis reinitialized FBFRreinitialization can be specified for
all packets with theun option on the command line.

To enter an unprintable character in the input packet, use the escaping convention
followed by the hexadecimal representation of the desired charactes(se€’) in

a UNIX reference manual). An additional backslash is needed to protect the escape
from the shell. A space, for example, can be entered in the input datauas 20.
recognizes all input in this format, but its greatest usefulness is for non-printing
characters.

Initially, ud reads a fielded buffer from its standard input and sends it to the service
whose name is given by tfieval  of the line wherédname equalsSRVCNMUnNless

the-r option is selectedid waits for a reply fielded buffer. After obtaining the reply,

ud reads another fielded buffer from the standard input. In so daingtains the
returned buffer as the current buffer. This means that the lines on the standard inpu
that form the second fielded buffer are taken to be additions to the buffer just returnec
That is, the default action is fad to maintain a current buffer whose contents are
added to by a set of input lines. The set is delimited by a blankidneay be

instructed to discard the current buffer (that is, to reinitializeBER structure) either

by specifying theun option on the command line, or by including a line whose only
character is the letter as the first line of an input setd may be instructed to merge

the contents of the reply buffer into the request buffer by specifying eitheuthe
option Fupdate is used) or theuj option Fojoin is used).
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If ud is run in a security application, it requires an application password to access the
application. If standard input is a terminad, prompts the user for the password with
echo turned off on the reply. However, simdeaccepts bulk input on standard input,
standard input will typically be a file and not a terminal. In this case, the password is
retrieved from the environment variabkeP_PWIf this environment variable is not
specified and an application password is required, tdemill fail.

These commands are supported as BEA TUXEDO-supplied clients on UNIX and
MS-DOS operating systems.

FLDTBLDIR andFIELDTBLS must be set and exporteeL.DTBLDIR must include
$TUXDIR/udataobj in the list of directoriesFIELDTBLS must includeUsysflds as
one of the field tables.

APP_PWmMust be set to the application password in a security application if standard
input is not from a terminaflPIDATA must be set to the application specific data
necessary to join the application in a security application with an authentication server
if standard input is not from a terminal.

WSNADDRVSDEVICEand optionallywSTYPENuUSt be set if access is from a
workstation. Seeompilation  (5) for more details on setting environment variables
for client processes.

ud fails if it cannot become a client process, if it cannot create the nEBEBS| or if

it encounters a UNIX system error. It also fails if it encounters more than 25 errors in
processing a stream of input packets. These can be syntax errors, missing service
names, errors in starting or committing a transaction, time-outs and errors in sending
the inputFBFR or in receiving the replfBFR

The final fielded buffer in the input stream should be terminated by a blank line.

$ud <EOF>
SRVCNM BUY
CLIENT J. Jones
ADDR 21 Valley Road
STOCK AAA
SHARES 100
<CR>

+SRVCNM SELL
+STOCK XXX
+SHARES 300
STOCK YYY
SHARES 150
<CR>
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n
SRVCNM BUY
CLIENT T. Smith
ADDR 1 Main Street
STOCK BBB
SHARES 175

<CR>

+SRVCNM SELL
+STOCK 277
+SHARES 100

<CR>

EOF

$

In this exampleyd first sends a fielded buffer to the servBtgywith CLIENT field set
to J. JonesADDRfield set to 21 Valley RoagTOCKfield to AAA andSHARESield set
to 100.

When the fielded buffer is returned from tigyYservice, ud uses the next set of lines
to changeSRVCNMO SELL, STOCKto XXX andSHARES0 300. Also, it creates an
additional occurrence of th&rocCkfield with valueYYY and an additional occurrence
of theSHAREield with value 150. This fielded buffer is then sent toSBEL service
(the new value of theRVCNMield).

WhenSELL sends back a reply fielded buffad, discards it by beginning the next set
of lines with a line containing only the charactend then begins building an entirely
new input packet with 8RVCNMf BUY, CLIENT of valueT. Smith , and so on.

Fextread (3fml), compilation (5),ascii (5) in @ UNIX system reference manual,
BEA TUXEDO Programmer's GuidBEA TUXEDO FML Programmer's Guide,
Administering the BEA TUXEDO System
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Name udfk_test -verify user-defined function key file
Synopsis  udfk_test [-v] file

Description  reports on errors in thde containing user-defined function keys. Te is normally
passed tanio (1) with the-u option.mio can also detect an incorrectly formatfibel,
but its diagnostics are limited, compared to thosadfsf test . When run with the
-v option,udfk_test  prints the character sequence associated withreiach
command, based dite's contents.

See Also  mio (1), udfk (5)
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Name
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Description

Network
Address

uuidgen -generate a Universal Unique ldentifiexy(D)
uuidgen [-0 filename 1[{-i|-n number}] [-V] [-h] [-?]

uuidgen , by default, generates a Universal Unique Identifien) on the standard
output.TheuulD is used to uniquely identifier an IDL interface definition. The format
for auuID string consists of eight hexadecimal digits followed by a dash, followed by
three groups of four hexadecimal digits separated by dashes, followed by a dash an
twelve hexadecimal digits (see tBEAMPLEDelow).

The followinguuidgen (1) options are supported:

-i
Produces an IDL file template, includingdiD string (se&XAMPLESor the
file format). This option cannot be specified with theoption.

-n number
Generates the specified numbetefiD strings. This option cannot be
specified with thei option.

-0 filename
Redirects the output to the specified file.

-V
Displays the version number founidgen (1) but does not generateJaiD
string.

-h or-?
Display help information foauidgen (1).

The generation of theulD requires the availability of a 48-bit IEEE 802 address.
Since this is not available in all environments and the method of determination is no
portable, several methods are available for use with the BEA TUXEDO system versiol
of uuidgen .

4 If the NADDRenvironment variable is set to a value of the form
num.num.num.num
it is taken to be a Internet-style address and converted.

4 Otherwise, if the WSNADDR environment variable is set to a value of the form

OxnnnnnnnnnnnnNnNnnn

it is taken to be a hexadecimal network address, as used in Workstation.
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4 Otherwise, if not DOS, thename for the machine is used to look up the
machine entry iretc/hosts  to get the Internet-style address.

4 Otherwise, a warning is printed and 00.00.00.00 is used.

Note that in each of these cases, a 32-bit address is formed and the remainder of the
address (for 48-bits) is treated as 00.00.

uuidgen will exit with a non-zero exit code if an invalid command-line option is
specified, or if it cannot open the output file. A warning is printed if an invalid network
address value is given and the vad0e0.00.00  is used.

Generate &UID string:

uuidgen
23C67E00-71B6-11C9-9DFC-08002BOECEF1

Generate an IDL template for developing an interface definition:

uuidgen -i
[uuid(B5F8DB80-3CCA-14F8-1E78-930269370000)]
interface INTERFACE

{

}

Generate two UUID strings:

uuidgen -n 2
COB37080-3CCA-14F8-265F-930269370000
COB37081-3CCA-14F8-2CDB-930269370000

tid (1)
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Name

Synopsis

Description

viewc , viewc32 -View compiler for BEA TUXEDOviews

viewc [-n] [-d viewdir ][-C] viewfile [ viewfile  ..]
viewc32 [-n] [-d viewdir ][-C] viewfile [ viewfile  ..]

viewc is a view compiler program.lt takes a source viewfile and produces:

4 A binary file, which is interpreted at runtime to effect the actual mapping of data
betweerFMLbuffers and C structures

4 One or more header files, and

4 Optionally COBOL copy files. Wheviewc is executed a C compiler must be
available.

viewc32 is used for 32-bit FML. It uses tiELDTBLS32 andFLDTBLDIR32
environment variables.

Theviewfileis a file containing source view descriptions. More thanwevile
can be specified on thiewec command line as long as the sanw@wvname is not used
in more than ongiewfile

By default, all views in theiewfileare compiled and two or more files are created: a
view object file (suffixed withv ) and a C header file (suffixed with). The name of
the object file isiiewfile.v  in the current directory unless an alternate directory is
specified through thed option. C header files are created in the current directory.

If the -C option is specified, then one COBOL copy file is created for &l
defined in theviewfile These copy files are created in the current directory.

At viewc compile time, the compiler matches eéelid  and field name specified

in theviewfile  with information obtained from the field table file, and stores
mapping information in an object file for later use. Therefore, it is essential to set anc
export the environment variablef£LDTBLS andFLDTBLDIR to point to the related

field table file. For more information GHELDTBLS andrFLDTBLDIR please refer to the

BEA TUXEDO FML Programmer's Gui@nd theBEA TUXEDO Programmer's

Guide

If the viewc compiler can not match a field name withfiéglid ~ because either the
environment variables are not set properly or the field table file does not contain the
field name, a warning messagild not founds displayed.

With the-n option, it is possible to create a view description file for a C structure that
is not mapped to arvMLbuffer. TheBEA TUXEDO Programmer's Guidells how to
create and use such an independent view description file.
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Portability

See Also

The following options are interpreted kigwc :

-n
used when compiling a view description file for a C structure that does not
map to arFMLbuffer. It informs the view compiler not to look fBKML
information.

-d viewdir
used to specify that the view object file is to be created in a directory other
than the current directory.

-C
used to specify that COBOL copy files are to be created.

The output view file is a binary file that is machine and compiler dependent. That is, it
will not work to generate a view on one machine with a specific compiler and use it on
another machine type or with a compiler that generates structure offsets differently
(e.g., different padding or packing).

When a view file description file is compiled on DOS or OS/2, the name of the object
file has avv suffix instead of av suffix because the file names are not case
dependent. The following additional options are recognized.

-m{m | I}
specifies the memory model to be used for compilation and linking of a client.
The supported values for this option arandl for the medium and large
memory models, respectively. The large memory model is the default for this
option. The-m option is supported for DOS only.

-c {m | b}
specifies the C compilation system to be used. The supported value for this
option ismfor the Microsoft C compiler. The Microsoft C compiler is the
default for this option. The option is supported for DOS and WINDOWS
only.

-1 filename
specifies that pass 1 should be run, and the resulting batch file should be
calledfilename .bat should be created. After this file is created, it, should
be executed before running pass 2. Using pass 1 and pass 2 increases the size
of the views that can be compiled.

-2 filename
specifies that pass 2 should be run to complete processing, using the output
from pass 1.

Fintro (3),BEA TUXEDO Programmer's Guide
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Name
Synopsis

Description

See Also

BEA TU

viewdis , viewdis32 -view disassembler for binary viewfiles
viewdis  viewobjfile ... viewdis32 viewobyjfile

viewdis disassembles a view object file produced by the view compiler and displays
view information in viewfile format. In addition, it displays the offsets of structure
members in the associated structure.

One or moreviewobjfiles (suffixed with.v') can be specified on the command line.
By default, theviewobjfile in the current directory is disassembled. If this is not
found, an error message is displayed.

Since the information in theewobjfile was obtained from a match of each
fieldid  and field name in the viewfile with information in the field table file, it is
important to set and export the environment variablEsDTBLS andFLDTBLDIR.

The output ofviewdis looks the same as the original view description(s), and is
mainly used to verify the correctness of the compiled object view descriptions.

viewdis32 is used for 32-bit FML. It uses tHELDTBLS32 andFLDTBLDIR32
environment variables.

viewc (1), BEA TUXEDO FML Programmer's Guide
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Name
Synopsis

Description

Initialization File

wlisten -BEA TUXEDO Web GUI listener process
wlisten [-i initialization_file ]

wlisten is a listener process that receives incoming connections from Web GUI
applets and starts a Web GUI gateway prooegstéd ). All wlisten  options are
taken from an initialization file that is specified by theoption. If theii option is not
given, thers TUXDIR/udataobj/webgui/webgui.ini is used as the default
initialization file. The format and parameters allowed in the initialization file are
described below. A default initialization file is generated during system installation.

wlisten  places itself in the background when invoked (unless the initialization file
contains th€OREGROUNDarameter), and continues running until the machine shuts
down or thewlisten  process is killed through an operating system command.

The following command-line option is used bisten

-i initialization_file
Specifies thawvlisten  should use thaitialization_file specified for
parameters used during Web GUI sessions. The format of the initialization
file is specified below. Most parameters of the initialization file are set to
reasonable values at BEA TUXEDO installation time. If this option is not

specified on the command line, then the default initialization file location is
$TUXDIR/udataobj/webgui/webgui.ini

The initialization file specified by thé option contains parameters that allow the
appletwlisten  process, and gateway process to coordinate certain pieces of
configuration information necessary for the connection and subsequent operation of
the Web GUI.

Most of the parameters contained in the initialization file are configured when BEA
TUXEDO is installed. Other parameters may be added automatically when the Web
GUIl is being run, in response to user input. For example, if you connect to a domain,
the GUI adds a listing for that domain to the initialization file. The next time you use
the pull-down Domain menu (above the Power Bar in the main GUI window), you will
see the new domain listed. Do not be alarmed if you notice that lines have been added
or changed in your initialization file without your having explicitly edited the file.
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The initialization file consists of commentary lines (blank lines or lines beginning with
the# character) and keyword lines. Keyword lines are of the fatyword=value
The allowed keywords and values are outlined below:

TUXDIR=directory
The directory in which the BEA TUXEDO software is installed. There is no
default for this parameter; you must assign a value. Note that-if tption
is not given tavlisten , thenTUXDIR must be set in the environment (and
normally should be set to the value specified in the initialization file.)

NADDRnetwork _address
Specifies the network address to be usedilyen . There is no default for
this parameter; you must assign a value. The format of the network address i
the same as that allowed tigten  and other BEA TUXEDO commands.
(See NETWORKDDRESSES below, for a complete description.)

DEVICE=device
Specifies the network device to be useduisten . This variable is
optional. For releases prior to v6.4, the default is the empty string, which
means that no network device has been selected. (This is appropriate for son
systems, such as Microsoft NT.) Use the same value here that you would us
for the-d option oftlisten . On some UNIX systems the value should be
Idevitecp ; whether or not you assign this value depends on the operating
system.

FOREGROUND#N]
Specifies whethewlisten  should run in the foreground. The defaulliis
meaning thawvlisten  will put itself in the background automatically. The
only reason to use this option is for testing and debugging.

WIDTH-=pixels and HEIGHT= pixels
Specifies the width and height, respectively, for the applet. This area is usec
for password prompting if security is enabled. The defaults are 400 and 150
respectively.

FRAMEWIDTHgixels and FRAMEHEIGHT=pixels
Specifies the width and height, respectively, for the main applet window in
which administration takes place. The defaults are 750 and 550, respectively

ENCRYPTBITS=[0]40]
Sets the encryption mode used by the gateway and applet connection. The
default iso, meaning there is no encryption. If the option is chosen, then
40-bit RC4 encryption will take place. In this caséiseen  password file
must exist and authentication must occur in order to exchange encryption
keys.
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DOCBASEdocument root
Specifies the document base where the BEA TUXEDO Web GUI help files
are found. This parameter is set during BEA TUXEDO installation and, under
normal circumstances, it should not be changed afterward. There is no default
for this parameter; you must assign a value in the initialization file.

CODEBASEapplet_root
Specifies the URL for the code base where BEA TUXEDO Web GUI applet
files are found. This parameter is set during BEA TUXEDO installation and,
under normal circumstances, it should not be changed afterward. There is no
default for this parameter; you must assign a value in the initialization file.

SNAPDIR=snapshot_directory
Specifies the server directory path in which userlog snapshot files and event
log snapshot files are stored. (The valus®APDIRIs a full pathname rather
than a URL.) It is set during BEA TUXEDO installation and, under normal
circumstances, it should not be changed afterward. There is no default for this
parameter; you must assign a value in the initialization file.

SNAPBASE#ttp_root
Specifies the URL base in which userlog snapshot files and event log
snapshot files are stored. (The valus®APBASHS a URL rather than a full
pathname.) It is set during BEA TUXEDO installation and, under normal
circumstances, it should not be changed afterward. There is no default for this
parameter; you must assign a value in the initialization file.

TEMPLATEtemplate_path
Specifies the pathname of the template file used to deliver the Web GUI
applet to the user at startup time. The template file must contain the string
%APPLET%N a line by itself, which is the place in the file where the Web GUI
applet will appear. The rest of the file should be a standard HTML format file
that typically contains instructions, a logo, or other information for use by the
Web GUI administrator. The default pathname is:
$TUXDIR/udataobj/webgui/webgui.html

INIFILE=init_file
Specifies the full path for the initialization file to be used by the applet. Under
normal circumstances, the initialization file itself is used, but it is technically
possible for the applet user to use an initialization file other than the one used
by the gateway process. We do not recommend using an alternative
initialization file, however, because if two initialization files are used they
must be kept consistent with each other. For exampleyAb®rand
CODEBASParameters, as well as, various directory parameters, must be set
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to identical values, and the value of #/¢CRYPTBITSparameter must be
consistent between the two files. Thus an application in which two files are
used is more error prone than an application in which only one is used.

FLDTBLDIR32=field_table_dir and FIELDTBLS32= field_tables
Specifies the field table directories and values, respectively, for use with the
Web GUI. These parameters are set to the proper values by the BEA
TUXEDO installation program; under normal circumstances they should not
be changed later.

Termination  The only way to stop alisten  process with a normal termination is by sending it a

SIGTERMSsignal.

Recommended  To Ensure Automatic Starting of the Listener

168

Use
To make sure the Web GUI listener is started automatically, we recommend adding

command line in the following format to your UNIX system initialization scripts:
$TUXDIR/bin/wlisten -i initialization_file

To start thewlisten  process manually, enter the command line shown above after a
system prompt.

To Ensure Administrative Password Will Be Found

During the installation process, an administrative password file is created. When
necessary, BEA TUXEDO searches for this file in the following directories (in the
order shown):

APPDIR/.adm/tlisten.pw TUXDIR/udataobj/tlisten.pw

To ensure that your administrative password file will be found, make sure you have se
the APPDIR and/orTUXDIR environment variables.

Network  Suppose the local machine on whidisten  is being run is using TCP/IP addressing.
Addresses  The machine is nameghckus.company.com and its address i55.2.193.18

Further suppose that the port number at whitdten  should accept requests is

2334. Assume that port numbeg34 has been added to the network services database
under the nameankapp-nisaddr . The address specified by the option may be
represented in any of several ways:

//155.2.193.18:bankapp-nisaddr

//155.2.193.18:2334
//backus.company.com:bankapp-nisaddr
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See Also

//backus.company.com:2334
0x0002091E9B02C112

The last line shows how to represent the address in hexadecimal faoozats the

first part of a TCP/IP addres91E is the hexadecimal translation of the port number
2334, and9B02CU2 is an element-by-element hexadecimal translation of the IP
address]55.2.193.18 . (In the latter translations5 become$B, 2 become$?2, and

sSo on.)

For aSTARLANnetwork, a recommended addressm@afme.wlisten ~ will usually yield
a unigue name.

tuxadm (1), tuxwsvr (1)
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