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intro(5)

intro(5)
Name
Description
2

intro -introduction to tables and files
This section describes the format of miscellaneous tables and files.

The page namecbmpilation  (5) summarizes information about header files,
libraries and environment variables needed when compiling application source code

The section includes descriptions of BEA TUXEDO system-supplied servers.
Applications wishing to use the BEA TUXEDO system-supplied servers should
specify them in the configuration file for the application.

Theservopts page describes options that can be specified in the configuration file as
theCLOPTparameter of application servers.

The BEA TUXEDO Management Information Base is documented ivMtRE)
reference page and in the following component MIB pages:

ACL_MIB(5) APPQ_MIB(5) EVENT_MIB(5) TM_MIB(5) WS_MIB(5)
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ACL_MIB(5)

ACL_MIB(5)
Name

Synopsis

Description

ACL_MIB-BEA TUXEDO ACL Management Information Base

#include <fml32.h>
#include <tpadm.h>

The BEA TUXEDO MIB defines the set of classes through which Access Control Lists
(ACLs) may be managed. A BEA TUXEDO configuration waCURITYset to
USER_AUTHACL, or MANDATORY_AQmust be created before accessing or updating
these classesaCL_MIB(5) should be used in combination with the generic MIB

reference pag®liB(5) to format administrative requests and interpret administrative
replies. Requests formatted as describediB(5) using classes and attributes

described in this reference page may be used to request an administrative service using
any one of a number of existing ATMI interfaces in an active application.MIB(5)

consists of the following classes:

ACL_MIB Classes

Class Name Attribute
T_ACLGROUP ACL group
T_ACLPERM ACL permissions
T_ACLPRINCIPAL ACL principal (users or domains)

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

BEA TUXEDO Reference Manual 3



ACL_MIB(5)

4

Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

Limitations

As described above, each class that is a part of this MIB is defined below in four parts
One of these parts is the attribute table. The attribute table is a reference guide to tf
attributes within a class and how they may used by administrators, operators and
general users to interface with an application. There are five components to each
attribute description in the attribute tables: name, type, permissions, values and
default. Each of these components is discusseus(b).

MIB(5) defines the generin_FLAGSattribute which is &ng containing both generic
and component MIB specific flag values. At this time, there areauo MIB(5)
specific flag values defined.

The field tables for the attributes described in this reference page are found in the fil
udataobj/tpadm  relative to the root directory of the BEA TUXEDO system software
installed on the system. The direct${yUXDIR}/udataobj  should be included by

the application in the colon separated list specified b¥tbaBLDIR environment
variable and the field table nanpadm should be included in the comma separated list
specified by thesIELDTBLS environment variable.

Access to the header files and field tables for this MIB is being provided only on BEA
TUXEDO 6.0 sites and later, both native and Workstation.
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T_ACLGROUP CLASS DEFINITION

T_ACLGROUP CLASS DEFINITION

Overview

Attribute Table

Attribute
Semantics

TheT_ACLGROURIlass represents groups of BEA TUXEDO application users and
domains.

ACL_MIB(5): T_ACLGROUP Class Definition Attribute Table

Attribute Type |Permissions Values Default
TA_GROUPNAME(r)(*) |[string [rU------- string[1...30] N/A
TA_GROUPID( k) long |rw------- 0=num16,384 | lowestid
TA_STATE string |rw------- GET"{INA}" N/A

SET"{ NEW|INV}" |N/A

(k) -GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

TA_GROUPNAMEtring[1...30]
Logical name of the group. A group name is a string of printable characters
and cannot contain a pound sign, comma, colon, or newline.

TA_GROUPIDO0 =num 16,384
Group identifier associated with this user. A value of 0 indicates the default
group "other". If not specified at creation time, it defaults to the next available
(unique) identifier greater than 0.

TA_STATE

GET. {VALid}
A GEToperation will retrieve configuration information for the
selectedr_ACLGROUDbject(s). The following states indicate the
meaning of &#A_STATEreturned in response t@&&Trequest. States
not listed will not be returned.

VALid T_ACLGROUBbject is defined and inactive. Note that
this is the only valid state for this class. ACL groups
are nevenctive
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6

SET: {NEW|INValid}

A SET operation will update configuration information for the
selectedi_ACLGROURDbject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may

not be set.

NEW

CreateT_ACLGROURDbject for application. State
change allowed only when in tinevalid ~ state.
Successful return leaves the object inheid state.

unset

Modify an existingT_ACLGROU®Dbject. This
combination is not allowed in thevalid ~ state.
Successful return leaves the object state unchanged.

INValid

DeleteT_ACLGROURDbject for application. State
change allowed only when in thLid state.
Successful return leaves the object initihealid
state.

Limitations A user can be associated with exactly one ACL group. For someone to take on mor
than one role or be associated with more than one group, multiple user entries must |

defined.
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T_ACLPERM CLASS DEFINITION

T_ACLPERM CLASS DEFINITION

Overview

Attribute Table

Attribute
Semantics

TheT_ACLPERMIass indicates what groups are allowed to access BEA TUXEDO
System entities. These entities are named via a string. The names currently represent
service names, event names, and application queue names.

ACL_MIB(5): T_ACLPERM Class Definition: Attribute Table

Attribute Type |Permissions Values Default
TA_ACLNAME(r)(* string |rw----—-- string[1...30] N/A
)
TA_ACLTYPE(r)(* string |rw------- ENQ|DEQ|SERVICE] N/A
)
POSTEVENT
TA_ACLGROUPIDS string |w------- string N/A
TA_STATE string |rw------- GET"{INA}" N/A
SET"{NEW/|INV}"  [N/A

(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

TA_ACLNAMEstring
The name of the entity for which permissions are being granted. The name
can represent a service name, an event name, and/or a queue name. An ACL
name is a string of printable characters and cannot contain a colon, pound
sign, or newline.

TA_ACLTYPE ENQ | DEQ | SERVICE | POSTEVENT
The type of the entity for which permissions are being granted.

TA_ACLGROUPIDSstring
A comma separated list of group identifiers (numbers) that are permitted
access to the associated entity. The lengtwria is limited only by the
amount of disk space on the machine.
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T_ACLPERM CLASS DEFINITION

TA_STATE

GET. {VALid}
A GEToperation will retrieve configuration information for the
selectedr_ACLPERMbject(s). The following states indicate the
meaning of &A_STATEreturned in response t@&Trequest. States
not listed will not be returned.

VALid T_ACLPERMDbject is defined and inactive. Note that
this is the only valid state for this class. ACL
permissions are nevattive

SET: {NEW|INValid}
A SET operation will update configuration information for the
selectedr_ACLPERMbject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_ACLPERMbject for application. State
change allowed only when in tinevalid ~ state.
Successful return leaves the object inheid state.

unset Modify an existingT_ACLPERMbject. This
combination is not allowed in thevalid ~ state.
Successful return leaves the object state unchanged.

INValid DeleteT_ACLPERMobject for application. State
change allowed only when in thaLid state.
Successful return leaves the object initihalid
state.

Limitations ~ Permissions are defined at the group level, not on individual user identifiers.
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T_ACLPRINCIPAL CLASS DEFINITION

T_ACLPRINCIPAL CLASS DEFINITION

Overview

Attribute Table

Attribute
Semantics

TheT_ACLPRINCIPAL class represents users or domains that can access a BEA
TUXEDO application and the group with which they are associated. To join the
application as a specific user, it is necessary to present a user-specific password.

ACL_MIB(5): T_ACLPRINCIPAL Class Definition Attribute Table

Attribute Type |Permissions Values Default
TA_PRINNAME(r)(*) string [rU------- string[1...30] N/A
TA_PRINCLTNAME( k) string [rw------- string[1...30] N
TA_PRINID(k) long |rU------- 1 =num131,072 | lowestid
TA_PRINGRP(k) long |rw------- 0=numl16,384 |0
TA_PRINPASSWD string rWX------ string N/A
TA_STATE string |rw------- GET"{INA}" N/A

SET"{NEW|INV}" |N/A

(k) -GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

TA_PRINNAME string
Logical name of the user or domain (a principal). A principal name is a string
of printable characters and cannot contain a pound sign, colon, or newline.

TA_PRINCLTNAMESstring
The client name associated with the user. It generally describes the role of the
associated user, and provides a further qualifier on the user entry. If not
specified at creation time, the default is the wildcard asterjsk(client
name is a string of printable characters and cannot contain a colon, or
newline.

TA_PRINID: 1 =num131,072
Unique user identification number. If not specified at creation time, it defaults
to the next available (unique) identifier greater than 0.

TA_PRINGRP 0 =num16,384
Group identifier associated with this user. A value of 0 indicates the default
group "other". If not specified at creation time, the default O is assigned.

BEA TUXEDO Reference Manual 9
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TA_PRINPASSWDstring
The clear-text authentication password for the associated user. Note that th
system will automatically encrypt this information on behalf of the
administrator.

TA_STATE:

GET. {VALid}
A GEToperation will retrieve configuration information for the
selectedr_ACLPRINCIPAL object(s). The following states indicate
the meaning of &A_STATEreturned in response toGETrequest.
States not listed will not be returned.

VALid T_ACLPRINCIPAL object is defined and inactive. Note
that this is the only valid state for this class. ACL
principals are neveictive

SET: {NEW|INValid}
A SET operation will update configuration information for the
selectedr_ACLPRINCIPAL object. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_ACLPRINCIPAL object for application. State
change allowed only when in théValid  state. Successful
return leaves the object in thALid state.

unset Modify an existingl_ACLPRINCIPAL object. This
combination is not allowed in thBValid state.
Successful return leaves the object state unchanged.

INValid DeleteT_ACLPRINCIPAL object for application. State
change allowed only when in tMALid state. Successful
return leaves the object in thé¢Valid state.

Limitations A user or domain can be associated with exactly one ACL group. For someone to tak
on more than one role or be associated with more than one group, multiple principal
entries must be defined.
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T_ACLPRINCIPAL CLASS DEFINITION

Diagnostics

Interoperability

Portability

There are two general types of errors that may be returned to the user when interfacing
with ACL_MIB(5). First, any of the three ATMI verbg¢all  (3), tpgetrply ~ (3) and
tpdequeue (3)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, the request is successfully routed to a system service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level service failure. In these
casestpcall  (3) andtpgetrply  (3) will return an error withperrno  set to

TPESVCFAIL and return a reply message containing the original request along with
TA_ERRORTA_STATUSandTA_BADFLDfields further qualifying the error as described
below. When a service failure occurs for a request forwarded to the system through the
TMQFORWARR) server, the failure reply message will be enqueued to the failure queue
identified on the original request (assuming theoption was specified for
TMQFORWARD

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUSIs set to a textual description of the failure, the FML32 field
TA_ERRORs set to indicate the cause of the failure as indicated below. All error codes
specified below are guaranteed to be negative.

The following diagnostic codes are returnedAn ERRORo indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[other ]
Other return codes generic to any component MIB are specified MIRI(®)
reference page. These return codes are guaranteed to be mutually exclusive
with anyACL_MIB(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
TUXEDO system release 6.0 and later. Fields defined in these headers and tables will
not be changed from release to release. New fields may be added which are not defined
on the older release site. Access to the /AdmInAPI is available from any site with the
header files and field tables necessary to build a request_Ra:PRINCIPAL,
T_ACLGROUPandT_ACLPERMIasses are new with BEA TUXEDO system release 6.0.

The existing FML32 and ATMI functions necessary to support administrative
interaction with BEA TUXEDO system MIBs, as well as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

BEA TUXEDO Reference Manual 11



T_ACLPRINCIPAL CLASS DEFINITION

Example  Following is a sequence of code fragments that adds a user to a group and adds
permissions for that group to a service name.

Field Tables ~ The field tablepadm must be available in the environment to have access to attribute
field identifiers. This can be done at the shell level as follows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files  The following header files are included.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

Add User  The following code fragment adds a user to the default group "other."

/* Allocate input and output buffers */ ibuf = tpalloc("FML32",
NULL, 1000);
obuf = tpalloc("FML32", NULL, 1000);

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_ACLPRINCIPAL", 0);

/* Set ACL_MIB(5) attributes */

Fchg32(ibuf, TA_PRINNAME, 0, ta_prinname, 0);
Fchg32(ibuf, TA_PRINID, 0, (char *)ta_prinid, 0);
Fchg32(ibuf, TA_STATE, 0, (char *)"NEW", 0);

Fchg32(ibuf, TA_PRINPASSWD, 0, (char *)passwd, 0);

/* Make the request */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf(stderr, "tpcall failed: %s\en", tpstrerror(tperrno));

if (tperrno == TPESVCFAIL) {

Fget32(obuf, TA_ERROR, 0,(char *)ta_error, NULL);
ta_status = Ffind32(obuf, TA_STATUS, 0, NULL);
fprintf(stderr, "Failure: %lId, %s\en",

ta_error, ta_status);

/* Additional error case processing */

}
Files  ${TUXDIR}/include/tpadm.h , ${TUXDIR}/udataobj/tpadm

See Also  Fintro (3), Fadd32 (3), Fchg32 (3), Ffind32 (3), tpalloc  (3), tprealloc  (3),
tpcall  (3),tpacall  (3), tpgetrply  (3), tpenqueue (3), tpdequeue (3), MIB(5),
TM_MIB(5), BEA TUXEDO Administrator's Guide , BEA TUXEDO Programmer’s
Guide
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APPQ_MIB(5)
Name

Synopsis

Description

APPQ_MIBBEA TUXEDO system /Q Management Information Base

#include <fml32.h>
#include <tpadm.h>

The /Q MIB defines classes through which application queues can be managed.

APPQ_MIR5) should be used in combination with the generic MIB reference page
MIB(5) to format administrative requests and interpret administrative replies. Requests
formatted as described iB(5) using classes and attributes described on this
reference page may be used to request an administrative service using any one of a
number of existing ATMI interfaces in an active application. Application queues in an
inactive application may also be administered usinggémmcall  (3) function

interface.

APPQ_MIR5) consists of the following classes:
APPQ_MIB Classes

Class Name Attributes
T _APPQ Application queues within a queue space
T_APPQMSG Messages within an application queue
T_APPQSPACE Application queue spaces
T_APPQTRANS Transactions associated with application queues

Note that this MIB refers to application-defined reliable disk-based queues (that is, /Q
gueues), and not server queues {theUEUEclass of thaM_MIB(5) component).

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

BEA TUXEDO Reference Manual 13
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Attribute Table

14

Format

TA_FLAGS
Values

FML32 Field
Table

Each class that is a part of this MIB is documented in four parts. One part is the
attribute table. The attribute table is a reference guide to the attributes within a class
and how they may used by administrators, operators, and general users to interface
with an application.

There are five components to each attribute description in the attribute tables: name
type, permissions, values and default. Each of these components is discussed in
MIB(5).

MIB(5) defines the generid_FLAGSattribute which is &ng containing both generic
and component MIB-specific flag values. The following flag values are defined for the
APPQ_MIK5) component. These flag values should be or'd with any generic MIB flags.

QMIB_FORCECLOSE
When setting th@A_STATEattribute of al_APPQSPACBbject toCLEaning ,
this flag indicates that the state change should succeed even if the state of tt
gueue space iBCTive .

QMIB_FORCEDELETE
When setting th@A_STATEattribute of al_APPQSPACBbject toiNvalid ,
this flag indicates that the state change should succeed even if the queue spa
is ACTive or if messages are present in any of its queues. Similarly, when
setting theTA_STATEattribute of ar_APPQobject toINVvalid , this flag
allows the queue to be deleted even if messages are present or processes
attached to the queue space.

QMIB_FORCEPURGE
When setting th&A_STATEattribute of & _APPQobject tdNValid , this flag
indicates that the state change should succeed even if messages are presen
the queue. If, however, a message stored in the select@#Qobject is
currently involved in a transaction, the state change will fail and an error will
be written to the userlog.

The field table for the attributes described on this reference page is found in the file
udataobj/tpadm  relative to the root directory of the BEA TUXEDO software
installed on the system. The direct${yUXDIR}/udataobj  should be included by

the application in the path list (semi-colon separated on Netware/NT and colon
separated otherwise) specified by Fu®TBLDIR environment variable and the field
table namepadm should be included in the comma-separated list specified by the
FIELDTBLS environment variable.
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Limitations

This MIB is provided only on BEA TUXEDO system 6.0 sites and later, both native
and Workstation.

If a site running a BEA TUXEDO system release earlier than Release 6.0 is active in
the application, then administrative access through this MIB is limited as follows.

4 SEToperations are not allowed.

4 Local information access for sites earlier than Release 6.0 is not available.

BEA TUXEDO Reference Manual 15



T_APPQ (ass Definition

T_APPQ (lass Definition

Overview  TheT_APPQclass represents application queues. One or more application queues ma
exist in a single application queue space.

Limitations It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be supplied to explicitly target a single application

queue space. These required key fieldsTare\PPQSPACENAMEA_QMCONFIGand
TA_LMID, except when the application is unconfigured (i.e.TtheCONFIG

environment variable is not set), in which caseLMID must be omitted. For example,
if the TA_APPQSPACENANMEA_QMCONFIGandTA_LMID attributes are set in a request

usingtpcall  (3), then allt_APPQobjects within the specified queue space will be

retrieved.
Attribute Table
APPQ_MIB(5): T_APPQ Class Definition Attribute Table
Attributea 2 Type | Permissions Values Default

TA_APPQNAME(K)(r)(*) string | ru-r--r-- string [1..15] N/A
TA_APPQSPACENAME(K)(r)(*) string | ru-r--r-- string [1..15] N/A
TA_QMCONFIG(k)(r)(*) string | ru-r--r-- string [1..78] N/A
TA_LMID(k)(r)(*)b string | ru-r--r-- string [1..30] N/A
TA_STATE (Note 3)c string | rw-r--r-- GET{VAL} N/A

SET{NEW|INV} N/A
TA_APPQORDERd string | rw-r--r-- {PRIO[TIME|LIFO|FIFO } | FIFO
TA_CMD string | rw-r--r-- shell-command

-string  [0..78]
TA_CMDHW string | rw-r--r-- 0 =num[Bbm% 100%
TA_CMDLW string | rw-r--r-- 0 =num[Bbm% 0%
TA_MAXRETRIES long | rw-r--r-- 0 =num 0
TA_OUTOFORDER string | rw-r--r-- {NONE|TOP |MSGID} NONE
TA_RETRYDELAY long | rw-r--r-- 0 =num 0
TA_CURBLOCKS long | r--r--r-- 0 =num N/A
TA_CURMSG long | r--r--r-- 0 =num N/A
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APPQ_MIB(5): T_APPQ Class Definition Attribute Table

Attributea @ Type | Permissions Values Defaulf

(k) - GETkey fieldf
(r) - Required field for object creation
(*) - RequiredSETkey field

Attribute
Semantics

aa|l attributes of clas3_APPQare local attributes.

bTA_LMID must be specified as a key field except when the application is unconfigured
(i.e., theTUXCONFIGenvironment variable is not set).

CAll operations onmT_APPQobjects—bottGETandSET—silently open the associated
queue space (i.e., implicitly set the state of the queue spa&etif it is not already
OPEnNor ACTive ). This may be a time-consuming operation if the queue space is large.

dTA_APPQORDERan not be modified after the application queue is created.

eSufficient key fields must be supplied irG&Toperation to explicitly target a single
application queue space.

TA_APPQNAMEstring [1..15]
Name of the application queue.

TA_APPQSPACENAMEtring [1..15]
Name of the application queue space containing the application queue.

TA_QMCONFIGstring [1..78]
Absolute pathname of the file or device where the application queue space is
located.

TA_LMID: string [1..30] (no comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE

GET: {VALid}
A GEToperation retrieves information about the selected application
queues. The following list describes the meaning offtheSTATE
attribute returned in response tGETrequest. States not listed will
not be returned.
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VALid The specified queue exists. This stateNisctive
equivalent for purposes of permissions checking.

SET: {NEW|INValid}
A SET operation changes characteristics of the selected application
gueue or creates a new queue. The following list describes the
meaning of th@A_STATEattribute returned by $ET request. States
not listed can not be set.

NEW Create a new queue in the specified queue space. The
queue is left in stateALid following successful
creation.

INValid Delete the specified queue. The queue must be in state
VALid to be deleted. If the queue space has processes
attached to it (i.e., it is in th&CTive state), the queue
will not be deleted unless thea_FLAGSattribute
includes theQMIB_FORCEDELETH#ag. In addition, if
the queue has messages in it, it will not be deleted
unlessQMIB_FORCEPURGE specified. Successful
return leaves the object in thevalid  state.

unset Modify an application queue. Successful return leaves the
state unchanged.

TA_APPQORDER
The order in which messages in the queue are to be processed. Legal value
arePRIO or TIME, followed by a comma, optionally followed by another
occurrence oPRIO or TIME, followed by one of the valuesFO or FIFO. If
neitherFIFO norLIFO is specifiedFIFO is assumed. If nothing is specified
when a queue is created, the defauftii®. For example, these are some
legal settings:

PRIO
PRIO,TIME,LIFO
TIME,PRIO,FIFO
TIME,FIFO
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TA_CMDshell-command-string [0..78]
The command to be automatically executed when the high water mark,
TA_CMDHWs reached. The command will be re-executed when the high water
mark is reached again after the low water mask CMDLWhas been reached.

TA_CMDHW) = nuniBbm%

TA_CMDLWO = nuniBbm%
The high and low water marks that control the automatic execution of the
command specified in thes_CMDattribute. Each is an integer greater than or
equal to zero optionally followed by one of the following keyletters. The
keyletters must be consistent fox_ CMDHWNATA_CMDLW

b
The high and low water marks pertain to the number of bytes used
by messages in the queue.

B
The high and low water marks pertain to the number of blocks used
by messages in the queue.

m

The high and low water marks pertain to the number of messages in
the queue.

%
The high and low water marks are expressed in terms of a percentage
of queue capacity.

For example, iffA_CMDLVis 50mandTA_CMDH\$ 100m, then the command
specified inTA_CMDwill be executed when 100 messages are on the queue,
and it will not be executed again until the queue has been drained below 50
messages and has filled again to 100 messages.

TA_CURBLOCKS) = num
The number of disk pages currently consumed by the queue.

TA_CURMSQ) =num
The number of messages currently in the queue.

TA_MAXRETRIESO =num
The maximum number of retries for a failed queue message. When the
number of retries is exhausted, the message is placed on the error queue of the
associated application queue space. If there is no error queue, the message is
dropped. The default is zero.
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TA_OUTOFORDERMSGIOTOANONE
The way in which out-of-order message processing is to be handled. The
default iSNONE

TA_RETRYDELAYO =num
The delay, in seconds, between retries for a failed queue message. The defal
is zero.
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T_APPQMSG Class Definition

Overview  TheT_APPQMSGlass represents messages stored in application queues. A message is
not created by an administrator; instead, it comes into existence as a result of a call to
tpenqueue(3) . A message can be destroyed either by a cgltitaueue(3) or by
an administrator. In addition, certain attributes of a message can be modified by an
administrator. For example, an administrator can move a message from one queue to
another queue within the same queue space or change its priority.

Limitations It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be supplied to explicitly target a single application
gqueue space. These required key fieldsTar&\PPQSPACENAMEA_QMCONFIGand
TA_LMID, except when the application is unconfigured (i.e.,TIDECONFIG
environment variable is not set), in which caseLMID must be omitted. For example,
if the TA_APPQSPACENAMEA_QMCONFIGandTA_LMID attributes are set in a request
usingtpcall  (3), then allr_APPQMS®@bjects in all queues of the specified queue space
will be retrieved.

Attribute Table
APPQ_MIB(5): T_APPQMSG Class Definition Attribute Table
Attribute @ Type | Permissions Values Default
TA_APPQMSGID(K)(*) string | r--r--r-- string [1..32] N/A
TA_APPQNAME(K)(*) string | r--r--r-- string [1..15] N/A
TA_APPQSPACENAME(K)(*) | string | r--r--r-- string [1..15] N/A
TA_QMCONFIG(K)(*) string | r--r--r-- string  [1..78] N/A
TA_LMID(k)(*) P string | r--r--r-- string  [1..30] N/A
TA_STATE string | rw-r--r-- GET{VAL} N/A
SET{INV} N/A
TA_NEWAPPQNAME string | -w--w---- string [1..15] N/A
TA_PRIORITY long | rw-rw-r-- {1=num=100]|-1} N/A
TA_TIME string | rw-rw-r-- { YMNDQhh[mrss|T | NIA
|+seconds }
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APPQ_MIB(5): T_APPQMSG Class Definition Attribute Table

Attribute 2 Type | Permissions Values Default
TA_CORRID( k) long | r--r--r-- string [0..32] N/A
TA_LOWPRIORITY(k) long | k--k--k-- 1 =num=100 1
TA_HIGHPRIORITY( k) long | k--k--k-- 1 =num=100 100
TA_MSGENDTIME(k ) string | k--k--k-- { YYMNDOhh[mrss]]l]] | MAXLONG

string | k--k--k-- |+seconds } 0
TA_MSGSTARTTIME( k) { YMIMNDOhh[mipss]]]]
|+seconds }
TA_CURRETRIES long | r--r--r-- 0 =num N/A
TA_MSGSIZE long | r--r--r-- 0 =num N/A
(k) - GETkey field!
(*) - RequiredSET key field

a All attributes of clas§_APPQMSa@re local attributes.

bTA_LMID must be specified as a key field except when the application is
unconfigured (i.e., the TUXCONFIG environment variable is not set).

¢ All operations orm_APPQMS®@Dbjects—bottGETandSET—silently open the
associated queue space (i.e., implicitly set the state of the queue spaceaifat is

not alreadyoPEnor ACTive ). This may be a time-consuming operation if the queue
space is large.

d Sufficient key fields must be supplied itG&Toperation to explicitly target a single
application queue space.

Attribute  TA_APPQMSGIDstring [1..32]
Semantics A unique identifier for the queue message, which can be used to select the
message foBETor SET operations. No significance should be placed on this
value beyond using it for equality comparisons.

TA_APPQNAMEstring  [1..15]
Name of the application queue in which the message is stored.

TA_APPQSPACENAMEfring [1..15]
Name of the application queue space containing the message.
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TA_QMCONFIGstring [1..78]

Absolute pathname of the file or device where the application queue space is
located.

TA_LMID: string [1..30] (no comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE

GET: {VALid}
A GEToperation retrieves information about the selected messages.
The following list describes the meaning of tire STATEattribute
returned in response toGETrequest. States not listed will not be
returned.

VALid The message exists. This statdlisctive  equivalent
for purposes of permissions checking.
SET: {INValid}

A SET operation changes characteristics of the selected message.
The following list describes the meaning of the STATEattribute
returned by &ET request. States not listed can not be set.

INValid The message is deleted from its queue space. The
message must be in stateLid before attempting this
operation. Successful return leaves the object in the
INValid state.

unset Modify a message. Successful return leaves the state
unchanged.

TA_CURRETRIESO =num
The number of retries that have been attempted so far on this message.

TA_CORRID string  [0..32]
The correlation identifier for this message provided by the application in the

tpenqueue(3) request. The empty string indicates that a correlation identifier
is not present.
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TA_LOWPRIORITY 1 = num= 100

TA_HIGHPRIORITY: 1 =num= 100
The lowest and highest priority within which to search for occurrences of
T_APPQMS®bjects. These attributes may only be used as key fields&ith
operations and are valid only fBRIO-based queues.

TA_MSGSTARTTIME

TA_MSGENDTIME
The start and end time within which to search for occurrencEsAPPQMSG
objects. The range is inclusive. Sete TIME for the format. These attributes
may only be used as key fields witiEToperations and are valid only for
TIME-based queues.

TA_NEWAPPQNAMSring [1..15]
Name of the queue into which to move the selected message. This queue mu
be an existing queue in the same queue space. The message must be in st
VALid for this operation to succeed. This attribute is not returneddsra
operation.

TA_PRIORITY: 1 =num= 100
The priority of the message. This attribute is valid onlyPiero-based
queues. The value -1 is returned bgEToperation if the queue is not
PRIO-based.

TA_TIME:
The time when the message will be processed. This attribute is valid only for
TIME-based queues. The empty string is returned GgToperation if the
gueue is noTIME-based. The format is one of the following:

+seconds
Specifies that the message will be processednds in the future.
The value zero specifies that the message should be processed
immediately.

YYIMNIDLEhh[ mifss ]1]1]
Specifies the year, month, day, hour, minute, and second when the
message should be processed. Omitted units default to their
minimum possible values. For exam@806 is equivalent to
950601000000 . The years 00 through 37 are treated as 2000 through
20037, 70 through 99 are treated as 1970 through 1999, and 38
through 69 are invalid.
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TA_MSGSIZE 0 =num
The size of the message, in bytes.
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T_APPQSPACE (Class Definition

Attribute Table

Overview

Limitations

TheT_APPQSPACEIlass represents application queue spaces. An application queue
space is an area in a BEA TUXEDO system device; se& EVICE class in

TM_MIB(5) for more information about devices and their attributes. Each queue spac
typically contains one or more application queues, and each queue may have messac
stored in it.

A queue space is uniquely identified by several attributes: its name
(TA_APPQSPACENAMELtribute), the device that containsTa( QMCONFIGttribute),
and the logical machine where the device is locatedL(vID attribute).

A queue space is typically associated with exactly one server group in a configured
application. The queue space name as well as the device name are components of
TA_OPENINFQattribute of ther_GROURdbject.

It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, all three key fields must be supplied to explicitly target a single application
gueue space. The single exception occurs when accessing a local queue space via
tpadmcall  (3) in the context of an unconfigured application (i.e., THXCONFIG
environment variable is not set). In this caseThe MID key field must be omitted.

The above limitation regarding accessibility of queue spaces also appliesPeQ
T_APPQMS@ENAT_APPQTRAN®bjects because operations on all objects in the /Q MIB
implicitly involve queue spaces.

APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute 2 Type | Permissions Values Default

TA_APPQSPACENAME(K)(r)( string | ru-r--r-- string [1..15] N/A
*)

TA_QMCONFIG( k)(r)(*)
TA_LMID(K)(r)(*)) b

string | ru-r--r-- string [1..78] N/A
string | ru-r--r-- string [1..30] N/A

TA_STATE(k)

c string | rwxrwxr-- GET{INAJ|INI [OPE|JACT } | N/A
SET{NEW|OPE |CLE|INV } | N/A

26
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APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute 2 Type | Permissions Values Default
TA_BLOCKING long | rw-r--r-- 0 =num 16
TA_ERRORQNAME string | rw-r--r-- string [0..15]
TA_FORCEINIT string | rw-r--r-- {Y|N} N
TA_IPCKEY(r) long | rw-r--r-- 32769 =num= 262143 N/A
TA_MAXMSG(r) long | rw-r-r-- 0 =num N/A
TA_MAXPAGES(r) long | rw-r--r-- 0 =num N/A
TA_MAXPROC(r) long | rw-r--r-- 0 =num N/A
TA_MAXQUEUES(r) ¢ long | rw-r--r-- 0 =num N/A
TA_MAXTRANS(r) long | rw-r--r-- 0 =num N/A
TA_CUREXTENT long | r--r--r-- 0 =num= 100 N/A
TA_CURMSG long | r--r--r-- {0=num|-1} N/A
TA_CURPROC long | r--r--r-—- 0 =num N/A
TA_CURQUEUES long | r--r--r-- {0=num|-1} N/A
TA_CURTRANS long | R--R--R-- 0 =num N/A
TA_HWMSG long | R--R--R-- 0 =num N/A
TA_HWPROC long | R--R--R-- 0 =num N/A
TA_HWQUEUES long | R--R--R-- 0 =num N/A
TA_HWTRANS long | R--R--R-- 0 =num N/A
TA_PERCENTINIT long | r--r--r-- 0 =num= 100 N/A
(k) - GETkey field
(r) - Required field for object creation
(*) - RequiredSETkey field

a All attributes of class_APPQSPACHre local attributes.

b-TA LMID must be specified as a key field except when the application is
unconfigured (i.e., thEUXCONFIGenvironment variable is not set).

c. All operations om_APPQ T_APPQMSGandT_APPQTRANSDbjects (bottGETand

SET) silently open the associated queue space (i.e., implicitly set the state of the queue
space ta@PEnif it is not alreadyOPEnor ACTive ). This may be a time-consuming
operation if the queue space is large.

d-TA_MAXQUEUESan not be modified after the queue space is created
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Attribute  TA_APPQSPACENAMEtring[1..15]
Semantics Name of the application queue space.

TA_QMCONFIGstring[1..78]
Absolute pathname of the file or device where the application queue space i
located.

TA_LMID: string [1..30] (ho comma)
Identifier of the logical machine where the application queue space is located

TA_STATE

GET: {INActive|INltializing| OPEn|ACTive}
A GEToperation retrieves information about the selected application
gueue space. The following list describes the meaning of the
TA_STATEattribute returned in response tGETrequest. States not
listed will not be returned.

INActive The queue space exists; i.e., disk space for it has been
reserved in a device and the space has been
initialized (if requested or if necessary).

INItializing Disk space for the queue space is currently
being initialized. This state KCTive
equivalent for purposes of permissions
checking.

OPEn Shared memory and other IPC resources for the
gqueue space have been allocated and initialized,
but no processes are currently attached to the
shared memory. This stateliActive
equivalent for purposes of permissions
checking.

ACTive Shared memory and other IPC resources for the
gueue space have been allocated and initialized,
and at least one process is currently attached to
the shared memory. These processes can be the
queue servergS_QM, TMQUEUEaNd perhaps
TMQFORWAIRBSsociated with the queue space,
or they can be administrative processes such as
gmadmin (1), or they can be processes
associated with another application.
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SET: {NEW|OPEN|CLEaning|INValid}
A SET operation changes the selected application queue space or
creates a new one. The following list describes the meaning of the
TA_STATEattribute returned by 8ET request. States not listed can
not be set.

NEW Create a new queue space. The state of the
gueue space becomes eitingtializing or
INActive  following a successfLBET to this
state.

OPEn Allocate and initialize shared memory and
other IPC resources for the queue space. Thisis
allowed only if the queue space is in the
INActive  state.

CLEaning Remove the shared memory and other IPC
resources for the queue space. This is allowed
only when the queue space is in RrREnor
ACTive state. Th&QMIB_FORCECLOSflag
must be specified if the stateAsTive .
Successful return leaves the object in the
INActive  state.

INValid Delete the queue space. Unless the
QMIB_FORCEDELETHag is passed, an error is
reported if the state isCTive or if messages
exist on any queues in the queue space.
Successful return leaves the object in the
INValid state.

unset Modify an application queue space. Successful
return leaves the state unchanged.

TA_BLOCKING 0 =num
The blocking factor used for disk space management of the queue
space. The default when a new queue space is created is 16.

TA_CUREXTENTO = num= 100
The current number of extents used by the queue space. The largest
number allowed is 100. Each time the MAXPAGE&ttribute is
increased, a new extent is allocated.
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TA_CURMSQA) =num
The current number of messages in the queue space. This number
can be determined only if the queue spac@PBnor ACTive , or if
the queue space is newly created. If none of the conditions apply, the
value -1 is returned.

TA_CURPROQ = num
The current number of processes accessing the queue space.

TA_CURQUEUES® =num
The current number of queues existing in the queue space. This
number can be determined only if the queue spaoceEnor
ACTive , or if the queue space is newly created. If none of these
conditions apply, the value -1 is returned.

TA_CURTRANSO =num
The current number of outstanding transactions involving the queue
space.

TA_ERRORQNAMEtring [0..15]
Name of the error queue associated with the queue space. If there i
no error queue, an empty string is returned BEArequest.

TA_FORCEINIT: {Y|N}
Whether or not to initialize disk pages on new extents for the queue
space. The default is not to initialize. Depending on the device type
(e.g., regular file or raw slice), initialization can occur even if not
requested.

TA_HWMS® =num
The highest number of messages in the queue space since the quet
space was last opened. The number is reset to 0 when the queue
space state is set @ Eaning .

TA_HWPRQ® = num
The highest number of processes simultaneously attached to the
gqueue space since the queue space was last opened. The number
reset to 0 when the queue space state is sgtEaning .

TA_HWQUEUE® =num
The highest number of queues existing in the queue space since the
gueue space was last opened. The number is reset to O when the
gueue space state is setlEaning .

BEA TUXEDO Reference Manual



T_APPQSPACE (lass Definition

TA_HWTRANS) =num
The highest number of outstanding transactions involving the queue
space since the queue space was last opened. If the queue space is
accessed by more than one application, this number reflects all
applications \(em not just the application represented by the
TUXCONFIGnvironment variable. The number is reset to 0 when the
gueue space state is seClcEaning .

TA_IPCKEY: 32769 =num= 262143
The IPC key used to access queue space shared memory.

TA_MAXMSQ) =num
The maximum number of messages that the queue space can
contain.

TA_MAXPAGES =num
The maximum number of disk pages for all queues in the queue
space. Each time thes_MAXPAGESttribute is increased, a new
extent is allocated (s&&_CUREXTENT It is not possible to
decrease the number of pages by setting this attribute to a lower
number; an error is reported in this case.

TA_MAXPROQ = num
The maximum number of processes that can attach to the queue
space.

TA_MAXQUEUE® = num
The maximum number of queues that the queue space can contain.

TA_MAXTRANSO =num
The maximum number of simultaneously active transactions
allowed by the queue space.

TA_PERCENTINIT: 0 =num= 100
The percentage (as an integer between 0 and 100 inclusive) of disk
space that has been initialized for the queue space.
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T_APPQTRANS (lass Definition

Overview TheT_APPQTRANSIlass represents run-time attributes of transactions associated with

application queues.

Limitations It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be specified to explicitly target a single application

queue space. For example, if all key fields ex@@piXID are set in an request using

tpcall  (3), then allT_APPQTRAN®Dbjects associated with the specified queue space

will be retrieved.

It is important to keep in mind that transactions represented by objects of this class a
not necessarily associated with the application in which they are retrieved. Care mu:

be taken when heuristically committing or aborting a transaction because the

transaction may actually belong to or have an effect on another application. The valu

of theTA_XID attribute is not guaranteed to be unique across applications.

Attribute Table

32

APPQ_MIB(5): T_APPQTRANS Class Definition Attribute Table

Attribute 2 Type Permissions Values Default
TA_XID(k)(*) string R--R--R-- string [1..78] N/A
TA_APPQSPACENAME(K)(*)  string  r--r--r-- string [1..15] N/A
TA_QMCONFIG(k )(*) string  r--r--r-- string [1..78]  NIA
TA_LMID(k)(  *) string  r--r--r-- string [1..30] N/A
TA_STATEb string R-XR-XR-- GET:{ACT|ABY N/A

|ABD|COMIREA /A
|DEC|HAB|HCO

}

SET:{HAB|HCQ

(k) - GETkey field®

(*) - RequiredseT key field

a. All attributes of class_APPQTRANSre local attributes.
b. All operations orT_APPQTRANSbjects \(em botiGETandSET \(em si-

lently open the associated queue space (i.e., implicitly set the state of the
queue space tOPEnif it is not alreadyOPEnor ACTive ). This may be a
time-consuming operation if the queue space is large.
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c. Sufficient key fields must be supplied iGBTOperation to explicitly tar-
get a single application queue space.

Attribute  TA_XID: string[1..78]
Semantics Transaction identifier as returned fayinfo  (3) and mapped to a string
representation. The data in this field should not be interpreted directly by the
user except for equality comparison.

TA_APPQSPACENAMEtring [1..15]
Name of the application queue space associated with the transaction.

TA_QMCONFIGstring [1..78]
Absolute pathname of the file or device where the application queue space is
located.

TA_LMID: string [1..30] (no comma)
Identifier of the logical machine where the application queue space is located.

TA_STATE

GET:

{ACTive|ABortonlY|ABorteD|COMcalled|REAdy|DECided|HAbord|HC

ommit}
A GEToperation retrieves run-time information about the selected
transactions. The following list describes the meaning of the
TA_STATEattribute returned in response tGETrequest. States not
listed will not be returned. All states ak€Tive equivalent for
purposes of permissions checking.

ACTive The transaction is active.
ABortonlY The transaction has been identified for rollback.
ABorteD The transaction has been identified for rollback and

rollback has been initiated.

COMcalled The initiator of the transaction has called
tpcommit (3) and the first phase of 2-phase
commit has begun.

REAdy All of the participating groups on the retrieval site
have successfully completed the first phase of
two-phase commit and are ready to be committed.
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Portability

Interoperability

34

Examples

DECided The second phase of the 2-phase commit has begun.

SUSpended The initiator of the transaction has suspended
processing on the transaction.

SET: {HABort [HCOmmi¢
A SET operation updates the state of the selected transactions. The
following list describes the meaning of the STATEattribute
returned by &ETrequest. States not listed can not be set.

HABort Heuristically abort the transaction. Successful
return leaves the object in th@aBort state.

HCOmmit Heuristically commit the transaction.
Successful return leaves the object in the
HCOmmitstate.

The existing FML32 and ATMI functions necessary to support administrative
interaction with BEA TUXEDO system MIBs, as well as the header file and field table
mentioned on this reference page, are available on all supported native and workstati
platforms.

This MIB is provided only on BEA TUXEDO sites and later, both native and
Workstation.

If a site running a BEA TUXEDO release earlier than Release 6.0 is active in the
application, then administrative access through this MIB is limited as follows.

4 SEToperations are not allowed.

4 Local information access for sites earlier than Release 6.0 is not available. If the
class being accessed also has global information, then the global information
only is returned. Otherwise, an error is returned.

If sites of differing releases, both greater than or equal to Release 6.0, are
interoperating, then information on the older site is available for access and update :
defined on the MIB reference page for that release and may be a subset of the
information available in the later release.

Following is a set of code fragments that illustrate how to perform various operations
on application queue spaces, queues, messages, and transactions.
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Field Tables

Header Files

(Create an
Application
Queue Space

Each fragment should be preceded by code that allocatgLan typed buffer, such
as the following:

rqbuf = tpalloc("FML32", NULL, 0);

After the buffer is populated, each fragment should be followed by code that sends the
request and receives the reply, such as the following:

flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;
rval = tpcall(".TMIB", rgbuf, O, rpbuf, rplen, flags);

SeeMIB(5) for additional information.

The field tablepadm must be available in the environment to allow access to attribute
field identifiers. This can be done at the shell level as follows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

The following header files are needed.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

Creating an application queue space typically involves two operations: the first to
create the BEA TUXEDO system device in which the queue space will be allocated,
and the second to create the queue space itself.

/* Allocate the buffer; see above */

/* Build the request to create a new device on SITEL */
Fchg32(rgbuf, TA_OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_DEVICE", 0);
Fchg32(rgbuf, TA_STATE, 0, "NEW", 0);
Fchg32(rgbuf, TA_CFGDEVICE, 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA_LMID, 0, "SITE1", 0);

size = 500;

Fchg32(rgbuf, TA_DEVSIZE, 0, (char *)size, 0);

[* Make the request; see above */

/* Reinitialize the same buffer for reuse */
Finit32(rgbuf, (FLDLEN) Fsizeof32(rgbuf));

/* Build the request to create the queue space */

Fchg32(rgbuf, TA_OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_APPQSPACE", 0);
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Add a Queue to
an Application

Queue Space

List Application
Queue Spaces

Known to the
Application

Fchg32(rgbuf, TA_STATE, 0, "NEW", 0);

Fchg32(rgbuf, TA_APPQSPACENAME, 0, "QSPACE1", 0);
Fchg32(rgbuf, TA_QMCONFIG, 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA_LMID, 0, "SITE1", 0);

Fchg32(rgbuf, TA_ERRORQNAME, 0, "errque”, 0);

ipckey = 123456;

Fchg32(rgbuf, TA_IPCKEY, 0, (char *)ipckey, 0);

maxmsg = 100;

Fchg32(rgbuf, TA_MAXMSG, 0, (char *)maxmsg, 0);
maxpages = 200;

Fchg32(rgbuf, TA_MAXPAGES, 0, (char *)maxpages, 0);
maxproc = 50;

Fchg32(rgbuf, TA_MAXPROC, 0, (char *)maxproc, 0);
maxqueues = 10;

Fchg32(rgbuf, TA_MAXQUEUES, 0, (char *)maxqueues, 0);
maxtrans = 100;

Fchg32(rgbuf, TA_MAXTRANS, 0, (char *)maxtrans, 0);

/* Make the request; see above */

The following code creates a new queue in the queue space created in the previous
example.

/* Build the request */

Fchg32(rgbuf, TA_OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_APPQ", 0);

Fchg32(rgbuf, TA_STATE, 0, "NEW", 0);

Fchg32(rgbuf, TA_APPQNAME, 0, "errque", 0);
Fchg32(rgbuf, TA_APPQSPACENAME, 0, "QSPACE1", 0);
Fchg32(rgbuf, TA_QMCONFIG, 0, "/dev/g/dsk001", 0);
Fchg32(rgbuf, TA_LMID, 0, "SITE1", 0);

Fchg32(rgbuf, TA_APPQORDER, 0, "PRIO", 0);

/* Make the request; see above */

To list the application queue spaces known to an application, a two-level search is
used. First, the groups using the /Q transaction manatggeQMre retrieved from the
application configuration, and then the queue space referenced by each group is
retrieved. The following code fragment assumes that e&cUrentry involving a

gueue space has a single logical machine associated with it (i.e., server migration is n
used).

Listing 0-1 List Application Queue Spaces Known to the Application

/* Build the request to retrieve all TMS_QM groups */
Fchg32(rqbuf, TA_OPERATION, 0, "GET", 0);
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Fchg32(rgbuf, TA_CLASS, 0, "T_GROUP", 0);
Fchg32(rgbuf, TA_TMSNAME, 0, "TMS_QM", 0);
fldidl = TA_OPENINFO;

fldid2 = TA_LMID;

Fchg32(rgbuf, TA_FILTER, 0, (char *)fldid1, 0);
Fchg32(rgbuf, TA_FILTER, 0, (char *)fldid2, 1);

[* Make the request, assuming we are joined to the application */
rval = tpcall(".TMIB", rgbuf, O, rpbuf, rplen, flags);

[* For each TMS_QM group, build the request to retrieve its queue space */
rval = Fget32(*rpbuf, TA_OCCURS, 0, (char *)occurs, NULL);
for (i = 0; i occurs; i++) {

/* Reinitialize the buffer and set all common attributes */
Finit32(rgbuf, (FLDLEN) Fsizeof32(rgbuf));
Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_APPQSPACE", 0);

/* Get the OPENINFO to determine device and queue space name */

/* OPENINFO has the format <resource-mgr>:<gmconfig>:<appgspacename> */
/* or on NT/Netware <resource-mgr>:<gmconfig>;<appgspacename> */

rval = Fget32(rpbuf, TA_OPENINFO, i, openinfo, NULL);

[* The device is the 2nd field in OPENINFO */
gmconfig = strchr(openinfo, ") + 1;
/* The queue space name is the 3rd field in OPENINFO */

#if defined(_TMDOWN) || defined(_TM_NETWARE)

#define pathsep ";" /* separtor for PATH */

#else

#define pathsep ":" /* separtor for PATH */

#endif
appgspacename = strchr(gmconfig, pathsep);
appgspacename[0] = '\e0'; /* null-terminate gmconfig */
appgspacename++; /* bump past the null */

/* Set the APPQSPACENAME and QMCONFIG keys */
Fchg32(rgbuf, TA_APPQSPACENAME, 0, appgspacename, 0);
Fchg32(rgbuf, TA_QMCONFIG, 0, gmconfig, 0);

/* Get the LMID (assume no migration for this group) */
rval = Fget32(rpbuf, TA_LMID, i, Imid, NULL);
Fchg32(rgbuf, TA_LMID, 0, Imid, 0);

/* Make the request */
rval = tpcall(".TMIB", rgbuf, O, rpbuf2, rplen2, flags);
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Application
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Queue Space

Files

See Also

The above technique does not find any queue space that has been created but does
yet have a correspondi®@ROUReNtry in the application configuration. Such queue
spaces must be retrieved by knowingyiori  the key fields (i.e.,
TA_APPQSPACENAMEA_QMCONFIGandTA_LMID) for the queue space.

The following code retrieves all messages in the q$a®NGin the queue space
QSPACE1n device/dev/g/dsk001  on logical machinSITEL .

/* Build the request */ Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_APPQMSG", 0);

Fchg32(rqbuf, TA_APPQNAME, 0, "STRING", 0);

Fchg32(rgbuf, TA_APPQSPACENAME, 0, "QSPACE1", 0);
Fchg32(rgbuf, TA_QMCONFIG, 0, "/dev/q/dsk001", 0);
Fchg32(rqbuf, TA_LMID, 0, "SITE1", 0);

/* Make the request; see above */

The following fragment retrieves all transactions involving (any queue in) the queue
SpaceQSPACE1

/* Build the request */ Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA_CLASS, 0, "T_APPQTRANS", 0);

Fchg32(rgbuf, TA_APPQSPACENAME, 0, "QSPACE1", 0);
Fchg32(rgbuf, TA_QMCONFIG, 0, "/dev/q/dsk001", 0);
Fchg32(rqbuf, TA_LMID, 0, "SITE1", 0);

/* Make the request; see above */

${TUXDIR}/include/tpadm.h
${TUXDIR}/udataobj/tpadm

Fintro (3), Fadd32 (3), Fchg32 (3), Ffind32 (3),tpalloc  (3), tprealloc  (3),

tpcall  (3),tpacall  (3),tpgetrply  (3), tpadmcall  (3), tpenqueue (3),

tpdequeue (3), MIB(5), TM_MIB(5), BEA TUXEDO Administrator's Guidg€UXEDO
Programmer's Guide
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AUTHSVR (5)

Name
Synopsis

Description

AUTHSVRBEA TUXEDO server providing per\-user authentication
AUTHSVR SRVGRPsdentifier " SRVID= number other_parms CLOPT="\-A"

AUTHSVRs a BEA TUXEDO provided server that offers the authentication service.
This server may be used in a secure application to provide per-user authentication
when clients join the application. This server accepts service requests containing
TPINIT typed buffers for client processes requesting access to the application. It uses
the data field of th@PINIT typed buffer as a user password and validates it against the
configured password. If the request passes validation, then an application key is
returned with a successful return as the ticket to be used by the client.
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SECURITY USER_AUTH
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If SECURITYis set tdUSER_AUTHthen per-user authentication is enforced. The name
of the authentication service can be configured for the application. If not specified, it
defaults toAUTHSVCwhich is the default service advertisedAyTHSVR

By default, the filesSAPPDIR/tpusr is searched for password information;

letclpasswd is used if this file does not exist (although this file cannot be used
correctly on systems that have a shadow password file). The file can be overridden
specifying the file name using & "filename option in the server command line
options (for examplegLOPT="-A -- -f fusr/tuxedo/users" ). Note that

automatic propagation of the user file from the master machine to other machines in
the configuration is done only $APPDIR/tpusr  is used.

The user file is searched for a matching user name and client name. There are four
types of entries in the user file. They are listed below in order of matching precedenc
when validating a user against the file.

1. Exact username/exact clienthame

2. Wildcard username (*)/exact clienthname

3. Exact username/wildcard clienthame (*)

4. Wildcard username (*)/wildcard clientname (*)

An authentication request is authenticated against only the first matching password fil
entry. These semantics allow for a single user to have multiple entries (usually with
different client names) and the user name may be a wild-card. These semantics are
allowed if the user file is maintained usitpgddusr (1), tpdelusr (1), and

tpmodusr (1). Note that use of these semantics is not compatible with the semantics fo
ACLandMANDATORY_Acand will make migration to these security levels difficult. To
get the restricted semantics for compatibility with ACL security, usgptiseadd (1),
tpusrdel (1), andtpusrmod (1) programs to maintain the user file.

The reserved client name valupgsysadm (system administrator) angsysop
(system operator) are treated speciallaAbyrHSVIS) when processing authentication
requests. These values are not allowed to match wildcard client names in the user fi

The application key that is returned by #gTHSVRs the user identifier. This
application key is passed to every service inabgkeyelement of th@PSVCINFO
structure.
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Note that a standamlUTHSVRS shipped as part of the system in

${TUXDIRYbin/AUTHSVR and has the semantics as described above. Sample source
code is provided i8{TUXDIR}MIiIb/AUTHSVR.c . TheAUTHSVRan be replaced by an
application authentication server that validates users and user data (which may not be
a password) in an application-dependent fashion (e.g., using Kerberos). If you plan to
replaceAUTHSVRtake special note of the warning later in this reference page. Itis also
up to the application to determine what value is returned from the authentication
service to be used for the application key (which is passed to each service).

The application keys that corresponddsysadm andtpsysop are 0x80000000 and
0xC0000000, respectively.
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Usage

Portability

If SECURITYis set toACLor MANDATORY_ACthen per-user authentication is enforced
and access control lists are supported for access to services, application queues, ar
events. The name of the authentication service musteHSVC which is the default
service advertised WUTHSVRor theseSECURITY levels.

The user file must b®APPDIR/tpusr . It is automatically propagated from the master
machine to other active machines in the configuration. One instance Aif ThiSVR
must be run on the master machine. Additional copies can be run on other active
machines in the configuration.

The user file is searched for a matching user name and client name. The entry must
match exactly on the user name. The client name must either match exactly, or the
client name value in the user file can be specified as the wildcard (*) which will match
any client name. A single user can have only one entry in the user file and cannot be
wild-card. The user file can be maintained throughyghsradd (1), tpusrdel (1),
andtpusrmod (1) programs, the graphical user interface, or the administrative
interface.

The reserved client name valugsysadm (system administrator) angsysop
(system operator) are treated speciallabyrHSVIS) when processing authentication
requests. These values are not allowed to match wildcard client names in the user fi

The application key that is returned by &kigTHSVRSs the user identifier in the
low-order 17 bits and the group identifier in the next 14 bits (the high order bit is
reserved for administrative keys). The application keys that correspgsgistaim
andtpsysop are 0x80000000 and 0xC0000000, respectively. This application key is
passed to every service in thgpkeyelement of th@PSVCINFOstructure.

For SECURITYACL or MANDATORY_AGthe standardUTHSVRhat is shipped as part
of the system i${TUXDIR}/bin/AUTHSVR  must be used.

Warning: ${TUXDIR}Iib/AUTHSVR.c is not the source file used to generate
${TUXDIR}/bin/AUTHSVR  (don't clobber this executable); if you provide
your OWNnAUTHSVRIt is recommended that you install iti{tAPPDIR} .

AUTHSVRS supported as a BEA TUXEDO-supplied server on non-Workstation
platforms.
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Examples

See Also

# Using ACL's
*RESOURCES
AUTHSVC ".. AUTHSVC"
SECURITY ACL

*SERVERS

AUTHSVR SRVGRP="AUTH" SRVID=100 RESTART=Y GRACE=0 MAXGEN=2
#

#

# Using USER_AUTH

*RESOURCES

AUTHSVC "AUTHSVC"

SECURITY USER_AUTH

*SERVERS
AUTHSVR SRVGRP="AUTH" CLOPT="-A -- -f /usr/tuxedo/users" \e
SRVID=100 RESTART=Y GRACE=0 MAXGEN=2

tpaddusr (1), tpusradd (1), ubbconfig (5), BEA TUXEDO Administrator's Guide,
BEA TUXEDO Programmer's Guide
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Name compilation-how to compile BEA TUXEDO system application components

Description  In order to compile application clients and servers, and subroutines that are link edite
with the BEA TUXEDO system-supplied clientjo, programmers need to know:

\(bu

what header files to include, and the order in which to specify them
\(bu

what utilities are used to compile the application modules
\(bu

what environment variables to set and export
This reference page provides this information.

BEATUXEDO Header File Sequence

System, In )
yGenelal UNIX header files should always be included before any BEA TUXEDO system

header files. Commonly used UNIX header filessai®.h  andctype.h

Environment  In general, the following environment variables should be set and exported:

Variables
TERM

(indicates terminal type, if a terminal is used)

TUXDIR

(specifies the topmost directory where the BEA TUXEDO system software
resides)

PATH
(should includeTUXDIR/bin )

ULOGPFX
(prefix of the filename of the central event log; defaultpg

More information about these variables can be found irmiresaction Monitor
Programmer's Guide  and theTransaction Monitor Administrator's Guide
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BEATUXEDO
System

Header File Sequence
Form files do not contain header information.

C programs that cathio functions should include the following header files, in the
order listed below:

#include <UNIX header files> (if needed by the application)
#include "fml.h"
#include "Usysflds.h"

C programs that call BEA TUXEDO system functions that access the Bulletin Board
should include the following header files, in the order listed below:

#include <UNIX header files> (if needed by the application)
#include "atmi.h"

Additionally, programs that cadlmaskout should include the following:

#include <signal.h>
#include "Usignal.h"

Note: If a program useamaskout and other BEA TUXEDO system functions,
UNIX header file(s) should be included before including BEA TUXEDO
system header files.

Usignal.h ,atmi.h ,fml.h , andUsysflds.h  may be specified in any order, as long
asfml.h is specified befor&sysflds.h . For example, the following are both valid:

Sample 1 Sample 2
#include <stdio.h> #include <stdio.h>
#include "atmi.h" #include signal.h>
#include "fml.h" #include "Usignal.h"
#include "Usysflds.h" #include "atmi.h"

#include "fml.h"
#include "Usysflds.h"

Applications using the functions on ttpzervice (3), tpalloc  (3), tpbegin  (3),
tpcall  (3),tpinit  (3), andtpopen (3) reference pages should include #hei.h
header file.
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Compilation of UFORMnasks are compiled as follows:
UFORM Masks

Create field tables and field table header files.
Set and export FIELDTBLS andFLDTBLDIR.
Execute the command:
mc filename.m
where
4 filename.m is the name of the file containingFORMNask definitions.
4 FIELDTBLS andFLDTDIR are defined in the Environment
4 VARIABLES section below.
4 If vuform (1) is used to developFORMmasks, compilation is included.
To build anmio program, do the following:
5. Create the forms using~ORMr vuform (1).
. Write and archivéastval  andfirstval functions (if desired).

6
7. Write and archive default and validation functions.
8

Build themio program by executing:

buildmio [-w] [-0 outfile 1[-v  wvallib 1[-d dftib ][ lib 1[-a
genlib ]

where

4 -w indicates that a workstation mio should be built
outfile is the name of the executable

vallib  is the archive file of validation functions

dfitlib is the archive file of default functions.

> & & o

lib is a library or object file containing externals needed by the validation or
default functions.

¢ genlib is alibrary or object file containing both validation and default
functions.
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To build a normio client program, execute:

buildclient[-v][-w][-0 name] [-f firstfiles 10 lastfiles ]
[-r  rmname

where

4 -vindicates verbose mode

4 -windicates workstation mode

¢ nameis the executable file name
¢

firstfiles are files to be included before system libraries, fastiles are
files to be included after system libraries.

¢ rmname is specified as the resource manager associated with the client.
To compile a BEA TUXEDO system server, execute:
buildserver [ -o pgm [-s services |[-f objectfiles 1[-r rmname]

where

4 pgmis the name of the executable file

4 services is a comma separated list of services to be offered by the server.
4 objectfiles is a list of the objectfiles to be linked.

4 If more than one file is specified, file names must be separated by white space
and the entire list must be enclosed in double quotes.

4 rmname is specified as the resource manager associated with the server.

Note: See thebuildserver (1) reference page for additional information and
options. The environment variable CC can be used to designate the compiler
to use CFLAGScan be used to pass parameters to the compiler. For esql
programs, follow thesglc instructions, then rubuildserver
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Environment  The following environment variables should be set and exported before executing
Variables  md(1) orvuform (1):

FIELDTBLS
(comma-separated list of field table files)

FLDTBLDIR
(colon-separated list of directories to search forIEeDTBLS)

The following environment variables can be set and exported before exeaiating

MASKPATH
(full path of the directory containing the compiled masks, default is the
current directory)

MASKIPCKEY
(key to mask cache; must be specified if cache is used)

If a default or validation routine references FML fields, set:

FIELDTBLS
(comma-separated list of field table files)

FLDTBLDIR
(colon-separated list of directories to search forIEeDTBLS)

To restrict access to forms, set:

OKXACTS
(comma-separated list of forms that the user can access, default is all)

NGXACTS
(comma-separated list of forms that the user cannot access, default is none

Note: OKXACTSs checked first. If the form is listed @KXACTY0r OKXACTSS ALL),
thenNGXACTSs checked. If the form is listed NGXACTSthen an error is
reported. More information about runningo can be found in the
TransactionMonitorProgrammer's Guide , theTransaction Monitor
Administrator's Guide and theData Entry System Guide

When the system has been built with shared libraries, the following environment
variable must be set as shown before executing a client:

LD_LIBRARY_PATH=$TUXDIR/lib
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FML Programs

The following environment variable should be set before executing a server:

TUXCONFIG
(full pathname of the binary configuration file, default is the current
directory)

The following environment variable should be set and exported before executing
system supplied clientsbkenq (1), mio, tmadmin (1), ud(1)) in an application with
security turned on:

APP_PW
(application password)

The following environment variables should be set and exported before executing
workstation clients:

WSENVFILE
(file containing environment variable settings)

WSDEVICE
(network device to use for connection)

WSTYPE
(workstation machine type)

More information about options for servers can be found oretivepts (5)
reference page.

Header File Sequence

C programs that call FML functions should include the following header files, in the
order listed below:

#include <UNIX header files> (if needed by the application)
#include "fml.h"

Note: mio programs that use FML must also incluehéeh
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Compilation of
FML Programs

To compile a program that contains FML functions, execute:
cc pgm.c -| $TUXDIR/include -L $TUXDIR/lib -Ifml -Igp -0 pgm
wherepgmis the name of the executable file.

If the-L option is not locally supported, use the following command instead:

cc pgm.c -I $TUXDIR/include $TUXDIR/lib/libfml.a $TUXDIR/lib/libgp.a -0 pgm

Compiling FML
VIEWS

Environment
Variables for
FML

Note: The order in which libraries are specified is significant. Use the order given
above.

To use the FML view compiler, execute:
viewc view _file
where

view_file  is one or more files containing source view descriptions.

Note: viewc invokes the C compiler. The environment variable CC can be used to
designate the compiler to use. The environment variable CFLAGS can be use
to pass a set of parameters to the compiler.

The following environment variables should be set and exported when running an
application that uses FML:

FIELDTBLS
(comma-separated list of field table files)

FLDTBLDIR
(colon-separated list of directories to search forIEeDTBLS)

The following environment variables should be set and exported when executing
viewc :

FIELDTBLS
(comma-separated list of field table files)

FLDTBLDIR
(colon-separated list of directories to search forIEeDTBLS)

VIEWDIR
(directory containing view files, default is current directory)
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Portability

See Also

Thebuildclient (1) aliasbuildclt (1) must be used on MS-DOS and OS/2
machines because of file naming restrictions. Differences in file naming semantics and
syntax also affect the following environment variables:

¢
¢
¢
¢
¢

FLDTBLDIR

NLSPATH

TUXDIR

ULOGPFX

VIEWDIR

buildclient (1), buildserver (1), buildmio (1), mc(1), viewc (1), cc (1) ina UNIX
reference manual
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DMADM (5)

Name

Synopsis

Description

Portability
Interoperability
Examples

#
*GROUPS

DMADMDomains administrative server

DMADM SRVGRP = "identifier
SRVID =" number"
REPLYQ =" N'

The Domains administrative servéADMis a BEA TUXEDO system-supplied
server that provides run-time access toBh®CONFIdile.

DMADNs described in theERVERSsection of theJBBCONFIdile as a server running
within a group, e.g DMADMGRM here should be only one instance of IivADM
running in this group and it must not have a reply quegei(YQmust be set to "N").

The following server parameters can also be specified fant#®Nerver in the
SERVERSsecCtion'SEQUENCEENVFILE, MAXGENGRACERESTART RQPERMIN
SYSTEM_ACCESS

The BDMCONFI@nvironment variable should be set to the pathname of the file
containing the binary version of tilMCONFIdile.

DMADNK supported as a BEA TUXEDO system-supplied server on UNIX System
operating systems.

DMADNNust be installed on a BEA TUXEDO system Release 5.0 or later; other
machines in the same domain with a R5.0 gateway may be Release 4.1 or later.

The following example illustrates the definition of the administrative server and a
gateway group in theBBCONFIGile.

DMADMGRP LMID=machl1 GRPNO=1
gwgrp LMID=machl GRPNO=2
#

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y GRACE=0
GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y GRACE=0
GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=Y RESTART=Y MIN=1 MAX=1

See Also

dmadmin (1), tmboot (1), dmconfig (5), GWADB), servopts (5), ubbconfig (5), BEA
TUXEDO Domains GuideBEA TUXEDO Administrator's Guide
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dmconfig(5)

Name

Description

Definitions

dmconfig BEA TUXEDO system ASCIl domain configuration file

dmconfig is the ASCII version of a BEA TUXEDO system domain configuration file;
it is also referred to by its environmental variable nabMCONFIGT hedmconfig file

is parsed and loaded into a binary version bydthieadcf (1) utility. The binary
configuration file, called theDMCONFIdile, contains information used by domain
gateways to initialize the context required for communications with other domains.
dmadmin (1) uses the binary file (or a copy of it) in its monitoring activity. There will
be oneBDMCONFIdile for each BEA TUXEDO system domain application that uses
the Domains feature.

A DMCONFIdile, and its binaryBDMCONFI@ounterpart, are analogous to the
UBBCONFIGNdTUXCONFIGfiles of a non-Domains BEA TUXEDO system
application. ThedMCONFIdile extends the definition of a non-Domains BEA
TUXEDO system application so that the application becomes a domain.

A BEA TUXEDO system domaiApplicationis defined as the environment described
in a singleTUXCONFIdGile. A BEA TUXEDO system application can communicate
with another BEA TUXEDO system application or with another TP application via a
domain gateway group. In “BEA TUXEDO system domain” terms, an application is
the same as a TP Domain.

A Gateway Groups a collection of domain gateway processes that provide
communication services with a specific type of TP Domain.

A Domain Gateways a BEA TUXEDO system domain process that relays requests to
another TP Domain and receives replies.

A Local Domainis a part of the application (set or subset of services) that is made
available to other domains. A Local Domain is always represented by a Domain
Gateway Group, and both terms are used as synonyms.

A Remote Domairs a remote application that is accessed through a Gateway Group.
The remote application may be another BEA TUXEDO system domain application or
an application running under another TP system.

A Remote Servics a service provided by a remote domain that is made available to
the application through a Gateway Group.

A Local Services a service of a local domain that is made available to remote domains
through a Gateway Group.
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File Format

The format of a domain configuration file is as follows:

The file is made up of eight possible specification sections. Allowable section name:
are:DM_LOCAL_DOMAIN®M_REMOTE_DOMAINSM_LOCAL_SERVICES
DM_REMOTE_SERVICEBM_ROUTINGDM_ACCESS_CONTR@hdDM domtypewhere
domtypeis eitheroSITP, SNAXor TDOMAIN (This reference page describes only how

to configure a domain of typeEDOMAIN See BEA Connect documentation for
information about how to configure @sITP or anSNAXdomain.) The
DM_LOCAL_DOMAINSection must precede tb&_REMOTE_DOMAIN®ction.

Parameters are generally specified KEYWORD= value This setKEYWORDto
value Valid keywords are described below within each seck@YWORDB are
reserved; they can not be usedrakues unless they are quoted.

Lines beginning with the reserved woREFAULT:, contain parameter specifications
that apply to all lines that follow them in the section in which they appear. Default
specifications can be used in all sections. They can appear more than once in the sal
section. The format for these lines is:

DEFAULT:[ KEYWORDZ valuel [ KEYWORDZ value2 [..]]]

The values set on this line remain in effect until reset by anoheaULT: line, or

until the end of the section is reached. These values can also be overridden on
non-DEFAULT: lines by placing the optional parameter setting on the line. If on a
nonDEFAULT: line, the parameter setting is valid for that line only; lines that follow
revert to the default setting. EEFAULT: appears on a line by itself, all previously set
defaults are cleared and their values revert to the system defaults.

If a value isnumeric standard C notation is used to denote the base (that is, 0x prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). The range of values acceptable for a numeric parameter are given under tl
description of that parameter.

If a value is andentifier, standard C rules are used. illentifier must start with an
alphabetic character or underscore and contain only alphanumeric characters or
underscores. The maximum allowable length of an identifier is 30 (not including the
terminating null). An identifier cannot be the same askBYWORD

A value that is neither an integer number or an identifier must be enclosed in double
quotes.

Input fields are separated by at least one space (or tab) character.

"#" introduces a comment. A newline ends a comment.
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Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Lines are continued by placing at least one tab after the newline. Comments can not be
continued.

VERSION=string_valueis a field that is not checked by the software; it is provided
simply as a place where customers can enter a string that may have some
documentation value to the application.

The  This section identifies local domains and their associated gateway groups. The section
DM_LOCAL_D must have an entry for each gateway group (Local Domain). Each entry specifies the
OMAINS  parameters required for the domain gateway processes running in that group.

Section
Entries have the forn:DOM required parameters [optional parameters] whB@M

is anidentifier value used to name the local dom&iBOM must be unique within a
particular configuration. As you will see in the description of the
DM_LOCAL_SERVICESectionL.DOM s the identifier that associates the local services
with a particular gateway group.

The following are required parameters:

GWGRR identifier
specifies the name of the gateway server group (the name provided in the
TUXCONFIGfile) representing this local domain. There is a one-to-one
relationship between@OMAINID (see below) and the name of the gateway
server group.

TYPE= identifier
is used for grouping local domains into clasg&®Ecan be set to one of the
following values:TDOMAIN SNAXor OSITP. TheTDOMAINvalue indicates
that this local domain can only communicate with another BEA TUXEDO
system domain. TheNAXvalue indicates that this local domain
communicates with another TP domain via $ing\protocol. TheOSITP
value indicates that this local domain communicates with another TP Domain
via the OSI-TP protocol. Domain types must be defined in the
$TUXDIR/udataobj/DMTYPE file.

DOMAINID = string
is used to identify the local domaiDOMAINID must be unique across both
local and remote domains. The valuestifng can be a sequence of characters
(for example, BA.CENTRALOZ"), or a sequence of hexadecimal digits
preceded by “Ox” (for exampleQX0002FF98C0000B9D6 ). DOMAINID must
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be 30 octets or fewer in length. If the value is a string, it must be 30 character:
or fewer (counting the trailing null).

Optional parameters describe resources and limits used in the operation of domain
gateways:

AUDITLOG= string
specifies the name of the audit log file for this local domain. The audit log
feature is activated from thinadmin (1) command and records all the
operations within this local domain. If the audit log feature is active and this
parameter is not specified, the fildmmddyy.LOQwheremrmemonth,
dd=day, andyy =year) is created in the directory specified byshePDIR
environment variable or thePPDIR keyword of thevACHINESsection of the
TUXCONFIGile.

BLOCKTIME= humeric
specifies the maximum wait time allowed for a blocking call. The value sets
a multiplier of thesCANUNITparameters specified in tieXCONFIGile. The
valueSCANUNIT * BLOCKTIME must be greater than or equaSIGANUNIT
and less than 32,768 seconds. If this parameter is not specified, the default |
set to the value of tHBLOCKTIMEparameter specified in tie/XCONFIdile.
A timeout always implies a failure of the affected request. Notice that the
timeout specified for transactions in theXCONFIGwill always be used when
the request is issued within a transaction.

CONNECTION_POLIC¥string
specifies the conditions under which a local domain gateway tries to establist
a connection to a remote domain. Supported value®aredEMAND
ON_STARTUPOr INCOMING_ONLY
A connection policy oON_DEMANMmeans that a connection will be attempted
only when requested by either a client request to a remote service or an
administrative “connect” command. The default setting for
CONNECTION_POLICYs ON_DEMANDI heON_DEMANpolicy provides the
equivalent behavior to previous releases, in whiclCthigNECTION_POLICY
was not explicitly available. Connection retry processing is not allowed when
the connection policy iON_DEMAND
A connection policy oDN_STARTURMeans that a domain gateway will
attempt to establish a connection with its remote domains at gateway serve
initialization time. If the value chosen for tt®NNECTION_POLICYs set to
ON_STARTUPthen remote services (that is, services advertised by the local
domain gateway) will be advertised only if a connection is successfully
established to that remote domain. Thus, if there is no active connection to th
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remote domain, then the remote services will be suspended. By default, this
connection policy will retry failed connections every 60 seconds, but you can
specify a different value for this interval (S8@XRETRand

RETRY_INTERVAL.

A connection policy ofNCOMING_ONLYMeans that a domain gateway will

not attempt an initial connection to remote domains upon starting and remote
services will initially be suspended. The domain gateway will be available for
incoming connections from remote domains, and remote services will be
advertised when the local domain gateway receives an incoming connection.
Connection retry processing is not allowed when the connection policy is
INCOMING_ONLY (TheCONNECTION_POLICYarameter does not apply to
domains of type OSI or SNA.)

DMTLOGDE¥ string
specifies the BEA TUXEDO file system that contains the Domain transaction
log (DMTLO&for this machine. ThBMTLOGSs stored as a BEA TUXEDO
system VTOC table on the device. If this parameter is not specified, the
domain gateway group is not allowed to process requests in transaction mode.
Local domains running on the same machine can share thedsérh®@GDEV
filesystem, but each local domain must have its own log (a table in the
DMTLOGDBEWhamed as specified by tb&TLOGNAMEeyword (see below).

DMTLOGNAME dentifier
specifies the name of the domain transaction log for this domain. This name
must be unique when the samTLOGDEI$ used for several local domains.
If not specified, the default is the stringMTLOG The name must be 30
characters or less.

DMTLOGSIZE= humeric
specifies the numeric size, in pages, of the Domain transaction log for this
machine. It must be greater than 0 and less than the amount of available space
on the BEA TUXEDO file system. If not specified, the default is 100 pages.

MAXRDOM humeric
specifies the maximum number of connections allowed per gateway. It
applies only tadSITP andSNA domains

MAXRDTRAN numeric
specifies the maximum number of domains that can be involved in a
transaction. It must be greater than 0 and less than 32,768. If not specified, the
default is 16.
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MAXRETR¥{ numeric [MAXLON}

specifies the number of times that a domain gateway will try to establish
connections to remote domains. The minimum value is 0 and the maximum
is MAXLONGMAXLONGndicates that retry processing will be repeated
indefinitely, or until a connection is established. For a connection policy of
ON_STARTUPthe default setting fanAXRETRYS MAXLONGSetting
MAXRETRY=aurns off the auto retry mechanism. For other connection
policies, auto retries are disabled.

The MAXRETRYarameter is valid only when the connection policy is
ON_STARTUPTheMAXRETRYarameter does not apply to domains of type
OSl or SNA.

MAXTRAN= numeric

specifies the maximum number of simultaneous global transactions allowed
on this local domain. It must be greater than or equal to 0 and less than or
equal to thevAXGTTparameter specified in tH&XCONFIGile. If not

specified, the default is the valueMAXGTT

MTYPE= value

is used for grouping domains so that encoding/decoding of messages betwee
domains can be bypassedMIfYPEis not specified, the default is to turn
encoding/decoding on. If thelueset for theMTYPHield is the same in both

the DM_LOCAL_DOMAINGnd theDM_REMOTE_DOMAIN®ction of a domain
configuration file, data encoding/decoding is bypassed.vBhgeset for
MTYPEcan be any string value up to 15 characters in length. Itis used only for
comparison.

RETRY_INTERVAL=xumeric

specifies the number of seconds between automatic attempts to establish a
connection to remote domains. The minimum value is 0 and the maximum
value is 2147483647. The default settingR&mRY_INTERVALS 60. If
MAXRETRYs set to O, then settirRETRY_INTERVALIS not allowed.
TheRETRY_INTERVALparameter is valid only when the connection policy is
ON_STARTUPFor other connection policies, automatic retries are disabled.
The RETRY_INTERVALparameter does not apply to domains of type OSI or
SNA.

SECURITY=value

specifies the type of application security to be enforced SHE®RITY
parameter currently has three valid valleBNE, APP_PWor DM_PWThe
valueNONEnNdicates that no security is used. This is the default. The value
APP_PWindicates that the application password security is to be enforced
when a connection is established from a remote domain. The application
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The
DM_REMOTE_
DOMAINS
Section

password should be defined in theXCONFIdile. The valuebM_PVindicates
that domain password security is to be enforced when a connection is
established from a remote domain. Domain passwords must be defined
through theimadmin(1) command. This option does not apply to domains of
type OSITP.

This section identifies the known set of remote domains and their characteristics.

Entries have the fornrRDOMrequired parameters [ optionalYPEparameter | where
RDOMis anidentifiervalue used to identify each remote domain known to this
configuration RDOM must be unique within the configuration.

TheTYPEandDOMAINID parameters are requiredTYPESs optional:

TYPE= identifier
is used for grouping remote domain into classgBEcan be set to one of the
following values:TDOMAIN, SNAXor OSITP. TheTDOMAINvalue indicates
that this remote domain can only communicate with another BEA TUXEDO
system domain. The SNAX value indicates that this domain communicates
with another TP domain via SNA protocol. T@sITP value indicates that
this remote domain communicates with another TP domain via the OSI-TP
protocol.

DOMAINID = string
is used to identify a remote domairOMAINIDmust be 30 octets or fewer in
length. If the value is a string, it must be 30 characters or fewer (counting the
trailing null). DOMAINIDmMust be unique across remote domains. The value of
string can be a sequence of characters or a sequence of hexadecimal digits
preceded by0x”.

MTYPE= value
is used for grouping domains so that encoding/decoding of messages between
domains can be bypassedMfYPESs not specified, the default is to turn
encoding/decoding on. If thalueset for themTYPHfield is the same in both
the DM_LOCAL_DOMAINSNnd theDM_REMOTE_DOMAI®ction of a domain
configuration file, data encoding/decoding is bypassedvaheset for
MTYPEcan be any string value up to 15 characters. It is used only for
comparison.
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Section

Entries associated with a remote domain can be specified more than once. The first o
specified is considered to be the primary address, which means it is the first one trie
when a connection is being attempted to a remote domain. If a network connection
cannot be established using t&ADDRf the primary entry , thewADDRSsociated

with the secondary entry is used.

This section defines the addressing information required by domains aigpeaIN

This section should have one entry per local domain if requests from remote domain
to local services are accepted on that local domain (gateway group), and one entry p
remote domain accessible by the defined local domains.

Entries have the form:
DOM required parameters [optional parameters]

whereDOMs an identifier value used to identify either a local domabof) or a
remote domainRDOWin theDM_LOCAL_DOMAINSection or in the
DM_REMOTE_DOMAIN®ction. ThédOMdentifier must match a previously defined
LDOMnN theDM_LOCAL_DOMAINSection 0RDONN theDM_REMOTE_DOMAId8ction.

The following parameter is required:

NWADDR string
This parameter specifies the network address associate with a local domain c
a remote domain. If the association is with a local domairNWwDDIs used
to accept connections from other BEA TUXEDO system domains. If the
association is with a remote domain, NM&ADDIB used to initiate a
connection. Specifies the network address to be used by the process as its
listening address. The listening address for a domain gateway is the means k
which it is contacted by other gateway processes participating in the
application.
If string has the formOxhex-digits " or “\xhex-digits ~ ",it must contain
an even number of valid hex digits. These forms are translated internally into
a character array containing TCP/IP addresses may also be in either of the
following two forms:

"/lhost.name:port_number"

"I[#.# #.#:port_number"

In the first of these format&pstname is resolved to a TCP/IP host address
at the time the address is bound using the locally configured name resolutior
facilities accessed vigethostbyname (3c). The “#.#.#.#" is the dotted
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decimal format where each # represents a decimal number in the range 0 to
255.

Port_number is a decimal number in the range 0 to 65535. the hexadecimal
representations of the string specified. This parameter specifies the network
address used by a local or a remote domain to accept connections from other
BEA TUXEDO system domain domains. If string has the form

“Oxhex-digits”, it must contain an even number of valid hexadecimal digits.

The following parameters are optional:

NWDEVICE= string
Specifies the device file name to be used when binding to the listening
address of a local or a remote domain. NDEVICEparameter is not
required. In prior releases, if the networking functionality is TLI-based, the
device name must be an absolute pathname.

CMPLIMIT = numeric
This parameter specifies the compression threshold to be used when sending
data to the remote domain. Application buffers larger than this size will be
compressed. This attribute defaults to 2,147,483,647.

MINENCRYPTBITS={0|40|128}
When establishing a network link for this domain, require at least this
minimum level of encryption. Zero means no encryption, widl@nd128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is zero.

MAXENCRYPTBITS={0|40|128}
When establishing a network link, negotiate encryption up to this level. Zero
means no encryption, whit® and128 specify the encryption length (in bits).
The default i228

Entries associated with a remote domain can be specified more than once. The first one
specified is considered to be the primary address, which means it is the first one tried
when a connection is being attempted to a remote domain. If a network connection
cannot be established using the primary enywa\DDRheNWADDRSsociated with

the secondary entry is used.

If this /TDOMAIN is a local domain (that is, DOM matches a previously specified
LDOM), thenNWADDRare network addresses to be used to listen for incoming
connections. A secondary entry cannot be used for local domain entries.
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If this  TDOMAIN entry points to a secondary remote domain (that¥iM matches

a previously specifieRDOM), then the entry points to a gateway that is only used
when a network connection cannot be established usingw®DRf the primary
entry. The secondary remote gateway must reside in a different BEA TUXEDO
Domain from the primary. However, the secondary gateway must have the same
DOMAINIDdefined in itsDM_LOCAL_DOMAINSection as the primary remote gateway;
this arrangement is often referred to asiaored gateway. This feature is not
recommended for use with transactions or conversations. In addition, the mirrored
gateway is not recommended for use when the primary gateway is available.

This section specifies the access control lists used by local domain. Lines in this
section are of the forrACL_NAMErequired parameters wheA€L NAMEis an
(identifier) name used to identify a particular access control list; it must be 15
characters or less in length.

The only required parameter is:
ACLIST = identifier [, identifier ]

where amCLIST is composed of one or more remote domain naRBSHiseparated
by commas. The wildcard character (*) can be used to specify that all the remote
domains defined in theM_REMOTE_DOMAIN®Cction can access a local domain.

This section provides information on the services exported by each local domain. Thi
section is optional; if it is not specified, then all local domains defined in the
DM_LOCAL_DOMAINSection accept requests to all of the services advertised by the
BEA TUXEDO system domain application. If this section is specified then it should
be used to restrict the set of local services that can be requested from a remote dom:

Lines within this section have the form:
service [optional parameters]

whereserviceis the (dentifier) local name of the exported service, and it must be 15
characters or fewer in length. This name corresponds to a name advertised by one |
more servers running with the local BEA TUXEDO system domain application.
Notice that exported services inherit the properties specified for the service in an entr
in the SERVICESsection of th@UXCONFIGile, or their defaults. Some of the

properties that may be inherited ar@AQ PRIO, AUTOTRANROUTING BUFTYPE and
TRANTIME

Optional parameters are:
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ACL = identifier
specifies the name of the access control list (ACL) to be used by the local
domain to restrict requests made to this service by remote domains. The name
of the ACL is defined in theM_ACCESS_CONTR®ection. If this parameter
is not specified then access control will not be performed for requests to this
service.

LDOM= identifier
specifies the name identifying the local domain exporting this service. If this
keyword is not specified then all the local domains defined in the
DM_LOCAL_DOMAINSection will accept requests to this local service.

INBUFTYPE = type[:subtype]
restricts the buffer type naming space of data types accepted by this service
to a single buffer type. This parameter should be defined when the service is
going to be used from abSITP type gateway that uses the UDT ASE
Application Context. It does not apply to /TDOMAIN.

OUTBUFTYPE type[:subtype]
restricts the buffer type naming space of data types returned by this service to
a single buffer type. This parameter should be defined when the service is
going to be used from abSITP type gateway that uses the UDT ASE
Application Context. Th&ML buffer type cannot be used fO8ITP type
gateways. It does not apply to /TTDOMAIN.

RNAME-= string
specifies the name exported to remote domains. This name will be used by the
remote domains for request to this service. If this parameter is not specified,
the local service name is supposed to be the name used by any remote domain.

This section provides information on services “imported” and available on remote
domains. Lines within thibM_REMOTE_SERVICES:ction have the form:

service [optional parameters]

whereserviceis the {dentifier) name used by the local BEA TUXEDO system domain
application for a particular remote service. Remote services are associated with a
particular remote domain.

Optional parameters are:

CONV={Y|N}
specifies whethery{ or not (\) the remote service is a conversational service.
The default igN .
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LDOM= identifier

specifies the name of a local domain in charge of routing requests to this
remote service. The gateway group associated with the local domain
advertiseservicein the BEA TUXEDO system domain Bulletin Board. If

this parameter is not specified then all the local domains will be able to accep
requests to this remote service. The service request will be then redirected t
a remote domain of the same type (Re®Neyword below).

INBUFTYPE = type[:subtype]

restricts the buffer type naming space of data types accepted by this service
to a single buffer type. This parameter should be defined when the service i
going to be used from apsSITP type gateway that uses the UDT ASE
Application Context. Th&ML buffer type cannot be used fOBITP type
gateways. It does not apply TTDOMAIN

OUTBUFTYPE typq:subtypé

restricts the buffer type naming space of data types returned by this service t
a single buffer type. This parameter should be defined when the service is
going to be used from apsSITP type gateway that uses the UDT ASE
Application Context. Th&ML buffer type cannot be used fOsITP type
gateways. It does not apply TTDOMAIN

RDOM= identifier1 [,identifier2 1[, identifier3 ]

specifies the name of the remote domain responsible for the execution of thi
service. If this parameter is not specified and a routing criteria is not specified,
the local domain assumes that any remote domain of the same type accept
requests for this service.

You must speciffON_STARTURS the value of theONNECTION_POLICY
parameter if you want to configure alternate remote domains with the

identifier2 andidentifier3 arguments. lfdentifier2 is configured,
it is used for failover. (When the remote domain specifiettidnytifier

is unavailable, the remote domain specifieddaytifier2 is used.)
Similarly, if identifier3 is configured, it is used for failover. (When the
remote domain specified bgentifier1 andidentifier2 are
unavailable, the remote domain specifieddaytifier3 is used.)

RNAME= string

specifies the actual service name expected by the remote domain. If this
parameter is not specified, the remote service name is the same as the nan
specified inservice
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ROUTING= identifier
when more than one remote domain offers the same service, a local domain
can perform data dependent routing if this optional parameter is specified.
Theidentifier specifies the name of the routing criteria used for this data
dependent routing. If not specified, data dependent routing is not done for this
service.identifier must be 15 characters or less in length. If multiple entries
exist for the same service name but with differbOMarameters, the
ROUTINGparameter should be the same for all of these entries.

TRANTIME= integer
specifies the default timeout value in seconds for a transaction automatically
started for the associated service. The value must be greater than or equal to
0 and less than 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.

This section provides information for data dependent routing of service requests using
FML, VIEW, X_C_TYPE andX_COMMOtyped buffers. Lines within theM_ROUTING
section have the form:

CRITERION_NAMHEequired parameters

whereCRITERION_NAMES the {dentifier) name of the routing entry that was specified
on the services entnRITERION_NAMBEmust be 15 characters or less in length.

Required parameters are:

FIELD =identifier
specifies the name of the routing field. It must be 30 characters or less. This
field is assumed to be a field name that is identified iAMifield table (for
FML buffers) or arFMLview table (forvIEW, X_C_TYPE or X_COMMON
buffers). TheFLDTBLDIR andFIELDTBLS environment variables are used to
locateFML field tables, and thelEWDIR andVIEWFILES environment
variables are used to locatgiL view tables. If a field in aAML32 buffer will
be used for routing, it must have a field number less than or equal to 8191.

RANGES- string
specifies the ranges and associated remote domain nebefor the
routing field.string must be enclosed in double quotes. The formatrofg
is a comma-separated ordered list of range/RDOM pairEfsaePLES
below).

A range is either a single value (signed numeric value or character string in
single quotes), or a range of the form ‘lower - upper” (where lower and upper
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are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper”.

To embed a single quote in a character string value @8iien , for
example), it must be preceded by two backslasbesien ).

The valueMIN can be used to indicate the minimum value for the data type of
the associate”HELD ; for strings and carrays, it is the null string; for character
fields, itis O; for numeric values, it is the minimum numeric value that can be
stored in the field.

The valuevAXcan be used to indicate the maximum value for the data type
of the associatedELD ; for strings and carrays, it is effectively an unlimited
string of octal-255 characters; for a character field, it is a single octal-255
character; for numeric values, it is the maximum numeric value that can be
stored in the field. Thus,MIN --5 " is all numbers less than or equal to -5
and “5-MAX "is all numbers greater than or equal to 6. The meta-character
“*” (wild-card) in the position of a range indicates any values not covered by
the other ranges previously seen in the entry; only one wild-card range is
allowed per entry and it should be last (ranges following it will be ignored).

The routing field can be of any data type supported/in A numeric routing

field must have numeric range values and a string routing field must have
string range values. String range values for string, carray, and character fielt
types must be placed inside a pair of single quotes and can not be precedet
by a sign. Short and long integer values are a string of digits, optionally
preceded by a plus or minus sign. Floating point numbers are of the form
accepted by the C compileraif() : an optional sign, then a string of digits
optionally containing a decimal point, then an optional e or E followed by an
optional sign or space, followed by an integer.

When a field value matches a range, the assocridéivalue specifies the
remote domain to which the request should be routekb@walue of “*”
indicates that the request can go to any remote domain known by the gatewa

group.
Within a rangeRDOMair, the range is separated from ®zOMYy a “:".
BUFTYPE =~ typel [ :subtypell,subtype2. .. I type2[:subtype3 L...Mm..~

is a list of types and subtypes of data buffers for which this routing entry is
valid. The types are restricted to be eitheL, VIEW, X_C_TYPE, or
X_COMMONNoO subtype can be specified for typ@L and subtypes are
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required; for the other types; “*” is not allowed). Duplicate type/subtype pairs
can not be specified for the same routing criteria name; more than one routing
entry can have the same criteria name as long as the type/subtype pairs are
unique. This parameter is required. If multiple buffer types are specified for
a single routing entry, the data types of the routing field for each buffer type
must be the same.

If the field value is not set (fa#MLbuffers), or does not match any specific range and
a wild-card range has not been specified, an error is returned to the application process
that requested the execution of the remote service.

Files TheBDMCONFIG&nvironment variable is used to find tABMCONFIGonfiguration
file.

Example1l  The following configuration file defines a 5-site domain configuration. The example
shows 4 Bank Branch domains communicating with a Central Bank Branch. Three of
the Bank Branches run within other BEA TUXEDO system domain domains. The
fourth Branch runs under the control of another TP Domain and OSI-TP is used in the
communication with that domain. The example shows the BEA TUXEDO system
domain Domain configuration file from the Central Bank point of view.

# TUXEDO DOMAIN CONFIGURATION FILE FOR THE CENTRAL BANK

#
#

*DM_LOCAL_DOMAINS
# <local domain name> <Gateway Group hame> <domain type> <domain id> <log device>

#

#
#
#
#
#
#
D

[<audit log>] [<blocktime>]

[<log name>] [<log offset>] [<log size>]
[<maxrdom>] [<maxrdtran>] [<maxtran>]
[<maxdatalen>] [<security>]
[<tuxconfig>] [<tuxoffset>]

EFAULT: SECURITY = NONE

c01 GWGRP = bankgl

TYPE = TDOMAIN

DOMAINID = "BA.CENTRALO1"
DMTLOGDEYV = "/usrt/apps/bank/DMTLOG"
DMTLOGNAME ="DMTLG_CO01"

c02 GWGRP = bankg2

TYPE = OSITP

DOMAINID = "BA.CENTRALO1"
DMTLOGDEYV = "/usrt/apps/bank/DMTLOG"
DMTLOGNAME ="DMTLG_CO02"
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NWDEVICE = "OSITP"
URCH ="ABCD"

#
*DM_REMOTE_DOMAINS
#remote <domain name> <domain type> <domain id>
#
b0l TYPE = TDOMAIN
DOMAINID = "BA.BANKO1"

b02 TYPE = TDOMAIN
DOMAINID = "BA.BANKO02"

b03 TYPE = TDOMAIN
DOMAINID = "BA.BANKO03"

b04 TYPE = OSITP
DOMAINID = "BA.BANKO04"
NWDEVICE = "/dev/osi"
URCH ="ABCD"

*DM_TDOMAIN

#

# <local or remote domain name> <network address> [<nwdevice>]
#

# Local network addresses

c01 NWADDR = "/Inewyork.acme.com:65432" NWDEVICE ="/dev/tcp"
c02 NWADDR = "//192.76.7.47:65433" NWDEVICE ="/dev/tcp"

# Remote network addresses

b01 NWADDR ="//192.11.109.5:1025" NWDEVICE = "/dev/tcp"

b02 NWADDR = "//dallas.acme.com:65432" NWDEVICE = "/dev/tcp"
b03 NWADDR = "//192.11.109.156:4244" NWDEVICE = "/dev/tcp"

*DM_OSITP
#
#<local or remote domain name> <apt> <aeq>
# [<aet>] [<acn>] [<apid>] [<aeid>]
# [<profile>]
#
c02 APT ="BA.CENTRALO1"
AEQ ="TUXEDO.R.4.2.1"
AET = "{1.3.15.0.3},{1}"
ACN = "XATMI"
b04 APT ="BA.BANKO04"
AEQ ="TUXEDO.R.4.2.1"
AET = "{1.3.15.0.4},{1}"
ACN = "XATMI"

*DM_LOCAL_SERVICES
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#<service_name> [<Local Domain name>] [<access control>] [<exported svcname>]
# [<inbuftype>] [<outbuftype>]

#

open_act ACL = branch

close_act ACL = branch

credit

debit

balance

loan LDOM = c02 ACL = loans

*DM_REMOTE_SERVICES
#<service_name> [<Remote domain name>] [<local domain name>]

# [<remote svcname>] [<routing>] [<conv>]
# [<trantime>] [<inbuftype>] [<outbuftype>]
#

tir_add LDOM = c01 ROUTING = ACCOUNT

tir_bal LDOM = c01 ROUTING = ACCOUNT

tir_add RDOM = b04 LDOM = c02 RNAME ="TPSU002"

tir_bal RDOM = b04 LDOM = c02 RNAME ="TPSU003"

tir_bal RDOM = b04, b03 LDOM = c01

*DM_ROUTING

# <routing criteria> <field> <typed buffer> <ranges>

#

ACCOUNT FIELD = branchid BUFTYPE ="VIEW:account"
RANGES ="MIN - 1000:b01, 1001-3000:b02, *:b03"

*DM_ACCESS_CONTROL

#<acl name> <Remote domain list>
#

branch ACLIST = b01, b02, b03
loans ACLIST = b04

Example2  This example shows the BEA TUXEDO system domain Domain Configuration file
required at one of the Bank BranchBaNK0J).

#
#TUXEDO DOMAIN CONFIGURATION FILE FOR A BANK BRANCH
#
#
*DM_LOCAL_DOMAINS
#
b01 GWGRP = auth
TYPE = TDOMAIN
DOMAINID = "BA.BANKO1"
DMTLOGDEY = "/usr/apps/bank/DMTLOG"

*DM_REMOTE_DOMAINS

#
c01 TYPE = TDOMAIN
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DOMAINID = "BA.CENTRALO1"

*DM_TDOMAIN

#

b01 NWADDR ="//192.11.109.156:4244" NWDEVICE = "/dev/tcp"
c01 NWADDR = "/Inewyork.acme.com:65432" NWDEVICE ="/dev/tcp"
*DM_LOCAL_SERVICES

#

tr_add ACL = central
tlr_bal ACL = central

*DM_REMOTE_SERVICES

#

OPAOO1 RNAME = "open_act"
CLA001 RNAME ="close_act"
CRD001 RNAME = "credit"
DBT001 RNAME = "debit"
BALO0O1 RNAME = "balance"

*DM_ACCESS_CONTROL

#

central ACLIST =c01

70

Network
Addresses

See Also

Suppose the local machine on which a /T domain is being run is using TCP/IP
addressing and is nambdckus.company.cqomwith addresg55.2.193.18 . Further
suppose that the port number at which the /T domain should accept reqagsss is
Assume that port numbes34 has been added to the network services database undel
the naméankapp-gwtaddrThe address can be represented in the following ways:

//155.2.193.1&ankapp-gwtaddr
//155.2.193.18:2334
/Ibackus.company.com:bankapp-gwtaddr
/Ibackus.company.co@34
0x0002091E9B02C112

The last of these representations is hexadecimal formaboDReis the first part of a
TCP/IP address. TH#1E is the port numbez334 translated into a hexadecimal
number. After that each element of the IP addt652.193.12  is translated into a
hexadecimal number. Thus th& become®B, 2 become®2 and so on.

build_dgw (1), dmadmin(1), tmboot (1), tmshutdown (1), DMADKS), dmloadcf (1),
dmunloadcf (1), GWAD(8), GWTDOMAIS), BEA TUXEDO Domains Guid8EA
TUXEDO Administrator's GuidBEA TUXEDO Programmer's Guide
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EVENTS(5)

Name

Description

Limitations

Generic Event
Reporting Fields

EVENTSlIist of system-generated events

The System Event Monitor feature detects and reports certain pre-defined events,
primarily failures, that a system operator should be aware of. Each event report is an
FML32 buffer containing generic fields that describe the event plus other fields that
describe the object associated with the event.

This reference page first defines the generic event reporting fields, and then lists all
events detected in the current BEA TUXEDO system release.

Event reporting is currently limited to classes definedMnMIB(5). Event reporting
uses the MIB information base. SamB(5) andTM_MIB(5) for a definition and the
availability of “local attributes” and be aware that the availability of a local attribute
depends on the state of communication within the application's network.

TA_OPERATION string
The literal string EVT", which identifies this buffer as an event report
notification.

TA_EVENT_NAMEstring
A string that uniquely identifies this event. All system-generated events begin
with ".Sys ".

TA_EVENT_SEVERITY string
The string ERROR, "WARN or "INFO", to indicate the severity of this event.

TA_EVENT_LMID string
A string identifying the machine where the event was detected.

TA_EVENT_TIME Jong
A long integer containing the event detection time, in seconds, according to
the clock on the machine where detection took place.

TA_EVENT_USECIlong
A long integer containing the event detection time, in microseconds,
according to the clock on the machine where detection took place. While the
units of this value will always be microseconds, the actual resolution depends
on the underlying operating system and hardwatre.

TA_EVENT_DESCRIPTION string
A one-line string summarizing the event.

BEA TUXEDO Reference Manual 71



EVENTS(5)

72

TA_CLASS string
The class of the object associated with the event. Depending @hASS
the event naotification buffer will contain additional fields specific to an object
of this class.

TA_ULOGCATSstring
Catalog name from which the message was derived, if any.

TA_ULOGMSGNUKNum
Catalog message number, if the message was derived from a catalog.

Eventlists T _ACLPERMEvent List

.SysAclPerm
INFO: .SysACLPerm: system ACL permission change

T_DOMAINEvent List

.SysResourceConfig
INFO: .SysResourceConfig: system configuration change

T_GROUFEvent List

.SysGroupState
INFO: .SysGroupState: system configuration change

T_MACHINEEvent List

.SysMachineBroadcast
WARN: .SysMachineBroadcast: %TA_LMID broadcast delivery
failure

.SysMachineConfig
INFO: .SysMachineConfig: %TA_LMID configuration change

.SysMachineFullMaxaccessers
WARN: .SysMachineFullMaxaccessers: %TA_LMID capacity limit

.SysMachineFullMaxconv
WARN: .SysMachineFullMaxconv: %TA_LMID capacity limit

.SysMachineFullMaxgtt
WARN: .SysMachineFullMaxgtt: %TA_LMID capacity limit

.SysMachineFullMaxwsclients
WARN: .SysMachineFullMaxwsclients: %TA_LMID capacity limit
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.SysMachineMsgq
WARN: .SysMachineMsgq: %TA_LMID message queue blocking

.SysMachinePartitioned
ERROR: .SysMachinePartitioned: %TA_LMID is partitioned

.SysMachineSlow
WARN: .SysMachineSlow: %TA_LMID slow responding to DBBL

.SysMachineState
INFO: .SysMachineState: %TA_LMID state change to %TA_STATE

.SysMachineUnpartitioned
ERROR: .SysMachinePartitioned: %TA_LMID is unpartitioned

T BRIDGEEvent List

.SysNetworkConfig
INFO: .SysNetworkConfig: %TA_LMID[0]->%TA_LMID[1]
configuration change

.SysNetworkDropped
ERROR: .SysNetworkDropped: %TA_LMID[0]->%TA_LMID[1]
connection dropped

.SysNetworkFailure
ERROR: .SysNetworkFailure: %TA_LMID[0]->%TA_LMID[1]
connection failure

.SysNetworkFlow
WARN: .SysNetworkFlow: %TA_LMID[0]->%TA_LMIDI[1]flow control

.SysNetworkState
INFO: .SysNetworkState: %TA_LMID[0]->%TA_LMID[1] state
change to %TA_STATE

T _SERVEREvent List

.SysServerCleaning
ERROR:.SysServerCleaning:% TA_SERVERNAME,group%TA_SRVGRP,
id %TA_SRVID server cleaning

.SysServerConfig
INFO:.SysServerConfig: % TA_SERVERNAME, group%TA_SRVGRP,id
%TA_SRVID configuration change
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.SysServerDied
ERROR: .SysServerDied: % TA_SERVERNAME, group %TA_SRVGRP, id
%TA_SRVID server died

.SysServerlnit
ERROR: .SysServerlnit: % TA_SERVERNAME, group %TA_SRVGRP, id
%TA_SRVID server initialization failure

.SysServerMaxgen
ERROR: .SysServerMaxgen: %TA_SERVERNAME, group %TA_SRVGRP,
id %TA_SRVID server exceeded MAXGEN restart limit

.SysServerRestarting
ERROR: .SysServerRestarting: %TA_SERVERNAME, group
%TA_SRVGRP, id %TA_SRVID server restarting

.SysServerState
INFO: .SysServerState: %TA_SERVERNAME, group %TA_SRVGRP, id
%TA_SRVID state change to %TA_STATE

.SysServerTpexit
ERROR: .SysServerTpexit: % TA_SERVERNAME, group %TA_SRVGRP,
id %TA_SRVID server requested TPEXIT

T_SERVICE Event List

.SysServiceTimeout
ERROR:.SysServiceTimeout:%TA_SERVERNAME,group%TA_SRVGRP,
id %TA_SRVID server killed due to a service time-out

T_CLIENT Event List

.SysClientConfig
INFO: .SysClientConfig: User %TA_USRNAME on %TA_LMID
configuration change

.SysClientDied
WARN: .SysClientDied: User %TA_USRNAME on %TA_LMID client
died

.SysClientSecurity
WARN: .SysClientSecurity: User %TA_USRNAME on %TA_LMID
authentication failure

.SysClientState
INFO: .SysClientState: User %TA_USRNAME on %TA_LMID state
change to %TA_STATE
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T_TRANSACTIONEvent List

.SysTransactionHeuristicAbort
ERROR:.SysTransactionHeuristicAbort: Transaction % TA_GTRID
in group %TA_GRPNO

.SysTransactionHeuristicCommit
ERROR: .SysTransactionHeuristicCommit: Transaction
%TA_GTRID in group %TA_GRPNO
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T _EVENTEvent List

.SysEventDelivery
ERROR: .SysEventDelivery: System Event Monitor delivery
failure on %TA_LMID

.SysEventFailure
ERROR: .SysEventFailure: System Event Monitor subsystem
failure on %TA_LMID

Files  ${TUXDIR}/udataobj/evt_mib

See Also  MIB(5), TM_MIB(5)
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EVENT_MIB(5)

Name

Synopsis

Description

FML32 Field
Tables

EVENT_MIB-BEA TUXEDO Event Broker Management Information Base

#include <tpadm.h>
#include <fml32.h>
#include <evt_mib.h>

The BEA TUXEDO Event Broker MIB defines the set of classes through which the
Event Broker can be managed.

EVENT_MIE5) should be used in combination with the generic MIB reference page,
MIB(5), to format administrative requests and interpret administrative replies. Requests
formatted as described inB(5) and a component MIB reference page may be used to
request an administrative service using any one of a number of existing ATMI
interfaces in an active application.

EVENT_MIBconsists of the following classes:

EVENT_MIBClasses

Class Name Attributes
T_EVENT_CLIENT Subscriptions that trigger unsolicited notification
T_EVENT_COMMAND Subscriptions that trigger system commands
T_EVENT_QUEUE Subscriptions for queue-based notification
T_EVENT_SERVICE Subscriptions for server-based notification
T_EVENT_USERLOG Subscriptions for writingiserlog messages

Each object in these classes represents a single subscription request.

The field table for the attributes described in this reference page is found in the file
udataobj/evt_mib (relative to the root directory of the BEAUXEDO system
software). The director${TUXDIR}udataobj ~ should be included by the application

in the colon-separated list specified by Ba®TBLDIR32 environment variable and the
field table namevt_mib should be included in the comma-separated list specified by
the FIELDTBLS32 environment variable.
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T_EVENT_CLIENT CLASS DEFINITION

Overview TheT_EVENT_CLIENTclass represents a set of subscriptions registered with the Even
Broker for client-based natification.

When an event is detected, it is compared to €aEMENT_CLIENTObject. If the event
name matches the valuelin_EVENT_EXPRand the optional filter rule is true, then the
event buffer is sent to the specified client's unsolicited message handling routine.

Attribute Table

T_EVENT_CLIENT Class Definition Attribute Table

Attribute Type |Permissions Values Default
TA_EVENT_EXPR(r) string | R--R--R-- string[1...255] N/A
TA_EVENT_FILTER(k) string | R--R--R-- string[1...255] none
TA_EVENT_FILTER_BINARY(K)| carray| R--R--R-- carray[1...64000] none
TA_STATE(r) string | R-xR-XR-x GET:"ACT}" N/A
SET:"{NEW/|INV}" N/A

TA_CLIENTID(r) string | R--R--R-- string[1...78] N/A
(k) - akey field for object retrieval

(r) - the field is required when a new object is created

CheckMmIB(5) for an explanation of Permissions

Attribute  TA_EVENT_EXPRstring[1...255]
Semantics Event pattern expression. This expressiome¢nmp (3) format, controls
which event names match this subscription.

TA_EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer's contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FILTER_BINARY. carray[1...64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FILTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FILTER Or TA_EVENT_FILTER_BINARYmay be specified.
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TA_STATE

GET: ACTive
A GEToperation will retrieve configuration information for the
matchingT_EVENT_CLIENT object(s).

SET: {NEW|INValid}
A SET operation will update configuration information for the
T_EVENT_CLIENTObject. The following states indicate the meaning
of aTA_STATEset in aSET request. States not listed may not be set.

NEW CreateT_EVENT_CLIENT object. Successful return
leaves the object in theCTive state.

INValid DeleteT_EVENT_CLIENT object. Successful return
leaves the object in theivalid  state.

TA_CLIENTID: string[1...78]
Send an unsolicited notification message to this client when a matching event
is detected.
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T_EVENT_COMMAND CLASS DEFINITION

Overview TheT_EVENT_COMMANIDaSS represents a set of subscriptions registered with the
Event Broker that trigger execution of system commands. When an event is detecte
it is compared to each EVENT_COMMANibject. If the event name matches the value
in TA_EVENT_EXPRand the optional filter rule is true, then the event buffer is formatted
and passed to the system's command interpreter.

Attribute Table

T_EVENT_COMMAND Class Definition Attribute Table
Attribute Type |Permissions Values Default

TA_EVENT_EXPR(r) string | R-------- string[1...255] N/A

TA_EVENT_FILTER(k) string | R-------- string[1...255] none

TA_EVENT_FILTER_BINARY( k)| carray| R-------- carray[1...64000] none

TA_STATE(r) string| R-X------ GET:"ACT}" N/A
SET:"{NEW/|INV}" N/A

TA_COMMAND(r) string | R-------- string[1...255] N/A

(k) - akey field for object retrieval
(r) - the field is required when a new object is created

Attribute
Semantics

CheckMmIB(5) for an explanation of Permissions

TA_EVENT_EXPRstring[1...255]
Event pattern expression. This expressiome¢nmp (3) format, controls
which event names match this subscription.

TA_EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer's contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FILTER_BINARY. carray[1...64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FILTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FILTER Or TA_EVENT_FILTER_BINARY may be specified.
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TA_STATE

GET: ACTive
A GEToperation will retrieve configuration information for the
matchingT_EVENT_COMMANIbject(s).

SET: {NEW|INValid}
A SET operation will update configuration information for the
T_EVENT_COMMANIDject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_EVENT_COMMANIDject. Successful return
leaves the object in theCTive state.

INValid DeleteT_EVENT_COMMANitbject. Successful return
leaves the object in theivalid ~ state.

TA_COMMANBtring[1...255]
Execute this system command when an event matching this object is detected.
For UNIX System platforms, the command is executed in the background
usingsystem (3).

BEA TUXEDO Reference Manual 81



T_EVENT_QUEUE CLASS DEFINITION

T_EVENT_QUEUE CLASS DEFINITION

Overview TheT_EVENT_QUEUEIass represents a set of subscriptions registered with the Event
Broker for queue-based notification. When an event is detected, it is compared to eac
T_EVENT_QUEUBDbject. If the event name matches the valuRarEVENT_EXPRand
the optional filter rule is true, then the event buffer is stored in the specified reliable
queue.

Attribute Table

T_EVENT_QUEUE Class Definition Attribute Table

Attribute Type |Permissions Values Default

TA_EVENT_EXPR(r) string | R-X------ string[1...255] N/A
TA_EVENT_FILTER(k) string | R-X------ string[1...255] none
TA_EVENT_FILTER_BINARY(k | carray| R-x------ carray[1...64000] none
)

TA_STATE(r) string | R-X------ GET"{ACT}" N/A

SET:"{ NEW/|INV}" N/A

TA_QSPACE(r) string | R-X------ string[1...15] N/A
TA_QNAME(r) string | R-x---—-— string[1...15] N/A
TA_QCTL_QTOP short | R-x------ short 0
TA_QCTL_BEFOREMSGID short | R-x--—— short 0
TA_QCTL_QTIME_ABS short | R-x---—-- short 0
TA_QCTL_QTIME_REL short | R-xe-mm-- short 0
TA_QCTL_DEQ_TIME short | Rexe-mmev short 0
TA_QCTL_PRIORITY short | Rexeeeo- short 0
TA_QCTL_MSGID string | R-Xe---— string[1...31] none
TA_QCTL_CORRID(k) string | R-x----- string[1...31] none
TA_QCTL_REPLYQUEUE string | R-xe----- string[1...15] none
TA_QCTL_FAILUREQUEUE string | Rex---- string[1...15] none
TA_EVENT_PERSIST short | R-x------ short 0
TA_EVENT_TRAN short | R-X------ short 0
(k) - akey field for object retrieval

(r) - the field is required when a new object is created

CheckMmIB(5) for an explanation of Permissions
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Attribute  TA_EVENT_EXPRstring[1...255]
Semantics Event pattern expression. This expressiomednmp (3) format, controls
which event names match this subscription.

TA_EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer's contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FILTER_BINARY:. carray/1...64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FILTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FILTEROr TA_EVENT_FILTER_BINARYmMay be specified.

TA_STATE

GET: ACTive
A GEToperation will retrieve configuration information for the
matchingT_EVENT_QUEUBDbject(s).

SET: {NEW|INValid}
A SET operation will update configuration information for the
T_EVENT_QUEUBDbject. The following states indicate the meaning
of aTA_STATEset in aSETrequest. States not listed may not be set.

NEW CreateT_EVENT_QUEUBbject. Successful return
leaves the object in theCTive state.

INValid DeleteT_EVENT_QUEUBbject. Successful return
leaves the object in theivalid ~ state.

TA_QSPACEstring[1...15]
Enqueue a notification message to a reliable queue in this queue space when
a matching event is detected.

TA_QNAMEstring[1...15]
Enqueue a notification message to this reliable queue when a matching event
is detected.
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TA_QCTL_QTOPshort
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure to request notification via the /Q subsystem with the message to be
placed at the top of the queue.

TA_QCTL_BEFOREMSGIBhort
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure to request notification via the /Q subsystem with the message to be
placed on the queue ahead of the specified message.

TA_QCTL_QTIME_ABSshort
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure to request notification via the /Q subsystem with the message to be
processed at the specified time.

TA_QCTL_QTIME_REL short
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure to request notification via the /Q subsystem with the message to be
processed relative to the dequeue time.

TA_QCTL_DEQ TIMEshort
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure.

TA_QCTL_PRIORITY: short
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure.

TA_QCTL_MSGID string[1...31]
This value, if present, is passed ingenqueue (3)'sTPQCTLStructure.

TA_QCTL_CORRIDstring[1...31]
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure.

TA_QCTL_REPLYQUEUBtring[1...15]
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure.

TA_QCTL_FAILUREQUEUEstring[1...15]
This value, if present, is passed ingenqueue (3)'sTPQCTLcontrol
structure.
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TA_EVENT_PERSIST short
If non-zero, do not cancel this subscription if the designated queue is no
longer available.

TA_EVENT_TRANSshort
If non-zero and the clienttgpost (3) call is transactional, include the
tpenqueue (3) call in the client's transaction.
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T_EVENT_SERVICE CLASS DEFINITION

Overview TheT_EVENT_SERVICEClass represents a set of subscriptions registered with the
Event Broker for service-based notification. When an event is detected, it is compare
to eachr_EVENT_SERVICEObject. If the event name matches the value in
TA_EVENT_EXPRand the optional filter rule is true, then the event buffer is sent to the
specified BEA TUXEDO service routine.

Attribute Table
T_EVENT_SERVICE Class Definition Attribute Table
Attribute Type |Permissions Values Default

TA_EVENT_EXPR(r) string | R--R--R-- string[1...255] N/A

TA_EVENT_FILTER(k) string | R--R--R-- string[1...255] none

TA_EVENT_FILTER_BINARY(k | carray| R--R--R-- carray[1...64000] none

)

TA_STATE(r) string | R-xR-XR-x GET"{ACT}" N/A
SET:"{ NEW|INV}" N/A

TA_SERVICENAME(r) string | R--R--R-- string[1...15] N/A

TA_EVENT_PERSIST short | R-xR-xR-x short 0

TA_EVENT_TRAN short | R-xR-xR-x short 0

(k) - akey field for object retrieval

(r) - the field is required when a new object is created

CheckMmIB(5) for an explanation of Permissions

Attribute  TA_EVENT_EXPRstring[1...255]
Semantics Event pattern expression. This expressiome¢nmp (3) format, controls
which event names match this subscription.

TA_EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer's contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FILTER_BINARY. carray[1...64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FILTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FILTER Or TA_EVENT_FILTER_BINARYmay be specified.
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TA_STATE

GET: ACTive
A GEToperation will retrieve configuration information for the
matchingT_EVENT_SERVICEObject(s).

SET: {NEW|INValid}
A SET operation will update configuration information for the
T_EVENT_SERVICEobject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_EVENT_SERVICEobject. Successful return
leaves the object in theCTive state.

INValid DeleteT_EVENT_SERVICEobject. Successful return
leaves the object in theivalid ~ state.

TA_SERVICENAMEString[1...15]
Call this BEA TUXEDO service when a matching event is detected.

TA_EVENT_PERSIST short

If non-zero, do not cancel this subscription if Ti’e SERVICENAMBervice is
no longer available.

TA_EVENT_TRANSshort
If non-zero and the clienttgpost (3) call is transactional, include the
TA_SERVICENAMBervice call in the client's transaction.
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T_EVENT_USERLOG CLASS DEFINITION

Overview TheT_EVENT_USERLOGEIass represents a set of subscriptions registered with the
Event Broker for writing systemserlog (3) messages. When an event is detected, it
is compared to eadh EVENT_USERLOGbject. If the event name matches the value in
TA_EVENT_EXPRand the optional filter rule is true, then the event buffer is formatted
and passed to BEA TUXEDQserlog (3) function.

Attribute Table
T_EVENT_USERLOG Class Definition Attribute Table
Attribute Type |Permissions Values Default

TA_EVENT_EXPR(r) string | R--R----- string[1...255] N/A
TA_EVENT_FILTER(k) string | R--R----- string[1...255] none
TA_EVENT_FILTER_BINARY/( k carray| R--R----- carray[1...64000] none
)

TA_STATE(r) string | R-xR-X--- GET"{ACT}" N/A

SET:"{ NEW/|INV}" N/A

TA_USERLOG(r) string | R--R----- string[1...255] N/A
(k) - akey field for object retrieval
(r) - the field is required when a new object is created

CheckMmIB(5) for an explanation of Permissions

Attribute  TA_EVENT_EXPRstring[1...255]
Semantics Event pattern expression. This expressiome¢nmp (3) format, controls
which event names match this subscription.

TA_EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer's contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FILTER_BINARY. carray[1...64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FILTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FILTER Or TA_EVENT_FILTER_BINARY may be specified.
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TA_STATE

GET: ACTive
A GEToperation will retrieve configuration information for the
matchingT_EVENT_USERLO®@bject(s).

SET: {NEW|INValid}
A SET operation will update configuration information for the
T_EVENT_USERLO®bject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_EVENT_USERLO®bject. Successful return
leaves the object in theCTive state.

INValid DeleteT_EVENT_USERLO®Gbject. Successful return
leaves the object in theivalid ~ state.

TA_USERLOGstring[1...255]
Write auserlog (3) message when a matching event is detected.

Files  ${TUXDIR}/udataobj/evt_mib ${TUXDIR}/include/evt_mib.h

See Also  EVENTS5), TM_MIB(5)
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Ferror (5)

Name

Synopsis

Description

Ferror, Ferror32 -BEA TUXEDO system FML error codes

#include “fml.h”
#include “fml32.h”

The numerical value represented by the symbolic name of an error condition is
assigned t&error  for errors that occur when executing many FML library routines.

The namererror  expands to a modifiablealue that has typént , the value of
which is set to a positive error number by several FML library routireesor need
not be the identifier of an object; it might expand to a modifiakdee resulting

from a function call. It is unspecified whettrnror is a macro or an identifier
declared with external linkage. Ifti@errno  macro definition is suppressed to access
an actual object, or if a program defines an identifier with the rremer |, the
behavior is undefined.

The reference pages for FML routines list possible error conditions for each routine
and the meaning of the error in that context. The order in which possible errors are
listed is not significant and does not imply precedence. The vakegrof should be
checked only after an error has been indicated; that is, when the return value of the
component indicates an error and the component definition specifiegetinat  be

set. An application that checks the valu€@for mustinclude thénl.h header file.

Ferror32 provides a similar capability for users of fml32 routines. An application that
checks the value d¢ferror32 must include théni32.n header file.

The following list shows error codes that may be returned by FML
and FML32 routines.

#define FMINVAL O /* bottom of error message codes */
#define FALIGNERR 1 /* fielded buffer not aligned */

#define FNOTFLD 2 /* buffer not fielded */

#define FNOSPACE 3 /* no space in fielded buffer */

#define FNOTPRES 4 /* field not present */

#define FBADFLD 5 /* unknown field number or type */
#define FTYPERR 6 /*illegal field type */

#define FEUNIX 7  /* unix system call error */

#define FBADNAME 8 /* unknown field name */

#define FMALLOC 9 /* malloc failed */

#define FSYNTAX 10 /* bad syntax in boolean expression */
#define FFTOPEN 11 /* cannot find or open field table */
#define FFTSYNTAX 12 /* syntax error in field table */

#define FEINVAL 13 /* invalid argument to function */

#define FBADTBL 14 /*destructive concurrentaccessto field table
*/
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Usage

See Also

#define FBADVIEW 15 /* cannot find or get view */
#define FVFSYNTAX 16 /* bad viewfile */

#define FVFOPEN 17 /* cannot find or open viewfile */
#define FBADACM 18 /* ACM contains negative value */
#define FNOCNAME 19 /* cname not found */

Some routines do not have an error return value. Because no routirersets to
zero, an application can gatrror  to zero, call aroutine and then chéekor again
to see if an error has occurred.

In DOS and OS/2 environments, this variable is knowkNd<rror .

See theeRRORSection of the individual FML library routines for a more detailed
description of the meaning of the error codes returned by each routine.

Fintro (3fml), intro (3c),tpstrerror  (3c), tperrordetail (3¢),
tpstrerrordetail (3c),F_error (3fml)
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field_tables(5)

Name

Description

Field Identifiers

Field Mapping

Field Table Files

field_tables- FML mapping files for field names

The Field Manipulation Language functions implement and manage fielded buffers.
Each field in a fielded buffer is tagged with an identifying integer. Fields that can
variable in length (for example, a string) have an additional length modifier. The buffer
then consists of a series of numeric-identifier/data pairs and
numeric-identifier/length/data triples.

The numeric-identifier of a field is called its "field identifier" (fldid), and is typedef'd
by FLDID. A field is named by relating an alphanumeric string (the name¥itbia
in a field table.

The original FML interface supports 16-bit field identifiers, field lengths, and buffer
sizes. A newer 32-bit interface, FML32, supports larger identifiers, field lengths, and
buffer sizes. All types, function names, etc. are suffixed with "32" (for example, the
field identifier type definition isLDID32).

FML functions allow field values to be typed. Currently supported types include char,
string, short, long, float, double, and character array. Constants for field types are
defined infml.h  (fmI32.h for FML32). So that fielded buffers can be truly
self-describing, the type of a field is carried along with the field by encoding the field
type in the FLDID. Thus, a FLDID is composed of two elements: a field type, and a
field number. Field numbers must be above 100; the numbers 1-100 are reserved fc
system use.

For efficiency, it is desirable that the field name to field identifier mapping be available
at compile time. For utility, it is also desirable that these mappings be available at rut
time. To accommodate both these goals, FML represents field tables in text files, an
provides commands to generate corresponding C header files. Thus, compile time
mapping is done by the C preprocesspw,, by the usuakdefine macro. Run-time
mapping is done by the functiGidid(\|) ( FIdid32(\|) for FML32), which maps its
argument, a field name, to a field identifier by consulting the source field table files.

Files containing field tables have the following format:
4 blank lines and lines beginning with # are ignored.

4 lines beginning with $ are ignored by the mapping functions but are passed
through (without the $) to header files generated by mkfldhdr(1) (the command
name isnkfldhdr32  for FML32). For example, this would allow the application
to pass C commentwahat strings, etc. to the generated header file.
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Conversion of
Field Tables to
Header Files

Environment
Variables

4 lines beginning with the strinpase contain a base for offsetting subsequent
field numbers. This optional feature provides an easy way to group and
renumber sets of related fields.

4 lines that don't begin with either * nor # should have the form:
name rel-numb type
where:
4 name is the identifier for the field. It should not exceggal restrictions.

4 rel-numb is the relative numeric value of the field. It is added to the current
base to obtain the field number of the field.

4 type is the type of the field, and is specified as one of: char, string, short,
long, float, double, carray.

Entries are white-space separated (any combination of tabs and spaces).

The commandhkfidhdr  (ormkfldhdr32 ) converts a field table, as described above,
into a file suitable for processing by the C compiler. Each line of the generated header
file is of the form:

#define name fldid

wherename is the name of the field, afidid s its field identifier. The field identifier
includes the field type and field number, as previously discussed. The field number is
an absolute number, that is, base + rel-number. The resulting file is suitable for
inclusion in a C program.

Functions such a&ldid (), which access field tables, and commands such as
mkfldhdr (1) andvuform (1), which use them, both need the shell variables
FLDTBLDIR andFIELDTBLS (FLDTBLDIR32 andFIELDTBLS32 for FML32) to specify
the source directories and files, respectively, from which the in-memory version of
field tables should be create’lIELDTBLS specifies a comma-separated list of field
table file names. IFIELDTBLS has no valudid.thl is used as the name of the field
table file. TheFLDTBLDIR environment variable is a colon-separated list of
\%directories in which to look for each field table whose name is not an absolute path
name. (The search for field tables is very similar to the search for executable
commands using theaTHvariable) IfFLDTBLDIR is not defined, it is taken to be the
current directory. Thus, FIELDTBLS andFLDTBLDIR are not set, the default is to take
fid.tbl from the current directory.
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The use of multiple field tables is a convenient way to separate groups of fields, suc
as groups of fields that exist in a database from those which are used only by the
application. However, in general field names should be unique across all field tables
since such tables are capable of being converted to C header files fikfidhér
command), and identical field names would produce a compiler name conflict
warning. In addition, the functiokidid , which maps a name toraDID, does so by
searching the multiple tables, and stops upon finding the first successful match.

Example  The following is a sample field table in which the base shifts from 500 to 700:

# employee ID fields are based at 500
*base 500

#name rel-numb type comment

EMPNAM 1  string emp's name
EMPID 2 long emp'sid

EMPJOB 3 char job type: DM,ForT
SRVCDAY 4 carray service date

# address fields are based at 700
*base 700

EMPADDR 1 string street address
EMPCITY 2  string city
EMPSTATE 3  string state

EMPZIP 4 long zip code

The associated header file would be

#define EMPADDR ((FLDID)41661) /* number: 701 type: string */
#define EMPCITY ((FLDID)41662) /* number: 702 type: string */
#define EMPID ((FLDID)8694) /* number: 502 type: long */
#define EMPJOB ((FLDID)16887) /* number: 503 type: char */
#define EMPNAM ((FLDID)41461) /* number: 501 type: string */
#define EMPSTATE ((FLDID)41663) /* number: 703 type: string */
#define EMPZIP ((FLDID)8896) /* number: 704 type: long */
#define SRVCDAY ((FLDID)49656) /* number: 504 type: carray */

See Also  mkfldhdr (1), TUXEDO FML Guide
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GWADM(5)
Name GWADNDomains gateway administrative server
Synopsis  GWADM SRVGRP = dentifier " SRVID ="  number" REPLYQ ="N"
CLOPT ="-A--[-a{ on| off }][-t{ on| off }]"

Description  The gateway administrative serv@WADMs a BEA TUXEDO system-supplied
server that provides administrative functions for a Domains gateway group.

GWADMhould be defined in theERVERSection of theJBBCONFIGile as a server
running within a particular gateway group, thatSBYGRRAnust be set to the
correspondingsRPNAMEag specified in th&ROUPSection. TheSVRID parameter is

also required and its value must consider the maximum number of gateways allowed
within the gateway group.

There should be only one instance @\wAD@er Domains gateway group, and it
shouldNOT be part of the MSSQ defined for the gateways associated with the group.
Also, GWADMhould have thREPLYQattribute set to\.

TheCLOPToption is a string of command line options that is passed @whi®MWhen
it is booted. This string has the following format:

CLOPT="-A -- gateway group run-time parameters>"
The following run-time parameters are recognized for a gateway group:

-a {on|off }
This option turn®ff oron the audit log feature for this local domain. The
defaultisoff . Thedmadmin program can be used to change this setting while
the gateway group is running (s&readmin(1)).

t {on|off }
This option turnff oron the statistics gathering feature for the local
domain. The default isff . Thedmadmin program can be used to change this
setting while the gateway group is running (de@dmin(1)).

The GwADMerver must be booted before the corresponding gateways.

Portability =~ GWADN& supported a BEA TUXEDO system-supplied server on UNIX System
operating systems.

Interoperability =~ GWADNhust be installed on a BEA TUXEDO system Release 4.2.1 or later; other
machines in the same domain with an R4.2.2 gateway can be Release 4.1 or later.
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Examples

See Also

The following example illustrates the definition of the administrative server in the
UBBCONFIdile.

#

*GROUPS

DMADMGRP GRPNO=1
gwgrp GRPNO=2

#

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y GRACE=0

GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y GRACE=0
CLOPT="-A---aon-ton"

GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=Y

RESTART=Y MIN=1 MAX=1

dmadmin (1), tmboot (1), dmconfig (5), DMADKG), servopts  (5), ubbconfig (5), BEA
TUXEDO Domains GuidBEA TUXEDO Administrator's Guide
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GWTDOMAIN(5)

Name

Synopsis

Description

Examples

See Also

BEA TUXEDO system domain gateway process

GWTDOMAISRVGRPF= "identifier " SRVID = "number" RQADDR "queue_name"
REPLYQ= NRESTART= Y [MAXGEN: value ] [GRACEE value ]

GWTDOMAIi$ the domain gateway process that provides interdomain communication.
GWTDOMAIRrocesses comunicate with otf@vVTDOMAIRrocesses in remote
domains.

Domain gateways are described in $#RVERSection of th&/BBCONFIdile and the
BDMCONFIdile. Domain gateways must be always associated with a particular group,
that is,SRVGRRNuSst be set to the correspondB@PNAMEAG specified in theROUPS
section. TheSVRID parameter is also required and its value must consider the
maximum number of gateways allowed within the domain group RESFART
parameter should be settoTheREPLYQparameter should be setNo

The GWTDOMAIRrocess must be in the same group asstveD{8) process, with the
GWADIisted first. MultipleGWTDOMAIRrocesses can be configured for a domain; each
must be configured in a different BEA TUXEDO group.

The following example shows the definition of a Domains gateway group in the
UBBCONFIdile.

*GROUPS

DMADMGRP LMID=machl GRPNO=1

gwgrp LMID=machl GRPNO=2

*SERVERS

DMADM SRVGRP="DMADMGRP" SRVID=1001 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWADM SRVGRP="gwgrp" SRVID=1002 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWTDOMAIN SRVGRP="gwgrp" SRVID=1003 RQADDR="gwgrp" REPLYQ=N
RESTART=Y MAXGEN=5 GRACE=3600

See also theXAMPLESsection ofubbconfig  (5) anddmconfig (5).

DMADKB), dmconfig (5), GWAD{8), servopts  (5), tmadmin (1), tmboot (1),
ubbconfig  (5), BEA TUXEDO Domains GuigdeAdministering the BEA TUXEDO
System
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Name GWTUX2TEGWTE2TUX BEA TUXEDO / BEA TOP END gateway servers

Synopsis  GWTUX2TE SRVGRP = “identifier "SRVID =" number”
CLOPT ="“-- -f service_definition_file
[-c TOPEND_remote_configuration_file ]
[[R sec][-w wait time ][[-u username ] [-p password_file ]]"

GWTE2TUX SRVGRP = “identifier "SRVID =" number”
CLOPT ="“-- -f service_definition_file
[-c TOPEND_remote_configuration_file ]
[(R sec][[-u username ] [-g  groupname ]’
Description GWTUX2TEINdGWTE2TUXare gateway serverSWTUX2Tprovides connectivity

98

between BEA TUXEDO clients and BEA TOP END serverg/TE2TUXrovides
connectivity between BEA TOP END clients and BEA TUXEDO servers. One or both
of these gateway servers may be configured for a domain.

GWTUX2TRNAGWTE2TUdre defined in theERVERSection of th&JBBCONFIdile as
servers running within a particular server group. TheregRgGRMNuUSt be set to the
value of the correspondirgRPNAMParameter (as specified in tBROUPSection).
TheSVRID parameter is also requirggWTUX2TRNAGWTE2TUXllow forMIN andMAX
values of gateway instances to be specified. Although the gateway servers are
synchronous, you may use multiple instances to provide better throughput.

CLOPTIs an “umbrella parameter” that passes a set of command-line options to the
gateway servers when the servers are booted. To specify optiorGL@RT use the
following format.

”

CLOPT=*-- gateway_group_runtime_parameters

The followingCLOPToptions are recognized.

-f service_definition_file
This file lists the services and functions to be advertised by the gateway
server. (The file format is described in “Configuration” later in this reference
page.) If-f is not specified or if the specified file has an invalid syntax, the
gateway server logs an error and exits.

-c TOP_END_remote_configuration_file
This file defines the connectivity between the gateway servers and the BEA
TOP END system. If this option is not specifiédPPDIR/TOPENDRC.cfg is
used, by default, as the configuration file. If there is no configuration file or
if the file specified has an invalid syntax, the gateway server logs an error anc
exits.

BEA TUXEDO Reference Manual



GWTUX2TE (5)

Programming
Paradigms

-u username -p password_file

If security is enabled on the BEA TOP END system, thenuhend-p
options should be specified for tBavTUX2TEHateway.

After the-p option, specify the file that contains the password associated with
the user specified byu. The password file must be in ASCII format; the
password must be provided on a single line. To ensure security, the file should
be read and write protected; only the BEA TUXEDO administrator should be
granted access.

See “Security” for additional information.

-R Retry_interval

If the gateway server is unable to establish a connection with the BEA TOP
END system, or if an existing connection is broken, the server will, by
default, retry to establish a connection every 60 seconds. This time interval
(in seconds) may be set to a different value usi@etting-R to 0 turns off
retry. If you do so and speciBESTART=then, when a connection cannot be
established or is broken, the gateway server exits and restarts.

If a connection to the BEA TOP END system is not available, the services on
that system are not offered by the gateway server.

-w wait_time

When theGWTUX2TEateway server sends a request to the BEA TOP END
system, it waits for a response, by default, for 30 seconds-W parameter
allows the waiting time to be specified. Specifying a waiting time of 0
indicates infinite waiting time.

TheGWTE2TUXateway server does not provide a configurable waiting time,
so normal timeout parameters may be configuradxitonfig

-Uu username —g groupname

If access control lists are being used for BEA TUXEDO services, then both
the-u and-g options should be specified foGavTE2TUXjateway server. By
default, the gateway uses guest privileges.

See “Security” for additional information.

The GWTUX2TRINAGWTE2TUXjateway servers support request/response messages
only. The following BEA TUXEDO client API calls for sending and receiving are
allowed:
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Buffer Types

Configuration

4 tpacall (with or withoutTPNOREPL ¥lag)

4 tpgetrply
¢ tpforward

BEA TOP END servers cannot set thilePL_CONTEXTlag. If this flag is set, the
gateway server dissolves the BEA TOP END dialog and returns an error
(TPESVCFAIL) to the BEA TUXEDO client.

The following BEA TOP END client API calls are allowed:
4 tp_client_send

4 tp_client_receive

TheGwTUX2TENAGWTE2TUXjateway servers support BEA TUXEDIARRAY
(X_OCTETJ buffers only. Attempts to send other types of buffers from a BEA TUXEDO
application generate an error, which is logged by the gateway server.

TheGwTUX2TENAGWTE2TUXjateway servers use the BEA TOP END remote client
and remote server servic@VTUX2TRSsumes the role of a BEA TOP END client and
makes use of the remote client servie@aTE2TUXassumes the role of a BEA TOP
END server and makes use of the remote server services. Therefore, you must provi
a BEA TOP END remote client/server configuration file on any BEA TUXEDO node
running these gateway processes.

BEA TOP END Remote Client/Server Configuration File

The BEA TOP END remote client/server configuration file is described iBE#e
TOP END Remote Client Services Guittes section provides a brief description of
the file.

Entries in this configuration file are formatted as follows.

[top end configuration file]

[component type] remote server

[system]  sysname

[primary node] machine_name portnum

Thecomponent type  entry should be set temote server . Thesystem entry

should match the name of the BEA TOP END system.pfihmry node  entry

should be set to the machine name and port number of the BEA TOP END Network
Agent (NA).
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A secondary node may also be specified. This node can be used when a connection to
the primary node cannot be established. If multiple secondary nodes are specified, the
BEA TOP END system uses a “round robin” technique to load balance the
connections. This feature enables multiple instances of a gateway server to connect to
different nodes on the BEA TOP END system, as shown here.

[secondary node] machine 28001
[secondary node] machine2 28001

The optionalarget parameter is also supported by GWTUX2TRNAGWTE2TUX
gateway servers.

The following parameters are not supported byahauX2TRNdGWTE2TUXateway
servers; do not include them in the configuration file.

4 shutdown
4 codeset

4 maxconctx

Each gateway process may connect to only one BEA TOP END system, as specified
by[system] intheTOPENDRC.cfg file. A second gateway process may be configured

to connect to a different BEA TOP END system. Usedt@PT-c parameter to point

to a second configuration file.

Service Definition File

The service definition file has the following syntax.

*TE_LOCAL_SERVICES # For TUXEDO services accessible by TOP END clients
Servicename PRODUCT=®product name FUNCTION=function_name

QUALIFIER=

function_qualifier

*TE_REMOTE_SERVICES # For TOP END services accessible by TUXEDO clients
Servicename PRODUCT=®product name FUNCTION=function_name

QUALIFIER=

function_qualifier TARGET=target_name

Servicename indicates the BEA TUXEDO service to be imported
(TE_REMOTE_SERVICEOr exported {TE_LOCAL_SERVICE.

While thePRODUCPparameter must be specified, #18NCTION QUALIFIER, and
TARGETparameters are optional. In addition, TWRGETparameter is valid for
TE_REMOTE_SERVICES®nly.
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You can define any service definition file parameter as a default by using the following
syntax.

DEFAULT: PRODUCTproduct_name
All services in theTE_LOCAL_SERVICESsection must have the samRODUCThame.

If the FUNCTIONparameter is not specified, the function name is assumed to be the
service name. If th@UALIFIER andTARGETparameters are not specified for a service
entry, no function qualifier or target name is used for that service.

Refer toAdministering the BEA TUXEDO Systéninformation on valid values for
BEA TUXEDO service names. Refer to BBEA TOP END Administrator's Guider
information on valid values for theRODUC;TFUNCTION QUALIFIER, andTARGET
parameters.

Limitations ~ The gateways do not support the following:
Transactions

Conversations

Events

Unsolicited notifications

Queues (/Q, RTQ)

Encryption

Compression

Message size above 30K

Migration

Formats

* & & S & & O & > o o

MCC and LMA

Seaurity  The following table lists the appropriate security settings for various configurations.
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Portability

Interoperability

Examples

Gateway Server Security

For this Server  If. .. Then. . .
GWTUX2TE The BEA TOP END system is 4 Set the user name using tie
configured with authentication. option.
4 Set the password using the
-p option.

4 Protect this file using operating
system protection.

GWTE2TUX The BEA TUXEDO system No action is required.
is configured with
SECURITY=APP_PW

USER_AUTH

GWTE2TUX The BEA TUXEDO system Set the user name using the
is configured with option, and the group name,
SECURITY=ACL, using the-g option.
MANDATORY ACL

Theusername andgroupname or username andpassword specified withCLOPT

must also be entered into the corresponding BEA TUXEDO or BEA TOP END
security database. For the BEA TUXEDO security database, the user name is typically
created usingpusradd . The group name is typically created usimgpadd

The GWTUX2TERINdGWTE2TUXjateway servers are supported on Windows NT, Sun
Solaris, HP-UX, IBM AIX, and NCR MP-RAS.

The GWTUX2TERNdGWTE2TUXjateway servers must run on BEA TUXEDO 6.5 or
later. These gateway servers inter-operate with BEA TOP END 2.05 or later.

The following example shows how gateway servers are defined in the BEA TUXEDO
UBBCONFIdile and in the BEA TOP END service definition file.

In this example, a BEA TUXEDO client issugsall  to theRSERVICEService. The
request is forwarded (via tlewTUX2TEateway) to a BEA TOP END systeptufo )
and invokes a BEA TOP END servideRRODUCT:RFUNC
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Similarly, a BEA TOP END client issu@s client_send , specifyingLPRODUCHRS
thePRODUCANdLFUNCas theFUNCTION The request is forwarded (via tB&/TE2TUX
gateway) to the BEA TUXEDO system and invokes a BEA TUXEDO service
(LSERVICE).

Listing 0-2 BEA TUXEDO UBBCONFIG File

HHH
#UBBCONFIG

*GROUPS

TOPENDGRP GRPNO=1

#

*SERVERS

GWTE2TUX SRVGRP="TOPENDGRP" SRVID=1001 RESTART=Y MAXGEN=3 GRACE=10
CLOPT="-- -f servicedefs -R 30"

GWTUX2TE SRVGRP="TOPENDGRP” SRVID=1002 RESTART=Y MAXGEN=3 GRACE=10
MIN=5 MAX=5
CLOPT="-- -f servicedefs”

Listing 0-3 BEA TOP END Service Definition File

BHHHHH

#service definition file
*TE_LOCAL_SERVICES
DEFAULT: PRODUCT=LPRODUCT
LSERVICE FUNCTION=LFUNC

*TE_REMOTE_SERVICES
RSERVICE PRODUCT=RPRODUCT FUNCTION=RFUNC

Listing 0-4 BEA TOP END Remote Configuration File

# TOP END remote configuration file

[top end configuration file]

[component type] remote server

[system] pluto

[primary node] topendmach 28001
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Software
Requirements

Failures

See Also

Note: Remember that the valueadrt in theprimarynode  entry (which i28001
in Listing 0-4) must match the port number of the BEA TOP END Network
Agent.

The following software components are required:
¢ BEA TUXEDO 6.5
¢ BEATOP END 2.05

A BEA TUXEDO client receives @PESVCFAIL under any of the following
conditions:

4 A BEA TOP END service is unreachable.

4 A TOP END service returns an error.

4 The network link to the BEA TOP END system is unavailable.
¢

A buffer type other thag@ARRAYor X_OCTETis sent by the BEA TUXEDO
client.

A BEA TOP END client receives an errort#_RESET with the
TP_EXT_SERVER_APPlextended status, under any of the following conditions:

4 A BEA TUXEDO service is unreachable (for example, because it is suspended).
4 A BEA TUXEDO service times out.
4 A BEA TUXEDO service returns witMPFAIL or TPEXIT.

Note that if a gateway offers a service that is not available on the corresponding
system, the client receives an erroPESVCFAIL), as indicated above, that is different
from the error returned after a local service invocation. In the latter case, the client
receivesTPENOENTor the BEA TUXEDO system ofP_SERVICEfor the BEA TOP
END system.

tmboot (1), servopts (5), ubbconfig (5)
Administering the BEA TUXEDO System
BEA TOP END Remote Client/Server Services Guide
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Name langinfo -language information constants

Synopsis  #include <langinfo.h>

Description  This header file contains the constants used to identify itemasghifo  data. The
mode ofitemsis given innl_types (5).

DAY_1
Locale's equivalent of “sunday”

DAY_2
Locale's equivalent of “"monday"

DAY_3
Locale's equivalent of ““tuesday"

DAY_4
Locale's equivalent of ““'wednesday"

DAY_5
Locale's equivalent of ““thursday”

DAY_6
Locale's equivalent of ~“friday"

DAY_7
Locale's equivalent of ““saturday"”

ABDAY_1
Locale's equivalent of ““sun"

ABDAY_2
Locale's equivalent of “"mon"

ABDAY_3
Locale's equivalent of ““tue"

ABDAY_4
Locale's equivalent of ““wed"

ABDAY_5
Locale's equivalent of ““thur"
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ABDAY_6
Locale's equivalent of ~fri"

ABDAY_7
Locale's equivalent of ““sat"

MON_1
Locale's equivalent of ““january"

MON_2
Locale's equivalent of ““february"

MON_3
Locale's equivalent of “"march"

MON_4
Locale's equivalent of ““april"

MON_5
Locale's equivalent of “"may"

MON_6
Locale's equivalent of ““june"

MON_7
Locale's equivalent of “july"

MON_8
Locale's equivalent of ““august”

MON_9
Locale's equivalent of ““september"

MON_10
Locale's equivalent of ““october"

MON_11
Locale's equivalent of “"november"

MON_12
Locale's equivalent of “"december"

ABMON_1
Locale's equivalent of ““jan"
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ABMON_2
Locale's equivalent of ““feb"

ABMON_3
Locale's equivalent of “"mar"

ABMON_4
Locale's equivalent of ““apr"

ABMON_5
Locale's equivalent of “"may"

ABMON_6
Locale's equivalent of ““jun”

ABMON_7
Locale's equivalent of ““jul"

ABMON_8
Locale's equivalent of ““aug"”

ABMON_9
Locale's equivalent of ““sep"

ABMON_10
Locale's equivalent of ““oct"

ABMON_11
Locale's equivalent of ““nov"

ABMON_12
Locale's equivalent of ““dec"

RADIXCHAR
Locale's equivalent of ™."

THOUSEP
Locale's equivalent of ™"

YESSTR
Locale's equivalent of “yes"

NOSTR
Locale's equivalent of “'no"
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See Also

CRNCYSTR
Locale's currency symbol

D T _FMT
Locale's default format for date and time

D_FMT
Locale's default format for the date

T _FMT
Locale's default format for the time

AM_STR
Locale's equivalent of “"AM"

PM_STR
Locale's equivalent of “"PM"

This information is retrieved by_langinfo  (3).

The items are retrieved from a special message catalog nameiNFQ which
should be generated for each locale supported and installed in the appropriate
directory. (Seenklanginfo (1))

mklanginfo (1), nl_langinfo  (3), strftime  (3) nI_types (5).
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Name

Description

MIB-BEA BEA TUXEDO system Management Information Base

#include <fml32.h>

#include <fml1632.h> /* Optional */

#include <tpadm.h>

#include  cmib.h > [* Component MIB Header */

A BEA TUXEDO system application consists of distinct components (for example,
BEA TUXEDO, Workstation), each administered using a Management Information
Base (MIB) defined specifically for that component. These component MIBs are
defined in individual reference pages each addressing the MIB for a particular part o
the system. For example, the reference gageMiB(5) defines the MIB used to
administer the fundamental aspects of a BEA TUXEDO application.

However, component MIBs do not provide sufficient definition of the interfaces
involved to provide the necessary access. This reference®(B), describes the
generic interfaces through which an administrator, operator or user interacts with an
of the defined component MIBs. The generic interface to each BEA TUXEDO system
MIB consists of two main parts.

The first part of the generic interface is a description of how existing BEA TUXEDO
system interfaces are used to provide access to administrative services responsible
supporting the component MIBaML32, a BEA TUXEDO system buffer type, is used

as the vehicle for passing input to and receiving output from component MIBs. ATMI
request/response verbs are used as the interface to component MIBs, which are
implemented as system supplied services. Details on interaction between an
administrative user and component MIBs ugivy 32 buffers ATMI verbs are

provided in the "FML32" andATMI" sections later in this reference page.

The second part of the generic interface is the definition of additional input and outpu
FML32 fields that are used in interactions with all component MIBs. The additional
FML32 fields extend the power of requests (for example, by allowing operation codes
to be specified) and add generic response attributes (for example, error codes and
explanatory text). Details on additiorrML32 fields are provided in theNPUT" and
"OUTPUT sections found later in this reference page.

The "USAGE section gives examples of the use of existing ATMI verbs and the
additionalFML32 fields as they might be used for administrative interaction with
component MIBs.

BEA TUXEDO Reference Manual



MIB(5)

Authentication

In addition to defining how users interface with component MIBs to administer an
application, this reference page establishes the format used in the component MIB
reference pages to define classes (6£85S DESCRIPTIONS").

Two generic classes are defined in this reference pageASSandT_CLASSATT
These two classes are used to identify administrative classes and to tune class/attribute
permissions.

Finally, the 'DIAGNOSTICS' section lists error codes that may be returned by
component MIB system services.

Users are authenticated as they attempt to join the application (see tpinit(3)). At
tpinit  time, administrators and operators can ask to join the application with a client
name of eithetpsysadm ortpsysop . These twaltname values are reserved and can
only be associated with administrators and operators of the application.

The administrator who initially configures an application determines the level of
security to be included by choosing a particular security type. Available security types
are:

4 no security
4 application password authentication
4 application password plus an application specific authentication service

The choice of security type determines the flexibility and security in allowing
administrator and operator access to the component MIBs via the AdminAPI.

The most secure and flexible security type is an application password plus an
application-specific authentication server (8&adHSVR5)). This method allows the
administrator to permit access to any user or to only specified users provided they
supply the appropriate password to the authentication server.

In the absence of an application specific authentication server, a client must satisfy the
authentication requirements of the application (either none or application password),
specify one of the special client names indlveame field of theTPINIT structure

and be running as the BEA TUXEDO administrator for the local UNIX System to
qualify for special administrator or operator permissions. In any case, a successfully
joined client is assigned a key by the system; the key is delivered with all requests it
makes. Clients properly authenticated as eiffsgsadm ortpsysop are assigned an
authentication key that lets the system know they have special privileges.
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FML32

ATMI

Administrative authentication, as specified, is applicable only to clients that join the
system prior to accessing the API. Servers making use of the API are treated the sar
as the client on whose behalf they are processing. Service requests made from with
tpsvrinit  (3) ortpsvrdone (3) are treated as coming from the administrator.

Application administration using BEA TUXEDO system defined component MIBs is
supported exclusively through tA®IL32 buffer type. Application programs accessing
MIB information must be written to allocate, manipulate and upeete?2 typed
buffers. There are two main approaches to usiigB2 as detailed iFintro (3) and
summarized here.

The most direct way to interface EML32is to include the fI32.n> header file
instead of the standardn.h> header file and then to use tH@L32 version of each
relevant FML interface specified in ti&JXEDO Reference Manudror example,
one would us&chg32 (3) instead of usingchg (3).

Another method for interfacing wittML32 is to include both thefmi32.n> header
file and the 4mi1632.h> header file. These two header files work together to allow
the user to program to the base FML interfaces (for examglg(3)) and yet actually
invoke theFML32 version of each interface.

Application programs access and update component MIB specific attribute
information by allocatingFML32 typed buffers, populating them with request data,
sending the requests for servicing, receiving the replies to the service requests and
extracting information regarding the results from the reply. The population and
extraction of information to and from tiF@1L32 typed buffers involves themL32
interfaces as described above. Buffer allocation, sending requests and receiving repli
is done using the general purpose ATMI routines listed below within the guidelines
and restrictions listed. MIB requests for all components should be sent to the core BE,
TUXEDO component MIB service, TMIB ". This service not only acts as an agent for
servicingTM_MIB(5) requests, it also directs requests targeted for other component
MIBs so that the user need not be concerned with matching service names to MIBs at
classes.

tpalloc
AllocateFML32typed buffers to be used in sending requests and/or receiving
replies to/from BEA TUXEDO system MIB services. TH#eL32 buffer type
has no subtypes and a minimum default size of 1024 bytes.

tprealloc

Reallocate=ML32 typed buffers.
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tpcall

tpacall

tpgetrply

Call BEA TUXEDO system MIB service, T™™IB ", with a populatedML32

typed buffer as input and with an allocatedL32 typed buffer in which to

store the output returned from the service. The buffer length for the input
buffer may be specified as 0 sirrL32is a self-describing buffer type. The
TPNOTRANIag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

Asynchronously call BEA TUXEDO system MIB servicelMIB ", with a
populated-ML32 typed buffer as input. The buffer length for the input buffer
may be specified as 0 sinERIL32 s a self-describing buffer type. The
TPNOTRANIag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

Get reply for a previously generated asynchronous call to the BEA TUXEDO
system MIB service,. TMIB ". The reply is received into a previously
allocatedrmML32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.

tpenqueue

Enqueue a request to the BEA TUXEDO system MIB servit®iB *, for

later processing. The buffer length for the input buffer may be specified as 0
sinceFML32 is a self-describing buffer type. There are no specific
requirements or restrictions on the use of the flags defined for this verb;
however, theaeMQFORWAKR) server configured by the application to handle
forwarding of these requests should be started withnth@pcall () with
TPNOTRANIag set) andd (delete) options.

tpdequeue

Dequeue the reply for a previously enqueued request to the BEA TUXEDO
system MIB service,.TMIB ". The reply is received into a previously
allocatedrmML32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.
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Input

There are certairML32fields used to characterize and control administrative requests
to any BEA TUXEDO system MIB. These fields are defined in this reference page as
well as in the header filetgadm.h> . The corresponding field table file can be found

in ${TUXDIR}/udataobj/tpadm . These fields are added to RIiL32 request buffer

in addition to any component MIB specific fields necessary before making the
administrative service request. The fields are described below and followed by a tabl
summarizing the operations for which each field is required, optional or unused.

TA_OPERATION
String valued field identifying the operation to be performed. Valid
operations ar6ET, GETNEXTandSET.

TA_CLASS
String valued field identifying the class being accessed. Class names are
defined within component MIB specific reference pages.

TA_CURSOR
String valued=ML32 field returned by the system on a previ@ETor
GETNEXToperation. The value returned must be transferred by the application
to the subsequent request buffer so that the system can determine current
retrieval position.

TA_OCCURS
Long valued=ML32field identifying how many objects are to be retrieved on
aGETor GETNEXToperation. If this field is not specified, then all matching
objects are returned, space permitting.

TA_FLAGS
Long valued=ML32 field identifying generic and component MIB specific
flag values. Component MIB specific values that may be set in this attribute
are defined within each component MIB reference page. Generic flag values
and uses are listed below.

MIB_LOCAL
This flag is used to modify retrievals from certain classes defined in
thisMIB. For a number of classes in thiB, there exists both global
information (available at any site in an active application) and local
information (available on the particular site where the object is
active). Requests to retrieve information from these classes will by
default retrieve only the global information and not the local for
efficiency. If the application user is willing to wait for local
information to be collected, possibly from multiple sites, then this
flag should be set on the retrieval request. Classes with local
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information have local attributes listed last in the attribute table with
a subheading indicating that they are local attributes. Classes which
have only local information will automatically default to retrieving
local information even if this flag value is not set.

MIB_PREIMAGE
indicates that a pre-image check must be passed be$®@® a
operation will be performed. A pre-image check insures that
occurrence 0 of anyiB specific class attributes match the existing
object. If so, then the object is updated using occurrence 1 of any
MIB specific class attributes. Attributes occurring less than two times
are not considered for pre-image checking. Multiply occurring fields
are checked if their associated count attribute is specified twice.

MIB_SELF
This flag is used as a shorthand to indicate that identification
attributes for the client or server originating the request should be
added to the request buffer prior to processing. For clients,
TA_CLIENTID is added and for servem® GRPNG@NATA_SRVID
are added.

TA_FILTER
Long valued~ML32 field that may be specified with up to 32 occurrences to
indicate the specific class attributes that should be returned. An occurrence
with the value 0 may be specified to end the list but is not required. A list with
an initial attribute value of O will return no class specific attributes but will
return a count of class objects matched.

TA_MIBTIMEOUT
Long valuedrmL32 field identifying the time, in seconds, that should be
allowed within the component MIB service to satisfy the request. A value less
than or equal to O indicates that the component MIB service should not
undertake any blocking operation. If unspecified, this value defaults to 20.

TA_CURSORHOLD
Long valuedrML32 field identifying the time, in seconds, that a system
snapshot generated from an ini&Toperation should be held after the
currentGETor GETNEXToperation is satisfied before disposing of it. A value
less than or equal to 0 indicates that the snapshot should be disposed of after
satisfying the current request. If unspecified, this value defaults to 120.

In the following table, R indicates a requin@guT attribute, O an optionalPUT
attribute, and — an unus@dPUT attribute.
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Output

Input Table
Attribute Type |GET |GETNEXT [SET

TA_OPERATION | string | R R R

TA_CLASS string | R — R

TA_CURSOR string | — R —
TA_OCCURS long | O 0] —
TA _FLAGS long (@] O O
TA _FILTER long | O — —
TA_MIBTIMEOUT long 0] 0]
TA_CURSORHOLD | long 0] —

Output from successful administrative requests consists of one or more MIB specific
objects and one occurrence of the generic output fields. In general, multiple MIB
specific objects are reflected in the output buffer by multiple occurrences of each clas
attribute returned. Occurrence 0 of each attribute relates to the first object, occurrenc
1 to the second object, and so on. Exceptions to this guideline are noted in the
component MIB reference pages. Intermediate occurrences without values for certai
attributes may havemL32 definedNULL field values inserted as place holders. A
successfubET operation returns a single object reflecting the object after the operation
was performed. A successfBETor GETNEXToperation may return O or more
occurrences depending on how many occurrences were requested_(3EE€URS
below), how many occurrences were matched by the specified key fields and space
limitations within the MIB specific system service.

It is important to note that not all attributes defined for any class may necessarily be
returned for any request depending on object state, interoperating release
environments and/or input request filters. Administrative programmers should avoid
implicit dependencies on the presence of certain attributes in output buffers and shou
instead explicitly check for the presence of attribute values.

To repeat, the reply to a successfully processed administrative request includes certe
generic fields that apply to all MIBs. The fields are defined in the header file
<tpadm.h> . The corresponding field table file can be found in
${TUXDIR}/udataobj/tpadm . The generic reply fields are added to a the reply buffer
and returned with the component MIB specific fields. The generic reply fields are
described below.
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TA_CLASS
String valued field identifying the class represented in the reply buffer. Class
names are defined within component MIB specific reference pages.

TA_OCCURS
Long valued-ML32field identifying how many objects are in the reply buffer.

TA_MORE
Long valued~ML32 field identifying how many additional objects matching
the request key fields are being held in a system snapshot for later retrieval.
This field is not returned faBET operations.

TA_CURSOR
String valued=ML32 field identifying the position within a system held
snapshot. This field must be added to the request buffer for a subsequent
GETNEXToperation. The value of this field should not be interpreted or
modified by the application user. This field is not returnedstor operations.

TA_ERROR
Long valued=ML32 field identifying a non-negative return code
characterizing the successful return. Generic return codes and their meaning
are defined below.

TAOK
the operation was successfully performed. No updates were made to
the application.

TAUPDATED
an update was successfully made to the application.

TAPARTIAL
a partial update was successfully made to the application.

Administrative requests that fail within MIB specific system service processing return
an application service failure to the application including the original request and
generic fields used to characterize the error. Application service failures are indicated
by aTPESVCFAIL error return frompcall  (3) ortpgetrply  (3). Application service
failures returned via thHEMQFORWAR]) server will appear on the error queue specified
on the original request (assuming theoption was specified on the server command
line). Generic fields used to characterize failed administrative requests are listed
below.
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TA_ERROR
Long valuedrML32 field identifying the particular error that occurred. Error
codes may be generic in which case they are listed irDiA&NOSTICS'
section of this reference page, or they may be specific to a component MIB,
in which case they are described on the individual component MIB reference

page.

TA_STATUS
String valued=ML32 field providing a textual description of the error.

TA_BADFLD
Long valued=ML32 field providing the field identifier of the offending field
in cases where an error can be attributed to the value in a particular field. In
cases where errors are caused by the combination of values in multiple fields
there may be multiple occurrences of this field.
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Usage

Include Files

Buffer Allocation

Building MIB
Requests

Application programs written to interface with component MIBs must include certain

header files<fmi32.h> defines macros, structures and function interfaces necessary
for accessing and updatifgL32 typed buffers<fml1632.n> defines a mapping

from the generic FML interface macros, structures and functions Faitge versions

and may optionally be includeetpadm.h> defines theeML32 field names contained

in this reference page. Additionally, any component MIB specific header files must be
included to gain access EL32 field definitions specific to that component MIB.

Example:

#include fml32.h>
#include tpadm.h>
#include cmib.h > [* Component MIB Header */

Interaction with a component MIB requireseML32 typed buffer to carry the request

to the service that acts on it. The ATMI vephlloc  (3) allocates the buffer using
FMLTYPE32(defined infmi32.h> ) as the value for thigpeargument. There is no
subtype forrML32 buffers so thesubtypeargument ofpalloc  can be NULL. The

default minimum size for aRML32 buffer is 1024 bytes. Specifying O for thize

argument ofpalloc  results in a buffer of minimum size. If the user knows that a
larger buffer is needed, it may be allocated by specifying a value larger than the system
minimum forsize

Example:
rgbuf = tpalloc(FMLTYPE32, NULL, 0);

Once arFML32typed buffer is allocated, the user needs to populate it with both generic
MIB field values and values specific to the component MIB being addressed. The most
common interfaces used to add values to a request buffer are the FMEadzdes(3)
andFchg32 (3). In the event that a field cannot be added because the request buffer is
full, then the buffer may need to be reallocated using the ATMItpexdiloc  (3).

Example:

/*

* Does not include error processing, bigger_size  provided
* by the user, not by the system. Fchg32 used to insure that

* field occurrence 0 is set if we are reusing a buffer.

*/
if (Fchg32(rgbuf, TA_MIBFIELD, 0, "ABC", 0) == -1) {

if (Ferror32 == FNOSPACE) {

rgbuf = tprealloc(rgbuf, bigger_size );
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Requests

Fchg32(rgbuf, TA_MIBFIELD, 0, "ABC", 0);
}
}

In addition to attributes specific to each component MIB, there are required and
optional attributes defined in this reference page that control the operation requeste
of the component MIB.

The required generic attributes ame OPERATIONandTA_CLASS

TA_OPERATIONspecifies the operation to be performed on the MIB being accessed.
Valid operations ar6GET, GETNEXTandSET.

TA_CLASSspecifies the MIB class being accessed. Class names are defined within th
component MIB reference pagesTK_OPERATIONS GETNEXT then an additional
attribute,TA_CURSORIs requiredTA_CURSORs a field returned on a previoG&Tor
GETNEXToperation. It is used by the system on the subsequent request to determine
retrieval position.

The optional attributeSA_OCCURSTA_FLAGS TA_FILTER, TA_MIBTIMEOUTand
TA_CURSORHOLUMay be used in addition to the required attributes to further tailor the
request.

TA_OCCURS
specifies how many objects are to be retrieved GE®0or GETNEXT
operation. If unspecified, all occurrences are retrieved, space permitting.

TA_FLAGS
is used to specify flag values. Some generic flags are defined in this referenc
page; others are defined in each component MIB reference page.

TA_FILTER
restricts the attribute values returned f@Eroperation. If unspecified, is a
long valued=ML32 field used to all available class attribute values are
returned.

TA_MIBTIMEOUT
specifies the time, in seconds, that should be allowed within the component
MIB service to satisfy the request. A value less than or equal to 0 indicates
that the component MIB service should not undertake any blocking
operation. If unspecified, this value defaults to 20.
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TA_CURSORHOLD
specifies the time, in seconds, that a system snapshot generated from an initial
GEToperation should be held after the cureBT or GETNEXToperation is
satisfied before disposing of it. A value less than or equal to 0 indicates that
the snapshot should be disposed of after satisfying the current request. If
unspecified, this value defaults to 120.

Example:

/* GET 1st 5 objects */

Fchg32(rgbuf, TA_OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA_CLASS, 0, “classname"”, 0);

n=>5;

Fchg32(rgbuf, TA_OCCURS, 0, n, 0);

/* Make request, see Sending MIB Requests below */

/* Reply is stored in rpbuf and contains cursor */

/*

* GETNEXT 5 objects. Transfer TA_CURSOR from rpbuf.
* Reuse rgbuf generated above. Dispose of snapshot after
* request, that is, set TA_CURSORHOLD to 0.

*/

Fchg32(rgbuf, TA_OPERATION, 0, "GETNEXT", 0);
Fchg32(rgbuf, TA_CURSOR, 0, Ffind32(rpbuf, TA_CURSOR, 0, NULL), 0);
n=0;

Fchg32(rgbuf, TA_CURSORHOLD, 0, n, 0);

/* Make request, see Sending MIB Requests below */

Component MIB key fields specified onGETor GETNEXTare used to select a set of
objects. Non-key fields are ignored by the component MIB.

Component MIB key fields specified ors&T operation are used to identify the
particular object to be updated. Non-key fields are processed as updates to the object
identified by the key fields. The user may optionally specify a pre-image which must
match the current object image before an upds®) (s allowed. A user indicates that

a pre-image is provided by setting h8_PREIMAGEDit in theTA_FLAGSattribute of

the request. The key fields specifying the object to be updated are taken from the
pre-image (field occurrence 0). If key fields are also specified in the post-image, then
they must match exactly or the request fails. Only attributes that are part of the class
and have two attribute values specified in the input buffer are considered for pre-image
matching. Attributes with single values are processed as new values to be set for the
indicated class object.
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Requests

Example:

Fchg32(rqbuf, TA_OPERATION, 0, "GET", 0);

Fchg32(rgbuf, TA_CLASS, 0, "classname", 0);

Fchg32(rgbuf, TA_MIBKEY, 0, "keyvalue", 0);

n=1;

Fchg32(rgbuf, TA_OCCURS, 0, n, 0); /* GET 1st matching occurrence */
/* Make request, see Sending MIB Requests below, reply in rpbuf */
/* Use rpbuf as pre-image and update TA_MIBFIELD value

* if matching

*/

Fcpy32(newrq, rpbuf);

Fconcat32(newrq, rpbuf); /* Add 2nd identical copy */
Fchg32(newrg, TA_OPERATION, 0, "SET", 0);

n = MIB_PREIMAGE;

Fchg32(newrq, TA_FLAGS, 0, n, 0);

Fchg32(newrq, TA_MIBFIELD, 1, "newval", 0); /* Post-image */

/* Make request, see Sending MIB Requests below */

All component MIB requests flow through the core BEA TUXEDO component MIB
service, "TMIB ". This service not only acts as an agent for servitmgMIB(5)

requests, it also directs requests targeted for other component MIBs so that the usel
need not be concerned with matching service names to MIBs and classes. Service
requests can be generated using any of the request/response oriented service verbs
ATMI: tpcall  (3),tpacall  (3) andpenqueue (3). The user has accessto all flags and
capabilities defined for these interface functions. The only constraint imposed here i
that the "TMIB " service must be invoked outside the scope of any transaction. This
means that when usingecall  (3) ortpacall  (3) to direct administrative requests
within a transaction, thePNOTRANIag should be used or the user will get a failure
(TPETRAN. When usingpenqueue (3) to direct requests, tH&/QFORWARBIrver must

be started with then option so that the forwarded service requests may be made
outside of transactional boundaries.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;
rval = tpcall(".TMIB", rgbuf, 0, rpbuf, rplen, flags);

/* Send request and get descriptor back */

flags = TPNOTRAN | TPSIGRSTRT;

cd = tpacall(".TMIB", rgbuf, 0, flags);

/* Enqueue request, assumes qctl already setup */
flags = TPSIGRSTRT;

rval = tpenqueue("queue”, ".TMIB", qctl, rqbuf, 0, flags);
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Receiving MIB
Replies

Interpreting
MIB Replies

Replies from component MIBs may be received in one of three ways depending on
how the original request was generated. If the original request was generated using
tpcall(3), then a successful return from tpcall(3) indicates that the reply has been
received. If the original request was generated using tpacall(3), then the reply may be
received usingpgetrply  (3). If the original request was generated using

tpenqueue (3) and a reply queue was specified in the queue control structure, then the
reply may be received using tpdequeue(3). All supported flags on these various calls
may be used as appropriate.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSIGRSTRT;

rval = tpcall(".TMIB", rgbuf, O, rpbuf, rplen, flags);

/* Receive reply using call descriptor */

flags = TPNOCHANGE | TPSIGRSTRT;

rval = tpgetrply(cd, rpbuf, rplen, flags);

I* Receive reply using TPGETANY, may need to change buffer type */
flags = TPGETANY | TPSIGRSTRT;

rval = tpgetrply(rd, rpbuf, rplen, flags);

/* Dequeue reply, assumes qctl already setup */

flags = TPNOCHANGE | TPSIGRSTRT;

rval = tpdequeue("queue", "replyq", qctl, rpbuf, rplen, flags);

In addition to attributes specific to a component MIB certain generic MIB fields may
be returned in response to an administrative request, These additional attributes
characterize the results of the original request and provide values that can be used in
subsequent requests if necessary.

SuccessfuGETor GETNEXToperations return:
4 TA_CLASS
Class name.
4 TA_OCCURS
Number of matching objects retrieved.
4 TA_MORE
Number of matching objects left to be retrieved.

4 TA_CURSOR

Cursor to be provided on subsequent retrieval.
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TA_ERROR
Set to the non-negative return vaflsOK
All available component MIB specific attributes

Occurrence 0 of each attribute represents the first retrieved object, occurrence 1
the second, and so on. Exceptions to this rule are identified as appropriate in the
component MIB reference pages.

SuccessfuBET operations return:

L4

TA_CLASS

Class name.

TA_ERROR

Set to a non-negative return vald@OKindicates that the request was successful
but no information was updated. This can happen because no changes were
specified or because the changes specified match the current state of the object.
TAUPDATEDNdicates that the request was successful and the information was
updatedTAPARTIAL indicates that the request was successful but the update was
only made partially within the system. This may occur because of network
failures or message congestion and the system will synchronize the unupdated
sites as soon as possible.

All available component MIB specific attributes

Since only one object may be updated at once, only one object will be returned.
The returned attributes reflect the object after the update.

Failed operations of any type return:

¢
¢

Fields specified on the original request
TA_ERROR

Set to a negative return value indicating the cause of the failure. Generic error
codes are specified in thBIAGNOSTICS section of this reference page.
Component MIB specific error codes (non-overlapping, both with each other and
with the generic codes) are specified on each MIB reference page.

TA_BADFLD

Field identifier of the offending field.
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Limitations

4 TA_STATUS

Textual description of error condition.

FML32 buffers with multiple occurrences of fields do not allow for empty fields in a
sequence of occurrences. For example, if you set a value for occurrence 1 and
occurrence 0 does not yet exist, FML32 automatically creates occurrence 0 with an
FML32 definedNULL value.FML32 defined NULL values are 0 for numeric fields,
0-length strings for string fields and the character \0' for character fields. Because of
this limitation,GEToperations, which may at times return objects with different sets of
attributes, may artificially break up the sets of objects returned to the user so as to not
includeNULL FML32 fields that do not accurately reflect the state of the object.

Workstation clients on DOS, Windows and OS/2 are currently limited toFbAke2
buffers; therefore, the system restricts return buffers to be less than 64K per buffer.

Administrative APl access is not available through the COBOL version of ATMI since
COBOL has limited support for FML32 buffer type.

Requests to any component MIB cannot be part of an application transaction.
Therefore, any calls tpcall  (3) ortpacall (3) directed to a component MIB and
made within an active transaction should setrtPeOTRANIag on the call. However,
requests may be enqueued for future delivery to a component MIB using the ATMI
verbtpenqueue (3) within a transaction. The enqueuing of the request will take place
within a transaction while the processing within the component MIB will not. The use
of theTMQFORWARR) server in this context requires tistQFORWAHRIR started with
the-n command line option so that request may be forwarded to the MIB service in
non-transactional mode. Because of the non-transactional nature of component MIB
services, it is also recommended that-theption forTMQFORWARI2 used so that
service failures are delivered to the failure queue immediately rather than retrying the
request.

Field identifiers for generic MIB fields and for component MIBs will be allocated in
the range 6,000 to 8,000 inclusive. Therefore, applications which intend to mix
administrative actions with user actions should make sure to allocate field identifiers
appropriately.
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(Class
Descriptions

Attribute Table
Format

Each class description section has four subsections:

Overview

High level description of the attributes associated with the class.

Attribute Table

A table that lists the name, type, permissions, values and default for each

attribute in the class. The format of the attribute table is described below.

Attribute Semantics

Tells how each attribute should be interpreted.

Limitations

Limitations in the access to and interpretation of this class.

As described above, each class is defined in four parts. One part is the attribute tabl
The attribute table is a reference guide to the attributes within a class and how they m¢
used by administrators, operators and general users to interface with an application.
There are five components to each attribute description in the attribute tables: name
type, permissions, values and default. Each of these components is discussed in det

below:

Name:

FML32 field identifier name used to identify this attribute value within an
FML32 buffer. Attributes may be arranged in groups of closely related
attributes. No special meaning should be implied from the groupings; they are
intended only to improve the usability of the table. A notation (r), (k), (x)
or ( *) may appear after an attribute name or value. The meaning of the
notation is as follows:

(r) - the field is required when a new object is created

(k) - indicates a key field for object retrieval

( x) - indicates a regular expression key field for object retrieval
(*) - the field is aSET key for object modification

SET operations on classes with one or meEs keys defined ( see * above)
must include values for one or more of the attribute values defingHTas
keys. TheseTkeys specified must be sufficient to identify exactly one object
within the classSET keys are always key fields for object retrieval and
therefore the ( k) notation is implied though not specif&&i keys are not
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however always required fields when creatisg\objects and will be marked
with the (r) notation if they are required.

Type:
Data type of the attribute value. Data types are defined in C language
notation, that islong , char andstring . In a program, data type can be
determined by using theML32 function Fldtype32(3) which returns the
FML32 define representing the data type; thafis) LONGFLD_CHARand
FLD_STRING

Permissions:
Access and update permissions are split into three groups of three each, in the
manner of UNIX System permissions. However, in the attribute tables the
three groups represent permissions for administrators, operators and others
rather than for owner, group and others as is the case in UNIX. For each group
there are three permissions positions that have the following meanings:

Position 1 - Retrieval permissions

r  Attribute may be retrieved.

R Attribute may be retrieved only when the object staed3ive or
ACTive equivalent. See the description of the STATEattribute
value for each class to determine which states qualifCasve
equivalent. This attribute represents transient information that is not
persistent across distinct activations of the object.

k Attribute may be specified only as a key field for retrieval or update.

K Attribute may be specified only as a key field for retrieval or update
and then only when the object stat&@&Tive or ACTive
equivalent. See the description of tfee_STATEattribute value for
each class to determine which states qualifx@8$ive equivalent.
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Position 2 - Inactive update permissions

w Attribute may be updated when the object is inNWctive  or
INActive equivalent state. See the description oftAeSTATE
attribute value for each class to determine which states qualify as
INActive  equivalent.

u Attribute may be updated as described fomipermissions value. In
addition, the combination of all attribute values identified withuhe
permissions character must be unique within the class.

U Attribute may be updated as described fomipermissions value. In
addition, the attribute value must be unique for the attribute within
the class.

Position 3 - Active update permissions

X Attribute may be updated when the object is ilA@Tive or
ACTive equivalent state. See the description of tAeSTATE
attribute value for each class to determine which states qualify as
ACTive equivalent.

X Attribute may be updated when the object is ilA@Tive or
ACTive equivalent state. See the description of tAeSTATE
attribute value for each class to determine which states qualify as
ACTive equivalent. This attribute represents transient information
and updates to this attribute value are not persistent across distinct
activations of the object.

y Attribute may be updated when the object is ilA@Tive or
ACTive equivalent state. However, there are limitations on when the
change will affect objects of this or other classes. Consult the textual
description of the attribute in the Attribute Semantics section for the
class for more details. See the description oTtheSTATEattribute
value for each class to determine which states qualiyCasve
equivalent.
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Values
Values that may be set and/or retrieved with respect to this attribute.
Certain formatting conventions are followed in listing attribute
values.

LITSTRING Literal string value.

num Numeric value.

string[x..y] String value betweexandy characters in length, not
including the terminatindlULL character.

LMID Shorthand fostring[1..30] (no commas allowed)
Represents a logical machine identifier.

{xivi2 Select one ok, y orz

[Xlvl2] Select zero or one of y orz.

[Xlyl2],* Zero or more occurrences gfyorzin a
comma-separated list.

low =num Numeric value greater than or equaldw.

low =numhigh  Numeric value greater than or equaldw and less
thanhigh.

GET: State attribute values that may be returned or specified
as key values on a retriev@ET) operation. Values
shown are always the three letter state abbreviation.
The expanded state name is shown in the text
describing th&'A_STATEfor the class. Input
specifications may be made in either the shorthand or
expanded form and are case-insensitive. Output states
are always returned in expanded format with all upper
case.

SET: State attribute values that may be set on an update
(SET) operation. Use of abbreviations is allowed as
described above.

Default:

Default used when creating a new object, that is, state change from
INValid to NEW The value N/A is shown in this column for
attributes that are required, derived or only available when the object
is active.
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TA_STATE TheTA_STATEattribute field is a member of each class defined. The semantics of this
Syntax  attribute are defined on a class by class basis. For the sake of bravByATEvalues

are often specified in a three character shorthand notation. When an expanded versi
of aTA_STATEvalue is shown, the three shorthand letters are capitalized and the res
of the letters (if any) are displayed in lower case. IMRUISTATEvValues may be in
either shorthand or long notation and are case insensitive. QW EBITATEvalues are
always full length upper case. The following example should help clarify the use of the
TA_STATEattribute.

Full Name : ACTive

Shorthand : ACT

Output Value : ACTIVE

Valid Input : ACT, act, AcTiVe, active
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T_CLASS CLASS DEFINITION

Overview  TheT_CLASSclass represents attributes of administrative classes within a BEA
TUXEDO system application. Its primary use is to identify class names.

Attribute Table . )
T_CLASS Class Definition Attribute Table
Attribute Type |Permissions Values Default
TA_CLASSNAME(k) [string |r--r--r-- string N/A
TA _STATE(k) string |r--r--r-- GET"{VAL}" |GETN/A
SET N/A SET N/A
TA_GETSTATES string |r--r--r-- string N/A
TA_INASTATES string |r---T- string N/A
TA SETSTATES string |- string N/A
(k) - akey field for object retrieval

Attribute  TA_CLASSNAMEString
Semantics Class name.

TA_STATE
GET:
A GEToperation retrieves information for the selecte@LASS
object(s). The following states indicate the meaning™f e&STATE
returned in response toGETrequest. States not listed are not
returned.

VALiId T_CLASSobject is defined. All objects of this class exist
in this state. This state iSActive -equivalent for the
purposes of permissions checking.

SET:
SET operations are not permitted on this class.

TA_GETSTATESString
Delimited list ('|' delimiter) of the states that may be returned for an object in
this class or as the result oG&Toperation. States are returned in their full
length uppercase format.
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TA_INASTATES string
Delimited list ('|' delimiter) of the inactive equivalent states that may be
returned for an object in this class or as the resultGE®operation. States
are returned in their full length uppercase format.

TA_SETSTATESstring
Delimited list ('|' delimiter) of the states that may be set for an object in this
class as part of @ET operation. States are returned in their full length
uppercase format.

Limitations  None identified.
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T_CLASSATT CLASS DEFINITION

Overview  TheT_CLASSATTclass represents characteristics of administrative attributes on a
class/attribute basis.
Attribute Table o )
T _CLASSATT Class Definition Attribute Table
Attribute Type |Permissions Values Default
TA_CLASSNAME(r)(* string | ru-r--r-- string N/A
) long | ru-r--r-- 0 =num N/A
TA_ATTRIBUTE(r)(*
)
TA_STATE(k) string | rw-r--r-- GET"{VAL" GET. N/A
SET"{NEW|INV}" | SET: N/A
TA_PERM(r) long | rw-r--r-- 0000 =num= 0777 | N/A
TA_FACTPERM long | r--r--r- 0000 =num= 0777 | N/A
TA_MAXPERM long | r--r--r- 0000 =num= 0777 | N/A
TA_ATTFLAGS long | r--r--r-- long N/A
TA_DEFAULT string | r--r--r-- string N/A
TA_VALIDATION string | r--r--r-- string N/A
(k) - GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required fSET operations
Attribute  TA_CLASSNAMEstring
Semantics Class name. Only class names known to the system are accessible.

TA_ATTRIBUTE long
Attribute field identifier as defined in the system provided header file, for

exampletpadm.h .
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TA_STATE:

GET: VALid
A GEToperation will retrieve information for the selected
T_CLASSATTobject(s). The following states indicate the meaning of
aTA_STATEreturned in response tazETrequest. States not listed
will not be returned.

VALId T_CLASSATTobject is defined. All objects of this class
exist in this state. This stateli¢Active equivalent for
the purposes of permissions checking.

SET:{NEW|INValid}
A SET operation will update configuration information for the
selectedr_CLASSATTOobject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_CLASSATTobject for application. State change
allowed only when in thiNValid  state. Successful return
leaves the object in theéALid state.

unset Modify T_CLASSATTobject. Allowed only when in the
VALIid state. Successful return leaves the object state
unchanged.

INValid Delete or resef_CLASSATTobject for application. State
change allowed only when in tMALid state. Successful
return leaves the object in either thi/alid  state or the
VALIid state. Objects of this class that are built-in, that is,
explicitly known to the system, will revert to their default
permissions on this state change and continue to exist in the
VALIid state. Objects of this class that belong to add-on
components for which the class attributes are not explicitly
known will be deleted on this state change and transition to
theINValid state.

TA_PERM: 0000 =num=0777
Access permissions for this class attribute combination. When setting
permissions, the actual value set may be automatically reset if the requeste
setting exceeds the permissions available for the attribute. The maximum
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permissions available for an attribute are the permissions documented for the
administrator repeated in the operator and other permissions positions. For
example, th@A_TYPEattribute of ther_MACHINECclass is documented with
permissiongw-r--r-- and has maximum permissionsra@frw-rw-

TA_FACTPERM : 0000 =num= 0777
Permissions for this class attribute combination as set on delivery of the BEA
TUXEDO system from the factory. These permissions will apply afg&Ta
operation changing thea_STATEof an object toNValid

TA_MAXPERM : 0000 =num=0777
Maximum permissions for this class attribute combination.

TA_ATTFLAGS: long
Bitwise or of none, some or all of the following flags indicating special
characteristics of this attribute.

MIBATT_KEYFIELD
Attribute is a key field for this class.

MIBATT_LOCAL
Attribute represents local information.

MIBATT_REGEXKEY
Attribute is a regular expression key field for this class.

MIBATT_REQUIRED
Attribute is required when creating\EWobject in this class.

MIBATT_SETKEY
Attribute is aSET key for this class.

MIBATT_NEWONLY
Attribute is writable for inactive equivalent objects in this class only
when creating aEWobject by changing thea_STATEfrom
INValid to NEW

TA_DEFAULT : string
Default for this attribute when creatingiewobject in this class. Note that for
classes wherBEWobjects may not be created through the Admin API, this
attribute will always be returned as a 0 length string. Attributes that may not
be SETwhen creating &EWobject are also returned as 0 length strings.
Attributes which havéong values will have defaults returned as the string
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representing the long value. Some attributes have special characteristics
indicated by the special values indicated below that may be returned here.

# Inherited: Classnamg Attributg
Attribute default is inherited from the attribute of the same name in
the indicated class. Kttributeis specified, then the value is
inherited from the indicated attribute rather than the one of the same
name.

# Required
Attribute is required when creating\EWobject.

# Special
Attribute has special rules for defining the default. The appropriate
component MIB reference page should be consulted for further
details.

TA_VALIDATION : string
String representing the validation rule applied to this class/attribute
combination when a new value is be®gT. This string will take one of the
following formats:

CHOICES=string]| string2...
String attribute value that must match exactly one of the choices
shown.

RANGEmin\(em max
Numeric attribute value that must be betwegn andmax
inclusive.

SIZE=min\(em max
String or carray attribute value that must have a length between
andmaxbytes long, inclusive.

READONLY=Y
Readonly attribute with no validation rule for write operations.

SPECIAL=Y
Special validation rule. Consult the appropriate component MIB
reference page for more details.
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Limitations

Diagnostics

UNKNOWN=Y
Unknown validation rule. Commonly associated with add-on
component attribute entries for which the details are not known by
the core system.

None identified.

There are two general types of errors that may be returned to the user when interfacing
with component MIBs. First, any of the three ATMI veripedll  (3), tpgetrply  (3)
andtpdequeue (3)) used to retrieve responses to administrative requests may return
any error defined on their respective reference pages.

Second, if the request is successfully routed to a system service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level service failure. In these
cases, tpcall(3) or tpgetrply(3) returns an error withrno  set toTPESVCFAIL and
returns a reply message containing the original request alongwifRROR
TA_STATUSOrTA_BADFLDfields further qualifying the error as described below. When

a service failure occurs for a request forwarded to the system through the
TMQFORWARR) server, the failure reply message will be enqueued to the failure queue
identified on the original request (assuming theoption was specified for
TMQFORWARD

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUSIs set to a textual description of the failure, EwL 32 field
TA_ERRORS set to indicate the cause of the failure as indicated b&lBADFLDIs
set as indicated in the description of the individual errors below. All error codes
specified below are guaranteed to be negative.

[TAEAPR
The originating request required application cooperation to be successfully
completed and the application did not allow the operation to be completed.
For example, server shutdown requires application cooperation.

[TAECONFIG
The configuration file associated with the component MIB could not be
accessed as needed to satisfy the requested operation.

[TAEINVAL]
A specified field is invalidTA_BADFLDis set to indicate the invalid field
identifier.
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[TAEOS
An operating system error occurred while attempting to satisfy the request.
TA_STATUSIs updated with the translation of the system error ende .

[TAEPERW
An attempt was made ®ET an attribute for which the user does not have
write permissions or the user attemptegEron a class for which the user
does not have read permissions. BADFLDIs set to indicate the field
identifier that failed permissions checking.

[TAEPREIMAGE
A SET operation failed due to a mismatch between the specified pre-image
and the current objectA_BADFLDiIs set to indicate the field identifier that
failed the pre-image checking.

[TAEPROTD
The administrative request was made in an improper com&xsTATUSIS
populated with additional information.

[TAEREQUIRED
A required field value is not presem_BADFLDis set to indicate the missing
field identifier.

[TAESUPPORT
The administrative request is not supported in the current version of the
system.

[TAESYSTEW
A BEA TUXEDO system error occurred while attempting to satisfy the
requestTA_STATUSIs updated with more information on the error condition.

[TAEUNIQ
A SET operation did not specify class keys identifying a unique object to be
updated.

[otheq
Other error return codes specific to particular component MIBs are specified
in the component MIB reference pages. These error codes are guaranteed
be mutually exclusive both amongst all component MIBs and with generic
codes defined here.

The following diagnostic codes are returned# ERRORO indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.
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Interoperability

Portability

Examples

Files

See Also

[TAOH
The operation succeeded. No updates were done to the component MIB
object(s).

[TAUPDATED
The operation succeeded. Updates were made to the component MIB object.

[TAPARTIAL]
The operation partially succeeded. Updates were made to the component
MIB object.

Access to th&ML32 interfaces, and therefore to the component MIBs available for
administration of a BEA TUXEDO system application, are available on BEA
TUXEDO Release 4.2.2 and later. The header files and field tables defining generic
MIB attributes are available on TUXEDO Release 5.0 and later. Interoperability
concerns specific to a particular component MIB are discussed in the reference page
for that component MIB.

The existing=ML32 and ATMI functions necessary to support administrative
interaction with BEA TUXEDO system MIBs, as well as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

See the USAGE section earlier for some brief example uses of existing APIs in
interfacing with generic MIB processing. More detailed examples are provided with
each component MIB reference page that make use of real component MIB classes and
attributes.

${TUXDIR}/include/tpadm.h,
${TUXDIR}/udataobj/tpadm

Fintro (3), Fadd32 (3), Fchg32 (3), Ffind32 (3) tpalloc  (3), tprealloc  (3),

tpcall  (3),tpacall  (3),tpgetrply  (3),tpenqueue (3), tpdequeue (3), AUTHSVES),
TM_MIB(5), TMQFORWARE), Administering the BEA TUXEDO SystemUXEDO
Programmer's Guide
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nl_types(5)
Name
Synopsis

Description

See Also

nl_types -native language data types
#include <nl_types.h>

Thenl_types.h  header file contains the following definitions:

nl_catd
used by the message catalog functiamspen (3), catgets (3) and
catclose (3) to identify a catalogue

nl_item
used bynl_langinfo  (3) to identify items ofanginfo  (5) data. Values for
objects of typenl_item are defined inanginfo.h

NL_SETD

used bygencat (1) when nasset directive is specified in a message text
source file. This constant can be used in subsequent cadigées () as the
value of the set identifier parameter.

NL_MGSMAX
maximum number of messages per set

NL_SETMAX
maximum number of sets per catalogue.

NL_TEXTMAX
maximum size of a message.

DEF_NLSPATH
the default search path for locating catalogues.

gencat (1), catgets (3),catopen (3),nl_langinfo  (3), langinfo  (5).
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servopts(5)
Name

Synopsis

Description

servopts -run-time options for BEA TUXEDO system server processes

AOUTCLOPT= [-A][-s{@ filename | service [, service ..][: func 1}]
[-e stderr_file 1-p [LI low_water ][,[ terminate_time ]|

[:l high_water ][, create_time ]][-h][-I locktype ][-n  prio ]

[-o stdout file 1[-r1[ - uargs |

servopts  is not a command. Rather, it is a list of run-time options recognized by
servers in a BEA TUXEDO system.

The server using these options may be one of the BEA TUXEDO system-supplied
servers such @&RMPR), or it may be an application-supplied server built with the
buildserver (1) command.

Running servers in a BEA TUXEDO system is accomplished througimtioet (1)
andtmadmin (1) commands working with servers (and other resources) specified in the
application configuration file. Desired selections fromd#sopts  list are specified

with the server in the configuration file. The following options are recognized:

-A
indicates that the server should initially offer all services with which it was
constructed. For BEA TUXEDO system-supplied servarss the only way
of specifying services.

s { @filename| servicd,service..][:fund }
specifies the names of services to be advertised when the server is booted. In
the most common case, a service is performed by a function that carries the
same name; that is, tkeservice is performed by function For example, the
specification

-S X,Y,Z

will run the associated server initially offering servieeg, andz, each

processed by a function of the same name. In other cases, a service (or several
services) may be performed by a function of a different name. The
specification

-s X,y,z:abc

runs the associated server with initial services x, y, and z, each processed by
the function abc.

BEA TUXEDO Reference Manual 141



servopts(5)

142

Spaces are not allowed between commas. Function name is preceded by a
colon. Service names (and implicit function names) must be less than or eque
to 15 characters in length. An explicit function name (that is, a name specifiec
after a colon) can be up to 128 characters in length. Names longer than thes
limits are truncated with a warning message. When retrievedaaiynin (1)

or TM_MIB(5), only the first 15 characters of a name are displayed.

A filename can be specified with the -s option by prefacing the filename with
the ‘@’ character. Each line of this file is treated as an argument to the -s
option. You may put comments in this file. All comments start with ‘# or ‘..
The -s option may be specified multiple times.

specifies the name of a file to be opened as the server's standard error file.
Providing this option ensures that a restarted server has the same standard
error file as its predecessors. If this option is not used, a default diversion file
calledstderr is created in the directory specified $4PPDIR.

-p [L][low_watetl[,[terminate_tim§[:[ high_wate][,create_tim¢

This option can be used to support automatic spawning/decay of servers. It
may be used for servers on an MSSQ with MAX greater than 1; it is not
allowed (and not necessary) for conversational servers. Arguments to the
option have the following meanings: L The decision to spawn more servers is
based on load rather than number of servers or messages. -- the remaining
argumentsiow_waterterminate_timehigh_water andcreate_timeare used

to control when servers are spawned or deactivated. The algorithm is: if the
load meets or exceetiggh waterfor at leastreate_timeseconds, a new
server is spawned. If the load drops below_waterfor at least
terminate_timeseconds, a server is deactivated.

The L option works only in SHM mode with load balancing turned on. If
SHM/LDBAL+Y is not set, then a userlog message (LIBTUX_CAT:1542) is
printed and no spawning is done.

low_water defaults to an average of 1 server or message on the MSSQ or &
workload of 50. high_water defaults to an average of 2 servers or messages
or a workload of 100. create_time defaults to 50: terminate_time defaults to
60.

do not run the server immune to hangups. If not supplied, the server ignores
the hangup signal.
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-I locktype

-n prio

lock the server in core. The argumentfaktype ist,d, orp according to
whether the textTXTLOCH, data DATLOCH, or the entire process (text and
data -PROCLOCK should be locked. Seck (2) for details. The lock fails

if the server is not run as root. There is no way to unlock a server once it is
locked.

nice the server according to tlpeo argument. Giving the process better
priority (a negative argument) requires it to be run withuiieof root . See
nice (2) for details.

-0 stdout_file

Note:

specifies the name of a file to be opened as the server’s standard output file.
Providing this option ensures that a restarted server has the same standard
output file as its predecessors. If this option is not used, a default diversion
file calledstdout is created in the directory specified $4PPDIR.

specifies that the server should record, on its standard error file, a log of
services performed. This log may be analyzed bydbe (1) command.
When ther option is used, make sure that thedGDEBU@ariable is not set
to “y". The ULOGDEBU®@ariable prevents debugging messages from being
sent tostderr . Debugging messages in the file will be misinterpreted by
txrpt

marks the end of system-recognized arguments and the start of arguments to
be passed to a subroutine within the server. This option is needed only if the
user wishes to supply application-specific arguments to the server. The
system-recognized options precede-thpapplication arguments should

follow it. Application arguments may be processed by a user-supplied version
of thetpsvrinit ~ (3c) function.getopt (3) should be used to parse them.
Because all system arguments are processed prior to the call to

tpsvrinit ~ (3c), when the call is made the external integgind points to

the start of the user flags. The same option letters (for exampleyay be
reused after the argument, and given any meaning appropriate to the
application.

At run time the BEA TUXEDO system automatically adds the following
option to each command line for each server:

-c dom= domainid
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The-c option adds a comment line, in which the specified domain ID is
reported, to any command output that reports on the processes associated wi
the domain in question, such as the output optheommand. This comment
helps an administrator who is managing multiple domains to interpret a single
output stream that refers to several domains.

Examples  See theEXAMPLESsection ofubbconfig  (5).

See Also  buildserver (1), tmadmin (1), tmboot (1), txrpt (1), tpsvrinit  (3c), BQY5),
FRMPRT5), ubbconfig  (5), Administering the BEA TUXEDO Systetine (2),
plock (2),getopt (3) in UNIX reference manuals
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TM_MIB(5)
Name

Synopsis

Description

BEA TUXEDO System Management Information Base

#include <fml32.h>
#include <tpadm.h>

The BEA TUXEDO system MIB defines the set of classes through which the
fundamental aspects of an application can be configured and managed. This includes
management of machines, servers, networking.

TM_MIB(5) should be used in combination with the generic MIB referenceNiag®)

to format administrative requests and interpret administrative replies. Requests
formatted as described MB(5) using classes and attributes described in this
reference page may be used to request an administrative service using any one of a
number of existing ATMI interfaces in an active application. Inactive applications may
also be administered using thadmcall  (3c) function interfacerlM_MIB(5) consists

of the following classes:

TM_MIB Classes

Class Name controls
T_BRIDGE Network connections
T _CLIENT Clients
T_CONN Conversations
T_DEVICE Devices
T_DOMAIN Global application attributes
T_GROUP Server groups
T_MACHINE Machine specific attributes
T_MSG Message queues
T_NETGROUP Network groups
T_NETMAP Machines to Netgroups
T_QUEUE Server queue
T_ROUTING Routing criteria
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TM_MIB Classes

Class Name controls
T_SERVER Servers
T_SERVICE Services
T_SVCGRP Service group
T_TLISTEN [T listeners
T_TLOG Transaction log

T_TRANSACTION Transaction

T_ULOG Userlog

Each class description consists of four sections:
4 OVERVIEW High level description of the attributes associated with the class.

4 ATTRIBUTE TABLE - The format of the attribute table is summarized below and
described in detail imB(5).

4 ATTRIBUTE SEMANTICS- Defines the interpretation of each attribute that is part
of the class.

4 LIMITATIONS - Limitations in the access to and interpretation of this class.

Attribute Table  Each class that is a part of this MIB is defined in four parts in sections that follow. One
Format  of the four parts is the attribute table. The attribute table is a reference guide to the
attributes within a class and how they may used by administrators, operators, and
general users to interface with an application.

There are five columns for each attribute described in an attribute table: name, type
permissions, values, and default. Each of these components is discugg@)n

TA_HAGS MiB(5) defines the generitA_FLAGSattribute, which is éong containing both
Values  generic and component MIB specific flag values. The following ara@rheviB(5)
specific flag values supported. These flag values should be or'd with any generic MIE
flags.
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FML32 Field
Tables

Limitations

TMIB_ADMONLY
A flag used to indicate that only administrative processes should be activated
when changing the state offaMACHINEODbject fromiNActive  to ACTive .

TMIB_APPONLY
A flag used to indicate that only application processes should be considered
when activating or deactivatingTaMACHINEObject. It may also be used on
T_SERVERretrievals to restrict the retrieval to application servers only.

TMIB_CONFIG
A flag used to indicate that only configured groups and servers should be
considered in satisfying the request.

TMIB_NOTIFY
A flag used when activating or deactivatinguACHINE T_GROUPor
T_SERVERDbjects to cause unsolicited notification messages to be sent to the
originating client just prior to and just after the activation or deactivation of
each server object selected.

The field table for the attributes described in this reference page is found in the file
udataobjtpadm  relative to the root directory of the BEA TUXEDO system software
installed on the system. The direct®{JUXDIR}/udataobj  should be included by
the application in the colon-separated list specified by¥tiaBLDIR environment
variable, and the field table nampadm should be included in the comma-separated
list specified by th&IELDTBLS environment variable.

Access to the header files and field tables for this MIB is being provided only on BEA
TUXEDO system Release 5.0 sites and later, both native and Workstation.

Workstation access to this MIB is limited to runtime only access; the function
tpadmcall  (3c) is not supported on workstations.

For the purpose of preimage processim@3( PREIMAGEflag bit set), local attributes

for classes that have global attributes are not considered. Additionally, indexed fields
and the indexes that go with them are not considered, for example)Gclass,
TA_TLOGCOUNTA_TLOGINDEX TA_GRPNQTA_TLOGDATAttributes.
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T_BRIDGE CLASS

Overview  TheT_BRIDGECIass represents run-time attributes pertaining to connectivity between
logical machines making up an application. These attribute values represent
connection status and statistics.

Attribute Table
Table 1: T_BRIDGE Class Definition Attribute Table
Attribute 1 Type Permissions Values Default
TA_LMID( *)2 string  r--r--r-- "LMID1[,LMID2] " N/A
TA_NETGROUP(K)3 string  R--R--R-- string[1. . . 30] DEFAULTNET
TA_STATE(k) string  rwxrwxr-- GET:"{ACT|INA|SUS|IPEN }" N/A
SET:"{ACT|INA|SUS|PEN }* N/A
TA_CURTIME long R--R--R-- 0 <=num N/A
TA_CONTIME long R-XR-XR-- 0 <=num N/A
TA_SUSPTIME long MWXIWXr-- 0 <=num 3004
TA_RCVDBYT long R-XR-XR-- 0 <=num N/A
TA_SENTBYT long R-XR-XR-- 0 <=num N/A
TA_RCVDNUM long R-XR-XR-- 0 <=num N/A
TA_SENTNUM long R-XR-XR-- 0 <=num N/A
TA_FLOWCNT long R-XR-XR-- 0 <=num N/A
TA_CURENCRYPTBIT string R--R---- {0]40]|128} N/A

(k) -GETkey field
(*) - GET/SET key, one or more required f8ET operations

1All attributes in Clasg_BRIDGEare local attributes.

2TheTA_LMID attribute must be fully specified fSET operations, that is,
LMID1,LMID2.

3SET operation may only useA_NETGROUP DEFAULTNEN Release 6.43ET
operation may use amaA_NETGROURefined for both.MID values.

4TA_SUSPTIMEmMay beSET only if the TA_STATEis currentlySUSPENDEDT is being
SET to SUSPENDED
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Attribute  TA_LMID: LMID1[,LMID2]

Semantics Source logical machine identifielt1ID1) and destination logical machine
identifier LMID2) for network connection.

TA_NETGROUBLring[1 . . . 30]

Logical name of the network group.When both source and destination
TA_LMID identifiers are in the sant®&_NETGROURheT_BRIDGE class will
present all instances of related fields pRrNETGROUPTA_NETGROUPMay
be used as a key field @ETrequestsTA_NETGROURalues other than
DEFAULTNETmMay not be used o®ET operations in this release (6.4).

TA_STATE

GET: {ACTive|INActive|SUSpended|PENding}
A GEToperation will retrieve run-time information for the selected
T_BRIDGE object(s). ATA_LMID attribute value with only one
logical machine identifier matches all active connections from
LMID1 to other machines in the application. In this case, each
retrieved record will contain an expandes LMID attribute value
with the destinationMID filled in. The following states indicate the
meaning of &#A_STATEreturned in response t@&&Trequest. States
not listed will not be returned.

ACTive

The connection is established and active.

INActive

The connection is inactive. This state is only
returned when status is requested on a particular
connection, that is, both Lands specified in the
TA_LMID attribute and the source logical machine is
reachable.

SUSpended

An established connection was terminated due to an
error condition, and reconnection has been
suspended for at least the amount of time indicated
in theTA_SUSPTIMEattribute value. This state is
ACTive equivalent for the purpose of determining
permissions.

PENding

An asynchronous connection has been requested, but has
not yet been completed. The final outcome of the
connection request has not been determined.
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SET: {ACTive|INActive|SUSpended|PENding}
A SET operation will update run-time information for the selected
T_BRIDGEobject. The following states indicate the meaning of a
TA_STATESet in aSET request. States not listed may not be set.

unset

Modify an existingT_BRIDGE object. This
combination is allowed only when in th€Tive or
SUSpended state. Successful return leaves the
object state unchanged.

ACTive

Activate theT_BRIDGE object by establishing a
connection between the indicated logical machines.
This operation will fail if only one logical machine
is specified, if either of the two machines is not
active, or if the source logical machine is not
reachable. While the_BRIDGE object is
establishing the asynchronous connection, the
BRIDGEwWill do other work. Using the state change
toPENding is recommended. State change allowed
in thelNActive andSUSpended states. For the
purpose of determining permissions for this state
transition, the active object permissions are
considered (that is, --x--x--x). Successful return
leaves the object in tHEENding state.

INActive

Deactivate th&_BRIDGE object by closing the
connection between the indicated logical machines.
This operation will fail if only one logical machine
is specified or if the two machines are not
connected. State change allowed only when in the
ACTive state. Successful return leaves the object in
theINActive  state.
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SUSpended  Suspend th&_BRIDGE object by closing the
connection between the indicated logical machines
and by setting th&A_SUSPTIMEparameter as
indicated. State change allowed only when in the
ACTive state. Successful return leaves the objectin
the SUSpended state. Limitation: Note that since
the statistics reported are from the viewpoint of the
source logical machine, resetting those statistics
will cause them to be out of sync with the statistics
reported by the destination logical machine for the
same connection.

PENding Activate thd _BRIDGE object by establishing an
asynchronous connection between the indicated logical
machines. This operation will fail if only one logical
machine is specified, if either of the two machines is not
active, or if the source machine is not reachable. When in
the PENding state, the success or failure of the
connection request has not yet been determined.
However, theBRIDGEmay continue to process other
events and data while the connection is outstanding. State
change allowed in the INActive and SUSpended states.
For the purpose of determining permissions for this state
transition, the active object permissions are considered
(that is, --x--x--X). Successful return leaves the object in
the PENding state.

TA_CURTIME 0 <=num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by the time(2) system call dh BRIDGETA_LMID. This attribute can be used
to compute elapsed time from the following attribute value.

TA_CONTIME O <=num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
time(2) system call om_BRIDGETA_LMID, when this connection was first
established. Elapsed open time in seconds can be computed using
TA_CURTIME- TA_CONTIME

TA_SUSPTIME O <=num
Time, in seconds, remaining in the suspension of this connection. After this
amount of time, the connection will automatically changeTa &TATEOf
INACTIVE and may be activated by normal application traffic.
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Limitations

TA_RCVDBYTO <=num
Number of bytes sent from the destination logical machine to the source
logical machine.

TA_SENTBYTO <=num
Number of bytes sent from the source logical machine to the destination
logical machine.

TA_RCVDNUM) <=num
Number of messages sent from the destination logical machine to the sourc
logical machine.

TA_SENTNUMO <=num
Number of messages sent from the source logical machine to the destinatiol
logical machine.

TA_FLOWCNTO <=num
Number of times flow control has been encountered over this connection.

TA_CURENCRYPTBIT$0|40|128}
The current encryption level for this link. The level is negotiated between
machines when the link is established.

None.
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T_CLIENT CLASS

Overview  TheT_CLIENT class represents run-time attributes of active clients within an
application. These attribute values identify and track the activity of clients within a
running application.

Attribute Table

T_CLIENT Class Definition Attribute Table

Attribute 1 Type Permissions Values Default

TA_STATE(k) string R-XR-XR--  GET:"{ACT|SUS|DEA}" N/A

SET:"{ACT|SUS|DEA}" A
TA_CLIENTID( *) string R--R--R-- string[1...78] N/A
TA_CLTNAME(k) string R--R--R-- string[0...30] N/A
TA_IDLETIME(k) long R--R--R-- 0 <=num N/A
TA_LMID(k) string  R--R--R-- LMID N/A
TA_PID(k) long R--R-R-- 1 <=num N/A
TA_SRVGRP(k) string R--R--R-- string[0...30] N/A
TA_USRNAME(k) string R--R--R-- string[0...30] N/A
TA_WSC(k) string R--R--R-- "{Y|N}" N/A
TA_WSH(k) string  R--R--R-- "{YIN}" N/A
)TA_WSHC'-'ENT'D( K sting R--R--R-- string[1...78] N/A
TA_RELEASE long R--R--R-- 0 <=num N/A
TA_WSPROTO long R--R--R-- 0 <=num N/A
TA_NUMCONV long R-XR-XR--  0<=num N/A
TA_NUMDEQUEUE long R-XR-XR--  0<=num N/A
TA_NUMENQUEUE long R-XR-XR--  0<=num N/A
TA_NUMPOST long  R-XR-XR-- 0 <=num N/A
TA_NUMREQ long R-XR-XR-  0<=num N/A
TA_NUMSUBSCRIBE  |ong  R-XR-XR-—- 0 <=num N/A
TA_NUMTRAN long R-XR-XR--  0<=num N/A
TA_NUMTRANABT long R-XR-XR--  0<=num N/A
TA_NUMTRANCMT long R-XR-XR-  0<=num N/A
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T_CLIENT Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_CMTRET string  R--R--R-- "{ COMPLETE|LOGGED N/A
TA_CURCONV long R--R--R-- 0 <=num N/A
TA_CURENCRYPTBIT  string R--R----- {0]40]|128} N/A
TA_CURREQ long R--R--R-- 0 <=num N/A
TA_CURTIME long R--R--R-- 1 <=num N/A
TA_LASTGRP long R--R--R-- 1 <=num< < 30,000 N/A
TA_NADDR string R--R--R-- string[1...78] N/A
TA_NOTIFY string  R--R--R-- "{ DIPIN|SIGNAL|IGNORE }" N/A
TA_NUMUNSOL long R--R--R-- 0 <=num N/A
TA_RPID long  R--R-—-R-- 1 <=num N/A
TA_TIMELEFT long R--R--R-- 0 <=num N/A
TA_TIMESTART long R--R--R-- 1 <=num N/A
TA_TRANLEV long  R--R-R-- 0 <=num N/A

(k) - GETkey field
(*)- GET/SET key, one or more required f8ET operations

154

1Al attributes in Clasg_CLIENT are local attributes.

Attribute  TA_STATE

Semantics

GET: {ACTive|SUSpended|DEAd}

A GEToperation will retrieve run-time information for the selected
T_CLIENT object(s). Note that client information is kept in local
bulletin board tables only. Therefore, for maximum performance,
inquiries on client status should be restricted using key fields as
much as possible. The following states indicate the meaning of a
TA_STATEreturned in response tazETrequest. States not listed
will not be returned.

ACTive

T_CLIENT object active. This is not an indication of
whether the client is idle or busy. A non 0 value
retrieved for either thEA_CURCON¥(ttribute or the
TA_CURREQuttribute indicates a busy client.
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SUSpended T_CLIENT object active and suspended from

making further service requestgpall  (3c) or
tpacall  (3c)) and from initiating further
conversations fpconnect  (3c)). SEeSET
SUSpended below for details. This state A<Tive
equivalent for the purpose of determining
permissions.

DEAd

T_CLIENT object identified as active in the bulletin
board but currently not running due to an abnormal
death. This state will exist only until t®8L local

to the client notices the death and takes action to
clean up the client's bulletin board resources. This
state isACTive equivalent for the purpose of
determining permissions.

SET: {ACTive|SUSpended|DEAd}
A SET operation will update run-time information for the selected
T_CLIENT object. The following states indicate the meaning of a
TA_STATESet in aSETrequest. States not listed may not be set.

ACTive

Activate asUSpended T_CLIENT object. State
change allowed only when in tlB&Spended state.
Successful return leaves the object inAb&ive
state.

unset

Modify an existingT_CLIENT object. This
combination is allowed only when in tAeTive or
SUSpended state. Successful return leaves the
object state unchanged.
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SUSpended Suspend th& CLIENT object from making service
requests (pcall  (3c) ortpacall  (3c)), initiating
conversations tpconnect  (3c)), beginning
transactions {pbegin  (3c)), and enqueuing new
requests {penqueue (3c)). Clients within a
transaction will be permitted to make these calls
until they abort or commit the current transaction,
at which time they will become suspended.
Invocations of these routines will result in a
TPESYSTEMerror return and a system log message
being generated indicating the situation. State
change allowed only when in theTive state.
Successful return leaves the object in the
SUSpended state.

DEAd Abortively deactivate th& CLIENT object. State
change allowed only when in theTive or
SUSpended state. The recommended method for
deactivating clients is to first broadcast a warning
message tpbroadcast  (3c)), then to suspend
them (seeSET SUSpended above), and finally to
abortively deactivate them by setting the state to
DEAd Successful return leaves the object in the
DEAdstate.

Limitation: Workstation handlers (T_CLIENTA_WSH
==Y) may not be set to a state@EAd

The system may not be ablekid the client due to
platform or signaling restrictions. In this case, a native
client will be abortively terminated at its next access to
ATMI, and a workstation client's connection to a WSH
will be preemptively torn down.

TA_CLIENTID : string[1...78]
Client identifier. The data in this field should not be interpreted directly by
the end user except for equality comparison.

TA_CLTNAMEString[0...30]
Client name associated with clienttgibit  (3c) time via theltname
element of th@PINIT structure.
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TA_IDLETIME: O <=num
Approximate amount of time, in seconds, since this client last interacted with
the system via an ATMI call. This value is accurate to wititnSCANUNIT
(see ther_DOMAINclass) seconds. When specified as a key field, a positive
value indicates that all clients with idle times of at least the indicated value
match, a negative value indicates that all clients with no more than the
indicated value match, and a 0 value matches all clients.

TA_LMID: LMID
Logical machine where client is running (native clients) or where client is
connected (workstation clients).

TA PID: 1 <=num
Process identifier of client. Note that for workstation clients, this identifier
indicates the workstation handler through which the workstation client is
connected. A negative number may be specified ®@8Teoperation for the
purpose of retrieving client information for the calling process. If the calling
process is not a client, then an error will be returned.

TA_SRVGRPstring[0...30]
Server group with which the client is associated. This information is set via
thegrpname element of th@PINIT structure atpinit  (3c) time.

TA_USRNAMESstring[0...30]
User name associated with client@tit  (3c) time via theisrname
element of th@PINIT structure.

TA_WSC{Y|N}
Workstation client. If this attribute is set tg", then the indicated client is
logged in to the application from a remote workstation.

TA_WsSH{Y|N}

Workstation handler. If this attribute is set td,"then the indicated client is
a workstation handler process.

TA_WSHCLIENTID string[1...78]
Client identifier for the associated workstation handler (WSH) if this client is
a workstation clientfa_WSH==Y); otherwise, this attribute will be returned
as a 0-length string.

TA_RELEASE 0 <=num
The BEA TUXEDO system major protocol release number for the machine
where the client is running. This may be different fromTheSWRELEASE
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for the same machine. Note that for Workstation clierds WSG==), this

value may be different than the major release associated with the applicatior
administered machine through which the Workstation client accesses the
application.

TA_WSPROT® <=num
The BEA TUXEDO system Workstation protocol version number for a
workstation client. This value is changed with each update to the Workstation
protocol. A value of 0 is returned for this attribute when associated with
non-Workstation clientsTa_WSG==N).

TA_NUMCON\) <=num
Number of conversations initiated by this client yp@nnect  (3c).

TA_NUMDEQUEUR <=num
Number of dequeue operations initiated by this clientpdaqueue (3c).

TA_NUMENQUEUR <=num
Number of enqueue operations initiated by this clientpgaqueue (3c).

TA_NUMPOSTO <=num
Number of postings initiated by this client wggost (3c).

TA_NUMREQD <=num
Number of requests made by this clientwi@ll  (3c) ortpacall  (3c).

TA_NUMSUBSCRIBE <=num
Number of subscriptions made by this clienttgsubscriope  (3c).

TA_NUMTRAN) <=num
Number of transactions begun by this client.
TA_NUMTRANABTO <=num

Number of transactions aborted by this client.

TA_NUMTRANCMO <=num
Number of transactions committed by this client.

TA_CMTRET{COMPLETE|LOGGE}D
Setting of therP_COMMIT_CONTRGtharacteristic for this client. See the
description of the BEA TUXEDO system ATMI functiggscmt (3c) for
details on this characteristic.
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TA_CURCONW <=num
Number of conversations initiated by this client wieonnect  (3c) that are
still active.

TA_CURENCRYPTBIT$0|40|128}
The current encryption level for this client. The level is negotiated when the
link is established.

TA_CURREQO <=num
Number of requests initiated by this client yaall  (3c) ortpacall  (3c)
that are still active.

TA_CURTIME 1 <=num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by the time(2) system call dh CLIENT:TA_LMID. This attribute can be used
to compute elapsed time from theCLIENT:TA_TIMESTARTattribute value.

TA_LASTGRP 1 <=num< 30,000
Server group numbeT (GROUPTA_GRPN{of the last service request made
or conversation initiated from this client.

TA_NADDRSstring[1...78]
For workstation clients, this attribute indicates the network address of the
client. Network addresses with unprintable characters will be converted to the
"0x..." network address format as described inth@ACHINECclass for the
T_NADDRattribute. If the address is a TCP/IP address, then it is returned in the
dotted_decimal:port_number format:

"Il #AH#Hport_number

Each# represents a decimal number in the range 0 toR&%. numbelis a
decimal number in the range 0 to 65535. Non-workstation clients will have a
0-length string associated with them for this attribute value. Limitation: The
ability of the system to provide this information is determined by the transport
provider in use. In some cases, workstation clients may not have addresses
associated with them if the provider does not make this information available.

TA_NOTIFY: {DIPIN|SIGNAL|IGNORE }
Setting of the notification characteristic for this client. SeeTtiOMAIN
class description of this attribute for more detalils.

TA_NUMUNSOIO <=num
Number of unsolicited messages queued for this client awaiting processing.
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TA_RPID: 1 <=num
UNIX System message queue identifier for the client's reply queue.
Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_TIMELEFT: 0 <=num
Time left, in seconds, for this client to receive the reply for which it is
currently waiting before it will timeout. This timeout may be a transactional
timeout or a blocking timeout.

TA_TIMESTART 1 <=num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
time(2) system call om_CLIENT:TA_LMID, since the client joined the
application.

TA_TRANLEV 0 <=num
Current transaction level for this client. O indicates that the client is not
currently involved in a transaction.

Limitations  None.
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T_CONN CLASS

Overview  TheT_CONNclass represents run-time attributes of active conversations within an

application.
Attribute Table
T_CONN Class Definition Attribute Table
Attribute 1 Type Permissions Values Default]
TA_LMID( k) string R--R--R-- LMID N/A
TA_STATE(k) string R--R--R-- GET"{ACT}" N/A
SET:N/A N/A

TA_SERVICENAME  string R--R--R-- string[1...15] N/A
TA_CLIENTID( k) string R--R--R-- string[1...78] N/A
TA_CONNOGRPNO  long  R--R--R-- 1 <=num< 30,001 N/A
TA_CONNOLMID string R--R--R-- LMID N/A
TA_CONNOPID long R--R--R-- 1 <=num N/A
TA_CONNOSNDCNT  |ong  R--R--R-- 0 <=num N/A
TA_CONNOSRVID long R--R--R-- 1 <=num< 30,001 N/A
TA_CONNSGRPNO long R--R--R-- 1 <=num< 30,001 N/A
TA_CONNSLMID string  R--R--R-- LMID N/A
TA_CONNSPID long R--R--R-- 1 <=num N/A
TA_CONNSSNDCNT  |ong  R--R--R-- 0 <=num N/A
TA_CONNSSRVID long R--R--R-- 1 <=num< 30,001 N/A
(k) - GETkey field

1Al attributes in Clasg_CONNare local attributes.

Attribute  TA_LMID: LMID
Semantics Retrieval machine logical machine identifier.

TA_STATE

GET: {ACTive}
A GEToperation will retrieve run-time information for the selected
T_CONNobject(s). The following states indicate the meaning of a
TA_STATEreturned in response tazETrequest. States not listed
will not be returned.
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ACTive  The object returned reflects one or both sides of an active
conversation within the application.

SET:
SET operations are not permitted on this class.

TA_SERVICENAMEString[1...15]
Service name of the conversational service invoked by the originator and
processed by the subordinate.

TA_CLIENTID : string[1...78]
Client identifier. The data in this field should not be interpreted directly by
the end user except for equality comparison.

TA_CONNOGRPNO <=num< 30,001
Server group number for the originator of the conversation. If the originator
is a client, then 30,000 is returned as the value for this attribute.

TA_CONNOLMIDLMID
Logical machine identifier indicating where the originator is running or is
accessing the application (in the case of Workstation clients).

TA_CONNOPID1 <=num
Process identifier for the originator of the conversation.

TA_CONNOSNDCNO <=num
Number oftpsend (3c) calls done by the originator.

TA_CONNOSRVIDL <=nhum< 30,001
Server identifier for the originator of the conversation.

TA_CONNSGRPN® <=num< 30,001
Server group number for the subordinate of the conversation.

TA_CONNSLMIDLMID
Logical machine identifier indicating where the subordinate is running or is
accessing the application (in the case of Workstation clients).

TA_CONNSPID1 <=num
Process identifier for the subordinate in the conversation.
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TA_CONNSSNDCNO <=num
Number oftpsend (3c) calls done by the subordinate.

TA_CONNSSRVID1 <=num< 30,001
Server identifier for the subordinate in the conversation.

limitations  None.
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T_DEVICE CLASS

Overview  TheT_DEVICE class represents configuration and run-time attributes of raw disk slices
or UNIX System files being used to store BEA TUXEDO system device lists. This
class allows for the creation and deletion of device list entries within a raw disk slice
or UNIX System file.

Attribute Table

T_DEVICE Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_LMID(*) string ru-r--r-- LMID local_Imid
TA_CFGDEVICE(r)(*) string ru-r--r-- string[2...64] N/A
TA_DEVICE(*) string ru-r--r-- string[2...64] TA_CFGDEVICE
TA_DEVOFFSET(*) long FU-F—-- 0 <=num 0
TA_DEVSIZE(T) long FW-F=--- 0 <=num 10003
TA_DEVINDEX(*)2 long [ 0 <=num N/A
TA_STATE(k) string rWXr--r-- GET"{ VAL}" N/A

SET"{ NEW|INV}" N/A

(k) -GETkey field
(r) - Required field for object creatioBET TA_STATE NEW)
(*) - GET/SET key, one or more required f8ET operations

164

1Al attributes in Clasg_DEVICE are local attributes.

2TA_DEVINDEXis required foSET operations to identify the particular device list entry
except when setting the statet®wor the purpose of creating a new device list entry.
In the latter cas@,A_DEVINDEXmust not be set; a value will be assigned by the system
and returned after a successful creation.

STA_DEVSIZE may only beSET on object creation.

Attribute  TA_LMID: LMID

Semantics

Logical machine identifier where the device is located. Note that this attribute
may be used as a key field in both unbooted and booted applications as lon
as they are already configured (that is, at leastfToN&CHINEentry is

defined). It is required as a key field 8AT operations when accessing a
booted application. If specified when accessing the T_DEVICE class in an
unconfigured application, this attribute is ignored.
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TA_CFGDEVICE string[2...64]
Absolute pathname of the file or device where the BEA TUXEDO filesystem
is stored or is to be stored.

TA_DEVICE string[2...64]
Absolute pathname of the device list entry.

TA_DEVOFFSETO <=num
The offset, in blocks, at which space on thAs DEVICE begins for use within
the BEA TUXEDO system VTOC specified B_CFGDEVICE Limitation:
This attribute must be set to 0 for the first device list erntry DEVICE) on
the BEA TUXEDO filesystemTA_CFGDEVICH.

TA_DEVSIZE: 0 <=num
The size in pages of the disk area to be used for the device list entry.
Limitation: This attribute may be set only in conjunction with a state change
to NEW

TA_DEVINDEX 0 <=num
Device index folTA_DEVICE within the device list addressed by
TA_CFGDEVICE This attribute value is used for identification purposes only
in getting and setting attribute values relating to particular devices within a
BEA TUXEDO filesystem.

TA_STATE

GET: {VALid}
A GEToperation will retrieve run-time information for the selected
T_DEVICE object(s). The following states indicate the meaning of a
TA_STATEreturned in response tazETrequest. States not listed
will not be returned.

VALId The BEA TUXEDO filesystem indicated by
TA_CFGDEVICEexists and contains a valid device list.
TA_DEVICEis a valid device within that filesystem with
the device index telnet Ichome3.
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SET: {NEW|INValid}
A SET operation will update information for the selecte®EVICE
object or add the indicated object. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW Create or reinitializ&_DEVICE object for application.
State change allowed only when in tN&alid  or VALid
state. Successful return leaves the object iv&ied state.
If this state transition is invoked in tHéValid  state, then
the object is created; otherwise, it is reinitialized. The
creation of the firsTA_DEVICE device list entry on the
TA_CFGDEVICBBEA TUXEDO filesystem will
automatically create and initialize the necessary VTOC and
UDL structures ofA_CFGDEVICEThe first device list
entry created for a particul@d_CFGDEVICEMust have
equivalent values for theA_DEVICE attribute.

INValid DeleteT_DEVICE object for application. State change
allowed only when in th¥ALid state. Successful return
leaves the object in tHdlValid state. Note that
TA_DEVINDEX 0 is special and must be deleted last.

Limitations  None.
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T_DOMAIN CLASS

Overview  TheT_DOMAINclass represents global application attributes. These attribute values
serve to identify, customize, size, secure, and tune a BEA TUXEDO system
application. Many of the attribute values represented here serve as application defaults
for other classes represented in this MIB.

There is exactly one object of theDOMAINclass for each application. Because of this,
there are no key fields defined for this classsEToperation on this class will always
return information representing this single object. LikewisgEaoperation will
update itGETNEXTis not permitted with this class.

Attribute Table

T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_IPCKEY(r) long rW-r--r-- 32K+1 <=num< 262,144 N/A
TA_MASTER(r) string  rwxr-xr-- "LMID1[,LMID2]" N/A
TA_MODEL(r) string  rw-r--r-- "{ SHM|MB" N/A
TA_STATE string  rwxr--r-- GET "{ACT|INA }" N/A

SET"{ NEW|INV N/A

|ACT|INAJFIN  }"
TA_DOMAINID string  rwxr--r-- string[0...30]
TA_PREFERENCES string  rwxr--r-- string[0...1023]
TA_UID long  rwyr--r-- 0 <=num @)
TA_GID long  rwyr--r-- 0 <=num @
TA_PERM long  rwyr--r- 0001 <=num<= 0777 0666
TA_LICEXPIRE long R--R--R-- string[0 . . . 78] N/A
TA_LICMAXUSERS long R-R-R- 0 <=num< 32K N/A
TA_LICSERIAL string R--R--R-- string[0 . . . 78] N/A
TA_MIBMASK long  rwx---—--- 0 <=num<= 0777 0000
TA_MAXACCESSERS long rWyr--r-- 1 <=num< 32K 50
TA_MAXCONV long  rwyr--r-- 0 <=num< 32K 10
TA_MAXGTT long  rwyr--r-- 0 <=num< 32K 100

BEA TUXEDO Reference Manual 167



T_DOMAIN CLASS

T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_MAXBUFSTYPE long rw-r--r-- 1 <=num< 32K 32
TA_MAXBUFTYPE long  rw-r--r-- 1 <=num< 32K 16
TA_MAXDRT long  rw-r--r-- 0 <=num< 32K 0
TA_MAXGROUPS long  rw-r--r-- 100 <=num< 32,766 100
TA_MAXNETGROUPS  |ong  rw-r--r-- 1 <=num<= 8192 8
TA_MAXMACHINES long  rw-r-r-- 256 =num< 8K-1 256
TA_MAXQUEUES long  rw-r--r-- 1 <=num< 8K 50
TA_MAXRFT long  rw-r--r-- 0 <=num< 32,766 0
TA_MAXRTDATA long rw-r--r-- 0 <=num< 32,761 0
TA_MAXSERVERS long rw-r--r-- 1 <=num< 8K 50
TA_MAXSERVICES long  rw-r-r-- 1 <=num< 32,766 100
TA_MAXACLGROUPS long rw-r--r-- 1 <=num=< 16K 16K
TA_CMTRET string  rwyr--r-- "{ COMPLETE|LOGGED "COMPLETE
TA_LDBAL string  rwyr--r-- "{YIN}" "y
TA_NOTIFY string  rwyr--r-- "{ DIPIN|SIGNAL|IGNORE }" "DIPIN "
TA_SYSTEM_ACCESS  string  rwyr--r-- "{ FASTPATH|PROTECTE]D,NO_O "FASTPATH

VERRIDH"
TA_OPTIONS string  rwyr--r-- "{ LAN|MIGRATE|ACCSTATS,*}"
TA_USIGNAL string  rw-r--r-- "{ SIGUSR1|SIGUSR2}" "SIGUSR2'
TA_SECURITY string  rw-r--r-- {"|" NONE|JAPP_PW|USER_AUTH "NONE
|ACLIMANDATORY_ACt}
TA_PASSWORD String  -Wx------ string [0 .. .30] N/A
TA_AUTHSVC string  rwxr--r-- string [0 ...15]
TA_SCANUNIT long  rwxr-xr-- 0 <=num<= 60 107
TA_BBLQUERY long FWXI-Xr-- 0 <=num32K 306°
TA_BLOCKTIME long  rwxr-xr-- 0 <=num< 32K 60°
TA_DBBLWAIT long  rwxr-xr-- 0 <=num< 32K
TA_SANITYSCAN long  rwxr-xr-- 0 <=num< 32K 20303
12
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T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_CURDRT long R--R--R-- 0 <=num< 32K N/A
TA_CURGROUPS long  R--R--R-- 0 <=num< 32K N/A
TA_CURMACHINES long  R--R--R- 0 <=num< 32K N/A
TA_CURQUEUES long R--R--R-- 0 <=num< 32K N/A
TA_CURRFT long R--R--R-- 0 <=num< 32K N/A
TA_CURRTDATA long R-R-R-- 0 <=num< 32K N/A
TA_CURSERVERS long  R--R--R-- 0 <=num< 32K N/A
TA_CURSERVICES long  R--R--R- 0 <=num< 32K N/A
TA_CURSTYPE long R-R-R-- 0 <=num< 32K N/A
TA_CURTYPE long  R--R--R-- 0 <=num< 32K N/A
TA_HWDRT long R--R--R-- 0 <=num< 32K N/A
TA_HWGROUPS long  R--R--R-- 0 <=num< 32K N/A
TA_HWMACHINES long R--R--R-- 0 <=num< 32K N/A
TA_HWQUEUES long R--R--R-- 0 <=num< 32K N/A
TA_HWRFT long R--R-R-- 0 <=num< 32K N/A
TA_HWRTDATA long R--R--R-- 0 <=num< 32K N/A
TA_HWSERVERS long  R--R--R-- 0 <=num< 32K N/A
TA_HWSERVICES long  R--R--R- 0 <=num< 32K N/A

(r) - Required field for object creatioBET TA_STATE NEW

1UID andGID as known to the UNIX System

2nummust be a multiple of 5

3Specifynumso thanumtimesTA_SCANUNITis approximately "Default"
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Attribute
Semantics

TA_IPCKEY: 32K+1 <=num< 262,144

Numeric key for the well-known address in a BEA TUXEDO system bulletin
board. In a single processor environment, this key “names” the bulletin board.
In a multiple processor or LAN environment, this key names the message
gueue of the DBBL. In addition, this key is used as a basis for deriving the
names of resources other than the well-known address, such as the names
bulletin boards throughout the application.

TA_MASTER: LMID1[,LMID2]

Master LMID1) and backupLMID2) logical machine identifiers. The

master identifierl{MID1) must correspond to the local machine for

INActive applicationsSHMmode applications (s@&_MODELbelow) may

set only the master logical machine identifier. Modifications to this attribute
value in arACTive MP application (se@A_MODELlbelow) have the following
semantics:

Assuming current active master LMD current backup master LMIB) and
secondary LMIDZ,D,... , the following scenarios define the semantics
of permitted changes to thi@_MASTERattribute in a runninggPmode
application.

A,B -> B,A - Master migration from A to B.

A,B -> A,C - Change backup master LMID designation to C.

Note that master migration may be either orderly or partitioned. Orderly
migration takes place when the master machinre&®ve and reachable.
Otherwise, partitioned migration takes place. All newly established or
reestablished network connections will verify that the two sites connecting
share a common view of where the master machine is. Otherwise, the
connection will be refused and an appropriate log message generated. The
master and backup machines inf@Tive application must always have a
BEA TUXEDO system release number greater than or equal to all other
machines active in the application. The master and backup machines must b
of the same release. Modifications to Tie MASTERattribute must preserve
this relationship.

TA_MODEL{SHM|MP

Configuration typeSHMspecifies a single machine configuration; only one
T_MACHINEObject may be specifietliPspecifies a multi-machine or network
configuration;MPmust be specified if a networked application is being
defined.
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TA_STATE

GET: {ACTive|INActive}
A GEToperation will retrieve configuration and run-time
information for ther_DOMAINobject. The following states indicate
the meaning of @A_STATEreturned in response taGETrequest.
States not listed will not be returned.

ACTive T_DOMAINobject defined and the master machine is
active.

INActive T_DOMAINobject defined and application is inactive.

SET: {NEWI|INValid|ACTive|INActive|FINactive}
A SEToperation will update configuration and run-time information
for theT_DOMAINobject. The following states indicate the meaning
of aTA_STATEset in aSETrequest. States not listed may not be set.

NEW CreateT_DOMAINobject for application. State
change allowed only when in tinevalid ~ state.
Successful return leaves the object initrective
state. Note that this state change will also create a
NEW T_MACHINEobject withTA_LMID inferred
from TA_MASTERTA_PMID based on the local
system name, arth_TUXCONFIGaNdTA_TUXDIR
determined from the environment variables
TUXCONFIGandTUXDIR respectively. Other
configurable attributes of thie MACHINEClass may
be set at this time by including values in the
T_DOMAIN NEWrequest. If a value fofA_APPDIR
is not specified, then it will default to the current
directory.

unset Modify T_DOMAINobject. Allowed only when in the
ACTive orINActive state. Successful return leaves
the object state unchanged.

INValid DeleteT_DOMAINobject for application. State change
allowed only when in thiNActive  state. Successful
return leaves the object in théValid state.
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ACTive Activate administrative processes (DBBL, BBL, etc.) on
the master machine. For the purpose of determining
permissions for this state transition, the active object
permissions are considered (that is, --x--x--x). State
change allowed only when in tih¢Active  state.
Successful return leaves the object inlti&ctive
state.

INActive Deactivate administrative processes (DBBL, BBL, etc.)
on the master machine. State change allowed only when
in theACTive state. Successful return leaves the object
in thelNActive state.

FINactive Forcibly deactivate administrative processes (DBBL,
BBL, etc.) on the master machine. Attached clients will
be ignored for the purpose of determining if shutdown
should be allowed. State change allowed only when in
the ACTive state. Successful return leaves the object in
thelNActive state.

TA_DOMAINID string[0...30]
Domain identification string.

TA_PREFERENCEString[0...1023]
Application defined field. This field is used by the BEA TUXEDO system
/Admin GUI product to store and save GUI display preferences.

TA_UID: 0 <=num
Default attribute setting for newly configured objects inth@ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEODbjects.

TA_GID: 0 <=num
Default attribute setting for newly configured objects inthe@ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEODbjects.

TA_PERMO0001 <=num<= 0777
Default attribute setting for newly configured objects inTth®@ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEODbjects.
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TA_LICEXPIRE: string[O0 . . . 78]
Expiration date for the binary on that machine or a 0-length string if binary is
not a BEA TUXEDO system master binary.

TA_LICMAXUSERSO <=  num< 32K
Licensed maximum number of users on that machine or -1 if binary is not a
BEA TUXEDO system master binary.

TA_LICSERIAL : string [0 . . . 78]
Serial number of license.

TA_MIBMASK 0 <=num<= 0777
Attribute access mask. User type/access mode combinations specified by this
attribute value will no longer be allowed for all class/attribute combinations
defined in this reference page. For example, a settingoaf disallows all
updates to users other than the administrator or the operator.

TA_MAXACCESSERS <=num< 32K
Default attribute setting for newly configured objects inth@ ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEObjects.

TA_MAXCONW0 <=num< 32K
Default attribute setting for newly configured objects inth@ ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEObjects.

TA_MAXGTTO <=num< 32K
Default attribute setting for newly configured objects inTth@ACHINEClass.
Limitation: Changes to this attribute do not affect active or already configured
T_MACHINEObjects.

TA_MAXBUFSTYPEL <=num< 32K
Maximum number of buffer subtypes that can be accommodated in the
bulletin board buffer subtype table.

TA_MAXBUFTYPEL <=num< 32K
Maximum number of buffer types that can be accommodated in the bulletin
board buffer type table.

TA_MAXDRTO <=num< 32K
Maximum number of routing table entries that can be accommodated in the
bulletin board routing table. One entry feROUTINGclass object is
required. Additional entries should be allocated to allow for run-time growth.
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TA_MAXGROUP400 <=num< 32,766

Maximum number of server groups that can be accommodated in the bulletir
board server group table.

Limitation: BEA TUXEDO System Release 4.2.2 and eatrlier sites have a
fixed setting of 100 for this attribute. Interoperability with these sites requires
that no more than 100 server group entries be in use at any time. Release 4.2
and earlier sites will not be allowed to join an application that has more than
100 defined server groups. Additionally, applications already including
Release 4.2.2 or earlier sites will not be allowed to add server groups beyon
100.

TA_MAXNETGROUPS<= num< 8192

specifies the maximum number of configured network groups to be
accommodated in theETWORKection of th&UXCONFIGile. This value

must be greater than or equal to 1 and less than 8192. If not specified, the
default is 8.

TA_MAXMACHINES256 =num8K-1

Maximum number of machines that can be accommodated in the bulletin
board machine table.

Limitation: BEA TUXEDO system Release 4.2.2 has a fixed setting of 256
for this attribute. Releases prior to Release 4.2.2 have a fixed setting of 50 fo
this attribute. Interoperability with Release 4.2.2 and earlier sites requires tha
no more than the lowest fixed setting number of machine table entries be in
use at any time. Release 4.2.2 sites will not be allowed to join an application
that has more than 256 defined machines. Pre-Release 4.2.2 sites will not b
allowed to join an application that has more than 50 defined machines.
Additionally, applications already including active Release 4.2.2 or earlier
sites will not be allowed to add machines beyond the lowest applicable limit.

TA_MAXQUEUES <=num8K

Maximum number of queues to be accommodated in the bulletin board queus
table.

Limitation: Release 4.2.2 and earlier sites may join an active application only
if the setting folTA_MAXQUEUES equal to the setting forn_MAXSERVERS

TA_MAXRFTO <=num< 32K

Maximum number of routing criteria range table entries to be accommodated
in the bulletin board range criteria table. One entry per individual range
within aTA_RANGESpecification is required plus one additional entry per
T_ROUTINGclass object. Additional entries should be allocated to allow for
run-time growth.
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TA_MAXRTDATAD <=num< 32,761
Maximum string pool space to be accommodated in the bulletin board string
pool table. Strings and carrays specified withhRANGESalues are stored
in the string pool. Additional space should be allocated to allow for run-time
growth.

TA_MAXSERVERSL. <=nunx 8K
Maximum number of servers to be accommodated in the bulletin board server
table. Allowances should be made in setting this attribute for system supplied
administrative servers. Administration of each BEA TUXEDO system site
adds approximately one server. Additionally, if TMSs are specified for any
server groups (see GROURA_TMSNAMABttribute), then they will be booted
along with their server group and should be accounted for in setting
TA_MAXSERVERS

TA_MAXSERVICES1 <=num< 32766
Maximum number of services to be accommodated in the bulletin board
service table. Allowances should be made in setting this attribute for system
supplied servers offering services for administrative purposes.
Administration of each BEA TUXEDO system site adds approximately five
services. Other administrative components such as Workstation, /Q, and /DM
may also add administrative services that should be accounted for.

TA_MAXACLGROUPS <=num< 16K
Maximum number of group identifiers that can be used for ACL permissions
checking. The maximum group identifier that can be defined is
TA_MAXACLGROUPSL.

TA_CMTRET{COMPLETE|LOGGED
Initial setting of therP_COMMIT_CONTRGtharacteristic for all client and
server processes in a BEA TUXEDO system applicatioGGEDnitializes
the TP_COMMIT_CONTRGtharacteristic tdP_CMT_LOGGEtherwise, it is
initialized toTP_CMT_COMPLETESee the description of the BEA TUXEDO
system ATMI functiortpscmt  (3c) for details on the setting of this
characteristic.

Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

TA_LDBAL {Y|N}
Load balancing is/will be on ¥*) or off ("N").
Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

BEA TUXEDO Reference Manual 175



T_DOMAIN CLASS

176

TA_NOTIFY: { DIPIN|SIGNAL|IGNORE }

Default notification detection method to be used by the system for unsolicited
messages sent to client processes. This default can be overridden on a
per-client basis using the approprigteit  (3c) flag value. Note that once
unsolicited messages are detected, they are made available to the applicatic
through the application defined unsolicited message handling routine
identified via thepsetunsol  (3c¢) function.

The valueDIPIN specifies that dip-in-based notification detection should be
used. This means that the system will only detect notification messages on
behalf of a client process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system, and dip-in
detection will not interrupt blocking system call8PIN is the default
notification detection method.

The valuesIGNAL specifies that signal-based notification detection should be
used. This means that the system sends a signal to the target client proces:
after the notification message has been made available. The system installs
signal catching routine on behalf of clients selecting this method of
notification.

The valueGNOREspecifies that by default, notification messages are to be
ignored by application clients. This would be appropriate in applications
where only clients that request notificationpdit ~ (3c) time should

receive unsolicited messages.

Limitations: Run-time modifications to this attribute do not affect active
clients. All signaling of client processes is done by administrative system
processes and not by application processes. Therefore, only clients running
with the same UNIX System user identifier can be notified usingitheAL
method.

TA_SYSTEM_ACCESYFASTPATH|PROTECTED}[,NO_OVERRIDE]

Default mode used by BEA TUXEDO system libraries within application
processes to gain access to BEA TUXEDO system's internal tables.
FASTPATHspecifies that BEA TUXEDO system's internal tables are
accessible by BEA TUXEDO system libraries via unprotected shared
memory for fast accesBROTECTEBpecifies that BEA TUXEDO system's
internal tables are accessible by BEA TUXEDO system libraries via
protected shared memory for safety against corruption by application code.
NO_OVERRIDEan be specified to indicate that the mode selected cannot be
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overridden by an application process using flags available for use with
tpinit  (3c).

Limitations: Updates to this attribute value in a running application affect
only newly started clients and newly configurecdSERVERobjects.

TA_OPTIONS {LAN|MIGRATE|ACCSTATS,*}
Comma separated list of application options in effect. Valid options are
defined below:

LAN - Networked application.

MIGRATE- Allow server group migration.

ACCSTATS Exact statistics (SHM mode only).

Limitation: Only theACCSTATSmMay be set or reset in an active application.

TA_USIGNAL {SIGUSR1|SIGUSR2}
Signal to be used for signal-based notification EENOTIFY above).

TA_SECURITY. { NONEJAPP_PW|USER_AUTH|ACL|MANDATORY_ACL
Type of application security. A 0-length string value&lonEfor this attribute
indicates that security is/will be turned off. The identifieP_Pwindicates
that application password security is to be enforced (clients must provide the
application password during initialization). Setting this attribute requires a
non-0 lengthrA_PASSwWORattribute. The identifietdSER_AUTHs similar to
APP_PWbut, in addition, indicates that per-user authentication will be done
during client initialization. The identifiexCLis similar toUSER_AUTHbuUt, in
addition, indicates that access control checks will be done on service names,
gueue names, and event names. If an associated ACL is not found for a name,
it is assumed that permission is granted. The identffedDATORY_AGE
similar toACL but permission is denied if an associated ACL is not found for
the name.

TA_PASSWORDBtring [0 . ..30]
Clear text application password. This attribute is ignored if hSECURITY
attribute is set to nothing. The system automatically encrypts this information
on behalf of the administrator.

TA_AUTHSVCstring[0...15]
Application authentication service invoked by the system for each client
joining the system. This attribute is ignored if thie SECURITYattribute is
set to nothing or teaPP_PW
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TA_SCANUNIT 0 <=num<= 60 (multiple of 5)

Interval of time (in seconds) between periodic scans by the system. Periodic
scans are used to detect old transactions and timed-out blocking calls withir
service requests. TH&_BBLQUERYTA_BLOCKTIME TA_DBBLWAIT and
TA_SANITYSCANattributes are multipliers of this value. Passing a value of 0
for this attribute on 8ET operation will cause the attribute to be reset to its
default.

TA_BBLQUERYO <=num< 32K

Multiplier of the TA_SCANUNITattribute indicating time between DBBL

status checks on registered BBLs. The DBBL checks to ensure that all BBLS
have reported in within thea BBLQUERtycle. If a BBL has not been heard
from, the DBBL sends a message to that BBL asking for status. If no reply is
received, the BBL is partitioned. Passing a value of O for this attribute on a
SET operation will cause the attribute to be reset to its default. This attribute
value should be set to at least twice the value set forAh8ANITYSCAN
attribute value (see below).

TA_BLOCKTIME 0 <=num< 32K

Multiplier of the TA_SCANUNITattribute indicating the minimum amount of
time a blocking ATMI call will block before timing out. Passing a value of 0
for this attribute on 8ET operation will cause the attribute to be reset to its
default.

TA_DBBLWAIT 0 <=num< 32K

Multiplier of theTA_SCANUNITattribute indicating maximum amount of time
a DBBL should wait for replies from its BBLs before timing out. Passing a
value of O for this attribute onSET operation will cause the attribute to be
reset to its default.

TA_SANITYSCAN 0 <=num< 32K

Multiplier of the TA_SCANUNITattribute indicating time between basic sanity
checks of the system. Sanity checking includes client/server viability checks
done by each BBL for clients/servers running on the local machine as well ac
BBL status check-ingfPmode only). Passing a value of O for this attribute
on aSET operation will cause the attribute to be reset to its default.

TA_CURDRTO <=num< 32K

Current number of in use bulletin board routing table entries.

TA_CURGROUP® <=num< 32K

Current number of in use bulletin board server group table entries.
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TA_CURMACHINES) <=num< 32K
Current number of configured machines.

TA_CURQUEUE® <=num< 32K
Current number of in use bulletin board queue table entries.

TA_CURRFTO <=num< 32K
Current number of in use bulletin board routing criteria range table entries.

TA_CURRTDATAD <=num< 32K
Current size of routing table string pool.

TA_CURSERVER® <=num< 32K
Current number of in use bulletin board server table entries.

TA_CURSERVICESO <=num< 32K
Current number of in use bulletin board service table entries.

TA_CURSTYPEO <=num< 32K
Current number of in use bulletin board subtype table entries.

TA_CURTYPEOQ <=num< 32K
Current number of in use bulletin board type table entries.

TA_HWDRTO <=num< 32K
High water number of in use bulletin board routing table entries.

TA_HWGROUPS <=num< 32K
High water number of in use bulletin board server group table entries.

TA_HWMACHINE®) <=num< 32K
High water number of configured machines.

TA_HWQUEUE® <=num< 32K
High water number of in use bulletin board queue table entries.

TA_HWRFTO <=num< 32K
High water number of in use bulletin board routing criteria range table entries.

TA_HWRTDATA) <=num< 32K
High water size of routing table string pool.

TA_HWSERVERS® <=num< 32K
High water number of in use bulletin board server table entries.
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TA_HWSERVICESO <=num< 32K
High water number of in use bulletin board service table entries.

Limitations ~ Many attributes of this class are tunable only when the application is inactive.
Therefore, use of the ATMI interface routines to administer the application is not
possible. The functiotpadmcall  (3c) is being provided as a means of configuring or
reconfiguring an unbooted application. This interface may only be used for
configuration 6ET operations) in an inactive application and only on the site being
configured as the master site for the application. Once an initial configuration is
created and activated, administration is available through the standard ATMI
interfaces as described MiB(5).

180 BEA TUXEDO Reference Manual



T_GROUP CLASS

T_GROUP CLASS

Overview  TheT_GROURlass represents application attributes pertaining to a particular server
group. These attribute values represent group identification, location, and DTP
information.

Attribute Table

T_GROUP Class Definition Attribute Table

Attribute Type Permissions Values Default]
TA_SRVGRP(r)(*) string rU-r--r-- string[1...30] N/A
TA_GRPNO(Kk)(r) long ru-r--r-- 1 <=num< 30,000 N/A
TA_LMID(k)(r) string rwyr--r--  "LMID1[,LMID2]" N/A
TA_STATE(K) string rwxr-xr-- GET"{ ACT|INAMIG }" N/A

SET:"{NEWI|INV|ACT|RAC|INAMIG} " N/A
TA_CURLMID( k) string R--R--R-- LMID N/A
TA_ENVFILE string  rwyr--r-- string[0...78]
TA_CLOSEINFO string rwyr--r-- string[0...256]
TA_OPENINFO string rwyr--r-- string[0...256]
TA_TMSCOUNT long  rw-r--r-- 0 or 2 =num< 11 3
TA_TMSNAME(K) string rw-r--r-- string[0...78]

(k) - GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

Attribute  TA_SRVGRPstring[1...30]
Semantics Logical name of the server group. The group name must be unique within all
group names in the_GROURclass and'A_LMID values in th&_MACHINE
class. Server group names cannot contain an asterisk (*), comma, or colon.

TA_GRPNO1 <=num< 30,000
Group number associated with this server group.

TA_LMID: LMID1[,LMID2]
Primary machine logical machine identifier for this server grauNdID1)
and optional secondary logical machine identifieM(D2). The secondary
LMID indicates the machine to which the server group can be migrated (if the
MIGRATEOption is specified in th&_DOMAINTA_OPTIONSattribute). A
single LMID specified on a GET operation will match either the primary or
secondary LMID. Note that the location of an active group is available in the
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TA_CURLMIDattribute. Logical machine identifiers specified with the
TA_LMID attribute must be already configured. Limitation: Modifications to
this attribute for an active object may only change the backup LMID
designation for the group.

TA_STATE

GET: {ACTive|INActive|MIGrating}
A GEToperation will retrieve configuration and run-time
information for the selecterl GROURDbject(s). The following states
indicate the meaning of BA_STATEreturned in response taGET
request. States not listed will not be returned.

ACTive T_GROUPDbject defined and active (TMS and/or
application servers). Server groups with non 0-length
values for th& A_TMSNAME&ttribute are considered
active if the TMSs associated with the group are active.
Otherwise, a group is considered active if any server in
the group is active.

INActive T_GROUPRDbject defined and inactive.

MIGrating T_GROUPRDbject defined and currently in a state of
migration to the secondary logical machine. The
secondary logical machine is the one liste@An LMID
that does not matchA_CURLMID This state i\CTive
equivalent for the purpose of determining permissions.

SET: {NEW|INValid|ACTive|ReACtivate|INActive|MIGrating}
A SEToperation will update configuration and run-time information
for the selected_GROURbject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may

not be set.

NEW CreateT_GROUPDbject for application. State change
allowed only when in théNValid  state. Successful
return leaves the object in tiiéActive  state.

unset Modify an existinglT_GROURDbject. This combination

is allowed only when in thACTive orINActive
state. Successful return leaves the object state
unchanged.
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INValid

DeleteT_GROUPRDject for application. State change
allowed only when in thiNActive  state. Successful
return leaves the object in théValid state.

ACTive

Activate theT_GROURDbject. State change allowed
only when in théNActive  orMIGrating state. For
the purpose of determining permissions for this state
transition, the active object permissions are considered
(that is,--x--x--x ).

If the group is currently in thiNActive  state, then
TMS and application servers (subject to restriction by
TA_FLAGSsettings) are started on the primary logical
machine if the primary logical machine is active;
otherwise, the TMS and application servers are started
on the secondary logical machine if it is active. If
neither machine is active, then the request fails.

If the group is currently in th®liGrating  state, then
the active secondary logical machine (identified as the
alternate torA_CURLMIDin theTA_LMID list) is used

to start TMS and application servers if it is active.
Otherwise, the request fails. ~TAMIB_NOTIFY
TA_FLAGvalue should be used when activating a
server group if status on individual servers is required.

Successful return leaves the object inAldTive state.

ReACtivate

Identical to a transition to th&CTive state except that
this state change is also allowed in #&Tive state in
addition to being allowed in thé&lActive and
MIGrating  states.

TheTMIB_NOTIFY TA_FLAG value should be used
when reactivating a server group if status on individual
servers is required.

INActive

Deactivate thd _GROUPRbject. TMS and application
servers (subject to restriction BA_FLAGSsettings)

are deactivated. State change allowed only when in the
ACTive orMIGrating state. Successful return leaves
the object in théNActive  state.

TheTMIB_NOTIFY TA_FLAG value should be used
when deactivating a server group if status on individual
servers is required.
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MIGrating Deactivate thd_GROUPRDbject on its active primary
logical machineTA_CURLMID and prepare the group
to be migrated to the secondary logical machine. State
change allowed only when in th&Tive state.
Successful return leaves the object inki&rating
state.

UnAVailable  Suspend all application services in the group. (Note:
Individual services can be suspended through the
T_SVCGROUElass.) ASET operation to this state is
allowed only when the group is in tR&€Tive state.

The operation leaves the group in &@€Tive state, but
with all its application services in a suspended state.
Limitation: Operation will fail in a mixed-release
application where any pre-release 6.4 machine is active.

AVailLable Unsuspend all application services in the group marked
as suspended. 8ET operation to this state value is
allowed only when the group is in tR&€Tive state.

The operation leaves the group in &€Tive state.

Limitation: Operation will fail in a mixed-release application where
any pre-release 6.4 machine is active.

TA_CURLMID LMID
Current logical machine on which the server group is running. This attribute
will not be returned for server groups that are not active.

TA_ENVFILE: string[O...78]
Environment file for servers running in this group. If the value specifies an
invalid file name, no values are added to the environment. the value of
string is placed in the environment.

When booted, local servers inherit the environmentbbot (1) and remote
servers (not on thRIASTERinherit the environment alfisten  (1).
TUXCONFIG TUXDIR, andAPPDIR are also put in the environment when a
server is booted based on the information in the assodiateRIOURDbject.

PATHis set in the environment to
APPDIR:TUXDIR/bin:/bin:/usr/bin:< path >

where spath > is the value of the firstATH= line in the machine environment
file, if one exists (subsequePATH= lines is ignored). ThiBATHIs used as a
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search path for servers that are specified with a simple or relative pathname
(that is, one that doesn't begin with slash).

LD_LIBRARY_PATHis set in the environment to
APPDIR: TUXDIR/lib:/lib:/usr/lib:< lib >

where <ib > is the value of the firdtD_LIBRARY_PATH- line appearing in
the machine environment file, if one exists (subsequBNLIBRARY_PATH-
lines are ignored).

As part of server initialization (beforgsvrinit (3c¢) is called), a server
reads and exports variables from both the machine and E\VEILE files.

If a variable is set in both the machine and sePMXFILE, the value in the
serverENVFILE will override the value in the machiE\VFILE with the
exception oPATHwhich is appended. A client processes only the machine
ENVFILE file. When the machine and senBNVFILE files are processed,
lines that are not of the formident >=is ignored, whereigent > contains
only underscore or alphanumeric characters.

If a PATH= line is encounteredATHIs set to
APPDIR:TUXDIR/bin:/bin:/usr/bin:< path >

where spath > is the value of the fir®®ATH= line appearing in the
environment file (subsequeRATH-= lines are ignored). FPATHappears in
both the machine and server files, themts > is defined as

<pathl >:<path2 > where pathl > is from the machineNVFILE and
<path2 > is from the serveENVFILE. If aLD_LIBRARY_PATH: line is
encountered,D_LIBRARY_PATHiIs set to

APPDIR:TUXDIR/lib:/lib:/usr/lib:< lib >

where <ib > is the value of the firdtD_LIBRARY_PATH- line appearing in
the environment file (subsequerm_LIBRARY_PATH: lines are ignored).
Attempts to resefUXDIR, APPDIR, or TUXCONFIGare ignored and a warning
is displayed if the value does not match the correspondiGROURattribute
value. Limitation: Modifications to this attribute for an active object DO not
affect running servers or clients.

TA_CLOSEINFO string[0...256]
If a non O-length value other thamMs' is specified for th@A_TMSNAME
attribute, then this attribute value indicates the resource manager-dependent
information needed when terminating access to the resource manager.
Otherwise, this attribute value is ignored.
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The format for this attribute value is dependent on the requirements of the
vendor providing the underlying resource manager. The information required
by the vendor must be prefixed withn_name’, which is the published

name of the vendor's transaction (XA) interface followed immediately by a
colon ().

A 0O-length string value for this attribute means that the resource manager fol
this group (if specified) does not require any application specific information
toclose access to the resource.

Limitation: Run-time modifications to this attribute will not affect active
servers in the group.

TA_OPENINFO string[0...256]

If a non O-length value other thamMs' is specified for th@A_TMSNAME
attribute, then this attribute value indicates the resource manager depender
information needed when initiating access to the resource manager.
Otherwise, this attribute value is ignored.

The format for this attribute value is dependent on the requirements of the
vendor providing the underlying resource manager. The information required
by the vendor must be prefixed witmm_name", which is the published

name of the vendor's transaction (XA) interface followed immediately by a
colon ().

A 0-length string value for this attribute means that the resource manager fol
this group (if specified) does not require any application specific information
to open access to the resource.

Limitation: Run-time modifications to this attribute will not affect active
servers in the group.

TA_TMSCOUNTO or 2 <=num< 11

If a non O-length value is specified for the_TMSNAMALttribute, then this
attribute value indicates the number of transaction manager servers to start fc
the associated group. Otherwise, this attribute value is ignored.

TA_TMSNAMSString[0...78]

Transaction manager sereesut associated with this group. This parameter
must be specified for any group entry whose servers will participate in
distributed transactions (transactions across multiple resource managers ar
possibly machines that are started witbegin (3), and ended with

tpcommit (3)kpabort  (3)).
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Limitations

None.

The valueTMS” is reserved to indicate use of the null XA interface. If a
non-empty value other thamms” is specified, then &LOGDEVICEmMust be
specified for the machine(s) associated with the primary and secondary
logical machines for this object.

A unique server identifier is selected automatically for each TM server, and
the servers will be restartable an unlimited number of times.
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T_MACHINE CLASS

Overview  TheT_MACHINEClass represents application attributes pertaining to a particular
machine. These attribute values represent machine characteristics, per-machine sizir
statistics, customization options, and UNIX System filenames.

Attribute Table

T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_LMID(r)(*)1 string  rU-r--r-- string[1...30] N/A
TA_PMID(r)(*)1 string  rU-r--r-- string[1...30] N/A
TA_TUXCONFIG(r) string  rw-r--r-- string[2...64] N/A
TA_TUXDIR(r) string  rw-r--r-- string[2...78] N/A
TA_APPDIR(r) string  rw-r--r-- string[2...78] N/A
TA_STATE(K) string  rwyr-yr-- GET"{ ACT|INA|PAR }" N/A

SET."{NEW|INV|ACT|RAC N/A

[INA|FIN|CLE} "
TA_UID long  rw-r--r-- 0 <=num @)
TA_GID long  rw-r--r-- 0 <=num @)
TA_ENVFILE string  rwyr--r-- string[0...78]
TA_PERM long  rwyr--r-- 0001 <=um<=0777 (2
TA_ULOGPFX string  rwyr--r-- string[0...78] (3)
TA_TYPE string  rw-r--r-- string[0...15]
TA_MAXACCESSERS long  rw-r--r-- 1 <=num< 32K ?
TA_MAXCONV long  rw-r--r-- 0 <=num< 32K @)
TA_MAXGTT long  rw-r--r-- 0 <=num< 32K (2)
TA_MAXWSCLIENTS long  rw-r--r-- 0 <=num< 32K 0
TA_MAXACLCACHE long  rw-r--r-- 10 <=num<= 32000 100
TA_TLOGDEVICE string  rw-r--r-- string[0...64]
TA_TLOGNAME string  rw-r--r-- string[0...30] TLOG
TA_TLOGSIZE long  rw-r--r-- 1 <=num< 2K+1 100
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T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_BRIDGE string  rw-r--r-- string[0...78] N/A
TA_NADDR string  rw-r--r-- string[0...78] N/A
TA_NLSADDR string  rw-r--r-- string[0...78] N/A
TA_CMPLIMIT string  rwyr-yr-- ‘remote[,local] MAXLONG,MAXLONG
TA_TMNETLOAD long  rwyr-yr-- 0 <=num< 32K 0
TA_SPINCOUNT long  rwyr-yr-- 0 <=num 0
TA_ROLE string  r--r--r-- "{MAS- N/A

TER|BACKUP|OTHER'
TA_MINOR long R--R--R-- 1 <=num N/A
TA_RELEASE long R--R--R-- 1 <=num N/A
TA_MINENCRYPTBIT string  rwxrwx--- {0]40]| 128} 0
TA_MAXENCRYPTBIT string  rwxrwx--- {0]40] 128} 128
TA_MAXPENDINGBYTES long  rw-r--r-- 100000 <= num<= 2147483647
MAXLONG
(k) -GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations
T_MACHINE Class: Local Attributes
Attribute Type Permissions Values Default
TA_CURACCESSERS long R--R--R-- 0 <=num< 32K N/A
TA _CURCLIENTS long R--R--R-- 0 <um< 32K N/A
TA_CURCONV long R--R--R-- 0 <um< 32K N/A
TA_CURGTT long R--R--R-- 0 <=num< 32K N/A
TA_CURRLOAD long R--R--R-- 0 <=num N/A
TA_CURWSCLIENTS long R--R--R-- 0 <=num< 32K N/A
TA_HWACCESSERS long R--R--R-- 0 <mum< 32K N/A
TA HWCLIENTS long R--R--R-- 0 <um< 32K N/A
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T_MACHINE Class: Local Attributes

Attribute Type Permissions Values Default
TA_HWCONV long R--R--R-- 0 <=num< 32K N/A
TA_HWGTT long R--R--R-- 0 <=num< 32K N/A
TA_HWWSCLIENTS long R--R--R-- 0 <=num< 32K N/A
TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0 <=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPOST long R-XR-XR-- 0 <=num N/A
TA_NUMREQ long R-XR-XR-- 0 <=num N/A
TA_NUMSUBSCRIBE long R-XR-XR-- 0<=num N/A
TA_NUMTRAN long R-XR-XR-- 0 <=num N/A
TA_NUMTRANABT long R-XR-XR-- 0 <=num N/A
TA_NUMTRANCMT long R-XR-XR-- 0<=num N/A
TA_PAGESIZE long R--R--R-- 1 <=num N/A
TA_SWRELEASE string R--R--R-- string[0...78] N/A
TA_HWACLCACHE long R--R--R-- 0 <=num N/A
TA_ACLCACHEHITS long R--R--R-- 0 <=num N/A
TA_ACLCACHEACCESS long R--R--R-- 0 <=num N/A
TA_ACLFAIL long R--R--R-- 0 <=num N/A
TA_WKCOMPLETED long R--R--R-- 0 <=num N/A
TA_WKINITIATED long R--R--R-- 0 <=num N/A

1TA_LMID andTA_PMIDmust each be unique within this class. Only one of these fields
is required as a key field forsET operation. If both are specified, then they must
match the same object.

Default is same as value set for this attribute in Clas®©MAIN

SDefault isTA_APPDIRfor this machine followed byulLOG
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Attribute  TA_LMID: string[1...30]
Semantics Logical machine identifier. This identifier is used within the rest of the
TM_MIB definition as the sole means of mapping application resources to
T_MACHINEObjects.

TA_PMID: string[1...30]
Physical machine identifier. This identifier should match the UNIX System
nodename as returned by thename -n " command when run on the
identified system.

TA_TUXCONFIG: string[2...64]
Absolute pathname of the file or device where the binary BEA TUXEDO
system configuration file is found on this machine. The administrator need
only maintain one such file, namely the one identified byrtheflUXCONFIG
attribute value on the master machine. The information contained in this file
is automatically propagated to all othe™MACHINEObjects as they are
activated. Se&A_ENVFILE in this class for a discussion of how this attribute
value is used in the environment.

TA_TUXDIR: string[2...78]
Absolute pathname of the directory where the BEA TUXEDO system
software is found on this machine. Sge ENVFILE in this class for a
discussion of how this attribute value is used in the environment.

TA_APPDIR: string[2...78]
Colon separated list of application directory absolute pathnames. The first
directory serves as the current directory for all application and administrative
servers booted on this machine. All directories in the list are searched when
starting application servers. Se& ENVFILE in this class for a discussion of
how this attribute value is used in the environment.

TA_STATE:

GET: {ACTive|INActive|PARtitioned}
A GEToperation will retrieve configuration and run-time
information for the selected MACHINEObject(s). The following
states indicate the meaning ofa STATEreturned in response to a
GETrequest. States not listed will not be returned.

ACTive T_MACHINBEDbject defined and active (administrative
servers, that is, DBBL, BBL, arBRIDGE).
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INActive T_MACHINEobject defined and inactive.

PARtitioned T_MACHINEobject defined, listed in accessible
bulletin boards as active, but currently unreachable.
This state iACTive equivalent for the purpose of
determining permissions.

SET:{NEW|INValid|ACTive|ReACtivate|INActive|ForcelNactive|C

LEaning}
A SEToperation will update configuration and run-time information
for the selected_MACHINEObject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.

NEW CreateT_MACHINEobject for application. State
change allowed only when in thidValid  state.
Successful return leaves the object in the
INActive  state.

unset Modify an existingT_MACHINEobject. This
combination is allowed only when in tA&€Tive
or INActive  state. Successful return leaves the
object state unchanged.

INValid DeleteT_MACHINEobject for application. State
change allowed only when in thigActive  state.
Successful return leaves the object inltti¢alid
state.

ACTive Activate theT_MACHINEobject. Necessary
administrative servers such as the DBBL, BBL, and
BRIDGEare started on the indicated site as well as
application servers configured to run on that site
(subject to restriction byA_FLAGSsettings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change allowed
only when in thdNActive  state. Successful
return leaves the object in tAE€Tive state.

TheTMIB_NOTIFY TA_FLAG value should be
used when activating a machine if status on
individual servers is required.

192 BEA TUXEDO Reference Manual



T_MACHINE CLASS

ReACtivate

Activate theT_MACHINEobject. Necessary
administrative servers such as the DBBL, BBL, and
BRIDGEare started on the indicated site as well as
application servers configured to run on that site
(subject to restriction byA_FLAGSsettings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change allowed
only when in either thACTive orINActive

state. Successful return leaves the object in the
ACTive state.

TheTMIB_NOTIFY TA_FLAG value should be
used when reactivating a machine if status on
individual servers is required.

INActive

Deactivate thd _MACHINEobject. Necessary
administrative servers such as the BBL and
BRIDGEare stopped on the indicated site as well as
application servers running on that site (subject to
restriction byTA_FLAGSsettings). State change
allowed only when in th&CTive state and when

no other application resources are active on the
indicated machine. Successful return leaves the
object in thelNActive  state.

TheTMIB_NOTIFY TA_FLAG value should be

used when deactivating a machine if status on
individual servers is required.

ForcelNactive

Deactivate thd_MACHINEobject without regard

to attached clients. Necessary administrative
servers such as the BBL aB&IDGEare stopped

on the indicated site as well as application servers
running on that site (subject to restriction by
TA_FLAGSsettings). State change allowed only
when in theACTive state. Successful return leaves
the object in théNActive  state.

TheTMIB_NOTIFY TA_FLAG value should be
used when deactivating a machine if status on
individual servers is required.
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CLEaning Initiate cleanup/scanning activities on and relating
to the indicated machine. If there are dead clients or
servers on the machine, they will be detected at this
time. If the machine has been partitioned from the
applicationMASTERsite, then global bulletin board
entries for that machine will be removed. This
combination is allowed when the application is in
the ACTive state and th& _MACHINEobject is in
either theACTive or PARtitioned  state.
Successful return for a non-partitioned machine
leaves the state unchanged. Successful return for a
partitioned machine leaves the object in the
INActive  state.

Limitation: State change teorcelNactive  or INActive  allowed
only for non-master machines. The master site administrative
processes are deactivated viathBOMAINCclass.

TA_UID: 0 <=num
UNIX System user identifier for the BEA TUXEDO system application
administrator on this machine. Administrative commands sughbast (1),
tmshutdown (1), andtmadmin (1) must run as the indicated user on this
machine. Application and administrative servers on this machine will be
started as this user.

Limitation: This is a UNIX System-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_GID: 0 <=num
UNIX System group identifier for the BEA TUXEDO system application
administrator on this machine. Administrative commands sughbast (1),
tmshutdown (1), andtmadmin (1) must run as part of the indicated group on
this machine. Application and administrative servers on this machine will be
started as part of this group.

Limitation: This is a UNIX System-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_ENVFILE: string[0...78]
Environment file for clients and servers running on this machine. If the value
specifies an invalid file name, no values are added to the environment. the
value ofstring is placed into the environment.
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When booting servers, local servers inherit the environmentoobt (1)
and remote servers (not on MaSTERInherit the environment of

tlisten  (1). TUXCONFIG TUXDIR, andAPPDIR are also put into the
environment when a server is booted based on the information in the
associated T_MACHINE objed?ATHwiIll be set in the environment to

APPDIR:TUXDIR/bin:/bin:/usr/bin:< path >

where path > is the value of the fir®®ATH= line appearing in the machine
environment file, if one exists (subsequeATH= lines will be ignored). This
PATHwill be used as a search path for servers that are specified with a simple
or relative pathname (i.e., that doesn't begin with slagh)L.IBRARY_PATH

will be set in the environment to

APPDIR:TUXDIR/lib:/lib:/usr/lib:<lib>

where <ib > is the value of the firdtD_LIBRARY_PATH- line appearing in
the machine environment file, if one exists (subsequBNLIBRARY_PATH-
lines will be ignored).

As part of server initialization (befotgsvrinit (3c) is called), a server will

read and export variables from both the machine and semuiLE files. If

a variable is set in both the machine and seEXeFILE, the value in the
serverENVFILE will override the value in the machiE\VFILE with the
exception oPATHwhich is appended. A client will process only the machine
ENVFILE file. When the machine and senBNVFILE files are processed,

lines that are not of the form <ident>= will be ignored, where <ident> begins
with an underscore or alphabetic character, and contains only underscore or
alphanumeric characters. IfPaTH= line is encountere®ATHwiIll be set to

APPDIR:TUXDIR/bin:/bin:/usr/bin:<path>
where <path> is the value of the fiPRTH= line appearing in the environment
file (subsequenPATH= lines are ignored). FPATHappears in both the
machine and server files, then <path> is <path1>:<path2> where <pathl> is
from the machin€NVFILE and <path2> is from the senEXVFILE. If a
LD_LIBRARY_PATH- line is encounteredD_LIBRARY_PATHwill be set to

APPDIR:TUXDIR/lib:/lib:/usr/lib:<lib>

where <lib> is the value of the firsb_LIBRARY_PATH line appearing in the
environment file (subsequenb_LIBRARY_PATH- lines are ignored).
Attempts to resetUXDIR, APPDIR , or TUXCONFIGwiIll be ignored and a
warning will be printed if the value does not match the corresponding
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T_MACHINEattribute value. Limitation: Modifications to this attribute for an
active object will not affect running servers or clients.

TA_PERMO0001 <=num<= 0777

UNIX System permissions associated with the shared memory bulletin board
created on this machine. Default UNIX System permissions for system and
application message queues.

Limitations: Modifications to this attribute for an active object will not affect
running servers or clients.

This is a UNIX System-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_ULOGPFXstring[O0...78]

Absolute pathname prefix of the path for tlserlog  (3c) file on this

machine. Thaiserlog (3c) file name is formed by appending the string

. mmddyyto theTA_ULOGPFxattribute valuemmddyyrepresents the month,
day, and year that the messages were generated. All application and syster
userlog  (3c) messages generated by clients and servers running on this
machine are directed to this file.

Limitation: Modifications to this attribute for an active object will not affect
running servers or clients.

TA_TYPE string[0...15]

Machine type. Used to group machines into classes of like data
representations. Data encoding is not performed when communicating
between machines of identical types. This attribute can be given any string
value; values are used only for comparison. DistiactTYPE attributes

should be set when the application spans a heterogeneous network of
machines or when compilers generate dissimilar structure representations.
The default for this attribute, a O-length string, matches any other machine
with a O-length string as iBA_TYPEattribute value.

TA_MAXACCESSERS <=num< 32K

Maximum number of clients and servers that can have access to the bulletir
board on this machine at one time. System administration processes such &
the BBL andmadmin need not be accounted for in this figure, but all
application servers and clients and TMS servers should be counted. If the
application is booting workstation listeners on this site, then both the listeners
and the potential number of workstation handlers that may be booted shoulc
be counted.
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TA_MAXCONVW) <=num< 32K
Maximum number of simultaneous conversations in which clients and
servers on this machine can be involved.

TA_MAXGTTO <=num< 32K
Maximum number of simultaneous global transactions in which this machine
can be involved.

TA_MAXWSCLIENT <=num< 32K
Number of accesser entries on this machine to be reserved for workstation
clients. The number specified here takes a portion of the total accesser slots
specified with th@A_MAXACCESSER&tribute. The appropriate setting of
this parameter helps to conserve IPC resources since workstation client
access to the system is multiplexed through a BEA TUXEDO system
supplied surrogate, the workstation handler. It is an error to set this number
greater thailTA_ MAXACCESSERS

TA_MAXACLCACHELO <=num<= 32000
Number of entries in the cache used for ACL entries WReISECURITYis
set toACLOrMANDATORY_ACIT he appropriate setting of this parameter helps
to conserve on shared memory resources and yet reduce the number of disk
access to do ACL checking.

TA_TLOGDEVICE string[0...64]
The device (raw slice) or UNIX System file containing the BEA TUXEDO
filesystem that holds the DTP transaction log for this machine. The DTP
transaction log is stored as a BEA TUXEDO system VTOC table on the
device. This device or file may be the same as that specified for the
TA_TUXCONFIGttribute for this machine.

TA_TLOGNAMEstring[0...30]
The name of the DTP transaction log for this machine. If more than one DTP
transaction log exists on the saffre TLOGDEVICE they must have unique
namesTA_TLOGNAMEust be different from the name of any other table on
the TA_TLOGDEVICEwhere the DTP transaction log table is created.

TA _TLOGSIZE 1 <=num2K+1
The numeric size, in pages, of the DTP transaction log for this machine. The
TA_TLOGSIZE attribute value is subject to limits based on available space in
the BEA TUXEDO filesystem identified by thes_TLOGDEVICEattribute.
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TA_BRIDGE string[0...78]

Device name to be used by BRIDGEprocess placed on this logical machine

to access the network. This is a required value for participation in a networkec
application via aLl -based BEA TUXEDO system binary. This attribute is
not needed for sockets-based BEA TUXEDO system binaries.

TA_NADDRSstring[0...78]

Specifies the complete network address to be used IBRIDGEprocess

placed on the logical machine as its listening address. The listening addres:
for aBRIDGEIs the means by which it is contacted by oBRIDGEprocesses
participating in the application. This attribute must be set if the logical
machine is to participate in a networked application, that is, ifANeption

is set in ther_DOMAINTA_OPTIONSattribute value.

If string has the formoxhex-digits” or “\\xhex-digits” , it must

contain an even number of valid hex digits. These forms are translated
internally into a character array containing the hexadecimal representations
of the string specified. For TCP/IP addresses either the

"/l hostname:port "
or
"Il####pOE "

format is used.

TA_NLSADDRSstring[O0...78]

Network address used by ttisten (1) process servicing the network on
the node identified by this logical machine. This network address is of the
same format as that specified for tfre NADDRattribute above.

This attribute must be set if the logical machine is to participate in a
networked application, that is, if theN option is set in the
T_DOMAINTA_OPTIONSattribute value.

TA_CMPLIMIT: remote[,local]

Threshold message size at which compression will occuefotetraffic
and optionallylocal traffic. remoteandlocal may be either non-negative
numeric values or the string/f/AXLONG which is dynamically translated to
the maximum long setting for the machine. Setting only¢heotevalue will
defaultlocal to MAXLONG
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Limitation: This attribute value is not part of themACHINEobject for active
sites running BEA TUXEDO system Release 4.2.2 or earlier. However, site
release identification is not determined until run-time, so this attribute may be
set and accessed for any inactive object. When a BEA TUXEDO system
Release 4.2.2 or earlier site is activated, the configured value is not used.

TA_TMNETLOADO <=num< 32K
Service load added to any remote service evaluated during load balancing on
this machine.

Limitation: This attribute value is not part of theMACHINEobject for active
sites running BEA TUXEDO System Release 4.2.2 or earlier. However, site
release identification is not determined until runtime, so this attribute may be
set and accessed for any inactive object. When a BEA TUXEDO System
Release 4.2.2 or earlier site is activated, the configured value is not used.

TA_SPINCOUNTO <=num
Spincount used on this machine for pre-ticket user level semaphore access.
Defaults are built into the BEA TUXEDO system binaries on each machine.
These defaults may be overridden at runtime for tuning purposes using this
attribute. The spincount may be reset to the default built-in value for the site
by resetting this attribute value to 0. There is alSMaPINCOUNT
environment variable, which the system uses if the value is not set here or in
theubbconfig file.

Limitation: This attribute value is not part of theMACHINEobject for active
sites running BEA TUXEDO System Release 4.2.2 or earlier. However, site
release identification is not determined until runtime, so this attribute may be
set and accessed for any inactive object. When a BEA TUXEDO system
Release 4.2.2 or earlier site is activated, the configured value is not used.

TA_ROLE { MASTER|BACKUP|OTHER
The role of this machine in the applicatiomSTERndicates that this
machine is the master machiB&CKUPNdicates that it is the backup master
machine, andTHERIndicates that the machine is neither the master nor
backup master machine.

TA _MINOR 1 <=num
The BEA TUXEDO system minor protocol release number for this machine.

TA_RELEASE 1 <=num
The BEA TUXEDO system major protocol release number for this machine.
This may be different from thea_SWRELEASHor the same machine.
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MINENCRYPTBITS{0[40|128}
When establishing a network link to this machine, require at least this
minimum level of encryption. "0" means no encryption, while "40" and "128"
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is "0".

Limitation: Modifications to this attribute will not effect established network
links.

MAXENCRYPTBITS{0|40|128}
When establishing a network link, negotiate encryption up to this level. "0"
means no encryption, whilc "40" and "128" specify the encryption length (in
bits). The default is "128".

Limitation: Modifications to this attribute will not effect established network
links.

TA_MAXPENDINGBYTES. 00000 <=num<=MAXLONG
specifies a limit for the amount of space that can be allocated for messages
waiting to be transmitted by tilBRIDGEprocess.

TA_CURACCESSERS <=num< 32K
Number of clients and servers currently accessing the application either
directly on this machine or through a workstation handler on this machine.

TA_CURCLIENTS 0 <=num< 32K
Number of clients, both native and workstation, currently logged in to this
machine.

TA_CURCONW <=num< 32K
Number of active conversations with participants on this machine.

TA_CURGTTO <=num< 32K
Number of in use transaction table entries on this machine.

TA_CURRLOAD) <=num
Current service load enqueued on this machine. Limitation: If the
T_DOMAINTA_LDBAL attribute is N' or theT_DOMAINTA_MODE attribute is
"MP', then arFML32 NULL v alue is returned (0).

TA_CURWSCLIENTS) <=num< 32K
Number of workstation clients currently logged in to this machine.
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TA_HWACCESSERS <=num< 32K
High water number of clients and servers accessing the application either
directly on this machine or through a workstation handler on this machine.

TA_HWCLIENTSO0 <=num< 32K
High water number of clients, both native and workstation, logged in to this
machine.

TA_HWCON\W <=num< 32K
High water number of active conversations with participants on this machine.

TA_HWGTTO <=num< 32K
High water number of in use transaction table entries on this machine.

TA_HWWSCLIENTS® <=num< 32K
High water number of workstation clients currently logged in to this machine.

TA_NUMCONW) <=num
Number oftpconnect  (3c) operations performed from this machine.

TA_NUMDEQUEUR <=num
Number oftpdequeue (3c) operations performed from this machine.

TA_NUMENQUEUR <=num
Number oftpenqueue (3c) operations performed from this machine.

TA_NUMPOSTO <=num
Number oftppost  (3c) operations performed from this machine.

TA_NUMREQ <=num
Number oftpacall  (3c) ortpcall  (3c) operations performed from this
machine.

TA_NUMSUBSCRIBED <=num
Number oftpsubscribe  (3c) operations performed from this machine.

TA_NUMTRANO <=num
Number of transactions initiatedpbegin  (3c)) from this machine.

TA_NUMTRANABD <=num
Number of transactions abortetpgbort  (3c)) from this machine.

TA_NUMTRANCMOD <=num
Number of transactions committetbommit  (3c)) from this machine.
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Limitations

TA_PAGESIZE 1 <=num
Disk pagesize used on this machine.

TA_SWRELEASKstring|0...78]
Software release for binary on that machine or a 0-length string if binary is
not a BEA TUXEDO system master binary.

TA_HWACLCACHBD <=num
High water number of entries used in the ACL cache.

TA_ACLCACHEHITSO <=num
Number of accesses to the ACL cache that resulted in a "hit" (that is, the entry
was already in the cache).

TA_ACLCACHEACCES® <=num
Number of accesses to the ACL cache.

TA_ACLFAIL: 0 <=num
Number of accesses to the ACL cache that resulted in a access control
violation.

TA_WKCOMPLETED <=num
Total service load dequeued and processed successfully by servers running ¢
this machine. Note that for long running applications this attribute may
wraparound, that is, exceed the maximum value for a long, and start back a
0 again.

TA_WKINITIATED: O <=num
Total service load enqueued by clients/servers running on this machine. Note
that for long running applications this attribute may wraparound, that is,
exceed the maximum value for a long, and start back at 0 again.

SHMmode (se@_DOMAINTA_MODE) applications can have only omeMACHINE
object.MPmode (se@_DOMAINTA_MODE) applications with th&AN option set (see
T_DOMAINTA_OPTIONS may have up to the maximum number of configurable
T_MACHINEODbjects as defined by tife DOMAINTA_ MAXMACHINES&ttribute. Many
attributes of this class are tunable only when the application is inactive on the site.
Since the master machine at least must be active in a minimumly active application,
the use of the ATMI interface routines to administer the application is not possible with
respect to the master machine object. The fungpaxmcall  (3c) is being provided

as a means configuring an unbooted application and may be used to set these attribu
for the master machine.
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T_MSG CLASS

Overview  TheT_MSGclass represents run-time attributes of the BEA TUXEDO system managed
UNIX System message queues.

Attribute Table
T_MSG Class Definition Attribute Table
Attribute 1 Type Permissions Values Default
TA_LMID( k) string R--R--R-- LMID N/A
TA_MSGID(k) long R--R--R-- 1 <=num N/A
TA_STATE(k) string R--R--R-- GET"{ACT}" N/A
SETN/A N/A
TA_CURTIME long R--R--R-- 1 <=num N/A
TA_MSG_CBYTES long R-R--R-- 1 <=num N/A
TA _MSG_CTIME long R--R--R-- 1 <=num N/A
TA_MSG_LRPID long R--R--R-- 1 <=num N/A
TA _MSG_LSPID long R--R--R-- 1 <=num N/A
TA_MSG_QBYTES long R--R--R-- 1 <=num N/A
TA _MSG_QNUM long R--R--R-- 1 <=num N/A
TA _MSG_RTIME long R--R--R-- 1 <=num N/A
TA MSG_STIME long R--R--R-- 1 <=num N/A
(k) - GETkey field

1All attributes in Class MsSGare local attributes.

Attribute  TA_LMID: LMID
Semantics Logical machine identifier.
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TA_MSGID 1 <=num

UNIX System message queue identifier. Limitation: This is a UNIX
System-specific attribute that may not be returned if the platform on which
the application is being run is not UNIX-based.

TA_STATE

GET: ACTive
A GEToperation will retrieve run-time information for the selected
T_MSGobject(s). The following states indicate the meaning of a
TA_STATEreturned in response tazETrequest. States not listed
will not be returned.

ACTive T_MSGobject active. This corresponds exactly to the related
T_MACHINEobject being active.
SET:

SET operations are not permitted on this class.

TA_CURTIME 1 <=num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returnec
by the time(2) system call oh MSGTA_LMID. This attribute can be used to
compute elapsed time from tMeMSGTA_?TIME attribute values.

TA_MSG_CBYTESL <=num
Current number of bytes on the queue.

TA_MSG_CTIMEL <=num
Time of the last msgctl(2) operation that changed a member ofdgel_ds
structure associated with the queue.

TA_MSG_LRPID 1 <=num
Process identifier of the last process that read from the queue.

TA_MSG_LSPID 1 <=num
Process identifier of the last process that wrote to the queue.

TA_MSG_QBYTESL <=num
Maximum number of bytes allowed on the queue.

TA_MSG_QNUM <=num
Number of messages currently on the queue.
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TA_MSG_RTIME1 <=num
Time since the last read from the queue.

TA_MSG_STIME1 <=num
Time since the last write to the queue.

Limitations ~ This class is UNIX System-specific and may not be supported in hon-UNIX
implementations of BEA TUXEDO system.
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T_NETGROUP CLASS

Overview TheT_NETGROUERIlass represents application attributes of network groups. Network
groups are groups of LMIDs which can communicate ovel thélADDRhetwork
addresses defined in theNETMAFclass.

Attribute Table
Table 2: T_NETGROUP Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_NETGROUP(r)(* string  rU------- string[1...30] DEFAULTNET
)

TA_NETGRPNO(r )( * long rU------- 1<=num< 8192 N/A

)

TA_STATE(k) string  rw-r--r-- GET"{ vAL}" N/A
SET"{NEW|INV}" N/A

TA_NETPRIO( *) long  rwyrw---- 1 <=num< 8192 100

(r) - Required field for object creatioSET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operation

Attribute  TA_NETGROUBItring[1 . . .30]
Semantics Logical name of the network group. A group name is a string of printable
characters and cannot contain a point sign, comma, colon, or newline.

TA_NETGRPNQL <= num<= 8192
Group identifier associated with network group.

TA_STATE

GET {VALid }
A GEToperation will retrieve configuration information for the
selectedi_NETGROUBDbject(s). The following states indicate the
meaning of &A_STATEreturned in response to a GET request.
States not listed will not be returned.

VALI T_NETGROUBDbject is defined and inactive. Note that this is
d the only valid state for this claddETGROUPS&re never
ACTive.
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TA_NETPRIQ1 <=

None.

SET: {NEW|INValid}

a SET operation will update configuration information for the
selectedr_NETGROUPDbject. The following states indicate the
meaning of &A_STATEset in a SET request. States not listed may
not be set.

NEW

CreateT_NETGROUBDbject for application. State change
allowed only when in thiNValid  state. Successful return
leaves the object in théALid state.

unset

Modify an existingl_NETGROUBDbject. Only allowed in the
VALid state. Successful return leaves the object state
unchanged.

INVal
id

DeleteT_NETGROUBDbject from application. State change
allowed only when in th¥/ALid state and only if there are no
objects in th&_NETMARlass which have this network group
object as a key. Successful return leaves the object in the
INValid state.

num< 8192

The priority band for this network group. All network groups of equivalent
band priority will be used in parallel. If all network circuits of a certain

priority are torn down by the administrator or by network conditions, the next

lower priority circuit is used. Retries of the higher priority are attempted.

Note: In Release 6.4, parallel data circuits are prioritized by network group

number NETGRPNpPwithin priority group number. In future releases, a
different algorithm may be used to prioritize parallel data circuits.
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Overview TheT_NETMARclass associatd®_LMIDs frp, tjieT_MACHINEclass in th@M_MIBto a
TA_NETGROUBDbject from thel_NETGROUERIass. This class identifies which logical
machines belong to which network groupTA LMID ,au be om ,amUA_NETGROUP
groups. When one LMID connects to another LMID, BReDGEprocess determines
the subset of network groups to which the two LMIDs belong. When the apir of LMIDs
are in several common groups, they are sorted in descendimngETPRIOorder
(TA_NETGRPNGs the secondary sort key). The Network groups with the same
TA_NETPRIOwWiIll flow network data in parallel. Should a networking error prevent
data from flowing through all the highest priority group(s), only then the next lower
priority network group(s) are used for network traffailpver). All network groups
with a higher priority than the ones flowing data are retried periodically. Once a
network connection is established with a higheerNETPRIOvalue, no further data is
scheduled for the lower priority one. Once the lower priority connection is drained, it
is disconnected in an orderly fashidailpack).

Attribute Table
T_NETMAP Class Definition Attribute Table
Attribute Type Permissions Values Default
;’A_NETGROUP( r)(* string  ru------- string[1 . . . 30] N/A
TA_LMID(r)(*) string  ru------- string[1 . . . 30] N/A
TA_STATE string RW------- GET"{ VALI }" N/A
SET{NEWI|INV} " N/A
TA_NADDR string  rw-r--r-- string[1 . . . 78] o
TA_MINENCRYPTBIT string  rwWxrwx--- {0]40]128} 0
TA_MAXENCRYPTBIT string  rwWXrwx--- {0]40]128} 128
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

Attribute  TA_NETGROUPString
Semantics This is the name of the associated network group found in thETGROUP
class.
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TA_LMID: string
The logical machine name for tieMACHINEclass (inTM_MIB) for this
network mapping.

TA_STATE

GET {VALid }
A GEToperation will retrieve run-time information for the selected
T_NETMARobject(s). The following states indicate the meaning of a
TA_STATEreturned in response tazETrequest. States not listed
will not be returned.

VALid T_NETMARobject is defined. Note that this is the only valid
state for this class. Network mappings are never ACTive

SET: {NEW|INValid}
A SET operation will update configuration information for the
selectedr_NETMAPRobject. The following states indicate the
meaning of &A_STATESet in a&SETrequest. States not listed cannot

be set.

NEW CreateT_NETMARobject for application. State change
allowed only when in thiNValid  state. Successful return
leaves the object in tHéALid state.

unset Modify an existingT_NETMARobject. Successful return

leaves the object state unchanged.

INValid Deletes the given network mapping. If any network links
were active as a result of the mapping, they will be
disconnected. This disconnection may cause a state change
in T_BRIDGEOobjects (inTM_MIB) associated with the
network links.

TA_NADDRString
Specifies the complete network address to be used IBRIDGEprocess
placed in the logical machines as its listening address. The listening address
for aBRIDGEIs the mains by which it is contacted by otBRRIDGEprocesses
participating in the application, that is, if the LAN option is set in the
T_DOMAIN:TA_OPTIONSattribute value. I6tring has the form
“Oxhexa-digits,” it must contain an even number of valid hex digits. These
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forms are translated internally into a character array containing the
hexadecimal representations of the string specificd. For TCP/IP addresses
either the

“/lhostname:port”
or
“II# #.# #.port”

format is used

TA_MINENCRYPTBITS{0]40|128}

When establishing a network link to this machine, require at least this
minimum level of encryptiord means no encryption, whif® and128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The defawlt is

Limitation: Modifications to this attribute will not effect established network
links.

TA_MAXENCRYPTBITS{0]40|128}

None.

When establishing a network link, negotiate encryption up to this level.
means no encryption, whiio and128 specify the encryption length (in bits).
The default is128.

Limitation: Modifications to this attribute will not effect established network
links.

When the 128-bit encryption package is installed, MAXENCRYPTBITS
defaults to 128. When the 40-bit package is installed, the default is 40. Wher
no encryption package is installed, the default is 0 bits. Note that when
BRIDGEprocesses connect, they negotiate to the highest common
TA_MAXENCRYPTBITS

BEA TUXEDO Reference Manual



T_QUEUE CLASS

T_QUEUE CLASS

Overview

Attribute Table

TheT_QUEUEclass represents run-time attributes of queues in an application. These
attribute values identify and characterize allocated BEA TUXEDO system request
gqueues associated with servers in a running application. They also track statistics

related to application workloads associated with each queue object.

Note that when &EToperation with th#iB_LOCALflag is performed in a
multi-machine application, multiple objects will be returned for each active queue -

one object for each logical machine where local attribute values are collected.

T_QUEUE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_RQADDR(*) string R--R--R-- string[1...30] N/A
TA_SERVERNAME( k) string R--R--R-- string[1...78] N/A
TA_STATE(k) string R--R--R--  GET"{ ACT|MIG |SUS|PAR }' N/A

SETN/A N/A
TA _GRACE long R--R--R-- 0 <=num N/A
TA_MAXGEN long R--R--R-- 1 <=num< 256 N/A
TA_RCMD string R--R--R-- string[0...78] N/A
TA_RESTART string R--R--R-- "fYINY" N/A
TA_CONV string R--R--R-- “fYIN}" N/A
TA_LMID( k) string R--R--R-- LMID N/A
TA_RQID long R--R--R-- 1 <=num N/A
TA_SERVERCNT long R--R--R-- 1 <=num< 8K N/A
T_QUEUECIassLOCAL Attributes
TA _TOTNQUEUED long R-XR-XR-- 0 <=num N/A
TA TOTWKQUEUED long R-XR-XR-- 0 <=num N/A
TA_SOURCE(Kk) string R--R--R-- LMID N/A
TA_NQUEUED long R--R--R-- 0 <=num N/A
TA_WKQUEUED long R--R--R-- 0 <=num N/A

(k) - GETkey field
(*) - GET/SET key, one or more required f8ET operations
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Attribute  TA_RQADDRString[1...30]
Semantics Symbolic address of the request queue. Servers with the same
T_SERVERTA_RQADDRttribute value are grouped into a Multiple Server
Single Queue (MSSQ) set. Attribute values returned withGUEUEobject
apply to all active servers associated with this symbolic queue address.

TA_SERVERNAMBBtring[1...78]
Full pathname of the server executable file. The server identified by
TA_SERVERNAMIB running on the machine identified by the
T_QUEUETA_LMID attribute. When specified as a key field oaEr
operation, this attribute may specify a relative pathname; all appropriate full
pathnames will be matched.

TA_STATE

GET. { ACTive|MIGrating|SUSpended|PARtitioned }
A GEToperation will retrieve run-time information for the selected
T_QUEUEODbject(s). Thd_QUEUEclass does not address
configuration information directly. Configuration related attributes
discussed here must be set as part of the refaERVERobjects.
The following states indicate the meaning afta STATEreturned
in response to @ETrequest. States not listed will not be returned.

ACTive At least one server associated with thiQUEUE
object is active.

MIGrating The server(s) associated with thisQUEUBDbject is
currently in theMIGrating  state. See the
T_SERVERclass for more details on this state. This
state iSACTive equivalent for the purpose of
determining permissions.

SUSpended The server(s) associated with thisQUEUBDbject is
currently in theSUSpended state. See the
T_SERVERclass for more details on this state. This
state isACTive equivalent for the purpose of
determining permissions.

PARtitioned The server(s) associated with thisQUEUBDbject is
currently in thePARtitioned  state. See the
T_SERVERclass for more details on this state. This
state iSACTive equivalent for the purpose of
determining permissions.
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SET:
A SET operation will update run-time information for the selected
T_QUEUBDDbject. State changes are not allowed when updating
T_QUEUBbject information. Modification of an existing QUEUE
object is allowed only when the object is in #h&Tive state.

TA_GRACEQ <=num
The period of time, in seconds, over which Th@UEUETA_MAXGENimit
applies. This attribute is meaningful only for restartable servers, that is, if the
T _QUEUETA RESTARTattribute is set toY". A value of 0 for this attribute
indicates that a server should always be restarted.

TA_MAXGENL <=num< 256
Number of generations allowed for restartable servers
(T_QUEUETA_RESTART =="Y" ) associated with this queue over the
specified grace period (QUEUETA_GRACE The initial activation of each
server counts as one generation and each restart also counts as one.

TA_RCMDstring[O0...78]
Application specified command to be executed in parallel with the system
restart of application servers associated with this queue.

TA_RESTART{Y[N}
Servers associated with this queue are restartafifedt’ non-restartable
("N").

TA_CONV{Y|N}
Servers associated with this queue are conversational-basgdr("
request/response-based{"

TA_LMID: LMID
Logical machine on which servers associated with this queue are active.

TA_RQID: 1 <=num
UNIX System message queue identifier.
Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_SERVERCNTL <=num< 8K
Number of active servers associated with this queue.

TA_TOTNQUEUEM <=num
The sum of the queue lengths of this queue while it has been active. This sum
includes requests enqueued to and processed by servers that are no longer
active on the queue. Each time a new request is assigned to the queue, the sum
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is incremented by the length of the queue immediately before the new reques
is enqueued.

Limitation: If theT_DOMAINTA_LDBAL attribute is N' or the
T_DOMAINTA_MODEIattribute is MP, thenTA_TOTNQUEUEDB not returned.

In the same configuration, updates to this attribute are ignored. Consequently
when this attribute is return@d_LMID andTA_SOURCHave the same value.

TA_TOTWKQUEUED <=num
The sum of the workloads enqueued to this queue while it has been active.
This sum includes requests enqueued to and processed by servers that are
longer active on the queue. Each time a new request is assigned to the queu
the sum is incremented by the workload on the queue immediately before the
new request is enqueued.

Limitation: If theT_DOMAINTA_LDBAL attribute is N' or the

T_DOMAINTA_ MODEIlattribute is MP', thenTA_ TOTWKQUEUH® not

returned. In the same configuration, updates to this attribute are ignored.
Consequently, when this attribute is returmadLMID andTA_SOURCHave
the same value.

TA_SOURCELMID
Logical machine from which local attribute values are retrieved.

TA_NQUEUEDO <=num
Number of requests currently enqueued to this queue froMAttROURCE
logical machine. This value is incremented at enqueue time and decremente
when the server dequeues the request.

Limitation: If theT_DOMAINTA_LDBAL attribute is N' or the
T_DOMAINTA_MODEIlattribute is MP', thenTA_NQUEUEIs not returned.
Consequently, when this attribute is returmadLMID andTA_SOURCHave
the same value.

TA_WKQUEUEMD <=num
Workload currently enqueued to this queue fromTtheSOURCHogical
machine. If ther_DOMAINTA_MODElattribute is set teHMand the
T_DOMAINTA_LDBAL attribute is set toY" then this attribute reflects the
application-wide workload enqueued to this queue. Howevea, ifilODELs
set toMPandTA_LDBALIs set to V", this attribute reflects the workload
engueued to this queue from thee SOURCHogical machine during a recent
timespan. This attribute is used for load balancing purposes. So as to not
discriminate against newly started servers, this attribute value is zeroed out
on each machine periodically by tRBL.

Limitations  None.
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T_ROUTING CLASS

Overview  TheT_ROUTINGclass represents configuration attributes of routing specifications for
an application. These attribute values identify and characterize application data
dependent routing criteria with respect to field names, buffer types, and routing

definitions.
Attribute Table
T_ROUTING Class Definition Attribute Table
Attribute Type Permissions Values Default
TA_ROUTINGNAME(r)(*) string  ru-r--r-- string[1...15] N/A
TA_BUFTYPE(r)(*) string  ru-r--r-- string[1...256] N/AL
TA_FIELD(r)(K)(*) string  ru-r--r-- string[1...30] N/AL
TA_RANGES(r) carray  rw-r--r-- carray[1...2048] N/A
TA_STATE(k) string  rw-r--r-- GET:"{VAL" N/A
SET:"{NEW|INV}" N/A
(k) - GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

1TA_BUFTYPEONly applies to BEA TUXEDO data-dependent routing criteria. The
specifiedu (uniqueness) permission applies only in the relevant case. That is: the
combination ofTA_ROUTINGNAMEA_TYPEandTA_BUFTYPEmust be unique for
TA_TYPE=SERVICE

TheTA_TYPEattribute determines the permissible attributes fomrtheROUTING

object. TYPE=SERVICE corresponds to BEA TUXEDO data-dependent routing
criteria. The default ISERVICE SET operations are assumed to be for data-dependent
routing if NOTA_TYPEIs specified.

Attribute  TA_ ROUTINGNAMEstring[1...15]
Semantics Routing criteria name.
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TA_BUFTYPEtypel:subtypel[,subtype2 . ]][ ;typed:subtyped ... 1] . ..

List of types and subtypes of data buffers for which this routing entry is valid.
A maximum of 32 type/subtype combinations are allowed. The types are
restricted to be one &ML, VIEW, X_C_TYPE or X_COMMONNO subtype can

be specified for typ€ML, and subtypes are required for typeEw,

X_C_TYPE andX_COMMOQ*" is not allowed). Note that subtype names
should not contain semicolon, colon, comma, or asterisk characters.
Duplicate type/subtype pairs can not be specified for the same routing criteria
name; more than one routing entry can have the same criteria name as long:
the type/subtype pairs are unique. If multiple buffer types are specified for a
single routing entry, the data types of the routing field for each buffer type
must be the same.

TA_FIELD: string[1...30]

WhenTA_TYPE=SERVICEthis field is assumed to be an FML buffer or view
field name that is identified in an FML field table (using A®TBLDIR and
FIELDTBLS environment variables) or an FML view table (usinguf®w~DIR
andVIEWFILES environment variables), respectively. This information is
used to get the associated field value for data dependent routing during the
sending of a message.

TA_RANGEScarray[1...2048]

The ranges and associated server groups for the routing field. The format of
string IS a comma-separated, ordered list of range/group name pairs. A
range/group name pair has the following format:

lower[-upper]:group

lower andupper are signed numeric values or character strings in single
guotesJower must be less than or equalgper . To embed a single quote

in a character string value, it must be preceded by two backslashes (for
example,;O\'Brien’ ). The valuemIN can be used to indicate the minimum
value for the data type of the associated field on the machine. Themmsiue
can be used to indicate the maximum value for the data type of the associate
field on the machine. ThugvIN--5” is all numbers less than or equal to -5,
and“6-MAX” is all numbers greater than or equal to 6.

The meta-character-™ (wild-card) in the position of a range indicates any
values not covered by the other ranges previously seen in the entry; only one
wild-card range is allowed per entry and it should be last (ranges following it
will be ignored).
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The routing field can be of any data type supporteéd/in A numeric routing
field must have numeric range values, and a string routing field must have
string range values.

String range values for string, carray, and character field types must be placed
inside a pair of single quotes and can not be preceded by a sign. Short and
long integer values are a string of digits, optionally preceded by a plus or
minus sign. Floating point numbers are of the form accepted by the C
compiler or atof(3): an optional sign, then a string of digits optionally
containing a decimal point, then an optional e or E followed by an optional
sign or space, followed by an integer.

The group name indicates the associated group to which the request is routed
if the field matches the range. A group nameof ndicates that the request
can go to any group where a server offers the desired service.

Limitation: Attribute values greater than 256 bytes in length will disable
interoperability with BEA TUXEDO Release 4.2.2 and earlier.

TA_STATE

GET: {VALid}
A GEToperation will retrieve configuration information for the
selectedr_ROUTINGobject(s). The following states indicate the
meaning of &A_STATEreturned in response t@&&Trequest. States
not listed will not be returned.

VALid T_ROUTINGobject is defined. Note that this is the only valid
state for this class. Routing criteria are ned€five ; rather,
they are associated through the configuration with service
names and are acted upon at runtime to provide data dependent
routing. This state iNActive  equivalent for the purpose of
permissions checking.

SET: {NEW|INValid}
A SET operation will update configuration information for the
selectedr_ROUTINGobject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may
not be set.
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NEW

CreateT_ROUTINGobject for application. State change
allowed only when in thiNValid  state. Successful return
leaves the object in theéALid state.

unset

Modify an existingr_ROUTINGobject. This combination is
not allowed in théNValid state. Successful return leaves
the object state unchanged.

INValid

DeleteT_ROUTINGobject for application. State change
allowed only when in th¥ALid state. Successful return
leaves the object in tHBlValid state.

Limitations  None.
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T_SERVER CLASS

Overview  TheT_SERVERclass represents configuration and run-time attributes of servers within
an application. These attribute values identify and characterize configured servers as
well as provide run-time tracking of statistics and resources associated with each
server object.

Attribute Table
T_SERVER Class Definition Attribute Table
Attribute Type Permissions Values Default
TA_SRVGRP(r)(*) string  ru-r--r-- string[1...30] N/A
TA_SRVID(r)(*) long  ru-r--r-- 1 <=num< 30,001 N/A
TA_SERVERNAME(k)(r) string  rw-r--r-- string[1...78] N/A
TA_GRPNO(k) long  r--r--r-- 1 <=num< 30,000 N/A
TA_STATE(k) string  rwxr-xr-- GET"{ ACT|INA|MIG|CLE| N/A
RES|SUS|PAR|DEA}"
SET:"{NEW|INVJACT|INA  N/A
|[DEA}"
TA_BASESRVID long  r--r--r-- 1 <=num< 30,001 N/A
TA_CLOPT string  rwyr--r-- string[0...256] AT
TA_ENVFILE string  rwyr--r-- string[0...78]
TA_GRACE long  rwyr--r-- 0 <=num 86,400
TA_MAXGEN long  rwyr--r-- 1 <=num< 256 1
TA _MAX long  rwxr--r-- 1 <=num< 1,001 1
TA_MIN long  rwyr--r-- 1 <=num< 1,001 1
TA_RCMD string  rwyr--r-- string[0...78]
TA_RESTART string  rwyr--r-- "{YIN}" N
TA_SEQUENCE(K) long  rwxr--r-- 1 <=num< 10,000 >=10,000
TA_SYSTEM_ACCESS string  rwyr--r-- "{FASTPATHIPROTECTEP (1
TA_CONV(k) string  rw-r--r-- "{YIN}" N
TA REPLYQ string  rw-r--r-- "{YIN}" N
TA_RPPERM long  rw-r--r-- 0001 <=num<= 0777 (1)
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T_SERVER Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_RQADDR(k) string  rw-r--r-- string[0...30] "GRPNO.SRVID
TA_RQPERM long  rw-r--r-- 0001 <=num<= 0777 A
TA_LMID(k) string R--R--R-- LMID N/A
TA_GENERATION long R--R--R-- 1 <=num< 32K N/A
TA_PID(k) long R--R--R-- 1 <=num N/A
TA_RPID long R--R--R-- 1 <=num N/A
TA_RQID long R--R--R-- 1 <=num N/A
TA_TIMERESTART long R--R--R-- 1 <=num N/A
TA_TIMESTART long R--R--R-- 1 <=num N/A
T_SERVERCIlass LOCAL Attributes
TA_NUMCONYV long R-XR-XR-- 0 <=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0 <=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0 <=num N/A
TA_NUMPOST long R-XR-XR-- 0 <=num N/A
TA_NUMREQ long R-XR-XR-- 0 <=num N/A
TA_NUMSUBSCRIBE long R-XR-XR-- 0 <=num N/A
TA_NUMTRAN long R-XR-XR-- 0 <=num N/A
TA_NUMTRANABT long R-XR-XR-- 0 <=num N/A
TA_NUMTRANCMT long R-XR-XR-- 0 <=num N/A
TA_TOTREQC long R-XR-XR-- 0 <=num N/A
TA_TOTWORKL long R-XR-XR-- 0 <=num N/A
TA_CLTLMID string R--R--R-- LMID N/A
TA_CLTPID long R--R--R-- 1 <=num N/A
TA_CLTREPLY string R--R--R-- "fYIN}" N/A
TA_CMTRET string R--R--R-- "{COMPLETE|LOGGBED N/A
TA_CURCONV long R--R--R-- 0 <=num N/A
TA_CURREQ long R--R--R-- 0 <=um N/A
TA_CURRSERVICE string R--R--R-- string[0...15] N/A
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T_SERVER Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_CURTIME long R--R--R-- 1 <=num N/A
TA_LASTGRP long R--R--R-- 1 <=num< 30,000 N/A
TA_SVCTIMEOUT long R--R--R-- 0 <=num N/A
TA_TIMELEFT long R--R--R-- 0 <=num N/A
TA _TRANLEV long R--R--R-- 0 <=num N/A

(k) - GETkey field
(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

IDefaults to value set for this attribute in ClasBOMAIN

Attribute
Semantics

TA_SRVGRPstring[1...30]
Logical name of the server group. Server group names cannot contain an
asterisk (*), comma, or colon.

TA_SRVID: 1 <=num< 30,001
Unique (within the server group) server identification number.

TA_SERVERNAMBtring[1...78]
Name of the server executable file. The server identifietkbERVERNAME
will run on the machine(s) identified by tieGROUFTA_LMID attribute for
this server's server group. If a relative pathname is given, then the search for
the executable file is done firstim_APPDIR, then inTA_TUXDIR/bin , then
in/oin  and/usr/bin , and then in <path>, where <path> is the value of the
first PATH= line appearing in the machine environment file, if one exists. Note
that the attribute value returned for an active server will always be a full
pathname. The values foa_APPDIRandTA_TUXDIR are taken from the
appropriatel_MACHINEObject. See discussion of the
T_MACHINETA_ENVFILE attribute for a more detailed discussion of how
environment variables are handled.

TA_GRPNO1 <=num< 30,000
Group number associated with this server's group.
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TA_STATE

GET{ ACTive|INActive|MIGrating| CLEaning|RE Starting| SUSpende
d|PARtitioned|DEAd  }
A GEToperation will retrieve configuration and run-time
information for the selectetl SERVERobject(s). The following
states indicate the meaning of & STATEreturned in response to a
GETrequest. States not listed will not be returned.

ACTive T_SERVERobject defined and active. This is not an
indication of whether the server is idle or busy. An
active server with a non 0-lengih_CURRSERVICE
attribute should be interpreted as a busy server, that is,
one that is processing a service request.

INActive T_SERVER object defined and inactive.

MIGrating T_SERVERobject defined and currently in a state of
migration to the server group's secondary logical
machine. The secondary logical machine is the one
listed inT_GROUPA_LMID attribute that does not
match theT GROUPA_CURLMIDattribute. This
state iSACTive equivalent for the purpose of
determining permissions.

CLEaning T_SERVERobject defined and currently being cleaned
up by the system after an abnormal death. Note that
restartable servers may enter this state if they exceed
TA_MAXGENM(tarts/restarts within theltA_ GRACE
period. This state iACTive equivalent for the
purpose of determining permissions.

REStarting T_SERVERbbject defined and currently being
restarted by the system after an abnormal death. This
state iSACTive equivalent for the purpose of
determining permissions.

SUSpended T_SERVERbbject defined and currently suspended
pending shutdown. This stateA€Tive equivalent
for the purpose of determining permissions.
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PARtitioned T_SERVERbbject defined and active; however, the
machine where the server is running is currently
partitioned from thd_DOMAINTA_MASTERsite.
This state iACTive equivalent for the purpose of
determining permissions.

DEAd T_SERVERbbject defined, identified as active in the
bulletin board, but currently not running due to an
abnormal death. This state will exist only until B&L
local to the server notices the death and takes action
(REStarting|CLEaning ). Note that this state will
only be returned if th®lIB_LOCAL TA_FLAGSvalue
is specified and the machine where the server was
running is reachable. This stat&AiSTive equivalent
for the purpose of determining permissions.

SET: {NEW|INValid|ACTive|INActive| DEAd}
A SEToperation will update configuration and run-time information
for the selected_SERVERobject. The following states indicate the
meaning of &A_STATEset in aSET request. States not listed may

not be set.

NEW CreateT_SERVERbbject for application. State change
allowed only when in theNValid  state. Successful
return leaves the object in th¢Active  state.

unset Modify an existingl_SERVERobject. This combination is
allowed only when in th&CTive orINActive state.
Successful return leaves the object state unchanged.

INValid DeleteT_SERVERobject for application. State change

allowed only when in théNActive  state. Successful
return leaves the object in théValid state.
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ACTive

Activate theT_SERVERbbject. State change allowed only
when in thdNActive  state. (Servers in thélGrating

state must be restarted by setting the
T_GROUBPA_STATEto ACTive .) For the purpose of
determining permissions for this state transition, the active
object permissions are considered (that is, --X--X--X).
Successful return leaves the object inAl@Tive state.
TheTMIB_NOTIFY TA_FLAG value should be used

when activating a server if status on the individual server
is required.

INActive

Deactivate thd_SERVERbbject. State change allowed
only when in theACTive state. Successful return leaves
the object in théNActive  state. Th@MIB_NOTIFY
TA_FLAGvalue should be used when deactivating a server
if status on the individual server is required.

DEAd

Deactivate thd_SERVERobject by sending the server a
SIGTERMSsignal followed by &IGKILL signal if the
server is still running after the appropriate timeout interval
(seeTA_MIBTIMEOUTIn MIB(5)). Note that by default, a
SIGTERMSsignal will cause the server to initiate orderly
shutdown and the server will become inactive even if it is
restartable. If a server is processing a long running service
or has chosen to disable tSESTERMsignal, then

SIGKILL may be used and will be treated by the system
as an abnormal termination. State change allowed only
when in theACTive or SUSpended state. Successful
return leaves the object in tiéActive , CLEaning or
REStarting  state.

TA_BASESRVID 1 <=num< 30,001
Base server identifier. For servers witfia MAXattribute value of 1, this
attribute will always be the same®s SRVID. However, for servers with a
TA_MAXxvalue greater than 1, this attribute indicates the base server identifier
for the set of servers configured identically.

TA_CLOPT string[0...256]

Command line options to be passed to server when it is activated. See the
servopts  (5) reference page for details. Limitation: Run-time modifications
to this attribute will not affect a running server.
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TA_ENVFILE: string[0...78]
Server specific environment file. SEEMACHINETA_ENVFILE for a
complete discussion of how this file is used to modify the environment.
Limitation: Run-time modifications to this attribute will not affect a running
server.

TA_GRACEQO <=num
The period of time, in seconds, over which Th6é ERVERTA_MAXGENimit
applies. This attribute is meaningful only for restartable servers, that is, if the
T_SERVERTA_RESTARTattribute is set toy". When a restarting server would
exceed th&A_MAXGENmMIt but theTA_GRACHPeriod has expired, the system
resets the current generatidn $ERVERTA_GENERATIONto 1 and resets the
initial boot time {_SERVERTA_TIMESTART) to the current time. A value of
0 for this attribute indicates that a server should always be restarted.

Note that servers sharing a request queue (that is, equal values for
T_SERVERTA_RQADDRshould have equal values for this attribute. If they
do not, then the first server activated will establish the run-time value
associated with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server's configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA_MAXGENL <=num< 256
Number of generations allowed for a restartable server
(T_SERVERTA_RESTART =="Y" ) over the specified grace period
(T_SERVERTA_GRACIE The initial activation of the server counts as one
generation and each restart also counts as one. Processing after the maximum
generations is exceeded is discussed above with reSpeCtGRACE

Note that servers sharing a request queue (that is, equal values for
T_SERVERTA_RQADDRshould have equal values for this attribute. If they do
not, then the first server activated will establish the run-time value associated
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server's configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
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subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA_MAX 1 <=num< 1,001

TA_MIN:

Maximum number of occurrences of the server to be booted. Initially,
tmboot (3¢) bootsT_SERVERTA_MIN objects of the server, and additional
objects may be started individually (by starting a particular server id) or
through automatic spawning (conversational servers only). Run-time
modifications to this attribute will affect all running servers in the set of
identically configured servers (s&e_BASESRVIDabove) as well as the
configuration definition of the server.

1 <=num< 1,001

Minimum number of occurrences of the server to be booted by. If a
T_SERVERTA_RQADDRs specified andA_MIN is greater than 1, then the
servers will form an MSSQ set. The server identifiers for the servers will be
T_SERVERTA_SRVID up toTA_SRVID + T_SERVERTA_MAX- 1. All

occurrences of the server will have the same sequence number, as well as a
other server parameters.

Limitation: Run-time modifications to this attribute will not affect a running
server.

TA_RCMDstring[0...78]

Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executable UNIX
System file.

Note that servers sharing a request queue (that is, equal values for
T_SERVERTA_RQADDRshould have equal values for this attribute. If they do
not, then the first server activated will establish the run-time value associatec
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server's configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

BEA TUXEDO Reference Manual



T_SERVER CLASS

TA_RESTART{Y|N}
Restartable (") or non-restartable () server. If server migration is
specified for this server group_(DOMAINTA_OPTIONS/MIGRATEand
T_GROUPFTA_LMID with alternate site), then this attribute must be set'to "
Note that servers sharing a request queue (that is, equal values for
T_SERVERTA_RQADDRshould have equal values for this attribute. If they do
not, then the first server activated will establish the run-time value associated
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server's configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA_SEQUENCEL <=num< 10,000
Specifies when this server should be bootaubot (1) ) or shutdown (
tmshutdown (1) ) relative to other servers. SERVERobjects added without
aTA_SEQUENCHttribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Servers are bootestmyot (1) in increasing
order of sequence number and shutdowmtsjutdown (1) in decreasing
order. Run-time modifications to this attribute affect anbpot (1) and
tmshutdown (1) and will affect the order in which running servers may be
shutdown by a subsequent invocationnadhutdown (1).

TA_SYSTEM_ACCESSFASTPATH|PROTECTED
Mode used by BEA TUXEDO system libraries within this server process to
gain access to BEA TUXEDO system's internal tables. See
T_DOMAINTA_SYSTEM_ACCES®r a complete discussion of this attribute.

Limitation: Run-time modifications to this attribute will not affect a running
server.

TA_CONV{Y|N}
Conversational serverY") or request/response servex{.

TA_REPLYQ{VY|N}
Allocate a separate reply queue for the servarREPLYQ =="Y" ). MSSQ
servers that expect to receive replies should set this attribut& to "
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TA_RPPERMO0001 <=num<= 0777
UNIX System permissions for the server's reply queue. If a separate reply
queue is not allocated (SERVERTA_REPLYQ=="N" ), then this attribute is
ignored. Limitation: This is a UNIX System specific attribute that may not be
returned if the platform on which the application is being run is not
UNIX-based.

TA_RQADDRString[0...30]
Symbolic address of the request queue for the server. Specifying the same
TA_RQADDRttribute value for more than one server is the way multiple
server, single queue (MSSQ) sets are defined. Servers with the same
TA_RQADDRttribute value must be in the same server group.

TA_RQPERMI001 <=num<= 0777
UNIX System permissions for the server's request queue.

Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_LMID: LMID
Current logical machine on which the server is running.

TA_GENERATION1 <=num< 32K
Generation of the server. When a server is initially bootetmiieot (1) or
activated through them_MIB(5), its generation is set to 1. Each time the
server dies abnormally and is restarted, its generation is incremented. Note
that whenT_SERVERTA MAXGENs exceeded antl SERVERTA GRACEhas
expired, the server will be restarted with the generation reset to 1.

TA_PID: 1 <=num
UNIX System process identifier for the server. Note that this may not be a
unique attribute since servers may be located on different machines allowing
for duplication of process identifiers.

Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_RPID: 1 <=num
UNIX System message queue identifier for the server's reply queue. If a
separate reply queue is not allocatedSERVERTA_REPLYQ =="N" ), then
this attribute value will be the sameTasSERVERTA_RQID.

Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.
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TA_RQID: 1 <=num
UNIX System message queue identifier for the server's request queue. If a
separate reply queue is not allocatedSERVERTA_REPLYQ =="N" ), then
this attribute value will be the same®SERVERTA_RPID.

Limitation: This is a UNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_TIMERESTART 1 <=num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
time(2) system call om_SERVERTA_LMID, when the server was last started
or restarted.

TA_TIMESTART 1 <=num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
time(2) system call om_SERVERTA_LMID, when the server was first started.
Restarts of the server do not reset this value; however, if
T_SERVERTA_MAXGENs exceeded antd SERVERTA_GRACHS expired, this
attribute will be reset to the time of the restart.

TA_NUMCON\) <=num
Number of conversations initiated by this servertpéannect (3c).

TA_NUMDEQUEUR <=num
Number of dequeue operations initiated by this servepuigueue (3c).

TA_NUMENQUEUR <=num
Number of enqueue operations initiated by this servepeigueue (3c).

TA_NUMPOSTO <=num
Number of postings initiated by this server tipost (3c).

TA_NUMREQ <=num
Number of requests made by this servenpdall (3c) ortpacall (3c).

TA_NUMSUBSCRIBED <=num
Number of subscriptions made by this servenpsabscribe  (3c).

TA_NUMTRAND <=num
Number of transactions begun by this server since its last (re)start.

TA_NUMTRANABTO <=num
Number of transactions aborted by this server since its last (re)start.
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TA_NUMTRANCMO <=num
Number of transactions committed by this server since its last (re)start.

TA_TOTREQCO <=num
Total number of requests completed by this server. For conversational server
(T_SERVERTA_CONV =="Y" ), this attribute value indicates the number of
completed incoming conversations. This is a run-time attribute that is kept
across server restart but is lost at server shutdown.

TA_TOTWORKIO <=num
Total workload completed by this server. For conversational servers
(T_SERVERTA_CONV =="Y" ), this attribute value indicates the workload of
completed incoming conversations. This is a run-time attribute that is kept
across server restart but is lost at server shutdown.

TA_CLTLMID: LMID
Logical machine for the initiating client or server. The initiating client or
server is the process that made the service request that the server is current
working on.

TA_CLTPID: 1 <=num
UNIX System process identifier for the initiating client or server. Limitation:
This is a UNIX System specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_CLTREPLY {Y|N}
The initiating client or server is expecting a reply"j"or is not expecting a
reply ("N").

TA_CMTRET{COMPLETE|LOGGED
Setting of therP_COMMIT_CONTRGtharacteristic for this server. See the
description of the BEA TUXEDO system ATMI functiggscmt (3) for
details on this characteristic.

TA_CURCONM <=num
Number of conversations initiated by this servertpéannect (3c) that are
still active.

TA CURREQO <=num
Number of requests initiated by this servertgiall (3c) ortpacall (3c)
that are still active.

TA_CURRSERVICEstring[0...15]
Service name that the server is currently working on, if any.
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Limitations

TA_CURTIME 1 <=num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by the time(2) system call dh SERVERTA_LMID. This attribute can be used
to compute elapsed time from theSERVERTA_TIMESTARTand
T_SERVERTA_TIMERESTARTattribute values.

TA_LASTGRP 1 <=num< 30,000
Server group numbeT (GROUPTA_GRPN{of the last service request made
or conversation initiated from this server outward.

TA_SVCTIMEOUTO <=num
Time left, in seconds, for this server to process the current service request, if
any. A value of 0 for an active service indicates that no timeout processing is
being done. See_SERVICETA_SVCTIMEOUTor more information.

TA_TIMELEFT: O <=num
Time left, in seconds, for this server to receive the reply for which it is
currently waiting before it will timeout. This timeout may be a transactional
timeout or a blocking timeout.

TA_TRANLEV 0 <=num
Current transaction level for this server. 0 indicates that the server is not
currently involved in a transaction.

None.
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Overview

TheT_SERVICEclass represents configuration attributes of services within an
application. These attribute values identify and characterize configured services. A
T_SERVICE object provides activation time configuration attributes for services not
specifically configured as part of theSVCGRReclass. Run-time information about
services active in the application is provided solely througiT tis&CGRFRclass.
Run-time updates to thie SERVICE class are usually not reflected in activéVCGRP
objects fA_ROUTINGNAMIS the exception).

Both theT_SERVICE class and th& SVCGRRclass define activation time attribute
settings for service names within the application. When a new service is activated
(advertised), either due to initial activation of a server or due to a call to

tpadvertise  (3c), the following hierarchy exists for determining the attribute values
to be used at service startup time.

1. If a matching configure@l_SVCGRPobject exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if a matching configur&dSERVICE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured SVCGRPobjects are found with matching
TA_SERVICENAMERttribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application services is completely
optional, that is, services advertised by servers as they are activated will take on the
established default service attribute values if configured values are not available (se
above for description of how attribute values are identified at service activation time).
Service names to be offered by a server are built in at runtimeugserver (1))

and may be overridden by the command line options specified for a server object (se
T_SERVERTA_CLOPTandservopts (5)).
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Attribute Table

T_SERVICE Class Definition Attribute Table

Attribute Type Permissions Values Default
;’A_SERVICENAME( r)(* string  ru-r--r-- string[1...15] N/A
TA_STATE(K) string  rw-r--r-- GET"{ACT|INA}" N/A

SET"{NEW[INV}" N/A

TA_AUTOTRAN string  rwyr--r-- "{Y|N}" "N
TA_LOAD long  rwyr--r-- 1 <=num< 32K 50
TA_PRIO long  rwyr--r-- 1<=num<101 50
TA_SVCTIMEOUT long  rwyr--r-- 0 <=num 0
TA_TRANTIME long  rwyr--r-- 0 <=num 30
TA_BUFTYPE string  rw-r--r-- string[1...256] "ALL"
TA_ROUTINGNAME string  rwxr--r-- string[0...15]

(k) - GETkey field

(r) - Required field for object creatioBET TA_STATE NEW
(*) - GET/SET key, one or more required f8ET operations

Attribute  TA_SERVICENAMEString[1...15]
Service name.

Semantics

TA_STATE

GET: {ACTive|INActive}
A GEToperation will retrieve configuration information for the
selectedr_SERVICE object(s). The following states indicate the
meaning of &#A_STATEreturned in response t@&&Trequest. States
not listed will not be returned.

ACTive T_SERVICEOobject is defined and at least oheSVCGRP
object with a matchingA_SERVICENAMRalue is
active.

INActive T_SERVICEobject is defined and no T_SVCGRP object

with a matchingrA_SERVICENAMRalue is active.
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SET: {NEW/|INValid}

A SET operation will update configuration information for the
selectedr_SERVICE object. The following states indicate the
meaning of &A_STATESset in aSET request. States not listed may

not be set.

NEW

CreateT_SERVICE object for application. State change
allowed only when in thiNValid  state. Successful return
leaves the object in tHBlActive  state. Limitation:
Unconfigured services may still be active by virtue of a
server advertising them. In this case, the creation of a new
T_SERVICEOobject is not allowed.

unset

Modify an existingl_SERVICEobject. This combination is
not allowed in théNValid state. Successful return leaves
the object state unchanged.

INValid

DeleteT_SERVICE object for application. State change
allowed only when in theNActive  state. Successful
return leaves the object in thé¢Valid state.

TA_AUTOTRAN{Y|N}

Automatically begin a transactiony() when a service request message is
received for this service if the request is not already in transaction mode.
Limitation: Run-time updates to this attribute are not reflected in active

T_SVCGRPRobjects.

TA _LOAD 1 <=num< 32K

This T_SERVICE object imposes the indicated load on the system. Service
loads are used for load balancing purposes, that is, queues with higher
enqueued workloads are less likely to be chosen for a new request. Service
loads have meaning only if the DOMAINTA_LDBALIs set to Y".

Limitation: Run-time updates to this attribute are not reflected in active

T_SVCGRPRobjects.

TA_PRIO: 1 <=num< 101

This T_SERVICE object has the indicated dequeuing priority. If multiple
service requests are waiting on a queue for servicing, the higher priority
requests will be serviced first.

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.
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TA_SVCTIMEOUTO <=num
Time limit (in seconds) for processing requests for this service name. Servers
processing service requests for this service will be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of 0 for this attribute indicates that the service should not be abortively
terminated.

Limitations: Run-time updates to this attribute are not reflected in active
T_SVCGRPRobjects. This attribute value is not enforced on BEA TUXEDO
System Release 4.2.2 sites or earlier.

TA_TRANTIME O <=num
Transaction timeout value in seconds for transactions automatically started
for thisT_SERVICE object. Transactions are started automatically when a
request not in transaction mode is received and tBERVICETA_AUTOTRAN
attribute value for the service ig™

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRPobjects.

TA_BUFTYPE type:subtypel[,subtype2 . ]|[ ;typed:subtyped ... 1]] . ..
List of types and subtypes of data buffers accepted by this service. Up to 32
type/subtype combinations are allowed. Types of data buffers provided with
BEA TUXEDO system areéML (for FMLbuffers),VIEW, X_C_TYPE or
X_coMMofor FMLviews), STRING (for NULL terminated character arrays),
andCARRAYor X_OCTET(for a character array that is neither encoded nor
decoded during transmission). Of these types, iy, X_C_TYPE and
X_COMMONave subtypes. XIEW subtype gives the name of the particular
VIEW expected by the service. Application types and subtypes can also be
added (seeuxtypes (5)). For a buffer type that has subtypes, “*” can be
specified for the subtype to indicate that the service accepts all subtypes for
the associated buffer type.

A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (segtypes (5)). If theTA_BUFTYPE
attribute value is set taLL, that service will accept all buffer types found in
its buffer type switch.

A type name can be 8 characters or less in length and a subtype name can be
16 characters or less in length. Note that type and subtype names should not
contain semicolon, colon, comma, or asterisk characters.
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Limitation: This attribute value represents the buffer types that must be
supported by each and every instance of an application service with this
service name. Since this attribute value is processed at service activation time
updates to this attribute are allowed only when there are no acBVEGRP
objects with matching service names.

TA_ROUTINGNAMEString[0...15]
This T_SERVICE object has the indicated routing criteria name. Active
updates to this attribute will be reflected in all associateVCGRRobjects.

Limitations  None.
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Overview

TheT_SVCGRFclass represents configuration and run-time attributes of
services/groups within an application. These attribute values identify and characterize
configured services/groups, and provide run-time tracking of statistics and resources
associated with each object.

Both theT_SERVICE class and th& SVCGRRlass define activation time attribute
settings for service names within the application. When a new service is activated
(advertised), either due to initial activation of a server or due to a call to

tpadvertise  (3c), the following hierarchy exists for determining the attribute values
to be used at service startup time.

1. If a matching configure@_SVCGRPRobject exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if a matching configur@dSERVICE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured SVCGRPRobjects are found with matching
TA_SERVICENAMHttribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application services is completely
optional, that is, services advertised by servers as they are activated will take on the
established default service attribute values if configured values are not available (see
above for description of how attribute values are identified at service activation time).
Service names to be offered by a server are built in at runtimeuigserver (1))

and may be overridden by the command line options specified for a server object (see
T_SERVERTA_CLOPTandservopts (5).

Once ar_SVCGRPRobject is active, it is represented solely by thevVCGRRlass. A
particular service name/group name combination may have more than one associated
T_SVCGRRlass at runtime if there are multiple servers within the group offering the
service.
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Attribute Table

T_SVCGRP Class Definition Attribute Table

Attribute Type Permissions Values Default
;rA_SERVICENAME( r)(* string  ru-r--r-- string[1...15] N/A
TA_SRVGRP(r)(*) string  ru-r--r-- string[1...30] N/A
TA_GRPNO( k) long  r--r--r-- 1 <=num< 30,000 N/A
TA_STATE(K) string  rwxr-xr-- GET"{ ACT|INA |SUS|PAR }" N/A

SET"{ NEW|INV |ACT|INA|SUS }" NI/A
TA_AUTOTRAN string  rwxr-xr-- "{Y|IN}" "N
TA_LOAD long  rwxr-xr-- 1 <=num< 32K 50
TA_PRIO long  rwxr-xr-- 1 <=num< 101 50
TA_SVCTIMEOUT long  rwyr-yr-- 0 <=num 0
TA_TRANTIME long  rwxr-xr-- 0 <=num 30
TA_LMID(k) string R--R--R-- LMID N/A
TA_RQADDR( *) string R--R--R-- string[1...30] N/A
TA_SRVID( *) long R--R--R-- 1 <=num< 30,001 N/A
TA_SVCRNAM string R-XR-XR-- string[1...15] A
TA_BUFTYPE string  r--r--r-- string[1...256] N/A
TA_ROUTINGNAME string  r--r--r-- string[0...15] N/A
TA_SVCTYPE(k) string  r--r--r-- "{APP|CALLABLE|SYSTEM" " APP'
T_SVCGRPClass LOCAL Attributes
TA_NCOMPLETED long R-XR-XR-- 0<=num N/A
TA_NQUEUED long R--R--R-- 0 <=num< 32K N/A

(k) -GETkey field
(r) - Required field for object creatioBET TA_STATE NEW)
(*) - GET/SET key, one or more required fSET operationd

1sEToperations on this class must specify sufficient key fields to uniquely identify the
object being addressed. If the object is active, then it may be necessary to augment t
TA_SERVICENAMEINATA_SRVGRFey fields with eithelA_RQADDRI TA_SRVID.
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Attribute
Semantics

Modifications to an active object will affect that object and the related configuration
record but not other active objects that may have derived their run-time attributes from

the same configuration record.

2If nothing is specified for this attribute, it defaultsT®y SERVICENAME

TA_SERVICENAMEString[1...15]

Service name.

TA_SRVGRPstring[1...30]

Server group name. Server group names cannot contain an asterisk (*),
commea, or colon. The hierarchy of the search for service attributes to be used
at service activation time is described in the previo8¥CGRFOVERVIEW

section.

TA_GRPNO1 <=num< 30,000
Server group number.

TA_STATE

GET: {ACTive|INActive| SUSpended|PARtitioned}
A GEToperation will retrieve configuration and run-time
information for the selected T_SVCGRP object(s). The following
states indicate the meaning ofa STATEreturned in response to a
GETrequest. States not listed will not be returned.

ACTive

T_SVCGRPbject is active within the server

identified by the returned values for fhd_SRVGRP
andTA_SRVID attributes. Attribute values returned
indicate the current run-time instance of the service
and may not be reflected in the configuration instance
if temporary updates have been performed.

INActive

T_SVCGRPbject is defined and inactive.

SUSpended

T_SVCGRPbject defined, active, and currently
suspended. This service is not available for access by
the application in this state. This staté&&Tive
equivalent for the purpose of determining
permissions.
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PARtitioned

T_SVCGRPobject defined, active, and currently
partitioned from the master site of the application.
This service is not available for access by the
application in this state. This stateA€Tive
equivalent for the purpose of determining
permissions.

SET: {NEW|INValid|ACTive|INActive|SUSpended}
A SEToperation will update configuration and run-time information
for the selected T_SVCGRP object. Note that run-time
modifications to a service object may affect more than one active
server. The following states indicate the meaningTf &8TATESet
in aSET request. States not listed may not be set.

NEW

CreateT_SVCGRPbject for application. State change
allowed only when in thiNValid  state. Successful
return leaves the object in th¢Active  state.
~Limitation: Unconfigured services may still be active
by virtue of a server advertising them. In this case, the
service class state A&LTive and cannot be updated.

unset

Modify an existinglT_SVCGRmbject. This combination
is not allowed in théNValid state. Successful return
leaves the object state unchanged.

INValid

DeleteT_SVCGRPDbject for application. State change
allowed only when in thiNActive  state. Successful
return leaves the object in théValid state.

ACTive

Activate (advertise) th&_SVCGRPobject. State change
allowed only when in thiNActive , SUSpended or
INValid states. EitheFA_SRVID orTA_RQADDR

must be specified with this state change. For the purpose
of determining permissions for this state transition, the
active object permissions are considered (that is,
--x--X--X). Successful return leaves the object in the
ACTive state.

Limitation: State change not permitted for service names
(TA_SERVICENAMEbeginning with the reserved string
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INActive Deactivate thd_SVCGRPbject. State change allowed
only when in theSUSpended state. Successful return
leaves the object in either thi¢Active  (configured
entries) olNValid (unconfigured entries) state.

Limitation: State change not permitted for service names
(TA_SERVICENAMJEbeginning with the reserved string

SUSpended Suspend th&_SVCGRPobject. State change allowed
only when in théACTive state. Successful return leaves
the object in th&sUSpended state.

Limitation: State change not permitted for service names
(TA_SERVICENAMJEbeginning with the reserved string

TA_AUTOTRAN{Y|N}
Automatically begin a transactiony(") when a service request message is
received for this service if the request is not already in transaction mode.

TA_LOAD 1 <=num< 32K
ThisT_SVCGRPobject imposes the indicated load on the system. Service
loads are used for load balancing purposes, that is, queues with higher
enqueued workloads are less likely to be chosen for a new request.

TA_PRIO: 1 <=num< 101
ThisT_SVCGRPobject has the indicated dequeuing priority. If multiple
service requests are waiting on a queue for servicing, the higher priority
requests will be serviced first.

TA_SVCTIMEOUTO <=num
Time limit (in seconds) for processing requests for this service name. Servers
processing service requests for this service will be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of 0 for this attribute indicates that the service should not be abortively
terminated.

Limitation: This attribute value is not enforced on BEA TUXEDO System
Release 4.2.2 sites or earlier.

TA_TRANTIME O <=num
Transaction timeout value in seconds for transactions automatically started
for thisT_SVCGRPobject. Transactions are started automatically when a
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request not in transaction mode is received andt tReCGRPTA_AUTOTRAN
attribute value for the service ig™

TA_LMID: LMID

Current logical machine on which an active server offering this service is
running.

TA_RQADDRString[1...30]
Symbolic address of the request queue for an active server offering this
service. Se@ SERVERTA_RQADDHRor more information on this attribute.

TA_SRVID: 1 <=num< 30,001
Unique (within the server group) server identification number for an active
server offering this service. SEeSERVERTA_SRVID for more information
on this attribute.

TA_SVCRNAMstring[1...15]
Function name within the associated server assigned to process requests fc
this service. On 8ET request, the server must be able to map the function
name to a function using its symbol table to successfully advertise the service
In some situations (for example, direct callspdvertise  (3c) by the
server), the function name for acTive service object will not be known
and the string?" will be returned as the attribute value.

Limitation: This attribute may only be set along with a state change from
INActive tOo ACTive .

TA_BUFTYPE string[1...256]
Configured buffer types accepted by this service.

Limitation: This attribute is settable only via the correspondingERVICE
class object.

TA_ROUTINGNAMEstring[0...15]
Routing criteria name.

Limitation: This attribute is settable only via the correspondingERVICE
class object.

TA_NCOMPLETED: 0 <= num
Number of service requests completed with respect to the retiemt
or SUSpended object since it was activated (advertised).
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Limitations

Limitation: This attribute is returned only when theDOMAINTA_LDBAL
attribute is set toY".

TA_SVCTYPE{APP|CALLABLE|SYSTEM

Type of serviceAPPindicates an application defined service name.
CALLABLEIndicates a system provided callable serv@¢STEMNdicates a
system provided and system callable sengxsTEMservices are not

available to application clients and servers for direct access. Note that when
used as &ETkey field, a delimited list ('|' delimiter) may be used to retrieve
multiple types of service group entries on one request. By defaultpemly
services are retrieved.

Number of requests currently enqueued to this service. This attribute is
incremented at enqueue time and decremented when the server dequeues the
request. Limitation: This attribute is returned only when the
T_DOMAINTA_MODElIattribute is set tsHMand theT_DOMAINTA_LDBAL

attribute is set toy".

TA_NQUEUED: 0 <= nunx 32K

None.

Number of requests currently enqueued to this service. This attribute is
incremented at enqueue time and decremented when the server dequeues the
request.

Limitation: This attribute is returned only when theDOMAIN TA_LDBAL
attribute is set to “Y”.
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T_TLISTEN CLASS

Overview

Attribute Table

Attribute
Semantics

Limitations

TheT_TLISTEN class represents run-time attributes of /T listener processes for a
distributed application.

T_TLISTEN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_LMID(k) string R--R--R-- LMID N/A
TA_STATE(k) string R--R--R-- GET"{ACT|INA}" N/A

SETN/A N/A

(k) - GET key field

TA_LMID: LMID
Logical machine identifier.

TA_STATE

GET: {INActive|ACTive}
A GEToperation will retrieve run-time information for the selected
T_TLISTEN object(s). The following states indicate the meaning of
aTA_STATEreturned in response tazETrequest. States not listed
will not be returned.

INActive T_TLISTEN object not active.

ACTive T_TLISTEN object active.

SET:
SET operations are not permitted on this class. This attribute is
settable only via the correspondingSERVICE class object.

This class is not available through thedmcall (3c) interface.
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T_TLOG CLASS

Overview  TheT_TLOGclass represents configuration and run-time attributes of transaction logs.
This class allows the user to manipulate logs within an application, that is, create,
destroy, migrate, etc.

Attribute Table
T_TLOG Class Definition Attribute Table
Attribute 1 Type Permissions Values Default

TA_LMID(*) string  r--r--r-- LMID N/A

TA_STATE(k) string  r-xr-xr-- GET"{ ACT|INA|WAR}" N/A
SET"{ WAR' N/A

TA_TLOGCOUNT  long  r-xr-xr-- 1 <=num N/A

TA_TLOGINDEX long  r-xr-xr-- 0 <=num N/A

TA_GRPNO(k) long  r--r--r-- 1 <=num< 30,000 Note 2

TA_TLOGDATA string  r-xr-xr-- string[1...256] Note 2

(k) - GETkey field

(*) - GET/SET key, one or more required f8ET operations

1All attributes in Clasg_TLOGare local attributes

One or mordA_GRPN@NATA_TLOGDATAttribute values may be returned with each
object of theT_TLOGclass. The attribute values for each of these attributes belonging
to the particular object are the. TLOGCOUNmMumber of occurrences beginning with
the TA_TLOGINDEX

Attribute  TA_LMID: LMID
Semantics Transaction log logical machine identifier.

TA_STATE

GET: {ACTive|INActive| WARmstart}
A GEToperation will retrieve log configuration and run-time
information for the selectetl TLOGobject(s). The following states
indicate the meaning of BA_STATEreturned in response taGET
request. States not listed will not be returned.
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ACTive The transaction log exists and is actively logging commit
records for transactions coordinated on the site. This
corresponds to the associaledMACHINEobject being
active.

INActive The transaction log exists but is currently inactive. This
state corresponds to the associditeMACHINEobject
being inactive and can only be returned if the site has a
tlisten (1) process running; otherwise, the site is
unreachable and a object will not be returned.

WARmMmstart  The transaction log exists, is currently active, and is
marked for warmstart processing. Warmstart processing
will occur when the next server group is started on the
site. This state iBCTive equivalent for the purposes of
determining permissions.

SET: {WARmstart}
A SET operation will update log configuration and run-time
information for the selected TLOGobject. The following states
indicate the meaning of BA_STATESet in aSET request. States not
listed may not be set.

unset Modify T_TLOGobject. Allowed only when in the
ACTive state. Successful return leaves the object state
unchanged. The only object modifications permitted on
this class are additions to the transaction log. In this case,
TA_TLOGINDEXandTA_TLOGCOUNinhdicate the
objects ofTA_TLOGDATAO be added.

WARmMmstart  Initiate warmstart for th&_TLOGobject. State change
allowed only when in thACTive state. Successful
return leaves the object in tiéARmstart state.

TA_TLOGCOUNTL <=num
Number of transaction log data recortis (TLOGDATAcounted, retrieved, or
to be added. This attribute is ignored $®T operations with a state change
indicated. For valiSET operations with no state change, this attribute
indicates the number of log records to be added to an active transaction log
A GEToperation with neitheTA_GRPNQnhor TA_TLOGDATspecified returns
a count of in use log records.@EToperation with onlyrA_GRPNGet will
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Limitations

return a count of in use log records with a coordinator group matching the
indicated group. AGEToperation with onlyrA_TLOGDAT/et (") will return

a count of in use log records and populate arraya of LOGDATAand
TA_GRPNG@ttribute values corresponding to the in use log record==mA
operation with botiTA_ GRPN@ndTA_TLOGDATAet (") will return a count

of in use log records with a coordinator group matching the indicated group
and populate arrays dA_TLOGDATANITA_GRPNG@Gttribute values
corresponding to the in use log records.

TA_TLOGINDEX 0 <=num
Index of the first object specific attribute valug#s (GRPNGnd
TA_TLOGDATRcorresponding to this object.

TA_GRPNO1 <=num< 30,000
Transaction coordinator's group number.

TA_TLOGDATASstring[1...256]
Formatted transaction log entry. This attribute value should not be interpreted
directly. Rather, it should be used solely as a means of migrating log records
as part of server group migration.

None
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T_TRANSACTION CLASS

Overview  TheT_TRANSACTIONlass represents run-time attributes of active transactions within
the application.

Attribute Table

T_TRANSACTION Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_COORDLMID( k) string R--R--R-- LMID N/A
TA_LMID(k) string R--R--R-- LMID N/A
TA_TPTRANID( *) string R--R--R-- string[1...78] N/A
TA_XID(*) string R--R--R-- string[1...78] N/A
TA_STATE(k) string R-XR-XR-- GET"{ACT|ABY|ABD|COM| N/A

REA|DEC|SUS}"

SET"{ABD}" N/A
TA_TIMEOUT long R--R--R-- 1 <=num N/A
TA_GRPCOUNT long R--R--R-- 1 <=num N/A
TA_GRPINDEX long R--R--R-- 0 <=num N/A
TA_GRPNO long R--R--R-- 1 <=num< 30,000 A

(k) -GETkey field
(*) - GET/SET key, one or more required f8ET operations

1All attributes in Clasg_TRANSACTIONare local attributes.

20One or morA_GRPNG@ttribute values may be returned with each object of the
T_TRANSACTIONclass. The attribute values for each of these attributes belonging to
the particular object are theé,_GRPCOUNMumber of occurrences beginning with the
TA_GRPINDEX

Attribute  TA_COORDLMIDLMID
Semantics Logical machine identifier of the server group responsible for coordinating
the transaction.

248 BEA TUXEDO Reference Manual



T_TRANSACTION CLASS

TA_LMID: LMID

Retrieval machine logical machine identifier. Note that transaction attributes
are primarily kept local to a site and coordinated via common transaction
identifiers by transaction management servers (TMSSs).

TA_TPTRANID string[1...78]
Transaction identifier as returned frapsuspend (3c) mapped to a string
representation. The data in this field should not be interpreted directly by the
user except for equality comparison.

TA_XID: string[1...78]
Transaction identifier as returned framinfo (3c) mapped to a string
representation. The data in this field should not be interpreted directly by the
user except for equality comparison.

TA_STATE

GET:{ACTive|ABortonlY|ABorteD|COMcalled|REAdy|DECided|SUSpe

nded}

A GEToperation will retrieve run-time information for the selected
T_TRANSACTIONobject(s). The following states indicate the
meaning of &#A_STATEreturned in response t@&&Trequest. States
not listed will not be returned. Note that distinct objects pertaining
to the same global transaction (equivalent transaction identifiers)
may indicate differing states. In general, the state indicated on the
coordinator's siteT(a_COORDLMIpindicates the true state of the
transaction. The exception is when a non-coordinator site notices a
condition that transitions the transaction stateBortonly . This
transition will eventually be propagated to the coordinator site and
result in the rollback of the transaction, but this change may not be
immediately reflected on the coordinator site. All state\amve
equivalent for the purpose of determining permissions.
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PREPrepar Indicates that the transaction group contains servers that
e have callecka_end (TMSUSPENDuring the course of
transactional work and that commit processing is
beginning. This state will exist until either all servers that
calledxa_end (TMSUSPENDhave caused a call to
xa_end (TMSUCESE at which point the group state
will becomeREADy, or until one of the target servers
does a rollback of the transaction at which point the
group state will become eithBostABorT or
ABorteD .

PostABorT  Indicates that a server callea_end (TPFAIL) and that
the TMS has not yet calle@_rollback (). (i.e. that
other servers that had calleal end (TMSUSPEN[are
being notified by the TMS in order to clean up their
associated CORBA objects.

PostCOMmi  Not yet implemented.
t

SET: {ABorteD }
A SET operation will update run-time information for the selected
T_TRANSACTIONDDbject. The following states indicate the meaning
of aTA_STATESet in aSETrequest. States not listed may not be set.

unset Modify an existinglT_TRANSACTIONbbject. This
combination is allowed only when in tREAdy state and
only for the purpose of updating an individual group's state.
Successful return leaves the object state unchanged.

ABorteD  Abort theT_TRANSACTIONbbject for the application.
State change allowed only when in h€Tive ,
ABortonlY , orCOMcalled states. Successful return
leaves the object in th&BorteD state.

TA _TIMEOUT 1 <=num
Time left, in seconds, before the transaction will timeout on the retrieval site.
Note that this attribute value is returned only when the transaction state
(TA_STATE) is ACTive .

BEA TUXEDO Reference Manual



T_TRANSACTION CLASS

TA_GRPCOUNTL <=num
Number of groups identified as participants in the transaction by the
information returned from the retrieval site.

TA_GRPINDEX 1 <=num
Index of the first group specific attribute valugs (GRPNPcorresponding to
this object.

TA_GRPNO1 <=num< 30,000
Group number of the participating group.

Limitations  None.
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T_ULOG CLASS

Overview

Attribute Table

TheT_ULOGclass represents run-time attributesisdriog (3c) files within an
application.

T_ULOG Class Definition Attribute Table

Attribute 1 Type Permissions Values Default
TA_LMID(k) string R--R--R-- LMID (2)
TA_PMID(x) string R--R--R-- string[1...30] A
TA_MMDDYY(k) long R--R--R-- mmddyy Current date
TA_STATE string R--R--R-- GET"{ACT}" N/A

SETN/A N/A
TA_ULOGTIME(k ) long R--R--R--  hhmmss 000000
TA_ENDTIME(k) long K--K--K-- hhmmss 235959
TA_ULOGLINE(K) long R--R--R-- 1 <=num 1
TA_ULOGMSG( x) string R--R--R-- string[1...256] N/A
TA_TPTRANID(k ) string R--R--R-- string[1...78] N/A
TA_XID(k) string R--R--R-- string[1...78] N/A
TA_PID(k) long R--R--R-- 1 <=num N/A
TA_SEVERITY(x) string R--R--R-- string[1...30] N/A
TA_ULOGCAT(x) string R--R--R-- string[1...30] N/A
TA_ULOGMSGNUM( k) long R--R--R-- 1 <=num N/A
TA_ULOGPROCNM( x ) string R--R--R-- string[1...30] N/A

(K) - GETkey field

(x) - Regular expressiagbETkey field

1Al attributes in Clasg_ULOGare local attributes.

2TA_LMID is a required field used by the system to determine which application log file
should be accessed. It is not used to restrict returned records to only those generate
from processes running on the indicated machine. In cases where multiple machine
share a log file via a networked file system, multipde LMID values may be returned
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even though a specific value has been providedkayfeld. For the same reasons,
TA_PMIDis not considered in directing the request to a particular machine, but is used
in determining which records should be returned. In this capacity, it may be useful to
leverageTA_PMID as a regular expression key field.

Attribute  TA_LMID: LMID
Semantics Retrieval machine logical machine identifier.

TA_PMID: string[1...30]
Physical machine identifier.

TA_MMDDY:Xnmddyy
Date of userlog file found or to be accessed.

TA_STATE

GET: {ACTive}
A GEToperation will retrieve run-time information for the selected
T_ULOGobject(s). The following states indicate the meaning of a
TA_STATEreturned in response taGETrequest. States not listed
will not be returned.

ACTive  The object returned reflects an existing userlog file on the
indicated logical machine.

SET:
SET operations are not permitted on this class.

TA_ULOGTIME hhmmss
The time of the userlog message represented by this object. The value of this
attribute is formed by multiplying the hour by 10,000, adding to that the
minute multipled by 100, and finally adding in the seconds. When used as a
key field, this attribute represents the start of the time range to be accessed for
messages.

TA_ENDTIME hhmmss
The latest time to be considered iGEToperation when accessing this
userlog file.
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Limitations

TA_ULOGLINE 1 <=num
The line number of the userlog message returned/requested within the userlo
file. When used as a key field for retrieval, this value indicates the starting
line within the log file.

TA_ULOGMSGtring[1...256]
The entire text of the userlog message as it appears in the userlog file.

TA_TPTRANID string[1...78]
Transaction identifier as returned framauspend (3c). The data in this field
should not be interpreted directly by the user except for equality comparison.
Messages not associated with transactions will retrieve a 0-length string as th
value for this attribute.

TA_XID: string[1...78]
Transaction identifier as returned framinfo  (3c). The data in this field
should not be interpreted directly by the user except for equality comparison.
Messages not associated with transactions will retrieve a 0-length string as th
value for this attribute.

TA PID: 1 <=num
Process identifier of the client or server that generated the userlog message

TA_SEVERITY: string[1...30]
Severity of message, if any.

TA_ULOGCATstring[1...30]
Catalog name from which the message was derived, if any.

TA_ULOGMSGNUM <=num
Catalog message number, if the message was derived from a catalog.

TA_ULOGPROCNIgtring[1...30]
Process name of the client or server that generated the userlog message.

Retrievals may be done only if the associatedACHINEObject is alsACTive .

Retrievals for this class must be directed, that isTtheMID attribute must be
specified. Retrievals of log records written by workstation clients are available only if
the log file used by the client is shared with one of the machines defined in the
T_MACHINEclass for the application. Otherwise, these log records are unavailable
through this class.
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Diagnostics

Retrievals on this class which cannot be completely satisfied will always return a
TA_MOREalue of 1 indicating only that more information may be available for the
originating request.

There are two general types of errors that may be returned to the user when interfacing
with TM_MIB(5). First, any of the three ATMI verbgpcall  (3c),tpgetrply  (3c), and
tpdequeue (3c)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, the request is successfully routed to a system service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level service failure. In these
casestpcall  (3c) andtpcall  (3c) will return an error withpgetrply ~ set to

TPESVCFAIL and return a reply message containing the original request along with
TA_ERRORTA_STATUS andTA_BADFLDfields further qualifying the error as described
below. When a service failure occurs for a request forwarded to the system through the
TMQFORWAR) server, the failure reply message will be enqueued to the failure queue
identified on the original request (assuming theoption was specified for
TMQFORWARD

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUSIs set to a textual description of the failure, and the FML32
field TA_ERRORSs set to indicate the cause of the failure as indicated below. All error
codes are guaranteed to be negative.

[other ]
Other error return codes generic to any component MIB are specified in the
MIB(5) reference page. These error codes are guaranteed to be mutually
exclusive with anyrM_MIB(5) specific error codes defined here.

The following diagnostic codes are returned# ERRORo indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[other ]
Other return codes generic to any component MIB are specified MIRI(®)
reference page. These return codes are guaranteed to be mutually exclusive
with anyTM_MIB(5) specific return codes defined here.
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Portability

Examples

The header files and field tables defined in this reference page are available on BE/
TUXEDO system Release 5.0 and later. Fields defined in these headers and tables w
not be changed from release to release. New fields may be added which are not defin
on the older release site. Access to the /AdminAPI is available from any site with the
header files and field tables necessary to build a request.

If sites of differing releases, both greater than or equal to Release 5.0, are
interoperating, then information on the older site is available for access and update :
defined in the MIB reference page for that release and may be a subset of the
information available in the later release.

The existing FML32 and ATMI functions necessary to support administrative
interaction with BEA TUXEDO system MIBs, as well as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

This section contains a sequence of code fragments that configure, activate, query, a
deactivate a two node application using hptimcall (3c) andtpcall  (3c).

Variable names are used in places where reasonable values for a local environment ¢
required, for examplayxconfig  is a two element array of character pointers with
each element identifying the full path name of TkXCONFIGfile on that machine.

Field Tables

The field tablapadm must be available in the environment to have access to attribute
field identifiers. This can be done at the shell level as follows:

$ FIELDTBLS=tpadm $ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

Header Files

The following header files are included.

#include <atmi.h> #include <fml32.h>

#include <tpadm.h>

Initial Configuration

The following code creates and populates an FML32 buffer that is then passed to
tpadmcall  (3c) for processing. This example also shows interpretation of
tpadmcall(3) return codes. The request shown creates the initial configuration for
the application.
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[* Allocate and initialize the buffer */ ibuf = (FBFR32 *)tpal
loc("FML32", NULL, 4000);

obuf = (FBFR32 *)tpalloc("FML32", NULL, 4000);

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_DOMAIN", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes to be set in T_DOMAIN class object */
Fchg32(ibuf, TA_OPTIONS, 0, "LAN,MIGRATE", 0);
Fchg32(ibuf, TA_IPCKEY, 0, (char *)&ipckey, 0);
Fchg32(ibuf, TA_MASTER, 0, "LMID1", 0);

Fchg32(ibuf, TA_MODEL, 0, "MP", 0);

/*Set TM_MIB(5) attributes for TA_ MASTER T_MACHINE class object */
Fchg32(ibuf, TA_LMID, 0, "LMID1", 0);

Fchg32(ibuf, TA_PMID, 0, pmidl[0], 0);

Fchg32(ibuf, TA_TUXCONFIG, 0, tuxconfig[0], 0);
Fchg32(ibuf, TA_TUXDIR, 0, tuxdir[0], 0);

Fchg32(ibuf, TA_APPDIR, 0, appdir[0], 0);

Fchg32(ibuf, TA_ENVFILE, 0, envfile[0], 0);

Fchg32(ibuf, TA_ULOGPFX, 0, ulogpfx[0], 0);
Fchg32(ibuf, TA_BRIDGE, 0, "/dev/tcp", 0);

Fchg32(ibuf, TA_NADDR, 0, naddr[0], 0);

Fchg32(ibuf, TA_NLSADDR, 0, nlsaddr[0], 0);

/* Perform the action via tpadmcall() */

if (tpadmcall(ibuf, obuf, 0) 0) {

fprintf(stderr, "tpadmcall failed: %s\n", tpstrerror(tperrno));
/* Additional error case processing */

}

Add Second Machine

The following code reuses the buffers allocated in the previous section to build a
request buffer. The request shown below adds a second machine to the configuration
established earlier.

* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_MACHINE", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes to be setin T_MACHINE class object */
Fchg32(ibuf, TA_LMID, 0, "LMID2", 0);

Fchg32(ibuf, TA_PMID, 0, pmid[1], 0);

Fchg32(ibuf, TA_TUXCONFIG, 0, tuxconfig[1], 0);
Fchg32(ibuf, TA_TUXDIR, 0, tuxdir[1], 0);

Fchg32(ibuf, TA_APPDIR, 0, appdir[1], 0);

Fchg32(ibuf, TA_ENVFILE, 0, envfile[1], 0);

Fchg32(ibuf, TA_ULOGPFX, 0, ulogpfx[1], 0);
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Fchg32(ibuf, TA_BRIDGE, 0, "/dev/tcp”, 0);
Fchg32(ibuf, TA_NADDR, 0, naddr[1], 0);
Fchg32(ibuf, TA_NLSADDR, 0, nlsaddr[1], 0);

tpadmcall(...) /* See earlierexamplefordetailed errorprocessing
*/

Make Second Machine Backup Master

The existing buffers are again reused to identify the newly configured second machin
as the backup master site for this application.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_DOMAIN", 0);

/* Set TM_MIB(5) T_DOMAIN attributes changing */
Fchg32(ibuf, TA_MASTER, 0, "LMID1,LMID2", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

Add Two Server Groups

Reuse the buffers to generate two requests, each adding one server group to the
configured application. Note how the second request simply modifies the necessary
fields in the existing input buffer.

[* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_GROUP", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining first group */
Fchg32(ibuf, TA_SRVGRP, 0, "GRP1", 0);
Fchg32(ibuf, TA_GRPNO, 0, (char *)&grpno[0], 0);
Fchg32(ibuf, TA_LMID, 0, "LMID1,LMID2", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

/* Set TM_MIB(5) attributes defining second group */
Fchg32(ibuf, TA_SRVGRP, 0, "GRP2", 0);
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Fchg32(ibuf, TA_GRPNO, 0, (char *)&grpno[1], 0);
Fchg32(ibuf, TA_LMID, 0, "LMID2,LMID1", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

Add One Server Per Group
Reuse the allocated buffers to add one server per group to the configured application.
[* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_SERVER", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining first server */
Fchg32(ibuf, TA_SRVGRP, 0, "GRP1", 0);
Fchg32(ibuf, TA_SRVID, 0, (char *)&srvid[0], 0);
Fchg32(ibuf, TA_SERVERNAME, 0, "ECHO", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

/* Set TM_MIB(5) attributes defining second server */
Fchg32(ibuf, TA_SRVGRP, 0, "GRP2", 0);
Fchg32(ibuf, TA_SRVID, 0, (char *)&srvid[1], 0);

tpadmcall(...); /* See earlier example for detailed error

processing */

Add Routing Criteria

Add a routing criteria definition. Note that routing criteria may be dynamically added
to a running application using a similar operation viatphell  (3c) interface.

* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_ROUTING", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining routing criteria */

Fchg32(ibuf, TA_ROUTINGNAME, 0, "ECHOROUTE", 0);
Fchg32(ibuf, TA_BUFTYPE, 0, "FML", 0);
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Fchg32(ibuf, TA_FIELD, O, "LONG_DATA", 0);
Fchg32(ibuf, TA_RANGES, 0, "MIN-100:GRP1,100-MAX:GRP2", 26);

tpadmcall(...); /* See earlier example for detailed error
processing */

Add Service Definition

Define a service object that maps the advertised service name to the routing criteria
defined above.

[* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_SERVICE", 0);
Fchg32(ibuf, TA_STATE, 0, "NEW", 0);

/* Set TM_MIB(5) attributes defining service entry */
Fchg32(ibuf, TA_SERVICENAME, 0, "ECHO", 0);
Fchg32(ibuf, TA_ROUTINGNAME, 0, "ECHOROUTE", 0);
tpadmcall(...); /* See earlier example for detailed error
processing */

Activate Master Site Admin

Activate the master site administrative processes (DBBL, BBL, BRIDGE) by setting
the T_DOMAINclass object state ®CTIVE.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_DOMAIN", 0);
Fchg32(ibuf, TA_STATE, 0, "ACT", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

Switch to Active Application Administration

Now that the application is active, we need to join the application and make our
/AdmIinAPI requests via thipcall  (3c) interface.
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/* Now that the system is active, join it as the administrator */
tpinfo = (TPINIT *)tpalloc("TPINIT", NULL, TPINITNEED(0));
sprintf(tpinfo->usrname, "appadmin");
sprintf(tpinfo->cltname, "tpsysadm");

if (tpinit(tpinfo) < 0) {

fprintf(stderr, "tpinit() failed: %s\n", tpstrerror(tperrno));

/* Additional error case processing */

}

/* Reinitialize buffers as typed buffers */
Finit32(ibuf, Fsizeof32(ibuf));
Finit32(obuf, Fsizeof32(obuf));

Activate Rest of Application

Activate the remaining portions of the application. Note that the administrative user
may request unsolicited notification messages be sent just before and just after the
attempted boot of each server by settingTites_NOTIFY flag in theTA_FLAGS

attribute of the request. This example shows handling of an error return from

tpcall  (3c).

* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_MACHINE", 0);
Fchg32(ibuf, TA_STATE, 0, "RAC", 0);

/* Set TM_MIB(5) attributes identifying machine */
Fchg32(ibuf, TA_LMID, 0, "LMID1", 0);

/* Invoke the /AdminAPI and interpret results */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)&obuf, &olen, 0) <
0){

fprintf(stderr, "tpcall failed: %s\n", tpstrerror(tperrno));

if (tperrno == TPESVCFAIL) {

Fget32(obuf, TA_ERROR,0,(char *)&ta_error,NULL);
ta_status = Ffind32(obuf, TA_STATUS, 0, NULL);
fprintf(stderr, "Failure: %Id, %s\n",

ta_error, ta_status);

/* Additional error case processing */

}
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Query Server Status

Generate a query on the status of one of the activated servers.
[* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "GET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_SERVER", 0);
flags = MIB_LOCAL;

Fchg32(ibuf, TA_FLAGS, 0, (char *)&flags, 0);

/* Set TM_MIB(5) attributes identifying machine */
Fchg32(ibuf, TA_SRVGRP, 0, "GRP1", 0);
Fchg32(ibuf, TA_SRVID, 0, (char *)&srvid[0], 0);

tpcall(...); /* See earlier example for detailed error processing
*/

Deactivate Application

Deactivate the application by setting the state of each machimedoIVE . Note that
theTMIB_NOTIFY flag could be used with this operation also.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Shutdown Remote Machine First */

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_MACHINE", 0);
Fchg32(ibuf, TA_LMID, 0, "LMID2", 0);
Fchg32(ibuf, TA_STATE, 0, "INA", 0);

tpcall(....); /* See earlier example for detailed error processing
*/

/* And now application servers on master machine */

flags = TMIB_APPONLY;

Fchg32(ibuf, TA_FLAGS, 0, (char *)&flags, 0);
Fchg32(ibuf, TA_LMID, 0, "LMID1", 0);

tpcall(...); /* See earlier example for detailed error processing
*/

/* Terminate active application access */
tpterm();

/* Finally, shutdown the master admin processes */
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Files

See Also

Finit32(ibuf, Fsizeof32(ibuf));

Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_DOMAIN", 0);
Fchg32(ibuf, TA_STATE, 0, "INA", 0);

tpadmcall(...); /* See earlier example for detailed error
processing */

${TUXDIR}/include/tpadm.h, ${TUXDIR}/udataobj/tpadm

Fintro (3fml), Fadd32 (3fml), Fchg32 (3fml), Ffind32 (3fml), tpalloc  (3c),
tprealloc  (3c),tpcall  (3c),tpacall (3c),tpgetrply  (3c),tpenqueue (3c),
tpdequeue (3c), MIB(5), WwS_MIK5), Administering the BEA TUXEDO SysteBiEA

TUXEDO Programmer's Guide
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TMQFORWARD(5)
Name BEA TUXEDO system Message Forwarding Server
Synopsis TMQFORWARD SRVGRRgentifier ~ "SRVID=" number"REPLYQ=NCLOPT="[-A
][ servopts options ]---q queuenamef,queuename ...][-t trantime
1 idletime  1[-e][-d][-n][-f delay 1"
Description  The message forwarding server is a BEA TUXEDO system-supplied server that
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forwards messages that have been stored ysingueue (3c) for later processing.
The application administrator enables automated message processing for the
application servers by specifying this server as an application serverSBERNERS
section.

The location, server group, server identifier and other generic server related paramete
are associated with the server using the already defined configuration file mechanisry
for servers. The following is a list of additional command line options that are available
for customization.

-g queuename[,queuename...]
is used to specify the names of one or more queues/services for which this
server forwards messages. Queue and service names are strings limited to :
characters. This option is required.

-t trantime
is used to indicate the transaction timeout value usegbegin (3c) for
transactions that dequeue messages and forward them to application servel
If not specified, the default is 60 seconds.

-i idletime
is used to indicate the time that the server is idle after draining the queue(s)
thatitis reading. A value of zero indicates that the server will continually read
the queue(s), which can be inefficient if the queues do not continually have
messages. If not specified, the default is 30 seconds.

is used to cause the server to exit if it finds no messages on the queue(s). Thi
combined with the threshold command associated with the queue(s), can be
used to start and stop tMMIQFORWARIRrver in response to fluctuations of
messages that are enqueued.
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is used to cause messages that result in service failure and have a reply
message (non-zero in length) to be deleted from the queue after the
transaction is rolled back.

-n
is used to cause messages to be sent usingN@TRANIag. This flag allows
for forwarding to server groups that are not associated with a resource
manager.

-f delay
is used to case the server to forward the message to the service instead of
usingtpcall . The message is sent such that a reply is not expected from the
service. Th@MQFORWARRTrver does not block waiting for the reply from the
service and can continue processing the next message from the queue. To
throttle the system such thEMMQFORWARIDes not flood the system with
requests, thdelaynumeric value can be used to indicate a delay, in seconds,
between processing requests; use zero for no delay.

Messages are sent to a server providing a service whose name matches the queue name
from which the message is read. The message priority is the priority specified when

the message was enqueued, if that was set. Otherwise, the priority is the priority for the
service, as defined in the configuration file, or the default (50).

Messages are dequeued and sent to the server within a transaction. If the service
succeeds, the transaction is committed and the message is deleted from the queue. If
the message is associated with a reply queue, then any reply from the service is
enqueued to the reply queue, along with the retutmecbde . If the reply queue

does not exist, the reply is dropped.

If the service fails, then the transaction is rolled back and the message is put back on
the queue, up to the number of times specified by the retry limit configured for the
gqueue. When a message is put back on the queue, the rules for ordering and dequeueing
that applied when it was first put on the queue are (in effect) suspendithjor

seconds; this opens up the possibility that a message of a lower priority may be
dequeued ahead of the restored message.

If the -d option is specified, the message is deleted from the queue if the service fails
and a reply message is received from the server, and the reply message (and associated
tpurcode ) are enqueued to the failure queue, if one is associated with the message and
the queue exists.
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Handling
Application
Buffer Types

Any configuration condition that preveritsiQFORWARmM dequeuing or forwarding
messages will cause the server to fail to boot. These conditions include the following

The SRVGRRNust haveFMSNAMBet toTMS_QM.

OPENINFOmust be set to indicate the associated device and queue name.
The SERVERentry must not be part of an MSSQ set.

REPLYQmust be set tol.

¢
¢
¢
¢
¢ The-g option must be specified in the command line options.

4 The server must not advertise any services (that iss thoption must not be
specified).

As delivered,TMQFORWARTandles the standard buffer types provided with the BEA
TUXEDO system. If additional application buffer types are needed, then a customize:
version of TMQFORWARTeeds to be built usingildserver (1) with a customized

type switch.

If your application uses shared libraries, it is not necessary to go through the compil
and link process described in the previous paragraph. See the description in the
Chapter “Buffer Types” of thBEA TUXEDO Administrator's Guide

The files included by the caller should include only the application buffer type switch
and any required supporting routinesildserver  is used to combine the server
object file,$TUXDIR/lib TMQFORWARD.o , with the application type switch file(s),

and link it with the needed BEA TUXEDO system libraries. The following example
provides a sample for further discussion.

buildserver -v -o TMQFORWARD -r TUXEDO/QM -f
${TUXDIRWib/ TMQFORWARD.o0 -f apptypsw.o

Thebuildserver  options are as follows:

-V
specifies thabuildserver ~ should work in verbose mode. In particular, it
writes thecc command to its standard output.

-0 name
specifies the file name of the output load module. The name specified here
must also be specified in tiSERVERSsection of the configuration file. It is
recommended that the nam@QFORWARI2 used for consistency. The
application specific version of the command can be install®dRRDIR it is
booted instead of the versiongmUXDIR/bin .
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Portability

Interoperability

Examples

See Also

-r TUXEDO/QM
specifies the resource manager associated with this server. The value
TUXEDO/QMappears in the resource manager table located in
$TUXDIR/udataobj/RM  and includes the library for the BEA TUXEDO
system queue manager.

-f $TUXDIR/lib/TMQFORWARD.0
specifies the object file that contains heQFORWARERrvice and should be
specified as the first argument to theoption.

-f firstfiles
specifies one or more user files to be included in the compilation and/or link
edit phases djuildserver . Source files are compiled using the either the
cc command or the compilation command specified through the CC
environment variable. These files must be specified after including the
TMQFORWARDobject file. If more than one file is specified, file names must
be separated by white space and the entire list must be enclosed in quotation
marks. This option can be specified multiple times.

The-s option must not be specified to advertise services.

TMQFORWAR® supported as a BEA TUXEDO system-supplied server on UNIX
operating systems.

TMQFORWARDay be run in an interoperating application, but it must run on a Release
4.2 or later node.

*GROUPS # For NT/Netware, :myqueue becomes ;myqueue

TMQUEUEGRP LMID=Imid GRPNO=1 TMSNAME=TMS_ QM
OPENINFO="TUXEDO/QM:/dev/device:myqueue"

# no CLOSEINFO is required

*SERVERS # recommended values RESTART=Y GRACE=0

TMQFORWARD SRVGRP="TMQUEUEGRP" SRVID=1001 RESTART=Y GRACE=0
CLOPT="-- -gservicel,service2" REPLYQ=N

TMQUEUE SRVGRP="TMQUEUEGRP" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTING:TMQUEUE"

servopts  (5), buildserver (1), tpenqueue (3c),tpdequeue (3c),ubbconfig (5),
TMQUEUE), TMQFORWARR), Administering the BEA TUXEDO SysteBEA
TUXEDO Programmer's Guide
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TMQUEUE(5)

Name

Synopsis

Description

Queue Name
for Message

268

Submission

TMQUEUBBEA TUXEDO system Message Queue Manager

TMQUEUE

SRVGRP=ldentifier

SRVID=" number" CLOPT="[ -A ][servopts options ]--[-t trantime 1"

The message queue manager is a BEA TUXEDO system-supplied server that
enqueues and dequeues messages on behalf of programstpatiqpgue (3) and
tpdequeue (3), respectively. The application administrator enables message
enqgueuing and dequeuing for the application by specifying this server as an applicatic
server in theSERVERSsection.

The location, server group, server identifier and other generic server related paramete
are associated with the server using the already defined configuration file mechanisny
for servers. The following is a list of additional command line options that are available
for customization.

-t trantime
is used to indicate the transaction timeout value usegbegin (3) for
engueue and dequeue requests not in transaction modepéagueue (3)
ortpdequeue (3) are called when the caller is not in transaction mode or with
the TPNOTRANIag). This value also has an impact on dequeue requests with
the TPQWAIT option since the transaction will timeout and an error will be
sent back to the requester based on this value. If not specified, the default i
30 seconds.

A TMQUEUBerver is booted as part of an application to facilitate application access tc
its associated queue space; a queue space is a collection of queues.

Any configuration condition that prevents theQUEUErom enqueuing or dequeuing
messages will cause tMMQUEUI fail at boot time. Th8RVGRANUSt havdMSNAME
settoTMS_QMpand must havePENINFCset to indicate the associated device and queue
space name.

Thetpenqueue () andtpdequeue () functions take a queue space name as their first
argument. This name must be the name of a service advertiseufeUEBY default,
TMQUEUBNIy offers the serviceTMQUEUE While this may be sufficient for
applications with only a single queue space, applications with multiple queue space:
may need to have different queue space names. Additionally, applications may wish t
provide more descriptive service names that match the queue space names.
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Handling
Application
Buffer Types

Advertising additional service names can be done using the standard server command
line option, -s, as shown belowHEXAMPLESAN alternative is to hard-code the service
when generating a custonMQUEUBrogram, as discussed in the following section.

While these methods (the server command line option or a customized server) may be
used for static routing of messages to a queue space, dynamic routing may be
accomplished using data dependent routing. In this caseTei&tbEUBerver would
advertise the same service name(s) ROAETINGfield in the configuration file would

be used to specify routing criteria based on the application data in the queued message.
The routing function returns@ROUMased on the service name and application typed
buffer data, which is used to direct the message to the service at the specified group
(note that there can be only one queue spaceRe@tPbased on thePENINFOstring).

As delivered TMQUEUmandles the standard buffer types provided with BEA
TUXEDO system. If additional application buffer types are needed, then a customized
version of TMQUEUBeeds to be built usingildserver  (1).

If your application uses shared libraries, it is not necessary to go through this compile
and link process. See the description inBléferschapter of theBEA TUXEDO
Administrator's Guide

The customization describedbnildserver can also be used to hard-code service
names for the server.

The files included by the caller should include only the application buffer type switch
and any required supporting routinbsildserver  is used to combine the server
object file, $TUXDIR/Ib/TMQUEUE.o , with the application type switch file(s), and

link it with the needed BEA TUXEDO system libraries. The following example
provides a sample for further discussion.

buildserver -v -o TMQUEUE -s gspacename :-TMQUEUE -r TUXEDO/QM \e -f
${TUXDIRY/Iib/TMQUEUE.o -f apptypsw.o

Thebuildserver  options are as follows:

-V
specifies thabuildserver ~ should work in verbose mode. In particular, it
writes thecc command to its standard output.

-0 name
specifies the file name of the output load module. The name specified here
must also be specified in tiSERVERSsection of the configuration file. It is
recommended thatMQUEUBe used for consistency.
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Portability

Interoperability

Examples

*GROUPS

-s gspacename,qspacenammeIQUEUE
specifies the names of services that can be advertised when the server is
booted (seservopts (5)). For this server, they will be used as the aliases for
the queue space name to which requests may be submitted. Spaces are no
allowed between commas. The function namMéQUEUEs preceded by a
colon. Thes option may appear several times.

-r TUXEDO/QM
specifies the resource manager associated with this server. The value
TUXEDO/QMappears in the resource manager table located in
$TUXDIR/udataohj/RM  and includes the library for the BEA TUXEDO
system queue manager.

-f STUXDIR/lib/ TMQUEUE.o
specifies the object file that contains tieQUEUBervice and should be
specified as the first argument to theoption.

-f firstfiles
specifies one or more user files to be included in the compilation and/or link
edit phases diuildserver . Source files are compiled using the either the
cc command or the compilation command specified through the CC
environment variable. These files must be specified after including the
TMQUEUE.oobject file. If more than one file is specified, file names must be
separated by white space and the entire list must be enclosed in quotation
marks. This option can be specified multiple times.

TMQUEURS supported as a BEA TUXEDO system-supplied server on UNIX operating
systems.

TMQUEUmay be run in an interoperating application, but it must run on a Release 4.-
or later node.

# For NT/Netware, :myqueue becomes ;myqueue
TMQUEUEGRP1 GRPNO=1 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM:/dev/devicel:myqueue"
# For NT/Netware, :myqueue becomes ;myqueue
TMQUEUEGRP2 GRPNO=2 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM:/dev/device2:myqueue"

*SERVERS

# The queue space name, myqueue, is aliased as ACCOUNTING in this example
TMQUEUE SRVGRP="TMQUEUEGRP1" SRVID=1000 RESTART=Y GRACE=0
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CLOPT="-s ACCOUNTING:TMQUEUE"

TMQUEUE SRVGRP="TMQUEUEGRP2" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTING:TMQUEUE"

TMQFORWARD SRVGRP="TMQUEUEGRP1" SRVID=1001 RESTART=Y GRACE=0 REPLYQ=N
CLOPT="-- -gservicel"

TMQFORWARD SRVGRP="TMQUEUEGRP2" SRVID=1001 RESTART=Y GRACE=0 REPLYQ=N
CLOPT="-- -gservicel"

*SERVICES

ACCOUNTING ROUTING="MYROUTING"

*ROUTING

MYROUTING FIELD=ACCOUNT BUFTYPE="FML"

RANGES="MIN - 60000: TMQUEUEGRP1,60001-MAX: TMQUEUEGRP2"

In this example, two queues spaces are available BadtUEUEBervers offer the same
services and routing is done via theCOUNTield in the application typed buffer.

See Also  ubbconfig (5), servopts  (5), buildserver (1), tpenqueue (3), tpdequeue (3),
TMQFORWARE), Administering the BEA TUXEDO SystéBiEA TUXEDO
Programmer's Guide
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TMSYSEVT(5)

Name

Synopsis

Description

Interoperability

272

Notices

Example

See Also

TMSYSEVTsystem event reporting process

TMSYSEVT SRVGRP=tentifier " SRVID=" number"
[CLOPT="[-A] [servopts options ]
[--[-S1[-p poll-seconds ] [-f control-file 111

TMSYSEVTs a BEA TUXEDO system provided server that processes event reports
related to system failure or potential failure conditions. The event reports are filtered
and may trigger one or more notification actions.

Filtering and notification rules are storedciontrol-file, which defaults to
${APPDIR}/tmsysevt.dat . Control file syntax is defined iIBVENT_MIB5);
specifically, the attributes of the classeEWENT_MIBcan be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more secondemsYSEVTprocesses for increased
availability. Additional servers must be booted with tsecommand line option,
which indicates a “secondary” server.

When theEVENT_MIE5) configuration is updated, the primanySyYSEVBerver writes

to its control file. Secondary servers poll the primary server for changes and update
their local control file if necessary. The polling interval is controlled bygheption,

and is 30 seconds by default.

TMSYSEVTmust run on a Release 6.0 or later machine.

To migrate the primaryMSYSEVBerver to another machine, the system administrator
must provide a current copy obntrol-file. Each secondaryMSYSEVTserver
automatically maintains a recent copy.

TMSYSEVTheeds access to the system's FML32 field table definitions for system
events FLDTBLDIR32 should include&TUXDIR/udataobj , andFIELDTBLS32 should
includeevt_mib . These environment variables may be set in the machine's or server'
environment file.

*SERVERS

TMSYSEVT SRVGRP=ADMIN1 SRVID=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A--"

TMSYSEVT SRVGRP=ADMIN2 SRVID=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A -- -S -p 90"

tpsubscribe  (3), EVENT$5), EVENT_MIE5), TMUSREV(5)
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tmtrace(5)

Name

Description

Trace Categories

tmtrace -BEA TUXEDO run-time tracing facility

The run-time tracing facility allows application administrators and developers to trace
the execution of a BEA TUXEDO application.

Run-time tracing is based on the notion tfeece point which marks an interesting
condition or transition during the execution of an application. Examples of trace points
are the entry to an ATMI function suchtpsall , the arrival of a BEA TUXEDO
message, or the start of a transaction.

When a trace point is reached, the following things happen. Fiibgrds applied to
determine if the trace point is of interest. If straee recordis emitted to aeceiver

which is afile or (in the future) a buffer. Finally, actionis triggered, such as aborting

the process. Both the emission to a receiver and the trigger are optional, and neither
takes place if the trace point does not pass the filter.

The filter, receiver, and trigger are specified intthee specificationwhose syntax is
described below. The trace specification is initialized fronTtWeRACENnvironment
variable. The trace specification of a running process may be changed either as a
trigger action or by using thehangetrace command ofmadmin (1).

Trace points are classified intace categoriesenumerated below. Each trace point
belongs to a single category. The filter describes the trace categories of interest, and
minimal processing occurs for trace points that do not pass the filter.

Run-time tracing also provides the capabilitgy@the messages sent by a clientto a
server, and transitively by that server to other servers. If a process chooses to dye its
messages, the dye is automatically passed by the originating process to all processes
that directly or indirectly receive messages from the originating process. When a
process receives a dyed message, it automatically turns amth&ace category and

starts emitting trace records to the userlog, if this was not being done already.

Dyeing can be explicitly turned on or off by tie andundye triggers in the trace
specification. Dyeing is also implicitly turned on when a dyed message is received, and
implicitly turned off bytpreturn  andtpforward . When it is implicitly turned off,

the tracing specification in effect when dyeing was turned on is restored.

The trace categories are

atmi
trace points for explicit application calls to the ATMI and TX interfaces, that
is, calls to thep andtx_ functions, and the invocation of application services
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There are a few exceptions. Implicit calls are printed in this category where
some TX interfaces directly call ATMI interfaces, for the implicit call to

tpinit  when an ATMI call is done with first callinginit , and for cases
wheretpreturn  is called on error (to aid in debugging).

iatmi
trace points for mplicit calls to the ATMI and TX interface. These trace
points indicate all internal calls made while processing application requests
and for administration. Setting this level implies &hei level, that is, every
call to an ATMI or TX interface is traced (both explicit and implicit).

Xa
trace points for every call to the XA interface (the interface between the
Transaction Manager and a Resource Manager, e.g., a database).

trace

trace points related to the tracing feature itself, including message dyeing

Trace  The trace specification is a string with the syrftagr-spec: receiver-speg :
Spedification ~ trigger-spec] wherefilter-specdescribes the trace categories to be examined or
ignored,receiver-spegs the receiver of trace records, and the optitngder-spec
describes the action to be performed.

The null string is also a legal trace specification. It is the default for all BEA TUXEDO
processes if no other specification is supplied.

The stringson andoff are also acceptedn is an alias foatmi:ulog:dye , andoff
is equivalent to:undye

Filter ~ The filter specification, which is the first component of the trace specification, has the
Spedification  syntax

[{+]-}][ category] ...

wherecategoryis one of the categories listed above. The syrnisah be used in place

of categoryto denote all categories. The prefior - specifies that the following
category is to be added or subtracted from the set of categories currently in effect. I
no category follows a or -, then the categories currently in effect are not modified.

An empty filter means that no categories are to be selected, which effectively disable
tracing.
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Receiver
Specification

Trigger
Specification

When a trace point occurs, its category is compared with the filter specification. If the
category is included, then the trace point is processed further -- according to the
receiver and trigger specifications. If the category is not included, no further
processing of the trace point occurs.

A receiver is the entity to which a trace record is sent. There is at most one receiver of
each trace record.

The receiver specification, which is the second component of the trace specification,
has the syntax

[/ regular-expression | receiver

where the optional regular expression may be used to select a subset of the trace points
that pass the filter. The regular expression is matched with the trace record. An empty
receiver specification is also legal, in which case no trace records are emitted.

Currently, the only legal value foeceiveris

ulog
emit the trace record to the userlog

A trigger is an optional action performed after a trace record is emitted. At most one
action is executed for each trace record that passes the filter.

The trigger specification, which is the optional third part of the trace specification, has
the syntax

[/ regular-expression /] action

where the optional regular expression may be used to restrict the trigger so that it is
executed only for a subset of the trace points that pass the filter. The regular expression
is matched with the trace record.

The available actions are

abort
terminate the process by calling abort().

ulog(message
write themessagéo the userlog.
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system¢ommandyl
execute theommandusing system(3) (this is not supported for Windows,
0S/2, or MAC Workstation clients); occurrences of %A are expanded to the
value of trace record.

tracefrace-speg
reset the trace specification to the supptiade-spec

dye
turn on message dyeing.

undye
turn off message dyeing.

sleepéecondy
sleep the specified number of seconds (this is not supported for DOS,
Windows, or MAC Workstation clients).

Trace Records A trace record is a string with the format
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cc data

wherecc s the first two characters of the trace categorydatd contains additional
information about the trace point.

When a trace record appears in the userlog, the line looks like this:
hhmmss.system-nahprocess-name.pidRACE: cc data

Notices  Match patterns cannot be specified for the receiver and trigger for Workstation client:
running on MAC platforms; the regular expressions will be ignored.

Thetmadmin changetrace =~ command cannot be used to affect the tracing level for
Workstation clients.

Examples  To trace a client, as well as to trace all ATMI calls made by an application server on
behalf of that client, set and expOMTRACE=orin the environment of the client. This
specification will cause all explicit ATMI trace points in the client to be logged and
message dyeing to be turned on. Any application server process that performs a servi
on behalf of the client will automatically log all explicit ATMI trace points.

To see all client trace points, both explicit and implicit, for the previous example, set
and export

TMTRACE="*.ulog:dye:"
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To trace service requests from a client as in the previous example, but restrict the
tracing output from the client to the bare minimum of information atposal
requests, set and export

TMTRACE=atmi:/tpacall/ulog:dye

in the environment of the client. This specification will causepatlall  invocations

in the client to be logged and message dyeing to be turned on. Any application server
process that performs a service on behalf of the client will automatically log all ATMI
trace points. The client's identifier, which is included intflaeall  trace record, can

be correlated with the value of theSVCINFOparameter passed to any service routine
invoked on the client's behalf.

To trace the invocations of all service requests performed by application servers, set
TMTRACE=atmi:/tpservice/ulog
in the serveENVFILEs on all participating machines.

To enable run-time tracing of all trace categories throughout an application, with
message dyeing turned on, set and export

TMTRACE=*:ulog:dye

in the environment of all clients and in the macHiNVFILEs on all participating
machines. This setting will probably produce an unmanageable amount of output
because all processes, including Bs& andDBBL, will emit trace records.

To turn on ATMI tracing in all running servers in gro@BROUPAfterthey are booted,
invoke thechangetrace command ofmadmin as follows:

changetrace -g GROUP1 on

Note thatchangetrace  affects only currently-existing processes; it does not change
the trace configuration of servers in grcoBROUPthat have not yet been booted. (To
set the default trace configuration of a serverTs8tRACEN its ENVFILE)

To turn off tracing in all currently-running application processesghseyetrace  as
follows:

changetrace -m all off

To cause the running server process whose identifier is 1 in @ROpP10 abort
when it executespreturn , specify the following temadmin :

changetrace -i 1 -g GROUP1 "atmi::/tpreturn/abort"
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See Also  tmadmin (1), userlog (3)
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TMUSREVT(5)
Name TMUSREVAUser event reporting process
Synopsis  TMUSREVT SRVGRP#tentifier " SRVID=" number"
[CLOPT="[-A] [servopts options ]
[~ [-S] [-p poll-seconds ] [-f control-file 1M
Description TMUSREVTs a BEA TUXEDO system provided server that processes event report

Interoperability

Notices

Example

See Also

message buffers frompost (3), and acts as an Event Broker to filter and distribute
them.

Filtering and notification rules are storedcontrol-file, which defaults to
${APPDIR}/tmusrevt.dat . Control file syntax is defined iIBVENT_MIF5);
specifically, the attributes of the classe€WENT_MIBcan be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more secondeMy SREVPprocesses for increased
availability. Additional servers must be booted with tiecommand line option,
which indicates a “secondary” server.

When theEVENT_MIE5) configuration is updated, the primamuUSREVEerver writes

to its control file. Secondary servers poll the primary server for changes and update
their local control file if necessary. The polling interval is controlled bygheption,

and is 30 seconds by default.

TMUSREVTNnust run on a Release 6.0 or later machine.

To migrate the primaryMUSREVEerver to another machine, the system administrator
must provide a current copy obntrol-file. Each secondaryMUSREV®erver
automatically maintains a recent copy.

If tppost  (3) will be called in transaction mode, allUSREVBerver groups must have
transactional capability (a TMS process).

TheTMUSREVBerver's environment variables must be set so that FML field tables and
VIEW files needed for message filtering and formatting are available. They could be
set in the machine's or server's environment file.

*SERVERS

TMUSREVT SRVGRP=ADMIN1 SRVID=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A --"

TMUSREVT SRVGRP=ADMIN2 SRVID=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A ---S -p 120"

tppost (3), tpsubscribe  (3), EVENT$5), EVENT_MIHF5), TMSYSEV{5)
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Name
Synopsis

Description

BEA TUXEDO system error codes
#include <atmi.h>

The numerical value represented by the symbolic name of an error condition is
assigned teperrno  for errors that occur when executing a BEA TUXEDO system
library routine.

The namaperrno  expands to a modifiablealue that has typet , the value of

which is set to a positive error number by several BEA TUXEDO system library
routinestpermo need not be the identifier of an object; it might expand to a
modifiablelvalue resulting from a function call. It is unspecified whettpermo is

a macro or an identifier declared with external linkagetpéano macro definition

is suppressed to access an actual object, or if a program defines an identifier with th
nametperrno , the behavior is undefined.

The reference pages for BEA TUXEDO system library routines list possible error
conditions for each routine and the meaning of the error in that context. The order in
which possible errors are listed is not significant and does not imply precedence. Th
value oftperrno  should be checked only after an error has been indicated; that is,
when the return value of the component indicates an error and the component
definition specifies thaperrno  is set on error. An application that checks the value
of tperrmo  must include theatmi.n> header file.

The following list describes the general meaning of each error:

TPEABORT
A transaction could not commit because either the work performed by the
initiator or by one or more of its participants could not commit.

TPEBADDESC
A call descriptor is invalid or is not the descriptor with which a conversational
service was invoked.

TPEBLOCK
A blocking condition exists antPNOBLOCKvas specified.

TPEINVAL
An invalid argument was detected.
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TPELIMIT
The caller's request was not sent because the maximum number of
outstanding requests or connections has been reached.

TPENOENT
Can not send tevcbecause it does not exist or is not the correct type of
service.

TPEOS
An operating system error has occurred.

TPEPERM
A client cannot join an application because it does not have permission to do
S0 or because it has not supplied the correct application password.

TPEPROTO
A library routine was called in an improper context.

TPESVCERR
A service routine encountered an error eithepristurn () ortpforward ()
(for example, bad arguments were passed).

TPESVCFAIL
The service routine sending the caller’s reply catbeeturn () with
TPFAIL . This is an application-level failure.

TPESYSTEM
A BEA TUXEDO system error has occurred.

TPETIME
A timeout occurred.

TPETRAN
The caller cannot be placed in transaction mode.

TPGOTSIG
A signal was received amPSIGRSTRTwas not specified.

TPERMERR
A resource manager failed to open or close correctly.

TPEITYPE
The type and sub-type of the input buffer is not one of the types and sub-types
that the service accepts.
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TPEOTYPE
The type and sub-type of the reply are not known to the caller.

TPEHAZARD
Due to some failure, the work done on behalf of the transaction can have bee
heuristically completed.

TPEHEURISTIC
Due to a heuristic decision, the work done on behalf of the transaction was
partially committed and partially aborted.

TPEEVENT
An event occurred; the event type is returneckirent

TPEMATCH
svcnames already advertised for the server but with a function other than
func

Usage  Some routines do not have an error return value. Because no routiperseds to
zero, an application can spérrno  to zero, call a routine and then cheakrno
again to see if an error has occurred.

See Also  See theERRORSection of the individual BEA TUXEDO library routines for a more
detailed description of the meaning of the error codes returned by each routine.
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tpurcode(5)
Name
Synopsis

Description

Examples

See Also

BEA TUXEDO system global variable for an application-specified return code
#include <atmi.h>

tpurcode is a global variable defined mmi.h . Its value is the same long integer
used as the value of thevde argument ofpreturn  (3c).tpurcode may be used by

the application to return additional information to the process that calls an application
service. For details, segreturn  (3c).

Assigning meanings to valuestpurcode is the responsibility of the application.
Following are examples showing the usepofcode

If you return the valuenyval throughrcode in an application service:
ipreturn(TPSUCCESS, myval, rqst->data, OL, 0);
Then the code in the client module might be as follows:

ret = tpcall("TOUPPER", (char *)sendbuf, 0, (char **)&rcvbuf, \
&rcvlen, (long)0);

.(void) fprintf(stdout, "Returned string is: %s\n", rcvbuf);
(void) fprintf(stdout, "Returned tpurcode is: %d\n", tpurcode);

If we call the sample cliendimpcl , with the value of "My String," the output will look
like this:

%simpcl "My String"
Returned string is: MY STRING
Returned tpurcode is: myval

The significance ofyval must be defined by the application.

tpreturn  (3c)
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Name

Description

Operating
System
Variables

A list of environment variables in the BEA TUXEDO system

In order to compile application clients and servers, and run the BEA TUXEDO system
it is important that the proper environment variables be set and exported. This
reference page provides a list of the most frequently used variables.

The environment variables are grouped in the following sections:
Operating System Variables

Key BEA TUXEDO system Variables

Variables for Field Table Files, View Files and MIO

File System andLOGVariables

Workstation Variables

System/Q Variables

COBOL Variables

DEBUG Variables

* & & & & O > o o

Additional Miscellaneous Variables

O
(@]

standard C compiler for use byildserver ~ and other BEA TUXEDO
commands.

CFLAGS
contains flags to be used by the C compiler.

EDITOR
specifies the editor to be invoked by the BEA TUXEDO system.

LANG
used to set the locale for language specificationnSe@es (5).

LOGNAME
specifies the user name for use in error messages.

LD_LIBRARY_PATH
must be set to the pathname for run-time shared libraries.
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Key BEA
TUXEDO
System
Variables

NLSPATH
specifies the pathname for the message catalog. If not specified, a default path
is used. Seal_paths (5).

PAGER
specifies the paging command used for paging outpyrhéimin (1),
tmadmin (1). This overrides the system default ( pg(1) on UNIX operating

systems).
PATH
contains pathnames to be searched for executables.
SHELL
the shell program to be invoked by the BEA TUXEDO system.
TERM
specifies terminal type, if a terminal is used.
TMPDIR
the pathname of the directory where all temporary files should be written.
TZ

on systems where the ANSIriktime functions does not existz must be
set to use the BEA TUXED@p_mktime (3) function.

More information on these variables is available in the UNIX System reference page
environ (5).

In general, the following environment variables should be set and exported:

APPDIR
full pathname of the base directory for application files.

APP_PW
may be used to specify a password for system clients that prompt for an
application password (when security is on). Setting the password in a variable
allows the password to be provided from a script, rather than demanding
manual entry.

ENVFILE
this variable is used kynloadcf (1). It customarily contains setting for other
BEA TUXEDO system environment variable, which are set automatically by
the system.
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TLOGDEVICE
the pathname for the transaction log. This should be the same as the
TLOGDEVICEspecified in the configuration file for the application.

TUXCONFIG
the pathname of the binary configuration file to be loadethimadcf (1).

ULOGPFX
prefix of the filename of the central event log; defaultpG

TUXDIR
specifies the base directory where the BEA TUXEDO system software is
installed.

More information about these variables can be found iBE® TUXEDO
Programmer's Guidand theBEA TUXEDO Administrator's Guide

Variables for ~ The following environment variables are used by FML dmWwsand bymio (1)
Field Table Files,  clients:

View Files and
Mi0o FIELDTBLS

comma-separated list of field table files.

VIEWFILES
comma-separated list of binary view files.

FLDTBLDIR
colon-separated list of directories to searchFi@t. DTBLS files.

VIEWDIR
colon-separated list of directories to searchi@WVFILES files.

MASKPATH
list of directories fomio (1) to search for binary masks.

MSKIPCKEY
the IPC key for shared memory for a mask cache.

NGXACTS
a comma-separated list of masks the current user is not permitted to use.

OKXACTS
a comma-separated list of masks the current user is permitted to use.
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File System and
TLOG Variables

Workstation
Variables

More information about these variables can be found iBE® TUXEDO
Administrator's GuidetheBEA TUXEDO Programmer's Guidand theBEA
TUXEDO FML Programmer's Guide

The following variables are used by the BEA TUXEDO system file system and the
transaction log.

FSCONFIG
the pathname for the Universal Device List.

FSMAXCOMMIT
sets the maximum size of the commit buffer.

FSMAXUPDATE
sets the size of the update list and the maximum number of updates.

FSMSGREP
sets the message repetition interval.

FSOFFSET
specifies an offset into the Universal Device List.

The following variables are used on Workstation client machines:

WSBUFFERS
the number of packets per application.

WSDEVICE
the network device to be used for network access. For workstation clients in
Release 6.4 and higher, this variable is no longer required.

WSENVFILE
pathname of a file containing Workstation client environment variables.

WSNADDR
the network address of the native site network listener.

WSRPLYMAX
the maximum message size before a message is dumped to a file for transfer.

WSTYPE
the machine type of the workstation machine.

More information on these variable can be found irBRA TUXEDO Workstation
Guide
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System/Q  The following environment variable is used by BEA TUXEDO System/Q:

Variables
QMCONFIG

sets the device where queue space is available to System/Q.
There is more information on this in tB&EA TUXEDO /Q Guide

COBOL  The following environment variables are used with COBOL:

Variables
ALTCC

specifies the compiler for use with COBOL compilations.

ALTCFLAGS
flags to be passed to the COBOL compiler.

COBCPY
directories to be searched for COBOL Copy files.

COBDIR
specifies the directory where COBOL compiler software is located.

COBOPT
contains command line arguments for the COBOL compiler.

There is more information on these variables inBR&A TUXEDO COBOL Guide

Additonal ~ The following additional environment variables may be of use:
Miscellaneous

Variables ~MHSCACHE

specifies the number of message catalog handles to keep open (BEA
TUXEDO system messages only). The default is 3.

PMID

in MP mode, can be used to specify the physical machine id.
TAGENTLOG

used to set the pathname for thiseen (1) log.
TMCMPLIMIT

used to specify whether compression should be used on messages and to ¢
thresholds for both local and remote messages. The syntax of the variable is

TMCMPLIMIT=[remote_threshold[,local_threshold]]
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See Also

A threshold is a number in the range M&XLONGIt sets the minimum byte
size of a message on which data compression will be performed.

TMCMPPRFM
This variable sets the compression level for any process that picks it up. Valid
values are the integers 1 through 9; 1 results in womewhat less compression
that the higher levels, but takes place faster. An informatigimamessage
is written when a process readdCMPPRFEM

TMNETLOAD
used to establish load balancing over a network. The value is an arbitrary
number of units to be added to the load factor of remote services. Use of this
variable tends to force the use of a local service.

UIMMEDSIGS
to override deferal of signals, set this variablexto "

USPOOLDIR
names a directory to be used by HrvPRT5) server for temporary files. It
defaults tatmp .

buildclient (1), buildserver (1), viewc (1) cc(1), environ(5) in a UNIX System
reference manual
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Name buffer type switch-buffer types provided by BEA TUXEDO system

Synopsis  Default Buffer Type Switch

/*

* The following definitions are specified in
* $TUXDIR/lib/tmtypesw.c

*/

#include "tmtypes.h"

/*
* |nitialization of the buffer type switch.
*

struct tmtype_sw_t tm_typesw[] = {

{
"CARRAY", "™, 0
h

{

"STRING", ", 512, NULL, NULL, NULL,

_strpresend, NULL, NULL, _strencdec, NULL, _sfilter, _sformat
h

{

"FML", ", 1024, _finit, _freinit, _funinit, _fpresend,

_fpostsend, _fpostrecv, _fencdec, _froute, _ffilter, _fformat

{

"VIEW", "*", 1024, _vinit, _vreinit, NULL, _vpresend, NULL,
NULL, vencdec, vroute, Vfilter, vformat

h
{ [*XATMI - identical to CARRAY */

"X_OCTET","™, 0

{ [*XATMI - identical to VIEW */

{X,_Ve, U UTVYS'PYEY, ", 1024, _vinit, _vreinit,

NULL, _vpresend, NULL, NULL, _vencdec, _vroute, _Vfilter, _vformat
h
{ [*XATMI - identical to VIEW */

{xX,_,'C,O,'M,'M' 'O N, "*", 1024, _vinit, _vreinit,

NULL, _vpresend, NULL, NULL, _vencdec, _vroute, _Vfilter, _vformat

h
"FML32", "™, 1024, _finit32, _freinit32, _funinit32, _fpresend32,

_fpostsend32, _fpostrecv32, _fencdec32, _froute32, _ffilter32,
_fformat32
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Description

2
{

"VIEW32","*", 1024, vinit32, _vreinit32, NULL,_vpresend32, NULL,
NULL, vencdec32, vroute32, Vfilter32, vformat32

!
L

}
j

struct tmtype_sw_t _TM_FAR *
_TMDLLENTRY
_tmtypeswaddr(void)

{

return(tm_typesw);

Shown in this page are the nine buffer types provided by the BEA TUXEDO system:

L4

* & & & & > o o

character array (possibly containiNgLL characters) that is neither encoded nor
decoded during transmission

NULL-terminated character array

FML fielded buffer

a C structure or an FML view

equivalent taCARRAYprovided for XATMI compatibility
equivalent tovIEW, provided for XATMI compatibility
equivalent tovIEW, provided for XATMI compatibility
FML32 fielded buffer, using 32-bit identifiers and offsets

a C structure or an FML32 view, using 32-bit identifiers, counter variables, and
size variables

Note that alVIEW, X_C_TYPE andX_coMMoObuffers are handled by the same set of
routines; the name of a particular view is its sub-type name.

An application wishing to supply their own buffer type can do so by adding an instance
to thetm_typesw array shown above. Whenever a new buffer type is added or one is
deleted, care should be taken to leawalL entry at the end of the array as shown
above. Note that a buffer type witiNaILL name is not permitted.
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Files

See Also

A copy of the default array is delivered$mUXDIR/lib/tmtypesw.c , and may be

used as a starting point. The recommended procedure for installing a new buffer typ
switch is to compilemtypesw.c  and store it as the only element in a library named
libbuft

On systems with shared object capability, build and install a new instance of
libbuft.so. undersTUXDIR/ib . All processes, including BEA TUXEDO system
processes likevskiwill then automatically have access to the new type switch without
recompilation. On a Windows workstation, the shared object for the buffer type switch
is namedNBUFT.DLL It should be stored iSTUXDIR\bin . See the “Buffers” chapter

in theBEA TUXEDO Administrator's Guide

On systems without shared object capability, build and install a new instance of
libbuft.a undersTUXDIR/lib . All processes needing to know about the new types
must then be rebuilt, usingildclient (1) orbuildserver  (1). System processes
like wsK5) may need to be rebuilt using special commands suslildgsh (1).

Seevuffer (3) for a description of the elements and routines in the buffer type switch.
Also found there is a description of built in routines provided by the BEA TUXEDO
system (for examplefinit () that applications can use when changing the
system-provided buffer types.

The two system-provided routing functiongoute () and_vroute (), are used for
data dependent routing BMLbuffers andvIEw buffers, respectively. See

ubbconfig  (5) for a description of how to define routing criteria to be used by these
two functions.

$TUXDIR/tuxedo/include/tmtypes.h - the type switch definition
$TUXDIR/lib/tmtypesw.c - the default type switch instantiation
$TUXDIR/lib/libbuft.so. - type switch shared object
$TUXDIR/lib/libbuft.a - type switch archive library

buffer (3), typesw (5), ubbconfig (5)
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typesw(5)
Name buffer type switch structure-parameters and routines needed for each buffer type

Synopsis  Buffer Type Structure

/*

* The following definitions are in $TUXDIR/tuxedo/include/tmtypes.h
*/

#define TMTYPELEN 8

#define TMSTYPELEN 16

struct tmtype_sw_t {

char type[TMTYPELEN]; /* type of buffer */

char subtype[TMSTYPELEN];/* sub-type of buffer */

long dfltsize;  /* default size of buffer */

int (*initbuf)(); /* initialization function pointer */

int (*reinitbuf)(); /* re-initialization function pointer */

int (*funinitbuf)(); /* un-initialization function pointer */

long (*presend)(); /* pre-send manipulation function pointer */

void (*postsend)(); /* post-send manipulation function pointer */
long (*postrecv)(); /* post-receive manipulation function pointer */
long (*encdec)(); /* encode/decode function pointer */

int (*route)(); /* data dependent routing function pointer */

int (*filter)(); /* buffer filtering function pointer */

int (*format)(); /* buffer format string function pointer */

void (*reserved[10])(); /* reserved space for new function pointers */

/*

* application types switch pointer

* always use this pointer when accessing the table
*/

extern struct tmtype_sw_t *tm_typeswp;

Description  Each buffer type and sub-type must have an entry imthgpesw array such that

when a buffer is manipulated the appropriate routines are called. For the buffer types

provided by the BEA TUXEDO system. stetypes (5).

An application wishing to supply their own buffer type can do so by adding an instance

to thetm_typesw array insTUXDIR/lib/tmtypesw.c (tuxtypes (5) shows how this

can be done). The semantics of the routines which must be supplied when adding a new

type are specified ihuffer (3).

Files  $TUXDIR/tuxedo/include/tmtypes.h - the type switch definition
$TUXDIR/lib/tmtypesw.c - the type switch instantiation

See Also  buffer (3),tuxtypes (5)
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Name

Description

Definitions

Configuration

294

File Format

BEA TUXEDO System ASCII configuration file

A binary configuration file, called thBUXCONFIGfile, contains information used by
tmboot (1) to start the servers and initialize the bulletin board of a BEA TUXEDO
system bulletin board instantiation in an orderly sequence. The biuagONFIdile
cannot be created directly (although an existidayCONFIGile can be dynamically
modified throughmconfig (1)). Initially, aUBBCONFIdile of the format described on
this reference page must be created. That file is parsed and loaded TXTENFIG
file usingtmloadcf (1).tmadmin (1) uses the configuration file (or a copy of it) in its
monitoring activity.tmshutdown (1) references the configuration file for information
needed to shut the application down.

A server is a process that accepts requests and sends replies for clients and other
servers. A client originates requests and gets replies.

A resource manager is an interface and associated software providing access to a
collection of information and/or processes. An example of a resource manager is a
database management system; a resource manager instance is a particular instantiat
of a database controlled by a DBMS. A distributed transaction is a transaction that
spans multiple resource manager instances, is startedpitsin , and ended with
tpcommit  Or tpabort

A server group is a resource manager instance and the collection of servers and/or
services providing access to that resource manager instance on a particular machin
The XA interface associated with the group is used for transaction management. If e
server does not access a resource manager instance or does not access it as part ¢
distributed transaction, it must be in a server group with a null XA interface. Similarly,
clients run in a special client group that does not have to be specifieddr@urs
section. The client group is not associated with a resource manager.

A remote domain is defined to be an environment for which this configuration's BEA
TUXEDO system bulletin board is not available. Remote domains are not specified ir
the UBBCONFIile, but rather through host-specific environment variables that are
specified in host-specific reference pages.

The format of &UBBCONFIdile is as follows:

The file is made up of up to none specification sections. Lines beginning with an
asterisk {) indicate the beginning of a specification section. Each such line contains
the name of the section immediately following théAllowable section names are:
RESOURCESMACHINESGROUPSNETGROURSNETWORKSERVERSSERVICES
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INTERFACES andROUTING TheRESOURCE&ndMACHINESsections must be the first
two sections in that order; tlBROUPSection must be ahead $¥RVERSSERVICES
andROUTING TheNETGROUPSection must ber ahead of tRETWORKection.

Parameters (except in tRESOURCESection) are generally specified g YWORB
value . This setXEYWORID value . Valid keywords are described within each
section.KEYWORDare reserved; they can not be usedaigs .

Lines beginning with the reserved woBEFAULT:, contain parameter specifications
that apply to any lines that follow them in the section in which they appear. Default
specifications can be used in all sections other thaRES®URCESection. They can
appear more than once in the same section. The format for these lines is:

DEFAULT: [optional KEYWORDvalue pairs]

The values set on this line remain in effect until reset by anotbeauLT: line, or

until the end of the section is reached. These values can also be overridden on
non-DEFAULT: lines by placing the optional parameter setting on the line. If on a
nonDEFAULT: line, the parameter setting is valid for that line only; lines that follow
revert to the default setting. DEEFAULT: appears on a line by itself, all previously set
defaults are cleared and their values revert to the system defaults.

If a value isnumeric , standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). The range of acceptable values for a numeric parameter is given under the
description of that parameter.

If a value is aridentifier ~ , standard C rules are used. @eantifier must start

with an alphabetic character or underscore and contain only alphanumeric characters
or underscores. The maximum allowable length of an identifier is 30 (not including the
terminating null). An identifier cannot be the same &&@WVORD

A value that is neither an integer number or an identifier must be enclosed in double
guotes. This value is calledsing . The maximum allowable length of a string is 78
(not including the terminating null). Exceptions to this aredth@PT BUFTYPE

OPENINFQ andCLOSEINFOparameters, which can be 256 characters in length, and the
RANGE$arameter, which can be 2048 characters in length (except in Domain, where
it can be no more than 1024 characters). IrRiWeGE$arameter of thROUTING

section, certain special characters can be escaped inside a string using a backslash.

“\\" translates to a single backslash.
“\"” translates to a double quote.
“\n” translates to a newline.
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RESOURCES

296

Section

“t” translates to a tab.
“\f" translates to a formfeed.
“\O+" translates to a character whose octal value is O+

whereO+is one, two, or three octal charactens.™translates to an embedded null
character. ¥H+ " or “\XH+" translates to a character whose hexadecimal valde is
whereH+is one or more hexadecimal charactess”(where 'y' is any character other
than one of the previously mentioned characters) translates to 'y'; this produces a
warning.

Some values are required to be an identifier. Other values that can be either an
identifier or a string are indicated asténg_value . The maximum allowable length
of astring_value s 78 characters if it is a string (not including the terminating null)
and 30 characters if it is an identifier.

"#" (pound sign) introduces a comment. A newline ends a comment.

An identifier or a numeric constant must always be followed by white space (space,
tab, or newline) or a punctuation character (pound sign, equals sign, asterisk, colon,
comma, backslash, or period).

Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Lines are continued by placing at least one tab after the newline. Comments can not |
continued.

This section provides for user specification of the system-wide resources, such as tt
number of servers, and services which can exist within a service area. Lines in the
RESOURCESection are of the fornkEYWORD value whereKEYWORIB the name of

the parameter, andhiue its associated value. ValkEYWORDare as follows:

IPCKEY numeric_value
specifies the numeric key for the well-known address in a BEA TUXEDO
system bulletin board. In a single processor environment, this key “names”
the bulletin board. In a multiple processor environment, this key names the
message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such a
the names for bulletin boards throughout a multiproceB0OKEY must be
greater than 32,768 and less than 262,143. This parameter is required.
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MASTERString_valuel|,string_value2]
specifies the machine on which the master copy of th&CONFIGs found.
Also, if the application is being run MPmode MASTER1ames the machine
on which the DBBL should be rustring_value2 names an alternatiD
location used during process relocation and booting. If the primary location
is not available, the DBBL is booted at the alternate location and the alternate
TUXCONFIGle found there is used. BottMID values must name machines
found in theMACHINESsection and must be less than or equal to 30 characters
in length. This parameter is required (evesinvmode).

In an application that supports multiple release levels of the BEA TUXEDO
system on different machinedgASTERandBACKUPMust always have a
release with a number greater than or equal to all other machines in the
application. This rule is not enforced during a “Hot Upgrade.”

DOMAINID string_valuel
specifies the domain identification string. If not specified, the value "™ is used.
If the value ofDOMAINIDIs a character string, it may contain a maximum of
30 characters (including the trailing null). If the valu®ofMAINIDIs a string
of hexadecimal digits, it may contain a maximum of 30 octeBBONMAINID
is specified, its value is included, as a parametet¢m=domainid ), in any
command output that reports on the processes associated with a particular
domain, such as the output of fseecommand. This comment is useful for an
administrator managing multiple domains, who may have some difficulty,
without this comment, in interpreting a single output stream that refers to
several domains.

UID numeric_value
specifies the numeric user id to be associated with the IPC structures created
for the bulletin board. This value should be a UNIX System user id on the
local system. If not specified, the value is taken to be the effective user id of
the user executingnloadcf (1). TheRESOURCE®alue for this parameter can
be overridden in th®IACHINESsection on a per-processor basis.

GID numeric_value
specifies the numeric group id to be associated with the IPC structures created
for the bulletin board. This value should be a valid UNIX System group id on
the local system. IEID is not specified, the effective group id of the user
executingmloadcf (1) is used. ThRESOURCE®alue for this parameter can
be overridden in th®IACHINESsection on a per-processor basis.
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PERMiumeric_value
specifies the numeric permissions associated with the IPC structures that
implement the bulletin board. It is used to specify the read/write permissions
for processes in the usual UNIX system fashion (that is, with an octal number
such a 0600). If not specified, the permissions on the IPC structures default
to 0666 (read/write access by same user, same group, and any other). The
value can be between 0001 and 0777, inclusive REBOURCESalue for
this parameter can be overridden in ¥eCHINESsection on a per-processor
basis.

MAXACCESSER&meric_value
specifies the default maximum number of processes that can have access tc
bulletin board on a particular processor at any one time. System
administration processes, such as the BBLtaadmin , heed not be
accounted for in this figure. This value must be greater than 0 and less than
32,768. If not specified, the default is 50. T’RESOURCESalue for this
parameter can be overridden in theCHINESsection on a per-processor
basis.

MAXSERVERS8umeric_value
specifies the maximum number of servers to be accommodated in the serve
table of the bulletin board. This value must be greater than 0 and less than
8192. If not specified, the default is 50.

MAXSERVICESwmeric_value
specifies the maximum total number of services to be accommodated in the
services table of the bulletin board. This value must be greater than 0 and les
than 32,768. If not specified, the default is 100.

MAXGROUP&umeric_value
specifies the maximum number of configured server groups to be
accommodated in the group table of the bulletin board. This value must
greater than or equal to 100 and less than 32,768. If not specified, the defau
is 100.

MAXNETGROUR®meric_value
specifies the maximum number of configured network groups to be
accommodated in theETWORKsection of therUXCONFIdile. This value
must be greater than or equal to 1 and less than 8192. If not specified, the
default is 8.
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MAXMACHINE®umeric_value
specifies the maximum number of configured machines to be accommodated
in the machine tables of the bulletin board. This value must greater than or
equal to 256 and less than 8,191. If not specified, the default is 256.

MAXQUEUESBumeric_value
specifies the maximum number of server request queues to be accommodated
in the queue table of the bulletin board. This value must greater than or equal
to 1 and less than 8,192. If not specified, the value is set to the configured
value forMAXSERVERSNteroperability with releases prior to 5.0 requires that
this value be equal to the configured valueMeiXSERVERS

MAXACLGROUR#&imeric_value
specifies the maximum number of group identifiers that can be used for ACL
permissions checking. The maximum group identifier that can be defined is
TA_MAXACLGROURS . This value must be greater than or equal to 1 and less
than or equal to 16K. If not specified, the default is 16K.

MODEL SHM | MP }
specifies the configuration type. This parameter is required and only one of
the two settings can be specifistiMspecifies a single machine
configuration; only one machine may be specified inMA€HINESsection.
MPspecifies a multi-machine configurationPmust be specified if a
networked application is being defined. Note: to charges without
relinking, servers must be built to support the models needed (see
buildserver ~ (1)).

LDBAL{Y [N}
specifies whether or not load balancing should be performedBKLis not
specified, the default i&. It is recommended that if each service maps to one
and only one queue, theédBAL should be set tN, since load balancing is
automatic.

CMTRET COMPLETE | LOGGED }
specifies the initial setting of th@®_COMMIT_CONTRGQtharacteristic for all
client and server processes in a System/T applicatioalud is LOGGED,
then theTP_COMMIT_CONTRGtharacteristic is initialized to
TP_CMT_LOGGEMtherwise, it is initialized toP_CMT_COMPLETH CMTRET
is not specified, the default ®OMPLETESee the description of the BEA
TUXEDO system ATMI functiontpscmt , for details on the setting of this
characteristic.
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OPTIONSI/dentifier[,identifier . . . ]

specifies options that are used. If more than one option is given, they are
separated by commas. The following are the options that can be specified.
The identifielLANindicates that this is a networked application. The identifier
MIGRATEindicates that server group migration can be doneldRATEIs
specified,LAN should also be specified, (except for the case where the
configuration runs on a single multiprocessor computer). This parameter is
optional and the default is no options.

SYSTEM_ACCESSIentifier],identifier]

specifies the default mode used by BEA TUXEDO system libraries within
application processes to gain access to BEA TUXEDO system's internal
tables. Valid access types &#STPATHor PROTECTEDFASTPATHspecifies
that the internal tables should be accessible by the libraries via shared
memory for fast accesSBROTECTEBpecifies that while the internal tables are
accessible by BEA TUXEDO system libraries via shared memory, the shared
memory for these tables is not accessible outside of the BEA TUXEDO
system librariesNO_OVERRIDEan be specified (either alone or in
conjunction withFASTPATHor PROTECTEPIO indicate that the mode selected
cannot be overridden by an application procesSY8TEM_ACCESS not
specified, the default mode A& STPATH

SECURITY string_valuel

specifies the type of application security to be enforced. The possible string
values are’NONE, APP_PW, USER_AUTH, ACL, or MANDATORY_ACTT his
parameter defaults t0ONE The valueAPP_Pwindicates that application
password security is to be enforced (clients must provide the application
password during initialization). SettidgPP_PWcausesmloadcf to prompt

for an application password. The valu®ER_AUTHSs similar toAPP_PWhut,

in addition, indicates that per-user authentication will be done during client
initialization. The valueCL is similar toUSER_AUTHbut, in addition,

indicates that access control checks will be done on service names, queue
names, and event names. If an associated ACL is not found for a name, it i
assumed that permission is granted. The vsilll@DATORY_AdE similar to

ACL but permission is denied if an associated ACL is not found for the name.

AUTHSVGstring_value

specifies the name of an application authentication service that is invoked by
the system for each client joining the system. This parameter requires that thi
SECURITYidentifier be set t:dSER_AUTHACL, or MANDATORY_ACKFor

upward compatibility, setting boSECURITY APP_PWandAUTHSVAmplies
SECURITY USER_AUTH The parameter value must be 15 characters or less
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in length. FOISECURITYlevel USER_AUTHthe default service name, if not
specified, isAUTHSVCFor SECURITYlevel ACL or MANDATORY_AGLthe
service name must b&UTHSVC. (This will be silently enforced if the
administrator tries to set it to anything else.)

MAXGTThumeric_value
specifies the maximum number of simultaneous global transactions in which
a particular machine can be involved. It must be greater than or equal to 0 and
less than 32768. If not specified, the default is 100.RE®ROURCES®alue for
this parameter can be overridden in ¥eCHINESsection on a per-processor
basis.

MAXCONYiumeric_value
specifies the maximum number of simultaneous conversations in which
processes on a particular machine can be involved. It must be greater than 0
and less than 32,768. If not specified, the default is 10 if any conversational
servers are defined in tISERVERSection and 1 otherwise. TRESOURCES
value for this parameter can be overridden inMh€HINESsection on a
per-processor basis. The maximum number of simultaneous conversations
per server is 64.

MAXBUFTYPmBumeric_value
specifies the maximum number of buffer types that can be accommodated in
the buffer type table in the bulletin board. It must be greater than 0 and less
than 32,768. If not specified, the default is 16.

MAXBUFSTYPBumeric_value
specifies the maximum number of buffer subtypes that can be accommodated
in the buffer subtype table in the bulletin board. It must be greater than 0 and
less than 32,768. If not specified, the default is 32.

MAXDRThumeric_value
specifies the maximum number of configured data dependent routing criteria
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configlRed TINGsection
entries.

MAXRFThumeric_value
specifies the maximum number of data dependent routing range field table
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configlR@d TINGsection
entries.
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MAXRTDATAumeric_value
specifies the maximum string pool size for data dependent routing range
strings. It must be greater than or equal to 0 and less than 32,761. If not
specified, the default is determined from the configlred TINGsection
entries.

SCANUNIT numeric_value
is the interval of time (in seconds) between which periodic scans are done by
the BBL to find old transactions and timed-out blocking calls within service
requests. This value is used as the basic unit of scanning by the BBL. It affect
the granularity with which transaction timeout values can be specified on
tpbegin  (3c) and the blocking timeout value specified with BM©CKTIME
parameter. Th6ANITYSCAN BBLQUERYDBBLWAIT, andBLOCKTIME
parameters are multipliers of this unit for other timed operations within the
system SCANUNITmust be a multiple of 5 greater than 0 and less than or
equal to 60 seconds. The default is 10 seconds.

SANITYSCANnumeric_value
sets a multiplier of the bas&CANUNITbetween sanity checks of the system.
The valuesSCANUNITmust be greater than 0. If this parameter is not specified,
the defaultdefault is set so th&OQANUNIT* SANITYSCAN is approximately
120 seconds. Sanity checks include checking servers as well as the bulletin
board data structure itself. Each BBL checks that all servers on its machine
are viable; that is, the server hasn't terminated abnormally and is not looping
Processes deemed not viable are either cleaned up, or restarted depending
the options with which they were started. Following that, the BBL sends a
message (without reply) to the DBBL to indicate it is okay.

DBBLWAITnumeric_value
sets a multiplier of the bas& ANUNITfor the maximum amount of wall time
a DBBL should wait for replies from all its BBLs before timing out. Every
time the DBBL forwards a request to its BBLS, it waits for all of them to reply
with a positive acknowledgment before replying to the requester. This option
can be used for noticing dead or insane BBLs in a timely manner. The value
of DBBLWAITmust be greater than 0. If this parameter is not specified, the
default is set so thaBCANUNIT* DBBLWAIT) is the greater cSCANUNITOr
20 seconds.

BBLQUERMumeric_value
sets a multiplier of the basBCANUNITbetween status checks by the DBBL
of all BBLs. The DBBL checks to ensure that all BBLs have reported in
within theBBLQUERYtycle. If a BBL has not been heard from, the DBBL
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sends a message to that BBL asking for status. If no reply is received, the BBL
is partitioned. The value &BLQUERYNuSst be greater than 0. If this

parameter is not specified, the default is set so 8@&NUNIT* BBLQUERY

is approximately 300 seconds.

BLOCKTIMEnumeric_value
sets a multiplier of the bas&CANUNITafter which a blocking call (for
example, receiving a reply) times out. The valuBicbCKTIMEMust be
greater than 0. If this parameter is not specified, the default is set so that
(SCANUNIT* BLOCKTIMB is approximately 60 seconds.

NOTIFY { DIPIN | SIGNAL | IGNORE }
specifies the default notification detection method to be used by the system
for unsolicited messages sent to client processes. This default can be
overridden on a per-client basis using the appropwate (3c) flag value.
Note that once unsolicited messages are detected, they are made available to
the application through the application defined unsolicited message handling
routine identified via the tpsetunsol functiotpfotify  (3c)). The value
DIPIN specifies that dip-in-based notification detection should be used. This
means that the system will only detect notification messages on behalf of a
client process while within ATMI calls. The point of detection within any
particular ATMI call is not defined by the system and dip-in detection will not
interrupt blocking system callBIPIN is the default notification detection
method. The valusIGNAL specifies that signal-based notification detection
should be used. This means that the system sends a signal to the target client
process after the notification message has been made available. The system
installs a signal catching routine on behalf of clients selecting this method of
notification. All signaling of client processes is done by administrative
system processes and not by application processes. Therefore, only clients
running with the same UNIX System user identifier can be notified using the
SIGNAL method. Thevalue IGNORE specifies that by default, notification
messages are to be ignored by application clients. This would be appropriate
in applications where only clients that request notification at tpinit time
should receive unsolicited messages.

USIGNAL{ SIGUSR1 | SIGUSR2 }
specifies the signal to be usediGNAL-based notification is used. The legal
values for this parameter a38&USR1andSIGUSR2 SIGUSR2is the default
for this parametelUSIGNAL may be specified even #iGNAL-based
notification is not selected with ttOTIFY parameter, because callers of
tpinit  may choose signal-based notification.
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304

Section

The MACHINESsection specifies the logical names for physical machines for the
configuration. It also specifies parameters specific to a given machin®AGHINES
section must contain an entry for each physical processor used by the application.
Entries have the form:

ADDRESS required parameters [optional parameters]

whereADDRESSs the physical name of a processor, for example, the value produced
by the UNIX systemuname -n  command. The length of the entkBDRESSnust be

30 characters or less. If the name is not an identifier, it must be enclosed in double
guotes. If the. AN option is not specified, only one machine name can appear in this
section. One of the requireds YWORDISLMID, which is the logical machine

string_value  assigned to the physical machine.IAMID string_value ~ must be
unique within theMACHINESsection of the configuration file.

LMID = string_value
specifies thastring_value  is to be used in other sections as the symbolic
name forADDRESSThis name cannot contain a comma, and must be 30
characters or less. This parameter is required. There mustiveraline for
every machine used in a configuration.

These parameters are required:

TUXCONFIG= string_value
This is the absolute pathname of the file or device where the binary
TUXCONFIGle is found on this machine. The maximum string value length
is 64 characters. The administrator need only maintaimoREONFIGfile,
namely the one that is pointed to by T&XCONFIGenvironment variable on
theMASTERnachine. Copies on other machines of this masteCONFIdile
are synchronized with theASTERmachine automatically when the system is
booted. This parameter must be specified for each machifgx@FFSETS
specified, then the BEA TUXEDO file system starts at that number of blocks
from the beginning of thEUXCONFIGdevice (se@UXOFFSEThelow). See
ENVFILE in theMACHINESsection for a discussion of how this value is used
in the environment.

TUXDIR = string_value
This is the absolute pathname of the directory where the BEA TUXEDO
system software is found on this machine. This parameter must be specifiec
for each machine and the pathname should be local to each machine; in othe
words, TUXDIR should not be on a remote file system. If the machines of a
multiprocessor application have different BEA TUXEDO system releases
installed, check the discussion of “Interoperability” in @A TUXEDO
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Release Notes  for the higher level release to make sure you will get the
functionality you expect. SEENVFILE in theMACHINESsection for a
discussion of how this value is used in the environment.

APPDIR = string_value
The value specified for this parameter is the absolute pathname of the
application directory and is the current directory for all application and
administrative servers booted on this machine. The absolute pathname can
optionally be followed by a colon-separated list of other pathnames. In a
configuration whersSECURITY s set, each application must have its own
distinct APPDIR. Se€ENVFILE in theMACHINESsection for a discussion of
how this value is used in the environment.

Optional parameters are:

UID = number
specifies the numeric user id to be associated with the IPC structures created
for the bulletin board. The valid range is 0-2147483647. If not specified, the
default is the value specified in tRESOURCESection.

GID = number
specifies the numeric group id to be associated with the IPC structures created
for the bulletin board. The valid range is 0-2147483647. If not specified, the
default is the value specified in tRESOURCESection.

PERM= number
specifies the numeric permissions associated with the IPC structures that
implement the bulletin board. It is used to specify the read/write permissions
for processes in the usual UNIX system fashion (that is, with an octal number
such as 0600). The value can be between 0001 and 0777, inclusive. If not
specified, the default is the value specified inRESOURCESection.

MAXACCESSERS number
specifies the maximum number of processes that can have access to the
bulletin board on this processor at any one time. System administration
processes, such as the BBL amddmin , need not be accounted for in this
figure, but all application servers and clients am$servers are counted.
This value must be greater than 0 and less than 32,768. If not specified, the
default is the value specified in tRESOURCESection.

MAXWSCLIENTS number
specifies the number of accesser entries on this processor to be reserved for
workstation clients only. The parameter is only used when the BEA
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TUXEDO system Workstation feature is used. The number specified here
takes a portion of the total accesser slots specifiedMAYACCESSERS he
appropriate setting of this parameter helps to conserve IPC resources since
workstation client access to the system is multiplexed through a BEA
TUXEDO system-supplied surrogate, the workstation handler. This value
must be greater than or equal to 0 and less than 32,768. The default is 0. It |
an error to set this number greater tNMXXACCESSERS

MAXACLCACHE number
specifies the number of entries in the cache used for ACL entries when
SECURITYIs set toACL or MANDATORY_ACIT he appropriate setting of this
parameter helps to conserve on shared memory resources and yet reduce t
number of disk access to do ACL checking. This value must be greater than
or equal to 10 and less than or equal to 30,000. The default is 100.

MAXCONW number
specifies the maximum number of simultaneous conversations in which
processes on a particular machine can be involved. It must be greater than
and less than 32,768. If not specified, the default is the value specified in the
RESOURCESection. The maximum number of simultaneous conversations
per server is 64.

MAXPENDINGBYTES =number
specifies a limit for the amount of space that can be allocated for messages
waiting to be transmitted by the bridge proces@ber must be between
100,000 and1AXLONG

MAXGTT= number
specifies the maximum number of simultaneous global transactions in which
a particular machine can be involved. It must be greater than or equal to 0 an
less than 32,768. If not specified, the default is the value specified in the
RESOURCESection.

TYPE= string_value
is used for grouping machines into clas3&®Ecan be set to any string value
that is 15 characters or less. If two machines have the Babtvalue, data
encoding/decoding is bypassed when sending data between the machines.
TYPEcan be given any string value. It is used simply for comparison. The
TYPE parameter should be used when the application involves a
heterogeneous network of machines or when different compilers are used o
the machines in the network. If not specified, the default is the null string,
which matches any other entry that does not have a value specified.
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CMPLIMIT = string_valuell,string_value2]
specifies the threshold message size for messages bound to remote processes
(string_value1 ) and local processestfing_value2 ) respectively, at
which automatic data compression will take place. Both values must be either
a non-negative numeric value or the strimgXxLONGIf not specified, the
default for this parameter AXLONBIAXLONG

NETLOAD= numeric_value
specifies the additional load to be added when computing the cost of sending
a service request from this machine to another machine. It must be greater
than or equal to 0 and less than 32,768. If not specified, the default is 0.

SPINCOUNT= numeric_value
specifies the number of attempts that should be made at user level to lock the
bulletin board before blocking processes on a UNIX semaphore. This value
must be greater than or equal to 0. A value of 0 indicates that the spincount
built into the delivered binary should be used. If set, this parameter causes the
TMSPINCOUNENvVironment variable to be ignored. This varies from platform
to platform. The default for this parameter is 0.

TLOGDEVICE= string_value
specifies the BEA TUXEDO file system that contains the DTP transaction log
(TLOQ for this machine. TheLOGis stored as a BEA TUXEDO system
VTOC table on the device. If this parameter is not specified, then the machine
is assumed to not haveraOG The maximum string value length is 64
characters.

TLOGOFFSET offset
specifies the numeric offset in pages (from the beginning of the device) to the
start of the BEA TUXEDO file system that contains the DTP transaction log
for this machine. The offset must be greater than or equal to 0 and less than
the number of pages on the device. The default is 0.

TLOGNAME string_value
specifies the name of the DTP transaction log for this machine. If not
specified, the default ilBLOG If more than on&LOGexists on the same
TLOGDEVICE they must have uniqgue nam&sOGNAMENust be different
from the name of any other table on the configuration whereLibetable is
created. It must be 30 characters or less.

TLOGSIZE = size
specifies the numeric size, in pages, of the DTP transaction log for this
machine. It must be greater than 0 and less than or equal to 2048, subject to
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the amount of available space on the BEA TUXEDO file system. If not
specified, the default is 100 pages.

ULOGPFX= string_value
specifies the absolute pathname prefix of the path fousdrng (3c)
message file on this machine. The valu®iodGPFXor a given machine is
used to create theerlog (3c) message file for all servers, clients, and
administrative processes executed on that machine. If this parameter is not
specified $APPDIR/ULOGIs used. famddyy’ (month, day, year) is appended
to the prefix to get the actual log file name.

TUXOFFSET= offset
specifies the numeric offset in pages (from the beginning of the device) to the
start of the BEA TUXEDO file system that contains TuXCONFIGfor this
machine. The offset must be greater than or equal to 0 and less than the
number of pages on the device. The default offset is 0. The value of
TUXOFFSETIf non-zero, is placed in the environment of all servers booted on
a machine. SEENVFILE in theMACHINESsection for a discussion of how this
value is used in the environment.

ENVFILE = string_value
specifies that all clients and servers on the machine are to be executed with
the environment specified in the named file. If the value specifies an invalid
file name, no values are added to the environment. Lines must be of the forn
ident =value whereident begins with an underscore or alphabetic
character, and contains only underscore or alphanumeric characters. Withir
thevalue , strings of the form $nv} are expanded when the file is processed
using variables already in the environment. (Forward referencing is not
supported and if a value is not set, the variable is replaced with the empty
string). Backslash (\) may be used to escape the dollar sign and itself. All
other shell quoting and escape mechanisms are ignored and the expanded
value is placed into the environment.

Client programs process only tRACHINES ENVFILE during tpinit()

When booting servers, local servers inherit the environmenttabt (1)
and remote servers (not on MASTER inherit the environment of

tisten  (1). TUXCONFIG TUXDIR, andAPPDIR are also put into the
environment when a server is booted based on the information in the
associatetACHINESentry. An attempt to reset these three variables to
another value will not be allowed and will result in a warningpoot and
tisten  process the machireNVFILE before starting the server, allowing
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for the environment to indicate necessary pathnames for finding executable
and dynamically loaded files. Once the server is running,as part of server
initialization (before the application gets controfgsvrinit ), a server will

read and export variables from both the machine and semwuiLE files. If

a variable is set in both the machine and seedFILE, the value in the
serverENVFILE will override the value in the machiE\\VFILE.

PATHandLD_LIBRARY_PATHare treated specially. Before a server is
activated, the machireNVFILE is scanned to find the first occurrence of a
PATHor LD_LIBRARY_PATH variable; embedded environment variables
within either PATH variable are not expandedTHandLD_LIBRARY_PATH
are used to find pathnames for executable and dynamically loadegAifes.
will always be prefixed with

${APPDIR}:${TUXDIR}/bin:/bin:

if the value doesn't already begin with this string. F#sHwill be used as a
search path for servers that are specified with a simple or relative pathname.
LD_LIBRARY_PATHwiIll always be prefixed with

${APPDIR}:${TUXDIR}lib:/lib:/ust/lib:

if the value doesn't already begin with this strisgLIB_PATH is set on
HPUX andLIBPATH is set on AlX instead afD_LIBRARY_PATH

The GROUPS  This section provides information about server groups. This section must have at least
Section  one server group defined in it (which can be addedndanfig (1) after the

TUXCONFIGile has been created). A server group entry provides a logical name for a
collection of servers and/or services on a machine. The logical name is used as the
value of theSRVGRRparameter in thBERVERSsection to identify a server as part of
this group. SRVGRAs also used in thBERVICESsection to identify a particular
instance of a service with its occurrences in the group. @ReuP$arameters
associate this group with a specific resource manager instance (for example, the
employee database). Lines within thROUPSection have the form:

GROUPNAMEquired parameters [optional parameters]

whereGROUPNAMPecifies the logical namstfing value ) of the group. The group
name must be unique within all group names indRe@UPSection andMID values

in theMACHINESsection and cannot contain an asterisk (*), comma, or colon. It must
be 30 characters or less.

Required parameters are:
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LMID = string_valuel [, string_value2]

specifies that this group of servers resides on the machine symbolically
named bystring valuel in theMACHINESsection (or the default iBHM
mode). Each LMID value must be 30 characters or less. Up to two logical
machine names can be specified. The second logical name, if given and if
server group migration is enabled, indicates the machine to which the serve
group can be migrated.

GRPNG= number

specifies the numeric group number associated with this server group. This
number must be greater than 0 and less than 30000, and must be unique
among all entries in theROUPSection.

Optional parameters are:

TMSNAME string_value

specifies the name of the transaction manager sexer associated with
this group. This parameter must be specified for any group entry whose
servers will participate in distributed transactions (transactions across
multiple resource managers--and possibly machines--that are started with
tpbegin  (3c), and ended wittpcommit (3c)/tpabort (3c)). It specifies the
file (string_value ) to be executed bynboot (1) when booting the server
group. The valugMsis reserved to indicate use of the null XA interface. If a
non-empty value other thamsis specified, then BLOGDEVICEmust be
specified for the machine(s) associated withLtied value(s) for this entry.

A unigue server identifier is selected automatically for each TM server, and
the servers will be restartable an unlimited number of times.

ENVFILE = string_value

specifies that all servers in the group are to be executed with the environmen
specified in the named file. If the value specifies an invalid file name, no
values are added to the environment. Lines must be of thedenm =value
whereident contains only underscore or alphanumeric characters. Within
thevalue , strings of the forn${ env} are expanded when the file is
processed using variables already in the environment. (Forward referencing
is not supported and if a value is not set, the variable is replaced with an empt)
string.) A backslash (\) may be used to escape the dollar sign and itself. All
other shell quoting and escape mechanisms are ignored and the expanded
value is placed in the environment.

TheENVFILE is read after th®IACHINESsectionENVFILE (if one exists) and
before theSERVERSsectionENVFILE (if one is specified).
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TMSCOUNF number
specifies the number of transaction manager servers to start for the associated
group, if TMSNAMEs specified. This parameter is optional and the default is
3. If specified and the value is non-zero, the minimum value is 2 and the
maximum value is 10. The servers are set up in an MSSQ set automatically.

OPENINFO= “string "
specifies the resource manager instance-dependent information needed when
opening the resource manager. The value must be enclosed in double quotes
and must be less than or equal to 256 characters in length. This value is
ignored ifTMSNAMES not set or is set ttvis The format of th@PENINFO
string is dependent on the requirements of the vendor providing the
underlying resource manager. The information required by the vendor must
be prefixed with ¥m_name:,” which is the published name of the vendor's
transaction (XA) interface followed immediately by a colon ().
For BEA TUXEDO system databases, the format is:

OPENINFO="TUXEDO/Dfsconfigdbnameopenmodé

where ‘TUXEDO/D is the published name of the BEA TUXEDO XA
interface,fsconfig  is the name of thESCONFIGon which the database
residesgbname is the name of the database, apdnmode is one of

“readonly " or“readwrite ". For NT and NetWare, the colon separator after
fsconfig  anddbname must be a semi-colon.

For BEA TUXEDO system/SQL databases, the format is:
OPENINFO="TUXEDO/SQLfsconfigdbnameopenmodé

where "TUXEDO/SQL" is the published name of the BEA TUXEDO
system/SQL XA interfacesconfig  is the name of theSCONFIGon which
the database residetgname is the name of the database, apdnmode is
one of feadonly " or “readwrite ”. For NT and NetWare, the colon
separator aftefsconfig  anddbname must be a semi-colon.

For BEA TUXEDO /Q databases, the format is:
OPENINFO="TUXEDO/QMmconfiggspacé

where "TUXEDO/QM" is the published name of the BEA TUXEDO /Q XA
interface,gmconfig is the name of theMCONFI®n which the queue space
resides andspace is the name of the queue space. For NT and NetWare, the
colon separator afteymconfig must be a semi-colon.
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Section

If TMSNAMES set but th@PENINFOstring is set to the null string' () or this
parameter does not appear on the entry, it means that a resource manager
exists for the group but does not require any information for executing an
open operation.

CLOSEINFO= “string’

specifies the resource manager instance-dependent information needed whe
closing the resource manager. The value must be enclosed in double quote!
and must be less than or equal to 256 characters in length. This value is
ignored ifTMSNAMES not set or is set ttMS The format of th&€LOSEINFO

string is dependent on the requirements of the vendor providing the
underlying resource manager. The information required by the vendor must
be prefixed with ¥m_name:,” which is the published name of the vendor's
transaction (XA) interface followed immediately by a colon (). For BEA
TUXEDO system/SQL databasesClaOSEINFOstring is not used. If

TMSNAMES set but th€LOSEINFOstring is set to the null string’() or this
parameter does not appear on the entry, it means that a resource manager
exists for the group but does not require any information for executing a close
operation.

TheNETGROUPSection describes the network groups available to the application in
theLAN environment. Any pair of machines may be in any number of network groups.
Two communicating nodes use the priority mechanism in order to determine how to
communicate between elements of its group.

EveryLMID must be a member of the default network gra@gFAULTNET Machines
running BEA TUXEDO releases earlier than Release 6.4 (in WNEFIGROUPS
became available) can belong only to tiBFAULTNEThetwork group. The network
group numberNETGRPN)for DEFAULTNETIS O (zero), and may not be changed. The
default priority ofDEFAULTNET however, may be modified.

The general format for entries in this section is:
NETGROUP required_parameters [ optional_parameters ]

whereNETGROUR the network group name.METGROUB equal tdDEFAULTNET
then the entry describes the default network group.

Required parameters are:
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The NETWORK
Section

NETGRPNO =numeric_value
This is a unique network group number which must be assigned by the
administrator for use in failover and failback situations. If this entry describes
DEFAULTNETthen the numeric value must be 0 (zero).

Optional parameters are:

NETPRIO = numeric_value
Specifies the priority of this network group. A pair of machines in multiple
network groups of the same priority will communicate in parallel over the
priority band as long as no network group of a higher priority is available. If
all the network links of a certain priority band have been torn down by the
administrator or by network conditions, then the next lowest priority band is
used. Retries of the higher priority bands will be attempted. For more
information, see the chapter on BEA TUXEDO networks ingé TUXEDO
Administrator's Guide This value must be greater than zero and less than
8192. If not specified, the default is 100. Note that this is the only parameter
of theDEFAULTNEThat can be altered.
Note: In Release 6.4, parallel data circuits are prioritized by network group
number NETGRPNpPwithin priority group number. In future releases, a
different algorithm may be used to prioritize parallel data circuits.

TheNETWORKection describes the network configuration for a LAN environment. For
each processor on which a bridge server is located, an entry must be placed in the
NETWORKection giving the network address of the bridge process. An error is
generated if this section exists amN is not specified for thePTIONSparameter of

the RESOURCESection.

The general format for entries in this section is:
LMID required parameters [optional parameters]

whereLMID is the logical machine where the bridge process is plas#d.must have
direct access to the network device to be used (as given BRIDSE parameter).

Required parameters are:

NADDR= string_value
Specifies the complete network address to be used by the bridge process
placed on theMiD as its listening address. The listening address for a bridge
is the means by which it is contacted by other bridge processes participating
in the application. I&tring_value has the formioxhex-digits” or
“\\xhex-digits” , itmust contain an even number of valid hex digits. These
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forms are translated internally into a character array containing TCP/IP
addresses may also be in either of the following two forms:

"//host.name:port_number"
JI#.#H#. A port_number”

In the first of these format&pstname is resolved to a TCP/IP host address

at the time the address is bound using the locally configured name resolutior
facilities accessed via an operating system command.Zhe.# " is the
dotted decimal format where eaghepresents a decimal number in the range

0 to 255.pPort_number is a decimal number in the range 0 to 65535. the
hexadecimal representations of the string specified.

Optional parameters are:

BRIDGE = string_value

specifies the device name to be used by the bridge process placed on that
LMID to access the network. TBRIDGE parameter is not required. In prior
releases, for networks that were TLI-based, an absolute pathname for a devic
was required as the valueRRIDGE The network transport endpoint file path
has the formidev/ provider_name . For StarLAN this isidev/starlan

NLSADDR= string_value

specifies the network address used bytitsten (1) process servicing the
network on the node identified by th&D. The network address used for
NLSADDRS of the same format as that specified forNA®DRparameter

above. If the address has the fooxhex-digits” or “\\xhex-digits” ,

it must contain an even number of valid hex digits. TCP/IP addresses may b
in the "/l###port " format.tmloadcf (1) prints an error iNLSADDRS
missing on any entry but tMASTER LMID, for which it prints a warning.
However, ifNLSADDRS missing on th&ASTER LMID, tmadmin (1) will not

be able to run in administrator mode on remote machines; it will be limited to
read-only operations. This also means that the backup site will be unable to
to reboot the master site after failure.

MINENCRYPTBITS{0/40|128}

When establishing a network link to this machine, require at least this
minimum level of encryptiordD means no encryption, whif® and128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The defawlt is
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The SERVERS
Section

MAXENCRYPTBITS{0]40]|128}
When establishing a network link, negotiate encryption up to this evel.
means no encryption, whit® and128 specify the encryption length (in bits).
The default is128

NETGROUP =string_value
string_value is the network group associated with this network entry. If
unspecified, then the defaulSEFAULTNETIis assumed. TheETGROUP
parameter, if not set EFAULTNET must have previously appeared as a
group name in th’ETGROUPSection of the file. All network entries with
aNETGROUPEFAULTNETare represented in tieMACHINEClass of the
TM_MIB, while NETWORENtries associated with any otiNETGROURre
represented in the_ NETMARclass of the’M_MiBto interoperate with
previous releases.

This section provides information on the initial conditions for servers started in the
system. The notion of a server as a process that continually runs and waits for a server
group's service requests to process, may or may not apply to a particular remote
environment. For many environments, the operating system or perhaps a remote
gateway will be the sole dispatcher of services; when either of these is the case, only
SERVICEtable entries (see next section) andsBRVERable entries need be specified

for remote program entry points; BEA TUXEDO system gateway servers would
advertise and queue remote domain service requests. Host-specific reference pages
must indicate whether or NOBBCONFIGserver table entries apply in their particular
environments, and if so, the corresponding semantics. Lines withBERMERS

section have the form:

AOUTrequired parameters [optional parameters]

whereAOUTspecifies the filedtring_value ) to be executed bynboot (1). tmboot
executesAoUTon the machine specified for the server group to which the server
belongstmboot searches for theouTfile on its target machine. ThuspuTmust

exist in a filesystem on that machine. (Of course, the patiotercan include RFS
connections to filesystems on other machines.) If a relative pathname for a server is
given, the search forouTis done first ilPAPPDIR, then inTUXDIR/bin , then in /bin,

and then in path> where path> is the value of thePlast-= line appearing in the
machine environment file, if one exists. The valuespfe’DIR andTUXDIR are taken

from the appropriate machine entry in héXCONFIGfile. SEeENVFILE in the
MACHINESsection for a more detailed discussion.

Required parameters are:
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SRVGRF= string_value
specifies the group name for the group in which the server is to run.
string_value ~ must be the logical name associated with a server group in the
GROUPSection. It must be 30 characters or less. This association with an
entry in theGROUPSection means thapuTis executed on the machine with
theLMID specified for the server group. It also specifiesaReNdor the
server group and parameters to pass when the associated resource manage
opened. All server entries must have a server group parameter specified.

SRVID = number
specifies an integer that uniquely identifies a server within a group. Identifiers
must be between 1 and 30,000 inclusive. This parameter must be present o
every server entry.

The optional parameters are divided into two categories: boot options and run-time
options. Boot options are usedtmboot (1) when it executes a server. Once running,
a server reads its entry from the configuration file to determine its run-time options.
The unique server id is used to find the right entry.

Optional boot parameters are:

CLOPT= string_value
specifiesservopts  (5) options to be passed a@uTwhen booted. If none is
specified, the default ig\. string_value can be up to 256 characters in
length.

SEQUENCE number
specifies when this server should be booted or shutdown relative to other
servers. If theSEQUENCPparameter is not specified, servers are booted in the
order found in th&ERVERSection (and shut down in the reverse order). If a
mixture of servers with and without sequence numbers is given, all servers
with sequence numbers are booted first from low to high sequence number,
then all servers without sequence numbers are booted in the order they appe:
in the configuration file. Sequence numbers must be in the range between 1
and 9999.

MIN = number
specifies the minimum number of occurrences of the server to boot by
tmboot . If anRQADDRs specified anMIN is greater than 1, then the servers
will form an MSSQ set. The server identifiers for the servers wiReéD
up toSRVID + MAX -1 . All occurrences of the server will have the same
sequence number, as well as any other server parameters. The value range
MIN is O to 1000. If not specified, the default is 1.
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MAX= number
specifies the maximum number of occurrences of the server that can be
booted. Initially,tmboot bootsMIN servers, and additional servers can be
booted up tavAXoccurrences using thie option oftmboot to specify the
associated server identifier. The value rangeviexis 0 to 1000. If not
specified, the default is the same valuaas

Optional run-time parameters are:

ENVFILE = string_value
requests the addition of the values in this file to the environment of the server
during its initialization. If a server is associated with a server group that can
be migrated to a second machine, EN¥FILE must be in the same location
on both machines.
Note that this file is processed after the server starts. Therefore, it cannot be
used to set the pathnames used to find executable or dynamically loaded files
needed to execute the server; use the ma&NREILE instead. SEENVFILE
in theMACHINESsection for a discussion of how this file is used to modify the
environment.

CONV={Y|N}
specifies whether or not the server is a conversational server. Connections can
only be made to conversational servers, and rpc requestsagdt  (3c) or
tpcall  (3c)) can only be made to non-conversational servers. The default is
N.

RQADDR string_value
specifies the symbolic name of the request queuaduT It must be 30
characters or less. If not specified, a unique kBPNO.SRVID is chosen for
a queue thatOuTaccesses. Specifying the saR@ADDRor more than one
server is the way multiple server, single queue (MSSQ) sets are achieved. If
two servers are given &QADDRvith the same queue name, they must be in
the same server group.

RQPERM: number
specifies the numeric permissions on the request quewger is specified
in the usual UNIX fashion (for example, 0600)RIBPERNS not specified,
and aPERMSs specified in th&@ESOURCESection, then that value is used.
Otherwise, a value 0666 is used. The value can be between 0001 and 0777,
inclusive.
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REPLYQ={Y|N}
specifies whether a reply queue should be established faoteIf Y is
specified, the reply queue is created on the damie as theAOUT The
default isN. For servers in aMSSGet, servers that expect replies should have
REPLYQset toY.

RPPERM = number
specifies the numeric permissions on the reply queue. number is specified ir
the usual UNIX fashion (for example, 0600)RFPERMSs not specified, the
default value 0666 is used. If requests and replies are both read from the sar
queue, onhRQPERMeed be specified®RPPERMs ignored. The value can be
between 0001 and 0777, inclusive.

RCMD = string_value
If AOUTIs restartable, this parameter specifies the command that should be
executed wheaouUTabnormally terminates. The string, up to the first space
or tab, must be the name of an executable UNIX file, either a full pathname
or relative toAPPDIR (don't attempt to set a shell variable at the beginning of
the command). The command name may be optionally followed by command
line arguments. Two additional arguments are appended to the command line
the GRPN@NASRVID associated with the restarting server. string_value is
executed in parallel with restarting the server.

MAXGEN: number
If AOUTIs restartable, this parameter specifies that it can be restarted at mos
number - 1 times within the period specified BRACEThe value must be
greater than 0 and less than 256. If not specified, the defaultis 1 (which mean
that the server can be started once, but not restarted).

GRACE= number
If AOUTIs restartable, this parameter specifies that it can have MpXGEN
lives within the specified number of seconds. The value must be greater thar
or equal to 0 and less than 2147483648. If 0 AbgTcan be restarted an
unlimited number of times. IERACHS not specified, the default is 86,400
seconds (24 hours).

RESTART={Y|N}
specifies whether or netOUTis restartable. The defaultns If server
migration is specifiedRESTARTmMuSt be set ty. Note that a server
terminated with &IGTERMsignal cannot be restarted; it must be rebooted.
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SYSTEM_ACCES#entifier[,identifier]
specifies the default mode used by BEA TUXEDO system libraries within
application processes to gain access to BEA TUXEDO system's internal
tables. Valid access types &&STPATHor PROTECTEDFASTPATHspecifies
that the internal tables should be accessible by the libraries via shared
memory for fast acceSBROTECTEBpecifies that while the internal tables are
accessible by BEA TUXEDO system libraries via shared memory, the shared
memory for these tables is not accessible outside of the BEA TUXEDO
system librariesNO_OVERRIDEan be specified (either alone or in
conjunction withFASTPATHor PROTECTEPIo indicate that the mode selected
cannot be overridden by an application processy8§TEM_ACCES not
specified, the default mode is determined by the setting of the
SYSTEM_ACCESkeyword in the(RESOURCESection.

The SERVICES  This section provides information on services used by the application. Lines within the
Section ~ SERVICESsection have the form:

SVCNMoptional parameters]

whereSVCNMs the 6tring_value ) name of the servicsvVCNMnust be 15 characters
or fewer in length.

There are no required parameters. Services need not be listed if no optional parameters
need to be set. Optional parameters are:

LOAD= number
specifies thasVCNMmposes a load on the systemmoiber. number can be
between 1 and 32767 inclusive. If not specified, the default is 50. A higher
number indicates a greater load.

PRIO = number
specifies thasvCNMhas a dequeueing priority of the specified number. The
value must be greater than 0 and less than or equal to 100, with 100 being the
highest priority. The default is 50.

SRVGRFP= string_value
This parameter says that any parameters specified apglyawmvithin
server groupstring_value . The use oBRVGRRallows the same service to
have different parameter settings within different server groups. It must be 30
characters or less.
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BUFTYPE= “typel |:subtypell,subtype?2 . .. [ ;type2 [:subtype3 [, ...]l]

is a list of types and subtypes of data buffers accepted by this service. This
parameter can be up to 256 characters in length and a maximum of 32
type/subtype combinations are allowed. Types of data buffers provided with
BEA TUXEDO system aréML (for FML buffers),VIEW, X_C_TYPE or
X_comMMOffor FMLviews), STRING (for NULL terminated character arrays)
andCARRAYor X_OCTET(for a character array that is neither encoded nor
decoded during transmission). Of these types, @iy, X_C_TYPE and
X_COMMONave subtypes. A view subtype gives the name of the particular
view expected by the service. Application types and subtypes can also be
added (seauxtypes (5)). For arYPEthat has subtypes, “*” can be specified
for the subtype to indicate that the service accepts all subtypes for the
associated type.

A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (segtypes (5)). If theBUFTYPE
parameter is set taLL, that service will accept all buffer types found in its
buffer type switch. Omitting thBUFTYPEparameter is equivalent to setting

it to ALL. If multiple entries exist for the same service name but with different
SRVGRMarameters, thRUFTYPEparameter must be the same for all of these
entries.

A type name can be 8 characters or less in length and a subtype name can |
16 characters or less in length. Note that type and subtype names should n
contain semicolon, colon, comma, or asterisk characters (this will make it
hard to see where type and subtype values end).

Some examples of valBUFTYPESpecifications are:

BUFTYPE=FML implies that the service takes FML buffers.
BUFTYPE=VIEW:* implies that the service takes all subtypes
of FML views.

ROUTING= string_value
specifies the name of the routing criteria used for this service when doing datz
dependent routing. If not specified, data dependent routing is not done for this
service.string_value ~ must be 15 characters or less in length. If multiple
entries exist for the same service name but with diff @RWGRParameters,
theROUTINGparameter must be the same for all of these entries.
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The ROUTING
Section

SVCTIMEOUT= number
specifies the amount of time, in seconds, that is allowed for processing of the
indicated service. The value must be greater than or equal to 0. A value of 0
indicates that the service will not be timed out. A timed-out service will cause
the server processing the service request to be terminated SvailaL
signal. The default for this parameter is 0.

The following parameters are for DTP applications only:

AUTOTRANE{Y|N}
specifies whether or not a transaction should automatically be started if a
request message is received that is not already in transaction mode. The
default isN.

TRANTIME= number
specifies the default timeout value in seconds for a transaction automatically
started for the associated service. The value must be greater than or equal to
0 and less than 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.

This section provides information for data dependent routing of service requests using
FML buffers and views. The routing criteria specified here are used only if the default
routing functions, froute and_vroute , are being used (se&&types (5)). Lines

within theROUTINGsection have the form:

CRITERION_NAMEequired parameters

whereCRITERION_NAMES the 6tring_value ) name of the routing entry that was
specified on the services entGRITERION_NAMBAmust be 15 characters or less in
length.

Required parameters are:

FIELD = string_value
specifies the name of the routing field. It must be 30 characters or less. This
field is assumed to be @mLbuffer or view field name that is identified in an
FMLfield table (using thELDTBLDIR andFIELDTBLS environment variables)
or anFML view table (using th#lIEWDIR andVIEWFILES environment
variables), respectively. This information is used to get the associated field
value for data-dependent routing during the sending of a message. If a field
in anFML32 buffer will be used for routing, it must have a field number less
than or equal to 8191.
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RANGES- “string "
specifies the ranges and associated server groups for the routingfigjd.
must be enclosed in double quotstsng  can be up to 2048 characters in
length (except in Domains, whesging can be up to 1024 characters). The
format of string is a comma-separated ordered list of range/group_name pair
(see EXAMPLE below).

A range is either a single value (signed numeric value or character string in
single quotes), or a range of the form “lower - upper” (where lower and upper
are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper”. To embed a single quote
in a character string value (asdtBrien , for example), it must be preceded
by two backslashe&d(\'Brien' ). The valueMIN can be used to indicate

the minimum value for the data type of the associatedd on the machine.

The valuevAXcan be used to indicate the maximum value for the data type
of the associatedlELD on the machine. ThusMiN --5 " is all numbers

less than or equal to -5 anél-MAX " is all numbers greater than or equal to

6. The meta-charactetr ™ (wild-card) in the position of a range indicates any
values not covered by the other ranges previously seen in the entry; only on
wild-card range is allowed per entry and it should be last (ranges following it
will be ignored).

The routing field can be of any data type supported/in A numeric routing
field must have numeric range values, and a string routing field must have
string range values.

String range values for string, carray, and character field types must be place
inside a pair of single quotes and can not be preceded by a sign. Short and
long integer values are strings of digits, optionally preceded by a plus or
minus sign. Floating point numbers are of the form accepted by the C
compiler oratof : an optional sign, then a string of digits optionally
containing a decimal point, then an optional e or E followed by an optional
sign or space, followed by an integer.

The group name indicates the associated group to which the request is route
if the field matches the range. A group namedfifidicates that the request
can go to any group where a server offers the desired service.

Within a range/group pair, range is separated from the group name hy a “

BUFTYPE= “type ] :subtypell[,subtype2 .. .[itype2[:subtypeB...]]J... "
is a list of types and subtypes of data buffers for which this routing entry is
valid. This parameter can be up to 256 characters in length and a maximum

322 BEA TUXEDO Reference Manual



ubbconfig(5)

Files

Example

of 32 type/subtype combinations are allowed. The types are restricted to be
eitherFML, VIEW, X_C_TYPE or X_COMMOMo subtype can be specified for
typeFML, and subtypes are required for typeW, X_C_TYPE andX_COMMON

(**" is not allowed). Note that subtype names should not contain semicolon,
colon, comma, or asterisk characters. Duplicate type/subtype pairs can not be
specified for the same routing criteria name; more than one routing entry can
have the same criteria name as long as the type/subtype pairs are unique. This
parameter is required. If multiple buffer types are specified for a single

routing entry, the data types of the routing field for each buffer type must be

the same.

An example of a routing entry is:

BRNCH FIELD=B_FLD RANGES="0-2:DBG1,3-5:DBG2,6-9:DBG3"
BUFTYPE="FML"

which sends buffers with field_FLD values 0-2 to server groyBG1 values 3-5 to

server groupBG2 and values 6-9 tbBG3 no other values are allowed.

If the field value is not set (fa#MLbuffers), or does not match any specific range and
a wild-card range has not been specified, an error is returned to the application.

The TUXCONFIGandTUXOFFSETenvironment variables are used to find the
TUXCONFIGconfiguration file on the/ASTERmachine.

# The following configuration file defines a 2-site

# configuration with two machine types. Data dependent
# routing is used.

*RESOURCES

IPCKEY 80952 # key for well known address
DOMAINID My_Domain_Name

UID 4196 # user id for ipc structures

GID 601 # group id for ipc structures

PERM 0660 # permissions for ipc access
MAXSERVERS 20 # at most 20 simultaneous servers
MAXSERVICES 40 # offering at most 40 services
MAXGTT 20 # at most 20 simultaneous global transactions
MASTER SITE1

SCANUNIT 10

SANITYSCAN 12

BBLQUERY 180

BLOCKTIME 30

DBBLWAIT 6

NOTIFY DIPIN

OPTIONS LAN,MIGRATE

SECURITY USER_AUTH

AUTHSVC AUTHSVC
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MP # a multiprocessor based bulletin board

LDBAL Y # perform load balancing

#

*MACHINES

machl LMID=SITE1 TUXDIR="/usr4/tuxbin"
MAXACCESSERS=25
APPDIR="/usr2/apps/bank"
ENVFILE="/usr2/apps/bank/ENVFILE"
TLOGDEVICE="/usr2/apps/bank/TLOG" TLOGNAME=TLOG
TUXCONFIG="/usr2/apps/bank/tuxconfig" TYPE="3B2"
ULOGPFX="/usr2/apps/bank/ULOG"
SPINCOUNT=5

mach386 LMID=SITE2 TUXDIR="/usr5/tuxbin"
MAXACCESSERS=100
MAXWSCLIENTS=50
APPDIR="/usr4/apps/bank"
ENVFILE="/usr4/apps/bank/ENVFILE"
TLOGDEVICE="/usr4/apps/bank/TLOG" TLOGNAME=TLOG
TUXCONFIG="/usr4/apps/bank/tuxconfig" TYPE="386"
ULOGPFX="/usr4/apps/bank/ULOG"

#

*GROUPS

DEFAULT: TMSNAME=TMS_SQL TMSCOUNT=2

# For NT/NetWare, :bankdb: becomes ;bankdb;

BANKB1 LMID=SITE1 GRPNO=1

OPENINFO="TUXEDO/SQL:/usr2/apps/bank/bankdl1:bankdb:readwrite"

# For NT/NetWare, :bankdb: becomes ;bankdb;

BANKB2 LMID=SITE2 GRPNO=2

OPENINFO="TUXEDO/SQL:/usr4/apps/bank/bankdl2:bankdb:readwrite"

DEFAULT:

AUTHGRP LMID=SITE1 GRPNO=3

#

*NETWORK

SITE1 NADDR="mach1.80952" BRIDGE="/dev/starlan"
NLSADDR="mach1.serve"

#

SITE2 NADDR="mach386.80952" BRIDGE="/dev/starlan"
NLSADDR="mach386.serve"

*SERVERS

#

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLOPT="-A"

TLR  SRVGRP=BANKB1 SRVID=1 RQADDR-=tIr1
CLOPT="-A -- -T 100"
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TLR  SRVGRP=BANKB1 SRVID=2 RQADDR-=tIr1
CLOPT="-A -- -T 200"

TLR  SRVGRP=BANKB2 SRVID=3 RQADDR-=tIr2
CLOPT="-A -- -T 600"

TLR  SRVGRP=BANKB2 SRVID=4 RQADDR-=tIr2
CLOPT="-A -- -T 700"

XFER SRVGRP=BANKB1 SRVID=5

XFER SRVGRP=BANKB2 SRVID=6

ACCT SRVGRP=BANKB1 SRVID=7

ACCT SRVGRP=BANKB2 SRVID=8

BAL SRVGRP=BANKB1l SRVID=9

BAL SRVGRP=BANKB2 SRVID=10

BTADD SRVGRP=BANKB1 SRVID=11

BTADD SRVGRP=BANKB2 SRVID=12

AUTHSVR SRVGRP=AUTHGRP SRVID=20

#

*SERVICES

DEFAULT: LOAD=50 AUTOTRAN=N

WITHDRAWAL PRIO=50 ROUTING=ACCOUNT_ID

DEPOSIT PRIO=50 ROUTING=ACCOUNT_ID

TRANSFER PRIO=50 ROUTING=ACCOUNT_ID

INQUIRY PRIO=50 ROUTING=ACCOUNT_ID

CLOSE_ACCT PRIO=40 ROUTING=ACCOUNT_ID

OPEN_ACCT PRIO=40 ROUTING=BRANCH_ID

BR_ADD PRIO=20 ROUTING=BRANCH_ID

TLR_ADD PRIO=20 ROUTING=BRANCH_ID

ABAL PRIO=30 ROUTING=b_id

TBAL PRIO=30 ROUTING=Db_id

ABAL_BID PRIO=30 ROUTING=b_id

TBAL_BID PRIO=30 ROUTING=b_id SVCTIMEOUT=300

#

#

*ROUTING

ACCOUNT_ID FIELD=ACCOUNT_ID BUFTYPE="FML"

RANGES="MIN - 9999:*,10000-59999:BANKB1,60000-109999:BANKB2,*:*"

BRANCH_ID FIELD=BRANCH_ID BUFTYPE="FML"

RANGES="MIN - 0:*,1-5:BANKB1,6-10:BANKB2,*:*"

b_id FIELD=b_id BUFTYPE="VIEW:aud"

RANGES="MIN - 0:*,1-5:BANKB1,6-10:BANKB2,*:*"

Interoperability  In an interoperating application, the master site must be the latest release available.
Parameter values f®MID (machineADDRES}H LMID, TLOGNAMEgroup names,
RQADDRSservice names, arRDUTING(routing criteria names) must be identifiers
(valid C identifiers that are n@BBCONFIGkeywords) when interoperating with BEA
TUXEDO system.
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Network
Addresses

See Also

Suppose the local machine on which the bridge is being run is using TCP/IP addressir
and is namedackus.company.com , with addresd455.2.193.18 . Further suppose

that the port number at which the bridge should accept requeststisAssume that

port number334 has been added to the network services database under the name
bankapp-naddr . The address could be represented in the following ways:

//155.2.193.18: bankapp-naddr //155.2.193.18:2334
/I backus.company.com:bankapp-naddr

/b ackus.company.com :2334
0x0002091E9B02C112

The last of these representations is hexadecimal formatoDbeis the first part of a
TCP/IP address. TH®1E is the port numbez334 translated into a hexadecimal
number. After that each element of the IP addt652.193.1  is translated into a
hexadecimal number. Thus th&s become®B, 2 become®2 and so

buildserver (1), tmadmin (1), tmboot (1), tmshutdown (1), tmloadcf (1),
tmunloadcf (1), tpinit  (3c),buffer (3c), ,servopts (5), Administering the BEA
TUXEDO Syste'BEA TUXEDO Programmer's Guide
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udfk(5)

Name

Description

udfk -description file for form user-defined function keys

mio-u file
export UDFK=file

d.;)-_form("formname", NULL)

Predefined character sequences constitidés function key set. This same set of
sequences is used by _form (3). These sequences can be changed by listing their
replacements in thedfk file, and passing thedfk file name tamio in the-u option,
or setting the UDFK environment variable far form (3).

The format of theudfk file is described and demonstrated below. Blank lines and lines
beginning with an asterisk in column one are comments, and are ignored. All other

lines consist of two white space separated sequences, optionally followed by a

comment. The first sequence or string should be a special keyword describing the
command key. The keywords are listed below. The second sequence should consist of

a string containing the new character sequence for the command key. Unprintable
characters may be represented using an escape sequence. The escape sequence consists
of a backslash followed by exactly two hexadecimal digits.

The table below lists the keyword names and their defaults. It is in proper description
file format.

HP \01 help

PP \02 previous page
IC \03 insert character
QT \04 quit

NP \06 Next page

BS \08 backspace

FF \09 forward field

DL \Oa down line

UL \Ob up line

FS \Oc forward space
CR \0d carriage return
EM \0e print error message
BF \Of back field

RF \10 repaint form

HC \14 home cursor
DC \15 delete character
F11 \16 leave key

DD \17 display defaults
CL \18 clear

PR \19 print
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ES \1b! shell escape

CF \1b$ delete from cursor to end of field
DF \1b@ delete all characters from field
FO \1b0 leave key

F1 \1bl leave key

F2 \1b2 leave key

F3 \1b3 leave key

F4 \1b4 leave key

F5 \1b5 leave key

F6 \1b6 leave key

F7 \1b7 leave key

F8 \1b8 leave key

F9 \1b9 leave key

When the description file contains only a partial list of keywords, keywords not
appearing in the file keep their previous values.

Notices  mio anddo_form () perform the first command that matches the user input. Hence,
when the character sequence for one command is a leading substring of the sequer
for another command, the latter is never performed.

See Also  mio (1), udfk_test (1), do_form (3), Administering thaBEA TUXEDO System
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viewfile(5)
Name

Description

VIEW
Descriptions

viewfile  -source file for view descriptions

Viewfiles are source files for descriptions of one or more C data structures, or ““views.
When used as input to thiewc (1) command, the viewfile forms the basis for a binary
file (filenameview_filename .V) and a header fileview_filename .h).

The binary.v files are used two ways in the BEA TUXEDO system:

4 for programs that usevftos (3) andFvstof (3), the.Vv file is interpreted at
runtime to effect the mapping between FML buffers and C structures

4 for programs allocating typed buffers of typewthe.v file is searched for a
structure of the name provided in thetype argument ofpalloc  (3)

The.h file must be included in all programs using the view so that structure members
can be referenced by their logical names.

Each view description in a source viewfile consists of three parts:

4 aline beginning with the keyword/fEw’, followed by the name of the view
description; the name can have a maximum of 33 characters and must be a valid
C identifier (that is, it must start with an underscore or an alphabetic character
and contain only alphanumeric or underscore characters); when used with
tpalloc(3), the name can only have a maximum of 16 characters

4+ alist of member descriptions, each line containing 7 fields
4 aline beginning with the keyword&ND

The first line of each view description must begin with the keywwraW’ followed

by the name of the view description. A member description (or mapping entry) is a line
with information about a member in the C structure. A line with the keywend'*

must be the last line in a view description. Lines beginning witlare treated as
comments and ignored.

Thus, a source view description has this general structure:

VIEW vnhame
#type cname fbname count flag size null
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END

In the view description, the variable fields have the following meaning:

vname

type

cname

fbname

count

flag

size

is the name of the view description, and should be a valid C identifier name,
since it is also used as the name of a C structure.

is the type of the member, and is specified as one of the following: int, short,
long, char, float, double, string, carray or dec_t; if type is *-', the type of the
member is defaulted to the typefbhame if the view is mapped to FML
buffers.

is the identifier for the structure member, and should be a valid C identifier
name, since it is the name of a C structure member. If the view is mapped tc
FML buffers, it can not be a vali@iname .

is the name of the field in the fielded buffer; this name must appear in either
a field table file or a field header file. For views not mapped to FML buffers,
this field is ignored but must contain a place holder value such as a dash ()

is the number of elements to be allocated (that is, the maximum number of
occurrences to be stored for this member); must be less than or equal to 655

is a list of options, optionally separated by commas, or '-' meaning no options
are set; see below for a discussioiaf options. For views not mapped to
FML buffers, this field may contain th@and/orL options, or must contain a
dash () place holder value

is the size of the member if the type is either string or carray; must be less tha
or equal to 65535. For 32-bit FML, the max size is 2 to the 32nd or several
gazillion. For the dec_t typsize is two numbers separated by a comma, the
first being the number of bytes in the decimal value (it must be greater than (
and less than 10) and the second being the number of decimal places to the
right of the decimal point (it must be greater than 0 and less than two times
the number of bytes minus one). For other field types, '-' should be specified,
and the view compiler will compute the size.
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null

is the user-specified null value or *-' to indicate the default null value for that
field; see below for a discussion of null values.

The following is a list of the options that can be specified a#iae element of a
member description in a view description. Note that.thedC options generate
additional structure members even for views that are not FML-based.

C

This option specifies that an additional structure member, called the
associated count member (ACM), be generated, in addition to the structure
member described in the member description (even for views that are not
FML-based). When transferring data from a fielded buffer to a structure, each
ACM in the structure is set to the number of occurrences transferred to the
associated structure member. A value of 0 in an ACM indicates that no fields
were transferred to the associated structure member; a positive value
indicates the number of fields actually transferred to the structure member
array; a negative value indicates that there were more fields in the buffer than
could be transferred to the structure member array (the absolute value of the
ACM equals the number of fields not transferred to the structure). During a
transfer of data from a structure member array to a fielded buffer, the ACM
is used to indicate the number of array elements that should be transferred.
For example, if a member's ACM is set to N, then the first N non-null fields
are transferred to the fielded buffer. If N is greater than the dimension of the
array, it then defaults to the dimension of the array. In either event, after the
transfer takes place, the ACM is set to the actual number of array members
transferred to the fielded buffer. The type of an ACM is declared to be short
(32-bit long integer for VIEW32), and its name is generated asn4te",
wherecname is thecname entry for which the ACM is declared. For example,
an ACM for a member namesrts would be declared as follows:

short C_parts;

Itis possible for the generated ACM name to conflict with structure members
whose names begin with a "C_" prefix. Such conflicts will be reported by the
view compiler, and are considered fatal errors by the compiler. For example,
if a structure member has the name "C_parts", it would conflict with the name
of an ACM generated for the member "parts". Note also that the view
compiler will generate structured record definitions for ACM and ALM (see
the L option, below) members when you specify-theommand line option.
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Specifies one-way mapping from structure to fielded buffer (this option is
ignored for views that are not FML-based). The mapping of a member with
this option is effective only when transferring data from structures to fielded
buffers.

This option is used only for member descriptions of type carray or string to
indicate the number of bytes transferred for these possibly variable length
fields. If a string or carray field is always used as a fixed length data item, ther
this option provides no benefit. Theoption generates an associated length
member ALM for a structure member of type carray or string (even for views
that are not FML-based). When transferring data from a fielded buffer to a
structure, theA\LMis set to the length of the corresponding transferred fields.
If a field's length in the fielded buffer exceeds the space allocated in the
mapped structure member, only the allocated number of bytes is transferred
The correspondingLMis set to the size of the fielded buffer item. Therefore,

if the ALMis greater than the dimension of the structure member array, the
fielded buffer information was truncated on transfer. When transferring data
from a structure member to a field in a fielded buffer,Abeis used to

indicate the number of bytes to transfer to the fielded buffer, if it is a carray
type field. For strings, theLMis ignored on transfer, but is set afterwards to
the number of bytes transferred. Note that since carray fields may be of zerc
length, amLMof 0 indicates that a zero length field should be transferred to
the fielded buffer, unless the value in the associated structure member is th
null value. AnALMis defined to be an unsigned short (32-bit unsigned long
integer forviEw32), and has a generated namelofchame", wherecname

is the name of the structure for which thieviis declared. If the number of
occurrences of the member for which thavis declared is 1 (or defaults to

1), then theaLMis declared as:

unsigned short L_cname;

whereas if the number of occurrences is greater than 1, say N, the ALM is
declared as:

unsigned short L_cname[N];

and is referred to as anMArray. In this case, each elementin the ALM array
refers to a corresponding occurrence of the structure member (or field). It is
possible for the generat@dMname to conflict with structure members
whose names begin with & ™ prefix. Such conflicts will be reported by the

view compiler, and are considered fatal errors by the compiler. For example,
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if a structure member has the nameparts ", it would conflict with the
name of arALMgenerated for the member "parts”. Note also that the view
compiler will generate structured record definitions£oMandALM(see the
C option, above) members when you specify-theommand line option.

N
Specifies zero-way mapping, that is, no fielded buffer is mapped to the C
structure (this option is ignored for views that are not FML-based). This can
be used to allocate fillers in C structures.

P
This option can be used to affect what value is interpreted as a null value for
string and carray type structure members (this option is ignored for views that
are not FML-based). If this option is not used, a structure member is null if its
value is equal to the user-specified null value (without considering any
trailing null characters). If this option is set, however, a member is null if its
value is equal to the user-specified null value with the last character
propagated to full length (without considering any trailing null character).
Note that a member whose value is null will not be transferred to the
destination buffer when data is transferred from the C structure to the fielded
buffer. For example, a structure member TEST is of type carray[25] and a
user-specified null value "abcde" is established for it. If the P option is not set,
TEST is considered null if the first five characters are a, b, ¢, d, and e,
respectively. If the P option is set, TEST is null if the first four characters are
a, b, ¢, and d, respectively, and the rest of the carray must contain the
character 'e' (21 e's).

S

Specifies one-way mapping from fielded buffer to structure (this option is
ignored for views that are not FML-based). The mapping of a member with
this option is effective only when transferring data from fielded buffers to
structures.

Null values are used in views to indicate empty C structure members. Default null
values are provided, and you may also define your own.

The default null value for all numeric types is 0 (0.0 for dec_t); for char types, itis "\";

and for string and carray types, itis "".

Escape convention constants can also be used to specify a null value. The view
compiler recognizes the following escape constafats(whered is an octal digit), 0,
ntvb,rf, ' and"
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Variables

Examples

BEA TU

String, carray, and char null values may be enclosed in double or single quotes.
Unescaped quotes within a user-defined null value are not accepted by the view
compiler.

Alternatively, an element is null if its value is the same as the null value for that
element, except in the following cases:

4 if the P option is set for the structure member, and the structure member is of
string or carray type; see above for details on the P option flag

4 if a member is of type string, its value must be the same string as the null value

¢ if a member is of type carray, and the null value is of length N, then the first N
characters in the carray must be the same as the null value

You can also specify the keyword "NONE" in the null field of a view member
description, which means there is no null value for the member.

The maximum size of defaults for string and character array members is 2660
characters.

Note that for string members, which usually end with"ad "0" is not required as the
last character of a user-defined null value.

VIEWFILES
should contain a comma separated list of object viewfiles for the application.
Files given as full pathnames are used as is; files listed as relative path name
are searched for through the list of directories specified bylth&DIR
variable (see below).

VIEWDIR
specifies a colon-separated list of directories where view object files can be
found. If VIEWDIR is not set, then its value is taken to be the current directory.

For VIEW32, the environment variabMEWFILES32 andVIEWDIR32 are used.

# BEGINNING OF AN FML-BASED VIEWFILE
VIEW custdb

$/* This is a comment */

#

#type cname fbname countflag size null
#

carray bug BUG_CURS4 - 12 "no bugs"
long custid CUSTID 2 - - -1

short super SUPER_NUM1 - - 999
long youd ID 1 - - -1
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float tape TAPE_SENT1 - - -001

char ch CHR 1 - - "0O"

string action ACTION 4 - 20 "no action"
END

# BEGINNING OF AN INDEPENDENT VIEWFILE
VIEW viewx

$ /* View structure for viewx information */

#

#type cname fbname count flag size null

#

int in - 1 -
short sh - 2

long lo - 3 - - -
char ch -1 - - -
float fl - 1 - - -
double db - 1 - - -
string st - 1 - 15 -
carray ca - 1 - 15 -
END

viewc (1),tpalloc  (3), Fvftos (3), Fvstof (3), BEA TUXEDO FML Programmer's
Guide
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Name

Synopsis

Description

WS_MIBBEA TUXEDO system Workstation Management Information Base

#include <fmlI32.h>
#include <tpadm.h>

The BEA TUXEDO system MIB defines the set of classes through which a
Workstation group (one WSL and its associated WSH processes) may be managed

WS_MIR5) should be used in combination with the generic MIB reference page
MIB(5) to format administrative requests and interpret administrative replies.
Requests formatted as describetiB(5) using classes and attributes described in this
reference page may be used to request an administrative service using any one of ¢
number of existing ATMI interfaces in an active applicatws. MIE5) consists of the
following classes:

WS_MIB Classes

Class Name| Attributes

T_WSH Workstation
Handler

T_WSL Workstation
Listener

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.
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Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

Limitations

As described above, each class that is a part of this MIB is defined below in four parts.
One of these parts is the attribute table. The attribute table is a one-page reference
guide to the attributes within a class and how they may used by administrator's,
operator's and general user's to interface with an application. There are five
components to each attribute description in the attribute tables; name, type,
permissions, values and default. Each of these components is discussed in MIB(5).

MIB(5) defines the generitA_FLAGSattribute which is a long valued field containing
both generic and component MIB specific flag values. At this time, there are no
WS_MIR5) specific flag values defined.

The field tables for the attributes described in this reference page are found in the file
udataobjtpadm  relative to the root directory of the BEA TUXEDO system software
installed on the system. The direct®JUXDIR}/udataobj  should be included by

the application in the colon separated list specified by¥tbaBLDIR environment
variable and the field table nanpadm should be included in the comma separated list
specified by the&FIELDTBLS environment variable.

Access to the header files and field tables for this MIB is being provided only on BEA
TUXEDO system 6.0 sites and later, both native and Workstation.
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T_WSH (lass Definition

Overview  TheT_wsSkHclass represents run-time attributes of WSH client processes. These
attribute values characterize Workstation statistics specific to a particular WSH client
process. This class is linked to thewsLclass by the common key fieldsy_SRVGRP
andTA_SRVID. It is also linked to th&_CLIENT class (see

(5)) by the common key fieldA_ WSHCLIENTID
Attribute Table

T_WSL Class Definition attribute Table

Attribute 1 Type Permissions Values Default
TA_CLIENTID(*) string  R--R--R-- string[1..78] N/A
TA_WSHCLIENTID( * string  R--R--R-- string[1..78] N/A
)

TA_SRVGRP(*) string R--R--R-- string[1..30] N/A
TA_SRVID( *) long R--R--R-- 1 <=num< 30,001 N/A
TA_GRPNO( *) long R--R--R-- 1 <=num< 30,000 N/A
TA_STATE(k) string R-XR-XR-- Sed CLIENT Class in

TM_MIB(5)

TA_LMID( *) string  R--R--R-- LMID N/A
TA_PID(*) long R--R--R-- 1 <=num N/A
TA_NADDR string R--R--R-- string[1..78] N/A
TA_HWCLIENTS long R--R--R-- 1 <=num< 32,767 N/A
TA_MULTIPLEX long R--R--R-- 1 <=num< 32,767 N/A
TA_CURCLIENTS long R--R--R-- 1 <=num< 32,767 N/A
TA_TIMELEFT long R--R--R-- 0 <=num N/A
TA_ACTIVE string R--R--R-- "{Y|N}" N/A
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T_WSL Class Definition attribute Table

Attribute 1 Type Permissions Values Default
TA _TOTACTTIME long R--R--R-- 0 <=num N/A
TA_TOTIDLTIME long R--R--R-- 0 <=num N/A
TA_CURWORK long R--R--R-- 0 <=num N/A
TA_FLOWCNT long R--R--R-- 0 <=num N/A
TA_NUMBLOCKQ long R--R--R-- 0 <= num N/A
TA_RCVDBYT long R--R--R-- 0 <=num N/A
TA_RCVDNUM long R--R--R-- 0 <=num N/A
TA_SENTBYT long R--R--R-- 0 <=num N/A
TA_SENTNUM long R--R--R-- 0 <=num N/A

(k) - GETkey field
(*) - GET/SET key, one or more required f8ET operations

1All attributes in Clas§_wsHare local attributes.

Attribute  TA_CLIENTID : string[1..78]
Semantics Client identifier for this WSH. The data in this field should not be interpreted
directly by the end user except for equality comparison.

TA_WSHCLIENTID: string[1..78]
Client identifier for this WSH. The data in this field should not be interpreted
directly by the end user except for equality comparison. This field can be used
to link the WSH to its associated Workstation clientLIENT objects. This
field value is always equal to the value for Ti#e CLIENTID attribute for this
class.

TA_SRVGRP string[1..30]
Logical name of the server group for the associated WSL.
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TA_SRVID: 1 =num30,001
Unique (within the server group) server identification number for the
associated WSL.

TA_STATE:
State for the WSH client within the application. Any state defined for the
T_CLIENT class inTM_MIB(5) may be returned or set as indicated on that
reference page. State changes to the SUSpended state are transitive to all
clients associated with this WSH as is the resetting of a SUSpended WSH tc
ACTive. Additionally, SUSpended WSH clients will not be assigned any
additional incoming clients by the WSL. Note that the state of a WSH client
may not be set tbEADwhen accessing the CLIENT class; however, the
state transition t@EADis allowed via th@ WsSHclass and will result in all
connections being handled by the targetted WSH to be dropped abortively.

TA_LMID : LMID
Current logical machine on which the WSH is running.

TA PID : 1 =num
Native operating system process identifier for the WSH client. Note that this
may not be a unique attribute since clients may be located on different
machines allowing for duplication of process identifiers.

TA_NADDR string[1..78]
Network address of workstation handler. Hexadecimal addresses are
converted to an ascii format with a leading "0x". TCP/IP addresses are
reported in the "#.#.#.#:port format.

TA_HWCLIENTS 1 =num32,767
High water number of clients accessing application via this WSH.

TA_MULTIPLEX: 1 =num32,767
Maximum number of clients that may access the application via this WSH.

TA_CURCLIENTS: 1 =num32,767
Current number of clients accessing application via this WSH.

TA_TIMELEFT : 0 =num
A non-0 value for this attribute indicates that the WSH has been assigned ¢
newly connecting workstation client that has the indicated amount of time, in
seconds, to complete the initialization process with the WSH.
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TA_ACTIVE : {V|N}
A value ofy indicates that the WSH is currently performing work on behalf
of one of its associated workstation clients. A valu#l ofdicates that the
WSH is currently waiting for work to perform on behalf of one of its
associated workstation clients.

TA_TOTACTTIME: 0 =num
Time, in seconds, that the WSH has been active since it started processing.

TA_TOTIDLTIME : O =num
Time, in seconds, that the WSH has been idle since it started processing.

TA_CURWORKO =num
Amount of work processed by this WSH since the last WSH assignment by
the WSL. This value is used by the WSL to load balance new incoming
connections amongst a set of WSH processes.

TA_FLOWCNTO =num
Number of times flow control has been encountered by this WSH. This
attribute should be considered only in relation to recent past values as it may
wrap around during the lifetime of the WSH.

TA_NUMBLOCKQO =num
Number of times this WSH has been unable to enqueue a message to a local
UNIX System message queue due to queue blocking conditions. This
attribute should be considered only in relation to recent past values as it may
wrap around during the lifetime of the WSH.

TA_RCVDBYT 0 =num
Number of bytes received from the network by this WSH from all of its
present and past workstation clients. This attribute should be considered only
in relation to recent past values as it may wrap around during the lifetime of
the WSH.

TA_RCVDNUMO =num
Number of BEA TUXEDO system messages received from the network by
this WSH from all of its present and past workstation clients. This attribute
should be considered only in relation to recent past values as it may wrap
around during the lifetime of the WSH.
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TA_SENTBYT:. 0 =num
Number of bytes sent to the network by this WSH to all of its present and pas
workstation clients. This attribute should be considered only in relation to
recent past values as it may wrap around during the lifetime of the WSH.

TA_SENTNUMO =num
Number of BEA TUXEDO system messages sent to the network by this WSH
to all of its present and past workstation clients. This attribute should be
considered only in relation to recent past values as it may wrap around during
the lifetime of the WSH.

Limitations ~ This class represents a specialization oftheLIENT class and as such represents
certain attributes that are duplicated in the correspordiQgIENT objects. Attributes
not listed that are included in theCLIENT class must be accessed via that class and
are not available through tlrewsHclass.
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T_WSL Class Definition

Overview

Attribute Table

TheT_wsLclass represents configuration and run-time attributes of WSL server

processes configured to manage Workstation groups. These attribute values identify

and characterize Workstation specific configuration attributes for WSERVER
objects within the application. This class is linked toTthe&/SHclass by the common
key fields,TA_SRVGRRaNdTA_SRVID.

T_WSL Class Definition Attribute Table

Attribute Type |Permissions Values Default
TA_SRVGRP(r)(*) string | ru-r--r-- string[1..30] N/A
TA_SRVID(r)(*) long | ru-r--r-- 1 =num30,001 N/A
TA_GRPNO(k) long | r--r--r-- 1 =num30,001 N/A
TA_STATE(k) string | rwxr-xr-- Seel_SERVERCIass in TM_MIB(5)
TA_LMID(K) string | R—-R--R-- LMID N/A
TA_PID(k) long | R--R--R-- 1 =num N/A
TA_DEVICE string | rw-r--r-- string[0..78] N/A
TA_NADDR(r) string | rw-r--r-- string[1..78] N/A
TA_EXT_NADDR string | rw-r--r-- string[0..78]
TA_WSHNAME string | rw-r--r-- string[1..78] "WSH
TA_MINHANDLERS long | rwxr-xr-- 0 =num256 0
TA_MAXHANDLERS long | rw-r--r-- 0 =num32,767 See note 1.
TA_MULTIPLEX long | rw-r--r-- 1 =num32,767 10
TA_MINENCRYPTBIT | string | rwxrwx--- {01]40]128} 0
TA_MAXENCRYPTBIT | string | rwxrwx--- {01]40]128} 128
TA_MINWSHPORT long | rwxr-xr-- 0 =num65,535 2048
TA_MAXWSHPORT long | rw-r--r-- 0 =num#65,535 65,535.
TA_MAXIDLETIME long | rwxr-xr-- 0 =num 35,204,650 | 35,204,649
TA_MAXINITTIME long | rwxr-xr-- 1 =num32,767 60
TA_CMPLIMIT string | rwxr-xr-- threshold MAXLONG
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T_WSL Class Definition Attribute Table

Attribute Type |Permissions Values Default
TA_CLOPT string | rwxr--r-- string[0..128] A
TA_ENVFILE string | rwxr--r-- string[0..78]
TA_GRACE long | rwxr--r-- 0 =num 0
TA_KEEPALIVE string | rwxr-xr-- “{client | "none"

handler |

both |none}"
TA_MAXGEN long | rwxr--r-- 0 =num256 1
TA_NETTIMEOUT long | rwxr-xr-- 0<=num<= 0

MAXLONG
TA_RCMD string | rwxr--r-- string[0..78]
TA_RESTART string | rwxr--r-- "{Y|N}" "y
TA_SEQUENCE(k) long | rwxr--r-- 1 =num10,000 >=10,000
T_WSL Class: Local Attributes
TA_CURHANDLERS long R--R--R-- 0 =num N/A
TA_HWHANDLERS long R--R--R-- 0 =num N/A
TA_WSPROTO long | R-R--R-- 0 =num N/A
TA_SUSPENDED string | R-XR-XR-- | "{NEW|ALLINONE | N/A
TA_VIEWREFRESH string | --X--X--- "y N/A

(K) - GETkey field

(r) - Required field for object creatioBET TA_STATE NEW)
(*) - GET/SET key, one or more required f8ET operations

Lif a value for this attribute is not specified at the time the object is created, then a valu
of O will be assigned. A value of 0 for this attribute indicates that the effective value is
determined at activation time from the current setting F°OIMAXHANDLER&Nd the
T_MACHINEclass setting forA_ MAXWSCLIENTSNote that aSET operation with the
MIB_LOCALflag set will get the effective value for objects with an activation time

default setting.
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Attribute
Semantics

TA_SRVGRPstring[1..30]

Logical name of the server group. Server group names cannot contain an
asterisk (*), comma, or colon.

TA_SRVID: 1 =num 30,001

Unique (within the server group) server identification number.

TA_GRPNO1 =num 30,000

Group number associated with this servers group.

TA_STATE

State for the WSL server within the application. Any state defined for the
T_SERVERclass inTM_MIB(5) may be returned or set as indicated on that
reference page.

TA_LMID: LMID

Current logical machine on which the server is running.

TA_PID: 1 =num

Native operating system process identifier for the WSL server. Note that this
may not be a unique attribute since servers may be located on different
machines allowing for duplication of process identifiers.

TA_DEVICE string[0..78]

Device name to be used by the WSL process to access the network. This
attribute is optional.

TA_NADDRString[1..78]
Specifies the complete network address to be used by the WSL process as its
listening address. The listening address for a WSL is the means by which it is

contacted by workstation client processes participating in the application. If
string has the formioxhex-digits” or “\\xhex-digits” , it must contain
an even number of valid hex digits. These forms are translated internally into
a character array containing TCP/IP addresses may also be in either of the
following two forms:

//host.name:port_number

[1# # # #:port_number

In the first of these formathpstnameés resolved to a TCP/IP host address at
the time the address is bound using the locally configured name resolution
facilities accessed via gethostbyname(3c). #let.#is the dotted decimal
format where each represents a decimal number in the range 0 to 255.
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Port_numbelis a decimal number in the range 0 to 65535. the hexadecimal
representations of the string specified.

TA_EXT_NADDRSstring[0..78]

Specifies the complete network address to be used as a well known addres
template of the WSH process. The address will be combined with a WSH
network address to generate a well known network address used by the
workstation client to connect to a WSH process. It has the same format as th
TA_NADDRexcept that it substitutes the port number with same length of
character M to indicate the position of the combined network address will be
copied from the WSH network address. For example when Address template
is 0x0002MMMMdddddddd and WSH network address is

0x00021111ffffffff then the well known network address will be
0x00021111dddddddd. When address template starts with "//" network
address type assumes to be IP based and the TCP/IP port number of WSH
network address will be copied into the address template to form the
combined network address. This feature is useful when workstation client
needs to connect to a WSH through a router which performs Network
Address Translation. Emp®a_EXT_NADDFRstring in aSET operation on an
existingT_wsLobject will eliminate the -H entry from the\_CLOPT

attribute.

TA_WSHNAMBtring[1..78]

The name of the executable providing workstation handler services for this
workstation listener. The default for this is WSH which corresponds to the
system provided workstation handler. Workstation handlers may be
customized using the commaimdidwsh (1). See the Customization section
and thebuildwsh (1) reference page for more details.

TA_MINHANDLERSO =num 256

The minimum number of handlers that should be available in conjunction
with this WSL at any given time. The WSL will start this many WSHs
immediately upon being activated and will not deplete the supply of WSHs
below this number until the administrator issues a shutdown to the WSL.
Modifications to this attribute for a running WSL may cause additional
handlers to be activated.

TA_MAXHANDLER® =num 32,767

The maximum number of handlers that should be available in conjunction
with this WSL at any given time. Handlers are started as necessary to meet
the demand of workstation clients attempting to access the system. This
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attribute must be greater than or equal to the setting for the minumum number
of handlers.

TA_MULTIPLEX 1 =num32,767
Maximum number of clients that are to be supported by any one handler
process concurrently.

TA_MINENCRYPTBITS{0|40|128}
When connecting to the BEA TUXEDO system, require at least this
minimum level of encryption. "0" means no encryption, while "40" and "128"
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is "0".

TA_ MAXENCRYPTBITS{0]40]|128}
When connecting to the BEA TUXEDO system, negotiate encryption up to
this level. "0" means no encryption, whilc "40" and "128" specify the
encryption length (in bits). The default is "128"

TA_MINWSHPOR™ =num 65,535
The lower end of the range of available port numbers that may be allocated to
WSH processes by this listener.

TA_MAXWSHPOR® =num 65,535
The upper end of the range of available port numbers that may be allocated to
WSH processes by this listener.

TA_MAXIDLETIME 0 =num35,204,650
Maximum amount of time, in minutes, that a workstation client is permitted
to be idle before it will be abortively disconnected from the application by the
handler. A value of 35,204,650 allows clients to be idle as long as they wish
without being timed out. A value of 0 indicates clients may be terminated
after any period of inactivity greater than 1 second.

TA_MAXINITTIME: 1 =num32,767
The minimum number of seconds that should be allowed for a workstation
client to complete initialization processing through the WSH before being
timed out by the WSL.

TA_CMPLIMIT: threshold
Threshold message size at which compression will occur for traffic to and
from workstation clients>thresholdmay be either non-negative numeric
values of the stringMAXLONG which is dynamically translated to the
maximum long setting for the machine. Limitation: This attribute value is not
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used for workstation clients running BEA TUXEDO system Workstation
Release 6.1 or earlier.

TA_CLOPT string[0..128]
Command line options to be passed to WSL server when it is activated. See
the servopts(5) reference page for details. Limitations: Run-time
modifications to this attribute will not affect a running WSL server. Server

specific options (i.e., those after a double-dash "--") may not be set and will
not be returned.

TA_ENVFILE: string[0..78]
WSL server specific environment file. SEeMACHINE:TA_ENVFILE for a
complete discussion of how this file is used to modify the environment.
Limitation: Run-time modifications to this attribute will not affect a running
WSL server.

TA_GRACEO =num
The period of time, in seconds, over which Th&/SL:TA_ MAXGENimit
applies. This attribute is meaningful only for restartable WSL servers, i.e., if
theT_WSL:TA_RESTARTttribute is set toY". When a restarting server would
exceed th&A_MAXGENmMIt but theTA_GRACHeriod has expired, the system
resets the current generatian $ERVER:TA_GENERATIONO 1 and resets the
initial boot time §_SERVER:TA_TIMESTART to the current time. A value of
0 for this attribute indicates that the WSL server should always be restarted

TA_KEEPALIVE:{client | handler | both | none}
Here you can turn on the network keep-alive operation for the client, the
handler, or both. You may also turn off this operation for both the client and
handler by specifyingone .

Changes to the value of this attribute affect only new connections.

TA_MAXGENL =num 256
Number of generations allowed for a restartable WSL server
(T_WSL:TA_RESTART =="Y" ) over the specified grace period
(T_WSL:TA_GRACE The initial activation of the WSL server counts as one
generation and each restart also counts as one. Processing after the maximt
generations is exceeded is discussed above with respeCtGRACE

TA_NETTIMEOUT:0 <= num<= MAXLONG
The value offA_NETTIMEOUTis the minimum number of seconds that a
workstation client is allowed to wait to receive a response from the
WSL/WSH. A value of 0 indicates no network time-out.
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Changes to the value of this attribute affect only new connections.

TA_RCMDstring[0..78]
Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executable file in
the native operating system.

TA_RESTART{Y[N}
Restartable (") or non-restartable (') WSL server. If server migration is
specified for this server group_(RESOURCE:TA_OPTIONS/MIGRATE
T_GROUP:TA_LMIDw/ alternate site), then this attribute must be set'to "

TA_SEQUENCEL =num10,000
Specifies when this server should be bootaubot (1)) orshutdown (
tmshutdown (1)) relative to other servers. wSLobjects added without a
TA_SEQUENCHttribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Servers are bootedtmyot (1) in increasing
order of sequence number and shutdowmtsjutdown (1) in decreasing
order. Run-time modifications to this attribute affect anoot (1) and
tmshutdown(1) and will affect the order in which running servers may be
shutdown by a subsequent invocationnadhutdown (1).

TA_CURHANDLER® =num
Number of currently active handlers associated with this WSL.

TA_HWHANDLER® =num
Maximum number of currently active handlers associated with this WSL at
any one time.

TA_WSPROT® =num
The BEA TUXEDO system Workstation protocol version number for this
Workstation group. Note that Workstation clients connecting to this group
may themselves have a different protocol version humber associated with
them.

TA_SUSPENDED{NEW|ALL|NONE
A value ofNEwindicates that new incoming clients may not connect through
this WSL object. A value oALL indicates that workstation clients already
connected to the application through this WSL have been suspended (see
TM_MIB(5)) in addition to disallowing new incoming connections. A value of
NONEindicates that no suspension characteristics are in effect.
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Limitations

Diagnostics

TA_VIEWREFRESHY
Setting a value of will cause all active WSHs in the Workstation group to
refresh theiviIEw buffer type cache.

This class represents a specialization offth&ERVERclass and as such represents
certain attributes that are duplicated in the correspordiBBRVERObjects. Attributes
not listed that are included in theSERVERclass must be accessed via that class and
are not available through tlrewsLclass.

There are two general types of errors that may be returned to the user when interfacir
with WS_MIR5). First, any of the three ATMI verbspcall (3), tpgetrply  (3) and
tpdequeue (3)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, the request is successfully routed to a system service capable of satisfyir
the request and that service determines that there is a problem handling the reques
then failure may be returned in the form of an application level service failure. In these
casestpcall  (3) andtpgetrply  (3) will return an error withperrno  set to

TPESVCFAIL and return a reply message containing the original request along with
TA_ERRORTA_STATUSandTA_BADFLDfields further qualifying the error as described
below. When a service failure occurs for a request forwarded to the system through tr
TMQFORWAKS) server, the failure reply message will be enqueued to the failure queue
identified on the original request (assuming-theoption was specified for
TMQFORWARD

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUSIs set to a textual description of the failure, the FML32 field
TA_ERRORS set to indicate the cause of the failure as indicated below. All error codes
specified below are guaranteed to be negative.

[other ]
Other error return codes generic to any component MIB are specified in the
MIB(5) reference page. These error codes are guaranteed to be mutually
exclusive with anyws_MIR5) specific error codes defined here.

The following diagnostic codes are returned# ERRORO indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.
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Interoperability

Portability

Example

Field Tables

Header Files

Suspend
Workstation
Group

[other ]
Other return codes generic to any component MIB are specified MIRI(®)
reference page. These return codes are guaranteed to be mutually exclusive
with anyws_MIR5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
TUXEDO system release 5.0 and later. Fields defined in these headers and tables will
not be changed from release to release. New fields may be added which are not defined
on the older release site. Access to the /AdmInAPI is available from any site with the
header files and field tables necessary to build a request. WsiandT_wsSHlasses

are new with BEA TUXEDO system release 6.0; therefore, local administration of
WSL and WSH processes on earlier release sites via the /AdminAPI is not available.
However, many of the administrative actions defined in this reference page are
available for pre-release 6.0 sites if they are interoperating with a release 6.0 site. If
sites of differing releases, both greater than or equal to release 6.0, are interoperating,
then information on the older site is available for access and update as defined in the
MIB reference page for that release and may be a subset of the information available
in the later release.

The existing FML32 and ATMI functions necessary to support administrative
interaction with BEA TUXEDO system MIBs, as well as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

Following is a sequence of code fragments that deactivate a Workstation group in an
orderly fashion using a combination ™_MIB(5) andws_MIE5).

The field tableapadmmust be available in the environment to have access to attribute
field identifiers. This can be done at the shell level as follows:

$ FIELDTBLS=tpadm
$ FLDTBLDIR=${TUXDIR}/udataobj
$ export FIELDTBLS FLDTBLDIR

The following header files are included.

#include <atmi.h>
#include <fml32.h>
#include <tpadm.h>

The following code fragment sets the state of the Workstation grasipSeended.
This disables the Workstation group from accepting new connections from
workstation clients and suspends all workstation clients that are currently part of the
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group. This code fragment and those that follow assume that the local variables
ta_srvgrp  andta_srvid  are already set to identify the Workstation group with
which we are working.

/* Allocate input and output buffers */ ibuf = tpalloc("FML32",
NULL, 1000);

obuf = tpalloc("FML32", NULL, 1000);

/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_WSL", 0);

/* Set WS_MIB(5) attributes */

Fchg32(ibuf, TA_SRVGRP, 0, ta_srvgrp, 0);
Fchg32(ibuf, TA_SRVID, 0, (char *)ta_srvid, 0);
Fchg32(ibuf, TA_SUSPENDED, 0, "ALL", 0);

/* Make the request */

if (tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf(stderr, "tpcall failed: %s\en", tpstrerror(tperrno));
if (tperrno == TPESVCFAIL) {

Fget32(obuf, TA_ERROR, 0,(char *)ta_error, NULL);
ta_status = Ffind32(obuf, TA_STATUS, 0, NULL);
fprintf(stderr, "Failure: %Id, %s\en",

ta_error, ta_status);

}

/* Additional error case processing */

}

/* Copy the logical machine identifier for later use */
strepy(ta_Imid, Ffind32(obuf, TA_LMID, 0, NULL));

GetListof WSH  Using the existing input buffer, simply change the class and operation and make a ne
Objects  request. We'll retrieve afl wSHobjects associated with the givenwsLobject key
fields,ta_srvgrp andta_srvid . SetthelA_FILTER attribute to limit the retrieval for
efficiency.

/* Set MIB(5) attributes defining request type */ Fchg32(ibuf,
TA_CLASS, 0, "T_WSH?", 0);

Fchg32(ibuf, TA_OPERATION, 0, "GET", 0);

longval = TA_WSHCLIENTID;

Fchg32(ibuf, TA_FILTER, O, (char *)longval, 0);

/* Set WS_MIB(5) attributes */

Fchg32(ibuf, TA_LMID, 0, ta_Imid, 0);

/* Allocate a separate output buffer to save the TA_WSHCLIENTID
values */

wshcltids = tpalloc("FML32", NULL, 1000);

/* Make the request */
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Get T_CLIENT
Objects

tpcall(".TMIB", (char *)ibuf, 0, (char **)wshcltids, olen, 0);
/* See how many we got */
Fget32(wshcltids, TA_OCCURS, 0,(char *)wshcltcnt, NULL);

Use the retrieve@A_WSHCLIENTIDvalues to get a list of associatesl CLIENTID
values for workstation clients in this Workstation group.

[* Initialize request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "GET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_CLIENT", 0);
longval = TA_CLIENTID;

Fchg32(ibuf, TA_FILTER, O, (char *)longval, 0);
longval = TA_WSHCLIENTID;

Fchg32(ibuf, TA_FILTER, 1, (char *)longval, 0);

/* Set WS_MIB(5) attributes */

Fchg32(ibuf, TA_LMID, 0, ta_Imid, 0);

Fchg32(ibuf, TA_WSC, 0, "Y", 0);

if (wshcltent == 1) {

/* Since only 1, use it as key field. */

Fchg32(ibuf, TA_WSHCLIENTID, O,
Ffind32(wshcltids, TA_WSHCLIENTID, 0, NULL));

}

/* Allocate output buffer to save TA_CLIENTID/TA_WSHCLIENTID
values */

cltids = tpalloc("FML32", NULL, 1000);

/* Make the request */

tpcall(".TMIB", (char *)ibuf, 0, (char **)cltids, olen, 0);
/* See how many we got */

Fget32(cltids, TA_OCCURS, 0,(char *)cltcnt, NULL);
/* Eliminate unassociated clients if necessary */

if (wshcltent > 1) {

for (i=(cltent-1); i >= 0 ;i--) {

p = Ffind32(cltids, TA_WSHCLIENTID, i, NULL);

for (j=0; j wshcltcnt ;j++) {

g = Ffind32(wshcltids, TA_WSHCLIENTID, j, NULL);
if (stremp(p, q) == 0) {

break; /* This client is in our group */

}

}

if (j >= wshcltcnt) {

/* Client not found, delete it from list */
Fdel32(cltids, TA_CLIENTID, i);
Fdel32(cltids, TA_WSHCLIENTID, i);
cltent--;
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}
}
}

Notify ~ Use the retrieve®A_CLIENTID values to notify workstation clients in this
T_CHENT  Workstation group that they should logoff.

Objects
notstr = tpalloc("STRING", NULL, 100);

(void)strcpy(notstr, "Please logoff now!");

/* Now loop through affected clients and suspend/notify them */
for (i=0; i cltent ;i++) {
p = Ffind32(cltids, TA_CLIENTID, i, NULL);

/* Notify the client to logoff */
tpconvert(p, (char *)ci, TPCONVCLTID);
tpnotify(ci, notptr, 0, 0);

Deactivate  Use the retrieve@A_CLIENTID values to deactivate any remaining workstation clients
Remaining  in this Workstation group. Note that those that are already gone will return an error o
T_CLHENT  the SET that we will ignore.
Objects o

[* Initialize request buffer */

Finit32(ibuf, Fsizeof32(ibuf));

/* Set MIB(5) attributes defining request type */

Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);

Fchg32(ibuf, TA_CLASS, 0, "T_CLIENT", 0);

Fchg32(ibuf, TA_STATE, 0, "DEAd", 0);

/* Now loop through affected clients and deactivate them */
for (i=0; i cltent ;i++) {

p = Ffind32(cltids, TA_CLIENTID, i, NULL);

Fchg32(ibuf, TA_CLIENTID, O, p);

/* Make the request */
tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0);

Deactivate  Now deactivate th&_wsLobject. This will automatically deactivate any associated
T_WSLObject  activeT_wSHobjects.
/* Set MIB(5) attributes defining request type */
Fchg32(ibuf, TA_OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA_CLASS, 0, "T_WSL", 0);
Fchg32(ibuf, TA_STATE, 0, "INActive", 0);

[* Set WS_MIB(5) attributes */
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Fchg32(ibuf, TA_SRVGRP, 0, ta_srvgrp, 0);
Fchg32(ibuf, TA_SRVID, 0, (char *)ta_srvid, 0);

/* Make the request */
tpcall(".TMIB", (char *)ibuf, 0, (char **)obuf, olen, 0);
Files  ${TUXDIR}/include/tpadm.h, ${TUXDIR}/udataobj/tpadm

See Also  tpacall (3c) tpalloc  (3c),tpcall  (3c),tpdequeue (3c),tpenqueue (3c),
tpgetrply  (3c),tprealloc  (3c), Fadd32 (3fml), Fchg32 (3fml), Ffind32 (3fml),
Fintro (3fml), MIB(5), TM_MIB(5), Administering the BEA TUXEDO SysteBiEA
TUXEDO Programmer's Guide
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WSL(5)
Name WSEBEA TUXEDO system Workstation Listener Server
Synopsis
WSL SRVGRP=/dentifier "

SRVID=" number"

CLOPT="[-A][ servopts options ]---n netaddr [ -d device ]
[-w WSHnamé| -t timeout-factor 1[-T Client-timeout ]
[-m minh 1[-M maxh] [ -x mpx-factor ]

[-p minwshport ][ -P maxwshport ][ - init-timeout ]
[-c compression-threshold ] [-k compression-threshold ]

[-K {client|handler|both|none}]

[-z

356

Description

bits 1[-Z bits 1[-H external netaddr 1"

The workstation listener is a BEA TUXEDO system-supplied server that enables
access to native services by workstation clients. The application administrator enable
workstation access to the application by specifying the workstation listener server a:
an application server in tt#ERVERSection. The associated command line options are
used to parameterize the processing of the workstation listener and workstation
handlers.

The location, server group, server ID, and other generic server related parameters &
associated with the workstation listener using the already defined configuration file
mechanisms for servers. Workstation listener specific command line options are
specified to allow for customization.

Each WSL booted as part of an application facilitates application access for a large
number of workstation clients by providing access via a single well known network
address to a set of workstation handlers (WSHSs) acting as surrogate clients for the
users running on the workstations. The WSHSs are started and stopped dynamically |
the WSL as necessary to meet the incoming load from the application workstations.
The advantages to the application administrator are that a small number of native sif
processes (WSHSs) can support a much larger number of clients, thus reducing the
process count on the native site, and that the native site does not need to incur the
overhead of maintaining bulletin board information on the workstation sites, which
may be quite numerous.

The following WSL-specific command line options are available and may be listed
after the double-dash (--) in tkeOPTparameter.

BEA TUXEDO Reference Manual



WSL(5)

-n netaddr
Specifies the complete network address to be used by the WSL process as its
listening address. The listening address for a WSL is the means by which it is
contacted by workstation client processes participating in the application. If
string (which can be from 1 to 78 characters in length) has the form
Oxhex-digits or\\xhex-digits , it must contain an even number of valid
hex digits. These forms are translated internally into a character array
containing TCP/IP addresses may also be in either of the following two
forms:

/I host.name:port_number
Il ###.#:port_number

The#.#.# .#is the dotted decimal format where e#afepresents a decimal
number in the range 0 to 29%ort_numbelis a decimal number in the range

0to 65535. the hexadecimal representations of the string specified. This is the
only required parameter.

[-d devicéd
The name of the device file used for network access by the workstation
listener and its workstation handlers. This parameter is optional. There is no
default.

[-w WSHnamg
The name of the executable providing workstation handler services for this
workstation listener. The default for this is WSH, which corresponds to the
system provided workstation handler. Workstation handlers may be
customized using the command buildwsh(1). Seedh#vsh (1) reference
page for more details.

[t timeout-factor
This option is being replaced by the -l option and is being supported for
upward compatibility in release 6.0 but may be removed in future releases.
The number, when multiplied IBCANUNIT, results in the amount of time in
seconds that should be allowed for a workstation client to complete
initialization processing through the WSH before being timed out by the
WSL. The default for this parameter is 3 in a non-security application and 6
in a security application. The legal range is between 1 and 255.

[-T client-timeou}
Client-timeoutis the amount of time (in minutes) a client is allowed to stay
idle. If a client does not make any requests within this time period, the WSH
disconnects the client. The option can be used for client platforms that are
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unstable (such as a personal computer that might be turned off without calling
tpterm() ). Note that the option also affects clients that get unsolicited
message notifications and do not follow up on thenT. i§ specified without

an argument, there is no timeout.

[-m minh]

The minimum number of handlers that should be available in conjunction
with this WSL at any given time. The WSL will start this many WSHs
immediately upon being booted and will not deplete the supply of WSHs
below this number until the administrator issues a shutdown to the WSL. The
default for this parameter is 0. The legal range is between 0 and 255.

[-M maxii

The maximum number of handlers that should be available in conjunction
with this WSL at any given time. Handlers are started as necessary to meet
the demand of workstation clients attempting to access the system. The
default for this parameter is equal to the settingf@XWSCLIENT®nN the

logical machine divided by the multiplexing factor for this WSL (see

option below) rounded up by one. The legal range for this parameter is
between 1 and 4096. The value must be equal to or greatenthlan

[-x mpx-factof

An optional parameter used to control the degree of multiplexing desired
within each workstation handler. The value for this parameter indicates the
number of workstation clients that can be supported simultaneously by eact
workstation handler. The workstation listener ensures that new handlers are
started as necessary to handle new workstation clients. This value must be
greater than or equal to 1 and less than or equal to 4096. The default for thi
parameter is 10.

[-p minwshpor}

[-P maxwshpoiit This pair of command line options can be used to specify
the number range for port numbers available for use by WSHs associated wit
this listener server. The port numbers must be in the range between 0 and
65535. The default is 2048 farinwshportand 65535 fomaxwshport

[-1 init-timeoud

This option is replacing the -t option and is the recommended method for
setting client initialization timeout intervals. The time, in seconds that should
be allowed for a workstation client to complete initialization processing
through the WSH before being timed out by the WSL. The default for this
parameter is 60. The legal range is between 1 and 32,767.
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[-c compression-threshald
This option determines the compression threshold to be used by workstation
clients and handlers. Any buffers sent between workstation clients and
handlers will be compressed if they are larger than the given value. The
default for this parameter is 2,147,483,647, which means no compression is
done since the legal range is between 0 and 2,147,483,647.

[-k compression-threshaold
This is a special compression option for BEA TUXEDO releases prior to 6.2
with clients from USL France or ITI. If this situation applies to you, it is
acceptable to have multiple WSLWorkstationH pairs, some controlling
compression threshold with the option, others using the option. Thek
works exactly likec .

[-K { client | handler | both | none }
The-K option turns on the network keep-alive feature forcileat |, the
handler , orboth . You can turn off this option for both the client and handler
by specifyingnone.

[-z [0]40]128] ]
When establishing a network link between a Workstation client and the
Workstation Handler, require at least this minimum level of encryption.
means no encryption, whil® and128 specify the length (in bits) of the
encryption key. If this minimum level of encryption cannot be met, link
establishment will fail. The default @&

[-Z [0]40]128] ]
When establishing a network link between a Workstation client and the
Workstation Handler, allow encryption up to this lewemeans no
encryption, while40 and128 specify the length (in bits) of the encryption
key. The default ig8. The-z or-z options are available only if either the
International or Domestic BEA TUXEDO Security Add-on Package is
installed.

[-H external netaddér
Specifies the complete network address to be used as a well known address
template of the WSH process. The address will be combined with a WSH
network address to generate a well known network address used by the
workstation client to connect to a WSH process. It has the same format as the
-n option except that it substitutes the port number with same length of
character M to indicate the position of the combined network address will be
copied from the WSH network address. For example when address template
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Portability

Interoperability

Examples

*SERVERS

is 0x0002MMMMdddddddd and WSH network address is
0x00021111ffffffff then the well known network address will be
0x00021111dddd dddd. When address template starts with "//" network
address type assumes to be IP based and the TCP/IP port number of WSH
network address will be copied into the address template to form the
combined network address. This feature is useful when workstation client
needs to connect to a WSH through a router which performs Network
Address Translation.

Any configuration that prevents the WSL from supporting workstation clients will
cause the WSL to fail at boot time, for example, ifNtAXWSCLIENTSalue for the site
is 0.

WSLis supported as a BEA TUXEDO-supplied server on UNIX operating systems.

wSLmay be run in an interoperating application, but it must run on a Release 4.2 or
later node.

WSL SRVGRP="WSLGRP" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-A -- -n 0x0002ffffaaaaaaaa -d /dev/tcp"

WSL SRVGRP="WSLGRP" SRVID=1001 RESTART=Y GRACE=0
CLOPT="-A -- -n 0x0002aaaaffffffff -d /dev/tcp -H 0x0002MMMMdddddddd"

WSL SRVGRP="WSLGRP" SRVID=1002 RESTART=Y GRACE=0
CLOPT="-A -- -n //hostname:aaaa -d /dev/tcp -H //lexternal_hostname:MMMM"

See Also

buildwsh (1),servopts (5), ubbconfig (5), Administering the BEA TUXEDO System,
BEA TUXEDO Programmer’s Guide
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