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Introduction

The Oracle Insurance Policy Administration application and the Oracle Insurance Rules Palette form a solution
for configuring, managing and processing policy data. Both applications, along with the Rules Palette Web
Application Utility, must be installed and then configured to work together. This install guide will cover the steps
necessary to complete the installation and then the integration of the three applications.

There are four stages to the installation process. First, you will install and set-up the database that will be used
with the Oracle Insurance Policy Administration and Rules Palette applications. Next, you will install Oracle
Insurance Policy Administration, which includes establishing the server location through the installation of
WebSphere, and establishing all necessary database connections. Then you will install and set-up the Rules
Palette Web Application Utility. Finally, you will install and set-up the Rules Palette application.

Database Installation

Prerequisites

= Must be an Oracle 11G, SQL Server or DB2 database.
= Any compatible operating system.
= Database driver
0 Oracle database: ojdbcl4.jar. This file is included in the .zip file you downloaded from E-
Delivery. Open the OIPA_version number folder. It is in the ext jar .zip file.
0 SQL Server database: download the jtds.jar file
a. Download jtds from the following site: http://sourceforge.net/projects/jtds/.
b. Click Download on the top menu bar.
c. Click the download link for jtds (release 1.2.2).
d. Select the jtds-1.2.2-dist.zip file. Save the download .zip file to the lib directory you
created (i.e., ../opt/oracle/lib).
e. Open the downloaded .zip file and extract the file jtds-1.2.2 from the root of the .zip file.
f. Rename the file jtds.jar.
o0 DB2 database — The three necessary .jar files (db2jcc, db2jcc_license _cisuz, and
db2jcc_license_cu) are included with the purchase of the DB2 software. These files are not
available for download. Contact your IT department if you need assistance locating these files.
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Steps to Install the Database

1. Install the Oracle or SQL database according to the vendor’s instructions. Skip to Step 3 if you are
installing a DB2 database.

Note: Oracle database must use a Unicode character set defined at database creation.

2. Complete the required post installation tasks. Tasks for each database are listed below:
» Oracle databases require the following post installation tasks:
a. Set the database for case insensitive searches and create the User.
0 Run sqglplus as a user with DBA privileges
= sqglplus /as sysdba
o From sqlplus, logged in as a user with DBA privileges, execute the following
commands:
1. ALTER SYSTEM SET NLS_COMP=LINGUISITC SCOPE=SPFILE;
2. ALTER SYSTEM SET NLS_SORT=BINARY-CI SCOPE=SPFILE;
3. SHUTDOWN IMMEDIATE;
Note: Shutdown will stop and bring down the database. Only run this when all users have safely
exited the system.
0 STARTUP;
0 Optional step: Check to see if the tablespace already exists:
= SELECT tablespace_name FROM dba_tablespaces
o0 Create tablespaces. This will need to be performed twice; once for OIPA
database and once for IVS database.
» CREATE TABELSPACE <OIPA_PAS|OIPA_IVS> DATAFILE ‘<FULL
PATH OF FILE’> SIZE 100M AUTOEXTEND ON MAXSIZE 2000M
EXTENT MANGAMGNET LOCAL

Note: The tablespace name for OIPA is OIPA_PAS and the tablespace name for IVS is OIPA_IVS.

0 Create the users. You can use one user for both or set up separate users for
each database.
* CREATE USER <USER> IDENTIFIED BY <PASSWORD> DEFAULT
TABLESPACE <OIPA_PAS|OIPA_IVS>;
0 Set permissions for each user.
= GRANT CONNECT, RESOURCE TO <USER>;
b. Create triggers for log-in.
0 CREATE OR REPLACE TRIGGER
<OIPA_USERNAME>.SETSESSIONPARAMETERS_TRIGGER
AFTER LOGON ON DATABASE
o BEGIN
» EXECUTE IMMEDIATE 'ALTER SESSION SET
NLS_COMP=LINGUISTIC';
= EXECUTE IMMEDIATE 'ALTER SESSION SET
NLS_SORT=BINARY_CI;
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o END;
o EXIT;
c. Now import the supplied data from a command line:
0 imp <OIPA Username>/<password> file=oipa_pas_v92.dmp full=yes
0 imp <IVS Username>/<password> file=oipa_ivs_v9 0 _l1l.dmp full=yes

= SQL Server 2005 databases require the following post installation tasks:
a. Open SQL Server Enterprise manager.
b. Create a new database.
c. Restore from the supplied SQL Server backup to the new database.
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3. Login to the database server and create a DB2 database called ASADMIN. db2 create database
asadmin
= Configure the database

a. Global Settings
1. db2set DB2_USE_ALTERNATE_PAGE_CLEANING=YES
2. db2set DB2_REDUCED_OPTIMIZATION=TRUE
3. db2set DB2_EVALUNCOMMITTED=TRUE
4. db2set DB2_CORRELATED_PREDICATES=YES
5. db2set DB2_SKIPINSERTED=YES
6. db2set DB2_SKIPDELETED=YES

b. DBM Changes
1. db2 update dbm cfg using sheapthres 120000
2. db2 update dbm cfg using mon_heap_sz 256
3. db2 update dbm cfg using query-heap-sz 2048

c. Database Settings
1. db2 connect to asadmin

2. db2 update db cfg using dbheap 2400
3. db2 update db cfg using logbufsz 512
4. db2 update db cfg using locklist 10000
5. db2 update db cfg using app_ctl_heap sz 256
6. db2 update db cfg using sortheap 1024
7. db2 update db cfg using applheapsz 4096
8. db2 update db cfg using locktimeout 360
9. db2 update db cfg using maxlocks 76
10. db2 update db cfg using chngpgs thresh 30
11. db2 update db cfg using num_iocleaners 7
12. db2 update db cfg using num_ioservers 7
13. db2 update db cfg using logfilsiz 20000
14. db2 update db cfg using logprimary 30
15. db2 update db cfg using logsecond O
16. db2 update db cfg using pckcachesz 1024
17. db2 update db cfg using catalogcache sz 512
18. db2 update db cfg using maxfilop 256
19. db2 update db cfg using maxappls 60
20. db2 update db cfg using avg appls 1
21. db2 update db cfg using PCKCACHESZ 2048
22. db2 update db cfg using SORTHEAP 512

23. db2 update db cfg using dft_queryopt 3
= Prepare DDL Script
a. Editthe file. db2look asadmin.out
b. Change the file names in the create tablespace commands to valid fully qualified file
names.
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= Run DDL Script
a. db2 -tvf db2look asadmin.out > db2look asadmin.log
b. Re-run the script to make sure the procedures are created properly.
= Load the Data
a. Copy the exported data to the database server.
b. Change directory to the directory holding the exported data.
c. db2 db2move asadmin load
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Oracle Insurance Policy Administration Installation

Prerequisites

Before beginning the installation steps, you must have the following components:

A server (with Windows, Linux, Solaris or AlX)

WebSphere Network Deployment Manager Version 6.1.0.21. This can be downloaded from the IBM
website or from a CD provided by IBM.

Administrative rights to the server.

PASJava.war file. This file is included in the Media Pack that was downloaded from E-Delivery when
you selected the Oracle Insurance Policy Administration link. Extract the files and open the
application root folder. Next, locate the PASJava.war file.

Properties files. These files are included in the Media Pack that was downloaded from E-Delivery.
Open the application root folder. You will see a properties folder, which contains all of the properties
files.

Jar files. These files are included in the Media Pack that was downloaded from E-Delivery. Open the
application root folder. You will see a directory called ext jars.

Server Set-up

IMPORTANT: These installation instructions are written with the assumption that you are using an Oracle

database. If you are using SQL Server or DB2, then the steps will vary slightly.

Create a Directory for the Configuration files
1. Create a directory on the WebSphere installation machine to store configuration files for the Oracle

Insurance Policy Administration V9 system (i.e., /opt/oracle/serverl).

2. Copy into this folder the following files from the .zip file you downloaded from E-Delivery:

= PASJava.war

= AdminServerMessages.properties — error message

= APEMessages.properties - error message

» MathMessages.properties - error message

= PAS.properties — application settings. A description of the application settings is available on
OTN in the OIPA documentation library.
PASMessages.properties - error message
ResourceBundleMessages.properties - error message
SREMessages.properties - error message
UtIMessages.properties - error message
Coherence-config.xml

Coherence-cache-config.xml
ExtensibilityMessages.properties

log4j.xml( optional )

3. Edit the Coherence-config.xml file to include the location of the Coherence-cache-config.xml file.

a. Inthe <configurable-cache-factory-config> section, edit the <param-value> to reflect the
location of the Coherence-cache-config.xml file.
Example: <param-value>/opt/oracle/serverl/coherence-cache-config.xml</param-value>

4. Create a lib directory and add the database driver (i.e., /opt/oracle/lib). The type of database you are

using will determine the driver you need to download.
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= Oracle database — ojdbc14.jar. This file is included in the .zip file you downloaded from E-
Delivery. ltis in the ext jars folder.
=  SQL Server database — download the jtds.jar file.
a. Download jtds from the following site: http://sourceforge.net/projects/jtds/.
b. Click Download on the top menu bar.
c. Click the download link for jtds (release 1.2.2).
d. Selectthe jtds-1.2.2-dist.zip file. Save the download .zip file to the lib directory you
created (i.e., ../opt/oracle/lib).
e. Open the downloaded .zip file and extract the file jtds-1.2.2 from the root of the .zip file.
f. Rename the file jtds.jar.
= DB2 database — The three necessary .jar files (db2jcc, db2jcc_license_cisuz, and
db2jcc_license_cu) are included with the purchase of the DB2 software. These files are not
available for download. Contact your IT department if you need assistance locating these files.
4. Copy the following .jar files to the Websphere ext folder (i.e., ../opt/IBM/WebSphere/AppServer/lib/ext).

These files are located in the ext jars folder in the .zip file you downloaded from E-Delivery.
= antlr-2.7.6.jar

commons-collections.jar

commons-logging-1.1.jar

el-api.jar

log4j-1.2.9.jar

spring-agent.jar

Create a New Application Server
1. Using a WebBrowser, connect to the Administrative Console using the appropriate server_name and
port. (Ex: http://server_name:port/admin)
2. Login using your username.

IMPORTANT: OIPA and the Web Application Utility cannot exist on the same application server.

Figure 1-1: WebSphere Administrative Console
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3. Click Servers from the main menu.

Figure 1-2: Main Menu
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4. Click Application servers from the main menu.

Figure 1-3: Servers
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5. Click New.

Figure 1-4: Application Servers
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6. Fillin the appropriate server name.

7. Click Next.

Figure 1-5: Select a Node
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8. Click Next.

Figure 1-6: Server Template
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9. Make sure the box titled "Generate Unique Http Ports" is checked.

10. Click Next.

Figure 1-7: Specify Server Specific Properties
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11. Click Finish.

12. Click Save. Make sure Synchronize changes with Nodes check box is checked.

Figure 1-8: Confirm New Server
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13. Click Save and then OK.
Figure 1-9: Apply Changes to Application Server
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Server Properties
1. Click the Name of the server you just created. Expand out Java and Process Management from the

right column and select Process Definition.

Figure 1-10: Select Process Definition
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N
=me Session mansgement
vaServerl |
SIP Container Settings

Node Hame

Web Containar Ssttings
[redhat-lpcoinadant |

Portlet Container Settings

™ Run in development mode EIB Container Settings

= parallel start Container Services

Business Process Services
interns| server classes

Access b

Applications
Installed spplicstions

Allow

Server-specific Application Settings

Classloader policy Server messaging
Multiple |
Messaging engines

Class loading mode Messaging engine inbound transports
Parent first 2| WebSphere MQ link inbound transoorts

SIB service

Apply | oK Reset ‘ Cancel Server Infrastructure
Bl Java and Process Management

Class loader

Erocess Definition

Process Execution

Monitoring Policy
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2. Under Additional Properties select Java Virtual Machine.

3. Under Classpath enter the location of your properties files. They are in the folder you created for
Configuration files during server set-up.

Figure 1-11: Enter Location of Properties Files

Application servers > PaletteConfig-VI9ACME > Process Definition > Java Virtual
Machine

Use this page to configure advanced Java({TM) virtual machine settings.

Configuration Runtime

General Properties

Additional Properties

Classpath
= - Custom Properties
/opt/adminserver/paletteconfig- I:'
VoAcme/
Boot Classpath

4. Set Initial and Maximum Heap Sizes to 512 and 1024 respectively. These are the default
recommended values. Depending on the hardware and number of servers existing or planned, these
values may differ.

5. Enter the following default values (on a single line) for Generic JVM arguments:
-Duser.language=en -Duser.region=US -Djava.net.preferlPv4Stack=true -
Djava.net.preferPv6Addresses=false -javaagent:FilePath/spring-agent.jar -
Dtangosol.coherence.override=/FilePath/coherence-config.xml

Note: Use backslash (\) if using Windows. Use the forwardslash (/) if using Linux.
Note: As with the heap sizes, these values may differ depending on the system configuration.

6. When finished click OK and Save. Make sure to synchronize changes.
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Environment

Driver Variables

1. Select Environment from the main menu.
2. Click WebSphere Variables.

Figure 1-12: Environment
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) Environment

Depending on your environment, you will need to select the proper values for the database you will be
accessing.
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3. For an Oracle database, you need to create or edit ORACLE JDBC DRIVER PATH.

For a DB2 database, you need to create or edit DB2UNIVERSAL_JDBC_DRIVER_PATH.
For a SQL Server database, you need to create or edit User-defined_JDBC_DRIVER_PATH.

Figure 1-13: Oracle JDBC Driver Path

M Delete

Select| Name 2 Value Scope 3

[] |&ee insTALL ROOT | $fUSER_INSTALL ROOT}/installedApps Node=vwin2003-
sitZNode01

[ D | CONMNECTIDEC JDEC DRIVER PATH | | Node=win2003-
sitZNode01

D | COMNECTOR INSTALL ROOT | £{USER_INSTALL_RCOT} installedConnectors | Node=win2003-
sitZNode01

D | DE2350 JDEC DRIVER BATH | Node=win2003-
sitZNode01

[ |:| | DEZUNIVERSAL JDBC DRIVER NATIVEBATH| Q | Node=winz003-
sitZNode01

D | DEZUNIVERSAL JDBC DRIVER BATH | Node=win2003-
sit2ZNodell

| | DB2 JDBC DRIVER PATH | Node=win2003-
sitZNode01

| [] |DepLov TooL rooT $IWAS_INSTALL_ROOT} deploytool/itp | Node=win2003-
sitZNode01

[] |DEREY JDBC DRIVER PATH | ${WAS_INSTALL_ROOT} derby/lib NHode=win2003-
sitZNode01

O | DRIVER PATH | $IWAS_INSTALL_ROOT} Hode=win2003-
sitZNode01

D | INFORMIX JDEC DRIVER PATH | Node=win2003-
sitZNode01

| 0 | 1avA HOME | E:/Program | Node=winz003-
Files/IEM/WebSphere/AppServer/java sit2Node0l

| | 2vm cacHE | Node=win2003-
sitZNode01

O | Lo ROOT | $fUSER_INSTALL ROOT}/logs Node=vwin2003-
sitZNode01

| 0 | MO INSTALL ROOT | ${WAS_INSTALL_ROOTYHlib/WMQ | Node=vinz003-
sitZNode01

D | MSSQLSERVER JDEC DRIVER PATH | Node=win2003-
sit2ZNodell

D IORACLE JDEC DRIVER PATH I | Node=win2003-
sitZNode01

| | 03400 NATIVE JDEC DRIVER PATH | Node=vin2n03-

4. Make sure the value field is filled out with the location of the .jar files. Then select OK. The following

example illustrates the selection of ORACLE_JDBC_DRIVER_PATH.

Figure 1-14: Oracle Selection Example

WebSphere Variables > ORACLE_JDBEC_DRIVER_PATH

Use this page to define substitution variables. Variables specify a level of indirection for some system-defined
values, such as file system root directories. Variables have a scope level, which is either server, node, cluster, or
cell. Values at one scope level can differ from values at other levels. When a variable has conflicting scope
values, the more granular scope value overrides values at greater scope levels. Therefore, server variables
override node variables, which averride cluster variables, which override call variables.

Configuration

General Properties
# Name
[oRACLE JDBC_DRIVER_PATH

Value %

[fopt/aracl=/lib]

Description

The directory that contains the |:|
Cracle thin or oci&@ JDBC Driver.

=]
Appl',rl ﬂ | Reset Cancel |
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5. Select Save.

Figure 1-15: WebSphere Variables Changes
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6. Select Save.
7. Click OK.

Figure 1-16: Synchronize Changes
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Walogenw davide | Rogmd | Suppaa | Help

alared [ P——
Guided A Wobiphers Vanalies 7 _ R .|
S Wehtohers Warisbles > Save Faelil Ty
g plicaanr o o e i U AT st Fae fiald Hul'g mfarmsen.

0 L
raarias whin the halp
Ui EppE

sriniid dhanged s Bagin sk &R uiing the maried iepoiAony seefagaraten. Gluk

B Saurity Cancel o continos working with your changes.

Bl nwiranmant

Total dhasgad datumantii 3
Wirtual Hadgs

wabdphare V
Sharsed Lik

|1-' Sgnchionire changes with Mades

Baplicanen dempens

B Marming iscasd | | Cancel |

B Sgstarm sdrmisdt wtion

Release 9.2.1.0.0 OIPA Installation and Configuration 18 of 58

Revised: 02/13/10



ORACLE
INSURANCE

Virtual Hosts
If you are adding another server then the new default host port must be added.

Click Servers | Application Servers.
Click on the server you created.
Click Ports under Communications.

a s wbdE

Select Environment and Virtual Hosts from the main menu.

Figure 1-17: Virtual Host
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6. Click Default Host.
Figure 1-18: Default Host

Review the port number listed as WC_defaulthost. You will need this later in Step 9.

Virtual Hosts

Use this page to create a virtual host with a unique set of Web access ports. Such a configuration lets a single host
machine resemble multiple host machines. Each virtual host has a logical name and a list of one or mere demain
name system (DNS) aliases by which it is known.

Prefarences

Deleta

Select| Name &

I:‘ admin host

F proxy _host

Total 3
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7. Click Host Aliases.
Figure 1-19 Host Aliases

Virtual Hosts > default_host

Use this page to create a virtual host with 2 unique set of Web access ports. Such a configuration lets 2 single host
machine resemble multiple hest machines. Each virtual host has 2 logical name and 2 list of one or more demain
name system (DONS) aliases by which it is known.

Configuration

General Properties

Additional Properties

# Name
1 Host Aliases
et o | [ oo ]

MIME Types

Appll,r.l ﬂ .Reset| | Cancel

8. Click New.
Figure 1-20: New Host Alias

Virtual Hosts > default host > Host Aliases
Use this page to edit, create, or delete a domain name system (DNS) alias by which the virtual hast is known.

Preferences

: | New '-Delete.
6lE e

E'-elect! Host Hame 2 | Port &

| O |: | s080
o | B0

| O [ !9443
A | 5060

9. Change the Port to the desired number.

e Standard is 908x where x is incremented up starting at 1 for each additional server added.
10. Click OK.

11. Click Save. Make sure to synchronize your changes.
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12. Click OK.

Figure 1-21: General Properties

¥irtual Hosts > default host > Host Aliases > New

An oalias iz the DNS host and port nurnber that a dient uses to form the URL request of a Web Appl
include servlets, JSP=, or HTML pages. Far example, it is the "myhost:8080" portion of http:ffmyvhd
number is specified, the default port 20 is used,

Configuration

General Properties

# Host Mame
|=|=

# Port
E

Apply | Ok | Reset Cancel ]

Resources
1. Select Resources and then JDBC and JDBC Providers from the main menu.

Figure 1-22: JDBC Provider Selection
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2. Select the server name where you are installing from the drop down list on the top portion of the screen.
3. Select New.

Figure 1-23: Select Server

Integrated Solutions Constle Wekcame sctth

Wiewes [ 211 tasis =

B Quided Activitien IDEC providers

[ Sarears e JDBC provider ohjact encapsulstes the soec lemants
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ition is visible, For detailed infarmation on what scope i and Row it

Dasergtion 5

[ Ressurce Exvirsament

[ Securty

4. For an Oracle database, select “Oracle” from the Database type dropdown, “Oracle JDBC Driver” from
the Provider type dropdown, and “XA data source” from the Implementation type dropdown. (Shown
in Figure 3.3)

For a DB2 database, select “DB2” from the Database type dropdown, “DB2 Universal JDBC Driver
Provider” from the Provider type dropdown, and “XA data source” from the Implementation type
dropdown.

For a SQL Server database, select “User-defined” from the Database type dropdown and enter
“net.sourceforge.jtds.jdbcx.JtdsDataSource” in the Implementation class name field.
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5. Select Next.
Figure 1-24: Properties
Craste s new JOBC Provider
=4 Step 1: Craste new __ﬂwmmm_ 1
DB provider
Sat the basie canfigurstian valuas af & IDBEC previdar, which ancapaulates the spasific vander IDBC
driver implementabon clagses that are reguired o sciess the detabase. The wizard fille in the narms
and the descripbion fields, but you can type different values.
. Scope
A [eollnimin20aa-temptatn 1 inades w003 -temphadeDl rserrars mmrver]
+ Databans typs
& Provider
Cracle JOBC Dvivar =
# Implementation L3
¥A data source E E
& Harma
[Sracle J08C Driver (ua)
Dascriptisn
Ciracle JIDEC Dirivar (X4 )
 west | Cancet P
6. Enter the path(s) for the database .jar file(s) if different from the default path(s) listed.
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7. Select Next.

Figure 1-25: Select Node Scope

Craste m new JDBC Provider

Shep 11 Create new
0B provider

Step I Epter
datobase claco path
infarniation

Shapk 31 SUMmImGny

Pravicas H-EH Cancal |

Satb kb anvirearmant variablas that reprasent tha JIDBC driver class lilas, which WabSphara[R)
Applization Server ussas to define pour JDBC provider. This mzard page disglays the e names: you
supply only the directory lgcations of the fles. Use complete directory paths when you type the
JDBC driver file locations, For examples /home/dbZinstl/sqllib/iava on Unue{TM], If 2 value is
spedfied for you, you may dick Next to accept the value

Class path:

FIOAACLE MIBC DREVER BETH Apdic ]2 pe

Directasy loration far "ajdbeid jar® whith & saved a3 WabSphara variabla
S{0RACLE JDBC DRIVER PATH}
|fostioracieib

8. Click Finish.
9. Click Save.

Figure 1-26: Data Sources

Dakts sources
Usa this pags to adit the sabtings of & dakta dsurte that i3 & mith yaur mal 4 DB p daer. Tha data soiste olject
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Scopw spacifias the level st which tha rerource defingion s vislble. For detalled infermation cn what scops s
wnd heow it werle, L i
I Hud--nn!ﬂﬂ!-nt!?‘:!d'ﬂ'...‘umr-lwlr! L
B Eraferances
T Caleiw | | Testconnestion || Mansge state... |
B Rascurce Adaptars BB
e Saiact tama Wolmme s e s revcer 3| Gavengtion | Cabegon &
E'II:J =y ]—l ADMINIERVERDS ADWIMNSERVERDS Kodasnin 203~ User-dafised Haw JOBC
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B Rl
10. Select Data Sources from the Resources menu option.
11. Select the server if it is not listed in the drop down box.
12. Select New.
13. Enter the data source name, which is ADMINSERVERDS.
14. Enter the INDI name, which is ADMINSERVERDS.
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15. Select Next.

Figure 1-27: New JDBC Provider

Create a data source =

Create a data source

Step 1: Enter basic Enter basic data source information
data source . .
information

Set the basic configuration values of a data source for association with your JDBC
provider. & data source supplies the physical connections between the application

EtED_E" Select JDBC server and the database.
provider

Requirement: Use the Data sources (WebSphere(R) Application Server V4]
conscle pages if your applications are based on the Enterprise JavaBeans(TM)

se specific (EJB) 1.0 specification or the Java(TM) Servlet 2.2 specification.
ies for the

datz source Scope
||:e||5 iwin2003-sit2Cell0l inodesiwin2003-sit2Nodel1iserversiserver2 |

Step 4: Summary
# Data source name

# INDI name

Component-managed authentication alias and XA recovery authentication alias

Selaect a component-managed authentication alias. The selected
authentication alias will also be set as the XA recovery authentication alias
if your JDBC Provider supports ¥A. If you choose to create a new J2C
authentication alias, the wizard will be cancelad.

16. Select the radio button for Select an existing JDBC provider and then select the existing JDBC
provider from the drop down list.
17. Select Next.

Figure 1-28: JDBC General Properties

Create a data sowrce = EA

Fiakd

Crents a dets soume Far f
x e E seled

Btep 1i Enter basic Select JDBC provider mar]
dats source — — spod

R Specify & JDBC pravidar ks suppert this dals sourca.

Step 21 Select TDEL
prowidir

T Craate naw JDEC arovider
Stap 1) Enber

datsbase cpatifa 3
propesties for the * Balect pn exizbng JDEC provider
dinte wource

| Oracie JD8E Drivar (xa) |

Frep 51 Summary

Previcus || Heaxt ! Cancel |

18. For an Oracle database, enter the database URL (Ex: jdbc:oracle:thin:@ServerName:Port:SID).
For a DB2 database, enter the database name, driver type, server name, and port number.
(There is no data to enter/edit for a SQL Server database.)

19. Uncheck the CMP check box.
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20. Select Next.

Figure 1-29: Oracle Database Properties

Creasts & dets soorte

Brap 11 Ewter boaic li-lni-iyulk mﬁtﬁiﬂlmf_ﬂ-
Satm bowie

lebor st B6t Theln JAEADE R 10ecis A0 whilh NG feQurad Ty The JOTRBARe vendar JOBC divrer tD
BUPSOT the CONMITISAL that Bre mankged through Dhis datE souroe

Snap 2: Salest J0BT
prairiue & URL

Efep B Exlas

& Delm gtore Falset clpga farme
| Crwrielty dets siers halper Lllf

& thin dets sourme in contsiner mansged peewistence (LU0

21. Select Finish.
22. Select ADMINSERVERDS from the Data sources window.

Figure 1-30: Modify Data source
Datasoirees ——————————————————————————————————————— |

Data sources

Usa this pags to sdit the settings of a data scurca that is assocated with your saletted JOBC provider. The data scurce object
supplies your application with connections for accessing the database. Learn more about this task in a guided agtivity. & guided
activity provides a list of task steps and more general information about the topkc.

B Scope: Call=win2003-sit2Cell0l, Nodemwin2003-sitzNode0l, Servarsserverl

Lrope spacifias the | | at which tha rescurce daefinition iz visibla. For detalled Information on what scope s
and how it works, £ i k

Hodewwin2303-sitZNodel], Serverssarcar? W

A Praferancas

Hew| Delete | Test connection Manage stabe.. ]
B e
iRl
Salect Hama DL name D Scope O Provider Dascription | Catagory 0
0 ACMINSERVER DS Hode=nin2003- User-defined | Wew JDBE
sit2Nodeldl Serversserver? | JOBC Provider | Datasource
23. Select Custom Properties.
Figure 1-31: Custom Properties
Data sources > ADMINSERVERDS
Use this page to edit the settings of a data source that is associated with your selected JDBC provider, The data source object supplies
your application with connections for accessing the database.
Configuration |
T =
| . Test connection
Ganersl Propertes Additional Properties
# Scope ] |
[=ll=1win2003-=it2Call0t nodes win2003-sit2Node01 sarvars isarvarl | Connedtion pool
properties
# Providar WebSphere Application
[User-definad 1DBC Provider | Server data source
properties
* Name
[sDmINSERVERDS | Custom properties
JNDI name
[sDMINSERVERDS | Related Items
[ uUse this data source in container managed persistence (CMP) ‘;‘:‘::'mw
Description
AR T Im=|
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24. Select User if setting up Oracle. If you are setting up SQL Server or DB2, skip to step 27.

25. Input Database Login user name in the Value field.

26. Select OK and skip to step 34.
Figure 1-32: Set User Login

Data sources > ADMINSERVERDS > Custom properties

access the database.

Preferences

Delete
Gl
| Select| Hame & | value £ | Dascription 3
0 [[es=c SITapp ]
| D | password [xrnss
[ D | sarverllame | win2003-sit1
[ D | databaseName | 51T2
I Tota|.4

Use this page to specify custom properties that your enterprise information system (EIS) requires for the resource providers and
resource factories that you configure. For example, most database vendors require additional custom properties for data sources that

Required

| falze

falze

| falze

falze

27. Click New if setting up SQL Server or DB2.
28. Enter a name for your custom property.

29. Enter the value, which will vary depending on the type of property you are creating. For user, enter
user name. For server, enter server name and so forth.

30. Click OK.

31. For SQL Server, repeat steps 27-30 to continue creating custom properties until you have one for

databasename, password, user and servername.

32. For DB2, repeat steps 27-30 to continue creating custom properties until you have one for password

and user.
33. Select OK and skip to step 37.

Figure 1-33: Configuration of Custom Properties

Data sources

Data sources > ADMINSERVERDS > Custom properties > user

Use this page to specify custom properties that your enterprise information system (EI5) requires for the
resource providers and resource factories that you configure. For example. most database vendors reguire
sdditional custom properties for data sources that sccess the database.

Configuration |

General Properties

* Scope
[cellsivinz003-sitzCell0 1 inodes win2003-sit2Node0 iserversiserver2

Required

Name

[user

Value
S1T=pp ]

Description

Type

Apply Reset | | Cancel

i

34. Select password from the Custom Properties page.

35. Enter the password in the Value field.
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36. Select OK.

Figure 1-34: Set Password

 [Data sources

Data sources > ADMINSERVERDS > Custom properties

Use this page to specify custom properties that your enterprise information system (EIS]) requires for the
resource providers and resource facteories that you configure. For example, most database vendors require
additional custom properties for data sources that access the database.

Praferances

. Delate

Rl

Salact| Name Valus ot

= = ?lDesu:riptiun o I Required
| | user | SlTapp [ 1 falsa
”D ' | swsesse e
| D .EEI".I‘EI'NEI'I'IE :.v.in2003-5it1. false
D | databasslame SIT2 I ”Falﬁ

Total 4

37. Select Save.
38. Select Data Sources from the Resources menu option.
39. Select the server if it is not listed in the drop down box.

40. Select New. Return to step 12 and repeat all steps to step 37, replacing ADMINSERVERDS with

ADMINSERVERRESOURCEDS.
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Install New Application

Deploy the Oracle Insurance Policy Administration Version 9 Application
1. Select Applications = Enterprise Application - Install
2. If upgrading an existing Application select Update.

Figure 1-35: Install New Application

start | [ Stop || Install || Uninstall | | Update | | Rollout Update | | Remove File | [ Export |
CIEIEREE:

Select | Name & Application Status )

Mone

Total 0

a. If uploading from your machine, under Local file system, click Browse and select the
PASJava.war file. It should be in the folder you created for Configuration files during server
set-up.

b. If uploading from the server, select the Remote file system, and enter the path to the
PASJava.war file.

3. Setthe Context root to PASJava and click Next.

Figure 1-36: Set Context Root

Specify the EAR, WAR, JAR, or SAR module to upload and install.

Path to the new application

# Local file system

Full path
IC:".:levalaprrem".warksps Browse_ I

' Ramota fila system

Context root

PAS]ava sad only for standalone Web medules (wwar files) and SIP medules (.sar files)

How do you want to install the application?

% Prompt me anly when additional information is required.

o

Show me =ll installation optiens and parameters.

Next Cancel
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4. If you wish to specify a Directory to install the application or change the Application name you can
do so from here, otherwise click Next. If you have multiple servers you will need to change the
Application name to differentiate between them.

Figure 1-37: Select Install Options

Step 1: Select Select installation options
installation options

Specify the various options that are available to prepare and install your application.
Step 2 Map
modules to servers [ Precompile JavaServer Pages files

Step 3 Map Directory to install application

resource references
to resources

2 Distribute application
Step 4 Map virtual

hosts for Web [ Use Binary Configuration
modules

- Deploy enterprise beans
Application name
PASIava_war
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5. Click Next. If you have multiple servers then you will have to select the appropriate server under
Clusters and Servers and then select the PASJava.war file.
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6. Select the .war file.
7. Click Apply then click Next.

Figure 1-38: Select .war File

Specify options for installing enterprise applications and madules.

Step 1 Select Map modules to servers
installation options

Specify targats such as application servers or clusters of application servers where you want to install

Step 2: Map the modules that are contained in your application. Modules can be installed on the same

modules to servers zpplication server or dispersed among several application servers. Also, specify the Web servers as
targets that serve as routers for requests to this application. The plug-in configuration file (plugin-

Step 3 Map cfg.xml) for each Web server is generated, based on the applications that are routed through.

resource references

Clusters and Servers:
to resources

websSphere:cell=redhat-lpco1Cell0 1, node=redhat-lpcOiNode0 1, server=vaServerl | Apply

Step 4 Map virtual

hosts for Web
modules
Selact| Module URI Sarvar
Step 5 Summary
I— DASIava.var PAS]ava.war, WEB- WebSphere:cell=redhat-lpc0iCell01i,node=redhat-
. INF/weab.xml lpcOiNodeli, server=VaSarvarl

Previous | Next | Cancel |

8. Scroll down to the following location. In the Target Resource JNDI Name column click Browse and
select the AMINSERVERDS option.

9. Click Apply.

10. Scroll down to the following location. In the Target Resource JNDI Name column click Browse and
select the AMINSERVERRESOURCEDS option.

11. Click Apply.

12. Click Next. These are the default values for the Resources.

Figure 1-39: Select Target Resource JNDI Name

Select| Module EIB | URI Resourca Refaranca Target Resource JNDI tegin
MName configuration
Resource

authorization:

. ADMINSERVERDS
[T | PaASIava.war PASIava.wan WEB" | onyysERVER DS

INFfweb.xml Browse... Authentication
method:
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Resource
authorization:

Container
. ADMINSERVERRESOURC
T | Pasiava.war PASlava.varn WEB- | 4\ 1nsERVERRESOURCEDS —

INFfweb.xml Brovee... Authentication
method:

MNone

13. Click Next.

14. Review your configuration and make any necessary changes.

15. If no changes are needed then click Finish.

16. Once the installation is complete click Save. When synchronization is complete click OK.
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Configure the Application

1. Select Application = Enterprise Application - New Application you just created.
2. Click Class Loading and update detection under Detail Properties.

Figure 1-40: Select Class Loading

General Properties

# Name

|: ASlava_war

Application reference validation
| Issue warnings ;I|

Detail Properties

Target specific application status
Startup behavier

Application binaries

Class loading and update detecticn!

Remote request dispatcher properties

Wiew Deployvment Descriptor

Last participant support extension

3. Select Classes loaded with application class loader first and Single class loader for application.

Figure 1-41: Select Class Loader Order

General Properties

[ Reload classes when application files are updated

Polling interval for updated files
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Class loader order
T

lasses loaded with parent class loader first
|(: Classes loaded with spplication class loader FirstI

WAR class loader policy

~

Class loader for each WAR file in application

Apply | OK Reset | Cancel |

4. Click OK and Save.
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Start the Application

1. Select Servers = Application Servers.
2. Select the server(s) you wish to start.
3. Click Start.

IMPORTANT: If there are installation errors, your application will not start. Check the System.Out log for error
messages. You will need to be well versed in WebSphere and JAVA to decipher the error
messages. Here are a few sample locations for the System.Out log.

Windows: E:\Program Files\IBM\WebSphere\AppServer\profiles\AppSrv01\logs\serverl\
Linux: /opt/IBM/WebSphere/AppServer/profiles/AppSrv0l/logs/serverl/

Depending on where you have WebSphere installed, the first few folders of the location may vary. In both
instances above, the Application Server name is "serverl". The AppSrv0l name might also differ depending on
the installation of WebSphere.

4. Wait for the page to refresh and the icon under Application Status to turn to a green arrow.

5. Inyour browser, go to: http://servername:portnumber/PASJava/Login/Login.iface replacing the
servername and portnumber with the correct information.

6. The default login ID and password is install.

You have successfully completed the installation process for the Oracle Insurance Policy Administration

application. The next step is to install and set-up the Rules Palette Web Application Utility.
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Web Application Utility Installation

Prerequisites

In order to complete the installation steps, you must have the following components:

= A server (with Windows, Linux, Solaris or AlX)

=  WebSphere Network Deployment Manager media. This can be downloaded from the IBM website or
from a CD provided by IBM.

= Administrative rights to the server. You will not be able to complete the installation without
administrative privileges.

» PaletteConfig.war file. This file is located in the Rules Palette Media Pack you downloaded from E-
Delivery when you selected the Oracle Insurance Application product pack and the Windows 32-bit
platform. When you extract the .zip file, you will see a folder called WebApplicationUtility. Open the
folder to access the PaletteConfig.war file.

= PaletteWebApplication.properties- This file is included in your download from E-Delivery. You will see a
folder called WebApplicationUtililty. Open the folder to access the properties file.

= Database driver

0 Oracle database: ojdbcl4.jar. This file is included in the .zip file you downloaded from E-
Delivery. Open the OIPA_version number folder. It is in the ext jar .zip file.
0 SQL Server database: download the jtds.jar file
a. Download jtds from the following site: http://sourceforge.net/projects/jtds/.
b. Click Download on the top menu bar.
c. Click the download link for jtds (release 1.2.2).
d. Select the jtds-1.2.2-dist.zip file. Save the download .zip file to the lib directory you
created (i.e., ../opt/oracle/lib).
e. Open the downloaded .zip file and extract the file jtds-1.2.2 from the root of the .zip file.
f. Rename the file jtds.jar.
o0 DB2 database — The three necessary .jar files (db2jcc, db2jcc_license_cisuz, and
db2jcc_license_cu) are included with the purchase of the DB2 software. These files are not
available for download. Contact your IT department if you need assistance locating these files.

Server Set-up
IMPORTANT: OIPA and the Web Application Utility cannot exist on the same application server.

IMPORTANT: You must have a separate instance of the Web Application Utility for each OIPA environment.
You will need to perform the following steps each time you want to add a new environment.

Create a Directory for the Configuration files

1. Create a directory on the WebSphere installation machine to store configuration files for the Rules
Palette V9 system (i.e., /opt/oracle/serverl).
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2. Copy into this folder:
= PaletteWebApplication.properties — Edit the file to tell the application where to save various
application files. You may elect to create a separate directory for these files. After you have

created the directory, specify the location in this file.

Specify Path for Rules Palette Upload
1. Edit the PaletteWebApplication.properites file to specify the upload directory.

Example: download.dir=/opt/oracle/serverl
2. Set permissions for files so that the application server can write to it.

a. In Unix type: chmod 777 /opt/oracle/serverl
b. For all other environments, follow the procedures for setting permissions for the directory.

Copy Database Driver jar files
1. Copy the database driver jar files (for the specific database type being used) into Websphere's external

library folder.
Library Folder Example: /opt/IBM/WebSphere/AppServer/lib/ext/

a. Oracle — ojdbcl4.jar
b. DB2 - db2jcc, db2jcc_license_cisuz, and db2jcc_license _cu

c. SQL Server - jtds

Create a New Application Server
1. Using a WebBrowser, connect to the Administrative Console using the appropriate server_name and

port. (Ex: http://server_name:port/admin)
2. Log-in using your username.

Figure 2-1: WebSphere Administrative Console
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Bl Edt Yew Fapeomes Took Heb
) 12 & Swarch Pavortes 40 = o= i 'E] 2
) ﬂ@

9 Back - ] 12
b f/oerver e} 5060 adrin -

Welcome, please enter your information,
Uas DOk

Lag in

ook Unae B0 ot 0ot riogsing. & pariwand, and doss not sesd 1o be & Uear 10 of & unsr in thes Bicsl Uiar segiy.

12 in anly weed ta ek upsrapacic duangar to configurstion dats. Sacurity in HOT snabled
%4 Loca niranet

&l Do

3. Select Servers from the main menu.

Figure 2-2: Main Menu
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4. Select Application servers from the main menu.

Figure 2-3: Servers
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5. Select New.
Figure 2-4: Application Servers
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6. Fillin the appropriate server name.

7. Click Next.

Figure 2-5: Select a Node
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8. Click Next.

Figure 2-6: Server Template
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9. Make sure the box titled Generate Unique Http Ports is checked.
10. Select Next.

Figure 2-7: Specify Server Specific Properties
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11. Select Finish.

Note: Before saving for the first time select Preferences and select the Synchronize changes with Nodes

check box.

Figure 2-8: Confirm New Server
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12. Select Save.

Figure 2-9: Apply Changes to Application Server
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Server Properties

1. Click the Name of the server you just created.

right column and select Process Definition.

Figure 2-10: Select Process Definition
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2. Under Additional Properties select Java Virtual Machine.
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3. Under Classpath enter the location of your PaletteWebApplication.properties file. (Make sure you put
a slash at the end of the file location.) This is located in the directory you created during server set-up.

4. Set Initial and Maximum Heap Sizes to 512 and 1024 respectively. These are the default

recommended values. Depending on the hardware and number of servers existing or planned these

values may differ.
Note: As with the heap sizes, these values may differ depending on the system configuration.

5. When finished click OK and Save.

Virtual Hosts
If you are adding another server, then the new default host port must be added.

1. Select Environment and Virtual Hosts from the main menu.

Figure 2 11: Virtual Host
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2. Select Default Host.

Figure 2-12: Default Host
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Virtual Hosts
Use this page to create a virtual host with a unique set of Web access ports. Such a configuration lets a single host

machine resemble multiple host machines. Each virtual host has a logical name and a list of one or more doemain
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3. Select Host Aliases.

Figure 2-13: Host Aliases
Virtual Hosts
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4. Select New.

Figure 2-14: Create New Host Alias

Virtual Hosts > defsult host > Host Aliases
Use this page to edit, create, or delete a domain name system (DNS) alias by which the virtual host is known.
Praferances
I = :
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| o |j | S080
o2 ‘ 80
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5. Change the Port to the desired number.

e Standard is 908x where x is incremented up starting at 1 for each additional server added.
6. Click OK.
7. Save and Sync.
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Install New Application

Deploy the Web Application Utility
1. Select Applications > Enterprise Application - Install.

Figure 2-15: Install the Application
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2. If upgrading an existing Application select Update.
a. If uploading from your machine, under Local file system, click browse and select the
PaletteConfig.war file.
b. If uploading from the server, select the Remote file system, and enter the path to the
PaletteConfig.war file.
3. Set the Context root to PaletteConfig and click Next.

Figure 2-16: Set Context Root
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4. If you wish to specify a Directory to install the application or change the Application name you can

do so from here, otherwise click Next. If you have multiple servers you will need to change the
Application name to differentiate between them.

Figure 2-17: Select Install Options
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5. Click Next. If you have multiple servers you will have to select the server you want under Clusters and
Servers. Then click the PaletteConfig.war file, click Apply and click Next.

Figure 2-18: Select .war File
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plug-in configuration file (plugin-cfg.=xml) for each Web server is generated, based on the applications that are routed
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6. Review your configuration and make any necessary changes.
7. If no changes are needed click Finish.

8. Once installation is complete click Save. When synchronization is complete click OK.
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Configure the Application
1. Select Application > Enterprise Application > New Application. You are looking for the one you just
created.
2. Click Class Loading and update detection under Detail Properties.

Figure 2-19: Select Class Loading
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3. Select Classes loaded with application class loader first and Single class loader for application.

Figure 2-20: Specify Class Loader Order
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4. Click OK and Save.
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Start the Application

1. Select Servers > Application Servers.
2. Select the server(s) you wish to start.
3. Click Start.

IMPORTANT: If there are installation errors, your application will not start. Check the System.Out log for error
messages. You will need to be well versed in WebSphere and JAVA to decipher the error
messages. Here are a few sample locations for the System.Out log.

Windows: E:\Program Files\IBM\WebSphere\AppServer\profiles\AppSrv01\logs\serverl\
Linux: /opt/IBM/WebSphere/AppServer/profiles/AppSrv0l/logs/serverl/

Depending on where you have WebSphere installed, the first few folders of the location may vary. In both
instances above, the Application Server name is "serverl". The AppSrv01l name might also differ depending on
the installation of WebSphere.

4. Wait for the page to refresh and the icon under Application Status to turn to a green arrow.

5. Inyour browser, go to: http://servername:portnumber/PaletteConfig/ replacing the servername and
portnumber with the correct information.

6. The default log-in ID and password is admin.

IMPORTANT: The servername and portnumber are the ones you should use when setting-up environment
properties for the Rules Palette.

IMPORTANT: Keep this application running while users access the Rules Palette or they will not be able to log-
in.

You have successfully completed the installation process for the Web Application Utility. Before users can
install the Rules Palette, the build manager needs to upload the Rules Palette to the Web Application Utility

and configure the Rules Palette environment properties.
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Upload Rules Palette to Web Application Utility

1. Move the Rules Palette zip file out of the Media Pack download and put it on your desktop.

2. Navigate to the Web Application Utility using the following URL: http://servername:port/PaletteConfig/.
The servername and port should be the one you used when you set-up the Web Application Utility.

3. Enter the default user name (admin) and password (admin) and select login.

4. Change the user ID and password immediately to a more secure user ID and password.

5. Click Palette Versions | Upload.

Figure 2-21: Upload Rules Palette zip file

ORACLE

Palette Versions  Environment Options  Administration

Download

Delete

6. Click Browse and select the Rules Palette zip file, then click Open.
7. Click Upload.

You can add additional versions of the Rules Palette by following the same steps listed above. Make sure
each version has a distinctive name so that the user can select the appropriate version of the Rules Palette
version for download.

You have successfully uploaded the Rules Palette zip file. You can now establish the environment

connection properties for the Rules Palette.
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Set-up Rules Palette Environment Properties with the Web
Application Utility

The Build Manager will use the Web Application Utility to configure the environment properties and the remote
debugging Web Service for the Rules Palette. When Rules Palette users create a new environment, they will
need the host name, port number, palette user name and password and database ID and password, which the
Build Manager will provide for them. The Build Manager will manage environment settings from this application.

Set-Up Rules Palette Environment Settings

1. Navigate to the Web Application Utility using the following URL: http://servername:port/PaletteConfig/.
The servername and port should be the one you used when you set-up the Web Application Utility.

a s~ wbn

a.

@ =~

- X T -

© = 3

Enter the default user name (admin) and password (admin) and select login.

Change the user ID and password immediately to a more secure user ID and password.
Under the Environment Options tab select Edit.

Enter the information for the environment:

PaletteVersion: Enter the version of the palette that will be used. This is used to ensure the
corresponding Oracle Insurance Policy Administration version is used.

PaletteBuildNumber: Enter the build number of the palette that will be used.
ApplicationType: Either OIPA for the Policy Administration system or NBUW for New Business
Underwriting.

ApplicationEnvType: Either Development or Production for the type of environment.
DebuggerWebserviceUrl: http://servername:port/PASJava/service/DebuggerService?wsdl.
This is the URL for the Web Service used to connect for remote debugging. The servername
and port should be the same as the servername and port for the Oracle Insurance Policy
Administration application.

DebugUserName: Enter the debug user name.

DebugPassword: Enter the debug password.

ApplicationDatabaseType: SQL Server, DB2 or Oracle.

ApplicationDatabaseServer: Server where the database is located.
ApplicationDatabasePort: Port for database.

ApplicationDatabaseName: Name of the database. Only needed for SQL Server and DB2.
ApplicationDatabaseSchema: Schemas of the database. Only needed for DB2.

. ApplicationSID: Only needed for Oracle.

ApplicationDatabaseUserName: Enter the database user name.
ApplicationDatabasePassword: Enter the database password.

6. Select the Yes radio button for IVS if you will be using an IVS environment.

a.

b.
c.
d

Release 9.2.1.0.0

Enter the IVS environment information.

IVSDatabaseType: SQL Server, DB2 or Oracle.
IVSDatabaseServer: Server where the database is located.
IVSDatabasePort: Port of the database.
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IVSDatabaseName: Name of the database.
IVSDatabaseSchema: Schema of the database.
IVSDatabaseUserName: Enter the IVS database user name.
IVSDatabasePassword: Enter the IVS database password.

i. IVSEnv: Name of the IVS environment that will be used.

j- IVSTrackNumber: Track number of the IVS environment that will be used.
7. Select Save.

T e ™o

8. Send the server name, port information and the three sets of user names and passwords (database,
IVS database and palette user names and passwords) to the Rules Palette users so that they can set-
up the environment.

You have successfully completed the environment properties set-up for the Rules Palette. You can now
install the Rules Palette application or you can send the environment connection information to the Rules

Palette users so that they may install the application.

Rules Palette Installation

The Rules Palette can only be installed after the Web Application Utility has been used to set-up the
environment properties.

Prerequisites

= Servername where the Web Application Utility resides.

= Portnumber of the Web Application Utility.

= Database ID and passwords provided by the build manager or server administrator who installed the
Web Application Utility.

= URL of the Web Application Utility. You will download the Rules Palette from this utility.

= Location of the swingx-beaninfo-1.0.jar file and the swingx-1.0.jar file. You will need to put these two
files in the asgraphicruleside\modules\ext folder during installation.

= Location of the JDBC drive file for the database type you are using. You will need to point to this
location when setting up the environment connection in the Rules Palette.
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Install the Rules Palette

1. Navigate to the Web Application Utility using the following URL: http://servername:port/PaletteConfig/.
2. Click Download Palette Version.

Figure 3-1: Download Palette Version

ORACLE

Version: 9.7.0.0.0 Build 1

Username

Password

Login

Download Palette Version

3. Click Download next to the version of the Rules Palette that you want to download.

4. Click Open from the File Download window when it asks what you want to do with the file. It will take a
few minutes for the file to download. Once the file has been downloaded, it should automatically open
with the compression software that is available on your system. If you do not have compression
software, contact your IT department.

5. Extract the files using your compression software and save the files to your local computer in the
following folder:

C:/Program files/Oracle/RulesPalette
6. Download the two swing-x.jar files and place them in the asgraphicruleside\modules\ext folder.
a. Navigate to http://www.swinglabs.org/.

Click Downloads on the top menu bar.

Click Download under the Binaries column for the SwingX 1.0 project.

Click Save when the File Download dialog box appears and save the file to your desktop.

Open the file and double-click the swingx-1.0 folder and then double-click the dist folder.

Select the swingx1.0.jar and swingxbeaninfo-1.0.jar files and move them to the

asgraphicruleside\modules\ext folder, which is located in the Rules Palette folder where you

saved the application files.

7. Launch the Rules Palette via the executable file asgraphicruleside.exe. This file will run the Rules
Palette. To launch the application, double-click on the executable file. This executable file can be
found in the following directory:

C:\Program Files\Oracle\RulesPalette\bin

-0 oo o
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8. Create a shortcut on your Windows Desktop. You should create a shortcut to the executable file so that
it is easier to access the Rules Palette. To create a shortcut, right-click on the asgraphiculeside.exe file
(C:/Program Files/Oracle/RulesPalette/bin) and select Create Shortcut. Once the short-cut appears,
drag it out onto your desktop.

You have successfully installed the Rules Palette application. Now you need to establish environment
connections. If Rules Palette users will be performing the next step, then they will need the Rules Palette

User Installation Guide located on the OTN. This guide is under Documentation | Insurance | Oracle
Insurance Policy Administration Library E16287 01.
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Create an Environment Connection in the Rules Palette

1. Open the Rules Palette and select either the Global Rules Explorer tab or the Main Explorer tab.

2. Right-click anywhere in the tab and select Create Environment from Web Service from the right-click

menu.

3. Enter a descriptive environment name that will allow you to distinguish between the various
environment connections you create. Alphabet characters only are allowed in the name. Numbers and
special characters are not supported at this time.

Enter the Configuration Server (server name).

Enter the Configuration Port information.

Enter your palette username.

Enter your palette password.

Check the automatic log-on box if you want the application to automatically log you on once the

environment creation is complete.

9. Click Test Configuration Server to test your connection to the Web Service that will auto-populate
your database properties. If the connection is successful, click Next.

© N o ok

Note: If you receive an error message that says your username and password are incorrect, check your
configuration server and port information as well. There are instances where errors in these fields
also trigger the username and password error.

10. Browse to the location of the jdbc driver files. (SqlServer uses the jtds.jar and DB2 uses three jar files
beginning with db2_*** jar.) You will only need to specify the jar file location the first time you set-up an
environment. If you create additional environments, then this Browse field will not display.

11. Enter the user ID and password for the OIPA database. The database properties should be grayed out
and listed in the database fields directly above the user ID and password.

12. Click Test Connection to test your database connection. If the connection is not successful, review
the properties you set-up in the Web Application Utility.

13. Enter the user ID and password for the IVS database. The IVS database properties should be grayed
out and listed in the database fields directly above the user ID and password.

14. Click Test Connection to test your IVS database connection. Once both connections are successful,
click Finish.

A node for the environment you just created will display on the Main Explorer and Global Rules Explorer tabs. If
you did not check the automatic log-in box, you will need to log-in now. Right-click on the node and select Log-
in to access the Rules Palette application. Enter the palette log-in name and password you used in step one of
the environment creation wizard.

Note: Refer to the Rules Palette help system for instructions on operating the Rules Palette. The help system
is located inside the Rules Palette application.

You have successfully created an environment connection in the Rules Palette application. Now you need

to reload security scripts.
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Re-load Security Scripts

After you have completed the initial installation of the OIPA and Rules Palette applications, security scripts must
be re-loaded in the database. This step is important because it grants each primary company access to the
Web Services. You will also need to perform this step when a new company is created or when a company is
deleted.

Each type of database will need its own security script.

SQL Server

Oracle

DB2

Run Security Scripts for SQL Server Database

1. Open your database query software.
2. Type delete * from AsAuthCompanyWebService and execute the query to delete all records from the
AsAuthCompanyWebService table.
3. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthCompanyWebService
SELECT AuthCompanyGUID, AuthWebService.AuthWebServiceGUID
FROM AsAuthCompany,
(SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA" AS AuthWebServiceGUID
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2"' AS AuthWebServiceGUID
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID)
AuthWebService
GO
Note: If you cannot access a Web Service after reloading security scripts, re-run your Web Service definitions
to make sure the Web Services you are referencing in the security scripts are the same ones in your
database.
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Run Security Scripts for Oracle Database

1. Open your database query software.
2. Type delete * from AsAuthCompanyWebService and execute the query to delete all records from the
AsAuthCompanyWebService table.
3. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthCompanyWebService
SELECT AuthCompanyGUID, AuthWebService.AuthWebServiceGUID
FROM AsAuthCompany,
(SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA" AS AuthWebServiceGUID FROM
DUAL
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID FROM
DUAL
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2' AS AuthWebServiceGUID FROM
DUAL
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID FROM
DUAL ) AuthWebService
GO

Note: If you cannot access a Web Service after reloading security scripts, re-run your Web Service definitions
to make sure the Web Services you are referencing in the security scripts are the same ones in your
database.
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Run Security Scripts for DB2 Database
1. Open your database query software.
2. Type delete * from AsAuthCompanyWebService and execute the query to delete all records from the
AsAuthCompanyWebService table.
3. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthCompanyWebService
SELECT AuthCompanyGUID, AuthWebService.AuthWebServiceGUID
FROM AsAuthCompany,
(SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA" AS AuthWebServiceGUID FROM
SYSIBM.SYSDUMMY1
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID FROM
SYSIBM.SYSDUMMY1
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2' AS AuthWebServiceGUID FROM
SYSIBM.SYSDUMMY1
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID FROM
SYSIBM.SYSDUMMY1 ) AuthWebService
GO

Note: If you cannot access a Web Service after reloading security scripts, re-run your Web Service definitions
to make sure the Web Services you are referencing in the security scripts are the same ones in your
database.
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Re-Run Web Service Definitions for SQL

1. Open your database query software.
2. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthWebService (AuthWebServiceGUID, WebServiceName)
SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA' AS AuthWebServiceGUID, 'FileReceived'
AS WebServiceName
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID, 'InputRequest’
AS WebServiceName
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2' AS AuthWebServiceGUID,
'‘DebuggerService'
AS WebServiceName
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID,
'ExposedComputation’
AS WebServiceName
GO

Re-Run Web Service Definitions for Oracle

1. Open your database query software.
2. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthWebService (AuthWebServiceGUID, WebServiceName)
SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA' AS AuthWebServiceGUID, 'FileReceived'
AS WebServiceName FROM DUAL
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID, 'InputRequest’
AS WebServiceName FROM DUAL
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2' AS AuthWebServiceGUID,
‘DebuggerService'
AS WebServiceName FROM DUAL
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID,
'ExposedComputation’
AS WebServiceName FROM DUAL
GO
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Re-run Web Service Definitions for DB2

1. Open your database query software.
2. Type the following query as shown below and then execute the query.
INSERT INTO AsAuthWebService (AuthWebServiceGUID, WebServiceName)
SELECT '7B629464-31DE-4A2C-B415-FOBD45F492FA' AS AuthWebServiceGUID, 'FileReceived'
AS WebServiceName FROM SYSIBM.SYSDUMMY1
UNION ALL
SELECT '5ADC18E4-D752-4D3D-BEFE-5AA626210768' AS AuthWebServiceGUID, 'InputRequest’
AS WebServiceName FROM SYSIBM.SYSDUMMY1
UNION ALL
SELECT '5007146B-326D-447C-B11B-F1A9CD7489B2' AS AuthWebServiceGUID,
'‘DebuggerService'
AS WebServiceName FROM SYSIBM.SYSDUMMY1
UNION ALL
SELECT 'FD913858-B77A-40B1-9B6A-71E1191AA807' AS AuthWebServiceGUID,
'ExposedComputation’
AS WebServiceName FROM SYSIBM.SYSDUMMY1
GO
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