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Chapter 1
Introduction

This guide provides comprehensive information on implementing eBusiness solutions
using the SeeBeyond eBusiness Integration Suite. It discusses the essentials of
implementing e*Xchange, Business-to-Business Integration, and the components used
in a complete e*Xchange implementation. This guide also provides detailed
information on the e*Xchange architecture and its core components, as well as the
e*Gate schema components that make up an e*Xchange implementation. Finally, it
discusses how e*Xchange and e*Gate work together to provide a comprehensive toolset
for designing, creating, and maintaining a fully functional eApplication.

11 Document Purpose and Scope

This guide explains how to use the SeeBeyond Technology Corporation™
(SeeBeyond™) e*Xchange Partner Manager. This user guide includes information on
the following topics:

= Understading the e*Xchange schema components.
= Functions and methods available to the user

This guide gives the e*Xchange implementor the necessary background and
methodology for getting an e*Xchange system up and running in a real-world
situation. To do this, it provides detailed information on the e*Gate schema that
e*Xchange uses as its back end and explains the various areas requiring configuration.
This guide also contains several detailed case studies showing how to implement
various features built into e*Xchange, such as how to send secure transactions.

12 Intended Audience

The reader of this guide is presumed to be a developer or system administrator with
responsibility for developing or maintaining the e*Xchange system. The implementor
should have expert-level knowledge of Windows NT and UNIX operations and
administration, and should be thoroughly familiar with Windows-style GUI
environments.

e*Xchange Partner Manager Implementation Guide 1 SeeBeyond Proprietary and Confidential



Chapter 1 Section 1.3
Introduction Organization of Information

Since most of the work in an e*Xchange implementation involves setting up the e*Gate
components that will send data into and out of the e*Xchange system, the implementor
should also have experience implementing e*Gate.

13 Organization of Information
The e*Xchange Partner Manager Implementation Guide includes the following
information:
= List of Tables - Displays a list of the Tables in the document.
= List of Figures - Displays a list of Figures in the document.

= 1 - Introduction to the various applications included in the SeeBeyond eBusiness
Integration Suite and the components of each. Intended audience, writing conventions,
Overview of the e*Xchange Suite, purpose of guide

= 2 - Introduction to Business-to-Business Integration. Overview of the e*Xchange
components.

= 3 - General overview of the e*Gate components and e*Gate architecture.

= 4 - Explanation of the design and purpose of each of the e*Gate components used in the
e*Xchange schema.

= 5 - Explanation of the structure, design, and purpose of the ETD used to move data
between the e*Xchange components.

= 6 - A generalized method for approaching an e*Xchange implementation, with
explanations of how to accomplish some common implementation tasks.

= 7 - Case study of a simplified order processing e*Xchange implementation.

= 8 - Case study showing how to use e*Xchange to send an X12 850 purchase order to a
trading partner.

= 9 - Case study showing how to use e*Xchange to send out a purchase order created by
an e*Insight activity component.

= 10 - Descriptions of the specialized e*Xchange Monk functions.

= Appendix A - Example of the XML version of the ETD used by e*Xchange to exchange
data.

= Appendix B - Tables

= Glossary - Definitions of technical terms specific to the e*Insight Business Process
Manager, as well as some industry terms.

= Index - Index of key terms.

14 Writing Conventions

The writing conventions listed in this section are observed throughout this document.

e*Xchange Partner Manager Implementation Guide 2 SeeBeyond Proprietary and Confidential



Chapter 1 Section 1.4
Introduction Writing Conventions
Hypertext Links

When you are using this guide online, cross-references are also hypertext links and
appear in blue text as shown below. Click the blue text to jump to the section.

For information on these and related topics, see “Supporting Documents” on
page 4.
Command Line
Text to be typed at the command line is displayed in a special font as shown below.

java -jar ValidationBuilder.jar

Variables within a command line are set in the same font and bold italic as shown
below.

stcregutil -rh host-nane -un user-name -up password -sf

Code and Samples

Computer code and samples (including printouts) on a separate line or lines are set in
the command-line font as shown below.

Configuration for BOB_Pronotion

However, when these elements (or portions of them) or variables representing several
possible elements appear within ordinary text, they are set in italics as shown below.

path and file-name are the path and file name specified as arguments to -fr in the
stcregutil command line.

Notes and Cautions
Points of particular interest or significance to the reader are introduced with Note,
Caution, or Important, and the text is displayed in italics, for example:

Note: The Actions menu is only available when a Properties window is displayed.

User Input

The names of items in the user interface such as icons or buttons that you click or select
appear in bold as shown below.

Click Apply to save, or OK to save and close.
File Names and Paths
When names of files are given in the text, they appear in bold as shown below.
Use a text editor to open the ValidationBuilder.properties file.

When file paths and drive designations are used, with or without the file name, they
appear in bold as shown below.

In the Open field, type D:\setup \setup.exe where D: is your CD-ROM drive.

e*Xchange Partner Manager Implementation Guide 3 SeeBeyond Proprietary and Confidential



Chapter 1 Section 1.5
Introduction Supporting Documents
Parameter, Function, and Command Names

When names of parameters, functions, and commands are given in the body of the text,
they appear in bold as follows:

The default parameter localhost is normally only used for testing.
The Monk function ig-put places an Event into an IQ.

After you extract the schema files from the CD-ROM, you must import them to an
e*Gate schema using the stcregutil utility.

15 Supporting Documents

The following SeeBeyond documents provide additional information about e*Xchange
and e*Gate:

= SeeBeyond eBusiness Integration Suite Deployment Guide

= SeeBeyond eBusiness Integration Suite Primer

= e*Xchange Partner Manager User’s Guide

= e*Gate Integrator Alert Agent User’s Guide

= e*Gate Integrator Alert and Log File Reference Guide

= e*Gate Integrator Collaboration Services Reference Guide

= e*Xchange Partner ManagerInstallation Guide

= e*Gate Integrator Intelligent Queue Services Reference Guide
= e*Gate Integrator SNMP Agent User’s Guide

= e*Gate Integrator System Administration and Operations Guide
= e*Gate Integrator User’s Guide

= Monk Developer’s Reference

= Standard e*Way Intelligent Adapters User’s Guide

16 SeeBeyond Web Site

The SeeBeyond Web site is your best source for up-to-date product news and technical
support information. The site’s URL is

http://www.SeeBeyond.com
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Chapter 2

Introduction to the SeeBeyond eBI Suite

This chapter provides an overview of the SeeBeyond eBusiness Integration Suite, and
explains how the e*Xchange Partner Manager fits into the Suite.

21 SeeBeyond eBusiness Integration Suite

This section provides an overview of the SeeBeyond eBusiness Integration Suite and its
parts. It also provides a detailed overview of the e*Xchange Partner Manager and
eSecurity Manager components.

Complex and dynamic partner relationships, and the management of various

processes, present a tremendous challenge in eBusiness. Organizations and their
trading partners are both faced with the problem of managing disparate component
applications and aligning proprietary software requirements. In addition,
organizations and their trading partners must agree on data exchange and security
standards.

The SeeBeyond eBusiness Integration Suite merges traditional Enterprise Application
Integration (EAI) and Business-to-Business (B2B) interactions into a multi-enterprise
eBusiness Integration (eBI) product suite. This suite allows you to:

= Leverage your existing technology and applications.

= Create an eApplication consisting of component applications that are managed by
your organization or your trading partners.

= Rapidly execute eBusiness strategies.
= Create and manage virtual organizations across the entire value chain.
= Rapidly implement industry standard business protocols.
= Quickly and easily establish new business partners, or update existing ones.
= Automatically secure transmissions sent over the public domain.
This suite also provides:
= Extensive and flexible back-office connectivity.
= Powerful data transformation and mapping facilities.
= Content-based routing.

= Unparalleled scalability based on a fully distributed architecture.
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211 SeeBeyond eBusiness Integration Suite Components

The SeeBeyond eBusiness Integration Suite includes the following components and
sub-components:

= eBusiness integration applications:
+ e*Insight™ Business Process Manager
+ e*Xchange™ Partner Manager
+ e*Index Global Identifier

= e*Gate™ Integrator:
+ e*Way™ Intelligent Adapters
+ Intelligent Queues (IQ™)
+ Business Object Brokers (BOBs)

See Figure 1 for a graphical representation of the SeeBeyond eBusiness Integration Suite

and its components.

Figure 1 SeeBeyond eBusiness Integration Suite
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e*Insight Business Process Manager

The e*Insight Business Process Manager facilitates the automation and administration
of business process flow across eBusiness activities. Through graphical modeling and
monitoring, business analysts can instantly assess the detailed state of a business
process instance and identify bottlenecks in the process.
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e*Xchange Partner Manager

The e*Xchange Partner Manager manages trading partner profiles and supports
standard eBusiness message format and enveloping protocols, including RosettaNet,
UN/EDIFACT, ASC X12, and BizTalk. The e*Xchange Partner Manager includes a
Validation Rules Builder to aid in the creation of X12 and UN/EDIFACT message
validation based on industry implementation guides.

The eSecurity Manager authenticates and ensures full integrity of message data sent to
and from trading partners, which is imperative when conducting eBusiness over the
public domain. The eSecurity Manager uses public key infrastructure (PKI) to ensure
origin authentication of the sender and encryption ensures business messages remain
secure and private.

e*Index Global Identifier

e*Index Global Identifier (e*Index) is a global cross-indexing application that provides
a complete solution for automated person-matching across disparate source systems,
simplifying the process of sharing member data between systems.

e*Index centralizes information about the people who participate throughout your
business enterprise. The application provides accurate identification and cross-
referencing of member information in order to maintain the most current information
about each member. e*Index creates a single, consistent view of all member data by
providing an automatic, common identification process regardless of the location or
system from which the data originates.

e*Gate Integrator Components

e*Gate Integrator enables the flow of information across an extended enterprise by
providing comprehensive connectivity to applications and datastores across a network.
e*Gate is based on a distributed architecture with an open design that deploys flexible
load balancing options. e*Gate processes Events according to user-defined business
logic and integrates business processes between applications, ensuring end-to-end data
flow into back-office systems.

e*Way Intelligent Adapters

e*Way Intelligent Adapters provide specialized application connectivity and also
provide support for robust data processing such as business Collaborations,
transformation logic, and publish/subscribe relationships. e*Way adapters are multi-
threaded to enable high-performance distributed processing capabilities. This multi-
threaded processing allows for ultimate deployment flexibility and load balancing.

Intelligent Queues

Intelligent Queues (IQs) are open-queue services for SeeBeyond or third-party queuing
technology that provide robust data transport.

In conjunction with Java-enabled Collaborations, SeeBeyond JMS IQs can provide
guaranteed exactly once delivery of messages.
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Business Object Brokers

A BOB component is similar to an e*Way in the sense that it establishes connectivity
and is capable of data transformation. BOBs use Collaborations to route and transform
data within the e*Gate system. They have the following properties:

= They only communicate with IQs within e*Gate. They do not communicate with
external applications as e*Ways do.

= They are optional by design. You can add them to an environment to remove some
load from your e*Ways, either to set up easily maintainable data processing or to
enable multiple internal processes.

22 Building an eApplication

An eApplication is an integrated collection of software that enables you to model and
manage an eBusiness. The SeeBeyond eBusiness Integration Suite provides the glue
and essential building blocks that allow you to create a composite eApplication for
running your eBusiness.

Implementing e*Xchange Partner Manager involves three steps:
1 Install and learn the basics of e*Xchange.

Use the e*Xchange Partner Manager Installation Guide to help you install the
e*Xchange software. See the e*Xchange Partner Manager User ‘s Guide for overview
information and details on using the e*Xchange GUISs.

2 Obtain a working knowledge of e*Xchange.

Read chapters 1 through 3 of this Guide to comprehend the technical architecture of
e*Xchange, its components, and how they work together with e*Gate back-end
components. This provides the foundation for implementing a working end-to-end
eBusiness scenario.

3 Create an implementation plan.

Use this manual as a guide for preparing a step-by-step roadmap of your
implementation. This book describes several different types of e*Xchange
implementations. Use these as the basis for planning the e*Xchange implementation
best suited to your business needs.
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Electronic Business-to-Business Integration, or eBusiness Integration (eBI), does more
than allow one business to send electronic documents to another. eBI automates and
integrates the entire business supply chain so that a business process that uses external
trading partners can be managed as a single process. In moving from intra-business to
inter-business, the integrator must overcome several challenges, most of which stem
from the need to use infrastructure that is outside one’s control. Once these challenges
are overcome, the enterprise can manage the entire end-to-end business process and
extend the proven planning and cost savings abilities of Enterprise Application
Integration (EAI) to the larger world of eBL.

31 An eBl Example

The need to integrate a number of trading partners is an essential requirement in the
realm of internet retailing. For example, consider a web retailer that sells sports
equipment online. This retailer sets up an electronic storefront that allows a customer to
browse an online catalog of items and place orders for them. After securing payment
via credit card, the items are shipped to the customer, along with the status of the
order. Figure 2, on the next page, shows a flow chart of the web retailer’s business
process outlining the steps involved in a typical transaction.
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Figure 2 Web Retailer Business Process
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Three out of the five steps in this business process (checking credit, stock availability,
and shipping to the customer) are outside the Web retailer’s enterprise. However, from
the customer’s point of view, the entire transaction is handled by the online retailer.
The Web retailer’s business model depends on the efficient use of trading partners to
fulfill parts of the business transaction that he does not handle directly. Figure 3 below

shows the interrelationships between the retailer and the trading partners:

Figure 3 Trading Partner Relationships
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Section 3.2

Business-to-Business Integration How is eBl different from EAI?

The goal of eBl is to successfully integrate the trading partner relationships into the
overall business process in order to create a composite eApplication.

52 How is eBl different from EAI?

The necessity to coordinate the information systems of multiple trading partners
outside one’s own control is the main difference between eBusiness Integration and
traditional EAL

321 Traditional EAI

Traditional Enterprise Application Integration focused on getting a company’s
in-house business management software applications to work together, and improving
business process efficiency by sharing data. Data sharing also made possible timely
planning and analysis, which made businesses more efficient.

EAI became necessary because the specialized nature of the various tasks involved in
running a business gave rise to a compartmentalized approach to handling them.
Consequently, businesses often divided up the work load into departments, with each
department in charge of accomplishing a specific business task. For example, the sales
department took orders, the finance department received payments, the warehouse
stored goods and prepared the orders, and the shipping department delivered the
goods to the customer.

Each department in turn had its own computer system for keeping track of the data for
which it was responsible, and periodically prepared reports to be used by the people
entrusted with planning for the business as a whole. These stand-alone departmental
systems usually could not communicate well with each other, because each had unique
requirements for how they handled data. This inability to share data limited
inter-departmental planning or business level planning, and any suggestions for
business improvement had to wait for each department’s reports to be produced,
combined together, and reconciled.

EAI solutions improved business integration dramatically. By allowing the
departmental applications to share data, EAI solutions made it possible to model the
entire process of a business from order taking to order fulfillment, and provided the
glue to hold all the pieces of the process together. Moreover, business planners could
now do real-time analysis of how a business was doing across all its departments and
divisions, in whatever detail was required.

322 The Emerging eBl Model

eBI essentially performs the same kind of integration as EAI but at a higher level.
Instead of integrating departments, it integrates trading partners. Because these trading
partners are autonomous businesses, the integration itself must more flexible and based
on cooperation. Moreover, this integration needs to use the public electronic
infrastructure such as the Internet and Value Added Networks (VANSs), and
established business protocols such as X12 and RosettaNet, that any business can
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utilize. The challenge for businesses implementing an eBI model of integration is to
find ways to achieve the same level of business process tracking and planning, gained
with EAI within this looser structure.

33 Meeting the Challenges of eBI

As the logical next step in business integration, eBI faces all the challenges faced by
traditional EAI, with two other important additions:

= It must support autonomous trading partners

= It must be able to use the public electronic infrastructure

331 Meeting the EAIl Challenge

Given the vast range of ways to exchange electronic information, so many data formats,
transmission protocols, and different types of software, simply making the connection
between these disparate systems is a significant technological challenge. Once these
disparate components are connected, companies face a further challenge to manage
and monitor the entire system. e*Xchange addresses these issues by using e*Gate, the
most powerful suite of tools for Enterprise Application Integration.

e*Gate’s reliable, flexible, scalable, and distributed architecture, combined with data
transformations, enables you to manipulate data whenever, wherever, and however
you wish. This solid base, combined with the wide range of e*Way communication
adapters and Intelligent Bridges that can exchange data between almost any software
and hardware, means that much of the work of integration and implementation has
already been done for you.

332 Meeting the Trading-Partner Challenge

In a traditional EAI project, even though you must integrate different computer
systems, you always enjoy the security of knowing that ultimately you have control of
the entire composite system. Unfortunately, you do not enjoy this same sense of control
within an eBI configuration; there are autonomous entities outside your enterprise—
and outside your control.

Fortunately, there are standards that provide “rules of engagement” between entities in
an eBI chain: the well established eBusiness protocols such as X12 and RosettaNet,
which any business can use to exchange electronic business documents. By supporting
these standards, e*Xchange gives you a powerful way to integrate beyond your
enterprise. e*Xchange includes built-in support for the standard versions of X12,
RosettaNet, and BizTalk, and includes a tool for building customized versions of these
standards for your particular industry.
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333 Meeting the Challenge of Using Public Domains

The implementation of a traditional EAI project occurs behind the safety of a
company’s firewall. This type of isolated integration environment is unavailable in an
eBl implementation. Just as every business must use the existing public transportation
infrastructure to move its physical goods to market, so too must an eBusiness use the
public Internet and Value Added Networks open to every business.

Public networks provide opportunities for unauthorized users to access your sensitive
data. e*Xchange uses safe and secure ways to carry on electronic commerce, and
includes support for sending encrypted messages over secure channels. By using a
combination of the proven public-key approach for sending secure messages over
unsecured channels, and support for the HTTPS protocol for securely connecting two
computers, e*Xchange has features that make eBusiness safe and secure.

54 The Benefits of eBl

Despite its challenges, eBI has definite benefits.
= Increased efficiency

= The ability to track an individual business transaction through the entire supply
chain

= The ability to analyze your business model

341 Increased Efficiency

Sharing data electronically vastly increases efficiency. Every paper-based transfer of
information brings with it the risk of introducing error and inefficiency. Every time
business data is re-entered into another system by hand, the cost of doing so is added to
the transaction, as is the cost of correcting the errors that this type of transfer inevitably
creates.

There is also a latency problem in getting the data to its intended destination; even with
“overnight delivery,” the time it takes a paper transaction to be delivered physically is
significantly longer than the time it takes to deliver it electronically.

342 Tracking Complete Business Transactions

By tying all the trading partners that handle steps in your business process into a single
end-to-end configuration, you can track the entire business transaction from beginning
to end.

343 Business Model Analysis

Because you can track the entire business process from end to end, you can analyze,
over time, how your model is performing. You can identify bottlenecks and make
intelligent decisions about how to improve your process.
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Understanding e*Gate Integrator

e*Gate Integrator (e*Gate), the application suite that contains the executable
components and modules that actually move data from one point to another, is the
foundation of an e*Xchange system. Implementing e*Xchange requires a fundamental
understanding of e*Gate and the skills required to configure components in e*Gate’s
graphical interfaces.

This chapter provides a brief overview of e*Gate’s architecture and components. More
information on using e*Gate can be found in the e*Gate Integrator System Administrator
and Operations Guide and the e*Gate Integrator User’s Guide.

41 e*Gate Architecture

e*Gate is based on a distributed and open architecture, allowing components to reside
on different workstations within a global network. Based on which communication
protocols and adapters you choose, e*Gate can communicate with and link multiple
applications and databases across a variety of operating systems.

411 Schemas

e*Gate system components are organized into schemas. A schema is a configuration
scheme that contains all of the modules and configuration parameters that control,
route, and transform data as it travels through the e*Gate system. Schemas also
maintain the relationships between the components, including the publish/subscribe
information that is at the heart of the data transportation process.

Whenever you define or configure components, establish data routing between
components, or exchange files with the e*Gate Registry, you do so within the context of
a single schema. You can also import or export schema components, or entire schemas,
so that you can move a working configuration from one environment to another; for
example, moving from test to production environments.

412 Components

From a functional standpoint, e*Gate components can be organized into three groups:
= Registry Host components

= Participating Host components
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= Graphical User Interfaces (GUISs)

Registry Host Components

The Registry Host contains all of the configuration information that makes up the
schema, and maintains a repository of all the configuration, executable, and application
logic files required for its operation. The Registry’s file repository is divided into
“Sandbox” and “run time” areas to allow different users to simultaneously configure
different components in the schema without conflicting with each other. When a user
opens a file for editing, it is automatically downloaded to the user’s Sandbox and an
advisory “lock” is placed on the run time file. This lock warns other users who try to
open the file that it is currently being edited by the person who opened it. In the
meantime, the run time schema is unaffected by any modifications to the file until the
revised file is promoted to the run time system.

For more information on codeveloping schemas in e*Gate, see Codeveloping in e*Gate:
Using the Team Registry. For technical information about Registry Host services and
directory structure, see the e*Gate System Administration and Operations Guide.

Participating Host Components

The executable e*Gate components reside on a Participating Host. The primary
Participating Host components are:

= Control Brokers, which start, stop, and monitor all the components in the schema on
a single Participating Host

= e*Way Intelligent Adapters, which handle the data exchange between e*Gate and
external systems

= Business Object Brokers (BOBs), which have the same business-logic execution and
data processing as e*Ways, but do not communicate with external systems

These components are discussed in greater detail later in this chapter.

When you add a Participating Host to a schema, you must ensure that the host is
registered for that schema and that the Control Broker is active. This must be done
directly on the machine on which you installed the Participating Host; it cannot be done
remotely.

For more information on installing Participating Hosts and activating Control Brokers,
see the e*Gate System Administration and Operations Guide.

Graphical User Interfaces (GUIs)

e*Gate incorporates a number of Graphical User Interfaces (GUIs) to streamline
component configuration and simplify the task of implementing the programming
logic necessary to process the data. e*Gate includes a monitoring GUI that allows you
to view and resolve errors, and to start and stop components in a schema.

e*Gate GUISs include the following:
= Enterprise Manager

= SeeBeyond Collaboration Rules Editor
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= SeeBeyond Collaboration-ID Rules Editor
= ETD Editor

= e*Way Editor

= e*Gate Monitor

= Alert Agent configuration tool

For more information on the e*Gate GUISs, see the SeeBeyond eBusiness Integration Suite
Primer or the online Help system for the individual GUIL

4.2

e*Gate Components

e*Gate components are organized into schemas which contain all of the parameters,
relationships, and configuration details necessary to transform and route data through
the system. The following components make up an e*Gate schema:

= Users

= Event Types and Event Type Definitions

IQ Intelligent Queues, 1Q Services, and IQ Managers

e*Way Intelligent Adapters
= BOBs
= Collaborations, Collaboration Rules, and Collaboration Services
The following sections give brief overviews of these components and their relationship

to each other in a schema.

Note: All schema components are created and configured in the Enterprise Manager. For
information on how to create or configure a component, see the Enterprise
Manager’s online Help system.

421 Security and e*Gate Users

Before you can configure schema components in the Enterprise Manager, you must log
in as a specific user for that Registry Host. Requiring user authentication prevents
unauthorized modifications to the e*Gate system.

e*Gate sets up an initial user called Administrator when you install the Registry Host;
you must use the Administrator username and password when you log into a Registry
Host for the first time. Then you can create additional users by adding them to the
Users folder in the Enterprise Manager GUI The user list applies to all schemas on that
Registry Host, and all users can define additional users for the host.
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422 Event Types and Event Type Definitions

Every Event (packet of data) that passes through the system is identified as a particular
Event Type. An Event Type is a class of Events with a common data structure. For
example, all Events with a specific set of fields with known characteristics and
delimeters could belong to the same Event Type.

Event Type Definitions define Event Types. An Event Type Definition (ETD) is a
programmatic representation of an Event Type used to parse, transform, or route the
data through the system. Each node in the ETD represents a specifically-defined
portion of an Event. Each node can also contain subnodes, so that an ETD takes on a
hierarchical, tree-like structure.

You create Event Type components by adding them to the Event Types folder in the
Enterprise Manager GUI. You create ETDs in the ETD Editor, then associate them with
Event Type components. ETDs carry a file extension of .ssc (Monk) or .xsc (Java).

Each Event Type is defined by one and only one ETD. A single ETD, however, can
define multiple Event Types. Having multiple Event Types utilizing a single ETD
enables you to limit the number of ETD files that must be maintained in a schema.

423 1Q Intelligent Queues, 1Q Services, and 1Q Managers

1Q Intelligent Queues (IQs) manage the exchange of information between components
within the e*Gate system, providing persistent storage for data as it passes from one
component to another. When an Event leaves one component it is published to an IQ.
Another component then picks up the Event from the IQ based on the Event Type
under which the Event was published.

IQ Services provide the mechanism for moving Events between IQ Intelligent Queues,
handling the low-level implementation of data exchange, such as system calls to
initialize or reorganize a database. IQ Intelligent Queues can use different IQ Services
depending on the implementation requirements.

IQ activities are overseen by IQ Managers, which reorganize queues, archive queue
information (upon request, to save disk space), and lock the queues when maintenance
is performed. When you create a new schema, e*Gate automatically creates an IQ
Manager component and places it under the Participating Host in the Enterprise
Manager GUI. When you add additional Participating Hosts to the schema, you must
manually add IQ Manager components for that host. Each schema must have at least
one IQ Manager. Only one per schema is needed for most installations, but you can
define additional IQ Managers if additional queue maintenance is required.

424 €*Way Intelligent Adapters

e*Way Intelligent Adapters transfer data between external systems and e*Gate. e*Ways
perform three primary functions:

= Receive unprocessed data from external systems and package it as Events of known
Event Types

= Forward Events to other components within the e*Gate system via IQ Intelligent
Queues
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= Send processed data to external systems

You install an e*Way by first installing the required software on the Participating Host,
and then using the Enterprise Manager to add and configure the e¥Way component
within a schema. The most important part of the installation process is configuring the
e*Way’s properties and communication parameters to meet the specific application or
protocol requirements of the external application to which the e*Way is connecting.

For more information on creating and configuring e*Way components, refer to the
e*Gate Integrator User’s Guide.

425 BOBs

Business Object Brokers (BOBs) perform the same functions as e*Ways except that they
only communicate within the e*Gate system; they cannot communicate with
applications outside of e*Gate. Adding BOBs to your schema can help redistribute the
data processing workload or allow you to modularize multiple processes. BOBs are
optional components, and are not required in order for the e*Gate system to operate
correctly.

All Participating Hosts contain the software required for BOBs; you do not need to
install anything separately to include BOBs within a schema.

426 Collaborations, Collaboration Rules, and Collaboration
Services

Collaborations are e*Gate’s data processing “powerhouses.” Each Collaboration contains
two parts: the publisher half publishes Events of a specific Event Type and the
subscriber half “listens” for Events of a specific Event Type. Events are published to a
specific IQ or to an external system. Events (Event Types) that are subscribed to must
be published by other components (Collaborations or external systems) in the schema.

The data processing within a Collaboration is completed using Collaboration Rules.
Collaboration Rules extract selected information from an incoming Event and process it
according to a specific set of instructions in a Collaboration Rules Script (CRS). The type
of CRS required depends on the Collaboration Service selected for the Collaboration
Rules. Collaboration Services are DLLs that provide the mechanism through which
e*Gate executes the rules (instructions) in the file. For example, Collaboration Rules
that use the Java Collaboration Service require a Java class file as a CRS. Collaboration
Rules that use the Monk Collaboration Service require a Monk-based file as a CRS.

Collaborations are assigned to e*Ways or BOBs. An e*Way or BOB can contain multiple
Collaborations, but a particular Collaboration can only be assigned to one component
(e*Way or BOB) in a schema.

Each Collaboration has a single Collaboration Rules component associated with it. The
Collaboration Rules component has a Collaboration Service and CRS associated with it.

The following diagram illustrates the relationship and dependencies of these
components.
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Figure 4 Relationships Between Components
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The “embedded” design illustrated above allows you to create programming logic
once, and reuse it in multiple places in the schema. You can reuse the programming
logic in CRSs in two ways:

= By associating a single CRS with multiple Collaboration Rules components, or,

= By associating a single Collaboration Rules component with multiple
Collaborations in e*Ways or BOBs.

In either case, the result is the same: Collaborations subscribing to and publishing
different Event Types can perform the same functions without your having to rewrite
the code each time.

See Creating an End-To-End Scenario in e*Gate or the Enterprise Manager’s Help system
for detailed information about how to create components and how to link components
together to create a flow of data.
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e*Xchange Schema Components

The e*Gate schema for e*Xchange is the e*Gate schema that implements a particular
e*Xchange installation. The starting point is the e*Gate schema called eXSchema
created when you install the e*Gate schema for e*Xchange from the installation CD.
This schema contains a number of pre-configured and partially pre-configured e*Gate
components used by e*Xchange. In addition to the components that are provided on
the CD, a complete e*Xchange implementation requires several other e*Gate
components that are added to the e*Xchange schema during the implementation
process. The pre-configured components that are used, as well as the additional e*Gate
components that are added to make up the final working e*Xchange schema, depends
entirely on the specifics of the implementation.

The purpose of this chapter is to describe the e*Gate components provided with the
eXSchema as well as those that are added in the implementation process, and discuss
how each fits into and supports a working e*Xchange implementation. For each
component there is a detailed drawing showing the other components with which it
interacts as well as the publication and subscription information for its Collaborations.
In addition, for each component we discuss: the type of component it is, its function in
e*Xchange, any configuration the implementor must perform, the Collaborations it
uses, and what is contained in the Events it processes.

s1 The Purpose of the e*Gate Schema for e*Xchange

The purpose of the e*Gate Schema for e*Xchange is to provide the working portion of
e*Xchange. Whereas the e*Xchange Web Interface and GUIs are primarily used to
configure and monitor the e*Xchange system, the e*Gate Schema components actually
move and transform the data handled by e*Xchange.

511 e*Xchange Components

The e*Xchange components manage the exchange of electronic messages with trading
partners.
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52 e*Gate schema for e*Xchange Components Overview

Table 1 lists all of the component types used by e*Xchange. It lists the components that
are provided as part of the e*Gate schema for e*Xchange (eXSchema) installation, and
also the components that the user adds in the implementation process. The meaning of
the column headings is as follows.

= Component—The e*Gate logical name for the component. Italics indicates that the
name varies by association or is user-defined.

= Description—A brief description of what the component does in e*Xchange.

= In Default eXSchema—Whether or not this component is provided as part of the
back end installation of e*Xchange.

= Configuration Required—Most of the components in the default eXSchema
require little configuration on the part of the implementor. Table 1 below, uses the
following terms to describe the level of configuration required:

¢ No—The component does not require any configuration or programming on
the part of the implementor.

+ Minor—You must add the e*Xchange database connection information to the
configuration file.

+ Some—You must make additional changes to the configuration file beyond
providing the e*Xchange database connection information.

+ Yes—The component is mostly or entirely user-defined and must be configured
and programmed by the implementor.

= More Information—A cross reference to the section that describes this component
in detail.
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Table 1 e*Xchange Back-End Component Types

Section 5.2

e*Gate schema for e*Xchange Components Overview

s ge In Default Configuration More
Component Desc"ptlon eXSchema? Required? Information
eX_ePM e*Way Handles the tracking, validating, security,and | Yes Minor 5.3.1 on
enveloping of Events sent to and from page 25
trading partners.
eX_ePM_Ack_Monitor Handles the process of resending to trading | Yes Minor 5.3.2 on
e*Way partners Events for which no page 29
acknowledgment has been received.
For X12 and UN/EDIFACT, this e*Way sends
the message to a staging area.
For RosettaNet, it sends the message out to
the queue.
eX_ePM_Batch Handles the process of bundling together Yes Minor 5.3.3 on
e*Way transactions that will be sent out as a group page 31
to a single trading partner.
eX_ePM_Trans_Poll For X12 and UN/EDIFACT, handles the Yes Minor 5.3.4 on
process of sending out interactive Events that page 32
require acknowledgments. This is also used
for resend messages from the Web Interface.
eX_Batch_to_Trading_ Sends out Events to trading partners in batch | Yes No 5.3.5 on
Partner e*Way (FTP) mode. page 34
eX_Https_to_ Sends out Events to trading partners using a Yes No 5.3.6 on
Trading_ Partner e*Way | secure HTTPS (encrypted) or unsecure HTTP page 35
(not encrypted) communication protocol.
eX_Poll_Receive_FTP Polls the e*Xchange database for information | Yes Minor 5.3.7 on
on trading partners in batch (FTP) mode. This page 36
information is passed to the
eX_Batch_From_Trading_Partner e*Way.
eX_Batch_From_Tradin | Receives Events from trading partners in Yes Minor 5.3.8 on
g_Partner e*Way batch (FTP) mode. page 37
eX_Mux_from_ Sends and receives Events from trading Yes No 5.3.9 on
Trading_Partner e*Way | partners using a Web server. page 39
eX_POP3_from_ Receives events via email. Yes No 5.3.10 on
Trading_ Partner e*Way page 42
eX_SMTP_to_ Sends out Events to trading partners via Yes No 5.3.110n
Trading_ Partner e*Way | email. page 43
Send_to_ePM e*Way Prepares Events coming from a business Yes Yes 5.3.120n
application for processing by e*Xchange. page 44
Receive_from_ePM Prepares Events coming from e*Xchange for | Yes Yes 5.3.130on
e*Way use by a business application. page 46
eX_from_Trading Prepares Events coming from trading No Yes 5.3.140n
_Partner e*Way partners for processing by e*Xchange. page 46
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521 e*Xchange Schema Component Relationships Diagram

Figure 6 on the next page illustrates the relationships among the e*Xchange schema
components. Not every e*Xchange implementation will use all of these components.
Some of the components shown are not provided as part of the e*Gate schema for
e*Xchange installation from the CD. These components are shown in light blue and
must be added to the base e*Xchange schema by the implementor as needed.

Figure 5 e*Xchange Overview Legend

8 Database
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Figure 6 e*Xchange Components
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3 e*Xchange Partner Manager Components

e*Xchange contains the e*Gate components that handle the sending, receiving, and
tracking of messages to and from trading partners. The e*Xchange group is divided
into components that interact internally or with the e*Xchange database and those that
interact with external systems and trading partners.

e*Xchange Partner Manager—Internal Components
= eX_ePM e*Way
= eX_ePM_Ack_Monitor e*Way
= eX_ePM_Batch e*Way
= eX_ePM_Trans_Poll e*Way
= eX_Poll_Receive_FTP e*Way

All of these components are provided when the e*Gate schema for e*Xchange is
installed. They require only minimal configuration on the part of the user. The
components only require that you provide e*Xchange database logon information in
their configuration files.

e*Xchange Partner Manager—External Components

The e*Xchange—External component contains e*Ways that send data to and receive
data from trading partners and business applications.

= eX_Batch_from_Trading Partner e*Way
= eX_Batch_to_Trading Partner e*Way

= eX_HTTPS_to_Trading Partner e*Way

= eX_Mux_from_Trading Partner e*Way
= eX_POP3_from_Trading Partner e*Way
= eX_SMTP_to_Trading Partner e*Way

= Send_to_ePM e*Way

= Receive_from_ePM e*Way

= eX_from_Trading Partner e*Way (this is a user-defined component)

531 eX_ePM e*Way

The e*Xchange e*Way is the main workhorse in the back-end portion of the e*Xchange
Partner Manager. The e*Xchange e*Way:

= validates protocol-specific data from trading partners
= writes Event data to the database

= retrieves trading partner profile information from the database
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= envelopes the data as required by the destination trading partner

The eX_ePM e*Way is a bidirectional e*Way that communicates with both the
eX_eBPM IQ and the eX_Trading_Port_Queue IQ, as well as the e*Xchange database.
It forms a bridge between the e*Insight side of the e*Xchange system and the e*Xchange
side, receiving Event information both from activity e*Ways and the e*Ways that
communicate directly with trading partners.

The e*Xchange engine prepares outbound Events coming from e*Insight activity e*Ways
to be forwarded to the appropriate trading partner. Conversely, the e*Xchange engine

takes Inbound Events coming into e*Xchange from trading partners and prepares them
to be forwarded to e*Insight.

The following diagram illustrates the eX_ePM e*Way.

Figure 7 eX_ePM e*Way Detail
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Configuring the e*Xchange Database Connectivity e*Ways

All of the e*Xchange components that communicate with the e*Xchange database are
database connectivity e*Ways. You must edit the configuration files for these e*Ways
and provide the logon information about the e*Xchange database to which they will
connect. Table 2 below provides information about the required parameters that must

be filled in.
Table 2 Parameter Settings for the e*Xchange Database Connectivity e*Ways
Screen Parameter Setting
General (Al (Default)
Settings
Communication | (All) (Default)
Setup
Monk (Al (Default)
Configuration
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Table 2 Parameter Settings for the e*Xchange Database Connectivity e*Ways

Screen Parameter Setting

Database Setup | Database Type | The database type. Select one of the following:

= ODBC for a SQL Server 7, SQL Server 2000, or UDB
= Oracle 8i for either an Oracle 8.1.6 or 8.1.7 database
= Sybase for Sybase 11.9 or 12

Database The Database Name is the TNS name the e*Way will
Name use to connect to the e*Xchange database.
User name This is the database user name, used by the e*Way to

access the e*Xchange database. Any user who is
assigned to one of the two Roles defined in the
e*Xchange Administrator has access rights to run the
e*Gate schema for e*Xchange.

Encrypted This is the password associated with the database
Password user name the e*Way uses to access the e*Xchange
database. The default password used by e*Xchange
database creation scripts is ex_admin.

eX_to_ePM Collaboration

The eX_to_ePM Collaboration is not user-configurable.

The eX_to_ePM Collaboration retrieves Events to be processed by the e*Xchange
engine from either e*Xchange IQ (eX_eBPM or eX_Trading_Port_Queue), and passes
the information to the database script that writes the data from the Events to the
e*Xchange database.

Events subscribed to by the eX_to_ePM Collaboration must have values populating the
e*Xchange-required nodes in the eX_Standard_Event.ssc ETD used by these Event
Types. These required values include:

= Message ID (a unique identifier for the message), if the direction is outbound and
the message does not have a validation check.

* Direction (“I” = inbound, “O” = outbound)

= Partner Name (must correspond exactly to the Logical Name used in the outer
envelope of the trading partner profile)

These nodes are explained in more detail in “Using the ETD in e*Xchange” on page 54
and in the e*Xchange Partner Manager User’s Guide.

Subscribed Event Types:

= eX_from_Trading Partner—This Event is published by the user-defined e*Ways
that handle the inbound Event traffic from trading partners. The Event’s data must
already be in the XML format required by the e*Xchange side of e*Xchange.

= eX_to_ePM—These Events are published either by a Send_to_ePM e*Way (or one
with similar function) or one of the activity e*Ways associated with the e*Insight
business process. The Event’s data must already be in the XML format required by
the e*Xchange side of e*Xchange.
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Published Event Type: eX_External_Evt

This Event carries the data to the database script that writes the information to the
e*Xchange database.

eX_from_ePM Collaboration

The eX_from_ePM Collaboration is not user-configurable.

The eX_from_ePM Collaboration retrieves Events prepared by the e*Xchange engine
from the database and publishes them to the appropriate IQ. Events forwarded to
trading partners are published to the eX_Trading_Port_Queue IQ. Events sent to
e*Insight are published to the eX_eBPM IQ.

Subscribed Event Type: eX_External_Evt

This Event carries information retrieved from the e*Xchange database after the data has
been prepared by the e*Xchange engine.

Published Event Types: eX_to_eBPM

Important:

eX_to_eBPM—This Event contains information from a trading partner to be sent to
the e*Insight side of e*Xchange. This would be the case, for example, if an activity
e*Way required an acknowledgment from a trading partner before returning the
“Done” Event to the e*Insight engine for that activity.

eX_to_Trading_Partner—This Event contains information that has been prepared
by the e*Xchange engine to be sent to a trading partner.

eX_to_ePM—This Event contains information that has been prepared for
e*Xchange.

eX_HTTPS—This Event contains the enveloped Event along with destination
information.

eX_HTTP—This Event contains the enveloped Event along with destination
information.

eX_Error—This Event contains error information.

You need to create an e*Way or BOB that subscribes to eX_Error, otherwise the
eX_ePM e*Way is unable to publish this Event Type.

eX_to_MUX—This Event contains the enveloped Event along with destination
information.

eX_TCPIP—This Event contains the enveloped Event along with destination
information.

eX_SMTP—This Event contains the enveloped Event along with destination
information.

eX_BATCH—This Event contains the enveloped Event along with destination
information.
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532 eX_ePM_Ack_Monitor e*Way

The eX_ePM_Ack_Monitor e*Way is a database connectivity e*Way that monitors the
e*Xchange database for Event acknowledgments that are overdue from trading
partners.

Figure 8 illustrates the eX_ePM_Ack_Monitor e*Way.

Figure 8 eX_ePM_Ack_Monitor e*Way Detail
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An acknowledgment is considered overdue if the specified amount of time to wait for
an acknowledgment has passed. This “timeout” is configurable and can be set in the
e*Xchange GUI The acknowledgment handling for X12 messages is different than that
for RosettaNet messages.

X12 and UN/EDIFACT Acknowledgment Handling

When an acknowledgment is overdue, the eX_ePM_Ack_Monitor e*Way determines if
the retry limit (the number of times to retry sending the Event) has been reached. If it
has not, the e*Way places the Event in a “staging area” within the database to be picked
up by the eX_ePM_Trans_Poll e*Way and resent to the trading partner. If the retry
limit has been reached, the e*Way logs information about the transaction and
corresponding error information in the database, and sends an eX_Error Event back to
the eX_Dead_Letter_Queue IQ with “Hit Re-send Limit” in the eX_Standard_Event.

RosettaNet Acknowledgment Handling

The eX_ePM_Ack_Monitor e*Way polls the e*Xchange database for overdue
acknowledgments. If an acknowledgment is overdue and the retry limit for that
message has not been reached, then the original message is resent to the trading
partner. If an acknowledgment is overdue and the retry limit has been exceeded, a
failure notification is sent to both the trading partner and the internal application that
generated the original RosettalNet message.
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Resends

eX_ePM_Ack_Monitor retrieves the original RosettaNet message from the e*Xchange
database, increments the retry counter, resigns the message, and then publishes the
message to the eX_Trading Port_Queue. The message is then picked up and
forwarded to the trading partner.

Failures

eX_ePM_Ack_Monitor e*Way publishes this failure notification using two different
Event Types: eX_to_ePM and eX_to_eBPM. The e*Xchange engine picks up the
eX_to_ePM failure notification, processes it, and then sends it out to the trading partner
via the eX_Trading_Port_Queue IQ. The e*Insight engine picks up the eX_to_eBPM
failure notification and sends it to the internal application.

Configuring the eX_ePM_Ack_Monitor e*Way

The eX_ePM_Ack_Monitor e*Way requires only minor changes to the e*Way’s
configuration file. The implementor must edit this file and provide the information
required in the Database Setup section as shown in Table 2 on page 26.

eX_Poll_Ack_Mon Collaboration
Subscribed Event Type: ex_Poll_Ack

This Event type does not carry any information, since no data is actually extracted from
the database by the database script associated with the eX_ePM_Ack_Monitor e*Way.

Published Event Types:

Important:

eX_to_ePM—This Event Type carries the RosettaNet failure notification sent to the
trading partner when the retry message limit has been exceeded.

eX_to_eBPM—This Event Type carries the RosettaNet failure notification sent to
the internal application when the retry message limit has been exceeded.

eX_to_HTTP—This Event Type carries the RosettaNet message that is resent when
an acknowledgment is overdue.

eX_to_HTTPS—This Event Type carries the RosettaNet message that is resent
when an acknowledgment is overdue.

eX_to_SMTP—This Event Type carries the RosettaNet message that is resent when
an acknowledgment is overdue.

eX_Poll_Ack—This Event Type is used by the eX_ePM_Ack_Monitor to
communicate with the e*Xchange database.

eX_Error—This Event contains error information.

You must create an e*Way or BOB that subscribes to eX_Error, otherwise the
eX_ePM_Ack_Monitor e*Way is unable to publish this Event Type.
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533 eX_ePM_Batch e*Way

The eX_ePM_Batch e*Way polls the e*Xchange database for Events being sent to
trading partners using Fast Batch transfer mode or Batch transfer mode (rather than an
Interactive) and prepares them to be sent to the appropriate trading partner. When
multiple Events need to be sent to the same trading partner, the e*Way bundles these
Events together, according to a user-definable bundling scheme, before enveloping
them and publishing them to the eX_Trading_Port_Queue IQ.

Note: This e*Way only acts on Events using X12 or UN/EDIFACT enveloping protocols.
Events using RosettaNet or BizTalk protocols cannot be transmitted in batch mode.

The following diagram illustrates the eX_ePM_Batch e*Way.

Figure 9 eX_ePM_Batch e*Way Detail
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Batch Bundling Schemes
There are 3 types of bundling schemes used by the eX_ePM_Batch e*Way:

= Fast batch—A set number of Events, all of the same transaction type, are bundled
together and sent to a trading partner.

= Per schedule batch—At a set time all the Events destined for a single trading
partner. The Events can be of differing transaction types.

= Per interval batch—The e*Way will wait a set interval then bundle all the Events
destined for a single trading partner. The Events can be of differing transaction

types.

Whether a particular Event uses batch transfer mode and what type of bundling
scheme is used for a particular batched Event, is set in the inner envelope definition for
that transaction type. See the e*Xchange Partner Manager User’s Guide for information on
setting up the inner envelope to use batch transfer mode.

e*Xchange Event Requirements for Fast Batch

The e*Xchange Event that contains a transaction to be sent to a trading partner using
Fast Batch transfer mode, must have the name and value pair in the standard event for
FB_UNIQUE_ID and the value for fast batch unique id, and FB_COUNT and the value
for the total number of fast batch records.

If e*Xchange receives a fast batch record count less than the value specified in
FB_COUNT, and if the fast batch records have exceeded the timeout period, the the
eX_ePM_Batch e*Way will send the batch records to the Trading Partner.
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Configuring the eX_ePM_Batch e*Way

The eX_ePM_Batch e*Way requires only minor changes to the e*Way’s configuration
file. The implementor must edit this file and provide the information required in the
Database Setup section as shown in Table 2 on page 26.

Scaling of eX_ePM _Batch e*Way

You can create multiple eX_ePM_Batch e*Ways to improve performance. To use
multiple e*Ways you need to modify the configuration. For example, if you want three
eX_ePM_Batch e*Ways you need to create and configure them as follows:

= Copy the eX_ePM_Batch e*Way.
= Create separate configuration files for each eX_ePM_Batch e*Way.

+ Open the configuration file for each new e*Way and save with a different name.
Ensure that the e*Way refers to this configuration file, not the original one.

= Modify the configuration files, as shown in the table below.

Table 3 Configuration File Parameters

e*Way Number of Batch | Batch eWay Instance
eWays Parameter Number Parameter
eX_ePM_Batch 3 1
eX_ePM_Batch_0 3 2
eX_ePM_Batch_1 3

The functionality used by each e*Way is a modulo. Therefore, if three e*Ways are used,
any one e*Way will pick up every third record.

Important: Do not use this if message sequencing is desired.

eX_ePM_Batching Collaboration

This Collaboration is not user configurable.
Subscribed Event Type: eX_External_Evt

The eX_ePM_Batch e*Way uses this Event Type to communicate with the e*Xchange
database.

Published Event Type: eX_To_Trading_Partner, eX_SMTP, eX_HTTP, eX_BATCH, eX_HTTPS

This Event carries the multiple X12 transactions that have been bundled together and
enveloped by the eX_ePM_Batch e*Way.

534 eX_ePM_Trans_Poll e*Way

The eX_ePM_Trans_Poll e*Way monitors a “staging area” in the database for
outbound Events pending interactive transfer. It uses a database access script
(tran_poll.dsc) called by the Exchange Data With External Function parameter in the
e*Way’s configuration file to retrieve these Events from the e*Xchange database. The
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eX_Transaction_Poll Collaboration then publishes the Events to the
eX_Trading Port_Queue IQ under eX_HTTP, eX_BATCH, eX_SMTP, eX_HTTPS, or
eX_to_Trading_Partner Event Type.

Figure 10 illustrates the eX_ePM_Trans_Poll e*Way.

Figure 10 eX_ePM_Trans_Poll e*Way
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Configuring the eX_ePM_Trans_Poll e*Way

The eX_ePM_Trans_Poll e*Way requires only minor changes to the e*Way’s
configuration file. The implementor must edit this file and provide the information
required in the Database Setup section as shown in Table 2 on page 26.

eX_ePM_Transaction_Poll Collaboration

This is a Collaboration that does two things:

1 Changes the name of the Event from eX_Transaction_Poll to one of the following:
+ eX_BATCH
+ eX_HTTPS
+ eX_HTTP
+ eX_SMTP
+ eX_to_Trading_Partner

2 Publishes it to the eX_Trading_Port_Queue IQ.

Subscribed Event Type: eX_Transaction_Poll

This Event Type is used by the eX_ePM_Trans_Poll e*Way to retrieve the enveloped
Events from the e*Xchange database.

Published Event Types: eX_Batch, eX_HTTP, eX_HTTPS, eX_SMTP, eX_to_Trading_Partner

This Event Type carries enveloped Events intended for a trading partner.
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535 eX_Batch_to_Trading_Partner e*Way

The eX_Batch_to_Trading_Partner e*Way sends enveloped eBusiness messages
designated for batch transmission to trading partners using FTP.

Figure 12 illustrates the eX_Batch_to_Trading_Partner e*Way.

Figure 11 eX_Batch_to_Trading_Partner e*Way Detail
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The destination file location for each Event is carried as part of the e*Xchange Event
data passed to the eX_Batch_to_Trading_Partner e*Way. The file location is
maintained in the e*Xchange database and applied to the Event at the same time that
the Event is enveloped for a specific trading partner. When the
eX_Batch_to_Trading_Partner e*Way receives an Event, they send the data to the file
location specified within the Event itself.

Configuring the eX_Batch_to_Trading_Partner e*Way

No configuration is required.

eX_Batch_to_Trading_Partner Collaboration

This is a Pass Through Collaboration used to publish the Event outside of e*Gate. The
communication portion of the eX_Batch_to_Trading Partner e*Way will then take the
Event and send via FIP to the appropriate trading partner.

Subscribed Event Type: eX_BATCH

This Event carries the enveloped Event along with the destination information (URL)
used by the eX_Batch_to_Trading_Partner e*Way for transmission to the trading
partners.

Published: eX_External_Evt

This Event carries the eBusiness message to the communications half of the e*Way
where it is forwarded to the trading partner.
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eX_from_Batch_to_Trading_Partner Collaboration

This Collaboration is used when the e*Way failed to connect to an external host. The
user has three options:

= Resend—Re-publishes the message to the eX_Batch_to_Trading_Partner e*Way
through the queue.

= Rollback—Retries the message within the eX_Batch_to_Trading_Partner e*Way the
number of times specified in the configuration for the
eX_Batch_to_Trading_Partner e*Way, in the General settings, Max Resends Per
Message. If the resend count is reached without success, the e*Way shuts down.

= Skip—Skips the message. Resends the number of times specified in the trading
partner profile (Return Inner Envelope tab) in the user interface.

536 eX_Https_to_Trading Partner e*Way

The eX_Https_to_Trading Partner e*Way is an HTTPS e*Way that sends eBusiness
messages enveloped by the e*Xchange Partner Manager to trading partners over a
secure (HTTPS) or unsecure (HTTP) communication link. The secure link encrypts the
data, the unsecure link does not.

Figure 12 illustrates the eX_Https_to_Trading_Partner e*Way.

Figure 12 eX_Https_to_Trading_Partner e*Way Detail
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The destination URL for each Event is carried as part of the e*Xchange Event passed to
the eX_Https_to_Trading Partner e*Way. The URL is maintained in the trading
partner database and applied to the Event at the same time that the Event is enveloped
for a specific trading partner. When the eX_Https_to_Trading_Partner e*Way receives
an Event, it sends the data to the URL specified within the Event itself.

Whether or not the Event is sent over a secure channel (encrypted) using HTTPS or
over an unsecure channel (not encrypted) using HITP protocol is also determined by
the presence of “https” in the URL string. For example, a URL sting such as http://
tradingpartner.com indicates the use of the unsecure mode, whereas a string such as
https://tradingpartner.com indicates the use of the secure mode.
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Note: When using the secure mode, the eSecurityManager components (both the GUI and
the back end) must be installed and the appropriate security key fields populated in
the trading partner profile. See the e*Xchange Partner Manager User’s Guide for
information on setting up e*Xchange to use the eSM features of e*Xchange.

Configuring the eX_Https_to_Trading_Partner e*Way

No configuration is required if the HTTP protocol is used.

If the HTTPS protocol is used, you must ensure that the configuration for the TrustStore
is correct. The trust store file contains information about web servers that accept
messages from your system. The file

<egate>\client\pkicerts \truststore\trustcacertsjks is created when e*Gate is installed
and this default file can be used with e*Xchange. However, if you have not installed
e*Gate on your C drive, or you want to use a different file or location, you need to
update the configuration file for the eX_ePM_Https_eWay_Con e*Way connection.
The file name for the trust store file is defined in the SSL section, TrustStore parameter.

For more information about the TrustStore, see HI'TPS e*Way Intelligent Adapter User’s
Guide.

eX_Https_to_Trading_Partner Collaboration

This is a Java Collaboration used to publish the Event outside of e*Gate. The
communication portion of the eX_Https_to_Trading_Partner e*Way will then take the
Event and send it to the appropriate trading partner.

Subscribed Event Type: eX_HTTPS

This Event carries the data and destination information (URL) used by the
eX_Https_to_Trading_Partner e*Way for sending the message to the trading partner.

Published: eX_External_Evt

This Event carries the eBusiness message to the trading partner.

eX_Https_to_ePM Collaboration

This is a Pass Through Collaboration used to receive a response from the trading
partner.

Subscribed Event Type: eX_External_Evt
This Event carries the response from the trading partner.
Published: eX_to_ePM

This Event forwards the response to e*Xchange.

537 eX_Poll_Receive_FTP e*Way

The eX_Poll_Receive_FTP e*Way polls the e*Xchange database for information on
trading partners that have data to be retrieved via FIP. This information is provided in
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the Trading Partner profile. The information about each Trading Partner is then passed
to the eX_Batch_From_Trading_Partner e*Way.

Figure 14 illustrates the eX_Poll_Receive_FTP e*Way.

Figure 13 eX_Poll_Receive_FTP e*Way Detail
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The Event is sent to eX_Batch_from_Trading Partner.

The eX_Dyn_Inb_ftp_Queue IQ is configured to use a Subscriber Pool. This ensures
that when multiple eX_Batch_from_Trading_Partner e*Ways are used, the information
about each Trading Partner is passed to every e*Way in turn.

Configuring the eX_Poll_Receive_FTP e*Way

The eX_ePM_Trans_Poll e*Way requires only minor changes to the e*Way’s
configuration file. The implementor must edit this file and provide the information
required in the Database Setup section as shown in Table 2 on page 26.

eX_Poll_Receive FTP Collaboration

This is a Pass Through Collaboration used to take the Event received from the
eX_Poll_Receive_FTP e*Way and send it to the eX_Trading_Port_Queue.

Subscribed Event Type: eX_External

This Event carries information about the trading partners that have files to be retrieved
by FTP.

Published: eX_Batch_from_DB_Event

This Event carries the trading partner configuration information to the
eX_Trading_Port_Queue. It is then retrieved by the eX_Batch_from_Trading_Partner
e*Way.

538 eX_Batch_from_Trading_Partner e*Way

The eX_Batch_from_Trading_Partner e*Way sends enveloped eBusiness messages to
e*Xchange.

Figure 14 illustrates the eX_Batch_from_Trading Partner e*Way.
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Figure 14 eX_Batch_from_Trading_Partner e*Way Detail
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The Event is sent to e*Xchange.

Configuring the eX_Batch_from_Trading_Partner e*Way

The eX_Batch_from_Trading_Partner e*Way supports minor changes regarding the
naming and location of files after the transfer has successfully completed and the
messages have been published to the eX_Trading_Port_Queue IQ. By default, the
remote files are renamed and local files are deleted.

The parameters that determine what happens to these files are set in the Subscribe to
External section.

Table 4 Subscribe to External Parameters

Parameter Setting Description
Remote Command after archive | The file is moved from the <path> defined in
Transfer the trading partner profile to <path>\ARCHIVE

Important: This directory must be created
manually.
Note: Unix is case-sensitive.

delete The file is deleted.

none This is not supported with this e*Way.

rename | The file is renamed to <filename>.backup. The
location remains the same.

eX_Sent_Batch_from_Trading_Partner Collaboration

This is a Pass Through Collaboration used to take the Event received from the
eX_Poll_Receive_FTP e*Way and send it to the external. The communication portion of
the eX_Sent_Batch_from_Trading_Partner e*Way will then take the Event and use the
trading partner configuration information to issue the relevant FTP command to the
appropriate trading partner.

e*Xchange Partner Manager Implementation Guide 38 SeeBeyond Proprietary and Confidential



Chapter 5 Section 5.3
e*Xchange Schema Components e*Xchange Partner Manager Components
Subscribed Event Type: eX_Batch_from_DB_Event

This Event carries information about the trading partners that have files to be retrieved
by FTP.

Published: eX_External_Evt

This Event carries the trading partner configuration information to the communications
half of the e*Way where it is used to format the FTP command sent to the trading
partner.

eX_Batch_from_Trading_Partner Collaboration

This is a Monk Collaboration used to take the Event received from the Trading Partner
and send to e*Gate.

Subscribed Event Type: eX_External_evt
This Event carries the Event retrieved from the trading partners.
Published: eX_from_Trading_Partner

This Event carries the Event retrieved from the trading partners and forwards it to
e*Gate.

539 eX_Mux_from_Trading_Partner e*Way

The eX_Mux_from_Trading_Partner e*Way is a CGI Web Server e*Way that
communicates with a CGI e*Way client running on a Web server. This allows
information sent to the Web server by a trading partner to be picked up and processed
by e*Xchange.

Figure 12 illustrates the eX_Mux_from_Trading_Partner e*Way.

Figure 15 eX_Mux_from_Trading_Partner e*Way Detail
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How the CGI Web Server e*Way Works
@ The trading partner posts eBusiness data to the Web server.
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® The CGI e*Way client program adds tracking information and forwards the
eBusiness message to the eX_Mux_from_Trading_Partner e*Way.

® The eX_Mux_from_Trading_Partner Collaboration extracts the trading partner
name from the tracking information provided by the CGI e*Way client and
publishes the eBusiness message data as a standard e*Xchange Event
(eX_from_Trading Partner) to the eX_Trading Port_Queue IQ. In addition, the
Collaboration creates an acknowledgment Event (cgi_Request_Ack) with the same
Mux tracking number as the original post and publishes it to the
eX_Trading Port_Queue IQ.

@ The cgi_Request_Ack_Collab Collaboration picks up the acknowledgment Event
and forwards it to the CGI client on the Web server.

® The CGI client matches up the acknowledgment with the original post.

® The trading partner receives a response from the Web server indicating that the
data has been sent successfully to e*Xchange.

Configuring the eX_Mux_from_Trading_Partner e*Way

Configuring the eX_Mux_from_Trading_Partner e*Way is a two step process.
1 Set up the cgi client on the Web server.

2 Specify the port over which the CGI e*Way server will listen for connections from
the CGI e*Way client.

Setting up the CGI client

The following is a brief discussion of setting up the CGI e*Way client. For more
information about setting up client software used by the CGI e*Way, see the CGI Web
Server e*Way User’s Guide.

1 Install the cgi client files on the Web server.

The files stc_common.dll, stc_ewipmpclnt.dll, and stcewcgi.exe, provided as part
of the CGI e*Way add-on installation, should be placed at the document root
location on the Web server host machine.

2 Modify the configuration file for the Web server.

You must add the following environment variables to the virtual host setup for the
port over which the trading partners will be sending data to the Web server. These
variables are used by the CGI e*Way Client.

+ STC_EW_SERVER_NAME—The host name or IP address of the machine
running the CGI Web server e*Way. If the parameter is not supplied, the default
is localhost.

+ STC_EW_SERVER_PORT—The port number on which the CGI Web server
e*Way is listening. If the parameter is not supplied, or a value of zero (0) is
supplied, the default port number is used.

+ STC_EW_SECONDS_TO_EXPIRE—The number of seconds the message will
be active in the e*Gate system. host name or IP address of the machine running
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the CGI Web server e*Way. If the parameter is not supplied, the default is zero
(0), indicating that the message will remain active indefinitely.

+ STC_EW_MILLISECONDS_TO_WAIT—The number of milliseconds the CGI
e*Way Client will wait for the response from the CGI e*Way Server. The CGI
e*Way Client displays an error message if the CGI e*Way Server fails to respond
in the given time period. If the parameter is not supplied, a value of ten
thousand (10,000) is the default.

+ DocumentRoot—The location on the Web server taken as the starting point for
relative paths to files for this virtual host setup. For example, if the
DocumentRoot for port 690 is opt/web/htdocs/exchange and a request is made
to the following URL http://www.stc.com:690/4.1.2/stcewcgi.exe, the file will be
found at the location opt/web/htdocs/exchange/4.1.2/stcewcgi.exe on the Web

server.
The virtual host setup containing all the above environment variables can be kept in
a separate file and called using the include command from within the Web server’s
configuration file.

Specifying the Request Reply IP Port

You must edit the eX_Mux_from_Trading_Partner e*Way’s configuration file and
enter the appropriate port number. This port should be the same as the port specified
by the STC_EW_SERVER_PORT environment variable used by the CGI e*Way client.

eX_Mux_from_Trading_Partner Collaboration

This Collaboration takes the information in the cgi_Web_Request Event and uses it to
construct a standard e*Xchange Event (eX_from_Trading_Partner) to be processed by
e*Xchange. In addition, it creates an acknowledgment Event (cgi_Request_Ack) to be
sent back to the trading partner telling it that the information has been successfully
placed into e*Xchange for processing.

The Collaboration creates the trading partner name used by e*Xchange by
concatenating the values of HTTP_HOST and REQUEST_URI as follows

https://<HTTP_HOST><REQUEST_URI>

Subscribed Event Type: cgi_Web_Request
This is the Event is provided by the CGI client. It contains the 24 byte Mux header used
to match up the request with the reply, URL tracking information, and the data
contained in the Web server post.

Published Event Types:

= eX_from_Trading_Partner—This is the e*Xchange Event created from the Web
server post and contains the post information along with the required e*Xchange
tracking information.

= cgi_Request_Ack—This Event contains the 24 byte Mux header along with the
acknowledgment text “Post Accepted”.
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cgi_Request_Ack_Collab Collaboration

This is a Pass Through Collaboration that picks up the cgi_Request_Ack Event and
publishes it outside of e*Gate where it will be picked up by the CGI e*Way client
running on the Web server.

Subscribed Event Type: cgi_Request_Ack

This Event contains the 24 byte Mux header along with the acknowledgment text “Post
Accepted”.

Published Event Types: cgi_Request_Ack

This Event contains the 24 byte Mux header along with the acknowledgment text “Post
Accepted”.

s310eX_POP3_from_Trading_Partner e*Way

The eX_POP3_from_Trading_Partner e*Way sends enveloped eBusiness messages to
e*Xchange.

Figure 12 illustrates the eX_POP3_from_Trading Partner e*Way.

Figure 16 eX_POP3_from_Trading_Partner e*Way Detail
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The Event is sent to e*Xchange.

Configuring the eX_POP3_from_Trading_Partner e*Way

No configuration is required.

eX_POP3_from_Trading_Partner Collaboration

This is a Pass Through Collaboration used to send the Event to e*Gate. The
communication portion of the eX_POP3_from_Trading_Partner e*Way receives the
Event via POP 3 and sends into e*Gate.

Subscribed Event Type: eX_External_Evt

This Event carries the enveloped Event along with the destination information (URL)
used by the eX_POP3_from_Trading_Partner e*Way for transmission to the trading
partners.
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Published: eX_External_Evt

This Event carries the eBusiness message to the communications half of the e*Way
where it is forwarded to the trading partner.

5311eX_SMTP_to_Trading_Partner e*Way

The eX_SMTP_to_Trading_Partner e*Way sends enveloped eBusiness messages
designated for batch transmission to trading partners using email.

Figure 12 illustrates the eX_SMTP_to_Trading_Partner e*Way.

Figure 17 eX_SMTP_to_Trading_Partner e*Way Detail
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The destination information for each Event is carried as part of the e*Xchange Event
data passed to the eX_SMTP_to_Trading_ Partner e*Way. The information is
maintained in the e*Xchange database and applied to the Event at the same time that
the Event is enveloped for a specific trading partner.

Configuring the eX_SMTP_to_Trading_Partner e*Way

No configuration is required.

eX_SMTP_to_Trading_Partner Collaboration

This is a Pass Through Collaboration used to publish the Event outside of e*Gate. The
communication portion of the eX_SMTP_to_Trading_Partner e*Way will then take the
Event and send via FTP to the appropriate trading partner.

Subscribed Event Type: eX_BATCH

This Event carries the enveloped Event along with the destination information (URL)
used by the eX_SMTP_to_Trading_Partner