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Chapter 1

Introduction

This chapter provides a brief introduction to the purpose, scope, and organization of
the document.

This Chapter Includes

“Document Purpose and Scope” on page 10
“Intended Audience” on page 10
“Organization of Information” on page 11
“Writing Conventions” on page 11

“SeeBeyond Web Site” on page 12

11 Document Purpose and Scope

This user’s guide explains how to install, set up, and use ePortal to create, manage, and
personalize Web channels. The document assumes that you have installed either
SeeBeyond’s eGate Integrator and its Integration Server/Logical Host or a compatible
application server, for example, WebSphere.

12 Intended Audience

This guide is intended for experienced computer users who have the responsibility of
helping to set up and maintain a fully functioning ICAN Suite system. This person
must also understand any operating systems on which eGate can be installed, for
example, Windows and UNIX, and must be thoroughly familiar with Web browsers
and Windows-style operations.
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Section 1.3
Organization of Information

13 Organization of Information

This user’s guide provides the following information:

= Hardware, software, and database requirements

= Installation instructions for a variety of operating systems

= An overview of ePortal’s application architecture

= A description and explanation of ePortal’s features

= How to use ePortal to create and administer channels

= How to set user preferences

14 Writing Conventions

The following writing conventions are observed throughout this document.

Table 1 Writing Conventions

Text

Convention

Examples

Button, file, parameter,
variable, method, menu, and
object names.

Bold text

Click OK to save and close.

= From the File menu, select Exit.
Select the logicalhost.exe file.

= Enter the timeout value.

= Use the getClassName() method.
= Configure the Inbound File eWay.

Command-line arguments,
file, and code samples

Fixed font. Variables
are shown in bold
italic.

bootstrap -p password

Hypertext links

Blue text

For a description of this document, see
“Document Purpose and Scope” on
page 10.

141 Additional Conventions

Windows Systems

For the purposes of this guide, references to “Windows” apply to Microsoft
Windows Server 2003, Windows XP, and Windows 2000.

Path Name Separator

This guide uses the backslash (“\”) as the separator within path names. If you are
working on a UNIX or HP NonStop system, please make the appropriate substitutions.

ePortal Composer User’s Guide
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Introduction SeeBeyond Web Site

15 SeeBeyond Web Site

The SeeBeyond Web site is your best source for up-to-the-minute product news and
technical support information. The site’s URL is:

http://www.seebeyond.com

ePortal Composer User’s Guide 12 SeeBeyond Proprietary and Confidential
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Chapter 2
About ePortal

This chapter provides an overview of ePortal and its features.
This Chapter Includes
= “Introduction to ePortal” on page 13

= “ePortal Tool Buttons” on page 17

21 Introduction to ePortal

ePortal Composer (ePortal), SeeBeyond’s Web portal application program, provides a
set of Web-based tools that enable the Web developer /administrator to create Web
portals. These portals unify business information and personalize the portal experience
based on a user’s profile.

A portal allows the organization to present a single, unified view of enterprise data and
applications to employees, customers, and partners. Multiple URLs can be assigned to
channels, which are aggregated within the portal and then collectively presented to
users.

Through a Web portlet, called a channel, ePortal enables users to simultaneously view
multiple eVision applications, other ICAN-generated user interfaces, and specified
Web-enabled enterprise content.

ePortal leverages the ICAN Suite by enabling enterprise-wide access to business
processes from a single point of entry, a portal. A portal is a Web site that serves as a
gateway for Web-based services and applications.

In the ICAN Suite, business processes can be monitored in real-time with Enterprise
Manager, and eVision Web applications can be executed, both within their individual
channels. How ePortal is integrated within the ICAN Suite shown in Figure 1 on
page 14.

ePortal Composer User’s Guide 13 SeeBeyond Proprietary and Confidential
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Figure 1 ePortal Within the ICAN Suite
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ePortal can operate seamlessly with any of the SeeBeyond applications shown in
Figure 1, for example, eVision Composer, but ePortal does not require them. You can
use ePortal as a stand-alone application, if desired, with or without eGate.

211 About Channels

A channel allows a user to view a Web site via a URL. ePortal allows system
administrator-level personnel to create, manage, personalize, and publish channels.
System administrators can create visually appealing Web connections to applications,
allowing users to perform real-time interaction with SeeBeyond ICAN Suite run-time
assets, or with any other URL or Web application.

With ePortal, users can create personalized channels with targeted views of business
information; for example, a channel can allow the user to log into a system, review and
complete assigned tasks, and monitor the progress of business activities. Through
channels, users can interact with running business processes, while working with only
the information that they need to see.

Channels are assigned to channel categories. A category is a collection of channels that
logically belong together, for example, channels that have a related purpose or
dependency can logically be assigned to the same category.

ePortal Composer User’s Guide 14 SeeBeyond Proprietary and Confidential
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212 Authentication

ePortal can authenticate users via the Enterprise Designer’s authentication features or
via Lightweight Directory Access Protocol (LDAP). Other applications in the same
realm may not require a user to log in again.

The Enterprise Designer enables authentication of user IDs and passwords when users
log into ePortal. User attributes such as log-in ID, password (credential), and roles. For
more information, see “Setting Up Authentication” on page 21.

For information on how to set up authentication using LDAP, see the appropriate
LDAP documentation.

213 Web-based Portal Administration and Management

Under categories, administrators can orchestrate channel access using the groups,
users, and roles defined in the Enterprise Designer or via LDAP.

ePortal provides Web-based wizards that guide the system administrator through the
process of channel configuration and management, for example:

= The channel administrator creates channels to be made accessible in the portal. A
channel can access content from any available URL source.

= The system administrator assigns the channel to a category.

ePortal supports any combination of URLs and simplifies the end-user’s access to
application resources, Web content, workflow, e-mail, content management systems,
and packaged applications such as ERP and CRM.

214 Personalization

Users are allowed personalization privileges that enable them to specify the channels
they want to see in a channel layout. However, system administrators can restrict access
to the personalization tools so that only administration-level personnel can create
channel layouts and configure channel options.

ePortal Composer User’s Guide 15 SeeBeyond Proprietary and Confidential
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Portals may comprise several URLs and Web applications (portlets) with personalized
content called channels, which are presented within a single, familiar Web interface. See
Figure 2.

Figure 2 Personalized Channels
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22 ePortal Tool Buttons

The ePortal interface contains a set of tool buttons that perform basic user operations.
These tool buttons are used in ePortal’s Detail and Edit views and are described in

Table 2.

Table 2 Detail and Edit View Tools Buttons

Tool Button

Description

=

Edit Group: Allows you to edit the attributes
and permissions of selected groups.

Finish Editing Group: Saves the changes
made to a group into the ePortal database.

Delete Group: Allows you to delete a
selected group.

Close Group: Closes the current group’s
information panel.

Remove Member: Allows you to delete
members from a selected group.

Show Information: Displays information
about a selected group.

Focus: Takes you to the ePortal Start page.

Minimize: Minimizes the current window.

Detach: Detaches the current window from
the frame.

ePortal Composer User’s Guide
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Chapter 3

Installing ePortal

This chapter explains how to install, configure, and deploy ePortal, including its
supporting run-time components.

This Chapter Includes
= “System Requirements” on page 18
= “Prerequisites for Installation” on page 18
= “Installing ePortal via the Enterprise Manager” on page 19
= “Configuring ePortal” on page 20
= “Deploying ePortal” on page 34

31 System Requirements

ePortal supports the following operating systems:
= Windows XP, Windows 2000, and Windows Server 2003
= HP Tru64 V5.1A
= HP-UX 11.0 and 11i (RISC)
= IBM AIX 5.1 and 5.2
* Red Hat Linux 8 (Intel)
* Red Hat Linux Advanced Server 2.1 (Intel)

= Sun Solaris 8 and 9

32 Prerequisites for Installation

This section provides a list of the application, configuration, and run-time components
required for the ePortal installation.

ePortal Composer User’s Guide 18 SeeBeyond Proprietary and Confidential
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321 Web Server

ePortal must be installed via the Enterprise Manager. You can run ePortal on a system
with eGate and its Integration Server or on a WebSphere application server.

Note: To install ePortal on system running a SeeBeyond Integration Server, your site
must have an active installation of eGate.

322 Application Components

To install ePortal, you need the following application components:
= An installed license for eGate and ePortal
= ePortal.ear (enterprise archive file)
= search.war (ePortal search facility Web archive file)

= ePortal.properties (configuration file for ePortal run-time properties)

33 Installing ePortal via the Enterprise Manager

During the eGate Integrator installation process, the SeeBeyond Enterprise Manager, a
Web-based application, is used to select and upload ePortal (the .sar file for ePortal)
from the installation CD-ROM to the Repository.

When the Repository is running on a UNIX operating system, ePortal is installed using
the Enterprise Manager, on a computer running Windows connected to the Repository
server.

331 Uploading ePortal

You can upload ePortal during the eGate installation or separately, if desired. If you are
installing eGate and ePortal at the same time, follow the instructions in the SeeBeyond
ICAN Suite Installation Guide, for installing eGate, and upload ePortal.sar after
uploading eGate.sar.

If you are not installing eGate, the instructions for using the Enterprise Manager in the
SeeBeyond ICAN Suite Installation Guide still apply to installing ePortal.

To install ePortal with eGate installation

1 During the procedures for uploading files to the Repository using the Enterprise
Manager, after uploading the eGate.sar file, select and upload the following file:

+ ePortal.sar

2 If you are installing eGate, continue as instructed in the SeeBeyond ICAN Suite
Installation Guide.

Note: ePortal is also supported by SeeBeyond'’s elnsight ESB.
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To install ePortal alone
1 Using your browser, connect to the Repository.

2 During the procedures for uploading files to the Repository using the Enterprise
Manager, select and upload the following file:

+ ePortal.sar

3 When the upload is finished, you can exit the browser.

332 Downloading and Extracting the ePortal Files

1 After the upload is finished, click the DOWNLOADS tab.
2 On the DOWNLOADS page, click ePortal.

3 On the File Download dialog box, click Save and save the ePortal.zip file to a
temporary directory.

4 Extract (unzip) the contents of the ePortal.zip file to the root directory (for example,
C:\).

This operation creates the following directory:
C:\ePortal
This directory contains the following files:
+ search.war
+ ePortal.ear
+ ePortal.properties
UNIX installation

UNIX installation requires the same steps as explained in these procedures. To finish
installing ePortal on UNIX, take the additional step of copying the ePortal directory to
the desired location on the UNIX machine.

You configure and deploy ePortal on UNIX in the same way as you do on Windows.
WebSphere installation

See “Configuring and Deploying ePortal on WebSphere” on page 36 for instructions
on how to install, configure, and deploy ePortal on WebSphere.

34 Configuring ePortal

Configuring ePortal after initial installation requires the following operations:
= Setting up the Integration Server or WebSphere application server
= Setting up authentication features

= Editing the ePortal.properties file

ePortal Composer User’s Guide 20 SeeBeyond Proprietary and Confidential



Chapter 3 Section 3.4
Installing ePortal Configuring ePortal

If you are using LDAP, you must configure ePortal accordingly. This section explains
how to do these operations.

341 Setting Up the Integration Server

If you are using the Integration Server, follow the procedures in this section. If you are
using the WebSphere application server, see the appropriate documentation for setting
up the WebSphere server.

For complete details on how to set up an Integration Server in eGate, see the eGate
Integrator Tutorial.

To set up the Integration Server
1 Using the Enterprise Designer’s Environment Explorer, create an Environment
under the desired Repository.

Note: ePortal does not require a Deployment Profile.

2 Create a Logical Host under that Environment.

3 Create an Integration Server under that Logical Host.

342 Setting Up Authentication

The ePortal run-time environment requires that you define the following users:
= Administrator
= guest
= template

You must define these users in the Enterprise Designer Environment where ePortal is
running. The users you have defined provide the initial channel templates at log-in.
The Administrator user is already defined in the eGate system, but not the roles. In
addition, you must create the guest and template users.

These users must have the following roles:
* Administrator: administration (note character case) and all roles
= guest and template: all role
Note: You can create additional users before or after ePortal is installed and operating on a
Logical Host. For the new user and role definitions to take effect after installation,
you must restart the Logical Host, or while the Logical Host is running, right-click
the Environment name in the Environment Explorer, and on the pop-up menu,

click Apply. You are logged off ePortal automatically and must log back on again to
allow your changes to show up in the application.
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Using LDAP and the Integration Server

If you are using the Integration Server and Lightweight Directory Access Protocol
(LDAP), you must use LDAP to set up the authentication features, that is, users and
roles are set up in LDAP and not via the Enterprise Designer. See the appropriate LDAP
documentation for information on how to set up authentication using LDAP.

See “Setting Integration Server Properties for LDAP” on page 26 for details on how to
set the Integration Server properties for LDAP.

Using the WebSphere application server

If you are using the WebSphere application server to run ePortal, you must set up your
authentication for ePortal using LDAP. See the appropriate LDAP documentation for
information on how to set up authentication using LDAP.

See “Configuring and Deploying ePortal on WebSphere” on page 36 for more
information on how to install, configure, and deploy ePortal on WebSphere.

To add the administration role to the Administrator user

1 In the Environment tree, click the Environment (the Environment name) that you
created for ePortal.

2 On the pop-up menu, click User Management. See Figure 3.

Figure 3 User Management Context Menu
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Apply
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Wersion History...

User Management %
ACL Management

3 On the User Management dialog box, click Administrator, click Modify, then click
Add Role.

4 To create the administration role, on the Add Role dialog box, click Create Role.

Note: The Enterprise Designer refers to ePortal groups as roles.
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5 On the Role dialog box, type administration, then click OK. See Figure 4.

Figure 4 Adding the administration Role to the Administrator User
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6 To add the administration role to the Administrator user, on the User Management
dialog box, click Add Role.

7 On the Add Role dialog box, select administration, then click OK.

8 On the User Management dialog box, click OK.

Do not close the User Management dialog box. You now need to add the template and
guest users.

To create the template and guest users
1 On the User Management dialog box, click Add.
2 In the User box, type template.

3 In the Password box, type a password (for example STC), then confirm the
password.
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4 Click Add Role. See Figure 5.

Figure 5 Adding Users in Enterprise Designer
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5 On the Add Role dialog box, select all, and click OK.
6 On the User Management dialog box, click OK to add the role. See Figure 6.

Figure 6 Adding Roles in Enterprise Designer
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The template user is added to the list of users with the role all.

7 Repeat the User Management procedure to create the guest user with the role all. If
you wish to create additional users, you can do so.
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Figure 7 shows a sample User Management list for ePortal.

Figure 7 User Management List for ePortal
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8 When you have finished creating the template, guest, and other desired users, on

the User Management dialog box, click OK, then click Close.

For complete information on how to set up authentication in the Enterprise Designer,
see the eGate Integrator User’s Guide.

343 Editing the ePortal Properties File

To continue configuring ePortal, you must edit the application’s properties file,
ePortal.properties.

To edit ePortal.properties for the Integration Server

1
2
3

On your computer, navigate to the folder where you installed the ePortal files.
Using a text editor, edit the ePortal.properties file.
Locate the following line:

integration_server_name=IntegrationSvrl

If you named the ePortal Integration Server anything other than the default name,
change IntegrationSvr1 to the correct name of your Integration Server.

Locate the following line:

internal_db_data_directory=/tmp/ePortal

Using forward slashes, you can change /tmp/ePortal to a directory name that
reflects your desired internal database location, for example:

/ePortal/db_data (on Windows, the root is assumed)
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Note: ePortal creates its own internal database during the first time it runs.
7 Save the ePortal properties file.
Important: Do not edit any of the rest of the lines in the file.
8 Make sure the Integration Server and Logical Host are running.
Note: For WebSphere, make sure the application server is running.
9 Using Windows, copy the ePortal.properties file to the Logical Host and drop it
into the following directory:
<drive>:\<install_directory>\logicalhost\stcis\lib\endorsed

Where:

* drive and install_directory are the installation drive and directory for the ICAN
Suite

To edit ePortal.properties for WebSphere

Follow the previous procedure, but omit step 3.

344 Configuring ePortal for LDAP

This section explains how to set the configuration properties that allow you to run
ePortal with LDAP.

Setting Integration Server Properties for LDAP

You must set the properties of the Integration Server to be compatible with LDAP. To
allow the Enterprise Designer to authenticate via LDAP, you must change the default
security realm type to the appropriate realm type. You must also set properties for the
desired realm.

To access these properties, click the desired Integration Server on the Environment
Explorer in the Enterprise Designer. On the properties sheet, expand the following
folders:

IS Configuration\Sections\Security Realm Configuration

See Figure 8 on page 27.
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Figure 8 Security Realm Configuration Properties
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You must set the Default Security Realm Type to either SunOne Directory Server or
Active Directory Server, as necessary for your system.

Figure 8 on page 27 shows the SunOne Directory Server properties.

Active Directory Server has all the properties you must reset for the SunOne Directory
Server. Reset them in the same way as you do for the SunOne Directory Server. See the
list after Figure 8 on page 27.
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Figure 9 SunOne Directory Server Properties
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For complete information on how to reset these properties for SunOne Directory
Server or Active Directory Server, see the eGate Integrator User’s Guide.

Note: For the Active Directory Server, make sure you set change Guest to guest.

Configuring ePortal and LDAP for the Integration Server

This configuration operation requires you to modify the ePortal.ear file and several

files it contains.

To prepare for modifying the ePortal.ear file

1 Create a temporary directory and name it Portal, for example:

C:\Portal

2 Extract the ePortal.ear file to the Portal directory, for example:

jar xf ePortal.ear
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The result of the extraction is several files, including ePortal.war.
Create a temporary directory inside Portal and name it Install, for example:
C:\Portal\Install
Extract the ePortal.war file to the install directory, for example:
jar xf ePortal.war
Navigate to the \Install\WEB-INF\lib directory.

Under the WEB-INF\lib directory, create a temporary directory and name it temp,
as follows:

mkdir temp

From the \Install\WEB-INF\lib directory, extract the ePortal.jar file to the temp
directory.

Delete the ePortal.jar file from \Install\WEB-INF\lib directory.
del ePortal.jar

Delete the Install\WEB-INF\lib \tmp\META-INF directory.

Navigate to the \Install\WEB-INF\lib\temp\properties directory.

In the \Instal\WEB-INF\lib\temp\ properties directory, replace all the
portal.properties file content with all the portal.ldapRealm.properties file content.

In the \Instal\WEB-INF\lib\temp\groups directory, replace all the
compositeGroupServices.xml file content with all the
compositeGroupServices.ldapRealm.xml file content.

If you are doing an Active Directory installation, skip these procedures and instead
complete the procedure on page 31. Complete the following procedure only if you are
doing a SunOne Directory installation:

To modify the Idap.properties file for SunOne Directory

1

Navigate to the \Install\WEB-INF\lib\temp\properties directory and open the
in the 1dap.properties file using a text editor.

You only need to edit the SunOne Directory-related fields.

Provide the SunOne server IP address and port number, for example:
ldap.host=192.168.1.2
Idap.port=389

Provide the SunOne server directory context to search for users, for example:
Idap.baseDN=ou=People,dc=ican,dc=com

Provide the SunOne server attribute used to search for a user, for example:

Idap.uidAttribute=uid
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If your directory server permits anonymous binds, leave the following SunOne
server lines unchanged:

#ldap.managerDN=uid=Administrator,ou=People,dc=ican,dc=com
Idap.managerDN=
Idap.managerPW=

If your directory server does not permit anonymous binds, uncomment the first
SunOne server line and provide your values, for example:

ldap.managerDN=uid=Administrator,ou=People,dc=ican,dc=com
Idap.managerDN=
Idap.managerPW=

Navigate to the \Install\WEB-INF\lib\temp\ properties directory, and open the
PersonDirs.xml file using a text editor.

You only need to edit the SunOne Directory-related fields.

Provide the SunOne server IP address, port number, ou, and dc values in the url
field, for example:

<url>ldap://192.168.1.2:389/ou=People,dc=ican,dc=com</url>
Provide the SunOne server uidquery value, for example:
<uidquery>(uid={0})</uidquery>

Keep logonid, logonpassword, usercontext as they are, commented and empty, as
follows:

<!--

<logonid>uid=Administrator, ou=People,dc=ican, dc=com</logonid>

<logonpassword>secret</logonpassword>

-_—>

<logonid></logonid>

<logonpassword></logonpassword>

<usercontext></usercontext>

Navigate to the \Install\WEB-INF\lib\temp\groups directory, and open the
LDAPGroupStoreConfig.xml file using a text editor.

You only need to edit the SunOne Directory-related fields.

Provide the SunOne server IP address, port number, ou, and dc for the url field, for
example:

<url>ldap://192.168.1.2:389/ou=People,dc=ican,dc=com</url>

Provide the SunOne server keyfield and namefield values.
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14 Keep logonid, logonpassword, usercontext as they are, commented and empty, as
follows:
<!—--
<logonid>uid=Administrator, ou=People,dc=ican, dc=com</logonid>
<logonpassword>secret</logonpassword>
-_—>
<logonid></logonid>
<logonpassword></logonpassword>
<usercontext></usercontext>

15 In the Group section, leave filter string field unchanged, as follows:
<filter string="(uid=*)"/>

Complete the following procedure only if you are doing an Active Directory
installation:

To modify the Idap.properties file for Active Directory

1 Navigate to the \Instal\WEB-INF\lib\temp\properties directory and open the
Idap.properties file using a text editor.

You only need to edit the Active Directory-related fields.
2 Provide the Active Directory server IP address and port number, for example:
Idap.host=192.168.1.2
Idap.port=389

3 Uncomment and provide the Active Directory server directory context to search for
users, for example:

ldap.baseDN=CN=Users,DC=ican,DC=com
4 Comment the SunOne server directory context to search for users, for example:
#ldap.baseDN=ou=People,dc=ican,dc=com

5 Uncomment and provide the Active Directory server attribute used to search for a
user, for example:

Idap.uidAttribute=sAMAccountName
6 Comment the SunOne server attribute used to search for a user, for example:
#ldap.uidAttribute=uid

7 If your directory server permits anonymous binds, leave the following Active
Directory server lines commented:

#ldap.managerDN=Administrator@ican.com
#ldap.managerPW=secret

8 Comment the following SunOne server lines:
#ldap.managerDN=uid=Administrator,ou=People,dc=ican,dc=com
#ldap.managerDN=
#ldap.managerPW=
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If your directory server does not permit anonymous binds, uncomment the first
Active Directory server line and provide your values, for example:

Idap.managerDN=Administrator@ican.com
Idap.managerPW=secret

Navigate to the \Install\WEB-INF\lib\temp\properties directory and open the
PersonDirs.xml file using a text editor.

You only need to edit the Active Directory-related fields.

Remove the comment from the Active Directory section before the <url> field and
after the </usercontext> field, for example:

<url>ldap://192.168.1.2:389/CN=Users,DC=ican,DC=com</url>
<uidgquery> (sAMAccountName={0})</uidquery>
<logonid>Administrator@ican.com</logonid>
<logonpassword>secret</logonpassword>
<usercontext></usercontext>

Provide the Active Directory server IP address, port number, CN, and DC values in
the url field, for example:

<url>ldap://192.168.1.2:389/CN=Users,DC=ican,DC=com</url>

Provide the Active Directory server uidquery, logonid, logonpassword, and
usercontext values, for example:

<uidgquery> (uid={0})</uidquery>
<uidquery> (sAMAccountName={0}) </uidquery>
<logonid>Administrator@ican.com</logonid>
<logonpassword>secret</logonpassword>
<usercontext></usercontext>

Comment all lines in the SunOne section, as follows:

<!--
<url>ldap://192.168.1.2:389/ou=People,dc=ican,dc=com</url>
<uidquery> (uid={0})</uidquery>
-——>
<!—--
<logonid>uid=Administrator, ou=People,dc=ican, dc=com</logonid>
<logonpassword>secret</logonpassword>
-_—>
<!--
<logonid></logonid>
<logonpassword></logonpassword>
<usercontext></usercontext>
-——>

Navigate to the \Install\WEB-INF\lib\temp\groups directory and open the
LDAPGroupStoreConfig.xml file using a text editor.

You only need to edit the Active Directory-related fields.
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16 Under the Config section, remove the comment from the Active Directory section

before the <url> field and after the </refresh-minutes> field, as follows:

<url>ldap://192.168.1.2:389/CN=Users,DC=ican,DC=com</url>

<keyfield>sAMAccountName</keyfield>

<namefield>CN</namefield>
<logonid>Administrator@ican.com</logonid>
<logonpassword>secret</logonpassword>
<usercontext></usercontext>
<refresh-minutes>l</refresh-minutes>

17 Provide the Active Directory server IP address, port number, CN, and DC values in
the url field, for example:
<url>ldap://192.168.1.2:389/CN=Users,DC=ican,DC=com</url>

18 Provide the Active Directory server keyfield, namefield, logonid, logonpassword,
and usercontext values, for example:
<keyfield>sAMAccountName</keyfield>
<namefield>CN</namefield>
<logonid>Administrator@ican.com</logonid>
<logonpassword>secret</logonpassword>
<usercontext></usercontext>

19 Under the Config section, comment all the SunOne section.

20 Under the Group section, uncomment the Active Directory filter string field, as
follows:

<filter string="(sAMAccountName=Administrator)"/>
21 Under the Group section, comment the SunOne filter string field, as follows:
#<filter string="(uid=%)"/>
To use the ePortal.ear file, you must first repackage it.
To repackage the ePortal.ear file
1 Navigate to the \Instal \WEB-INF\lib\temp directory.
2 Create the ePortal.jar file, as follows:
jar cf ePortal.jar
3 Move the ePortal.jar file to the \Install \WEB-INF\lib, as follows:
move ePortal.jar.
4 Navigate to the \InstalI\WEB-INF\Ilib directory.
5 Delete the temporary (temp) directory, as follows:
del temp
6 Navigate to the \Install directory.
7 If ePortal.war already exists, delete it, as follows:

del ePortal.war
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8 Create a new ePortal.war file, as follows:
jar cf ePortal.war
9 Move the ePortal.war file to the \Portal directory.
10 Navigate to \Portal.
11 Delete the \Install directory.
12 Create a new ePortal.ear file using the following command:
jar cf ePortal.ear

13 Deploy the ePortal.ear file to the Integration Server. See “Deploying ePortal” on
page 34 for details.

35 Deploying ePortal

ePortal can run under one of the following environments:

= SeeBeyond Integration Server, authenticating using either the Enterprise Designer
or LDAP

= WebSphere application server authenticating using LDAP only

To deploy ePortal under the Integration Server environment, you must use the
Enterprise Designer. For complete instructions on how to use the Enterprise Designer,
see the eGate Integrator User’s Guide and eGate Integrator System Administration Guide.

Running the Logical Host on Windows

Before you can deploy ePortal on the Integration Server, you must first start the Logical
Host. See the eGate Integrator Tutorial for complete instructions on how to run the
Logical Host.

This is the default deployment.
Deploying on the WebSphere application server

If you are using the WebSphere application server to run ePortal, you must deploy
ePortal using WebSphere. See “Configuring and Deploying ePortal on WebSphere”
on page 36 for details.
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351 Deploying ePortal Files

To deploy the ePortal application files do the following;:

1 Copy the ePortal.ear and search.war files to the Logical Host deployment directory,
for example:

<drive>:\<install_directory>\logicalhost\stcis\deploy\
new \<integration_server>

Where:

* drive and install_directory are the installation drive and directory for the ICAN
Suite

+ integration_server is the name of your Integration Server
Note: There can be more than one Integration Server running on the Logical Host. Make
sure you navigate to the specific Integration Server that you specified for ePortal.

2 Watch the ePortal.ear and search.war files in the directory.

If you completed all of the preceding procedures correctly, the two files disappear,
one after the other. Depending on the host machine speed, this action may take a
few moments.

352 Validating the Installation

This procedure verifies that the ePortal application, the Logical Host, and the ePortal
database are all running. In addition, it confirms that ePortal has been successfully
installed, configured. and deployed.

To validate the ePortal installation
1 Check the following directories:

<drive>:\<install_directory>\logicalhost\stcis\repository\
applications\<integration_server>\EAR and \WAR

Where:

* drive and install_directory are the installation drive and directory for the ICAN
Suite

+ integration_server is the name of your Integration Server

This is the deployed location of the ePortal.ear and search.war files. If these files are
not present, repeat the installation and/or troubleshoot as necessary.

2 Start your browser.
3 On the Address line, type the following URL:
http://<localhost>:<port>/ePortal/
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Where:
¢ localhost is the name of the host machine

* port is the port number assigned to the Integration Server on the Logical Host,
for example:

http://localhost:18004/ePortal/
The port 18004 is the default installation port number.
In a successful installation, the ePortal login window appears.
4 On the login window, log in as Administrator as follows:
+ username: Administrator
+ password: STC

If you want to change the ePortal port number, you can do so using the Integration
Server properties sheet in the Enterprise Designer.

To change the ePortal port number

1 On the Enterprise Designer’s Environment Explorer, open the desired Integration
Server’s properties sheet.

2 Expand the folders in the left pane as follows:

IS Configuration\Sections\Web Container Configuration\
Web Server Configurations\Default Web Server

3 In the right pane, under Connector Port, enter the desired port number.

4 Close the properties sheet.

See “Setting Integration Server Properties for LDAP” on page 26 for more
information on this properties sheet.

353 Running ePortal

To run ePortal in subsequent sessions
1 Start the Logical Host.
2 Log into ePortal. See “Validating the Installation” on page 35.

Note: Once the .war files have been deployed, you do not need to redeploy them to start the
Logical Host.

35 Configuring and Deploying ePortal on WebSphere

This section explains how to configure and deploy ePortal on the WebSphere
application server (including the SunOne Directory and Active Directory servers).
Authentication on WebSphere requires LDAP, so the configuration instructions include
setting LDAP properties.
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361 Configuring the ePortal.war File

This section explains how to edit the ePortal.war file to make it compatible with
WebSphere.

To configure the ePortal.war file for WebSphere

1
2
3

10
11

12

13

14

15

16

17

Complete the procedure on page 28.

Edit the ePortal.properties file and make any needed configuration changes.

Make sure that the location of the database is explicit, for example:
C:/edesigner/ePortal/data_db

Copy the modified ePortal.propertes file to the \Install\WEB-INF\lib\temp
directory.

Navigate to \InstalI\WEB-INF\lib\temp.

Create the ePortal.jar jar file, as follows:
jar cf ePortal.jar

Move the ePortal.jar file to the \InstalI\WEB-INF\Iib, as follows:
move ePortal.jar

Navigate to the \Install\WEB-INF\lib directory.

Delete the temporary (temp) directory, as follows:
del temp

Navigate to the \Install directory.

If ePortal.war exists, delete it, as follows:
del ePortal.war

Create a new ePortal.war file, as follows:
jar cf ePortal.war

Move the ePortal.war file to the \Portal directory.

Navigate to \Portal.

Delete the \Install directory.

Create a new ePortal.ear file using the following command:
jar cf ePortal.ear

Deploy the ePortal.ear file to the WebSphere application server.

The rest of this section explains how to configure and deploy ePortal on the WebSphere
application server.
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362 Configuring and Deploying ePortal on WebSphere

This section explains how to configure security and deploy ePortal (including the

search engine) on the WebSphere application server via the WebSphere Administrative
Console.

To configure ePortal security on WebSphere
1 Make sure that the WebSphere server is running.

2 Start the WebSphere Administrative Console. See Figure 10.

Figure 10 Administrative Console Window
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3 Click the Security link in the left pane to expand the link.
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4 Click the Global Security link and configure the parameters in the window as
shown in Figure 11.

Figure 11 Global Security Window
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5 Click the LTPA link and configure the parameters in the window as shown in
Figure 12. Click Apply or OK to validate the changes.

Figure 12 LTPA Window
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6 Select the LTPA Single Signon (SSO) option and configure the parameters in the
window as shown in Figure 13.

Figure 13 LTPA Single Signon (SSO) Window
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7 Click the LDAP link and configure the parameters as follows:

+ For Active Directory use the window shown in Figure 14.

Figure 14 LDAP User Registry Window for Active Directory
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LDAP connection. Set to unchecked only in rare
situstions where a router is used to spray requests
to multiple LDAP servers and when the router does
not support affinity.

O

Ignore Case [iwhen setto true, & caze insensitive authorization
check will be performed
S5L Enabled [[whether secure socket communications is

enabled to the LDAP server. When enshled, the
LDAP Secure Socket Layer seftings are used it
specified

SSL Configuration

ialomari_piDefaultSSLSettings v

A Specifies the LDAP S5L Seftings configuration
setting

Apply | M Reset‘ Cancel ‘

nal Properties

Acvanced LDAP Settings | Acdvanced LDAP User Registry settings are used when users and groups reside in an external LDAP directory. When security is enablzd
and any of these propetties are changed, please go to the GlobalSecurity panel and click Apply or OK to validate the changes

Custom Properties

& set of arbitrary user registry configuration properties whose names are specific to a given type of pluggable registry.

Make sure the Type parameter is set to Active_Directory.
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+ For SunOne, configure the parameters as shown in Figure 15.

Figure 15 LDAP User Registry Window for SunOne

User ID: islomari

1A omari-GX2T0XP
Servers
Applications
Resaurces
B Security
Global Securty
SEL
Authertication Mechanisms
B User Registries
Local 05
LDAR
Custom
JAAS Configuration
Authentication Protocal

Enviranmert
System Administration
Troubleshooting

LDAP User Registry

LDAP User Registry settings are used when users and groups reside in an external LDAP directory. When security is enabled and any of these properties are
changed, please go to the GlobalZecurity panel and click Apply or OK ta validste the changes. [il

Configuration

Server User ID

o ||a|omar| ‘

[0l The user ID under which the server wil
execute (for security purposes)

Server User Passwaord

[{] The password corresponding to the serverld.

Type [ The type of LDAP server being connected ta.
Host * |1 01873140 ‘ [[)specifies LDAP server host name.
Fort [i Specifies LDAP server port.

R P

= |

Baze Distinguished Mame (D)

|dc=‘tes‘tqa,dc=com ‘

[i] The basz distinguizhed name of the directory
service, indicating the starting poirt for LDAP
searches of the directary service.

Bind Distinguished hame (DR

|uid=Adm\nistratnr Jou=People ‘dr::test‘

[ The distinguizhed name for application server
to uge to hind to the directory service.

Bind Pas=word

[ The pazsword for the application server to use
to hind to the directary service.

Search Timeout

[120 |

Hi Specifies the timeout value in =econds for an
LDAP server to respond betore aborting & request.

Reuse Connection

[i] Should =et to checked by defautt to reuse the
LDAP connection. Set to unchecked anly in rare
situations where a router is used to spray
requests to mutiple LDAP servers and when the
router does not support atfinity .

lgnore Case [[when setto trug, & case insensitive
autharization check will be performed
SEL Enabled [[whether secure socket communications is

O

enabled to the LDAP server. When enabled, the
LDAP Secure Socket Layer seftings are used if
specified.

S5L Configuration

|\Aomari-G){2?U}{P.iDefaultSSLSeﬂ\ngs ¥

Hi Specifies the LDAP S5L Settings configuration
setting.

Apply‘% Resetl Cancal‘

changes.

Additional Properties

Advanced LDAP Settings | Advanced LDAP User Registry setlings are used when usgers and groups reside in an external LDAP directory . Vuhen security is
enabled and any of these propetties are changed, please go to the GlobalSecurity panel and click Apply or OK to validate the

Custom Properies

& set of arbitrary user registry configuration properies whose names are specific to a given type of pluggsble registry

Make sure the Type parameter is set to Custom.

8 Click Apply or OK to validate the changes.

ePortal Composer User’s Guide

42

SeeBeyond Proprietary and Confidential



Chapter 3

Section 3.6
Installing ePortal

Configuring and Deploying ePortal on WebSphere

9 Configure the Advanced LDAP Settings as shown in Figure 16. Click Apply or OK
to validate the changes.

Figure 16 LDAP User Registry Window for Advanced LDAP Settings

User ID: ilomari LDAP User Registry >

ialomari_xp Advanced LDAP Settings
Servers

Acvanced LDAP User Registry settings are used when users and groups reside in an external LDAP directory. Wwhen security is enabled and any of these properties

Applications are changed, please oo to the GlokalSecurity panel and click Apply or OK to validate the changes. [i]

Resources

B Security Configuration

Global Security

ssL General Properties
Authertication Mechanisms User Fiter |(&(aAMAccnumNama=%v)(nmemc\sl fm AnLDAP fiter clauss for searching the redistry
or users.
3 User Registries
Local O Group Filter |(BEDH=%V)(nhjectg\ass:grnup)) | fE ::lntESAP filter clause for searching the registry
LD&P
— User ID Map |user:sAMAccourﬂNama | [i] &0 LDAR fitter thet maps the short name of =
Custom user to an LDAP entry.
JAAS Contiguretion Group 1D Map |".cr| | [i] &n LDAR fiter that maps the short name of =
Authertication Pratocol group o an LDAP entry.
Environment Graup Member 1D Map |memberuf.membar | [i] &n LDAF fitter that idertifies User to Groups
memberships.
System Administration
Certificate Map Mode EE [ilvwhether to map X509 Certificates inta an LDAP
Troubleshooting P EXACT DN b B

directory by EXACT_DM or CERTIFICATE_FILTER.
Specity CERTIFICATE_FILTER to use the specified
Certificate Fitter for the mapping

ertificate Fiter vou specified the fiter Certificate Mapping, use
Certificate Filk ] ified the fitter Certificate M:

this property to specify the LDAP fiter to use to map
attributes in the client cedificate to entries in LDAP

App\yl Ok| Reset Cancel |

10 Click the Global Security link again, then click Save to save your configuration. See
Figure 17.

Figure 17 Global Security Window (Save)

User ID: ialamari Global Security >
ialomari_xp Save

Servers

Save your workspace changes to the master configuration
Applications

Resources
B Security Save to Master Configuration
Global Security Click the Save button to update the master repository with your changes. Click the Discard button to discard your changes and bedin work again using the master
2zl repository configuration. Click the Cancel button to continue working with your changes.
Authentication Mechanisms UEE e CaR RS
B User Registries Wigww tems with changes
Local O Save | | Discard Cancel
LDAP
Custom

JARS Configuration

You have now finished setting up security for WebSphere.
To deploy ePortal on WebSphere
1 Make sure that the WebSphere server is running.

2 Start the WebSphere Administrative Console.

3 Inleft pane of the Administrative Console home page, click the Install New
Application link.
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The Preparing for the application installation window appears. See Figure 18.

Figure 18 Preparing for the Application Installation Window

User ID: islomari . TR .
Preparing for the application installation

Talomari_xp

s Specify the EARMIARIIAR module to upload and instal
 Servers

B Applications
Erferprise Applications Fath: Browese the ocal maching or & remote server: [i] Chooss the lacal path if the ear resides on the same maching &s the browssr.
® Local path Chonse the server path if the ear resides on any of the nodes in your cell cortesd.

Install Mew Application
|E:1edesigner1epurtallePurtal earH Browse... |

Resources

Security @] Server path:

Environment
System Administration

Cortexd Root: Used only for standalons Wb maodules (* war) [T e must specify & context root if the module being installed is 3 WAR module.
Troubleshooting

Cancel

4 Under Path, select Local Path and browse to the location of the ePortal.war file,
then click Open.

5 Under Context Root, type /ePortal and click Next, to go to the next page.
6 Check the Generate Default Binding check box, then click Next. See Figure 19.

Figure 19 Generate Default Binding Window

User ID: izlomari q O q a
Preparing for the application installation
ialomari_xp

3 You can choose to generate default hindings and mappings. ]
F] Servers

B Applications
Enterprize Apglications D Generate Default Bindings:
Inztall New Application
Resources Crverride: @ BT G g (s [i Generate defautt bindingz for existing entries and over write them
By O Override existing bindings
Environmenit X . .
Yirtual Host (0] [il The wirtual host to be used for this wek module
System Administration Do not default vitual host name far wek
. modules
Troubleshooting
(® Defaut virtual host name for weh macules:
default_host
Specific bindings file: [i] Optional location of pre-defined bindings file.
Previous | Wext| Cancel
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7 Keep Step 1 as is and click Next. See Figure 20.

Figure 20 Deploying on WebSphere: Step 1 Window

User ID: ialomari

ialomari_xp

Servers

B Applications

Enterprise Applications
Install Mews Application

System Administration
Troubleshooting

Install New Application

Allows installation of Erterprisze Applications and Module

-+ Step 1: Provide options to perform the installation
Specify the various options availsble to prepare and install your application
AppDeployment Options Enable
Pre-compile JSP O
Directory to Install &pplicstion
Distribute Application
Use Binary Configuration D
Dieploy EJB= O
Application MName ePortal
Creste MBeans for Resources
Enable class reloading D
Feload Interval

M Cancel

Step 2 Map virtual hosts far web modules
Step 3 Map modules to applicstion servers
Step 4 Map security roles to usersiaroups
Step S

SUMmaty

8 Under Step 2, check the box next to ePortal.war and click Next. See Figure 21.

Figure 21 Deploying on WebSphere: Step 2 Window

User ID: ialomari

mari_xp
Servers
B Applicstions
Erterprise Applications
Install Mews Spplication
Resources

Security

Environment

System Administration
Troubleshooting

Install New Application

Allowes installstion of Enterprize Applications and Module

Step 1 Provide options to perform the installation

—+Step 2: Map virtual hosts for web modules

Specity the virtual host where you want to install the Web modules contained in your application. Web modules can be installed on the same virtual host or
dizpersed amongy several hosts.

Apgly Muttiple Mappings:
[ web Module Virtual Host

[ ePortslwar

Previous | Next| Cancel

defautt_host +

Step 3 Map modules to application servers
Stepd  Map security rales to usersigroups
Step 5 Summary
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9 Under Step 3, check the box next to ePortal.war and click Next. See Figure 22.

Figure 22 Deploying on WebSphere: Step 3 Window

User ID: ialomari f :
Install New Application
ialomari_xp

Allowys installation of Enterprize Applications and Module
Servers

Applicstions
B Apgl Step 1 Provide options to perform the installation
Erterprize Applications

htap virtual hosts for web modules
Install ew Application Sep2  Mep
Resources Step 3 Map maodules to application servers
Security —+Step 4: Map security roles to usersigroups
nvironment
System Administration Each role defined in the application or module must be mapped to a user or group from the domain's user redgistry.
Troubleshooting Laokup users | Lookup groups
|:| Role Everyone? All i 7 Users Mapped Groups
O al F Fl all
Previous | Mext Cancel |

Step s  Summary

10 Keep Step 4 as is and click Finish. See Figure 23.

Figure 23 Deploying on WebSphere: Step 4 Window

User ID: islomari . .
Install New Application

ialomari_xp

3 Allowws installation of Enterprize Applications and Module
7 Servers

Bl Appleations Step 1 Provide options to perfarm the installation
Erterprize Applications
restall New &pplication Step 2 Map vifual hasts for web modules
Resources Step 3 Map modules to application servers
Security Step 4 Map security roles to usersigroups
Environment —#Step 5: Summary
System Administration

Troubleshocting Summary of Install Ogtions
Optiens Values
Distribiute Application YWes
Use Birary Configuration Mo
Celltlode/Server Click here
Create MBeans for Resources Wes
Enakle class reloading Mo
Deploy EJBs Mo
weas policy dats grart codeBase "file: fapplication}! { permizsion java security AlPermission; §
Applicstion Mame: ePortal
Reload Interwval
Directary to Install Application
Pre-compile JSP Mo
Lplicstion Mame ePartal
Previous Finish Cancel
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11 Click the Save To Master Configuration link. See Figure 24.

Figure 24 Save To Master Configuration

User ID: ialomari f
Installing..

ialomari_xp

5 If there are EJB's in the application, the EJB Deploy process may take several minutes. Please do not save the configuration until the process is
[f] Servers

complete.
B Applications
Erterprise Applications Check the SystemOut log on the Deployment Manager or Server where the application is deployed for specific information about the EJB Deploy process as it
OCEUFS.

Install Mev Application
Resources ADMASO0SE Applicstion ePortal configured in YebSphere repositary
SECUty
Environtment ADMASO0TE Application kingties saved in C:Program Fi bSphere\tppSeryer! plislomarivwworkspaceicellsislomari_xplapplicationsePortal eanePortal.ear
System Administration

Troubleshooting

ADMAS011E Cleanup of temp dir for app ePortal done

ADMAS013E Application ePortal installed successfully
Application ePortal installed successfully

If wou want to start the spaplication, you must first save changes to the master configurstion
Save to Master Configuration
If you weant to swork with installed applications, then click Manage Applications

Manage Applications

The Save window appears. See Figure 25.

Figure 25 Save Window

User I ialomari
Save

ialomari_xp

Save your workspace changes to the master configuration
Servers

B Applications
Erterprise Applications Save to Master Configuration
Install Mewr Application Click the Save button to update the master repostory with your changes. Click the Discard button to dizcard your changes and begin work again using the
Resources master repository configuration. Click the Cancel button to continue working with your changes
Secutity Total changed documents: 12
Environment Wiewe tems with changes

System Administration
Troubleshooting

Save Discard Cancel

12 Click Save.
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The Enterprise Applications window appears. See Figure 26.

Figure 26 Enterprise Applications Window

User ID: ialomari

ialomari_xp
Servers
B Applications
Erterprise Applications
Install Mew Spplication
Resources

Security

Enviranmment

System Administration
Troubleshooting

Enterprise Applications

& list of installed applications . & single application can be deployed onto multiple servers. [l

Tatal: 10
Fitter
Preferences

Stop | Install

Unin:

stall Update Export Export DDL |

A
Hame v

Default&pplication

MDBESamples

PlantsBrhihiehSphere

SamplesGallery

TechnologySamgles

adminconzole

cPartal
|

fa}rr/ wvar

ivt&pp

Oooooooo|iooi;

petstare

@@@8@@@@‘@@;
w
<
(54

Under the Name column, click the ePortal link.

13

Click the Configuration tab and make sure the parameters are configured as shown

in Figure 27. When you are finished, click OK or Apply.

Figure 27 Configuration Tab

User ID: ialomari

ialomari_xp
Servers
B Applcations
Erterprise Applications
Install hlew Application
Resources

Security

Environment

System Administration
Troubleshooting

Configuration H Local Topology ‘

General Properties

Mame * ePortal [ Specifies & logical name for the application.
Application names must be unicgue within & cell.
Starting Wieight - |1 ‘ [ Specifies the order in which applications are

started. Applications with lovwer startug order are
started hetore those with higher startup order.

Application Binaries

= [$(APP_INSTALL_ROGT alomari_sp/

1] Specifies the full path name of the enterprize
application kinsry file. The path name can be an
abzolute path or can contain a pathmap variable
such as APP_INSTALL_ROOT

Use Metadats From Binaries

O

@ Specifies whether the application server will use
the binding, extensions, and deployment descriptors
located with the application deployment document,
the deployment xml file (default), or those located in
the application's ear fils

Enable Distribution

[i Specifies whether the application will be
distributed automatically to other nodes on the cell
The default is for automstic distribution.

Clazsloader Mode

*| PARENT_FIRST

[ Specifies whether classes are oaded via the
parert classlosder betore this one.

WAR Classloader Policy

[henie ]

[ Defines whether there is & single classloader for
all WaARs in the application or a classloader per VAR
in the spplicstion.

Reload Enabled

1] Specifies if clazs reloading is enabled for
application files when they get updated.

Relozd Irterval

[ The timeperiod (in seconds) inwhich the
application's filesystem will be scanned for updsted
files.

Apply | M Resetl Cancel |

Additional Properties
Taroet Mapnincs The mapping of this deployed okject (Application o Module) into & target environment (server, cluster, cluster member)
Libraries A list of library references which specify the usage of global librariss.

Session Management

Session Manager properties specific to this Application
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14 Click the Session Management link. See Figure 28.

Figure 28 Session Management Link

User ID: ialomati

ialomari_xp
Servers
B Applications
Enterprize Applications
Install Mew Application
Resources
Security
Environmert
System Administrstion
Traubleshooting

General Properties

Mame * ePartal [ Specifies a logical name for the application.
Application names must be unigue within a cell.
Starting Vieight * ‘1 | | Specifies the order in which applications are

started. Applications with loveer startup order are
started before those with higher startup order

Application Binaries

* ‘!ii(APP_INSTALL_ROOT)JiaInman_prl ([l Specities the full path name of the enterprise

application binary file. The path name can be an
abzolute path or can contain & pathmap varishle
such as APP_INSTALL_ROOT

Use Metadata From Binaries

|:| [ Specities whether the applicstion server will use
the binding, extensions, and deployment descriptars
located with the application deployment document,
the deployment xmil file (default), or those located in
the spplication's ear file.

Enable Distribution

[ Specifies whether the application will be
distributed automatically to ather nodes onthe cell.
The default iz for automatic distribution.

Clazsloader Mods

* | PARENMT_FIRST » mSpecmes whether clazses are loaded via the

patent classioader before this one.

WAR Classloader Policy

* [[lDefines whether there is 2 single classloader for

all YWARs in the application or & classloader per WAR
in the application.

Reload Enabled

| Specifies if class reloading is enabled for
application files when they et updated.

Reload Interval

| [ The timeperiod (in zeconds) in which the
application's filesystem will be scanned for updated
files.

Apply | M Reset‘ Cancel ‘

Additional Properties

Tarcet Mappings The mapping of this deployed object (Applicstion or Module) into & target environment (server, cluster, cluster member)
Libraries & list of library references which specity the usage of global libraties.

Session Management Session Manager properties specific to this Application

Wigwy ) ment Descrigtar “iew the Deployment Descriptar

Mab mrrurity roles thonsareirnn

bty Rty roles oo isersinrnng
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15 Make sure the parameters are configured as shown in Figure 29. Check to make
sure cookies are enabled. When you are finished, click OK or Apply.

Figure 29 Session Management Parameters

User ID: ialomari

ialomari_xp
Servers
B Applications
Erterprise Applications
Install Mew Application
Resources

Security

Enwvironimert

System Administration
Troubleshooting

&Changes hawve been made to your local configuration. Click Save to apply changes to the master configuration.
[ The server may need to be restarted for these changes to ta_'r{Effeci

Enterprise Applications > ePortal >
Session Management

Ses=ion manager configuration properties allow you to control the behavior of HTTP s2ssion support [

Configuration

Cwerwtite Session Mansgement

General Properties

[ overarite

0] Specities whether this Sessionianager settings
are to be used for the current module. Defaul is to
use Session Manager settings defined on parent
ohject.

Session tracking mechanism:

[ Enable S5L 1D tracking
Enable Cookies
[ Enable URL Rewrting

D Enabile protocal switch reweriting

1] Specify a mechanism for HTTP session
management

Orverflow:

Allowy overflow

[Dirvhether to allow the number of sessions in
memory to exceed the value specified by Max In
Memory Session Count property. This is valid only in
non-persistent sessions mode:

[i Specifies the macdmum number of sessions to

Maximum in-memory session count: |1DUD CRaS
maintain in memary
Session timeout: O Mo timeout [ Specifies howy long & session iz allowed to go
unused before t wil be considered valid no longer.
(@ st timeout Specify ether "Set timeout" or "Mo timeout " I you
select to set the timeout, the value must be at lzast
minutes tweo minutes, specified in mingtes.
Security integration O Enabie [[vwhen security integration is enabled, the Session

Manager will associate the identity of users with
their HTTP zessions

Serialize session access,

[ allowe serisl access

Iaximurm wait time l:l Feconcs

Allow access on timeout

[ serialize session access indicates whether to
dizallow concurrent session access ina given
server (VM)

Apply ‘ M Resetl Cancel |

The Enterprise Applications window appears again.
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16 Under the Names column, click the box next to ePortal.war, and click Start. See

Figure 30.
. . .
Figure 30 Configuration Tab
User I ialomari - f -
Enterprise Applications

ialomari_xp

Servers A list of installed applications. & single application can be deployed orto muttiple servers ]

]

B Applications

Enterprise Applications Total 10
Install Mew Application Fitter

Resources Preferences

Security Stop | Install Uninstall Update Export Export DDL |

Environmert - =

System Administration [J wame = Status v

Troubleshooting [] | Defaulpplication P
[] |MDESamales P
[] |PlartsByebSphere &
O SamplesGalery P
O TechnolagySamples P
O admincansole P
ePortal ®
O farm wear P
] |iépp &
O petstore P

This action runs the ePortal application.
To install the ePortal search engine on WebSphere
1 Make sure that the WebSphere server is running.

2 Start the WebSphere Administrative Console.

3 Click the Preparing for the application installation link and enter the values in the

window as shown in Figure 31. Then click Next.

Figure 31 Preparing for the Application Installation Page (Search 1)

User ID: islomri . AT .
ser st Preparing for the application installation

ialomari_xp

N Specity the EARMARMAR module to upload and instal
] Servers

B Applications

Install Meww Application
Resources

|E:\edesigner\epoda\\search.w%[ Browse.. ]

Security () Server pathc

Environment
System Administration

Traubleshacting Izearch

Cancel

Erterarize Anplications Path: Browse the local maching or & remote server: [i Choose the local path if the esr resides on the same maching & the browser. Choose
Enterprize ARRICEHons !
® Lacal path: the server path if the ear resides on any of the nodes inyour cell contesxd.

Cortexd Root: Used only for standalone veb modules (*war) [ vau must specify & context root if the madule being installed is & WAR module.

Entering the information for the search.war file ensures that the search engine is

installed.
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4 Enter the parameters in the next window as shown in Figure 32. Then click Next.

Figure 32 Preparing for the Application Installation Page (Search 2)

User ID: izl i ication i i
er [l islomart Preparing for the application installation

3 Wou can choose to generate detault bindings and mappings. [il
[+] BIVErs

B Applications
Enterprise Applications: Generate Default Bindings:
Install Mevw Application A
Override: Generate default bindings for existing entries and over write them
Resources @ Do not override existing hindings & 2
Securky O Crerriche existing hindings
Eviranmert Wirtual Host [i] The virtusl host to b d for this b mociul
System Administration e O Do not defautt vitual host name for web = virius st o be used far ks el mosue
modules
Troubleshoating
@ Detault virtual host name for el modulzs:
cletault _host
Epecific bindings file: [i] ptional location of pre-defined bindings file
Previous | Mext Cancel

5 Click the Install New Application link and enter the values in the window as
shown in Figure 33, under Step 1. Then click Next.

Figure 33 Installing Search Engine: Step 1 Window

User ID: izl icati
er ID: ialomari Install New Application

ialomari_xp

s Allows installation of Erterprise Applications andd Module
F Servers

B Applications
. ~*Step 1: Provide options to perform the installation
Erterprize Applications
Install Mew Apphcation
Instal Mew Application Specity the various options available to prepare and install your application.
Resources .
AppDeployment Options Enable
Security
Pre-compile JSP O
Environment
System Administration Directory to Install Application
Troubleshooting Distribute: Application
Use Birary Configuration (|
Deplay EJBs (|
Application Mame search_war
Create MBeans for Resources
Enable class reloading |:|
Reload Interval
Mext | Cancel

Step 2 Map virtual hosts for web modules
Step 3 Map modules to spplication servers

Step 4 Summary
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6 Under Step 2, enter the additional values in the window as shown in Figure 34.
Then click Next.

Figure 34 Installing Search Engine: Step 2 Window

User ID: izlomari . -
Install New Application
ialomari_xp

Allows installation of Enterprise Applications and Module
Servers

B Applications

Step1  Provide options to perform the installation
Enterprise Applications

Install Mew Application -+ Step 2: Map virtual hosts for web modules
Install Mew Appicaton
Resources

Specify the virtual host where you want to install the VWeb modules contained in your spplication. ¥Web modules can be installed on the same virtual host or
Security dispersed among several hosts

Environment Apply Muttiple Mappings
System Administration

[ web Module Virtual Host
Troubleshooting

search uwar defaul_host | v

Previous ‘ Mext Cancs\l

Step 3 Map modules to application servers

Stepd  Summary

7 Under Step 3, enter the values in the window as shown in Figure 35. Then click
Next.

Figure 35 Installing Search Engine: Step 3 Window

User ID: islomari . .
Install New Application
ialomari_xp

Allovys installstion of Erterprize Applications and Module
Servers

B Applications

Step1  Provide optians to perfarm the installation
Enterprize Applications

) Map virtual hosts 1 h mociul
Install Mew Application Step 2 ap virtual hosts for web modules

Resources —+5Step 3: Map modules to application servers
Security
. Specify the applicstion server wwhere you want to install modules cortsined in your applicstion. Modules can be installed on the same server or dispersed among
Enviranment several servers
System Administration - - n
WebSphere:cell=ialomari_xp node=ialomari_xp server=server!
Troubleshooting
Clusters and Servers: Apply
[] Module URI Server
search et search war WEB-INF fveb sl WebSphere:cell=ialomari_xp node=ialomari _xp server=server
Previous | Mext|  Cancel |
Step 4 Summary
, .
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8 Step 4 shows a summary of all the values you have entered so far. See Figure 36. If
these values are correct, click Next.

Figure 36 Installing Search Engine: Step 4 Window

User ID: ialomari Install New Application

ialo _xp Alloves installstion of Enterprise Applications and Module

Servers

B Applications Step1  Provide options to perform the installation
Enterprise Applications Step 2 Map vidual hosts for web modules

Install Mew Application
Resources
Security —>Step 4: Summary

Step3  Map modules to applicstion servers

Envirenment Summary of Install Options:
System Administration ~
Options Values

Troukleshooting

Distribute Application Yes

Use Binary Configuration Mo
CellMode/Server Click here
Creste MBesns for Resources Wes
Ensble class reloading Mo
Deploy EJBs Mo

i

I Template policy file for enterprize application.

11 Extra permissions can be added if required by the enterprize application.

"

fTNOTE: Syntax errors in the policy files will cause the enterprise application FAIL to start.
I Extreme care should be taken when editing these policy files. tis sdvised to use

f1the policytool provided by the JOK for edting the palicy files

1T OWAS _HOME s vadrebin/policytacl).

"

grant codeBase "file: ${application]” {
B
weas policy data
grant codeBase "filefi{jars} {
I

grant codeBaze "file:${connectorComponent 1" {

grant codeBase "file:${wehComponent} {

grant codeBase "file:${ehComponent ' {

Application Mame: search_war
Reload Interval

Directory to Install Application

Pre-compile JSP Mo
Application Mame search_war
Previous Finish Cance!

A window appears telling you the search engine is installing.
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9 When this install operation is finished, click the Save to Master Configuration link.
See Figure 37.

Figure 37 Install Operation Window

User ID: ialomari .
Installing..

ialomari_xp

. If there are EJB's in the application, the EJB Deploy process may take several
F] Servers

complete,

inutes. Please do not save the configuration until the process is

B Applications
Enterprize Applications Check the SystemOut log on the Deployment Manager or Server where the application iz deployed for specific information about the EJB Deploy process as it ocours.

In=tall Mew Application

ADMASH B Installation of search_war started
Resources

Security ADMASOOSE Application search_wat configured in WebSphere repostory
Environmerit
. " ADMAS001 L Application binaries saved in CProgram
E System Administrati
Bl System Administration Filt hSphers\tppServer’ plialomarivvorkspacelzelzialomar _piappliications\zearch_war gansearch _war ear

Troubleshaoting
ADMASH AL Cleanup of temp dir for spp search_war done

ADMASH 3L Application search_war installed successiully.

Application search_war installed successiully.

If you want to start the application, you must first save changes to the master configuration
Save to Mamir Configuration

If you want to weork with installed applications, then click Mansge Applications

Manage Applications

10 Click Save to save your search engine configuration. See Figure 38.

Figure 38 Save to Master Configuration

User ID: izlomari Enterprise Applications >

ialomari_xp Save
Servers

Sawve your warkspace changes to the master configuration
B Applications

Erterprize Applications

Install Mewy Application Save to Master Configuration

Resources Click the Sawe button to update the master repositary with your changes. Click the Discard button to discard your changes and begin work again using the master
Securily repository configuration. Click the Cancel button to continue warking with your changes
Environmert Total changed documents: 12

System Administration Wiy tems with changes

Troubleshooting Save Discard | Cancal |

For more information on installing and deploying applications on WebSphere, see the
appropriate WebSphere documentation.
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This chapter explains how to perform system Administration operations in ePortal.

21 Overview

Only ePortal server administrators are allowed to create, publish, and modify channels,
groups, and categories. The administrator assigns privileges to groups and users, as
well as determining the user makeup of groups.

This chapter explains these features and how to do these operations. The procedures
documented in this chapter assume that you have ePortal server Administrator
privileges.

This Chapter Includes
= “Basic Administration Operations” on page 57
= “Managing Channels” on page 58
* “Managing Groups” on page 66

* “Managing Permissions” on page 75
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12 Basic Administration Operations

When you log in to ePortal, you see the window shown in Figure 39.

Figure 39 Administrator Startup/Channel Manager Window

ePortal

Manager v Group Manager # Perl

Channel Manager =]

Options for Managing Channels:

@ Publish a new channel
@ Modify a currently published channel

This window has tabs that allow you to do the following operations:
= Channel Manager
= Group Manager
= Permission Manager
This chapter explains these basic ePortal operations.
Logging in as template or guest

By logging in as template or guest, the system administrator can change the look of
log-in pages or customize the template for portal view pages, as follows:

= guest: Allows you to create a universal default log-in page for all users.
= template: Allows you to create a universal default portal view page for all users.

Users can change these defaults, as desired. If the administrator does not create any
defaults, the initial log-in page contains only the log-in box (the rest is blank), and the
initial portal view pages are blank.
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+3  Managing Channels

A channel (sometimes called a portlet) is the mechanism through which enterprise data
is aggregated and distributed. Multiple channels can be assigned to a single portal. This
section explains channel management in ePortal.

431 Publishing a New Channel

The procedure in this section explains how to publish a new channel.

Note: You can create channels in several formats, however, in this guide only the Inline
Frame format is described. For a list of supported formats, see “Channel Types”
on page 58.

Channel Types

ePortal allows you to set up the following channel types:

= The Custom channel type allows the publication of channels with no accompanying
Channel Publishing Document (CPD). It is typically used to publish channels with
only one corresponding channel definition.

= The Inline Frame channel type renders an HTML page within a frame. This is not
supported in browsers older than Internet Explorer 5.0 and Netscape 6.0.

= The RSS channel type renders content provided in the Rich Site Summary (RSS).
= The Web Proxy channel type incorporates a dynamic HTML or XML application.

= The XML Transformation channel type transforms an XML document into a
fragment of markup language given a set of XSLT style sheets specified in a style
sheet list (SSL) file.

Publishing a New Channel

To Publish a new channel
1 Start your browser and log into ePortal.

The Administrator’s startup page opens. The Channel Manager tab is the default
startup window. See Figure 39 on page 57.

2 Under the Options for Managing Channels heading, click Publish a new channel.
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3 In the Channel Type area, select a channel layout option, for example: Inline
Frame. See Figure 40.

ePortal

Figure 40 Publishing a Channel

SEEﬁEYaND

FHanager 7 P

Channel Manager EVES S|
Channel General Channel = 3
workflow: B (100 S P Categories Groups Review!

Channel Type: Select the type of channel ta add by dicking 5 select ican in the aption calumn

Option
o]

00 0

Channel Type Description

Custom This channel type allows the publication of channels with no accompanying CPD (Channel Publishing Document), It
is typically used to publish channels with only one corresponding channel definition

Inline Frame Renders an HTML page within a frame. Mot supported in browsers older than Internet Explorer 5 and Netscape 6.

RSS Renders content provided in the popular RSS (Rich Site Summary) farmat

Web Proxy Incorporates a dynamic HTML or XML application

XML Transformation  Transforms an XML documnent into a fragment of markup language given a set of XSLT stylesheets specified in a
ePortal stylesheet list (SSL) file,

Review | Cancal

4 Click Next. See Figure 41.

Figure 41 Specifying an In-line Frame

m SEEBEYOND

workflove:

QOptions
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|

Channel Manager Q)&=
Inline
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ettings Controls
parameters

Settings [one]: Complete the Settings form below

General Settings

thannel Title:{example - StockCharts]

‘Vandor inwoice status

thannel Name:[srample- StockCharts]

‘Vandor inwoices

thannel Functional Name:[sxample - stock-charts]

‘Vandor—invoi ces

thannel Description:

The Vendor Inwoice 3tatus channel allow
authorized users to wonitor the status of
imvoices as they pass through the systenm.

channel Timeout:

10000 milliseconds (1000 = 1 second)

<Back | Next> | Review | cancel |

ePortal Composer User’s Guide 59 SeeBeyond Proprietary and Confidential



Chapter 4

ePortal Administration

Section 4.3
Managing Channels

5 In the Settings area, type the following information in the labeled fields:

= Channel Title: Displayed when a user views the channel.

Channel Name: A logical name, which is displayed in the list of channels when
your are configuring a channel’s layout, security, and view for a particular user. If
you open a channel in a separate window, this name appears in the window’s title

bar.

Channel Description: A short overview of the channel’s purpose.

Channel Functional Name: An optional unique name you can give a channel for
identification purposes, for example, /news/cnn for CNN. See Figure 49 on page 66
for an example.

Channel Timeout: The time-frame, in milliseconds, within which a channel
response must be received during a web application query. When the set time
elapses without a response, the channel is closed.

6 Type in the desired information, and then click Next. See Figure 42.

ePortal

Options

l‘

@

@

ﬂ

@

Figure 42 Specifying general channel settings

Channel Manager

Workflow:
Type

Inline
frame
parameters

General
Settings

Channel
Controls

Settings [one]: Complete the Settings form below

General Settings

thannel Title:[sxample - StockCharts]

[rendor inwoice status

thannel Namei[szample - SockCharts]

|Vendux: invoices

thannel Functional Name:[sxample -stock-charts]

|Vendox:— invoices

Cthannel Description:

The ¥endor Invoice 3tatus channel allow
authorized users to monitor the status of
invoices as they pass through the system.

Channel Timeout:

10000 milliseconds (1000 = 1 second)

< Back | Mext > | Review ‘ Cancel |

m SEEBEYOND

EVESETE]

Categories Groups Review

7 Inthe Inline frame parameters area, under the General Settings heading, in the
URL field, type the URL for the page you want to display in the in-line frame.

Caution:

This is a key step. This is the Web application that you want the channel to present
to users as a Web page. This step creates a link to that application.

Do not use localhost. If more than one machine uses this designation, ePortal does
not interpret it correctly.
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8 In the Frame Height field, in pixels, type in a height value.

This is the height constraint within which the channel will present the application’s
Web interface to channel users.

See Figure 43 on page 61.

Figure 43 Setting In-line Frame Parameters

serminss [
.ePortaI . i msmazvnnb
ARy &< e/ Pemission Mansgar ’r
Channel Manager EVES S|
,—| Inline
Workflow: Cl;anr;el g:;i?:asl P frame g:z;‘;fﬁl Categories Groups Review
i I—gl parameters

Inline frame parameters: Enter the URL of the page you want to render in an inline frame. Be aware that inline frames are not supported in some
browsers, in which case this channel will render a link to open the page in a new window,

User can
Options Modify? General Settings

|

URL: [exazaple - https/fwwv.seebeyond.com]
‘htr.p 1/ fwmw, systen-monitor. com/vendors

] Frame Height (pixels):
00

< Back | Waxt> | Review | cancal |

Note: In-line frames are not supported by some browsers. Lack of in-line frame support
causes the browser to open the page in a new window.
9 Click Next.

10 In the Channel Controls area, under the Select heading, select or clear the controls
you want to add to the channel.

This maps Help and associated information to the control buttons (shown under the
Button heading) in the channel, and adds the buttons to the channel, for example:

+ Editable: Passes edit events to the application.
+ Has Help: Passes help events to the application.
+ Has About: Passes about events to the application.

See Figure 44 on page 62.
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Figure 44 Setting channel controls

ePortal - - mEEEEEYﬂND
Channel Manager Q=
’—| Inline
Workflow: Chianoel GE".E":I frame DCha""EI Categories Groups Review
Type | |Settings| ” Controls

Channel Controls: Select channel controls in the form below:

Select Channel Controls Icon Description

[l Editable = when selected, passes edit events
m Has Help | when selected, passes help events
] Has About 6] when selected, passes ahout events

< Back | Wext> | Review | Cancel |

11 When you are finished, click Next.

12 In the Categories area, to assign the channel to one or more categories, select the
drop-down arrow and select an appropriate category from the list.

This is a mechanism to group channels together in related categories.
13 To add the channel to the category, click Add.

The category is displayed to the right of the X under the Selected Category
heading. To remove the channel from the category, under the Option heading,
click X. See Figure 45.

Figure 45 Assigning a Category

ePortal
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Group Description:

2l channel categories
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[ Misc. e}
Select Marked
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< Back | Mext> | Review | Cancel |

14 When you are finished, click Next.
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15 In the Groups area, to specify the groups or people that you want to have access to
the channel, select the drop-down arrow and select the groups from the list, and

then click Add.

Note: This step is essential. ePortal Composer limits channel access to only the selected

groups.

The group is displayed to the right of the X under the Selected Group heading. To
remove the channel from the group, under the Option heading, click X. See

Figure 46.

Figure 46 Assigning a Group
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16 When you are finished, click Next.
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17 In the Review area, audit the information you provided for the channel. See
Figure 47.

Figure 47 Reviewing Channel Parameters
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Review: Please review the settings for accuracy (click workflow icons or items in the table below to edit settings)

User can

modify? Name Value
Channel Type: Inline Frame
Channel Title: Vendor invoice status
Channel Name: Vendor invoices
Channel Functional Name: Vendor-invoices
Channel Description: The Vendor Invoice Status channel allow authorized users to monitor the status of invoices as they
pass through the system.
Channel Timeout: 10000 milliseconds
2 Frame Height [pixels] 600
=] URL http:ffwww.system-monitor.compvendors
Channel Controls [T Editable
[ Has Help
[T Has About

Selected Categories:

Selected Groups andfor People: @‘ Admin
5 Guest Guest

< Back Finizhed Cancel

18 When you are satisfied with the information, to complete the channel creation
procedure, click Finished.

Note: If you exit before you click Finished, all your changes are discarded.

432 Publishing a Search Channel

ePortal Composer provides a search engine that allows you to search for and upload
files and documents to the Repository from external locations and then retrieve them
based on search criteria.

Creating a Channel for the Search Module

To enable this facility, you have to create a channel for it. To create a channel for the
Search module, follow the steps explained under “Publishing a New Channel” on
page 58.

Specifying the URL for the Search Module

When creating a channel for the Search Module, the Search executable URL must
have the following syntax:

Http://<Hostname>:<Port>/search/protected/sbsearch.jsp
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Where:
* hostname is the name of the computer on which you installed the ePortal
executables.

+ port is the port number for ePortal, for example: 18004.

Caution: Do not use localhost. If more than one machine uses this designation, ePortal does
not interpret it correctly.

For a complete explanation of ePortal’s search feature, see “Using the ePortal Search
Engine” on page 89.

433 Modifying a Channel

ePortal allows you to edit or remove any existing channel.
To edit or remove a channel

1 Select Modifying a Currently Published Channel on the Channel Manager tab. See
Figure 39 on page 57.

2 You can remove a group by clicking the Remove Member button or edit a group by
clicking the Edit Member button. See Figure 48.

Figure 48 Modifying a Channel
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3 If you decide to edit a channel, the window shown in Figure 49 on page 66 appears.
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Figure 49 Editing a Channel
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Channel Type: Inline Frame
Channel Title: CNN
Channel Name: CNN
Channel Functional Name: fnewsfcnn
Channel Description: CNHN
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" Has Help
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Selected Categories: — 51

Selected Groups andfor People: 2 Roles
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This window allows you to review the channel’s current settings.
4 To continue, click Channel Type.

5 Finish modifying a channel in the same way as you publish a new one, except for
the addition of a modify Inline Frame Parameters step. This step allows you to
modify the URL and frame height.

See the procedure on page 58 for details on the rest of the steps.

6 To remove a channel, click the Remove button (X) under the Option column. See
Figure 48 on page 65.

+4 Managing Groups

ePortal allows you to collect users into groups. This section describes how to create and
modify groups via ePortal’s Group Manager channel.
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241 About Groups

In the portal context, a group is a collection of channels, groups, and sub-groups that
logically go together, based on a related purpose or interdependencies. Groups are
structured in a hierarchy that is defined and maintained by the system administrator.
The Group Manager channel allows the administrator to manipulate groups and group
members, and specify their permissions. By default, the administrator is automatically
granted unlimited permissions.

Note: For more information on assigning permissions, see “Managing Permissions”
on page 75.
The Group Manager channel allows you to:
= Create and delete groups
= View group information
= Edit groups (rename, modify descriptions)
= Assign permissions to groups
= Add and remove group members
= View group member information
= Search for channels, persons, and groups of channels and/or persons

When you start the Group Manager channel as the administrator, all root groups are
displayed. The Group Manager channel provides views of existing groups and a
includes an editing mechanism that allows you to define attributes and specify
permissions for new and existing groups. A group’s details can be reviewed and edited.

The root group is a special group that is the parent of all groups of a particular type. Root
groups are also used by the search function to determine the types of groups that can be
searched. In a typical implementation, the root group contains the channel definitions
for all other groups.

The ePortal Group Hierarchy

In ePortal, groups are structured in a simple hierarchy as follows:
= Channels and sub-groups of channels
= Roles and sub-groups of roles

For more information, see “Creating and Updating Groups” on page 68.
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The Group Manager Channel

The Group Manager channel provides the following views of groups and group
information:

= Detail view displays information about a selected group.

= Edit view allows you to update a group’s information.

Add Members view allows you to add members to a group.
= Assign Permissions view allows you to assign permissions to groups.

= The Search facility allows you to search Groups for information based on keyword.

442 Group Manager Detail View

Creating groups is accomplished in the Detail view. This view provides you with the
necessary tools to create a new group, update group information, and assign
permissions to groups and group members. The Detail view Web interface presents a
collection of tools that allow you to use the Group Manager’s services.

Figure 50 shows an example of the Detail view.

Figure 50 Detail View: Selecting a Group to View
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Creating and Updating Groups
This section describes how to create and manipulate groups in the Detail view.
To create a group in the Detail view
1 Start your browser and log into ePortal.

2 To start the Group Manager, click the Group Manager tab. See Figure 50.
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3 To display the details of a group member, click the group name to display the
group’s information in Detail view. See Figure 50.

4 In Detail view, to display the properties of a group member in the information
panel, click Show Info.

An information box appears. See Figure 51 on page 69.

Figure 51 Accessing Group Information in Detail View
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To close the information panel, click Hide Info.

The Group Manager channel displays all of the root groups. The administrator has
no viewing limitations. The administrator sets permissions to specify which group
members the non-administrators may see, as well as the functions that are available
for each group member.

5 In the Group Manager panel, click the expander ¥ to the left of a group (for
example, Misc) to reveal the list of sub-groups.
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6 To create a new group, click Create New Member Group. See Figure 52.

Figure 52 Creating a New Group
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7 In the Group Name field, type a name for the group.
8 In the Group Description field, type a brief description for the group.
9 Click Update.
The new group name is written to the database and added to the list of groups

within the Group Manager. See Figure 53.

Figure 53 Modifying a Group
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Adding Members to a Group
To add a member to a group in the Detail view
1 Start your browser and log into ePortal.

2 On the Administrator’s startup page, click the Group Manager tab.

3 To expand the list to view the existing groups, click the expander ¥ on the left of
the all label.

4 To view the group you want to modify, click the expander * on the left of the
group name.

5 In the expanded list, select the group you want to modify.
6 In the Detail view, click Add Members to launch the Add Members view.

7 Inthe Add Members view, select a group member, select the appropriated check
box aligned with the group, and then click Select Marked.

8 The view is updated by placing a permanent “X” alongside the selected members.
9 To finish, click Done with Selection.

All selected groups on the list are now members of the parent group.

443 Group Manager Edit View

On the Edit view interface, the Edit tools are represented by an assortment of small
buttons. See Figure 54.

Figure 54 Group Manager Buttons in Edit View
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For a complete explanation of the buttons in the Edit view, see Table 2 on page 17. This
section explains how to create and manipulate groups in the Detail view.

Editing a Group’s Information

The Edit view allows you to modify groups and group information, for example:
= To change the group name and description, click Update.

= To create a member group within a group, type the name of the new group in the f
(new group name) field, and then click Create New Member Group.

= To add existing group members to a group, click Add Members.

= To assign permissions to the group, click Assign Permissions. This action launches
the Permissions Manager channel. See “Managing Permissions” on page 75 for
details on this feature.

= To delete a group, click the Remove (X) button. This action physically deletes the
group and removes references to it from all other groups.

444 Searching Groups

You can search for any entity type that is contained in a root group and for any group of
such entities. To search for particular groups, you search based on arguments, for
example:

= To search for a Group of Persons (the first argument), change the second argument
to contains or starts with and the third argument to administrators.

= To search within the current group only, select the Search only descendants of the
selected group check box.

When you click Go, a new Search results element will be created that contains an
element for each member in the results.

445 Managing Categories

When you create a channel, you must assign it to a channel category. In this context, a
category is a logical collection of channels that “go together” for example, having a
similar or related purpose.

Channels exist within categories that the ePortal administrator can create and modify.
The top-level (master) category is called All categories. All individuals with any level
of access to the channel are members of the All categories master category container.
The Group Manager page provides a view of existing categories and a mechanism for
the administrator to manipulate a category’s members and permissions.

Note: For more information on assigning permissions, see “Managing Permissions”
on page 75.

Like groups, a category can contains other categories as well as groups, sub-groups,
and channels. This section explains how to manage channel categories.
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To add a new category

1 On the Administrator’s startup page, select the Group Manager tab.

2 To expand the list to view the existing categories, click the expansion arrow ¥ to
the left of the All categories label.

3 If necessary, click the expansion arrow ¥ to the left of the category, for example:
All categories. You only need to do this step if you want to expand and show all the
categories.

Note: You must create your first category under All categories.

4 Click the name of the category under which you want to create the new category,
for example, All categories.

A box appears, allowing you to begin creating a new category. See Figure 55.

Figure 55 Creating a Category 1
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5 Click the Edit Group button to expand the box. See Figure 56 on page 74.
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Figure 56 Creating a Category 2
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6 To create a new category, enter the name of the desired category in the text box next
to Create New Member Group.

7 In addition, you can do any of the following actions:

+ Under the Group Name heading, do nothing or you can rename the current
category (All categories).

+ Under the Group Description heading, type a new description for the category.
+ To add a subcategory to the current category, click Add Members.
+ To assign permissions to the category, click Assign Permissions.
+ To save your work, click Update.
+ To return the box to its original state, click Reset Form.
8 Close the box.

9 The name of your new category appears under the All categories column. If you
want to create more categories, you can leave the box open and perform step 6 as
many times as desired to create additional categories.

10 If you want to create subcategories (categories within categories), click the desired
category to open the box shown in Figure 55 on page 73. Then repeat the steps in
this procedure, as desired.

Modifying Categories
To modify an existing category

1 On the Administrator’s startup page, select the Group Manager tab.
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4
5
6

To expand the list to view the existing categories, click the expansion arrow ¥ to
the left of the All categories label.

To view the category you want to modify, click the expansion arrow ? to the left of
the category name.

Click the category name that you want to modity.
Do any of the following actions listed in step 7 in the procedure on page 73.

When you are finished, close the box.

To add groups and people to an existing category

1

S a1 K~ W

On the Administrator’s startup page, select the Group Manager tab. To expand the

list to view the existing categories, click the expansion arrow ¥ to the left of the
All categories label.

To access the category you want to modify, click the expansion arrow ¥ to the left
of the category’s name, for example: Misc.

Click Add Members.
Check the category to which you want to add groups or people.
Select the groups and people you want to add to the category.

When you are finished, close the box.

+5 Managing Permissions

ePortal allows you to assign channel-use permissions to groups and categories. This
section explains how the Administrator can assign these permissions via ePortal
Composer’s Permissions Manager channel.

451 About Permissions

Group members may have channel-use permissions assigned to them directly, or
permissions can be inherited from the hierarchy of group memberships. The ePortal
group mechanism allows multiple instances of permission inheritance.

By definition, the Administrator user has all permissions. Only the Administrator is
allowed to assign channel-use permissions to groups and categories.

Permissions in ePortal operate as follows:

= You assign a permission to a principal to work with a target. A principal can be

either:
+ User

+ Group of users
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The principal is who is being allowed to use or restricted from using the current
target.

= An activity can be, for example, publish, view, or subscribe, and varies according to
the target. The activity is what is being allowed or restricted.

= A target is what the activity is being applied to, for example, a channel, group, or
user.

= Permission can be either;
+ Grant; for example, a grant allows a search to proceed up a selected branch.
+ Deny; for example, a deny stops a search from proceeding up a selected branch.

+ <blank>, which inherits grants and/or denies from the groups that contain the
current group.

452 Permissions Manager Startup Page

This section shows the Permissions Manager startup page. See Figure 54.

Figure 57 Permissions Manager Startup
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Assigning Permissions Options

The Permissions Manager startup page provides the following options for the general
use of permissions in ePortal:

= Groups Manager: Not used; to assign permissions to groups, use the Group
Manager (see “Assigning Permissions to Groups” on page 77).

= ePortal Channel Subscription: Allows you to assign permissions by channel
subscription; operates in the same way as assigning permissions to groups.

= ePortal Channel Publication: Not used.

In addition, you can assign individual permissions to groups and categories.

Assigning Permissions to Groups

The procedures in this section describes how to assign channel-access permissions to a
group.
To Assign Permissions To a Group
1 Start your browser and log in to ePortal.

2 On the Administrator’s startup page, click the Group Manager tab.

3 In the Group Manager page click the expander ¥ on the left of an existing group
(for example, administrator) to expand the list of group members, if necessary.

4 To view the group you want to modify, click the expander ¥ on the left of the
group’s name.
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5 In the expanded list, select the member group to which you want to assign
permissions. A page appears, allowing you to select groups. See Figure 58.

Figure 58 Permissions: Selecting Marked Groups
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6 Click Done with Selection, then click All categories. The Assign Categories box
appears. This is the same interface you use to create and modify categories (see
“Managing Categories” on page 72).
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7 Click the Edit Group button. A page appears allowing you to assign permissions.
See Figure 59.

Figure 59 Permissions: Assigning
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8 Click Assign Permissions. A box appears allowing you to add permissions. See
Figure 60.

Figure 60 Permissions: Adding
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9 Select the check box for the group or group members to which you want to add
permissions, then click Select Marked. See Figure 60.

Note: You can search for a person, if desired.

10 When you are finished, click Done with Selection.
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A page appears allowing you to grant and deny permissions. See Figure 61.

Figure 61 Permissions: Grant/Deny Switches
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Under Assign By Owner, you set the Grant and Deny switches that are aligned

with the group names in the Target column.

Assign by Principal is a toggle button that allows you to assign permissions by
channel. Clicking this button displays an interface that operates in the same way as

Assign By Owner.

11 To assign group-level permissions (Grant or Deny), toggle the values in the labeled

drop-down lists.

Within the current group, you can grant or deny permission to:
+ Delete the group.
+ Rename the group.
+ View the group.
+ Manage the group's members.
+ Assign permissions to the group.
+ Select groups within the current group.

12 When the groups’ permissions are defined, click Submit.

The permissions are written to the database.

Assigning Permissions to Categories
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To assign permissions to a category

1
1

© & N o v H

10

Start your browser and log in to ePortal.

On the Administrator’s startup page, select the Permission Manager tab.

To expand the list to view the existing categories, click the expansion arrow ¥ to
the left of the Everyone label.

To view the category you want to modify, click the expansion arrow ¥ to the left of
the category’s name.

From the expanded list, click the category or sub-category you want to modify.
Click Assign Permissions.

Select the groups to which you want to assign permissions.

To add or remove names, click Select and Deselect.

When you are finished selecting names, click Done.

To assign category-level permissions (Grant or Deny), toggle the values in the
drop-down lists.

You can grant or deny permission to do the following actions in the context of the
current category:

+ Delete the group.

+ Rename the group.

+ View the group.

+ Manage the group’s members.

+ Assign permissions for the group.

+ Select a group within the current category.

When the permissions are set, click Submit.
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This chapter explains how an ePortal user can personalize a portal view. Through
personalization, you can create different views of business information.

51 Overview

When a new user logs into ePortal prior to personalization, only these options are
available: Settings and Logout. Initially, a new user has no layouts or channel options
configured for their personal view. A layout refers to the placement of objects on a
user’s view of a particular channel.

Settings operations include:
= Adding tabs
= Adding channels
= Adding columns

By default, all users are allowed personalization privileges. However, ePortal system
administrators may choose to restrict access to the personalization tools via group
management features.

System administrators can also personalize their portal views by clicking Settings.
They have three additional tab options to work with, Channel Manager, Group
Manager, and Permissions Manager. Setting user preferences for these tabs operates in
the same way as setting preferences for any tab.

This chapter explains how to use these user personalization features.
This Chapter Includes
= “Personalizing a View” on page 84

= “Using the ePortal Search Engine” on page 89
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s2 Personalizing a View

Using ePortal Composer to personalize a portal view is described below.
1 Start your browser and log into ePortal.

The user’s startup page is displayed in your browser. This page is blank, with only
the Settings and Logout options available.

2 Click Settings.

The User Preferences page appears. See Figure 62.

Figure 62 User Preferences Page

ePortal
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@ User Preferences

Options for modifying Preferences:

new channel in that location.

@ Choose a skin
@ Manage profiles [advanced]

Mew Tab

The User Preferences page allows you to:
+ Add tabs to the view.
* Move tabs in the view.
+ Choose a skin.

* Manage your profiles.
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521 Adding a Channel to a View

To add a channel to a view

1 Select the New Channel link. See Figure 63.

Figure 63 “New Channel “Link

Section 5.2
Personalizing a View
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3. Add the selected channel; Add
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2 From the Categories drop-down list, select a category, then click Go.

A list of channel categories are displayed. See Figure 64 on page 85.

Figure 64 Channel Categories List
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User Preferences

Steps for adding a new channel:

1. Select a category to 2. Select a channel from "all categories”
browse:

3. add the selected channel:

@ Cancel and return

3 Select the channels you want to add, then click Add.
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You can add as many channels as you want. See Figure 65.

Figure 65 Adding Channels
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buttons to add a new channel in that location,

o Choose a skin
o Manage profiles [advanced]

Mew Tab

4 To remove a channel, click on the X button on the top right corner of the channel

image.

5 To select the current channel for modification, click the Pencil button on the left of

the channel image.

522 Adding a Tab to a Channel View

Tabs allow you to organize the channels to be presented in a user’s view. You can add as

many tabs as you want.
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To add a tab to the channel view

1 To create a tab, on the User Preferences page, click New Tab. See Figure 66.

Figure 66 Creating a Tab
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Type a name for the tab.

Specify the location for the tab relative to the other tabs in the view.
Click Submit.

To cancel the operation at any time, select the Cancel and return link.

When you return to the User Preferences page, you can select the arrows on either
side of the tab to move it one to the right or left relative to the other tabs.

523 Modifying a Tab
To modify a tab

1

On the User Preferences page, select a tab from the row of tabs.
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2 Do any of the following actions:
+ Make the tab the default tab.
* Rename the tab.
+ Move the tab relative to the other tabs in the view.
* Lock (or unlock) the tab.
+ Delete the tab.
3 Click Submit.

4 To cancel the operation at any time, select the Cancel and return link.

524 Adding a Column to a Channel View

You can add columns to channels to be presented in a user’s view. You can add as many
columns as you wish.

To add a column to a channel view
1 To create a column, on the User Preferences page, click New Column.
2 Specity a width value for the new column.
The total column widths should equal 100 percent of the page.
3 Click Submit.

4 To cancel the operation at any time, select the Cancel and return link.

525 Modifying a Column

You can move and resize existing columns.
To modify a column

1 In the column you want to modify, select the Select Column link.

2 Do any of the following actions:
+ Specify a width value for the new column.

The total column widths should equal 100 percent of the page.

* Move the column.
+ Delete the column.

3 Click Submit.

4 To cancel the operation at any time, select the Cancel and return link.

526 Changing the Skin of a Channel View

ePortal provides an initial set of template Web page skins, that is, page setups. You can
employ these skins to personalize a channel to appeal to a particular user’s profile.
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To Change the skin of a channel user’s default view

Section 5.3
Using the ePortal Search Engine

1 On the User Preferences page, select the Choose a skin link. See Figure 67.

Figure 67 Choosing a Skin
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2 To apply the skin, in the Skin Selection area, select a skin, then click Apply.

You are now ready to explore ePortal using your own end-user account.

3 Using the ePortal Search Engine

The ePortal Search Engine enables you to browse anywhere on your local machine or
network, then upload selected files to the Repository. See Figure 68 on page 90.
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Figure 68 ePortal Composer Search Facility: Upload
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When you have uploaded one or more files to the Repository, you can launch a query.
The Search engine will scan the Repository for files that fit the search criteria. A typical
example would be submitting a query for all files in the Repository that have a .pdf
extension. See Figure 69 on page 91.
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Figure 69 ePortal Composer Search Facility: Query
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All files in the Repository that fit the search criteria are displayed on the Results page.
See Figure 70.

Figure 70 ePortal Composer Search Facility: Query Results
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531 Creating a Layout for the Search Facility

This section describes how to create a layout for the ePortal Search Facility.
To create a new search layout
1 Start your browser and log into ePortal.
2 To initialize a new ePortal page layout, click Settings.
The User Preferences startup page for adding a new page layout appears. See

Figure 71.

Figure 71 User Preferences: Search: Adding a New Channel
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3 On the User Preferences page, select a category to browse, then click Go. See
Figure 72.

Figure 72 User Preferences: Search, Selecting a Category
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4 On the User Preferences page, select a channel from the category, then click Add.
See Figure 73.

Figure 73 User Preferences: Search, Selecting a Channel
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5 On the User Preferences page, set the frame height for the Search page layout in
pixels, and then click Finished. See Figure 74.

Figure 74 User Preferences: Search, Setting the Frame Height
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On the User Preferences options page, select New Tab. See Figure 75 on page 94.
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Figure 75 User Preferences: Search, Adding the Search Tab
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6 Using the radio buttons on the Options page, select the Search tab.

7 Using the placements arrows on the Search tab, move the tab to the desired
locations, if other than the default. See Figure 76.

Figure 76 User Preferences: Search: Naming and Placing the Search Tab
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8 To submit the selections and generate the new tab, click Submit. See Figure 77.

Figure 77 User Preferences: Search, Defining Search as the Default Tab
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The tab layout should look similar to the layout shown in Figure 78 on page 96.
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Figure 78 User Preferences: Search, Reviewing the Search Page Layout

Section 5.3

Using the ePortal Search Engine

ePortal

()

|~ —

User Preferences

Options for modifying this tab:

o Make this the default "Active Tab" [the tab that is selected when you log into the portal)

2 Rename the tab: ISEE[Ch Renarns

@ Move this tab to a different position: [select below then click Move button]

Seuch [ HpTb| O HyTE | O wose |

o Delete this tab

o Cancel and return

Search | #/MyTab #| &MyTab | Hew Bb

£

o
P=i

z

ePortal Composer User’s Guide 96 SeeBeyond Proprietary and Confidential



Index

Index

Symbols
.82

A

about events 61

add a column to a channel view 88
adding a new tab 94

application architecture 11

apply a skin 89

assign channel access permissions 77, 81
assign channel to a category 62

assign permission to a group 81
assigning permissions 82

B

browsing a category 92
business processes 13

C

category
adding 73
adding groups and people 75
modifying 74
channel 13
channel categories 85
channel creation procedure 64
channel description 60
channel functional name 60
channel name 60
channel options 83
channel presentation 86
channel time-out 60
channel title 60
channel types
Custom 58
Inline Frame 58
Rich Site Summary (RSS) 58
Web Proxy 58
XML Transformation 58
Channels 72
channels 16

ePortal Composer User’s Guide

97

choosing a skin 89
configuring on WebSphere 36
conventions
path name separator 11
Windows 11
create a tab 87
create and manage channels 58
creating a channel for the search facility 92

D

delete a group 81, 82
deploying on WebSphere 36
document

conventions 11

E

edit events 61

Editable 61

ePortal login screen 36
ePortal Search Engine 89
ePortal search facility 19
eportal.properties file 19, 20
ePortal.sar 19, 20

existing 88

extraction 20

G
group hierarchy 67

H

Has Help 61
height constraint 61
help events 61

in 86

inline frame 60

inline frame parameters 60
Installing on Windows and Unix 19

L

launching a query 90
layouts 83
license 19
Logical Host
Starting Manually on Windows 34

SeeBeyond Proprietary and Confidential



Index

M

manage a group 81, 82
milliseconds 60

modify a column 88

modify the current channel 86

O

organize the channels 86

P

permission 81
permissions 74, 82
permissions, managing 75
personalize a portal 83
publish a new channel 58

Q

query documents and files 90

R

remove a channel 86
remove a channel from the category 62
rename a group 81, 82

S

scanning the Repository 90

search facility query results 91
search.war 20

SeeBeyond Web site 12

select a group 81

setting the frame height in pixels 93
SETTINGS tab 92

sub-group 70

T
template Web page skins 88

U

uploading files to the Repository 89
User Preferences 92

User Preferences page 84

user profile. 88

ePortal Composer User’s Guide 98

\%

Validate the Installation 35
view a group 81, 82

\%Y%

Web archive file 19

Web channels 10

WebSphere configuration and deployment 36
writing conventions 11

SeeBeyond Proprietary and Confidential



	ePortal Composer User’s Guide
	Contents
	List of Figures
	List of Tables
	Introduction
	1.1 Document Purpose and Scope
	1.2 Intended Audience
	1.3 Organization of Information
	1.4 Writing Conventions
	1.4.1 Additional Conventions

	1.5 SeeBeyond Web Site

	About ePortal
	2.1 Introduction to ePortal
	2.1.1 About Channels
	2.1.2 Authentication
	2.1.3 Web-based Portal Administration and Management
	2.1.4 Personalization

	2.2 ePortal Tool Buttons

	Installing ePortal
	3.1 System Requirements
	3.2 Prerequisites for Installation
	3.2.1 Web Server
	3.2.2 Application Components

	3.3 Installing ePortal via the Enterprise Manager
	3.3.1 Uploading ePortal
	3.3.2 Downloading and Extracting the ePortal Files

	3.4 Configuring ePortal
	3.4.1 Setting Up the Integration Server
	3.4.2 Setting Up Authentication
	3.4.3 Editing the ePortal Properties File
	3.4.4 Configuring ePortal for LDAP
	Setting Integration Server Properties for LDAP
	Configuring ePortal and LDAP for the Integration Server


	3.5 Deploying ePortal
	3.5.1 Deploying ePortal Files
	3.5.2 Validating the Installation
	3.5.3 Running ePortal

	3.6 Configuring and Deploying ePortal on WebSphere
	3.6.1 Configuring the ePortal.war File
	3.6.2 Configuring and Deploying ePortal on WebSphere


	ePortal Administration
	4.1 Overview
	4.2 Basic Administration Operations
	4.3 Managing Channels
	4.3.1 Publishing a New Channel
	Channel Types
	Publishing a New Channel

	4.3.2 Publishing a Search Channel
	Creating a Channel for the Search Module

	4.3.3 Modifying a Channel

	4.4 Managing Groups
	4.4.1 About Groups
	The ePortal Group Hierarchy
	The Group Manager Channel

	4.4.2 Group Manager Detail View
	Creating and Updating Groups
	Adding Members to a Group

	4.4.3 Group Manager Edit View
	Editing a Group’s Information

	4.4.4 Searching Groups
	4.4.5 Managing Categories
	Adding a New Category
	Modifying Categories


	4.5 Managing Permissions
	4.5.1 About Permissions
	4.5.2 Permissions Manager Startup Page
	Assigning Permissions Options
	Assigning Permissions to Groups
	Assigning Permissions to Categories



	User Personalization
	5.1 Overview
	5.2 Personalizing a View
	5.2.1 Adding a Channel to a View
	5.2.2 Adding a Tab to a Channel View
	5.2.3 Modifying a Tab
	5.2.4 Adding a Column to a Channel View
	5.2.5 Modifying a Column
	5.2.6 Changing the Skin of a Channel View

	5.3 Using the ePortal Search Engine
	5.3.1 Creating a Layout for the Search Facility


	Index
	Symbols
	A
	B
	C
	D
	E
	G
	H
	I
	L
	M
	O
	P
	Q
	R
	S
	T
	U
	V
	W



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /SyntheticBoldness 1.00
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveEPSInfo true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputCondition ()
  /PDFXRegistryName (http://www.color.org)
  /PDFXTrapped /Unknown

  /Description <<
    /FRA <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>
    /ENU (Use these settings to create PDF documents with higher image resolution for improved printing quality. The PDF documents can be opened with Acrobat and Reader 5.0 and later.)
    /JPN <FEFF3053306e8a2d5b9a306f30019ad889e350cf5ea6753b50cf3092542b308000200050004400460020658766f830924f5c62103059308b3068304d306b4f7f75283057307e30593002537052376642306e753b8cea3092670059279650306b4fdd306430533068304c3067304d307e305930023053306e8a2d5b9a30674f5c62103057305f00200050004400460020658766f8306f0020004100630072006f0062006100740020304a30883073002000520065006100640065007200200035002e003000204ee5964d30678868793a3067304d307e30593002>
    /DEU <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>
    /PTB <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>
    /DAN <FEFF004200720075006700200064006900730073006500200069006e0064007300740069006c006c0069006e006700650072002000740069006c0020006100740020006f0070007200650074007400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006d006500640020006800f8006a006500720065002000620069006c006c00650064006f0070006c00f80073006e0069006e006700200066006f00720020006100740020006600e50020006200650064007200650020007500640073006b00720069006600740073006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e006500730020006d006500640020004100630072006f0062006100740020006f0067002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /NLD <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>
    /ESP <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>
    /SUO <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>
    /ITA <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>
    /NOR <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006e00e40072002000640075002000760069006c006c00200073006b0061007000610020005000440046002d0064006f006b0075006d0065006e00740020006d006500640020006800f6006700720065002000620069006c0064007500700070006c00f60073006e0069006e00670020006f006300680020006400e40072006d006500640020006600e50020006200e400740074007200650020007500740073006b00720069006600740073006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e0020006b0061006e002000f600700070006e006100730020006d006500640020004100630072006f0062006100740020006f00630068002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006100720065002e>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


