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Preface

Welcome to the Oracle Insurance Insight Administration Guide. This guide presents the
information you will need to manage data and user accounts in Oracle Insurance Insight (OII)
using the administrative tools of Oracle Business Intelligence Enterprise Edition (OBIEE).

This is not a complete system administrator’s guide for OBIEE. The purpose of this manual
is to describe the basic administrative duties that you will need to perform in order to
maintain the data in OIL

VERSION

This manual corresponds to Oracle Insurance Insight (OII) version 7.0.

INTENDED AUDIENCE

This manual is intended for experienced system administrators with advanced knowledge of
OBIEE and OII.

RELATED DOCUMENTS

For more information, refer to the following documents:

Oracle Insurance Insight Release Notes

Oracle Insurance Insight Installation Guide

Oracle Insurance Insight Warehouse Palette Guide
Oracle Insurance Insight Implementation Guide

Oracle Insurance Insight User Guide




Preface

RELEVANT ORACLE DOCUMENTATION

For complete documentation on OBIEE and its components, please go to the documentation
section of the Oracle website to consult the following manuals:

*  Oracle Business Intelligence Server Administration Guide
*  Oracle Business Intelligence Presentation Services Administration Guide

*  Oracle Business Intelligence Answers, Delivers, and Interactive Dashboards User
Guide

Oll DOCUMENTATION ON THE ORACLE TECHNOLOGY NETWORK
(OTN)

The OII documentation set is packaged with the product release. You can also obtain these
guides online thought the Oracle Technology Network (OTN) at this address:

http://www.oracle.com/technology/documentation/insurance.html

CUSTOMER SUPPORT

If you need assistance with Oracle Insurance Insight, please log a Service Request using My
Oracle Support at https://support.oracle.com.

Address any additional inquiries to:
Oracle Corporation

World Headquarters

500 Oracle Parkway
Redwood Shores, CA 94065
U.S.A.

Worldwide Inquiries:

Phone: +1.650.506.7000
Fax: +1.650.506.7200
oracle.com
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Chapter 1

Oll Administrator’s Duties

Oracle Insurance Insight (OII) is a comprehensive business intelligence system created
exclusively for the Property and Casualty (P&C) insurance industry that provides the
following advantages:

* Consolidates data from multiple, disparate source systems to provide a strategic
enterprise-wide view across operating units.

*  Provides an underlying data model constructed specifically for the P&C insurance
industry.

* Delivers information management, reporting and advanced analytics to end-users
through the OBIEE interface.

*  Accommodates all P&C lines of business and all states/provinces in the U.S. and
Canada.

BASIC ADMINISTRATIVE TASKS

The OII system administrator is responsible for performing the following basic duties
outlined in the table below. These tasks will be performed using components of the OBIEE
and separate OII applications.

Table 1: Basic Administrative Tasks

OBIEE Administration Tool

+ Add users to the Oll Repository
Edit the Oll Repository

+ Add users to groups OBIEE’s Presentation Services Administration page

+ Manage Load Manager Load Manager is a job scheduler designed to perform automated data

loads into Oll.

Load Manager is a separate Java based application that must be
installed, configured, and run outside of the OBIEE system.

Instructions for installing and setting up Load Manager can be found in
the Oracle Insurance Installation Guide.

For information on configuring and using Load Manager, refer toChapter
5: Using Load Manager.

+ Create an ODBC Data Source to the
OBIEE Server

Control Panel>Administration Tools>Data Sources on your desktop
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ADMINISTRATOR PREREQUISITES

Any system administrator should meet the following prerequisites:

Strong Technical Skills
Understanding of business data
Understanding of OBIEE
Understanding of OII




Chapter 2

Managing the Oll Repository

This chapter describes the following OII administrative duties:
* Logging into the OBIEE Administration Tool

* Adding new users to the OII Repository

* Removing objects from the OII Repository

OPENING THE OIll REPOSITORY

To open the OBIEE Administration Tool:

1. From the Start menu select Oracle Business Intelligence > Administration.

The Administration interface workspace opens:

Q Uracle Bl Administration Tool

He Todk Heb
D@ oM 2R|F !

Figure 1: OBIEE Administration Workspace
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2. Select File>Open from the menu or click on the Open icon. The login dialog box opens.

Open Online AnalyticsWeb

User: I.-’-‘-.dministratn:-r Open I
Pazsward: || Cancel |
[ Load all ahiects on startup Help |

Figure 2: Open Oll Repository (AnalyticsWeb)
3. Enter the Administrator ID and password

4. Select “AnalyticsWeb” and press OK. The OII repository opens.

© Oracle Bl Administration Tool - Insight600.rpd
Fle Edit View Manage Tools Window Hep
D& w &L B = "

Presentation
* ﬂ Claims
+ (2 Commercial Auto Detai

+ [0 Commercial Property Detai

Figure 3: Oll Repository in the OBIEE Administration Tool
The OII Repository contains three layers.

* Presentation Layer — this pane represents the physical structure of the OII repository.
This layer shows each mart in the repository. When you expand a mart it will display a
list of all metrics and fields contained in the mart. This is the layer you will be most
concerned with and will be the one that you edit directly.

* Business Model and Mapping layer — this pane represents the logical structure of the
information in the OII repository
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* Physical Layer — this pane represents the physical structure of the data sources to which
the OBIEE Server submits queries.

ADDING A NEW USER TO THE OIll REPOSITORY

To add a new user to the OII Repository:

1. From the top menu, select Manage>Security. The Security Manager appears.

Security Manager rg @l rzl
Action Edit LDAP Help
= Security Name | Type | Description
Users Ihkdmstralor User
Groups €71 Administrators Securty Group
LDAR Servers ¥MLP_ADMIN Securty Group  Administrator role for the Bl Publisher server
# Cusiom Authericalors XMLP_DEVELOPER Securty Group  Allows users to build reports in the system
I\ Herarchy ¥MLP_SCHEDULER Securty Group  Allows users to schedule reports

€T XMLP_ANALYZER_EXCEL Securty Group  Allows users to use the Excel analysis featur
€T XMLP_ANALYZER ONLINE  Securdy Group  Allows users to use the online analysis featu
¥MLP_TEMPLATE_DESIGNER Securty Group Allows users to connect to the Bl Publisher £

Executive Securty Group
Actuary Securty Group
€7 CompanySecurty Securty Group
mﬂu'nsumagemi Securty Group
guﬂamfng Securty Group
Production Securty Group
< >

Figure 4: Security Manager

2. From the menu, select Action>New>User. The Add New User screen opens:
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User !EI E

Izer | Logons |

f IJzer name: || Permiszions. .. |

Full name:

|
Dezcription; I
|

Pazswaord:

Canfirm Pazsword; I

Logaing level: ID ﬁ

¥ Paszword never expires

Faszword expires eveny |3I35 j days

Group memberzhip:

[C]Administrators -
[C=LP_ADBIM

[=MLP_DEVELOPER

[1=MLP_SCHEDIILER

[=MLP_aMNALYZER_EXCEL

[(=MLP_aMALYZER_OMLIME

[=MLP_TEMFLATE_DESIGMER o
[JExecutive

[]Actuany

[ Comparys ecuriby LI

] I Cancel | Help |

Figure 5: Add New User Screen

3. Enter the information at the fields on this screen as required.
4. Check the appropriate group(s) that you want to assign to the user. There are five OII
groups:
* Actuary
* Claims Management
+  Executive
*  Production
*  Underwriting

Note The administrator can also add users to groups within OIl.
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5. Click OK after you have entered the user information and selected the groups.

User - jsmith M=l E3

Ilzer | Logons I

f IJzer name: Iismith Permissions. .. |

Eull name: IJ:::hn Smith
Deszcriptiorn; IE:-:En:utive
Pazzwaord: I”"”’“‘"

Canfirm Pazsword:

Logaitig level: IU ﬁ

¥ Password never expires

Fazzword expires eveny |3I35 j days

Group memberzhip:

Ixxxxxx

M| drminiztrators

[t LP_ADbIM

[=MLP_DEVELOPER

[(=MLP_SCHEDULER

[(=MLP_AMALYZER_EXCEL

[(=MLP_AMALYZER_OMLIME

[=MLP_TEMPLATE_DESIGMER =
Executive

[l &ctuany

[T Comparys ecurity ll

k. I Cancel | Help |

Figure 6: New User Information

6. Close the Security Manager.

7. On the top menu, click on the Checkin icon (the one with the red arrow).

8. Save the OII repository.

9. Close the OII repository and exit from the Administration Tool.

10. Open the Oracle Business Intelligence screen for OII and login as the Administrator.
11. Log out of the OBIEE.

12. Log into OBIEE as the new user.

13. Log out.

The new user has now been added to the OBIEE.
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EDITING A USER

To edit a user in the OII Repository:

1. From the top menu, select Manage>Security. The Security Manager appears.

Security Manager g@|g|
Action Edit LDAP Help
= [ Secuiy Mame | Type | Description
Users mmtralor User
Groups €1 Administrators Securiy Group
LDAF Servers XMLP_ADMIN Securty Group  Administrator role for the Bl Publisher server
# Custom Authenticalors ¥MLP_DEVELOPER Securdy Group  Allows users to buid reports in the system
3 Herarchy ¥MLP_SCHEDULER Securty Group  Allows users to schedule reports

€11 XMLP_ANALYZER_EXCEL Securty Group  Allows users to use the Excel analysis featur
€11 XMLP_ANALYZER_OMLINE Security Group  Allows users to use the online anakysis featu
XMLP_TEMPLATE_DESIKGNER Securdty Group Allows users to connect to the Bl Pubksher ¢

Executive Security Group
Actuary Security Group
€73 Company Security Securiy Group
mﬂa'nslllmaqemeri Securdy Group
gu—-dumthg Sacurty Group
Production Securtty Group
< >

Figure 7: Security Manager

2. In the left frame click on the Users icon. The accounts in the frame of the right will be
sorted alphabetically by user.

3. Double-click on a user. A dialog box will appear and ask you if you want to check out
the selected user.

4. Select Yes and the User box opens:
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User - jsmith M=l E3

Izer | Logons I

f IJzer name: Iismith Permissions. .. |

Eull name: IJ:::hn Smith
Deszcriptiorn; IE:-:En:utive
Pazzwaord: I”"”’“‘"

Canfirm Pazsword:

Logaitig level: IU ﬁ

¥ Password never expires

Fazzword expires eveny |3I35 j days

Group memberzhip:

Ixxxxxx

[J#MLP_DEVELOPER

[J#MLP_SCHEDULER

[T#MLP_AMALYZER_E=CEL

[(T#MLP_AMALYZER_OMLIME

[1#MLFP_TEMPLATE_DESIGMER koo
Executive

[l &ctuany

[T Comparys ecurity ll

k. I Cancel | Help |

Figure 8: Edit User

5

Y =2

. Edit the user’s information and click the OK Button when you are through.

The checkout icon on the top menu will become active.

On the top menu, click on the Checkin icon (the one with the red arrow).
Save the OII repository.

Close the OII repository and exit from the Administration Tool.

Open the Oracle Business Intelligence screen for OII and login as the Administrator.
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REMOVING A METRIC OR FILTER FROM THE REPOSITORY

On occasion, a need may arise to remove metrics or filter fields from the OII repository that
are not applicable to users. The administrator can remove any metrics or fields from the
Presentation Layer of the OII Repository so that they will not appear within the OBIEE.

Note The removal of any metric or filter from the OII Repository is permanent!

Before you delete any object from the Presentation Layer, ALWAYS make a backup of
the Oll Repository.

To Delete a Metric or Filter:

1.
2.

N » s

Expand the mart and category containing the metric or filter you want to delete.

Highlight the metric or filter and select Edit>Delete from the top menu.

A dialog box will appear asking if you want to check the item out.

If you’re sure then click Yes in the dialog box.

The item will be deleted and the Checkin icon on the menu will become active.
Click on the Checkin icon.

Click the Save icon.

Close the repository and exit the Administration Tool.

Log into OBIEE and go to the mart that contained the metric or filter. The deleted item
will no longer appear in the interface.

10



Chapter 3

Managing User Accounts in OBIEE

Once a user has been added to the OII Repository, the administrator will need to add them to
the same group within OBIEE Presentation Catalog through the OBIEE Presentation
Services Administration page within the OBIEE GUIL.

OPENING THE OBIEE ADMINISTRATION PAGE

1. Log into OBIEE as an Administrator.

WA orade 8 btwactive Dishboas Bie B b e ek @

ORACLE' Interactive Dashboards Yy Dusbbied Coporile  Line of Busineis Regerta

Homeowners Welcome, Administralor Dunhbcardy - Asgwery - Mors Producty ~ - Splings ~ - Lsg Onl
Actuary  (laims Management | Execulive  Producton | Usderwribng Page Dptona. * |
Seercead Analysin
. [l Dt I aaaaa = i
| JPL B gy
l b 3 I LEma,
B | P
I.'!? Py
J——
B 0y
[ S . ey AL

Figure 9: The OBIEE Home Page
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2. Click on Settings>Administration.
Dashboards - Anzwers - More Productz = - Settings ~ - Log Qut

Adrministration E}ptions -

by Account I

Policy

mary

Figure 10: Administration Menu in OBIEE

The OBIEE Presentation Services Administration page opens:

Oracle Bl Presentation Services Administration

Manasge Presentatioen Celalog Groues aod Waerm

Uanaee Presenlabon ©alalog

Lhanps byierpsiive Deahbeards
Ugnggps Sessing

Hangge ot SepERnE

Hanacs H Poldinhar

banguge Prrtrecs

Uangogs Devoe Types

Bl ol

Togale Mainterance Mode

Brioad Filps sl Makadats
lanacs EFU Whoranecs Connotses
Markating

Langae Rk

Ugngags Mprksting Delsus

Create #9E and geieds Calaicy Grsupa. an worl wn remerve Lalacg Wsery

Dewle fenarme a8f perrmiden 58 vew Srosetes oF e f e Preseslites Calaeg
Cresie md deiete imieractyoe Dashboirss, sad contral which ulers Ci B00EES e
View Oracie Besress mebgenis e300 niDITaN0n NCLUENG B e WIS 300 Dutred
Wiew iDat nessicn nformatcn inciuang Bot stale and recipents

Uasagn B Pobinher ysars, sarmmachi, cbe, figs and foiders,

Lt rcitgent A% R Srver B Uleds 85 g tude

Create, 800 vievw oF Deiete Devioe Troed

B SOL direcly n Crpcie Bl Server

Uprdscance Mode B curmently off

Al WAL meiaage Tied, refred® ascoer oeladala asd ciear daches

Marsgs contdeine i EPR Workasene

Widw Bleshipround marketny td a5 datade cache resul gels

Uarape the Jefil sefirgs such a8 Delaul Campsgn Load Formal and Dafasl Gloted Audence for Marietng

Product information i
Crmchn Busineds Fislgence Product Werson 10 13 & (Bulkd SBST2E 1500

Prypacyl Pregeniaton Cassiog Feh ) adraciedracied Deta s st et uraghinont

Ctis Bl Senver Dild Souite AT T

Avalslie Pagrg Wemory (W8 BETI

Awalyli rtval kderess Soece (M0 L

Aciibes

Figure 11: OBIEE Presentation Services Administration

This screen allows you to manage various aspects of the OBIEE interface. For our intents and

purposes, this document only discusses the features that relate to managing user accounts.

For a comprehensive discussion of the OBIEE Presentation Services Administration screen,
refer to the Oracle Business Intelligence Presentation Services Administration Guide.

12
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ADDING A MEMBER TO A GROUP

Users can be assigned to one or more of the five OII groups when they are initially added to
the OII repository using the Oracle Administrative Tool. After the user is created, you can
use the Administrative link in OBIEE to assign them to other groups.

To add a member to a group, follow these instructions:
1. The new user account needs to be logged in at least once prior to this step so that it would

be available in the Presentation Catalog Users List. Just login as that user with the
matching password and logout. Then login as the Administrator again.

2. On the OBIEE Presentation Services Administration screen, click the Manage
Presentation Catalog Groups and Users link under the Activities section.

3. The Presentation Catalog Security: Groups and Users screen opens.

Presentation Catalog Security: Groups and Users

s hared e oper AUTodty, Tis Scrin MW vou lo ceale, 31 3nd elele Catalog Groups, 56 well 56 reenove TR0 Users. Craatesd 3 Calabsg Groug for the first
time will auiomatically creabe a shared flder of the same nama for he Group

Existing Catalog Groups and Users

HOTE: AuSwialicalion &5 peromrd by B Oracts Bl Saner 50, 1 5 uper hap 5 vald Orede BI Senar User 1D, 3 Catalog User will sutomalcally B4 croatied whan B use kg

Catalog Groups arsd Users
ﬁ Acnary
ﬁ Tapama. Ligry g
I Exevn
08 Fressntaten Sercer Aoty
IR Sregucten

Deiete
Search

e E

[ B @ =

Figure 12: Groups and Users Screen

This screen lists the five OII groups along with the Administrator group. To view all current
users and groups in alphabetical order, click on the Show users and groups link:

Existing Catalog Groups and Users

MOTE: Authentication is performed by the Oracle Bl Server 50, if a user has avalid Cracl
Create a new Catalog Group

Catalog Groups and Users Edit Delete| =MW Qroups only
@ Actuary | | Search
_Q. Adminiztrator

ﬁ Claims Management

ﬁ Executive

_<2_ jzmith

D sjones

& =ampleuser

ﬁ Presentation Server Administrators
g% Production

ﬁ Underwriting

e eeollkel
X @ [ [ X X X @ X

@
[x]

Figure 13: All Current Users and Groups in the System

13
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4. Click on the ®4'icon in the row of the group that you want to add a user to. For this

example we will add a member to the Underwriting group.

The Edit Catalog Group screen opens.

The Group Membership section of the screen lists all of the current members of the
selected group. In the figure below the Underwriting group has two other groups as
members: Claims management and Executive. This means that all members of these two
groups also belong to Underwriting.

Edit Catalog Group
This screen aBows you 1o change T group password, a5 well as conirol who belongs 10 T group Farinhan

Group Properties
Enfer & niew passwaord for tha dsfing group. Users will bé able B join the group by enlenng 3 makifing password nom B Join Catalog Group Sonaen

Ursderwmiting
Papyaiced LLLITI LR L L EEE ]
VET PR SRR RS

Ervias thes paansnd Swion i werily

Group Membership

Thi tabie below containg & s of W cument mambeds of s group. LIes can join the group by entenng the GIoup’s passwand nom M Join Catalog Group Soreen, of
manizplly 33d tham by gligking Add Heaw Lsmber Eplow

bemberas
ﬁ Cims Management (%]
ﬁ:-r-.'-.- x|

Figure 14: Edit Catalog Group Screen
6. Click on the Add New Member link.

The Add Member to Group screen opens.

Add Member to Group

Endér thé namé of mémbér 10 334 (an edsing oroup, an exdiling user, of 3 Hew uded) of hoobe 3 user nom the kst

Existing Cataleg Groups and Users

Chci Add on an autenicabed user or catalog group balow 8 miaks Tem & miesmbier of he owrent group
Catalcg Groups and Usera Add +nna

ﬂ Fr— Search

ﬂ Cipimay b gnggemand G

Figure 15: Add Member to Group Screen
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Adding a Member to a Group

7. Click on the Add link in the row of the group or user that you want to add to the group.

You will be returned to the Edit Catalog Group screen. Under the Group Membership
section you will see the new user under the list of members.

Add New Member

Edit Catalog Group

This screen allows you to change the group passwaord, a

Group Properties

Enter a new password for the existing group. Users will by
Group Underwriting

Pasz=word SESEERERERERE R

l'l.lrEFif}" Pazzword sesssssssssssss

Enter the password twice to verify.

Group Membership

The table helow contains a list of the current members of
manually add them by clicking Add New Member below.

Members
ﬁ Claim=z Management ﬂ
ﬁ Executive ﬂ
@ jemith Ed

Figure 16: User is Added to the Group

8.

Click the Finished button in the right hand corner of the screen. You will be returned to
the Presentation Catalog Security: Groups and Users screen.

Click on the Finished button on this screen. You will be returned to the OBIEE

Presentation Services Administration Screen.

10. Click Close Window to close this window.

15
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DELETING A MEMBER OF A GROUP

To delete a member from a group, follow these instructions:

L.

Select the Manage Presentation Catalog Groups and Users link on the OBIEE
Presentation Services Administration screen to open the Presentation Catalog
Security: Groups and Users screen.

Presentation Catalog Security: Groups and Users

I o3 harew peoper Sulhodty, s Screen AowWE you 1o creale, sl nd delele Catalog Groups, 8 well 8 nemove Catalog Lisen. Creaing 3 Calalsg Growp for tha first
Himi will automatcally create a shaeed folder of the same nama for e Groug

Existing Catalog Groups and Usars

HOTE: AuFeprlicalion i perferrsed by T Oracls Bl Saner 50, F 5 e hus 3 vakd Orache BI Servr Usaer 1D, 3 Catalpg Uper will aformalically B croaied when e uper kg
Catalog Groups arsd Users Lt Dolein

ﬁ Artus = = Search

g5 Caams Uanapeme =i =

a3 s = =]

g sresens A W @

4§ e &~ X

8 usderwr = ]

Figure 17: Presentation Catalog Security: Groups and Users Screen

2.

Click on the 4 icon in the row of the group that contains the user that you want to
delete. The Edit Catalog Group screen opens.

Under the Group Membership section of the screen, click the | icon in the row on the
member. The screen will refresh and the user will be removed from the list.

Click the Finished button. You will be returned to the Presentation Catalog security:
Groups and Users screen.

Clicked the Finished button on this screen. You will be returned to the OBIEE
Presentation Services Administration Screen.

Click Close Window to close this window.

16



Chapter 4

Creating an Oracle ODBC Data Source

As part of the post-installation configuration steps for OBIEE (see the Ol Installation
Guide) you must create two separate Oracle ODBC data sources to connect to the OBIEE
Server:

*  ODBC Data Source 1:The first ODBC data source must be named Insight700 with a
user name OII_DM.

e ODBC Data Source 2: The second ODBC data source must be named
Insight700Config with a user name of OIl_SYS.

Note Oracle Database Client 11g must be installed on your machine in order to create an
Oracle ODBC data source.

STEP 1: CREATE A CLIENT CONNECTION

1. Open Net Manager by selecting:

All Programs >Oracle — OraClient11g_homel>Configuration and Migration
Tools>Net Manger

=% Oracle Met Manager - C:\appMfoley\product\1 1.2, 0\client_2\NETWORK\ADMINL = =1[3
File Edit Command Help

Oracle Met Confi

racle MNet Manager!
to configure the

Maming - All
identify the lo
& 85 map to
network 1o

MNaming Methods - Configure the different ways in

descriptors

Status

Figure 18: Oracle Net Manager Welcome Screen
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Step 1: Create a Client Connection

2. In the menu on the left, expand the Local and then the Service Naming node.

3. Highlight the Service Naming node and click the ‘+’ button to the left of the menu tree.
The Net Service Wizard: Welcome screen displays.

=% Net Service Name Wizard: Welcome

To access an Oracle database, or other service, across the network
you use a net service name. This wizard will helpyou create a net
SEemvice name,

Enter the name you want to use to access the database or service. It
can be any name you choose.

Met Service Name: I[

Cancel jl Back Mext =

Figure 19: Welcome Screen
4. Enter a Net Service Name. The name may be any name you choose.

5. Click on Next. The Protocol screen opens.

MNet Service Name Wizard, page 2 of 5: Protocol

To communicate with the database across a network, a netwark protocol
is used. Selectthe protocol used for the database you want to access.

CF'IIP with S5L (Secure Internet Protacol)
Mamed Pipes (Microsoft Networking)
IPC {Local Database)

Cancel il £ Batk Next =

Figure 20: Protocol Screen
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Step 1: Create a Client Connection

6. Keep the default selection (“TCP/IP (Internet Protocol)”) and click on Next. The
Protocol Settings screen opens.

Net Service Name Wizard, page 3 of 5: Protocol Settings

To communicate with the database using the TCPAP protocol, the
database computer's host name is required. Enter the TCPIIP host
name for the cormputer where the dalabase is located.

Host Name:

ATCPRIP port number is also required. The port number for Oracle
databases is usually 1521. You should not normally need fo specify a
differant port number,

Port Number: 1521

Cancel £ Back Mext

Figure 21: Protocol Settings Screen
7. Enter the following settings on the Protocol Settings screen:
a. Host Name: The TCP/IP host name where the database server is located.

b. Port Number: Keep 1521 as the default. This is the standard default for Oracle
databases.

8. Click Next. The Service screen opens.

=% Net Service Name Wizard, page 4 of 5: Service

Each Oracle database or service has a senice name. An Oracle
database's service name is normally its global database name. Enter
the senice name of the database or other service you wantto access.

Service Name: 1|

Optionally, you can choose ifyou want a shared, dedicated or pooled
senver datahase connection. The default is fo let the database decide.

Connection Type: {Dalahasa Default -

Cancel | & Back Mext >

Figure 22: Service Screen
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Step 1: Create a Client Connection

9. Specify the following settings on the Service Name screen:

a. Service Name: The Service Name name may be any name you choose. In this
example we will call it OII_CONNECT.

b. Connection Type: Accept Database Default (this is the default selection).
10. Click on Next. The Test screen opens.

et Service Name Wizard, page 5 of 5: Test

Press Test if you would like ta verify that the database can be
reached using the information provided.

When you are finished, or ifyou want to skip testing, press Finish to
create the net service name or, it enabled, MNext to continue.

Test..

Cancel

Figure 23: Test Screen

11. Click on the Test button to test the database connection. The Connection Test screen
will appear and confirm whether or not the connection was achieved with the information
that you provided on the previous screens.

* If the connection failed then click the Close button on the Connection Test screen
and verify the information that you provided on the previous screens was correct.

e Ifthe connection was a success, click the Close button to close the Connection Test
screen.
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Step 1: Create a Client Connection

12. Click on Finish on the Test screen. The main Net Manager screen opens and the
connection you just created (OIl_CONNECT) will appear under the Service Naming
folder.

=% Oracle Net Manager - C:\appWMfoley\product\11.2.0\client_2\NETWORKMADMINL
Eile Edit Command Help
Bﬁomcla Met Canfigura Servce Identification

é’% Laocal Service Name: SM_Ora_Tam
Profile
Service Maming
L4 - sGLUET TR Database Default
Listeners ompalible Identification

Address Configuration

Protocol: | TCPAP
Host Mame: 10.1439.70
Port Number:

Figure 24: The New Connection Appears Under Service Naming Folder
13. Click on File>Save Network Configuration to save the connection.

14. Select File>Exit to close the screen.
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Step 2: Create an Oracle ODBC Data Source

STEP 2: CREATE AN ORACLE ODBC DATA SOURCE

Ymust create two separate Oracle ODBC data sources to connect to the OBIEE Server:

ODBC Data Source 1:The first ODBC data source must be named Insight700 with a

user name OII_DM.

ODBC Data Source 2: The second ODBC data source must be named
Insight700Config with a user name of OII_SYS.

Follow these steps to create a data source:

1.

Select All Programs>Oracle — OraClientl1g_home>Configuration and Migration

Tools>Microsoft ODBC Administrator.

The ODBC Data Source Administrator window will display.

7 ODBC Data Source Administrator

Uszer DSM | System DSM ] File DSM ] Dirivers ] Tracing ] Connection Poaling ] About ]

lzer Data Sources:

FE | Drriver | Add...
dB&SE Files Microsoft dBase Driver [*.dbf]
E=el Files Microzoft Excel Driver [* =1z Remove
M5 Accezs Databaze  Microzoft Access Driver [7.mdb]
Yizual FouPro Databaze  Microzoft Visual FosPro Driver Configure. ..
Wizual FouPro Tables kicrozoft Vizual FowsPro Driver

i

An ODBEC User data zource stores information about how to connect ko
the indicated data provider. & User data zource ig only visible to pou,
and can only be used on the current machine.

1] | Cancel Help

Figure 25: ODBC Data Source Administrator Screen
2. Click on the “System DSN” tab.
3. Click on the Add button. The Create New Data Source screen appears.
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Step 2: Create an Oracle ODBC Data Source

4. Scroll down and select Oracle in OraClien11g _homel.

Create Mew Data Source

Select a driver for which you want to set up a data source,

3

M arme

e

Microzoft QDBC for Oracle
Microsoft Parados Criver [“.db
Microzoft Parados-Treiber [*.db |
bicrozoft Tewst Diriver [* bt " o]
bicrozaft Tewt-Treiber [7 tat; * cav)
Microzoft Visual FosPro Driver
Micrazaft Wisual FosPro-Treiber

Oracle in OraClient]1g_home1
SEL Server

| Finizh |

[ R A R A S L

]

|

Cancel

Figure 26: Select “Oracle in OraClient11g_home1”

5. Click on Finish. The Oracle ODBC Driver Configuration window opens.

Data Source Mame |

ak.

Dezcription |

Cancel

THS Service Mame |

j Help

User 1D |

Application l Oracle ] workarounds ] SCLServer Migration ]

Enable Closing Cursors [ Enable Thread Safety W

Enable RBesult Sets W  Enable Quemy Timeout W Read-Only Connection [

Test Connection

B atch Autocommit bMode |Cc\mmit only if all statements succeed

Mumeric Settings |Use Oracle MLS zettings

Figure 27: Driver Configuration Screen

6. Enter the following information in this window:

a. Data Source Name: Enter Insight700 as the Data Source Name.

b. Description: Enter an optional descirption.
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Step 2: Create an Oracle ODBC Data Source

c. TNS Service Name: Select the appropriate “TNS Service Name” from the
drop-down list that you created in the previous section.

d. User ID: Enter OI_DM as the name of the schema.

Oracle ODBC Driver Configuration

(]
Data Source Mame |Insight?EIEl _
C |
Dezcription || anee

Hel

THS Service Mame |':'”_':E'NNE':T ﬂ #
Test Connection

dger D ||:|”—D"""I

Application l Dracle] Wurkarnunds] SOLSemrver Migratiu:un]
Enable Fesult Sets [+  Enable Query Timeowt v Read-Only Connection [

Enable Closing Cursarz [ Enable Thread Safety v

Batch Autocommit Mode | Commit only if all statements succeed

Led Lo

Murmeric Settings |Use Oracle MLS zettings

Figure 28: Driver Configuration Screen Entries

7. Click on the Test Connection button. The Oracle ODBC Driver Connect window will

display.
Oracle ODBC Driver Connect [Z|
Service MName
QI_COMMECT
Izer Hame
Oll_DM Cancel
Pazzword
About...
I

Figure 29: Driver Connect Window
8. Type in the correct password.
9. Click on OK. A “Connection successful” message box will display.

10. Click on OK to close this message box.
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Step 2: Create an Oracle ODBC Data Source

11. Click on OK on the Oracle ODBC Driver Connect window. The new data source 1s
listed in the System DSN tab of the ODBC Data Source Administrator window.

£ ODBC Data Source Administrator

ger DSM Spstem DSM l File DSM ] Driver&] Tracing] Connection F'u:u:uling] Lbout ]

Swyztemn D ata Sources:

M arne Diriver | Add. .
Oracle in OraClient11g_home

Remove

Configure. ..

I

An ODBC System data source stores information about how bo connect o
the indicated data provider. & Systemn data zource is vizible to all users
on thiz machine, including MT semvices.

k. | Cancel Help

Figure 30: New ODBC Data Source

12. Repeat the steps in this section to create a second ODBC data source connection with:
* Data Source Name: Insight700Config
* User ID: OIl SYS

Oracle ODBC Driver Configuration

Ok,
Data Source Mame |Insight?DDEonfig _
C |
D escription || $

<] el
MS Service Mam |D” OMMNED ; Hp
el 575 est Connech
| | 1I_5% 10r

Application l Dlaclel Workaroundsl SOLSemver Migration]
Erable Fesult Sets Iv¥  Enable Query Timeout v Read-Only Connection [

Enable Closing Cursars | Enable Thread Safety  [v

B atch Autocommit Mode |Eummit only if all statements succeed

ENQEN

Mumeric Settings IUse Oracle MLS zettings

Figure 31: ODBC Data Source

25



Step 2: Create an Oracle ODBC Data Source
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