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Preface

This guide provides information about how to use the Advanced Monitoring capabilities in Oracle Advanced Monitoring and Resolution.


Audience

This guide is intended for customer users and customer user administrators using Oracle Advanced Monitoring and Resolution.


Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc|amp|id=docacc.


Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.


Conventions

The following text conventions are used in this document:


	Convention	Meaning
	boldface	Boldface type indicates graphical user interface elements associated with an action, or terms defined in text or the glossary.
	italic	Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular values.
	monospace	Monospace type indicates commands within a paragraph, URLs, code in examples, text that appears on the screen, or text that you enter.











1 Overview

This chapter introduces the main concepts in Oracle Advanced Monitoring and Resolution.

It includes the following topics:

	
About Oracle Advanced Monitoring and Resolution


	
About Oracle Advanced Monitoring and Resolution Users


	
About Certified and Supported Browsers


	
Logging in to Oracle Advanced Monitoring and Resolution


	
About the Oracle Advanced Monitoring and Resolution User Interface







	
Note:

The Advanced Monitoring tab in Oracle Advanced Monitoring and Resolution provides all the advanced monitoring capabilities of earlier Oracle® Mission Critical Support (MCSP) releases. Account management is now administered on the Accounts tab.














About Oracle Advanced Monitoring and Resolution

Oracle Advanced Monitoring and Resolution forms the interface between Oracle and and its customers, enabling users to access information through Web browsers and combine information from different sources into a single entry point. Oracle Advanced Monitoring and Resolution is secure, easy-to-use, and provides access to ITIL-based service application tools and best-practice workflows, enabling users to monitor and manage their infrastructure elements and drive competitive advantage to their core businesses.

Oracle Advanced Monitoring and Resolution is a fully integrated, ITIL-based operations management framework, including tools, processes, and technology, which is hosted by Oracle and delivered through the Web as a Software-as-a-Service (SaaS).

Oracle Advanced Monitoring and Resolution capabilities include:

	
Easy navigation and reporting functionality


	
A customer-generated on-demand reporting engine


	
Heterogeneous event monitoring and rules engine for faster problem detection and resolution


	
Enhanced security features


	
A Configuration Management System (CMS) to support physical and logical devices




Oracle Advanced Monitoring and Resolution benefits include:

	
Efficiencies in service delivery through automated features such as customer setup and management.


	
Secure service delivery with full data segregation and access control.


	
Improved quality of service through proven ITIL-based processes embedded into the tool workflow.


	
Greater flexibility with a customizable and scalable Web-based platform for access anywhere at any time.





Related Topics

About Oracle Advanced Monitoring and Resolution Users

About Certified and Supported Browsers

Logging in to Oracle Advanced Monitoring and Resolution

About the Oracle Advanced Monitoring and Resolution User Interface










About Oracle Advanced Monitoring and Resolution Users

Oracle Advanced Monitoring and Resolution supports the following users:

	
A customer user is an individual in the customer organization who has been added to Oracle Advanced Monitoring and Resolution.


	
A customer user administrator (CUA) is an optional additional assignment to a customer user, giving the ability to grant privileges to other Oracle Advanced Monitoring and Resolution users in their customer organization.


	
A service provider user is an Oracle user. Service provider users who have been granted access to a customer or any of the customer resources, such as groups, contracts, or contract line items, can view or manage those resources according to the level of access. For example, service provider users who have been granted access to at least one contract line item for the customer organization can view or manage that contract line item. Service providers can invite one or more customer users to become the CUA for the customer organization.







	
Note:

The terms service provider and provider user are also used to denote a service provider user.








About Customer Users

A customer user is a member with of a customer organization with basic access privileges to Oracle Advanced Monitoring and Resolution. Once the individual's details have been added to the Oracle Advanced Monitoring and Resolution Address Book as a customer user for the customer, they will receive e-mail notification. The account is activated when they log in to Oracle Advanced Monitoring and Resolution.

Each customer user can use Oracle Advanced Monitoring and Resolution to perform the following tasks:

	
View the contracts for their customer organization


	
View their group membership


	
View their assignments


	
View the Address Book for their customer organization


	
View and update their Oracle Advanced Monitoring and Resolution profile information





About Customer User Administrators

A customer user administrator (CUA) is an optional additional privilege that can be granted to a customer user. Each customer can have one or more CUAs. CUAs can add individuals to their Oracle Advanced Monitoring and Resolution customer address book, thereby creating users accounts for those individuals. They grant access privileges to their customer users through a combination of groups, roles, and policies.

In summary, each CUA can use Oracle Advanced Monitoring and Resolution to:

	
View contracts for their customer organization


	
Manage users and contacts in the Address Book for their customer organization


	
Manage groups of users


	
View roles and privileges


	
Manage policies to grant those users access to contracts, service delivery plans (SDPs), and other resources


	
View and update their Oracle Advanced Monitoring and Resolution profile information





About Service Provider Users

A service provider user is an Oracle employee who can access Oracle Advanced Monitoring and Resolution. Service provider users can be granted access to view and manage customer organizations. When requested, service provider users can perform the following tasks on behalf of customer organizations.

	
Manage contracts for customer organizations


	
Invite customer users to become customer user administrators (CUAs) for their customer organization


	
Add, update, or delete customer organizations


	
Manage roles and view privileges


	
View users and contacts for certain customer organizations





Related Topics

About Oracle Advanced Monitoring and Resolution

About Certified and Supported Browsers

Logging in to Oracle Advanced Monitoring and Resolution

About the Oracle Advanced Monitoring and Resolution User Interface











About Certified and Supported Browsers

This section describes the Web browsers that you can use to access Oracle Advanced Monitoring and Resolution, including:

	
Certified Web browsers, which are fully tested and supported by Oracle.


	
Supported Web browsers, which are supported by Oracle.




The following Web browsers can be used with Oracle Advanced Monitoring and Resolution:


	Web Browser	Versions	Support Type
	Mozilla Firefox	3.6 & later, 4.0	Certified
	Microsoft Internet Explorer	7, 8, & 9Foot 1 	Certified
	Mozilla Firefox	3.5 & later, 5.0, 6.0	Supported
	Google Chrome	13.0 & later	Supported






Footnote 1 MS Internet Explorer version 9 run in compatibility mode


Related Topics

About Oracle Advanced Monitoring and Resolution

About Oracle Advanced Monitoring and Resolution Users

Logging in to Oracle Advanced Monitoring and Resolution

About the Oracle Advanced Monitoring and Resolution User Interface











Logging in to Oracle Advanced Monitoring and Resolution

Once you have received e-mail notification that your user account has been enabled, log in to the Oracle Advanced Monitoring and Resolution home page.




	
Note:

If you cannot log in to Oracle Advanced Monitoring and Resolution or have not received e-mail notification, contact your ITSM.








To log in to Oracle Advanced Monitoring and Resolution:

	
Open the following Web page:


https://amr.oracle.com


The Oracle Advanced Monitoring and Resolution login page appears, displaying your user profile.


	
Modify the following fields as required:


	Area	Field	Description
	Username	Title	One of the following values:
	
Miss


	
Mr


	
Mrs


	
Ms





	User Type	One of the following values:
	
Provider - for service provider users


	
Customer - for customer users and customer user administrators





	First NameFoot 1 	Your first name
	Last NameFootref 1	Your last name
	Home Page	URL for your home page
	Preferences	LanguageFootref 1	Your preferred display language
	Time ZoneFootref 1	Time zone in which you work
	Date FormatFootref 1	Format to be used when displaying dates
	Time FormatFootref 1	Format to be used when displaying time
	Contact Information	E-mail AddressFootref 1	Your e-mail address
	Notification	Check this check box to receive notifications from Oracle Advanced Monitoring and Resolution to this e-mail address
	Phone Numbers	Phone number corresponding to the e-mail address entered
	Type	Type of phone number, having one of the following values:
	
Home


	
Mobile/Cell


	
Office











Footnote 1 Mandatory field


	
Add addresses as follows:




	
Note:

You must add an office address.







	
Click Add.

The Add New Address window appears.


	
Enter the following information then click OK:


	Field	Description
	Type	One of the following values:
- Billing

- Home

- Office

- Other

- Shipping


	Address Line 1	First line of the address, in free text
	Address Line 2	Second line of the address, in free text
	Address Line 3	Third line of the address, in free text
	Postal Code	Post code for the address, if any
	City	Name of the city
	State or province	Name of the state or province
	Country	Select the country from the list






The Profile page reappears, showing the new address in the Addresses pane.




The Profile page reappears, showing the new address in the Addresses pane.


	
Click Save.

A hylerlinked message appears, confirming that the login has been successful.


	
Click the hyperlinked success message.

The Oracle Advanced Monitoring and Resolution home page appears.


	
Click Advanced Monitoring.

The Advanced Monitoring page appears.




	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your ITSM.











Related Topics

About Oracle Advanced Monitoring and Resolution

About Oracle Advanced Monitoring and Resolution Users

About Certified and Supported Browsers

Logging in to Oracle Advanced Monitoring and Resolution










About the Oracle Advanced Monitoring and Resolution User Interface

As the Oracle Advanced Monitoring and Resolution Customer User Administrator (CUA), you manage all Oracle Advanced Monitoring and Resolution users and contacts for your customer organization(s). Oracle Advanced Monitoring and Resolution provides the following capabilities:


Accounts Tab

The Accounts tab provides account management capabilities for the selected customer. The Contracts page displays a searchable list of the customer's contracts with Oracle. The Address Book page provides the ability to maintain contact information for the customer's Oracle Advanced Monitoring and Resolution users and groups. Access to Oracle Advanced Monitoring and Resolution tabs and resources is governed by a framework of policies and assignments, which can be managed on the Policies and Assignments page. Policies and assignments can be applied to individuals and to groups, which can be defined on the Groups page. Finally, the User Profile page defines personal contact information and preferences for the user.


Advanced Monitoring Tab

The Advanced Monitoring tab contains all of the capabilities previously available in Mission Critical Support Platform (MCSP) and Operations Management Platform (OMP), except account management. Account management is available on the Accounts tab, described earlier.


Related Topics

About Oracle Advanced Monitoring and Resolution

About Oracle Advanced Monitoring and Resolution Users

About Certified and Supported Browsers

Logging in to Oracle Advanced Monitoring and Resolution









2 Using Account Management

This chapter describes how to manage accounts for customer users and customer user administrators (CUAs) in Oracle Advanced Monitoring and Resolution.


Related Topics

Account Management for Customer Users

Account Management for Customer User Administrators (CUAs)








Account Management for Customer Users

The Accounts tab provides account management through links to a number of different pages. The Address Book page displays all your customer contacts and users in Oracle Advanced Monitoring and Resolution. The Groups page displays groups of which you are a member. Oracle Advanced Monitoring and Resolution provides the ability to group these users and contacts according to common criteria, such as geographic location.

All Oracle Advanced Monitoring and Resolution users are assigned roles to enable them to perform different tasks or associated them with a particular Oracle contract. The Policies and Assignments page displays all the policies and assignments, which determine your access to Oracle Advanced Monitoring and Resolution applications. You can also view all contracts for your organization on the Contracts page.

Finally, the Accounts tab provides the ability to manage your Oracle Advanced Monitoring and Resolution user profile by editing your contact information and preferences.


Related Topics

Viewing Users and Contacts

Viewing Groups

Customizing Your User Profile

Account Management for Customer User Administrators (CUAs)



Viewing Users and Contacts

The Address Book provides the ability to view all your organization's Oracle Advanced Monitoring and Resolution users and contacts on one page, where:

	
A user has an account in Oracle Advanced Monitoring and Resolution, enabling them to access Oracle Advanced Monitoring and Resolution.


	
A contact is an individual who is involved with Oracle services and packages whose details have been registered in Oracle Advanced Monitoring and Resolution. Contacts may or may not have access to Oracle Advanced Monitoring and Resolution.




On the Address Book page, you can customize the fields display or filter the users displayed by entering filter criteria. You can also search for users using the Search field. The Search field autocompletes search criteria entered, returning the first user in the displayed list that matches the criterion.


Prerequisites

	
None.





To view contacts and users:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Accounts page reappears, displaying all your services.


	
Click Address Book in the left pane.

The View Contacts page appears, displaying the following information for all contacts:


	Field	Description
	E-mail	Displays the contact's e-mail address.
	Type	Indicates whether the contact is:
	
Management


	
Technical





	User Status	Indicates whether the user status is:
	
Enabled, where a new Oracle Advanced Monitoring and Resolution user account has been added and activated. Users with this user status can log in to Oracle Advanced Monitoring and Resolution.


	
Migrated, where an existing account has been migrated to Oracle Advanced Monitoring and Resolution and activated. Users with this user status can log in to Oracle Advanced Monitoring and Resolution.


	
Pending, where a new Oracle Advanced Monitoring and Resolution account has been added but the user has not yet activated the account by logging in, or where an existing account has been added to Oracle Advanced Monitoring and Resolution but again the user has not yet activated the account.


	
Disabled, where an Oracle Advanced Monitoring and Resolution user account has been deactivated. Users with this user status cannot log in to Oracle Advanced Monitoring and Resolution.


	
Deleted, where an Oracle Advanced Monitoring and Resolution user account has been deleted. Users with this user status cannot log in to Oracle Advanced Monitoring and Resolution.





	Notification Only	Indicates whether contact is a user or non-user
	Applications	Specifies the applications that the customer user can access, such as CAM or OMP.
	First Name	Displays the contact's first name, as registered in the Oracle Advanced Monitoring and Resolution address book
	Last Name	Displays the contact's last name, as registered in the Oracle Advanced Monitoring and Resolution address book
	Phone Number	Displays the contact's phone number.






	
You can perform the following actions on the View Contacts page:




	
Note:

Most frequently used operations are displayed under Address Book in the left pane. All the options listed here are available on the menu bar of the View Contacts page.







	
Filter displayed contacts - Click any column name to sort the contacts displayed by that column. For example, click Name to sort alphabetically by name.

Click the same column again to reverse the sort order. Clicking the Name column again sorts in reverse alphabetical order.


	
Search contacts - In the Search field on the menu bar, enter the contact's e-mail address, phone number, type, notification only, user status, applications, or first or last name. You can also use the wildcard %. Then click the Search icon. The View Contacts page is refreshed, displaying the contact(s) matching the full or partial entry.


	
Customize the contact page - Click Customize Views to view a list of the columns displayed on the View Contacts page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes, then click OK to confirm the changes.


	
View detailed user information - Click a user name to view more detailed information about the user.








Related Topics

Viewing Users and Contacts

Viewing Groups

Customizing Your User Profile

Account Management for Customer User Administrators (CUAs)






Viewing Groups

Oracle Advanced Monitoring and Resolution provides the ability to group users in your organization according common criteria, such as geographical location. The Accounts tab displays your group memberships.


Prerequisites

	
None.





To view groups:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Accounts page reappears, displaying all your contacts.


	
Click Users and Groups in the left pane. Then click View Groups.

The View Groups page appears, displaying the following information for each of the groups listed:


	Field	Description
	Name	Displays the group name
	Description	Displays a brief description of the group






	
You can perform the following actions on the View Groups page:




	
Note:

Most frequently used operations are displayed under Users and Groups in the left pane. All the options listed here are available on the menu bar of the View Groups page.







	
Filter displayed groups - Click any column name to sort the groups displayed by that column. For example, click Name to sort alphabetically by name.

Click the same column again to reverse the sort order. Clicking the Name column again sorts in reverse alphabetical order.


	
Search groups - In the Search field on the menu bar, enter the group's name or description. You can also use the wildcard %. Then click the Search icon. The View Groups page is refreshed, displaying the group(s) matching the full or partial entry, but ignoring case.


	
Customize the group page - Click Customize Views to view a list of the columns displayed on the View Groups page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes, then click OK to confirm.








Related Topics

Viewing Users and Contacts

Viewing Groups

Customizing Your User Profile

Account Management for Customer User Administrators (CUAs)






Customizing Your User Profile

Oracle Advanced Monitoring and Resolution provides the ability to update your user profile, including contact information and preferences.


Prerequisites

	
You are the Oracle Advanced Monitoring and Resolution Customer User Administrator for your organization.





To customize your user profile:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Accounts page reappears, displaying all contacts.


	
Click Users and Groups in the left pane. Then click User Profile.

The User Profile page appears.


	
Modify the following fields as required, then click Save.


	Area	Field	Description
	Username	Title	One of the following values:
	
Miss


	
Mr


	
Mrs


	
Ms





	User Type	

	First Name	Your first name
	Last Name	Your last name
	Home Page	URL for your home page
	Preferences	Language	Your preferred display language
	Time Zone	Time zone in which you work
	Date Format	Format to be used when displaying dates
	Time Format	Format to be used when displaying time
	Contact Information	E-mail Address	Your e-mail address
	Notification	Check this check box to receive notifications from MCSP to this e-mail address
	Phone Numbers	Phone number corresponding to the e-mail address entered
	
	Type of phone number, having one of the following values:
	
Home


	
Mobile/Cell


	
Office





	Addresses	Add Address	Add postal addresses as required.






The updated User Profile appears, displaying the new information.





Related Topics

Viewing Users and Contacts

Viewing Groups

Customizing Your User Profile

Account Management for Customer User Administrators (CUAs)













Account Management for Customer User Administrators (CUAs)

The Accounts tab provides the ability to manage all contacts and users for your organization(s), through links to a number of different pages. The Address Book page displays all your organization contacts and users in Oracle Advanced Monitoring and Resolution. Here, you can add, update, or delete contact and user records. The Groups page provides the ability to group these users and contacts according to common criteria, such as geographic location.

All Oracle Advanced Monitoring and Resolution users are assigned roles to enable them to perform different tasks or associated them with a particular Oracle contract. The Policies and Assignments page displays all the policies and assignments, which determine your access and your customer users' access to Oracle Advanced Monitoring and Resolution applications. You can also view all contracts for your organization on the Contracts page.

Finally, the Accounts tab provides the ability to manage your Oracle Advanced Monitoring and Resolution user profile by editing your contact information and preferences.


Related Topics

Managing Users and Contacts

Managing Groups

Customizing Your User Profile

Account Management for Customer Users



Managing Users and Contacts

The Address Book provides the ability to manage all your organization's Oracle Advanced Monitoring and Resolution contacts on one page:

	
A user has an account in Oracle Advanced Monitoring and Resolution, enabling them to access Oracle Advanced Monitoring and Resolution.


	
A contact is an individual who is involved with Oracle services and packages whose details have been registered in Oracle Advanced Monitoring and Resolution. Contacts may or may not have access to Oracle Advanced Monitoring and Resolution.




On the Address Book page, you can update a contact's details or create new Oracle Advanced Monitoring and Resolution contacts. You can customize the fields display or filter the users displayed by entering filter criteria. You can also search for users using the Search field. The Search field autocompletes search criteria entered, returning the first user in the displayed list that matches the criterion.


Prerequisites

	
The individual is not already a contact for this customer organization in Oracle Advanced Monitoring and Resolution.





To manage contacts and users:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Contracts page reappears, displaying all services for the selected organization.


	
Click Address Book in the left pane.

The View Contacts page appears, displaying the following information for all contacts for the selected organization:


	Field	Description
	E-mail	Displays the contact's e-mail address.
	Type	Indicates whether the contact is:
	
Management


	
Technical





	User Status	Indicates whether the user status is:
	
Enabled, where a new Oracle Advanced Monitoring and Resolution user account has been added and activated. Users with this user status can log in to Oracle Advanced Monitoring and Resolution.


	
Migrated, where an existing account has been migrated to Oracle Advanced Monitoring and Resolution and activated. Users with this user status can log in to Oracle Advanced Monitoring and Resolution.


	
Pending, where a new Oracle Advanced Monitoring and Resolution account has been added but the user has not yet activated the account by logging in, or where an existing account has been added to Oracle Advanced Monitoring and Resolution but again the user has not yet activated the account.


	
Disabled, where an Oracle Advanced Monitoring and Resolution user account has been deactivated. Users with this user status cannot log in to Oracle Advanced Monitoring and Resolution.


	
Deleted, where an Oracle Advanced Monitoring and Resolution user account has been deleted. Users with this user status cannot log in to Oracle Advanced Monitoring and Resolution.





	Applications	Specifies the applications that the customer user can access, such as CAM or OMP.
	First Name	Displays the contact's first name, as registered in the Oracle Advanced Monitoring and Resolution address book
	Last Name	Displays the contact's last name, as registered in the Oracle Advanced Monitoring and Resolution address book






	
You can perform the following actions on the View Contacts page:




	
Note:

Most frequently used operations are displayed under Address Book in the left pane. All the options listed here are available on the menu bar of the View Contacts page.







	
Update a contact - Select the contact, then click Update to open the Update Contact page. Select Enabled or Disabled status as required (described in step 2), then click Save. The View Contacts page reappears, showing the updated details.


	
Add a contact - To add a contact:

	
Click Add. The Add Contact page appears.


	
Enter the contact's e-mail address(es) in the E-mail Addresses field.


	
Select Management or Technical from the Contact Type list.


	
Specify the applications that this contact can access.


	
If required, select Yes for the Is the contact a user? field.


	
Click Save.




The View Contacts page reappears, displaying the new contact details with user status Pending. When the request is successful, the user status changes to Active. An Oracle Advanced Monitoring and Resolution notification is sent to the e-mail address(es) of users, informing the recipient(s) that they have an Oracle Advanced Monitoring and Resolution account.


	
Filter displayed contacts - Click any column name to sort the contacts displayed by that column. For example, click Name to sort alphabetically by name.

Click the same column again to reverse the sort order. Clicking the Name column again sorts in reverse alphabetical order.


	
Search contacts - In the Search field on the menu bar, enter the contact's e-mail address, or first or last name. Oracle Advanced Monitoring and Resolution automatically completes the string you enter with the first contact that matches. You can also use the wildcard %. Then click the Search icon. The View Contacts page is refreshed, displaying the contact(s) matching the full or partial entry.


	
Delete a contact - Select the contact then click Delete. When prompted, click OK confirm that you want to delete the contact. The View Contacts page reappears without the deleted contact details.


	
Customize the contact page - Click View to view a list of the columns displayed on the View Contacts page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes.


	
View detailed user information - Click a user name to view more detailed information about the user.








Related Topics

Managing Users and Contacts

Managing Groups

Customizing Your User Profile

Account Management for Customer Users






Managing Groups

You can add Oracle Advanced Monitoring and Resolution users in your organization into groups. This can be useful if you want to group contacts or users according common criteria, such as geographical location.


Prerequisites

	
None.





To manage groups:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Contracts page reappears, displaying all contacts for the selected organization.


	
Click Users and Groups in the left pane. Then click View Groups.

The View Groups page appears, displaying the following information for each of the groups listed:


	Field	Description
	Name	Displays the group name
	Description	Displays a brief description of the group






	
You can perform the following actions on the View Groups page:




	
Note:

Most frequently used operations are displayed under Users and Groups in the left pane. All the options listed here are available on the menu bar of the View Groups page.







	
Update a group - Select the group, then click Update to open the Update Group page. Edit the required fields (described in step 2), then click Save. The View Groups page reappears, showing the updated details.


	
Add a new group - To add a new group:

	
Click Add. The Add Group page appears.


	
Enter the new group names.


	
In the Group Members pane, click Add. The Available Users page appears.


	
Check the names of the users to be added to this group then click OK. The Add Group page reappears.


	
Click Save. The View Groups page reappears, displaying the new group name.




The View Groups page reappears, displaying the new group details.


	
Filter displayed groups - Click any column name to sort the groups displayed by that column. For example, click Name to sort alphabetically by name.

Click the same column again to reverse the sort order. Clicking the Name column again sorts in reverse alphabetical order.


	
Delete a group - Select the group then click Delete. When prompted, click OK confirm that you want to delete the group. The View Groups page reappears without the deleted group details.


	
Customize the group page - Click View to view a list of the columns displayed on the View Groups page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes, then click OK to confirm.








Related Topics

Managing Users and Contacts

Managing Groups

Customizing Your User Profile

Account Management for Customer Users





Managing Contact Lists

This section describes how to manage contact lists in Oracle Advanced Monitoring and Resolution.

Contact lists are used by specific processes (such as Incident Management and Change Management) to send notifications, task messages for approval, or informational messages to the designated contacts.




	
Note:

Only users with appropriate permissions are allowed to manage contact lists for their customer organizations.







To manage contact lists:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact Lists.

The Contact List Assignments page reappears.


	
From the Contact Lists page, you can perform the following actions:





Add a Contact List

To add a contact list:

	
From the Contact Lists page, click Add Contact List.

The Create Contact List page appears.


	
In the Name box, enter the Contact List name.


	
In the Description box, enter any useful information about the Contact List.


	
Select Ranking to provide users with the ability to prioritize the contact list.


	
Click Save.








Edit a Contact List

To edit a contact list:

	
On the Contact Lists page, click Edit beside the contact list to be modified. The Edit Contact List page appears.


	
Modify the contact list as required then click Save:

	
In the Name box, enter the Contact List name.


	
In the Description box, enter any useful information about the Contact List.


	
Select Ranking to provide users with the ability to prioritize the contact list.











Delete a Contact List

To delete a contact list:

	
On the Contact Lists page, click Remove beside the contact list to be modified.


	
Click OK in the Delete Confirmation window to confirm the deletion.




	
Note:

You cannot remove a contact list if it is used by a contact assignment. Before you delete the contact list, you must remove any contact assignments.
For more information about contact list assignments, see Managing Contact List Assignments.



















Managing Contact List Assignments

This section describes how to assign a contact to CIs, CI Groups, or directly at the customer level for your customer organizations.

Oracle Advanced Monitoring and Resolution supports two types of contact lists:

	
System Defined Lists - Built in contact lists used internally by Oracle Advanced Monitoring and Resolution, including the e-mail subscriber list for incident management.

The following table shows all system defined lists:


	List	Members receive an e-mail...
	CAB Member	Because they are members of the Change Approval Board (CAB)
	CM E-Mail Subscriber	For each action on a CM ticket
	Escalation	When an Incident ticket is escalated
	IM E-Mail Subscriber	For each action on an Incident ticket
	IM Local Language Email Subscriber	When a local language note is added to an Incident ticket
	IMNOTIF	When a service level agreement (SLA) violation occurs
	NotificationFoot 1 	To satisfy the service delivery SLA notification commitment
	PM E-Mail Subscriber	For each action on a problem management (PM) ticket
	Remediation	Because the user has agreed to accept IM ticket ownership for customer-managed components
	Service Interrupt	For each action on a service interrupt Incident ticket






Footnote 1 Required assigment for all customers


	
User Defined - Customized contact lists that are specific for your service delivery organization.







	
Note:

Only users with appropriate permissions are allowed to manage the Contact List Assignments for their customer organizations.







To manage contact list assignments:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact List Assignments.

The Contact List Assignments page reappears.


	
From the Customer list, select the required customer organization.

For the selected customer, you can perform the following tasks:

	
Create a Contact List Assignment


	
Remove a Contact List Assignments









Create a Contact List Assignment

To create a contact list assignment for the selected organization:

	
From the Contact List Type list, select the type of contact list:

	
System Defined - Built in contact lists used internally by Oracle Advanced Monitoring and Resolution.


	
User Defined - Contact lists that are specific for your service delivery organization.




The User Profile page appears.


	
From the Contact List list, select a contact list.


	
To create a contact for the customer organization as follows:

	
Click For Customer.

The Customer area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Member.

The new contact appears in the list of contacts.





	
To create a contact for CI Group:

	
Click For CI Group.

The CI Group area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
From the CI Group list, select the required CI group.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Member.

The new contact appears in the list of contacts.





	
To create a contact for a specific CI:

	
Click For Configuration Item.

The For Configuration Item area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Configuration Items. The Add CI window appears, providing the following views:

- Column View - Click Show Columns View if required, then select the required CIs using the filter lists.

- Group View - Click Show Group View to display groups. Select a group from the Smart Groups or Static Groups list.


	
Click Add Selected, then click Submit.


	
Click Add Member.

The new contact appears in the list of contacts.












Remove a Contact List Assignments

To remove a contact list assignment:

	
In the Contact List Assignments page for the selected customer organization, click Remove beside the contact assignment that you want to remove.


	
When prompted, click OK to confirm the deletion.

The Contact List Assignments page reappears, without the deleted contact assignment.








Viewing Contact List Assignments

Use this procedure to view contact list assignments for the selected customer:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact List Assignments.

The Contact List Assignments page reappears.


	
From the Customer list, select the required customer organization.

You can review all assignments for all contact lists configured, including contact list name, scope, CI/CI Group, and Ranking.




	
Note:

Only users with appropriate permissions are allowed to view the contact assignments for their customer organizations.

















Customizing Your User Profile

Oracle Advanced Monitoring and Resolution provides the ability to update your user profile, including contact information and preferences.


Prerequisites

	
You are the Oracle Advanced Monitoring and Resolution Customer User Administrator for your organization.





To customize your user profile:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Accounts page reappears, displaying all contacts for the selected organization.


	
Click Users and Groups in the left pane. Then click User Profile.

The User Profile page appears.


	
Modify the following fields as required, then click Save.


	Area	Field	Description
	Username	Title	One of the following values:
	
Miss


	
Mr


	
Mrs


	
Ms





	User Type	

	First Name	Your first name
	Last Name	Your last name
	Home Page	URL for your home page
	Preferences	Language	Your preferred display language
	Time Zone	Time zone in which you work
	Date Format	Format to be used when displaying dates
	Time Format	Format to be used when displaying time
	Contact Information	E-mail Address	Your e-mail address
	Notification	Check this check box to receive notifications from MCSP to this e-mail address
	Phone Numbers	Phone number corresponding to the e-mail address entered
	
	Type of phone number, having one of the following values:
	
Home


	
Mobile/Cell


	
Office





	Addresses	Add Address	Add postal addresses as required.






The updated User Profile appears, displaying the new information.





Related Topics

Managing Users and Contacts

Managing Groups

Customizing Your User Profile

Account Management for Customer Users











3 Using Contracts and Contacts

This chapter describes how to manage accounts for customer users and customer user administrators (CUAs) in Oracle Advanced Monitoring and Resolution.


Related Topics

About Contracts and Contacts

Viewing Contracts

Viewing Contact Lists

Managing Contact Lists

Managing Contact List Assignments








About Contracts and Contacts

Contracts and Contacts provides the ability to manage association between contract line item and configuration item, contract line item is configured in Account Management. It also provides the ability to manage contact list, contact list assignments and contact assignments.


Related Topics

Viewing Contracts

Viewing Contact Lists

Managing Contact Lists

Managing Contact List Assignments










Viewing Contracts

The Contracts page shows all of the contracts between Oracle and your organization, as defined in Oracle's contract database, OKS. An Oracle service provider user maintains this contract list.


Prerequisites

	
You have been granted access to the contract through an Oracle Advanced Monitoring and Resolution policy.





To view contract details:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
Click the Accounts tab, then select your organization name from the Customer list in the top right corner of the View Accounts page.

The View Accounts page reappears, displaying all of your services.


	
Click Contracts in the left pane.

The View Contracts page opens, displaying the following information about all contracts:


	Field	Description
	Name	Name of the contract
	OksRef	Identifier for this contract in the Oracle contracts database, OKS.
	OksModifier	Supplementary identifier for this contract in the Oracle contracts database, OKS.
	StartDate	Contract start date, in the format DD-MMM-YYYY where DD is the day, MMM is the month, and YYYY is the year.
	EndDate	Contract end date, in the format DD-MMM-YYYY where DD is the day, MMM is the month, and YYYY is the year.
	Status	Status of the contract, which can be:
- Cancelled, where the contract has been cancelled.

- Completed, where the contract has been completed. (You can use this status to identify a contract that has been completed before its end date.)

- Firm, where the customer has signed the contract.

- Prospects, where the contract is not guaranteed to proceed, and no work has commenced on it

- WAR (Work at Risk), where the contract is expected to proceed: work has already commenced, but it has not yet been signed by the customer








Click Customize Views to view a list of the columns displayed on the View Users page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes.


	
You can perform the following actions on the View Contracts page:




	
Note:

Most frequently used operations are displayed in the left pane. All the options listed here are available on the menu bar of the View Contracts page.







	
Filter displayed contracts - Click any column name to sort the contracts displayed by that column. For example, click Name to sort alphabetically by name.

Click the same column again to reverse the sort order. Clicking the Name column again sorts in reverse alphabetical order.


	
Search contacts - In the Search field on the menu bar, enter the contract details. You can also use the wildcard %. Then click the Search icon. The View Contracts page is refreshed, displaying the contract(s) matching the full or partial entry.


	
Customize the contract page - Click Customize Views to view a list of the columns displayed on the View Contracts page. Visible columns are indicated by a checkmark.

To hide a column, select the column in this list, which removes the checkmark. You can also click Show All to show all columns.

To reorder this list, click Reorder columns, then use the arrows to alter the display. Click Save to save the changes, then click OK to confirm the changes.
















Viewing Contact Lists

This section describes how to manage contact lists in Oracle Advanced Monitoring and Resolution.

Contact lists are used by specific processes (such as Incident Management and Change Management) to send notifications, task messages for approval, or informational messages to the designated contacts.




	
Note:

Only privileged service delivery users with appropriate permissions will manage Contact Lists for their organizations.







To view contact lists:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Administration menu, select Contact Lists.

The Contact Lists page appears. This page lists all the Contact Lists created for your service delivery organization.













Managing Contact Lists

This section describes how to manage contact lists in Oracle Advanced Monitoring and Resolution.

Contact lists are used by specific processes (such as Incident Management and Change Management) to send notifications, task messages for approval, or informational messages to the designated contacts.




	
Note:

Only users with appropriate permissions are allowed to manage contact lists for their customer organizations.







To manage contact lists:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact Lists.

The Contact List Assignments page reappears.


	
From the Contact Lists page, you can perform the following actions:

	
Add a Contact List


	
Edit a Contact List


	
Delete a Contact List









Add a Contact List

To add a contact list:

	
From the Contact Lists page, click Add Contact List.

The Create Contact List page appears.


	
In the Name box, enter the Contact List name.


	
In the Description box, enter any useful information about the Contact List.


	
Select Ranking to provide users with the ability to prioritize the contact list.


	
Click Save.









Edit a Contact List

To edit a contact list:

	
On the Contact Lists page, click Edit beside the contact list to be modified. The Edit Contact List page appears.


	
Modify the contact list as required then click Save:

	
In the Name box, enter the Contact List name.


	
In the Description box, enter any useful information about the Contact List.


	
Select Ranking to provide users with the ability to prioritize the contact list.












Delete a Contact List

To delete a contact list:

	
On the Contact Lists page, click Remove beside the contact list to be modified.


	
Click OK in the Delete Confirmation window to confirm the deletion.




	
Note:

You cannot remove a contact list if it is used by a contact assignment. Before you delete the contact list, you must remove any contact assignments.
For more information about contact list assignments, see Managing Contact List Assignments.
























Managing Contact List Assignments

This section describes how to assign a contact to CIs, CI Groups, or directly at the customer level for your customer organizations.

Oracle Advanced Monitoring and Resolution supports two types of contact lists:

	
System Defined Lists - Built in contact lists used internally by Oracle Advanced Monitoring and Resolution, including the e-mail subscriber list for incident management.

The following table shows all system defined lists:


	List	Members receive an e-mail...
	CAB Member	Because they are members of the Change Approval Board (CAB)
	CM E-Mail Subscriber	For each action on a CM ticket
	Escalation	When an Incident ticket is escalated
	IM E-Mail Subscriber	For each action on an Incident ticket
	IM Local Language Email Subscriber	When a local language note is added to an Incident ticket
	IMNOTIF	When a service level agreement (SLA) violation occurs
	NotificationFoot 1 	To satisfy the service delivery SLA notification commitment
	PM E-Mail Subscriber	For each action on a problem management (PM) ticket
	Remediation	Because the user has agreed to accept IM ticket ownership for customer-managed components
	Service Interrupt	For each action on a service interrupt Incident ticket






Footnote 1 Required assigment for all customers


	
User Defined - Customized contact lists that are specific for your service delivery organization.







	
Note:

Only users with appropriate permissions are allowed to manage the Contact List Assignments for their customer organizations.







To manage contact list assignments:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact List Assignments.

The Contact List Assignments page reappears.


	
From the Customer list, select the required customer organization.

For the selected customer, you can perform the following tasks:

	
Create a Contact List Assignment


	
Remove a Contact List Assignments









Create a Contact List Assignment

To create a contact list assignment for the selected organization:

	
From the Contact List Type list, select the type of contact list:

	
System Defined - Built in contact lists used internally by Oracle Advanced Monitoring and Resolution.


	
User Defined - Contact lists that are specific for your service delivery organization.




The User Profile page appears.


	
From the Contact List list, select a contact list.


	
To create a contact for the customer organization as follows:

	
Click For Customer.

The Customer area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Member.

The new contact appears in the list of contacts.





	
To create a contact for CI Group:

	
Click For CI Group.

The CI Group area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
From the CI Group list, select the required CI group.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Member.

The new contact appears in the list of contacts.





	
To create a contact for a specific CI:

	
Click For Configuration Item.

The For Configuration Item area expands.


	
Click Add Member.


	
From the Contact list, select the contact to be assigned.


	
If ranking is allowed for the specified contact list, select the appropriate value from the Rank list.


	
Click Add Configuration Items. The Add CI window appears, providing the following views:

- Column View - Click Show Columns View if required, then select the required CIs using the filter lists.

- Group View - Click Show Group View to display groups. Select a group from the Smart Groups or Static Groups list.


	
Click Add Selected, then click Submit.


	
Click Add Member.

The new contact appears in the list of contacts.












Remove a Contact List Assignments

To remove a contact list assignment:

	
In the Contact List Assignments page for the selected customer organization, click Remove beside the contact assignment that you want to remove.


	
When prompted, click OK to confirm the deletion.

The Contact List Assignments page reappears, without the deleted contact assignment.








Viewing Contact List Assignments

Use this procedure to view contact list assignments for the selected customer:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
From the Contacts and Contracts tab, select Contact List Assignments.

The Contact List Assignments page reappears.


	
From the Customer list, select the required customer organization.

You can review all assignments for all contact lists configured, including contact list name, scope, CI/CI Group, and Ranking.




	
Note:

Only users with appropriate permissions are allowed to view the contact assignments for their customer organizations.




















4 Using Configuration Management System

This chapter describes the Configuration Management System (CMS) in Oracle Advanced Monitoring and Resolution. It covers the following topics:

	
About Configuration Management System


	
Using the CMS Browser


	
About the Configuration Item Dashboard


	
Viewing or Modifying CI Attributes


	
Viewing CI Facilities


	
Viewing Vendor Support Contracts







	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your Oracle Advanced Monitoring and Resolution customer user administrator.














About Configuration Management System

The Configuration Management System (CMS) constitutes a set of tools and databases that are used to manage the configuration data of a customer's IT infrastructure and services. The CMS contains data about users, suppliers, locations, business units, and customers.

The CMS Browser provides a set of tools for quick searching, viewing, and managing customizable sets of Configuration Items (CIs).

The ability to manipulate configuration data is controlled by roles and privileges and is primarily the domain of Oracle. Customer user privileges are most often focused on read-only and reporting activities.


Key Features and Benefits

The key features and benefits of CMS include the following:

	
Identifies Customer Assets

Enables you to tack and manage physical and logical assets. These assets are identified within the CMS as Configuration Items (CIs). CIs can be further combined into CI Groups to aggregated identification.


	
Manages Customer Assets

Enables you to search for CIs based on multi-criteria conditions, save search conditions, retrieve Level of Service (LOS) information for CIs associated with a detected event, and view customer level statistics associated with a CIs.


	
Enables export to CSV or MS Excel format

You can export lists of configuration items (along with their properties) to CSV and MS Excel format to be fed into other systems or for later analysis. This provides flexibility in viewing configuration items and enables their use in external systems such as billing systems.


	
Enables inventory views and management level summarized views

The CMS Browser page provides multiple customizable filtering options, as well as shows configuration item groups and a list of filtered results.


	
Provides the required level of information

The CMS System Dashboard shows the hierarchy of configuration items, and users are able to drill down to the required level of information.








CMS Dependencies

You can access CMS through Oracle Advanced Monitoring and Resolution and use it to manage CIs and their relationships. CMS feeds this CI and CI Group information to support the operations of Incident Management, Change Management, and the Event Dispatcher.


CMS and Incident Management

CMS assists Incident Management by:

	
Providing valuable information about how much of the IT infrastructure is affected.


	
Providing up-to-date information about customers, owners and status of CIs.


	
Assisting with identification of incidents of similar CI type.








CMS and Change Management

CMS assists Change Management by:

	
Enabling you to choose CIs and assets as targets of a change.


	
Providing CMS relationship information to assess the potential impact on end-users and the IT infrastructure when a particular CI is taken offline.


	
Providing up-to-date information about customers, owners and status of CIs.










CI Relationships

A relationship defines the link between two CIs. Relationships represent the dependencies and connections between the entities in a customer's IT environment. The same attributes defined for CI types are defined for relationships also.

CMS defines a set of rules that governs the creation of relationships between CIs to ensure that only valid relationships are created.


Implied/Contextual Relationships

Contextual relationships are those that are created based on the context of the user when creating a new CI. For example, a computer system to operating system relationship is always contextual. The user never explicitly creates a relationship between the two items. Instead, the relationship is inferred based on the computer system that was visible when the user clicks the add operating system link. The table below outlines the contextual relationships that are supported by the CMS.

We can consider that the graph of implied relationships for a set of related CIs is a tree.


	Source Class	Target Class	Description
	Physical System	Large systems	Large systems such as Exadata, are installed on a physical system. Physical elements can be nested to form trees.
	Computer System	Operating System	An operating system is installed on a computer system. The computer system item may represent a physical or a virtual machine.
	Operating System	Application	An application is installed on an operating system. Most applications are only valid within the context of an operating system.
	Computer System	Application	An application that is installed on a computer system. This covers a subset of applications, which are not considered operating systems, which can be installed directly onto a computer system. Examples include hypervisor software like xVM Server and VMWare. Service processor firmware can also be modeled this way.









Explicit Relationships

Explicit relationships are relationships between configuration items that must be explicitly created by the end users. The user will choose the source configuration item, the relationship type, and the target configuration item.


	Source Class	Target Class	Description
	Computer System	Computer System	Clustered
	Location	Location	Models the location hierarchy. For example, a building contains a room.
	Location	Computer System	A particular location contains a computer system.
	Service	Computer System	Business service is hosted by computer system.
	Computer System	Operating System	OS is running on computer system.
	Service	Application	Business service is implemented by software application.












CMS Browser User Interface Overview

This section provides a description of the CMS Browser controls and features that enable Oracle Advanced Monitoring and Resolution users to access and manage their Configuration Items (CIs).

The scope of actions available to you in CMS Browser depends on your organization:

	
Service delivery users can access CIs that belong to their customers and can manage CIs they are authorized to access.


	
Customer users can access their own CIs only. Customer users are allowed to search and view detailed information on their own CIs only.




Figure 4-1 provides an example of the CMS Browser page. The following sections explain the three main areas of the page:

	
Filter Area


	
Groups Area


	
Filtered Results Table





Figure 4-1 CMS Browser

[image: Surrounding text describes Figure 4-1 .]





Filter Area

Use the Filter option to select multiple CIs based on multiple criteria. There are four filters in CMS Browser. Each filter consists of the following elements:

	
List of filter parameters

	
Status

Status of the CI, such as Staging, Production, or Retired.


	
Category

Category of the CI, such as Physical Element, Computer System, Application System, Operating System, or Service.


	
CI Name

Name of the CI.


	
Make

The vendor or manufacturer for the CI, such as Oracle or IBM.


	
Model

The model of the CI, such as Sun Fire E25K. This option depends on the value of the Make parameter.


	
Type

The type of CI, such as Server or UNIX.







	
Note:

You can specify multiple filter parameters in any order. For each filter, the set of options displayed in the list depends on the previously selected filter options








	
The Filter text box

To refine your search, enter a desired value in the Filter text box


	
List of items that match the specified conditions

Select an item to reduce the results


	
Show Result link

Select an item from the list and then click Show Result.

The system displays the CIs for the selected item in the Filtered Results table.






Groups Area

Use the Groups option to group CIs. Instead of managing inventory as a set of individual CIs, you can group them together logically and associate functions or attributes at the group level. This minimizes CMS administration work and increases data quality in CMS.

The Groups option contains the following two group types:

	
Smart CI Groups

Smart CI groups are defined by a set of criteria. Oracle Advanced Monitoring and Resolution maintains the exact list of CIs automatically in each smart group. In the CMS Browser, these group names are displayed in the Smart Groups page in the Groups area.


	
Static CI Groups

Static CI groups are defined by the exact list of CIs. Users must add or remove CIs manually to the Static CI groups. In the CMS Browser, these group names are displayed in the Static Groups page in the Groups area











Filtered Results Table

The result set of CIs that meets the filtering criteria or belongs to the selected CI group. Click any column to reorder the list. Click the name of the CI to access the Configuration Item Dashboard. From the Configuration Item Dashboard, you can view or modify the CI information. For more information about the Configuration Item Dashboard, see About the Configuration Item Dashboard.














Using the CMS Browser

CMS Browser provides Oracle Advanced Monitoring and Resolution users with a variety of ways to locate and access CIs using both filtering and grouping features.

CMS Browser enables you to perform a number of tasks including the following:

	
Search and View Configuration Items


	
Export CI Information to Spreadsheets






Search and View Configuration Items

Use this procedure to search for CIs you are authorized to access. Use a set of filters that enables you to customize the search criteria to fit your requirements based on one or more CI parameters. Use the following CI parameters as search criteria:


	Parameter	Value
	CI Name	Name of a CI.
	Customer	Name of a customer associated with the CI.
	Type	Type of CI
	Status	Staging, Production, Retired, Lab, No service.
	Category	Computer System, Application System, Operating System, Service.
	Make	CI vendor or manufacturer: Sun, Oracle, IBM, HP, and so on.
	Model	CI model, for example, Sun Fire E25K, Ultra 20, and so on.









	
Note:

The current list of CI parameters will be extended in future product releases.







To search and view a CI:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
From the Advanced Monitoring tab, select CMS Browser from the CMS menu.

The CMS Browser page appears.


	
Select the type of search criteria. You can search by filtering using a CI parameter (default) or using the IP address.

To search using a filter:

	
Ensure that the Search By Filter check box is selected (default).


	
From the filter list, select the appropriate CI parameter.


	
In the Filter box, enter the parameter value (or its part) to narrow the search.

A list of items meeting the filter criteria appear.


	
In the list, click the item you want to use to narrow the search criteria.


	
To apply the current filter criteria, click Show Results, or move to the next filter to specify the next search criteria.




To search using an IP address, select the Search enter the

	
Check the Search By IP Address check box.


	
In the IP Address box, enter part or all of the IP address.





	
After you set and apply all required filter parameters, click Show Result.

The list of CIs meeting your search criteria appears in the Filtered Results table. You can view the following information for each CI:

	
Customer


	
CI Name


	
Status


	
IP Address


	
Type


	
Make/Model


	
Category





	
From the CI Name column, click the name of the CI that you want to view.

The Configuration Item Dashboard page appears with information about the selected CI.









Export CI Information to Spreadsheets

CMS Browser enables you to export lists of CIs parameters to CSV or Microsoft Excel format.

To export CI data to Excel or CSV format:

	
Search for CIs you want to export as described in Search and View Configuration Items.


	
From the Filtered Results table, select the CIs to be exported. Click Select All if you want to export all the CIs from the table.


	
Depending on the required format, click excel or csv.


	
Select the Open with option to review the CI data, or the Save File option to save the file, and then click OK.















About the Configuration Item Dashboard

The Configuration Item Dashboard provides Oracle Advanced Monitoring and Resolution users with the ability to view and administer their CIs.

This section describes the following tasks:

	
Using the CI Tree


	
Viewing CI Parameters


	
Viewing CI Groups


	
Viewing Vendor Support Contracts


	
Checking Production Readiness


	
Viewing the Properties of a CI


	
Viewing CI Attachments






Using the CI Tree

The Configuration Item Dashboard displays the CIs for the selected system in a hierarchal tree in the upper left of the page as shown in Figure 4-2.

The Physical Element is a top-level CI, and Computer Systems, Operating System, Application Systems, and Services are the subordinates.


Figure 4-2 Configuration Item Tree

[image: Surrounding text describes Figure 4-2 .]







Viewing CI Parameters

When you select a CI from the CI tree, Oracle Advanced Monitoring and Resolution displays the information about that CI in the Details area of the Configuration Item Dashboard page. In this area, you can view both mandatory and optional CI attributes, such as name, category, and status.






Checking Production Readiness

Use the Production Readiness area to check if the selected CI is ready for production. It uses the following icons to provide status information:


	[image: Surrounding text describes green_status.gif.]
	The specified requirement is met and is ready for production.
	[image: Surrounding text describes red_status.gif.]
	The specified requirement is not met and must be completed successfully before production.









Viewing Tickets

Use the Tickets area to view any Incident tickets or Change Management (CM) tickets associated with the selected CI.





Viewing IP Addresses

Use the IP Addresses area to view IP Addresses for a Computer System CI. The IP Address is associated with a Computer System and is the same for all its subordinate CIs.





Viewing Type of Service and Level of Service

Use the Type of Service area to view the Type of Service (TOS) and Level of Service (LOS) assigned to the selected CI.






Viewing the Properties of a CI

Use the Properties area to view and manage additional properties for the selected CI. Oracle Advanced Monitoring and Resolution contains a predefined list of properties for a service delivery organization. For each property, Oracle Advanced Monitoring and Resolution indicates whether the property is visible to service delivery users only or to all users.






Viewing the Location of a CI

Use the Location area to view the facility assigned to the selected CI. From the Select Facility ... list, you can change the location of the CI.






Viewing Vendor Support Contracts

Use the Vendor Support Contracts area to view the vendor support contracts associated with the selected CI. Click Create Vendor Support Contract to add a vendor support contract to the list.





Viewing Protocol Services

Use the Protocol Services area to view the protocols assigned to a CI. A CI can have one or more assigned protocols depending on the actions that a user can perform in the JumpGate application, or the level of security required for this CI.






Viewing CI Groups

Use the CI Groups area to view the list of CI Groups to which the selected CI is assigned. You can create a static group or add an existing group to the list.






Viewing CI Attachments

Use the Attachments area to view and download files associated with the selected CI. Click Add Attachment to attach a file to the selected CI.






Viewing CI Parents

Use the Parent area to view a parent of the selected CI. You can change the parent for your Physical Element CIs and Computer System CIs. From the Select Parent ... list, select a new parent, then click Set. For other CIs, Oracle Advanced Monitoring and Resolution creates the parent automatically and it cannot be changed.




	
Note:

You can remove a CI as a parent, that is, unparent a CI by selecting an empty entry from the Select Parent ... list.










	
Note:

Only Physical Elements can be parents. Physical Elements can have other Physical Elements as Parents.


















Viewing or Modifying CI Attributes

To view CI attributes from the Configuration Item Dashboard:

	
Locate the required CI following the steps in the Search and View Configuration Items section.


	
From the Filtered Results table, click the CI Name you require.

The Configuration Item Dashboard page appears with the information of the selected CI.


	
From the Configuration Item Dashboard page, click the CI you want to view or modify.




	
Note:

The view in the hierarchy list depends on your user role in Oracle Advanced Monitoring and Resolution.



















Viewing CI Facilities

The Facilities page enables you to do the following tasks:

	
View a Facility


	
View Cages and Racks






View a Facility

To view CI facilities:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home page appears.


	
On the Advanced Monitoring tab, select Facilities from the CMS menu.

The Facilities page appears with a list of facilities.


	
Use the Name, State, or Country columns to reorder the results.









View Cages and Racks

To view and update the cage and racks:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
On the Advanced Monitoring tab, select Facilities from the CMS menu.

The Facilities page appears with a list of facilities.


	
Locate the facility containing the required cage and racks, then click Cages and Racks.

The Cages and Racks page appears.


	
From the Facility list, select the facility where the cage is located.


	
From the Cage list, select the cage where the rack is located.


	
From the Rack list, select the required rack.

Oracle Advanced Monitoring and Resolution displays the rack configuration, showing you the slots to which the CIs are assigned.















Viewing Vendor Support Contracts

This section describes how to view contracts between customers and external vendors to support CIs monitored by Oracle. A Vendor Support Contract contains all the information required to connect to a particular external vendor including a list of CIs covered by the contract.

To view Vendor Support Contracts:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
On the Advanced Monitoring tab, select Manage Vendor Support Contracts from the CMS menu.

The Manage Vendor Support Contracts page appears, with a list of Vendor Support Contracts created for your company.


	
Locate the required contract and click the vendor's name.

The View Vendor Support Contract page appears where you can review the information on the selected contract.












5 Using Incident Management

This chapter describes incident management in Oracle Advanced Monitoring and Resolution. It covers the following areas.

	
About Incident Ticket Management


	
Searching Incident Tickets


	
Viewing Incident Tickets


	
Creating Incident Tickets


	
Printing Incident Tickets







	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your Oracle Advanced Monitoring and Resolution customer user administrator.














About Incident Ticket Management

When service impacting events occur in an IT environment and require intervention and communication, Oracle Advanced Monitoring and Resolution captures and manages this data within the Incident Management. Incident Management enables a service delivery user to create, route, update, resolve, and close incident tickets. In addition, all incident tickets created from Event Management are available in Incident Ticket Management.


Ticket Management Dependencies

You can access Incident Ticket Management through Oracle Advanced Monitoring and Resolution and use it to identify faults in the IT infrastructure. The effective management of incidents is a complex process that requires interaction with many other service management functions, most notably the Change Management and Knowledge Management services. This integration enables you to effectively resolve incidents by rapidly pinpointing their sources and providing controlled implementation of required changes.


Incidents and Change Management

The Change Management service assists Incident Management by:

	
Providing information about current and future change activity, as well as change history


	
Providing controlled implementation of changes


	
Providing up-to-date information to customers on progress of change




For example, a request for change (RFC) may be raised to modify the system by resolving the known error identified by the Incident Management service.





Incidents and Configuration Item Management

The Configuration Item Management service assists Incident Management by:

	
Providing valuable information about how much of the IT infrastructure is affected


	
Providing up-to-date information on customers, owner and status of Configuration Items (CI)


	
Assisting with identification of incidents of similar CI type

















Searching Incident Tickets

Use this procedure to search for open Incident Tickets. The fields displayed on the Search Incident Ticket page depend on the authorization associated with your Oracle Advanced Monitoring and Resolution login.

To search for incident tickets:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
On the Advanced Monitoring tab, select Search IM Ticket from the Incident menu.

The Search IM Ticket page appears similar to Figure 5-1.


Figure 5-1 Search IM Ticket Page

[image: Surrounding text describes Figure 5-1 .]



	
Use any of the following criteria to search for an Incident Ticket:


	Search Criteria	Description
	Ticket ID	The Incident Ticket ID
	Ticket Summary	The Incident Ticket summary
	Knowledge ID	The knowledge base reference ID
	Ticket External Ref ID	The reference ticket ID from an external ticketing system
	CI/CI Group Name	The name of the CI or CI Group associated with the Incident Ticket
	Ticketed Only	

	Use Time Frame	Select Use Time Frame if you want to search within a predefined time period, such as the last 24 hours.
	Creation Date (Start)	Use the calendar icon to select a start date to create a time period within to search.
Note: This field is unavailable if you select Use Time Frame.


	Creation Date (End)	Use the calendar icon to select a end date for a time period within to search.
Note: This field is unavailable if you select Use Time Frame


	Time Frame	Select a predefined time period within to search.
Note: This field is available only if you select Use Time Frame


	Ticket Status	From the Ticket Status area, you can refine the search to select specific ticket status:
	
Cancelled


	
Closed


	
Draft


	
On Hold


	
Pending Assignment


	
Resolved


	
WIP





	Ticket Severity	From the Ticket Severity area, you can refine the search to select tickets with specific severities.
	Service Interruption	The service interruption
	Customer	Select the customer name from the list.
	Ticket Tag	Select any tags that you want to associate with the search.






	
Select Search IM Ticket.

The processing time for any search varies depending on the size of the data file being searched. To decrease processing time, narrow the search by using multiple search fields.


	
Oracle Advanced Monitoring and Resolution displays the results in the Ticket Search Results table. You can choose to display 10, 25, 50, or 100 tickets per page. 10 tickets per page is the default. Re-sort the data by clicking any column heading. Note that you can click Printable Page then use your browser's print function to print the contents of this page. For more details, see Printing Incident Tickets.













Viewing Incident Tickets

Use this procedure to view an Incident Ticket.

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
On the Advanced Monitoring tab, select Search IM Tickets from the Incident menu.

The Search IM Ticket page appears.


	
From the Search IM Ticket page, search for Incident tickets as described in "Searching Incident Tickets".


	
To view an Incident Ticket, locate the Incident Ticket, then click View.

The View IM Ticket page appears for the selected Incident Ticket with the WorkLog subpage open. Note that you can click Printable Page then use your browser's print function to print the contents of this page. For more details, see Printing Incident Tickets.


	
Review the information on the View IM Ticket page as required.


	
Select the following subpages and review the related information.

	
Ticket Detail


	
Eventlog


	
Attachments
















Creating Incident Tickets

Use this procedure to create an Incident Ticket manually. Create an Incident Ticket to document a deviation from an expected standard of operation. After creating the Incident Ticket, you can investigate potential solutions. When you have identified a solution, you can record it on the incident. If resolving the incident involves creating a problem or work order you can create it directly from the Incident Ticket. You can also specify the target configuration items (CIs) that are impacted by the incident.




	
Note:

You must be a service delivery engineer to create an Incident Ticket manually.
Sources such as MCSP or an event generated from the Event Management system or external applications can generate Incident Tickets automatically.









To create an Incident Ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
From the Dashboard page, select Create IM Tickets from the Incident menu.

The Create IM Ticket page appears.


	
On the Create IM Ticket page, define the following information in the Details area:

	
From the Customer list, select the customer organization for which the Incident Ticket is being created.


	
In the Ext Ref ID box, enter a ticket reference number created by a third-party ticketing system, if applicable.


	
From the Severity list, select one of the following severities:

- Customer site is unable to provide services critical to the customer's business, or a preventative action is required to avoid the customer site from becoming unable to provide service critical to the business of the customer. Immediate action is required to resolve the incident.

- Customer site is functioning but impaired (for example, Web pages loading slowly or one of multiple, high-available systems are down).

- Warnings triggered or back-end interruption of service, but no client disruption or impact to business.

- Tuning: Indicates that the incident severity level must be reevaluated.




	
Note:

If the incident ticket is generated automatically from an event, Oracle Advanced Monitoring and Resolution populates this field with the value selected by the Support Center engineer through the Event Manager console.








	
View the Source to find out how the issue was reported, for example, through the Portal from an event generated by the Event Management system or through an external application. Oracle Advanced Monitoring and Resolution populates this field automatically with the source specified as Portal when you manually create an Incident Ticket.





	
In the Description area, define the following information:

	
In the Summary box, enter a summary of the incident. (Maximum of 80 alphanumeric characters).




	
Note:

If the incident ticket is generated from an event, Oracle Advanced Monitoring and Resolution populates this field from information collected from the event summary. You can edit the summary detail.








	
In the Description box, optionally enter a full description of the incident.





	
In the CI & CI Group Association area, complete the following to add any CIs impacted by the Incident if required:

	
Click Add.

The Select CIs window appears. For information about selecting CIs, see Search and View Configuration Items.





	
From the Tags list, select tags to classify the Incident Ticket.


	
When you are finished creating an Incident Ticket, you have the following options:

	
Click Save as Draft. Oracle Advanced Monitoring and Resolution performs the following actions on the saved Incident Ticket:

- Saves the ticket in the database.

- Adds the creation date to the ticket.

- Assigns an ID to the ticket.

- Advances the ticket to Draft status.


	
Click Submit. Oracle Advanced Monitoring and Resolution performs the following actions on the Incident Ticket you submitted:

- Assigns an ID to the ticket.

- Creates an audit trail of all activities performed on the ticket.

- Creates a Worklog entry for ticket creation

- Notifies the customer by e-mail. The e-mail notification has an embedded hyperlink to the incident ticket.

- Advances the ticket to Pending Assignment status. However, if you specified an owner, then the system advances the ticket to the WIP status.
















Printing Incident Tickets

Use this procedure to print an Incident Ticket.

To print an Incident Ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
On the Advanced Monitoring tab, select Search IM Tickets from the Incident menu.

The Search IM Ticket page appears.


	
From the Search IM Ticket page, search for Incident Tickets as described in Searching Incident Tickets.


	
Locate the Incident Ticket, then click Printable Page.

The Print IM Ticket page appears for the selected Incident Ticket in a new window, displaying the following information:

	
Ticket Detail


	
WorkLog


	
EventLog


	
Attachments





	
Use your browser print function to print the Incident Ticket.












6 Using Change Management

This chapter describes change management capabilities in Oracle Advanced Monitoring and Resolution.

It covers the following topics:

	
About Change Management


	
Creating Change Management Tickets


	
Searching Change Management Tickets


	
Viewing Change Management Tickets


	
Updating Change Management Ticket


	
Assigning Change Management Ticket


	
Submitting Change Management Ticket


	
Scheduling Change Management Ticket


	
Approving Change Management Ticket


	
Creating an Approval Matrix


	
Starting Change Management Ticket


	
Completing Change Management Tickets


	
Closing a Change Management Ticket


	
Cancelling Change Management Ticket







	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your Oracle Advanced Monitoring and Resolution customer user administrator.














About Change Management

Change Management enables you to manage changes from the initial request to the final review. You can use the Change Management service to:

	
Raise and record Change Management (CM) requests


	
Assess the impact, cost, benefit and risk of a change


	
Obtain proper approval for CMs


	
Manage the implementation of the CM


	
Monitor and report on the implementation


	
Review and close CMs




The Change Management system manages all configuration items (CIs) associated with a customer account. In fact, any asset that exists in the customer production environment and is part of the monitored and managed services within Oracle Mission Critical Support Platform is placed under change control.



Example of Simple Recurring CM ticket

The figure below illustrates an example of a simple recurring CM ticket given the following parameters: Recurring flag set = Yes | Start time =10am | Duration =1 day | No end date

The expected outcome, once these parameters are set, is for the CM ticket to recur every day and indefinitely during the same two hour time frame.

[image: duration-period]











Creating Change Management Tickets

Use one of the following procedures to create a Change Management (CM) ticket. When you create a CM ticket, you specify several attributes that define the type and scope of the change and its classification. You can also specify the target CIs and assets of the change and other information that helps define the change. A CM ticket proposes a change that you want made to one or more CIs that are registered to the Configuration Management System (CMS) in Oracle Advanced Monitoring and Resolution. The CM ticket sets the change process in motion.




	
Note:

Recurring maintenance activity must be added as recurring change requests by setting the Recurring flag to Yes. Oracle Advanced Monitoring and Resolution sends an automated e-mail when a recurring maintenance CM ticket is initially submitted, approved, and when the final instance of the CM ticket is completed.
The status of recurring CM tickets alternates between WIP (work-in-progress) and SCHEDULED until the final instance is completed. For information about recurring tickets, see Example of Simple Recurring CM ticket.









You can create a CM ticket using one of the following methods:

	
Create a New Change Management Ticket


	
Clone a Change Management Ticket






Create a New Change Management Ticket

Use this procedure to create a new CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Create CM Ticket.

The Create CM Ticket page appears.


	
In the Change Identification area, define the following information:

	
From the Change Priority list, select the priority level, which determines the relative importance of the change in relation to other outstanding change requests:

	
Planned: Changes that follow the usual change management process, often referred to as work requests.


	
Urgent: Unplanned changes that are expedited and managed outside of the standard CM process, and may require to be implemented outside of the regular change maintenance window.




	
Note:

Urgent changes are worked through the Control Center usually but not always.








	
Emergency: Changes resulting from incidents that impact the customer environment. Emergency CM tickets are implemented in real time, with approval not being necessary if the impact of the fix is less than or equal to the current impact to the customer environment.




	
Note:

For Emergency CM tickets, customer approvals are bypassed and ­Oracle Advanced Monitoring and Resolution notifies the support center by e-mail. You must enter the related Incident Ticket ID on the CM page before you can submit an Emergency CM ticket.











	
From the Change Category list, select the category of the CM ticket. The category determines the difficulty and impact of the CM ticket:

	
Major: Major changes to system functionality.


	
Minor: Has low impact and requires few resources.


	
Standard: Follows established and documented approach.





	
From the Classification list, select the area that indicates the origin of the changes:

	
Build: Indicates changes from implementation or pre-production


	
Customer - OMP area: Indicates changes from the customer relating to a specific area of OM Platform.


	
Support - OMP area: Indicates changes from the Oracle Service Delivery team relating to a specific area of OM Platform.





	
From the SubClass list, select a subclass to associate the classification selected in step c. For example, if you selected Customer - Account Management in step c, then the possible subclass values are:

	
Account Information Changes - Address, Contacts


	
Knowledge Article - Add, Delete, Update


	
User Accounts - Add, Invite, Delete Update








	
In the Requestor area, define the following information:

	
From the Owner list, select the individual responsible for the CM ticket (accepting requests for change and following established processes to implement the changes).




	
Note:

The Owner is a registered user in Oracle Advanced Monitoring and Resolution, but the implementer of the CM ticket might not be a registered user.








	
From the Implemented By list, select who is responsible for the individual implementation steps, including building and testing the change.




	
Note:

The Service Provider option is for internal use only.








	
Enter the user name of the person responsible for implementing the CM ticket.


	
In the Implementer Contact box, enter the contact information for the person responsible for implementing the CM ticket.


	
In the Support Resource box, enter the user name of the named support resource assigned to the CM ticket.


	
In the Contact Info box, enter the contact information for the named support resource.


	
From the Risk list, select the risk level associated with implementing the CM ticket. Choose one of the following options:

	
High: Major business impact or high user impact.


	
Medium: Minor impact to application and users and easy to back out.


	
Low: Routine day-to-day changes with minimal impact.








	
In the Description area, define the following information:

	
In the Summary box, enter a descriptive title for the CM ticket being submitted. Use words that will aid in future searches and to link this CM ticket to others like it. ((Maximum of 80 alphanumeric characters.)


	
In the Description box, enter a clear and concise description of the change including the nature and scope of the work to be performed


	
In the Reason For Change box, enter a description of the reason for the change you want made.





	
In the CI & CI Group Association area, identify the configuration items impacted by the change.

	
Click Add.

The Select CI(s) window appears.


	
From the filter list, select the appropriate CI parameter.


	
In the list, click the item you want to use to narrow the search criteria.


	
To apply the current filter criteria, click Show Results, or move to the next filter to specify the next search criteria.

The list of CIs matching your search criteria appears in the Filtered Results area.


	
Select the required CI, then click Add Selected.


	
Repeat these steps until you have all the required CIs, then click SUBMIT.

The Create CM page appears with a new row in the CI & CI Group table.





	
In the Change Information area, define the following information as required:

	
Filter

Select Filter to filter events for the CIs associated with this CM ticket from the Support Center screens. Events for the associated CIs will be ignored during the change process.


	
Timing is Critical

Select Timing is Critical to enable Oracle Advanced Monitoring and Resolution to display a warning about impacts on the change process. When this option is selected, the scheduled period for implementation cannot be modified once the ticket has been approved. To reschedule the ticket, it must be reapproved.


	
Monitoring Impacted

Select Monitoring Impacted to indicate that monitoring services are impacted as a result of this change request.


	
Inventory Impacted

Select Inventory Impacted to indicate that inventory (CIs) are impacted as a result of this change request.


	
Backups Impacted

Select Backups Impacted to indicate that backup services are impacted as a result of this change request.





	
In the Scheduling area, define the following information:




	
Note:

You must have appropriate privileges to enter the scheduling information for the CM ticket you are creating. Otherwise, you cannot enter scheduling information.







	
Set Recurring to either Yes or No depending on whether the CM ticket requires recurring maintenance.

You can create a recurring ticket to implement repetitive and planned tasks, such as backups and regular reboots, for CIs.

If you indicate that the CM ticket is recurring, then Oracle Advanced Monitoring and Resolution filters alerts for the specified CIs.




	
Note:

The status for recurring change requests alternates between WIP and Scheduled until the final scheduled implementation task is completed.







If you selected Yes, then enter the following information:

	
In the Recurring Period box, enter how often the CM ticket requires maintenance and select the unit of time from the list.


	
Set Infinite Recurring to Yes or No depending on whether the CM ticket requires maintenance infinitely. If you select No, then the Recurring End Date field appears.


	
In the Recurring End Date box, click the Calendar icon beside the Recurring End Date box. In the Calendar, select the date on which recurring maintenance on the CM ticket will end.





	
In the Requested Date box, click the Calendar icon beside the Requested Date box. In the Calendar, select the date that the change was requested, then click Apply.




	
Note:

Oracle Advanced Monitoring and Resolution displays the local time zone abbreviation beside the date. This time zone is set from the My Preferences menu item in Accounts. For more information, see the Mission Critical Support Platform Customer User Administrator Guide.








	
In the Scheduled Start Date box, click the Calendar icon beside the Scheduled Start Date box. In the Calendar, select the date on which work on the change request will begin, then click Apply.




	
Note:

Oracle Advanced Monitoring and Resolution displays the local time zone abbreviation beside the date. This time zone is set from the My Preferences menu item in Accounts. For more information, see the Mission Critical Support Platform Customer User Administrator Guide.








	
In the Scheduled Duration box, enter the amount of time scheduled to complete the CM ticket and select the unit of the time from the list.


	
Click the time zone link beside Local Timezone for DST Calculation to set the local time zone for Daylight Saving Time (DST). ­Oracle Advanced Monitoring and Resolution displays a confirmation window, reminding you that this setting is for DST calculations only. Click OK to continue.





	
In the Related Tickets area, define the following information:

	
In the Related Incident ID box, enter the ID of the related Incident ticket.


	
In the External ID box, enter the ID of an external related ticket from a third-party ticketing system.





	
In the Plan area, define the following information if required:

	
In the Implementation Plan box, describe how the CM ticket will be implemented.


	
In the Test Plan box, describe how the CM ticket will be tested including detailed test scenarios, expected results, actual results, pass or fail.


	
In the Backout Plan box, describe how to restore back to the original state if the implementation plan fails


	
In the Dependencies box, list the items that are required and their relationships, which are dependent on each other and potentially impact each other during the CM ticket implementation.





	
You can save the CM ticket as a draft or submit the CM ticket.

	
To save the CM ticket, click SAVE AS DRAFT.

Oracle Advanced Monitoring and Resolution performs the following actions on the CM ticket you created:

	
Saves the CM ticket in the database.


	
Adds the name of the submitter and the submission date to the CM ticket.


	
Assigns an ID to the CM ticket.


	
Advances the CM ticket to Draft status.


	
Notifies the Change Implementer.

The e-mail notification contains an embedded hyperlink to the CM ticket.







	
To submit the CM ticket, click SUBMIT.

Oracle Advanced Monitoring and Resolution performs the following actions on the CM ticket you created:

	
Saves the CM ticket in the database.


	
Adds the name of the submitter and the submission date to the CM ticket.


	
Assigns an ID to the CM ticket.


	
Advances the CM ticket to the next step in the work flow.


	
Notifies the following parties:

Change Implementers

Change Owner

Change Requester

E-mail Subscriber List

The e-mail notification contains an embedded hyperlink to the CM ticket.















Clone a Change Management Ticket

Cloning enables you to copy an existing CM ticket to create a new CM ticket for a customer organization. When you clone a CM ticket, Oracle Advanced Monitoring and Resolution displays the Create CM Ticket page with all the fields pre populated from the existing CM ticket you cloned. You must review the information on the page and modify the data as appropriate.

To clone a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Locate the CM ticket that you want to clone, then click View or Update.

The View CM Ticket or Update CM Ticket page appears.


	
Click CLONE.

The Create CM Ticket page appears with the information copied from the existing CM ticket you cloned.




	
Note:

Oracle Advanced Monitoring and Resolution does not copy any time or date information or schedule-related data from the existing CM ticket. Therefore all values are cloned except BCC E-mails, Scheduling, Approval, Worklog, and Attachments.








	
Review and modify the information on the Create CM Ticket page as required. For more information about the data on this page, see Create a New Change Management Ticket.


	
You can save the CM ticket as a draft or submit the CM ticket.

	
To save the CM ticket, click SAVE AS DRAFT.

Oracle Advanced Monitoring and Resolution performs the following actions on the CM ticket you created:

	
Saves the CM ticket in the database.


	
Adds the name of the submitter and the submission date to the CM ticket.


	
Assigns an ID to the CM ticket.


	
Advances the CM ticket to Draft status.


	
Notifies the Change Implementer.

The e-mail notification contains an embedded hyperlink to the CM ticket.







	
To submit the CM ticket, click SUBMIT.

Oracle Advanced Monitoring and Resolution performs the following actions on the CM ticket you created:

	
Saves the CM ticket in the database.


	
Adds the name of the submitter and the submission date to the CM ticket.


	
Assigns an ID to the CM ticket.


	
Advances the CM ticket to the next step in the work flow.


	
Notifies the following parties:

Change Implementers

Change Owner

Change Requester

E-mail Subscriber List

The e-mail notification contains an embedded hyperlink to the CM ticket.





















Searching Change Management Tickets

Use this procedure to search for CM tickets. The displayed results depend on your role within Oracle Advanced Monitoring and Resolution.

To search for a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Search CM Ticket.

The Search CM Ticket page appears similar to Figure 6-1.


Figure 6-1 Search CM Ticket Page

[image: Surrounding text describes Figure 6-1 .]



	
From the Search CM Ticket page, you can use any of the following criteria to search for a CM ticket:


	Search Criteria	Description
	Ticket ID	CM ticket ID
	Related Incident ID	Related Incident ticket ID if applicable
	External ID	Reference ticket ID from an external ticketing system
	CI Name	Name of a CI associated the CM ticket
	CI Group Name	Name of a CI Group associated with the CM ticket
	Date Type	Select the type of date by which you want to search.
	Time Frame	Select a predefined time period within to search.
	Begin Date	Use the Calendar icon to select a start date to create a time period within which to search.
Note: The Begin Date is available only when you select Custom from the Time Frame list.


	End Date	Use the Calendar icon to select an end date for the time period within which to search.
Note: The End Date is available only when you select Custom from the Time Frame list.


	Ticket Status	Select the status of the CM ticket or select All to search for CM tickets of all status.
	Recurring	Select whether you want to search for recurring CM tickets, nonrecurring CM tickets, or both.
	Implementer	Enter the name of the implementer to associate with the search.
	Customer	Customer related to the CM ticket
	Owner	Select the CM ticket owner that you want to associate with the search.
Note: This list is populated with all owners associated with the customer you selected.

If a user is set to Inactive, then that user will not appear in the list. For information about inactive users, see the Mission Critical Support Platform Customer User Administrator Guide.








	
Click SEARCH.

The processing time for any search varies depending on the size of the data file being searched. To decrease processing time, narrow the search by using multiple search fields.

Oracle Advanced Monitoring and Resolution displays the results in the Ticket Search Results table. You can choose to display 10, 25, 50, or 100 tickets per page. 10 tickets per page is the default.


	
Re-sort the results by clicking the Ticket ID column or the Creation Date column.













Viewing Change Management Tickets

To view a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Select a CM ticket to view using any of the following methods:

	
The Change Management page displays a list of CM tickets pending action from which you can choose. Click the ticket number or View.


	
Use the Search feature as described in Searching Change Management Tickets. From the Ticket Search Results area, click the ticket number or View.




The CM ticket page appears with the selected CM ticket information.


	
Review the information on the CM ticket page as required.




	
Note:

If any of the CIs associated with the CM ticket are deleted since the ticket was created, then the CI name will have a line through its name. Click the callout icon beside the CI name to view the following information about the deleted CI:
	
UUID


	
Name and deletion date


	
IP Addresses


	
Location


	
Customer Name




For information about deleting CIs, see Using the CMS Browser.










	
Select the WorkLog tab from the top of the CM ticket page.

The WorkLog page appears.


	
Review the information on the Worklog page as required.


	
Select the Attachments tab from the top of the CM ticket page.

The Attachments page appears.


	
Review the attached files on the Attachment page as required.













Updating Change Management Ticket

Use this procedure to update a CM ticket. Information in a CM ticket is often revised during the life cycle of the CM ticket. Among other changes to a CM ticket, you can update the status for a CM ticket and log comments in your CM ticket to track its progress, add or delete CIs from a CM ticket, assign the CM ticket to an individual or group who will implement the change, schedule a CM ticket for implementation, and add attachments to the CM ticket.




	
Note:

Users with the appropriate privileges can select a CM ticket to update. When you select a CM ticket to update, Oracle Advanced Monitoring and Resolution displays actions that you can perform on the CM ticket such as submit, approve, schedule and cancel.
Some actions, such as approval, are restricted to specific user authorizations









To update a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Select a CM ticket to view using any of the following methods:

	
The Change Management page displays a list of CM tickets pending action from which you can choose, then click Update.


	
Use the Search feature as described in Searching Change Management Tickets. From the Ticket Search Results area, click the ticket number or Update.




The Update CM ticket page appears.


	
Update the information on the Ticket Details subpage as required.

For information about this page, see Create a New Change Management Ticket.




	
Note:

If any of the CIs associated with the CM ticket are deleted since the ticket was created, then the CI name will have a line through its name. Click the bubble icon beside the CI name to view the following information about the deleted CI:
	
UUID


	
Name and deletion date


	
IP Addresses


	
Location


	
Customer Name




For information about deleting CIs, see Using the CMS Browser.










	
From the top of the CM ticket page, select the WorkLog tab.

The WorkLog page appears.


	
To add a worklog entry (available only to users with the appropriate privileges), do the following:

	
Select New Entry.

A free-text box appears.


	
Add your worklog entry in the text field as appropriate. The free text field enables you to track the progress of the CM ticket throughout its life cycle.


	
Click ADD to add your worklog entry to the CM ticket. If you receive any errors, make the necessary corrections, and then submit your entry again. After successfully adding your entry, Oracle Advanced Monitoring and Resolution does the following:

	
Updates the CM ticket with your worklog entry


	
Displays your entry in the Worklog List at the bottom of the page


	
Notify the CM ticket's subscriber list and customer contact by e-mail.





	
If appropriate, add another worklog entry. You can create as many worklog entries as required.


	
After adding the worklog entries, click UPDATE.





	
From the top of the page, select the Attachments tab.

The Attachments page appears.


	
On the Attachments page, do the following:

	
Review the files that are displayed for the CM ticket. Click View to view the file.


	
If required, attach a file to the ticket. Click Add Files to attach a file to the CM ticket.


	
After reviewing the attached files, click UPDATE.
















Assigning Change Management Ticket

Use this procedure to assign an implementer to a CM ticket. A CM ticket may be implemented by either a service delivery engineer or an end-user.




	
Note:

The CM ticket assignment sends an automated e-mail to the appropriate service delivery approver, who must review and approve the CM ticket before it can be scheduled for implementation. If the ticket has been re-assigned to a new Change Implementer, then the system notifies both the former and current Implementers.







To assign the CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
On the Change Management page, find the CM ticket you want to assign, then click Update.

The Update CM Ticket page displays.


	
Locate the Implemented By field, and if it set to Customer or Multiple Parties, then enter the name of the individual responsible for performing the implementation tasks.The individual does not have to be a registered user in OM Platform.


	
Once the appropriate assignment is made, click UPDATE.

At this point, the CM ticket is ready to be approved or scheduled for implementation depending on whether this CM ticket is implemented by the Oracle service delivery engineer or by the customer.


	
The action of assigning the CM ticket causes Oracle Advanced Monitoring and Resolution to do the following:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the assignment entry.


	
If the CM ticket is implemented by the Oracle service delivery engineer, Oracle Advanced Monitoring and Resolution updates the CM ticket status to Pending Approval and sends an e-mail notification to the assigned implementer. If the CM ticket is implemented by the customer or multiple parties, Oracle Advanced Monitoring and Resolution updates the CM ticket status to Pending Scheduling.
















Submitting Change Management Ticket

The CM ticket is in Draft status, which means that the CM ticket has been created and saved, but not submitted. You can submit a CM ticket by selecting the CM ticket you want to submit and clicking Update. You must have the appropriate privileges to create and submit a CM ticket. In addition, you can submit a CM ticket only if you've entered valid information in all mandatory fields.




	
Note:

For Emergency CM tickets, you are required to enter the Related Incident Ticket ID on the CM ticket page before you can successfully submit the CM ticket.







To submit a CM ticket:

	
Log in to the Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Locate the CM ticket you want to submit (look for tickets with the status set to Draft); then click Update.

The Update CM Ticket page appears.


	
Ensure that information required to process the CM ticket is entered for the CM ticket. For information about the mandatory fields and valid data required to submit the CM ticket, see Creating Change Management Tickets.


	
Click SUBMIT.

The Change Management application initiates the Submit work flow. After you submit the CM ticket, correct any errors that are displayed by the submit workflow. If necessary, resubmit the CM ticket.

The action of submitting a CM ticket causes the system to:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Add the Submitter Name and Date to the CM ticket.


	
Assign an ID to the CM ticket.


	
Notify the following: Change Implementer(s), Change Owner, Change Requester and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it.


	
Advance the CM ticket to the next step in the work flow.
















Scheduling Change Management Ticket

Use this procedure to schedule a CM ticket for automatic implementation. CM tickets can be scheduled to start either automatically by the system or manually by clicking the Start action button. Changes are scheduled for automatic implementation to accommodate business needs or resource constraints; on the other hand you may need to manually start an implementation immediately for an emergency CM ticket.

You may also schedule CM tickets for automatic implementation to occur on a regular basis (recurring CM ticket). You can create a recurring CM ticket to implement repetitive and planned tasks, such as backups and regular reboots, on configuration items. You can specify an hourly, daily or weekly change recurring period.




	
Note:

You must have the appropriate privileges to schedule a CM ticket.







Before you begin:

	
To schedule the CM ticket, the ticket must be in the Pending Scheduling status.


	
If the CM ticket is implemented by the Oracle service delivery engineer, then the service delivery engineer must review and approve the change before it can be scheduled.




To schedule a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Locate the CM ticket you want to schedule (look for CM tickets with the status set to Pending Scheduling); then click Update.

The Update CM Ticket page appears.


	
Make sure the CM ticket has been assigned to a service queue and/or person responsible for the individual implementation steps. (The CM ticket must be assigned before you can schedule it). For more information, see Assigning Change Management Ticket.


	
In the Change Information area, specify whether to filter events for the impacted Configuration Items by selecting Filter.

During the change window specified, CM tickets with filtering selected will cause all events associated with the affected CIs to be filtered from reaching the Event Manager screens. When the work is completed, the support engineer may either manually set the CM ticket status to Completed or the system sets it to Completed when the scheduled duration time is reached. Once in a Completed status, all events are again shown on the Event Manager console screens.


	
In the Scheduling area, enter the information that is needed to set the implementation schedule for the CM ticket.

	
Set Recurring to either Yes or No depending on whether the CM ticket requires recurring maintenance.

You can create a recurring CM ticket to implement repetitive and planned tasks, such as backups and regular reboots, on configuration items.

If you indicate that the CM ticket is recurring, then Oracle Advanced Monitoring and Resolution filters alerts for the specified CIs.

Note that the status for recurring CM tickets alternates between WIP and Scheduled until the final scheduled implementation task is completed.


	
In the Scheduled Start Date field, click the Calendar icon beside the Start Date field.


	
In the Calendar window, specify the date you want to start implementing the CM ticket; then click Apply.


	
In the Scheduled Duration field, enter the duration for implementing the CM ticket by typing a numeric value and then selecting the time unit from the drop-down window in minutes, hours, or days. NOTE: You may set the Scheduled Duration to 0 (zero).


	
Click Schedule when you are satisfied with the schedule.

Oracle Advanced Monitoring and Resolution performs the following:

	
Set the CM ticket status to Scheduled

Oracle Advanced Monitoring and Resolution waits for start date specified in the Scheduled Start Date field. Once the start date is reached, the CM ticket status is automatically changed to WIP for the duration specified in Scheduled Duration field. After the specified duration, the CM status is automatically changed to Completed. During the WIP period, you may edit the CM ticket and manually change the CM ticket status to Complete by clicking the Complete button.


	
Add a Worklog entry for scheduling.


	
Trigger the timer for implementation and update the Implementation Start and End Date fields with the actual start and complete time for the CM ticket. The fields are automatically populated by the system when the CM ticket status is updated to WIP and Completed; the fields cannot be edited.


	
Notify the following: Change Implementer(s), Change Owner, Change Requester, Change Approver, and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it. Note: No notification is sent to the e-mail subscriber list for CM tickets scheduled as recurring.







	
Note:

When the CM ticket is scheduled, you may click START to start implementing the change ahead of the scheduled time. Oracle Advanced Monitoring and Resolution changes the CM ticket status to WIP and adds an entry in the CM ticket Worklog. You can complete the CM ticket manually by clicking Complete.














Useful Information

The following table provides useful information about scheduled CM tickets.


	Rescheduling a CM ticket	You can modify both the Scheduled Start Time and Duration period for a scheduled CM ticket.
Note: The Scheduled Start Date cannot be modified once the CM ticket moves to the WIP status.


	Completing a Recurring CM ticket between iterations	You can modify the end date and time to the current time. Click the Save button once you've updated the time period.
	Updating the Scheduled Start Date	You can set the Scheduled Start Date to a date that is either in the future or to a time that has already past.
Setting the Scheduled Start Date to a Future time: If you set the Scheduled Start Date to a future time; then CM ticket status remains in the Scheduled status until the implementation period is reached.

Setting the Scheduled Start Time to a Past time: If you modify the Scheduled Start Date to a past time, and then click the Save button, the system changes the CM ticket status to either WIP or Completed depending on whether the duration period has been reached. For example:

	
If you modify the Scheduled Start Date to a past time, but the Duration period has not yet been reached; then the system sets the CM ticket status to WIP. The Implementation Start Date is automatically populated to the current time and the implementation End Date is left blank as it is still waiting for the CM ticket to complete.


	
If you modify the Scheduled Start Date to a past time, and the Duration period has been reached; then system changes the CM ticket status to Completed and populates the implementation Start Date and End Date with the completed time.





	Updating the Scheduled Duration Period	You can update the Scheduled Duration period while the ticket is in the WIP status. You may also choose to set the Scheduled Duration to 0 (zero).
Click the Save button once you've updated the Scheduled Duration period. The system will do the following:

	
If the Implementation Start Time AND the new Scheduled Duration period is reached, then the system updates the CM ticket status to Completed and adds an entry in the Worklog for the completed CM ticket.


	
If the Implementation Start Time AND the new Scheduled Duration period is not reached, then the CM ticket remains in the WIP status. The system moves the CM ticket to the Completed status once the new Scheduled Duration period is reached. You can choose to manually move the CM ticket to the Completed status at any time by clicking the Complete button.





















Approving Change Management Ticket




	
Note:

You must have the appropriate privileges to approve a CM ticket.







Use this procedure to review and approve a CM ticket that will be implemented by the service delivery engineer. An approval process helps to ensure that your proposed actions are in tune with company or department strategy, and entitled based on contract with the customer. The Change Management service application provides a structured, process-oriented workflow for approving a CM ticket.

A CM ticket must be approved if the party responsible for a CM ticket's individual implementation steps, including building and testing the change, is the service delivery engineer. For example, if you select Service Provider in the CM ticket's Implemented By field, then the CM ticket must be approved before it can be scheduled. In addition, a CM ticket must be in the Pending Approval status before it can be Approved. Once approval occurs, the CM ticket is then an Approved CM ticket and can be scheduled.




	
Note:

After you approve a CM ticket, you cannot edit some of the ticket information such as Description, Reason For Change, and Filter.







To approve a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
On the Change Management page, find the CM ticket you want to approve (look for CM tickets with the status set to Pending Approval); then click Update.

The Update CM Ticket page displays.


	
On the Update CM Ticket page, review the details for the CM ticket and then do one of the following:

	
Select APPROVE to approve the CM ticket. The action of approving a CM ticket causes Oracle Advanced Monitoring and Resolution to do the following:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the approval action and name of the user who approved the CM ticket.


	
Notify the following: Change Implementer(s), Change Owner, Change Approver, and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it.


	
Advance the CM ticket to the Pending Scheduling status. When you click Approve, the Change Management service application starts the Approve work flow. Correct any error conditions indicated by the workflow, and then approve the CM ticket again, if needed. After you successfully approve the CM ticket, it status will be PENDING SCHEDULING.





	
Select REJECT. The action of rejecting a CM ticket causes the system to:

	
Save the CM ticket in the database


	
Update the CM ticket Worklog with the reject action and name of the user who rejected the ticket


	
Notify the following: Change Implementer(s), Change Owner, Change Requester, Change Approver, and Mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it


	
Reverts the CM ticket back to the Draft status



















Creating an Approval Matrix

Reviewing and approving a change request is very sensitive and sometimes need multilevel approval. AMR provides the ability to define your own multi-level approval matrix.

Once an approval matrix has been defined, all newly created CM tickets and all existing pending approval CM tickets follow the approval matrix. Approvers are also notified when a CM ticket is newly created or pending their approval. A CM ticket is approved when all approvers have approved. A CM ticket is rejected when all approvers have decided and any one has rejected the ticket.

Top level approvers, (that is, level 1 approvers) can bypass all others' approval decisions regardless of whether others approve or reject the CM ticket.


To create an approval matrix:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Select Approval Matrix.

The Approval Matrix page appears, displaying one of the following:

	
An existing draft matrix, where one has been defined. All customers associated with the


	
A blank draft matrix, where no matrix has been defined previously.





	
Update the draft approval matrix as follows:

	
Add a New Level - to add a new approval level, click this link.


	
Remove This Level - to remove an approval level, select the level then click this level.


	
Add Selected Users to this Level - to add users to an approval level, select the users then click this link.


	
Remove Selected Users - to remove users, click the red 'X' beside each user.





	
When you have completed all changes, check the red check box at the top of the page.

All newly created CM tickets and all existing pending approval CM tickets now follow this approval matrix.













Starting Change Management Ticket

A CM ticket can be started either automatically by the system or manually by selecting the Start action button. You use the Start action for CM tickets that need to be started immediately, such as Emergency CM tickets.

After a CM ticket is scheduled, you may click the Start button to start implementing the change ahead of the scheduled time; otherwise the system automatically starts the implementation once the Start Date scheduled for a CM ticket is reached.




	
Note:

You cannot use the Start action on a recurring CM ticket. Recurring CM tickets must always be scheduled.







Before you begin:

	
The CM ticket must be in the Scheduled status before you can Start the work period for a CM ticket.


	
Make sure you have the appropriate privileges to start a CM ticket.




To manually start a CM ticket:




	
Note:

Before you can manually start the CM ticket, you must make sure to enter valid values in the start date and time fields as well as the Schedule Duration field. Please note that if you manually start a CM ticket, the system will start the duration timer and follow the duration value as specified in the Scheduled Duration field.







	
Log in to Oracle Advanced Monitoring and Resolution, click the Advanced Monitoring tab, then navigate to the Change menu. The system displays the Change Management page.


	
On the Change Management page, find the CM ticket you want to start implementing (look for CM tickets with the status set to Scheduled); then click Update. The Update CM Ticket page displays.


	
On the Update CM Ticket page, ensure that the CM ticket has been assigned to a service queue and/or person responsible for the individual implementation steps. (The CM ticket must be assigned before you can schedule it):

	
If the Implementer Queue field is displayed, select the service queue responsible for the individual implementation steps.


	
In the Implementer field, type the name of the individual responsible for performing the implementation tasks.





	
In the Scheduling area, make sure the CM ticket has been scheduled:

	
In the Scheduled Start Date field, click the Calendar icon beside the Start Date field. The system displays the Calendar pop-up window.


	
In the Calendar window, specify the date you want to start implementing the change request; then click Apply.


	
In the Scheduled Duration field, enter the duration for implementing the change by typing a numeric value and then selecting the time unit from the drop-down window in minutes, hours, or days. NOTE: You may set the Scheduled Duration to 0 (zero).





	
Click the Start button to start implementing the change ahead of the scheduled time. When you click Start, the Change Management service application initiates the Start work flow. If you receive any errors, make the necessary corrections, and then start the CM ticket. After successfully starting the CM ticket, its status will change to WIP.


	
The action of starting a CM ticket causes the system to:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the name of the user who started the CM ticket.


	
Advance the CM ticket to the WIP status.


	
Notify the following: Change Implementer(s), Change Owner, Change Requester, Change Approver, and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it. Note: No notification is sent to the e-mail subscriber list for CM tickets scheduled as recurring.




	
Note:

You may manually complete the CM ticket before the scheduled end time by clicking the Complete button.






















Completing Change Management Tickets

CM tickets can be completed either automatically by the system or manually by selecting COMPLETE. A CM ticket must be in the WIP status before you can Complete the work period for a CM ticket. Once a CM ticket is being worked on, you may click COMPLETE to complete the work for a CM ticket ahead of the scheduled end time; otherwise the system automatically completes the implementation once the End Date scheduled for a CM ticket is reached.




	
Note:

You must have the appropriate privileges to complete a CM ticket.







To manually complete a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution, click the Advanced Monitoring tab, then navigate to the Change menu. The system displays the Change Management page.


	
On the Change Management page, find the CM ticket for which you want to complete implementation (look for CM tickets with the status set to WIP); then click Update. The Update CM Ticket page displays.


	
On the Update CM Ticket page, select the Complete action button.

When you click Complete, the Change Management service application initiates the Complete work flow. If you receive any errors, make the necessary corrections, and then complete the CM ticket. After successfully completing the CM ticket, its status will change to Completed.




	
Note:

For recurring CM tickets, Oracle Advanced Monitoring and Resolution displays a message, informing you that completing this CM ticket completes the CM ticket permanently.








	
The action of completing a CM ticket causes the system to:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the name of the user who completed the CM ticket.


	
Advance the CM ticket to the Complete status.


	
Notify the following: Change Implementer(s), Change Owner, Change Requester, Change Approver, and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it.
















Closing a Change Management Ticket

CM Tickets can be closed either automatically by the system or manually by selecting the Close action button. A CM ticket must be in the Completed status before it can be Closed. In addition, if a post implementation review is required, you must wait to close the CM ticket until after the post implementation review is completed. Once a CM ticket is completed, you may click the Close button to close the CM ticket; otherwise the system automatically closes the CM ticket once its timestamp reaches 24 hours in the Completed status. Wherever possible, you should always close a CM ticket when work is complete.




	
Note:

You must have the appropriate privileges to close a CM ticket.







To manually close a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Locate the CM ticket you want to close (look for CM tickets with the status set to Completed), then click Update.

The Update CM Ticket page appears.


	
Click CLOSE TICKET.

When you click CLOSE TICKET, the Change Management application starts the Close work flow. If you receive any errors, make necessary corrections, and then close the CM ticket. After successfully closing the CM ticket, its status will change to CLOSED.


	
The action of closing a CM ticket causes the Oracle Advanced Monitoring and Resolution to:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the name of the user who closed the CM ticket.


	
Advance the CM ticket to the Closed status.




	
Note:

You cannot reopen or edit a Closed CM ticket.






















Cancelling Change Management Ticket

You can cancel a CM ticket anytime before its status is set to Completed. You cancel a CM ticket by selecting the CM ticket you want to cancel and clicking the Cancel action button. You must have the appropriate privileges to cancel a CM ticket.




	
Note:

You can cancel a recurring CM ticket anytime before its first WIP iteration or during the Schedule status of each iterative period.







To cancel a CM ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Change menu, select Change.

The Change Management page appears.


	
Locate the CM ticket you want to cancel (look for CM tickets with the status set to Draft, Pending Approval, Pending Scheduling, Scheduled, or WIP); then click Update. The Update CM Ticket page displays.


	
On the Update CM Ticket page, select CANCEL.


	
In the Cancel Change Ticket window, provide a reason for canceling the CM ticket, then click CANCEL REQUEST to cancel the CM ticket.

The Change Management service application starts the Cancel work flow. If you receive any errors, make necessary corrections, and then cancel the CM ticket. After successfully canceling the CM ticket, its status will change to CANCELED.


	
The action of canceling a CM ticket causes Oracle Advanced Monitoring and Resolution to:

	
Check that all mandatory fields are populated with valid data.


	
Save the CM ticket in the database.


	
Update the CM ticket Worklog with the reason for the canceled ticket and the name of the user who canceled the CM ticket.


	
Update the CM ticket status to Canceled.


	
Notify the following: Change Implementer(s), Change Owner, Change Requester, Change Approver, and E-mail Subscriber List. The e-mail notification has an embedded hyperlink to the CM ticket making it easy for the recipients to access it.















7 Using Problem Management

This chapter describes problem management in Oracle Advanced Monitoring and Resolution. It covers the following topics:

	
About Problem Management


	
Searching Problem Management Tickets


	
Viewing Problem Management Tickets







	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your Oracle Advanced Monitoring and Resolution customer user administrator.














About Problem Management

Problem Management aims to resolve the root causes of incidents and thus to minimize the adverse impact of incidents and problems on business that are caused by errors within the IT infrastructure, and to prevent recurrence of incidents related to these errors. A problem is an unknown underlying cause of one or more incidents, and a known error is a problem that is successfully diagnosed and for which either a workaround or a permanent resolution has been identified.

The Problem Management process deals with the outcomes of Event, Incident, and Change Management. Its priority is to establish workarounds to minimize the impact of Incidents, and then to reduce the occurrence of the Incidents by systematically eliminating the causes. Problem Management feeds into Knowledge and Change Management with known errors and Requests for Change (RFC).










Searching Problem Management Tickets

Use this procedure to search for PM Tickets. The displayed results depend on your role within Oracle Advanced Monitoring and Resolution.

To search for a PM Ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Problem menu, select Search PM Tickets.

The Search PM Ticket page appears similar to Figure 7-1, depending on your privileges.


Figure 7-1 Search PM Ticket Page

[image: Surrounding text describes Figure 7-1 .]



	
From the Search PM Ticket page, you can use any of the following criteria to search for a PM Ticket:


	Search Criteria	Description
	Ticket ID	PM Ticket ID.
	Summary	PM Ticket summary.
	Priority	Priority of PM tickets
	Classification	List of PM Ticket classifications
	Related External ID	Reference ticket ID from an external ticketing system.
	Related Incident ID	Related Incident ticket ID if applicable.
Note: You must have appropriate privileges to view this option.


	Date Type	From the Date Type list, select the type of date by which you want to search.
	Time Frame	Select a predefined time period within to search.
	Begin Time	Use the Calendar icon to select a start date to create a time period within which to search.
	End Time	Use the Calendar icon to select an end date for the time period within which to search.
	Geo	List of geos
	Customer	List of customers for the selected geo
	Owner	List of owners for the selected customer.
	Implementer	Name of the implementer
	Ticket Status	Select the status of the PM Ticket from the list or additionally select one of the following:
	
All to search for PM Tickets with all statuses.


	
All Working to search for PM Tickets with all statuses except Closed.











	
Click SEARCH.

The processing time for any search varies depending on the size of the data file being searched. To decrease processing time, narrow the search by using multiple search fields.

Oracle Advanced Monitoring and Resolution displays the results in the Ticket Search Results table. You can choose to display 10, 25, 50, or 100 tickets per page. 10 tickets per page is the default


	
Re-sort the results by clicking the Ticket ID, Owner, Customer, or Creation Date columns.













Viewing Problem Management Tickets

To view a PM Ticket:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution Home appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Problem menu, select Problem.

The Problem Management page appears.




	
Note:

Beside Refresh, click the orange arrow to export the displayed list of PM Tickets to Microsoft Excel or CSV files.








	
Select a PM Ticket to view using any of the following methods:

	
The Problem Management page displays a list of PM Tickets. Click the ticket number or View.


	
Use the Search feature as described in "Searching Problem Management Tickets". From the Ticket Search Results area, click the ticket number or View.




The View PM Ticket page appears with the selected PM Ticket information.


	
Review the Ticket Details page as required.












8 Using Summary Reporting

This chapter describes the summary reporting capabilities of Oracle Advanced Monitoring and Resolution. It covers the following topic areas:

	
Report List


	
Generating Availability Reports


	
Generating External Reports


	
Viewing Queries


	
Viewing Reports


	
Creating Subscriptions


	
Viewing Subscription Summaries


	
Creating SLA Reports







	
Note:

If you cannot see the Advanced Monitoring tab when you log in to Oracle Advanced Monitoring and Resolution, contact your Oracle Advanced Monitoring and Resolution customer user administrator.














Report List

The Oracle Advanced Monitoring and Resolution Report List displays all the reports and queries that have been defined in the system for a specific customer. The name of the creator of each report and query is also displayed. These reports and queries contain user-defined data and formatting that can help you focus on specific aspects of your organization's application and infrastructure resource performance. Once saved, the reports and queries are available for viewing by all system users with appropriate privileges.

You can mark or unmark favorite reports and queries using the Name column. The Report Name and Query Name columns provide a star rating, which is inactive (gray) by default. You can designate a report or query a favorite by selecting the star. Selected stars are yellow, which indicates a favorite report or query. In the Name column, you can also see all favorite reports and queries using the filter Favorite. Holding the cursor over a report name in the Name column shows all queries in the report. Holding your cursor over the name of a query shows its description, if any.


Figure 8-1 Reports Dashboard

[image: Surrounding text describes Figure 8-1 .]



From the Report List dashboard, you can also select Advanced Operation to show more operations. You can generate, edit (if such privileges are granted), delete, and subscribe to different report types. In addition, the Reporting service enables creating reports based on queries that extract data from the Reporting database. You can create, view or delete queries that have been defined for a specific customer such as an availability summary, change ticket summary, incident ticket summary, or organization summary query.

You view reports and queries in any spreadsheet program capable of reading CSV format (Comma Separated Values) files as well as viewing reports online through Oracle Advanced Monitoring and Resolution.










Generating Availability Reports

The Availability Reporting function collects and analyzes data from the event logs of monitored servers and then generates configurable reports that users can view and customize to suit the needs of their organization. Users can use these reports to identify the causes for planned and unplanned downtime and take preemptive actions to decrease downtime in the future.

Availability reports calculate the metrics of server availability and a standard report is configured to display the resulting data. Each configuration includes tables or graphs with information about the availability and reliability of servers, devices, and services in the monitored environment. Users can enter parameters, such as specific periods of time, to filter the data presented.

Availability reports provide the following advantages:

	
Determine whether monitored servers are meeting their availability and reliability objectives.


	
Filter reports to track trends by viewing information collected over a specific length of time, such as over a period of months or years.


	
Filter reports to view information on a specific subset of monitored servers.


	
Identify the best and worst performing computers for a particular area. For example, you can identify which servers suffer the most or least number of system failures.


	
Identify problem areas, such as a particular application or operating system version that stops responding.


	
Gather information about operating systems and applications.




To generate an Availability Report:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Availability Reports.

The Availability Reports page appears.


	
From the Configuration Item list, select the Configuration Item (CI) whose data you want to use to create the report.


	
From the Probe list, select the probe that you want to report upon.


	
In the Start/End Time fields, specify the date and time over which you want the report data to cover.


	
From the Interval list, specify how often you want to create the report.


	
Click GENERATE to create the report using the parameters you specified in the steps above.

Oracle Advanced Monitoring and Resolution generates an availability report similar to Figure 8-2.


Figure 8-2 Example of an Availability Report

[image: Surrounding text describes Figure 8-2 .]














Generating External Reports

Use this procedure to make local reports available to your users. The External Reports page provides a local URL instance of the report.

To create an external report:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select External Reports.

The External Report List page appears.


	
Click Add External Report.

The Add External Report area appears on the page.


	
Complete the Add External Report area as required.


	
Click SAVE.













Viewing Queries

Use this procedure to view a query. A query can consist of data items from the Incident, Change, CMS, and Monitoring service applications. You can execute a query from the View Query page for your company within a specific data and time range.

To view a query:

	
From the Reports menu, select Reports.

The Report List dashboard page appears.


	
From the Queries table, locate the query you want to view, then click the Query Name.

The View Query - Query_Name page appears.


	
For the relevant query, click More actions... in the Advanced Operation column.

The Advanced Operation page appears.


	
You can select a timeframe or choose to generate a query within a particular date and time range:

Select a timeframe as follows:

	
Current hour


	
Current day


	
Current week


	
Past 24 hours


	
Past 1 day




To generate a query within a particular date and time range:

	
In the Begin Time field, click the calendar icon; then select the begin date and time range. Click Apply to apply your selection to the Begin Time field.


	
In the End Time field, click the calendar icon; then select the End date and time range. Click Apply to apply your selection to the End Time field.




Then click EXECUTE REPORT to generate the report for the selected timeframe or the specified date and time range.

The system generates the report for the customer organization and date/time window you selected and displays the data in the Report Results area.


	
On the View Query page, you can choose to run a query. Do the following:

	
Define the time interval by selecting a timeframe as follows:

- Current hour

- Current day

- Current week

- Past 24 hours

- Past 1 day

or alternatively, select the begin and end dates as follows

- In the Begin Time box, click the calendar icon, then select the begin date and time range. Click Apply to apply your selection

- In the End Time box, click the calendar icon, then select the end date and time range. Click Apply to apply your selection


	
From the Can group fields list, select the fields that you want to group, then click Add.


	
From the Fields setting table, you can do the following:

Select Hide this field if you want to omit a specific field from the report

From the Subtotal function list, select the aggregation value to display as a subtotal within the report for the specific field, such as number of rows (COUNT ROW) or number of unique values within a column (COUNT UNIQUE VALUE.)


	
From the Render as list, select a format to display the report:


	Display Format	Settings
	Default	None
	Table	None
	Pie	
	From the Target Column Name list, select the column name.
	
In the Chart Height box, enter the required height for the chart.


	
In the Chart Width box, enter the required width for the chart.


	
Select Show Legend if you want to display the legend.





	Area	
	From the X Field Name list, select the field to set as the X-axis
	
From the Y Field Name list, select the fields to set as the Y-axis.


	
In the Chart Height box, enter the required height for the chart.


	
In the Chart Width box, enter the required width for the chart.


	
In the Max X-Axis Ticks Label Number box, enter the maximum number of ticks on the x-axis.


	
Select Opaque Chart if you want an opaque chart.


	
Select Show Legend if you want to display the legend.


	
Select Show Unified Metric of Y-Axis to combine multiple Y-axis into one Y-axis.


	
Select Vertical X-Axis Labels to display vertical x-axis labels.





	Time Series	
	From the X Field Name list, select the field to set as the X-axis
	
From the Y Field Name list, select the field to set as the Y-axis.


	
In the Chart Height box, enter the required height for the chart.


	
In the Chart Width box, enter the required width for the chart.


	
From the Set Data's Time Granularity list, select the level of granularity.


	
Select Show Legend if you want to display the legend.


	
Select Show Unified Metric of Y-Axis to combine multiple Y-axis into one Y-axis.


	
Select Vertical X-Axis Labels to display vertical x-axis labels.





	Line	
	From the X Field Name list, select the field to set as the X-axis
	
From the Y Field Name list, select the field to set as the Y-axis.


	
In the Chart Height box, enter the required height for the chart.


	
In the Chart Width box, enter the required width for the chart.


	
In the Max X-Axis Ticks Label Number box, enter the maximum number of tick on the x-axis.


	
Select Show Legend if you want to display the legend.


	
Select Show Unified Metric of Y-Axis to combine multiple Y-axis into one Y-axis.


	
Select Vertical X-Axis Labels to display vertical x-axis labels.





	Bar	
	From the X Field Name list, select the field to set as the X-axis
	
From the Y Field Name list, select the field to set as the Y-axis.


	
In the Chart Height box, enter the required height for the chart.


	
In the Chart Width box, enter the required width for the chart.


	
In the Max X-Axis Ticks Label Number box, enter the maximum number of tick on the x-axis.


	
Select Opaque Chart if you want an opaque chart.


	
Select Show Legend if you want to display the legend.


	
Select Show Unified Metric of Y-Axis to combine multiple Y-axis into one Y-axis.


	
Select Vertical X-Axis Labels to display vertical x-axis labels.











	
Click EXECUTE QUERY.

Oracle Advanced Monitoring and Resolution generates the query for your company and date or time window you selected and displays the data in the Query Results area.





	
Click Download CSV to download all query results or you can choose to download only an individual result. You can export the results to any common spreadsheet program that supports comma-separated value (CSV) files.













Viewing Reports

Use this procedure to view a report. A report can consist of query components from the Incident, Change, Configuration Management System (CMS), and Monitoring service applications. You can generate a report from the View Report page for your company within a specific data and time range.

To view a report:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Reports.

The Reports List page appears.


	
Locate the report you want to view, then click the Report Name.

The View Report page appears.


	
For the relevant report, click More actions... in the Advanced Operation column.

The Advanced Operation page appears.


	
You can select a timeframe or choose to generate a report within a particular date and time range:

Select a timeframe as follows:

	
Current hour


	
Current day


	
Current week


	
Past 24 hours


	
Past 1 day




To generate a report within a particular date and time range:

	
In the Begin Time field, click the calendar icon; then select the begin date and time range. Click Apply to apply your selection to the Begin Time field.


	
In the End Time field, click the calendar icon; then select the End date and time range. Click Apply to apply your selection to the End Time field.




Then click EXECUTE REPORT to generate the report for the selected timeframe or the specified date and time range.

The system generates the report for the customer organization and date/time window you selected and displays the data in the Report Results area.


	
Click Download CSV to download all report results or you can download only an individual result. You can export the results to any common spreadsheet program that supports comma-separated value (CSV) files.













Viewing Favorites

The Favorites area is displayed on the Report List page, the View Report page, and the View Query page. You can show or hide the Favorites area using the arrows on the top right of these pages.


Figure 8-3 Reports Dashboard Favorites

[image: Surrounding text describes Figure 8-3 .]



The upper part of the Favorites area displays the top 5 favorite reports or queries, ordered by frequency of use. Hold the cursor over the report or query to show the number of times it was used. Click the query or report link to view more information about it.

The lower part of the Favorites area displays the top 5 recently used reports or queries. Hold the cursor over the report or query to show the date and time it was last used. Click the query or report link to view more information about it.

To view favorite queries or reports:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Reports.

The Reports List page appears.


	
From the Report Name or Query Name list, select Favorites.

The Report List page reappears, displaying all favorite reports or queries, as appropriate.


	
To view more details about a favorite report or query, click the report or query link in this list.













Creating Subscriptions

When you create a subscription, you instruct Oracle Advanced Monitoring and Resolution to e-mail, on a periodic basis, certain types of user reports to recipients defined in a subscriber list.

You configure scheduled reports by defining which type of report to send, the frequency with which the report is sent, and to whom the report is sent. You can schedule reports to be sent to one or more recipients.

To create a report subscription:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
For the relevant report or query, click More actions... in the Advanced Operation column.

The Advanced Operation page appears.


	
Select Create Subscription.

The Create Subscription page appears.


	
In the Subscription Title box, enter a name for the report subscription, for example, Jim's daily update of CMS inventory.


	
From the Report/Query list, select the report or query you want to schedule to be delivered to a subscriber list.


	
From the Date Period list, select the date period for the report:

	
Current hour


	
Past 48 hours





	
From the Schedule Type list, select a schedule for the report. You can choose from any of the following options (you must choose at least one):

	
To send a report on a daily basis, select Daily report (you must select the time of day at which the report should be sent).


	
To send a report on a weekly basis, select Weekly (you must select the day of the week on which the report should be sent).


	
To send a report on a monthly basis, select Monthly (you must select the day of the month on which the report should be sent), Quarterly, or Yearly.





	
From the Deliver At list (filtered from your Schedule Type selection), select when the report should be sent as follows:

	
Time of day


	
Day of the week


	
Day of the month


	
Day of the quarter


	
Day of the year





	
From the Time Zone list, select the time zone region associated with sending the report.


	
From the Date Format list, select the date format associated with sending the report.


	
From the Time Format list, select the time format associated with sending the report.


	
From the E-mail Format list, select the format in which to send the report.


	
Select Archive Report if you want to view reports from the archive from the Subscription Summary page.




	
Note:

You must have the relevant privileges to view archived reports.







The Max Archives box appears.


	
Enter the maximum number of reports that you want to archive. 10 is the default maximum.


	
From the Subscribers area, select the report recipients by selecting the appropriate subscriber e-mail list.


	
Click SUBSCRIBE.




Oracle Advanced Monitoring and Resolution creates the subscription and schedules the report to be delivered to the selected subscribers.










Viewing Subscription Summaries

Use this procedure to view a summary overview of all subscriptions belonging to your company. You can apply filters to display certain subscription information by subscriber list and report list.

From the Subscription Summary page, you can also choose to edit or delete a subscription.




	
Note:

When editing a subscription, you cannot change the report type.







To view the Subscription summary:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Subscription Summary.

The Subscription Summary page with a list of subscriptions appears.


	
In the Filter section, from the Subscriber and Report list, select filter information as appropriate, then click FILTER.

The filter results appear in the Summary section.





View Reports from the Archive

If you selected the Archive Report option when you created your subscription, then you can view the reports from the Subscription Summary page.

To view archived reports:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Subscription Summary.

The Subscription Summary page with a list of subscriptions appears.


	
From the Subscription Summary page, locate the subscription that you want to edit.


	
From the View Archives column, click View.

The Archives page appears.


	
Locate the required report, then click View.

The Subscription_Name page appears.















Creating SLA Reports

Oracle Advanced Monitoring and Resolution enables you to generate reports about service level agreements (SLAs), if you have been granted the appropriate privileges.

To create an SLA report:

	
Log in to Oracle Advanced Monitoring and Resolution.

The Oracle Advanced Monitoring and Resolution page appears.


	
Click the Advanced Monitoring tab.

The Advanced Monitoring page appears.


	
From the Reports menu, select Create Report.

The Create Report page appears.


	
From the Report Type list, select SLA.


	
In the Report Title box, enter a name for the SLA report.


	
From the Access Type list, select the type of access to the report.


	
From the Customer list, select the customer organization associated with the report.


	
In the Description box, optionally provide a description of the report.


	
From the Queries list, select one or more queries you want to use to build the report; then click Add to move the query to the Selected Queries window.


	
To add report parameters that the user must complete when running the report:

	
Under Report Parameters, click Add.

The Add Parameter window appears.


	
Select the parameter type, enter the name, and title to be displayed to the user.


	
Click ADD.





	
To edit a selected query:

	
From the Selected Queries window, select a query, then click Set parameters. The parameter settings for the selected query appear under Query Parameters.


	
In the Title box, change the name of the query if required.


	
Under Group Settings, from the Can group fields list, select the fields that you want to group, then click Add.


	
Under Fields Settings, you can do the following:

	
Select Hide this field if you want to omit a specific field from the report.


	
From the Subtotal function list, select the aggregation value to display as a subtotal within the report for the specific field, such as number of rows (COUNT ROW) or number of unique values within a column (COUNT UNIQUE VALUE.)


	
From the Filters list, select an operator to filter the results, such as between to display results between two defined points.








	
Under Render Settings, select how you want to represent the report.




The system uses the queries you selected to create the report and display a tabular or graphical representation of the query data retrieved from the Reporting database.









A Third Party Licenses

This appendix contains licensing information about certain third-party products included with Oracle Advanced Monitoring and Resolution Release 3.1.0.0. Unless otherwise specifically noted, all licenses herein are provided for notice purposes only.


Attribution Requirements

This product includes software developed by the Spring Framework Project.

	
Include the following verbatim in the documentation: "This product includes software developed by the Spring Framework Project."


	
Include the following License only once in the documentation even if there are multiple products licensed under the license. The following applies to all products licensed under the Apache 2.0 License: You may not use the identified files except in compliance with the Apache License, Version 2.0 (the "License.") You may obtain a copy of the License at:


http://www.springsource.org/


A copy of the license is also reproduced below. Unless required by applicable law or agreed to in writing, software distributed under the License is distributed on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express or implied. See the License for the specific language governing privileges and limitations under the License.











htmlArea License (Based on BSD License)

This license is based on the BSD license.


htmlArea License (based on BSD license)
Copyright (c) 2002-2004, interactivetools.com, inc.
Copyright (c) 2003-2004 dynarch.com
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the following conditions are met:
1) Redistributions of source code must retain the above copyright notice, this list of conditions and the following disclaimer.
2) Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other materials provided with the distribution. 
3) Neither the name of interactivetools.com, inc. nor the names of its contributors may be used to endorse or promote products derived from this  software without specific prior written permission.
THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT OWNER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.
*******************************************************************










Spring Framework Project

Apache License Version 2.0, January 2004


http://www.apache.org/licenses/


TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION

	
Definitions.

"License" shall mean the terms and conditions for use, reproduction, and distribution as defined by Sections 1 through 9 of this document.

"Licensor" shall mean the copyright owner or entity authorized by the copyright owner that is granting the License.

"Legal Entity" shall mean the union of the acting entity and all other entities that control, are controlled by, or are under common control with that entity. For the purposes of this definition, "control" means (i) the power, direct or indirect, to cause the direction or management of such entity, whether by contract or otherwise, or (ii) ownership of fifty percent (50%) or more of the outstanding shares, or (iii) beneficial ownership of such entity.

"You" (or "Your") shall mean an individual or Legal Entity exercising privileges granted by this License.

"Source" form shall mean the preferred form for making modifications, including but not limited to software source code, documentation source, and configuration files.

"Object" form shall mean any form resulting from mechanical transformation or translation of a Source form, including but not limited to compiled object code, generated documentation, and conversions to other media types.

"Work" shall mean the work of authorship, whether in Source or Object form, made available under the License, as indicated by a copyright notice that is included in or attached to the work (an example is provided in the Appendix below).

"Derivative Works" shall mean any work, whether in Source or Object form, that is based on (or derived from) the Work and for which the editorial revisions, annotations, elaborations, or other modifications represent, as a whole, an original work of authorship. For the purposes of this License, Derivative Works shall not include works that remain separable from, or merely link (or bind by name) to the interfaces of, the Work and Derivative Works thereof.

"Contribution" shall mean any work of authorship, including the original version of the Work and any modifications or additions to that Work or Derivative Works thereof, that is intentionally submitted to Licensor for inclusion in the Work by the copyright owner or by an individual or Legal Entity authorized to submit on behalf of the copyright owner. For the purposes of this definition, "submitted" means any form of electronic, verbal, or written communication sent to the Licensor or its representatives, including but not limited to communication on electronic mailing lists, source code control systems, and issue tracking systems that are managed by, or on behalf of, the Licensor for the purpose of discussing and improving the Work, but excluding communication that is conspicuously marked or otherwise designated in writing by the copyright owner as "Not a Contribution."

"Contributor" shall mean Licensor and any individual or Legal Entity on behalf of whom a Contribution has been received by Licensor and subsequently incorporated within the Work.


	
Grant of Copyright License. Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual, worldwide, non-exclusive, no-charge, royalty-free, irrevocable copyright license to reproduce, prepare Derivative Works of, publicly display, publicly perform, sublicense, and distribute the Work and such Derivative Works in Source or Object form.


	
Grant of Patent License. Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual, worldwide, non-exclusive, no-charge, royalty-free, irrevocable (except as stated in this section) patent license to make, have made, use, offer to sell, sell, import, and otherwise transfer the Work, where such license applies only to those patent claims licensable by such Contributor that are necessarily infringed by their Contribution(s) alone or by combination of their Contribution(s) with the Work to which such Contribution(s) was submitted. If You institute patent litigation against any entity (including a cross-claim or counterclaim in a lawsuit) alleging that the Work or a Contribution incorporated within the Work constitutes direct or contributory patent infringement, then any patent licenses granted to You under this License for that Work shall terminate as of the date such litigation is filed.


	
Redistribution. You may reproduce and distribute copies of the Work or Derivative Works thereof in any medium, with or without modifications, and in Source or Object form, provided that You meet the following conditions:

	
You must give any other recipients of the Work or Derivative Works a copy of this License; and


	
You must cause any modified files to carry prominent notices stating that You changed the files; and


	
You must retain, in the Source form of any Derivative Works that You distribute, all copyright, patent, trademark, and attribution notices from the Source form of the Work, excluding those notices that do not pertain to any part of the Derivative Works; and


	
If the Work includes a "NOTICE" text file as part of its distribution, then any Derivative Works that You distribute must include a readable copy of the attribution notices contained within such NOTICE file, excluding those notices that do not pertain to any part of the Derivative Works, in at least one of the following places: within a NOTICE text file distributed as part of the Derivative Works; within the Source form or documentation, if provided along with the Derivative Works; or, within a display generated by the Derivative Works, if and wherever such third-party notices normally appear. The contents of the NOTICE file are for informational purposes only and do not modify the License. You may add Your own attribution notices within Derivative Works that You distribute, alongside or as an addendum to the NOTICE text from the Work, provided that such additional attribution notices cannot be construed as modifying the License.




You may add Your own copyright statement to Your modifications and may provide additional or different license terms and conditions for use, reproduction, or distribution of Your modifications, or for any such Derivative Works as a whole, provided Your use, reproduction, and distribution of the Work otherwise complies with the conditions stated in this License.


	
Submission of Contributions. Unless You explicitly state otherwise, any Contribution intentionally submitted for inclusion in the Work by You to the Licensor shall be under the terms and conditions of this License, without any additional terms or conditions. Notwithstanding the above, nothing herein shall supersede or modify the terms of any separate license agreement you may have executed with Licensor regarding such Contributions.


	
Trademarks. This License does not grant privilege to use the trade names, trademarks, service marks, or product names of the Licensor, except as required for reasonable and customary use in describing the origin of the Work and reproducing the content of the NOTICE file.


	
Disclaimer of Warranty. Unless required by applicable law or agreed to in writing, Licensor provides the Work (and each Contributor provides its Contributions) on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express or implied, including, without limitation, any warranties or conditions of TITLE, NON-INFRINGEMENT, MERCHANTABILITY, or FITNESS FOR A PARTICULAR PURPOSE. You are solely responsible for determining the appropriateness of using or redistributing the Work and assume any risks associated with Your exercise of privileges under this License.


	
Limitation of Liability. In no event and under no legal theory, whether in tort (including negligence), contract, or otherwise, unless required by applicable law (such as deliberate and grossly negligent acts) or agreed to in writing, shall any Contributor be liable to You for damages, including any direct, indirect, special, incidental, or consequential damages of any character arising as a result of this License or out of the use or inability to use the Work (including but not limited to damages for loss of goodwill, work stoppage, computer failure or malfunction, or any and all other commercial damages or losses), even if such Contributor has been advised of the possibility of such damages.


	
Accepting Warranty or Additional Liability. While redistributing the Work or Derivative Works thereof, You may choose to offer, and charge a fee for, acceptance of support, warranty, indemnity, or other liability obligations and/or rights consistent with this License. However, in accepting such obligations, You may act only on Your own behalf and on Your sole responsibility, not on behalf of any other Contributor, and only if You agree to indemnify, defend, and hold each Contributor harmless for any liability incurred by, or claims asserted against, such Contributor by reason of your accepting any such warranty or additional liability.




END OF TERMS AND CONDITIONS

APPENDIX: How to apply the Apache License to your work

To apply the Apache License to your work, attach the following boilerplate notice, with the fields enclosed by brackets "[]" replaced with your own identifying information. (Don't include the brackets!) The text should be enclosed in the appropriate comment syntax for the file format. We also recommend that a file or class name and description of purpose be included on the same "printed page" as the copyright notice for easier identification within third-party archives.

Copyright [yyyy] [name of copyright owner]

Licensed under the Apache License, Version 2.0 (the "License"); you may not use this file except in compliance with the License. You may obtain a copy of the License at


http://www.apache.org/licenses/LICENSE-2.0


Unless required by applicable law or agreed to in writing, software distributed under the License is distributed on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express or implied. See the License for the specific language governing privileges and limitations under the License.








Oracle Legal Notices

Copyright Notice

Copyright © 1994-2014, Oracle and/or its affiliates. All rights reserved.

Trademark Notice

Oracle and Java are registered trademarks of Oracle and/or its affiliates. Other names may be trademarks of their respective owners.

Intel and Intel Xeon are trademarks or registered trademarks of Intel Corporation. All SPARC trademarks are used under license and are trademarks or registered trademarks of SPARC International, Inc. AMD, Opteron, the AMD logo, and the AMD Opteron logo are trademarks or registered trademarks of Advanced Micro Devices. UNIX is a registered trademark of The Open Group.
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