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CHAPTERo

Administrative Tasks and Tools

Thistopic includes the following sections:
e Tasksan Administrator Performs
e Planning the Design of Your Application

e Toolsto Help You Administer Your Application

Tasks an Administrator Performs

An administrator’s job can be viewed as two broadly defined tasks:
e Setup tasks—all the tasks required to prepare your system before booting your application.
e Run-time administration—any tasks performed on an application that has been booted.

Setup Tasks

During the setup phase, an administrator is responsible for the planning, design, installation,
security, and configuration of the Oracle Tuxedo system. Table 1-1 describes the required and
optional tasks during the setup phase.

Setting Up an Oracle Tuxedo Application 1-1



Tasks an Administrator Performs

Table 1-1 Required and Optional Tasks During the Setup Phase

Setup Task Required

Optional

Collect information from designers, programmers, and X
business users of the application

Set up the hardware and software, and install the Oracle X
Tuxedo system and the application (installation)

Set up the Oracle Tuxedo system parametersthat govern how X
the application uses components (configuration)

Configure transactions for domains, machines, groups, X
interfaces, services, and other required components
(configuration)

Select and implement security methods for protecting the X
application and data

For CORBA environments, configure an Internet Inter-ORB X
Protocol (110P) Listener/Handler and modify the machine
configuration

Set up distributed applications with routing tools:
factory-based routing for CORBA environments and
data-dependent routing for ATMI environments

Set up networked applications

Configure local and remote domains

Set up Workstation clients; add environment tables and a
workstation listener, and modify the machine configuration

Create an application queue space and modify the
configuration to support queued messages

Apply service version to Oracle Tuxedo applications

After Tuxedo installation, deploy/undeploy the applications
from a centralized control platform using
deployment/undepl oyment tool

Setting Up an Oracle Tuxedo Application
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Run-time Tasks

Withyour Oracle Tuxedo system installed and your Tuxconr1c fileloaded, you are ready to boot
your application. When your application is launched, you must start monitoring its activities for
problems—both actual and potential. Table 1-2 describes the required and optional tasks during
the run-time phase.

Table 1-2 Required and Optional Tasks During the Run-time Phase

Run-time Task Required Optional

Start up and shut down an application X

Manage buffers

X
Administer the security of your application X
X

Monitor the activities, problems, and performance of your
application

For ATMI environments, manage transactions

For CORBA environments, manage interfaces

Manage networked applications

Manage remote Workstation clients

Subscribe to events

Use queued messaging

Identify and resolve problems as they occur (troubleshoot)

X | X| X| X| X| X| X| X

Reassign primary responsibility for your application from the
MASTER machine to an alternate (BACKUP) machine
(migration) when problems occur on the MASTER (migration)

Change system parameters and the sel ection of servicesto meet X
evolving needs (dynamic modification)

Refine your application to reflect additional components, such X
as new machines or servers (dynamic reconfiguration)
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Tasks an Administrator Performs

During run time, you may need to respond quickly to potential problems or evolving
requirements of an application. To help you perform these functions, you have a choice of three
tools: the Oracle Tuxedo Administration Console, the command-line interface, and the
AdminAPI. Table 1-3 describes some of the circumstances in which your intervention may be
needed.

Table 1-3 Circumstances Needed in Intervention
To... You May Want to...

Maximize performance Adds load balancing or set priorities for
interfaces and services.

Fix problems that may develop on the Replaces it with a designated BACKUP
MASTER machine machine.

Change processing and resource usage Adds machines, servers, clients, interfaces,
requirements services, and so on.

See Also

e Planning the Design of Your Application on page 1?76
e Toolsto Help You Administer Your Application on page 178

Differences Between the Oracle Tuxedo ATMI and CORBA
Environments

For the Oracle Tuxedo CORBA environment, the Oracle Tuxedo administration facilities support
the administrati on of applicationsrunning within the context of the Object Request Broker (ORB)
and the TP Framework.

The useconr1c configuration file for Oracle Tuxedo CORBA environments supports the
configuration of client and server applications, as follows:

e The RESOURCES section provides application-wide defaults for the sizing of bulletin board
tables.

e ThemMacHINES section alows the specification of processor-specific values for sizing of
those tables.
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e The INTERFACES, section allows the specification of information about CORBA interfaces
used by the application.

e TherouTING Section provides support for a different type of routing criteria used with
Tuxedo CORBA environments. Also, existing RouTING sections that specify Oracle
Tuxedo ATMI data-dependent routing parameters continue to work without modification.

e Inthe Oracle Tuxedo ATMI environment, you configure workstation handlers and listeners
for connections from client applications to server applications. From an administrative
viewpoint, thistask is similar in Oracle Tuxedo CORBA environments.

However, the Oracle Tuxedo CORBA environment uses a different communications
protocol to connect remote and foreign clients to Oracle Tuxedo server applications. The
protocol isthe standard Internet Inter-ORB Protocol (110P). Instead of the Oracle Tuxedo
Workstation Handler (WSH) process and Workstation Listener (WSL) process, the
CORBA environment callsits gateway processes the I1OP Handler (I1SH) and the I1OP
Listener (ISL). Thisresultsin aslight syntax difference, st instead of wst, in the
SERVERS Section of each application’s ussconr1c configuration file.

Overall, the administration tasks for the Oracle Tuxedo CORBA and ATMI environments are
similar. There are afew principal differences between the environments, however, as follows:

e |n both environments, you use a routing criteria to distribute processing to specific server
groups. The routing mechanism in an Oracle Tuxedo CORBA environment system is
known as factory-based routing. It is fundamentally different than the Oracle Tuxedo
ATMI data-dependent routing mechanism.

In the Oracle Tuxedo ATMI environment, you can examine any FML field used for a
service invocation to determine the data-dependent routing criteria. In Oracle Tuxedo
CORBA environments, the system designer must personally communicate the routing
criteriaof CORBA interfaces. For Oracle Tuxedo CORBA environments, thereis no
service request message data or associated buffer information available for routing. This
occurs because CORBA routing is performed at the factory, not on a method invocation on
the target CORBA object.

e You cannot dynamically advertise CORBA interfaces at run time. However, you can
suspend or reactivate CORBA interfaces.

e No direct ACL control is provided for CORBA interfaces. No control over servantsis
provided at the administrative level. In the uBeconrIc configuration file, the
MANDATORY_ACL parameter to the securiTy parameter isignored.

e The LDAP single security administration feature is not supported by the CORBA interface.
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Planning the Design of Your Application

Note: The Management Information Base (MIB) defines the set of classes through which the
fundamental aspects of an application can be configured and managed. The MIB classes
provide an administrative programming interface to the Oracle Tuxedo CORBA and
ATMI environments.

Planning the Design of Your Application

An administrator needs to know a customer’s business requirements and how the software will
be used. Once these needs are understood, administrators can work with their system designers
and application developers to make sure that the application’ s configuration can support its
requirements.

Answers to the following preliminary questions may help in planning the design of your
application.

1. How many machines will be used?

2. Will client applications reside on machines that are remote from the server applications?

3. For ATMI, which services will your application offer?

4. For CORBA, which interfaces will your client or server application use?

5. What resource managers (database) will the application use and where will they be located?

6. What “open” strings will the resource managers need?

7. What setup information will be needed for an RDBMS?

8. Will transactions be distributed?

9. Will the application use global transactions?
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Planning the Design of Your Application

10. What buffer types will be used?

11. Will data be distributed across machines?

12. To which external domains will the application export services? From which external
domains will the application import services?

13. Will factory-based or data-dependent routing be used in your application?

14. What are the names of the CORBA interfaces or ATMI services?

15. Inwhat order of priority should the interfaces or services be available?

16. What are the reliability requirements? Will redundant listener and handler ports be needed?
Will replicated server applications be needed?

17. For CORBA environments, will the domain need an Interface Repository (IR) database? If
so, will the domain benefit from having IR replicas, and how many IR server applications
should be defined?

18. Arethere any conversational services? What resource managers do they access? What buffer
types do they use?

See Also
e Toolsto Help You Administer Your Application on page 178
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Tools to Help You Administer Your Application

Tools to Help You Administer Your Application

The Oracle Tuxedo system gives you a choice of several methods for performing the same set of
administrative tasks for either Oracle Tuxedo ATMI or CORBA environments. Whether you are
more comfortable using a graphical user interface or entering commands at a shell prompt, you
will be able to find a comfortable method of doing your job as the administrator of an Oracle
Tuxedo application. Figure 1-1 illustrates the tool s you can use to write the configuration file and
administer your Oracle Tuxedo application during run time.

Figure 1-1 Administration Tools

Command-Line | Administration
Litilities Console

| II |
'

Eluitin
ULOG
TLOG Board

MIB AP EventBroker

e Oracle Tuxedo Administration Console—a Web-based tool used to monitor an application,
and to dynamically configure its operation.

e Oracle Tuxedo MIB Application Programming I nterface—an interface to a set of
procedures for accessing and modifying information in the MIBs.

e Command-line utilities—a set of commands used to manage, activate, configure, and
deactivate the application (that is, tmadmin (1), tmboot (1), tmconfig, wtmconfig(1l),
tmshutdown (1), respectively). For more information, refer to the Oracle Tuxedo
Command Reference
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Table 1-4

Tools to Help You Administer Your Application

If You Use This Tool...

You Must...

Oracle Tuxedo Administration
Console

Use agraphical user interface (GUI) to create and edit the
TUXCONFIG file. Full descriptions of the GUI are
available by accessing Help directly from the GUI.

Oracle Tuxedo MIB
Application Programming
Interface

Write a program that modifies the TUXCONF IG file for
you.

Command-line interface

1. Createand edit the UBBCONFIG file (atext version of
TUXCONFIG) with atext editor.

2. Runtmloadcf toconvert the UBBCONFIG fileintoa
TUXCONFIG (binary) file.
(For specific details about the tmloadcf command

options, see tmloadcf (1) inthe Oracle Tuxedo
Command Reference.)

See Also

e “Management Operations Using the Oracle Tuxedo Administration Consol€” in
Introducing Oracle Tuxedo ATMI

e “Managing Operations Using the MIB” in Introducing Oracle Tuxedo ATMI

e “Managing Operations Using Command-Line Utilities” in Introducing Oracle Tuxedo

ATMI

e Tasksan Administrator Performs on page 171

e “Oracle Tuxedo ATMI Architecture” in Introducing Oracle Tuxedo ATMI

e “The Tuxedo CORBA Programming Environment,” in Getting Sarted with Oracle Tuxedo

CORBA Applications

® ACL_MIB(5),APPQ MIB(5), EVENT MIB(5),MIB(5), TM MIB(5),WS_MIB(5), and
UBBCONFIG (5) inthe File Formats, Data Descriptions, MIBs, and System Processes

Reference

e tmshutdown (1) inthe Oracle Tuxedo Command Reference
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About the Configuration File

Thistopic includes the following sections:
e What Isthe Configuration File?

e Contents of the Configuration File

What Is the Configuration File?

Configuring each Oracle Tuxedo applicationisacentral task of the administrator. By configuring
afile, you are describing your application using a set of parametersthat the software interpretsto
create aviable application. The configuration fileisarepository that contains al the information
necessary to boot and run an application, such as specifications for application resources,
machines, machine groups, servers, available services, interfaces, and so on.

Text and Binary Versions of the Configuration File

The configuration file existsin two versions:

e Theuseconri1c fileisatext version of the configuration file, created and edited with any
text editor. Except for sample configuration files distributed with Oracle Tuxedo sample
applications, no urBconFIG fileisprovided. You must create aussconric file for each
new application. The syntax used for entriesin the file is described in UBBCONFIG (5) in
the File Formats, Data Descriptions, MIBs, and System Processes Reference.

Note: The Oracle Tuxedo software provides three sample urBconF1G files—ubbshm,
ubbmp, and ubbs imp1le—as part of the bankapp and simpapp applications. (See
Tutorials for Developing Oracle Tuxedo ATMI Applications.)
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e Thetuxconric fileisabinary version of the configuration file, created from the text
version by the tmloadcf (1) command. Before tmloadcf iS executed, the environment
variable Tuxconr1c must be set to the full pathname of the device or system file where
TUXCONFIG iSto beloaded. If necessary, many parametersin TuxcoNrIG can be changed
while the application isrunning by using tmconfig, wtmconfig(1) or the MIB.

Contents of the Configuration File

Table 2-1 lists the nine sections of the configuration file and describes the purpose of each

section.

Table 2-1 Contents of the Configuration File

Required or

Section Optional Purpose

RESOURCES Required Defines all system parameters.

MACHINES Required Specifies all the machinesin your application.

GROUPS Required Defines all groups, group names, and group IDs for your
application.

SERVERS Optional Specifiestheinitial conditions for servers started in the
system.

SERVICES Optional Provides information on services used by the application.

INTERFACES  Optional For CORBA environments, provides information on
application-wide, default parameters for interfaces used
by the application.

NETWORK Optional Describes the network configuration for aLAN
environment.

NETGROUPS Optional Describes the network groups available to the application
inthe LAN environment.

ROUTING Optional Provides information for data-dependent routing of

service requests using FML buffers and views.

Thefile must also contain aminimum of nine parameters. There are 80 different parameters, and
all sections but the first, may contain multiple entries, each with its own selection of parameters.
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CORBA Administrative Requirements and Performance

Inall sectionsother than RESOURCES, you can use adefault to specify parametersthat areincluded
in multiple entries.

Y ou can use the command-line interface or Oracle Tuxedo Administration Console to create the
binary version of the configuration file (Tuxconr1g). First you need to determine the type of
configuration you are defining in the file.

e A single-machine application—one or more local or remote clients communicate with one
or more servers residing on the same machine.

e A multiple-machine (distributed) application—one or more local or remote clients
communicate with one or more servers residing on several machines.

e A multiple-domain application—two or more applications communicate with each other
through the use of the Oracle Tuxedo Domains extension. Each application included in
such aconfiguration is called adomain.

CORBA Administrative Requirements and Performance

Thissection providesinformation to assist you in administering your CORBA environment inthe
Oracle Tuxedo system.

Configuring NameManager

Adhering to the following requirements is fundamental to successful CORBA administration.

e NameManagers should coordinate their activities with each other using the Oracle Tuxedo
EventBroker without administrative or operations intervention. The EventBroker must be
started before any servers provide the NameManager service. If the EventBroker is not
configured into the application and is not running when the NameManager serviceis
booted, the NameManager aborts its startup and writes an error message to the user log.

e At least two servers must be configured to run the NameManager service as part of any
application. This requirement is to ensure that a working copy of the “name-to-lOR”
mapping is always available. If the servers are on different machines, and one machine
crashes, when the machine and application are restarted, the new NameManager obtains
the mapping from the other NameManager. If an application is solely contained on one
machine and the machine crashes, the NameM anagers are rebooted as part of the
application startup because the application must be rebooted. If two NameM anagers are not
configured in the application when a NameManager service is booted, the NameM anager
aborts its startup and writes an error message to the user log.
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o NameManagers can be designated as either master or slave, the default being dave. If a
master NameManager server is not configured in the application and is not running when a
slave NameManager server starts, the server terminatesitself during boot and writes an
error message to the user log.

o If aNameManager serviceis not configured in the application when a FactoryFinder
service is booted, the FactoryFinder aborts its startup and writes an error message to the
user log. It is not necessary for the NameManager service to start before a FactoryFinder
service because the FactoryFinder only communicates with a NameManager when a
“find” request isreceived from an application. NameManagers, on the other hand,
attempt to communicate with each other when they boot. FactoryFinders do not
communicate with each other except when arequest isreceived to find afactory that isin a
remote domain.

e Oracle Tuxedo EventBroker, NameManager, and FactoryFinder services must be started
before any of the application-specific servers. However, if more than one EventBroker isto
be configured in the application, all secondary EventBrokers must be started after all
application servers are started. There is no system protocol to enforce thisin an application
server; therefore, you accomplish this by positioning all secondary EventBrokers after the
application servers.

e The Master NameManager must be started and must be running before any application
server can register areference to afactory object. The existence of an executing Slave
NameManager is not sufficient.

Reliability Requirements

This section contains information that will improve CORBA reliability.

Managing Factory Entries

When application servers “die,” they often fail to unregister their factories with the
NameManager. In some cases, the FactoryFinder may give out object referencesfor factoriesthat
are no longer active. This occurs because the servers containing those factories have become
unavailable, havefailed to unregister their factorieswith the NameManager, and thereisno other
server capable of servicing the interface for that factory.

In general, an application factory can restart shortly thereafter, and then offer the factories.
However, to ensure that factory entries are not kept indefinitely, the NameManager is notified
when application servers die. Upon receipt of this notification, the NameManager may remove
those factory entries that are not supported in any currently active server.
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Configuring Multiple NameManagers and FactoryFinders

At aminimum, two NameM anagers, a master and a slave, must be configured in an application,
preferably on different machines, to provide querying capabilities for a FactoryFinder. Multiple
FactoryFinders can also be configured in an application.

Designating a Master NameManager

A Master NameManager must be designated in theuseconr1c file. All registration activitiesare
sent to the Master NameManager. The Master NameManager then notifies the Slave

NameM anagers about the updates. If the Master NameManager is down,
registration/unregistration of factoriesis disabled until the Master restarts.

Performance Hint

Y ou can optimize FactoryFinder and NameM anager performance by running these services on
separate servers within the same machine rather than running these services on different
machines. This provides a quicker response because it eliminates the need for

machi ne-to-machine communication.

See Also

e 2$paratext>? on page 3-2
o Pparatext>? on page 3-3.

e “Oracle Tuxedo Domains (Multiple-Domain) Servers’ in Introducing Oracle Tuxedo
ATMI

e “How to Create the TUXCONFIG File” in Administering a Oracle Tuxedo Application at
Run Time

e For distributed Oracle Tuxedo CORBA applications, refer to the Scaling, Distributing, and
Tuning CORBA Applications guide.
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Creating the Configuration File

Thistopic includes the following sections:
e How to Create a Configuration File
e How to Create the Configuration File for a Single-machine Application
e How to Create the Configuration File for a Multiple-machine (Distributed) Application
e How to Create the Configuration File for a Multiple-domain Application
e How to Create the RESOURCES Section of the Configuration File
e How to Create the MACHINES Section of the Configuration File
e How to Create the GROUPS Section of the Configuration File
e How to Create the NETWORK Section of the Configuration File
e How to Create the NETGROUPS Section of the Configuration File
e How to Create the SERVERS Section of the Configuration File
e How to Create the SERVICES Section of the Configuration File
e How to Create the INTERFACES Section of the Configuration File
e How to Create the ROUTING Section of the Configuration File
e How to Configure the Oracle Tuxedo System to Take Advantage of Threads

e How to Compile a Configuration File
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How to Create a Configuration File

Configuration file requirements are determined by the needs of your application. Following are
instructions for several types of configurations:

e How to Create the Configuration File for a Single-machine Application

e How to Create the Configuration File for a Multiple-machine (Distributed) Application
e How to Create the Configuration File for a Multiple-domain Application

e How to Configure the Oracle Tuxedo System to Take Advantage of Threads

See Also

e About the Configuration File on page 271

e UBBCONFIG(5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

How to Create the Configuration File for a
Single-machine Application

For asingle-machine configuration, you need to create the following sections of the configuration
file. Click on each task for instructions on completing that task.

Create the RESOURCES section of the configuration file
Create the MacHINES section of the configuration file
Create the croups section of the configuration file
Create the serVERS section of the configuration file
Create the servICES section of the configuration file

Create the INTERFACES section of the configuration file (CORBA only)

N o o A~ W DN P

Create the rouTING Section of the configuration file

Y ou can a'so click on any areaof the following diagram to learn how to create the section named
in that area.
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How to Create the Configuration File for a Multiple-machine (Distributed) Application

*RESOURCES (applicaton-wide information)
*MACHIHES (machine-wide information)

*GROUPS (group-wide information}

*SERVERS (server-
sur1 . specific information)
sl

suct suc2 f&

*SERVICES (services-
specific information}

surd

How to Create the Configuration File for a
Multiple-machine (Distributed) Application

For adistributed ATMI application, you need to create the following sections of the configuration
file. Click any of the following tasks for instructions on completing that task.

Create the RESOURCES section of the configuration file
Create the MACHINES section of the configuration file
Create the croups section of the configuration file
Create the NETWORK section of the configuration file
Create the NETGROUPS section of the configuration file
Create the sErRVERS section of the configuration file

Create the servICES section of the configuration file

© N o 00 &~ w NP

Create the rouTING Section of the configuration file (optional)

Note: For detailed information about creating a configuration file for a distributed CORBA
application in the Oracle Tuxedo system, refer to the Scaling, Distributing, and Tuning
CORBA Applications guide.

Y ou can aso click on any area of the following diagram to learn how to create the section named
in that area.
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*MACHIHES (machine-wide information)

*GROUPS {group-wide information)

*HETWORK (networking
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*HETGROUPS (network specific
groups information) *SERYICES Nformation
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How to Create the Configuration File for a
Multiple-domain Application

For a multiple-domain configuration, you need to create two configuration files for each
participating domain:

e UBBCONFIG—the application configuration file

e DMCONFIG—the domains configuration file

For an application that consists of two domains (for example, 1app and rapp for local and remote
domains, respectively), the following tasks are required.

Click on each task for instructions on completing that task.

Figure 3-1 shows the configuration tasks for a sample multiple—domain

application.
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How to Create the Configuration File for a Multiple-domain Application

Figure 3-1 Configuration Tasks for a Sample Multiple-domain Application

Set environment wariahles for
lapp

Define the Domains
environment in TBBCONEFIG

Define the Domains-related
parameters for lapp

|
Compile the application file
using trmloadcfi1) and the
domain gatewsay configuration
file using dmloadcfi1)

Set environment wariahles for
TApp

Define the Domains
environment in UBBCONEIG

Define the Domains-related
parameters for rapp

|
Compile the application file
using trmloadcfi1) and the
domain gatewsay configuration
file using dmloadcfi1)

Figure 3-2 showswhich sections of theusrconr1c and pmMconr1é filesyou need to configurefor
atwo-domain application. One domain representsthelocal domain; the other, the remote domain.

Click on any area of the following diagram for instructions on creating that section of the
configuration file.
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Figure 3-2 Configuring a Multiple-domain Application

REMOTE DOMAIN
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LOCAL DOMAIN
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*GROUPS {group-wide information) *DM_LOCAL _SERVICES
*SERVERS (server-specific information)
DMADM *OM_TDOMAIN
GWADM

GWTDOMAIN

U
*SERVICES (services-
specific information}

UBBCONFIG File DMCONFIG File

See Also

e “About Domains’ in Using the Oracle Tuxedo Domains Component

e “Planning and Configuring ATMI Domains” in Using the Oracle Tuxedo Domains
Component
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How to Create the RESOURCES Section of the Configuration File

e DMCONFIG(5) inthe File Formats, Data Descriptions, MIBs, and System Processes

Reference

How to Create the RESOURCES Section of the

Configuration File

Thefirst section of every configuration file must be the REsourcEs section. The parameters
defined in this section control the application as awhole and serve as system-wide defaults. The
values of RESOURCES parameters can be overridden, however, on a per-machine basis by

gning other valuesin the MACHINES section.

For each parameter in the RESOURCES section, Table 3-1 provides a description and links to
reference pages and additional information.

Table 3-1 Description and Links to Reference Pages and Additional Information

To Specify This Information in the
RESOURCES Section

Set This Parameter
(Required/0Optional)

For More Information, Click the
Following

Unique address of interprocess
communication (IPC) resources

IPCKEY (Required)

Shared memory address

Security access

UID, GID, and PERM (Optional)

Security access

Maximum number of processes that MAXACCESSERS (Optional) IPC limits
can be simultaneously connected to a

bulletin board

Maximum number of server table MAXSERVERS (Optional) IPC limits
entriesin abulletin board

Maximum number of service table MAXSERVICES (Optional) IPC limits
entriesin abulletin board

Maximum number of CORBA MAXINTERFACES (Optional) IPC limits
interfaces

Maximum number of CORBA objects MaXOBJECTS (Optional) IPC limits

Distinguished Bulletin Board Liaison
(DBBL) location at which booting,
shutdown, and other administrative
tasks are performed

MASTER (Required)

Master processor
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Tahle 3-1 Description and Links to Reference Pages and Additional Information

To Specify This Information in the
RESOURCES Section

Set This Parameter
(Required/Optional)

For More Information, Click the
Following

Bulletin board architecture

MODEL, SHM Or MP, and LAN Of
MIGRATE options (Required)

Application type

Security level

SECURITY, AUTHSVC (Optional)

Security levels

Principal name of the process used for
identification, location of private key
of principal user, and the environment
variable containing the password

SEC_PRINCIPAL_NAME,
SEC_PRINCIPAL_LOCATION,
and SEC_PRINCIPAL_PASSVAR

Security attributes

Default method for clients to detect
unsolicited messages

NOTIFY, USIGNAL (Optional)

Unsolicited notification

Protecting shared memory

SYSTEM_ACCESS (Optional)

Shared memory protection

Whether server load balancing is LDBAL (Optional) Load balancing
enabled
Maximum number of buffer typesand MAXBUFTYPE, MAXBUFSTYPES Buffer types/subtypes

subtypes

(Optional)

Maximum number of conversations
alowed on amachine

MAXCONV (Optional)

Conversation limits

Maximum number of network groups

MAXNETGROUPS (Optional)

Network groups

Sanity check frequency and amount of
time allowed for blocking calls

SCANUNIT, SANITYSCAN,
BLOCKTIME (Optional)

Sanity check frequency and
blocking timeouts

Sample RESOURCES Section

Thefollowing is a sample rREsoUuRCEs section of a configuration file.

*RESOURCES

IPCKEY 39211
UID 0
GID 1
PERM 0660

MAXACCESSERS 75
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MAXSERVERS 40

MAXSERVICES 55

MASTER SITEl, SITE2

MODEL MP

OPTIONS LAN, MIGRATE

SECURITY APP_PW

AUTHSVC "AUTHSVC"

NOTIFY DIPIN

SYSTEM_ACCESS PROTECTED, NO_OVERRIDE

LDBAL Y

See Also

e UBBCONFIG (5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the MACHINES Section of the Configuration File on page 3725

Defining the Application Type

Among the architectural decisions needed for an Oracle Tuxedo application are the following:

e Should this application run on a single processor or multiprocessor with global shared
memory?

o Will the application be networked?

o Will server migration be supported?
Use the mopEL and oprIOoNS parameters to define the application type.

ThemopEL parameter specifieswhether an application runs on asingle processor. It is set to sHm
for uniprocessors and a so for multiprocessors with global shared memory. A mMopEL value of Mp
is used for multiprocessors that do not have global shared memory, as well as for networked
applications. Thisisarequired parameter.

The opTIONS parameter isacomma-separated list of application configuration options. Two
available options are Lan (indicating a networked configuration) and MIGraTE (indicating that
application server migration is alowed).
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Characteristics of the MODEL and OPTIONS Parameters

Table 3-2 shows the characteristics of the model and OPTIONS parameters.

Table 3-2 Characteristics of the Model and OPTIONS Parameters

Parameter Characteristics

MODEL Itisarequired parameter. A value of sHM indicates asingle machinewith
global shared memory. A value of Mp indicates either multiple machines
without global shared memory, or a networked application.

OPTIONS Itisacomma-separated list of application configuration options. A value
of LaN indicates alocal areanetwork. A value of MIGRATE enables
server migration.

In the sample RESOURCES Section, MODEL is Set to MP; OPTIONS iS set
to LAN and MIGRATE.

Example Settings

The following is a sample setting in the RESOURCES section of a configuration file.

*RESOURCES
MODEL MP
OPTIONS LAN, MIGRATE

Controlling the Number of Buffer Types and Subtypes

3-10

Y ou can control the number of buffer types and subtypes allowed in the application with the
MAXBUFTYPE and MAXBUFSTYPE parameters, respectively. Unless you are creating many
user-defined buffer types, you can omit maxBurTYPE. If you intend to use many different view
types, you may want to set MAxBUFSTYPE to avaue higher than its current defaullt.
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Controlling the Number of Conversations

Characteristics of the MAXBUFTYPE and MAXBUFSTYPES
Parameters

Parameter Characteristics

MAXBUFTYPE Maximum number of buffer types allowed in the system. Use
only if you create 8 or more user-defined buffer types. The
value of MAXBUFTYPE must be greater than 0 and less than
32,768. If not specified, the default is 16.

Example: MAXBUFTYPE 20

MAXBUFSTYPE Maximum number of buffer subtypes allowed in the system.
The value of MAXBUFSTYPE must be greater than 0 and less
than 32,768. If not specified, the default is 32.

Example. MAXBUFSTYPE 40

Example Settings

In this example, the maximum number of buffer typesis 20; the maximum number of subtypes
is40.

*RESOURCES
MAXBUFTYPE 20
MAXBUFSTYPE 40

Controlling the Number of Conversations

Y ou can specify the maximum number of simultaneous conversations on a machine with the
MAXCONV parameter. The value of maxconv must be greater than 0 and less than 32,768.

Characteristics of the MAXCONV Parameter

The Maxconv parameter has the following characteristics:
o |t defines the maximum number of simultaneous conversations allowed on each machine.

e The default for an application that has conversational servers listed in the sERVERS section
is 10; otherwise, the default is 1.

Setting Up an Oracle Tuxedo Application 3-11



e You can overwrite this parameter for any machine by specifying a different value in the
MACHINES Section.

Example Setting

In this example, the maximum number of simultaneous conversations allowed on each machine
is15.

*RESOURCES
MAXCONV 15

Defining IPC Limits

3-12

Because most interprocess communication (IPC) and shared memory bulletin board tables are
statically allocated for speedy processing, it isimportant to tune them correctly. If they are sized
too generously, memory and I PC resources are wasted; if too small, processesfail when thelimits
are exceeded. You can usethe tmloadcf -c command to find out the maximum IPC resources
required by a specific application. (See tmloadcf (1) inthe Oracle Tuxedo Command
Reference.)

MAXACCESSERS, MAXSERVERS, MAXSERVICES, MAXINTERFACES, and MAXOBJECTS arethetunable
parameters that control |PC sizing. The amount of shared memory allocated in an application is
controlled by the maxcTT and MAXCONV parameters.
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Defining IPC Limits

Characteristics of MAXAGCESSERS, MAXSERVERS,
MAXSERVICES, MAXINTERFACES, and MAXOBJECTS

Parameters

Parameter

Characteristics

MAXACCESSERS

Maximum number of overall processes that can be
simultaneously connected to the bulletin board at any particular
sitein the Oracle Tuxedo application. Thisnumber includesall
clients and system-supplied and application servers, but does
not include administrative processes such asthe Bulletin Board
Liaison (BBL) and tmadmin (), which have reserved access
slots to the bulletin board.

The value of MAXACCESSERS must be greater than 0 and less
than 32,768. If not specified, the default is 50. Y ou can
overwrite MAXACCESSERS, on aper-machine basis, in the
MACHINES Section.

MAXSERVERS

Maximum number of server processes available to the
application. This number includes all system-supplied and
application servers.

Thevaue of MAXSERVERS must be greater than 0 and lessthan
8,192. If not specified, the default is 50.

MAXSERVICES

Maximum number of different Oracle Tuxedo servicesthat can
be advertised in the application. The value of MAXSERVICES
must be greater than 0 and lessthan 1,048,574. If not specified,
the default is 100.

Note: For CORBA environments, each CORBA interfaceis
mapped to an Oracle Tuxedo service. Make sure you
account for the number of services generated.

Setting Up an Oracle Tuxedo Application

3-13



3-14

Parameter Characteristics

MAXINTERFACES For CORBA environments, the maximum number of CORBA
interfaces that can be advertised in the application. The value
of MAXINTERFACES must be greater than 0 and less than
32,766. If not specified, the default is 100.

Note: All instancesof aninterface occupy and reusethe same
dlot in the interface table in the bulletin board. For
example, if server SVR1 advertisesinterfaces 171 and
IF2, server SVR2 advertisesinterfaces IF2 and 1F3,
and server SVR3 advertisesinterfaces IF3 and IF4,
the interface count is 4 (not 6) when calculating
MAXINTERFACES.

MAXOBJECTS For CORBA environments, the maximum number of active
CORBA objectsin the application. Thevalue of MAXOBJECTS
must be greater than 0 and lessthan 32,766. If not specified, the
default is 100.

Note: Examples of system-supplied servers are AUTHSVR, TMQUEUE, TMQFORWARD, TMUSREVT,
TMSYSEVT, TMS, TMS_ OM, GWTDOMAIN, and WSL.

The cost incurred by increasing MaxacCcESSERS isone additional semaphore per site per client or
server process (accesser—see note that follows). There isasmall fixed semaphore overhead for
system processes in addition to that added by the maxaccessgrs value. The cost of increasing
MAXSERVERS and MaxSERVICES isasmall amount of shared memory that iskept for each server,
service, and client entry, respectively. The general ideafor these parametersisto alow for future
growth of the application. It is more important to scrutinize MAXACCESSERS.

Note: The system allocates one semaphore for each access slot to the bulletin board. A
semaphoreisalatch circuit that prevents more than one process from accessing the same
shared memory in the bulletin board at the same time.

For Oracle Tuxedo releases prior to release 7.1, both the MAXACCESSERS and MAXSERVERS
parameters for an application play a part in the user license checking scheme. Specifically, a
machineis not allowed to boot if the number of MaxaccesseRs for that machine + the number
of MmaxaccEsSERS for the machine (or machines) already running in the application isgreater than
the number of maxserRVERS + user licenses for the application. Thus, the total number of
MAXACCESSERS for an application must belessthan or equal to the number of MAXSERVERS + User
licenses for the application.
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Enabling Load Balancing

The user license checking scheme in Oracle Tuxedo release 7.1 or later considers only the
following two factors when performing its checks: the number of user licensesfor an application
and the number of licenses currently in use for the application. When all user licensesarein use,
no new clients are allowed to join the application.

Example Settings

In thisexample, at most 75 processes (clients and servers) can accessthe system at any onetime.
Thereisroom for 40 servers advertising 55 services in the bulletin board.

*RESOURCES
MAXACCESSERS 75
MAXSERVERS 40

MAXSERVICES 55

Enabling Load Balancing

Y ou can control whether aload balancing algorithm is used on the Oracle Tuxedo application as
awhole. When load balancing is used, aload factor is applied to each service within the system,
allowing you to track the total load on every server. Every service request is sent to the qualified
server that isleast |oaded.

To specify whether 1oad balancing should be used, set the LpeaL parameter to v (Y es) or § (NO).
By default, it isset to .

Y ou should use load balancing only if necessary; that is, whenever aserviceisoffered by servers
that use more than one queue. Load balancing is not appropriate for services offered by only one
server, or by serversin an MSSQ (Multiple Server, Single Queue) set. If you have only these
types of servicesin your configuration, set the L.oBAL parameter to N. If 1.DBAL is set to n and
multiple queues offer the same service, the first available queue is selected.

Characteristics of the LDBAL Parameter

The LDBAL parameter has the following characteristics:
e If LDBAL IS Set to v, then load balancing is used.

e |f LDBAL is set to Y and the application is networked, you can use TMNeTLOAD for local
preference.

e If LDBAL iS et to N, the server assigned isthe first available server.
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The default is .

e Because 1.oBAL incurs overhead, use it only when necessary.

Do not use load balancing if every Oracle Tuxedo serviceis offered by only one server.

e Do not use load balancing if every Oracle Tuxedo service is offered by one mMssg server
Set.

Example Settings
In this example, load balancing is enabled for the application.

*RESOURCES
LDBAL Y

See Also

e “What IsLoad Balancing?’ in Introducing Oracle Tuxedo ATMI

Identifying the Master Machine

ThemasTER machine controlsthe booting and administration of the entire application. Y ou must
specify amasTER machine for every application by setting the masTeR parameter. The value of
MASTER isthe Logical Machine Identifier (LmIp) for the appropriate computer. The LmMID, inturn,
is defined as an a phanumeric string, chosen by the administrator, that is assigned to the L.vM1D
parameter in themacuINEs section. Therefore, for example, if the value of the LMD parameter is
SITE1, then the value of MASTER must also be SITE1.

If you want to be able to bring down the masTER machine without shutting down the application,
you must be able to migrate the MasTER. To enable migration, you must specify two values for
LMID: the primary MasTER and the backup MASTER.

Characteristics of the MASTER Parameter

TheMasTER parameter has the following characteristics:
e Itisrequired and it controls booting and administration.
e Two ruIDS are required for migration to back up the master machine.

e |n the sample RESOURCES section, the master siteis s1TE1; the backup siteis sTTE2.
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Specifying the Maximum Number of Network Groups

Example Settings

sitel isthemasTeER machine; s1TE2 isthe backup machine.

*RESOURCES
MASTER SITEl, SITE2

Specifying the Maximum Number of Network Groups

To specify the maximum number of configured network groups, set the MAXNETGROUPS
parameter. The value must be greater than or equal to 1 and lessthan 8192. The default is8. This
parameter is optional.

Specifying the Number of Sanity Checks and Blocking
Timeouts

Periodically (every 120 seconds, by default) the Bulletin Board Liaison (BBL) checksthe sanity
of the serverson its machine. Y ou can change the frequency of these checks, however, by setting
the scaNUNIT and SANITYSCAN parameters.

Use the sanTTYscan parameter to specify how many scanuntTs elapse between sanity checks
of the servers. Its current default is set so that SANITYSCAN * SCANUNIT iS approximately 120
seconds.

In addition, you can specify the number of timeout periods for blocking messages, transactions,
and other system activities by setting the BLockTIME parameter.

Note: Nontransactional blocking time values can be set on a per service, per ATMI call, and
per context basis. These blocktime values override the system-wide default BLockTIME
values set in the RESOURCES section of the ursconr1c file. For further information see
Specifying Nontransactional Service-Level Blocktime.
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Characteristics of the SCANUNIT, SANITYSCAN, and
BLOCKTIME Parameters

Parameter Characteristics

SCANUNIT Controlsthe granularity of check intervals and timeouts.
SCANUNIT must be amultiple of 2 or 5 between 0 and 60
seconds.

Example: SCANUNIT 10
The default is 10.

SANITYSCAN Specifieshow many scan units el apse between sanity checks of
the servers.

SANITYSCAN may be any number up to 32,767.

The default is such that SCANUNIT * SANITYSCAN iS
approximately 120 seconds.

BLOCKTIME Controls how long a message can block before it times out.
SCANUNIT * BLOCKTIME must not exceed 32,767.

The default is such that SCANUNIT * BLOCKTIME iS
approximately 60 seconds.

Timeouts for Blocking ATMI Operations

The term timeout is used to refer, collectively, to the amount of time that elapses while a client:
e Waits to send a message into the request queue
e Waits to receive a message from the reply queue
e Isprocessed by the server

e Travelson the network

The term blocking timeout refers to the amount of time spent by a client request waiting for a
blocking condition to clear up. Block timeouts for asynchronous service requests and
conversations apply to individual send and receive operations. When a process sends a message
using tpacall (3c), tpconnect (3C), Or tpsend (3c), the timeout applies only to the period
during which the request waits to get on the queue if the queueis full. When aclient process
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Establishing Operating System-level Security

issuesatpgetrply (3C) or tprecv(3c) cal to receive amessage, the timeout specifies how long
the client may wait for the incoming message if its queue is empty.

Example Settings

In thisexample, sanity scansare performed every 30 seconds and requests block for no more than
10 seconds. A scanunzT of 10 and a sanITyscan of 3 alow 3 blocks of 10 seconds or 30
seconds to elapse before the BBL scans.

*RESOURCES
SCANUNIT 10
SANITYSCAN 3
BLOCKTIME 1

Establishing Operating System-level Security

Y ou can restrict access to Oracle Tuxedo administrative functions to authorized administrators
only, by setting three parameters: urDp, 1D, and PERM.

The defaults of urp and c1p are the user ID and group 1D, respectively, of the person who runs
the tmloadcf (1) command on the configuration, unless overriding values have been specified
in the MACHINES section.

Characteristics of the UID, GID, and PERM Parameters

Parameter Characteristics

UID The user ID of the administrator. The valueis anumeric string corresponding to the
UNIX system user ID of the person who boots and shuts down the system.

The default isthe user ID of the person who runs tmloadcf (1).
Example: UID=3002

Note:  On Windows, this value must be set to O.
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Parameter Characteristics

GID The numeric group ID of the administrator.
The default isthe group 1D of the person who runs tmloadcf (1).
Example: GID=100

Note: On Windows, this value must be set to 0.

PERM Thevalueisan octal number that specifies permissionsfor the | PC resources created
when the application is booted. This parameter providesthe first level of defense of
the Oracle Tuxedo system | PC structures against unauthorized access. These values
should be specified for production applications.

The default is 0600, which gives read/write accessto all.
Example: PERM=0660

Note: Y ou can overwritethe valuesassigned to these parametersfor remote machines. The user
and group IDs on aremote machine are not required to be the same as the user and group
IDs on the masTER machine. Y ou can override the defaults by specifying different user
and group IDsin the macuINES section of the configuration file. If not specified, values
specified in the RESOURCES section are used.

Specifying the Security Level
Y ou can set the following three levels of security:

e PERM parameter—provides minimal security by restricting, through permissions, the ahility
to write to the application queues.

e SECURITY parameter—provides greater security. When this parameter is set, a client must
supply a password when joining the application. This password is checked against the
password supplied by the administrator when the Tuxconric file is generated from the
UBBCONFIG file.

e AUTHSVC parameter—sets the maximum level of security. When this parameter is set, any
client request to join the application is sent to an authentication service. The authentication
service may be the default service supplied by the Oracle Tuxedo system or athird-party
vendor service, such as aKerberos service. Thislevel of security cannot be used unless the
SECURITY parameter is set.
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Specifying the Security Level

Notes. LavuTHSVR must be set in the SErVERS section of the useconFIG fileto enable LDAP
single security administration.

XAUTHSVR must be set in the SsERVERS section of the uBBcoNFIG file to enable the

extensible security administration of authentication and authorization.

Characteristics of the SECURITY, AUTHSVC, and OPTIONS

Parameters

Parameter Characteristics

SECURITY Security level that requires a password to join an application.
Accepted values are: NONE (default), APP_PW, USER_AUTH,
ACL, and MANDATORY_ACL.
To enable the LDAP single security administration or the
extensible security administration, the SECURITY level must
be set to USER_AUTH, MANDATORY_ACL, Of ACL.
Default isNONE.
Example: SECURITY APP_PW

AUTHSVC The name of the authentication service.
SECURITY APP_PW or higher must be specified.
Default is no authentication service.
Client authentication with Kerberosis possible.
Example: AUTHSVC “AUTHSVC"’

OPTIONS To enable the extensible security administration, OPTIONS
should be set to EXT_AA.

e “Introducing ATMI Security” in Using Security in ATMI Applications

e Using Security in CORBA Applications

e File Formats, Data Descriptions, MIBs, and System Processes Reference

e Oracle Tuxedo Command Reference
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Defining the Security Attributes of a Server

Y ou can use the SEC_PRINCIPAL_NAME, SEC_PRINCIPAL_LOCATION, and
SEC_PRINCIPAL_PASSVAR parameters to identify the security attributes of any servers used for
authentication.

e sEC_PRINCIPAL_NAME—defines the principal name used by the server for various security
operations.

e SEC_PRINCIPAL_LOCATION—Specifiesthe location of the private key of the principal user.

e SEC_PRINCIPAL_PASSVAR—Specifies the environment variable that contains the password
used to open the private key of the principal user.

If Specified in This Parameter Defines And Overrides Parameter
This Section Settings in This Section
RESOURCES All system servers booted in the N/A

domain.
MACHINES All system servers booted on a RESOURCES

machine.
GROUPS All system and interoperating MACHINES

application servers booted within a

group.
SERVERS All system and interoperating GROUPS

application services booted within a

Server.

Note: These policies apply to the Workstation handler, Domains gateway processes, and
interoperating application servers.

See Also

e “Introducing ATMI Security” in Using Security in ATMI Applications
e “Administering Security” in Using Security in CORBA Applications
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Protecting Shared Memory

Protecting Shared Memory

Y ou can shield system tables kept in shared memory from application clientsand/or serversusing
the sysTEM_aAccESs parameter. This parameter is useful when applications are being devel oped
because faulty application code can inadvertently corrupt shared memory with a bad pointer.
Once an application is fully debugged and tested, the value of this parameter can be changed to
allow for faster responses. Following are valid values for this parameter:

e pROTECTED—Oracle Tuxedo libraries compiled with application code do not attach to
shared memory while executing system code.

e rasTPATH—Oracle Tuxedo libraries attach to shared memory at all times.

Once you select avalue, you can specify No_ovERRIDE, which means that the selected option
cannot be changed either by the client, in the TpINTT Structure of the tpinit () call, or by the
administrator, in the sErVERS section for servers.

Characteristics of the PROTECTED, FASTPATH, and
NO_OVERRIDE Parameters

Parameter Characteristics

PROTECTED Internal structuresin shared memory are not corrupted inadvertently by
application processes.

FASTPATH Application processes join the application with access to shared
(Default) memory at all times.

NO_OVERRIDDE  The specified option (either PROTECTED Or FASTPATH) cannot be
changed.

Example Settings

SYSTEM_ACCESS PROTECTED, NO_OVERRIDE
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Setting the Address of the System Resources for an
Application

To set the address of shared memory, set the 1pckey parameter. This parameter is used by the
Oracle Tuxedo system to allocate application | PC resources such that they may belocated easily
by new processesjoining the application. Thiskey anditsvariationsare used internally to allocate
the bulletin board, message queues, and semaphores that must be available to new application
processes. In single processor mode, this key names the bulletin board; in multiprocessor mode,
this key names the message queue of the DBBL.

Characteristics of the IPCKEY Parameter

The trckeY parameter has the following characteristics:
e Itisrequired.
e |tisused to accessthe bulletin board and other | PC resources.
e Itsvalue must be an integer in the range 32,769 to 262,144.

o No other application on the system may use this specific value for its TpckEy. Itsvalue
must be unique among all applications.

Example Settings

*RESOURCES
IPCKEY 39211

Specifying How Clients Receive Unsolicited Notification

Y ou can select the default method by which clients receive unsolicited messages by setting the
NOTIFY parameter. The client, however, can override this choice when calling tpinit ().

Following are four possible methods:
e IGNORE—Clientsignore unsolicited messages.

e pDIpIN—Clients receive unsolicited messages only when they call tpchkunsol () or when
they make an ATMI call.

e staNaL—clients receive unsolicited messages by having the system generate asignal that
has the signal handler call the function, that is, set with tpsetunsol ().
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How to Create the MACHINES Section of the Configuration File

Note: This method is not allowed for multithreaded or multicontexted applications.

e THREAD—UNSOlicited messages are handled by a separate thread managed by the Oracle
Tuxedo system for this purpose.

TheusIcNaL parameter specifiesthe signal to be used if szenaL-based notification isused. Two
types of signals can be generated: s1cusr1 and s1cusr2. The default is stgusr2. This method
has the advantage of immediate notification, but islimited when you are running a native client.
In that case, you must have the same user ID as the sending process. Workstation clients do not
have this limitation.

Note: This method is not available on al platforms.

Characteristics of the NOTIFY and USIGNAL Parameters

Parameter Characteristics
NOTIFY Value of IGNORE means clients should ignore unsolicited
messages.

Value of DIPIN means clients should receive unsolicited
messages only when they call tpchkunsol() or when they
make an ATMI call.

Value of STGNAL means clients should receive unsolicited
messages by signals.

Default isDIPIN
Example: NOTIFY SIGNAL

USIGNAL Value of SIGUSR1 and STGUSR2 means notify clientswith
this type of signal.

Default is SIGUSR2
Example: USIGNAL SIGUSR1

How to Create the MACHINES Section of the
Configuration File

The second section of every configuration file must be the macHINES Section. The MACHINES
section defines parameters for each machine in an application. These parameters provide the
following information:
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e The mapping of the machine address to alogical identifier (LMID)
e Thelocation of the configuration file (TuxCONFIG)

e Thelocation of the installed Oracle Tuxedo software (TuxDIR)

e Thelocation of the application servers (APPDIR)

e Thelocation of the application log file (ULoGPFX)

e Thelocation of the environment file (ENVFILE)

Note: For aparticular machine, you can override the following system-wide parameters. uzp,
GID, PERM, MAXACCESSERS, MAXOBJECTS, MAXCONV, and MAXGTT. Each parameter,
except MAXGTT, is described in the RESOURCES section.

For each parameter in the MacHINES section, Table 3-3 provides a description and links to
reference pages and additional information.

Table 3-3 How to Create the MACHINES Section of the Configuration File

To Specify This Information in the MACHINES Set This Parameter For More Information, Click
Section (Required/0ptional) the Following

The number of entriesin the cache used for ACL MAXACLCACHE ACL entriesin the cache
entrieswhen SECURITY iSset to ACL or (Optional)

MANDATORY_ACL.

Theadditional 1oad to be added when computingthe NETLOAD (Optional) Additional loads
cost of sending a service request from this machine
to another machine.

The address is the name of the physical processor,  LMID (Required) Address and machine ID
which all other entries describe. The LMID

parameter specifies the logical name of the

computer.

The number of attemptsthat should be made at user  SPINCOUNT (Optional) Bulletin board locking limit
level to lock the bulletin board before blocking
processes on a UNIX semaphore.

A vaue used for grouping machines into classes. TYPE (Optional) Class grouping value
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Table 3-3 How to Create the MACHINES Section of the Configuration File

To Specify This Information in the MACHINES
Section

Set This Parameter
(Required/0ptional)

For More Information, Click
the Following

The absolute pathname of the file or device where
the binary TuxcoNF1G fileisfound on this
machine.

Note: The pathname specified for this parameter
must match exactly (including case) the
pathname specified for the TUXCONFIG

environment variable. Otherwise,

tmloadcf (1) cannot be run successfully.

TUXCONFIG (Required)

Configuration file location

The maximum number of simultaneous
conversations in which processes on a particular
machine can be involved.

MAXCONV (Optional)

Conversation limits

The numeric size, in pages, of the DTP transaction
log for this machine.

TLOGSIZE (Optional)

DTP TLOG Size

The name of the DTP transaction log for this
machine.

TLOGNAME (Optional)

DTP transaction log name

A value that specifiesthat al clients and serverson
the machine are to be executed with the
environment specified in the named file.

ENVFILE (Optiona)

Environment variable
settings

The Oracle Tuxedo filesystem that containsthe DTP
transaction log (TLOG) for this machine.

TLOGDEVICE (Optional)

Filesystem containing the
TLOG

The maximum number of processes that can have
access to the bulletin board on this processor at any
onetime.

MAXACCESSERS
(Optional)

IPC limits

For CORBA environments, the maximum number
of CORBA objectsthat can be accommodated inthe
Active Object Table on this processor at any one
time.

MAXOBJECTS (Optional)

IPC limits

The maximum number of simultaneous global
transactions in which a particular machine can be
involved.

MAXGTT (Optional)

Limit of simultaneous global
transactions
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Table 3-3 How to Create the MACHINES Section of the Configuration File

To Specify This Information in the MACHINES

Set This Parameter

For More Information, Click

Section (Required/0ptional) the Following

The number of accesser entries on this processor to  MAXWSCLIENTS Limit of workstation
be reserved for Workstation clients. The parameter  (Optional) accesser entries

is only used when the Oracle Tuxedo system

Workstation component is used.

A limit for the amount of spacethat canbealocated MAXPENDINGBYTES Message space limits
for messageswaiting to betransmitted by thebridge  (Optional)

process.

The numeric offset in pages (from the beginning of
the device) to the start of the Oracle Tuxedo
filesystem that containsthe DTP transaction log for
this machine.

TLOGOFFSET (Optional)

Numeric offset containing
the DTP TLOG

The numeric offset in pages (from the beginning of
the device) to the start of the Oracle Tuxedo
filesystem that containsthe TUXCONF IG filefor this
machine.

TUXOFFSET (Optional)

Numeric offset containing
the TUXCONFIG

The numeric group 1D to be associated with the |PC
structures created for the bulletin board. The valid
rangeis 0-2147483647. If not specified, the default
isthe value specified in the RESOURCES section.

GID (Optional)

Security access

The numeric permissions associated with the IPC
structures that implement the bulletin board. This
parameter is used to specify the read/write
permissionsfor processesinthe usual UNIX system
fashion (that is, with an octal number such as 0600).
The value can be between 0001 and 0777, inclusive.
If not specified, the default is the value specified in
the RESOURCES section.

PERM (Optional)

Security access

The numeric user 1D to be associated with the IPC
structures created for the bulletin board. The valid
range is 0-2147483647. If not specified, the default
is the value specified in the RESOURCES section.

UID (Optional)

Security access

3-28 Setting Up an Oracle Tuxedo Application



How to Create the MACHINES Section of the Configuration File

Table 3-3 How to Create the MACHINES Section of the Configuration File

To Specify This Information in the MACHINES Set This Parameter For More Information, Click
Section (Required/0ptional) the Following
Principal name of the process used for SEC_PRINCIPAL_NAME, Security attributes

identification, location of private key of principal SEC_PRINCIPAL_LOCA

user, and the environment variable containing the TION,

password SEC_PRINCIPAL_PASS
VAR

The absolute pathname of the application directory TUXDIR (Required)
(aPPDIR), Whichisthe current directory for all

application and administrative servers booted on

this machine; and the absol ute pathname of the

directory where the Oracle Tuxedo system software

isfound on this machine.

System and application
software locations

The threshold message size for messages—bound ~ CMPLIMIT (Optional)
to remote processes (string_valuel) andloca

processes (string valueZ2), respectively—on

which automatic data compression will be

performed.

Threshold message size

The full pathname to be used as the prefix of the ULOGPFX (Optional)
name of the userlog(3c) message file on this
machine.

ULOG pathname

Sample MACHINES Section

Following is a sample macuINES section of a configuration filein an ATMI environment.

*MACHINES

gumby LMID=SITE1l
TUXDIR="/tuxdir”
APPDIR="/home/apps/mortgage”

TUXCONFIG="/home/apps/mortgage/tuxconfig”

ENVFILE="/home/apps/mortgage/ENVFILE”

ULOGPFX="/home/apps/mortgage/logs/ULOG”

MAXACCESSERS=100
MAXCONV=15

Following is a sample MacHINES section of a configuration filein a CORBA environment.
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*MACHINES

gumby LMID=SITEl
TUXDIR="/tuxdir”
APPDIR="/home/apps/mortgage”
TUXCONFIG="/home/apps/mortgage/tuxconfig”
ENVFILE="/home/apps/mortgage/ENVFILE”
MAXOBJECTS=700
ULOGPFX="/home/apps/mortgage/logs/ULOG”
MAXACCESSERS=100

Sample MACHINES Parameters

In the preceding sample MacHINES section, the following parameters and values are specified.

Parameter Meaning

gumby The machine name obtained with the command uname -n on UNIX
systems. On a Windows system, the value can be set using the
Computer Name value in the Network Control Panel and must be
specified in uppercase.

LMID=SITE1l The logical machine identifier of the machine gumby.

TUXDIR Thefull path to theinstalled Oracle Tuxedo software (shown in double
guotation marks).

APPDIR The full path to the application directory (shown in double quotation
marks).

TUXCONFIG Thefull pathname of the configuration file (shown in double quotation
marks).

Note:  The pathname specified for this parameter must match exactly
(including case) the pathname specified for the TUXCONFIG
environment variable. Otherwise, tmloadcf (1) cannot be
run successfully.

ENVFILE Thefull pathname of afile containing environment information (shown
in double quotation marks).

ULOGPFX Thefull pathname to be used as the prefix of the name of the log file
(shown in double quotation marks).
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Specifying the Maximum Number of ACL Entries in the Cache

Parameter Meaning

MAXACCESSERS For this machine, override the system-wide value (defined in the
RESOURCES section) with 100.

MAXOBJECTS (For the CORBA example.) For thismachine, overridethe system-wide
value (defined in the RESOURCES section) with 700.

MAXCONV For this machine, override the system-wide value (defined in the
RESOURCES section) with 15.

How to Customize the Sample MACHINES Section

Y ou can customize the MaCHINES section by indicating the following:

e Your machine name for gumby

Note: On aWindows system, the machine name must be specified in UPPERCASE.
e The full path of your Oracle Tuxedo software directory as the value of TuxDIR
e Thefull path of your application directory asthe value of appDIR

e Thefull pathnames for ENVFILE, TUXCONFIG, and ULOGPFX ON your system

See Also

e UBBCONFIG (5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the GROUPS Section of the Configuration File on page 3739

Specifying the Maximum Number of ACL Entries in the
Cache

Y ou can usethemaxacr.cacHE parameter to specify the number of ACL entriesin the cachewhen
SECURITY iSSet t0 ACL Or MANDATORY_ACL. By setting of this parameter to an appropriate value,
you can:

e Help conserve shared memory resources

e Reduce the number of disk accesses performed in order to do ACL checking
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The value must be a number greater than or equal to 10, and less than or equal to 30,000. The
default is 100.

Defining an Additional Service Request Load

Y ou can use the NETL.OAD parameter to specify aload to be added when computing the cost of
sending a service request from one machine to another. The value must be anumber greater than
or equal to 0, and less than 32,768. The default is 0.

See Also

e “What IsLoad Balancing?’ in Introducing Oracle Tuxedo ATMI

Reserving the Physical Address and Machine ID

Youinitialy definethe address of your masTerR machinein the address portion, whichisthebasis
for amacHINES section entry. All other parametersin the entry describe the machine specified by
thisaddress. Y ou must set the addressto the value printed by callinguname -n onUNIX systems.
On Windows systems, see the Computer Name value in the Network Identification dialog from
the Network Control Panel.

The LuTD parameter is mandatory. It specifies alogical name used to designate the computer for
which an address hasjust been provided. It may be any a phanumeric value, but it must be unique
among other machines in the application.

Characteristics of the Address and the LMID Parameter

The address and machine ID have the following characteristics:

e The address and machine ID are specified as follows:
address LMID=logical_machine_name

The address identifies the physical processor name.

e TherMmID is specified as follows:

LMID=1ogical_machine_name

The m1D isthe logical machine name for a physical processor. It may be any
alphanumeric string, but it must be unique within the MacHTINES Section.
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Setting the Number of Lock Spins

Setting the Number of Lock Spins

For some Oracle Tuxedo system operations (such as service name lookups and transactions), the
bulletin board must be locked for exclusive access: that is, it must be accessible by only one
process. If aprocess or thread finds that the bulletin board islocked by another process or thread,
it retries, or spinson thelock for sprncounT number of times before giving up and going to sleep
on awaiting queue. Because sleeping is a costly operation, it is efficient to do some amount of
spinning before sleeping.

Characteristics of the SPINCOUNT Parameter

Though the value of the spIncounT parameter is application- and system-dependent, it may be
helpful to keep the following basic guidelinesin mind:

e A process on a uniprocessor system should not spin. If the bulletin board is locked when a
uniprocessor process tries to access it, then the process with the lock should be allowed to
run as quickly as possible. Thisis possible only if the newcomer process gives up
immediately.

e A spincounT value of 1 isappropriate for uniprocessors.

e On multiprocessors, agood starting value is 5,000, but some customers have benefited
from a spINcouNT value as high as 100,000.

e Set the spincounT value and observe your application throughput. Because you can tune
the spIncounT value using the TMIB, you can adjust it while the system is running.

Specifying Machines as Types

Y ou can use the TypE parameter to group machinesinto classes. Y ou can set TypE to any string
that contains 15 or fewer characters.

Characteristics of the TYPE Parameter

o |If two machines have the same TvpE value, data encoding/decoding is not performed when
datais sent between the machines.

e TYPE Can be given any string value. It is used simply for comparisons.

e The TypE parameter should be used when the application involves a heterogeneous
network of machines or when different compilers are used on the machines in the network.
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o |f avaue not specified, the default is the null string, which matches any other entry for
which avalue has not been specified.

Identifying the Location of the Configuration File

Toidentify the configuration file location and filename for an entry that identifies amachine, set
TUXCONFIG, arequired parameter. The value of the Tuxconr1c parameter isenclosed in double
quotes and represents a full pathname, which may contain up to 64 characters.

Note: The pathname specified for this parameter must match exactly (including case) the
pathname specified for the Tuxconr1c environment variable. Otherwise, tmloadcf (1)
cannot be run successfully.

Characteristics of the TUXCONFIG Parameter

The TuxconFIc parameter has the following characteristics:
e The syntax of the TuxcoNFIG parameter iS TUXCONFIG=“full_path_of_tuxconfig”.
e This parameter identifies the location and name of the configuration file.
e Thevalue of Tuxconr1c caninclude up to 64 characters.

e Thevalue of TuxconrFIc must match the value of the TuxconFIG environment variable.

Indicating the Size of the DTP Transaction Log

Use the Tnogs1zE parameter to indicate the size, in pages, of the DTP transaction log for this
machine. The value must be a number greater than 0, and less than or equal to 2048, subject to
the amount of space available on the operating system filesystem. The default is 100 pages.

Defining the DTP Transaction Log Name

Usethe ToocnaME parameter to define the name of the DTP transaction log for thismachine. The
default isTr.0G. If morethan one Tr.oc exists on the same TL.oGDEVICE, €ach must have aunique
name. The value of TL.oeNaME must be different from the name of any other table in the vroc
(Volume Table of Contents) on the T.oebEVICE Where the TLoG tableis created. The value of
TLOGNAME must be an alphanumeric string containing 30 or fewer characters.
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Specifying Environment Variable Settings

Specifying Environment Variable Settings

With the EnvrILE parameter, you can specify afile that contains environment variable settings
for all processesto be booted by the Oracle Tuxedo system. The system sets TuxDIR and APPDIR
for each process, so these parameters should not be specified in thisfile.

Y ou can, however, specify settings for the following parameters because they affect an
application’s operation:

e FIELDTBLS, FLDTBLDIR

® VIEWFILES, VIEWDIR
® TMCMPLIMIT

® TMNETLOAD

Characteristics of the ENVFILE Parameter

ENVFILE iSan optional parameter with the following characteristics:

e The syntax of the value of the ExvFILE parameter is a string enclosed in double quotes:
ENVFILE="envfile”.

e ENVFILE isthe file containing environment variable settings for all processes booted by the
Oracle Tuxedo system. (The uBBcoNF1IG fileissues warningsin asimilar way, that is, using
fully qualified pathnames.)

e Set FIELDTBLS, FLDTBLDIR, and So on, but do not set TuxDIR and APPDIR.

e All settings must be hard coded. No evaluations such as FLDTBLDIR=$APPDIR are allowed.

e Theformat for entriesin thefileis VARIABLE=string.

For more information about setting environment variables, refer to tuxenv(5) in File Formats,
Data Descriptions, MIBs, and System Processes Reference.

Defining the Oracle Tuxedo Filesystem Containing the
TLOG

Use the TLoGDEVICE parameter to specify the Oracle Tuxedo filesystem that containsthe DTP
transaction log (Tr.0G) for this machine. The TLoc is stored as an Oracle Tuxedo system VTOC

table on the specified device. The value of TLocDEVICE must be a string containing a maximum
of 64 characters.
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If this parameter is not specified, then it is assumed that the machine does not have atr.oa.

Specifying a Machine’s Maximum Number of
Simultaneous Global Transactions

UsethemaxeTT parameter to indicate the maximum number of simultaneous global transactions
in which a particular machine can beinvolved. The value must be anumber greater than or equal
to 0, and less than 32,768. Y ou can override the value specified in the RESOURCES section with a
value specified in the MacHINES section for an individua machine.

Defining the Number of Accesser Entries on a
Workstation Client

Use the MaxwsCLIENTS parameter to define the number of entries on a machine to be reserved
for Workstation clients. Set the number of accesser slots reserved for MAxwSCLIENTS cautiously,
since this number takes a portion of thetotal accesser slots specified withmaxaccessers for this
machine; the accesser slots reserved for MaxwscLIENTS are unavailable for use by other clients
and servers on this machine. By setting this parameter to an appropriate value, you can help
conserve | PC resources because Workstation client access to the system is multiplexed through
an Oracle Tuxedo system-supplied surrogate, the Oracle Tuxedo Workstation Handler (WSH).

The value of MaxwscLIENTS must be greater than or equal to 0 and less than 32,768. If not
specified, the default is 0. It is an error to set this parameter to a number greater than
MAXACCESSERS.

Note: Thevaue of maxwscLIENTS isconstrained by the number of your licensed users.

Defining Space Limits for Messages Transmitted hy the
BRIDGE

3-36

Use the vaxPENDINGBYTES parameter to define alimit for the amount of space that can be
allocated for messages waiting to be transmitted by the BRIDGE process. This number must be
between 100,000 and MAXLONG.

There are two situations when MAXPENDINGBYTES IS significant:
e When the BRIDGE requests an asynchronous connection

e When all circuits are busy
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Indicating the Offset for the DTP Transaction Log

Y ou can configure larger computers that have more memory and disk space, with larger
MAXPENDINGBYTES, and smaller computers with smaller MAXPENDINGBYTES.

Indicating the Offset for the DTP Transaction Log

Every Oracle Tuxedo filesystem has a Volume Table of Contents (VTOC): alist of thefileson
the devices named in the Universal Device List (UDL). The UDL specifies the location of the
physical storage space for Oracle Tuxedo system tables. In an Oracle Tuxedo system application,
all system filesmight be stored together on the same raw disk slice or operating system filesystem
file

Usethe TLoGOFFSET parameter to indicate the offset in pages (from the beginning of the device)
to the start of the Oracle Tuxedo filesystem that contains the DTP transaction log for this
machine. The offset must be a number greater than or equal to 0, and less than the number of
pages on the device. The default is 0.

Defining the Offset for TUXCONFIG

Every Oracle Tuxedo filesystem has a Volume Table of Contents (VTOC): alist of thefileson
the devices named in the Universal Device List (UDL). The UDL specifies the location of the
physical storage spacefor Oracle Tuxedo system tables. In an Oracle Tuxedo system application,
all system filesmight be stored together on the same raw disk slice or operating system filesystem
file

Use the TuxorrseT parameter to define the offset in pages (from the beginning of the device) to
the start of the Oracle Tuxedo filesystem that contains the Tuxconrzc for this machine. (For
information on how this value is used in the environment, see the EnvrFILE parameter in the
MACHINES Section.)

Characteristics of the TUXOFFSET Parameter

e The offset must be a number greater than or equal to 0, and less than the number of pages
on the device.

e Thedefault offset isO.

e Thevalue of TuxorFsET, if non-zero, is placed in the environment of all servers booted on
amachine.
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Identifying the Locations of the System Software and
Application Server Software

Each machine in an application that supports servers must have a copy of the Oracle Tuxedo
system software and application software. Y ou identify the location of system software with the
TUXDIR parameter. Y ou identify the location of the application software with the apppIR
parameter. Both parameters are mandatory. The AppDIR parameter becomes the current working
directory of all server processes. The Oracle Tuxedo software|ooksin TuxDIR/bin and APPDIR
for executables.

Characteristics of the APPDIR and TUXDIR Parameters

Parameter Characteristics

APPDIR The syntax requires afull pathname enclosed in double quotes:
APPDIR="APPDIR".

APPDIR identifies the location of application software.
APPDIR isarequired parameter.

APPDIR becomes the current working directory of server processes.

TUXDIR The syntax requires afull pathname enclosed in double quotes:
TUXDIR=" TUXDIR".

TUXDIR identifies the location of the Oracle Tuxedo software.
TUXDIR iSarequired parameter.

Indicating a Threshold Message Size for Compression

Usethe cvprimIT parameter to define the threshold message sizes at which automatic data
compression is performed for messages bound to remote processes (string._valuel) and local
processes (string valueZ2), respectively.

Both values must be either a non-negative numeric value or the string Maxzone. If not specified,
the default is MAXI.ONG,MAXLONG.

Note: Set the cvpr.TMIT Value and observe your application throughput. Because you can tune
the cupLIMIT Value using the TMIB, you can adjust it while the system is running.
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Specifying the Pathname for the ULOG

Example

CMPLIMIT=string valuel,string value2

Specifying the Pathname for the ULOG

Set the uLocpFx parameter to specify the full pathname to be used as the prefix of the name of
theuserlog(3c) messagefile on thismachine. Theva ue of uLocprx for agiven machineisused
to create the useri1og(3c) message file for all servers, clients, and administrative processes
executed on that machine. If this parameter is not specified, the path specified by the apppIr
environment variable is used. mmddyy (month, day, year) is appended to the prefix to form the
full name of thelog file.

Characteristics of the ULOGPFX Parameter

The uLocpFx parameter has the following characteristics:

e The syntax of the value of the ur.ocpFx parameter is a string enclosed in double quotes:
ULOGPFX=" ULOGPFX".

e The application log contains all messages for TPESYSTEM and TPEOS errors.
e You can use the user log to log application errors.
e Theurocprx defaultsto AppPDIR/ULOG

e For the sample filename BaNKkLOG. 022667, the prefix of the name of theuserlog is
specified as follows.
ULOGPFX="/mnt /usr/appdir/logs/BANKLOG"

See Also
e How to Create the GROUPS Section of the Configuration File on page 3739

How to Create the GROUPS Section of the Configuration
File
Use the Groups section to designate logically grouped sets of servers, which can later be used to

access resource managers, and facilitate server group migration. The croups section of the
configuration file contains definitions of server groups. Y ou must define at |east one server group
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for amachine to have application servers running on it. If no group is defined for amachine, the
group can still be part of the application and you can run the administrative command

tmadmin (1) from that site.

For nontransactional, nondistributed systems, groups arerelatively simple. Y ou only need to map
the group name to the number and logical machine ID for each group. Additional flexibility is
available to support distributed transactional systems.

For each parameter in the croups section, Table 3-4 providesadescription and linksto reference

pages and additional information.

Table 3-4 How to Create the GROUPS Section of the Configuration File

To Specify This Information in the GROUPS Section

Set This Parameter
(Required/0ptional)

For More Information, Click
the Following

The logical name of the group.

GROUPNAME (Required)

Group name

The group number associated with this server group.
This number must be greater than 0 and less than
30000, and must be unique among all entriesin the
GROUPS section.

GRPNO (Required)

Group number

The resource manager dependent information needed
when closing the resource manager.

CLOSEINFO (Optional)

Information for closing the
resource manager

The resource manager dependent information needed
when opening the resource manager.

OPENINFO (Optional)

Information for opening the
resource manager

The number of transaction manager serversto start for
the associated group, if TMSNAME is specified.

TMSCOUNT (Optional)

Number of TMS serversin
the group

Principal name of the process used for identification,
location of private key of principal user, and the
environment variable containing the password.

SEC_PRINCIPAL_NAM
E,
SEC_PRINCIPAL_LOC
ATION,
SEC_PRINCIPAL_PAS
SVAR

Security attributes

A value that specifiesthat al serversin the group are
to be executed with the environment specified in the
named file.

ENVFILE (Optional)

Server group environment
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How to Create the GROUPS Section of the Configuration File

Table 3-4 How to Create the GROUPS Section of the Configuration File

To Specify This Information in the GROUPS Section Set This Parameter For More Information, Click
(Required/Optional) the Following

A valuethat specifiesthat thisgroup of serversresides 1LM1ID (Required) Server group location
on the machine symbolically named by

string_valuel inthe MACHINES section (or the

default in SHM mode).

The name of the transaction manager server process  TMSNAME (Optional) Transaction manager server
associated with this group. for group

Sample GROUPS Section for ATMI

Following is a sample croups section of a configuration filein an ATMI environment.

##EVBGRP1 LMID=SITE1l GRPNO=104

DEFAULT : TMSNAME=TMS_SQL TMSCOUNT=2 LMID=SITEl

BANKB1GRPNO=1 OPENINFO="TUXEDO/SQL:APPDIRI/bankdll:bankdb:readwrite"
BANKB2GRPNO=2 OPENINFO="TUXEDO/SQL:APPDIR1/bankdl2:bankdb:readwrite"
BANKB3GRPNO=3 OPENINFO="TUXEDO/SQL:APPDIRI/bankdl3:bankdb:readwrite"

Sample GROUPS Section for CORBA

The followiing sample croups section is from the ussconr1c filein the Tuxedo CORBA
University sample Production application. In this sample, the groups specified by the RancES
identifier in the RouTING Section of the uBBconF1G file need to be identified and configured.

The Production sample specifies four groups. oRA_GRP1, ORA_GRP2, APP_GRP1, and
APP_GRP2. These groups mst be configured, and the machines on which they run on must be

identified
*GROUPS
APP_GRP1
LMID = SITEL
GRPNO = 2

TMSNAME = TMS

APP_GRP2
LMID = SITEL
GRPNO = 3

TMSNAME = TMS
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ORA_GRP1
LMID = SITEl

GRPNO = 4
OPENINFO = "ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SesTm=100+LogDir=.+MaxCur=5"
CLOSEINFO = ""
TMSNAME = "TMS_ORA"
ORA_GRP2
LMID = SITE1l
GRPNO = 5
OPENINFO = "ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SesTm=100+LogDir=.+MaxCur=5"
CLOSEINFO = ""
TMSNAME = "TMS_ORA"

The preceding example shows how the orRA_GRP1, ORA_GRP2, APP_GRP1, and APP_GRP2
groups are configured. See the section CORBA Factory-based Routing in the University
Production Sample Application on page 3789 to understand how the namesin the croups section
match the group names specified in the RouTINe section. This match is critical for the routing
function to work correctly. Also, any change in the way groups are configured in an application
must be reflected in the rRouTING Section.

Note:  The Production sample application packaged with the Oracle Tuxedo software is
configured to run entirely on one machine. However, you can easily configure this
application to run on multiple machines by specifying the other machinesin the LMD
parameter. Thisstep assumesthat you specify themoper mp parameter inthe RESOURCES
section.

See Also

e How to Create the SERVERS Section of the Configuration File on page 3754

Specifying a Group Name, Number, and LMID

The group name, whichisthe basisfor acroups section entry, isan al phanumeric name by which
the group isidentified; it specifiesthe logical name (string_value) of the group. It isgiven a
mandatory, unique group number (Grpno). Each group must reside wholly on one logical
machine (LMID).

The L.m1D specifies that this group of servers resides on the machine symbolically named by
string valuel inthe MACHINES Section
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Indicating a Transaction Manager Server Name and Numbers per Group

Characteristics of the Group Name, Group Number, and
LMID

Parameter Characteristics
Group_name required_  ltisrequired.
parameters [optional_ |tisan gphanumeric name by which the group is identified.
parameters]
It is unique and specifies the logical name of the group.
GRPNO (Group Number) Itisrequired and is unique.
LMID=string valuel Itisrequired.
[/ string valueZ] Each LMID value must be an alphanumeric string containing
30 or fewer characters.
Up to two logical machine names can be specified. If a
second logical name is given and server group migration is
enabled, the machine with which the server group is
associated can be migrated.
See Also
e UBBCONFIG (5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the NETWORK Section of the Configuration File on page 3746

Indicating a Transaction Manager Server Name and
Numbers per Group

The name of the transaction manager server (TMS) must be specified in the entry for any group
with serversthat will participate in distributed transactions (transactions across multiple resource
managers—and possibly machines). To specify a TMS, set the TMsnaME parameter. This
parameter specifiesthefile (string _value) to be executed by tmboot (1) when booting the
server group.

Thevalue TMSisreserved to indicate use of the null XA interface. Thisinterface can be used for
server groups that do not have resource managers. If you do not have a resource manager, you
may not need a TMS. This server group may be infected with transactional messages. If a
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non-empty value other than TM S is specified, then a T.oebEVICE must be specified for the
machine(s) associated with the L.v1p value(s) for thisentry. A unique server identifier is selected
automatically for each TM server. Servers are restartable an unlimited number of times.

If TMSNAME is specified, TMSCOUNT=number must also be specified to indicate the number of
transaction manager serversto start for the associated group. The default for rmscount is 3. If
specified and the value is non-zero, the minimum valueis 2 and the maximum value is 256. The
servers are set up in an MSSQ set automatically.

Identifying the Environment File Location for Servers in
a Group

If the value of the ENVFILE environment variable (ENVFILE=string_value)isaninvalid
filename, no valuesare added to the environment. Lines must be of theform i dent=vaiue where
ident contains only underscores or a phanumeric characters.

Within vaiue, stringsof theform ¢{ env} are expanded whenthefileisprocessed using variables
already defined for the environment. (Forward referencing is not supported. If avalueis not set,
the variableis replaced with an empty string.) Y ou can use a back slash (\) to escape dollar signs
and other back slashes. All other shell quoting and escape mechanisms are ignored and the
expanded value is placed in the environment.

Environment files are provided in at least two sections of the configuration file. The Oracle
Tuxedo system reads them in the following order:

1. MACHINES Section ENVFILE
2. GROUPS Section ENVFILE

3. SERVERS section ENVFILE (Optiona)

Values in the sErVERS section override values in the croups section. Valuesin the croups
section override values in the MACHINES section.

Defining Information Needed When Opening and Closing
the Resource Manager

3-44

The vaues of both the opENINFO and cL.osEINFO parameters must be al phanumeric strings that
contain amaximum of 256 characters, and are enclosed in double quotation marks. These settings
specify the resource manager dependent information needed when opening and closing the
resource manager for this group (that is, for this group name).
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Defining Information Needed When Opening and Closing the Resource Manager

Thisvalueisignored if the Tmsname parameter for this group isnot set or is set to Tus. If the
TMSNAME parameter is set to avalue other than Tis but the opENINFO String isset to the null string
(v ) or isnot specified, a resource manager exists for the group but does not require any
information for executing an open operation. If the TMsNAME parameter is set to aval ue other than
TMs but the cL.osEINFO string is set to the null string () or is not specified, a resource manager
exists for the group but does not require any information for executing a close operation.

Theformat of the opENINFO String is dependent on the requirements of the vendor providing the
underlying resource manager. The information required by the vendor must be prefixed with the
published name of the vendor’ s transaction (XA) interface, followed immediately by a colon (:).

For Oracle Tuxedo /Q databases, the format of opENINFO is asfollows:

e On UNIX
OPENINFO = "TUXEDO/QM: gmconfig: gspace"

e On Windows
OPENINFO = "TUXEDO/QM: gmconfig; gspace"

In al these settings, Tuxepo/gu is the published name of the Oracle Tuxedo /Q XA interface,
gmconfig isreplaced with the name of the gMcoNFIG (See gmadmin (1) inthe Oracle Tuxedo
Command Reference) on which the queue space resides, and gspace is replaced with the name
of the queue space. For Windows, the separator after gmconfig must be asemicolon (;).

Note: ThecroseInro string isnot used for Oracle Tuxedo /Q databases.

For other vendors' databases, the format of the opENINFO String is specific to the particular
vendor providing the underlying resource manager. As an example, the following oPENTNFO
string demonstrates the type of information needed when opening the Oracle resource manager.

OPENINFO="Oracle_XA: Oracle_XA+Acc=P/Scott/*****+SesTm=30+LogDit=/tmp"

oracle_xa isthe published name of the Oracle XA interface. The series of five asterisks (*) in
the oPENTNFO String pertains to the encrypting of a password, which is described in the
paragraphs that follow.

Passwords passed to aresource manager in the oPENINFO String can be stored in either clear text
or encrypted form. To encrypt apassword, first enter a series of five or more continuous asterisks
inthe oPENINFO String at the place where you want the password to go. Then load theussconFIG
fileby running tmloadcf (1). When tmloadcf () encounters the string of asterisks, it prompts
you to create a password. For example:
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tmloadcf -y /usrb/apps/bankapp/myubbconfig
Password for OPENINFO (SRVGRP=BANKB3) :
password

tmloadcf () storesthepasswordinthe Tuxconrzc filein encrypted form. If you then regenerate
the uBBconF1G file from the Tuxconr1c file using tmunloadcf (1), the password isprinted in
the regenerated ueconr1G file in encrypted form with ee as delimiters. For example:

OPENINFO="Oracle_XA:
Oracle_XA+Acc=P/Scott/@RA0986F7733D4@E+SesTm=30+LogDit=/tmp"

When tmloadcf () encounters an encrypted password in auBBcoNFIG file generated by
tmunloadcf (), it does not prompt the user to create a password.

How to Create the NETWORK Section of the Configuration
File

If you have more than one machine in your distributed application, you need to create aNETWORK
section in your configuration file. This section sets up communications among your machines.
Y ou can configure network groups in both the NETGROUPS and NETWORK Sections of an
application’s uBBCONFIG file.

For each parameter in the NETWORK Section, Table 3-5 provides a description and links to
reference pages and additional information.

Table 3-5 How to Create the NETWORK Section of the Configuration File

To Specify This Information in the NETWORK Section Set This Parameter For More Information,
(Required/0ptional) Click the Following

The device name to be used by the BRIDGE processplaced BRIDGE (Optional) BRIDGE device name
on that LMID to access the network.
The complete network address to be used by the BRIDGE ~ NADDR (Required) BRIDGE network
process; that is, the listening address on the LMID. address
The minimum level of encryption required when anetwork MINENCRYPTBITS Encryption levels
link to this machine is being established. (Optional)
The maximum level of encryption allowed when anetwork MAXENCRYPTBITS Encryption levels
link is being established. (Optional)
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Specifying a Device Name for the BRIDGE Process

Table 3-5 How to Create the NETWORK Section of the Configuration File

To Specify This Information in the NETWORK Section Set This Parameter For More Information,
(Required/0Optional) Click the Following

The network group associated with this network entry. If NETGROUP (Optional)  Network group
unspecified, then the default, DEFAULTNET, isassumed. (If

not set to DEFAULTNET, this parameter must be defined as

agroup namein the NETGROUPS section.)

The network address used by the t1isten (1) process NLSADDR (Optional) tlisten network
servicing the network on the node identified by the LMID. address

Sample NETWORK Section

The following configuration file excerpt shows aNETWORK section for atwo-site configuration.

*NETWORK
SITE1l NADDR="//machl:80952"
NLSADDR="//machl:serve"
# SITE2 NADDR="//mach386:80952"
NLSADDR="//mach386:serve"

See Also

e UBBCONFIG(5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the NETGROUPS Section of the Configuration File on page 3750

Specifying a Device Name for the BRIDGE Process

To specify the device name to be used by the BRIDGE process placed on the LMID to accessthe
network, set the BRIDGE parameter as follows:

BRIDGE=string value
If you are using TCP/IP, you do not need to specify the device name for the BRIDGE.

The pathname for the network transport endpoint file has the following form:

/dev/provider name
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Assigning a BRIDGE Network Address

To specify the complete network address to be used by the BrR1DGE process placed on the LMID
asitslistening address, set the NADDR parameter as follows:

NADDR = string value

Thelistening address for aBrIDGE isthe location at which it is contacted by other BRIDGE
processes participating in the application.

The listening address for aBrRIDGE may also be specified in one of the following three forms:

® //host.name:port_number

® //#.#.#.#:port_number

® Oxhex-digits Of \\xhex-digits

In thefirst of these formats, host . name isresolved to the address of the TCP/IP host address at
the time the address is bound. This format is based on locally configured name resolution
facilities accessed via an operating system command. The value of port_number can be a
symbolic name or a decimal number.

In the second format, the string #. #. #. # represents four decimal numbers (each of whichis
between 0 and 255), separated by periods. The value of port_number isadecimal number inthe
range 0 to 65,535 (the hexadecimal representations of the string specified). The value of
port_number Can be a symbolic name or adecimal number.

In the third format, the string 0xhex-digits OF \\xhex-digits Must contain an even number
of valid hex digits. A string in either of these formsis trandated internally into a character array
containing TCP/IP addresses.

Note:  On some platforms lower numbers may be reserved for the system.

Assigning Encryption Levels

3-48

To set up the minimum level of encryption required when establishing a network link to the
machine, set the MINENCRYPTBITS parameter. Valid values are 0, 56, and 128. 0 means no
encryption, while 56, and 128 specify the encryption key length (in bits). If this minimum level
of encryption cannot be met, link establishment fails. The default is 0.

To set up amaximum level of encryption when establishing a network link, set the
MAXENCRYPTBITS parameter. Valid values are 0, 56, and 128. 0 means no encryption, while 56,
and 128 specify the encryption key length (in bits). The default is 128.
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Example

MAXENCRYPTBITS=128
MINENCRYPTBITS=0

See Also
e “Link-Level Encryption” in Using Security in CORBA Applications

Assigning a tlisten Network Address

To specify the network address used by the t1isten (1) process servicing the network on the
machine identified by the L.M1D, set the NL.SADDR parameter as follows:

NLSADDR=string value

The value of stringisanetwork addressin the same format as that specified for the NADDR
parameter.

The t1isten address for N1.saDDR may be specified in one of the following three forms:

® //host.name:port_number

® //#.#.#.#:port_number

® Oxhex-digits Of \\xhex-digits

Inthe first of these formats, host . name is resolved to the address of the TCP/IP host address at
the time the address is bound. Thisformat is based on locally configured name resolution
facilities accessed via an operating system command. The value of port_number can bea
symbolic name or a decimal number.

In the second format, the string #. #. #. # represents four decimal numbers (each of whichis
between 0 and 255), separated by periods. The value of port_number isadecimal number inthe
range 0 to 65,535 (the hexadecimal representations of the string specified). The value of
port_number Can be a symbolic name or adecimal number.

In the third format, the string 0xhex-digits Or \\xhex-digits must contain an even number
of valid hex digits. A string in either of these formsistrandated internally into acharacter array
containing TCP/IP addresses.

tmloadcf (1) printsan error if NLSADDR is missing from an entry for any machine besides the
MASTER LMID, for which it printsawarning. If NLSADDR is missing from the MASTER LMID,
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tmadmin (1) cannot run in administrator mode on remote machines; it is limited to read-only
operations. In addition, the backup site cannot reboot the MasTER Site after failure.

How to Create the NETGROUPS Section of the

Configuration File

The nETGROUPS section of the uBeconF1G file describes the network groups available to an
application in aLAN environment. Thereis no limit to the number of network groups to which
you can assign a pair of machines. The method of communication to be used by members of
different networks in a network group is determined by the priority mechanism (NETPRIO).

Every LM1D must be a member of the default network group (pEFaunTNET). The network group
number for this group (that is, the value of NETGRPNO) must be zero. However, you can modify
the default priority of pEFauL.TNET. Networks defined in the Oracle Tuxedo system prior to

release 6.4 are assigned to the DEFAULTNET network group.

For each parameter in the NETGROUPS Section, Table 3-6 provides a description and links to

reference pages and additional information.

Table 3-6 How to Create the NETGROUPS Section of the Configuration File

To Specify This Information in the NETGROUPS Section

(Optional)

Set This Parameter
(Required/Optional)

For More Information,
Click the Following

Allow more netgroups to be defined than the default (8).
Thisvalueis specified in the RESOURCES section.

MAXNETGROUPS
(Optional)

Maximum netgroups

The maximum size of data waiting for the network to
become available. Thisvalueis specified inthe MACHINES

section.

MAXPENDINGBYTES
(Optional)

Message space limits

The network group associated with this network entry.

NETGROUP (Required)

Network group name

A unique network group number that you must assign to use

in failover and failback situations.

NETGRPNO (Required)

Network group
number

The priority of this network group.

NETPRIO (Optiond)

Network group
priority

3-50
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Sample Network Groups Configuration

Y ou can associate network addresses with a network group. The following example illustrates
how this capability may be useful.

First State Bank has a network of five machines (A-E). Each machine belongs to two or three of
four netgroups that you have defined in the following way:

e DEFAULTNET (the default network, which is the corporate WAN)
e MAGENTA_GROUP (aLAN)
e BLUE_GROUP (aLAN)

e GREEN_GROUP (aprivate LAN that provides high-speed, fiber, point-to-point links between
member machines)

Every machine belongs to pErauLTNET (the corporate WAN). In addition, each machineis
associated with either the vacenTA_cRroUP or the BLUE_GRouP. Finaly, some machinesin the
MAGENTA_GROUP LAN also belong to the private creeEN_croup. Figure 3-3 shows machines A
through E in the networks for which they have addresses.

Figure 3-3 Example of a Network Grouping

MAGENTA_GROUP BLUE_GROUP
NETPRIO=200 NETPRID=200
A B c D E
GREEMN_GROUP
NETPRID=300

DEFAULTNET{CORPORATE WAN)
NETPRIO==100

Table 3-7 shows which machines have addresses for which groups.
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Table 3-7 Machines and Addresses for Groups

This Machine Has Addresses for These Groups

AandB DEFAULTNET (the corporate WAN)

MAGENTA_GROUP (LAN)

GREEN_GROUP (LAN)

C DEFAULTNET (the corporate WAN)

MAGENTA_GROUP (LAN)

D and E DEFAULTNET (the corporate WAN)

BLUE_GROUP (LAN)

Note: Because the local area networks are not routed among locations, machine D (in the
BLUE_GROUP LAN) may contact machine A (in the creen_crour LAN) only by using
the single address they have in common: the corporate WAN network address.

Configuring a Sample UBBCONFIG File with Netgroups

To set up the configuration just described, the First State Bank system administrator defines each
group in the NETGROUPS Section of the uBBconFIG file, as shownin Listing 3-1.

Listing 3-1 Sample NETGROUPS and NETWORK Sections

*NETGROUPS

DEFAULTNET NETGRPNO = 0
BLUE_GROUP NETGRPNO = 9
MAGENTA_GROUP NETGRPNO = 125
GREEN_GROUP NETGRPNO = 13

*NETWORK

A NETGROUP=DEFAULTNET

A NETGROUP=MAGENTA_GROUP
A NETGROUP=GREEN_GROUP
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NETPRIO = 100 #default
NETPRIO = 200
NETPRIO = 200
NETPRIO = 300

NADDR="//A_CORPORATE:5723"
NADDR="//A_MAGENTA:5724"
NADDR="//A_GREEN:5725"



Assigning a Name to a Network Group

B NETGROUP=DEFAULTNET NADDR="//B_CORPORATE:5723"
B NETGROUP=MAGENTA_GROUP NADDR="//B_MAGENTA:5724"

B NETGROUP=GREEN_GROUP NADDR="//B_GREEN:5725"

C NETGROUP=DEFAULTNET NADDR="//C_CORPORATE:5723"
C NETGROUP=MAGENTA_GROUP NADDR="//C_MAGENTA:5724"

D NETGROUP=DEFAULTNET NADDR="//D_CORPORATE:5723"
D NETGROUP=BLUE_GROUP NADDR="//D_BLUE:5726"

E NETGROUP=DEFAULTNET NADDR="//E_CORPORATE:5723"
E NETGROUP=BLUE_GROUP NADDR="//E_BLUE:5726"

e UBBCONFIG(5) intheFile Formats, Data Descriptions, MIBs, and System Processes

Reference

e How to Create the SERVERS Section of the Configuration File on page 3754

e Setting Up the Network for a Distributed Application on page 1271

Assigning a Name to a Network Group

To assign aname to a network group, set the NETGrROUP parameter as follows:

NETGROUP required parameters [optional_parameters]

If you set NETGROUP t0 DEFAULTNET, then the entry describes the default network group. All
network entries with aNETGROUP parameter of DEFAULTNET are represented in the T_MACHINE
class of the Tm_m1B, while NETWORK entries associated with any other NETGROUP are represented
inthe T_neTMAP class of the Tv_m1B, SO they can interoperate with previous releases.

Assigning a Network Group Number

To accommodate circumstances in which you may need to use failover and failback, you must

set the NETGRPNO parameter as follows:

NETGRPNO=numeric_value
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If this entry describes pEFAULTNET, the value of NETGRPNO must be zero.

Assigning a Priority to the Network Group

A pair of machinesin multiple network groups of the same priority can communicate
simultaneously over the circuits with the highest priority. To assign network group priorities, use
theNETPRIO parameter. If al network circuits of a certain priority are torn down by an
administrator or by network conditions, the next lower priority circuit is used. Retries of the
higher priority circuits are attempted. The value of the NETPRIO parameter must be a number
greater than zero and less than 8,192. The default is 100.

How to Create the SERVERS Section of the Configuration
File
The sErRVERS section of the configuration file contains information specific to a server process.
While this section is not required, an application without this section has no application servers

and little functionality. Each entry in this section represents a server process to be booted in the
application and includes the following information:

e The name, group, and numeric identifier for a server (SRVGRP, SRVID)
e Server command-line options defined by servopts (cLoPT)

e Parameters to determine the booting order and number of serversto boot (SEQUENCE, MIN,
MAX)

o A server-specific environment file (ENVFILE)

e Server queue-related information (RQADDR, RQPERM, REPLYQ, RPPERM)
e Restart information (RESTART, RCMD, MAXGEN, GRACE)

e Designation as a conversational server (conv)

e Overriding of system-wide shared memory access (SYSTEM_ACCESS)

e Setting security parameters for 11OP Listener (ISL) servers

Note: Command-line options supported by the Oracle Tuxedo system are described in
servopts (5) inthe File Formats, Data Descriptions, MIBs, and System Processes
Reference.
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How to Create the SERVERS Section of the Configuration File

For each parameter in the servERS section, Table 3-8 provides a description and links to
reference pages and additional information.

Table 3-8 How to Create the SERVERS Section of the Configuration File

To Specify This Information in the SERVERS
Section (Optional)

Set This Parameter (Required/Optional)

For More Information,
Click the Following

Whether the server is a conversational
server. Connections can be made only to
conversational servers, and rpc requests
(viatpacall(3c) or tpcall(3c)) can be
made only to non-conversational servers.

CONV (optional run-time parameter)

Conversational server

Principal name of the process used for
identification, location of theprincipal user’s
private key, and the environment variable
containing the password

SEC_PRINCIPAL_NAME,
SEC_PRINCIPAL_LOCATION,
SEC_PRINCIPAL_PASSVAR

Security attributes

When this server should be booted or shut
down relative to other servers.

SEQUENCE (Optional boot parameter)

Server boot order

The minimum number of occurrences of the
server to be booted by tmboot.

MIN (Optiona boot parameter)

Server boot order

The maximum number of occurrences of the
server that can be booted.

MAX (Optional boot parameter)

Server boot order

A list of servopts(5) options to be passed
to a server process at boot time. If none are
specified, thedefaultis-A. string value
may contain up to 256 characters.

CLoPT (Optional boot parameter)

Server command-line
options

A request for the addition of thevaluesinthis
file to the environment of the server during
itsinitialization. If aserver isassociated with
aserver group that can be migrated to a
second machine, the ENVFILE must bein
the same location on both machines.

ENVFILE (Optional run-time
parameter)

Server environment
file

The name of the group in which the server is
torun. string_value must bethelogical
name associated with a server group in the
GROUPS section.

SRVGRP (Required)

Server group
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To Specify This Information in the SERVERS
Section (Optional)

Set This Parameter (Required/Optional)

For More Information,
Click the Following

Aninteger that uniquely identifiesaserver ~ SRVID (required) Server ID

within agroup. Identifiers must be between 1

and 30,000 inclusive.

The symbolic name of the request queuefor RQADDR (Optional run-time parameter) Server queue

the process. information

The numeric permissions on the request RQPERM (Optional run-time parameter) Server queue

queue. information

Whether areply queue should beestablished REPLYQ (Optional run-time parameter) Server queue

for the process. information

Thenumeric permissionsonthereply queue. RPPERM (Optional run-time parameter) Server queue
information

The command that should be executedwhen  RcMD (Optional run-time parameter) Server restart

the process abnormally terminates, if the information

processis restartable.

The maximum number minusonetimethat  MAXGEN (Optional run-time parameter) — Server restart

the process can berestarted within the period information

specified by GRACE, if the processis

restartable.

A parameter that specifiesthat theprocess ~ GRACE (Optional run-time parameter)  Server restart

can have up to MAXGEN lives within the information

specified number of seconds, if the processis

restartable.

Whether the processisrestartable. Defaultis RESTART (Optional run-time Server restart

N. If server migrationisspecified, RESTART  parameter) information

must be set to v. (A server terminated with a
SIGTERM signal must be rebooted.)

The default mode used by Oracle Tuxedo
system librarieswithin application processes
to gain access to Oracle Tuxedo system
internal tables.

SYSTEM_ACCESS (Optional run-time
parameter)

System access to
servers
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Tahle 3-8 How to Create the SERVERS Section of the Configuration File

To Specify This Information in the SERVERS  Set This Parameter (Required/Optional)

Section (Optional)

For More Information,
Click the Following

The minimum number of server dispatch MINDISPATCHTHREADS
threads started on initial server boot. The

separate dispatched thread that is used when
MAXDISPATCHTHREADS>1 is not counted

as part of the MAXDI SPATCHTHREADS

value. It isrequired that

MINDISPATCHTHREADS<=

MAXDISPATCHTHREADS. The default for

this parameter is 0.

Threads

The maximum number of concurrently MAXDISPATCHTHREADS
dispatched threads that each server process

may spawn. If MAXDISPATCHTHREADS>1,

then a separate dispatcher thread is used and

does not count against this limit. It is

required that MINDI SPATCHTHREADS<=

MAXDISPATCHTHREADS. The default for

this parameter is 1.

Threads
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To Specify This Information in the SERVERS  Set This Parameter (Required/Optional)

Section (Optional)

For More Information,
Click the Following

The stack sizein bytesfor each server thread THREADSTACKSIZE
after theinitial thread. If not specified or

specified as 0, the operating system defaultis

used. This option has an affect on the server

only when avalue greater than 1 is specified

for MAXDISPATCHTHREADS.

threads

The WebL ogic Server embedded LAUTHSVR (Optional)
LDAP-based authentication server. Itisa

System /T provided server that offersthe

authentication servicewhilethe user security

information islocated in WebL ogic Server.

This server may be used in a secure

application to provide per-user

authentication when clientsjoin the

application.

SECURITY USER_AUTH or higher must be
specified.
Default usesthe file

STUXDIR/udataobj/tpldap to get
LDAP configuration information.

Example: LAUTHSVR SRVGRP=
“AUTH'’SRVID=100

CLOPT="-A--

-f/usr/tuxedo/udataobj/tpldap”

LAUTHSVR(5)

Sample SERVERS Section

Following is a sample servERs section of aconfiguration file.

*SERVERS

DEFAULT: RESTART=Y MAXGEN=5 GRACE=3600

REPLYQ=N CLOPT="-A"
ENVFILE="/usr/home/envfile”
SYSTEM_ACCESS=PROTECTED
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RINGUPL

RINGUP2

How to Create the SERVERS Section of the Configuration File

SRVGRP=GROUP1 SRVID=1 MIN=3
ROADDR="ringl"
SRVGRP=GROUP1 SRVID=4 MIN =3
RQADDR="ring2"

Note: Omitted from this sample are seQueNcE (the order of booting is 1 to 6), REpLYQ and
RPPERM (the server does not receive replies), rRcvp (no special commands are desired on
restart), and conv (servers are not conversational). Defaults are applied to all servers
unless a different setting is specified for a specific server.

Sample SERVERS Section Parameters

In the preceding sample serVERS section, the following parameters and val ues are specified.

Parameter

Meaning

RESTART=Y (default)

Restart the servers.

MAXGEN=5 (default)

The MAXGEN parameter specifies a number greater than 0 and less
than 256 that controls the number of times a server can be started
within the period specified by the GRACE parameter. Thedefault is
1. If the server isto be restartable, MAXGEN must be >= 2. The
number of restartsisat most number - 1 times. RESTART must
be v or MAXGEN isignored.

GRACE=3600 (default)

If RESTART iSY, the GRACE parameter specifiesthetimeperiod (in
seconds) during which thisserver can berestarted asMAXGEN - 1
times. The number assigned must be equal to or greater than 0. The
maximum is 2,147,483,648 seconds (or alittle morethan 68 years).
If GRACE isnot specified, the default is 86,400 seconds (24 hours).
As soon as one GRACE period isover, the next grace period begins.
Setting the grace period to 0 removes all limitations; the server can
be restarted an unlimited number of times.

REPLYQ=N (default)

Thereis no reply queue.

CLOPT="-A" (default)

Specify -A on the command line of each server.

ENVFILE="/usr/home/envfile” Read environment settings from the file ENVFILE.
(default)
SYSTEM_ACCESS=PROTECTED Deny access to internal tables outside system code.
(default)
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Parameter Meaning

RINGUP1 Sample name of thefirst server to be booted.

SRVGRP=GROUP1 SRVID=1 MIN=3 Three instances of the sample server will be booted in group

ROADDR="ringl" GROUP1 with server IDsof 1, 2, and 3, respectively. The three
servers will form an MSSQ set and will read requests from queue
ringl.

Note: RQADDR assigns a symbolic name to the request queue of
this server. MSSQ sets are established by using the same
symbolic queue name for more than one server, aswell as
same executable name for all the servers (and by
specifying avalue greater than 1 for MIN).

RINGUP2 Name of the second sample server to be booted.
See Also
e UBBCONFIG (5) inthe File Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the SERVICES Section of the Configuration File on page 3772

Specifying a Server as Conversational

If aserver isconversational (that is, if it establishes atwo-way connection between a client and
a dedicated server), the conv parameter is required and must be set to v. The default is,
indicating that the server will not be part of a conversation.

Characteristics of the CONV Parameter

The conv parameter has the following characteristics:

e A v valueindicates aserver is conversational; an N value indicates a server is not
conversational.

e A v valueisrequired if the server isto receive conversational requests.

e Thedefault isn.

3-60 Setting Up an Oracle Tuxedo Application


../rf5/rf5.html

Setting the Order in Which Servers Are Booted

Setting the Order in Which Servers Are Booted

To specify the sequence of serversto be booted, set the seQueNCE parameter for each server. The
value of sEQUENCE can be any number between 1 and 10,000. A server with asmaller SEQUENCE
value is booted before a server with alarger value. If the seQuENCE parameter is not set for any
servers, the servers are booted in the order in which they are listed in the servERs section. If
some, but not all servers are sequenced, the sequenced serversare booted first. The order inwhich
servers are shut down is the reverse of the order in which they were booted.

The sEQUENCE parameter isoptional. It may be helpful in alarge application in which control
over boot order isimportant.

WARNING: InCORBA environments, thereisastrict order in which the system EventBroker,
the FactoryFinder object, and the application factoriesmust be booted. A CORBA
application programwill not boot if the order ischanged. Seethe section Required
Order in Which to Boot CORBA C++ Servers on page 3761 for details.

To boot multiple servers, set them1n parameter, which provides ashortcut to booting. All servers
share the same options. If you specify RQADDR, the servers form an MSSQ set. The default for
MINiS1.

To specify the maximum number of serversthat can be booted, set the max parameter. The
tmboot (1) command bootsmIn serversat run time. Additional serverscan be booted up to Max.
The default ism1n.

Them1n and Max parameters are helpful in keeping the size of the configuration files for large
applications manageable. Allowancesfor max values must be madeinthe | PC resources. Themin
and max parameters are also used for conversational services and automatic server spawning.

Required Order in Which to Boot CORBA C++ Servers

The following is the correct order in which to boot the servers In an Oracle Tuxedo CORBA
environment. A CORBA application program will not boot if the order is changed.

1. Thesystem EventBroker, TMSYSEVT.

2. The mrrNaME Server with the -n option and the -m option, which starts the NameManager
service (as a Master). This service maintains a mapping of application-supplied names to
object references.

3. The tvMrFNAME server with the -n option only, to start a Slave NameManager service.

4. ThevrrNaME Server with the - option, to start the FactoryFinder object.
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5. Theapplication C++ serversthat are advertising factories.

Listing 3-2 shows the order in which servers are booted for the Oracle Tuxedo CORBA
University Basic application, which is one of the sample applications included with the Oracle
Tuxedo software. This SERVERS Section is excerpted from an edited version of the ubb_b.nt
configuration file.

Listing 3-2 Edited SERVERS Section from a University Sample UBBCONFIG

*SERVERS
# By default, restart a server if it crashes, up to 5 times

# in 24 hours.

#

DEFAULT:
RESTART = Y
MAXGEN = 5

# Start the Oracle Tuxedo System EventBroker. This event broker
# must be started before any servers providing the

# NameManager Service

#

TMSYSEVT
SRVGRP = SYS_GRP
SRVID =1

# TMFFNAME is a Oracle Tuxedo CORBA provided server that

# runs the NameManager and FactoryFinder services.

# The NameManager service is a Oracle Tuxedo CORBA-specific
# service that maintains a mapping of application-supplied names

# to object references.

# Start the NameManager Service (-N option). This name

# manager is being started as a Master (-M option).

#

TMFFNAME
SRVGRP = SYS_GRP
SRVID = 2
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CLOPT = "-A -- -N -M"

# Start a slave NameManager Service

#
TMFFNAME
SRVGRP = SYS_GRP
SRVID =3
CLOPT = "-A -- -N"
# Start the FactoryFinder (-F) service
#
TMFFNAME
SRVGRP = SYS_GRP
SRVID = 4
CLOPT = "-A -- -F"

# Start the interface repository server

#

TMIFRSVR
SRVGRP = SYS_GRP
SRVID =5

# Start the university server

#

univb_server
SRVGRP = ORA_GRP
SRVID =6

RESTART = N

# Start the listener for IIOP clients
#
# Specify the host name of your server machine as

# well as the port. A typical port number is 2500

#
ISL
SRVGRP = SYS_GRP
SRVID =7
CLOPT = "-A -- -n //TRIXIE:2500"
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In the example, after the TMsyseEvT and TMFFNAME Servers are started, servers are started for:

e An Interface Repository. For information about this feature and the command-line options
(cropT parameter), see Chapter 9, Managing CORBA Interface Repositories

e Theunivb_server, for the University Basic sample application. For details about the
sample applications, see the Guide to the CORBA University Sample Applications.

e AnInternet Inter-ORB Protocol (I10P) Server Listener (also known asan ISL). For
information about this feature and the cLopT parameter, refer to Chapter 15, Managing
Remote Oracle Tuxedo CORBA Client Applications

Note: When migrating or shutting down and restarting groups or machines for any reason, if
there are active slave NameManagers in other groups, be sure to organize your
uBBCONF1G fileso that aFactoryFinder or aslave NameManager isnever restarted before
the master NameManager isactive. For example, if you have aFactoryFinder in the same
group as the master NameManager, arrange the order of these serversin the uBBCONFIG
file so the master NameManager is started first.

Characteristics of the SEQUENCE, MIN, and MAX
Parameters

Parameter Characteristics

SEQUENCE Itisan optional parameter with a numeric range of 1 - 10,000.
Smaller values are booted before larger values.

Serversfor which thisparameter isnot set arebooted inthe order inwhich
they arelisted in the SERVERS section.

All sequenced servers are booted before any unsequenced servers.
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Parameter Characteristics

MIN It represents the minimum number of serversto boot during run time.
If ROADDR is specified and MIN>1, an MSSQ set is created.
All instances have the same server options.
The range of valuesis 0 to 1000.
The default is 1.

MAX It represents the maximum number of servers to boot.

The range of values for Max is 0 to 1000. If MAX is not specified, the
default isthe value of MIN.

Specifying Server Command-line Options

The Oracle Tuxedo system allows you to specify optionsthat are used when a server processes a
request. These options are defined in servopts, which lists the run-time options for server
processes. The server may need to obtain information from the command line. The cr.opT
parameter allows you to specify command-line options that can change some defaultsin the
server, or pass user-defined optionsto the tpsvrinit () function.

Thestandardmain () of aserver parsesone set of options ending with the argument --, and passes
theremaining optionsto tpsvrinit (). Thedefault for cLopt is -2, which tells the server to
advertise al the servicesbuilt into it withbuildserver (1) Of buildobjserver (1). Table 3-9
provides a partia list of the available options.

Table 3-9 Specifying Server Command-line Options

Use This Option To

-o filename Redirect standard output to file £ilename.

-e filename Redirect standard error to file filename.

-s services Advertise services. For example, -s x,y,z to advertise services
x,y,and z.

-s x,y,z:funcname Advertiseservicesx, y, and z, but process requests for those
serviceswith function funcname. Thisis caled aliasing a
function name.
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Use This Option To

-r Specify that the server should log the services performed.

-V Print out the list of the service name/function name to standard
output.

This option cannot be used in the CLOPT in the UBBCONFIG. It
must be used when manually invoking the server.

Note: You can find other standard main () optionslisted on servopts (5) inthe File Formats,
Data Descriptions, MIBs, and System Processes Reference.

Characteristics of the CLOPT Parameter

e Thesyntax iScLOPT="servopts -- application_opts”.

e Thisisan optional parameter with adefault of -a.

e Both main() and tpsvrinit () use server command-line options.
e servopts (5) options are passed t0 main().

e Application options are passed to tpsvrinit ().
In the BANKAPP Sampl e application, command-line options are specified as follows:

CLOPT="-A -- -T 10"

The server is given the option of advertising all services (-a) andteller ID of 10 so it can update
a specific teller record with each operation. The use of this option, especially the options passed
to tpsvrinit (), require communication between the system administrator and the application
programmer.

See Also

e servopts (5) inthe File Formats, Data Descriptions, MIBs, and System Processes
Reference
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Identifying the Location of the Server Environment File

Identifying the Location of the Server Environment File

Use the ENVFILE parameter in the MACHINES Section to specify environment settings. Y ou can
also specify the same parameter for a specific server process; the semantics are the same. If both
the MaCcHINES section ENvFILE and the SERVERS section ENVFILE are specified, both go into
effect. For any overlapping variable defined in both the MacHINES and SERVERS sections, the
setting in the SERVERS section prevails.

Characteristics of the Server Environment File

ENVFILE, the parameter that defines the server environment file, has the following
characteristics:

e It isan optional parameter that contains the same semantics as the ENvFILE parameter in
the MacHINES Section, but defines only one server.

e For overlapping variables, the setting in the SErVERS section ENVFILE overrides the setting
in the MACHINES and GROUPS Sections ENVFILE.

For more information about setting environment variables, refer to tuxenv(5) in File Formats,
Data Descriptions, MIBs, and System Processes Reference.

Defining Server Name, Group, and ID

Youinitially assign anameto aserver in the serveRs section. The name you specify must be the
name of an executable file built with one of the following commands:

e buildserver (1) for ATMI applications

® buildobjserver (1) for CORBA C++ server applications

Y ou must al so specify agroup identifier (srverp) for each server. The value of srverp must be
the name specified in the beginning of acrours section entry. Finally, you must also provide
each server processin agiven group with aunique numericidentifier (srvip). Every server entry
must include the srverp and srvID parameters. Because the entries describe machines to be
booted and not just applications, it is possible that in some cases the same server name will be
displayed in many entries.
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Characteristics of the Server Name, SRVGRP, and SRVID
Parameters

Parameter Characteristics

Server_name It identifies the executable to be booted.
Itisbuilt withbuildserver (1) for ATMI.
Itisbuilt withbuildobjserver (1) for CORBA.
It isrequired, but may not be unique within a server group.

SRVGRP (Server It identifies the group affiliation.

Group) The group name begins with a GROUPS section entry.
Itisrequired.

SRVID (Server ID) Itis numeric.

It isrequired and unique within a server group.

Identifying Server Queue Information

3-68

Server queue information controls the creation and access of server message queues. On an
Oracle Tuxedo system, you can create Multiple Server, Single Queue (MSSQ) sets by using the
RQADDR parameter. For any given server, you can set this parameter to an al phanumeric value. By
specifying the same value for rRoaDDR 0N all servers that offer the same services, you can
consolidate those services under one message queue, thus creating an M SSQ set and establishing
load balancing.

MSSQ Example

An MSSQ set issimilar to abank staff. Four tellers may be available to handle the business
requests of many customers who wait in asingle line. All customers are assured of an equitable
wait in line. Understandably, aloan officer is not included in the group of tellers handling
requests from customersin that line. The loan officer cannot handle requests for deposits and
withdrawals (asthetellers can), and not all customers want loans. Similarly, a server cannot join
an MSSQ set if the services it offers are not the same as the services offered by the serversin an

MSSQ set.
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TherorERM parameter allowsyou to specify the permissionsfor server request queues, along the
lines of the UNIX system convention (for example, 0666). This setting allows servicesto control
access to the request queue.

If the service routineswithin an M SSQ server perform service requests, they must receivereplies
to their requests on areply queue. Y ou can set up such areply queue by specifying REPLYQ=Y.
By default, REpLYQ isset ton. If REPLYQ iSSet to v, you can also assign permissionsto it with the

RPPERM parameter.

Characteristics of the RQADDR, RQPERM, REPLYQ, and

RPPERM Parameters

Parameter

Characteristics

ROADDR

It is an aphanumeric value that allows M SSQ sets to be created. The
valueisthe samefor al members of an MSSQ set. All members of an
M SSQ set must offer the same set of servicesand the serversinan MSSQ
set should have the same executable name. In order to boot multiple
servers, set the value greater than 1 for Min parameter.

ROPERM

Represents the permissions on arequest queue. If no parameter is
specified, the permissions of the bulletin board, as specified by PERM in
the RESOURCES section, are used. If no value is specified there, the
default of 0666 is used. When the default is used, your applicationis
available to anyone with alogin on the system.

REPLYQ

Specifieswhether areply queue, separate from the request queue, isto be
set up for thisserver. If only one server isusing the request queue, replies
can be picked up from the request queue without causing problems. On
an Oracle Tuxedo system, if the server is amember of an MSSQ set and
contains services programmed to receive reply messages, REPLYQ
should be set to Y so that an individual reply queue is created for this
server. If not, thereply is sent to the request queue shared by all servers
of the M SSQ set, and there isno way of assuring that it will be picked up
by the server that iswaiting for it. Multithreaded servers automatically
create REPLYQS even if this parameter is not set.

RPPERM

Assigns permissions to the reply queue. This parameter is useful only
when REPLYQ=Y. If requests and replies are read from the same queue,
only RQPERM is needed; RPPERM isignored.
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A properly debugged server should not terminate on itsown. By default, serversthat do terminate
while the application is running are not restarted by the Oracle Tuxedo system. Y ou can set the
RESTART parameter to v if you want the server to restart. The RcMD, MAXGEN, and GRACE
parameters are relevant to aserver if RESTART=Y.

The rcvp parameter lets you specify a command to be performed in parallel with restarting a
server. For example, you may want to have e-mail sent to the developer of the server or to
someone who is auditing such activity.

ThemaxceN parameter representsthe total number of livesto which aserver isentitled withinthe
period specified by GracEe. The server can then be restarted MaxGEN-1 times during GRACE
seconds. If GRACE is set to zero, thereis no limit on server restarts. MaxGeN defaultsto 1 and may
not exceed 256. GrRacE must be greater than or equal to zero and must not exceed 2,147,483,647
(2%-1).

Note: A fully debugged server should not need to be restarted. REsTaRT and associated
parameters should have two settings: one for the testing phase, and another for
production.

Characteristics of the RESTART, RCMD, MAXGEN, and GRACE
Parameters

Parameter Characteristics
RESTART A setting of Y enables a server to restart.
The default isN.
RCMD Specifies an executable file to be run at restart time.

Allows you to take an action when a server is restarted.

MAXGEN Represents the maximum number of server livesin a specific interval.
The default is 1; the maximum is 256.

GRACE Represents the interval used by MAXGEN.
Zero represents unlimited restart.
It must be between 0 and 2147,483,647 (231 - 1).
The default is 24 hours.
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Defining Server Access to Shared Memory

The sysTEM_aAccESsS parameter determines whether a server process may attach to shared
memory and thus have accessto internal tables outside system code. During application
development, we recommend that such access be denied (proTECTED). When the application is
fully tested, you can change the value of sysTEM_access to FASTPATH to yield better
performance.

This parameter setting overrides the value specified in the REsoURcES section unless the
NO_OVERRIDE value has been specified. In this case, the parameter isignored. TheNO_OVERRIDE
value may not be used in this section.

Characteristics of the SYSTEM_ACCESS Parameter

The sysTEM_aAccEss parameter has the following characteristics:

e A vaue of proTECTED indicates that the server may not attach to shared memory outside
of system code.

e A vaueof rasTpaATH indicates that the server will attach to shared memory at all times.
e If NO_OVERRIDE is specified in the RESOURCES section, this parameter isignored.
e The default isthe value of the sysTEM_accEss parameter in the RESOURCES section.

e The Oracle Tuxedo system runs more slowly when avalue of PROTECTED is Set.

Defining the Server Dispatch Threads

MAXDISPATCHTHREADS IS the maximum number of concurrently dispatched threads that each
Sserver process may spawn. If MAXDISPATCHTHREADS>1, then aseparate dispatcher thread isused
and does not count against this limit. It isrequired that
MINDISPATCHTHREADS<=MAXDISPATCHTHREADS. If not specified, the default for this parameter
isl.

MINDISPATCHTHREADS iStheminimum number of server dispatch threads started oninitial server
boot. The separate dispatched thread that is used when MAXDISPATCHTHREADS>1 iS ot counted
as part of the MAXDISPATCHTHREADS Value. It isrequired that
MINDISPATCHTHREADS<=MAXDISPATCHTHREADS. The default for this parameter is 0.
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Y ou must specify the stack sizein bytesfor each server thread after the initial thread. If not
specified or specified as 0, the operating system default is used. This option has an affect on the
server only when avalue greater than 1 is specified for MAXDISPATCHTHREADS.

Setting Security Parameters for ISL Servers

In CORBA environmentsthe I1OP Listener (ISL) process listens for remote clients requesting a
connection. The ISL processis specified in one entry as a server supplied by the Oracle Tuxedo
system.

The Secure Socket Layer (SSL) protocol defines how processes can communicate in a secure
manner over I1OP. Use the -s option on the ISL command to set the required parameters. Y ou
only need to set these parametersif you are using the SSL protocol, which isinstalled in the
Oracle Tuxedo Security Pack.

The following table lists the SSL parameters characteristics.

Parameter Characteristics

SEC_PRINCIPAL_NAME Specifies the identity of the I|OP Listener/Handler.
SEC_PRINCIPAL_LOCATION Specifies the location of the private key for the I1OP Listener/Handler.
SEC_PRINCIPAL_PASSWORD Specifies the phrase for the private key of the |1OP Listener/Handler.

For more information about setting these parameters, see Using Security in CORBA
Applications.

How to Create the SERVICES Section of the Configuration
File

3-12

Detailed information about the services in your application can be entered in the sErvIcES
section of the configuration file. For nontransactional, nondistributed applications, such
information isrelatively ssimple. The services section includes the following types of
information:

e Load balancing information (SrRvGRP)

e Assignment of priorities to services
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o Different service parameters for different server groups

How to Create the SERVICES Section of the Configuration File

o Buffer type checking information (BUFTYPE)

e Nontransactional service-level

blocktime values

There are no required parameters for services. You need to list services only if you are setting

optional parameters.

For each parameter in the servIcES section, Table 3-10 provides a description and links to
reference pages and additional information.

Table 3-10 How to Create the SERVICES Section of the Configuration File

To Specify This Information in the

Set This Parameter

For More Information, Click

SERVICES Section (Required/0ptional) the Following
Whether a transaction should be started AUTOTRAN (For DTP Automatic starts for
automatically when arequest message is applications only) transactions
received that is not already in transaction

mode.

A list of types and subtypes of data buffers BUFTYPE (Optional) Buffer types
accepted by this service. This parameter

may contain up to 256 characters with a

maximum of 32 type/subtype

combinations.

A load factor to beimposed onthesystem  1.oaD (Optional) Load balancing

by svcNaMm.

The name of the routing criteria used for
thisservicewhen data- dependent routing is
used.

ROUTING (Optional)

Routing criterianame

The name of the sever group from which
SVCNAM gets all group parameter settings.

SRVGRP (Optional)

Server group parameters

The dequeuing priority of SVCNM.

PRIO (Optiond)

Service priorities

Set the nontransactional blocking time
value, in seconds, of the indicated service.

BLOCKTIME (Optional)

Specifying Nontransactional
Service-Level Blocktime
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To Specify This Information in the Set This Parameter For More Information, Click
SERVICES Section (Required/Optional) the Following

The amount of time, in seconds, thet is SVCTIMEOUT (Optional) Service processing time
allowed for processing of the indicated

service.

Thedefault timeoutinterval, inseconds, for TRANTIME (For DTP Timeout values for transactions

atransaction automatically started for the  applications only)
associated service.

Sample SERVICES Section

Following is a sample of the servIcEs section of aconfiguration file.

*SERVICES

#

DEFAULT: LOAD=50 PRIO=50
RINGUP BUFTYPE="VIEW: ringup”

In this example, the default load and priority of a service are 50; the one service declared isa
RINGUP Service that accepts aRINGUP VIEW asits required buffer type.

See Also

e UBBCONFIG(5) intheFile Formats, Data Descriptions, MIBs, and System Processes
Reference

e How to Create the ROUTING Section of the Configuration File on page 3786

Specifying Automatic Starts and Timeout Intervals for
Transactions

3-14

Y ou can determine whether a transaction should be started automatically if arequest messageis
already in transaction mode by coding the AuToTRAN ={Y|N} parameter. The default isw.

Y ou can specify atimeout interval between the time at which a transaction for a service begins
and thetime at whichitisrolled back if not completed. To specify atimeout interval that will be
used automatically, set the TRaNTIME parameter as follows:
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Specifying a List of Allowable Buffer Types for a Service

TRANTIME=number

The default is 30 seconds. A value of 0, the maximum timeout value for the computer, means a
transaction will never time out.

An additional transaction timeout property named MAXTRANTIME iS available from the
RESOURCES section of the uBsconr1c file. If the MaxTRANTIME timeout value is less than the
TRANTIME timeout value or thetimeout value passed inatpbegin (3c) cal to start atransaction,
the timeout for atransaction is reduced to the MaAXxTRANTIME Value.

Note: wmaxTRANTIME hasno effect on atransaction started on amachine running Oracle Tuxedo
8.0 or earlier, except that when a machine running Oracle Tuxedo 8.1 or later isinfected
by the transaction, the transaction timeout value is capped—reduced if necessary—to the
MAXTRANTIME Value configured for that node.

See Also

e Using the Oracle Tuxedo Domains Component

e For more information about MAXTRANTIME, SE€ MAXTRANTIME iN the RESOURCES Ssection in
UBBCONFIG (5) OF TA_ MAXTRANTIME inthe T_DOMAIN classin TM_MIB(5).

Specifying a List of Allowahle Buffer Types for a Service

With the BUFTYPE parameter, you can tune a service to check buffer types independently of the
service code. Set this parameter with alist of allowable buffer typesfor aservicein thefollowing
format:

typel : subtypel, subtypel ]
To alow all subtypes, set the value of subtype to *.

If the value of the BUFTYPE parameter for aserviceisaLr, this service accepts al buffer types.
The default isarr.

Setting Up an Oracle Tuxedo Application 3-75



Examples of the BUFTYPE Parameter

BUFTYPE Example Meaning

BUFTYPE="FML; VIEW:aud,aud2" FML and VIEW buffer typeswith subtypesaud and
aud? are alowed.

BUFTYPE="FML; VIEW: *” All FML and VIEW buffer types are allowed.

BUFTYPE=ALL All buffer types are allowed (the default).

Designating How Much Time to Process a Request

3-16

Sometimes an unexpected system error occurs, freezing a service or causing it to run out of
control whileit is processing arequest. Obvioudly, it is agood ideato remove these processes,
but it is difficult to detect them or determine how they developed errors. The Oracle Tuxedo
system provides a mechanism for terminating such processes even when you cannot identify
them. To use this mechanism, set the svcTIMEOUT parameter.

The svcriMEOUT parameter allows you to designate an amount of time (in seconds) in which a
service should be able to process arequest. If the interval defined by this parameter elapses and
a service has not finished processing a request, the process for that request is killed. In essence,
the service timeout mechanism acts like a scavenger for frozen or out of control application
servers. By default, the Oracle Tuxedo system does not terminate any service process; you must
set the sverIMEOUT parameter to activate this feature.

Y ou can assign avalue to the svcrimMeouT parameter in the useconr1G file or by dynamically
changing the Ta_svcTiMeouT attribute in Tv_m1B. We recommend that you set the value of
SVCTIMEOUT Of TA_SVCTIMEOUT tO at least two to three times the number of secondsit takesfor
your longest running service to process a request. Setting the service timeout in this way
guarantees that the Oracle Tuxedo system removes only frozen processes.

This section describes the causes and results of service timeout errors, and explains how the
Oracle Tuxedo system reports such errors. Advice about how to handle errorsis also provided.

What Happens When a Timeout Occurs

When atimeout occurs, the Oracle Tuxedo system terminates the server process running the
frozen service (but not its child processes, if any). It then returns a TPESVCERR error, indicating
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that an unknown problem occurred during processing. In a conversational service, the
conversation event TPEV_SVCERR IS returned.

How a Service Timeout Is Reported

The Oracle Tuxedo system reports a service timeout through the following three mechanisms:

e TPED_SVCTIMEOUT—timeout error detail that provides more information than
tpstrerror(3C)

® .SysServiceTimeout—asystem event

e ULOG information about . SysServiceTimeout

Because the svcT1MEoUT Value is configurable, it isimportant for clients to be able to easily
distinguish between a TPESVCERR caused by exceeding the value set for svcTMeEoUT, and a
TPESVCERR caused by other situations. Although theuLoc containsthisinformation, itisdifficult
for client programsto extract it. To differentiate a service timeout TpESvCERR from others, a
program can include acall to the tperrordetail(3c) routine (after aTPESVCERR has been
detected), which yields TPED_svcTIMEOUT When a service timeout occurs.

In addition, asystem event, . sysServiceTimeout, iSgenerated when a service timeout occurs.
When a . sysServiceTimeout event occurs, it isreflected in the uLog in the following way:

ERROR: .SysServiceTimeout: $TA_SERVERNAME, group %TA_SRVGRP, id $TA_SRVID

server killed due to a service timeout

How to Control a Service Timeout

o Application administrators may control the service timeout by changing the svcTIMEOUT
parameter in the SERVICES section of the urBconFIc file, or by modifying the
TA_SVCTIMEOUT attribute of the T_sERVER or T_sERVICE class of the Tv_m1B. They may
also monitor the uroc file for service timeout activity.

e |n addition to monitoring the ur.oc file for service timeout activity, application operators
can subscribe to the . sysserviceTimeout event, which alerts them when aservice
timeout occurs.

e Application programmers can use the tperrordetail(3c) and tpstrerrordetail(3C)
functions, and the TpED_svcTIMEOUT error detail code. They may want to add one or
more subscriptions to the. sysserviceTimeout System event, which is generated when a
Service timeout occurs.
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Different services take different amounts of time and need individual BLocKTIME values.
Sometimes, an application needs or desires to override the default blocktime value for an
individual client or for an individual service call.

The uesconF1G file SERVICES section BLOCKTIME parameter allows you to designate the
blocking timevalue, per second, for individual nontransactional services. It overridesthe default
RESOURCES Section BLOCKTIME parameter value for the designated service. Per service
BLOCKTIME parameter values can also be set for remote services using the puconr1c file. For
more information, see UBBCONFIG (5), SERVICES Section and DMCONFIG (5), DM_TIMPORT
section.

Unlike the svcTiMEOUT parameter, the BLockTIME parameter does not terminate a service
application. Instead, it lets the client know that (after a specified time in seconds), no reply has
been received by the server while the service request is still processing.

Note: Application programmers can also set nontransactional blocktime requests and retrieve
blocktime values by using the tpsblktime (3¢) and tpgblktime (3c¢)functions.

Enabling Load Balancing

To activate |oad balancing, set the RESOURCES section parameter LDBAL to v. A load factor is
assigned to each service performed (viathe Loap parameter) and the Oracle Tuxedo system keeps
track of the total oad of services that each server has performed. Each service request is routed
to the server with the smallest total load. The routing of that request causes the server’stotal to
be increased by the LoaDp factor of the service requested.

Load information is stored only on the site originating the service request. It would be inefficient
for the Oracle Tuxedo system to make continuous attempts to propagate load information to all
sitesin adistributed application. When performing load balancing in such an environment, each
siteknows only about theload it originated and performs|oad balancing accordingly. Thismeans
that each site has different |oad statistics for a given server (or queue). The server perceived as
being the least busy differs from site to site.

When load balancing is not activated, and multiple servers offer the same service, the first
available queue receives the request.

Characteristics of the LDBAL Parameter

The LDBAL parameter has the following characteristics:
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Defining the Name of the Routing Criteria

e Load balancing is used if the RESOURCES LDBAL parameter isset to v.
e Theload factor is added to a server’stotal load.

e Theload isrelative to other services.

Defining the Name of the Routing Criteria

When using data-dependent routing, you need to specify the routing criteriato be used for a
service. To specify such criteria, set the RouTING parameter as follows:

ROUTING=string value
If this parameter is not set, the service does not perform data-dependent routing.

The maximum value of string is15 characters. No more than one value may be assigned to the
ROUTING parameter for agiven service. Even if you have multiple entries for one service and
those entries contain different srverp parameters, the value of rRouTING must be the samein al
entries.

Specifying Service Parameters for Different Server
Groups

Y ou can assign the same service to multiple groups and assign different values to the various
service-specific parameters you set for the service entries for the different groups. To do this,
create a separate entry for the service for each group, specifying a group-specific value for the
SRVGRP parameter.

Controlling the Flow of Data hy Service Priority

Y ou can exert significant control over the flow of datain an application by assigning service
priorities using the prIo parameter. The value of PRIO must be a number between 0 and 100.
The higher the number, the higher the priority of the service to which it is assigned. Higher
priority servicesare dequeued before lower priority services, but the system dequeues every tenth
request in FIFO order to prevent a message from waiting indefinitely on the queue.

For instance, Server 1 offers Services A, B, and C. Services A and B have a priority of 50 and
Service C hasapriority of 70. A servicerequested for C will always be dequeued before arequest
for A or B. Requests for A and B are dequeued equally with respect to one another.

Note: A priority can also be changed dynamically with the tpsprio ()call.

Setting Up an Oracle Tuxedo Application 3-19



Characteristics of the PRI0 Parameter

The pr10 parameter has the following characteristics:
o |t determines the priority of a service on the server’s queue.
e The highest assigned priority getsfirst preference.
e Every tenth request is dequeued FIFO.

Sample SERVICES Section Using Different Priorities

Thefollowing sample from the servIcEs section of aconfiguration file shows how prioritiesare
assigned to services:

*SERVICES
A SRVGRP=GRP1 PRIO=50 LOAD=60
A SRVGRP=GRP2 PRIO=70 LOAD=30

In this example, different service-specific parameters are assigned to two server groups. Service
A isassigned a priority of 50 and aload of 60 in server group gre1, and a priority of 70 and a
load of 30 in server group GRP2.

Indicating Service Processing Time

To indicate the maximum amount of time, in seconds, allowed for processing a service, set the
SVCTIMEOUT parameter asfollows:

SVCTIMEOUT=number

The value must be greater than or equal to 0. A value other than o indicates that the service will
be timed out: the server processing the server request will be terminated with a sTekILL signal.
The default for this parameter is 0.

How to Create the INTERFACES Section of the
Configuration File

3-80

Note: This section applies only to the CORBA environments.in Oracle Tuxedo.

The INTERFACES Section in the configuration file is used to define parameters for CORBA
environmentsin the Oracle Tuxedo system. In this section, you define application-wide default
parameters for CORBA interfaces used by the application. For a CORBA interface participating
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in factory-based routing, you define the interface names and specify the name of the routing
criteriathat the Tuxedo CORBA environment should apply to each interface. Factory-based
routing is afeature that lets you distribute processing to specific server groups.

In addition to defining the INTERFACES Section, you must specify routing criteriain therouTIng
section and the names of groups in the croups section when you implement factory-based
routing. For details about the parameters and more information about factory-based routing, see
the section ?$paratext>?in this chapter.

Specifying CORBA Interfaces in the INTERFACES Section

Y ou indicate specific information about CORBA interfaces used by your application in the
INTERFACES Section of the configuration file. There are no required parameters. CORBA
interfaces need not be listed if no optional parameters are desired. The INTERFACES section
includes the following types of information:

e Whether transactions should be started automatically (auroTran) (CORBA only)

e The routing criteriato be used for factory-based routing for this CORBA interface
(FacTORYROUTING) (CORBA only)

Load balancing information (LoaD)

Assignment of prioritiesto interfaces (pr10)

Different service parameters for different server groups (SRVGRP)
e Timeout value for transactions associated with this CORBA interface (TRANTIME)

e Timeout value for processing a method for this CORBA interface (TtMEOUT)

The following table lists the AUTOTRAN, FACTORYROUTING, LOAD, PRIO, SRVGRP, TRANTIME,
and TIMEOUT parameters characteristics.

Setting Up an Oracle Tuxedo Application 3-81



Parameter

Characteristic

AUTOTRAN = {Y | N }

For each CORBA interface, set AUTOTRAN to Y if you want atransaction to start
automatically when an operation invocation isreceived. AUTOTRAN=Y has no
effect if the interface is aready in transaction mode. The default isN.

The effect of specifying avalue for AUTOTRAN is dependent on the transactional
policy specified by the system designer in the implementation configuration file
(ICF) or Server Description File (XML) for the interface. Thistransactional policy
will become the transactional policy attribute of the associated T _IFQUEUE MIB
object at run time. The only time this value actually affects the behavior of the
application isif the system designer specified a transaction policy of optional.

Note: Towork properly, this feature may be dependent on personal
communication between the system designer and the system administrator.
If the system administrator sets this value to vy without prior knowledge of
the ICF or XML parameters set by the programmer, the actual run-time
effort of the parameter might be unknown.

FACTORYROUTING =
criterion-name

Specify the name of the routing criteriato be used for factory-based routing for this
CORBA interface. You must specify a FACTORYROUTING parameter for
interfaces requesting factory-based routing.

LOAD = number

Thisisan arbitrary number between 1 and 100 that represents the relative load that
the CORBA interface is expected to impose on the system. The numbering scheme
isrelative to the LOAD numbers assigned to other CORBA interfaces used by this
application. The default is 50. The number is used by the Oracle Tuxedo system to
select the best server to route the request.

PRIO = number

Specify the dequeuing priority number for all methods of the CORBA interface.
The value must be greater than 0 and less than or equal to 100. 100 isthe highest
priority. The default is 50.

SRVGRP =
server-group-name

Use SRVGRP to indicate that any parameter defined in this portion of the
INTERFACES section appliesto theinterface within the specified server group. For
agiven CORBA interface, thisfeature lets you define different parameter valuesin
different server groups.
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Parameter

Characteristic

TRANTIME = number

If AUTOTRAN is Set to Y, you must set the TRANTIME parameter, which isthe
transaction timeout in seconds, for the transactionsto be computed. The value must
be greater than or equal to zero and must not exceed 2,147,483,647 (231 - 1), or
about 70 years. A value of 0 (zero) implies thereis no timeout for the transaction.
(The default is 30 seconds.)

TIMEOUT=number

The amount of time, in seconds, to alow for processing of amethod for this
CORBA interface. The values must be greater than or equal to 0. A value of O
indicates that the interface cannot time out. A timed-out method causes the server
processing the method for the interface to terminate with a STGKILL event. You
should consider specifying atimeout value for the longest-running method for the
interface.

Specifying FACTORYROUTING Criteria

For each CORBA interface, the INTERFACES Section specifieswhat kinds of criteriatheinterface
routes on. The INTERFACES section specifies the routing criteria via an identifier,

FACTORYROUTING.

University Sample

The University Production sample application demonstrates how to code factory-based routing
(see Listing 3-3). You can find the uBBCONFIG files (ubb_p.nt Or ubb_p.mk) for thissamplein
the directory where the Oracle Tuxedo softwareisinstalled. Look in the
\samples\corba\university\production subdirectory.

Listing 3-3 Production Sample INTERFACES Section

*INTERFACES

"IDL:beasys.com/UniversityP/Registrar:1.0"
FACTORYROUTING = STU_ID

"IDL:beasys.com/BillingP/Teller:1.0"
FACTORYROUTING = ACT_NUM
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The preceding example shows the fully qualified interface names for the two interfacesin the
University Production sample. The FacToryrRoUTING identifier specifies the names of the
routing values, which are stu_1p and acT_nuw, respectively.

To understand the connection between the INTERFACES FACTORYROUTING parameter and the
ROUTING Section, see the section CORBA Factory-based Routing in the University Production
Sample Application on page 3789.

Bankapp Sample
Listing 3-4 shows how factory-based routing is specified in the Bankapp sample application.

Listing 3-4 Bankapp Sample Factory-based Routing

*INTERFACES
"IDL:BankApp/Teller:1.0"
FACTORYROUTING=atmID

*ROUTING
atmID
TYPE = FACTORY

FIELD = "atmID"
FIELDTYPE = LONG
RANGES = "1-5:BANK_GROUP1,

6-10: BANK_GROUP2,
* : BANK_GROUP1

Inthisexample, the 1DL:Bankapp/Teller interface usesafactory-based routing schemecalled
atm1D, as defined in the rouTING Section. In the rouTING Section, the sample indicates that the
processing will be distributed across two groups. Bank_Group1 processes interfaces used by the
application when the atm1D field isbetween 1 and 5, or greater than 10. BANK_GROUP2 processes
interfaces used by the application when the atm1D field is between 6 and 10, inclusive.

Enabling Load Balancing
In Oracle Tuxedo CORBA envirionments, load balancing is always enabled.
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A roap factor isassigned to each CORBA interface invoked, which keepstrack of the total load
of CORBA interfaces that each server process has performed. Each interface request is routed to
the server with the smallest total load. The routing of that request causes the server’ stotal to be
increased by the L.oap factor of the CORBA interface requested. When load balancing is not
activated, and multiple servers offer the same CORBA interface, the first available queue
receives the request.

For more information about load balancing in Oracle Tuxedo CORBA environments, refer to
“Enabling System-controlled Load Balancing,” in the Scaling, Distributing, and Tuning CORBA
Applications manual.

Support for parallel objectsin CORBA environments has been added for release 8.0 of Oracle
Tuxedo, which introduces load balancing across mulitple serversin alocal domain. For more
information about parallel objectsin Oracle Tuxedo CORBA environments, refer to the “Using
Parallel Objects’ section in Scaling, Distributing, and Tuning CORBA Applications.

Controlling the Flow of Data by Interface Priority

Y ou can control the flow of datain a Oracle Tuxedo client or server application by assigning
interface priorities using the pr1o parameter. For instance, Server 1 offers Interfaces A, B, and
C. Interfaces A and B have apriority of 50 and Interface C has a priority of 70. Aninterface
requested for C will always be dequeued before arequest for A or B. Requestsfor A and B are
dequeued equally with respect to one another. The system dequeues every tenth request in FIFo
order to prevent a message from waiting indefinitely on the queue.

The pr10 parameter has the following characteristics:
o |t determinesthe priority of a CORBA interface on the server’s queue.
e The highest assigned priority getsfirst preference.

e Every tenth request is dequeued F1Fo.

Specifying Different Interface Parameters for Different
Server Groups

Y ou can specify different load, priority, or other interface-specific parametersfor different server
groups. To do this, you should repeat the interface’ s entry for each group with different values
for the srvGrP parameter.

Setting Up an Oracle Tuxedo Application 3-85
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File
The rouTING Section of uBeconFIG alowsyou to provide afull definition of the routing criteria

named inthe services section (for ATMI data-dependent routing) or inthe INTERFACES Section
(for CORBA factory-based routing).

Note: For more information about configuring factory-based routing for CORBA
environments, refer to the Scaling, Distributing, and Tuning CORBA Applicationsguide.

For each parameter in the RouTING section, Table 3-11 provides a description and links to
reference pages and additional information.

Table 3-11 How to Create the ROUTING Section of the Configuration File

To Specify This Information in the ROUTING Section Set This Parameter For More Information,
(Optional) (Required/0ptional) Click the Following
Ranges and associated server groups for the routing field. RANGES (Required) Range criteria

The value must be a string with a maximum length of 15 criterion_name
characters. (required)

For ATMI, the routing criteria name specified as the value
of the ROUTING parameter in the SERVICES section for
data-dependent routing.

For CORBA, the routing criteria name specified in the
INTERFACES section asthe FACTORYROUTING parameter
factory-based routing.

Specifies the routing type. TYPE

For ATMI, the default is TYPE=SERVICE to ensure that
existing UBBCONFIG filesused in Tuxedo ATMI
environments continue to work properly.

For CORBA, use TYPE=FACTORY When implementing
factory-based routing for a CORBA interface.
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Tahle 3-11 How to Create the ROUTING Section of the Configuration File

To Specify This Information in the ROUTING Section
(Optional)

Set This Parameter For More Information,
(Required/Optional) Click the Following

Name of the routing field, which is assumed to be an FML
buffer, xML element or element attribute, view field name
identified in an FML field table (using FLDTBLDIR and
FIELDTBLS environment variables), or an FML view table
(using the VIEWDIR and VIEWFILES environment
variables), respectively. Thisinformation is used to obtain
the associated field value for data-dependent routing when
sending a message.

In CORBA factory-based routing, this value specifies the
name of the routing field. The maximum length is 30
characters. It must correspond to a field name specified for
factory-based routing in afactory’s call to:
TP::create_object_reference (C++) Or
com.beasys.Tobj.TP: :create_object_
reference (Java) for the interface.

FIELD (Required) Routing buffer field
and type

A list of types and subtypes of data buffers for which this
routing entry isvalid. This parameter may contain up to 256
characters with a maximum of 32 type/subtype
combinations.

BUFTYPE (required) Buffer types and
subtypes

ROUTING Section Example

Thefollowing is a sample rouTING Section from a configuration file:

BRNCH FIELD=B_FLD
RANGES="0-2:DBG1, 3-5:DBG2, 6-9:DBG3"
BUFTYPE="FML"

Defining the Routing Buffer Field and Field Type

The following table describes the routing buffer field and field type.
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Parameter

Characteristics

FIELD

The name of the buffer field on which the routing is performed. 1t may contain up to 30 characters.

In Oracle Tuxedo data-dependent routing, the value of this parameter is one of the following: the
name of an FML field (for FML buffers); an xML element or attribute; avIEw field nameidentified
inan FML field table (using the FLDTBLDIR and FIELDTBLS environment variables); or an FML
view table (using the VIEWDIR and VIEWFILES environment variables). Thisinformationisused
to obtain the associated field value for data-dependent routing during message processing. If a

fieldinan FML32 bufferisused for routing, it must have afield number lessthan or equal to 8191.

In routing XML documents, the FIELD syntax contains either arouting element type (or name) or
arouting element attribute name. Y ou must define the FIELD parameter with the following
syntax:

root_element[/child_element] [/child_element] [/.

.l [/@attribute_name]

The element is assumed to be an element type (or name) or an element attribute name of an XML
document or datagram. Thisinformation is used to obtain the associated element content or
element attribute value for data-dependent routing when a document or datagram is being sent.
Because indexing is not supported, the Oracle Tuxedo system recognizes only the first occurrence
of agiven element type when processing an XML buffer for data-dependent routing.

In CORBA factory-based routing, thisval ue specifiesthe name of therouting field. The maximum
length is 30 characters. It must correspond to afield name specified for factory-based routingin a
factory’s call to:

TP: :create_object_reference (C++) Or
com.beasys.Tobj.TP: :create_object_reference (Java) for theinterface.

FIELDTYPE

This parameter is used only for routing XML buffers. It indicates the type of the routing field
specified in FIELD.The syntax is asfollows:

FIELDTYPE=type
where type isone of the following: string, char, short, long, float, Ofr double.
The default type of the routing field isstring.

Specifying Range Criteria

The ranGgEs parameter allows you to map field values to a group name as follows:

RANGES="[vall[-valZ2] :groupl] [,val3[-val4]:group2]...[,*:groupnl]”

wherevali, val2, and soon, arevauesof afield and groupn may be either agroup name or the
wildcard character (*) denoting that any group may be selected. The * character occupying the
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place of val at the end isacatch-all choice, that is, it specifiesif the data does not fall into any
range that has been specified then it goes to the default group on the other hand if the data fall
into the range but there is no viable server in the group associated with the range entry, then the
service request is forwarded to the default group specified on the wildcard “ =" range entry. The
value of va11 may be:

e A number (when it isused in a numeric field)
e A sTRING Or carRRAY buffer (enclosed in single quotation marks)

e MIN Or MAX, to show a machine minimum or maximum data value

Thereisno limit to the number of ranges that may be specified, but routing information incurs a
cost because it is stored in shared memory.

Note: Overlapping ranges are allowed, but values that belong to both ranges map to the first
group. For example, if RANGES is specified as RANGES="0-5:Groupl, 3-5:Group2",
then arange value of 4 routesto Group1.

Defining Buffer Types

For Oracle Tuxedo data-dependent routing, the BUFTYPE parameter determines the buffer type
allowed. This parameter is similar to its SERVICES section counterpart in that it restricts the
routing criteriato a specific set of buffer types and subtypes. Only FmL, xM1 and vIEwW types can
be used for routing. The syntax is the same as the syntax in the servIcEs section, a
semicolon-separated list of type:subtype[, subtype]. You can specify only one type for
routing criteria. This restriction limits the number of buffer types allowed in routing services.

CORBA Factory-based Routing in the University
Production Sample Application

The CORBA University Production sample application demonstrates how to implement
factory-based routing in Oracle Tuxedo. Y ou can find the ubb_p.nt OF ubb_p .mk UBBCONFIG
filesfor this sample in the directory where the Oracle Tuxedo software isinstalled. Look in the
\samples\corba\university\production subdirectory.

Thefollowing INTERFACES, ROUTING, and GrRoups sectionsfromtheubb b.nt
configuration file show how you can implement factory-based routing in a CORBA application
in Oracle Tuxedo.
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The INTERFACES Section lists the names of the interfaces for which you want to enable
factory-based routing. For each interface, this section specifieswhat kinds of criteriatheinterface
routes on. This section specifies therouting criteriaviaan identifier, FACTORYROUTING, asin the
examplein Listing 3-5.

Listing 3-5 Production Sample INTERFACES Section

*INTERFACES

"IDL:beasys.com/UniversityP/Registrar:1.0"
FACTORYROUTING = STU_ID

"IDL:beasys.com/BillingP/Teller:1.0"
FACTORYROUTING = ACT_NUM

The preceding example shows the fully qualified interface names for the two interfacesin the
Production sample in which factory-based routing is used. The FacTorYROUTING identifier
specifies the names of the routing values, which are stu_1D and AcT_NuM, respectively.

The rouTING Section specifies the following data for each routing value:

e The TypE parameter, which specifies the type of routing. In the Production sample, the
type of routing is factory-based routing. Therefore, this parameter is defined to FacToRY .

e The r1ELD parameter, which specifies the variable name that the factory inserts as the
routing value. In the Production sample, the field parameters are student_id and
account_number, respectively.

e The F1ELDTYPE parameter, which specifies the data type of the routing value. In the
Production sample, the field typesfor student_id and account_number are long.

e TheraNGESs parameter, which associates a server group with a subset of the valid ranges
for each routing value.

Listing 3-6 shows the rouTING Section of the uBBconF1G file used in the Production sample
application.
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Listing 3-6 Production Sample ROUTING Section

*ROUTING
STU_ID
FIELD = "student_id"
TYPE = FACTORY
FIELDTYPE = LONG
RANGES = "100001-100005:0RA_GRP1,100006-100010:0RA_GRP2"
ACT_NUM
FIELD = "account_number"
TYPE = FACTORY
FIELDTYPE = LONG
RANGES = "200010-200014:APP_GRP1,200015-200019:APP_GRP2"

The preceding example shows that Registrar objects for students with IDs in one range are
instantiated to one server group, and Registrar objects for studentswith IDsin another range are
instantiated in another group. Likewise, Teller objects for accountsin one range are instantiated
to one server group, and Teller objects for accounts in another range are instantiated in another
group.

The groups specified by therances identifier inthe rouTIne section of the usBconr1G file need
to beidentified and configured. For example, the Production sample specifies four groups:
ORA_GRP1, ORA_GRP2, APP_GRP1, and App_GRP2. These groups need to be configured, and the
machines where they run need to be identified.

Listing 3-7 showsthe croups section of the Production sample uesconric file. Notice how the
names in the croups section match the group names specified in the RouTING section; thisis
critical for factory-based routing to work correctly. Furthermore, any change in the way groups
are configured in an application must be reflected in the rouTINe section. (Note that the
Production sample packaged with the Oracle Tuxedo softwareis configured to run entirely on one
machine. However, you can easily configure this application to run on multiple machines.)
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*GROUPS
APP_GRP1
LMID = SITEl
GRPNO = 2

TMSNAME = TMS

APP_GRP2
LMID = SITEl
GRPNO = 3

TMSNAME = TMS

ORA_GRP1
LMID = SITEL
GRPNO = 4

OPENINFO = "ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SesTm=100+LogDir=.+MaxCur=5"

CLOSEINFO = ""
TMSNAME = "TMS_ORA"

ORA_GRP2
LMID = SITEL
GRPNO = 5

OPENINFO = "ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SesTm=100+LogDir=.+MaxCur=5"

CLOSEINFO = ""
TMSNAME = "TMS_ORA"

CORBA Factory-hased Routing in the Bankapp Sample
Application

Listing 3-8 shows how the INTERFACES section extends the Bankapp sample application to use
factory-based routing. The sample included with the Oracle Tuxedo software does not contain
these parameter settings.

3-92 Setting Up an Oracle Tuxedo Application



CORBA Factory-based Routing in the Bankapp Sample Application

Listing 3-8 Bankapp Sample INTERFACES Section

*INTERFACES
"IDL:BankApp/Teller:1.0"
FACTORYROUTING=atmID

*ROUTING
atmID
TYPE = FACTORY
FIELD = "atmID"
FIELDTYPE = LONG
RANGES = "1-5:BANK_GROUPI1,
6-10: BANK_GROUP2,
*: BANK_GROUP1
*GROUPS
SYS_GRP
LMID = SITEl
GRPNO =1
BANK_GROUP1
LMID = SITEl
GRPNO = 2
BANK_GROUP2
LMID = SITEl
GRPNO =3

In this example, the 11 : Bankapp/Teller interface employs afactory-based routing scheme
caled atm1D, as defined in the RouTING Section. The example indicates that the processing will
be distributed across the following two server groups:

e BANK_GROUP1 processes interfaces used by the application when the atm1p fieldis
between 1 and 5 (inclusive), or greater than 10.

e BANK_GROUP2 processes interfaces used by the application when the atm1p isbetween 6
and 10, inclusive.
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How to Configure the Oracle Tuxedo System to Take
Advantage of Threads

To configure a multicontexted application, edit your useconr1c file asusua and add those
parameters, listed in Table 3-12, that are needed for your application. Use atext editor or the
Oracle Tuxedo Administration Console.

Table 3-12 Setting Parameters in the Configuration File to Use Threads

In This Section Set These Parameters With These Considerations.

RESOURCES MAXACCESSERS Optional parameter, but you must
assign avaluetoit youwant morethan
50 accessers (the default number).

Each context of a multicontexted
client is counted separately for
licensing purposes.

NOTIFY Optional parameter that defines the
default method to be used for
unsolicited notification. Valid values
for multicontexted applications are:

« DIPIN
+ THREAD
+ IGNORE

MACHINES MAXACCESSERS Optional parameter, but you must
assign avaluetoit you want morethan
50 accessers (the default number).

Each context of a multicontexted
client is counted separately for
licensing purposes.

MAXWSCLIENTS Optional parameter.

Each context of a multicontexted
Workstation client is counted
separately for licensing purposes.
BecausethedefaultisO, thisparameter
must be set if any Workstation clients
are to access the system viathe
machine being defined.
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Tahle 3-12 Setting Parameters in the Configuration File to Use Threads (Continued)

In This Section Set These Parameters

With These Considerations.

SERVERS MINDISPATCHTHREADS

Optional parameter.

MAXDISPATCHTHREADS

Required parameter in multithreaded
servers.

When making an existing server
multithreaded, an experienced
programmer must verify that the
source code for the server has been
written in a thread-safe manner. In
other words, it is not possible to
convert asingle-threaded server,
written with static variables, to a
multithreaded server simply by
increasing the value of
MAXDISPATCHTHREADS inthe
configuration file. This server must
also be built for multithreading.

THREADSTACKSIZE

Optional parameter.

Y ou may need to set it if your server
dispatch threads require an especially
large stack.

Thedefault, 0, should be sufficient for
most applications. (Keep in mind that
when 0 is passed to the operating
system, the operating system invokes
its own default.)

How to Compile a Configuration File

Compiling a configuration file means generating a binary version of thefile (Tuxconrzg) from
the text version (uBBcoNFIG). To compile a configuration file, run the tmloadcf command.
tmloadcf parses auBBcoNFIG file and loads the binary file.

tmloadcf readsafile (or standard input written in uBBCONFIG Syntax), checks the syntax, and
optionally loads abinary configuration file called Tuxconr1c. The TuxconrFIc and (optionally)
TUXOFFSET environment variables point to the Tuxconr1c file and (optional) offset where the
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information should be stored. Y ou can run tmloadc £ only on the machine designated asMASTER
in the RESOURCES section of the uBBconFIc file, unlessthe -c or -n option is specified.

Notes. The user identifier (uzp) of the person running tmloadcf must match the uzp, if
specified, in the REsoURCES section of the useconFIG file.

The pathname specified for the TuxconFIc environment variable must match exactly
(including case) the pathname specified for TuxconrF1c parameter within the MACHINES
section of the useconF1G file. Otherwise, tmloadcf (1) cannot be run successfully.
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About Transactions

Thistopic includes the following sections:
e What Isa Transaction?
e Benefits of Using Transactions
e Example of a Global Transaction

e What Isthe Oracle Tuxedo Transaction Manager (TM)?

How the System Tracks Distributed Transaction Processing

e How the System Uses a Two-Phase Commit to Commit Transactions

Note: For information about using transactions in an Oracle Tuxedo CORBA environment,
refer to Using CORBA Transactions.

What Is a Transaction?

A transaction isa set of related actions. A global transaction is aset of related actions that span
multiple programs and resource managers. In this topic, whenever we use the term transaction,
we are referring to aglobal transaction.

A simple example of atransaction is awithdrawal from a bank account, which can be described
asaset of actions that changes the state of an account balance (by reducing it). For this
transaction, the system must execute a procedure that consists of three operations:
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Procedure for Any Transaction Procedure for Bank Withdrawal Example

1. Verify the activity to be performed 1. Verify that awithdrawal will be made

2. Perform the work of the transaction 2. Withdraw a specified amount from the account

3. Create a permanent record of the completed work 3. Update the record of the balance of the account

42

These steps are performed by a discrete software module created expressly for the purpose of
executing this transaction. The module must also include or use code that launches and ends the
transaction. If the code sections that launch and end the transaction are not part of the main
transaction software module, then they are usually packaged together in a separate module.

A transaction coordinator is a software module that executes the logic to manage a transaction
among al participating resources.

What Are the ACID Properties?

When atransaction such asabank withdrawal isperformed, it isimperativethat al its constituent
operations either succeed or fail together. Consider the problems that can occur if one operation
in atransaction succeeds while another operation in the same transaction fails: abank that allows
acustomer to withdraw money without recording the reduced balance in an updated account
record will not stay in business for long!

A transaction that adheres to the rule that all constituent operations either succeed or fail is
characterized by atomicity. The Oracle Tuxedo system requires al transactionsto be
characterized by atomicity and three related attributes: consistency, isolation, and durability.
These four attributes are known collectively as the ACID properties of transactions performed
within the Oracle Tuxedo system.

Table 4-1 shows the ACID of Oracle Tuxedo Transactions.
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Table 4-1 ACID Properties of Oracle Tuxedo Transactions

This Property. ..

Means That. . .

Atomicity

A transaction isadiscrete unit of work: all constituent operations
must either succeed or fail. These operations may include
gueuing messages, updating databases, and displaying the results
of atransaction on a screen.

Consistency

A transaction must either (a) leave the systemin acorrect state or
(b) abort. If atransaction cannot achieve a stable state, it must
return toitsinitial state.

Isolation

Thebehavior of atransaction isnot affected by other transactions
being executed simultaneously. A transaction must serialize all
access to shared resources and guarantee that concurrent
programs do not corrupt each other’ s operations.

Durability

The effects of acommitted transaction are permanent. Evenif the
system fails, the changes resulting from a transaction are
permanent and durable.

How a Transaction Succeeds or Fails

Whether a transaction succeeds or fails depends on the requirements of atomicity.

If...

Then...

Any operation within the
transaction fails for any reason

¢ Thetransaction aborts, that is, it terminates abruptly.

¢ Thetransaction rolls back, that is, it undoesits own work and
restores the state of the enterprise to its pre-transaction state.
For example, after an attempt to withdraw money from abank
account failsand isrolled back, the bank account containsthe
same amount of money it contained before the transaction,
and the record of the account balance shows the same amount
that it showed before the transaction.

All operations within the
transaction succeed

The client commits the transaction. In other words, it formally
signalsthat it is ready to terminate and the effects of the
transaction should be preserved: the order database is updated
permanently and the order sent to the shipping department is kept
as a permanent record in that department’ s queue.
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Benefits of Using Transactions

The Oracle Tuxedo system, including its communication APIs and protocols, is designed to
support the use of transactions. The Oracle Tuxedo communication calls, which make it easy to
create transactions, are indispensable tools for writing distributed applications.

By using transactions you can:

e Create distributed applications easily

Commit the effects of your communications as a single unit

Quickly manage potential problemsthat may occur in a distributed environment, such as
machine, program, or network failures

Undo work, when errors occur, in asimple, programmatic way

Example of a Global Transaction

44

An e-retailer uses a service called cusT_orpeR. When a customer places an order through the
company’s Web site, the cusT_orpER service performs two operations:

e |t updates the company’s database of orders.

e |t sendsthe new order to the shipping department, where it is put on a queue, awaiting
fulfillment.

The company wantsto be surethat the cusT_orDER service adheresto the principle of atomicity:
whenever cusT_ORDER is executed, both the database update and the enqueueing of the customer
request on the shipping department queue must be completed successfully. To make sure that the
CUST_ORDER Service always handles customer orders with atomicity, the client that invokes
CUST_ORDER associates its request with aglobal transaction.

To associate a service with a global transaction, aclient:
1. Cdllstpbegin () to begin the transaction
2. Issues aservice request

3. Cdlstpcommit () to end the transaction

As part of aglobal transaction, the operation is performed as a single unit of work. When the
CUST_ORDER Serviceisinvoked, the server is propagated with the client’ s transaction. The two
resulting operations, accessing the order database and enqueuing the order to the shipping queue,
become part of the client’s transaction.
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If either operation fails for any reason, whether due to a system error or an application error, the
work of the transaction is undone or rolled back. In other words, the transaction is returned to its
initial state.

If both operations succeed, however, the client commits the transaction. In other words, it
formally signalsthat the effects of the transaction should be made permanent: the order database
is updated permanently and the order sent to the shipping department iskept in that department’s
queue.

What Is the Oracle Tuxedo Transaction Manager (TM)?

A resource manager (RM) is adata repository, such as a database management system or the
Application Queuing Manager, with toolsfor accessing the data. The Oracle Tuxedo system uses
one or more RMs to maintain the state of an application. For example, bank records in which
account balances are maintained are kept in an RM. When the state of the application changes
through a servicethat allows a customer to withdraw money from an account, the new balancein
the account is recorded in the appropriate RM.

The Oracle Tuxedo system helps you manage transactions involving resource managers that
support the XA interface. To coordinate all the operations performed and all the modul es affected
by atransaction, the Oracle Tuxedo system plays the role of the Transaction Manager (TM).

The TM coordinates global transactions involving system-wide resources. Local resource
managers (RMs) are responsible for individual resources. The Transaction Manager Server
(TMS) begins, commits, and aborts transactions involving multiple resources. The application
code usesthe normal embedded SQL interfaceto the RM to perform reads and updates. The TMS
uses the XA interface to the RM to perform the work of a global transaction.

Table 4-2 summarizes the actions taken by the Transaction Manager on behalf of each
transaction.

Table 4-2 Actions Performed by the Transaction Manager

When ... The Transaction Manager . ..
The application launches a Assignsaglobal transactionidentifier (GTRID) tothe
transaction transaction.

Other processes communicate with  Tracks those communication partners.
the process that launched the
transaction
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When. .. The Transaction Manager . . .

The RM is accessed as part of the Passes the appropriate GTRID to the RM so the RM
work of the transaction can monitor which database records are being
accessed for the transaction.

The application signalsthat a Performs a two-phase commit protocol. Specificaly,
transaction is to be committed it:
(a) contacts communication partners during Phase 1,
(b) logs the successful outcome of Phase 1, and
(c) contacts partnersin Phase 2.

The application indicates that the Executes arollback procedure.
transaction is to be aborted

A failure occurs Executes a recovery procedure.

How the System Tracks Distributed Transaction
Processing

46

Oracle Tuxedo transactions can be used in adistributed architecture: alocal machineinvolvedin
atransaction can communicate with aremote machine which may, in turn, communicate with
another remote machine. The work of transactions executed in this type of arrangement is
referred to as distributed transaction processing.

Because the system must constantly maintain enough information about a transaction to be able
toroll it back (that is, to restoreit toitsinitial state) at any moment, tracking distributed
transaction processing (DTP) can beacomplex task. To perform thistask successfully, the Oracle
Tuxedo system stores tracking information about al the participantsin atransaction in a
dedicated file called atransaction log, or TL.oG.

Figure 4-1 shows an application in which two Transaction Managers (TMs) are being used. Both
TMsrecord tracking datain the same TL.oG.
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Figure 4-1 Transaction Management
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Before committing a transaction, the TM must repeatedly answer the question of whether to
proceed. If necessary, the TM makes the decision to roll back.

How the System Uses Global Transaction Identifiers
(GTRIDs) for Tracking

The Oracle Tuxedo system tracks the flow of all transactions being executed within adistributed
system, including those being executed concurrently. When it istime to commit atransaction, the
coordinator must know which RMs have participated in the transaction and, therefore, needs to
be able to distinguish among transactions. For this reason the Oracle Tuxedo system assigns a
global transaction identifier, or TrID to each transaction.

The Oracle Tuxedo system communicates with any RM accessed by an application through the
XA interface. The RMstrack transactions by assigning local transaction identifiers, and map
global identifiersto local identifiers.

How the System Uses a Transaction Log (TLOG) for Tracking

A global transaction is recorded in the transaction log (Tr.oc) only when it isin the process of
being committed. At the end of thefirst phase of atwo-phase commit protocol, the Tr.oG records
the reply from the global transaction participants.

The existence of aTLogc record indicates that aglobal transaction should be committed; no Tn.oc
records are written for transactions that are to be rolled back.

In the first “ pre-commit” phase, each resource manager must commit to performing the
transaction request. If all parties commit, transaction management performs the second phase: it

Setting Up an Oracle Tuxedo Application 4-1



4-8

commits and completes the transaction. If either task fails because of an application or system
failure, both tasks fail and the work performed is undone or “rolled back” to itsinitia state.

The Tws that coordinates global transactions uses the o file. Each machine should have its
OWN TLOG.

If you are using the Domains component in your application, keep in mind that the Domains
gateway performs the functions of the Tvs in Domains groups. However, Domains uses its own
transaction log containing information similar to that recorded in the Tr.og, in addition to
Domains-specific information.

Writing TLOG to an Oracle Database

If you want to write TLog into an Oracle database, you must do the following steps:

1. Install Oracle database 10g client (or later), createlink 1ibclntsh.so for
libclntsh.so.x.x (for example, 1ibclntsh.so.10.1) and set L.D_LIBRARY_PATH for
link 1ibclntsh.so on Linux platform.

2. Set UBBCONFIG(5) TLOGDEVICE Of DMCONFIG(5) DMTLOGDEV Using thefollowing format:
"DB:Oracle_xa: ...". For example:

TLOGDEVICE="DB:0Oracle_XA:0ORACLE_XA+SglNet=ORCL+ACC=P/scott/tiger"
DMTLOGDEV="DB:0Oracle_XA:0RACLE_XA+SglNet=0ORCL+ACC=P/scott/tiger"

3. Run tmloadcf to generate TUXCONFIG

4. Create TLoG using the tmadmin and dmadmin commands. Below is an example to create
TLOG USINg tmadmin. After TLog command crlog is done, atableis created; the value that
TLOGNAME definesin uBBcoNFIG becomes the table name.

$ tmadmin
$ crlog -m <Machine>
Notes:

e You can only write Tr.oG to an Oracle database. Third party databases are not
supported.

e Thereisno need for you to create TLoG USiNg tmadmin command crdl.

e TLOGDEVICE/DMTLOGDEV POints to Oracle database schema, which Tuxedo treats it
as a database storage device.
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e TLOGNAME iN UBBCONFIG must not be empty. If multiple Tr.oc files are stored in
the same schema of database, DBA should guarantee that T.oeNAME is unique for
each TL.og, and Tuxedo exclusively accesses the database table that T.oeNAME
specifies for the T1.oG.

How the System Uses a Two-Phase Commit to Commit
Transactions

A two-phase commit is an algorithm used to ensure the integrity of a committing transaction.

To understand how this algorithm works, consider the following sample scenario. A group of six
friends wantsto rent ahouse for a one-week vacation. No member of the group can afford to pay
more than one sixth of the rent; if any of the six cannot participate, then the house cannot be
rented.

1. InPhase 1 of thisproject, the organizer of the vacation contacts each person to verify
availability and collect asixth of the rent. If the organizer learns that even one person cannot
participate, she contacts every member of the group, individually, to notify him or her that the
house cannot be rented. If, however, each member of the group confirmsavailability and pays
one sixth of the rent, the Phase 1 concludes successfully.

2. In Phase 2 of the project, the organizer notifies each member of the group that the vacation
will take place as planned.

A two-phase transaction commit works in much the same way as the vacation planning project.

1. InPhase 1, the transaction coordinator contacts potential participantsin the transaction. The
participants all agree to make the results of the transaction permanent, but do not do so
immediately. The participantslog information to disk to ensure they can complete Phase 2. If
all the participants agree to commit, the coordinator logs that agreement and the outcome is
decided. The recording of this agreement in the log ends Phase 1.

2. InPhase 2, the coordinator informs each participant of the decision, and they permanently
update their resources.

How the System Handles Transaction Infection

Any application module called by another module to participate in atransaction is said to be
transactionally infected. Once an application module isinfected, the Oracle Tuxedo system
tracks all participants to determine which of them should be involved in the two-phase commit.
Figure 4-2 shows how the system tracks participants.

Setting Up an Oracle Tuxedo Application 4-9



4-10

Figure 4-2 Transactional Infection
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In the preceding figure, Client 1 begins the transaction and calls three services: A, B, and C.
Because they have been called into the transaction, Services A, B, and C are transactionally
infected. All work performed by servers A, B, and C is part of the transaction begun by Client 1.
All work is performed as one unit; either it is performed together and is successful, or it fails and
isrolled back by calling tpabort. If thetransactionfails, it returnstoitsinitial stateand itseffects
of the transaction on resource managers are undone. (Resource managers that are not
transactionally aware and those that are accessed from outside the transaction cannot be rolled
back.)

How the ATMI Protects a Transaction’s Integrity Before a
Two-Phase Commit

All work performed by each resource involved in atransaction must be completed before a
two-phase commit is begun. The ATMI ensures that all the work of the transaction is stopped
when it istime for the two-phase commit protocol to begin.

Thefollowing step-by-step description of atransaction shows how the ATMI stops atransaction
process before a two-phase commit.

1. Client_1initiates (with tpbegin ()) atransaction.
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2. Client_1 invokes (with tpcal1 ()) Service A, which:
a. Isinfected with the transaction
b. Executesits operations
c. Calstpreturn()
d. Completesitswork for the transaction
3. Client_1invokes (with tpcall()) Service B, which:
a. Isinfected with the transaction
b. Executesits operations
c. Cdlstpreturn()
d. Completesitswork for the transaction
4. Client_1 invokes (with tpcall ()) Service_C, which:
a Isinfected with the transaction
b. Executesits operations
c. Cdlstpreturni()
d. Completesitswork for the transaction

5. Client_1 initiates (with tpcommit ()) the commitment process.

If, during the transaction, an invoked service is performing another service, or isinvolved in an
open conversation, the ATMI tracksthat activity and preventsthe application from proceeding to
the commitment process until the activity is complete.

The ATMI guarantees that the transaction is committed only if all invoked services have
performed their transaction work successfully. When all work has been performed successfully,
the Transaction Manager informs the resource managers that al updates made during the
transaction are permanent.

See Also

o Pparatext>? on page 5-1
e ?$paratext>? on page 5-9
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Pparatext>? on page 5-12

“Writing Global Transactions’ in Programming Oracle Tuxedo ATMI Applications Using C
e “What You Can Do Using the ATMI” in Introducing Oracle Tuxedo ATMI

e For more information about using transactions in a Oracle Tuxedo CORBA environment,
refer to Using CORBA Transactions
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CHAPTERa

Configuring Your ATMI Application to
Use Transactions

Thistopic includes the following sections:

Modifying the UBBCONFIG File to Accommodate ATMI Transactions

Specifying Global Transaction Parameters in the RESOURCES Section

Creating a Transaction Log (TLOG) in the MACHINES Section

Defining Resource Managers and the Transaction Manager Server in the GROUPS Section

Enabling a Service to Begin a Transaction in the SERVICES Section

Modifying the Domains Configuration File to Support Transactions

e Example: A Distributed Application with Transactions

Note: For information about using transactions in an Oracle Tuxedo CORBA environment,
refer to Using CORBA Transactions.

Modifying the UBBCONFIG File to Accommodate ATMI
Transactions

To accommodate transactions, you must modify the RESOURCES, MACHINES, GROUPS, and
SERVICES sections of the application useconr1c file in the following ways.
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In This Section ...

Specify . ..

RESOURCES The number of transactions allowed in the application, and the value
of the commit control flag.

MACHINES The TL.OG information for each machine.

GROUPS Information about each resource manager, and about the Transaction
Manager Server.

SERVICES Enabling of the automatic transaction option.
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Specifying Global Transaction Parameters in the
RESOURCES Section

The following table describes the transaction-related parameters in the RESOURCES section.

Set This
Parameter. ..

To...

MAXGTT

Limit the total number of global transaction identifiers (GTRIDS)
alowed on one machine at one time. The maximum value allowed is
2048; theminimum, 0; and thedefault, 100. Y ou canoverridethevalue
of MAXGTT on aper-machine basisin the MACHINES section.

Entries remain in the table only while aglobal transaction is active, so
this parameter has the effect of setting alimit on the number of
simultaneous transactions.

CMTRET

Indicate the initial setting of the TP_COMMIT_ CONTROL characteristic
as one of the following:

*  LOGGED—the TP_COMMIT_CONTROL characteristic is set to
TP_CMT_LOGGED, which meansthat tpcommit () returnswhen
all the participants have successfully pre-committed.

¢ COMPLETE—the TP_COMMIT_CONTROL characteristic is set to
TP_CMT_COMPLETE, which meansthat tpcommit () doesnot
return until all the participants have successfully committed.

The default is COMPLETE.

To determine the appropriate setting, consult your resource manager
(RM) vendors. If any RM in the application uses the late commit
implementation of the XA standard, the setting should be COMPLETE. If
al RMs use the early commit implementation, the setting should be
LOGGED for performance reasons. (Y ou can override this setting with
tpscmt ().)

MAXTRANTIME

Specify the maximum length of the timeout for the transactions.
Valid values are between 0 and 2,147,483,647 inclusive.

0 represents no limitation on transaction timeout value occurs.
Default isO.

Note: For more information about MAXTRANTIME, See

MAXTRANTIME intheRESOURCES Section in UBBCONFIG (5)
or TA_MAXTRANTIME inthe T_DOMAIN classin TM_MIB(5).
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Section

5-4

To create aTr.oc, complete the following tasks:

e Create aUniversal Device List (UDL).
o Define transaction-related parameters in the MACHINES section.

e Create a Domains transaction log.

Creating the UDL

TheUniversal DeviceList (UDL) isamap of the Oracle Tuxedo filesystem. The UDL getsloaded
into shared memory when an application isbooted. The tr.oc refersto alog in which information
about transactionsiskept until the transaction is completed. To create an entry inthe UDL for the
TLOG device, create a UDL on each machine using global transactions. (If the TLOGDEVICE IS
mirrored between two machines, it is unnecessary to do this on the paired machine.) The Bulletin
Board Liaison (BBL) then initializes and opens the TLoc during the boot process.

To create aUDL, enter the following command before the application is booted:
tmadmin -c¢ crdl -z config -b blocks

Note: The command failsif the device already exists.

Thevalue of config must be the full pathname of the device on which you create the UDL. It
should match the value of the TL.oGDEVICE parameter in the macuINES section of the
configuration file. The value of b1ocks must be the number of blocks to be allocated on the
device.

Note: If thevalue of blocks islessthan the value of TL.ocsIzE, you risk a performance
degradation. Therefore, you should specify avaluefor b1ocks that isgreater than that of
TLOGSIZE. For example, if TLocs1zE isspecified as 200 blocks, specifying -b 500 does
not cause a degradation.

For more information about storing the Tr.oc, see Installing the Oracle Tuxedo System.

Defining Transaction-related Parameters in the MACHINES
Section

To define aglobal transaction log (Tr.oG), you must set several parameters in the MACHINES
section of the uBeconric file.
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For one of these parameters, TL.OGDEVICE, you must manually create adevice list entry for the
TLOGDEVICE 0n each machine where a Tr.0G is heeded. Y ou can do this either before or after
TUXCONFIG has been loaded, but you must complete this step before the system is booted.

The following table describes the transaction-related parameters in the MACHINES section.

Set This Parameter . .. To Specify . . .
TLOGNAME The name of the DTP transaction log for the machine.
TLOGDEVICE The Oracle Tuxedo filesystem that contains the TP

transaction log (TLOG) for themachine. If this parameter isnot
specified, it is assumed that there is no TL.OG on the machine.
The value may contain a maximum of 64 characters.

TLOGSIZEE The size, in physical pages, of the TLOG file. The value must
be between 1 and 204 8; thedefault, 100. Assign avalue that
islarge enough to hold the number of outstanding transactions
on the machine at a given time. One transaction islogged per
page. The default should be enough for most applications.

TLOGOFFSET The offset, in pages, from the beginning of the TLOGDEVICE
to the start of the vToc that containsthe transaction log for the
machine. Thevalue must be greater than or equal to 0, and less
than the number of pages on the device. The default is 0.

TLOGOFFSET israrely necessary. However, if two vTOCs
sharethe samedevice, or if avToc isstored on adevice (such
as afilesystem) that is shared with another application, you
can use TLOGOFFSET toindicate astarting addressrelative to
the address of the device.

Writing TLOG to an Oracle Database

If you want to write TL.oc into an Oracle database, you do not need to create a UDL.
Y ou must do the following steps:

1. Install Oracle database 10g client (or later), createlink 1ibclntsh.so for
libclntsh.so.x.x (for example, l1ibclntsh.so.10.1) and set LD_LIBRARY PATH for
link 1ibclntsh.so onLinux platform.

2. Set UBBCONFIG(5) TLOGDEVICE Of DMCONFIG(5) DMTLOGDEV Using thefollowing format:

"DB:Oracle_XA: ...".
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3. Create Tr.oG using the tmadmin and dmadmin commands.

Notes:

e You can only write T.0G to an Oracle database. Third party databases are not
supported.

e Writing Tr.oG to an Oracle Database works for Linux platforms only.

Creating the Domains Transaction Log

Before starting a Domains gateway group, you must create a Domains transaction log.
Specifically, you must create a Domains transaction log for the named local domain on the
current machine (that is, the machine on which pmapw is running). To create alog, enter the
following command:

dmadmin crdmlog crdlog -d local_domain_ name

The command uses the parameters specified in the pmconr1c file. This command failsif the
named local domain isactive on the current machine or if alog already exists. If atransactionlog
has not been created, the Domains gateway group creates one when that group starts.

See Also

e “What Isthe Transaction Log (TLOG)?" in Administering an Oracle Tuxedo Application at
Run Time

Defining Resource Managers and the Transaction
Manager Server in the GROUPS Section

5-6

The parameters available for croups section entries allow you to define the attributes of
transaction manager servers (TMSs) and resource managers (RMs) for a particular group.

e For aTMS, a server that performs most of the work that controls global transactions, you
can define the following parameters:

— TMSNAME contains the name of the executable for the transaction manager server
associated with the group defined in the entry. The Oracle Tuxedo system provides a
null transaction manager server called TMS, which is used by groups that participate in
transactions, but do not use an RM. This TMS server does not communicate with any
resource manager; it simply manages transactions without communicating with an RM.
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Defining Resource Managers and the Transaction Manager Server in the GROUPS Section

— TMSCOUNT contains the number of TM Ssto be booted (minimum of 2, maximum of 10,
default of 3).

e For each resource manager you can define the opENINFO and cLOSEINFO parameters. The
value of each isastring that contains information needed to open or close aresource
manager, respectively. Appropriate values for these parameters are supplied by RM
vendors. For example, if you are using an Oracle database as your RM, you might supply
the value shown in the following entry:

OPENINFO="ORACLE_XA:

Oracle_XA+Acc=P/Scott/*****+SesTm=30+LogDit=/tmp”

Sample of the GROUPS Section

The following sample entry is from the croups section in bankapp, the sample banking
application you received with the Oracle Tuxedo system.

BANKB1 GRPNO=1 TMSNAME=TMS_SQL TMSCOUNT=2
OPENINFO="TUXEDO/SQL:APPDIR/bankdll:bankdb:readwrite”

Description of Transaction Values in the Sample GROUPS Section
This table describes the transaction values shown in the sample croups entry.

Transaction Value Purpose
BANKB1 GRPNO=1 Contains the name of the transaction manager
TMSNAME=TMS_SQL TMSCOUNT=2 server (TMS_SQL), and the number (2) of these

servers to be booted in the group BANKB1

TUXEDO/ SQL Published name of the resource manager
APPDIR/bankdll Device name

bankdb Database name

readwrite Access mode

Characteristics of the TMSNAME, TMSCOUNT, OPENINFO, and CLOSEINFO
Parameters

The following table lists the characteristics of the TMSNAME, TMSCOUNT, OPENINFO, and
CLOSEINFO parameters.
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Set This
Parameter. .. To Specify the ...

TMSNAME Name of the transaction manager server executable.
Required parameter for applications with transactions.
TMS isanull transactional manager server.

TMSCOUNT Number of transaction manager servers (must be between 2 and 10).
Default is 3. This parameter is optional.

OPENINFO, Information needed to open or close a resource manager.
CLOSEINFO Content depends on the resource manager.
Value starts with the name of the resource manager.

Omission means the RM needs no information to open or close.

Enabling a Service to Begin a Transaction in the
SERVICES Section

In certain situations, you may want to set three transaction-related parameters—auTOTRAN,
TRANTIME, and ROUTING—inN the SERVICES section.

e If you want atransaction to be started by a service instead of aclient, you must set the
auTOTRAN flag to v. This setting is useful if a service is not needed as part of any larger
transaction, and if the application wants to relieve the client of making transaction
decisions. If the service is called when a transaction already exists, this call becomes part
of it. (The default isw.)

Note: Generally, clients are the best initiators of transactions because a service can
participate in alarger transaction.

e If AUTOTRAN iS St to v, you must set the TRanTTME parameter, which is the length of the
timeout for transactions to be created. The value must be greater than or equal to o0, and
must not exceed 2,147, 483, 647 (that is, 231 - 1, or about 70 years). A value of zero
implies there is no timeout for the transaction. (The default is 30 seconds.)

e You must define the RouTING parameter for transactions that use data-dependent routing.
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Characteristics of the AUTOTRAN, TRANTIME, and ROUTING
Parameters

The following table lists the characteristics of the AUTOTRAN, TRANTIME, and ROUTING
parameters.

Set This
Parameter ... To...

AUTOTRAN Make a service the initiator of atransaction.

To work properly, may be dependent on personal communication
between the application designer and the application administrator. If the
administrator sets this value to Y without prior knowledge of the ICF
parameters set by the devel oper, the wrong application behavior, or
failure of the application might be observed.

If atransaction already exists, a new oneis not started.
Default isn.

TRANTIME Specify the length of the timeout for the AUTOTRAN transactions.
Valid values are between 0 and 2,147,483,647 inclusive.
0 represents no timeout.
Default is 30 seconds.

ROUTING Point to an entry in the ROUTING section where data-dependent routing
is specified for transactions that request this service.

Modifying the Domains Configuration File to Support
Transactions

To enable transactions across domains, you need to set parametersin both the pm_r.ocar and the
DM_IMPORT Sections of the Domains configuration file (bMconrzc). Entriesin the pm_rocaLn
section definelocal domain characteristics. Entriesin the pm_tmporT section define servicesthat
are imported, or available from remote domains.
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Characteristics of the DMTLOGDEV, DMTLOGNAME,
DMTLOGSIZE, MAXRAPTRAN, and MAXTRAN Parameters

The pM_r.ocar section of the Domains configuration file identifies local domains and the
gateway groups associated with them. For each gateway group (Local Domain), you must create
an entry that specifiesthe parametersrequired for the Domains gateway processes running in that

group.

The following table describes the five transaction-rel ated parametersin this section: DMTLOGDEV,

DMTLOGNAME,DMTLOGSIZE,MAXRAPTRAN,andeXTRAN.

Set This
Parameter. ..

To Specify . . .

DMTLOGDEV

The Oracle Tuxedo filesystem that contains the Domains transaction log
(oMTLOG) for this machine. The DMTLOG is stored as an Oracle Tuxedo
VTOC table on the TLOGDEVICE (an Oracle Tuxedo filesystem). If this
parameter is not specified, the Domains gateway group is not allowed to
process requestsin transaction mode. Local domainsrunning on the same
machine can share the same DMTLOGDEYV filesystem, but aseparatelog (a
tablein the DMTLOGDEV) must be created for each local domain. The
name of each log is determined by the DMTLOGNAME parameter.

DMTLOGNAME

The name of the Domains transaction log for this domain. If this domain
resides on the same filesystem as other local domains (as reflected by a
common value for DMTLOGDEV), then the value of DMTLOGNAME must
be unique for each log. The value may contain a maximum of 30
characters. The default is DMTLOG.

DMTLOGSIZE

The size, in pages, of the Domains transaction log for this machine. The
value must be greater than zero and less than the amount of available
space on the Oracle Tuxedo filesystem. The default is 100 pages.

Note:  The number of domainsin a transaction determines the number
of pagesyou must specify inthe DMTLOGSIZE parameter. There
is no one-to-one mapping between transactions and log pages.
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Set This
Parameter . . . To Specify . . .

MAXRAPTRAN The maximum number of domains that can be involved in atransaction.
It must be greater than zero and less than 32,768. The default is 16.

MAXTRAN The maximum number of simultaneous global transactions allowed in
thislocal domain. It must be greater than or equal to zero, and less than
or equal to theMaxGTT parameter (which is defined in the configuration
file). The default is the value of MAXGTT.

Characteristics of the AUTOTRAN and TRANTIME Parameters

The pi_1MPORT Section of the Domains configuration file provides information about services
that areimported and thus available from remote domains. Each remote serviceisassociated with
aparticular remote domain.

Y ou have the option of setting two parameters in the pv_tmporT section that support
transactions: auToTraN and TrRanTIME. The following table describes these parameters.

This Parameter . . . IsUsed...

AUTOTRAN By gateways to automatically start and terminate transactions
for remote services. This capability isrequired if you want to
enforce reliable network communication with remote services.
To request this capability, set the AUTOTRAN parameter toy in
the entry for the appropriate remote service.

TRANTIME To specify the default timeout, in seconds, for atransaction
automatically started for the service being defined. The value
must be greater than or equal to zero, and lessthan 2147483648.
A value of zero implies the maximum timeout value for the
machine. The default is 30 seconds.

An additional transaction-timeout property named MaxTRANTIME from the RESOURCES section of
theusBconric fileisalso available. If themMaxTRANTIME timeout valueislessthan the TRANTIME
timeout value or thetimeout valuepassedinatpbegin (3c) call to start atransaction, thetimeout
for atransaction is reduced to the maxTRANTIME Value. MAXTRANTIME has no effect on a
transaction started on a machine running Oracle Tuxedo 8.0 or earlier, except that when a
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machine running Oracle 8.1 or later isinfected by the transaction, the transaction timeout value
is capped—reduced if necessary—to the maxTranTIME Value configured for that node.
For a Domains configuration, the following transaction-handling scenarios are possible:

o If an interdomain transaction infects a node that does not understand the MAXTRANTIME
parameter, or the node understands the MaxTRANTIME parameter but the parameter is not
set, the timeout value for the transaction is determined by TrRanTIME Or by the timeout
value passed in the tpbegin () call that started the transaction. If the TRaNTIME OF

tpbegin () timeout value is exceeded, all Oracle nodes infected with the transaction—
including the node that started the transaction—generate a TM S timeout message.

e |f an interdomain transaction infects a node that understands the MAXTRANTIME parameter
and the parameter is set for that node, the timeout value for the transaction is reduced to no
greater than the MaAxTRANTIME Value on that node.

If the TRANTIME Of tpbegin () timeout valueis lessthan or equal to MAXTRANTIME, the
transaction-handling scenario becomes the one previously described.

If the TRANTIME Of tpbegin () timeout valueis greater than MaxTRANTIME, the infected
node reduces the timeout value for the transaction to MAXTRANTIME. |f the MAXTRANTIME
timeout value is exceeded, the infected node generates a TM S timeout message.

For more information about MAXTRANTIME, See MAXTRANTIME in the RESOURCES Section in
UBBCONFIG (5) OF TA_ MAXTRANTIME inthe T_DOMAIN classin TM_MIB(5).

Example: A Distributed Application with Transactions

This section provides sample entries from a configuration file that defines bankapp as an
application that supports transactions and is distributed over three sites. The application is
characterized by the following:

e Data-dependent routing on ACCOUNT_1ID
e Datadistributed over three databases
e BRIDGE processes communicating with the system viathe atuz interface

e Application administration from one site

The file includes seven sections; RESOURCES, MACHINES, GROUPS, NETWORK, SERVERS,
SERVICES, and ROUTING.
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Sample RESOURCES Section

The following listing shows a sample RESOURCES section.

Listing 5-1 Sample RESOURCES Section

*RESOURCES

#

IPCKEY 99999
UID 1
GID 0
PERM 0660

MAXACCESSERS 25
MAXSERVERS 25
MAXSERVICES 40

MAXGTT 20

MASTER SITE3, SITEl
SCANUNIT 10
SANITYSCAN 12

BBLQUERY 180
BLOCKTIME 30

DBBLWAIT 6

OPTIONS LAN, MIGRATE
MODEL MP

LDBAL Y

In the preceding listing, note the following:

® MAXSERVERS, MAXSERVICES, and MAXGTT are set to values that are smaller than the
defaults, which reduces the size of the bulletin board.

e ThewMaAsTER issITE3 and the backup master is SITEL.

e It ispossible to use a networked configuration with migration because MODEL is set to mp
and OPTIONS iSSet to LAN, MIGRATE.

e Because BBLQUERY iS set t0 180 and scaNuNIT isset to 10, the pBBL will check the remote
BBLSevery 1800 seconds (that is, every half hour).
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Sample MACHINES Section

The following listing shows a sample MACHINES section.

Listing 5-2 Sample MACHINES Section

*MACHINES

giselle LMID=SITE1l
TUXDIR="/usr/tuxedo”
APPDIR="/usr/home”
ENVFILE="/usr/home/ENVFILE”
TLOGDEVICE="/usr/home/TLOG”
TLOGNAME=TLOG
TUXCONFIG="/usr/home/tuxconfig”
TYPE="3B600"

romeo LMID=SITE2
TUXDIR="/usr/tuxedo”
APPDIR="/usr/home”
ENVFILE="/usr/home/ENVFILE”
TLOGDEVICE="/usr/home/TLOG"
TLOGNAME=TLOG
TUXCONFIG="/usr/home/tuxconfig”
TYPE="SEQUENT"”

juliet LMID=SITE3
TUXDIR="/usr/tuxedo”
APPDIR='/usr/home”
ENVFILE="/usr/home/ENVFILE”
TLOGDEVICE="/usr/home/TLOG”
TLOGNAME=TLOG
TUXCONFIG="/usr/home/tuxconfig”
TYPE="AMDAHL"”

In the preceding listing, note the following:
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e TLOGDEVICE and TLOGNAME are specified, which implies that transactions will be done.

e The Typr parameters are all different, which indicates that all messages sent between
machines will be encoded and decoded.

Sample GROUPS and NETWORK Sections

The following listing shows sample crRoups and NETWORK Sections.

Listing 5-3 Sample GROUPS and NETWORK Sections

*GROUPS

DEFAULT: TMSNAME=TMS_SQL TMSCOUNT=2

BANKB1 LMID=SITEL GRPNO=1
OPENINFO="TUXEDO/SQL: /usr/home/bankdll:bankdb:readwrite”

BANKB2 LMID=SITE2 GRPNO=2
OPENINFO="TUXEDO/SQL: /usr/home/bankdl2:bankdb:readwrite”

BANKB3 LMID=SITE3 GRPNO=3

OPENINFO="TUXEDO/SQL: /usr/home/bankdl3:bankdb:readwrite”

*NETWORK

SITE1L NADDR="0X0002abl117B2D4359"
BRIDGE="/dev/tcp”
NLSADDR="0X0002abl27B2D4359"

SITE2 NADDR="0X0002ab117B2D4360"
BRIDGE="/dev/tcp”
NLSADDR="0X0002abl27B2D4360"

SITE3 NADDR="0X0002abl17B2D4361"

BRIDGE="/dev/tcp”
NLSADDR="0X0002abl127B2D4361"

In the preceding listing, note the following:
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e The tMscounT is set to 2, which means that only two Tvs_so1. transaction manager servers
will be booted per group.

e The opENINFO string indicates that the application will perform database access.

Sample SERVERS, SERVICES, and ROUTING Sections

The following listing shows sample SERVERS, SERVICES, and ROUTING Sections.

Listing 5-4 Sample SERVERS, SERVICES, and ROUTING Sections

*SERVERS

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=N CLOPT="-A"

TLR SRVGRP=BANKB1 SRVID=1 CLOPT="-A -- -T 100"
TLR SRVGRP=BANKB2 SRVID=3 CLOPT="-A -- -T 400"
TLR SRVGRP=BANKB3 SRVID=4 CLOPT="-A -- =T 700"
XFER SRVGRP=BANKB1 SRVID=5 REPLYQ=Y

XFER SRVGRP=BANKB2 SRVID=6 REPLYQ=Y

XFER SRVGRP=BANKB3 SRVID=7 REPLYQ=Y

*SERVICES

DEFAULT: AUTOTRAN=N

WITHDRAW ROUTING=ACCOUNT_ID

DEPOSIT ROUTING=ACCOUNT_ID

TRANSFER ROUTING=ACCOUNT_ID

INQUIRY ROUTING=ACCOUNT_ID

*ROUTING

ACCOUNT_ID FIELD=ACCOUNT_ID BUFTYPE="FML"

RANGES="MON - 9999:%*,
10000 - 39999:BANKB1
40000 - 69999 :BANKB2
70000 - 100000 :BANKB3

W

In the preceding listing, note the following:
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e Calstothe tpsvrinit () function by TLr serverswill include a number (100, 400, or
700) specified with the -T option.

o All service requests are routed on the accounT_1D field.

e No services are performed in auToTrRAN mode.

See Also

e What Isa Transaction? on page 4?71

e Using Tuxedo with Oracle Real Application Clusters (RAC) on page 771

“Writing Global Transactions’ in Programming Oracle Tuxedo ATMI Applications Using C

“What You Can Do Using the ATMI” in Introducing Oracle Tuxedo ATMI

For more information about using transactions in an Oracle Tuxedo CORBA environment,
refer to Using CORBA Transactions
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CHAPTERa

Using Tuxedo with Oracle Real
Application Clusters (RAC)

This chapter includes the following sections.

Instance Awareness

Using Tuxedo with XA Affinity

Using Tuxedo with Common XID

Using Tuxedo with Single Group Multiple Branches (SGMB)

Using Tuxedo with Fast Application Notification (FAN)
This release also supports the following RAC features added in previous releases.

e Using Tuxedo with Oracle Real Application Clusters (RAC)

Instance Awareness

For the servers associated with Oracle Database, Tuxedo uses customized callback to retrieve
Oracle Database instance information.

o XA Server

Tuxedo uses customized callback to retrieve Oracle Database instance information by static
callback registration for XA servers.

e Non-XA Server
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Tuxedo uses customized callback to retrieve Oracle Database instance information by
dynamic callback registration for non-XA servers with the following requirements.

— $TUXDIR/lib/tuxociucb.so.1.0 package should be deployedin
SORACLE_HOME/1ib.

— ORA_OCI_UCBPKG environment variable must include the package name.

It is necessary to deploy the package into $orRACLE_HOME/1ib before running a non-XA
server that needs instance awareness; otherwise, the server that uses dynamic callback
registration will fail.

Non-XA server tries to automatically set the environment variable ora_oc1_ucsrkre when
booting up. If the server failsto do so, an error message will occur in ur.oc and the
instance awareness will be disabled in the server.

Using Tuxedo with XA Affinity

This section contains the following topics.

6-2

Overview

XA Affinity Priority
XA Affinity Policy
Prerequisites
Configurations

Limitations

Overview

Oracle RAC environments have a one-to-many relationship between database and instances.
Servers or groups of a Tuxedo application running on an Oracle RAC may connect to different
instances.

Itis XA Affinity that ensures all database operations to connect the same RAC instance when
possible (no matter if those operations are in one global transaction branch or in different
branches of oneglobal transaction) and automatically exchangesthe affinity information between
Tuxedo domain and WebL ogic Server viaWTC (WebL ogic Tuxedo Connector).
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XA Affinity Priority
Tuxedo server selection rules are listed as below, in high to low priority order.

e CWTDOMAIN Transaction routing

Oracle RAC routing for transaction affinity using RAC instances

Service versioning

e Client/server affinity routing

XA Affinity
e Load balance based on Oracle RAC LBA (Load Balancing Advisor)
e Tuxedo load balance

If XA Affinity isenabled, the Oracle RAC routing rule that environment variable TUXRACGROUPS
specifies will be disabled.

Note: XA Affinity has no impact on domain routing. Only when arequest arrives at adomain
and starts to be routed to a service in that domain, XA Affinity affects server routing.

XA Affinity Policy

In the first place, Tuxedo selects the server that is associated with the same instance name, DB
name, and service name. If this attempt fails, Tuxedo follows the following policiesto find the
server.

e Tuxedo triesto find the server which is associated with both the same DB name and the
same service name. The server's group must not be involved in the current global
transaction.

o If the above attempt fails, Tuxedo triesto find the server which is associated with both the
same DB name and the same instance name.

o |f the above attempt fails, Tuxedo tries to find the server which is associated with the same
DB name.

o If the above attempt fails, Tuxedo finds the server according to Tuxedo normal load
balance.

Note: If Tuxedo finds multiple serversthat are at the same priority, Tuxedo will find the server
according to Tuxedo normal load balance.

Using Tuxedo with Oracle Real Application Clusters (RAC) 6-3



<~runChNum>

Prerequisites

Software Requirements

Only supports IBM AlX (64-bit), HP-UX (64-bit), Oracle Solaris (64-bit) on SPARC, Linux
x86-64, and Linux x86 platforms.

For specific platform software requirements, refer to Oracle Tuxedo 12c Release 1 (12.1.1)
Platform Data Sheets.

Installation Notes
e The Oracle Tuxedo must be 12c Release 1 (12.1.1) Rolling Patch 073 or above.
e The Oracle Database must be 11.2.0.2.0 or above.

Configurations

Aslong asthe option EEcs in opTTONS Of UBBCONFIG *RESOURCES Section is specified, XA
Affinity featureis enabled by default. A new option, NO_xXAAFFINITY, iSintroduced to
RMOPTIONS Of UBBCONFIG *RESOURCES Section to explicitly disable XA Affinity.

RMOPTIONS {[...|NO_XAAFFINITY], *}

Listing 7-1 showsan exampleto configure eecs; Listing 7-2 listsan exampleto explicitly disable
XA Affinity.

Listing 7-1 Example to Configure EECS

* RESOURCES

OPTIONS EECS

Listing 7-2 Example to Explicitly Disable XA Affinity

* RESOURCES
OPTIONS EECS

RMOPTIONS NO_XAAFFINITY
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Using Tuxedo with Common XID

This flag can also be specified in T_pomaIn classviaTv MIB, when the tuxedo application is
inactive. For more information, see File Formats, Data Descriptions, MIBs, and System
Processes Reference.

Note: XA Affinity requires Tuxedo serversto retrieve Oracle Database instance information.
Users can query a server’ s instance information through Tuxedo Tv_MIB T_SERVER
classsta_insTstTr field. For more information, see T_SERVER Class Definition.

Limitations

e Groupswith MRM (multiple RM) are not supported.

e The max number of affinity context (database name+instance name+service name) in one
transaction is 16.

o XA Affinity does not support multi-server single queue.
o XA Affinity does not support multi-threaded server.

o XA Affinity does not support cross-domain services.

Using Tuxedo with Common XID

This section contains the following topics.
e Overview

e Prerequisites

e Configurations

e Limitations

Overview

In general, for global transactions, each participating group hasits own transaction branch, and a
distinguished transaction branch identifier (X1D) identifies each branch. If a global transaction
involves multiple groups, Oracle Tuxedo adopts two-phase commit on each branch, taking the
first participating group as the coordinator.
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However, with common XID feature in this release, Oracle Tuxedo shares the coordinator group
transaction branch with all other groups within the same transaction. The groups that connect to
the same Oracle Database instance through the same service use the coordinator branch directly.
For those groups, XA committing operations are not required and are saved.

In the most extreme case, where all groupsin aglobal transaction use the coordinator branch
directly, Oracle Tuxedo adopts one-phase commit instead of two-phase commit; no Tr.oG is
written.

Typical Scenario

Assumetherearetwo groupscrr1 and Grp2 inaTuxedo application domain boM1. Server SERv1
belongsto crp1 and offers service svci while server serv2 belongsto gre2 and offers service
svcz. Both servi and serv2 connect to the same instance.

Then anative client begins aglobal transaction at first, invokes svci followed by svcz, and
commits the transaction.

If common XID functionality is enabled in the above case, Tuxedo invokes one-phase commit on
the transaction and no TLoG is written; otherwise, two-phase commit is invoked.

Users are allowed to trace the above behaviors through TMTRACE. Please refer to TMTRACE for
more information.

Prerequisites

Software Requirements

Only supports IBM AlX (64-bit), HP-UX (64-bit), Oracle Solaris (64-bit) on SPARC, Linux
x86-64, and Linux x86 platforms.

For specific platform software requirements, refer to Oracle Tuxedo 12c Release 1 (12.1.1)
Platform Data Sheets.

Installation Notes
e The Oracle Tuxedo must be 12c Release 1 (12.1.1) Rolling Patch 073 or above.
e The Oracle Database must be 11.2.0.2.0 or above.
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Using Tuxedo with Common XID

Configurations

Aslong astheoption EECs in 0PTTONS Of UBBCONFIG *RESOURCES Sectionisspecified, common
XID featureisenabled by default. A new option, No_coMmMoNx 1D, isintroduced to ruopPTIONS Of
UBBCONFIG *RESOURCES Section to explicitly disable common XID.

RMOPTIONS {[...|NO_COMMONXID], *}

Listing 7-1, ?$paratext>,? on page 7-4 shows an example to configure eecs; Listing 7-3 listsan
example to explicitly disable common XID.

Listing 7-3 Example to Explicitly Disable Common XID

* RESOURCES

OPTIONS EECS

RMOPTIONS NO_COMMONXID

This flag can also be specified in T_pomaIn classviaTv_MIB, when the tuxedo application is

inactive. For more information, see File Formats, Data Descriptions, MIBs, and System
Processes Reference.

Note: Common XID requires Tuxedo serversto retrieve Oracle Database instance information.
Users can query a server’s instance information through Tuxedo Tv_MIB T_SERVER
classsta_insTsTr field. For more information, see T_SERVER Class Definition.

Limitations

e Groupswith MRM (multiple RM) are not supported.

e Multi-threaded servers do not provide instance information viamis; however, common
XID still performswell on server-dispatched threads.

e |n two-phase commit scenarios, GWTDOMAIN is always involved to do prepare and/or
commit.

o If the coordinator group is the group where cwrpomMa1N locates, common XID does not
work.
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Using Tuxedo with Single Group Multiple Branches
(SGMB)

6-8

This section contains the following topics.
e Overview

e Prerequisites

e Configurations

e Limitations

Overview

In previous rel eases, serversin the same participated group use the same transaction branch in a
global transaction. However the transaction branch would fail if these serves connect to different
instancesof aRAC. An XA error, XAER_AFFINITY, Will bereported, meaning one branch cannot
go through different instances. For thisreason, the RAC service used by a Tuxedo group must be
asingleton RAC service. A DTP service (if the DTP option, -x in srvctl modify service,iS
specified) or a service offered by only one instance could be a singleton RAC service.

In this release, using different transaction branches on different instances in asingle group will
solve the issue. The Tuxedo group can then use non-singleton service and take advantage of its
benefits, such as load balance.

Prerequisites

Software Requirements

Only supports IBM AlX (64-bit), HP-UX (64-bit), Oracle Solaris (64-bit) on SPARC, Linux
x86-64, and Linux x86 platforms.

For specific platform software requirements, refer to Oracle Tuxedo 12c Release 1 (12.1.1)
Platform Data Shests.

Installation Notes
e The Oracle Tuxedo must be 12c Release 1 (12.1.1) Rolling Patch 073 or above.
e The Oracle Database must be 11.2.0.2.0 or above.
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Using Tuxedo with Single Group Multiple Branches (SGMB)

Configurations

Aslong asthe option EECs in 0PTIONS Of UBBCONFIG *RESOURCES Sectionis specified, SGMB
feature is enabled by default. A new option, sINGLETON, isintroduced to rRmopTIONS Of
UBBCONFIG *RESOURCES Section to explicitly disable SGMB.

RMOPTIONS {[...|SINGLETON], *}

Thisoption indicates all RAC services used in the domain are singleton, so the SGMB featureis
not necessary to work.

Listing 7-1, ?$paratext>,? on page 7-4 shows an example to configure eecs; Listing 7-4 listsan
example to explicitly disable SGMB.

Listing 7-4 Example to Explicitly Disable SGMB

* RESOURCES

OPTIONS EECS

RMOPTIONS SINGLETON

Thisflag can aso be specified in T_poma1n class via™v_m1B, when the tuxedo application is
inactive. For more information, see File Formats, Data Descriptions, MIBs, and System
Processes Reference.

Note: SGMB requires Tuxedo serversto retrieve Oracle Database instance information. Users
can query a server’sinstance information through Tuxedo Tv_MIB T_SERVER Class's
TA_INsTSTR field. For moreinformation, see T_SERVER Class Definition.

Limitations

e Groupswith MRM (multiple RM) are not supported.
e A transaction failsif more than 16 instances are involved in a single group.

e Read-Only optimization for XA does not work in atransaction if the preferred reserved
group is a multi-branch group. If cwrpoMAIN is hot the coordinator, the preferred reserved
group is the coordinator group; otherwise, the preferred reserved group is the participated
group coming next in the coordinator domain.
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e Multi-threaded servers do not provide instance information viamis; however, SGMB still
performs well on server-dispatched threads.

Using Tuxedo with Fast Application Notification (FAN)
This section contains the following topics.
e Overview
e Prerequisites
e Configurations

e Limitations

Overview
Tuxedo uses Fast Application Notification (FAN) to

e Provide rapid failure detection.

o Removeinvalid DB connections from Tuxedo server and create valid DB connection. |f
Tuxedo server cannot create valid DB connection, Tuxedo removes these servers from the
routing list.

Perform graceful shutdown for planned and unplanned Oracle RAC node outages.

Adapt to changes in topology, such as adding or removing a node.

Distribute runtime work requeststo all active Oracle RAC instances, including those
rejoining a cluster.

Prerequisites

Software Requirements

Only supports IBM AlX (64-bit), HP-UX (64-hit), Oracle Solaris (64-bit) on SPARC, Linux
x86-64, and Linux x86 platforms.

For specific platform software requirements, refer to Oracle Tuxedo 12c Release 1 (12.1.1)
Platform Data Sheets.
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Using Tuxedo with Fast Application Notification (FAN)

Installation Notes
e The Oracle Tuxedo must be 12¢c Release 1 (12.1.1) Rolling Patch 073 or above.
e The Oracle Database must be 11.2.0.2.0 or above.

e Using the connection steering requires Oracle client 11.2.0.2.0 or Oracle client 12.1.0.1.0
with a specific patch (contact Oracle Support for the patch, or higher release of Oracle
client).

Configurations

e Configurations on DB

e Configurations on Tuxedo

Configurations on DB
DB configuration includes the following topics.

e ONS
e Load Balancing Advisor (LBA)
e TAF

ONS

On Oracle server side, ONS daemon must be enabled.

If Tuxedo istaken as a native client, ONS daemon on the client side must also be enabled. The
ONS daemon configuration file islocated in $ORACLE_HOME/opmn/conf/ons .config. After
configuring ONS, start ONS daemon with onsct1 start command. Please make sure that ONS
daemon is running all the time.

If Tuxedo istaken asaremote client, ONS daemon on the client sideisnot used. It isthe preferred
mode.

Note: Onthe Oracle client side, if the Oracle version is lower than 12.1.0.1.0, ONS daemon
must be enabled.

Load Balancing Advisor (LBA)

The ONS may publish LBA about aservice if the service has|oad balancing advisory goal. You
can use -B option to specify the goal viasrvet1 when creating or modifying the service.
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TAF

If TAF isenabled, all Tuxedo servers can automatically do the reconnection by TAF; otherwise,
only XA servers can automatically do the reconnection.

Reconnection isfinished by TAF with the following requirements for user code.

o XA server

OPENINFO must include threads=t.

e Non-XA server

To monitor FAN event for the instance associated with the specific non-XA application
Server, $TUXDIR/1ib/tuxociucbh.so.1.0 should be deployed in $ORACLE_HOME/1ib,
and the name of this binary must be specified in ora_oc1_ucBPke environment variable.

-1 option in the servopts must be used for anon-XA server to indicate that the server will
connect to the Oracle Database. Since the ECID is enabled when -1, is specified, a new
option -F isintroduced into servoptsto close ECID. The usageisF nokecIp. The example
is below.

*SERVERS

serverl
SRVGRP=GRP1 SRVID=1 ClOPT="-L libclntsh.so -F noECID"

For TAF support, the OCI environment must be created in oc1_THREADED mode.

Pro* C users should be able to precompile with threads=yes and use the embedded SQL
statement as below before creating the first executable embedded SQL statement;
otherwise, only XA servers can do the reconnection.

EXEC SQL ENABLE THREADS;

Configurations on Tuxedo

It isrequired to configure TMFAN Server in UBBCONFIG *SERVERS Section and configure the
option EECS in 0PTIONS Of UBBCONFIG *RESOURCES Section. A new option, NO_FAN, iS
introduced to RMOPTIONS Of UBBCONFIG *RESOURCES Section to explicitly disable FAN.
RMOPTIONS {[...|NO_FAN], *}

Listing 7-1, ?$paratext>,? on page 7-4 shows an example to configure eecs; Listing 7-5 listsan
example to explicitly disable FAN.
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Listing 7-5 Example to Explicitly Disable FAN

* RESOURCES
OPTIONS EECS

RMOPTIONS NO_FAN

Thisflag can also be specified in T_poma1n class via™v_m1B, when the tuxedo application is
inactive. For more information, see File Formats, Data Descriptions, MIBs, and System
Processes Reference.

Note: FAN requires Tuxedo serversto retrieve Oracle Database instance information. Users
can query a server’sinstance information through Tuxedo T™_MIB T_SERVER class's
Ta_1NsTSTR field. For moreinformation, see T_SERVER Class Definition.

Limitations

e Groupswith MRM (multiple RM) are not supported.

o |f the customized server is going to use OCI to connect Oracle database, ocT_No_ucB
should not be set at OCI initiaization time.

e Load balance based on Oracle RAC LBA (Load Balancing Advisor) does not support
multi-server single queue.

e | oad balance based on Oracle RAC LBA (Load Balancing Advisor) does not support
multi-threaded server.

e L oad balance based on Oracle RAC LBA (Load Balancing Advisor) does not support
cross-domain services.

Using Tuxedo with Oracle Real Application Clusters (RAC)

This section contains the following topics.
e Overview
e Limitations

e Software Requirements
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e Configuring Tuxedo for Oracle RAC

Overview

The Oracle Real Application Clusters (RAC) feature supports clustering of machinesthat utilize
replicated Oracle database services accessing the same Oracle database. Oracle RAC providesthe
ability to concurrently access the same Oracle database from instances physically located on
multiple Oracle server machines, and offersthe ability to failover unsuccessful databaseinstances
to alternate locations.

However, specific support for Oracle RAC isrequired by the Transaction Monitor in order to take
advantage of these replication and failover featuresin an X A transaction environment or to obtain
optimal RAC performance. This is because Oracle 10g does not allow the same database to be
accessed from multiple RAC instances within the same XA transaction.

Note: Oracle 12c does allow the same database to be accessed from multiple RAC instances
within the same XA transaction, but performance may be better if all accesses within a
particular XA transaction occur from the same RAC instance.

In addition, Oracle 10gR1 requires Transaction Monitor invol vement when prepared transactions
failover from one RAC instance to another.

Tuxedo provides Transaction Monitor support for Oracle RAC by allowing an administrator to
specify listsof groupsassociated with different RACinstances. Thisallows Tuxedo to ensurethat
groups associated with different instances of the same RAC database do not participate in the
same transaction. The Tuxedo Oracle RAC support feature also provides away for Tuxedo
transaction manager server (TMS) processes to be notified of RAC failover eventswhich is
required when using Oracle 10gR1.

Conseguently, thisallowsthe TM Sto re-obtain alist of Oracle 10gR1 prepared transactionsfrom
Oracle asrequired for RAC failover recovery.

Note:  When using Oracle 10gR2, administrators should use an Oracle <b>DTP Service</b>
to access the Oracle RAC system. This DTP service name should be specified in the
OPENINFO string for the associated Tuxedo groups. Oracle 10gR2 verifies the service
name, and migratesit to an aternate instance if required.

When using Oracle 12c or later release, the service nameis transparently and
automatically migrated to an alternate instance, if required, without any specific
configuration.
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Limitations

e Tuxedo supports Oracle RAC only when using Oracle 10g or later release, and does not
support Oracle RAC when using Oracle 9i.

Note: For Oracle 10gR1, patch set 10.1.0.3 or aboveis required.

For Oracle 10gR2, patch set 10.2.0.2 or aboveis required dueto the bug described at:
https://metalink.oracle.com/metalink/plsql/f 7p=130:14:3193163745563425327::::p
14 database id.

For Oracle 12c, patch set 11.1.0.6 or aboveis preferred. Use of Oracle 12c ishighly
encouraged due to significant RAC improvements.

e In someinstances, using Oracle RAC with the Dynamic XA switch enabled may generate a
core dump and cause a system crash. Please contact Oracle Support directly if you
encounter thisissue and provide the following information:

— BUG 4644880 - Oracle bug fix identification number

— the patch set version for the 10g release you are using

Software Requirements

For specific platform software requirements, refer to Oracle Tuxedo 12c Release 1 (12.1.1)
Platform Data Shests.

Configuring Tuxedo for Oracle RAC

Tuxedo support for Oracle RAC requires two steps:
e Configuring Transaction Propagation

e Configuring Transaction Recovery

Thefollowing command and environment variables are used to exclusively configure Tuxedo for
Oracle RAC support:

® Three environment variables

— TUXRACGROUPS (required for Oracle 10gR1 and 10gR2, optional for Oracle 11g and
later releases)

— XARETRYDURATIONSECONDS (required only for Oracle 10gR1)

— XARETRYINTERVAL (required only for Oracle 10gR1)
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e One Command

— TMS_rac_refresh (1) (required only for Oracle 10gR1)

Configuring Transaction Propagation

Oracle 10gR1 does not allow the same database to be accessed from multiple RAC instances
within the same XA transaction. In addition, Oracle 10gR1 requires Transaction Monitor
involvement when prepared transactions failover from one RAC instance to another.

Oracle 10gR2 permits different RAC instances to operate on different transaction branchesin
RAC, but if transaction branches are on different instances, then they areloosely coupled and do
not sharelocks. Also, for optimum commit performance, it isimportant to use only asingle RAC
instance within agiven XA transaction.

For thisreason, it is still important to associate an XA transaction with asingle RAC instancein
Oracle 10gR2. (For further information on using Oracle XA with RAC, refer to the "Developing
Applications with Oracle XA" chapter in the Oracle Database Application Developer's Guide -
Fundamentals.

The TuxrACGROUPS environment variable is used to associate Tuxedo groups with specific
instances of Oracle RAC configurations so that Tuxedo does not include groups from multiple
instances of the same RAC configuration within the same XA transaction.

Note:

When using Oracle 10g, a single transaction should not span multiple Oracle RAC
instances. The groups that participate in a particular transaction are determined at the
time the transaction is started. Each transaction is assigned to one particular instance of
each RAC configuration such that the groups in each instance of a particular RAC
configuration are assigned to an equal number of transactions.

Oracle 12c permits different RAC instances to operate on different transaction branches
in RAC, and if transaction branches are on different instances, then they aretightly
coupled and share locks and resources. So the TUXRACGROUPS environment variableis
not necessary when using Oracle 12c. This environment variable still worksin Oracle
12c and you can useit to associate Tuxedo groups with specific instances of Oracle RAC
configurations.

TUXRACGROUPS

The TuxrACGROUPS environment variable specifies the groups that are associated with a
particular RAC configuration, and will disallow sending service callsin the same
transaction to two or more groups identified as different instances of the same RAC
configuration.
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WARNING: If the TuxrACGROUPS environment variableisused, it must be set on al machines
in a configuration, and must have the same sets of groups specified in the same
order on al machines.

If thisrestriction is not followed, then inconsistent sets of groups can beincluded
within atransaction. The coordinating group will notice the inconsistency at
commit time, roll back the transaction, and send an error message to the userlog.

TUXRACGROUPS Syntax

The TuxracGROUPS environment variableis used to define Oracle RAC group configurations. Its
syntax is asfollows:

TUXRACGROUPS="G1,G2,..,Gm;H1,H2,..,Hn[;..] : I1,I2,..,I0;J1,32,..,Jdp[;..] [:..1"

Comma (,) separated list
Used to specify groups in the same instance of an Oracle RAC configuration. Multiple
groups from a comma separated list can be used together in the same transaction.

Note: Typicaly, most users place all of the services associated with one database
instancein asinglegroup, therefore commasare not needed in the TUXRACGROUPS
value.

Semicolon (;) separated list
Used to specify sets of groups in different instances of an oracle RAC configuration.
Groups from different RAC instances from the same RA C database configuration cannot
be used together in the same transaction.

Since the purpose of the TuxracGROUPS environment variable isto specify groups
associated with different instances of the same Oracle RAC configuration, all applications
using the TuxraccrouPs Vvariable should have at |east one semicolon in the environment
variable value.

Colon (:) separated list
Used to separate information about one Oracle RAC configuration from information
about adifferent Oracle RAC configuration. The colon indicates that multiple Oracle
RAC database configurations are totally independent of each other.

Note: Typically, most users specify only one RAC database configuration, therefore
colons are not needed in the TuxrACGROUPS value.

TUXRACGROUPS Examples

This section describes four different examples for defining Oracle RAC group configurations:

e Example 1: Simple Configuration

Using Tuxedo with Oracle Real Application Clusters (RAC) 6-17



<~runChNum>

e Example 2: Oracle RAC Single Instance with Multiple Groups
e Example 3: Multiple Oracle RAC Instances with Multiple Groups

Example 1: Simple Configuration

TUXRACGROUPS="G1;G2"
Figure 7-1 shows a simple Oracle RAC configuration.
In this example, there is one Oracle database, (ORA1), two Oracle RAC instances with 1 group

per each instance.
The same transaction request to both crour1 and Group2 cannot be sent because they access
database services through different instances that map to the same Oracle RAC database

configuration.
Figure 7-1 (ORA1) Simple Configuration
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Example 2: Oracle RAC Single Instance with Multiple Groups
TUXRACGROUPS="GROUPL ; GROUP2 : GROUP3 ; GROUP4 , GROUP5"

Figure 7-2 shows an example of adding multiple groups to asingle instance.

In this example, there are two Oracle databases. ora1 and ora2. ora1 offers machine-specific
servicesora1sITEL and ora1SITEZ, and ora2 offers machine-specific servicesora2s1Tr1 and
ORA2SITE2. The objectiveisto assign an approximately equal number of transactions and
configure the same services to the groups associated with each instance of an Oracle RAC
configuration.

The same transaction request to both crour1 and Group2 cannot be sent because they access
database services through different instances that map to the same Oracle RAC database
configuration. The same appliesto cGrRour3 and GROUP4 OF GROUP3 GROUPS5, the sametransaction
cannot be sent to both these groups.

GrRoUP4 and grour5 both access the same database service of the same Oracle RAC database
configuration, so these groups would be permitted together. croupr1 and crour4 would be
permitted together, because they access different RAC database configurations. If thereisalsoa
GrouPé inthisconfiguration, it would be permitted with any other group, because croupsé is not
an Oracle RAC group.

Note: The number of groupsin each Oracle RAC instance does not have to be the same.
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Figure 7-2 (ORA2) Single Oracle RAC Instance with Multiple Groups
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The *croups and *SERVERS sections of the ussconr1c filefor this configuration might look as
followsin Listing 7-6:

Listing 7-6 UBBCONFIG File *GROUPS and *SERVERS Sections Example

*GROUPS
DEFAULT: TMSNAME=TMS_ORA TMSCOUNT=2

GROUP1 LMID=SITEl GRPNO=1
OPENINFO="ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SqlNet=0ORA1SITEl+SesTm=100

+LogDir=.+MaxCur=5"
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GROUP2 LMID=SITE2 GRPNO=2
OPENINFO="ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SqglNet=0RA1SITE2+SesTm=100

+LogDir=.+MaxCur=5"

GROUP3 LMID=SITELl GRPNO=3
OPENINFO="ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SglNet=0ORA2SITEl+SesTm=100

+LogDir=.+MaxCur=5"

GROUP4 LMID=SITE2 GRPNO=4
OPENINFO="ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SqlNet=0RA2SITE2+SesTm=100

+LogDir=.+MaxCur=5"

GROUPS LMID=SITE2 GRPNO=5
OPENINFO="ORACLE_XA:Oracle_XA+Acc=P/scott/tiger+SqglNet=0RA2SITE2+SesTm=100

+LogDir=.+MaxCur=5"

GROUP6 LMID=SITELl GRPNO=6 TMSNAME=TMS_QM
OPENINFO="TUXEDO/QM: /home/myapplication/QUE:QSPACE"

*SERVERS

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLOPT="-A"
EMPLOYEE_SVR SRVGRP=GROUP1l SRVID=1
EMPLOYEE_SVR SRVGRP=GROUP2 SRVID=2
BANKING_SVR SRVGRP=GROUP3 SRVID=3
BANKING_SVR SRVGRP=GROUP4 SRVID=4
BANKING_SVR SRVGRP=GROUP5 SRVID=5

Note: crour4 and GrouPps have the same oPENINFO Strings, because they both use the same
database service from the same database.

The specification of the orEnINFO String for Oracle groupsin the *Groups sectionisthe
same as when using Oracle without RAC. For information on how to specify an
OPENINFO string for an Oracle group, refer to the Devel oping Applications with Oracle
XA chapter in the Oracle Database Application Developer's Guide - Fundamentals.

Example 3: Multiple Oracle RAC I nstances with Multiple Groups

TUXRACGROUPS="GROUP11, GROUP12, GROUP13; GROUP21, GROUP22 :GROUP3 ; GROUP4,
GROUPS"

Figure 7-3 shows an exampl e of adding multiple groups to multiple instances.
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Thisexampleissimilar to the previous example — except that crour11, GROUP12, and GROUP1 3
are al associated with the first RAC instance of the first RAC configuration, and croupr21 and
GRrROUP22 are both associated with the second RAC instance.

If the first service call in atransaction in this configuration goes to crour12, then it would be
possibleto send other service callsin thistransaction to crour11, GrROUP12, Or GROUP1 3, but not
t0 GROUP21 Or GROUP22.

If atransactional service call is madeto aservice that is not advertised in any permitted groups
but is available in one or more prohibited groups, the result is:

e thecall fails

® tperrno iS Set t0 TPENOENT

® tperrordetail IS Set to the new value TPED_GROUP_FORBIDDEN
Figure 7-3 Multiple Oracle RAC Instances with Multiple Groups

Oracle RAC Configuration 1 Oracle RAC Configuration 2

Oracle Oracle

Database
2
(ORAZ2)

Database
1
(ORA1)

Oracle RAC QOracle RAC Qracle RAC Oracle RAC
Instance 1 Instance 2 Instance 1 Instance 2

Group Group  Group Group Group Group Group Group
12 13 21 22 3 4 5

6-22 Using Tuxedo with Oracle Real Application Clusters (RAC)



Using Tuxedo with Oracle Real Application Clusters (RAC)

For each RAC configuration defined as part of the TuxrACGROUPS environment variable, Tuxedo
determines which RAC group(s) in that configuration participate in aparticul ar transaction when
that transaction is started.

Transaction Creation Behavior Using TUXRACGROUPS

Transactions are a pinned to Oracle RAC instances for aslong asthey exist. Thisistrue
independently, whether the call flow for such a transaction ever reaches a Tuxedo service
associated with Oracle RAC or not.

There are two ways that transactions can be created:

e Transactions created in a group listed inside TuxraccrouPs are pinned to the Oracle RAC
instance configured via TUXRACGROUPS.

e Transactions created in groups not listed inside TuxracGROUPS are pinned to one of the
available Oracle RAC instances in aload-bal ancing-like a gorithm.

Data Dependent Routing Using TUXRACGROUPS

Data dependent routing has been extended to support Oracle RAC configurations. It is possible
to define multiple groups for the same routing range in the UBBCONFIG *rouTING Section.
Listing 7-7 shows an example of different Tuxedo groups with the same range of values.

Listing 7-7 Tuxedo Groups with Same Range Values

RANGES="1-5:GROUP1A, 1-5:GROUP1B, 6-10:GROUP2B, 6-10:GROUP2A, *:*"

Inthisexample, croupr1a and Group1B are responsiblefor the same datarange and croupr2a and
GROUP2B are responsible for the same data range. Tuxedo routes the service request to the group
associated with the Oracle RAC instance that the transaction belongs to.

Data dependent routing for transactional services offered in RAC groups achieves the desired
result only if:

e Each Oracle RAC Instance configuration offers a service instance that can process each
datavalue.

Since al but one of the instancesin a RAC configuration are disallowed in a particular
transaction, each data value must be specified for a service in each RAC instance.
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Otherwise, that data value will not be processed by any servicein the RAC configuration
for some transactions.

e Different service instances connected to the same Oracle RAC Instance process different
data values.

If all datavalues are processed by the same set of service instances, then thereis no need
to use data dependent routing.

e Multiple ranGEs entries for each routing value must be created for each RAC instance
offering the service.

If arouting was not configured for a special RAC instance a service calls for atransaction
pinned to that Oracle RAC Instance will fail with tperrno set to TPENOENT and tperror
detail set to TPED_GROUP_FORBIDDEN.

When transactional routing occurs, any groups that are not permitted for the current transaction
are ignored. The routing decision only considers:

e Groups associated with the allowable RAC instance.

e Groups not associated with a RAC configuration.

If routing is performed for a non-transactional request, all groups can participate. The serviceis
routed to thefirst group matching thedatavaluelisted inthe UBBCONFI G file *rouT1ING Section
raNGES field. All non-transactional requests for a special range of values are handled by one
Oracle RAC instance only.

If routing is performed for a mixture of transactional and non-transactional requests, some
applications may not require non-transactional request load balancing. Y ou can vary the RAC
instanceslisted first inyour application for different dataval ues so that non-transactional requests
are balanced accordingly among services offered by different RAC instances.

There is no way to enforce load balancing between al groups associated with the same routing
range for non-transactional requests. If you want to enforce one-by-one load balancing, try the
following:

e Varying the RAC instance listed first for each data value so that each RAC instance occurs
first for approximately equal amounts of data, or

e Calling an intermediate AUTOTRAN service (in the UBBCONFIG file *SERVICES
section) to enforce that each service call is associated with atransaction.

Figure 7-4 shows an exampl e of routing transactional and non-transactional requestsin an Oracle
RAC configuration.
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Figure 7-4 Routing Transactional/Non-Transactional Requests
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The configuration shownin the example consistsof 2 Oracle RAC instances. If 1,000 transactions
are created in agroup not listed in Tuxraceroups, around 500 transactions will be pinned to
Oracle RAC instance 1 and can only access crour1a and croup2a. The other 500 transactions
will be pinned to Oracle RAC instance 2 and can only access GRouP1B and GROUP2B.

Listing 7-8 shows an example of how the *seErvICES and *ROUTING sections of the UBBCONFIG
file for this configuration might look:

Listing 7-8 UBBCONFIG File *SERVICES and *ROUTING Sections Example

*SERVICES
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DEPOSIT SRVGRP=GROUP1A ROUTING=MYROUTE
DEPOSIT SRVGRP=GROUP2A ROUTING=MYROUTE
DEPOSIT SRVGRP=GROUP1B ROUTING=MYROUTE
DEPOSIT SRVGRP=GROUP2B ROUTING=MYROUTE

*ROUTING

MYROUTE FIELD="BRANCH_ID”
RANGES="1-5:GROUP1A, 1-5:GROUP1B, 6-10:GROUP2B, 6-10:GROUP2A, *:*”
BUFTYPE="FML32"

GrRoUP1A and Grour2A belong to Oracle RAC instance 1. crour1B and GrRouP2EB belong to
Oracle RAC instance 2. Requestswith aBrancH_1D 1 through 5 must be handled by crouria or
GROUP1B. Reguests with a BRaNcH_1D 6 through 10 must be handled by GRoUP2A Or GROUP2B.

For transactional requests, all transactions pinned to Oracle RAC instance 1; branches 1-5 map
to croupr1a and branches 6-10 map to croupr2a. The other half is assigned to Oracle RAC
instance 2; branches 1-5 map to croupr1r and branches 6-10 map to GROUP2B.

For non-transactional requests, branches 1-5 map to croupr1a, and branches 6-10 map to
GROUP2B. These are the first groups specified that match the respective routing ranges.
Requests with an invalid BrancH_1D are mapped to any permitted group.

Note: Oracle RAC instance 1 is specified first for one datarange and RAC instance 2 is
specified first for the other data range in an attempt to achieve some non-transactional
load balancing between RAC instances.

Assigning Transactions to Special Oracle RAC Instances

Y ou may want to split your environment into multiple machines. For example, you may want a
Tuxedo domain with some machines only accessing Oracle RAC instance 1 and other machines
only accessing Oracle RAC instance 2 in order to enforce regiona independency if Tuxedo
installations and Oracle RAC installations are distributed over different buildings. The
environment may be configured so that as few as possible calls should be sent outside of a
building.

Figure 7-5 shows an example with, machine 1 serving Grour1a and GrROUP22; machine 2 serving
GrouP1B and GrouP2B. In addition, calls might be made and transactions might be created from
a Tuxedo /Domain Gateway, for Tuxedo /WS clients, Tuxedo Native Clients, Tuxedo /Q, or any
server linked with another Resource Manager such as MQ Series.
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Whenever arequest is sent, the transaction should be pinned to the local machine and avoid
hopping between different machines as much as possible.

Figure 7-5 Assigning Transactions to Special Oracle RAC Instances
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Transaction Starting Points

Listing 7-9 shows a UBBCONFIG file example with two physical machines, Tuxm1 and Tuxm2,
running Tuxedo. Both machines have two groups connecting to an Oracle RAC. GroupsGROUP1A
and GrouP22 arerunning on machine tuxm1 connecting to RAC instance 1. Groupscroupr1B and
GROUP2B are running on machine Tuxum2 connecting to RAC instance 2.

Listing 7-9 UBBCONFIG File Example

*MACHINES

DEFAULT:
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APPDIR="/path/to/appdir"
ENVFILE="/path/to/oracle.env"
TUXDIR="/path/to/tuxdir"
TUXCONFIG="/path/to/tuxconfig"
TLOGDEVICE="/path/to/TLOG"

"machinel" LMID=TUXM1

"machine2" LMID=TUXM2

*GROUPS

ADMGRPA LMID=TUXM1 GRPNO=10 OPENINFO=NONE
ADMGRPB LMID=TUXM2 GRPNO=20 OPENINFO=NONE

GROUP1A LMID=TUXM1 GRPNO=101 TMSNAME=TMS_ORA
OPENINFO="Oracle_XA:0Oracle_XA+ACC=P/user/password+Sglnet=0RA1SITEl1+SesTm=1
00+LogDir=.+MaxCur=5"

GROUP1B LMID=TUXM2 GRPNO=102 TMSNAME=TMS_ORA

OPENINFO="Oracle_XA:0Oracle_XA+ACC=P/user/password+Sglnet=0RA1SITE2+SesTm=1
00+LogDir=.+MaxCur=5"

GROUP2A LMID=TUXM1 GRPNO=201 TMSNAME=TMS_ORA
OPENINFO="Oracle_XA:0Oracle_XA+ACC=P/user/password+Sglnet=0RA1SITEl+SesTm=1
00+LogDir=.+MaxCur=5"

GROUP2B LMID=TUXM2 GRPNO=202 TMSNAME=TMS_ORA

OPENINFO="Oracle_XA:Oracle_XA+ACC=P/user/password+Sglnet=0RA1SITE2+SesTm=1
00+LogDir=.+MaxCur=5"

GROUP_TDOM_A LMID=TUXM1 GRPNO=301
GROUP_TDOM_B LMID=TUXM2 GRPNO=302

GROUP_CLIENT_A LMID=TUXM1 GRPNO=401 TMSNAME=TMS
GROUP_CLIENT_ B LMID=TUXM2 GRPNO=402 TMSNAME=TMS
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*SERVERS
DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLOPT="-A"

TMSYSEVT SRVGRP="ADMGRPA" SRVID=10
TMUSREVT SRVGRP="ADMGRPA" SRVID=20

TMSYSEVT SRVGRP="ADMGRPB" SRVID=10 CLOPT="-A -- -S "
TMUSREVT SRVGRP="ADMGRPB" SRVID=20 CLOPT="-A -- -S "

EMPLOYEE_SVR SRVGRP=GROUP1A SRVID=1
EMPLOYEE_SVR SRVGRP=GROUP1B SRVID=2
BANKING_SVR SRVGRP=GROUP2A SRVID=3
BANKING_SVR SRVGRP=GROUP2B SRVID=4

DMADM SRVGRP="GROUP_TDOM_A" SRVID=100
GWADM SRVGRP="GROUP_TDOM_A" SRVID=110
GWTDOMAIN SRVGRP="GROUP_TDOM_A" SRVID=111 REPLYQ=Y RQADDR="GWGRP_M1"
GWADM SRVGRP="GROUP_TDOM_B" SRVID=110
GWTDOMAIN SRVGRP="GROUP_TDOM_B" SRVID=111 REPLYQ=Y RQADDR="GWGRP_M2"

Additionally, thereis agroup for administrative services, as well as one group for Tuxedo
/Domain gateways and one group for native Tuxedo clients on both machines. All transactions
are created by GWTDOMAIN and native clients. Even if GWTDOMAIN and the native Tuxedo
clients never connect to an Oracle RAC directly, they must be included in TuxraCGROUPS &S
shownin Listing 7-10 to ensure that the opened transactions bel ong to the correct RAC instance
and are handled locally.

Note: Nativeclientsmust set tpinfo->grpname tothelocal group to ensuretheright behavior.
For more information, see ?$paratext>? on page 7-31.

Listing 7-10 TUXGROUPS

TUXRACGROUPS="GROUP_TDOM_A, GROUP_CLIENT_A, GROUP1A, GROUP2A; GROUP_TDOM_B,
GROUP_CLIENT_ B, GROUP1B, GROUP2B"

Using Tuxedo with Oracle Real Application Clusters (RAC) 6-29



<~runChNum>

6-30

TUXRAGROUPS Transaction Use Cases
Dealing with Service Callsthat are Made Outside of Transactions

Aslong as no transaction isinvolved, Tuxedo will try to handle as many requests as possible on
the local machine aslong as the load allows and requests will only go to remote machinesif no
local services areidle according to the load balancing algorithm. Summarized this means one
does not have to care about requests sent to remote machinesif all services are available on all
machines.

What an administrator always has to ensure is that he includes all service groupsinto the
TUXRACGROUPS environment variable that are accessed during the call flow and that are
candidates for opening a new transaction even if they are not linked with the Oracle RM and/or
are not physically associated with any Oracle RAC instance. The environment variable
TUXRACGROUPS does not have any impact for non-transactional service calls.

Avoiding Transactions Created by a Group Handling an Exter nal Resour ce M anager Being
Sent to a Remote Machine

If you have a Tuxedo server built with another RM such as MQSeries or another database, you
can force newly started transactions to be pinned to your local machine by including this group
into the TuxrRACGROUPS environment variable as well.

Listing 7-11 MQSeries Example

TUXRACGROUPS="MQSGROUPA, GROUP1A, GROUP2A; MOSGROUPB, GROUP1B, GROUP2B"

In this example MosGRrRouPa, GRoUP1A and GrouPp2a are located on machine 1 and MQSGROUPE,
GROUP1B and GROUP2B are located on machine 2.

If aserver inside group MQSGROUPA creates atransaction, all Tuxedo service calls for services
under groups GROUP1A, GROUP2A, GROUP1B and GRour2B Will only go to GRour1a and GROUP2A.
GrouP1B and crour2B areignored as they belong to RAC instance 2 and the transaction was
already created for RAC instance 1 via group MQSGROUPA.

Avoiding Transactions Created by GWTDOMAIN Being Sent to a Remote M achine?

Create onlocal Tuxedo/Domain Gateway on each machine. Set the TuxrRacGROUPS environment
variable as shown in Listing 7-12.
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Listing 7-12  GWTDOMAIN Example

TUXRACGROUPS="GWTGROUPA, GROUP1A, GROUP2A ; GWTGROUPB, GROUP1B, GROUP2B"

In this example gwTcrOUPA, GROUP1A and GRoup22 are located on machine 1 and GWTGROUPE,
GROUP1B and GRouP2B are located on machine 2.

If GWTDOMAIN on machine 1 creates anew transaction becauseit receives an external request,
all Tuxedo service callsfor services under groups GROUP1A, GROUP2A, GROUP1B and GROUP2B
will only gotocrouria and crRour2a. GROUP1B and GROUP2B areignored asthey belongto RAC
instance 2 and the transaction was already created for RAC instance 1 via group GWTGROUPA.

Avoiding Transactions created by TM QFORWARD Being Sent to a Remote M achine

Create alocal Tuxedo /Q configuration on each machine. Set your TUXRACGROUPS environment
variable as shown in Listing 7-13.

Listing 7-13 TMQFORWARD Example

TUXRACGROUPS="QUEUEGROUPA, GROUP1A, GROUP2A ; QUEUEGROUPB, GROUP1B, GROUP2B"

In this example QUEUEGROUPA, GROUP1A and Group2a are located on machine 1 and
QUEUEGROUPB, GROUP1B and GrRoUP2B are located on machine 2.

If TMQFORWARD on machine 1 transactionally forwards a new message to such an Oracle
service, al Tuxedo service callsfor services under groups GROUP12a, GROUP22, GROUP1B and
croup2B Will only go to crour1a and GROUP2A. GROUP1B and GROUP2B are ignored as they
belong to RAC instance 2 and the transaction was already created for RAC instance 1 viagroup
QUEUEGROUPA.

Avoiding Transactions Created by Tuxedo Native Clients Being Sent to a Remote Machine

Y ou can also bind native clientsto a special server group. Y ou just haveto build the client using
the command buildclient -r <RM_of_the_group> -f <source_file> -o
<binary_file> andinitiate tpinit () with the group name that you want to use.
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For example, you can create two additional groups cL.IENTGROUPA and CLIENTGROUPB,and start
at least two TMS in each group. Set your TUXRACGROUPS environment variable as shown in
Listing 7-14.

Listing 7-14 Remote Machine Example

TUXRACGROUPS="CLIENTGROUPA, GROUP1A, GROUP2A; CLIENTGROUPB, GROUP1B, GROUP2B"

Whenever you initiate tpinit (TPINIT *tpinfo) withaTPINIT structure where
tpinfo->grpname iSSet to CLIENTGROUPA the client is associated with cLIENTGROUPA. When
tpinfo->grpname iS Set t0 CLIENTGROUPB, the client is associated with CcLIENTGROUPB.

Native clients on machine 1 should always call tpinit () withtpinfo->grpname =
CLIENTGROUPA,; hative clients on machine 2 should always call tpinit () with
tpinfo->grpname = CLIENTGROUPB if CLIENTGROUPA iSrunning on machine 1l and
CLIENTGROUPB iS running on machine 2. When a Tuxedo Native Client calls tpbegin (), the
transaction is associated with RAC instance 1 in case of cL.tENTGROUPA and with RAC instance
2 in case of CLIENTGROUPB

Avoiding Sending Transactions Created by Tuxedo /WS Clientsto Remote M achines

The grpname value must be the NULL string (0-length string) for Workstation clients.
Y ou cannot set any group name and you cannot pin /WS clientsto special groups. tpbegin ()
inside the Tuxedo /WS clients is always unspecified and the opened transaction is distributed in
equal parts over al RAC instances.

The best practice to use with Tuxedo /WS Clientsis to avoid transaction handling on the client
side, and start the transaction with the first server that is called by the Tuxedo /WS Client. For
example, you can automatically force creating a transaction when setting the auToTraN
parameter for the called servicein the UBBCONFIG file *servIicEs section.

Configuring Transaction Recovery

TMS_rac_refresh (1), XARETRYDURATTIONSECONDS, and XARETRYINTERVAL Specifically
handle transaction recovery issues.

TMS_rac_refresh(1)iscalled when an Oracle RAC group fails over to an alternate group.
TMS_rac_refresh (1) should not be executed manually from the command line; the proper way
toinvoke TMS_rac_refresh (1) isto use Oracle Fast Application Notification (FAN).
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Note: For more details on configuring Oracle FAN, refer to Oracle 10g documentation.

TheXaRETRYDURATIONSECONDS and XARETRY INTERVAL environment variablesare used to retry
transaction recovery operations (xa_recover ()) asreguired by Oracle RAC.

XARETRYDURATIONSECONDS
Specifies the time interval during which the Tuxedo Transaction Manager Server (TMS)
retrieSxa_recover () operationswhentms_rac_refresh (1) iscalled. If itisnot set or
set to 0, then xa_recover () is performed once only.
The default value for XxARETRYDURATIONSECONDS IS 0.
Note: For Oracle10.1, it isrecommended that XARETRYDURATIONSECONDS iSSett0120.
XARETRYINTERVAL
Specifiesthe interval in secondsthat xa_recover () operations areretried during the

XARETRYDURATIONSECONDS interval. The xARETRYINTERVAL Value isrelevant only if
XARETRYDURATIONSECONDS iS Set to avalue greater than O.

The default value for xARETRYINTERVAL iS 30.

Configuring Oracle 10g Fast Application Notification (FAN)

A key processin configuring Tuxedo for Oracle RAC is setting up Oracle FAN to invoke
T™MS_rac_refresh (1) with the appropriate group parameter on group failover. (More group
parameter and group failover information is provided in Configuring Transaction Propagation.)

Moreinformation regarding Oracle FAN can be found in the Workload Management with Oracle
Real Application Clusters (PDF) White Paper

Oracle FAN Script Example
Listing 7-15 is an example of an Oracle FAN script.

Listing 7-15 Oracle FAN Script Example

//This File should be placed at ORA_CRS_HOME/racg/usrco//

#! /bin/ksh
#parse the event

AWK=awk
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NOTIFY_EVENTTYPE=$1 # Event type is handled differently

for ARGS in $*
do
PROPERTY="echo $ARGS|$AWK -F'"=" '{print $1}'"
VALUE="echo $ARGS|$AWK -F"=" '{print $2}'"
case ${PROPERTY} in
VERSION|Version)NOTIFY_VERSION=$VALUE;;
SERVICE|service)NOTIFY_SERVICE=$VALUE;;
DATABASE|database)NOTIFY_DATABASE:$VALUE;;
INSTANCE|instance)NOTIFY_INSTANCE:$VALUE;;
HOST|host) NOTIFY_HOST=$VALUE ;;
STATUS | status) NOTIFY_STATUS=$VALUE; ;
REASON|reason) NOTIFY_ REASON=S$SVALUE; ;
CARD|Card) NOTIFY_CARDINALITY=$VALUE ;;
TIMESTAMP|timestamp) NOTIFY_LOGDATE=$SVALUE;; # catch
event
??:??2:??) NOTIFY_LOGTIME=$SPROPERTY;; # catch event time
(hh24 :mi:ss)
esac

done

#Set the REFRESH_DIR environment variable.

/home/oracle/callout.env

#Make a log to record events.
FAN_LOGFILE=/home/oracle/app/products/10.1.0.3.0/db_1/calloutlog/ hostname
‘_upti

me.log

touch ${FAN_LOGFILE}

echo ${1} >>${FAN_LOGFILE}

#invoke the TMS_rac_refresh command.
if [ ${NOTIFY_EVENTTYPE} = "INSTANCE" -a ${NOTIFY_STATUS} = "down" ]
then
$S{REFRESH_DIR}/rac_refresh >> ${FAN_LOGFILE} 2>&1
fi
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#! /bin/ksh
#TUXEDO and Oracle RAC server are not one the same machine.
export REFRESH_DIR=/tmp

#! /bin/ksh
#If TUXEDO and Oracle RAC server on different machine

/home/oracle/callout.env

rsh -1 ${LOGNAME} ${TUX_MASTER_MACHINE} S{REFRESH_DIR}/rac_refresh
>/tmp/runl.log 2>&1

rsh -1 ${LOGNAME} ${TUX_NONMASTER_MACHINE}
${REFRESH_DIR}/rac_refresh >/tmp/runl.log 2>&1

#If TUXEDO and Oracle RAC server are on same machine
#set up environment variable

#export APPDIR=/tmp

#export ORACLE_HOME=/home/oracle/Orallg

#export TUXDIR=/nfs/users/1ibo/r902/BJ/bld

#export PATH=.:${PATH}:${TUXDIR}/bin

#. STUXDIR/tux.env

#export TUXCONFIG=${APPDIR} /tuxconfig

#invoke TMS_rac_refresh
#TMS_rac_refresh RACDBGRP1
#TMS_rac_refresh RACDBGRP3
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Configuring Transaction Recovery for Oracle 10gR2

For Oracle 10gR2, it is much simpler to configure transaction recovery. The database services
specified in the orENINFO String for each group associated with Oracle RAC should be declared
in Oracle as DTP services.

For example, in Listing 7-6, crour1 accessed Oracle via service oRA1SITEL and GROUP2
accessed Oracleviaserviceora1siTe2. In Oracle 10gR2, serviceora1s1TEL should bedeclared
with prp=TrUE, with preferred instance s1Tr1, and with available instance s1TE2. Service
ora1sITE2 should be declared with pTp=TRUE, With preferred instance s1TE2, and with
availableinstance stTe1. A similar process should be followed for groups crour3, Groupr4, and
GROUPS.

By declaring different preferred instances, the application will be able to get the benefit of |oad
balancing during normal operation when both instances are available.

The setting of the TuxrRacGRrROUPS environment variablewill ensurethat different instances of the
RAC configuration are not combined in the same transaction in order to obtain optimal
performance. If one of the RAC instances goes down, Oracle will transfer the DTP serviceto the
non-preferred instance while maintaining transactional integrity.

When using Oracle 10gR2 DTP services, it isnot necessary and isnot recommended to configure
Oracle FAN, use TMS_rac_refresh (1) Or Set the XARETRYDURATIONSECONDS Of
XARETRYINTERVAL environment variables.

Configuring Transaction Recovery for Oracle 12¢
For Oracle 12c, no specific configuration is needed; transaction recovery is transparent.

Specifying Environment Variables in the UBBCONFIG File

Although the Tuxedo Oracle RAC environment variables can beinitiated at the operating system
command line, it is highly recommended that you use the EnvrILE parameter specified in the
*MACHINES Section of the urBconF1c file to initiate these environment variables.

Apply the following syntax considerations when setting the environment variables for Oracle
RAC.

e When Tuxedo environment variables are set using envrILE, Which isthe preferred
method, quotation marks are not permitted around the environment variable val ue.

o If environment variables are set at the command line, quotation marks are required if
environment variable values contain characters that could be interpreted as special by the
command line interpreter. An example of a special character isasemicolon.
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e Ensure that the Tuxedo Oracle RAC environment variables are set consistently on all nodes
in aRAC configuration.

See Also

® buildtms (1)

® UBBCONFIG(5)
o Pparatext>? on page 4-1
o ?$paratext>? on page 5-1

e “Writing Global Transactions’ in Programming an Oracle Tuxedo ATMI Application Using
C

e Oracle Real Application Clusters Home Page
e Oracle Application Server Adapters for Tuxedo
e Best Practices for Using XA with RAC
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Enabling IPv6

Thistopic includes the following sections:
e Overview
e Enabling IPv6
e |Pv4 and IPv6 Interoperability

e Oracle Tuxedo MP Mode Interoperability

Overview

IPv6 isthe next generation internet protocol. It fixes anumber of problemsin IPv4, such asthe
limited number of available |Pv4 addresses. It aso adds many improvementsto |Pv4 in areas

such as routing and network autoconfiguration. 1Pv6 has strong mobile device support, and has
attractive features for | SPs or Telecom companies, such as QoS and security. |Pv6 is expected to
gradually replace |Pv4, with the two coexisting for a number of years during atransition period.

Note: Oracle Tuxedo 11g Release 1 (11.1.1.0) only supports |Pv6 basic functionality in this
release. Advanced |Pv6 features (for example, QoS and flow control) are not supported.

Enabling IPv6

A Tuxedo process can only supports one | P version at the same time. In order to switch between
IPv4 and | Pv6, you must use the TmusezPve environment variable. For more information, see
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tuxenv (5) intheFile Formats, Data Descriptions, MIBs, and System Processes Referencein the
Tuxedo 11g Release 1 (11.1.1.0) Reference Guide.

The default valueisn [N (IPv4). If TMUSEIPVE iSSet toy |y IPv6 isused as the network protocol.

TMUSEIPV6 canbesetinthe *MACHINES, *GROUPS, *SERVERS Sectionsinthe UBBCONFIGfile,
or you can set it before booting Tuxedo.

IPv6 Address Format

Thefollowing are valid IPv6 formats:

® £fe80:0:0:0:202:55ff:fecf:50b

® fe80::202:55ff:fecf:50b
Tuxedo support two formats of V6 address:

//[IPv6 address] :port

//hostname:port

The IPv6 address in the URL is enclosed by square brackets. For hostname, it does not need to
be enclosed by square brackets. For example: //[£e80::202:55ff: fecf:50b]:9010 Of
//b3aix5:9010

Youcanuse[::] Or [0:0:0:0:0:0:0:0] as|Pv6 wildcard addresses. For example:
For aserver booted on bjaix5 (adua stack machine), thewildcard addresscanbe //[::1:60120
or//[0:0:0:0:0:0:0:0]:60120

The server listenson 60120 on al bjaix5 interfaces (172.22.34.45 and
fe80::202:55ff: fecf:50b). It can accept IPv6 and | Pv4 protocol.

Tuxedo Component IPv6 Support

Following Tuxedo components support | Pv6:

e BRIDGE & BSBRIDGE

® tlisten

o GWTDOMAIN
¢ WSL/WSH

e WS
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e CERT-C

e Jolt

e ISL/ISH

o CORBA client

e SNMP

e SALT

e CORBA & ATMI SSL LDAP

Notes: Tuxedo invokes database XA call back to operate with database. For XA 1Pv6 depends
on the database vendor support.

WEBGUI does not support |Pv6

IPv4 and IPv6 Interoperability
Tuxedo supports the following TCP/IP address formats:
e |Pv4 only
e |Pv6 only

e |Pv4 and IPv6 mixed environment
Note:  Windows 2000, 20003, and XP platforms do not support dual stack.
Table 8-1 summarizes IPv4 and IPv6 interoperability.

Tahle 8-1 IPv4 and IPv6 Interoperability

IPv4 Server IPv6 Server IPv4 Server IPv6 Server
IPv4 Host Only IPv6 Host Only Dual Host Stack  Dual Host Stack

IPv4 client, IPv4 No IPv4 I1Pv4(1)
IPv4-only host

IPV6 client, No IPv6 No IPv6
IPv6-only host
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Tahle 8-1 IPv4 and IPv6 Interoperability

IPv4 client, IPv4 No 1Pv4 1Pv4(1)
dual-stack host

IPV6 client, IPv4 IPv6 IPv4(2) IPv6
dual-stack host

1. OnLinux and UNIX platforms, the server must listen using the I1Pv6 wildcard address
D).

2. IPv6 client can connect to an IPv4 server on Dual-stack host with textual V4 |P address only
(for example, //10.130.5.144:10002).

Oracle Tuxedo MP Mode Interoperability

1-4

If amaster uses IPv6 and NADDR & NLSADDR areconfigured as // [IPv6 address] :port,
al dave nodes must use IPv6 as well. Slave nodes using |Pv4 cannot start.

If master isusing |Pv4, all dave nodes must use IPv4 aswell. Slave nodes using | Pv6 cannot start.

Note: Oracle Tuxedo MP mode cannot be configured using awildcard address ([: : 1) in
UBBCONFIG. If you use awildcard addressin MP mode, tmloadcf failsand an
ERROR message is sent to ULOG.
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Managing The Oracle Tuxedo Service
Metadata Repository

Thistopic includes the following sections:
e Oracle Tuxedo Service Metadata Repository
e Creating The Oracle Tuxedo Service Metadata Repository
e Configuring The Oracle Tuxedo Service Metadata Repository Server

e Accessing The Oracle Tuxedo Service Metadata Repository File

Oracle Tuxedo Service Metadata Repository

The Oracle Tuxedo service metadata repository contains Oracle Tuxedo service definitions that
alow Oracle Tuxedo clients to access Oracle Tuxedo service parameter information. It provides
Oracle Tuxedo application devel opers and administrators the ability to store and retrieve detailed
service parameter information on any or all Oracle Tuxedo application services.

The Oracle Tuxedo service metadata repository is designed to process interactive queries by
developers and administrators during application development or modification. It isnot designed
to process high volumes of automated queries during the application production phase.

Five utilities are used in conjunction with the Oracle Tuxedo service metadata repository

e TMMETADATA (5): Oracle Tuxedo service metadata repository server. It provides one

service, . TMMETAREPOS, Which uses an FML 32 input and output buffer format described in
METAREPOS (5)

Note: The . MMETAREPOS buffer format issimilar to MIB (5).
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e tmloadrepos (1): creates or updates the binary metadata repository file and loads it with
service parameter information.

e tmunloadrepos (1): displays service information from the Oracle Tuxedo service
metadata repository. Output can be optionally specified as plain text format, WSDL
format, or C pseudocode

e tpgetrepos (3c): programmatically uses FML 32 buffers to output service information
from the Oracle Tuxedo service metadata repository

e tpsetrepos (3c): programmatically uses FML 32 buffersto add, delete, or update service
parameter information to the metadata repository file

Oracle Jolt Repository Similarities and Differences

Oracle Jolt also provides a service repository that allows applications to manually enter Oracle
Tuxedo service information, including service names, input and output buffer types, parameter
names, parameter data types, the number of times each parameter is expected, and whether each
parameter is for input, output, or both. All of which seem very similar to the Oracle Tuxedo
service metadata repository. However, there are also some distinct difference as noted in

Table 8-1:

Table 8-1 Oracle Jolt Repository Similarities and Differences

Oracle Jolt Repository Oracle Tuxedo Service Metadata
Repository
Designed for JAVA client Designed for Web service based
communication with Oracle communication with Oracle
Function Tuxedo servers Tuxedo servers
GUI interface Yes No
Uses plain text repository input file  Yes (via bulkloader) Yes (viatmloadrepos)
Service and Parameter keywordsand ~ Yes Y es (but more than Oracle Jolt
values Repository to provide more

detailed service information)

Binary (service indexed
Repository file format Plain text for quick access)
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Creating The Oracle Tuxedo Service Metadata Repository

Tahle 8-1 Oracle Jolt Repository Similarities and Differences

Administration utility,
Access method Administration utility, direct programming API, system
editing service

Plain text and C-pseudocode
Unload output format Plain text

Can read, but not modify,
Inter operability Cannot read Oracle Tuxedo existing Oracle Jolt Repository

service metadata repository file  1116- Cannot create an Oracle Jolt
Repository file.

MIB(5) Similarities and Differences

Programmati ¢ accessto the Oracle Tuxedo System M etadata Repository isaccomplished through
theuse of aFML 32 buffer format that isvery similar to the Oracle Tuxedo MIB format. However,
there are also some distinct difference as noted in Table 8-2:

Table 8-2 MIB(5) Similarities and Differences

MIB(5) METAREPOS (5)
Input/out buffers FML32 FML32
Generic MIB fields Yes Y es, but with some limitations.

See METAREPOS (5)

No authentic MIB class entities,
Authentic MIB class entities Many but uses similar type

. TMMETAREPOS in
Service entry .TMIB inBBL TMMETADA Server

Creating The Oracle Tuxedo Service Metadata Repository

The metadatarepository file contains all the service parameter information that is accessed in the
Oracle Tuxedo service metadata repository. The tmloadrepos command is used to create a
metadata repository file. Metadatarepository file service parameter information isinput directly
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from the computer console (standard input) if arepository input file is not specified or from a
specified plain text repository input file. For example:

tmloadrepos -i/usr/tuxedo/repository input_file/usr/tuxedo/

service_metatdata_repository.

The Oracle Tuxedo Service Metadata Repository Input File

Therepository_input_file containsservice parameter keywordsand their associated val ues.
Keywords are divided into two categories: service-level and parameter-level.

Note: Keyword abbreviations are also supported. Both keywords and abbreviations are case
sensitive. For more information on keywords, abbreviations, and values, see Using
Service-Level Keywords and Values and Using Parameter-L evel Keywords and Values.

No more than one keyword/value combination can be specified per line. The maximum line
character length is 1024 bytes. String parameter values do not need to be set off with quotation
marks.

The repository_input file usesthe following syntax: <keyword><=value> and hasthe
following input conventions:

“(mand )~
When a parameter must define a sub-parameter, aline consisting of asingle left
parenthesis'('and aline consisting of asingle right parenthesis ") ' denotes the beginning
and end of the embedded sub-parameter portion of the parameter. The left and right
parentheses can be used recursively.

\ and “\~
You caninclude blank linesin the repository_input file as needed for readability. A
new lineispreceded by a\ character. To use an actual '\ character it must be written as'\\'.

Lines starting with a'# are interpreted as comment lines. Unlike comments specified via
the svcdescription Of paramdescription keywords, comments are not stored in the
binary repository_file Or output by tmunloadrepos.

The repository_input file can consist of zero or more service parameter definitions. Each
service definition starts with aline beginning with the <service> keyword followed by zero or
more lines beginning with one of the other service-level keywords, followed by parameter-level
keywords. A particular service-level keyword may not be repeated for a particular service.
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Using Service-Level Keywords and Values

A service definition must begin with the keyword service<=NaME> or the abbreviation
sv<=NAME>. Servicesusing CARRAY, STRING, Or XML buffer types can have only one parameter
per service. The Oracle Tuxedo service metadata repository service-level keywords are as
followsin Table 8-3:

Table 8-3 Service-Level Keyword, Abbreviations, and Values

Service-Level Keyword
Keyword Abbreviation Value

service sV Any Oracle Tuxedo service name

Note: Thiskey valued can only be once per Metadata
Repository instance. It cannot be duplicated within the
same Metadata Repository.

tuxservice tsv Actual Oracle Tuxedo service name

Note: The difference between the service and
tuxservice keywordsis:

* service representsthe service entry stored in the
Metadata Repository.

e tuxservice representsthe actua Oracle Tuxedo
service name. Two or more service definitionscan
have the sasme value as tuxservice.

When used together, these two keywords makeit possible
to have multiple service definitionsfor one Oracle Tuxedo
service. By default, tuxservice hasthe samevalue as
service

servicetype & Service invocation type. Legal values are:

request - response - the service is a synchronous
oneway - the service will not send response to the client
queue - the serviceis a/Q related application
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Tahle 8-3 Service-Level Keyword, Abbreviations, and Values (Continued)

Service-Level Keyword
Keyword Abbreviation

Value

servicemode sm

Type of service origination(Optional). Legal values are:

tuxedo - the service is an Oracle Tuxedo originated
service

webservice - theserviceisaSALT proxy service
converted from external Web Service Interface

If not specified, tuxedo isthe default value.
Note: Do not specify webservice for any Oracle

Tuxedo service, webservice isreserved for
SALT proxy service only.

export ex

Y (default) or N. In the Oracle Jolt repository, this
keyword is used to determine service availability to the
Oracle Jolt client.

In the Oracle Tuxedo repository, this keyword does not
have any meaning, but is nevertheless accepted to
maintain compatibility with existing Oracle Jolt bulk
loader files.

Note: If export issetto N, the service will not be
exported for C pseudo-code or text format.

inbuf bt

Oracle Tuxedo service request (input) buffer type. Select
one of the following type values (case sensitive):

FML, FML32, VIEW, VIEW32, STRING, CARRAY, XML,
X_OCTET, X_COMMON, X_C_TYPE, MBSTRING Or other
arbitrary string representing an application defined
custom buffer type.

Note: The "inbuf" value of each service definition
cannot be NULL.
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Creating The Oracle Tuxedo Service Metadata Repository

Service-Level

Keyword

Keyword
Abbreviation

Value

outbuf

BT

Oracle Tuxedo service response (output) buffer type with
TPSUCCESS. Select one of the following type values
(case sengitive):

FML, FML32, VIEW, VIEW32, STRING, CARRAY, XML,
X_OCTET, X_COMMON, X_C_TYPE, MBSTRING Or other
arbitrary string representing an application defined
custom buffer type.

Note: The "outbuf" value of each service definition
cannot be NULL for a"service" typed service
or a"queue" typed service.

errbuf

ebt

Oracle Tuxedo service response (error) buffer type with
TPFAIL. Select one of the following type values (case
sensitive):

FML, FML32, VIEW, VIEW32, STRING, CARRAY, XML,
X_OCTET, X_COMMON, X_C_TYPE, MBSTRING Or other
arbitrary string representing an application defined
custom buffer type.

inview

vn

View name for input buffer(Optional)

Note: Thiskeyword is mandatory only if one of the
following buffer typesis used: VIEW, VIEW32,
X_COMMON, X_C_TYPE.

outview

View name for output buffer (Optional)

Note: Thiskeyword is mandatory only if one of the
following buffer typesis used: VIEW, VIEW32,
X_COMMON, X_C_TYPE.

errview

evn

View name for error buffer (Optional)

Note: Thiskeyword is mandatory only if one of the
following buffer typesis used: VIEW, VIEW32,
X_COMMON, X_C_TYPE.
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Tahle 8-3 Service-Level Keyword, Abbreviations, and Values (Continued)

Service-Level Keyword
Keyword Abbreviation Value
inbufschema  1isc Customized message schema association for input buffer
(Optional). Vaueformat is:
XSD_E:<element_local_name>@namespaceURI
For example, XSD_E: Book@http://example.org
represents the input buffer is associated with a XML
element <Book> defined in the XML namespace
“http://example.org”.
Note: Thiskeywordisintroduced for supporting Oracle
SALT extensible message mapping and
conversion feature. For more information about
SALT message conversion, see Data Type
Mapping and Message Conversion in Oracle
SALT Programming Web Services.
outbufschema osc Customized message schemaassociation for output buffer
(Optional). Vadueformat is:
XSD_E:<element_local_name>@namespaceURI
errbufschema esc Customized message schema association for error buffer
(Optional). Vaueformat is:
XSD_E:<element_local_name>@namespaceURI
svecdescripti sd Any string value. A new-line break can be used to
on improve readability if the string is too long.
sendgspace sgs Send queue space name. Optional for a "queue" typed
service.
sendqueue sqn Send queue name. Optional for a "queue" typed service.
rplyqueue rgn Reply queue name. Optional for a "queue" typed
service.
errqueue eqn Error queue name. Optional for a "queue" typed service.
rcvgspace ROS Receive queue space name. Optional for a "queue"

typed service.
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Tahle 8-3 Service-Level Keyword, Abbreviations, and Values (Continued)

Service-Level Keyword

Keyword Abbreviation Value

rcvqueue RON Receive queue name. Optiond for a "queue" typed
service.

version vs This parameter is exclusive to the Oracle Tuxedo service
metadata repository and accommodates any string value
used by the application.
Oracle Tuxedo does not interpret this parameter.

attributes att This parameter is exclusive to the Oracle Tuxedo service
metadata repository and accommodates any string value
used by the application.
Oracle Tuxedo does not interpret this parameter.

fieldtbls ftb This parameter is optional and specifiesa

commarseparated list of field tables where the FML or
FML32 fields used by this service can be found. The
fieldtbls parameter isintended for reference use by
application developers.

Using Parameter-Level Keywords and Values

A parameter begins with the keyword <param><=Name> or the abbreviation <pn><=NaME>
followed by alisting of parameter keywords. It ends with another <param> oOr <service>
keyword, or when end-of-file is encountered. The parameters can belisted in any order after

<param><=NAME>.

Note: A particular service can specify multiple occurrences of the <param> keyword. That
to say, more than one parameter can exist for aparticular service. For example, a
parameter with an Fur or view buffer.

The Oracle Tuxedo service metadata repository parameter-level keywords are as followsin
Table 8-4:
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is

8-9



8-10

Table 8-4 Parameter-Level Keyword, Abbreviations, and Values

Parameter-Level Metadata Repository
Keyword Abbreviation

Value

param pn

Any parameter name

type pt

byte, short, integer, float, double, string,
carray,dec_t,xml, ptr, fml132, view32,
mbstring.

Note: The parameter type must be consistent with its
service buffer type. For example, an FML16
buffer only allow parameters with the following
type: byte (char), short, integer, long,
float, double, string, carray. All other
type parameters are not permitted. See following
buffer type/parameter type matching table.

subtype pst

A view name for aview32 typed parameter
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Tahle 8-4 Parameter-Level Keyword, Abbreviations, and Values (Continued)

Parameter-Level Metadata Repository
Keyword Abbreviation Value

access pa in, out, err, inout, inerr, outerr,
inouterr, noaccess.

in - indicates a parameter that is used for input only.

out - indicates a parameter that is used for output only.
err - indicates a parameter that is used for error output

only.
inout - indicates a parameter that is used for both input
and output.

inerr - indicates a parameter that is used for both input
and error output.

outerr - indicates a parameter that is used for both
output and error output.

inouterr - indicates a parameter that is used for input,
output and error output.

noacesss - indicates a parameter that must be provided
on input but which is not referenced in the server, such as
an obsol ete parameter or a parameter that must be
provided as afiller field in aview.

The set of parameters expected on input is those specified

with in, inout, inerr, inouterr, Of noaccesS
access

The set of parametersreturned on output isthose specified
with out, inout, outerr, Or inouterr access.

The set of parameters returned on error output isthose
specified with err, inerr, outerr, Of inouterr
access.

count po M aximum number of occurrences (defaultis1). Thevalue
for unlimited occurrencesis 0. The valuerangeis [0,
3276717.

In the Oracle Jolt repository, this parameter is used only
by the Repository Editor to format test screens. In the
Oracle Tuxedo repository, this parameter is stored for
display and is aso used by

tmunloadrepos (1) pseudocode generation options.

paramdescrip pd Any string value. A new-line break can be used to
tion improve readability if the string is too long.
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Tahle 8-4 Parameter-Level Keyword, Abbreviations, and Values (Continued)

Parameter-Level
Keyword

Metadata Repository
Abbreviation

Value

size

pl

This optional parameter indicates the number of bytes
allocated for the parameter. It is used in pseudo code
generation for non-numeric parameters and can be used
for programmer reference purposes.

The following parameter types expect this value:
carray, string, xml, mbstring

requiredcoun
t

ro

Minimum number of times that the parameter must be
specified. The valuerangeis [0, 32767].

fldnum

fno

This optional parameter indicates the field number of the
parameter if itisaFML/FML32 field.

Note: It isnot recommended that you use this
information if the fieldtbl fileshave aready
been defined by indicating field table directories
using environment FLDTBLDIR (32) and
indicating field table files using environment
FIELDTBLS (32)0r fieldtbl service-level

keyword.

Note: If you configured the £1dnum field, you will
receive the responding £1did according to the
f1dnum value instead of the param value.

vibname

vib

This parameter is optional for view structure members. It
is used to indicate the field name in the fielded buffer.
Pleasereference viewfile (5)

vilag

vil

This parameter is optional for view structure members.
Legal values are combination of the following options:
'c', 'F','L','N', 'P', 'S". Pleasereference
viewfile(5).

vnull

vnu

This parameter is optional for view structure members. It
indicates the view member default null value.
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Tahle 8-4 Parameter-Level Keyword, Abbreviations, and Values (Continued)

Parameter-Level Metadata Repository
Keyword Abbreviation Value

paramschema psc This parameter is optional to save the XML Schema
information for the decomposed FML 32 field.

Note: This parameter keyword isintroduced especialy
for “servicemode=webservice” typed
service definition, i.e. SALT proxy service for
outbound call. The parameter value is generated
by Oracle SALT wsdlcvt utility from converting
an external WSDL file. Do not manually specify
or modify this keyword value.

primetype pxt This parameter is optional to save the original XML
primitive data type for the decomposed FML 32 field.

Note: This parameter keyword isintroduced especialy
for “servicemode=webservice” typed
service definition, i.e. SALT proxy service for
outbound call. The parameter value is generated
by Oracle SALT wsdlcvt utility from converting
an external WSDL file. Do not manually specify
or modify this keyword value.
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Tahle 8-4 Parameter-Level Keyword, Abbreviations, and Values (Continued)

Parameter-Level Metadata Repository
Keyword Abbreviation Value

( Indicates the beginning of the description of the
parameters contained in an embedded FML.32 or VIEW3 2
buffer field.

It contains no associated value and is specified separately
on aline by itself. It isvalid only if a previous type
keyword has been specified for this parameter with a
FML32 or VIEW32 value.

A closing right parenthesis")' ends the embedded
parameter description.

) Ends an embedded FML32 oOr VIEW32 parameter
definition of that began with an opening matching | eft
parenthesis'('.

It contains no associated value and is specified separately
onalineby itself. Itisvalid only if apreviousonly if there
isaprevious matching ‘(' keyword.

In addition, the maximum embedded level depends onthe
upper limit of embedded FML 32 nesting level (18 at
present).

Parameter Occurrences

Asagenerally applied Oracle Tuxedo rule, only FML/FML32, VIEW/VIEW32, X_COMMON, and
x_c_1YPE typed buffers can specify multiple parameters (dueto their information structure). All
other typed buffershave only one parameter with the corresponding parameter type. For example,
acaArRAY type buffer hasonly one carray typed parameter to describe the necessary information
that it contains. Y ou must follow thisrule to define application services.

Table 8-5 Service Buffer Type (SMALL CAPS)/Service Parameter Type (lower case) Matching Table |

byte short integer long float double string
(char)

CARRAY

FML X X X X X X X
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Table 8-5 Service Buffer Type (SMALL CAPS)/Service Parameter Type (lower case) Matching Table | (Continued)

FML32 X X X X X X X

STRING

VIEW X

VIEW32 X

X_COMMON

X | X | X| X
X | X | X| X

X_C_TYPE X

X | X| X| X| X[ X

XML

X_OCTET

MBSTRING

Table 8-6 Service Buffer Type (SMALL CAPS)/Service Parameter Type (lower case) Matching Table 11

bool Unsig Signe Wchar Unsig Unsig Long Unsig Long
ned d char _t ned ned long ned doubl
char int long long e
long
VIEW X X X X X X X X X
VIEW X X X X X X X X X

32

Table 8-7 Service Buffer Type (SMALL CAPS)/Service Parameter Type (lower case) Matching Table 11l

carray dec_t xml ptr fml132 view32 mbstrin
g
CARRAY X
FML X
FML32 X X X X X
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Table 8-7 Service Buffer Type (SMALL CAPS)/Service Parameter Type (lower case) Matching Table 11l (Continued)

STRING

VIEW X X

VIEW32 X X X X
X_COMMON

X_C_TYPE

XML X

X_OCTET X

MBSTRING X X

Configuring The Oracle Tuxedo Service Metadata
Repository Server

8-16

To configure the Oracle Tuxedo service metadata repository you must;
e add TMMETADATA tO the *SERVERS section of the UBBCONFIG (5) .
e run tmloadcf (1) ontheuBBcoNFIG file.

e Use tmloadrepos (1) to create and enter service parameter information into the metadata
repository file.

e boot the server.

Once the Oracle Tuxedo metadata server isrunning, the. TMMETAREPOS Service is automatically
activated. . TMMETAREPOS is an Oracle Tuxedo system service and cannot be modified.

All requests made to the server are responded to on afirst-come-first-served basis.

Configuring Multiple Oracle Tuxedo Service Metadata
Repository Servers

Setting up multiple TMMETADATA Servers on aparticular Oracle Tuxedo node requires adherence
to two crucial configuration rules:
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Accessing The Oracle Tuxedo Service Metadata Repository File

e Each mvmETADATA Server must be configured to access the same metadata repository file or
an exact copy of the file to provide consistent request results. Therefore, it is strongly
recommended that a stable version of the metadata repository is made available for
multiple TMMETADATA Server access.

e Permission settings must be consistently applied (either read only or read/write) for
multiple TMMETADATA Servers on aparticular node.

Accessing The Oracle Tuxedo Service Metadata
Repository File

The Oracle Tuxedo service metadata repository facilitates native and remote client accessin
order to view, update, add, or del ete service metadata repository parameter information.

e For native clients exclusively, tpgetrepos (3c), and tpsetrepos (3c) are used for Oracle
Tuxedo service metadata repository access.

tpgetrepos (3¢) and tpsetrepos (3¢c) can access the Oracle Tuxedo service metadata
repository whether the server is booted or not.

e For remote and native clients, TMMETADATA (5) can be used.

See Also

TMMETADATA (5), METAREPOS (5), tmloadrepos (1), tmunloadrepos (1), tpgetrepos (3c),
tpsetrepos (3c)
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Managing CORBA Interface
Repositories

Thistopic, which is specific to Oracle Tuxedo CORBA environments, includes the following
sections;

Note: The Oracle Tuxedo CORBA Java client and Oracle Tuxedo CORBA Java client ORB
were deprecated in Tuxedo 8.1 and are no longer supported in Tuxedo 9.x. All Oracle
Tuxedo CORBA Java client and Oracle Tuxedo CORBA Java client ORB text
references, associated code samples, etc. should only be used:

e to help implement/run third party Java ORB libraries, and
o for programmer reference only.

Technical support for third party CORBA Java ORBs should be provided by their
respective vendors. Oracle Tuxedo does not provide any technical support or
documentation for third party CORBA Java ORBSs.

e Administration Considerations
e Using Administration Commands to Manage I nterface Repositories

e Configuring the UBBCONFIG File to Start One or More I nterface Repository Servers

An Interface Repository contains the interface descriptions of the CORBA objects that are
implemented within the Oracle Tuxedo domain. Administration of the Interface Repository is
done using tools specific to Oracle Tuxedo CORBA servers. These tools alow you to create an
Interface Repository, populate it with definitions specified in Object Management Group
Interface Definition Language (OMG IDL), and then delete interfaces. Y ou may need to
configure the system to include an Interface Repository server by adding entriesin the
application’s uBBCONFIG file.
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For related programming information, see the CORBA Programming Reference.

Administration Considerations

9-2

As an administrator, you need to determine whether an Interface Repository is required. Not all
systemsrequireit. If an Interface Repository isrequired, you need to create and populate a
repository database. The repository database is created and populated using the id12ir
command.

If an Interface Repository is required, you need to answer the following questions:
e How many Interface Repository serverswill be required?
o Will the Interface Repository database(s) be replicated?
o Will there be shared access to the Interface Repository database(s)?

e What procedures will be followed for updating the Interface Repository?

Y ou can configure the system to have one or more Interface Repository servers. At least one
Interface Repository server needs to be configured if any of the clients use Dynamic Invocation
Interface (DI1) .

There are two reasons to have more than one server: performance and fault tolerance. From a
performance point of view, the number of Interface Repository serversisafunction of the number
of DII clients. From afault tolerance point of view, the number of Interface Repository servers
needed is determined by the configuration of the system, and the degree of failure protection
required.

In systems with more then one Interface Repository server, you must decide whether to have
replicated databases, shared databases, or a combination of the two. There are advantages and
disadvantages to each configuration. Replicated I nterface Repository databases allow for local
file access that can potentially increase performance.

The main problem with replicated databasesis updating them. All the databases must beidentical
and this requires the starting and stopping of Interface Repository servers. Having the Interface
Repository database mounted and shared eliminates this problem, but this has performance
implications and introduces asingle point of failure. A combination of thetwo alternativesisalso
possible.
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Using Administration Commands to Manage Interface
Repositories

Use the following commands to manage the Interface Respository for an Oracle Tuxedo domain:
e idl2ir
e ir2idl

® irdel

Prerequisites

Before executing a command, you must ensure the bin directory isin your defined path, as
follows:

On Windows:

set path=%TUXDIR%\bin; %path%

On UNIX:

For c shell (csh): set path = ($TUXDIR/bin $path)

For Bourne (sh) or Korn (ksh): PATH=$TUXDIR/bin: $PATH
export PATH

To set environment variables:
On Windows:

set var=value

On UNIX:

For ¢ shell:

setenv var value

For Bourne and Korn (sh/ksh):

var=value
export var

Setting Up an Oracle Tuxedo Application 9-3



9-4

Creating and Populating an Interface Respository

Usethe id12ir command to create an Interface Repository and load interface definitionsinto it.
If no repository file exists, the command createsit. If the repository file does exists, the command
loads the specified interface definitionsinto it. The format of the command is as follows:

idl2ir [options] definition-filename-list

For adetailed description of this command, see the File Formats, Data Descriptions, MIBs, and
System Processes Reference in the Oracle Tuxedo online documentation.

Note: If you want changesto be visible, you must restart the Interface Repository servers.

Displaying or Extracting the Content of an Interface
Repository

Usetheir2idl command to display the content of an Interface Repository. Y ou can also extract
the OMG IDL statements of one or more interfaces to afile. The format of the command is as
follows:

ir2idl [options] [interface-name]

For adetailed description of this command, see the File Formats, Data Descriptions, MIBs, and
System Processes Reference in the Oracle Tuxedo online documentation.

Deleting an Object from an Interface Repository

Usethe irdel command to delete the specified object from the Interface Repository. Only
interfaces not referenced from another interface can be deleted. By default, the repository fileis
repository.ifr. Theformat of the command isasfollows:

irdel [-f repository-name] [-1 id] object-name

For a detailed description of this command, see the File Formats, Data Descriptions, MI1Bs, and
System Processes Reference in the Oracle Tuxedo online documentation.

Note: If you want changesto be visible, you must restart the Interface Repository servers.
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Configuring the UBBCONFIG File to Start One or More
Interface Repository Servers

For each application that uses one or more I nterface Repositories, you must start one or more of
the Interface Repository servers provided by Tuxedo CORBA. The server nameis
TMIFRSVR.Yo0uU can add one or more entries for TMIFRSVR to the SERVERS section of the
application’ susBconNFIG file.

By default, the TMIFRSVR Server usesthe Interface Repository file repository.ifr inthefirst
pathname specified in the appp1R environment variable. Y ou can override this default setting by
specifying the -£ f£ilename oOption on the command-line options (cLopT) parameter.

Thefollowing example showsa servERs section from asampleusreconr1c file. Instead of using
the default file repository.ifr inthe default directory ($appPDIR) Where the application
resides, the example specifies an alternate file and location, /usr/repoman/myrepo. ifr.

Note: Other server entries are shown in the following sample to emphasize that the order in
which servers are started for Oracle Tuxedo CORBA applicationsiscritical. An Oracle
Tuxedo CORBA application will not boot if the order is changed.

For more information, see the section Required Order in Which to Boot CORBA C++
Servers on page 3761 in Chapter 3,Creating the Configuration File

Notice that the TmrFrRSVR Interface Repository server is the fifth server started.

*SERVERS

# Start the Oracle Tuxedo System Event Broker

TMSYSEVT
SRVGRP = SYS_GRP
SRVID =1

# Start the NameManager (master)

SRVGRP = SYS_GRP
SRVID = 2
CLOPT = "-A -- -N -M"

# Start the NameManager (slave)

TMFFNAME
SRVGRP = SYS_GRP
SRVID =3
CLOPT = "-A -- -N"
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# Start the FactoryFinder (-F)

TMFFNAME
SRVGRP = SYS_GRP
SRVID = 4
CLOPT = "-A -- -F"

# Start the interface repository server
TMIFRSVR

SRVGRP = SYS_GRP

SRVID =5

RESTART=Y

MAXGEN=5

GRACE=3600

CLOPT="-A -- -f /usr/repoman/myrepo.ifr"

For adescription of the TMIFRSVR -f filename parameter, refer to the File Formats, Data
Descriptions, MIBs, and System Processes Reference. In addition to the cLopT -f filename
parameter, the TMIFRSVR parameter can contain other parameters (those that are not specific to
the Oracle Tuxedo system) in the servERS section of an application’ suseconFIG configuration
file

See the section How to Create the SERV ERS Section of the Configuration File on page 3754 in
Chapter 3, Creating the Configuration Filefor detail sabout parameterssuch as sRvGRP, SRVID,
RESTART, MAXGEN, and GRACE.
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cHAPTERﬂ

Distributing ATMI Applications Across a
Network

Thistopic includes the following sections:
e What IsaDistributed ATMI Application?

e Why Distribute an ATMI Application Across a Network?

Note: For detailed information about distributing Oracle Tuxedo CORBA applications across
anetwork, refer to the Scaling, Distributing, and Tuning CORBA Applications guide.

What Is a Distributed ATMI Application?

A distributed application consists of one or more local or remote clients that communicate with
one or more servers on several machineslinked through anetwork. With thistype of application,
business operations can be conducted from any geographical |ocation. For example, acorporation
may distributethefollowing types of operationsacrossalargeregion, or even acrossinternational
boundaries:

Forecasting sales

Ordering supplies

Manufacturing, shipping, and billing for goods

Updating corporate databases

State of the art telecommunications and data networks are making distributed operations of this
sort increasingly common. Applications developed to implement this type of strategy allow
businesses to reduce costs and enhance their offerings of servicesto customers around the world.
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The Oracle Tuxedo system supportsthistype of architecture by simplifying the task of managing
adistributed application. Whether an application comprises only one computer or thousands of
computersworking together over anetwork, all the elementsof that application, including clients,
servers, and the networks that connect them, are managed through a single Oracle Tuxedo

configuration file.

Example of a Distributed Application

Figure 10-1 illustrates the basic parts of an application distributed across three machines.

Figure 10-1 Sample of a Distributed Application

Machine 1 {(Master) Machine 2
DBEBL BBL BBL
Client Server Client
Application Seners BEA Applization
Gods Senvices TUXEDD Coda Servers
ATMI ATMI ATMI Services
EEA Wifithd e BEA
TUXEDD Inquiry TUXEDD
Bridge Bridgye
Network
Machine 3 \
BBL
Bridge
) BB
Client Serners Server
Application Services BEA
Code TUXEDRD
AThil AThl
BEA Wyithdraw
TUXEDO Inquirg

Implementing a Distributed Application

Server
BEA
TUXEDO
ATMI
fithdrawm
Ingquiry

A distributed application is implemented on a network defined in the NETwoRK (and optionally
NETGROUPS) section(s) of the configuration file. It frequently uses data-dependent routing,
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Why Distribute an ATMI Application Across a Network?

defined in the rouTING section of the configuration file. A critical part of the design of a
distributed application isthe arrangement between server groups, processes, transaction manager
servers (TMSs), and resource managers (RMs).

To set up adistributed application over a network, the application administrator must work with
the network administrator. In most instances, the application administrator writes the
configuration file for a distributed application (defining parameters in the RESOURCES,
MACHINES, GROUPS, SERVICES, and ROUTING sections), and the network administrator or MIS
representative writes or contributes to the networking sections.

See Also

e Creating the Configuration File for a Distributed ATMI Application on page 11?1
e Setting Up the Network for a Distributed Application on page 1271

e “Managing the Network in a Distributed Application” in Administering an Oracle Tuxedo
Application at Run Time

e Scaling, Distributing, and Tuning CORBA Applications

Why Distribute an ATMI Application Across a Network?

Distributed applications provide several important benefits. Early business applications were
developed to run on one large mainframe computer. Because all computing was performed on a
single machine, afailure could bring down an entire system. With the increasing popularity of
distributed applications, this threat of system failure is declining.

Another advantage is that by distributing an application, you can group parts of an application
logically and position these logical groupsin the most effective locations. By creating groups of
servers, for example, you can partition alarge application into separate, business-specific
components of manageable size and optimal location.

A distributed application allows you to do the following:
e Perform data-dependent partitioning
e Manage multiple resources
e Enlarge the client and/or server model

e Obtain transparent access to Oracle Tuxedo system services
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e Establish multiple server groups

e Use multiple computers simultaneously to do the work of one application, providing better
throughput and response time

e Provide for replicated resources for increased availability

Features of a Distributed Application

e Coordination of autonomous actions—autonomous actions are actions that involve
multiple server groups and/or multiple resource manager interfaces. The Oracle Tuxedo
system enables you to coordinate autonomous actions among separate applications as a
singlelogical unit of work.

o Resilience—when one of many machines fails, the remaining machines continue to
operate. Similarly, when one server in a server group fails, the remaining servers continue
the work.

e Scalability—application load or capacity can be increased by:
— Placing more serversin a group.
— Adding machines to an application and redistributing groups across machines.

— Replicating a server group that resides on one machine, on other machines, and using
load balancing.

— Segmenting a database using data-dependent routing for groups that meet specific
criteria.

See Also

e How to Create the Configuration File for a Multiple-machine (Distributed) Application on
page 373.

e “What IsLoad Balancing?’ in Introducing Oracle Tuxedo ATMI
e “What Is Data-Dependent Routing?’ in Introducing Oracle Tuxedo ATMI

e Scaling, Distributing, and Tuning CORBA Applications
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cHAPTERa

Creating the Configuration File for a
Distributed ATMI Application

This section includes the following topics:

e Configuration File Reguirements for a Distributed Oracle Tuxedo ATMI Application

Creating the RESOURCES Section

Creating the MACHINES Section

Creating the GROUPS Section

Creating the SERVICES Section

Creating the ROUTING Section

Example Configuration File for a Distributed Application

Modifying the Domain Gateway Configuration File to Support Routing

Note: For detailed information about creating a configuration file for a distributed Oracle
Tuxedo CORBA application, refer to the Scaling, Distributing, and Tuning CORBA
Applications guide.

Configuration File Requirements for a Distributed Oracle
Tuxedo ATMI Application

A distributed Oracle Tuxedo ATMI application consists of one or more local or remote clients
that communicate with one or more servers residing on several machines linked through a
network, all of which are administered asasingle entity in one Oracle Tuxedo configuration file.
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To set up adistributed configuration, you must create a configuration file that includes the
following sections:

® RESOURCES Section

e MACHINES Section

e GROUPS section

e NETGROUPS Section (optional)
e NETWORK Section

e SERVICES Section

e ROUTING Section (if data-dependent routing is used)

If your configuration spans multiple domains and uses data-dependent routing, you must also
modify the domain gateway configuration file (bMcoNFIG) to support routing functionality.
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Creating the RESOURCES Section

In the RESOURCES Section you define governing parameters for system-wide resources, such as
the maximum number of serversallowed in the application. All parameter settingsin this section
apply to the entire application.

Note: The parameters described in the tables in this topic are used only for distributed
applications. For a description of the basic parameters that are available for any kind of
OracleTuxedo application, see uBBCONFIG (5) in the File Formats, Data Descriptions,
MIBs, and System Processes Reference.

Table 11-1 shows the resources section parameters.

Table 11-1 RESOURCES Section Parameters

Parameter

Description

BBLQUERY (Optional)

BBLQUERY setsamultiplier of the basic SCANUNIT between
status checks by the DBBL of al BBLs. The DBBL checksto
ensure that all BBL s have reported in within the BBLQUERY
cycle. If aBBL has not been heard from, the DBBL sends a
message to that BBL asking for status. If no reply isreceived,
the BBL is partitioned.

The value of BBLQUERY must be greater than 0. If this parameter
is not specified, the default is set so that (SCANUNIT *
BBLQUERY) is approximately 300 seconds.

BLOCKTIME (Optional)

BLOCKTIME setsamultiplier of the basic SCANUNIT after
which ablocking call (for example, receiving areply) times out.

The value of BLOCKTIME must be greater than 0. If this
parameter is not specified, the default is set so that (SCANUNIT *
BLOCKTIME) is approximately 60 seconds.

DBBLWAIT (Optional)

DBBLWAIT setsamultiplier of the basic sSCANUNIT for the
maximum amount of wall time aDBBL should wait for replies
from all its BBLs before timing out. Every time the DBBL
forwards arequest to its BBL s, it waits for all of them to reply
with apositive acknowledgment beforereplying to therequester.
This option can be used for detecting dead or insane BBLsin a
timely manner.

The value of DBBLWAIT must be greater than 0. If this parameter
is not specified, the default is set so that (SCANUNIT *
DBBLWAIT) isthe greater of SCANUNIT or 20 seconds.
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Tahle 11-1 RESOURCES Section Parameters (Continued)

Parameter

Description

IPCKEY (Required)

IPCKEY specifies the numeric key for the bulletin board. In a
single-processor environment, this key names the bulletin board.
In amultiprocessor environment, this key names the message
queue of the DBBL. Thiskey is also used as a basis for deriving
the names of resources other than this well-known address, such
as the names for bulletin boards throughout a multiprocessor.

The value of TPCKEY must be greater than 32,768 and less than
262,143.

MASTER (Required)

MASTER (string valuell, string_value2]) specifies
the LMID of the machine on which the master copy of
TUXCONFIG islocated. Also, if the applicationisrunin MP
mode, MASTER indicates the machine on which the DBBL isrun.
string value2namesanalternate LMID locationused during
process relocation and booting. If the primary location is not
available, the DBBL is booted at the alternate location and the
aternate TUXCONFIG file found thereis used.

Thevaueof both string valuel and string value2
must be LMIDs of machines defined in the MACHINES section.
Each string may contain up to 30 characters.

MAXGROUPS (Optional)

MAXGROUPS specifiesthe maximum number of configured server
groups to be accommodated in the group table of the bulletin
board.

The value of MAXGROUPS must be greater than or equal to 100
and less than 32,768. The default is 100.

MAXSERVERS MAXSERVERS specifies the maximum number of serversto be
(Optiona) accommodated in the server table of the bulletin board.
The value of MAXSERVERS must be greater than 0 and less than
8192. The default is 50.
MAXSERVICES MAXSERVICES specifiesthe maximum number of servicesto be
(Optional) accommodated in the services table of the bulletin board.

Thevalue of MAXSERVICES must be greater than 0 and lessthan
1,048,575. The default is 100.
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Tahle 11-1 RESOURCES Section Parameters (Continued)

Parameter Description
SANITYSCAN SANITYSCAN sets amultiplier of the basic SCANUNIT between
(Optiona) sanity checks of the system.

Thevalue of SCANUNIT must be greater than 0. The default is set
so that (SCANUNIT * SANITYSCAN) isapproximately 120
seconds.

Sanity checks are performed on servers aswell as on the bulletin
board data structure itself.

SCANUNIT (Optional) SCANUNIT setsthetimeinterval (in seconds) between scans by
the bulletin board liaison for timed-out transactions and blocking
callswithin service requests. Thisvalueis used as the basic unit
of scanning by the BBL. It affects the granularity with which
transaction timeout values can be specified on tpbegin(3c) and
the blocking timeout value specified with the BLOCKTIME
parameter. The SANITYSCAN, BBLQUERY, DBBLWAIT, and
BLOCKTIME parameters are multipliers of this unit for other
timed operations within the system.

Thevalue of SCANUNIT must be amultiple of 2 or 5 greater than
0 and less than or equal to 60 seconds. The default is 10 seconds.

Creating the MACHINES Section

In the MaCcHINES Section you assign logical names to all the physical machinesin your
configuration (including all the processing elements in multiprocessor machines) and define
other parameters for individual machines. Table 11-2 describes the parameters available for
defining machine names and other machine-specific parameters for each machine that
participates in a distributed application.
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Table 11-2 MACHINES Section Parameters

Parameter

Description

ENVFILE (Optional)

ENVFILE specifies afilethat defines the environment with which al
clients and servers on the machine are to be executed.

Linesmust be in the form ident=value where ident contains only
underscores and/or a phanumeric characters, and begins with an
underscore or aletter of the al phabet.

If the value of ENVFILE isaninvalid filename, no values are added to the
environment.

MAXACCESSERS
(Optional)

MAXACCESSERS specifies the maximum number of processes that can
access the bulletin board on this processor at any one time. When
calculating the appropriate number, you are not required to count system
administration processes, such asthe BBL and tmadmin, but you must
count all application servers and clients, and TMS servers.

Thevalue of MAXACCESSERS must be greater than 0 and less than 32,768.
The default is the value specified in the RESOURCES section.

MAXCONV (Optional)

MAXCONV specifies the maximum number of simultaneous conversations
allowed for processes on a particular machine.

The value of MaAXCONV must be greater than 0 and less than 32,768. The
maximum number of simultaneous conversations per server is64. The
default is the value specified in the RESOURCES section.

MAXWSCLIENTS
(Optiona)

MAXWSCLIENTS specifiesthe number of accesser entries on thisprocessor
to be reserved for Workstation clients only. This parameter is used only
when the Oracle Tuxedo System Workstation component is used. This
number takes a portion of the total accesser slots specified with
MAXACCESSERS. The appropriate setting of this parameter hel ps conserve
I PC resources because Workstation client access to the system is
multiplexed through an Oracle Tuxedo system-supplied surrogate, the
workstation handler.

The value of MAXWSCLIENTS must be greater than or equal to 0, and less
than 32,768; it may not be greater than the value of MAXACCESSERS.
(Assigning avalue to MAXWSCLIENTS that is higher than the value of
MAXACCESSERS isan error.) The default is 0.

Setting Up an Oracle Tuxedo Application



Creating the GROUPS Section

Creating the GROUPS Section

In the croups section you identify each server group in your application so that the Oracle
Tuxedo system can route requests to the member servers of specific groups.

The Groups section is populated with the number of server groups required for the application.
Server groups can all reside on the same site (sam mode) or, in adistributed application, they can
reside on different sites (mp mode).

Parameters in the croups section implement two important aspects of distributed transaction
processing:

e They associate a group of serverswith a particular Lm1p and a particular instance of a
resource manager.

e By allowing a second .M1D to be associated with the server group, they name an aternate
machine to which a group of servers can be migrated if the mtcraTE option is specified.

Table 11-3 describes the parametersin the croups section.

Table 11-3 GROUPS Section Parameters

Parameter Description

ENVFILE ENVFILE specifiesafilethat definesthe environment with which
all serversin the group are executed.

Linesmust beintheform ident=valuewhere ident contains
only underscores and/or alphanumeric characters.

If the value of ENVFILE isaninvalid filename, no values are
added to the environment.

GRPNO (Required) GRPNO associates a number with a particular server group.

The number must be greater than 0 and less than 30,000. It must
be unique among entriesin the GROUPS section.

LMID (Required) LMID identifies the machine on which the server group being
defined runs. A second LMID value can be specified (separated
from thefirst by acomma) for an alternate machine to which this
server group can be migrated if the MIGRATE option has been
specified. Serversin the group can be migrated if RESTART=Y tO
migrate is specified in the GROUPS section.

The values of LMID must be the values assigned to the LMID
parameter in the MACHINES section.
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The sErvICES Section contains parameters that determine how application services are handled.
Every line of every entry in this section is associated with a service by its identifier name.

You must identify the service provided by each server group in the servICcES section. Because
the same service can be link edited with more than one server, the srvgrp parameter is provided
to tie the parameters for an instance of a service to a particular group of servers.

Table 11-4 describes the parametersin the servIcES section that are available for defining
distributed applications.

Table 11-4 SERVICES Section Parameters

Parameter Description
LOAD (Optional) LOAD specifies the size of the load imposed by svcNM on the
system.

The value of LOAD must be a number between 1 and 32,767,
inclusive. A higher number indicatesagreater load. Thedefaultis
50.

PRIO (Optional) PRIO specifiesthe dequeuing priority of SVCNM.

The value of PRTIO must be grester than 0 and less than or equal
to 100, with 100 being the highest priority. The default is 50.

ROUTING (optional) ROUTING specifies the name of the routing criteria used for this
service when data-dependent routing is being performed. If this
parameter is not specified, data-dependent routing is not
performed for this service.

The value of ROUTING may contain up to 127 characters. If
multiple entries exist for the same service name but with different
SRVGRP parameters, the ROUTING parameter must be the same
for all entries.
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Tahle 11-4 SERVICES Section Parameters

Parameter

Description

SRVGRP (Optional)

SRVGRP specifies the host server group for the servicethat is
specified by svcnM and controlled by the parameters set in this
section.

By setting SRVGRP, you can assign different parameter settingsto
the same servicewhen it isoffered by different server groups. For
example, suppose your application provides two server groups,
GROUP1 and GROUP2, that offer a service called WITHDRAW. By
setting SRVGRP you can assign different |oad factorsto each copy
of the service, asfollows:

WITHDRAW ROUTING=123 LOAD=60 SRVGRP=GROUP1
WITHDRAW ROUTING=123 LOAD=60 SRVGRP=GROUP2

The value of SRVGRP may contain up to 30 characters.

SVCTIMEOUT
(Optional)

SVCTIMEOUT specifiesthe amount of time, in seconds, that is
allowed for processing of the indicated service. A timed-out
service causes the server processing the service request to be
terminated with a STGKILL signal.

The value of SVCTIMEOUT must be greater than or equal to 0. A
value of 0 indicates that the service will not be timed out. The
default isO.

If your application includes transaction processing, you may also want to set three other
parametersin the SERVICES Section: AUTOTRAN, ROUTING, and TRANTIME. These parametersare
described in Configuring Your ATMI Application to Use Transactions on page 5?1.

The following listing shows a sample of the servicEs section.

*SERVICES

WITHDRAW ROUTING=ACCOUNT_ID
DEPOSIT ROUTING=ACCOUNT_ID
OPEN_ACCT ROUTING=BRANCH_ID
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In the RouTING Section you specify the criteriato be used when data-dependent routing is
performed. If aserviceislisted in multiple entries, each with a different srverp parameter, the
ROUTING Section must be set with the samevaluein al entries. Otherwise, routing cannot be done
consistently for that service. Because a service can be routed on one field only, the value of that
field must be the samein al entries for the same service.

Y ou can add arouTING Section to the configuration file to show mappings between data ranges
and groups. The information in this section enables the system to send arequest to aserver in a
specific group. Each rouTING section item contains an identifier that is used in the SErRVICES
section.

Lines within the RouTING section have the following form.
CRITERION_NAME required parameters

where crITERION NAME iSthe name of the routing entry specified in the servicEs section for
data-dependent routing. The value of crrTERTON_NAME must be a string with a maximum of 15
characters.

Table 11-5 describes the parameters in the RouTING Section.

Table 11-5 ROUTING Section Parameters

Parameter Description
RANGES Ranges and associated server groups for the routing field.
FIELD Name of the routing field, which is assumed to be one of the

following: an FML buffer, an xML element or element attribute, a
view field nameidentified in an FML field table (using the
FLDTBLDIR and FIELDTBLS environment variables), or an FML
view table (using the VIEWDIR and VIEWFILES environment
variables). Thisinformation is used to obtain the associated field
value for data-dependent routing when sending a message.

BUFTYPE A list of types and subtypes of data buffersfor which thisrouting
entry isvalid.

Thevalue of this parameter may contain up to 256 characterswith
amaximum of 32 type/subtype combinations.
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See Also

e How to Create the Configuration File for a Multiple-machine (Distributed) Application on
page 373

e UBBCONFIG (5) inthe File Formats, Data Descriptions, MIBs, and System Processes
Reference

e Scaling, Distributing, and Tuning CORBA Applications

Example Configuration File for a Distributed Application

The following excerpt from a sample usBconF1c file shows the Groups, SERVICES, and
ROUTING sections, which support data-dependent routing in an Oracle Tuxedo application.

*GROUPS

BANKB1 GRPNO=1

BANKB2 GRPNO=2

BANKB3 GRPNO=3

#

*SERVICES

WITHDRAW ROUTING=BY_ACCOUNT_ID
DEPOSIT ROUTING=BY_ACCOUNT_ID
INQUIRY ROUTING=BY_ACCOUNT_ID
OPEN_ACCT ROUTING=BY_BRANCH_ID

CLOSE_ACCT ROUTING=BY_BRANCH_ID

#

*ROUTING

BY_ACCOUNT_ID

BY_BRANCH_ID

FIELD=ACCOUNT_ID BUFTYPE="FML"
RANGES="MIN - 9999:*,

10000-49999:BANKB1,
50000-79999 :BANKB2,
80000-109999 : BANKB3,
* ok

FIELD=BRANCH_ID BUFTYPE="FML"

RANGES="MIN - 0:*,
1-4:BANKB1,
5-7:BANKB2,
8-10:BANKB3,

* ok H
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All domain gateway configuration information is stored in abinary file called omconr1c. This
fileiscreated by first writing atext configuration file called pmconrFIG and then compiling it into
abinary version called Bovconr1c. The compiled sBomconr1é file can be updated while the
system is running by using the dmadmin (1) command. Although the Oracle Tuxedo
documentation refers to these configuration files as pmconFIG and BDMCONFIG, YOU Can give
these files any names.

Y ou must have one BpMcoNF1G file for each Oracle Tuxedo application to which you want to add
Domains functionality. System access to the somconr1c fileis provided through the Domains
administrative server, pmapm(5). When a gateway group is booted, the gateway administrative
server, cwapm(5), requests from the pmapm server a copy of the configuration required by that
group. The cwapm server and the pmapwm server also ensure that run-time changes to the
configuration are reflected in the corresponding domain gateway groups.

Note: For more information about the pmconNrF1G file, refer to bmconrFIc (5) inthe File
Formats, Data Descriptions, MIBs, and System Processes Reference.

Description of ROUTING Section Parameters in DMCONFIG

The pi_rouTING section provides information for data-dependent routing of service requests
using FML, XML, VIEW, X_C_TYPE, and x_common typed buffers. Lines within the pM_rouTING
section have the following form.

CRITERION_NAME required parameters

where crrTERTON_NAME iSthe name of the routing entry specified in the services section. The
value of crrrERTON_NAME must be a string with a maximum of 15 characters.

The following table describes the parameters in the pv_rouTING Section.
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Parameter

Description

FIELD (Optional)

Specifies the name of the routing field, which is assumed to be one of the
following: an FML buffer, an XML element or element attribute, aview field
name identified in an FML field table (using the FLDTBLDIR and
FIELDTBLS environment variables), or an FML view table (using the
VIEWDIR and VIEWFILES environment variables). Thisinformationis
used to obtain the associated field value for data-dependent routing when
sending a message.

If afieldinan FML3 2 buffer isused for routing, it must have afield number
less than or equal to 8191.

RANGES (Optional)

Specifies the ranges and associated remote domain names
(RACCESSPOINT) for the routing field. The value of RANGES must be a
string enclosed in double quotes. The enclosed string, in turn, must consist
of acomma-separated ordered list of range/RACCESSPOINT pairs.

The value of range may be either a single value (a signed numeric value
or acharacter string enclosed in single quotes), or arange of the form
lower - upper (Where 1ower and upper are both signed numeric values
or character strings in single quotes).

The value of Iower must be less than or equal to upper. A single quote
embedded in acharacter string value, asin“ O’ Brien,” for example, must be
preceded by two back slashes: “O\\'Brien”.

Use MIN to indicate the minimum value for the data type of the associated
FIELD. For strings and carrays, it is the null string; for character fields, it
is0; for numeric values, it isthe minimum numeric value that can be stored
inthefield.

UseMAX to indicate the maximum value for the data type of the associated
FIELD. For strings and carrays, it is effectively an unlimited string of
octal-255 characters; for acharacter field, it is asingle octal-255 character;
for numeric values, it is the maximum numeric value that can be stored in
thefield. Thus, MIN - -5 isall numberslessthan or equal to -5, and 6
- Max isal numbers greater than or equal to 6.

The metacharacter * (wildcard) in the position of arange indicates any
values not covered by other ranges previously seen in the entry. Only one
wildcard rangeis allowed per entry and it should be listed last (ranges
following it are ignored).
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Parameter Description

BUFTYPE (Optional) BUFTYPE providesalist of typesand subtypes of databuffersfor whichthis

routing entry isvalid. Valid types are FML, VIEW, X_C_TYPE, and
X_COMMON. No subtype can be specified for type FML, and subtypes are
required for the other types (* isnot allowed). Duplicate type/subtype pairs
cannot be specified for the same routing criteria name; more than one
routing entry can have the same criteria name as long as the type/subtype
pairs are unique.

If multiple buffer types are specified for a single routing entry, the data
types of the routing field for each buffer type must be the same. If thefield
valueisnot set (for FML buffers), or does not match any specific range, and
awildcard range has not been specified, an error is returned to the
application process that requested the execution of the remote service.

Routing Field Description

Thevaluein the routing field can be any datatype supported in Fvr, or view; it may beanumeric
range or a string range. The following rules apply to string range values for string, carray, and
character field types:

e They must be enclosed by single quotation marks and cannot be preceded by a plus or

minus sign.

A short or long integer value must be a string of digits, optionally preceded by a plus or
minus sign.

Floating point numbers must be written in the form required by the C compiler or atof ():
aplus or minus sign, followed by a string of digits (optionally containing a decimal point),
then an optional e or & followed by an optional sign or space, followed by an integer.

When afield value matches arange, the associated raccesspornT value specifies the
remote domain to which the request should be routed. An raccesspornT value of *
indicates that the request may be sent to any remote domain known by the gateway group.
Within a range/RacCESSPOINT pair, the range must be separated from the
RACCESSPOINT by & (colon).

Example of a 5-Site Domain Configuration Using Routing

The following sample configuration file defines atwo-domain application distributed acrossfive
sites. Thefive sitesinclude a Central Bank Office and four bank branches. Three of the branches
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belong to an Oracle Tuxedo domain. The fourth branch belongs to another TP domain, and
OSI-TP is used to communicate with that domain.

Listing 11-1 shows the Oracle Tuxedo system domain gateway configuration file from the
Central Bank point of view. Inthe pm_TDoMAIN section, this example shows amirrored gateway
for bo1.

Listing 11-1 Domains Configuration File for Five Sites

# TUXEDO DOMAIN CONFIGURATION FILE FOR THE CENTRAL BANK

#
#
*DM_LOCAL
# local_domain_name Gateway. Group_name domain_type domain_ID log device
# laudit log] [blocktime]
# [Iog name] [log offset] [log size]
# [maxaccesspoint] [maxraptran] [maxtran]
# [maxdatalen] [security]
# [tuxconfig] [tuxoffset]
#
#
DEFAULT: SECURITY = NONE
c01 GWGRP = bankgl
TYPE = TDOMAIN
ACCESSPOINTID = "BA.CENTRALOL1"
DMTLOGDEV = "/usr/apps/bank/DMTLOG"
DMTLOGNAME = "DMTLG_CO1"
c02 GWGRP = bankg2
TYPE = OSITP
ACCESSPOINTID = "BA.CENTRALOL"
DMTLOGDEV = "/usr/apps/bank/DMTLOG"
DMTLOGNAME = "DMTLG_CO02"
NWDEVICE = "OSITP"
URCH = "ABCD"
#

*DM_REMOTE
#remote_domain_name domain_type domain_ID

#

b01 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKOl1l"

b02 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKO2"

b03 TYPE = TDOMAIN
ACCESSPOINTID = "BA.BANKO3"

b04 TYPE = OSITP
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ACCESSPOINTID = "BA.BANKO04"
URCH = "ABCD"

#
*DM_TDOMAIN
#
# local_or_remote_domain_name network_address [nwdevicel]
#
# Local network addresses
c01 NWADDR = "//newyork.acme.com:65432" NWDEVICE ="/dev/tcp"
c02 NWADDR = "//192.76.7.47:65433" NWDEVICE ="/dev/tcp"
# Remote network addresses: second b0l specifies a mirrored gateway
b0l NWADDR = "//192.11.109.5:1025" NWDEVICE = "/dev/tcp"
b0l NWADDR = "//194.12.110.5:1025" NWDEVICE = "/dev/tcp"
b02 NWADDR = "//dallas.acme.com:65432" NWDEVICE = "/dev/tcp"
b03 NWADDR = "//192.11.109.156:4244" NWDEVICE = "/dev/tcp"
#
*DM_OSITP
#
#local_or remote_domain_name apt aeq
# [aet] [acn] [apid] [aeid]
# [profile]
#
c02 APT = "BA.CENTRALOL1"
AEQ = "TUXEDO.R.4.2.1"
AET = "{1.3.15.0.3},{1}"
ACN = "XATMI"
b04 APT = "BA.BANK04"
AEQ = "TUXEDO.R.4.2.1"
AET = "{1.3.15.0.4},{1}r"
ACN = "XATMI"

*DM_EXPORT

#service_name [Local_Domain_name] [access_control] [exported svcname]

# [inbuftype] [outbuftypel

#

open_act ACL = branch

close_act ACL = branch

credit

debit

balance

loan LACCESSPOINT = c02 ACL = loans
*DM__IMPORT

#service_name [Remote_domain_name] [local_domain_name]
# [remote_svcname] [routing] [conv]

# [trantime] [inbuftype] [outbhuftype]
#

tlr_add LACCESSPOINT = c01 ROUTING = ACCOUNT
tlr_bal LACCESSPOINT = c0l1 ROUTING = ACCOUNT
tlr_add RACCESSPOINT = b04 LACCESSPOINT = c02 RNAME ="TPSU0O02"
tlr_bal RACCESSPOINT = b04 LACCESSPOINT = c02 RNAME ="TPSU0O03"
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*DM_ROUTING

# routing criteria field typed buffer ranges

#

ACCOUNT FIELD = branchid BUFTYPE ="VIEW:account"
RANGES ="MIN - 1000:b01, 1001-3000:b02, *:b03"

*DM_ACCESS_CONTROL

#acl_name Remote_domain_list

#

branch ACLIST

loans ACLIST

b01, b02, bO3
b04

See Also

e “Understanding the Domains Configuration File” in Using the Oracle Tuxedo Domains
Component

e “Setting Up a Domains Configuration” in Using the Oracle Tuxedo Domains Component

e Scaling, Distributing, and Tuning CORBA Applications

Setting Up an Oracle Tuxedo Application 1-17


../add/addom.html
../add/addomc.html

11-18 Setting Up an Oracle Tuxedo Application



Setting Up the Network for a
Distributed Application

Thistopic includes the following sections:

Configuring the Network for a Distributed Application

How Data Moves Over a Network

How Data Moves Over Parallel Networks

Example of a Network Configuration for a Simple Distributed Application

How Failover and Failback Work in Scheduling Network Data

e Example Configuration of Multiple Netgroups

Configuring the Network for a Distributed Application

A distributed application is an application that runs on multiple computers, each of which
supports an installation of the Oracle Tuxedo system. These computers are connected and can
communicate with each other through a network that includes hardware, software, access
methods, and communication protocols. The Oracle Tuxedo system encodes, routes, and decodes
messages, and uses the network to ship those messages between machines. The system performs
these tasks automatically.

To configure the networking functionality required to support a distributed application, include
the following entries in the configuration file of Table 12-1.
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Table 12-1 Configuring the Network for a Distributed Application

In This Set This Parameter.. To...

Section. ..

RESOURCES MODEL (Required) MP. Thisparameter enablesall other networking parameters. Itis
used only for networked machines. suM is used for a
single-machine configuration, even if the machineisa
multiprocessor.

OPTIONS (Required) LAN (Local AreaNetwork) to indicate that communication will
take place between separate machines, rather than between
separate processes on the same machine.

MAXNETGROUPS Designate a limit on the number of NETGROUPS that can be

(Optional) defined. The default is 8; the upper limit, 8192.
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Table 12-1 Configuring the Network for a Distributed Application

In This Set This Parameter.. To...

Section. ..

MACHINES TYPE=string Determine whether encoding is required when messages are
(Optional) exchanged by two machines. The TYPE parameter specifiesthe

datarepresentation being used on each machine being defined. If
amessage is being sent from a machine on which one type of
data representation is being used to a machine on which a
different type of data representation is being used, the message
to be sent must be encoded before transmission and decoded
upon arrival.

If the machinesin question both use the same type of data
representation, however, the system skipsthe
encoding/decoding process.

Example 1
LMID_1 TYPE = “abc”
LMID_2 TYPE = “abc”

Encoding is not used in this case.

Example 2
LMID_1 TYPE = “HP”
LMID_2 TYPE = “SUN”

Encoding is used in this case.

Y ou do not need to set this parameter if the same type of data
representation is used on all machines that will exchange
messages. The parameter must be set only for a machine on
which adifferent typeis used. For example, if you have nine
SPARC machines and one HP machine, you must specify
TYPE=String only for the HP. For the SPARC machines, the
default null string identifies them as the same type.
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Table 12-1 Configuring the Network for a Distributed Application

In This
Section ..

Set This Parameter ..

To...

CMPLIMIT=remote
[, Iocal] (Optiona)

NETLOAD=number
(Optional)

Specify the compression threshold, that is, the minimum byte
size for a message to be compressed before being sent to a
remote and/or local destination. The value of both remote and
localisanumber between 0 and MAXLONG. If CMPLIMIT iS
set to only one value, it isassumed that the specified valueisthe
remote argument and that messages sent to local destinations
are never compressed.

For example, if you set CMPLIMIT=1024, than any message
greater than 1024 bytes bound for aremote location is
compressed.

Compression thresholds can also be specified with the variable
TMCMPLIMIT. Seethediscussion, in tuxenv(5), about the
variable TMCMPPRFM, which setsthe degree of compressionina
rangeof 1t0 9.

Add an application-specific number to the value of LOAD for a
remote service. The result is used by the system to evaluate
whether arequest should be processed locally or sent to aremote
machine. A higher NETLOAD resultsin less traffic being sent to
aremote machine.

NETGROUPS NETGROUP

(Optional)

(Required)

NETGRPNO=number
(Required)

NETPRIO=number
(Optional)

Specify the name assigned by the application to a particular
group of machines. The name may contain up to 30 characters.
One group, consisting of all the machines on the network, must
be named DEFAULTNET.

Specify anumber by which the system can identify a group of
machines. The value can be any number between 1 and 8192. For
DEFAULTNET, the value of NETGRPNO must be 0.

Assign apriority to aNETGROUP. This parameter helps the
system determine which network connection to use. The number
must be between 0 and 8192. Assign a higher priority to your
faster circuits; give your lowest priority to DEFAULTNET.

12-4
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Table 12-1 Configuring the Network for a Distributed Application

In This Set This Parameter.. To...

Section .. .

NETWORK LMID (Required) Map the specified machine to one of the entriesin the
(Optional) MACHINES section.

NADDR=string
(Required)

NLSADDR=string
(Required)

NETGROUP=string
(Optional)

Specify the listening address for the BRIDGE process on this
LMID. There are four valid formats for specifying this network
address. See the NETWORK section of UBBCONFIG(5) for details.

Specify the network address for the t1isten processon this
LMID. Valid formats are the same as the valid formats for
NADDR.

Specify aNETWORK group name. Thevalue of string must be
agroup name specified in the NETGROUPS section. The default
iSDEFAULTNET.

How Data Moves Over a Network

In adistributed application, datais sent across the network as follows:

e At the sending end—the BRIDGE sends a message to destination_machine by writing
the message to avirtual circuit and delegating, to the operating system, responsibility for
sending it. The operating system retains a copy of every pending message. If a network
error occurs, however, pending messages are | ost.

e At the receiving end—the BRIDGE process listens on a particular network address for
incoming messages.

How Data Moves Over Parallel Networks

In adistributed application there are several advantagesto using parallel datacircuitsfor sending
data across the network:

e By listening at more than one address, the BRIDGE achieves higher availability.

e By sending data simultaneously on parallel data circuits, the BRTDGE can achieve a higher
throughput, if the network was the limiting factor before.
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e When you configure parallel data circuits, the software does not necessarily fail to deliver
amessage if the original destination circuit is busy. The system attempts to schedule traffic
over the circuit with the highest network group number (NETerpPNO). If thiscircuit is busy,
the traffic is automatically scheduled over the circuit with the next (that is, the second
highest) network group number. When al circuits are busy, datais queued until acircuit is
available.

Before making a decision to use parallel data circuits, however, you should determine whether it
will be important, in your application, for messages to be kept in sequence. The system
guarantees that conversational messages are kept in the correct sequence by binding the
conversation connection to one particular data circuit.

If your application will require all messages to be kept in sequence, you must program the
application to keep track of the sequence for nonconversational messages. If you are using this
approach, you may not want to configure parallel datacircuits.

Figure 12-1 describes how data flows when one machine tries to contact another. The figureis
based on asampl e scenario involving two machines: machine A and machineB. First, the BRIDGE
identifies the network groups that are common to both machines; the MAGENTA_GRoOUP, the
GREEN_GROUP, and the DEFAULTNET.

Dataflowsin parallel on network groups with the same priority (that is, groups for which the
same valueis assigned to the NETPRIO parameter). Network groups with different priorities are
used for failover.

Figure 12-1 Flow of Data over the BRIDGE
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Example of a Network Configuration for a Simple
Distributed Application

The following example shows how to configure a simple network:

# The following configuration file excerpt shows a NETWORK
# section for a 2-site configuration.

*NETWORK
SITEl NADDR="//machl:51669"
NLSADDR="//machl:31669"

SITE2 NADDR="//mach386:51669"
NLSADDR="//mach386:31669"

How Failover and Failback Work in Scheduling Network
Data

Data flows over the highest available priority circuit. If all network groups havethe same
priority, datatravels over all networks simultaneoudly. If al circuits at the current priority fail,
datais sent over the next lower priority circuit. This processis called failover. When failover
occurs, the failed connections are retried periodically.

When higher priority network connections are reestablished, failback occurs and no further data
is scheduled for the lower priority connection. The lower priority connection is disconnected in
an orderly fashion.

If attemptsto connect to all network addresses have been made and have failed, new attemptsto
connect are made the next time application or system data needs to be sent between machines.

Example Configuration of Multiple Netgroups

12-8

The hypothetical First State Bank has a network of five machines (A-E). These machines are
configured in four network groups and each machine is used in two or three groups.

Note: Thehardware and system software prerequisitesfor configuring multiple network groups
(neTGrROUPS) are beyond the scope of this document. For example, machines are
frequently required to belong to more than one physical network. Each TCP/IP symbolic
address must be identified in the /etc/hosts file or in the DNS (Domain Name
Services).
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Example Configuration of Multiple Netgroups

In the following example, it is assumed that in addresses written in the form

//A_CORPORATE: 5345, the string o_corPORATE is specified inthe /etc/hosts file or
in DNS.

The four groupsin the First State Bank network include;
e DEFAULTNET (the default network, which is the corporate WAN)
e MAGENTA_GROUP (aLAN)

e BLUE_GROUP (aLAN)

e CREEN_GROUP (aprivate LAN that provides high-speed, fiber, point-to-point links between
member machines)
All machines belong to bErFAULTNET (the corporate WAN). In addition, each machineis
associated with either the MAGENTA_GRoUP or the BLUE_GRouUP. Finally, some machinesin the

MAGENTA_GROUP also belong to the GReEN_croup. Figure 12-2 illustrates group assignments for
the network.

Figure 12-2 Example Network Groups

MAGENTA GROUP BLUE_GROUP

GREEN_GROUP

CORPORATE_WAN

In this example, machines A and B have addresses for the following:
e DEFAULTNET (the corporate WAN)
e MAGENTA_GROUP (LAN)

e GREEN_GROUP (LAN)

Machine C has addresses for the following:
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e DEFAULTNET (the corporate WAN)

e MAGENTA_GROUP (LAN)

Machines D and E have addresses for the following:
e DEFAULTNET (the corporate WAN)

e BLUE_GROUP (LAN)

Because the local area networks are not routed to all locations, machine D (in the BLUE_GRouP
LAN) may contact machine A (in the GReen_crour LAN) only by using the single address they
have in common: the corporate WAN network address.

Configuration File for the Sample Network

To set up the configuration described in the preceding section, the First State Bank administrator
defines each group in the NETGROUPS and NETWORK sections of the useconr1c file as follows:

*NETGROUPS

1l
o

NETPRIO = 100 #default
NETPRIO = 200

DEFAULTNET NETGRPNO
BLUE_GROUP NETGRPNO

1l
o)

MAGENTA_GROUP NETGRPNO = 125 NETPRIO = 200

GREEN_GROUP NETGRPNO = 13 NETPRIO = 300

*NETWORK

A NETGROUP=DEFAULTNET NADDR="//A_CORPORATE:5723"

A NETGROUP=MAGENTA_GROUP NADDR="//A_MAGENTA:5724"

A NETGROUP=GREEN_GROUP NADDR="//A_GREEN:5725"

B NETGROUP=DEFAULTNET NADDR="//B_CORPORATE:5723"

B NETGROUP=MAGENTA_GROUP NADDR="//B_MAGENTA:5724"

B NETGROUP=GREEN_GROUP NADDR="//B_GREEN:5725"
NETGROUP=DEFAULTNET NADDR="//C_CORPORATE:5723"

c NETGROUP=MAGENTA_GROUP NADDR="//C_MAGENTA:5724"

D NETGROUP=DEFAULTNET NADDR="//D_CORPORATE:5723"

D NETGROUP=BLUE_GROUP NADDR="//D_BLUE:5726"
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Example Configuration of Multiple Netgroups

E NETGROUP=DEFAULTNET NADDR="//E_CORPORATE:5723"
E NETGROUP=BLUE_GROUP NADDR="//E_BLUE:5726"

Assigning Priorities for Each Network Group

Assigning priorities appropriately for each NETGROUP enables you to maximize the capability of
network BRIDGE processes. When determining NETGRoUP priorities, keep in mind the following
considerations:

e Dataflows over only the highest available priority circuit.

o If al network groups have the same priority, datatravels over al circuits simultaneously.
o |f all circuits at the current priority fail, datais sent over the next lower priority circuit.

e When ahigher priority circuit becomes available, data flows over it.

e All unavailable higher priority circuits are retried periodically.

e After connections to all network addresses have been tried and have failed, connections are
tried again the next time data needs to be sent between machines.

e The default value of NETPRIO is 100.

Example Assignment of Priorities to Network Groups

Figure 12-3 shows how the First State Bank administrator assigns priorities to the available
network groups.
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Figure 12-3 Assigning Priorities to Network Groups

MAGENTA_GROUP BLUE_GROUP
NETPRIO=200 NETPRIO=200
A B cC D E
GREEN_GROUP
NETPRIO=300

DEFAULTNET({CORPORATE WAN])
NMETPRIO==100

The following priorities are assigned:
e BLUE_GROUP=200
e DEFAULTNET=100
e GREEN_GROUP=300

® MAGENTA_GROUP=200

Example NETGROUP and NETWORK Sections

Thelowest priority among network groupsis reserved for the default network group, that is, the
group that is not used unless all others are unavailable. Therefore, if you want to limit the use of
aparticular network, such asasatellite link for which per-minute fees are incurred, designate that
network as the default network group.

Y ou can assign anetwork priority to the default network group by setting theNneTPrI0 parameter
for pEFAULTNET just as you do for any other group. If you do not specify a priority for
DEFAULTNET, adefault of 100 is used, as shown in the following example:

*NETGROUP
DEFAULTNET NETGRPNO = 0 NETPRIO = 100

For DEFAULTNET, the value of the network group number (NETGRPNO) must be zero; any other
number isinvalid. The value of NETGRPNO must be unique for each entry.
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Example Configuration of Multiple Netgroups

On the other hand, the same value of NETPRIO may be assigned to multiple network groups. For
example, in the First State Bank configuration file, the same network priority (NETPRIO=200) iS
assigned to both the MmaGENTA_GrOUP and the GREEN_GROUP.

Each network address (NETWORK) iS associated by default with the DEFAULTNET network group.
This parameter may be specified explicitly for either of two reasons: to maintain uniformity
among entries, or to associate the network address being defined with a second network group.

*NETWORK
D NETGROUP=BLUE_GROUP NADDR="//D_BLUE:5726"
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About Workstation Clients

Thistopic includes the following sections:
e What |s the Workstation Component?
e Sample Application with Four Workstation Clients

e How the Workstation Client Connects to an Application

What Is the Workstation Component?

The Workstation component of the Oracle Tuxedo system allows application clientsto reside on
amachinethat doesnot have afull server-sideinstallation, that is, amachinethat does not support
any administration or application servers. All communication between the client and the
application servers takes place over the network.

A Workstation client process can run on aWindows XP or UNIX platform. The client has access
to the ATMI. The networking behind requests is transparent to the user. The Workstation client
registers with the system through a Workstation handler (WSH) and has access to the same
capabilities as a native client.

All communication between a Workstation client and application server is done through a
Workstation handler (WSH) process.

Workstation clients can perform almost all the same functionsthat can be performed by network
clients. They can, for example:

e Send and receive messages
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e Begin, end, or commit transactions
e Send and receive unsolicited messages

e Take full advantage of any security mechanism offered to Oracle Tuxedo clients

Sample Application with Four Workstation Clients

Figure 13-1 shows an example of an application with four Workstation clients.
Figure 13-1 Bank Application with Four Workstation Clients

BEA Tuxedo Application Site 1
LIMIA Warkstation BEL

I ative

Workstation Client i
Client Bulletin 5 q
Board arver 1}
Workstation
Client /

ERIDGE

M ative
Client
Site 2
Windows Workstation BRIDGE BEL DBEBL
Warkstation 1
Client Bulletin
Board — ServerZ:

Workstation

WSH
. \ i //
WeSH ;

WSL

Two workstation clients are running on a UNIX system; another two Workstation clients, on
Windows. All workstation clientsinitially joined the application through the Workstation listener
(WSL), which delegates subsequent communication to a Workstation handler. This process
differsfrom the process that occurs when native clientsjoin an application: in the latter case, the
native clients attach directly to the bulletin board upon joining.

Administrative servers and application servers are located on s1TE1 and SITE2. Any service
request by a Workstation client to the application is sent over the network to the WSH. This
process forwards the request to the appropriate server, getsareply from the server, and sends the
reply to the Workstation client.
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How the Workstation Client Connects to an Application

Note: Theterm resource manager refersto an implementation of the XA standard interfaces
that provides transaction capabilities and permanence of actions for an Oracle Tuxedo
application. The most common example of aresource manager is a database. A resource
manager is accessed and controlled within aglobal transaction.

Because the application is distributed across two machinesin this example, it isrunning in mp
mode. The Workstation client sends a request to one Workstation handler, the Workstation
handler forwards the request to a BRIDGE process, and the BRIDGE process, in turn, forwards the
request to the correct machine.

How the Workstation Client Connects to an Application

The following flowchart shows how a Workstation client connects to an application.

YWorkstation Client
calls tpinitc () or
tpchkauthi)

Client connects to | |nitiated with
WESL using known | epechkauthi)

network address or tpinit ()
|
WSL assigns
appropriate YWwSH Performed by
faor client BEA Tuxedo
| systern on behalf
WSL returns of the application
address of a W3H
to the client

1
WiWSL connects to All comrmunication

WWSH between the YVSL and
i the application takes

tpinit () or place through the YWwSH

tpchkauthi)

returns contral to

application

The client connects to the WSL process using a known network address. The process for
establishing this connection isinitiated when the client calls tpchkauth () Of tpinit (). The
WSL returns the address of a WSH to the client, and then notifies the Workstation handler
process of the connection request. The WSC connects to the WSH. All further communication
between the WSC and the application takes place through the WSH.
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CHAPTERm

Setting Up Workstation Clients

Thistopic includes the following sections:

Defining Workstation Clients

Specifying the Maximum Number of Workstation Clients

Defining a Workstation Listener (WSL) as a Server

Detecting Network Failures
e Sample Configuration File that Supports Workstation Clients

Defining Workstation Clients

Before a Workstation client can join an Oracle Tuxedo application, the application environment
must be prepared to accommodateit. The Oracle Tuxedo system provides the variabl es described
in Table 14-1 table for setting up your environment. Two (TuxpIR and WSNADDR) are required;
the rest are optional. Defaults are available for all parameters except WSENVFILE.

Setting Up an Oracle Tuxedo Application 141



14-2

Table 14-1 Defining Workstation Clients

To Specify . . .

Set This Environment
Variable . . .

The application password. (Useful only for applicationsin
which security isimplemented through password usage.)
Clients that run from scripts can get the application password
from thisvariable.

APP_PW (Optional)

Specifies the security principal name identification string to be
used for authentication purposes when SSL isinitiated. This
parameter may contain a maximum of 511 characters
(excluding the terminating NULL character).

SEC_PRINCIPAL_NAME
(Optional)

Specifiesthelocation of the file or device where the decryption
(private) key for the principal specified in
SEC_PRINCIPAL_NAME resides. Thisparameter may contain
amaximum of 1023 characters (excluding the terminating
NULL character).

SEC_PRINCIPAL_LOCA
TION (Optional)

Specifies the variable in which the password for the principal
specifiedin SEC_PRINCIPAL_NAME isstored. Thisparameter
may contain a maximum of 31 characters (excluding the
terminating NULL character).

SEC_PRINCIPAL_PASS
WORD (Optional)

The maximum number of significant bits of the encryption key
for link-level encryption. Value can be O (if no encryption is
used), or 40, 56, 128, or 256 (if the number specified isthe
number of significant bits in the encryption key).

TMMAXENCRYPTBITS
(Optional)

The minimum number of significant bits of the encryption key
for link-level encryption. Value can be O (if no encryption is
used), or 40, 56, 128, or 256 (if the number specified isthe
number of significant bits in the encryption key).

TMMINENCRYPTBITS
(Optional)

Thedirectory inwhichrepliesare stored when thewSRPLYMAX
limit has been reached. The default is the working directory.

TMPDIR (Optional)

Specifies the code-set encoding name that the workstation
machine includesin an allocated MBSTRING typed buffer.

TPMBENC has no default value. For a Workstation client using
MBSTRING typed buffers, TPMBENC must be defined on the
workstation machine.

TPMBENC (Optional)
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Table 14-1 Defining Workstation Clients

Defining Workstation Clients

To Specify . . .

Set This Environment
Variable . ..

Specifies whether the workstation machine automatically
converts the datain areceived MBSTRING buffer to the
encoding defined in TPMBENC. By default, the automatic
conversion is turned off, meaning that the data in the received
MBSTRING buffer is delivered to the Workstation client as
is—no encoding conversion. Setting TPMBACONV to any value,
say Y (yes), turns on the automatic conversion.

TPMBACONV (Optional)

The location of the Oracle Tuxedo system software on this
workstation. The client cannot connect unlessthis environment
variableis set.

TUXDIR (Required)

Specifies whether the workstation machine caches Document ~ URLENTITYCACHING
Type Definition (DTD), XML schema, and entity files. By (Optional)

default, the caching is turned on (). Setting

URLENTITYCACHING toN (no) turns off the caching.

Specifies the directory in which the workstation machine URLENTITYCACHEDIR
caches DTD, schema, and entity files. The (Optional)

URLENTITYCACHEDIR variable specifies the absolute
pathnamefor the cachedfiles. If URLENTITYCACHEDIR iSnot
specified, the default directory becomes
URLEntityCachedir, which will be created in the current
working directory of the Workstation client process provided
that the appropriate write permissions are set.

The network device to be used. The default is an empty string.

WSDEVICE (Optional)

The name of thefilein which all environment variables may be
set. There is no default for this variable.

WSENVFILE (Optional)

The network address used by the Workstation client when
connecting to the Workstation listener or Workstation handler.
Thisvariable, along with the WSFRANGE variable, determines
the range of TCP/IP ports to which a Workstation client
attempts to bind before making an outbound connection. This
address must be a TCP/IP address

WSFADDR (Optional)
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Table 14-1 Defining Workstation Clients

To Specify . . . Set This Environment
Variable . ..
The range of TCP/IP ports to which a Workstation client WSFRANGE (Optional)

process attempts to bind before making an outbound
connection. ThewSFADDR parameter specifiesthe base address
of the range.

A list of one or more network addresses of the WSL that the WSNADDR (Required)
client wantsto contact. This address must match the address of
aWSL process in the application configuration file.

The amount of core memory to be used for buffering WSRPLYMAX (Optional)
application replies. The default is 256,000 bytes.

Themachinetype. If thevalue of wSTYPE matchesthevalueof WSTYPE (optiOnal)
TYPE in the configuration file for the WSL machine, no

encoding/decoding is performed. The default is the empty

string.

Specifying the Maximum Number of Workstation Clients

14-4

To enable Workstation clients to join an application, you must specify the MAXWSCLIENTS
parameter in the MACHINES section of the uBsconric file.

MAXWSCLIENTS iSthe only parameter that has special significance for the Workstation feature.
MAXWSCLIENTS tellsthe Oracle Tuxedo system at boot time how many accesser slots to reserve
exclusively for Workstation clients. For native clients, each accesser slot requires one semaphore.
However, the Workstation handler process (executing on the native platform on behalf of
Workstation clients) multiplexes Workstation client accesses through a single accesser slot and,
therefore, requires only one semaphore. This capability is an additional benefit of the
Workstation component. By putting more clients on workstations instead of on the native
platform, an application reduces its | PC resource regquirements.

MAXWSCLIENTS takesits specified number of accesser slotsfrom the total set in MAXACCESSERS.
Thisisimportant to remember when specifying MaxwscrLIENTS; enough slots must be left to
accommodate native clients aswell as servers. If you specify avalue for MAXWSCLIENTS greater
than that of MaxaccESSERS, native clientsand serversfail at tpinit () time. Thefollowingtable
describes the MAXWSCLIENTS parameter.
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Defining a Workstation Listener (WSL) as a Server

Parameter Description
MAXWSCLIENTS Specifies the maximum number of WSCs that may connect to a
machine.

The syntax iSMAXWSCLIENTS=number. The default isO.

If MAXWSCLIENTS is not specified, WSCs may not connect to the
machine being described.

Defining a Workstation Listener (WSL) as a Server

Workstation clients access your application through aWSL process and one or more WSH
processes. The WSL can support multiple Workstation clients. It acts as the single point of
contact for all the Workstation clients connected to your application at the network address

specified on the WSL command line. The listener schedules work for one or more Workstation
handler processes.

A WSH process acts as a surrogate within the administrative domain of your application for
clients on remote workstations. The WSH uses a multiplexing scheme to support multiple

Workstation clients concurrently.

To join Workstation clients to an application, you must specify the Workstation listener (WSL)
processes in the servERS section of the uBsconrF1c file. Use the same syntax you use to specify

aserver.

Passing

Information to a WSL Process

To passinformation to aWSL process, you can use the command-line option string, cr.opt. The
format of the cLopT parameter is asfollows:

z bits] [-Z bits] [-H external netaddr]

CLOPT="[ -A ] [servopts_options] -- -n netaddr [-d device]
[-w WSHname] [-t timeout_factor] [-T Client_timeout]
[-m minh] [-M maxh] [-x mpx_factor ]
[-p minwshport] [-P maxwshport]
[-I init_timeout] [-c compression_threshold]
[-k compression_threshold]
[-
[-N

network_timeout] [-K{client |handler|both|none}]"
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The -2 option requests that the WSL offer al its services when it is booted. This optionis
included by default, but it is shown here to emphasize the distinction between system-supplied
servers and application servers. When application servers are booted, they sometimes offer only
asubset of their available services.

Thedouble-dash (--) marksthe beginning of alist of parametersthat is passed to the WSL after
it has been booted.

Using Command-line Options Set with CLOPT

Y ou can specify any of the following command-line options shown in Table 14-2 in the cL.opT
string after the double-dash string (--).

Note: For acompletelist of the c.orT command-line options, see servopts (5) inthe File
Formats, Data Descriptions, MIBs, and System Processes Reference.

Table 14-2 Using Command-line Options Set with CLOPT

Use This Command-line To Specify . ..

Option . ..

-n netaddr The network address used by WSCs to contact the listener.

(Required) The WSC must set the appropriate environment variable
(WSNADDR) to the value specified after -n.

[-a device] Specify the network device name.

(Required for sometransport ~ Thisisan optional parameter because only some transport

interfaces) interfaces require it. Sockets, for example, does not require
this parameter.

[-t timeout] The amount of timeto allow for aclient to connect to the
WSH.

To calculate the total amount of time to alow for this
purpose, the system multiplies the value of timeout by the
value of the SCANUNIT parameter.

Thedefault is 3 in anonsecure application, and 6 in asecure
application. In this context we refer to an application as
secureif one of the following parametersiis set:

« USER_AUTH

. ACL

« MANDATORY_ACL
« APP_PW
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Defining a Workstation Listener (WSL) as a Server

Tahle 14-2 Using Command-line Options Set with CLOPT

Use This Command-line
Option. ..

To Specify . . .

[-w name]

The name of the WSH process that should be booted for this
listener. The default iswsH, which isthe name of the handler
provided. If another handler processis built with the
buildwsh (1) command, that name is specified here.

[-m number]

The minimum number of handlersthat should be booted and
always available. The default isO.

[—M number]

The maximum number of handlers that can be booted. The
default is the value of MAXWSCLIENTS for the machine
being configured, divided by the multiplexing value
(specified with -x).

[—X number]

The maximum number of clientsthat a WSH can multiplex
at onetime. The value must be greater than 0. The default is
10.

[-T client_timeou t]

Theamount of time (in minutes) that aclient canremainidle
without being disconnected. If aclient does not make any
reguests within this time period, the WSH disconnects the
client. If thisargument isnot given or is set to 0, the timeout
isinfinite.

[-p minwshport] and[-P

The range for port numbers available for use by WSHs

maxwshport] associated with thislistener server. Port numbers must fall in
the range between 0 and 65535. The default is 2048 for
minwshport and 65535 for maxwshport.

[-z] and [-2] The range of bits that can be used, on the WSL side, for

link-level encryption: use -z to specify the minimum
number of bits, and -z to specify the maximum number of
bits.
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Tahle 14-2 Using Command-line Options Set with CLOPT

Use This Command-line To Specify . . .
Option. ..
[-N network_timeout] The minimum amount of time (in seconds) that a

Workstation client is allowed to wait to receive a response
from the WSL/WSH. A value of 0 indicates no network

timeout.
[-k {client |handler | The viability of a network connection between the
both |none}] Workstation handler and a Workstation client if no traffic
has occurred over that connection within a specified period
of time.
See Also
e servopts (5) inthe File Formats, Data Descriptions, MIBs, and System Processes
Reference

Detecting Network Failures

The Workstation component provides two administrative optionsto wst that enable you to avoid
hanging indefinitely when a network connection islost. Specifically, these options allow you to:

e Check client connections periodically (keep-alive option)

e Limit the amount of time that a client waits for aresponse from awst before dropping the
connection to that wsu (network timeout option)
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Using the Keep-alive Option

Using the Keep-alive Option

Keep-alive isanetworking operation that periodically checks the viability of a network
connection between the Workstation handler and a Workstation client if no traffic has occurred
over that connection within a specified period of time.

Y ou can request the keep-alive option by adding the -x option to thewsw cropT entry in the
SERVERS section of theussconr1c file. The -x option acceptsthe following arguments; client,
handler, both, O none.

Table 14-3 shows the keep-alive option.

Table 14-3 Using the Keep-alive Option

Use This Option... To...

-K client Generate keep-alive messages from the client machines. If the
keep-alive message is not acknowledged, the client machine
considersthe network down. Subsequent ATMI callsfail with a
tperrno of TPESYSTEM.

-K handler Generate keep-alive messages from the handler machine. If the
keep-alive message is not acknowledged, the handler machine
considers the network down. The handler then cleans up the
entry associated with the client that does not respond. This
reduces the possibility that the handler will exhaust the number
of clientsthat aworkstation can multiplex at onetime (as
specified by -x) with stale clients.

-K both Generate keep-alive message from both the client and handler
machines. The availability and timeout thresholds for this
component are determined by tunable parametersin the
operating system.

-K none Turn off the keep-alive option. Using this setting has the same
effect as not specifying -x at all.

Your entry in the useconr 1 file should look like the following:

WSL SRVGRP="WSLGRP" SRVID=1000 RESTART=Y GRACE=0
CLOPT="-A -- -n //ws.beasys.com:5120 -d /dev/tcp -K both"

In the example, -x turns on keep-alive checking on both the Workstation client and the server.
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For details about the format of awsrL entry in UBBCONFIG, SeewsL (5) inthe File Formats, Data
Descriptions, MIBs, and System Processes Reference.

Note: Any timeout period that you specify appliesto the entire system. If you specify atimeout
with one application in mind, and you later change the amount of time specified, all
applications that use keep-alive are also affected.

Limitations When Using the Keep-alive Option

The keep-alive option is supported only on platforms for which the Oracle Tuxedo system uses
sockets:

e True4 UNIX
e HPUX

o Windows

Y ou cannot use this option on any other platform. The Oracle Tuxedo system letsyou specify the
-k option for any server machine, but it will not execute it properly on any platform other than
those previoudly listed. If you try to perform a keep-alive operation on any other platform, your
attempt fails and a message is written to the userlog (once per process for the wsh). Processing
continues normally.

Note: The keep-alive operation works only for TCP/IP communications.
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Using the Network Timeout Option

Network timeout is an option that lets you decide how long you are willing to wait for an
operation in aWorkstation client before your request for that operation is canceled (timed out) on
anetwork.

Y ou can request the network timeout function through an administrative option to the wsr: -n.
The - option uses a network timeout to receive data in the Workstation client.

How Network Timeout Works

The network timeout option establishes awaiting period (in seconds) for any Oracle Tuxedo
operation in the Workstation client that receives datafrom the network. If the period is exceeded,
the operation fails and the client is disconnected from the application. A value of 0 (the default)
indicates no timeout.

Note: Setting this value too low may cause too many disconnects.

Each ATMI function returns an error whenever atimeout occurs. When alink times out, the
applicationisnotified. An existing error codeisused. (Additional error detail onthe specific error
can beretrieved by acall to tperrordetail (3c).) Once anetwork timeout occurs, the status of
outstanding operations isin doubt: transactions cannot be completed; incoming replies can be
lost, and so on. The only safe action isto terminate the connection to the application by doing the
equivaent of atpterm(3c) without communicating with the wsh.

By the time the operation returns, the client is no longer part of the Oracle Tuxedo application.
The client can rejoin the application in either of two ways:

e By calling tpinit (3c)

e By using an implicit connection (if security is not configured)

Limitations When Using the Network Timeout Option

e Network timeout does not handle network send operations.

o |f the value of the network timeout is less than the value of the transaction timeout or the
block time, then the client may be disconnected before the processing of the request is
complete.

e Network timeout disconnects the Workstation client after timeout even though the
connection may still be viable.
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Setting the Network Timeout Option

To use the network timeout option in your Oracle Tuxedo application, add the -~ option to the
WSL CLOPT argument.

Sample Configuration File that Supports Workstation
Clients

14-12

The following excerpt from a sample configuration filein Listing 14-1 shows how you can add
the Workstation component to the bankapp application. It contains modifications to the
MACHINES and SERVERS Sections.

Listing 14-1 Sample UBBCONFIG File Supporting Workstation Clients

*MACHINES
SITEL

QA%WSCLIENTS:lSO
SITE2

QA%WSCLIENTSZO
*SERVERS

WSL SRVGRP="BANKB1" SRVID=500 RESTART=Y
CLOPT="-A -- -n //ws.beasys.com:5120 -m 5 -M 30 -x 5"

Modifying the MACHINES and SERVERS Sections

The following changes are shown in the MACHINES and SERVERS Sections:
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e Inthe MACHINES section, the default for MaxwscLIENTS isoverridden in the entries for two
sites. For s1TE1, the default israised to 150, whileit islowered to O for s1TE2, because no
Workstation clients will be connected to that site.

e In the sErRVERS section, a WSL process is specified for group Banks1. The WSL hasa
server ID of 500 and it is marked as restartable.

e The command-line options show the following:
— The WSL will advertise all of its services (-a).
— The WSL will listen at network address / /ws .beasys . com: 5120 (-n).
— A minimum of five WSHs will be booted (-m).
— A maximum of 30 WSHswill be booted (-m).

— Each handler will be allowed a maximum of five clients connected at any onetime

(-x).
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Managing Remote Oracle Tuxedo
CORBA Client Applications

This chapter explains how to configure connections from remote Oracle Tuxedo CORBA client
applicationsto CORBA objectsviathe standard Internet Inter-ORB Protocol (I1OP). Thischapter
is specific to Oracle Tuxedo CORBA servers.

Note: The Oracle Tuxedo CORBA Java client and Oracle Tuxedo CORBA Javaclient ORB
were deprecated in Tuxedo 8.1 and are no longer supported in Tuxedo 9.x. All Oracle
Tuxedo CORBA Java client and Oracle Tuxedo CORBA Java client ORB text
references, associated code samples, etc. should only be used:

e to help implement/run third party Java ORB libraries, and
o for programmer reference only.

Technical support for third party CORBA Java ORBs should be provided by their
respective vendors. Oracle Tuxedo does not provide any technical support or
documentation for third party CORBA Java ORBSs.

This topic includes the following sections:
e CORBA Object Terminology
e Remote CORBA Client Overview

e Setting Environment Variables for Remote CORBA Clients

Setting the Maximum Number of Remote CORBA Clients

Configuring a Listener for a Remote CORBA Client

Modifying the Configuration File to Support Remote CORBA Clients
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e Configuring Outbound I1OP for Remote Joint Client/Servers

e Using the ISL Command to Configure Outbound 110OP Support

CORBA Object Terminology

Thefollowing termsare used in this chapter.

DLL

Dynamic Link Libraries. A DLL isacollection of functions grouped into aload module
that is dynamically linked with an executable program at run time for a Windows
application.

[1OP
Internet Inter-ORB Protocol (110P). [1OPisbasically TCP/IPwith some CORBA-defined
message exchanges that serve as a common backbone protocol.

ISH
[1OP Server Handler. Thisisaclient process running on an application site that actsasa
surrogate on behalf of the remote client.

ISL
[1OP Server Listener. Thisisaserver process running on an application site that listens
for remote clients requesting connection.

Server
A server hosted on amachine in an Oracle Tuxedo domain. An Oracle Tuxedo CORBA
server is built with the Oracle Tuxedo CORBA buildobjserver command. CORBA
Serversimplement Oracle Tuxedo functionality, such as security, transactions, and object
state management. Servers can make invocations on any server, inside or outside an
Oracle Tuxedo domain.

Native Client

A client located within an Oracle Tuxedo domain, using the CORBA ORB to make
invocations on objects either inside or outside the Oracle Tuxedo domain. A native
client’ s host contains the Oracle Tuxedo administrative and infrastructure components,
such as tmadmin, FactoryFinder, and ISL/ISH. Native clients use the environmental
objectsto access CORBA objects. You build native C++ clients with the
buildobjclient command or native Java clients using the tools provided by the
third-party ORB.
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Remote Client
A client not located within an Oracle Tuxedo domain. A remote client can usethe CORBA
ORB to make invocations on objects either inside or outside the Oracle Tuxedo domain.
A remote client’ s host does not contain Oracle Tuxedo administrative and infrastructure
components, such as tmadmin, FactoryFinder, and I SL/ISH; it does contain supporting
software (the CORBA ORB) that allows remote clientsto invoke objects. Remote clients
use the environmental objects to access CORBA aobjects. Y ou build remote C++ clients
with the buildobjclient command or remote Java clients using the tools provided by
the third-party ORB.

Native Joint Client/server
A process that has two purposes: (1) execute code acting as the starter for some business
actions and (2) execute method code for invocations on objects. A joint client/server
located within an Oracle Tuxedo domain. Y ou build native joint C++ client/servers with
the buildobjclient command. Java native joint client/servers are not supported.

Note: Theserver role of the nativejoint client/server is considerably lessrobust than that of
aserver. It has none of the Oracle Tuxedo CORBA administrative and infrastructure
components, such as tmadmin, FactoryFinder, and ISL/ISH (hence none of Oracle
Tuxedo's scalability and reliability attributes), it does not use the Oracle Tuxedo TP
Framework, and it requires more direct interaction between the client and the ORB.

Remote Joint Client/server
A process that has two purposes. (1) execute code acting as the starter for some business
actions and (2) execute method code for invocations on objects. A joint client/server
located outside an Oracle Tuxedo domain. The joint client/server does not use the Oracle
Tuxedo TP Framework and requires more direct interaction between the Client and the
ORB. Y ou build remote joint C++ client/serverswith the buildobjclient command or
remote Java client/servers using the tools provided by the third-party ORB.

Note: A joint client/server isdifferent from a server that acts asa client as part of its server
role. Once the server compl etes processing of an invocation, it returns to dormancy.
A joint client/server is always in the active mode, executing code not related to a
server role; the server role temporarily interrupts the active client role, but the client
role is aways resumed.

Note: The server role of the remote joint client/server is considerably less robust than that
of aserver. Neither the client nor the server has any of the Oracle Tuxedo
administrative and infrastructure components, such as tmadmin, FactoryFinder, and
ISL/ISH (hence, none of Oracle Tuxedo's scalability and reliability attributes).
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Oracle Tuxedo CORBA object
A CORBA object that isimplemented using TP Framework and that implements security,
transactions, and object state management. CORBA objects are implemented in Oracle
Tuxedo CORBA servers; that is, they are part of an Oracle Tuxedo domain and use the
Oracle Tuxedo infrastructure.

Callback Object
A CORBA object supplied as aparameter in aclient’ sinvocation on atarget object. The
target object can make invocations on the callback object either during the execution of
the target object or at some later time (even after the invocation on the target object has
been completed). A callback object might be located inside or outside an Oracle Tuxedo
domain.

Remote CORBA Client Overview

In this section, the term “remote client” represents a CORBA client application that is deployed
on systemsthat do not have thefull Oracle Tuxedo CORBA server softwareinstalled. Thismeans
that no administration or application servers are running there and that no bulletin board is

present. All communication between the client and the application takes place over the network.

Thetypes of clients are:

o CORBA C++ client

A client process can run on UNIX or Microsoft Windows. The client has access to the CORBA
ORSB interface. The networking behind the callsis transparent to the user. The client process
registers with the system and has the same status as a native client.

The client can do the following:
e Invoke methods on remote CORBA objects
e Begin, roll back, or commit transactions

e Berequired to pass application security

Note: A client process communicates with the native domain through the ISH.

lllustration of an Application with Remote CORBA Clients

Figure 15-1 shows an example of an application with remote clients connected. Any request by
aremote client to accessthe CORBA server application is sent over the network to the ISH. This
process sends the request to the appropriate server and sends the reply back to the remote client.
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Figure 15-1 Bank Application with Remote Clients
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How the Remote Client Connects to an Application

The client connectsto the ISL processin the IlOP Listener/Handler using a known network
address. Thisisinitiated when the client calls the Bootstrap object constructor. The ISL process
uses afunction that is specific to the operating system to pass the connection directly to the
selected ISH process. To the client application, there is only one connection. The client
application does not know, or need to know, that it is now connected to the ISH process.

Setting Environment Variables for Remote CORBA Clients

For CORBA C++ clients, environment variables can be used to pass information to the system,
asfollows:

e TuxDIR—the location of the Oracle Tuxedo CORBA client software on this remote client.
It must be set for the client to connect.

e ToBJADDR—the network address of the ISL that the client wants to contact. This must
match the address of an ISL process as specified in the application configuration file.

Note: Thenetwork addressthat is specified by programmersin the Bootstrap constructor or
in ToBJADDR Must exactly match the network address in the server application’s
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uBBCONFIG file. The format of the address as well as the capitalization must match.
If the addresses do not match, the call to the Bootstrap constructor will fail with a
seemingly unrelated error message:

ERROR: Unofficial connection from client at
<tcp/ip address>/<port-number>:

For example, if the network addressis specified as //TRIx1E:3500 inthe 1S,
command line option string (in the server application’s uBBcoNFIG fil€), specifying
either //192.12.4.6:3500 Or //trixie:3500 in the Bootstrap constructor or in
TOBJADDR Will cause the connection attempt to fail.

On UNIX systems, use the uname -n command on the host system to determine the
capitalization used. On Windows systems, see the host system's Network control
panel to determine the capitalization used. Or use the environment variable
COMPUTERNAME. For example:

echo $COMPUTERNAMES

Setting the Maximum Number of Remote CORBA Clients

15-6

To join remote clients to an application, you must specify the MaxwscL.IENTS parameter in the
MACHINES Section of the uBsconFiG file.

MaxwsCLIENTS tellsthe Oracle Tuxedo system at boot time how many accesser slotsto reserve
exclusively for remote clients. For native clients, each accesser slot requires one semaphore.
However, the ISH process (executing on the native platform on behalf of remote clients)
multiplexes remote client accessers through a single accesser slot and, therefore, requires only
one semaphore. This points out an additional benefit of the remote extension. By putting more
clients out on remote systems and taking them off the native platform, an application reducesits
IPC resource requirements.

MAXWSCLIENTS takesits specified number of accesser slotsfrom the total set in MAXACCESSERS.
Thisisimportant to remember when specifying MaxwscLIENTS; enough slots must remain to
accommodate native clients aswell as servers. Do not specify avalue for MaxwscLIENTS greater
than maxaccesseRrs. The following table describes the MAxWSCLIENTS parameter.
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Parameter Description
MAXWSCLIENTS Specifiesthe maximum number of remote clientsthat may connect to
amachine.

The default is 0. If avalueis not specified, remote clients may not
connect to the machine being described.

The syntax iISMAXWSCLIENTS=number .

Configuring a Listener for a Remote CORBA Client

Remote clients access your application through the services of an ISL process and one or more
ISH processes. The ISL is specified in one entry as a server supplied by the Oracle Tuxedo
system. The I SL can support multiple remote clients and acts as the single point of contact for all
the remote clients connected to your application at the network address specified on the ISL
command line. The listener schedules work for one or more remote handler processes. An ISH
process acts as asurrogate within the admini strative domain of your application for remote clients
on remote systems. The ISH uses a multiplexing scheme to support multiple remote clients
concurrently.

Tojoin remote clients to an application, you must list the ISL processesin the SErRVERS Section
of the urBconF1c file. The processes follow the same syntax for listing any server.

Format of the CLOPT Parameter

Y ou usethefollowing s command-lineoptions (cropt) to passinformation to the ISL process
for remote clients. The format of thecLopT parameter isasfollows:

ISL SRVGRP="identifier”
SRVID="number"
CLOPT="[ -A ] [ servopts options ] -- -n netaddr
-C {detect|warn|none} ]
-d device ]
-K {client|handler|both|none} ]

-M maxh ]

[

[

[

[ -m minh ]
[

[ -T client-timeout]
[

-x mpx-factor ]
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[ -H external-netaddr"

For adetailed description of the cLorT command line options, see the ISL command in the
Oracle Tuxedo Command Reference.

Modifying the Configuration File to Support Remote
CORBA Clients

Listing 15-1 shows a sample urBconF1c file to support remote clients, as follows:

e ThewmMacHINES section shows the default MaxwscL.IENTS as being overridden for two sites.
For s1TE1, the default israised to 150, whileit islowered to O for stTE2, which does not
have remote clients connected to it.

e The sErRVERS section shows an ISL process listed for group Banks1. Its server ID is 500
and it is marked as restartable.

e The command line options show the following:
— The IIOP Listener/Handler will advertise al of its services (-2).
— ThellOP Listener/Handler will listen at host TrRIxTE on port 2500.
— The network provider is/dev/tcp (-3).
— The minimum number of ISH processes to boot iS5 (-m).
— The maximum number of ISH processes to boot is 30 (-m).

— Each handler can have a maximum of 5 clients connected at any one time (-x).

Listing 15-1 Sample UBBCONFIG File Configuration

*MACHINES
SITEL

MAXWSCLIENTS=150
SITE2

MAXWSCLIENTS=0
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*SERVERS

ISL SRVGRP="BANKB1" SRVID=500 RESTART=Y
CLOPT="-A -- -n //TRIXIE:2500 -d /dev/tcp
-m 5 -M 30 -x 5"

Configuring Outbound 110P for Remote Joint
Client/Servers

Support for outbound 110P provides native clients and servers acting as native clients the ability
to invoke on aremote object reference outside of the Oracle Tuxedo domain. This means that
calls can be invoked on remote clients that have registered for callbacks, and objects in remote
servers can be accessed.

Administrators are the only users who interact directly with the outbound 110OP support
components. Administrators are responsible for booting the I SLs with the correct startup
parameters to enable outbound 11OP to objects not located in a connected client. Administrators
may need to adjust the number of | SLsthey boot and the various startup parametersto obtain the
best configuration for their installation’ s specific workload characteristics.

Administrators have the option of booting the I SLs with the default parameters. However, the
default Oracle Tuxedo ISL startup parameters do not enable use of outbound 110OP.

Note: Outbound I1OP is not supported for transactions or security.

Functional Description

Outbound 110OP support is required to support client callbacks. In Oracle WebL ogic Enterprise
versions4.0 and 4.1, the I SL/ISH was an inbound half-gateway. Outbound |1 OP support adds the
outbound half-gateway to the ISL/ISH. (See Figure 15-2.)

There arethreetypes of outbound 11OP connections available, depending on the version of GIOP
supported by the native server and the remote joint client/server application:

e Bidirectional—outbound 11 OP reusing the same connection (supported only for Oracle
WebL ogic Enterprise release 4.2 or later C++ GIOP 1.2 servers, clients, and joint
client/servers)
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o Asymmetric—outbound I10OP via a second connection (supported for GIOP 1.0, GIOP 1.1,
and GIOP 1.2 servers, clients, and joint client/server applications)

e Dual-paired connection—outbound I10OP (supported for GIOP 1.0, GIOP 1.1, and GIOP
1.2 servers, clients, and joint client/server applications)

Note: GIOP 1.2 is supported only by Oracle WebL ogic Enterprise release 4.2 (and later)
and Oracle Tuxedo release 8.0 (and later) C++ clients, servers, and joint
client/servers. Oracle WebL ogic Enterprise releases 4.0 and 4.1 C++ clients and
servers support GIOP versions 1.0 and 1.1, but not GIOP 1.2. Java clients, servers,
and joint client/servers only support GIOP 1.0.

Bi-directional and dual-paired connection outbound 110P provides outbound 110P to object
references located in joint client/servers connected to an ISH. Asymmetric outbound 110P
provides outbound 110OP to object references not located in ajoint client/server connected to an
ISH, and also allows Oracle Tuxedo CORBA clientsto invoke on any object reference, not only
object references located in clients currently connected to an ISH.

Each type of outbound 110P is described in more detail in the following sections.

Figure 15-2 Joint Client/Server IIOP Connections Supported

CORBA
Native Client

Joint Clien
Server
(GIOP 1.0)

(GIOP 1.2)

15-10 Setting Up an Oracle Tuxedo Application



Configuring Outbound [1OP for Remote Joint Client/Servers

Bidirectional Outbound 110P

With bidirectional outbound 110P, the following operations are executed (see Figure 15-3):

1. A client creates an object reference and invokes on a Oracle Tuxedo CORBA server. The
client ORB identifies the connection as being bidirectional using the service context. The
service context travels with the message to the Oracle Tuxedo CORBA server.

2. When unmarshaling the object reference, the Oracle Tuxedo CORBA server compares the
host/port in the service context with the host/port in the object reference. If they match, the
ORB adds the ISH client information needed for routing to the ISH. This client information
travels with the object reference whenever it is passed to other Oracle Tuxedo CORBA
servers.

3. Atsomepointintime, an Oracle Tuxedo CORBA server or native client invokes on the object
reference, and the routing code invokes on the appropriate ISH, given the client information.

4. ThelSH sends the request to the client over the same client connection.
5. Theclient executes the method and sends the reply back to the ISH viathe client connection.

6. ThelSH receivesthe reply and sendsit to the Oracle Tuxedo CORBA server.
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Figure 15-3 Bidirectional Connection
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Asymmetric Outbound I10P
With asymmetric outbound I1OP, the following operations are executed (see Figure 15-4):

1. A server gets an object reference from some source. It could be a naming service, a
string_to_object, Or it could be passed in through a client, but not located in that client.
Since the object reference is not located in a client connected to an | SH, the outgoing call
cannot be made using the bidirectional method. The Oracle Tuxedo CORBA server invokes
on the object reference.

2. Onthefirst invoke, the routing code invokes a service in the ISL and passes in the host/port.

3. ThelSL selects an | SH to handle the outbound invoke and returns the | SH information to the
Oracle Tuxedo CORBA server.

4. The Oracle Tuxedo CORBA server invokes on the ISH.

5. ThelSH determineswhich outgoing connection to useto send therequest to the client. If none
is connected, the ISH creates a connection to the host/port.

6. The client executes the method and sends the reply back to the ISH.
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7. ThelSH receivesthe reply and sendsit to the Oracle Tuxedo CORBA server.

Figure 15-4 Asymmetric Outhound IIOP
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Dual-paired Connection Outbound 110P

With dual-paired connection outbound [1OP, the following operations are executed (see
Figure 15-5):

1

A client creates an object reference and calls the Bootstrap function
(register_callback_port) and passes the object reference.

The ISH gets the host/port from the IOR and stores it with the client context.

Theclientinvokeson an Oracle Tuxedo CORBA server and passesthe object reference. From
theregister callback_port cal, the|SH creates a service context containing the
host/port. The service context travel s with the message to the Oracle Tuxedo CORBA server.

When unmarshaling the object reference, the Oracle Tuxedo CORBA server compares the
host/port in the service context with the host/port in the object reference. If they match, the
ORB adds the ISH client information to the object reference. This client information travels
with the object reference whenever it is passed to other Oracle Tuxedo CORBA servers.
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5. Atsomepointintime, an Oracle Tuxedo CORBA server or native client invokes on the object
reference. The routing code invokes on the appropriate I1SH, passing the client information.

6. TheISH creates a second connection to the client. It sends the request to the client over the
second connection.

7. The client executes the method and sends the reply back to the ISH viathefirst client
connection.

8. ThelSH receivesthe reply and sendsit to the Oracle Tuxedo CORBA server. If the client
disconnects from the | SH, the second connection is also disconnected.

Figure 15-5 Dual-paired Connections Outhound 110P
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How the Routing Code Finds an ISL

The stepsto finding an ISL are asfollows:
1. A serviceisadvertisedineach ISL.

2. Therouting code invokes on that service name.

Note: Normal Oracle Tuxedo routing isused to find an ISL.
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3. AnidlelSL onthe same machineisaways chosen, if available. If not available, NETLOAD
ensuresthat alocal 1SL is chosen most often.

Note: Someinvokes may be madeto ISLs on nonlocal machines.

Using the ISL Command to Configure Outbound 110P
Support

Outbound 110OP support is used when anative C++ or Java client, or a server acting as a native
client, invokes on an object reference that is aremote object reference. The routing code
recognizesthat the object referenceisfrom anon-Oracle Tuxedo CORBA ORB or from aremote
Oracle Tuxedo CORBA joint client/server.

Types of Object References

There are two kinds of remote object references:

e Object references created by Oracle Tuxedo CORBA remote joint client/servers outside of
the Oracle Tuxedo domain

e Object references created by other vendors' servers.
Both are detected by the routing code and sent to the outbound 110P support for handling.

User Interface

The user interface to outbound I1OP support is the commandline interface for booting the I SL
process(es). New command-line options to configure the outbound 11OP processing were added
to the ISL command in thisrelease of the Oracle Tuxedo software. These options enable support
for asymmetric |10OP to object references not located in clients connected to an | SH.

The ISL command syntax listed below shows the new options for outbound I10OP support:
ISL SRVGRP="identifier"
SRVID="number"

CLOPT= -A ] [ servopts options ] -- -n netaddr

-C {detect|warn|none} ]

-K {client|handler|both|none} ]
-m minh ]

"
[
[ -d device ]
[
[
[ -M maxh ]
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[ -T Client-timeout]
[ -x mpx-factor ]
[-H external-netaddr]
#NEW options for outbound IIOP
[-0]
[-o0 outbound-max-connections]
[-s Server-timeout]
[-u out-mpx-users] "

For adetailed description of the cLorT command-line options, see the ISL command in the
Oracle Tuxedo Command Reference.

Applying Service Version to Tuxedo Applications

15-16

Overview

It is common that the user wants to keep existing functionality but also want to add new
functionality into a service astime going. To reduce the compatible risk, it had better to provide
two different version services with the same service name, one for old functionality, and one for
new functionality. The old client can still use the existing functionality without any code change
while the new client can use the new functionality.

The application service version feature offer a configuration driven way which can be used by
Tuxedo customers to plan, develop, test, scale, and deploy their Tuxedo applicationsin each
stage. The user can use the version to partition current Tuxedo application into different virtual
application domains, different virtual machines, and different virtual server groups on current
Tuxedo management hierarchy. It provide a flexible method to let customers setup their
application zone according to adefined version (from this perspective, version can be endowed
anew meaning: logical partition identity) to respond all kinds of special business accesslogic,
and on the other hand customers can use version to solve some upgrading requirementsin
non-stop mode and change the service business |ogic seamlessly for the end users.

Enabling and Disabling Application Service Versioning

The user can enable/disable the application service version feature in UBB configuration file or
through MIB.
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Enable/Disable Application Service Version Using UBB Config File

To enable the application service version, add the AppvER option to the opTIONS parameter in
*RESOURCES Section. For example:

*RESOURCES
OPTIONS APPVER, LAN

To disable the application service version, remove the AppvER option from the opTIONS
parameter in *RESOURCES Section. For example:

*RESOURCES

OPTIONS LAN

Note: If the application version is disabled, the user cannot configure the application service
version related configuration in thexrEsourcE and *Group sections.

Enable/Disable Application Service Version Using MIB

To enable the application service version through MIB, add the AppvER Option to TA_OPTIONS
in T_poMAIN class. For example:

SRVCNM .TMIB
TA_OPERATION SET
TA_CLASS T_DOMAIN
TA_OPTIONS APPVER, LAN

To disable the application service version through MIB, remove the appvER option from
TA_OPTIONS in T_DOMAIN class. For example:

SRVCNM .TMIB

TA_OPERATION SET
TA_CLASS T_DOMAIN

TA_OPTIONS LAN

Note: To disable the application service version through MIB, the user should remove the
configured application service version related configuration firstly. For more
information, see
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UBB Config File Application Service Version Configuration

Three attributes (REQUEST_VERSION, VERSION_POLICY and VERSION_RANGE), are used in
configuration filesto specify what version and what allowable version range in a configured
Tuxedo management entity. These three attributes can be configured in the *croup and
*RESOUCESection of the UBB Config File as shown in Listing 15-2

For more information, see UBBCONFIG (5), Section 5 - File Formats, Data Descriptions, MIBs,
and System Processes Reference in the Oracle Tuxedo Reference Guide.

Listing 15-2 UBB Config File Application Service Version Configuration

*RESOUCE

DOMAINID LOCALDOM

OPTIONS LAN, APPVER

REQUEST_VERSION 1 VERSION_RANGE "1-2"
*GROUP

GRP1 GRPNO=1 REQUEST_VERSION=2
VERSION_POLICY="PROPAGATE"

GRP2 GRPNO=2 VERSION_RANGE="3-4"

GRP3 GRPNO=3 REQUEST_VERSION=3 VERSION_RANGE="1-3"
DMGRP GRPNO=4 LMID=SITE1l

GWGRP GRPNO=5 LMID=SITE1l

WSGRP GRPNO=6 LMID=SITEl REQUEST_VERSION=4
JGRP GRPNO=7 LMID=SITEl REQUEST_VERSION=3
*SERVER

SERVER1 SVRGRP=GRP1

SERVER2 SVRGRP=GRP2

SERVER3 SVRGRP=GRP3

DMADM SRVGRP=DMGRP

GWADM SRVGRP=GWGRP

GWTDOMAIN SRVGRP=GWGRP

WSL SRVGRP=WSGRP

JSL SRVGRP=JGRP
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serverl advertises svc2, svc3. Because serverl belongsto grpri, the REQUEST _VERSION Of the
serverl, svC2, svca isinherited from GRPL. The configured REQUEST VERSION Of theGrp1l is
2, SO REQUEST_VERSION Of the serveril, svc2, svc3 is2.

The VERSION_RANGE, VERSION_POLICY Of svc2, sve3 areinherited from grp1. Thereisno
configured vERSTON_RANGE for gGrp1, 0 it inherit from the *rRESOURCE section, whichis"1-2"

TheveErRsION_POLICY Of svc2, sves areinherited fromcrp1. Theconfigured vERSION _POLICY
of GRP1 iS PROPAGATE, SO the VERSTION_POLICY Of SVC2, SVC3 iS PROPAGATE.

server2 advertises svci, svcz, sve3. According to the same rule described for serveri, the
REQUEST_VERSION Of server2, SVC1, SVC2, svC3 iS 1, the vERsION_RANGE of svci, svc2,
svc3 are'"3-4", the vErsToN_PoLIcy of the svci, svc2, sve3 iISnon-PROPAGATE.

server3 advertises svci, svc2. According to the same rule described for serveri, the
REQUEST_VERSION Of the server3, svci, svc2 is 3, the vVERSTON_RANGE of svci, svcz are
"1-3", the vERSION_POLICY Of the svc1, SVC2 iSnon-PROPAGATE.

If anative client joins the application without specifying the group name, itSREQUEST VERSION
is1.

If anative client joins the application with a specific group name, such asGre3, its
REQUEST_VERSIONiSB.

If a/WS client joins the application, its REQUEST_VERSTON is determined by the WSL, whose
REQUEST_VERSION iS4 according to the UBB config file. So the REQuEST _vERsTON Of the /WS
clientisa.

If aJOLT client joins the application, its REQUEST_VERSTON is determined by the JSL, whose
REQUEST_VERSION iS 3 according to the UBB config file. So the REQuEST_vERSION Of the /WS
clientisa.

Domain Configuration File Application Service Version
Configuration

Listing 15-3 shows a domain configuration file application service configuration example.

Listing 15-3 Domain Configuration File Application Service Version Configuration

*DM_LOCAL
LOCALDOM TYPE=TDOMAIN
DOMAINID="LOCALDOM"

Setting Up an Oracle Tuxedo Application 15-19



15-20

*DM_REMOTE

REMOTEDOM1 TYPE=TDOMAIN

DOMAINID= "DOM1" MTYPE="Linux"

REMOTEDOM2 TYPE=TDOMAIN

DOMAINID= "DOM2" MTYPE="Linux"
REQUEST_VERSION=4

*DM_IMPORT

R_SVC1 RDOM= REMOTEDOM1 VERSION_RANGE="1-3"
R_SVC2 RDOM= REMOTEDOM2 VERSION_RANGE="4-6"
R_SVC3 RDOM= REMOTEDOM2

NO REQUEST_VERSION isconfigured for REMOTEDOM1, SO the domain gateway will propagate
the request version of all the requests come from rReEmoTEDOMI, |.€ the domain gateway will not
change the incoming request version.

The REQUEST VERSION Of the REMOTEDOM2 is configured as 4, so the domain gateway will
change the request version of al the requests come from REMOTEDOM? tO 4.

The rocarpom import rR_svci service from REMoTEDOM1 and specify the VERSTON_RANGE as
"1-3". Sothe vErsTON_RANGE Of the R_svci serviceinthe Locarpomis"1-3".

The LocaLpom import r_svc2 service from REmMoTEDOM2 and specify the VERSTON_RANGE as
"4-6". SO the vERsTON_RANGE Of the R_svc2 service in the Locarpom is"4-6".

The LocaLpom import r_svc3 service without specified vERSTON_RANGE. Because the
VERSION_RANGE Of theimported serviceis till determined by vERsION_RaNGE configuration of
the *GrouP and *RESOURCE, the VERSTON_RANGE of the *RESOUCE iS"1-2", SO the
VERSION_RANGE Of R_svc3 is"1-2".

For more information, seeUBB Config File Application Service Version Configuration.

Version Based Routing

When the application service feature is enabled, the system dispatches the request to the service
according to both the service name and the version range of the service. We call the this
mechanism as Version Based Routing (VBR). When a service entry matching the requested
service nameisfound, the VBR is used to further routing decision.
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VBR only does asimple numeric comparison using current request version number with the two
boundary values of version range. VBR return "no entry isfound" error to the caller when all of
services with matching name are not allowable for this versioned request.

Tuxedo already offers several routing mechanisms: DDR (Data Dependent Routing), TAR
(Transaction Affinity Routing), and RAR (Request Affinity Routing). VBR (Version Based
Routing) is also a new routing mechanism that can owns same functions as these of existing
routing algorithms.

VBR can be used together with the other routing mechanisms; Tuxedo will choose the services
that match al criteriaif there are multiple routing mechanisms. But the user had better to
understand how the interaction among these routing mechanismsiif use them together.

Suppose the configuration describe as above section.
1. If server3 needsto cal svc2 during itsinitialization period, The REQUEST_VERSTION Of
server3is 3, the candidate services are;
Serverl:SVC2 1-2
Server2:SVC2 3-4
S0 server3 will call server2:svc2.
2. If the native client need to call SVC3, the REQUEST VERSION Of the native client is 1, the
candidate services are:
Serverl:SVCl 1-2
Server2:SVCl 3-4

So the native client will call server1:svci

3. If serveri:svcil needsto call svcs, the svel will propagate the incoming
REQUEST_VERSION, in this case the incoming REQUEST_VERSION iS 1, SO the current
REQUEST_VERSION Of Serverl:svcCl is 1, the candidate services are;

Server2:SVC3 3-4
Server3:SVC3 1-3

S0 serverl:svcl cals server3:sve3

4. If arequest come from REMOTEDOM2, SUPPOSE the original REQUEST_VERSION iS 6, then the
REQUEST_VERSION Of theincoming request is changed to 4.

5. If arequest comes from REMOTEDOM1, SUPpPOSe the original REQUEST VERSION iS 2, then the
REQUEST_VERSION of the incoming request will still be 2.
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Resetting the User Configured Service Version Information Using MIB

Y ou can configure the REQUEST_VERSION, VERSION_RANGE Of VERSION_POLICY inthe *GrRoup
or *RESOURCE Section in the UBB Config file. The low-level configuration overrides the high
level-configuration.

If there is no user configured service version configuration at any level, the system uses the
default value. Sotheresult will be very different for the user configured configuration and default
vaue. If the user modifies the REQUEST VERSION, VERSION_RANGE Of VERSION_POLICY
through MIB, it isthe user configured service version configuration. It is necessary to provide a
method to reset this modification to the default value through M1B, otherwise you cannot restore
the UBB config fileto its original state.

Toreset the REQUEST_VERSION, VERSION_RANGE Of VERSION_POLICY to default value, you just
must set value as DEFAULT.

For example the you can modify the REQuEST vERsION through MIB as shown in Listing 15-4

Listing 15-4 Resetting the User Configured Service Version Information Using MIB

SRVCNM .TMIB

TA_OPERATION SET
TA_CLASS T_GROUP
TA_SRVGRP APPGRP1
TA_GRPNO 1
TA_CURLMID SITEl
TA_REQUEST_VERSION 4

Then the user reset the REQUEST_VERSION to default wvalue through MIB:
SRVCNM .TMIB

TA_OPERATION SET

TA_CLASS T_GROUP
TA_SRVGRP APPGRP1
TA_GRPNO 1

TA_CURLMID SITEl
TA_REQUEST_VERSION DEFAULT
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Applying Service Version to Tuxedo
Applications

This topic contains the following sections:

o Overview

Enabling and Disabling Application Service Versioning

Application Service Version Configurations

Version Based Routing

Resetting the User Configured Service Version Information Using MIB

Interoperability

Overview

It is common that the user wants to keep existing functionality but also want to add new
functionality into a service astime goes by. To reduce the compatiblerisk, it is better to provide
two different version serviceswith the same service name, onefor old functionality, and the other
for new functionality. The old client can still use the existing functionality without changing any
code while the new client can use the new functionality.

Application Service Versioning feature offer a configuration driven way which can be used by
Tuxedo customers to plan, develop, test, scale, and deploy their Tuxedo applicationsin each
stage. The user can use the version to partition current Tuxedo application into different virtual
application domains, different virtual machines, and different virtual server groups on current
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Tuxedo management hierarchy, so asto respond to various of special business accesslogicsand
on the other hand satisfy upgrading requirements in non-stop mode.

This feature supports for COBOL application and programming environment without requiring
special changes for COBOL environment.

Thisfeature supports ForwaRD queue only for /Q. With Application Service Versioning enabled,
when a client puts a message into FORwARD queue, the ForwarD queue forwards the queued
message to the service that supports the client request version.

Enabling and Disabling Application Service Versioning

16-2

Y ou can enable/disable the application service versioning feature using UBB configuration file
or MIB.

Enable/Disable Application Service Versioning Using UBB
Config File

To enablethe application service versioning in UBB configuration file, add the AppvER option to
the opTTONS parameter in *RESOURCES Section.

For example:
*RESOURCES
OPTIONS APPVER, LAN

To disable the application service version in UBB configuration file, remove the appvER option
from the opT1ONS parameter in *RESOURCES Section.

For example:
*RESOURCES

OPTIONS LAN

Note: If the application service versioning is disabled, you cannot configure the application
service versioning related attributes in *RESOURCE and * GROUP Sections.

Enable/Disable Application Service Versioning Using MIB

To enable the application service versioning in MIB, add the appvER option to Ta_oPTIONS in
the T_poMAIN class.

For example:

Applying Service Version to Tuxedo Applications



Application Service Version Configurations

SRVCNM .TMIB
TA_OPERATION SET
TA_CLASS T_DOMAIN
TA_OPTIONS APPVER, LAN

To disable the application service versioning in MIB, remove the appvER option from
TA_OPTIONS inthe T_DOMAIN class.

For example:
SRVCNM .TMIB

TA_OPERATION SET
TA_CLASS T_DOMAIN

TA_OPTIONS LAN

Note: Before disabling the application service versioning, you should remove the application
service versioning related options that were already configured in MIB. For more
information, see Resetting the User Configured Service Version Information Using MIB.

Application Service Version Configurations
UBB Config File Configuration

Three attributes, REQUEST VERSION, VERSION_POLICY, and VERSION_RANGE, are used in
configuration files to specify the version and acceptable version range in a configured Tuxedo
management entity. These three attributes can be configured in the *Grours and *RESOURCES
section of the UBB configuration file, as shown in Listing 9-1

For moreinformation, see UBBCONFIG (5)in Section 5 - File Formats, Data Descriptions, MIBs,
and System Processes Reference in the Oracle Tuxedo Reference Guide.

Listing 9-1 UBB Config File Application Service Version Configuration

*RESOURCES

DOMAINID LOCALDOM

OPTIONS LAN, APPVER

REQUEST_VERSION 1 VERSION_RANGE "1-2"
*GROUPS
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GRP1 GRPNO=1 REQUEST_VERSION=2
VERSION_POLICY="PROPAGATE"

GRP2 GRPNO=2 VERSION_RANGE="3-4"

GRP3 GRPNO=3 REQUEST_VERSION=3 VERSION_RANGE="1-3"
DMGRP GRPNO=4 LMID=SITEl

GWGRP GRPNO=5 LMID=SITEl

WSGRP GRPNO=6 LMID=SITEl REQUEST_VERSION=4
JGRP GRPNO=7 LMID=SITEl REQUEST_VERSION=3
*SERVERS

SERVER1 SVRGRP=GRP1

SERVER2 SVRGRP=GRP2

SERVER3 SVRGRP=GRP3

DMADM SRVGRP=DMGRP

GWADM SRVGRP=GWGRP

GWTDOMAIN SRVGRP=GWGRP

WSL SRVGRP=WSGRP

JSL SRVGRP=JGRP

Take Listing 9-1 for an example, application service version has the following rules:

e A server inherits the REQUEST_VERSION attribute from the group it belongs to. When a
server advertises services, the services inherit version attributes from the group, to which
the server belongs. If there is no version attribute val ue specified to the group, they will
inherit upward from the attributes specified in *RESOURCES section. Based on thisrule:

— When serverl advertises svc2 and svc3, the REQUEST VERSION, VERSION_ RANGE,
and VERSTON_PoLICY Of svc2 and svc3 are 2, “1-27, and PROPAGATE, respectively.

— When server2 advertises svci, svcz, and svc3, the REQUEST VERSION,
VERSION_RANGE, and VERSION POLICY Of svci, svc2, and sve3 arel, “3-4", and
non-PROPAGATE, respectively.

— When server3 advertises svcl and svc2, the REQUEST VERSION, VERSION_ RANGE,
and VERSION_PoLICY Of svcl and sve2 are 3, "1-3", and non-PROPAGATE,
respectively.

o If anative client joins the application without specifying the group name, its
REQUEST_VERSION IS 1.
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e |f anative client joins the application with a specific group name, such as Gre3, its
REQUEST_VERSION iS3.

e If a/WSclient joins the application, itS REQUEST VERSION isdetermined by the WSL,
Whose REQUEST_VERSION iS4 according to the UBB config file. So the
REQUEST_VERSION Of the /WS client is 4.

e If aJOLT client joins the application, its REQUEST_VERSION is determined by the JSL,
whose REQUEST_VERSION is 3 according to the UBB config file. So the
REQUEST_VERSION Of the JOLT clientis 3.

Domain Config File Configuration

Listing 9-2 shows adomain configuration file application service version configuration example.

Listing 9-2 Domain Configuration File Application Service Version Configuration

*DM_LOCAL
LOCALDOM TYPE=TDOMAIN

DOMAINID="LOCALDOM"

*DM_REMOTE

REMOTEDOM1  TYPE=TDOMAIN

DOMAINID= "DOM1" MTYPE="Linux"

REMOTEDOM2  TYPE=TDOMAIN

DOMAINID= "DOM2" MTYPE="Linux"
REQUEST_VERSION=4

*DM_IMPORT

R_SVC1  RDOM= REMOTEDOM1 VERSION_RANGE="1-3"
R_SVC2  RDOM= REMOTEDOM2 VERSION_RANGE="4-6"
R_SVC3  RDOM= REMOTEDOM2

From Listing 9-2, the application service version are configured as follows:

e NO REQUEST_VERSTON is configured to RemoTEDOM1. Therefore the domain gateway will
propagate the request version of all the requests come from remoTEDOM1 Without changing
the incoming request version.
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e TherrEQUEST_vERSION Of the REMOTEDOM?2 IS configured to 4. Therefore the domain
gateway will change the request version of al the requests come from REMOTEDOM? O 4.

e TheLocaLpoM importsr_svcl service from rReMoTEDOM1 and specifies the
VERSION_RANGE t0 "1-3". Therefore the vERsTION_RANGE Of the R_svci1 servicein the
LOCALDOM iS"1-3".

e The Locarpom imports rR_svc2 service from rREMoTEDOM2 and specifies the
VERSION_RANGE to "4-6". Therefore the vERsIoN_RaNGE of the R_svc2 servicein the
LOCALDOM iS"4-6".

e TherocaLDoM importsr_sve3 service without specifying VERSTON_RANGE. Because the
VERSION_RANGE Of the imported serviceis still determined by VERSION_RANGE
configuration of the *Groups and *RESOURCES, the VERSTON_RANGE Of the *RESOURCES IS
"1-2", and the vERsION_RANGE Of R_svc3 is"1-2".

For more information, see UBB Config File Configuration.

Version Based Routing

16-6

When the application service versioning feature is enabled, the system dispatches the requeststo
the service according to both the service name and service version range. We call this mechanism
Version Based Routing (VBR). When a service entry matching the requested service name is
found, VBR is used for further routing decision.

VBR only does asimple numeric comparison using the current request version number with two
boundary values of versionrange. VBR returns"no entry isfound" error to the caller when al the
services with the matching name are not allowable for this versioned request.

Asarouting mechanism, VBR functions the same as the existing routing mechanisms, like DDR
(Data Dependent Routing), TAR (Transaction Affinity Routing), and RAR (Reguest Affinity
Routing).

VBR can work with other routing mechanisms. Oracle Tuxedo chooses the services that match
all criteriaif there are multiple routing mechanisms. It is recommended you are clear about the
interoperability among these routing mechanisms before using them together.

Using Listing 9-1 asan illustration:
e Suppose server3 needsto call svc2 during theinitializing period, so the candidate
services are;
Serverl:SvVC2 1-2

Server2:SVC2 3-4
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Since the REQUEST _VERSION Of server3 configured in Listing 9-1is 3, the server3 will
cal server2:svc2.

e Suppose the native client needs to call svc3, so the candidate services are:
Serverl:SVC3 1-2

Server2:SVC3 3-4

Since the REQUEST_VERSTON Of the native client configured in Listing 9-1is 1, the native
client will call server1:svc3

e Suppose the native client calls serveri: svcl and serverl:svci needsto call sves, so
the candidate services are:

Server2:SVC3 3-4
Server3:SVC3 1-3

Asconfigured in Listing 9-1, the server1:svcl will propagate the incoming
REQUEST_VERSION Whichis 1, asaresult the REQUEST VERSION Of Serverl:svcl will
become to 1, rather than its own REQUEST_VERSION 2, therefore the serveri: svci will
cal server3:svc3

o If arequest comes from REMOTEDOM2, SUPPOSE the original REQUEST _VERSION iS 6, then
the REQUEST_VERSTON Of the incoming request is changed to 4.

o If arequest comes from REMOTEDOM1, SUPPOSe the original REQUEST VERSION iS 2, then
the REQUEST_VERSION Of the incoming request is still 2.

Resetting the User Configured Service Version
Information Using MIB

Y ou can configure REQUEST_VERSION, VERSION_RANGE, and VERSION_POLICY inthe *GRoUPS
or *RESOURCES section of UBB config file. The low-level configuration overrides the high
level-configuration.

If there is no user-configured service version configuration at any level, the system uses the
default value. That causes the result very different for the user configured configuration and
default value. If you modify the REQUEST_VERSTON, VERSION_RANGE Of VERSTION_POLICY
using MIB, it is the user-configured service version configuration. It is necessary to provide a
method to reset this modification to the default value using MIB, otherwise you cannot restore
the UBB config file to its original state through MIB operation.
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To reset the REQUEST_VERSION, VERSION_RANGE, and VERSION_pPoLICY to default value, you
just need to simply set value as DEFAULT.

For example, modify the REQUEST vERSION in MIB as shown in Listing 9-3.

Listing 9-3 Resetting the User Configured Service Version Information Using MIB

SRVCNM .TMIB

TA_OPERATION SET
TA_CLASS T_GROUP
TA_SRVGRP APPGRP1
TA_GRPNO 1
TA_CURLMID SITE1
TA_REQUEST_VERSION 4

Then the user reset the REQUEST_VERSION to default wvalue through MIB:
SRVCNM .TMIB

TA_OPERATION SET

TA_CLASS T_GROUP
TA_SRVGRP APPGRP1
TA_GRPNO 1

TA_CURLMID SITEl
TA_REQUEST_VERSION DEFAULT

Interoperability

16-8

Y ou can control how the JCA/WTC/old Tuxedo domain interoperates with the new Tuxedo
domain using the domain configuration file, asfollows:

e control the requests coming from JCA/WTC/old Tuxedo domain by setting the
REQUEST_VERSION and VERSION_ POLICY attributesin the DM _REMOTE Section

e control the requests going to JCA/WTC/old Tuxedo domain by setting vERSTON_RANGE in
the pM_IMPORT Section.

If the request coming from the old Tuxedo domain enters in the Tuxedo 12c domain which has
Nno REQUEST_VERSTON configured for the corresponding remote domain, the request versionis
changed to 0.
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The default request version is 0-65535, which means the new domain can call al the imported
service from JCA/WTC/old Tuxedo domain by default.

In MP environment, if alocal client runs on amachine that isinstalled the old version Tuxedo,
the client can call any version service because there is no version control for the old version
Tuxedo.

Likewise, for the /WS or Jolt client connecting to an old version WSL or JSL server, thereisno
version control for them.
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cHAPTERﬂ

Oracle Tuxedo Applications Packaging
and Deployment

This topic contains the following sections:
e Overview

e How to Deploy/Undeploy Tuxedo Applications

Overview

This feature provides a centralized control platform to allow usersto automatically
deploy/undeploy one Tuxedo application (domain) on different remote machines using a set of
new commands on the master node of domain. Deployment process typically contains several
steps: application packages distribution, Tuxedo system environment setup, Tuxedo
configuration, Tuxedo system booting and so on.

Components

This feature contains the following main components:

e Application Packages Repository

Deployment Repository

New-added Tuxedo commands tmcrdom and tmdeldom

Enhanced Tuxedo t1isten daemon.

The relationship among these componentsisillustrated in Figure 10-1:
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Figure 10-1 Applications Packaging and Deployment Component Relationship

IVhster Mbachine A

Local Tuzedo
Disk Commanis

Slave Machine B SlaveMachine C

Local . Local .

e Application Packages Repository: Itisaplacein NFS (Network File System). Users need
to maintain (add/delete) their Application Packages in this place by themselves. This place

can be accessed by all the compute nodes which will be deployed the Tuxedo Application
to.

e Deployment Repository: It isaplace in NFS (Network File System). This feature will
maintain al the domains information generated by this feature itself in this place. This

place can be accessed by all the compute nodes which will be deployed the Tuxedo
Application to.
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e New-added Tuxedo Commands: Two new added Tuxedo commands, which are responsible
for creating domain, configuring domain, connecting with tlisten to do the deployment
tasks and so on.

e Enhanced tlisten daemon: This daemon will do the real deployment tasks on every
compute node once it receives the Tuxedo deployment command notification.

To use thisfeature, first, the users need to alocate two big enough disk space or something like
thisto act asthe Application Packages Repository and Deployment Repository on the NFS. And
make sure the two places are accessible by all the Tuxedo System such asits new added
commands, tlisten and so on. Second, the Tuxedo System must have been installed on every
compute node which the Tuxedo Application will bedeployedto. Last, you need to start up tlisten
on every compute nodes. All the Tuxedo servers running dependent libraries, such as DataBase
client libraries, are not in this feature's deployment scope, it heeds the customers themselvesto
assure their availabilities.

Constraints

This feature doesn't support to deploy machine level ENVFILE (which is specified in
UBBCONFIG MACHINES section by ENVFILE parameter), groups level ENVFILE, servers
level ENVFILE, serverslevel RCMD file to other directories than APPDIR.

The JAVA JIDK has been installed on the master node on which will run the tmcrdom command.

How to Deploy/Undeploy Tuxedo Applications

Introduction to Application Package Organization and
Contents

A Tuxedo application (domain), as defined in a TUXCONFIG (UBBCONFIG) configuration
file, isthe set of machines, groups, servers, and other resources. It can exist on a single machine
or cross multiple network-connected machines. For this feature, to deploy the whole Tuxedo
application, users need to add their Application Packagesto the Application Packages Repository
by themselvesfirst. One Application Packageisan entity which holdsall the binary or non-binary
files referenced by one or more groups defined in a UBBCONFI G file. That means, every
Application Package is mapped to one or more groups defined in a UBBCONFIG file, and all
these groups must belong to the same machine in UBBCONFIG. So a Tuxedo application can
consist of one or more application packages. Also every Application Package can be repeatly
deployed to one or more domains.
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The application package is a user generated .zip file and can have several tiersin it. For example:

Figure 10-2 Application Package

TMSH1

Properties.xml

serveri

servers

serverz

ENVFILE

Tier1 Tier2

Every Application Packageisrequired to contain afile named "Propertiesxml” in Tierl. Thisfile
isagroup level's part UBBCONFIG file. It contains some propertiesin GROUPS, RMS, SERVERS,
and servICES sections of acomplete UBBCONFIG file and is mainly used to describe the
relationship and parameters of all the servers within this package's groups. The Properties.xml
file will be used to generate the ultimate UBBCONFIG file when decide to deploy this package
to a machine using tmcrdom and its content can be modified in the according deployment plan.

All theitemsin thecroups, RMS, SERVERS, SERVICES Section of UBBCONFIG are divided into
four categories:

e Mandatory and Changeable. It isakind of index value. The user must fill it in the
Properties.xml file, but it will be replaced by the value specified in the deployment plan
when using tmcrdom command.

e Optional and Unchangeable. If needed, it must be filled by the user in the Properties.xml
file. And it will not alow to modify it when assemble the UBBCONFIG. That means, this
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kind of parameter can only appear in the Properties.xml if needed, and can not appear in

the deployment plan.

e Mandatory and Unchangeable. It must be filled by the user in the Propertiesfile, and its
value will not be modified when assemble the UBBCONFIG

e Forbidden. It can't befilled in the Application Packages' Properties.xml file. The user will
fill it in the deployment plan when assemble the UBBCONFIG if needed.

Table 10-1 GROUPS Section Properties

GROUPS Section

ltems Category

GROUPNAME Mandatory and Changeable
GRPNO = number Mandatory and Changeable
LMID = string_valuel Forbidden

[,string_value2]

ENVFILE = string_value

Optional and Unchangeable

ENVFILE must be arelative path of application
package, tmcrdom will add absolute path to it.

TMSNAME = string_value

Optiona and Unchangeable

MRM = {Y | N}

Optiona and Unchangeable

SIGNATURE_REQUIRED = {Y | N}

Optiona and Unchangeable

ENCRYPTION_REQUIRED = {Y | N}

Optiona and Unchangeable

OPENINFO = string_value Forbidden
CLOSEINFO = string_value Forbidden
TMSCOUNT = number Forbidden
SEC_PRINCIPAL_NAME = string value Forbidden
SEC_PRINCIPAL_LOCATION = Forbidden

string_value
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Tahle 10-1 GROUPS Section Properties

GROUPS Section
Items Category
SEC_PRINCIPAL_PASSVAR = Forbidden

string value

REQUEST_VERSION Forbidden
VERSION_RANGE Forbidden
VERSION_POLICY Forbidden

Table 10-2 RMS Section Properties

RMS Section

Item Category

RMSNAME Mandatory and Changeable
RMID = number Mandatory and Changesble
TMSNAME = string_value Optiona and Unchangeable
OPENINFO = string_value Forbidden

CLOSEINFO = string_value Forbidden

TMSCOUNT = number Forbidden

AUTO = {Y | N} Forbidden

SRVGRP Forbidden
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SERVERS Section

Item Category
SRVID = number Mandatory and Changeable
AOQUT Mandatory and Unchangeable.

It must be arelative path of application package,
tmcrdom will add absolute path to it.

ENVFILE = string_value

Optional and Unchangeable.

It must be arelative path of application package,
tmerdom will add absol ute path to it..

RCMD = string_value

Optional and Unchangeable.

It must be arelative path of application package,
tmerdom will add absol ute path to it..

CONV = {Y | N} Optional and Unchangeable
CLOPT = string value Forbidden
SEQUENCE = number Forbidden
RQADDR = string value Forbidden
MIN = number Forbidden
MAX = number Forbidden
RQPERM = number Forbidden
REPLYQ = {Y | N} Forbidden
RPPERM = number Forbidden
MAXGEN = number Forbidden
GRACE = number Forbidden
RESTART = {Y | N} Forbidden
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Tahle 10-3 SERVERS Section Properties

SERVERS Section
Item Category
SYSTEM_ACCESS = Forbidden

identifier[,identifier]

MAXDISPATCHTHREADS = number Forbidden
MINDISPATCHTHREADS = number Forbidden
THREADSTACKSIZE = number Forbidden
SEC_PRINCIPAL_NAME = string_value Forbidden
SEC_PRINCIPAL_LOCATION = Forbidden

string value

SEC_PRINCIPAIL_PASSVAR = Forbidden
string value

SICACHEENTRIESMAX = string value Forbidden
CONCURR_STRATEGY=PER_REQUEST Forbidden
CONCURR_STRATEGY = PER_OBJECT Forbidden

Table 10-4 SERVICES Section Properties

SERVICES Section

Item Category

SVCNM Mandatory and Unchangeable
BUFTYPE = Optional and Unchangeable
"typel[:subtypel [, subtype?2

111[;type2[:subtype3[, . . . 111

SIGNATURE_REQUIRED = {Y | N} Optional and Unchangeable
ENCRYPTION_REQUIRED = {Y | N} Optiona and Unchangeable
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SERVICES Section

Item Category
LOAD = number Forbidden
PRIO = number Forbidden
BUFTYPECONV = {XML2FML | XML2FML32} Optional and Unchangeable
BLOCKTIME numeric_value Forbidden
SVCTIMEOUT = number Forbidden
SESSIONROLE Forbidden
AFFINITYSCOPE Forbidden
AFFINITYSTRICT Forbidden
AUTOTRAN = {Y | N} Forbidden
ROUTING = string_value Forbidden
TRANTIME = number Forbidden

In the Properties.xml file, users must assure all the parameters' referencesare valid. For example,
the GROUP which isindicated by SRVGRP in the SERVICES section must have already been
defined inthisProperties.xml file's GROUPS section or it will report error when system generates

the UBBCONFIG.

Besides the items of the GROUPS, RMS, SERVERS, SERVICES section of UBBCONFIG in
Properties.xml, thisfile also contains some package global attributes at the beginning:

Table 10-5 Description Information of the Package

Item Description
PackageName The global unique application package name, for example, APPL.zip.
TuxedoVersion The Tuxedo version this package is built on. Thisitem is checked when

assembling Tuxedo domain to decide if the package is suitable for certain

Tuxedo installation.
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Tahle 10-5 Description Information of the Package

ltem Description

Supported0s The Operation System this package can be deployed to. Thisinformation is
compared with the corresponding item in Machinelist entry when deploying the
package. The possible values are Linux, SunOS, AlX, and HP-UX.

TuxedoWordSize The Tuxedo word size this package is built on. The value can be 32 or 64 (hit).
Thisinformation is compared with the corresponding item in Machinelist entry
when deploying the package.

MachineArch The machine architecture this package can apply to. The possible values are:
x86_64, SUNW, powerpc, and |A64. Thisinformation is compared with the
corresponding item in Machine list when deploying the package.

LibPath The path where the library locatesin the package, if thereisalibrary init.

11-10

Actually the values of these package global attributes will not be checked by Tuxedo
tmcrdom/tmdeldom commands. The reason to keep these valuesin the Properties.xml isthat, the
contents requirement of the Application Package are the same with the similar Tuxedo EM
function. So we suggest you to fill these val ues as the table described, then when you want to use
the Tuxedo EM deploy/undeploy function, you can use these packages directly without any
change.

For more information, please refer to Properties.xml Schema.

Uploading/Deleting an Application Package

User can add/del ete the Application Packages to/from the Application Package Repository freely
by themselves. That meansit's the users duty to maintain the Application Packages Repository.

Creating and Deploying a Domain

Users need to use tmcrdom to create and deploy the domain. This command must be run on the
master node of the domain which will be created by this command.

Before running this command, the customer need to export their Java_HoME and JVMLIBS
environment.

The command syntax is:

tmcrdom -d "domain_name" -f "deployment_plan"
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Where:

e "domain_name" Will be checked. If the domain has aready existed in the Deployment
Repository, it will report error, or it will create this domain in the repository.

e "deployment_plan" isatext file. Thisfeature assumesthat it has already been created by
the customer before invoking this command. It contains the deployment information
needed by this domain. It can be specified in the command as an absolute path or relative
path on the master node. Its format is similar to UBBCONFIG.

Note: In some scenarios, although tmcrdom execution fails, it actually has created adomainin
the Deployment Repository, thusif you create the domain again you will receive an
error message saying the domain already exists. To solve this, you need to delete the
domain using the tmde1dom command with - £ option before you can create the domain.

deployment_plan

A deployment_plan fileis made up of nine possible specification sections. Allowable section
names are:

e RESOUCES Section
e MACHINES Section
o GROUPS Section
e RMS Section
e NETGROUPS Section
e NETWORK Section
e SERVERS Section
e ROUTING
e SERVICES Section
RESOUCES Section
Required parameters are:

IPCKEY numeric_value

Refer to the same parameter in UBBCONFIG.

MASTER string _valuell[,string value2]
Refer to the same parameter in UBBCONFIG.
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MODEL {SHM | MP}
Refer to the same parameter in UBBCONFIG.

APPREPOSITORY string_ value
It specifies the repository path which the Application Packages will be put on. This
parameter is required. The place which is specified by this parameter must be NFS
accessible. The string length can't be larger than 256. It must be an absol ute path.

DEPREPOSITORY string_value
It specifies the repository path which all the domain deployment information will be put.

This parameter is required. The place which is specified by this parameter must be NFS
accessible. The string length can't be larger than 256. It must be an absolute path.

All other parameters are same as RESOURCES Section parametersin UBBCONFIG.

MACHINES Section

11-12

It'ssame asthe UBBCONFIG's MACHINES section. It must beincluded in the deployment plan.
Its contents will be used as the MACHINES section in the ultimate UBBCONFIG.

Besides these, this feature introduce some new parameters:

CONFIGSCRIPT = string_value[0..256]
It specifies the configuration script which will be run on each compute node before
booting the Tuxedo System. It must be an absolute path on the master node. The tmcrdom
command will copy this script to the deployment repository specified by
DEPREPOSITORY and deploy it to the destination machine later. After deployed to the
destination machine, it will be run under the destination machine's APPDIR.

BOOTSCRIPT = string value[0..256]
It specifies the booting script which will be run on the mater node to boot the Tuxedo
System. It must be an absol ute path on the master node. The tmcrdom command will copy
this script to the deployment repository specified by DEPREPOSITORY and deploy it to
the destination machine later. After deployed to the destination machine, it will be run
under the destination machine's APPDIR.

SHUTDOWNSCRIPT = string value[0..256]
It specifies the shutdown script which will be run on the mater node to shutdown the
Tuxedo System. It must be an absol ute path on the master node. The tmcrdom command
will copy this script to the deployment repository specified by DEPREPOSITORY and
deploy it to the destination machine later. After deployed to the destination machine, it
will be run under the destination machine's APPDIR.

UNCONFIGSCRIPT = string_value[0.. 256]
It specifies the unconfigure script which will be run on each compute node after the

Tuxedo System isshutdown. It must be an absol ute path on the master node. Thetmerdom
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command will copy this script to the deployment repository specified by
DEPREPOSITORY and deploy it to the destination machine later. After deployed to the
destination machine, it will be run under the destination machine's APPDIR.

For every machine, machine address, 1.MID, TUXCONFIG, TUXDIR and APPDIR are required. For
master machine, CONFIGSCRIPT, BOOTSCRIPT and SHUTDOWNSCRIPT are required. For slave
machine, BOoTSCRIPT and SHUTDOWNSCRIPT are forbidden.

Note: The scripts specified by CONFIGSCRIPT, BOOTSCRIPT, SHUTDOWNSCRIPT, and
UNCONFIGSCRIPT must be ableto befound by tmcrdom on the master machine where
the command runs.

GROUPS Section

Required parameters are:

GROUPNAME
Refer to the same parameter in UBBCONFIG. This group name will be used in the
ultimate UBBCONFIG.

LMID = string_valuel [,string_value2]

Refer to the same parameter in UBBCONFIG.

GRPNO = number
Refer to the same parameter in UBBCONFIG. This group number will be used in the
ultimate UBBCONFIG.

Optional parameters are;

® OPENINFO = string_value

CLOSEINFO = string value

® TMSCOUNT = number

® SEC_PRINCIPAL_NAME = string value [0..511]

® SEC_PRINCIPAL_LOCATION = string value [0..1023]
® SEC_PRINCIPAL_PASSVAR = string value [0..31]

® REQUEST VERSION = { numeric_value| * }

® VERSION_RANGE = string_value

® VERSION_POLICY = string_value { PROPAGATE }

For information about above parameters, refer to the same parametersin UBBCONFIG.

These parameters below are new for the Optional parameters:
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PAKNAME = string value[0..256]

It associates this group with one Application Package. That means, this Application
Package will be deployed to the machine which is specified by this group's LMID
parameter. If PAKNAME parameter is specified, the GROUPS parameters which can be
specified in the properties.xml file like ENVFILE, TMSNAME, MRM,
SIGNATURE_REQUIRED, ENCRY PTION_REQUIRED can't appear in this group
definition in the deployment plan, their values will come from the Application Package's
properties.xml file. If PAKNAME isnot specified, thisgroupisanormal one. Then al the
parameters in this group will be the same with the UBBCONFIG. We recommend the
customers to use this normal group to hold their Tuxedo System level servers, for
example, GWADM.

If PAKNAME isspecified, PAKGRPNAME and PAKINSTANCE must also be specified
for this group entry.

PAKGRPNAME= string_value [1..30]

It specifiesthelogical name of the group in the Application Package, and the Application
Package's name is specified by PAKNAME parameter. It cannot contain an asterisk (*),
comma, or colon. If anon-empty valueis specified, PAKNAME and PAKINSTANCE
must also be specified for this group entry. Two group entries with the same PAKNAME
and PAKINSTANCE cannot have the sasme PAKGRPNAME. That means two group
entries cannot be associated with one same group entry in one Application Package.

PAKINSTANCE = number [1...30000]

It specifies the index for the same Application Package. Thisisfor the situation that one
Application Package being deployed to the same domain for more than once. Thisnumber
must be greater than 0 and less than 30000. If PAKINSTANCE is specified, PAKNAME
and PAKGRPNAME must also be specified.

If PAKNAME is not specified, the parameters below are the same as the parametersin
UBBCONFIG:

ENVFILE = string value[0..256] (up to 78 bytes for Oracle Tuxedo 8.0
or earlier)

TMSNAME = string_value[0..256] (up to 78 bytes for Oracle Tuxedo 8.0
or earlier)

MRM = {Y | N}
SIGNATURE_REQUIRED = {Y | N}

ENCRYPTION_REQUIRED = {Y | N}
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RMS Section

If onerms entry belongsto agroup which is not associated with any Application Package, all the
parameters are same as thosein UBBCONFIG.

If not:
Required parameters are:

RMSNAME
Refer to the same parameter in UBBCONFIG. This rms entry name will be used in the
ultimate UBBCONFIG.

SRVGRP = string_value
Refer to the same parameter in UBBCONFIG. All the entries in this RM S section which
belong to this group must be associated with one Application Package group's all rms
entries, or it will report error. The according group inthe Application Packageis specified
by the group's PAKGRPNAME in the deployment plan.

RMID = number
Refer to the same parameter in UBBCONFIG.

PAKRMID = number
This specifiesthe RMID appearsin the Application Package. It must be between 1 and 31
inclusive. The rms entries belong to the same group cannot have the same PAKRMID.
If one RMS entry belong to a group which has PAKNAME defined, it must specify
PAKRMID parameter in the deployment plan, or it will report error.

Optional parameters are:
® TMSCOUNT = number
® OPENINFO = string_value
® CLOSEINFO = string_value
® AUTO = {Y | N}
For information about above parameters, refer to the same parametersin UBBCONFIG.

TMSNAME = string_value[0..256] can't be specified in the deployment plan. It will be from
the properties.xml file.

NETGROUPS Section

Same as NETGROUPS section in UBBCONFIG. It must be included in the deployment plan if
customer needs it in the ultimate generated UBBCONFIG. Its contents will be used as the
NETGROUPS section in the ultimate UBBCONFIG.
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NETWORK Section

Same as NETWORK section in UBBCONFIG. It must be included in the deployment plan. Its
contents will be used as the NETWORK section in the ultimate UBBCONFIG.

SERVERS Section

11-16

If one server belongs to a group which is not associated with any Application Package, then all
the parameters are the same with UBBCONFIG.

If not:
Required parameters are:

AQUT
It must be the same with the aout in the corresponding Application Package's
properties.xml.

SRVGRP = string_value
Refer to the same parametersin UBBCONFIG.

SRVID = number
Refer to the same parameters in UBBCONFIG. This value will be used in the ultimate
UBBCONFIG.

PAKSRVID = number
It specifies the SRVID in the Application Package's properties file. Every server in the
Application Package's properties file must be associated with one entry in this section in
the deployment plan.
If one server belongs to a group which has PAKNAME defined, then PAKSRVID must
be specified for this server. And two servers belong to the same group can not have the
same PAKSRVID. If one server belongsto a normal group which has no PAKNAME
defined, then it can not define PAKSRVID parameter.

Optional parameters listed below are same as thosein UBBCONFIG:

® CLOPT = string_value
® SEQUENCE = number

® MIN = number

® MAX = number

® RQADDR = string_value
® RQPERM = number

® REPLYQ = {Y | N}

® RPPERM = number
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® MAXGEN = number

® GRACE = number

® RESTART = {Y | N}

® SYSTEM_ACCESS = identifier[,identifier]

® MAXDISPATCHTHREADS = number

® MINDISPATCHTHREADS = number

® THREADSTACKSIZE = number

® SEC_PRINCIPAL_NAME = string value [0..511]

® SEC_PRINCIPAL_LOCATION = string value [0..1023]
® SEC_PRINCIPAL_PASSVAR = string value [0..31]
® SICACHEENTRIESMAX = string_value

® CONCURR_STRATEGY=PER_REQUEST

® CONCURR_STRATEGY = PER_OBJECT

The parameters listed below cannot appear in this section, the ultimate UBBCONFIG will keep
the properties.xml file value.

® ENVFILE = string_value[0..256]
® RCMD = string_value[0..256]

® CONV = {Y | N}

ROUTING

It's same as UBBCONFIG's ROUTING section. It must be included in the deployment plan if
customer needsit in the ultimate generated UBBCONFIG. Its contents will be used asthe
ROUTING section in the ultimate UBBCONFIG.

SERVICES Section

If one service belongs to a group which is not associated with any Application Package, then all
the parameters are same as those in UBBCONFIG.

If not:

Required parameters are:
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SVCNM
It must be the same with the SVCNM in the corresponding A pplication Package's
properties.xml. All the servicesin the properties.xml file must have an associated entry in
this section.

SRVGRP = string_value
Refer to the same parametersin UBBCONFIG

Optional parameters listed below are same as thosein UBBCONFIG:

® LOAD = number

® PRIO = number

® ROUTING = string_value
® BLOCKTIME numeric_value
® SVCTIMEOUT = number

® SESSTIONROLE

® AFFINITYSCOPE

® AFFINITYSTRICT

® AUTOTRAN = {Y | N}

® TRANTIME = number

The parameterslisted below can't appear in this section, the ultimate UBBCONFIG will keep the
properties.xml file value:

® BUFTYPE = "typel[:subtypel[,subtype2 . . . ]]1[;type2[:subtype3[,
111

® SIGNATURE_REQUIRED = {Y | N}
® ENCRYPTION_REQUIRED = (Y | N}
® BUFTYPECONV = {XML2FML | XML2FML32}

Thiscommand will generate one domain'sall information including UBBCONFIG and saveit to
the Deployment Repository.

This command will configure every compute node according to the configure script including
creating the TLOG device and so on.

This command will boot the whole Tuxedo System.
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Undeploying a Domain
Users can use tmdeldom to shut down and undeploy the domain. This command must be run on
the master node of the domain.

The command syntax is.
tmdeldom -d "domain_name" -r "deprepository" -f

The command functions are:
e Shut down the whole domain.
e Unconfigure every node if needed.

e Undeploy the whole domain and delete it also from the Deployment Repository.

The parameter domain_name is the domain's name which is specified in the previous tmcrdom
command. The deprepository is the Deployment Repository which is specified by the
DEPREPOSITORY parameter in the previous deployment plan.

Without "-f", once any step of tmdeldom fail, the command will not continue to execute.

If -f is specified, even if step 1, 2, or 3isfailed, this command will also delete the domain
information in the repository.
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Managing ATMI Java Server

This topic contains the following sections:
e Overview
e Tuxedo Java Server Configuration File

e Transaction Management

Setting Up the VM Library Environment

Limitations

e Java Server Configuration File Schema

Overview

The ATMI Java server TMJAVASVR, iSahew Oracle Tuxedo system server acting as a bridge
between the Tuxedo system and Java-implemented services. As a multithread server, Tuxedo
Java server mainly performs the following tasks:

e Reading the Tuxedo Java server configuration file

e Advertising the services implemented with Java code according to the configuration file
e Launching VM

e Forwarding requests to the Javaworld

e Getting and executing the results from java-implemented services
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e Returning results to the Javaworld

Tuxedo Java Server Configuration File

Tuxedo Javaserver configuration fileisan XML file that definesthe parameters necessary to run
the Java-implemented servicesin VM.

Table 11-1 lists avail able properties in a Java server configuration file. Please see the
corresponding Java Server Configuration File Schema, which checks the validation of the
configuration XML file for more precise information.

Table 11-1 Tuxedo Java Server Configuration File Properties

Property Name Type Range Description

ClassPath String Length:0..1024  Specifiesthe packages used to run the
configured classes methods.

DriverClass String Length:1..512 Specifies the IDBC DataSource class
name.

ConnectionUr String Length:1..512 Specifies the IDBC connection URL

1 string, which should be in accordance

with the format required by the
corresponding JDBC driver. It should
not contain user name and password.

name (For String Length:1..512 Specifies the Tuxedo Java server class
TuxedoServer name.
Class)

Mandatory in configuration.

name (For String Length:1..127 Specifies the service name that will be

Service) advertised on Bulletin Board related
with the method. In aconfigurationfile,
each "svcname" attribute value must be
unique. If this property is not specified,
the method name is used as service
name.

target String Length:1.. 127  Specifiesthe class method for the
corresponding service.
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Table 11-1 Tuxedo Java Server Configuration File Properties

Property Name  Type Range Description
fieldTablel6 String Length:0..1024 A comma-separated list of fully
Class qualified FML classes. Any of FML16

field table classes should be defined
hereor elsether1did () / Fname ()
of the FML will not work.

fieldTable32 String Length:0..1024 A comma-separated list of fully

class qualified FML classes. All the FML32
field table classes should be defined
hereor elsether1did () / Fname ()
of the FML32 will not work.

viewFilel6Cl String Length:0..1024 A comma-separated list of fully

ass qualified FML classes. All the view
classesthat are used by programming
must be defined here.

viewFile32Cl String Length:0..1024 A comma-separated list of fully

ass qualified FML classes. All the view32
classesthat are used by programming
must be defined here.

Setting the Class Path Element

Following <c1assPath> element settings are supported in Tuxedo Java configuration file;

<ClassPath>customer_lib_path/*.jar</ClassPath> Or
<ClassPath>customer_lib_path/*.zip</ClassPath>
Adds all the .jar or .zip archives under customer_lib_path to VM classpath.

<ClassPath>customer_lib_path</ClassPath>
Adds al the classes under customer_lib_path to JVM classpath.

<ClassPath>customer_lib_path/*</ClassPath>
Adds dl the .jar files, .zip files, and classes under customer_lib_path to JVM classpath.

<ClassPath>customer_lib_path/1libl.jar</ClassPath> Or
<ClassPath>customer_lib_path/lib2.zip</ClassPath>
Adds customer_lib_path/libl.jar or customer_lib_path/lib2.zip to VM classpath.

Managing Oracle Tuxedo Java Server 18-3



<~runChNum>

18-4

Notes:
o All thefilesearchesin customer_lib_path are non-recursive.
e The customer_1ib_path t0 $APPDIR can be either absolute path or relative path.

e The $apprDIR isadded into classpath by default.

Setting the FML/View Field Table Class

To usetheview/view32, you need to specify the view classin <Resources></Resources>
element. Tousethe F1did () /Fname () properly, you need to specify the FML/FML32 field
table classin <Resources></Resources> €lement.

Configuration Rules

Y ou need to follow the following rules when creating Java server configuration file:

e Only <TuxedoServerClasses> IS mandatory in Java server configuration file, and at least
one TuxedoServerClass should be configured.

e Currently, only one <patasource> element is allowed to be configured in
<DataSources> in configuration file. The name property for <DataSource> does not take
effect for the present.

° OnIy <ClassPath>, <fieldTablel6Class>, <fieldTable32class>,
<viewFilel6Class>, <viewFile32Class>, and <Service> element can have multiple
entities.

e In <Resources> section, you should configure <fieldTablel6class> first and then
<fieldTable32class>, <viewFilel6Class>, and <viewFile32Class> iN Sequence.

Note: The configuration file (e.g. Tdsconfig.xm1) will be checked against the Schemafile
TJSconfig.xsd whichislocated in $TUXDIR/udataobj/tuxj/TJISconfig.xsd
(Unix) or $TuxDIR\udataobi\tuxj/TISconfig.xsd (Windows). Oraclerecommends
you refer to Tgsconfig. xsd for more information about configuration rules.

Advertising Services

Each Tuxedo Java server class that implements services must implement a set of methods, of
which input argument parameter isthe TesvcInro interface. The methods that are advertised as
services must be the public method and have the return type set to void.
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Tuxedo Java server advertisesal of public methods as servicesinto bulletin board. If services
is specified in configuration file, Tuxedo Java server uses the value of name property asthe
service name, otherwise, the method name is used as the service name.

Configuration File Example

Listing 11-1 shows a Tuxedo Java server configuration file example.

Suppose the MyTuxedoServerClassl Javaclass defines JAVASTRINGSVC, JAVAFML32SvC, and
sve3 methods, and the MyTuxedoserverclass2 Javaclass defines svc4 method, this example
initi ates the connection to Oracle database with JDBC connection and exportsthe services: svci,

svc2,svc3,andsvc4.

Note that the method name svc3 and svc4 are exported as the service name because thereis no
<service> property specified for them in the configuration file.

Listing 11-1 Tuxedo Java Server Configuration Example

<?xml version="1.0" encoding="UTF-8"?>

<TJSconfig>

<ClassPaths>
<ClassPath>/home/oracle/app/javaserver/MyTuxedoServerClass.jar</ClassPath>

<ClassPath>/home/oracle/app/oracle/product/11.2.0/dbhome_2/ucp/lib/ucp.jar
</ClassPath>

<ClassPath>/home/oracle/app/oracle/product/11.2.0/dbhome_2/jdbc/lib/ojdbcé
.jar</ClassPath>

</ClassPaths>
<Resources>

<FieldTablel6Classes>testl.FML16TBL,
test2.FML16TBL</FieldTablel6Classes>

<FieldTablel6Classes>test3.FML16TBL,
test4.FML16TBL</FieldTablel6Classes>

<FieldTable32Classes>testl.FML32TBL1,
test2.FML32TBL</FieldTable32Classes>
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<FieldTable32Classes>test3.FML32TBL1,
testd .FML32TBL</FieldTable32Classes>

<ViewFilel6Classes>testl.VIEW16,
test2.VIEWl6</ViewFilel6Classes>

<ViewFilel6Classes>test3.VIEW16,
testd.VIEWl6</ViewFilel6Classes>

<ViewFile32Classes>testl.VIEW32,
test2.VIEW32</ViewFile32Classes>

<ViewFile32Classes>test3.VIEW32,
testd.VIEW32</ViewFile32Classes>

</Resources>
<DataSources>

<DataSource name="oracle">

<DriverClass>oracle.jdbc.xa.client.OracleXADataSource</DriverClass>

<JdbcDriverParams>

<ConnectionUrl>jdbc:oracle:thin:@//10.182.54.144:1521/javaorcl</Connection

Url>
</JdbcDriverParams>
</DataSource>
</DataSources>

<TuxedoServerClasses>
<TuxedoServerClass name="MyTuxedoServerClassl">
<Services>
<Service name="svcl" target="JAVASTRINGSVC"></Service>
<Service name="svc2" target="JAVAFML32SVC"></Service>
</Services>
</TuxedoServerClass>

<TuxedoServerClass name="MyTuxedoServerClass2"></TuxedoServerClass>
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</TuxedoServerClasses>

</TJSconfig>

Notes:

e Because a service name is used to map to specified class + method in the
configuration file, it must be unique in one Tuxedo Java server and among the
different Java classesin it.

e You need to provide al the libraries (except standard JRE library) used by your
Java applications, such as user-defined classes and DataSource driver library.

Transaction Management

The Tuxedo Java-based transaction isimplemented based on the existing Tuxedo transaction
management framework. As before, the configuration you need to make in the UBB
configuration file for transaction is, define the attributes of transaction manager servers (Tmss)
and resource managers (rRus) for aparticular group. The Tuxedo Java Server (TMgavasvr) should
belong to this group.

Listing 11-2 UBB Configurations for Java-Based Transaction

*GROUP
ORASVRGRP LMID=simple GRPNO=1

OPENINFO="Oracle_XA:0Oracle_XA+Acc=P/system/oracle+SesTm=120+MaxCur=5+LogDi
r=.+SglNet=orcl"

TMSNAME=TMSORA TMSCOUNT=2
*SERVERS
TMJAVASVR SRVGRP=ORASVRGRP SRVID=3 CLOPT="-- -c TJSconfig ORA.xml"

MINDISPATCHTHREADS=2 MAXDISPATCHTHREADS=2

For more information about how to configurethetransaction in UBB config file, see Configuring
Your ATMI Application to Use Transactions.
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Sincethe Java-implemented services need to connect the data sourcein Javaworld, it isnecessary
to provide parameters that define how to connect the data source in Tuxedo Java server
configuration file.

In this release, the Java-implemented services can only connect the database with JIDBC
connection, so you need to specify JDBC parametersin Tuxedo Java server configuration file
using CconnectionuUrl property.

Because the Java server retrieves user name and password from oPENINFO, you should provide
the user name and password in opENTNFO in UBB configuration file. This way encrypts the
password and ensures the high security.

Different patasource have different connectionURL format.

For Oracle database, the format is:
jdbc:oracle:thin:@//hostname:portnumber/servicename
For DB2 database, the format is:

jdbc:db2://hostname: portnumber/DatabaseName

Listing 11-3 is a configuration example of Oracle database.

Listing 11-3 Oracle Database Configuration Example

<DataSources>

<DataSource name="oracle">

<DriverClass>oracle.jdbc.xa.client.OracleXADataSource</DriverClass>

<JdbcDriverParams>

<ConnectionUrl>jdbc:oracle:thin:@//10.182.54.144:1521/javaorcl</Connection
Url>

</JdbcDriverParams>
</DataSource>

</DataSources>
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AUTOTRAN

The auToTrAN can also be configured on the services advertised by Tuxedo Java server. When
the Tuxedo Java server serviceisconfigured in *SErRvICES section and itSAUTOTRAN attributeis
specified as v, the service starts a transaction automatically.

Setting Up the JVM Library Environment

The TMJavasvr server depends on the 1ibjvm. so (Unix)/5vm.d11 (Windows) which isin the
JRE package.

Before running TMJAVASVR, You must make surethe 1ibjvm. so (Unix) or jvm.d11 (Windows)
islocated in the library loading path of your platform.

On Unix, set L.p_LIBRARY_PATH Of SHLIB_PATH (HP-UX only) or LisraTH (AIX only)
accordingly.
Do one of the following according to the platform you are using:

e On Oracle Enterprise Linux (64 bit) and Java SE, make sure
$JRE_HOME/1lib/amd64/server iSincluded in $L.D_LIBRARY_PATH.

e On Oracle Enterprise Linux (64 bit) and Oracle JRockit VM, make sure
$JRE_HOME/lib/amd64/jrockit and $JRE_HOME/lib/amdé64 areincludedin
SLD_LIBRARY_PATH.

e On AlX PPC64, we suggest that you include both $JRE_HOME/1ib/ppc64/classic and
$JRE_HOME/1ib/ppc64 iN $LIBPATH.

e On Solaris sparc 64-bit, make sure $JRE_HOME/1ib/sparcv9/server isincludedin
SLD_LIBRARY_PATH

o On Solaris x64, make sure $JRE_HOME/1ib/amd64/server iSincluded in
SLD_LIBRARY_PATH

o On Windows, make sure the paTa environment variable includes
%$JRE_HOME%\bin\server.

Note: The sgreE_HOME points to the JRE home directory. Y ou can also refer to
$TUXDIR/tux.env for the setting.
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Limitations

e In Oracle Tuxedo 12c Release 1 (12.1.1), the user cannot launch a new Javathread in the
service of Java server.

e The Java Server is a multithreaded process that dispatches the services in multiple threads.
It cannot run in the single thread mode.

e Oracle Tuxedo 12c Release 1 (12.1.1) only supports the connection to database through
JDBC driver. For DB2, only the Type 4 JDBC driver is supported.

e Conversation is not supported by Oracle Tuxedo Java server.

e MSSQ is not supported by Oracle Tuxedo Java server.

Java Server Configuration File Schema

Listing 11-4 shows the XML schema of the Java server configuration file:

Listing 11-4 Java Server Configuration Schema File

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.0rg/2001/XMLSchema"

elementFormDefault="qualified">
<xs:element name="TJSconfig">
<xs:complexType>
<xs:all>
<xs:element minOccurs="0" maxOccurs="1" ref="ClassPaths"/>
<xs:element minOccurs="0" maxOccurs="1" ref="DataSources"/>
<xs:element minOccurs="0" maxOccurs="1l" ref="Resources"/>
<xs:element minOccurs="1" maxOccurs="1" ref="TuxedoServerClasses"/>
</xs:all>
</xs:complexType>
</xs:element>

<xs:element name="ClassPaths">
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<xs:complexType>
<Xs:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded" ref="ClassPath"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="ClassPath" type="xs:string"/>
<xs:element name="DataSources">
<xs:complexType>
<Xs:sequence>
<xs:element minOccurs="0" maxOccurs="1" ref="DataSource"/>
</xXs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="DataSource">
<xs:complexType>
<xs:all>
<xs:element minOccurs="1" maxOccurs="1" ref="DriverClass"/>
<xs:element minOccurs="1" maxOccurs="1" ref="JdbcDriverParams" />
</xs:all>
<xs:attribute name="name" use="required" type="xs:string"/>
</xs:complexType>
</xs:element>
<xs:element name="DriverClass" type="xs:string"/>
<xs:element name="JdbcDriverParams">
<xs:complexType>

<Xs:sequence>
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<xs:element minOccurs="1" maxOccurs="1" ref="ConnectionUrl"/>
</xXs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="ConnectionUrl" type="xs:string"/>
<xs:element name="Resources">
<xs:complexType>
<XS:sequence>

<xs:element minOccurs="0" maxOccurs="unbounded"
ref="FieldTablel6Classes"/>

<xs:element minOccurs="0" maxOccurs="unbounded"
ref="FieldTable32Classes"/>

<xs:element minOccurs="0" maxOccurs="unbounded"

ref="ViewFilel6Classes" />

<xs:element minOccurs="0" maxOccurs="unbounded"

ref="ViewFile32Classes"/>
</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="FieldTablel6Classes" type="xs:string"/>
<xs:element name="FieldTable32Classes" type="xs:string"/>
<xs:element name="ViewFilel6Classes" type="xs:string"/>
<xs:element name="ViewFile32Classes" type="xs:string"/>
<xs:element name="TuxedoServerClasses">
<xs:complexType>
<XS:sequence>

<xs:element minOccurs="1" maxOccurs="unbounded"

ref="TuxedoServerClass" />

</xXs:sequence>

18-12 Managing Oracle Tuxedo Java Server



Java Server Configuration File Schema

</xs:complexType>
</xs:element>
<xs:element name="TuxedoServerClass">
<xs:complexType>
<XS:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded"

</xs:sequence>

<xs:attribute name="name" use="required" type="xs:

</xs:complexType>
</xs:element>
<xs:element name="Services">
<xs:complexType>
<xXS:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded"
</xXs:sequence>
</xs:complexType>
</xs:element>
<xs:element name="Service">

<xs:complexType mixed="true">

<xs:attribute name="name" use="required" type="xs:

ref="Services"/>

string"/>

ref="Service"/>

string"/>

<xs:attribute name="target" use="required" type="xs:string"/>

</xs:complexType>
</xs:element>

</xs:schema>
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Configuring Tuxedo for Propagating
ECID

Thistopic includes the following sections:
e Overview
e Configurations

e Tracing ECID with Tuxedo System

Overview

Tuxedo is enhanced to support ECID propagation from its 12¢ (12.1.1) release. As Figure 12-1
shows, it supports the propagation of ECID across various Tuxedo boundaries.
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Figure 12-1 ECID Propagation
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Propagation

With this feature enabled, as the receiving side, Tuxedo will check whether thereisan ECID in
each reguest call across boundaries. If yes, the received ECID will be propagated along thewhole
call path; otherwise, as the boundary node, the domain gateway will try to generate an ECID for
this call and propagate it once correctly configured.

For acall initiated by a Tuxedo component, say, a native client, aWS client, or a Jolt client, the
client can generate an ECID for it once correctly configured.

Note: JCA support is not in the scope of this feature.

This section describes following four scenarios of ECID propagation.

Propagating ECID from Tuxedo to Database

Propagating ECID Between Tuxedo and WLS

Propagating ECID within Tuxedo

Generating ECID by Native/WS/Jolt clients and Domain Gateway

Interoperability
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Propagating ECID from Tuxedo to Databhase

Tuxedo supports to propagate the ECID to Oracle DB via Oracle Call Interface (OCI). Thisisa
one-way propagation. Sincethe OCI/DB never initiatesarequest call in theory, it snot necessary
to support the propagation in opposite direction (from DB to Tuxedo).

The OCI providesaregistration APl and acallback function interface. Theimplementation of the
callback function handles the details of propagation. The process is showed as below:

1. When atuxedo server processis up and with ECID enabled, it will call the registration API
to register the implementation of the callback function.

2. OCI invokes the callback function and passes the relative context which can be used to
identify the DB connection/session before a roundtrip.

3. The callback implementation gets the associated ECID from Tuxedo context and passes such
ECID to Oracle DB.

Propagating ECID Between Tuxedo and WLS

WTC providesinteroperability between WL S applications and Tuxedo services. Asan interface,
WTC takes full responsibility of ECID’s propagation between Tuxedo and WLS.

e For arequest call from WLSto Tuxedo, the processis.

a. WTC setsthe ECID into the special field of the message.

b. WTC sends the message to Tuxedo.

c. Tuxedo domain gateway gets the ECID from received message.
e For arequest call from Tuxedo to WLS, the processis:

a. Tuxedo domain gateway sends the message with ECID to WTC.

b. WTC getsthe ECID from received message.

c. WTC setsthe ECID for current Execution Context.

Propagating ECID within Tuxedo

The ECID propagation within Tuxedo (both intra-domain and across domains) utilizes the
meTa_TcM field in the messages. Tuxedo client, server, and domain gateway are all enhanced to
support to get or set ECID in MmETA_TCM Section of a message.
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Inside the Tuxedo, the ECID generation/propagation happens with following three ATMI APIs:
o tpcall
o tpacall

o tpforward

Generating ECID by Native/WS/Jolt clients and Domain
Gateway

As boundary components, native/WS/Jolt client and domain gateway can generate the ECID for
each request message once configured correctly.

Interoperability

If there is a domain/machine with an Oracle Tuxedo version lower than 12c in the call path, the
end-to-end ECID propagation depends on specific user scenarios.

For example, let's consider the following interoperability scenario.

There are three domains: DOM1, DOM2 and DOM3. DOM1 and DOM3 arein Oracle Tuxedo
12¢, DOM2isin Tux11gR1; DOM1 enablesboth Ec1p_userLoc and Ec1p_cREATE but DOM3
only enables ECID_USERLOG.

On one hand, if client on DOM1 invokes tpcall servicel on DOM2 and then servicel invokes
tpcall service2 on DOM 3 (allocating anew buffer viatpalloc), ECID will not befoundin DOM3's
ULOG. Thus, ECID information from DOM 1 cannot be kept.

On the other hand, if client on DOM 1 invokes tpcall servicel on DOM2 and then servicel
invokestpcall service2 on DOM 3 (reusing the buffer with which servicel isinvoked), ECID will
be found in DOM3's ULOG. Thus, ECID information from DOM 1 can be propagated and
retrieved by DOM3.

Configurations

This section covers the following configurations to enable ECID propagation:
e Enabling and Disabling ECID Propagation
e Configuring the Server to Propagate ECID via OCI
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Enabling and Disabling ECID Propagation

In RESOURCES section of uBBCONFIG (5), the orT1oNS field is extended with new flagsto
enable and specify the behavior for handling the ECID.

Option 'ectp_creEATE": ECID creation functionality is enabled. The boundary nodes (including
Native/WS/Jolt client and domain gateway) can generate the ECID.

Option 'EcIp_userLoc: With this option on, if not a null string, the ECID will be appended to
the userlog.

If neither of above optionsis set, the ECID propagation around Tuxedo is enabled by default, but
ECID can neither be created nor printed in ULOG in thisdomain. In such scenario, "tmadmin >
psr -v" can be used to get the ECID. The two of above options can also be updated by MIB
operation.

Configuring the Server to Propagate ECID via OCI

To perform ECID propagation to Oracle DB via OCI callback functions, the related server must
be specified by a“-1.” option. For example:

simpserv CLOPT="-A -L default --" SRVGRP=GROUP1l SRVID=2

Once activated with a specified "-1.", a server will call the registration APl of OCI for ECID
propagation.

-LDOr -L default

L oads default OCI library, that is, "oci.dIl" for WIN32 platform and "libclntsh.so" for other
platforms.

-L oci_lib_name

Loadsthe OCI library with the name specified by oci_1ib_name. Such oci_1ib_name can be
an absolute path or aleaf name, which can be found through the system library path.

Tracing ECID with Tuxedo System

The userlog is enhanced to print out the ECID of current active call if 'EcID_USERLOG' IS
configured in UBBCONFIG. For example:

233331.1clnx16!simpserv.19461.2664420416.0: ECID
<004 fVWEOfCE61KO5IjK6yf0004k8000000>: sleep 15
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The tmadmin printserver (psr -v) command isenhanced to print out ECID if the serveris
currently in service. For example:

Group ID: GROUPl, Server ID: 1

Machine ID: SITEl

Process ID: 19461, Request Qaddr: 1009713159, Reply Qaddr: 1009713159
Server Type: USER

Prog Name:
/nfs/ucfhomes/xuhchen/lclnxl16/TUX12gR164/LC/bld/samples/atmi/simpapp/simps

erv
Queue Name: 00001.00001
Options: ( none )
Generation: 1, Max message type: 1073741824
Creation time: Tue Sep 27 23:32:44 2011
Up time: 0:05:22
Requests done: 2
Load done: 100

Current Service: TOUPPER, (ecid:
c9cad69656eb23b5:79482783:132aelbef3b:-8000-0000000000000010)

See Also

File Formats, Data Descriptions, MIBs, and System Processes Reference
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