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Preface

This document is part of the documentation library for Oracle Virtual Desktop Infrastructure (VDI) release 3.5, which is available at:


The documentation library consists of the following items:

**Oracle Virtual Desktop Infrastructure Release Notes**

The release notes provide a summary of the new features, changes, fixed bugs and known issues in Oracle VDI.

**Oracle Virtual Desktop Infrastructure Getting Started Guide**

The getting start guide describes how to get started with Oracle VDI and is intended for administrators who are new to the product.

**Oracle Virtual Desktop Infrastructure Administrator's Guide**

The administrator's guide is a comprehensive guide to how to install, configure, and administer Oracle VDI. Troubleshooting information is also included.

**Enterprise Manager Plug-in User's Guide for Oracle Virtual Desktop Infrastructure**

The plug-in user's guide is intended for administrators who are familiar with Oracle VDI and require access to the comprehensive monitoring capabilities of Oracle Enterprise Manager.

**Oracle Virtual Desktop Infrastructure Security Guide**

The security guide is a supplemental guide to the security aspects of Oracle VDI. It addresses the security concerns of Oracle VDI system administrators.

**Audience**

The Oracle VDI documentation is written for system administrators who want to install and configure Oracle VDI in order to deploy desktops to users. It is assumed that readers are familiar with web and virtualization technologies and have a general understanding of operating systems such as UNIX (including Linux) and Windows.

**Documentation for Additional Supporting Software**

The documentation for additional supporting software used with Oracle VDI is available as follows:

- Sun Ray Software and Sun Ray Clients, including Oracle Virtual Desktop Client
  
  http://www.oracle.com/technetwork/server-storage/sunrayproducts/docs/index.html

- Oracle VM VirtualBox
  

- Oracle Secure Global Desktop
  
  http://www.oracle.com/technetwork/server-storage/securedesktop/docs/index.html

**Documentation Accessibility**

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.
Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.

Conventions

The following text conventions are used in this document:

<table>
<thead>
<tr>
<th>Convention</th>
<th>Meaning</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>boldface</strong></td>
<td>Boldface type indicates graphical user interface elements associated with an action, or terms defined in text or the glossary.</td>
</tr>
<tr>
<td><em>italic</em></td>
<td>Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular values.</td>
</tr>
<tr>
<td><strong>monospace</strong></td>
<td>Monospace type indicates commands within a paragraph, URLs, code in examples, text that appears on the screen, or text that you enter.</td>
</tr>
</tbody>
</table>
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Chapter 1. Getting Started With Oracle VDI

This guide describes how to get started with Oracle Virtual Desktop Infrastructure (VDI) and is intended for administrators who are new to the product.

Oracle VDI provides access to virtualized desktops hosted in a data center. An Oracle VDI system consists of four elements:

- **Virtualization**: The virtualization platform (hypervisor) that runs the virtual desktops. Each desktop runs in a separate virtual machine.

- **Storage**: The storage space used to store the virtual disks used for the desktops.

- **Access**: The means for logging in to virtual desktops and using them. Oracle VDI supports Oracle Sun Ray Clients and Remote Desktop Protocol (RDP) clients.

- **Management**: The Oracle VDI service that processes user requests for desktops and instructs the virtualization platform and storage to provide and start a virtual machine.

The key terminology used in this guide that you should understand is:

- **Virtual machine (VM)**: a software implementation of a computer that runs programs like a physical machine.

- **Desktop**: an instance of an operating system that runs in a virtual machine.

- **Desktop provider**: the encapsulation of the virtualization resources (hosts and storage) used to run virtual desktops.

- **Pool**: a group of desktops hosted by a desktop provider.

- **Template**: a desktop used in a pool for cloning operations.

Documentation for Oracle VDI and related products, such as Sun Ray Software, can be found at:

http://docs.oracle.com/cd/E36500_01

The guide takes you through the basic steps for configuring an Oracle VDI deployment using a single host. By the end of the guide, users should be able to access a Windows desktop that has been cloned from a template.

The single host model used in this guide is suitable for evaluation deployments as it requires very few resources. However, for larger deployments, multiple hosts are required to provide for scalability and resilience.

*Chapter 2, Before You Begin*, contains important preparation information that is the foundation for the rest of this guide. Pay careful attention to the requirements.
Chapter 2. Before You Begin

This chapter covers the prerequisites before you can proceed with the remaining steps in this guide.

Hardware

This guide uses a single host for a complete Oracle VDI deployment. The host provides everything needed to run and access virtual desktops, including the virtualization platform and storage.

The host must meet the following minimum hardware requirements:

• 8 gigabytes (GB) of random-access memory (RAM)
  8 GB is sufficient to run approximately six virtual desktops.

• Quad core x86-64 (64-bit) central processing unit (CPU), with virtualization support (Intel VT-x or AMD-V)

• 100 gigabytes (GB) of free disk space
  In this guide, a local disk is used to store the virtual desktops. It is best to use a host with at least two disks, so that the storage can be separated from the operating system. Make sure the storage disk has enough capacity to store your virtual desktops.

• 1 gigabit (Gbit) network interface card (NIC)

These requirements assume that the host will be a dedicated host, used only for Oracle VDI.

Operating System

You can use either Oracle Linux or Oracle Solaris as the operating system for the host.

The following information provides a summary of the main requirements. For detailed system requirements, see the following information in the Oracle Virtual Desktop Infrastructure Administrator’s Guide:

• Oracle VDI System Requirements

• Oracle VM VirtualBox System Requirements

The following is a summary of the main requirements for Oracle Linux platforms:

• Oracle Linux release 5.8 or 6.3 is supported.

• You must use Oracle’s Unbreakable Enterprise Kernel. Currently a single-host deployment is not possible on any other kernel.

• For Oracle Linux 5 platforms, the default package set is required and must be installed on the host.

• For Oracle Linux 6 platforms, the Desktop package set is required and must be installed on the host.
  You must also enable the Oracle Linux 6 GDM Multiseat repository.

• Ensure that yum is configured correctly and that it is working, so that any missing required packages can be installed automatically when you install Oracle VDI.
If you have not purchased Oracle Linux Support and your host has Internet access, you can resolve package dependencies by using the Oracle Public Yum Server. See http://public-yum.oracle.com for details of how to enable access to these repositories.

For Oracle Linux 6 platforms, you must download the latest yum configuration file (http://public-yum.oracle.com/public-yum-ol6.repo) and copy it to the /etc/yum.repos.d directory on the host. The latest yum configuration file contains entries for the Oracle Linux 6 GDM Multiseat repository.

- Check the maximum transmission unit (MTU) of the loopback network interface.

You might experience poor performance with desktops if the MTU of the loopback network interface is too high. You can check the MTU, and decrease it if needed, as follows:

1. Use the `ifconfig` command to check the current MTU of the loopback interface.

   For example:

   ```
   # /sbin/ifconfig lo
   lo        Link encap:Local Loopback
   inet addr:127.0.0.1  Mask:255.0.0.0
   inet6 addr: ::1/128 Scope:Host
   UP LOOPBACK RUNNING  MTU:16346  Metric:1
   RX packets:134095573 errors:0 dropped:0 overruns:0 frame:0
   TX packets:134095573 errors:0 dropped:0 overruns:0 carrier:0
   collisions:0 txqueuelen:0
   RX bytes:82894163173 (77.2 GiB)  TX bytes:82894163173 (77.2 GiB)
   ```

2. If the MTU is 8192 bytes or more, change the MTU of the loopback interface to 8154 bytes.

   The MTU must be less than 8192 bytes. A value of 8154 bytes has been tested and is known to resolve the performance issue.

   Use the `ifconfig` command to change the MTU, for example:

   ```
   # /sbin/ifconfig lo mtu 8154
   ```

   To make the change persist after a reboot, edit the `/etc/sysconfig/network-scripts/ifcfg-lo` file and add the following line:

   ```
   MTU=8154
   ```

   Use the `ifconfig` command to verify that the MTU of the loopback interface has been changed.

- The host must be running in runlevel 5 (full multi-user mode with a graphical user interface).
- SELinux must be disabled.

  Use either the `sestatus` or the `getenforce` command to check the current SELinux status. To disable SELinux:

  1. Edit the `/etc/selinux/config` file and change the SELINUX setting to SELINUX=disabled.

     The `setenforce` command only enables you to change between Enforcing or Permissive.

  2. Reboot the host to apply the configuration change.

The following is a summary of the main requirements for Oracle Solaris platforms:

- Oracle Solaris 10 release 8/11 (update 10) or later and Oracle Solaris 11.1 or later is supported.
Other Host Requirements

- For *Oracle Solaris 10* platforms, the Entire Distribution software cluster is required and must be installed on the host.

- For *Oracle Solaris 11* platforms, the default Oracle Solaris 11 packages, which are provided through the `solaris` package publisher, are required and must be installed on the host.

Ensure that the Oracle Solaris Image Packaging System (IPS) is configured correctly and that it is working, so that any missing required packages can be installed automatically when you install Oracle VDI.

- The system must be running in runlevel 3 (multi-user level with NFS resources shared).

- If you use Solaris zones, all the configuration steps in this guide must be performed in the global zone. Non-global zones are not supported.

- Ensure that the host has at least 8 gigabytes (GB) swap space. For information about configuring swap space:

- The `zfs_arc_min` parameter must be set in the `/etc/system` file. If this parameter is not set, set it to 1 gigabyte (GB) to start with (you can adjust it later if the system performance is affected). You should also set the `zfs_arc_max` parameter to be the same value as `zfs_arc_min`. You set the parameter values in bytes as follows:
  ```
  set zfs:zfs_arc_min = 1073741824
  set zfs:zfs_arc_max = 1073741824
  ```

**Other Host Requirements**

You must be able to log in as the root user, or assume the root role (Oracle Solaris), on the host. The user must have a home directory and the home directory must not be shared between several hosts that run VirtualBox.

SSH must be enabled on the host, and SSH must be configured to permit logins by the root user or by a user that can assume the root role (Oracle Solaris). If SSH is configured to use a non-standard port, make sure you know the port number.

Before you install Oracle VDI, you must disable the firewall on the host. This ensures that the required configuration can take place. After installation and configuration, you can re-enable the firewall. See *Firewall Ports and Protocols* in the *Oracle Virtual Desktop Infrastructure Administrator’s Guide* for details of the ports that might need to be opened.

The host must have Domain Name System (DNS) entries that can be resolved by clients. The DNS forward lookup and reverse lookup for the host must always succeed. There must be a one-to-one mapping between the forward and reverse lookup.

The host must have a fixed host name and a static IP address. The host cannot be a DHCP client.

Currently, Oracle VDI does not support IPv6 or IP MultiPathing (IPMP).
Oracle VDI Software

You should download the Oracle VDI software archive to a temporary location on the host. Links to the software downloads and instructions for downloading can be found at:


Typically, Sun Ray Clients are used to display Oracle VDI desktops. Sun Ray Clients are low-powered hardware devices. For ease and speed of access, this guide uses Oracle Virtual Desktop Client to access desktops. Oracle Virtual Desktop Client is a software alternative to using a Sun Ray Client. Links to the Oracle Virtual Desktop Client downloads and instructions for downloading can be found at:


After you download Oracle Virtual Desktop Client, install it. You do not have to install Oracle Virtual Desktop Client on the server, you can install it on your desktop PC or laptop. The client platform must be able to connect to your Oracle VDI host. For details on the supported platforms and for installation instructions, see the Release Notes for the version of the client you download at:

http://www.oracle.com/technetwork/server-storage/sunrayproducts/docs/index.html

Virtualization Platform

The default virtualization platform for Oracle VDI is Oracle VM VirtualBox and this is the platform used in this guide.

If you are familiar with VirtualBox and have an existing virtual machine, this guide shows you how to prepare the virtual machine for use as a desktop template.

If you have an existing virtual machine that was prepared in a different virtualization platform and you can export from that platform in Open Virtualization Format (OVF or OVA), this guide shows you how to import a machine into VirtualBox. You should copy all the exported files to a temporary location on the host.

If you are unfamiliar with VirtualBox, this guide takes you through the steps for creating a virtual machine, which requires the installation media. This guide uses Windows 7. The installation media can be a physical CD/DVD or it can be an ISO image. If you are using an ISO image, copy the image to a temporary location on the host. In order to avoid issues with things like Windows Activation, it is best to have a Windows volume license key for your selected desktop operating system.

User Directory

Typically, you configure Oracle VDI to use the information held in a corporate user directory. This guide assumes you are using Microsoft Active Directory but the steps in this guide for connecting to a user directory should work for any supported user directory. Details of the supported directories can be found in the Oracle Virtual Desktop Infrastructure Administrator's Guide. Make a note of the URL used to access the directory, including whether SSL (LDAPS) is required for connections. You also need the distinguished name, for example `cn=Jane Doe,cn=Users,dc=example,dc=com`, and password of a user that has read access to the directory.

Windows Domain

In this guide, you perform the steps needed to configure windows desktops for automatic logins and Oracle VDI Fast Preparation. These steps are optional, but they provide users with the best experience. With this configuration, when users log in to Oracle VDI, they are automatically logged in to their desktop and the desktop is joined to a Windows domain. For this to succeed, you need the following information:
• The credentials of a domain administrator with permission to create a computer account and join the domain.

• The distinguished name of the container that Active Directory uses for computers. The default container is ou=Computers.

• For Windows Server 2008 and later, whether the domain controllers are configured as read-only.

Once you have completed the preparation, you are ready to install the software. Chapter 3, *Installing the Software*, shows you how to do this.
Chapter 3. Installing the Software

In this chapter, you install and configure Oracle VDI, install Oracle VM VirtualBox (VirtualBox), and then test the installation.

Installing Oracle VDI

Log in as root, or assume the root role (Oracle Solaris), on the host. Change working directory to the directory containing the Oracle VDI software archive. Unzip the Oracle VDI software archive and install the software with the `vda-install` command, as follows:

- On Oracle Solaris 10 hosts:
  ```
  # unzip vda_3.5_solaris_10_amd64.zip
  # cd vda_3.5_solaris_10_amd64
  ```

- On Oracle Solaris 11 hosts:
  ```
  # unzip vda_3.5_solaris_11plus_amd64.zip
  # cd vda_3.5_solaris_11plus_amd64
  ```

- On Oracle Linux hosts:
  ```
  # unzip vda_3.5_linux.zip
  # cd vda_3.5_linux
  ```

At the end of the installation, you are prompted to configure Oracle VDI. Press the Return key to start the configuration. A list of configuration types is displayed.

1. New Oracle VDI Center
2. Join Oracle VDI Center

Select (1/2):

Type 1 (for a new Oracle VDI Center) and press the Return key. A list of configuration settings is displayed.

Review the settings for a new Oracle VDI Center:
- Name: VDI Center
- Administrator Password: ********
- VDI Administrator (super-user): root
- DNS name of this host: vdi.example.com
- Maximum number of sessions on this host: 100
- User ID range start: 150000
- Database: Embedded Oracle VDI

Do you want to create the Oracle VDI Center now?
Enter 'c' to customize the settings. ([y]/c):

Generally, it is fine to accept the default settings. The main things to check are:

- VDI Administrator (super-user)
  This is the user name of the initial Oracle VDI administrator. You can add further Oracle VDI administrators later. Make a note of the user name, you need it later.

- DNS name of this host
  This should be a fully qualified DNS name.

To accept the defaults and create the Oracle VDI Center, press the Return key. Otherwise type c and press the Return key to change the configuration settings. After a few minutes, the installation is complete.
Installing VirtualBox

Next, you need to install VirtualBox. Everything you need is contained in the extracted Oracle VDI software archive.

Unzip the VirtualBox software archive, change working directory to the extracted directory, and install the software with the `vb-install` script, as follows:

```
# unzip vbox_4.2.zip
# cd vbox_4.2
# ./vb-install
```

VirtualBox consists of two components, a Base Pack and an Extension Pack. The VirtualBox software archive contains only the Extension Pack. However, the `vb-install` script downloads the VirtualBox Base Pack, and then installs both the Base Pack and the Extension Pack. If the Base Pack download fails, you must manually download it from [http://download.virtualbox.org/virtualbox](http://download.virtualbox.org/virtualbox). Make sure you download the release that is bundled and supported with the release of Oracle VDI. Copy the Base Pack to the same directory as the `vb-install` script, and then run the script again.

The `vb-install` script prompts you for a user name, a password, and a port number to use for SSL connections.

The user name and password is for the user that runs VirtualBox on the host. On Oracle Linux platforms and Oracle Solaris platforms where root is a user, the root user is used by default. It is best to use the root user on these platforms. On Oracle Solaris platforms where root is a role, you must provide the credentials for a different user.

If the VirtualBox user is root, the SSL port is port 443 by default. Otherwise, port 18083 is used by default. If another process is using the default port, the `vb-install` script suggests another available port. If you plan to install Oracle Secure Global Desktop software on this host as well and port 443 is selected, choose a different port.

Make a note of the user name and port, you need these later.

After a few minutes, the installation is complete.

Logging in to the Oracle VDI Web Administration Tool

Next, log in to the Oracle VDI web administration tool, Oracle VDI Manager. Using a browser, go to `https://<host-name>:1801`. The browser displays a security warning and prompts you to accept the security certificate. Accept the security certificate. A login page is displayed, as shown in Figure 3.1.
Logging in to the Oracle VDI Web Administration Tool

Figure 3.1. Oracle VDI Manager Login Page

Log in with the credentials of the initial Oracle VDI Administrator you specified when you installed the software. You are logged in to Oracle VDI Manager and the Users page is displayed, as shown in Figure 3.2.

Figure 3.2. Users Page

A "No Company" message is displayed because you have not yet configured a user directory. Chapter 4, Connecting the User Directory, shows you how to do this.
Chapter 4. Connecting the User Directory

In this chapter, you connect Oracle VDI to a user directory. Oracle VDI can use the information held in Active Directory or an LDAP directory to authenticate users and assign desktops to them. Oracle VDI is designed to work with most popular user directories, but you might have to tune the LDAP configuration for your particular directory. The *Oracle Virtual Desktop Infrastructure Administrator's Guide* has details of the supported user directories and the recommended tuning.

If you are using Active Directory, you can connect to the directory using either the LDAP protocol or the Kerberos protocol. This guide focuses on the LDAP protocol because it is simpler to configure and the configuration is the same for both Active Directory and other directory types. However, if you have a complex Active Directory structure containing forests, or you want to be able handle operations such as password expiry, then the Kerberos protocol is a better choice.

In Oracle VDI, a user directory is represented as a company. So you need to configure a company and then test that your configuration works.

### 4.1. Creating a Company

In Oracle VDI Manager, select **Settings** in the navigation tree on the left, and then select **Company**. The All Companies page is displayed, as shown in Figure 4.1.

**Figure 4.1. All Companies Page**

In the **Companies** table, click the **New** button. The **New Company** wizard is displayed in a new window. Click the **Next** button to move through the various steps of the wizard. On the Choose User Directory step, select **LDAP**, as shown in Figure 4.2.
Figure 4.2. Choose User Directory Step

On the Specify Connection step, select a **Security Level** and enter the required authentication details as follows:

- **Host** and **Port**: The fully qualified DNS name or IP address of the directory. If the directory uses a non-standard port, change the port number.

- **Base DN**: The distinguished name (DN) of an LDAP object to use as the search base, for example `cn=Users,dc=example,dc=com`.

- **User DN**: The DN of a user that has read permissions in the user directory, for example `cn=Administrator,cn=Users,dc=example,dc=com`.

Most corporate user directories are configured for secure authentication, which uses SSL for encryption, and requires a user name and password. Simple authentication requires just a user name and password. Anonymous authentication requires no credentials.

Figure 4.3 shows a completed example for secure authentication.

Figure 4.3. Specify Connection Step
Click **Next**. If you selected secure authentication as the security level, the Verify Certificate step is displayed. Check that the directory's SSL certificate details are correct and click **Next**. On the Define Company step, enter the name of your company and the company's email domain name(s) in the **Name** and **E-Mail Domain Name** fields. **Figure 4.4** shows a completed example.

**Figure 4.4. Define Company Step**

On the Review step, check your configuration and then click **Finish** to create the company. The wizard is closed, a message is displayed on the All Companies page to confirm that the company has been created, and the new company is now listed in the Companies table, as shown in **Figure 4.5**.

**Figure 4.5. Company Added**

The All Companies page provides you with a summary of the company, and most importantly, reports the status of the connection to the user directory. You can change the company configuration at any time. In the Companies table, click the company name in the **Name** column and then select the **LDAP** tab, see **Figure 4.6**.
Figure 4.6. Company LDAP Settings Tab

On this tab, you can change your LDAP configuration, for example by changing the security level or adding more LDAP servers for failover purposes. To access the settings for tuning your LDAP configuration, click **Edit LDAP Configuration**.

4.2. Testing the Company Configuration

Now that you have configured a company, it is important to test whether it works. For this, you need to start Oracle Virtual Desktop Client. There should be an application icon for Oracle Virtual Desktop Client in the either the Start Menu (Windows platforms), the Launch Menu (Linux platforms), or the Applications folder (Mac OS X platforms). Click the Oracle Virtual Desktop Client application icon. The Connect Virtual Desktop Client screen is displayed, as shown in **Figure 4.7**. Enter the fully qualified DNS name of your Oracle VDI host in the **Server** field and click **Connect**.

**Figure 4.7. Connect Virtual Desktop Client Screen**

![Connect Virtual Desktop Client Screen](image)

**Tip**

Click **Settings** at the bottom of the screen to access additional configuration options, such as the screen resolution.
After a few moments, the Oracle VDI Desktop Login screen is displayed. Enter your Active Directory or LDAP user name and password, and a domain name (as shown in Figure 4.8), and then click Log In.

**Figure 4.8. Oracle VDI Desktop Login Screen**

After a few moments, the Desktop Selector screen is displayed together with a message to say that there are no desktops available to you, as shown in Figure 4.9. This confirms that you have a functioning Oracle VDI installation and that your company configuration is valid.

**Figure 4.9. Desktop Selector Screen**
Click **Logout**. The next step is to connect Oracle VDI to the virtualization resources that will deliver the desktops to users. *Chapter 5, Connecting the Virtualization Platform*, shows you how to do this.
Chapter 5. Connecting the Virtualization Platform

In this chapter, you connect Oracle VDI to the virtualization platform that runs the desktops for users, in this case Oracle VM VirtualBox. To do this, you create a desktop provider in Oracle VDI Manager and then specify the virtualization resources (hosts and storage) you want to use.

Log in to Oracle VDI Manager, and select Desktop Providers in the navigation tree on the left. The All Desktop Providers page is displayed, as shown in Figure 5.1.

Figure 5.1. All Desktop Providers Page

In the Desktop Providers table, click the New button. The New Desktop Provider wizard is displayed in a new window. Click the Next button to move though the various steps of the wizard. On the Select Desktop Provider Type step, select Oracle VM VirtualBox, as shown in Figure 5.2.

Figure 5.2. Select Desktop Provider Type Step

On the Specify Hosts step, ensure the Specify New Host option is selected and click Next.

On the Specify New Host step, enter the details of your Oracle VDI host where you installed VirtualBox:

- **Host**: The fully qualified DNS name or IP address of the VirtualBox host.
- **SSL Port**: The port number used for SSL connections to the VirtualBox host. This is the port you specified when you installed VirtualBox. The default port is either port 443 or 18083, depending on whether the root user is used to run VirtualBox on the host.
- **SSH Port**: The port used for SSH connections to the VirtualBox host. The default is port 22.
- **User Name** and **Password**: The credentials of the user that runs VirtualBox on the host. The credentials must be for the user you specified when you installed VirtualBox on the host.

Figure 5.3 shows a completed example.
Figure 5.3. Specify New Host Step

Click **Next**. On the Verify Certificate step, check that the SSH and SSL certificate details are correct and click **Next**. You are returned to the Specify Hosts step so that you can add more VirtualBox hosts if you want. A message is displayed to confirm that you have added the VirtualBox host. If you add multiple hosts to a desktop provider, Oracle VDI load balances them. As you only want to add a single host, select **Select Existing Hosts** and click **Next**, as shown in **Figure 5.4**.

**Figure 5.4. Host Added on the Specify Hosts Step**

On the Specify Storages step, ensure the **Specify New Storage** option is selected and click **Next**.

On the **Specify New Storage** step, enter the details of the storage that is used to store the virtual disks of the desktops. As Oracle VDI supports several different types of storage, the details you enter depend on the storage type selected. As you will be using a local file system for storage, select **Local Storage** from the **Storage Type** drop-down list. Enter the path to where you want to store the virtual disks in the **Path** field. **Figure 5.5** shows a completed example.

**Figure 5.5. Specify New Storage Step**
Tip
On Oracle Solaris platforms, you can use a local ZFS pool instead. Select the Sun ZFS option, and enter the host and pool details.

Click Next. A desktop provider can only have one local storage and local storage cannot be mixed with any of the other supported storage types. For this reason, you cannot add any more storage to the desktop provider. Other storage types can be mixed and can have multiple storage hosts. If you add multiple storage hosts, Oracle VDI load balances the storage hosts. The Define Desktop Provider step is displayed. Enter a name for the desktop provider in the Name field, as shown in Figure 5.6. The name can be anything you like, for example, the location of your VirtualBox hosts.

Figure 5.6. Define Desktop Provider Step

Click Next. On the Review step, check your configuration and then click Finish to create the desktop provider. The wizard is closed, a message is displayed on the All Desktop Providers page to confirm that the desktop provider has been created, and the new desktop provider is now listed in the Desktop Providers table, as shown in Figure 5.7.

Figure 5.7. Desktop Provider Added

The All Desktop Providers page provides a management overview of the desktop provider, its overall status, the number of desktops, the CPU and memory load, and the storage usage. You can change the configuration of the desktop provider at any time. In the Desktop Providers table, click the desktop provider name in the Name column. The Summary tab is displayed, as shown in Figure 5.8.
Figure 5.8. Desktop Provider Summary Tab

From here you can monitor and configure the desktop provider. For example, the **Host** tab enables you to add and remove VirtualBox hosts, as well as monitor and maintain them. At the top of the page, click **Desktop Providers** to return to the All Desktop Providers page.

Now that you have connected Oracle VDI to the virtualization platform, the next step is to create the virtual machine that will be used as the template for creating desktops. **Chapter 6, Creating a Desktop Template**, shows you how to do this.
Chapter 6. Creating a Desktop Template

This chapter takes you through the steps needed to prepare a virtual machine that can be used as a template for creating desktops.

If you have an existing VirtualBox virtual machine that you want to use as a desktop template, see Section 6.1, “Using an Existing VirtualBox Virtual Machine”.

If you have an existing virtual machine that was created in another virtualization platform such as VMware, and you can export that machine in Open Virtualization Format (OVF or OVA), see Section 6.2, “Importing an Existing Virtual Machine into VirtualBox”.

If you are unfamiliar with Oracle VM VirtualBox, see Section 6.3, “Creating a New Virtual Machine in VirtualBox”.

6.1. Using an Existing VirtualBox Virtual Machine

If you have an existing VirtualBox virtual machine that you want to use as a desktop template, perform the following preparation:

1. Start the virtual machine.

2. Install the VirtualBox guest additions, following the steps described in Section 6.4, “Installing the VirtualBox Guest Additions”.

   Make sure the version of the Guest Additions you install matches the VirtualBox version you installed in Chapter 3.

3. Configure the virtual machine operating system, as described in Section 6.5, “Additional Virtual Machine Preparation”.

4. Shut down the virtual machine.

5. Copy the virtual machine settings file and disk image to the /var/tmp directory on your Oracle VDI host.

6.2. Importing an Existing Virtual Machine into VirtualBox

If you use another virtualization platform and have an export of an existing virtual machine in Open Virtualization Format (OVF or OVA), you can import the virtual machine into VirtualBox and use this to prepare the desktop template. To import a virtual machine, you need to start VirtualBox. On the host where you installed Oracle VDI and VirtualBox, on the desktop select the Applications menu, then the System Tools menu, and then Oracle VM VirtualBox. Alternatively, you can run the VirtualBox command in a terminal. The Oracle VM VirtualBox Manager is displayed, as shown in Figure 6.1.
In the **File** menu, select **Import Appliance**. The Appliance Import wizard is displayed in a new window, as shown in **Figure 6.2**

![Figure 6.2. Appliance Import Wizard](image1)

Click **Choose**, browse to the location containing the *.ovf* or *.ova* file of the virtual machine you want to import, and click **Open**. The Appliance Import Settings step is displayed as shown in **Figure 6.3**

![Figure 6.3 Appliance Import Settings](image2)
Figure 6.3. Appliance Import Settings

Make any adjustments you want to the displayed settings (you can also change the settings later) and click **Import**. The Appliance Import Wizard is closed and after a few moments, the imported virtual machine is listed in Oracle VM VirtualBox Manager.

After the import, select the imported virtual machine and in the toolbar click the **Settings** button. Review the virtual machine settings to make sure that the virtual machine has the hardware it needs to operate. Make sure that the virtual machine has a CD/DVD drive.

Once you have reviewed the settings, select the imported virtual machine and in the toolbar click the **Start** button. Verify that the virtual machine works.

Next, you need to install the VirtualBox Guest Additions, as described in Section 6.4, “Installing the VirtualBox Guest Additions”.

### 6.3. Creating a New Virtual Machine in VirtualBox

To create a new virtual machine, you need to start VirtualBox. On the host where you installed Oracle VDI and VirtualBox, select the **Applications** menu on the desktop, then the **System Tools** menu, and then **Oracle VM VirtualBox**. Alternatively, you can run the `VirtualBox` command in a terminal. The Oracle VM VirtualBox Manager is displayed, as shown in Figure 6.4.
Tip

All the following steps for creating a virtual machine can be performed using the VirtualBox command line. However, if you are new to VirtualBox, you will probably find the Oracle VM VirtualBox Manager easier to use.

In the toolbar, click the **New** button. The Create Virtual Machine wizard is displayed in a new window. The wizard enables you to configure the basic details of the virtual machine. Enter a descriptive name for the virtual machine in the **Name** field and select the operating system and version that you are going to install from the drop-down lists, as shown in Figure 6.5. It is important to select the correct operating system and version as this determines the default settings VirtualBox uses for the virtual machine. You can change the settings later after you have created the virtual machine.

Figure 6.5. VM Name and OS Type Step

Click the **Next** button to move though the various steps of the wizard. On the Memory Size step, you can simply accept the default. This is the amount of host memory (RAM) that VirtualBox assigns to the
virtual machine when it runs. You can change the settings of the virtual machine later, when you import the template into Oracle VDI.

On the Hard Drive step, ensure **Create a virtual hard drive now** is selected (see Figure 6.6), and click **Next**.

**Figure 6.6. Virtual Hard Disk Step**

On the following steps, select **VDI (VirtualBox Disk Image)** as the hard drive file type, **Dynamically allocated** as the physical storage type, and accept the defaults for the virtual disk file location and size, and then click **Create** to create the virtual machine. The wizard is closed and the newly-created virtual machine is listed in Oracle VM VirtualBox Manager, as shown in **Figure 6.7**.

**Figure 6.7. Virtual Machine Added**

Since you want to install an operating system in the virtual machine, you need to make sure the virtual machine can access the installation media. To do this, you edit the virtual machine settings. In Oracle VM VirtualBox Manager, select the virtual machine and then click the **Settings** button in the toolbar. The Settings window is displayed. In the navigation on the left, select **Storage**, as shown in **Figure 6.8**.
In the Storage Tree section, select **Empty** below the IDE Controller. The CD/DVD Drive attributes are displayed. Click the CD/DVD icon next to the **CD/DVD Drive** drop-down list and select the location of the installation media, as follows:

- To connect the virtual CD/DVD drive to the host's physical CD/DVD drive, select **Host Drive** `drive-name`.

- To insert an ISO image in the virtual CD/DVD drive, select **Choose a virtual CD/DVD disk file** and browse for the ISO image.

**Figure 6.9** shows an ISO image inserted in the virtual CD/DVD drive.

Click **OK** to apply the storage settings. The Settings window is closed. If you connected the virtual machine's CD/DVD drive to the host's physical CD/DVD drive, insert the installation media in the host's CD/DVD drive now. You are now ready to start the virtual machine and install the operating system.
In Oracle VM VirtualBox Manager, select the virtual machine and click the Start button in the toolbar. A new window is displayed, which shows the virtual machine booting up. Depending on the operating system and the configuration of the virtual machine, VirtualBox might display some warnings first. It is safe to ignore these warnings. The virtual machine should boot from the installation media, as shown in Figure 6.10.

Figure 6.10. An Installation Program in a Running Virtual Machine

You can now perform all your normal steps for installing the operating system. Be sure to make a note of the user name and password of the administrator user account you create in the virtual machine, which you will need in order to log in to the virtual machine. Do not join the virtual machine to a Windows domain (it can be a member of a workgroup) as the domain configuration is performed later. The virtual machine might reboot several times during the installation. When the installation is complete, you might also want to let Windows Update install any software updates.

Next, you need to install the VirtualBox Guest Additions, as described in Section 6.4, “Installing the VirtualBox Guest Additions”.

6.4. Installing the VirtualBox Guest Additions

The VirtualBox Guest Additions consist of device drivers and system applications that optimize the operating system for better performance and usability. One of the usability features required in this guide is automated logons, which is why you need to install the Guest Additions in the virtual machine. For a Windows 7 desktop template, you also enable Windows media redirection for enhanced playback of multimedia content played in Windows Media Player (including content displayed in Internet Explorer).

In the Window containing the running virtual machine, select Install Guest Additions from the Devices menu, as shown in Figure 6.11.
When the AutoPlay window is displayed (prompting you to run the VBoxWindowsAdditions.exe program) as shown in Figure 6.12, close the window *without installing the Guest Additions*. Closing the window leaves the ISO image used to install the Guest Additions inserted in the virtual CD/DVD drive. You need to install the VirtualBox Guest Additions from the command line to get all the features we need.

In the virtual machine, on the Windows Start menu, type `run` in the search field and press Return. The Run dialog is displayed. Enter `D:\VBoxWindowsAdditions.exe /with_autologon /with_vboxmmr` in the Open field, as shown in Figure 6.13, and press the Return key. If you are preparing a Windows XP desktop template, you can omit the `/with_vboxmmr` command line switch.

When you are prompted, click Yes to install the Guest Additions. The VirtualBox Guest Additions Setup wizard is displayed in a new window, as shown in Figure 6.14.
Installing the VirtualBox Guest Additions

Click the **Next** button to move through the various steps of the wizard. Accept all the default settings and then click **Install** to install the Guest Additions. If a Windows Security dialog is displayed that prompts you to install device software (see Figure 6.15 for an example), click **Install**.

**Figure 6.15. Windows Security Dialog**

When the Guest Additions installation is complete, ensure **Reboot now** is selected (see Figure 6.16) and click **Finish**.

**Figure 6.16. Reboot Step After Installing the Guest Additions**

The VirtualBox Guest Additions Setup wizard closes and the virtual machine is rebooted. When the virtual machine reboots, log in.

Next, you need perform some additional configuration in the virtual machine, as described in Section 6.5, “Additional Virtual Machine Preparation”.
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6.5. Additional Virtual Machine Preparation

In order to make automated logons work and to join the computer to a domain, you need to enable the built-in Administrator account and disable the Windows Secure Authentication Sequence (Ctrl+Alt+Del). To do this, you have to edit the local security policies in the virtual machine.

In the Windows Start menu, enter `run` in the search field and press the Return key. The Run dialog is displayed. Enter `Local Security Policy` in the Open field. The Local Security Policy window is displayed. Select Local Policies and then Security Options. Find the Accounts: Administrator account status policy. Double-click the policy, select Enabled, click Apply, and then click OK. Check that the policy is shown as enabled in the Security Setting column, as shown in Figure 6.17.

![Figure 6.17. Administrator Account Policy](image)

Next find the Interactive logon: Do not require CTRL + ALT + DEL policy. Double-click the policy, select Enabled, click Apply, and then click OK. Check that the policy is shown as enabled in the Security Setting column, as shown in Figure 6.18.

![Figure 6.18. Secure Authentication Sequence Policy](image)

Close the Local Security Policy window. Now you need to create a password for the built-in Administrator account. Start the Windows Control Panel, select User Accounts, select the Administrator user, and set a password. Verify that the Administrator account works by logging out of Windows, and then log in again as the Administrator user.

Once you have logged in as the Administrator user, the next step is usually to install any software that users need, and the device drivers for any special devices that users will be using, such as USB printers or storage devices.

The default VirtualBox hardware configuration for a Windows virtual machine uses devices that have drivers that are included with Microsoft Windows by default. Oracle VDI release 3.5 includes support for smart cards in Windows desktops when using VirtualBox. VirtualBox does this by emulating a USB smart card device. However, the drivers for the device are not included with Windows. You should download the drivers for this device and install them. You can download the drivers from:


On the download page, select the SCR335 device and the required operating system, browse for the SCR3xxx PC/SC Installer, and then download the SCR3xxx_Win_drivers_only_installer_V<version>.zip file.
If you are using preparing a Windows 7 or later template, Windows might be able to install the required drivers automatically using Windows Update when it detects the device. For a Windows XP template, you must install the device drivers manually. If you do not install the device drivers for the USB smart card device, you might find that desktop cloning fails when you enable that in the next chapter, so it is best to install the drivers now.

Once you have installed the drivers, shut down the virtual machine using the Windows Shutdown menu.

**Tip**

You can also shut down the virtual machine from the VirtualBox menus. If you do this, make sure you select the **ACPI shutdown (send the shutdown signal)** option as this preserves the state of the virtual machine and causes the virtual machine to shut down normally. If you select the **Close (power off the machine)** option, you do not preserve the state and you close the virtual machine without a normal shutdown. This can damage the virtual machine.

The virtual machine is now ready to be used as a template for creating desktops. The next step is to create a pool that will be used to create, store, and manage those desktops. Chapter 7, *Creating the Desktops*, shows you how to do this.
Chapter 7. Creating the Desktops

In Oracle VDI, desktops are organized into pools so that desktops with similar characteristics can be grouped and for ease of management. In this chapter, you create a pool. After creating the pool, you import a virtual machine so that it can be used as a template for cloning and then you enable cloning so that the pool is filled with desktops. Finally, you assign users to the pool so that they can access the desktops.

7.1. Creating a Pool

In Oracle VDI Manager, in the navigation tree on the left, select Pools, and then select the company you created. Pools are always linked to a company, so that users from different companies can only access the desktops that they are authorized to access. The Company Pools page is displayed, as shown in Figure 7.1.

Figure 7.1. Company Pools Page

In the Pools table, click the New button. The New Pool wizard is displayed in a new window. Click the Next button to move though the various steps of the wizard. On the Select Pool Type step, select the desktop provider you created in Chapter 5 from the Desktop Provider drop-down list and then select Dynamic Pool as the Pool Type, as shown in Figure 7.2.

Figure 7.2. Select Pool Type Step

The Desktop Provider setting links the pool to the virtualization resources you want to use to run the desktops. The Pool Type settings are a group of predefined configuration settings that make it easier for you to create the type of pool you want. You can change any of the configuration settings later. The key decisions about a pool are:

- **Desktop fulfillment**: Whether individual desktops are added to the pool manually, or whether desktops are automatically added in bulk by cloning a template.
- **Desktop type**: Whether desktops are manually assigned to individual users before they log in (personal desktops), or whether desktops are automatically assigned to users only when they log in (flexible desktops). Flexible desktops can be re-used or deleted once a user logs out. Personal desktops are never re-used.
Creating a Pool

The simplest option for administration and for testing purposes is the **Dynamic Pool** option. With this option, a template is cloned to fill the pool with desktops and the desktops are automatically assigned to users.

On the Select Template step, ensure *(None)* is selected from the **Template** drop-down list and that **none** is selected in the **System Preparation** drop-down list, as shown in **Figure 7.3**. If you were already using a template in another pool, this step in the wizard enables you to select that template. You configure the template and system preparation settings later, when you configure cloning for the pool.

**Figure 7.3. Select Template Step**

![Select Template Step Image]

On the Select Pool Size step, leave the **Preferred Size** setting as the default and ensure that the **Enable Automatic Cloning** option is not selected, as shown in **Figure 7.4**. You configure these settings later, when you configure cloning for the pool.

**Figure 7.4. Select Pool Size Step**

![Select Pool Size Step Image]

On the Define Pool step, enter a name for the pool in the **Name** field. The name can be anything you like, for example it could contain the name of the operating system or the name of the department that will use the desktops.

**Figure 7.5. Define Pool Step**

![Define Pool Step Image]
On the Review Step, click **Finish** to create the pool. The wizard is closed, a message is displayed on the Company Pools page to confirm that the pool has been created, and the new pool is now listed in the Pools table, as shown in Figure 7.6.

![Figure 7.6. Pool Added](image)

The Company Pools page provides an overview of each pool, how many desktops it contains and how the desktops are assigned to users.

### 7.2. Importing a Template into a Pool

Next, you need to add your template to the pool so that it can be used to clone desktops.

In the Company Pools table, click the pool name in the **Name** column. The **Summary** tab is displayed. Click the **Template** tab. The Pool Templates page is displayed, as shown in Figure 7.7.

![Figure 7.7. Template Tab](image)

In the Templates table, click the **Import Template** button. The Import Template window is displayed. On the **Folder** tab, you can import a template from the `/var/tmp` directory on this host, or from an NFS share either on this host or on another host. On the **Hypervisor** tab, you can import the template directly from a VirtualBox installation on this host or another host.

If you copied a virtual machine settings file and disk image to the `/var/tmp` directory, click the **Select Folder** button and, if not automatically loaded, select the settings file and disk image from the drop-down lists. Make sure the **Delete original desktop after successful import** option is *not selected*. Figure 7.8 shows an example.
If you followed the steps in Chapter 6 for importing an existing virtual machine into VirtualBox or for creating a new template in VirtualBox, click the Hypervisor tab. Select the template from the list of desktops for this host, and then make sure the **Delete original desktop after successful import** option is not selected. Figure 7.9 shows an example.

**Tip**

If you wanted to import individual desktops into the pool instead of a template, the steps are virtually identical, but you perform the steps on the Desktop tab.

Click **OK** to start importing the template. The Import Template window is closed, and a message is displayed on the Template tab to say that the template is being imported, as shown in Figure 7.10.
Many of the actions that you perform in Oracle VDI result in jobs that run in the background. While the jobs are in progress, you can continue to perform other actions. Importing a template is one action that results in a job. In the top right-hand corner of Oracle VDI Manager, select **Jobs Running**. The Jobs Summary window is displayed, as shown in **Figure 7.11**.

**Figure 7.11. Jobs Summary Window**

The Jobs Summary window shows detailed information about the progress and status of each job. Some jobs can also be canceled. Close the Jobs Summary window.

Once the import template job is completed, the template is listed in the Templates table on the **Template** tab. If you click the arrowhead next to the template name in the **Name** column, you will notice that Revision 1 of the template has been created automatically and that this revision is marked as the master revision, as shown in **Figure 7.12**.

**Figure 7.12. Template and Revision**

When you use cloning, the desktops are created from the revision. A revision is simply a save point that records the exact state of a virtual machine. You can make changes to the template at any time, for example to install new software and test that it works as expected. Once you are happy with the changes, you create a new revision and mark it as the master (using the buttons on the **Template** tab) so that the new revision is used to clone new desktops. Later if you discover problems with the revision, you can simply go back to an earlier revision by marking the earlier revision as the master.

You can also make changes to the template from within Oracle VDI Manager. To do this, select the template (not the revision) and click the **Open Console** button. The Console page is displayed and from here you can start, stop, and connect to the virtual machine in much the same way as you did in Oracle VM VirtualBox Manager, as shown in **Figure 7.13**.
7.3. Setting Up Cloning

Next, you need to set up cloning so that the pool can be automatically filled with the required number of desktops. As part of this you also perform the configuration to enable the cloned desktops to join a Windows domain.

Click the **Cloning** tab for the pool, as shown in **Figure 7.14**.
In the Automatic Cloning group, select **Enable Automatic Cloning** and, if you want, change the name in the **Name Pattern** (see Figure 7.15). The name pattern is used to generate the name of the cloned virtual machine. This is also the name of the computer that is registered in the Windows domain.

**Figure 7.15. Automatic Cloning Group**

![Automatic Cloning Group](image)

In the Pool Metrics group, you configure the number of desktops in the pool, as follows:

- **Preferred Size:** The number of desktops the pool normally has. Set this to 2.
- **Maximum Size:** The maximum number of desktops in the pool. Set this to 3.
- **Free Desktops** and **Production Priority:** Leave these settings at the default.

**Figure 7.16** shows a completed example.

**Figure 7.16. Pool Metrics Group**

![Pool Metrics Group](image)

It is best to start with a small pool, because you can increase its size later once you are sure the pool is operating in the way you want. Once cloning starts, Oracle VDI clones a number of desktops equal to the preferred size setting. As desktops in the pool get used, Oracle VDI uses the free desktops setting to determine whether more desktops need to be cloned, but the number of desktops in the pool never exceeds the maximum size setting. When desktops are no longer in use, Oracle VDI automatically reduces the number of desktops to the preferred size.

In the Desktop Cloning group, select the template you imported into the pool from the **Template** drop-down list. The template you select does not have to be a template in the pool, it could be a template in another pool for the same company.

In order to deploy desktops that are cloned from a template, some kind of system preparation is required. You can use the Microsoft Windows System Preparation tool (known as SysPrep) or Oracle VDI Fast Preparation (known as FastPrep). SysPrep requires additional preparation in the template, which includes installing the Windows Deployment tools in the template and running the sysprep program to remove the unique information (such as the computer name) from the template. FastPrep is faster than SysPrep because it does not require this additional preparation, and it simply updates the computer name. In the Cloned Desktops group, click **Create** next to **System Preparation**. The Create System Preparation File window is displayed.
In the System Preparation drop-down list, select **Oracle VDI Fast Preparation** making sure that you select the option that matches the operating system of your template. In the remaining fields, enter the required details as follows:

- **Windows Domain**: The fully-qualified domain name of the Windows domain that the desktops will join.

- **Domain Administrator** and **Domain Administrator Password**: The credentials of a domain administrator with permission to create a computer account and join the domain. You can prefix the administrator name with the domain, for example my.domain.com\Administrator.

- **Computer Container DN**: The distinguished name of the container that Active Directory uses for computers. You can leave this field blank if the default container ou=Computers is used.

- **Read-only Domain Controller**: Only select this option if the domain controllers (Windows Server 2008 and later) are configured as read-only.

- **Desktop Administrator** and **Desktop Administrator Password**: The credentials of the administrator account in the template. These credentials are used to change the computer name, join a domain, and optionally execute the custom script. For Windows 7 and later, this must be the built-in Administrator account.

- **Custom Script**: Leave this field blank. You can use this field to specify a script that runs after FastPrep is complete.

**Figure 7.17** shows a completed example.

**Figure 7.17. FastPrep Configuration**

![FastPrep Configuration](image)

Click **OK** to complete the FastPrep specification. The Create System Preparation File window is closed. A message is displayed to say that the system preparation file has been successfully added.

In the Desktop Cloning group, you can use the **Machine State** to specify the state you want the desktop virtual machines to be in immediately after they are cloned. Select **Running** from the drop-down list. If the virtual machines are powered off (the default), the desktops do not consume any system CPU and memory resources. You can use the **Available Running Desktops** setting to specify the number of running desktops that Oracle VDI keeps running for when users log in. If you provide running desktops, users are able to log in and start working quickly because they do not have to wait for the virtual machine to boot. **Figure 7.18** shows a completed example.
Setting Up Cloning

Figure 7.18. Desktop Cloning Group

The settings in the Desktop Recycling group control what happens to the desktops when they are no longer in use. When a desktop is no longer in use, it is automatically recycled by Oracle VDI. What happens to the recycled desktop is controlled by the **Policy** setting, as follows:

- **Reset to Snapshot**: The desktop is powered off and then reset to the snapshot that was taken just after the desktop was cloned (this is the default).

- **Reuse Desktop**: The desktop is reused and remains in its existing state.

- **Delete Desktop**: The desktop is deleted and, if this means the pool does not have the required number of desktops, a fresh desktop is cloned from the template.

A desktop is recycled, when it remains unused for the period of time configured in the **Idle Timeout** field. In **Chapter 9**, you see desktop recycling in action. To make recycling happen quickly, change the **Idle Timeout** to 3 minutes. **Figure 7.19** shows a completed example.

Figure 7.19. Desktop Recycling Group

Click **Save**. A message is displayed to confirm that the settings have been applied, and after a few moments, the Jobs Running indicator in the top right hand corner should show that there are some jobs running, as shown in **Figure 7.20**.
In the top right-hand corner of Oracle VDI Manager, select **Jobs Running**. The Jobs Summary window is displayed. You should see that the jobs that are currently running are the desktops being cloned in the pool, as shown in Figure 7.21.

Close the Jobs Summary window. Click the **Desktop** tab. As the desktops are cloned, they are listed in the Desktops table. Initially the Desktop State column shows the desktops as Reserved. This indicates that Oracle VDI is working on the desktop, in this case, probably running the Oracle VDI fast preparation. The virtual machine state might change depending on the virtual machine state you selected on the **Cloning** tab. Eventually the Desktop State column shows that the cloned desktops are Available, as shown in Figure 7.22.

The Available state means that the desktops are ready to be used.
7.4. Assigning Users to Desktops

Next, you need to assign users to the pool so that they can access the desktops in the pool.

Click the **User Assignment** tab for the pool, as shown in Figure 7.23.

![Figure 7.23. User Assignment Tab](image)

To assign users to the pool, click the **Add** button in the Assigned Users and Groups table. The Assign Pool window is displayed, as shown in Figure 7.24.

![Figure 7.24. Assign Pool Window](image)

Oracle VDI enables you to assign users to a pool in several ways. The best option for administration is to search a user directory for users and groups. Assigning groups in the user directory to the pool is the most efficient, as this indirectly assigns the members of the group to the pool. Whenever the group membership changes, the users that can access the desktops are automatically updated.

To search the user directory, select **User or Group**, enter the user or group you want to search for in **Search Users and Groups** field, and then click **Search**. The search has the * wildcard built in and is not case sensitive. The search results are returned and listed in a table. The results are limited to the first 100 matches. Figure 7.25 shows an example.

![Figure 7.25. Searching for a User](image)
Assigning Users to Desktops

However, for the purposes of this guide, the easiest option is to use the built-in custom group which enables any user in the user directory to access a desktop in the pool. To do this, select \textbf{Custom Group} and then select the box next to the Any User group, as shown in \textbf{Figure 7.26}.

\textbf{Figure 7.26. Any User Assignment}

Click OK. The Assign Pool window is closed. A message is displayed that confirms the assignment has been added, as shown in \textbf{Figure 7.27}.

\textbf{Figure 7.27. User Assignment Added}

Another option for assigning users to a pool is to use the smart card functionality of the Sun Ray environment. Oracle VDI refers to smart cards as tokens. If you assign tokens to a pool, users can use a Sun Ray Client to automatically authenticate themselves to Oracle VDI and access their desktops.

In Oracle VDI Manager, you can also assign individual desktops to individual users on the \textbf{Desktop} tab for the pool. However, this converts the desktop from a flexible desktop (available for use by any user) to a personal desktop (only available for use by that user). It is best to use flexible desktops as much as possible as this simplifies desktop administration because most of the processing takes place automatically and in bulk. Personal desktops can only be administered manually and individually.

Now that you have assigned users to the pool, the next step is to log in and access a desktop. Chapter 8, \textit{Connecting to a Desktop}, shows you how to do this.
Chapter 8. Connecting to a Desktop

In this chapter, you connect to a desktop in the pool.

Now that the pool has been filled with desktops, you can log in to Oracle VDI and connect to a desktop. For this you need to start Oracle Virtual Desktop Client. On the Connect Virtual Desktop Client screen, enter the fully qualified DNS name of your Oracle VDI host in the Server field and click Connect.

After a few moments, the Oracle VDI Desktop Login screen is displayed. Enter the Active Directory or LDAP user name and password of a user in the user directory, and a domain name, and then click Log In.

Figure 8.1. Oracle VDI Desktop Login Screen

After a few moments, your windows desktop should display and you should be automatically logged in to Windows. You might see a message in the Windows desktop that says your desktop is being prepared before the actual desktop is displayed. You can now use the desktop just like a regular computer.

If the user name you used had been assigned to more than one desktop or pool, the Desktop Selector screen is displayed after you log in to Oracle VDI. The Desktop Selector screen enables you to choose the desktop you want to use, as shown in Figure 8.2. If you configure support for multiple monitors, you can also connect to multiple desktops simultaneously.
In the desktop, go to the Windows Control Panel, select **System and Security**, and **System**. Check the System information for the desktop. It should show that the computer is joined to the domain, and that the computer name is the name of the desktop in the pool. Check the name of the user in the Windows Start Menu. It should show the correct user name.

In **Chapter 9, Managing Desktops**, you learn about the key concepts for managing the desktops in a pool.
Chapter 9. Managing Desktops

In this chapter, you learn how to manage the desktops in a pool.

When you configure pools to use cloning to produce flexible desktops, Oracle VDI automatically manages the desktops in the pool for you. It is worthwhile taking the time to watch the life cycle of a desktop so that you understand the administration benefits of this approach.

While you are still logged in to your desktop, click the Desktop tab for the pool in Oracle VDI Manager. In the Desktop State column of the Desktops table, notice that the state of one of the desktops is now shown as Used and the name of the user that using the desktop is also displayed, as shown in Figure 9.1.

Figure 9.1. A Desktop in Use in the Pool

Now go back to your desktop and log out of Windows, using the normal Windows method for logging out. After you are logged out of Windows, you should be automatically logged out of Oracle VDI. In Oracle VDI Manager, go to the Desktop tab for the pool. After a few moments, the desktop state changes to Idle but the user is still assigned the desktop, as shown in Figure 9.2.

Figure 9.2. An Idle Desktop in the Pool

Although a user is assigned to the desktop, the assignment is temporary and the desktop is still a flexible desktop. If the user logs in again during the idle timeout period, they reconnect to the same desktop. Once
the desktop has remained in the Idle state for the idle timeout period, the user assignment is removed and the desktop is recycled. The desktop state is changed to Available and the desktop can then be used by any user assigned to the pool, as shown in Figure 9.3.

Figure 9.3. Recycled Desktops

On the Desktop tab, you can also perform manual actions on individual desktops. Select a desktop in the Desktop table and then click the More Actions drop-down list, as shown in Figure 9.4.

Figure 9.4. Desktop Actions

Select a desktop in the Available state, and then select the **Delete Desktop** action. After a few moments a new cloning job should start, because cloning is still enabled for the pool and the number of desktops in the pool is less than the pool's configured preferred size.

In the Desktops table, click the name of a desktop in the Name column. The Desktop Summary page is displayed.
Here you can see detailed information about the desktop and the virtual machine. You can also change the configuration of the virtual machine and even connect to it.

In this guide, you have seen how to perform all the configuration needed for a single-host Oracle VDI deployment. The host can perform all the functions required to deliver virtual desktops to users, including cloning and storing the virtual desktops, as well as managing the connections to those desktops. Users can connect to their desktops using different Sun Ray Clients, including Oracle Virtual Desktop Client for iPad and Android, and they can move between Sun Ray Clients (hotdesk) and reconnect to their desktop.

The single-host configuration demonstrated in this guide is suitable for evaluation deployments, but for a production deployment a minimum of two hosts configured in this way and joined together to form an Oracle VDI Center is required. It is also possible to use separate hosts for Oracle VDI, the virtualization platform, and the storage, so that a single Oracle VDI Center can host many thousands of desktops.