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PREFACE

About This Guide

This guide is intended for technical staff who are responsible for administration and configuration of Oracle

Knowledge Information Manager.

This preface includes information on:
* In This Guide

» Examples of Product Screens and Text

» Operating System Variations in Examples and Procedures

» References to Web Content

In This Guide

The Oracle Knowledge Information Manager Administration Guide is divided into the following sections:

Chapter 1, Introduction to Oracle
Knowledge Information Manager

Chapter 2, Getting Started with
Information Manager

Chapter 3, Working with
Repositories

Chapter 4, Working with Content
Channels

Chapter 5, Working with Content
Categories

Chapter 6, Managing Users

Chapter 7, Creating and Managing
Workflows

Chapter 8, Working with Feedback
and Collaboration

Chapter 9, Working with Advanced
Administration Features

Chapter 10, Importing and
Exporting Data

Chapter 11, Managing Applications
in Multiple Languages

This chapter provides an overview of the Information Manager application
and discusses how the components integrate.

This chapter is a quick start to administering Information Manager content.

This chapter discusses content repositories and describes how to create
and maintain repositories.

This chapter discusses content channels and describes how to create and
use channels.

This chapter discusses content categories and describes how to create
and apply categories

This chapter discusses Information Manager users an describes how to
add and maintain users.

This chapter discusses workflow processes and concepts and describes
how to create and apply workflows.

This chapter discusses various feedback and collaboration features
provided in Information Manager and describes how to activate and
maintain features best suited for customer needs.

This chapter discusses the various options available through the Tools
menu in the Management Console and describes how to apply the options.

This chapter discusses importing and exporting data in Information
Manager and describes various options available for a variety of tasks.

This chapter discusses how to manage applications in multiple languages
and describes the necessary tasks to maintain applications in multiple
languages.
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Chapter 12, Configuring Content for This chapter describes how to configure content for web client display.
Display on a Web Client

Examples of Product Screens and Text

The product screens, screen text, and file contents depicted in the documentation are examples. We attempt
to convey the product's appearance and functionality as accurately as possible; however, the actual product
contents and displays may differ from the published examples.

Operating System Variations in Examples and Procedures

We generally use Linux screen displays and naming conventions in our examples and procedures. We
include other operating system-specific procedures or steps as noted in section headings, or within topics, as
appropriate.

We present command syntax, program output, and screen displays:
* in Linux format first

« in other Unix-specific variants only when necessary for proper operation or to clarify functional
differences

* in Windows format only when necessary for clarity

References to Web Content

For your convenience, this guide refers to Uniform Resource Locators (URLS) for resources published on the
World Wide Web, when appropriate. We attempt to provide accurate information; however, these resources
are controlled by their respective owners and are therefore subject to change at any time.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



CHAPTER 1

Introduction to Oracle Knowledge

Information Manager

Oracle Knowledge Information Manager is a full-featured content management system that provides a
workflow-driven content authoring, editing, review, and publishing environment to support the entire
knowledge lifecycle. It integrates easily with existing Oracle Knowledge applications to enable organizing and
sharing of any type of enterprise information among contact center agents, partners, and customers.

Information Manager provides a central point of control for web content publishing that includes:

» A powerful document management framework to capture the business requirements of your document,
including support for any document types, as well as feedback from end users

» Workflow processes that generate tasks and email notices to track the creation, management, and
deployment of documents by various functional team members

» Role-based user security to control access to administrative and document management functions, and

published web content

 Flexibility in document deployment and re-use, so that a single repository can publish to any number of
sites, using many different presentation styles

Information Manager Content Management Components

Information Manager is designed to separate the logical requirements of creating and managing content from
the physical requirements of formatting and presenting the information for end users.

Information Manager's content management framework consists of a set of flexible objects and relations to
address a wide variety of business publishing requirements:

Content Repositories

Repositories contain the content records (including translations), user
and security information, workflow processes, and other information
objects that you create for your application, as described in Chapter 3,
Working with Repositories.

Content Channels

Channels describe the various types of content (document types) used
within the application, as described in Chapter 4, Working with Content
Channels.

Content Categories

Categories enable you to organize application content by any
characteristic or business requirement, such as product and model, as
described in Chapter 5, Working with Content Categories.

Content Records

Content records are the individual documents that you publish. Each
content record is of a particular type, for example customer support case
or press release, which is defined by the channel in which it is created.

Users, Security Roles,
and User Groups

Users, security roles, and user groups enable you to control access to
administrative and content management functions as described in
Chapter 6, Managing Users.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE DRACLE



14 INFORMATION MANAGER APPLICATION

Workflow Processes Workflow processes are sequences of steps, such as create, edit,
translate, review, and approve, that you can define to enforce specific
content management procedures for your organization as described in
Chapter 7, Creating and Managing Workflows.

Tasks and Notifications |Information Manager's task management facility creates tasks based on
workflow processes and other application events, and notifies authorized
users of available tasks based on security role definitions. Authorized
users can also assign tasks to other users.

Information Manager Application Components

An Information Manager application uses the following components, which are installed and configured in the
standard installation process. You can configure Information Manager components on a single server or
distribute them throughout a network. The following diagram illustrates the relationships between the logical
application components:

Content
Resource Web Server
Store

Information
Manager IMJSPT
Management Libra ag
Console ry
e
Database
Server
Component Description

Information Manager Tag | Information Manager uses a J2EE servlet container supporting Java 1.4.x
Library Web Applications |JSP tag libraries to distribute Information Manager application content.

Web Server You can integrate the web server for an Information Manager application
into the servlet container or configure it as a standalone server. The web
server is the only component that must be exposed to end users.

The web server supports most servlet containers including Tomcat,
WebLogic, WebSphere, Jboss, and JRun.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE
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INFORMATION MANAGER APPLICATION

Information Manager
Content Resource Store

The Information Manager Content Resource Store stores resources (files)
that are attached to content records in the application.

The content resource store is a directory on a file system that is accessible
to the Management Console and the application web server. It can be
located on the same server as the Management Console, or on a network
file system.

You can configure Information Manager to maintain separate staging and
production resource stores. Resources can be served by separate web
servers or configured to use resource caching services (such as Akamai).

The content resource store stores XML versions of content records used
for search indexing, and tracks all versions of content records and
attached resources.

Management Console

The Management Console is a web-based user interface to all content
creation and management functions. The Management Console can be
replicated on multiple servers. Management Consoles publish changes to
the JMS.

Database Server

The Information Manager database stores the Information Manager
content management objects. The installation process automatically
creates the required tables in a specified database.

Information Manager Web
Services

Information Manager provides an open set of web services to support
adding and modifying content, content categories, and user information
from external applications.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



CHAPTER 2

Getting Started with Information
Manager

Oracle Knowledge Information Manager is a full-featured content management system that provides a
workflow-driven content authoring, editing, review, and publishing environment to support the entire
knowledge lifecycle. It integrates easily with existing Oracle Knowledge applications to enable organizing and
sharing of any type of enterprise information among contact center agents, partners, and customers.

Information Manager provides a central point of control for web content publishing that includes:

» A powerful document management framework to capture the business requirements of your document,
including support for any document types, as well as feedback from end users

» Workflow processes that generate tasks and email notices to track the creation, management, and
deployment of documents by various functional team members

» Role-based user security to control access to administrative and document management functions, and
published web content

 Flexibility in document deployment and re-use, so that a single repository can publish to any number of
sites, using many different presentation styles

Information Manager Content Management Components

Information Manager is designed to separate the logical requirements of creating and managing content from
the physical requirements of formatting and presenting the information for end users.

Information Manager's content management framework consists of a set of flexible objects and relations to
address a wide variety of business publishing requirements:

Content Repositories Repositories contain the content records (including translations), user
and security information, workflow processes, and other information
objects that you create for your application, as described in Chapter 3,
Working with Repositories.

Content Channels Channels describe the various types of content (document types) used
within the application, as described in Chapter 4, Working with Content
Channels.

Content Categories Categories enable you to organize application content by any

characteristic or business requirement, such as product and model, as
described in Chapter 5, Working with Content Categories.

Content Records Content records are the individual documents that you publish. Each
content record is of a particular type, for example customer support case
or press release, which is defined by the channel in which it is created.
See Chapter 2, Working with Information Manager Content in the Oracle
Knowledge Information Manager Content Authoring Guide for more
information.
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17 INFORMATION MANAGER APPLICATION

Users, Security Roles, Users, security roles, and user groups enable you to control access to
and User Groups administrative and content management functions as described in
Chapter 6, Managing Users.

Workflow Processes Workflow processes are sequences of steps, such as create, edit,
translate, review, and approve, that you can define to enforce specific
content management procedures for your organization as described in
Chapter 7, Creating and Managing Workflows.

Tasks and Notifications |Information Manager's task management facility creates tasks based on
workflow processes and other application events, and notifies authorized
users of available tasks based on security role definitions. Authorized
users can also assign tasks to other users. See Chapter 3, Working with
Tasks in the Oracle Knowledge Information Manager Content Authoring
Guide for more information.

Information Manager Application Components

An Information Manager application uses the following components, which are installed and configured in the
standard installation process. You can configure Information Manager components on a single server or
distribute them throughout a network. The following diagram illustrates the relationships between the logical
application components:

Content
Resource Web Server
Store

Information
Manager IMJSP T
Management Libra ag
Console Y
e
Database
Server
Component Description

Information Manager Tag | Information Manager uses a J2EE servlet container supporting Java 1.4.x
Library Web Applications |JSP tag libraries to distribute Information Manager application content.
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Web Server You can integrate the web server for an Information Manager application
into the servlet container or configure it as a standalone server. The web
server is the only component that must be exposed to end users.

The web server supports most servlet containers including Tomcat,
WebLogic, WebSphere, Jboss, and JRun.

Information Manager The Information Manager Content Resource Store stores resources (files)
Content Resource Store that are attached to content records in the application.

The content resource store is a directory on a file system that is accessible
to the Management Console and the application web server. It can be
located on the same server as the Management Console, or on a network
file system.

You can configure Information Manager to maintain separate staging and
production resource stores. Resources can be served by separate web
servers or configured to use resource caching services (such as Akamai).

The content resource store stores XML versions of content records used
for search indexing, and tracks all versions of content records and
attached resources.

Management Console The Management Console is a web-based user interface to all content
creation and management functions. The Management Console can be
replicated on multiple servers. Management Consoles publish changes to
the JMS.

Database Server The Information Manager database stores the Information Manager
content management objects. The installation process automatically
creates the required tables in a specified database.

Information Manager Web | Information Manager provides an open set of web services to support
Services adding and modifying content, content categories, and user information
from external applications.

The initial tasks performed by an administrator to install and configure Information Manager include:

« Install and configure the Information Manager, as described in the Installing Oracle Knowledge
Information Manager chapter in the Installing and Configuring Oracle Knowledge Guide.

» Log into the management console, as described in “Starting the Management Console” on page 19.
» Configure a repository, as described in “Configuring a Demo Repository” on page 29.

The Management Console

The Information Manager installation and configuration process described in the xref tbd installs and
configures the Management Console web application. The Management Console is the primary tool used to
create and manage content and perform administrative tasks.

The Management Console provides facilities for administrative tasks such as:
» Creating repositories
» Defining and managing content channels and content categories
» Defining and managing workflow processes

 Specifying user roles and privileges
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The Management Console also provides facilities for creating and managing the content pages, FAQs, forms,
surveys, and other information that you publish on your site.

You can access the Management Console as an administrator, or as a general user, depending on your role
within the organization. Initial access to the Management Console must be performed by an administrator as
described in “Starting the Management Console” on page 19.

Important! The Management Console does not automatically save data as you edit fields. You must save
your work by completing the edit process for the page. If you select a different task or navigate to another
page prior to saving your work, you will lose any unsaved data.

Starting the Management Console

The standard Information Manager installation process installs and configures an application server and
starts the Information Manager application as a service. You can start the Management Console using the
shortcut created by the standard installation process:

» Select Start -> Oracle -> Knowledge -> Information Manager

The Management Console opens in the local system's default browser. The default URL for the Management
Console is:

http://<host_name>:<port>/InfoManager/WebObjects/InfoManager.woa

where:
host name specifies the hostname for the system on which the application is installed,
for example 1localhost, if applicable
port specifies the port designated for the Management Console application during

the installation process. The default is 8226.

The Management Console login page displays.

You can log onto the Management Console as the system-defined super user, or as a user defined within the
application.

Logging on as the Super User

To log onto the Management Console as the system-defined super user, specify the following:
Important! The login page fields are case-sensitive.

Field Value

User Name: Specify SUPER to log on as the system-defined super user, which has
authority to access and execute all Management Console functions.

Password: Specify the system-defined password for the super user, admin.

Repository: Specify the system-defined master repository, SYSTEM.

The SYSTEM Repository

When you are logged onto the SYSTEM repository as the SUPER user, the Management Console displays a
navigation bar containing the following options:
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ORACLE Knowledge

Users Repository Tools
Welcome
Option Description
Users This option displays the User and Security Management page, which

provides access to user management, user group, and security role func-
tions. See Chapter 6, Managing Users for more information.

Repository This option displays the Repository Management page, which provides
access to repository and web site properties. See Chapter 3, Working with
Repositories for more information.

Tools This option displays the Administration page, which provides access to
advanced administrative functions and resources, including the full text
search index, application log files, advanced configuration, and data import
and export functions. See Chapter 9, Working with Advanced Administra-
tion Features for more information.

Note: The Management Console displays additional options when you are logged onto the repository
created specifically for your organization as described in “An Administrator's View of a Content Repository”
on page 22.
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Changing the Super User Password

To change the Super User account password:
» Select the Users tab, then select the List option under Super Users.

Users Repository

Super Users

Add | Find | Liit

The Management Console displays the Management Console Users page.
 Select the Super Admin user:

Management Console Users

Users (2]

User MName User ID Status
3 ‘ e - e o
2, i Support, Support support Auctive

The Management Console displays the current Super Admin account settings on the Management
Console User Properties page. You can edit or retain the current settings as appropriate.

Important! The Information Manager password policy as described in “Password Policy Scope” on
page 267 determines the character length and strength requirements for valid passwords. The default
password policy is described in“The Default Password Policy” on page 267.
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» Enter and verify the new password () and save your changes by selecting Save User Properties

F

Management Console User Properties

Account Information

First HName*

Super

Last Mame™*

adrnin

User ID*

super

Password *
e e

Verify Password*

sk ok ok %

Ennail *

super@Inguira.comnm

Alias

Note: See “Managing Users” on page 106 for more information on user account management functions.

An Administrator's View of a Content Repository

After you have created a content repository, as described in Creating Content Repositories, you can make the
content repository the active repository by selecting Change in the upper right hand corner of the Information
Manager page and then selecting the content repository:

Active Repository: Welcome Super Admin

System CHANGE HELP LOGOUT

epository

When you have changed your active repository to a content repository, the Management Console display
looks like that shown below for the Demo repository. The INBOX, SEARCH, CONTENT, and FEEDBACK
pages are described in “An Author's View of the Management Console” in the Oracle Knowledge Information
Manager Content Authoring Guide. The focus of this guide is on the USERS, REPOSITORY, and TOOLS
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pages. This section provides a brief summary of the features on each page and directs you to the sections
that describe how to use the features.

ORACLE Knowledge

Inbox

Option

Content Feedback Users Repository Tools

Welcome

Description

Inbox

This option displays the Tasks page, which displays available and assigned tasks, which are gen-
erated by the application in response to content creation, management, and delivery activities.
See Chapter 3, Working with Tasks in the Oracle Knowledge Information Manager Content Authoring
Guide for more information.

Search

This option provides access to an optional configured Intelligent Search application that you can
use to locate Information Manager content, as well as content from any other data sources config-
ured for the Intelligent Search application. See “Searching for Content” in the Oracle Knowledge
Information Manager Content Authoring Guide for more information.

Content

This option displays the Content page, which provides access to content records, which are the
units of content that you create, edit, approve, and publish. See Chapter 2, Working with Informa-
tion Manager Content in the Oracle Knowledge Information Manager Content Authoring Guide for
more information.

Feedback

This option displays the Collaboration and e-Marketing page, which provides access to dis-
cussion forums, content ratings, FAQs and other collaborative and marketing features that you
can create for your application as described in Chapter 8, Working with Feedback and Collabo-
ration.

Users

This option displays the User and Security Management page, which provides access to
user management, user group, and security role functions. See “The User and Security Manage-
ment Page” on page 23 for more information.

Repository

This option displays the Repository Management page, which provides access to repository
and web site properties. See “REPOSITORY Page” on page 25 for more information.

Tools

This option displays the Administration page, which provides access to advanced administra-
tive functions and resources, including the full text search index, application log files, advanced
configuration, and data import and export functions. See “TOOLS Page” on page 27 for more
information.

The User and Security Management Page

The User and Security Management page enables you to control which users can access which content and
perform which tasks in the repository. Repository users are discussed in Information Manager Users and User
Groups, Security Roles and Views describes how the various user configuration parameters impact user
access to content and tasks.
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Below is a view of the USERS page for the Demo repository:

Inbox Content Feedback Users Reposit

User & Security Manz

Provide access to information

Console Users

Add | Find | List
What do you want to do?

Console Roles
Users can have access to you

Add | List they are assigned.

¢ To add a new user, sin
Web Users ¢ To update a user prof

¢ To list out all users clic
Add | Find | List

Users can belong to one or m

Web Roles ¢ To add a new user gro
) ¢ To update an existing

Add | List
Roles enable you to define th
User Groups roles can be created and use
Add | List * To add a new role, clic

¢ To update an existing

Work Teams
add | List

User Reputations

List

The USERS page displays the following information:

Console Users Enables you to add, find, and list users who can view Information Manager
documents in an Information Manager client; view, create and modify docu-
ments in the Information Manager repository; participate in workflows, and
configure the Information Manager environment.Console users are
assigned one or more console roles and views. See “Defining Management
Console Users” on page 124 for more information.

Console Roles Enables you to add, find, and list security roles for console users. Console
roles assign document access through the Information Manager client for
console users in the same manner a web role assigns document access for
web users. A console role also assigns permissions to a console user for
viewing, creating and modifying content in the Information Manager reposi-
tory; participating in workflows, and configuring the Information Manager
environment. See “About Console Roles” on page 111 for more information.

Web Users Enables you to add, find, and list users who can view Information Manager
documents in an Information Manager client. Web users are assigned one
or more of web roles. See “Defining Web Users” on page 128 for more infor-
mation.
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Web Roles

Enables you to add, find, and list security roles for web users. A web role is
basically a container for one or more user groups. A web user is assigned
one or more web roles to control the content that can be viewed by that user
through the Information Manager client. See “About Web Roles” on

page 108 for more information.

User Groups

Enables you to add, find, and list user groups that control what documents
can be viewed by a either a web or console user from the Information Man-
ager client. When an Information Manager document is created, it is
assigned to one or more user groups to control which groups of users can
view the document in an Information Manager client. See “About Web
Roles” on page 108 for examples.

Work Teams

Enables you to add, find, and list work teams to group task assignment and
reporting by users organized into teams. See “Defining Work Teams” on
page 135 for more information.

User Reputations

REPOSITORY Page

Enables you to add, find, and list user reputation models for the current
repository. See “Configuring User Reputation Levels” on page 139 for more
information.

The REPOSITORY page enables you to create and manage views, categories, channels, tokens, workflows,
metrics and data lists for the active repository. See Content Repositories for more information.
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Below is a view of the REPOSITORY page for the Demo repository:

Inbox Content Feedback Users Repository To

Repository Management

Repository
Configure your Repaository and web site(s
Manage = ! F ! :
What do you want to do?
Views
Repositories encapsulate sites, users, cor
Add | List
l * To create a new Repository, click A
. * To manage an existing Repositor
Categories
Users can mange information for the Vie
Add | List one or more Views.
Channels # To create = new‘v‘i.evjr, :Ii:l.-c Add.
¢ To manage an existing View, click
Add | List Repository Channels provide access to d
Tokens # To add a new channel, click Add
* To manage an existing channel
N .
Add | List ¥ou can send a custom email to a user tr
Worldflows * To add a new email event, click Ac
¢ To edit an existing email event ¢
Add | List

Custom Metrics

add | List
Data Lists
add | List

The REPOSITORY page displays the following information:

Repository Enables you to modify the user and repository schemas, and edit the prop-
erties of the active repository. See Chapter 3, Working with Repositories
for more information.

Views Enables you to add and list the console views that can be assigned to a
console user. See “About Views” on page 109 for more information.

Categories Enables you to add and list the categories that can be assigned to content
and users. See Chapter 5, Working with Content Categories for more
information.

Channels Enables you to add new channels to the repository and list the existing
channels. See Chapter 4, Working with Content Channels for more infor-
mation.

Tokens Enables you to add and list replacement tokens that represent a standard
term or other reusable content. See “Defining Replacement Tokens” on
page 60 for more information.
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Workflows Enables you to add and list workflow processes that manage publishing life-
cycles for records in this content channel. See Chapter 7, Creating and
Managing Workflows for more information.

Custom Metrics Enables you to add and list custom metrics within a repository to track spe-
cific activity associated with content records. See “Defining Custom Metrics
for a Repository” on page 63 for more information.

Data Lists Enables you to add and list data lists of consistent data items for common
user choices. See “Defining Data Lists” on page 64 for more information.

TOOLS Page

The TOOLS page allows you to configure system parameters, tasks and natifications, batch jobs, search
parameters; view system and log information, and export, import and merge repository data. See Tools Menu
for more information.
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Below is a view of the TOOLS page for the Demo repository:

Inbox Content

System

Configure

Tasks & Notifications
Configure

Batch Jobs
Configure

Full Text Search
Reindex

System Information
View

System Log Files

Wiew

Export Repository Data

Export | Import | List

Repository Replication

Export | Merge

Global Find and Replace

Replace | Reports

Feedback Users Repository Tools

Administration

The Administration section allows you to perform adm

The TOOLS page displays the following information:

System

Enables you to configure:

« The default methods and locations for storing and accessing
Information Manager content.

« LDAP (external security) integration as described in
Integrating Information Manager with External LDAP Security

¢ The default email settings as described in Managing Email
Settings

e The location of a Oracle Knowledge application to use for
search within your Information Manager application as
described in Integrating an Intelligent Search Application
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Tasks & Notifications

Enables you to view, enable or disable, and edit notifications for the tasks
that Information Manager can generate as described in “Configuring Tasks
and Task Notifications” on page 237.

Batch Jobs

Enables you to define, modify, and view batch jobs for the application repos-
itory, as described in “Scheduling Batch Jobs” on page 243.

Full Text Search

Enables you to index the content channel or forms data within an applica-
tion repository to rebuild damaged or corrupted indexes, if necessary. See
“Indexing Data for Full Text Search” on page 185 for more information.

System Information

Enables you to view detailed information about the Information Manager
system.

System Log Files

Enables you to locate, view, and download application log files for use in
diagnosing problems. See “Viewing and Downloading Log Files” on
page 187 for more information.

Repository Data

Enables you to import and export data to and from the repository, as
described in Chapter 10, Importing and Exporting Data.

Repository Replication

Enables you to back up and restore the repository data while maintaining its
data relationships from the same or another instance of Information Man-
ager. See “Backing Up and Restoring Information Manager Data” on

page 296 for more information.

Configuring a Demo Repository

This section walks through the basic steps for creating a repository and populating it with a channel,
categories, users, and a workflow. The procedures in this section step you through the basic Information
Manager configuration procedures to help you gain hands-on experience setting up the Information Manager
environment. The following chapters in this guide provide more detail on each configuration procedure.

The procedures described in this section are:

» “Create a Repository” on page 29

» “Create a Channel” on page 31

» “Configure the Channel Schema” on page 33

» “Create Categories” on page 36

 “Define a Workflow” on page 38

» “Define a Console Role” on page 41

» “Add a Console User” on page 44

» “Restart the Information Manager Service” on page 46

» “Enable InfoCenter Search” on page 46

Create a Repository

While logged into the System repository as Super, create a new content repository called Demo:
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1 Select Repository from the navigation area. The Management Console displays the Repository
Management page.

2 Select the Add option under Repositories:

Users Repository

I Repositories

I,-:-d||_i;t

Diata 1 ists

Add | List

The Management Console displays the Create Repository page. Specify the Demo repository properties in a
manner similar to that shown below:

Create Repository

Bepgsitory Name™
Demo

Boeferapnce Key™
DEMO

Task ID Prefix D

DFiIter tasks so users are only made aware of tasks matching their skill category

Require at least one matching skill category from every top-level category bra
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Default Locale®

English United States El
Select Supported Locales

[C] Arabic Saudi Arabia
DEninEh Canada

[l French canada
DEninEh Australia
EninEh United States
[ beutsch Deutschland
Franl;aiE France
DEEpaﬁDI Espafia
Ce+:sE g%

¥ 1taliano Italia

[ ey e

ES-FS

D Portugués Brasil
—

133

133

!
!

See Chapter 3, Working with Repositories for more information on creating repositories.

Create a Channel

After creating the Demo repository, create a content channel, named Solutions, in the Demo repository.

1 Select Active Repository Change in the upper right-hand portion of the screen and pick Demo from
the drop-down menu:

Active Repository: Welcome Super Admin
Syustem CHANGE HELP LOGOUT
ct Repository =

2 Select Repository from the navigation area:

Users Repository
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3 Select the Add option under Channels:

Channels

Add | List

Tokens

The Management Console displays the Repository Channel Properties page. Specify the Solutions
channel properties in a manner similar to that shown below:

Repository Channel Praperties

Channel Mame *

Zolutions

Reference Key?
SOLUTION S

Default Lifespan [(days)
Review Dabe (days)

Maxinwum Mumbes of Yercons to Maintam

Docurmnent [0 Prefix®
oy

Document [0 Current ¥alue

Wwarning : Besetting the current docurent 10 value may result in multiple documents with the same Document 10,

Ae=rmows= miror versiona after publishing

O

L] Frovide event start and end date aterbutes
[l Enable Priarite/<rder

L1 Enable related contert

b Enable Check SubIn

i Enable uzer sctivity logging

O Enable contert Recommendstion:

i Enable HTML walidation

Maintain the default settings for the rest of the fields until you get to the Security Role Privileges
and configure as shown below:

Security Role Prvileges

W Default Administration Role

IF Default User Role

4 Select Save Channel Properties to create the channel.

See Chapter 4, Working with Content Channels for more information on creating content channels.
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Configure the Channel Schema

After creating the Solutions channel, configure the channel's schema to define the look and feel of the
channels authoring page.

1 Select the Solutions channel Schema option:
Repository Channels
Ropository Channels (1)

1, Zolutions i:hw_lu Preview (2] Rebuild BML (5] Delete (53]

Add Repository Channel [3;)

2 Select Add Attribute in the Schema Properties page:

Solutions Schema Properties

Soluboms [Foot] [(Moda) Add ko [ Add wode (57
Create Meta Schema E
Done |:>-
* - Raguirad Fiald
M - Master ldentifiar
I - Imcluded im full taxk szarch
® - fvailable in attricute s=arch
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3 Define a new attribute, named 'Problem Description,' set the attribute type to Text Field, and select the

Include in master record identifier option:

Solutions Attribute Properties

Attibute Mame *

Problerm Description

Reference Key
SSOLUTIONS/PROBLEM_DESCRIPTION

DescHpton

Select Athibute Type®

Text Field
Width

Select Attvibute Optons

Include in master record identifier

Enable full text searching

O Enable attribute lewel searching

Attribute requires workiAow approval if worddfow is enabled
O Make atbribute a required field

] Restrict attrvibute to selected user groups

4 Select Save Attribute Properties to save the attribute.
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5 Define another attribute, named 'Solution,' and set the attribute type to Rich Text Area with Full
features:

Solutiohs Attribute Properties

Attribute Name 4
Salution

Mefersnce Key
ASOLUTION S S OLUTION

DescHpHon

talart ottrbute Type ©
Rich Tesk Ares

Rich Text Area Feabures

The Basic festure =et include= basj |r_ Form atti n%-ltu LIES
The Medium featurs zetincludez sll the Basic functionality plus the sbilicy to sdd links, images and tablesx
The Full fraturs zetincludez sll the featore= svsilsbls, Itincludes all the Medium functonality plus the ahlllt'.' 1o add =tyl=x and fonk formats,

Full =l

Height (in pizels)

40

I 1nclude in master record identifier

[ Enabla full tast searching

L enable attribute leved searching

[ Attributa raquirac workfow approval if workFow ic anablad
r make atiribute a required feld

1 Restrict athibute to selected user groups
6 Select Save Attribute Properties to save the attribute.

When you are done, the schema definition will look like:

Solutinns Schema Properties

Hsolsion: (Rask) (Hade) Add Atbibute (53]  Add Mode (3]
Problem Cesoription (Text Ares] T Up (2]  Down (2] Delete (]
~ Soldion (Rich Test Aree] T Up (3]  Down 2] Delete (=)
Craate Meta Schama (57
Drnree
* - Faquired Fiald
M - KMaster [dentifiar
T - Included in full text z2anch
& - available in attribute search

You can check the results of your schema configuration by navigating to the Content tab and selecting Add
under the Solutions channel:
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The authoring page will look like:

Add Solutions [ Select Locale | Englizn 5]
Content Entry Ficlds

Problem Description

Lolution

P Esoure | | F ) BRE D) LB F)m s uae|x x)i=iz|=E]E=E = 5]
: en L3 E QS e ~ | Forrat | Forit * Sie= -]
RETE-AE)

u Remove soples dafinitens

Publiching Options

Display On Remowe Afher
Drathe Time Drate T
10312007 FE 04019 Fm i an Bl
Rewiew Drate
Drate Time
m M
Spell Check ()
Sawe and Publish Doecumant (5]
Fava Decumant (57
Cancel |‘1:1J
* Required fleld

See “Specifying a Channel Schema” on page 88 for more information on configuring a channel schema.

Create Categories

This section describes how to create a main category, named Products, that contains three subcategories,
named Wood, Glass, and Bricks.
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1 Select the Repository tab and select the Add option under Categories:

Interfaces

Add | List

Categories

Add | List

Fioducts

List

The Information Manager console displays the content category screen:

Category Properties

Curmrent Locaton

Branches

Category Name®
Products

Reference Key®*
PRODUCTS

Category DescHipton

2 Select Save Category Properties.

3 Add subcategories by selecting the Products Add Sub Category option:

Repository Category Branch Management

Repository Category Branch List (1)

Sort By Marme ;I Aszcending ;I

Category Description

1. [T Producs
Select All Unzelect All

Actions
Add S% Category

Add Repository Category Branch
Delete Selected Repository Category Branches
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4 Define the Wood subcategory:

Category Properties

Current Location
Branches —+ Producks

Category Name*
Wood

Reference Key®
Lipeleln

Category Descripton

5 Select Save and Add Another and add the 'Glass' and 'Bricks' subcategories:
Save and jdd Another
Save Eateguﬁruperties
Cancel

When all of the subcategories have been added, the Repository Category Management page will
display:

Repository Category Management

Branches + Producks

Categores (1)

Category Mame
1. [ EBricks
2. [ aGlass

3. [0  wood
Select All Unselect All

Category Description

See Chapter 5, Working with Content Categories for more information on creating categories.

Define a Workflow

Create a workflow called Publish.
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1 Select Repository from the navigation area:

J =3 Hegsitow L

2 Select Add Workflow:

Channels
Add | List

'{t?:ens

3 Fillin the fields as shown:

Add Warkflow

Reference Key ®
FUBLI=H

EN-EII‘ILI-E!"'.' publizh documents after workflow cormpletion,

Save Worliflow (3
Cancal (53]

4  Select Save Workflow.
5 In the Workflow Management page, select Steps next to the Publish workflow:
WoadiHows
1. publish a_mﬁj Delete (50

Fudd Workdflow (3]
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6 Select Add Workflow Step and define an Author step, as shown below:

Workflow Step Properties

Define Step Propertes

Step Mame*
Iﬁ.uthur |

Enable docurnent editing
Enable properties editing

Default queue time for first notficaton

[ Tdays

Second Notification

[ Tdays

7 Select Save Workflow Step and add two more steps, 'Review' and 'Publish’ in the same manner as
the 'Author' step. When complete, your workflow steps will look like:

Publish Workflow Steps
WorkHow Steps (2]

Sbep Name
7 i [ melete ()
2. Reuaw Conddrdinne l: Dalata IEl
3. Publish Delete (3
Add WorkiHow Step 30
Done [35]

Edit the Solutions channel, created in “Create a Channel” on page 31, and select Publish under Select
Workflow:

Workflow Options

Select Workcfow

Mone
ez requires workflow appraval if warkflaw iz enabled

Views requires workflow approval if workflow is enabled

Uzer Groups requires workflow approval if workflaw iz enabled
Display dates requires workflow approval if workflow iz enabled
Event dates requires workflow approval if workflow is enabled
Geospatial requires workflow approval if workflow is enabled

O Restrict content editing to uzers that can perforrn the workflow step

See Chapter 7, Creating and Managing Workflows for more information on creating workflows.
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Define User Groups

Define two user groups, named Internal and Customer.

1 Inthe Users Tab, select Add User Groups:
User Groups

Add | List

2 Inthe User Group Properties page, define an Internal user group:

User Group Properties

Group Mame®

Internal

Reference Key*
INTERMAL

* Reaquirad fiald

3 Create another user group, named Customer. See Defining User Groups for more detail on creating
user groups.

Define a Console Role

Define a Console Role, named 'Author':

1 Select Users from the navigation area:

J b1} uj:grs L

2 Select the Add option under Console Roles:

Console Roles

Add | List

The Management Console displays the Security Roles Properties page. Fill in the fields as shown below to
create a security role, called Author, that is part of the Internal user group and provides permissions to view
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I and manage tasks; view, modify, and import records in the Solutions channel, and approve the Author step in
the Publish workflow:

Role Information

Role Mame*
Author
Reference Key*
AUTHOR

Salact Information Manager Administration Activities

I_ Manage Application Pararmeters
I- Manage Data

Select Repository Management Activities

I- Manage Categories
r Marnage Channels

I- Manage Counters

l_ Manage Data Lists
I Marnage Tasks

r Manage Tokens

r Manage Workflow

r Marnage Work Tearns
I- Manage Repositories
r Marnage Wiews

Select User & Security Management Activities

r Mznage Rolas
I_ Manage U=ser Groups
(I Manage Usears

Select User Groups

Top Level

Awailable User Groups Selected User Groups
Custarmer Add Intzrnal
Internal

Remowe

Matches 272

Select Content Management Activities

= I~ Manage Content
F Delete Content Discussion
I~ Madify Content Discussion
I7‘-.-fileu\.l Content
|7 Wiew Content Discussion
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Select Repository Channel Privileges

E||- Solutions
I7\Jiew
I_Translate
M Modify
r Master Publish
r Manage Rating Analysis Tasks
I- Manage Content Review Tasks
F Irmport
r Delete History
O Delete
r Batch View Update
r Batch Category Update

Select Repository Workflow Approval Steps

Publish
~ Author r Feview r Publish

Select Collaboration & e-Marketing Activities

O Marage Channel Alerts

I- Manage Discussion Boards
l_ Manage Forms

r Manzge Mewslettars

I- Manage Ratings

l_ Manage Recommendations

See “Managing Security Roles” on page 113 for more information on creating security roles.
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Add a Console User

Management Console User Properties

1 Under Console Users, select Add.

2 Fillin the fields as shown below to add a new Console User, named Joe Writer, and provide him with
the Author security role defined in “Defining Security Roles” on page 114:

Account Information

First Mane®

Joe

Last Mame®

W Fiter
User ID*
Jwriter

Password*

ek ok

Verify Password*
ok

Ennail *

Jwriter@mmycorp.com

Alias

Public Profile Options

r Display Marme
r Display Email

User Image

Browsze. .. |
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Default Locala®

Enaglish ;I

Default View
Cemo ;I
Account Status
® Active

C Inactive

Reputaton Points

F Cerno
Top Level
Available Categories Selected Cateqories
T . iz i .
Eroducts add Mo recards selected at this tirme

Remowve

Matches 1,4

Security Roles

W Authar

O Default Adrministration Role
O Default User Rale

Tasks Notifications

r Enable email notifications for tasks I can perfarm

W Enable email notifications for tazks aszigned to me

Auto-subscrHbe options

O Subszcribe to topics I create,
O Subszcribe to topics I reply to,

Send subscHption notifications

C Don't send emails

o Irnmediately (default)
. Once per day

. Every other day

. Once per week

See “Defining Management Console Users” on page 124 for more information on creating users.
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Restart the Information Manager Service

You must restart the Information Manager service to apply your configuration changes to the Information
Manager web applications.

When you install and configure Oracle Knowledge and Information Manager, the installation program places
Installation Configuration Environment items in the Microsoft Windows Start menu for each defined instance.

To restart the Information Manager service:

» Select the Installation Configuration Environment item for the desired instance:
Start => Programs => InQuira <release_number> => <application_name> development=>Indexing
Environments => <application_name> Environment

Jj Administrative Taols Fﬁ Customer_Demo development  # Fﬁ Indexing Envitonments  # @ Custamer_Dema {default) Envi
[ Q admin Tool

@ InQuira_8.0 IFF) Runitime Environments  »

 Enter the following command from the Installation Configuration Environment prompt:
inquiraim restart

Enable InfoCenter Search

In order to enable the InfoCenter search feature, a repository needs to be configured to connect to an Oracle
Knowledge search instance.

Important! Before you enable search, make sure you have created a runtime instance of your
application, as described in “Creating the Remote Request Processing (Runtime) Instance” in the “Oracle
Knowledge Intelligent Search Installation Guide” and have successfully crawled your content, as described
in Chapter 2, Configuring Content Acquisition in the Oracle Knowledge Intelligent Search Administration
Guide.

You can enable search at the SYSTEM level for all repositories or at the repository level. This section
describes how to enable search at the repository level for the Demo repository.

1 Inthe Demo repository, select Tools from the navigation bar:

The Management Console displays the Administration page for the Demo repository.

2 Select Configure under System:

-

Confinure
L |

Configure

Reindex
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3 Select InQuira Search Configuration:

Information Manager Settings

Current Configuration

Fesource Configuration

LOAP Confiquration

Ermail Confiquration

Code Seneration Confiquration

L) B S U5 B S

InQuira SearchrICcunfiquratiDn

The Management Console displays the InQuira Search Configuration page:

The Oracle Knowledge Search Configuration page indicates whether the configuration is inherited
from the SYSTEM repository (default), or is specific to the current repository.

4  Select Override default configuration

5 Enter the URL of the servlet for the Oracle Knowledge search application. For example, if Information
Manager is running on a server named igdocs2, then the Search URL would be:

http:/igdocs2:8222/inquiragw/servlet/rpcrouter
InQuira Search Configuration

Edit InQuira Search URL

Custom configuraton for repository Demo
InQuira Search URL*

http: Afiqdocs 218223 inquiragw//servlet/rporauter
Exarple: http:/flocalhost: 3223/ inquiragw/servlet/rporoutar
r Ermable Highlighting far Search Reszults

r Enable Searching for Similar Results

43 Festrick Search to IM content by default

Proavide criteria for "Best Answer" filker when a Feature Content result iz returned

Minimurn Score 0.20
Minimurn Difference 0.01
Maxirmurn Results Dizplay 3

6 Select Save.
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7 Inyour InfoCenter web client, log out and back in and confirm the search box appears:

INQU!FIA.. | Information Center

Home |

Welcome
l{i Logaout
Ask a Ouestion EF My Settings
: B tyProfile
| | - SN
- B My Subseripti
& i contert © Discussions Oty £ Articles Onily Tips hrSubsariptions
[E] My Contributions
m My Recommendations
Recent Articles Popular Articles :
| ettt R - E qa Find Users
I} Title D Title
3 |so1 @ | 301

)
b

Submit = Case Online

Give us Your Feedback

L

See “Integrating an Intelligent Search Application” on page 216 for more information on enabling search.
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CHAPTER 3

Working with Repositories

A repository is a logical container for the content records, user and security information, workflow processes,
and other information objects that you create for your application. A single repository can contain data for
multiple applications, and can serve content concurrently to any number of publishing domains (web sites).

You can create multiple repositories within a single Information Manager installation. In most organizations,
the privilege of creating repositories is restricted to administrators.

Note: Information Manager stores repository data in a database that you configure as part of the installation
process described in Installing and Configuring Oracle Knowledge, Chapter 5: Installing Oracle Knowledge
Information Manager, “Creating a Repository”.

Information Manager is installed with a system-defined repository, named System. The System repository
provides access to the repositories and data lists used by your content management applications, as well as
administrative user data and tools as described in System Repository.

Managing Content Repositories from the SYSTEM Repository

You can perform most repository management tasks within the content repository; however, you can perform
the following tasks from the SYSTEM repository:

» View the list of all content repositories.

» Add and delete content repositories, as described in “Creating and Configuring Content Repositories” on
page 49.

» View and modify custom repository schema properties for a selected repository as described in “Defining
Custom Properties for Repository Information” on page 53.

» View and modify custom user profile properties for a selected repository as described in “Defining
Custom User Information Properties” on page 69.

Creating and Configuring Content Repositories

You create Information Manager repositories using the Repositories section of the Management Console to:
» Specify basic repository properties as described in “Specifying Repository Properties” on page 51.

» Define custom properties to store specific user and repository information for your application as
described in “Defining Custom User Information Properties” on page 69 and “Defining Custom Properties
for Repository Information” on page 53.

» Define optional views as described in “Defining Repository Views” on page 58

» Associate the repository with one or more web applications.
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Creating a Repository
You can create an application repository while logged in as Super to the System repository.

To create a repository for your application:

1 Select Repository from the navigation area. The Management Console displays the Repository
Management page.

2 Select the Add option under Repositories:
ORACLE' knowledge
Users Repository Tools

Repository Management

Repository

Add | List Configure your Repository and web
What do you want to do?

Tokens I .
Repositories encapsulate sites, use

2 ;

Add | List * To create a new Repository,

L * To manage an existing Repc
Data Lists

The Management Console displays the Create Repository page.

3 Specify repository properties as described in “Specifying Repository Properties” on page 51
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Specifying Repository Properties

You create a repository by specifying the following properties:

Note:

If you are creating a repository as part of the initial Information Manager configuration, you may find
it convenient to complete only the required fields, then specify additional properties as needed.

Create Repository
FRzpository Mane®

Feference Key™

Task 1D} Prefix

rl Fiker tasks so users ave only made aware of tashs rnetching thaie zhill category
m Faguire at least one matching skill categary from evary top-level category branch

D faukk Locale
- Galact one - 2l

Lulect Supparted Localss
O Englizh
r Deutsch

[ Francais

!j Expanal
r Italizno
P

Firsk b *

Default Administrator Bsemame™

Password*

Pty e Passwmord *

Tasks Aubo -assigmimment

Warlcflowr Tashks

m Azzign imital werkflaw task to content author shan poszible,
azzign workflow tazk to user who praviously paformnad the workflow step for the spacific record.
. dnly spply to rejected warkflos sbeps,

Translation Tasks

D aszign tranelation tashs to uear who praviously paformad the tranelation stap for the cpacfic record.

Self Administration

rl Allaw Uszers to self-adrninister cote godes,
[ allow Users to salf-administer locales.
!j Allaw Ussrs ko zslf-sdminiztsr bsame.
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Property Description
Repository Name Specify a name for the repository.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys and how they are used in
Information Manager.

Task ID Prefix Enter a value (character string) to be used to preface task IDs in the inbox.
This prefix is used only for consistency for document IDs in the channel and
has no other system meaning.

Filter tasks so users are | Specify whether to filter tasks based on the presence of category expertise

only made aware of information specified in user profiles. See “Specifying Management Console
tasks matching their User Properties” on page 125.

skill category

Require at least one Specify whether a task should be assigned to a user based on their skills.
matching skill category | Note: If there are two branches (for example, “Products” and

from every top-level "Departments"), the user must have a user skill in both branches for the task
category branch to be assigned to them.

Default Locale Specify the locale (language) that will be used as the default. The default

locale is considered to be the base language for the repository. See Chap-
ter 11, Managing Applications in Multiple Languages for more information.

Supported Locales Specify optional supported locales for the repository. The default list of sup-
ported locales is defined in the System repository. You can modify the list of
supported locales using the Locale Management facility as described in
“Managing Supported Locales” on page 254.

Default Administrator Define a default administrator for this repository. The Information Manager
will add this user as a console user having the pre-defined Default Adminis-
trator security role. See Chapter 6, Managing Users for more information
on users and security roles.

Workflow Tasks Specify whether to auto-assign tasks based on workflow attributes to help
manage the task list and prevent tasks from being left unassigned.

Translation Tasks Specify whether to auto-assign tasks based on the previous translator of the
record for the task for any new changes or modifications to the master doc-
ument.

Self Administration Check these options to allow console users to join work teams, change their

own skills (categories), and change the locales they can translate records
for. This would normally be managed by the repository administrator.

Select Save Repository Properties

The Management Console displays the new repository on the Manage Repositories page.

A Note On Reference Keys

The Information Manager uses arbitrary text strings, called Reference Keys, as internal identifiers for the
various objects in the system. Many of the tags in the JSP tag library use reference keys to retrieve data.

Reference keys are locale independent; the reference key name does not change for an object supported in
multiple languages (locales).
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When you create a new object, the Management Console automatically assigns the name of the new object
as the default reference key. You can accept the default, or change the value. When you save the object, the
Management Console will display an error message if the specified reference key is already in use.

Important! You must specify a unique reference key for each object in the Information Manager instance;
for example, if you have multiple repositories defined for your organization, reference keys must be unique
within the scope of a repository.

Defining Custom Properties for Repository Information

You can define custom properties to store additional repository information, such as meta-tags, keywords,
headers, footers, copyright notices, or any other information that you want to use throughout your application.
Once defined, you can use supplied JSP tags to access the custom properties for use in your application's
page templates.

For example, you could define a copyright property text field and use the field to specify a copyright statement
for your application. You could then use JSP tags to access the copyright statement for use within your
application's display templates. You could also define custom repository properties to create meta-tags to
improve search engine results placement.

Note: You can also define similar custom user properties to capture attributes such as user address, phone
number, or other personal information as described in “Defining Custom User Information Properties” on
page 69.

Custom repository properties also extend to any defined repository views; each view inherits the extended
properties of the base repository. You could define custom properties for internal department information,
such as department name, contact information, manager name. (Attributes for these fields are available in the
JSP tag library.) If you define a View for each department, each view would then contain department-specific
values for these custom properties.
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Custom Repository Property Nodes and Attributes

You define custom repository properties by specifying nodes and attributes. An attribute is an individual item,
such as a copyright statement. A node is a heading for one or more attributes that share some common
characteristic; for example, a Copyright node might group together attribute fields to store copyright
statements, reproduction restrictions, and trademark and service mark information. (In database terms,
attributes are columns in a database table, whereas nodes are 1-M related tables.)

Note: Information Manager supports complex schema to reflect virtually any type of data structure;
however, we recommend using simple data schema to simplify the process for content providers.

When you define custom repository properties, the nodes and attributes display on the Repository Preview
page.

You can access custom repository properties:

» From the application repository, using the Manage option under Repository
or

* From the SYSTEM repository using the List option under Repository

Defining Custom Repository Properties

To define custom properties for an application repository:

1 Log onto the application repository, and select the Repository tab
Repository

2 Select the Manage option under Repositories:

Repository

Manage

3 Select the Repository Schema item from the Properties section of the repository preview page:

Categories

Contact Center Advisor
Infarmation Manager
InCruira Analytics
Intelligent Search

User Schema ()

Repositoryn Schema |:]
Web Apﬁaﬁnns ®)

Edit Repository (7]

The Management Console displays the Custom Site Properties Schema Properties page.

4 Select Add Attribute to specify schema attributes as described in “Specifying Custom User Property
Attributes” on page 72, or select Add Node to specify schema nodes as described in “Specifying
Custom User Property Nodes” on page 71.
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Specifying Custom Site Property Nodes

To specify custom site property nodes:

1 Select Add Node from the Custom Site Properties Schema Properties page:

add Attribute () AddEode (D]
ne |::]

The Management Console displays the Custom Site Properties Node Properties page:

Custom Site Properties Node Properties
mipeii Hanee ¢
Reference Kay *

Descripiion

F+ Ao maltiple coples of this nods

Save Mode Propertes

Caec]

2 Specify the following node properties:

Property Description

Node Name Specify the name for the node, which will display on the repository definition
page.

Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description Specify an optional description for the node which will display on the reposi-
tory definition page.

Allow multiple copies of | Specify to allow multiple copies of this node. For example, you could define
this node a node to accept information about multiple contributors to an article.
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Specifying Custom Site Property Attributes

To specify attributes for custom site properties:

1 Select Add Attribute from the Custom Site Properties Schema Properties page:

Add %th-ibute (32

Add Node (%)
Done |:]

The Management Console displays the Custom Site Properties Attribute Properties page:

Custom Site Properties Attribute Properties

Attrilute Nane *

Refersnoe Key *

Dhesorip o

Select Attribute Type*

<= Salect One < B

O ptaskes atbibiosts & paquisad fiald

Save Attrbute Properbes

Cadveal

2 Specify the following attribute properties:

Property

Description

Attribute Name

Specify the name for the attribute, which will display on the repository defini-
tion page.

Reference Key

Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description

Specify an optional description for the attribute, which will display on the
repository definition page.

Attribute Type

Select an attribute type from the drop-down menu, as described in “Specify-
ing Attribute Types” on page 73. The attribute type determines the type of
field (such as radio buttons or text area) for the attribute.

Make attribute a
required field

Specify whether this attribute will be required for the repository definition.
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Specifying Attribute Types

You can specify the following types of attributes for custom repository, custom user, and content channel
document properties. The Management Console uses the attribute name and description to label the resulting

attribute field:

Attribute Type

Description

Check Box Use this type to add a checkbox.

For example, you could create a Subject Matter Expert node with checkbox
attributes for each subject matter area, and select those that are relevant
when you define a new user.

Counter Use this type to increment a value for each instance of the attribute that you
define, based on a specified prefix and start number.

This is most commonly used for user and channel schema. For example,
you could define a user attribute to assign an incremental value to each
defined user based on the prefix IQ and the starting number 1000. As
users are defined, the application will automatically increment and assign
the values IQ1001, IQ1002, and so on.

Date Use this type to add a date field and calendar selector.

DateTime Use this type to add a combined date and time field.

File Use this type to add a file input field and a file browser that you can use to
locate files. When you select the File option, the Management Console dis-
plays the Secure Resource field, as described in “Securing Documents that
are Attached to Content Records” on page 58:

Select Attribute Type®
File -
I_ Secure Resource

Float Use this type to add an input field to accept floating point values of a speci-
fied number of places.

Integer Use this type to add an input field to accept integer values of a specified
number of places.

List Use this type to add one of the following types of data lists:

» check box

e drop-down

* multiselect browser

« radio button

Note: You must specify an existing data list. See “Defining Data Lists” on
page 64 for more information.

Rich Text Area

Use this type to add a text input field of a specified height having either
basic, medium, or full sets of text editing functionality as described in “Work-
ing with Rich Text Area Fields” on page 75.

Text Area Use this type to add a file input field with a browse function to locate files.

Text Field Use this type to add a text input field having a specified number of charac-
ters.

Time Use this type to add date and time fields labeled with the attribute name and

optional description.
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Securing Documents that are Attached to Content Records

You can secure access to documents that are attached to content records and stored in the Information
Manager Content Resource Store. Securing these attributes ensures that requests for an attached document
will only be satisfied when made from an authorized IP address.

You specify secured attributes within the file attribute schema as described in “Specifying Attribute Types” on
page 73.

The Information Manager Content Resource Store stores secured files in separate secure directories. When a
user requests access to a secured document, Information Manager performs a set of security checks to
ensure that the request is from an authorized session.

Defining Repository Views

Repository views provide a means of segregating repository records into discrete groups that correspond to
various aspects of an organization, such as departments or business units. You can define groups of users so
that they have access only to specific repository views.

You can define multiple levels of sub-views within repository views to represent any organizational structure.
The multiple levels of views form a hierarchy, such that higher-level views have access to lower level views,
and lower-level views inherit properties from parent views.

See “About Views” on page 109 for details.

Creating Repository Views

To create a repository view:
1 Select Repository tab from the navigation area

2 Select the Add option under Views:

Repository
Manage
Views

Add | List
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The Management Console displays the Repository View Properties page:

ORACLE knowledge

Repository View Properties
Current Location
dema

Edit Fields

Repository View Name™
Reference Key™*

User Groups
Top Level

Available User Groups

A Level
E Level
C Level

DemolUserGroup

Salect Categories
Top Level

Available Categories

JONCATL
Laptops
Year

Select Products
Top Level

Available Products

GPS
Ehones
Tablets

* Required field

Help

Selected User Groups
-- No records selected at this time --
Add ©

B Remove

Selected Categories
-- No records selected at this time --
Add ©

B Remove

Selected Products
-- No records selected at this time --
Add ©

B Remove

Save View Properties B
Cancel 8
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3 Specify the following repository view properties:

Property Description
Reference View Name Specify the name of the repository view.
Reference Key Accept the default value supplied by the Management Console or specify a string to

use as an internal identifier. See “A Note On Reference Keys” on page 52 for more
information on reference keys.

Available User Groups Select which user groups are to be associated with this view. Content associated
with user groups not listed under Selected User Groups cannot be seen by users
with this view.

Another way to assign user groups to a console user is by means of a console role,
as described in “Defining Management Console Users” on page 124. The user
groups available to a console user is the combination of those specified in both the
views and console roles that are assigned to the console user.

Select Categories Select currently defined content categories to include in the repository view. See
Chapter 5, Working with Content Categories for more information on content cate-
gories.

Note: The categories shown above are examples, not default settings.

Defining Replacement Tokens

You can define replacement tokens for use in content within Information Manager objects. When you publish
content that contains a defined token, Information Manager replaces the token (a short, manageable string)
with the specified content, such as a word or phrase of standardized terminology, or a larger block of reusable
content.

Important! Information Manager stores token values in its database; when you update the value of a
token, you must restart each Information Manager instance to update the token values that it will display.

Replacement tokens enable you to:
» Re-use content, such as product names, in a standardized form

» Create complex content, such as integrated text and images, once and store it for re-use in multiple
documents

» Manage standardize content from a single resource

You use replacement tokens by:

 Defining a replacement token using the Replacement Tokens option of the Repository Management
page, as described in “Defining a Replacement Token” on page 60.

» Referring to the variable within content record text fields, as described in “Using Replacement Tokens”
on page 62.

Replacement tokens are available for use in all content channels defined within the repository.

Defining a Replacement Token
You define replacement tokens using the Tokens option of the Repository Management page. Replacement
tokens consist of:
» A string or token
» The associated text and/or images that will replace the token when the content is published
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To define a replacement token:

1 Select the Add option under Tokens on the Repository Management page:

Channels

Add | List

Tokens

Add | List

Workflows
Add | List

The Management Console displays the Add Replacement Token page

Replacement Token*

Select Type

@) Richtext Field
) Text Field

Replacement Text *

ORACLE Knowledge

Add Replacement Token

2 Specify the following replacement token parameters:

Field
Replacement Token

Select Type

Replacement Text

Description
Specify an alpha-numeric string having no spaces or special characters.

Note: The Management Console capitalizes the token, however, references
to tokens will resolve regardless of case.

Specify the type of field. The available field types are:

¢ Richtext Field
* Text Field

Specify text and/or images that you want to be displayed when this variable
(token) is used in content records.

Note: You can use the complete set of rich text editing features to format the
replacement content. See “Working with Rich Text Area Fields” on page 75 for
more information on the available rich text editing features.
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Using Replacement Tokens

You can use replacement tokens that you have defined within any content record text fields. Replacement
tokens defined in your repository are valid in all content channels.

To use a replacement token:

1 Edit a content record by any of the usual means

You can view the available replacement tokens using the View Replacement Tokens option in the
upper right portion of the Edit content page:

View Replacement TokensE | English United States Version: 0.1

The Management Console displays the currently defined replacement tokens in a separate window:

Replacement Tokens
Search Condition:  Token name starts with -
Replacement Tokens Found (4)
Token Replacement Text Token Type Date Added Date Modified Last Modified By
{COPYRIGHT} { Rich Text 03/14/2014 demo demo
{55_TOKEN} i Rich Text 08/11/2014 demo demo
{TEST_TOKEN_JON_1%} r Rich Text 10/08/2014 demo demo
{TEST1} { Rich Text 08/05/2014 demo demo

Close 8

2 Specify the variable name in any field that accepts text. You specify a replacement tokens in the
following format:

{TOKEN}
where the defined variable name is enclosed within curved braces.

You can view the resolved variable in the content preview page. The Management Console displays the
replacement content within dashed lines; for example:

Preview demo

Content Entry Fields
tite
dero topic

body
Here iz zame topic text, with a replacement token to resalve,

additional text

_____________ -

resolved toker, zurrounded by

Important! Information Manager stores token values in its database; when you update the value of a
token, you must restart each Information Manager instance to update the token values that it will display.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



63 DEFINING CUSTOM METRICS FOR A

Defining Custom Metrics for a Repository

You can define custom metrics within a repository to track specific activity associated with content records.
For example, you could define a custom metric to record the number of times end-users selected the "print-
friendly" version of a content display, indicating that they wanted to print the content.

Information Manager contains a default metric that counts the total number of times that a record is accessed
on a detail page (by the get.channel.data tag or by the document ID or guide).

You use custom metrics by:
» Defining the custom metric as described in “Defining a Custom Metric” on page 63

 Assigning the custom metric to a channel as described in “Specifying Feedback Options for a Channel”
on page 86

» Implementing the update.content.metric jsp tag to update the value of the custom metric, for example,
within the jsp page that presents the "print-friendly" version of the content

The Management Console displays custom metric information for content records on the Feedback tab of the
document preview page.

Defining a Custom Metric

You define custom metrics on the Custom Metrics Properties page in the Repository Management area.
To define a custom metric:

1 Select Repository from the navigation area

J < Repository L

2 Select Add under Custom Metrics:

Workflows

Add | List

Custom Metrics

Add | List

Data Lists
Add | List

The Management Console displays the Custom Metric Properties page:

Custom Mefric Properties

g *

Reference Key®

Save custonm fve b

Cancel
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3  Specify the following custom metric properties:

Property Description
Name Specify the name of the metric.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys and how they are used
within the Information Manager.

Defining Data Lists

Data lists provide a method to re-use common lists of items that you want to present as choices, such as lines
of business or geographic locations. Data lists provide a mechanism to ensure consistent data for common
user choices. You can use data lists within objects that contain properties defined as attributes, such as
content channels, user schema, repository schema, and data forms.

You can create data lists as:

« Static lists of items that change infrequently, such as lists of U.S. states as described in “Creating Static
Data Lists” on page 65

» Dynamic lists generated from content channel attributes as described in “Creating Channel Data Lists”
on page 68

You use data lists by defining an attribute as a List, and specifying its presentation format.
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Creating Static Data Lists

You create static data lists on the Data List Properties page of the Repository area.

Note: The Information Manager stores the list information as strings; however, you can store any primitive
type of data as the value attribute of a list item.

To create a static data list:

1 Select Repository from the navigation area
J = Repository L

2 Select the Add option under Data Lists:

Custom Metrics

Add | List

Data Lists
Add | List

The Management Console displays the Data List Properties page.

Data List Properties

Data List name™*
Reference Key*

Data List Type*
I-- Select One -- 'I

Save Data List Properties |:]

Cancel |:]
3 Specify the following parameters:
Parameter Description
Data List name Specify a name for the data list.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “Specifying Repository Proper-
ties” on page 51 for more information on reference keys.

Data List Type Select Static from the drop-down list. The Management Console displays
the Sort by and Data List Items fields.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



66 DEFINING DATA LISTS

Sort by Specify to sort list items alphabetically, or in the order they are that
they are listed on the Data List Properties page.

Sort B

Alphabetically =]

Sort Order

Data List Items Select Manage Data List Items to add items to the list as described in
“Defining Static Data List Items” on page 66.

Data List Items (0)

-- Mo recards found --

Manage DatqList Ttems (37
Save Data List Properties (2]

tancel (%]

Defining Static Data List Items

To create list items for a static data list:
1 Select Manage Data List Items on the Data List Item Management page

Manage Dafa List Ttems [F]
Lave Data List Propertes =

cancel [#

The Management Console displays the Data List ltem Management page

2 Select Add Data List ltem

Data List Item Management

Data List Items (0)

-- Mo records found --
Add datglist item (27
Save Data List Items |:]
Delete Selected Data List Items (22

Cancel |:]
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The Management Console displays the Data List ltem Management page:

Data List Item Management

Drata List Items (1)

Display
sel String Valua Is Default

1. [ |

Add data listitem (%)
Save Data List [tems [:]

Delate Selected Data List Ttams (%)

cancel ()
3 Specify the following properties to define each list item:
Property Description
Display String Specify the string to display to end users.
Value Specify the value of this string; which can be literal, or any primitive type of
data.
Is Default Specify whether this item will be pre-selected by default.

Note: You can use the Sel field to select items for other operations, such as Delete, and the Up and Down
controls to change the order of list items.
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Creating Channel Data Lists

You can create dynamic data lists based on channel attributes. Dynamic data lists provide the means to link
data from one channel to another channel.

For example, you may have a channel that contains employee demographic data, which includes postal zip
code information for each employee. You can create a dynamic data list of the zip codes in which employees
live by referencing the zip code attribute of the employee data channel. The dynamic list will automatically
update with additional zip codes (attribute values) as more employee data is added to the channel.

You can define channel lists to display as checkbox lists, radio button lists, and multi- and single-select list
boxes within content channels and data forms.

To create a channel data list:

1 Select Repository from the navigation area

J < Repository L

2 Select the Add option under Data Lists:

Custom Metrics

aAdd | List

Data Lists
add | List

The Management Console displays the Data List Properties page.

Data List Properties

Data List name™®
Reference Key*

Data List Type*
I-- Select Cne -- 'I

Save Data List Properties )

tancel (22
3 Specify the following parameters:
Parameter Description
Data List name Specify a name for the data list.
Reference Key Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.
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Data List Type Select Channel from the drop-down list. The Management Console dis-
plays the Content Channel, Display Source, Value Source, Sort Source,
and Default Values Source fields.

Content Channel Select the channel that contains the attribute you want to reference.

Display Source Select the display value of the desired attribute from the list of attributes
defined for the selected channel.

Value Source Select the associated code for the selected display value from the list of
attributes defined for the selected channel.

Sort Source Select the attribute that you want to sort by from the list of attributes
defined for the selected channel.

Default values source Specify the attribute value to use as the default value for the list. For exam-
ple, specify

//IADDRESS/ST=CA

to specify that CA will be pre-selected as the default value.

Defining Custom User Information Properties

You can define custom properties to record additional user information for your application, such as contact
information, department, picture, or other personal information to be included in the user profile. The custom
properties will display on the user properties pages when you define Management Console and web users as
described in Chapter 6, Managing Users. You can then use the supplied JSP tags to access custom user
properties for use in your application's page templates.

Custom user properties also extend to any defined repository views; each view inherits the extended
properties of the base repository.

Note: You can also define custom properties to capture additional repository information, such as meta-
tags, keywords, headers, footers, or copyright notices for use throughout your application as described in
“Defining Custom Repository Properties” on page 54.

Custom User Property Nodes and Attributes

You define custom user properties by specifying nodes and attributes. An attribute is an individual item, such
as an email address. A node is a heading for one or more attributes. (In database terms, attributes are
columns in a database table, whereas nodes are 1-M related tables.)

Nodes provide a convenient method of grouping together attributes that have:
» Multiple instances of an attribute; a user may have multiple email addresses

« A common characteristic; a phone number node might group together attribute fields to store business,
home, and mobile phone numbers

For example, you could create standalone attributes to store:
* An email address
» A phone number

for each user.
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However, you may find that you need to store multiple email addresses and phone numbers. You could then
create:

« An email address node containing a repeatable email address attribute

» A phone number node containing:
- A business phone number attribute
- A mobile phone number attribute
- A home phone number attribute

See “Example Custom User Properties Schema” on page 74 for an example of schema that captures this
information.

Defining Custom User Properties

To define custom user properties:

1 Log onto your application repository, or the System repository, and select Repository from the tool
bar:

J 3 Re%sitow L

The Management Console displays the Repository Management page.

2 Select the Manage option for the application repository, or the List option for the SYSTEM repository:

Repository

Manage

In the application repository, the Management Console displays the Repository Preview page.

3 Select the User Schema item from the Properties area:
In the SYSTEM repository, the Management Console lists the available repositories.

4 Select the User Schema item for the repository to which you want to add a custom property:

Repositories

Repositories(1)
1. test M{heflﬁ:]

The Management Console displays the Custom User Properties Schema Properties page:

Custom User Properties Schema Properties

Attibutes

test (Root) (Modse) Add Attebute (2] Add Node (22)
Done [:]

* - Required Field
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5 Select Add Node to specify user property nodes as described in “Specifying Custom User Property
Nodes” on page 71, or select Add Attribute to specify user property attributes as described in
“Specifying Custom User Property Attributes” on page 72.

Specifying Custom User Property Nodes

User property nodes are headings for groups of attributes (or a single attribute). User property nodes provide
a convenient method of creating a collection of attributes that have some common characteristic, or multiple
instances of a single attribute.

To specify custom user property nodes:

1 Select Add Node from the Custom User Properties Schema Properties page:

Custom User Properties Schema Properties

Cgrnig (Root) (Heda) Aadd Abtribute | Add MHoda

Do

The Management Console displays the Custom User Properties Node Properties page:

Custom User Properties Node Properties
Hode Mare
Reference Eay *

DescHption

B alow rvultiphe coples of this node

Fanre Hode Properties

Cancal

2 Specify the following node properties:

Property Description

Node Name Specify the name for the node, which will display on the console or web user
properties definition pages described in “Specifying Management Console
User Properties” on page 125 and “Specifying Web User Properties” on
page 129.

Reference Key Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description Specify an optional description for the node, which will display on the con-

sole or web user properties definition pages described in “Specifying Man-

agement Console User Properties” on page 125 and “Specifying Web User
Properties” on page 129.

Allow multiple copies of | Specify whether to allow multiple copies of this node within a single user
this node definition. For example, you could allow multiple copies of a Certification
node to record multiple certifications as appropriate for each support agent
that you add as a user.
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Specifying Custom User Property Attributes

To specify custom user attributes:

1 Select Add Attribute from the Custom User Properties Schema Properties page:

Custom User Properties Schema Properties

Earmg (Raat) (Heda) Audd Attribaute | Add Maoda

D

- Reguirad Fiald

The Management Console displays the Custom User Properties Attribute Properties page:

Custom User Properties Attribute Properties
Attribute Name *
Rafarance Eay *

Drecrigricn

Smlect Attrbute Type
- Seluwct Ore -- 5

Selact Attrbute Optons

'_ saka attribube & reguired Fald
S Abtribate Properties [0

Cangal |

2 Specify the following attribute properties:

Property Description

Attribute Name Specify the name for the attribute, which will display on the console or and
web user properties definition pages described in “Specifying Management
Console User Properties” on page 125 and “Specifying Web User Proper-

ties” on page 129.

Reference Key Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description Specify an optional description for the attribute, which will display on the
console or and web user properties definition pages described in “Specify-
ing Management Console User Properties” on page 125 and “Specifying
Web User Properties” on page 129.

Attribute Type Select an attribute type from the drop-down menu, as described in “Specify-
ing Attribute Types” on page 73.

Make attribute a Specify that this attribute will be required for repository user definitions.

required field Administrators will be required to specify a value for this attribute for each
user.
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Specifying Attribute Types

You can specify the following types of attributes for custom repository, custom user, and content channel
document properties. The Management Console uses the attribute name and description to label the resulting
| Aattribute field:

Attribute Type Description

Check Box Use this type to add a checkbox.

For example, you could create a Subject Matter Expert node with checkbox
attributes for each subject matter area, and select those that are relevant
when you define a new user.

Counter Use this type to increment a value for each instance of the attribute that you
define, based on a specified prefix and start number.

This is most commonly used for user and channel schema. For example,
you could define a user attribute to assign an incremental value to each
defined user based on the prefix IQ and the starting number 1000. As
users are defined, the application will automatically increment and assign
the values IQ1001, IQ1002, and so on.

Date Use this type to add a date field and calendar selector.
DateTime Use this type to add a combined date and time field.
File Use this type to add a file input field and a file browser that you can use to

locate files. When you select the File option, the Management Console dis-
plays the Secure Resource field, as described in “Securing Documents that
are Attached to Content Records” on page 58:

Select Attribute Type®
File -

I_ Secure Resource

Float Use this type to add an input field to accept floating point values of a speci-
fied number of places.

Integer Use this type to add an input field to accept integer values of a specified
number of places.

List Use this type to add one of the following types of data lists:
* check box

 drop-down

» multiselect browser

 radio button

Note: You must specify an existing data list. See “Defining Data Lists” on
page 64 for more information.

Rich Text Area Use this type to add a text input field of a specified height having either
basic, medium, or full sets of text editing functionality as described in “Work-
ing with Rich Text Area Fields” on page 75.

Text Area Use this type to add a file input field with a browse function to locate files.
Text Field Use this type to add a text input field having a specified number of charac-
ters.
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Time Use this type to add date and time fields labeled with the attribute name and
optional description.

] Example Custom User Properties Schema

The following examples display a schema of email address and telephone number nodes and attributes
organized under a high-level Contact Information node.

The Custom User Properties Schema Properties page displays the node and attribute items that define the
schema:

Custom User Properties Schema Properties
1M Dermo for User Docurnentation (Root] (Mode) Add Attribute (2] Add Node (%)
L5 Cantact Information {Made) up ] pown (¥ add Atkibute 53]  Add Node (2] Delete (%)
|‘E| Ernail Addresses (Hode) up ) Down(®  Add Atbibute 23]  Add Node (3]  Delete (33)
| I_ Business Ernail [Text Field] Up () Down (22) Delete (2]
| — Horne Ernail (Text Field) up () Down (2 Delete (32)
I_ElTeleEhone Hurnbers (Mode) Up %3  Down (33  Add Attvibute 2] Add Node (3]  Delete (%)
I_ Business Telephone [Text Field) up 3 pown (¥  pelete 2
I_ Mobile Telephone (Text Field) Up D) Down (2] Delete (37
Hormne Telephone (Text Field) Up D] Down (22) pDelete (2]
Done ()

You can add, modify, and delete schema properties using the functions of the Custom User Properties
Schema Properties page. The following Custom User Properties Attribute Properties page shows the
properties of the Business Email attribute:

Custom User Properties Attribute Properties

Attribute Name *
Business Ernail

Reference Key
AIM_DEMC_FOR_USER_DOCUMENTATION/CONTACT_IMFORMATICM/EMAIL_ADDRESSES/BUSIMESS_EMAIL

Descrption
attribute to capture users' business email address

1

Select Attribute Type*
IText Field - i
Width

&0

Select Athibute Dptions
[ Make attribute a required field

Save Attribute Properties (2

tancel (]
* Required field

The custom schema nodes and attributes that you define display as input fields on the Management Console
User Properties page when you define users for your application.
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The following excerpt from the Management Console User Properties page displays the input fields defined
by the attributes and nodes shown above:

r[=] Contact Information (high level nod to capture users' email and telephone info)
r[=] Email Addresses (zub-node to capture uzers' email addrezses)

Business Email (attribute to capture uzers' businessz amail addreszz)

Home Email (attribute to capture users' hame email addresz)

r =] Telephone Mumbers (zub-node to capture uzers' telephone numbers)
Business Telephone (attribute to capture users' business phone number)

Mobile Telephone [attribute to capture uzers' maobile telephone number)

Home Telephone (attribute to capture uzers' home telephone number)

Working with Rich Text Area Fields

You can specify input fields that accept rich text. The rich text editor provides content authors or editors with
the ability to format text as they input. Information Manager preserves the text formatting when the content is
displayed to end users.

You define a rich text area by specifying:
e The text editing feature set (basic, medium, or full)
* The height of the input field:

Basic Rich Text Editing Features

The following text editing features are included in the Basic Rich Text Editor feature set:

JiElsoucs [AiB 7 Ua|x wiSiE|EEi=E ===
Feature Description
Source Toggles the field between source (for example, html tags) and rendered
(wysiwyq) display
Preview Displays the field contents in a separate browser window
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Character Effects

Applies an effect to the selected characters:

* Bold

* |talic

* Underline

« Strike Through
« Subscript

« Superscript

List Adds or applies a numbered or bulleted list
Indent Increases or decreases the level of indent
Justify Justifies selected text to:

* left margin

* right margin

« center (ragged edges at margin)
« block (straight edges at margin)
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Medium Rich Text Editor Features

The following text editing features are included in the Medium Rich Text Editor feature set:

A| Elsouce [HiB 7 U s x 2 Dk 2 ==
Feature Description
Source Toggles the field between source (for example, html tags) and rendered

(wysiwyq) display

Preview Displays the field contents in a separate browser window

Cut Removes selected text and enables pasting

Copy Retains selected text and enables pasting

Paste Places cut or copied text at the current cursor position. You can paste as
plain text or retain formating from a Word document.

Find Finds text within the field

Find and Replace

Finds and replaces text within the field

Select All

Selects all contents of the field for an edit action

Character Effects

Applies an effect to the selected characters:

* Bold

* |talic

« Underline

« Strike Through
e Subscript

e Superscript

List Adds or applies a numbered or bulleted list
Indent Increases or decreases the level of indent
Justify Justifies selected text to:
* left margin
* right margin
» center (ragged edges at margin)
« block (straight edges at margin)
Link Insert or remove a hypertext link
Anchor Insert or edit an anchor
Image Insert or edit an image
Table Insert or edit a table

Horizontal Line

Insert a horizontal line

Text Color

Change the color of selected text

Fill Color

Change the background color of a selected region
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Full Rich Text Editing Features

The following text editing features are included in the Full Rich Text Editor feature set:

: Elsowes [§ 2 #MEEEIB 7 U= LI- - |FHFESESEESQBL I IEAE =S
‘= Style - | Format - Font | Arial ~ | Size - =T§v ‘%v
Feature Description
Source Toggles the field between source (for example, html tags) and rendered
(wysiwyg) display
Preview Displays the field contents in a separate browser window
Cut Removes selected text and enables pasting
Copy Retains selected text and enables pasting
Paste Places cut or copied text at the current cursor position. You can paste as
plain text or retain formating from a Word document.
Undo Removes the most recent edit and restores the contents to their previous
state
Redo Re-applies the most recent edit after an Undo action
Find Finds text within the field
Find and Replace Finds and replaces text within the field
Select All Selects all contents of the field for an edit action
Character Effects Applies an effect to the selected characters:
« Bold
* |talic
* Underline
* Strike Through
« Subscript
e Superscript
List Adds or applies a numbered or bulleted list
Indent Increases or decreases the level of indent
Justify Justifies selected text to:
« left margin

* right margin
« center (ragged edges at margin)
« block (straight edges at margin)

Link Insert or remove a hypertext link
Anchor Insert or edit an anchor

Image Insert or edit an image

Table Insert or edit a table

Horizontal Line Insert a horizontal line

Special Characters Insert special characters

Style Apply styles to selected text
Format Apply formatting to selected text
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Font Change the font of selected text

Size Change the size of selected text

Text Color Change the color of selected text

Fill Color Change the background color of a selected region
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Working with Content Channels

Content channels correspond to the various types of content (document types) that you need to support within
your organization. A channel definition serves as a template for a particular type of document. You can define
content channels for any number of document types (including digital media) having different requirements
for:

» Content attributes (document structure), such as titles, customer and case IDs, and product categories

» Workflow processes to enforce a managed sequence of authoring, editing, and approval steps

Publishing lifecycle, such as revision tracking, review, and publish dates
 Display features, such as layout and color schemes

Before you define content channels, you should determine the content attributes (structure), publishing
process (workflow and lifecycle), and appearance (presentation) requirements for the types of documents you
will use in the application. Once you have identified your content requirements, you can then:

 Define content channels for each type of content that you will support

» Add content to the application using the defined channels, as described in xref to Working with
Information Manager Content

Channel Definition Overview

You define content channels in the Repository section of the Management Console. You create a channel by
specifying:
» General properties as described in “Specifying General Channel Properties” on page 82

» The workflow process required for content in this channel as described in “Specifying Workflow Options
for a Channel” on page 84

e The types of feedback that users will be able to provide as described in “Specifying Feedback Options for
a Channel” on page 86

» The content categories that documents can be assigned to as described in “Specifying Content
Categories for a Channel” on page 86

» Which user groups will have access to the document as described in “Specifying User Group Options for
a Channel” on page 87

» Which privileges users of each security role will possess as described in “Specifying Security Roles and
Privileges for a Channel” on page 88

When the basic definition is complete, you can define:

» The fields within the content template, such as title and text areas, for the document type as described in
“Specifying a Channel Schema” on page 88

» An optional URL to preview documents belonging to this channel
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Modifying Existing Document Types

Note: You can modify channel definitions after content has been added; see “Modifying Existing Document
Types” on page 81 for more information.

You can modify channel definitions after content has been added, if necessary, without affecting the content
assigned to the channel; however, it is usually more efficient to analyze your content requirements and define
the channel properties as thoroughly as possible.

If you add a field to a channel, existing records in the channel will then contain an empty field. You can edit
existing records to add content to a new field.

If you remove a field from a channel, existing records in the channel will still contain the field and data;
however, users will not be able to modify data within deleted fields. New records added after the change will
not contain the deleted field.

If you need to modify data associated with a deleted field, you must add the attribute to the channel

definition again using the original reference key.

Defining Content Channels

To define a content channel:

1 Select Repository from the navigation area:

_J igngigsnury L_

2 Select the Add option under Repository Channels:

Products

List
Channels

Add | List

HIBNS

Add | List

Workflows
Add | List

Custom Metrics

Add | List

Data Lists
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The Management Console displays the Repository Channel Properties page.

Repository Channel Properties

General Properties

Channel Namea*

Reference Key®*

Default Lifespan (days)

Review Date (days)
Maximum Mumber of Yersions to Maintain
Document ID Prefix®

Document ID Current Yalue

3 Specify general channel properties as described in “Specifying General Channel Properties” on
page 82

4  Specify fields, such as title and content areas, to define the structure of the documents for the channel,
as described in “Specifying a Channel Schema” on page 88

5 Specify optional meta-data fields to record internal, life cycle-independent information about the
content as described in “Specifying Content Meta Data” on page 96
6 Specify additional collaboration, content category and security properties as described in:
- “Specifying Workflow Options for a Channel” on page 84
- “Specifying Feedback Options for a Channel” on page 86
- “Specifying Content Categories for a Channel” on page 86
- “Specifying User Group Options for a Channel” on page 87
- “Specifying Security Roles and Privileges for a Channel” on page 88

Specifying General Channel Properties

The Repository Channel Properties page contains properties that you use to define basic properties and
behavior, such as the name of the document type, and whether documents in the channel will be removed
from publication at a specified time.

» Specify the following general channel properties:
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Property

Description

Channel Name

Specify the name of the content channel, for example, News or FAQ.

Reference Key

Accept the default value supplied by the Management Console or specify a string
to use as an internal identifier. See “A Note On Reference Keys” on page 52 for
more information on reference keys.

Default Lifespan (days)

Specify an optional default number of days from the initial publishing date that new
content records will remain available on the target web site. Content creators and
editors can override this value for individual content records. Leave empty to
specify that records will not be automatically removed from publishing.

Review Date (days)

Specify the number of days after creation that the system will create a content
review task. You must configure a Content Review scheduled job to create the
content review tasks and notification as described in “Identifying Content to be
Reviewed” on page 249. Leave empty to specify that documents will not be
automatically scheduled for review.

Maximum Number of
Versions to Maintain

Specify the maximum number of versions of content records that the Information
Manager will maintain. The Information Manager records all changes to each
content record, and maintains all versions by default. You can limit the number of
versions to maintain in order to conserve disk space. Enter the number of versions
to maintain, or leave blank to maintain all versions.

Document ID prefix

Specify an optional prefix for the ID number that the Information Manager
automatically assigns to each content record. The document ID prefix helps
identify documents belonging to a specific channel.

Document ID Current
Value

Specify a starting value for the incremental ID number that the Information
Manager automatically assigns to each content record. For example, specify 1000
to begin the document ID numbering sequence for the channel at 1001.

Remove minor versions
after publishing

Specify whether the Information Manager will remove minor revisions of content
records, which are created to track individual workflow steps, when the record is
published.

Provide event start and
end date attributes

Specify whether content records in this channel will contain start and end date
fields. This is useful for creating automatically updated event calendars.

Enable Priority/Order

Specify whether content records in this channel can be assigned a numeric value
to help influence the position of content records within lists that IM generates.

Enable related content

Enable additional content association features during the editing process.

Enable Check Out/In

Enable a check-out and check-in process for content records in this channel.
When check in/out is enabled, multiple users can edit records without creating
conflicts.

Enable user activity
logging

Enable logging of end-user access information.

Enable Content
Recommendations

Enable content recommendations for this channel. Content recommendations are
special content items that end users can create to enter request for specific
content. See “Creating and Managing Content Recommendations” on page 177
for more information.
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Property (Continued)

Description (Continued)

Enable HTML Validation

Specify this option to allow the channel designer to turn off the HTML validation
(Tidy) that is performed prior to saving the content record.

Important: Leave this enabled if possible or the generated XML data may be
corrupted. This can easily happen if, for example, a user cuts and pastes from
another application that allows characters or other objects not allowed in HTML.

Custom Content Entry
Fields Section Name

Specify an optional heading for the section of the Content and Content Preview
pages that display the document structure fields defined in the channel schema.
You can also use the adjacent checkbox to omit the section heading from display.

See “Specifying a Channel Schema” on page 88 for more information on content
channel schema.

Custom Meta Data Entry
Fields Section Name

Specify an optional heading for the section of the Content and Content Preview
pages that display the content meta data fields defined in the channel schema.
You can also use the adjacent checkbox to omit the section heading from display.

See “Specifying Content Meta Data” on page 96 for more information on content
meta data schema.

Select locales for
automatic translation
requests

Specify the locales for the channel to be sent out for translation for any new
master documents that are created. In the event of an edit to a master document,
the previous author of a translation can be notified (based on settings in the
repository properties).

Specifying Workflow Options for a Channel

The Repository Channel Properties page contains properties to specify a workflow process to be used for a
channel. You must first define the workflow process as described in Chapter 7, Creating and Managing

Workflows.

1 Select the desired workflow (the options shown are examples)

Workfow Optons

Select WorkHow

Solutions
Test warkflow
Palicy Workflow
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2 Specify the following workflow options:

Workflow Options

Select Workflow

Publish =]

Categories requires workflow approval if workflow is enabled
Wiews requires workflow approval if workflow iz enabled

User Groups requires workflow approval if workflow iz enabled
Display dates requires workflow approval if workflow is enabled
Event dates requires workflow approval if workflow iz enabled

Geospatial requires workflow approval if workflow is enabled

OXXAAEAA

Festrict content editing to users that can perform the workflow step

Property Description

<ltem> requires Specify whether editing the selected attribute within a content record is subject
workflow approval if to workflow permissions and version incrementing, or whether such changes
workflow is enabled can occur without requiring progression through the workflow.

For example, changing an initial display date might be an important decision
that requires oversight and approval for some channels and relatively
unimportant for others.
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Specifying Feedback Options for a Channel

The Repository Channel Properties page contains collaboration properties that define the use of ratings forms
and discussion boards within the channel. You must have defined the rating form as described in Chapter 8,

Working with Feedback and Collaboration

Feedback Dptions

Ratings

-- Mo Rating -- x|

D Enable Threaded Discuzszions

D Moderate Discussions

» Specify the following collaboration properties:

Property Description
Select a defined rating form to include in channel documents. The rating form

Ratings

shown above is an example.
Enable Threaded Enable threaded discussion forums in the channel.
Discussions

Moderate Discussions | Enable moderated discussions in the channel.

Specifying Content Categories for a Channel

The Repository Channel Properties page contains category properties that associate one or more content
categories with a content channel. See Chapter 5, Working with Content Categories for more information.

Category Optons

Top Lavel

Available Categaries Lelectnd Categories

* Products ndd == Mo records selected at this time -
¥ Togic Add
I- Raquire svthars to select ot leart one catagory in addition to the categoriar marked a5 “required

» Select one or more content categories or sub-categories.

Note: If there are more than 100 categories, you will see a search box you can use to locate a subset of the
categories.

The categories shown above are examples. Categories that contain sub-categories display as links preceded
by a plus sign (+). Select the Add option to add the category and all sub-categories. Select the category to
display the sub-categories, which can then be selected individually. Information Manager will associate
content records in this channel with the selected categories.
» Specify that content creators will be required to associate content records with at least one category
using the Require authors to select at least one category in addition to the categories marked as

"required" option
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Specifying User Group Options for a Channel

The Repository Channel Properties page enables you to associate one or more user groups with a content
channel. See “Defining User Groups” on page 123 for more information.

User Group Oplions
Top Level

Available User Groups Selected User Groups

Custorner add [:] Custorner

Internal Internal

Partnar C' Remowe | porner

Matchas 3/2

» Select any appropriate user groups. Content created in this channel can only be made available to the
selected user groups.

Note: If there are more than 100 user groups, you will see a search box you can use to locate a subset of
the user groups.

» Specify that content creators can associate content records with on group only using the Restrict User
Group selection to one group only option.

 Specify that content creators will be required to associate content records with at least one user group
using the Require at least one user group to be selected option.
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Specifying Security Roles and Privileges for a Channel

The Repository Channel Properties page contains security properties that associate one or more defined user
roles and privileges with a content channel. See Chapter 6, Managing Users for more information.

Security Role Privileges

2 author

i
i mmmomoodnaad

NARARIARAIRAA

¥ D

Batch Category Update

Batch View Updats

Manage Content Review Tasks
Import

Manage Rating Analysis Tasks
Master Publizh

Transzlate

Deletes

Modify

View

Delete History

efault Administ-ation Role

Batch Category Update

Batch Wiew Updats

Manage Content Review Tasks
Import

Manage Rating Analysis Tasks
Master Publizh

Transzlate

Delets

Modify

View

Delete History

= pefault user Role

ORJORIOORORAA

 Specify the appropriate security roles and privileges for the channel

Specifying a Channel Schema

Batch Category Update

Batch View Updats

Manage Content Review Tasks
Import

Manage Rating Analysis Tasks
Master Publizh

Transzlate

Delets

Modify

View

Delete History

You define the structure of the documents within a channel by defining and applying content channel schema.
You can specify whether the various content fields that you define are required or optional for content authors.
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Note: You can also define content metadata fields to store information about the content record that is
independent of its subject matter as described in “Specifying Content Meta Data” on page 96.

To specify the channel schema:

1 Select Repository from the navigation area

J 3 RE@S“D ry L

2 Select the List option under Repository Channels

Products
List
Channels

Add | List

Toke.s
Add | List
The Management Console displays the Repository page.

3 Select the Schema option for the desired channel

Repository Channels

Repository Channels (4)

al Alerts Schema (53] Preview ()
2, FEAGQs Schema (23]  Preview (37
& MHews Schema (53] Preview ()
4 Solutions Schapoa (3] Preview (3]

The Management Console displays the <channel> Schema Properties page.

Channel Schema Nodes and Attributes

You define the content structure of your documents by specifying nodes and attributes. The nodes and
attributes define the content fields within the document template for the channel.

An attribute is an individual item, such as a document title. A node is a heading for one or more attributes,
such as author's name, user ID, and department. (In database terms, attributes are columns in a database
table, whereas nodes are 1-M related tables.)

Nodes provide a convenient method of grouping together attributes that have some common characteristic.
For example, a Contributors node might group together attribute fields to store information about various
authors and editors who contributed to an article. Each node might contain attributes for the name, user ID,
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and department of a contributor. You can allow multiple copies of a node to store information about multiple
contributors to documents.

Important! You can define a complex hierarchy of nodes and attributes to reflect virtually any type of data
structure; however, we recommend using simple data schema to make it easier for content providers to
manage information.

Specify channel schema nodes as described in “Specifying Channel Schema Nodes” on page 90.

Specify channel schema attributes as described in “Specifying Channel Schema Attributes” on page 91.

Specifying Channel Schema Nodes

To define a channel schema node:

1 Select the Add Node option on the <Channel> Schema Properties page

test Schema Properties
Eltast (Root) (Mode] Add Attribute (7] Add Node (%)
}— title (Text Field) MT Up )  Down () Déndte ()
— picture (Filz) up 3  Down(® Delete 3
Create Meta Schema (2]
Done [:]

The <Channel> Node Properties page displays:

test Node Properties

Node Mame
Reference Key

DescHpton

Allow multiple copies of this node
* Required field

2 Specify the following properties:

Property Description
Node Name Specify a name for the node.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description Specify a description, which will display as a label on the Channel Properties
page.

Allow multiple copies of |Specify to allow this node to be added multiple times within a single record.

this node For example, you could define a node that allows multiple contributors to a

single news article.
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Specifying Channel Schema Attributes

To define a channel schema attribute:

1 Select the Add Attribute option on the <Channel> Schema Properties page.

test Schema Properties

Eltest (Root) (Mode] Add A%!'bute ) Add Node (%)
title (Taxt Fiald) MT up 31"~ pown (3]  Delete (22

— picture (Filz) up )  Down (3 Delete (2
Create Meta Schema ()

Done (72

The <Channel> Attribute Properties page displays:

test Attribute Properties
Abtribube Mame

Referance Koy *

Descripbon
Select Attribube Type®
-- Salad Cne --

. Includa in mastar Fecord identfior

I Enable full text searching

rl Enable atbibute level searching

i Attrbu e requires work low approdal iF workfow is enabled
[T Make athibute & required Feld

O Hectrct attvbute to selected user groups

* Reguired fizld

| 2 Specify the following properties:

Property Description
Attribute Name Specify a name for the attribute.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Description Specify a description, which will display as a label for the field when displayed
on the Channel Properties page.
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Attribute Type Specify the type of field for this attribute as described in Specifying the
Schema Attribute Type.

Security Regex Specify a regular expressions (regex) pattern for the selected attribute type. This is
applicable only for the following attribute types:

» Text Field

* Text Area

¢ Rich Text Area

Attribute Options Specify additional attributes as described in “Specifying Schema Attribute
Options” on page 94.

| SPECIFYING ATTRIBUTE TYPES

You can specify the following types of attributes for custom repository, custom user, and content channel
document properties. The Management Console uses the attribute name and description to label the resulting
attribute field:

Attribute Type Description
Check Box Use this type to add a check box.

For example, you could create a Subject Matter Expert node with check box
attributes for each subject matter area, and select those that are relevant
when you define a new user.

Counter Use this type to increment a value for each instance of the attribute that you
define, based on a specified prefix and start number.

This is most commonly used for user and channel schema. For example, you
could define a user attribute to assign an incremental value to each defined
user based on the prefix IQ and the starting number 1000. As users are
defined, the application will automatically increment and assign the values
IQ1001, IQ1002, and so on.

Date Use this type to add a date field and calendar selector.
DateTime Use this type to add a combined date and time field.
File Use this type to add a file input field and a file browser that you can use to

locate files. When you select the File option, the Management Console
displays the Secure Resource field, as described in “Securing Documents that
are Attached to Content Records” on page 58:

Select Attribute Type®

File -

I_ Secure Resource

Float Use this type to add an input field to accept floating point values of a specified
number of places.

Integer Use this type to add an input field to accept integer values of a specified
number of places.
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List Use this type to add one of the following types of data lists:
¢ Check box

* Drop-down

¢ Multiselect browser

¢ Radio button

This attribute can be a master identifier.

Note: You must specify an existing data list. See “Defining Data Lists” on page 64 for
more information.

Rich Text Area Use this type to add a text input field of a specified height having either basic,
medium, or full sets of text editing functionality as described in “Working with
Rich Text Area Fields” on page 75.

Text Area Use this type to add a file input field with a browse function to locate files.

Text Field Use this type to add a text input field having a specified number of characters.
This attribute can be a master identifier.

Time Use this type to add date and time fields labeled with the attribute name and
optional description.

SPECIFYING SECURITY REGEX PATTERNS

Security Regex option specifies the regex pattern for each text field, text area, or rich text area of a Channel
attribute. This enables the application to restrict the content that users can add when creating or modifying
Information Manager articles.

Security Regex™

*Dp{Li\p{P}\p{N}\p{Sop{Sc}\s

» Specify the securiy regex patterns:

Attribute Type Description

Rich Text Area Specify the regex pattern to validate the input data for a rich text area. The
default regex pattern is
"*N\p{L}\p{P}\p{N}\p{So}\p{Sc}\s+%26&=camps\\\-_ |<>/]1+$"

Text Area Specify the regex pattern to validate the input data for a rich text area. The
default regex pattern is " [\p{L}\p{P}\p{N}\p{So}\p{sc}\s+=]1+3"
Text Field Specify the regex pattern to validate the input data for a rich text area. The

default regex pattern is " [\p{L}\p{P}\p{N}\p{So}\p{Sc}\s+=1+3"

Note: The adminstrator can modify the regex pattern with valid regex pattern characters for each text field,
text area, or rich text area of a Channel attribute.
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SPECIFYING SCHEMA ATTRIBUTE OPTIONS

Schema attribute options specify information to include in the record title, how the Management Console
search facility will search the content fields, and whether fields are required.

Select Attribute Options

¥ Include in master record identifier
¥ Enable full text searching
¥ Enable attribute level searching

¥ Attibute requires workflow approval if workflow is enabled

¥ Make attribute a required field

[T Restrict athibute to selected user groups

» Specify the following properties:

Property Description
Include in master record Specify whether the value of the attribute will be used as an element of
identifier the title of a record within the Management Console.

Note: Only attributes of type “List” and “Text Field” can be master
identifiers:.

You must specify at least one master identifier for each channel
definition. The master identifier is the attribute that the Information
Manager uses as the title of the record for internal reference.

Enable full text searching

Specify whether the contents of the attribute will be searchable by full
text. Full-text search matches your search query against the contents of
any content record attributes that are available for searching. See
“Specifying Search Options for Channel Attributes” on page 95.

Enable attribute level
searching

Specify whether the contents of the attribute will be searchable by
attribute. Attribute-based search restricts matching to only the specified
attribute. See “Specifying Search Options for Channel Attributes” on
page 95.

Attribute requires workflow
approval if workflow is
enabled

Specify whether editing the value of this attribute is subject to workflow
permissions and version incrementing when a workflow is assigned to
this channel.

Make attribute a required
field

Specifies that the attribute will be required for all records in the channel.

Restrict attribute to selected
user groups

Specify to display this attribute only to members of selected user groups
as described in “Restricting Channel Schema Attributes to Selected User
Groups” on page 94.

RESTRICTING CHANNEL SCHEMA ATTRIBUTES TO SELECTED USER GROUPS

You can specify to display the contents of a channel schema attribute only to members of selected user
groups by selecting the Restrict attribute to selected user groups option on the <Channel> Attribute

Properties page.

For example, you could specify that an attribute will display only to members of the Management user group.
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When you integrate Information Manager with an Oracle Knowledge Intelligent Search application, you can
enable the same restriction for Information Manager content that is returned within search results.

To restrict a channel schema attribute:

1 Select Restrict attribute to selected user groups on the <Channel> Attribute Properties page:

Select Atb+ibute Options

| Include in master record identifier

r Enable full text searching

r Enable attribute lewvel searching

- Attribute requires worlcflow approwval if workfow is enabled
O Make attribute a required field

Restrict attrbute to selected user groups
The Management Console displays additional attribute restriction options and options for the defined
user groups.

(m User groups are required for atiribute

4 Enable editors to modify preselected user group restrictions

Restrict this attribute to selected user groups

User Group
Top Level

Selected User Groups

Awailable User Groups
Internal Only Default r

Internal Only .
add (37

Partner

Public (%) Remoave

Matches 3/32

2 Specify the following restriction options:

Option Description

User groups arerequired | Specify that a user group must be associated with the content record.
for attribute
Allow editors to change | Specify that authorized editors can override the default user groups.
default user groups
Restrict Specify that the attribute will display only to members of this user group.

Default Specify that the selected user group will be associated by default.

SPECIFYING SEARCH OPTIONS FOR CHANNEL ATTRIBUTES

You can specify that an attribute will be available for:
 Full text searching
* Attribute-level searching
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The Information Manager includes an internal search facility that you can use to search for content in the
current repository using the Find option.

Attribute level searching provides enhanced full text searching within specific attributes, for example, find all
people where First Name = “Mary”.

Note: Not all data is appropriate for full text searching. File names and hyperlinks are examples of
attributes that are generally not good candidates.

Specifying Content Meta Data

You can define content metadata fields within a channel definition to store information about the content
record that is independent of version or locale. These attributes will not change based on version of the
document or the locale associated with the document. This is useful for large attachments that would normally
take up lots of disk space if they needed to be copied for every version or locale of a document.

The Management Console maintains content metadata independently of workflow steps and revision
numbering, so that editors can modify this information without affecting the content record's version or
progress within the publishing cycle.

Note: You can also make content category and user groups available as metadata so that editors can
change this information independently of the content workflow.

To define content metadata:

1 Select Repository from the navigation area

J 3 REﬁ: sitory L

2 Select the List option under Channels

Products
List
Channels
Add | List
Toke.s

Add | List

The Management Console displays the Repository page.

3 Select the Schema option for the desired channel

1, Felease Mote Schema (3]
2, Tech Bulletin Schema [+
3, Tech Slossary Sche§: (>
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The Management Console displays the <channel> Schema Properties page.

4 Select the desired channel, then select Create Meta Schema on the <Channel> Schema Properties
page:

Tech Bulletin Schema Properties

Athributes

El Tech Bulletin (Reot] (Hode) Add Attribute () Add Node (%)
'_ Bulletin Title (Text Field) #MTA up 2]  Down (3 Delete (2]

up 2) Down () Delete (2]

Crea%lﬂeta schema (32

pone (32

— Bulletin Body (Rich Text Area) *TaA

The Management Console displays an empty metadata schema hierarchy:

Meta Data Schema

META (Root) [Made) Add Attibute (2] Add Node ()
pone (7

5 Specify nodes and attributes as described in “Specifying a Channel Schema” on page 88.

Associating Content Records with CRM Cases

You can assign an incident or case identifier to a content record so that the content is associated with the
incident for future reference. The association enables agents or other staff to enter content into the
application and specify the relevant issue. You can assign incidents to content records using the configured
web application or the Management Console.

Important! The primary interface for creating and maintaining case links to IM documents is thru the
iConnect CRM integration adaptor. Case link data should be managed thru iConnect in most cases. The
interface in the IM Management Console is for convenience only and may cause issues in iConnect for

display linking.

To link an incident to a content record from the console:
 Select the content record

The Management Console displays the Content Preview page.
1 Select the Feedback tab

2 Select the Manage Case Links option:
The External Case Links page displays:

w

A list of all cases currently associated with the document
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4  Fields to specify an additional case

External Case Links

Enter a case number to assign below

| 2468 sample CRM case Unassign D)

Unassign Selected Case:

Case Number

Descrption

Assign Mew Case

Done

5 Enter the following case information:

Case Number ‘ The identifier of the case that this document will be associated with

Description A description of the case, which can be the summary description from
the CRM application

The Management Console displays case link information on the Feedback tab of the document information
area on the Preview page.

You can remove case assignments by:
» Selecting the Unassign option for a case
» Selecting multiple cases, then selecting the Unassign Selected Cases option

in the summary table on the External Case Links page

You can delete case links that are no longer associated with content records using the Unused Case Links
batch job as described in “Deleting Unused Case Links” on page 253.

Comparing Documents with Previous Versions

You can compare different versions of a document to view:

 Highlighted content changes from a previous version of the document as described in “Highlighting
Differences from Previous Versions” on page 99.

A side-by side comparison of two versions of a document, as described in “Comparing Documents Side
by Side” on page 100.

The Management Console displays comparison information about:
» Document content fields
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» Document properties, including:
- Views
- Categories
- User Groups

Highlighting Differences from Previous Versions

You can highlight the differences between a current document and its previous versions using the Compare
Versions option of the Info tab on the Content Preview page. The Management Console compares
documents by displaying:

 Deleted content as hightlighted and strikethrough text, and added content as highlighted text:
I have updated it by adding this pategrepds sentence.

To compare the current document with a previous version:
 Select the content record of interest

The Management Console displays the content preview page.
 Select the Info tab in the document information area, then select Compare Versions:

CompareNersions ()
Side by me view (@)

Done ()

The Management Console displays the Compare Versions page, which highlights the differences between
the current document and the previous version:

Compare Versions Between 9.0 And [5.0 =]
tide

dernao topic

body

additional text

1 have updated it by adding this peregrepds sentence.

Document Propertes

Views
derma
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You can select additional versions for comparison using the dropdown list in the upper right portion of the
content area:

Between 9.0 And IEI.D vI

Comparing Documents Side by Side

You can view a document and its previous versions on the same page using the Side by Side View option of
the Info tab on the Content Preview page.

To compare the current document with a previous version:
» Select the content record of interest

The Management Console displays the content preview page.
 Select the Info tab in the document information area, then select Side by Side View:

Hide Comparison (22
side h?Side view (7]
Done ()

The Management Console displays the document contents compared with the previous version:

Side by Side View
English Version |8.0 vl English Version 9.0
Content Entry Fields Content Entry Fields
tide title
derno topic dermao topic
body body
Here is same topic text, with » replacement token to resalve, kesolved toker;,  Hers is some topic text, with a replacemnent token to resalve, resolved token,
surrounded by additional text, surrounded by additional text
I have updated it by adding this paragraph. 1 have updated it by adding this zentence,
Document Properties Document Properties
Wiews Views
dermo dermo

You can select additional versions for comparison using the dropdown list in the upper right portion of the
content area:

English Yersion IS-U vI

[
resalue,
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Updating Content in Bulk

You can perform administrative operations on multiple documents. For example, authorized users an find all
documents having a specific owner and change the owner of those documents in one action.

To perform bulk operations, use the list and filtering functionality to generate a list of documents, then select
all or some individual documents from the list. The following operations are available:

* Publish

* Unpublish

» Change Owner

» Request Translation
» Change Start Date
» Change End Date

* Delete

Filtering Display Lists

Oracle Knowledge includes several Information Manager usability enhancements, including personalized
lists, work teams, and automated translation requests.

Personalized list filters enable users to filter lists to quickly identify documents that meet common criteria. For
example, a user can quickly see all documents they last modified, or their documents at a specified point in a
workflow.
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CHAPTER 5

Working with Content Categories

Content categories provide the mechanism to organize application content by any characteristic or business
requirement, such as product and model, so that related content can be managed and presented in similar

fashion.

Note: Content categories differ from content channels. Content channels provide the mechanism to
organize your content by document type, such as FAQ or news article. See Chapter 4, Working with
Content Channels for more information.

You can create hierarchies of content categories to reflect the organizational structure of any aspect of your
content as described in “Content Category Hierarchies” on page 102.

You use content categories within Information Manager by:

« Enabling content categories for a channel by assigning categories within content channel definitions as
described in “Adding a Content Category” on page 103. Content creators will then be able to associate
content records with one or more content categories that you have enabled for the channel.

* Identifying users' skill sets by assigning content categories to individual user profiles. You can then
specify that content tasks will be available for assignment based on skill, which is when the categories
associated with the content match those associated with the user. See “Filtering the Task List” in the
Oracle Knowledge Information Manager Content Authoring Guide for more information.

Content Category Hierarchies

You can define multiple levels of categories and sub-categories to represent any content structure within your
organization. The multiple category levels that you define form a hierarchy, such that higher-level categories
include lower level categories, and lower-level categories inherit properties from their parents.

The highest level categories are referred to as branch categories. Each branch category can have a complete
tree defined below it. The trees are hierarchical; if you search for content within a specified category, the
search will automatically extend to the children of the specified category.

For example, a branch category named Technology might include sub-categories called Hardware and
Software. In this scheme, any content in the Hardware category also belongs to the parent category,
Technology; a request for Technology content will also return any content assigned to Hardware and
Software.

You can add new branch categories at any time; you may find it useful to create a branch category for each
functional area of your site.
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Adding a Content Category

You create content categories using the Repository Categories option of the Repository Menu.
To add a content category:

1 Select the Add option under Repository Categories:

Interfaces

Add | List
Categories
Add | List

Fi=ducts

1 i

The Information Manager console displays the Category Properties screen:

Category Properties
Comentiocaton

Branshad

Category Mame *

R ference Key*
[ atiegosy Disorpton

Save and Add Ancother (
Save Category Properties [5)
Carecal [0

Rmquired fiald
Specify the category name

Specify the reference key (see “A Note On Reference Keys” on page 52 for more information)

Add an optional description for the category

a A W N

Select Save Category Properties

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



104 ADDING A CONTENT CATEGORY

Adding a Content Sub-Category

To add a content category as a child of an existing category:

1 Select the List option under Repository Categories
The Repository Category Branch Management page lists the currently defined categories:

Repository Category Branch Management

Repository Category Branch List (2]

Sort By MName Ascending

Category Description Actions
1. [ FProducts View Sub Categories () Add Sub CEtegoﬂ (%)
2. [ Topic ¥iew Sub Categories (3] Add Sub Category (3]

Select All Unselect All
Add Repository Category Branch (53]

Delete Selected Repository Category Branches (3]

2 Select Add Sub Category for the desired category

The Category Properties page displays fields to define a category under the current location (selected
category). The Categories at Current Level area displays any currently defined sibling categories.

Category Properties

Brafichad

Eategory Mame *
R ference Koy *

Category Dasorp tion

Save and Add Ancther ()]

Save Category Properties [5)
Carvcel (53]

* Raquired Flald
Specify the category name
Accept or specify the reference key
Add an optional description for the category

Select Save Category Properties or Save and Add Another, if appropriate

o 01 B~ W
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The Repository Category Branch Management page displays the new sub-category:

Repository Category Management
franches - Prodyusts

15k Brodusti

Categories (9) Sort By Narma B ssconding B

Category Name Category Description Actions

Add Sub Catagary
Add Sub Category
Add Sub Category
Add Sub Category
Viiwe Sub Categorias Add Sub Categary
#udd Sub Category
Add Sub Category

Add Sub Category

e O0O00OO0OOoan

Add Sub Categary

Add Category to Current Level
Dalete Selectod Categories

Go To Parent Category

Note: The navigation path below the page title indicates the position of the category within the hierarchy.
You can navigate up the hierarchy by selecting an item in the navigation path.

Using Information Manager Response Channel Schema

Information Manager Intent Response content records are based on content channel schema that you define
in the Information Manager repository.

Response Schema are the basis for formatting Responses in the User Interface. Every Response must
conform to the requirements of the Response schema, and every Answer Purpose used in the User Interface
must be associated with a specific Response schema.

Response Schema specify the layout and content type for the parts of a Response. For example, the schema
for a Response that will appear in a Promotions User Interface portlet might contain fields that define:

o Atitle
* Animage
* Alink

e Some descriptive text

You can create and configure a Response channel schema that specifies these fields, so that any Response
based on the schema will conform to the desired format.

Creating and Modifying Response Schema

You can create and modify Response schema using the same process as you would for any Information
Manager content channel schema. See the Chapter , “Working with Content Channels,” on page 80 for more
information on creating and modifying content channel schema.

When you have defined the schema, you must then configure it for use by the Intelligent Search application
by associating the schema with the desired Answer Purpose as described in “Configuring Answer Purposes”
in the Oracle Knowledge Intelligent Search Application Development Guide.
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Managing Users

You can use the user management facility to define users, security roles, and user groups to control user
access to:

» Management Console administration and content functions

« Information Manager content published within web applications

Information Manager users are defined for your application by a set of basic user properties, such as user
name, password, and email address, as well as optional properties that you can define for your repository as
described in “Defining Custom User Information Properties” on page 69. You can define custom user
properties to collect required and optional user profile information for your application.

You can define separate sets of users for the Management Console and for the web applications that
Information Manager supports.

Information Manager users are assigned one or more security roles. Security roles are groups of content
management and content access privileges that you define for classes of users who have similar access
requirements. Security roles specify how these users can access and interact with information objects in the
Management Console, and with published content. You can define any number of security roles, and you can
assign multiple roles to a single user.

You manage content access for your application by:
 Defining security roles as described in “Managing Security Roles” on page 113

» Defining Management Console users (based on the optional schema defined for your repository) as
described in “Defining Management Console Users” on page 124 and optional web users as described in
“Defining Web Users” on page 128.

» Assigning security roles to the users that you have defined as described in “Specifying Management
Console User Properties” on page 125 and “Specifying Web User Properties” on page 129.

You can also assign users to defined User Groups and Work Teams as described in “Defining User Groups”
on page 123 and “Defining Work Teams” on page 135.

User groups restrict access to specified content. For example, you could define a management (MGMT) user
group, and designate sensitive content at the content record level so that it can be accessed only by members
of the MGMT user group.

Work teams associate designated content with a specified set of Management Console users, enabling you to
segregate content management functions without creating a separate repository view.

Important! You cannot delete Information Manager users; however, you can configure user’s security to
disable access to Information Manager content and administrative functions.
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User Groups, Security Roles and Views

Each Information Manager user can belong to one or more user groups and have one or more security roles.

There are two types of Information Manager users:

» Web Users -- Users who can view Information Manager documents in an Information Manager client.
Web users are assigned one or more of web roles.

e Console Users -- Users who can view Information Manager documents in an Information Manager
client; view, create and modify documents in the Information Manager repository; participate in
workflows, and configure the Information Manager environment. Console users are assigned one or
more console roles and views.

Each user is assigned one or more security roles. To understand how security roles impact access to the
documents on the Information Manager client, you must first understand that user groups control what
documents can be viewed by a either a web or console user from the Information Manager client. When an
Information Manager document is created, it is assigned to one or more user groups to control which groups
of users can view the document in an Information Manager client. See “About Web Roles” on page 108 for
examples.

There are two types of Information Manager security roles:

» Web Roles -- These are containers for one or more user groups. A web user is assigned one or more
web roles to control the content that can be viewed by that user through the Information Manager client.

e Console Roles -- Assigns document access through the Information Manager client for console users in
the same manner a web role assigns document access for web users. A console role also assigns
permissions to a console user for viewing, creating and modifying content in the Information Manager
repository; participating in workflows, and configuring the Information Manager environment.

Each channel in the repository lists which user groups can view the content in that channel from an
Information Manager client. Additionally, the channel specifies security role privileges that define what
permissions (view, modify, publish, etc.) are given to which console and web roles.
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About Web Roles

The diagram below illustrates how user groups and web roles control which users can view which documents
from an Information Manager client. In this example, the Information Manager repository contains documents
that are made available to employees, customers, and the general public. Employees can access all of the
documents; customer access is restricted to the customer and public documents, and public access is
restricted to public documents. Note that the majority of users are assigned a single web role, but you can
also assign multiple web roles to a user, as shown for the CEO.

Engineer Marketing Sales

~{ Q SN%, 8 RAY,

II IT n,
Web Roles { Management Internal Customer Fublic
1 ||
User Groups { HR Employees Customers Public
e
E—
: Salari

Repository < enes Internal Customer Public
Docs Docs Docs
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About Views

Views control the types of documents a console user can view, create, and modify in the Information Manager
console. (Note that views control console user access to documents on the console and do not impact the
console user's view of documents on the Information Manager client). Views also control the documents that
can be assigned to a console user in a workflow and which user groups the console user can select when
creating a content record.

The diagram below illustrates how views control which users can view which documents on an Information
Manager console. In this example, the Information Manager repository contains documents that are made
available to Development Engineers, QA engineers, and marketing. Project Managers can view and modify
all of the documents; Development Engineer access is restricted to the developer and QA documents, and
QA Engineer access is restricted to QA documents. As for workflows, a marketing document cannot be
assigned to a QA or development engineer in a workflow.

Project
Engineers Managers Support
s { @@@ QQ,
) L
~

=
Engineering
Repository <,
Developer
Docs
e
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Subviews

Views can be organized hierarchically. The example shown below has one main view, Knowledgebase, with
subviews, and each subview has subviews of its own. In this example, documents assigned to the Information
Manager view can be accessed only by console users who have been given either an IM, Engineering, or
Knowledgebase view. Documents assigned to an Engineering view can be accessed only by console users
who have been given either an Engineering or Knowledgebase view. And documents assigned to a
Knowledgebase view are the most restricted in that they can be accessed only by console users who have
been given a Knowledgebase view.

Repository YWiew Selecton

=
I KnowledgeRaze
Ernginesring

D Analytics

— DIM

D Innovation

D Language
(N QA
O Search

D Tech Pubs
D I

= [ General
— D Hurman Resources
—= 1 Managerment
— [ Marketing

(N Product Management
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About Console Roles

Console roles control the level of management access a user has to Information Manager; the general
authoring abilities the user has on a particular channel, and what tasks the user can perform in a workflow.
Console roles also list one or more user groups to determine what the console user can see in the web client
in the same manner as web roles provide web client access to web users. (Again, user groups only impact
access to documents through the Information Manager client. Document access through the Information
Manager console is controlled by views.)

Users
Console Roles { Site Admin Author Reviewer Publisher General
Information
Management All Privileges Mone None None None
Administration
Repository i, Assign tasks Assign tasks
All Privileges Enable INBOX
Management nvileg Enable INBOX | Enable INBOX None
User & Security | Privileges Mane MNone MNone MNone
Management
Content . ' . . .
Management All Privileges | View Content | View Content | View Content | View Content
Channel N View, Modify, | View, Modify, I'-.newr.t "‘;Oi'?h vi
Privileges All Privileges and Import and Import mport, Publis iew
and Delete
Workflow o . .
Approval Steps | All Privileges Author Review Publish Mone
HR Employees Employees Employees Employees
Employees Customers Customers Customers Customers
e Customers | Public Public Public Public
Public
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DEFAULT SECURITY ROLES AND USERS

Example: Widgets Inc. Users

This section walks through some examples on how you might configure the security roles and views for some
different types of users. In this example, we have six users of the Widgets Inc. knowledgebase:

» John Garson is a Senior Mechanical Engineer who needs permission to search the knowledgebase for
all technical documents, both internal and public. John also needs to be able to author, edit, and review
documents related to technical and support topics.

» Jane Seymore is a Support Engineer who needs permission to search the knowledgebase for
all technical documents, both internal and public. Jane needs to be able to author and edit documents
related to support. She also serves as the editor of the knowledgebase and is responsible for reviewing
and publishing content.

» Bob Bruger is the Information Technology manager and is responsible for installing, configuring, and
maintaining all systems, Including the Oracle Knowledge Information Manager.

« Tammy Temble is the Product Manager who needs permission to search the knowledgebase for
marketing and sales documents, as well as technical engineering and QA documents.

» Ron Fruberg is an existing customer who needs permission to search the knowledgebase for
documents made visible to both customers and the general public.

» Sara Beeman is a prospective customer who needs permission to search the knowledgebase for
documents made visible to the general public.

Using the Console Roles, Web Roles, and Views described above, the users of the Widgets Inc.
knowledgebase would be assigned the following permissions.

John Garson |Jane Seymore| Bob Bruger Tammy Temble | Ron Fruberg | Sara Beeman
Console Author Author Site Admin Author NA NA
Roles Reviewer Reviewer
Publisher
Web Role |NA NA NA NA Customer Public
Public

Views Development Support Knowledgebase | Development NA NA

Quality Assurance Quality Assurance

Support Marketing

Default Security Roles and Users

When you install and configure Information Manager, the installation process creates a base administrative
repository, named SYSTEM. The SYSTEM repository includes the following user definitions:

User Name Name (First, Last) | Security Role
SUPER Super Admin Super Admin
SUPPORT Super Support Super Support

The Super Admin and Super Support roles can view multiple repositories. The Super Admin role can create
Super Support users. The Super Support role cannot create Super Support users.
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Information Manager also creates a Default Administration Role in each application repository as part of the
application repository definition process.

Managing Security Roles

As described in “User Groups, Security Roles and Views” on page 107, Information Manager provides
security for the various administration and content management functions based on defined security roles.
Information Manager is installed with default security roles as described in “Default Security Roles and Users”
on page 112; users having the appropriate privileges can create additional security roles as required.

You define a security role as a set of privileges that apply to the various Information Manager-related
functions, including:

 Application and repository management
» User and security management
» Content management

» Workflow steps

Collaboration and e-Marketing management
» Business process management

For each functional area, you specify the level of access, such as view, add, and modify.

For example, in order to work with user accounts, a user must be assigned to a security role that has the
collected user account privileges (Manage Users) or one or more individual user account privileges (Delete,
Modify, Restore, or View).

Note: All users can view their own user information using the My Account option in the upper right portion
of the navigation area.

You can define any number of security roles, and you can assign users to multiple roles.
You implement Management Console security roles by:
 Defining security roles as described in “Managing Security Roles” on page 113.

» Assigning users to the roles that you define as described in “Defining Management Console Users” on
page 124.
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Defining Security Roles

To define a security role:

1 Select Users from the navigation area

J & u@rs L

The Management Console displays the User and Security Management page:

2 Select Add under Console
The Management Console displays the Security Roles Properties page.

Security Role Froperties

feole Informma tion

Pl Wane®

Reference Koy

Elect Information Manager Adminisration Activities

The Security Role Properties page is divided into the following sets of security properties:
 Basic role and repository properties as described in “Specifying Basic Role Properties” on page 114.

» Server administration privileges as described in “Specifying Information Manager Server Administration
Privileges” on page 115.

» Repository management privileges as described in “Specifying Repository Management Privileges” on
page 115.

» User and security privileges as described in “Specifying User and Security Privileges” on page 118.

» Content management privileges as described in “Specifying Content Management Privileges” on
page 120.

» Collaboration privileges as described in “Specifying Feedback Privileges” on page 123.

Specifying Basic Role Properties

You specify basic role properties using the settings in the Role Information section of the Security Roles
Properties page:

Role Information
Role MName*

Reference Key*

» Specify the following properties:

Property Description
Role Name Specify the name of the security role, for example Content Editor.
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Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
Reference Key page 52 for more information on reference keys.

Specifying Information Manager Server Administration Privileges

You specify administration privileges for the Information Manager server and application using the following
settings on the Security Roles Properties page:

Select Information Manager Administration Activities

D Manage Analytics Configuration Settings

=l D Manage Application Parameters

DDEIete Configuration Parameter

D Modify Configuration Parameter

D‘Jiew Configuration Parametears
=] Manage Data

DDEIetE Channel Data

DDEIete Farm Data

l:! Delete User Data

!:I Import Channel Data

I:l Import Form Data

D Import User Data

» Select the Manage Analytics Configuration Settings option to grant all Analytics configuration
privileges that allow users to configure, modify, and delete Analytics settings.

» Select the Manage Application Parameters option to grant all application privileges, or to specify
individual privileges that allow users to delete, modify, and view configuration parameters.

» Select the Manage Data option to grant all channel data privileges, or specify individual privileges to
allow users to:

- delete channel, form, and user data
- import channel, editor group, form, and user data

Specifying Repository Management Privileges

The Repository Management area of the Security Role Properties page provides parameters to:

» Manage repositories, as described in “Specifying Application Repository Management Privileges” on
page 116.

* Manage content categories, as described in “Specifying Content Category Management Privileges” on
page 116.

» Manage views, as described in “Specifying View Management Privileges” on page 117.

» Manage tasks, as described in “Specifying Task Management Privileges” on page 117

» Manage channels, as described in “Specifying Channel Management Privileges” on page 117.
» Manage counters, as described in “Specifying Counter Management Privileges” on page 118
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» Manage workflows, as described in “Specifying Workflow Management Privileges” on page 118
» Manage data lists, as described in “Specifying Data List Management Privileges” on page 118.

Specifying Application Repository Management Privileges

You specify application repository management privileges using the following settings on the Security Roles
Properties page:

Select Repository Management Activities

(I Manage Categories

O Manage Channels

D Manage Counters

r Manage Data Lists

r Manage Tasks

r Manage Tokens

O Manage Workflow

QD Manage Repositories
(I Madify Repasitary
D View Repositories

D Manage VWiews

» Select the Manage Repaositories option to grant all repository privileges, or specify individual privileges
to allow users to create, delete, modify, and view repositories.

Specifying Content Category Management Privileges

You specify content category management privileges using the following settings on the Security Roles
Properties page:

Select Repository Management Activities

E}D Manage Categories
D Celete Repository Category
( Modify Repository Category
D‘Jiew Repository Category

» Select the Manage Categories option to grant all content category privileges, or specify individual
privileges to allow users to delete, modify, and view category definitions.
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Specifying View Management Privileges

You specify repository view management privileges using the settings on the Security Roles Properties page:

EEI_ Manage Wiews
( Delete Repositary View
O Madify Repasitary Views
I_ Wiew Repository Wiews

» Select the Manage Views option to grant all view privileges, or specify individual privileges to allow
users to add, delete, modify, and view repository view definitions.

Specifying Task Management Privileges

You specify task management privileges using the following settings on the Security Roles Properties page:

E}I- Manage Tasks
r Allow Users to Ignore Tasks
I_ Aszsign Taszks to Current User
O Aszign Tasks to Others
r Enable Inbox

» Select the Manage Tasks option to grant all task privileges, or specify individual privileges to allow users
to view the task Inbox and ignore and assign tasks.

Specifying Channel Management Privileges

You specify channel management privileges using the following settings on the Security Roles Properties
page:

EEI_ Manage Channels

elete Repository Channel Stylesheets
[ belete Repasitary Channel Stylesheet
O Delete Repaository Channels

Modity Repository Channel Scherma

[ tadie hannel 5ch
O Modify Repaository Channel Stylesheets
r Modify Repository Channels

iew Repository Channels
I-‘-.-" R it Zh |

» Select the Manage Channels option to grant all channel privileges, or specify individual privileges to

allow users to delete, modify, and view channels, channel queries, channel schema, and associated XSL
stylesheets. See Chapter 4, Working with Content Channels for more information.
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Specifying Counter Management Privileges

You specify custom repository metrics privileges using the following settings on the Security Roles Properties
page:

EEI_ Manage Counters
I_ Celete Custorn Counters
] Modify Custorn Counters
I-‘Jiew Customn Counters
» Select the Manage Counters option to grant all counter privileges, or specify individual privileges to

allow users to view, modify, and delete counters to record custom repository metrics as described in
“Defining Custom Metrics for a Repository” on page 63.

Specifying Workflow Management Privileges

You specify workflow process management privileges using the following settings on the Security Roles
Properties page:

;E}I_ Manage Workflaw
(I Celete Repository Channel Workflow
r Madify Repository Channel Workflow
I_‘Jiew Repositary Channel Waorkflow

» Select the Manage Workflow option to grant all workflow privileges, or specify individual privileges to
allow users to delete, modify, and view workflow process definitions

Specifying Data List Management Privileges

You specify data list management privileges using the following settings on the Security Roles Properties
page:

E‘,EI- Manage Data Lists
- Delete Data Lists
(I Modify Data Lists
I_ View Data Lists

» Select the Manage Data Lists option to specify that all data list privileges are available to users having
this role, or specify individual privileges to allow users to delete, modify, and view data list definitions.
See “Defining Data Lists” on page 64 for more information.

Specifying User and Security Privileges

You specify user and security privileges using the following settings on the Security Roles Properties page:
» Manage user groups as described in “Specifying User Group Privileges” on page 119
» Manage user roles as described in “Specifying Role Privileges” on page 119
» Manage users as described in “Specifying User Privileges” on page 120
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Specifying User Group Privileges

You specify user group management privileges using the following settings on the Security Roles Properties
page:

Select User & Security Management Activities

O Manage Roles
EED Manage Uzer Groups
] Delete User Groups
O Madify Uzser Groups
D Wiew User Groups
(I Manage zers
» Select the Manage User Groups option to specify that all user group management privileges are

available to users having this role, or specify individual privileges to allow users to delete, modify, and
view user group definitions. See “Defining User Groups” on page 123 for more information.

Specifying Role Privileges

You specify web and security role privileges using the following settings on the Security Roles Properties

page:
Select User & Security Management Activities

E}D Manage Raoles
r Delete Sacurity Roles
I Delete Web Roles
( Modify Security Roles
r Modify Web Roles
D‘Jiew Security Rales
D‘Jiew Web Roles

D Manage Uzer Groups

r Manage Users

» Select the Manage Roles option to specify that all role privileges are available to users having this role,
or specify individual privileges to allow users to delete, modify, and view security and web role
definitions. See “Defining Management Console Users” on page 124 and “Defining Web Users” on
page 128 for more information.
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Specifying User Privileges
You specify web and security role privileges using the following settings on the Security Roles Properties
page:

Select User & Security Management Activibies

] Manage Roles
D Manage User SGroups
E}D Manage Usears
O Delete Users
- Delete Web Users
O Madify Users
(I Modify web Uszsers
D Wigw Uzers
O Wiew Web Users

» Select the Manage Users option to specify that all user management privileges are available to users
having this role, or specify individual privileges to allow users to delete, modify, restore, and view web

and console user definitions.

Assigning User Groups to Security Roles
You assign user groups to a security role using the Select User Groups section of the Security Roles
Properties page, which lists all defined user groups.

When you assign user groups to a security role, all users assigned having that role will be members of the
assigned user groups. See “Defining User Groups” on page 123 for more information.

Select User Groups

I_ Manager
[T Technical staff

» Select the desired user groups for the security role

Specifying Content Management Privileges

You specify access to content using the Content Management section of the Security Role Properties page.
The content management activities specified for a role determine which content menu options will be

displayed.
To make the top-level Content menu available to a role, specify the Manage Content and View Content Menu
properties.
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Select Content Management Activities

=] Manage Content

D Delete Content Discussion
DG'DIJE' Search and Replace

D Maodify Content Discussion
D View Content

DView Content Discussion

» Select the Manage Content option to specify that all content management privileges are available to
users having this role, or specify individual privileges to allow users to delete, modify, translate, view
content records, view content discussion (message board) records, and use the Global Find and
Replace feature.

Specifying Channel Privileges

You specify channel privileges using the Repository Channel Privileges section of the Security Role
Properties page. The channel privileges section lists each channel currently defined within the repository.

Select Repository Channel Privileges

=) FAQ

» Select the appropriate options for each channel:

E] View

E]TranEIate

[Tl publish

DMDdiF',I

DMEEtEF Publish

El Manage Rating Analysis Tasks
E' Manage Content Review Tasks
Dlmpnrt

E]Delete History

E].Delete

|j Batch View Update

|:| Batch Category Update

Privilege Description
View Allows the user to view the channel in the Content menu.
Allows the user to create translated versions of content records in this channel for the
locales specified in their user profiles.
Note: The Translate option of the Content Preview page will display only to authorized
Translate users.
Publish Allows a user to publish or unpublish a document for locales available to the user.
Modify Allows the user to access the Add option in the Content menu.

Master Publish

Allows a user to publish or unpublish all locales of a document.
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Privilege (Continued)

Description (Continued)

Manage Rating
Analysis Tasks

Allows the user to create and manage rating forms, as described in “Creating Rating
Forms” on page 170.

Manage Content
Review Tasks

Allows the user to create and manage content review tasks.

Import

Allows the user to import data into the channel. You must also specify the View Data
Menu privilege for users having the Import privilege.

Delete History

Allows the user to remove content history records.

Delete

Allows the user to delete content records from the channel.

Batch View Update

Allows the user to update the views associated with multiple content records, as
described in “Batch Operations on Multiple Records” in the Oracle Knowledge Informa-
tion Manager Content Authoring Guide.

Batch Category
Update

Allows the user to update the categories associated with multiple content records, as
described in “Batch Operations on Multiple Records” in the Oracle Knowledge Informa-
tion Manager Content Authoring Guide.

Specifying Workflow Step Privileges

You specify workflow step privileges using the Workflow Approval Step section of the Security Role Properties
page. The workflow approval section lists each channel within the repository that has defined workflow steps.

You can assign each step to one or more security roles. The repository view determines if the user is
authorized to perform the workflow step for the selected repository view.

Select Repository Workflow Approwval Steps

Glossary WF

[ Glaszary Edit r Gloszary Approval

Release Mote WF

[ kel Hote Edit [ Rel Hote Approval

Tech Bulletin WF

[ Tech eul Edit [ Tech Bul SME Review [ Tach Bul Publication Review [ Tech Bul Approval

Important! When you add a workflow process or a step within a process to a channel definition, you must
manually update all security roles that will use the new step.
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Specifying Feedback Privileges

You specify feedback and collaboration privileges using the Collaboration and Feedback section of the
Security Role Properties page.

Select Collaboration & e-Marketing Activities

O Manage Channel Alers

I- Marnage Dizcuszion Boards
I_ Manage Forms

O Manage Mewsletters

I- Manage Ratings

I_ Manage Recormnmendations

» Select the Manage Channel Alerts option to specify that all channel alert management privileges are
available to users having this role, or specify individual privileges to allow users to delete, modify, send,
and view channel alerts

» Select the Manage Discussion Boards option to specify that all discussion board record management
privileges are available to users having this role, or specify individual privileges to allow users to delete,
moderate, modify, and view discussion board topics and messages

» Select the Manage Forms option to specify that all management privileges for forms are available to
users having this role, or specify individual privileges to allow users to delete, modify, and view form
definitions

» Select the Manage Newsletters option to specify that all newsletter management privileges are
available to users having this role, or specify individual privileges to allow users to delete, modify, send,
and view newsletters

» Select the Manage Ratings option to specify that all management privileges for user ratings are
available to users having this role, or specify individual privileges to allow users to delete, modify,
publish, and view ratings definitions

» Select the Manage Recommendations option to specify that all management privileges for content
recommendations are available to users having this role, or specify individual privileges to allow users to
delete, modify, and view content recommendations

Defining User Groups
You can define user groups within the Information Manager to restrict access to specified content to members
of the user group.

For example, you could define a Management (MGMT) user group, and designate sensitive content at the
content record level so that it can be accessed only by members of the MGMT user group.

Note: User groups are primarily intended to restrict end-user access to content, for example, by defining
"members only" content; however, you can define user groups to restrict access to content within the
Management Console as well.

You implement user groups by:
 Defining one or more user groups as described below
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» Specifying one or more user groups within security role and web role definitions as described in
“Managing Security Roles” on page 113.

To define a user group:

» Select Add under User Groups:
Note: You can use the List option to list existing user groups. |

The Management Console displays the User Group Properties page:

User Group Properties

Group Name*

Reference Key*

Save User Group Propertes |:]

Cancel |:]

* Required fisld

» Specify the following parameters to define a user group

Group Name ‘ Specify a name for the user group.

Reference Key

Specify a reference key. See “A Note On Reference Keys” on page 52 for
more information.

Defining Management Console Users

You define Management Console users by specifying:
» User identification properties, such as name, ID, password, and email
* One or more security roles

for each user. See “Managing Security Roles” on page 113 for information on security roles.
To define a Management Console user:

1 Select Users from the Management Console navigation area

J 1o} uigrs L

The Management Console displays the User and Security Management page:

2 Select Add under Console Users
The Management Console displays the Management Console User Properties page.

3 Specify the user properties as described in “Specifying Management Console User Properties” on
page 125.
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Specifying Management Console User Properties

You define Management Console users by specifying the following properties:

Management Console User Properties

Account Information

First Name™*

Last Name™*

User ID*

Password*

Verify Password™®
Email*

Alias

Public Profile Options

D Display Mame
D Display Email

User Image

| Browse_

Default Locale®

-- Select -- El

Select Content Locales *

(15}
]

udi Ar
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Default View

-- Select -- El

Reporting Group
-- Select -- El
Account Status
@ active

B Inactive

Reputation Points

Security Roles

DCRL

D Default Administration Role
D Default User Raole

Tasks Notifications

DEnahIe email notifications for tasks I can perform
DEnahIe email notifications for tasks assigned to me
Auto-subscribe options

D Subscribe to topics I create.

D Subscribe to topics I reply to.

Send subscription notifications

) bon't send emails

@ Immediately (default)
) once per day

Every other day

) once per week

Field Description

First Name Enter the user's first name, for example John.
Last Name Enter the user's last name, for example Smith.
User ID Specify a user ID, for example JSmith.

Note: The Management Console lists the user in the format
last name, first name (user_ ID),

for example: Smith, John (JSmith)
Password Specify a password for the user ID.

Note: The Information Manager password policy as described in “Setting the
Password Policy” on page 266 determines the character length and strength
requirements for valid passwords. The default password policy is described in “The
Default Password Policy” on page 267.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



127

DEFINING MANAGEMENT CONSOLE USERS

Field

Description

Verify Password

Re-enter the specified password for verification purposes.

Email

Enter the user's email address.

Alias

Enter a “nickname” for the user to be used in discussion boards instead of the user's full
name (default is the user's username).

Public Profile Options

Specify whether to hide the user’s email and name in InfoCenter or other places where
user information is displayed.

User Image

Provide an image to represent the user in InfoCenter or the Management Console.
Note: InfoCenter provides its own set of images the users can choose from.

Default Locale

Select the default locale for this user. The list of supported locales is determined by the
repository definition.

Select Content Locales

Select the locales in which this user is authorized to create and edit content.

Note: Users can view documents in any locale; however, they can create and edit
documents only in the locales defined in their user profile.

Default View

Select the default view. Available views include the base repository and any other views
defined within the base repository. The default view is used when there are multiple
views in a repository. If the user is assigned to one of more views, the default view is the
view that is used if one is not specified in the IM tag library. See “Defining Repository
Views” on page 58 for more information.

Account Status

Specify whether this user will be active or inactive. See “Viewing and Managing User
Status” on page 134 for more information.

Reputation Points

Enter the base number of points assigned to a user. Usually these points are initially
established by the administrator when the user is created, and the reputation model
then updates the user totals. Users can only view their own points.

Views

Select the views to enable for this user. See “About Views” on page 109 for more infor-
mation.

Categories

Select all content categories that this user should be considered knowledgeable about
or eligible for.

Note: If there are more than 100 categories, you will see a search box you can use to
locate a subset of the categories.

When category task filtering is active for the repository as described in “Specifying
Repository Properties” on page 51, the Inbox will display content tasks on the basis of
the user's specified categories. The user must have all of the same (or parent) catego-
ries as the document.

Teams

Specify any work teams to which the user belongs. Assigning a user to a work team
simplifies task assignment by limiting the list of available people to those belonging to a
selected work team. You cannot assign tasks directly to a work team.

Note: If there are more than 100 work teams, you will see a search box you can use to
locate a subset of the work teams.

Reporting Group

Specify an optional reporting group for use within Analytics reports. You define Report-
ing Groups to group users having similar roles and responsibilities, such as Call Center
Agent, Web Self Service User, etc. Analytics uses reporting groups to filter users within
reports; reporting groups do not control users’ access to content.

Security Roles

Select all applicable security roles to which you want to assign this user. See “Managing
Security Roles” on page 113 for more information.

Note: When assigning security roles, you can assign only the roles to which you (the
current user) have access.
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Field

Description

Select Forms for Email
Notifications

Select any forms for which the user should receive email notifications with the form data
any time a form is completed on the web application.

Task Notifications

Select the appropriate notification options for tasks generated by the application. Spec-
ify to notify this user:

« about all tasks that the user has privileges to perform
 about tasks explicitly assigned to this user

Auto-subscribe options

Select these options to automatically generate subscriptions to discussion board topics
and postings that the user creates or responds to.

Send subscription
notifications

Use these options to specify how often the user receives email notifications for their
subscriptions.

Defining Web Users

You define web application users by specifying:

» User identification properties, such as name, ID, password, and email

» One or more security roles

for each user. See “Managing Security Roles” on page 113 for information on defining security roles.

To define a web user:

1 Select Users from the Management Console navigation area:

J ;‘E Users
O

L

The Management Console displays the User and Security Management page:

2 Select the Add option under Web Users
The Management Console displays the Web User Properties page.

3 Specify the user properties as described in “Specifying Web User Properties” on page 129.
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Specifying Web User Properties

To define a web user, specify the following user properties:

Web User Properties

Account Information

First Name™*

Last Name*

User ID*

Password*

Verify Password*
Email*

Alias

Public Profile Options

D Display Mame
D Display Email

User Image

| Browse_
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Default Locale®

-- Select -- El

Default View

-- Select -- El

Reporting Group
-- Select -- El

Reputation Points

Security Roles

D Default User Raole

Auto-subscribe options

D Subscribe to topics I create.
D Subscribe to topics I reply to.

Send subscription notifications

! Don't send emails

@ Immediately (default)
) Once per day

) Every other day

) Once per week

Note: If your Information Manager administrator has defined additional custom user properties, the
Management Console displays those properties as fields on the Management Console User Properties
page. See “Defining Custom User Information Properties” on page 69 for more information.

Property Description
First Name Enter the user's first name, for example John.
Last Name Enter the user's last name, for example Smith.

Specify a user ID, for example JSmith.

Note: The Management Console will list the user in the format

last name, first name (user ID), for example:
User ID Smith, John (JSmith)

Specify a password for the user ID.

Note: The Information Manager password policy as described in “Setting
the Password Policy” on page 266 determines the character length and
strength requirements for valid passwords. The default password policy is

Password described in “The Default Password Policy” on page 267.
Verify Password Re-enter the specified password for verification purposes.
Email Enter the user's email address.
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Enter a “nickname” for the user to be used in discussion boards instead of
Alias the user's full name (default is the user's username).

Specify whether to hide the user’s email and name in InfoCenter or other
Public Profile Options |places where user information is displayed.

Provide an image to represent the user in InfoCenter or the Management

Console.

Note: InfoCenter also provides its own set of images that users

User Image can choose from.

Select the default locale for this user. The list of available locales is deter-
Default Locale mined by the repository definition.

Select the default view. Available views include the base repository and any
Default View other views defined within the repository.

Specify an optional reporting group for use within Analytics reports. You

define Reporting Groups to group users having similar roles and responsi-

bilities, such as Call Center Agent, Web Self Service User, etc. Analytics

uses reporting groups to filter users within reports; reporting groups do not
Reporting Group control users’ access to content.

Specify whether this user will be active or inactive. See “Viewing and Man-
Reputation Points aging User Status” on page 134 for more information.

Select a defined security role to which you want to assign this user. See

“Managing Security Roles” on page 113 for more information.

Note: You can assign only the security roles to which you have
Security Roles access.
Auto-subscribe Select these options to automatically generate subscriptions to discussion
options board topics and postings that the user creates or responds to.
Send subscription Use these options to specify how often the user receives email notifications
notifications for their subscriptions.
Defining Web Roles

Information Manager enables you to specify security roles that apply to the end-users of the web site. Web
roles restrict the content that site users have access to. You can define any number of web roles, and you can

assign users to multiple roles.

Note: Defined web roles will also display in the Security Roles heading when you define or modify user
profiles on the Management Console User Properties page.

You implement Management Console web roles by:

 Defining web roles as described below

» Assigning web users to the roles that you define as described in “Defining Web Users” on page 128.

To define a web role:
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1 Select Add under Web Roles
The Management Console displays the Web Role Properties page:

Web Role Properties

Fole Mame *

Reference Eay*

Select User Groups

I‘ Inkermal Only

I- Fartnar
O public
Save Role Properties [
Canecel [
2 Specify the following parameters:
Parameter Description
Role Name Specify a name for this web role.
Reference Key Specify a reference key as described in “A Note On Reference Keys” on page 52.

Select the desired user groups (as defined for your installation) for the web role.

Note: If there are more than 100 user groups, you will see a search box you can use
to locate a subset of the user groups.

When you assign user groups to a web role, all users assigned having that role will be
members of the assigned user groups. See “Defining User Groups” on page 123 for
more information.

Another way to assign user groups to a console user is by means of a view, as
described in “Defining Repository Views” on page 58. The user groups available to a
console user is the combination of those specified in both the views and console roles
User Groups that are assigned to the console user.

Displaying User Information

You can display information about Management Console or web users by:
 Using the List option to locate users
 Selecting individual users from the list to display details

Note: You can also use the Find function to locate users as described in “Finding Users” on page 134.

To display a list of users:
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1 Select List under the Console Users or Web Users menu item, for example:

The Management Console displays the Management Console Users page, which lists all of the
Management Console users defined in the current repository. The Management Console creates
multiple pages if necessary to accommodate as many users as are defined in the system.

Management Console Users

Users (5)

User Name User ID Status
1. i Adrninistrator, IMDoc Crocadmin Active change Status [37] Delete (3]
-3 * Erown, Becky EBrown Ackive thange Status (33) Delete (37)
3. * Cohen, Cynthis <Cohen Active thange Status (3] Delete (3]
4, * Fontrneister, Frida FFontrneister Active thange Status (3] Delete (3
s. * Srnith, Sam SSmith Active thange Status (3] Delete (3

Add Management Consola User (37)

Select a user from the list to display detailed information. The User Properties page displays as
described in “Specifying Management Console User Properties” on page 125.

or

Select the Change Status option to change a user's status as described in “Viewing and Managing
User Status” on page 134.

Note: The Information Manager maintains detailed information about deleted users in the content history
and version history pages.
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Viewing and Managing User Status

You can view and change the status of individual users defined for your repository. The Management Console
indicates whether users are currently active or inactive.

Active status indicates that the user is able to log in and perform all of their
Active allowed functions.

Inactive status indicates that:
< an administrator has suspended the user for some reason, or

« the user tried to log in in error more than three times
Inactive users are not able to log onto the Management Console until a sys-
tem administrator resets their status. The Information Manager notifies a
Inactive system administrator when a user becomes inactive.

To change the status for a user:
» Select the Change Status option for a selected user

BBrown Active Changp Status (7]

CCohen Active Change Status [33)

The Management Console changes the user's status:

2. h Brown, Becky BBrown Inactive
3. * Cohen, Cynthiz CCohen Active

Finding Users

You can locate individual users or groups of users by name and user ID using the Find option.
To locate users:

1 Select the Find option under Web Users or Management Console Users
The Management Console displays the Find Users page:

Find Users

Search Specific Criteria

First Hame
Last Mame

User ID

Email Address
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2 Enter one or more of the following search parameters:

Search Field Description

Enter a complete first name or an abbreviation, such as the first one or two
First Name characters.

Enter a complete first name or an abbreviation, such as the first one or two
Last Name characters.
User ID Enter a User ID or an abbreviation, such as the first one or two characters.
Email Address Enter a complete email address.

You can restrict the search results by specifying:
* The users' default locale
 Additional locales for which the users are authorized
» That the users are assigned to any or all of the selected security roles

Defining Work Teams

You can create and manage Work Teams to group task assignment and reporting by teams. Work Teams are
hierarchical, which lets you roll up reporting from teams to entire organizations. Users can be members of
multiple work teams.

When you define a team hierarchy, users can assign tasks only to members of the work teams to which they
belong, which simplifies the task assignment process (users will not see a drop down list of all users in the
system when they assign tasks).

You implement work teams by:

» Logging into Information Manager as a super user and select the SYSTEM repository, as described in
Logging on as the Super User.

» Switching from the System repository to the application repository to contain the work team
» Defining one or more work teams as described below
» Adding team members, as described in “Managing Work Team Members” on page 137.

 Specifying one or more work teams within security role and web role definitions, as described in
“Managing Security Roles” on page 113.

To define a work team:
1 Select Add under Work Teams :

Note: You can use the List option to list existing work teams.
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The Management Console displays the Add Team page

Add Team

Tian Marme®

Feference Koy ®

Sava (1)
tancel (2]

2 Specify the following parameters to define an editor group

Team Name ‘ Specify a name for the work team.

Reference Key Specify a reference key. See “A Note On Reference Keys” on page 52 for
more information.

Defining Work Team Sub-teams

You can define work team sub-teams to further refine task assignment and reporting by teams within your
organization. Work team sub-teams are branches that you can define as children of an existing work teams to
sort users within the team. You can assign users and content channels to any branch of a work team; any
branches below the assigned team will also be assigned.

To define work team sub-teams:

1 Select List under Work Teams:
The Management Console displays the Team Management page.

Team Management

Teams (4]
Team Mame Members Actions
1. [0 Email Suppost 3 Add Sub-teanns |2 sMembers |22
2. O Maotor Team 4 iewr Sub-te s (5] Audd Sub-te s (2] sembers (7]
3. [0 phons Susger 7 Audd Sub -tsanns (5 Mombers [
4 O supsrUser a Al Subs -t s [ shrmibers )

Salast Al Ungalach all
Add Team (55)

pelete telected Teams (0]
Bone (32]

2 Select the check box for the teams to which you want to add sub-teams, then select the Add Sub-
teams option:
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The Management Console displays the Add Team page:

Add Team

T darvu M ®

Raforence Key®

Sawa [
Cancel (2]

3 Specify the properties for the sub-group, or branch as follows:

Team Name ‘ Specify a name for the sub-team.

Reference Key Specify a reference key. See “A Note On Reference Keys” on page 52 for
more information.

Managing Work Team Members

The Team Members page lists team members for the current work team. Use the Team Members page to
view details for a team member, edit member user properties, add team members, or remove members from
a team.

Team Members
Techniwal Publicatiomns Mermbers [3)
Member Mame Email UsinF Ll
1. [ 2ee Admin sear albnght@inguirs.com Leyel 1
z0 [ 2es contribuber contributar@inguira. s Lewel 1
3 [0 loe Legal lagal@inguira. com Laugl 0

Salact All Unsaled all

Adad Mambsrs _:
Rornowve Selected sembare [0

Do [

To view or edit properties for a team member:

» Click on the member name in the list

The User Properties page (either the Management Console or Web User Properties) is displayed, from where
you can view or edit user properties. Refer to the sections on “Specifying Management Console User
Properties” on page 125 or “Specifying Web User Properties” on page 129 for information on editing user
properties.

To add members to a team:
» Select the Add Members option

The Find Users Page is displayed, from where you can locate the users to add to the team. refer to the
section on “Finding Users” on page 134 for more information on using the Find Users page.

To remove members from a team:

» Select the members to remove using the checkbox next to their names.
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» Select the Remove Selected Members option and confirm the deletion at the prompt.

Creating and Managing Subscriptions

You can create and manage content subscriptions to enable end-users to subscribe to content by:

e Channel

» One or more categories within a subscribed channel

» Specific documents

e Forums

 Specific topics within forums

Subscriptions are objects within the repository, with properties, such as a hame, allowing administrators to
create, manage, and provide subscriptions to the user community. Subscriptions also expire automatically,
and users can renew or cancel subscriptions. By default, the expiration period is 90 days. See “Subscription
Expirations” on page 139 for information on how to change the expiration value.

To add a new subscription for a user:

1 Select Subscriptions from the User Properties area:
The Add Subscription page is displayed.

2 Select the type of subscription from the drop-down menu:

Select type of subscrHpton™®

iMone

Channel Subscription
Cocurnent Subscription

The fields displayed depend on whether the subscription is for channel or document.

Subscription Name

Specify the name of the subscription

Select Channel to
Subscribe to
(Channel Subscriptions)

Select the channel to which you wish to subscribe.

Available Categories
(Channel Subscriptions)

Restrict a channel subscription to only documents marked with specific
categories.

Select Channel For
Content
(Document Subscriptions)

Select the channel containing the document to which you wish to sub-
scribe.

Document ID
(Document Subscriptions)

Specify the document ID of the document to which you wish to subscribe.

In order to receive subscription notifications, the user must have a subscription notification option selected in
their User Properties page and a Send Subscription Emails batch job must be running, as described in
“Subscription Batch Jobs” on page 253. You can set the notification frequency in both the user property and in
the batch job description. The user setting overrides the batch job settings. The batch job settings may say to
send out emails immediately, but the user may elect to receive their notifications only once per day.

Note: The option to run batch jobs is determined during installation of the IM Management Console. If the
instance is not configured to run batch jobs, the ability to modify batch jobs is not available.
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Send subscrption notficaions

O bon't send emails

O Irmrediately [default)
C Once per day

O Every other day

O once per waeek

Subscription Expirations

Subscriptions expire after 90 days, by default. You can reset the subscription expiration period by navigating
to Tools > System Configure > Go to Expert Mode > SUBSCRIPTION_END_DAYS and resetting the
Parameter Value to another time period:

Application Setting Properties

Parameter Hame SUBSCRIPTION_END_DAYS

Parameter ¥Yalue*
I
DescHpton

Murnber of dayz until a subscription's end

7 Allow administratars to edit value
(I Encrypt Yalue

= Save to default value

O Save to current repository value

Configuring User Reputation Levels

Use the User Reputations page to edit the user reputation model for the current repository. You can assign
users different User Reputation levels based on the number of points a user accumulates. You can specify the

number of points required for each level, and provide user friendly names for those levels. Points are awarded
to the user for:

« Content that the user has authored
* The number of times that content that the user has authored has been viewed
e The ratings for content that the user has authored

* The number of case links for content that the user has authored

Answering discussion threads, authoring highly rated content, or having postings flagged as helpful are all
ways in which users can accumulate points. Some activities provide a multiplier, so that you can reward

points based on the weighting of a specific activity. Points can also be awarded separately for console users
and web users.
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Note: Editing SYSTEM level defaults can only be done from the SYSTEM repository with system
administrator privileges. Changes made to the reputation model from any other hierarchy affects only that

hierarchy.
To edit the User Reputation model for the current hierarchy:

1 Select the Edit Reputation Model option

The Edit Reputation page is displayed. Use the Edit Reputation page to edit the User Reputation
Levels, Content Rewards, and Discussion Board Rewards settings.

Edit Reputation

User Reputation Lavels

Lavel 0 25 Reputation Level 0
Laval 1 1949 Reputaton Lavel 1
Level 2 99 Reputation Level 2
Laval 3 94449 Raputsbon Laval 3
Level 4 49999 Reputation Level 4
Laval 5§ Q499499 Raputston Laval S

Camvtonk R ards

Activity Console Users Web Users
Leval 5 99999 Reputatson Lavel 5
Tontent Rewards
Activity Console Users Web Users
a5 Links % 10 X
Discussion Board Revards
Activity Console Users Web Users
Massage Sobved 30 30
Message Helpful 0 Z0
Discussion Board Ratng = 1 =1
Message Created o o
Topic Created 1 1

Save Reputation Propertes (7]
tancel (53]

2 Assign values for each level for the following User Reputation Level fields:

Field Description
Title A user-friendly name for the level
The number of points a user must have to belong to this
Range level
Description A description for the level
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3 Assign values for Console Users and Web Users for the following Content Reward fields:

Field Description

Content Authored The number of points to award for each content item the
user has contributed

Content Viewed The number of points to award each time a user's content is
viewed

Content Rated The multiplier to use to weight user feedback ratings for

content a user has authored

Case Links The multiplier to use to weight content a user has authored
where a case link exists

4  Assign values for each level for the following Discussion Board Rewards fields:

Field Description

Message Solved The number of points to award each time a user's message
provides a solution to an issue

Message Helpful The number of points to award each time a user's message
is helpful in providing a solution to an issue

Discussion Board Rating The multiplier to use to weight user feedback ratings for
messages a user has authored

Message Created The number of points to award each time a user adds a
message to a topic

Topic Created The number of points to award each time a user starts a
new topic

5 Select the Save Reputation Properties option to save your changes

Specifying Self-Administration for Users

You can specify which aspects of their profiles end-users will be able to manage; for example, you can specify
that certain users will be able to manage their own skills, languages, and work teams.
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Creating and Managing Workflows

You can create multi-step workflow processes to manage publishing lifecycles for each content channel in
your application. Workflow processes are sequences of steps, such as creating, editing, translating,
reviewing, and approving, that you can define to enforce specific content management procedures for your
organization.

You create workflow processes by:
» Defining a workflow as described in “Creating a new workflow” on page 144
 Defining steps within the workflow as described in “Defining Workflow Steps” on page 145

» Adding workflow step permissions to appropriate user security roles as described in “Specifying
Workflow Step Privileges” on page 122.

You implement workflow processes by assigning a workflow process to a content channel definition as
described in “Specifying Workflow Options for a Channel” on page 84.

Workflow steps and processes are stored independently of content channels; you can re-use workflow
processes by assigning the same processes to multiple channels.

Anatomy of a workflow

A workflow consists of one or more steps. Each step defines a task that is assigned to a user or team of
users. Task assignments appear in the user's Inbox in Information Manager. After the assigned
user performs a task on a document, the user can either:

» Approve the document for advancement to the next step in the workflow
» Reject the document back to the previous step
» Reassigned the task to another user or team

Each step can optionally include one or more conditions that define a particular criteria and what step to
advance to if the document meets that criteria.
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The illustration below outlines the components in a workflow.

Workflow
Steps
Step-1 Conditions
Condition-1
Condition-n >
4 Step-n Conditions ?i_
5 Condition-1 [ 2
Condition-n
Final Step

For example, the illustration below shows a workflow with three steps: author, review, and publish. The
author step includes a condition that will bypass the review step if the document is for internal use only. For
documents that make it to the review or publish step, the user assigned to the task can reject the document
back to the review or author steps.

Publish Workflow

Steps
— Author Conditions
" Internal Only
i Review  Conditions 4
o= g
Publish
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Creating a new workflow

Plan your workflow in advance. Think about the steps each document is to follow from creation to published.
To create a workflow:

1 Select Repository from the navigation area:
J < Repository L

2 Select List Workflow to see if any existing workflow can be used:

Tokens

Add | List

Workflows
Add | List
Custels' Metrics
This brings up the Workflow Management page:

If no existing workflow can be used, select Add Workflow. This brings up the Add Workflow page, where you
name the workflow (reference key is automatically created from the name).

3 Specify the following properties to define the workflow:

Property Description
Name Specify the name of the workflow process.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys and how they are used
within the Information Manager.

Manually publish Select this checkbox to specify that documents will require a manual pub-
documents after lishing step when the workflow completes. The default is to publish automat-
workflow completion ically as the final workflow step.

4  Select Save Workflow.
The Management Console displays the new workflow on the Workflow Management page:

| Youcan now add steps to the workflow, as described in “Defining Workflow Steps” on page 145.
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Defining Workflow Steps

You can define workflow steps for any type of content management activity. You can also define rejection
options and conditional steps as described in “Defining Conditional Workflow Steps” on page 146 and
“Defining Rejection Steps” on page 149.

To define a workflow step:

1 Select Steps on the Workflow Management page:

5. Publish Workflow Steps (2] Delete ()
6. Rewview by Funckional Expert Stehs (3]  Delete (3)

The Workflow Steps page displays any currently defined steps for the selected workflow.

Publish Workflow Workflow Steps

Worcflow Steps (2)

Step Name
1. Author Conditions (3] Delete (3
Delete ()

Add Warkflow Step (3]
j\ j Done [@

2. | Review

2 Select Add Workflow Step
The Workflow Step Properties page displays:

Workflow Step Properties

Define Step Properties

Step Mame®
|Publish |

Enable docurment editing
Enzble properties editing

Default queue tine for first notification

days

Second Motification

days

Reject S5teps=s

Select warkflow steps that this step can reject back ta,

Authoar
Reuiaw

Save Workdflow Step [33)
Cancel ()

 Specify the following workflow step properties:

Property Description
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Step Name Specify the name of the step.

Enable document editing | Specify whether to allow authorized users to edit the content of the docu-
ment when performing this step.

Enable properties editing | Specify whether to allow authorized users to edit the document properties
when performing this step.

Default queue time for Specify the time that will elapse between a record entering this step and the
first notification initial notification being sent. See “Enabling Notifications of Workflow Tasks”
on page 151 for more information on setting up task notification.

Second Notification Specify the time that will elapse between the initial notification that a record
has entered this step and the second notification.

Reject Steps Specify one or more optional workflow steps that content can be returned to
in the event that content is rejected by an authorized user as described in
“Defining Rejection Steps” on page 149.

The steps in our Publish Workflow example might look like:

Publish Workflow Workflow Steps

Workfow Steps (3)

Step Name

1. Author Conditions (53] Delete (3
2. Review Conditions (33) Delete (3
2. Publizh Dealete (37
Add Workflow Step |3
Done (53]

Note: All new steps are added to the end of the workflow and their relative locations cannot be reset.

Defining Conditional Workflow Steps

For each workflow step, you can specify one or more conditions and what step the document is to advance to
if it meets or does not meet the specified conditions. These conditions map directly to the attributes you can
set when creating or editing a document in Information Manager.

To set conditions for a step, select Conditions to the right of the step listed in the Workflow Steps page.
Condition Name -- Provide the name of the condition.
Advance to -- When the condition is triggered, the workflow advances the document to this step

if the record -- This defines the criteria under which the condition is triggered. You can trigger the condition
under one or more of the following conditions:

» Contains Any -- Document must meet a least one of the specified criterion.
» Contains All -- Document must meet all of the specified criteria.
» Does not contain Any -- Document cannot meet any of the specified criteria.

» Does not contain All -- Document cannot meet all of the specified criteria.
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For example, to advance to the Publish step if the document meets all of the specified conditions, set:

Select conditions to be true to advance to step indicated

Condition Name*

My Condition

Advance to if the record I Contains E IAII of the following

Locale Conditions -- Defines the criteria related to translation.
Document Type Equals -- The document type can be either:

* Any: Doesn't matter

* Master Document: The document in its original language

» Translated Document: The document has been translated to a language other than its original
language

Locale Conditions

Document Type Equals

Ay =

Master Docurment cales
Translated Docurment

LI Englizh

For Any Of The Selected Locales -- The document is written in the language for the selected locale.

Note: The Document Type Equals and For Any Of The Selected Locales settings are independent.
For example, if Document Type Equals is set to Translated Document and For Any Of The Selected
Locales is set to English, then the condition is met if the document is either a Translated Document
or has alocale of English.

Repository Views -- Defines a condition based on which views have been established for the document.

For example, to establish a condition for documents set for the Knowledgebase view:

Repository ¥Wiew Selecton

=
( KrnowledgeBasze
=
Engineering

General

D Hurman Fesources

D Managerent

] Marketing

I Product Managerment
[+
(I Sales

[+
D Services

D Suppork
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Category Conditions -- Defines a condition based on which categories have been established for the
document.

For example, to establish a condition for documents set with a Search category:

Category Conditions

Top Level = Product Components

Available Categories Selected Cateqories

Analetics Add (7] Product Cormmponents = Search Remove
Information Manager Add ()

ProSery Core Add ()

Sesrch Add ()

Teams -- Defines a condition based on a work team:

Teams

Top Level
Available Teams ~ Selected Teams
-- Mo records found -- -- Mo records selected at this tirme --

User Group Conditions -- Defines a condition based on which user groups have been established for the
document:

User Group Condiions

D Custormers
Internal

O Marketing
D Fartnars

( Public

D Reviewears
D Test Group

In our Publish Workflow example, we create an Internal Only condition to advance any document to the
Publish step if it is only to be accessed by users belonging to the Internal user group. The setting are shown
below. No other conditions are set.

Add Conditions
Select conditions to be true to advance to step indicated

Condition Mame*

Internal only|

Advance to |_ if the record I Does not cantain Iﬁlm,I of the following
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User Group Conditions
D Custorers
Internal

[ Marketing
D Partners

r Public

D Reviewars
D Test Group

Defining Rejection Steps

You can define rejection steps in workflow processes that contain more than two steps. Rejection steps
enable content supervisors to reject a new record or changes to an existing record.

You can specify one or more preceding steps as the rejection destination options. Content supervisors will
then have the option to choose the rejection destination from among the specified rejection steps.

You can designate one or more previous workflow steps as the rejection destination. For example, you can
specify that users having access to the publish step can reject the work back to either the create step or the
review step.
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To specify a rejection step:

1 Select or add a step that has at least one preceding workflow step:

Publish Workflow Workflow Steps

Workflow Steps (3)

Step Name

1, pAuthor Conditions (53]  Delete ()
2, Review Conditions (35) Delete
3. Publieh Delete (53]
‘{ j Add Worlkflow Step (35)
Done

The Workflow Step Properties page displays the Reject Steps heading:

Workflow Step Properties

Step Mame®
|Publish |

Enable docurnent editing
Enable properties editing

Default queue time for first notfication

days

Second Motification

days

Select workflow steps that this step can reject back to.

Authc\r
Feview

2 Select one or more preceding workflow steps as potential rejection destinations

Assigning a workflow to a channel

After creating a workflow, you can assign it to a channel by:
1 Open the REPOSITORY tab
2 Select List Channels
3 Select the channel you wish to assign the workflow to
4

Under Workflow Options, select the workflow from the pull-down menu
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5 Set the workflow options to specify attributes within a document are subject to workflow permissions
and version incrementing, as described in Specifying Workflow Options for a Channel

For example, to select the Publish Workflow for the channel so that user groups require workflow approval:

WoddfAow Options

Select Workcflow
fPublish Workflow ix]

r Categories requires workflow approval if workflow is enabled
Views requires workflow approval if workflow is enabled

Uzer Groups requires workflow appraval if workflow iz enabled
Display dates requires workflow approval if workflow is enabled

Event dates requires workflow approval if workflow iz enabled

OO0 O

Geospatial requires workflow approval if workflow iz enabled

Workflow Automation

When you assign a workflow process to a channel, each content record created in the channel must progress
through the workflow process prior to publication.

Information Manager maintains versions for each process step as decimal point values. For example, a
content record that is revised in a three-part workflow might enter the workflow process at version 2.0, and be
saved as 2.1 and 2.2 before ultimately being published as version 3.0.

As content progresses through the workflow, Information Manager creates tasks and notifies authorized users
of its status, as described in Chapter 3, Working with Tasks in the Oracle Knowledge Information Manager
Content Authoring Guide.

Enabling Notifications of Workflow Tasks

You can configure the application to notify users via email that workflow tasks are assigned or available to
them.

To enable task notifications:
1 Select Configure under Tasks & Notifications in the Tools tab
2 Select Workflow Task to open the Tasks & Notifications page for workflows.
3 Check the Enable this task type option to populate the assigned user's INBOX with workflow tasks.
4

Check the Enable email notifications for this task to enable email notifications of newly assigned
workflow tasks.

Important! The Enable this task type option must be enabled in order to assign a workflow task or to
enable any tasks or naotifications associated with the workflow task. For example, if this option is not enabled,
then the Enable email notifications for this task option is disabled, regardless of whether it is selected.
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Tasks & Notifications

Task Type ‘Workflow Tazk

Task Configuration Edit Fields

R Enable thiz tazk type.
- Enable email notifications for this task

See “Configuring Tasks and Task Notifications” on page 237 for more information on configuring and enabling
tasks.

Deleting Workflow Processes
You can delete a workflow process provided that there are no content records currently assigned to any of the

steps in the workflow. If you attempt to delete a workflow process to which content records are still assigned,
the Management Console will display an error message, and the workflow will not be deleted.

Workflow Management

Workfows
1. Policy Workflow Steps (32 Delete ()
2. Solutions Steps () DeEbe (3%)
3. Test workflow Steps (3] De (%)

Add Worldflow (33)
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Working with Feedback and
Collaboration

You can use Information Manager feedback and collaboration features to communicate with users and enable
users to communicate with your organization and with each other. Feedback and collaboration features

include:
 Discussion Forums, or message boards, as described in “Administering Discussion Boards” on page 153

» User information and content rating forms as described in “Creating and Managing User Information and
Content Rating Forms” on page 169

» Content Recommendations as described in “Creating and Managing Content Recommendations” on
page 177

The Feedback Management Page

You access feedback and collaboration features using the options on the Feedback Management page. To
access the Feedback Management page:

» Select Feedback from the navigation area:

B &';Fnz:;:lback B

The Management Console displays the Feedback Management page:

Administering Discussion Boards

You can create discussion boards to enable users to communicate with one another through threaded
messages organized under managed topics within forums.

Discussion boards provide a complete set of discussion functionality organized in the following objects:

Discussion Boards Discussion boards are the highest level object. You can define multiple dis-
cussion boards, each having different definitions, and each addressing a
distinct business need. For example, a product support discussion board
would have different business requirements, and therefore very different
property definitions, than an internal portal discussion board. Discussion
boards contain one or more forums.
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Forums Forums are containers within Discussion Boards that contain and organize
Topics by subject matter area. You can create any number of forums within
a discussion board, and you can associate forums with hierarchical cate-
gories, such as product lines.

Categories You can select repository Categories to provide a hierarchy within a dis-
cussion board, enabling administrators to assign a specific category to a
forum.

Topics Topics are the individual subjects within forums. Topics have associated
types:

« normal topics, which are simply subject matter areas related to the
parent forum

« question topics as described in “Creating and Managing Forum Topics”
on page 165, which are structured as requests for information that
answers a question or resolves an issue

Topics have associated metrics, including the number of times users

viewed the topic and its messages; you can also define rating mechanisms

for topics and related messages, for example to rate proposed solutions to

a question topic.

Messages (Posts) Messages are the individual content items that end users can read and
create, either as new messages under a topic, or as responses to existing
messages.

You can specify security options to determine who can read, post, and use additional board features as
described in “Security Options for Discussion Boards, Forums, and Topics” on page 159. You can also define
business rules to handle abuse as described in “Abuse Settings for Discussion Boards” on page 156, and
enable users to rate messages as described in “Rating Scales for Discussion Boards” on page 157.

You create and manage discussion boards and related objects as described in:
» “Creating and Managing Discussion Boards” on page 154
» “Creating and Managing Discussion Forums” on page 164
» “Creating and Managing Forum Topics” on page 165

» “Creating and Managing Discussion Messages” on page 168

Creating and Managing Discussion Boards

You create discussion boards using the Discussion Board Properties page.
To create a discussion board:

1 Select Feedback from the navigation area:

J o] F@jback L

The Management Console displays the Feedback Management page.

2 Select the Add option under Discussion Boards:
or
Select the Add Discussion Board option on the Discussion Board Management page:
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ADMINISTERING DISCUSSION BOARDS

Discussion Boards

Disoussions Eaards(3)

Selec Al Unzelect All

Discussion Board Forums Topics Messages Last Post Actions
L O peloser i E 3 04/30/2007 04:41 FM Manage Filters (2] Recompaute Statistics (35 Forim Management [32)
2 [ nowtest B ‘ & Manage Filters (5]  Recompute Stotistics (37 Forum Management [5)
3 [0 product Suppor ] 24 18 050172007 0959 AM Managa Ao (B, Racompute Statictice (5] Fastin Managarmant: (%)

Delete Selected Discussions Boards (1))

The Discussion Board Properties page displays.

General Discussion Board Properties

You define the following general properties for a discussion board:

Discussion Board Properties

General Properties

Discussion Board Name®*

Reference Key*

Property Description

Discussion Board Name*

Specify the name of the discussion board.

Reference Key*

Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on

page 52 for more information on reference keys.
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Abuse Settings for Discussion Boards

You can specify business rules to automate responses to abusive postings on a discussion board. Abuse
reporting enables a feedback mechanism within discussion board messages that authorized users can use to
report objectionable content.

Specify the following properties:

Abuse Settings

Enable Report Abusa: O Enzable @ Disable

Abuse Threshold: Perform abuse action after 100 abuse reports.
Abuse Actions

D Unpublish if abuse threshold reached

D Moderate if abuse threshold reached

D Ban author if abuse threshold reached

Ban Settings

Ban user for amount of days |30

Property Description

Enable Report Abuse Specify whether users will have the ability to report abu-
sive messages to the board administrator. You can restrict
abuse reporting privileges to selected users as described
in “Security Options for Discussion Boards, Forums, and
Topics” on page 159

Abuse Threshold Specify the number of reports that must occur in order for
the abuse actions to take effect. The default value is 100.

Abuse Actions Select one or more of the following actions to respond to
abuse:

« Unpublish: specifies that the message associated with
the abuse reports will be automatically removed from
the published site

* Moderate: specifies that the administrator will be
notified so that proper actions can be taken

« Ban author: specifies that the user account under
which the abusive post was created will be
automatically set to Inactive for the number of days
specified in the Ban Settings field.

Ban Settings Specify the number of days an banned author is to be
made inactive.
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Rating Scales for Discussion Boards

You can specify rating scales to enable users to rate topics and messages on a discussion board. Adding
ratings enables a feedback mechanism within all topics and messages on a board. You can assign separate
rating scales for topics and messages. Information Manager stores ratings data submitted for content items
for use in the Information Manager Analytics Content Feedback Report, which displays information about
end-user ratings of published content records, and in the user reputation model as described in Working with
User Metrics.

Rating Setlings

Rating for Topics

Basic Rating
Solution Rating
Test Rating

Rating Settings

Rating for Topics
Mane

Rating for Messages

................................................

Basic Rating
Saolution Rating
Test Rating

Note: You define rating scales for your application, as described in Creating and Managing Content Rating
Scales

» Specify the following properties:

Property Description
Ratings for Topics Select a rating scale to be used for rating topics.
Ratings for Messages Select a rating scale to be used for rating topics.

Topic Question Settings

You can specify the number of messages that will be allowed as responses to a questions topic. Question
topics enable the topic owner to identify answers that either solve or help to solve their question.

Topic Question Settings

Murnber of zolutions answers available [1

Murmber of partial solutions answers available 2
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Specify the following properties:

Property Description

Number of Solutions Specify the number of messages that a topic owner
can identify as the solution.

Number of Partial Solutions Specify the number of messages that a topic owner
can identify as the partial solution.

Locale Settings

You can specify the locale of the discussion board by selecting a language in the Locale Settings:

Locale Setlings
Englizh

£l Ezpafiol
] Italiano

View Selection Settings

The Views Selection determines what view a user has to be a member of to see the board in the console:

Yiews Selection
=]
D DEMO

r knowledgeBaze
I__
General

Categories for Discussion Boards, Forums, and Topics

You can select repository Categories to provide a hierarchy within a discussion board, enabling
administrators to assign specific categories to boards, forums, or topics. Users can then navigate the forums
within a discussion board to view only forums and topics specific to a selected category. You can assign a
forum to only one category.

Note: See Chapter 5, Working with Content Categories for more information on defining categories.
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To select a category for a Discussion Board, Forum, or Topic:

1 Expand the category hierarchy to display the desired category:

Top Laual| = Products

Availahle Categores Selarted Cateqnres
ArraTsorias Add (5] Producte = applications Ramawe (]
applications Add ()
Computing Hardyars Add (5]
Equiprment Add ()
[Fl jrod+iTures Add () [~

2 Select the Add option for the desired category
Note: Adding a category also includes all of its subcategories.

The Management Console updates the Selected Categories field.

Security Options for Discussion Boards, Forums, and Topics
You can restrict Discussion Board, Forum, and Topic usage, such as the ability to read, post, rate, and
recommend content by specifying privileges by:
* Owner
e User Groups
» Reputation Level

Note: See “Configuring User Reputation Levels” on page 139 for more information on using reputation
models.

The Security section of the Discussion Board, Forum, and Topic Property pages lists the following privileges
that you can permit:

Discussion Board Security

Read Post Post Topic Edit Edit Topic Rate Rate Report Manage Recommend Post Attach

Forum Message P! Message P! Message Topic Abuse Solutions Content Announcement Files
Restrict To Owner
owner =l E [} 5l
Restrict by User Groups
getomer | ® g i il i i = B @ =
Internal [ ] = Fl B Fl El il L]
Management ] 0 m = a il a B g ]
Product
e e, B = i ] B B = Z i 7] B Z
Public =l E= L I ] ] = 4] ] = ] 4]
Restrict by Reputation Level
T:S:‘tat‘m Level 3 E| None E| None E None E| None E| None E None E| None E| Level 3 E MNone E| Level 3 E|

Save Discussion Board Properties

Cancel B

To grant permission for an Owner or User Group, select the check box that corresponds to the Owner or User
Group.
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Privileges can be set on the discussion board or the forum (setting privileges on one overrides any previous
privileges settings on the other). Console users are not restricted by privileges when using the Management
Console; however, they are restricted when using the web application, InfoCenter.

To restrict permission to users that have achieved a certain reputation level, select the desired level for each
activity:

Naone A

None
Basic

Advanced
Expert
Advisory
Supreme

Restricting File Size on Discussion Board Attachments

To place a size restriction on discussion board attachments, add a

max.discussion board file.upload.size property to the application.properties file. This
behaves similarto max.file.upload.size, exceptmax.file.upload.size is only enforced in
InfoCenter; max.discussion board file.upload.size is enforced in both InfoCenter and IMConsole.
If the application.properties file does not contain this property or has a value of -1, no size limit is
enforced. The value should be in bytes.

Creating and Managing Discussion Board Filters

Discussion filters are applied when a discussion topic or message is saved. They can be used to screen out
unwanted or potentially hazardous content.

Use the Manage Filters page to activate, deactivate, or change the order of filters. From the Manage Filters
page you can also:

» Add system filters as described in “Adding System Filters to a Discussion Board” on page 160

» Add custom filters as described in “Adding Custom Filters to a Discussion Board” on page 162

Note: Filters are applied only if they are active and in the order in which they appear on the Manage Filter
Page.

Adding System Filters to a Discussion Board

System Filters are out-of-the-box filters that you can select from the Management Console. The following
filters are currently available:

» IM HTML Filter — which parses message text and strips out all Javascript and all HTML tags not listed in
InfoManager/config/SYSTEM/allowedHTMLTags. txt. If atag is allowed, the tag's
attributes are then examined to make sure they are also allowed. For example, if a: href appearsin
allowedHTMLTags . txt it means that the anchor tag is allowed and that href is an allowed
attribute for the anchor tag. Any attribute that is not specifically allowed for a given tag is stripped out.

» IM Profanity Filter— which parses message text using regular expressions looking for text listed in
InfoManager/config/SYSTEM/profanitylist.txt, replaces any it finds with ***** and
marks the message for moderation.

To add a System Filter to a Discussion Board from the Management Console:
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1 Select Feedback from the navigation area:

B Q‘;Fi@:lback |

The Management Console displays the Feedback Management page.

2 Select List under Discussion Boards:

Discussion Boards
Add | List
Cnermic
The Discussion Boards page lists the currently defined discussion boards.
3 Select Manage Filters for the appropriate discussion board
The Manage Filters page lists the filters defined for the selected discussion board
4 Select Add System Filter
5 Select the filter to apply

The selected filter appears in the list of active filters for the discussion board.
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Adding Custom Filters to a Discussion Board

Custom filters are filters you create by implementing the IMForumFilter interface (see “IMForumFilter
Interface” on page 162 for a description of the IMForumFiltexr interface).

To add a Custom Filter to a Discussion Board from the Management Console:
1 Select Feedback from the navigation area:
The Management Console displays the Feedback Management page.
2 Select List under Discussion Boards:
The Discussion Boards page lists the currently defined discussion boards.
3 Select Manage Filters for the appropriate discussion board
The Manage Filters page lists the filters defined for the selected discussion board.
4  Select Add Custom Filter
The Add Filter dialog is displayed.

Add Filter

Filter Name*

Filter Class®

5 Enter the new Filter Name and provide the fully qualified Filter Class name that implements
IMForumFilter

Note: Filter classes must implement the IMForumF1i1ter interface and the class must be in the
classpath so that the application can see it.

6 Select Save Filter

The custom filter appears in the list of active filters for the discussion board.

IMFORUMFILTER INTERFACE

Custom filters must implement the IMForumFi1ter interface shown below and the implemented class
must be in the classpath so that the application can see it.
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package com.inquira.services.discussion;

/**
* Interface for processing messages and topics. Classes that
* implement this interface should be in the class path
* for the management console and tag library application.
*/
public interface IMForumFilter {
/**
* Process the title and return a modified string
*
* @param title
* @return
*/
public String processTitle(String title);
/**
* Process the body and return a modify string
* @param body
* @return
*/
public String processBody (String body) ;
/**
* Set to true to mark the message for moderation
*
* @return
*/
public boolean markForModeration() ;
/**
* Set to true to unpublish the message or topic
* @return
*/
public boolean unpublish() ;
/**
* Set to true to ban the user performing the action
* @return
*/
public boolean banUser() ;
/**
* Return -1 to use default ban settings, 0 to ban forever, or
* any number to set the ban to those numbers
*
* @return number of days a user will be banned
*/
public int banDays() ;
/**

Set to true to continue with the next filter in the chain, or

* set to false to stop filter processing and return
* to saving the message.

*

* @return

*/

public boolean continueWithNextFilter () ;

}
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Working with Discussion Board Metrics

Information Manager compiles and displays the following metrics associated with discussion board use:
Question Status Displays the status of the current question. Possible values are:

» Solved

« Partially Solved

* Not Answered

Solved Answers Indicates the number of messages in question topic that have been marked
as solved.

Available Solved Indicates the number of available solved messages. You can specify the

Answers total allowed solutions for a topic, as described in “Topic Question Set-

tings” on page 157.

Helpful Answers Indicates the number of available partially solved messages. You can spec-
ify the total allowed partial solutions for a topic, as described in “Topic
Question Settings” on page 157.

Ratings Web application users can rate topics and messages on a scale of 1 - 5, (5
being most valued).

Creating and Managing Discussion Forums

Discussion Forums contain and organize Topics by subject matter area. You can create any number of forums
within a discussion board, and you can associate forums with hierarchical categories, such as as product
lines. You create and manage discussion forums using the Feedback Management page, which lists the
currently defined discussion boards.

To manage discussion topics:
1 Select Feedback from the navigation area:
The Management Console displays the Feedback Management page.
2 Select List under Discussion Boards:
The Discussion Boards page lists the currently defined discussion boards.
To create and manage forums within a discussion board:
1 Select the Forum Management option
The Forum Management page displays the currently defined forums for the selected discussion board.
To create a forum:
2 Select Add Forum
The Management Console displays the Forum Properties page.
3 Specify the following properties to define a Forum:

Forum Name Specify the name of the forum.

Reference Key Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



165 ADMINISTERING DISCUSSION BOARDS

Description Specify a brief description that will display as the subheading for the forum.

Select Category Select the categories that apply to the discussion board. Use the Add but-
ton to move categories in the Available Categories list box to the Selected
Categories box. refer to the section on “Categories for Discussion Boards,
Forums, and Topics” on page 158 for more information about categories.

Forum Security » Restrict To Owner: Select activities to restrict to content owners
* Restrict by User Groups: Select the activities each user group can
carry out
« Restrict by Reputation Level: Specify the minimum reputation level
required to carry out each activity
See “Security Options for Discussion Boards, Forums, and Topics” on
page 159 for more information on security settings.

Date Properties Select the Start Date and End Date for the when the forum is available to
users (optional).

4 Select Save Forum Properties to save your entries

Creating and Managing Forum Topics

Forum topics are the individual subjects within forums. Topics have associated types (normal and question),
and associated metrics, including the number of times users viewed the topic and its messages. You can also
define rating mechanisms for topics and related messages, for example to rate proposed solutions to a
question topic. You create and manage forum topics using the Feedback Management page, which lists the
currently defined discussion boards.

To manage discussion topics:
1 Select Feedback from the navigation area:
The Management Console displays the Feedback Management page.
2 Select List under Discussion Boards:
The Discussion Boards page lists the currently defined discussion boards.
3 Select the Forum Management option
The Forum Management page displays the currently defined forums for the selected discussion board.
To create and manage topics within a forum:
1 Select the Topics option

The Topics page displays the currently defined topics within the selected forum. You can filter the topics list as
described in “Creating and Managing Discussion Boards” on page 154. You can create and manage
messages (responses) for a topic as described in “Creating and Managing Discussion Messages” on

page 168.

To add a topic:
1 Select the Add New Topic option

The Management Console displays the Topic Properties page.
2 Specify the following properties to define a Topic:

Forum Displays the selected Forum in which the topic will be created.
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Category Displays the category configured for the current Forum.

Topic Title Specify a title for the topic.

Topic Body Enter the text of the topic.

Topic Type Select the topic type, as described in “Topic Types” on page 166.
Topic Types

Topics have associated types:
* Normal Topic
* Question Topic
e Announcement

Questions topics enable the topic owner to identify answers that either solve or help to solve their question.
Information Manager tracks the number of times that topics are viewed, which contributes to the reputation of
the user who posted the solution.

Announcements are topics for which no thread is intended. Note that other users will not be able to reply to an
announcement.

Moving Topics
You can move topics to other forums or discussion boards if necessary.

Note: To move topics, the user must have access to the discussion board management pages and the
Move Topic privilege.

To move a topic:

1 Select Feedback from the navigation area.
The Management Console displays the Feedback Management page.

2 Select List under Discussion Boards:
The Discussion Boards page lists the currently defined discussion boards.

3 Select the Forum Management option.
The Forum Management page displays the currently defined forums for the selected discussion board.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



167 ADMINISTERING DISCUSSION BOARDS

4  Select the Topics option.

Topics
Forum Accessing Online Accounts

Category Mone

Topics Found(4) Select Filter |Mone ;I Select Locale | Englishig) ;I
Topic Author Replies Last Post Actions
e v 2 i g i
Il @ ¢ Cnline Brokerage Super Admin 0 Messages ()
it 2 i i ;
[l @ online Lockbox Features Super Admin 0 Messages ()
£ v 2 ing Cnli ing i
I @ = Using Online Investin Super Admin 0 Messages (35
4, 2 igati i i
[ @ = Mavigating Between COnline Accounts Super Admin 0 Messages ()
Select All Unselect All
@ Answered question 2 @eneral Discussion
@ Unanswered question with answer points still available B Announcernent Move Seleqted Topics (7]
Delete Sel d Topi
ﬁ Unanswered question @ Topicis published i e opics (3]
- Add New Topic (37)
Ay Meeds Moderation @ Topicis not published

Return to Forums Management (3]
B Topicis dozed

The Topics page displays the currently defined topics within the selected forum.
5 Select the topic(s) to move.

6 Click Move Selected Topics.

Move Topics
Destination Forum
[Investing: Retiremnent Accounts ;I

Redirect Options

' Leave No Redirect

o Leave Permanent Redirect
& Leave Expiring Redirect
Expiration Date

Save (33)
Cancel (3]

The Move Topics page displays the Destination Forum and Redirect Options.
7 Select the target forum from the Destination Forum drop-down list.
8 Select re-direct link options:
a Leave No Redirect.
b Leave Permanent Redirect.
¢ Leave Expiring Redirect. Choose a date for the re-direct link to expire.
9 Click Save.

The system moves the topic(s) to the target forum as if originally created in the target forum:
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* Create Date is the same.

Reply Dates are the same.

Metrics (Views and number of replies) are the same.
* Filters work with the newly moved topic in the target forum (e.g. Most Popular in the last 24 hours).

The system returns to the previous Topics page when the operation is complete. The topics moved no longer
appear.

The system maintains ratings and abuse reports when moving within the same Discussion Board. Search
data updates in the next crawl cycle with the new location of the topic.

The system logs the move operation for use in reports or through an audit history.

Note: The system does not maintain subscriptions to the moved topic.

Creating and Managing Discussion Messages

You can add new messages, reply to existing messages, add attachments, and review, edit, and publish user-
submitted messages from within the Management Console or the web application.

Note: In moderated discussions, a moderator must formally publish messages submitted by end users;
these messages will not display on the web site until they are published.

You manage messages related to a selected discussion topic using the Messages page.

To view messages for a selected topic:

» Select the Messages option for the selected topic on the Discussion Board Management page
The Messages page displays.

The Messages page lists all of the messages associated with the topic. Messages and replies to messages
are displayed as parents and children within the list. The character P displayed in red indicates that a
message is not published.

You can view details for message and review its contents prior to publishing by selecting the message item.
The Message Board Message page displays as described in Publishing Messages.

You can reply to existing messages using the Reply option, and add a message to begin a new thread using
the Add New Message option. The Message Board Message Edit page displays as described in Creating
Discussion Forum Messages.

To add or manage messages for a topic:
» Select the Messages option on the Topics page

The Messages page displays the Messages posted for the selected topic.

To add a Message for a Topic:

» Select the Reply option
The Management Console displays the Message Properties page.
To add an attachment to a message in InfoCenter:
1 Navigate to a forum discussion topic and either add a new message or reply to an existing message.

2 Onthe Post New Message page, type a description of the file to be attached.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



169 CREATING AND MANAGING USER INFORMATION

3 Click the Browse button under Attached Files,
4 In the File Navigation dialog box, navigate to the file to be attached.
5 Select the file and click Open.

The Management Console displays the Post New Message page. Use the Remove button to delete an
attachment.

6 Click Post Message to save the new message with the attachment.

Users can include one attachment per topic message. Two database tables, DBTOPICFILE and
DBMESSAGEFILE, capture and assign files to topics and messages. Attached files are stored in a resource
directory located in:

${BASEDIR}/ [REPOSITORY REF KEY]/discussionboards/[DB REF KEY]/forums/[FORUM REF KEY]/
topics/ [TOPIC_GUID] /messages/ [MESSAGE GUID]

Where ${BASEDIR} is the base path URL to resources directory which is set by configuration parameter
CONTENT RESOURCE_MOUNT_ POINT, [REPOSITORY REF_KEY] is the reference key for current
repository, [DB_REF KEY] is the reference key to the discussion board, [FORUM REF KEY] is the
reference key to a forum in the discussion board, [TOPIC GUID] is the unique key id of a topic in forum,
and [MESSAGE GUID] is the unique key id of a message in a topic.

There are no file type restrictions on attachments. When a topic is moved to another discussion board,
attachments move with the topic.

Creating and Managing User Information and Content Rating
Forms

You can create and manage forms that end users can use to submit data to your organization using the
Forms and Ratings Management page. You can define forms to collect various types of information as
described in “Types of Data Forms” on page 169.

Forms consist of questions and answers, which are labeled fields that you define for the form. You can define
form fields to collect any information of interest.

You create forms by:
« Defining the basic form properties as described in “Creating General Forms” on page 171

* Defining the question and answer form fields as described in “Creating Form Questions” on page 174
and “Creating Form Answers” on page 175.

Types of Data Forms

You can define the following types of forms:
» General user information forms, such as a request for contact (Contact Us)
» Content rating forms, which you use to collect user-assigned ratings of accessed content

« Channel alert forms, which are special forms designed to collect subscription information for users to be
notified by email of changes to a specified channel
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Creating Rating Forms

To define a content rating form:

1 Select Feedback from the navigation area:
The Management Console displays the Feedback Management page.
To create a rating form:

1 Select Add under Ratings:

The Rating Properties page displays:

Rating Properties
Rating Propertias

Mame ™

z
7
3
i

Rating Type

Fiva Stars

O Reustze ordar of ansuars in weh application.

Question Properties

x

o

i
£

F.ats this item

Anzwars Properbes

ANGUSEFE

¥alue TeXt
e L
Ak ®
i 3
fricieies |
friciire | |5
Sawe Rating (33
Cancel [37)
2 Specify the following fields:
Name Specify a name for the form.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.
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Rating Type For rating forms, select one of the following rating types:
Rating Type
{Five Stars i

Two Answers
Three Stars
Five Stars
Custorn

With the exception of Custom, the rating types use a predefined format.
When creating a form with the Custom rating type, add questions and
answers in the same way you do for general forms, as described in “Creat-
ing Form Questions” on page 174 and “Creating Form Answers” on

page 175.
Question Properties Enter the question.
Answer Properties Enter the text for the answer value(s).

3 Select the Save Rating option
The Form Preview page displays as described in “Managing Forms” on page 173.

You can schedule a batch job to identify content that has received ratings higher than or lower than a

specified value using the Rating Analysis batch job, as described in “Identifying Content by Rating Level” on
page 252.

Rating Preview

The Rating Preview page displays information about a selected rating form, including:

» An overview section, which displays the name, reference key, and the contents of the question and
answer fields defined for the form.

» The Properties section, which displays the form properties and lock status.

You can:

» Add questions and answers to the form by selecting the Questions option. The Rating or Data Form
Question page displays.

 Edit the rating properties by selecting the Edit Properties option in the Properties section. The Rating or
Data Form Properties page displays.

Creating General Forms

To define a general information form:
1 Select Feedback from the navigation area:

The Management Console displays the Feedback Management page.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



172

CREATING AND MANAGING USER INFORMATION

2 Select Add under Forms:

Discussion Boards

Add | List
Forms
Add | List

The Data Form Properties page displays:

Data Form Properties

ame"

Reference Key®

Cata Form Type

[ Include content in ennail notifications

=
e CEMO

Author

O Oalata O FMaod ifiy O 1 @in O Trmport

Contibutor
O Delata O rl=d iy O T C Import Select all Uneslect all
Cefault User Role
O Dalata O rlod iy O T O Import Select all Uneslsct all
Intermnal User
O Dalata O rl=d iy O T C Import Select all Uneslect all
Leqgal Role
O Dalata O rlod iy O T O Import Select all Uneslsct all
Public Uzer
O Delata O rl=d iy O T C Import Select all Uneslect all
Technical Revievrer
O Dalata O rlod iy O T O Import Select all Uneslsct all
Ti-anzlabor
O Delata O rl=d iy O T C Import Select all Uneslect all
3 Specify the following fields:
Name Specify a name for the form.

Salact all Uneslact all

Fave Data Form [37)

Cancel _'|

Reference Key

Accept the default value supplied by the Management Console or specify a
string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.
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Data Form Type

For data forms, select one of the following form types:

¢ User Form
¢ News Letter Form

¢ Channel Alert Form
as described in “Types of Data Forms” on page 169.

Include content in email

notifications

Specify whether to include the form content in email responses based on the
form.

Repository Views

Specify the base repository or one or more child repositories from the hierar-
chy for which this form will be available.

Form Privileges

Assign user roles and privileges for the form.

4  Select the Save Data Form option

The Data Form Preview page displays, as described in “Managing Forms” on page 173.

Managing Forms

When you create or edit a form, the Information Manager console displays the Rating or Data Form Preview
page:

Data Form Preview

Name
Dermo Color Survey

Reference Key
UFORM

Questions

1. Wwhat is your name?(Text Field)

1. (Blank]

2. What is your favarite colar?(Dropdown List) User Farms

1. Blue
2. Green

2 rellow

Properties

Publish Dates
Start
End

User
Super Admin

Data Form Type

Repository Views
Derna

Status
Lock Unlocked

Questions Edit Properties [2]

Done

The preview page displays information about the form, including:

» An overview section, which displays the contents of the question and answer fields defined for the form

» The Properties section, which displays the form properties and lock status

You can lock or unlock the form by selecting the Lock/Unlock option. Users cannot make changes to the

structure of a locked form.

You can add questions and answers to the form by selecting the Questions option. The Rating or Data Form
Question page displays as described in “Managing Form Questions” on page 175.

You can edit the form properties by selecting the Edit Properties option in the Properties section. The Rating
or Data Form Properties page displays as described in “Creating General Forms” on page 171.
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Creating Form Questions

To create a question within a rating or data form:

1 Select the Questions option on the Forms Management or Form Preview page
The Form Questions page displays any currently defined questions.

2 Select the Add Question option from the Form Questions page

The Form Question Properties page displays.

Data Form Question Properties

Queston Text*

Reference Key™*
01

r Required

[7 Include in master record identifier

Answer Type®

" theck Box

o Dropdown List
 File

I Multiselact List
' Radio Button

o Text Area

i Text Area Large
' Text Field

Save Question (3]

cancel ()
3 Specify the following properties
Question Text Specify the text of the question for the form.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Required Specify whether a response to the question will be required in order to submit
the form.

Include in master record | Specify whether this question will be included in the master record identifier,
identifier which determines the content for this item when it is displayed within a list in
the Management Console.

Answer Type Specify the format of the answer for this question on the form.
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Managing Form Questions

You can view, create, and manage questions within a selected rating or data form using the Form Questions
page, which lists the currently defined questions for a selected form:

Data Form Questions

Drata Form Questions (2)

1. [T FPlease enter your name: Up (3 Down (5] Answers )

2. [T Howdid you hear sbout us? Up (3%) Down (53] Answers ()

Delete Selected Questions (€3]

Add Question ()

Done (22

Use the Up and Down options to change the order of questions on the form. You can add a question to the
form by selecting the Add Question option, as described in “Creating Form Questions” on page 174. You can
view and edit details for a question by selecting the question from the list to display the Question Properties
page, as described in “Creating Form Questions” on page 174. You can view, create, and manage answers
for a selected question by selecting the corresponding Answers option, as described in “Managing Form
Answers” on page 176.

Creating Form Answers

To create an answer for a selected form question:

1 Select the Answers option for a question on the Form Questions page:

Up (] Down (5] Answers ()

Up (3] Cown (3] .H.n5wer5E'

The Form Question Answers page displays the currently defined answers for the selected question:

Data Form Question Answers

Question
How did vou hear about us?

Data Form Answers (2)

1. [T Hews Article (web or print] Up (3] Doven (3]

2. I Advertizsernent (web ar print] Up () Down (3]

Delete Selected Answers |::]
Add Answer (32

Done (32

2 Select the Add Answer option
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The Form Answer Properties page displays.

Data Form Answer Properties

Answer Text®

Reference Key*
a3

Number ¥alua*

[~ pefault Answer

Save Answer (22

tancel (%)
3 Specify the following properties:
Answer Text Specify the text of the answer, which will display as a label for the form field.
Reference Key Accept the default value supplied by the Management Console or specify a

string to use as an internal identifier. See “A Note On Reference Keys” on
page 52 for more information on reference keys.

Number Value Specify the position of this answer if used in a sequence of choices.

Default Answer Specify whether this answer will be selected by default.

Managing Form Answers

You can view, create, and manage answers to a selected form question using the Form Question Answers
page, which lists the currently defined answers for a selected form question:

Data Form Question Answers

Queston
How did you hear about us?

Data Form Answers (2)

1, [T Hews Aricle (web or print) up () Down (53]

2. I_ Aduertizernent (web or print] Up [:] Down [:]

Delete Selected Answers (3
Add Answer (2

Done (3]

Use the Up and Down options to change the order of answers on the form. You can view and edit details for
an answer by selecting the answer from the list to display the Answer Properties page. You can add an
answer using the Add Answer option. The Form Answer Properties page displays as described in “Creating
Form Answers” on page 175.
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Creating and Managing Content Recommendations

Recommendations provide the means for users to request additional application content. You can create and
manage recommendations from within the Management Console, and you can also use the JSP tag library to
enable web application users to create and manage content recommendations.

Information Manager creates a task for each content recommendation. Authorized users can manage content
recommendations by either accepting or rejecting the recommendation tasks. You can configure Information
Manager to notify the requestor when recommendations are accepted or rejected as described in
“Configuring Tasks and Task Notifications” on page 237.

You can manage content recommendation tasks on the Manage Content Recommendations page described
in this section, or from the Inbox, as described in the Working with Tasks section of the Oracle Knowledge
Information Manager Content Authoring Guide.

Recommending Content

Information Manager allows users to recommend that content should be added to the application.
To recommend content:

1 Select Add Recommendation from the record preview page:

Froperties | Info WEcEeETH

Content Metrics

Metric Count Accessed
Impressions0 08/21/2007
Case Links

Case Number Yalue
10244 1
32451 1
Reuse Count 2
Document ¥alue z

Manage Case Links |:]

Add Recumﬁendatiun (%)

L -

Alternatively, you can select Feedback from the navigation area:
The Management Console displays the Feedback Management page.

2 Select Add under Recommendations:
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The Management Console displays the Manage Content Recommendations page:

Manage Content Recommendations

Subsnit Conbant Roconnesndation

Titha*
Description
_‘::isudhl:l B J O ahe| x x* i | =n W |
EF‘-n. e =tyles definition=
Case Humber
Lalact Lpcala
Enclish 5]
Lobact the Content Channal thic doourmant will wca®
Hone .
Primrily
Home l.
Savhe Conbant Recommssndatien (55
Camcel (0]
3 Specify the following parameters:
Title Specify a title for the recommendation.
Description Enter any descriptive information to assist the content author in providing the

appropriate content.

Case Number Specify an incident or case identifier if applicable.

Select Content Channel |Select the relevant content channel for the new content, if applicable. The
Management Console will display the available content categories for the
selected channel.

Available Categories Select the categories that this content should be assigned to.

Priority Specify an optional priority (Low, Medium, or High) for this recommendation.

Locating Content Recommendations

You can locate content recommendations using the Find option under Content Recommendation.
To locate specific content recommendations:
1 Select the Find option under Content Recommendations

The Management Console displays the Find Content Recommendations page:
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Find Content Recommendations

Find Entry Fields

Case Number

Content Channels

1 e o

Requested by

-- Select One -- El

Completed by

-- Select One -- El

Priority

-- Select One -- El

Recommend Status

-- Select One -- El

Locales

-- Select One -- El

Recommendations created on or after date: Recommendations created before date:

Date Time Date Time

m AM [=] m am [i=]

2 Specify any combination of the following criteria:

Case Number Specify a case number (for example, from a CRM application) to locate con-
tent recommendations associated with a specific incident.

Note: The case number must be an exact match.

Content Channels Select channels to locate content recommendations associated with one or
more content channels.

Requested by Select a user name to locate content recommendations associated with a
specific user.

Completed by Select a user name to locate completed (having a status of Rejected or Con-
tent Created) content recommendations associated with a specific user.

Priority Select a priority to locate content recommendations assigned as either:
* Low

* Medium

« High
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Recommend Status Select a status to locate content recommendations assigned as either:

* New

* Rejected - Duplicate

* Rejected - Not enough information
¢ Rejected - Unsuitable

* Rejected - Other

« Content Created

« Content Modified

Locales Select a locale (language and region) that the recommendations were cre-
ated in.

Recommendation Specify dates on or after which, or before which, the recommendations were

creation date created.

Viewing Recommendation History

You can view the history of recommendations associated with a content record. Information Manager displays
summary information, including icons that indicate that status of each recommendation. You can select

recommendations to displays details and perform any available tasks.

To view recommendation history:
* open any content record, and select Feedback from the right navigation:

Fublish This Version

Check Out B
Done B

Info

Feedha{l;lnﬂ)

Information Manager displays the various Feedback options.

» select Recommendations from the list of Feedback options:

recdback

Content Metrics

Case links

Recommendati@s
Ratings

Discussion Board

Information Manager displays the Recommendations history for the selected content:
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Content Metrics
Case Links

Recommendations

Content Recommendations

&
]

Add Recommendation
Ratings

Discussion Board

Information Manager lists each recommendation for the selected content, and displays its status:

Status Description

Indicates that the recommendation is new and has not been acted on.

Indicates that the recommendation is accepted and that the content has

- been created or modified as recommended.
(1
Indicates that the recommendation is rejected.
%
LS

You can select a recommendation to view history details as described in “Viewing Detailed History for a
Recommendation” on page 181.

Viewing Detailed History for a Recommendation

You can view details about the history of a recommendation by selecting it from the list of recommendations
for the currently selected content. To view detailed history for a recommendation:

» select the recommendation from the Content Recommendations list:

Content Recommendations

@

nzed mare info an
recommendati istory

)

Add Recommendation B
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Information Manager displays the View Content Recommendations page.

The View Content Recommendations page displays:
 the recommendation data fields
 the recommendation properties, which include history information

The recommendation data fields include the following information:

Field Description

Title Displays the title of the recommendation.

Description Displays the requested content change information.

Priority Displays the requestor’s or editor’s selection of High, Medium, or Low priority.

Case Number Displays the optional incident number that supports the request to change the content.

The recommendation properties include the following information:

Field Description

Requested by Lists the user who created the recommendation.

On Lists the date that the user created the recommendation.

Status Lists the recommendation’s status as one of the following:
* New

« Content Modified (recommendation accepted)
* Rejected - for one of the following reasons:
Duplicate
Not enough information
Unsuitable
Other

Case Number Lists the optional incident number that supports the request to change the content.

Categories Lists the content categories that the recommendation applies to.
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CHAPTER 9

Working with Advanced
Administration Features

This chapter describes advanced administration functions that you may need to perform while configuring and
maintaining Information Manager.

Note: Some of the functions available in the Administration area, such as importing and exporting data, are
discussed in other sections of this guide.

You can perform administrative functions:
» At the System repository level, as described in “System Repository Administration Options” on page 183.

» For a selected content repository, as described in “Application Repository Administration Options” on
page 184.

Many administrative functions are available at both system and application repository levels; in general,
system-level administration sets default values for all repositories, while content repository-level
administration affects only the current repository.

System Repository Administration Options

The following administrative options are available in the SYSTEM repository:

Administrative Option Administrative Function

System Configure the settings for both the SYSTEM and content repositories, as
described in “Information Manager System Configuration” on page 185.

Tasks & Notifications View, enable or disable, and edit notifications for the tasks that Information
Manager can generate as described in “Configuring Tasks and Task
Notifications” on page 237.

Full Text Search Index the contents of a selected application repository to rebuild a damaged
or corrupted index, if necessary. See “Indexing Data for Full Text Search” on
page 185 for more information.

System Log Files Locate, view, and download system log files for use in diagnosing problems.
See “Viewing and Downloading Log Files” on page 187 for more information.

System Information View System, JVM, Statistics, and Information Manager application
configuration information.

Locale Management Manage supported locales as described in “Managing Supported Locales” on
page 254.

Repository Data Export or import Information Manager data as described in Chapter 10,

Importing and Exporting Data.
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Repository Replication

Merge an exported repository into Information Manager, as described in
“Restoring Repository Data” on page 298.

Application Repository Administration Options

You can perform the following administrative tasks while logged onto an application repository:

Administrative Option

Administrative Function

System

Configure the settings for both the SYSTEM and content repositories, as
described in “Information Manager System Configuration” on page 185.

Tasks & Notifications

View, enable or disable, and edit notifications for the tasks that Information
Manager can generate, as described in “Configuring Tasks and Task
Notifications” on page 237.

Batch Jobs

Define, modify, and view batch jobs for the application repository, as
described in “Scheduling Batch Jobs” on page 243.

Full Text Search

Index the content channel or forms data within an application repository to
rebuild damaged or corrupted indexes, if necessary. See “Indexing Data for
Full Text Search” on page 185 for more information.

System Information

View System, JVM, Statistics, and Information Manager application
configuration information.

System Log Files

Locate, view, and download application log files for use in diagnosing
problems. See “Viewing and Downloading Log Files” on page 187 for more
information.

Repository Data

Export and import Information Manager data, as described in Chapter 10,
Importing and Exporting Data.

Repository Replication

Export and merge an exported repository into Information Manager, as
described in “Backing Up and Restoring Information Manager Data” on
page 296.

Performing Advanced Administration Functions

To perform advanced administration functions:

1 Log onto the desired repository and select Tools from the navigation bar:

The Management Console displays the Administration page for the current repository (the SYSTEM
repository page is shown below):

2 Select the desired administration task as described in “System Repository Administration Options” on
page 183 and “Application Repository Administration Options” on page 184 .
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Information Manager System Configuration

You can manage various configuration settings for your Information Manager application at both the SYSTEM
repository and application repository level. The Information Manager Settings page lists the following
configuration options:

Resource Configuration Configure the access method and storage location for content resources
(files attached to content records and copies of content records), as
described in “Configuring Content Resource Access and Storage” on
page 189.

LDAP Configuration Configure Information Manager for use with external LDAP security
schema, as described in “LDAP Configuration” on page 200.

Email Configuration Specify the default administrator email settings for all repositories
(SYSTEM) or for the current repository, as described in “Email
Configuration” on page 205.

| InQuira Search Configuration | Specify an Oracle Knowledge application instance to use for searching
within Information Manager, as described in “Search Configuration” on
page 217.
Delegate Classes Specify Java methods to execute when given events occur, as described
Configuration in “Delegate Classes Configuration” on page 227.
Delegate Translation Specify to integrate to an external application to do machine translation of
content, as described in “Translation Delegate Class Configuration” on
page 229.
| Create Analytics Lookup Generate the required analytics "base" data. This is primarily designed
Data for customers upgrading from releases prior to 8.5. It is not necessary to
utilize this option unless the analytics schema has been reset.
| File Attachment Specify to restrict the file types that users can attach to content records.
Configuration There are no restrictions by default; users can attach any type of file. See

“Connecting to an External Web Service” on page 247 for information on
restricting attachments by file type.

| Password Configuration <need information>
ESAPI Configuration See “Customizing ESAPI Configurations” on page 231 for more
Customization information on customizing the ESAPI configurations for Oracle

Knowledge IM Console.

| Indexing Data for Full Text Search

Information Manager automatically maintains the indexes used for full text searches as records are inserted,
updated, and deleted; however, you can use the Full Text Search Index function to rebuild a damaged or
corrupted index if necessary.

You can create or refresh the full text search index:
» For one or more application repositories, as described in “Indexing Repository Data” on page 186.

» The current application repository, or selected content channels and forms within the repository ,as
described in “Indexing Application Repository Data” on page 186.

In an application repository, you can index channel data on the staging and production (live) systems
separately, or index both systems in a single operation.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



186 INDEXING DATA FOR FULL TEXT SEARCH

Note: The Information Manager full text indexes are stored on the application server's local file system. The
index directory must have read/write access to all users of the search function.

Indexing Repository Data

When logged in as SUPER in the SYSTEM repository, you can create or refresh the full text search index
using the Index option under Full Text Search on the Administration page.

Note: You can also index the current application repository as described in Indexing Application Repository
Data.

To index data for a selected repository:
1 Login as asuper user onto the SYSTEM repository and select Reindex under Full Text Search on the
Administration page:

The Management Console displays the Full Text Search Index Management page, which lists the
channels and data forms defined for your installation:

Full Text Search Index Management

Rapocitoras [4)

1.  DEMO Index 7]
qatast Index 7]
3. systam Index 7]

4 Tast Index 7]

2 Select Index to index the repository.

The Management Console creates or re-creates the specified full text search indexes.

Indexing Application Repository Data

You can use the Index option under Full Text Search on the Administration page to create or refresh the full
text search index for:

» Selected content channels
» Selected data forms

e The current application repository
To index data for content channels and form data:
1 Select the repository to reindex:

2  Select Reindex under Full Text Search on the Administration page:
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The Management Console displays the Full Text Search Index Management page:

Full Text Search Index Management
Repository Channels [9)

Channel Actions

1, | Alerks all _ Staging I'_'| Liwe l_
2 Cowrnloads all _ Staging I'_'| Liwe l_
3 Fli= all _ Staging I'_'| Liwe l_
4, | Job Aid all _ Staging I'_'| Liwe l_
5. | Marnuals all _ Staging I'_'| Liwe l_
& Hews all _ Staging I'_'| Liwe l_
7T Palicy all _ Staging I'_'| Liwe l_
g Solution= all _ Staging I'_'| Liwe l_
2. tesk All [ Staging I'_'| Liwe l_

Crata Forms [7)

Data Form Bctions

1. Basic Rating Index (=]
2. Derna Calar Survey Index (2]
3, Feedback Indes (=]
4. [nformation Center Survey Indes (=]
5. Solution Rating Index (=]
6. Support Request Indes (=]
7. Test Roting Indes (=]

Index Repository (2]
Visw Indawer Status (33

The Full Text Search Index Management page lists the channels and data forms defined within the repository.

To index channel data:

» Select All to index the desired channel data in both staging and production environments, or select
Staging or Live to index only the staging or production data for the selected channel

To index form data:
» Select the Index item for the desired channel or form

To index the current application repository:
» Select the Index Repository item

The Management Console creates or re-creates the specified full text search indexes.

Viewing and Downloading Log Files

You can view and download system and application log files for use in diagnosing problems. Information
Manager maintains log files in a directory structure on the local file system as described in “Information
Manager Log Directories and Files” on page 189.

Note: Information Manager logs are configured to rollover every hour, on the hour.
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To locate, view, and download a log file:
1 Log onto the SYSTEM or application repository.

2 Select View under System Log Files on the Administration page:
The Management Console displays the Log Files Viewer page:

Log Files Viewer

Durrent Directorys logs

Harme Size Maodified

“ DEMO

N deme migsineaseussles 5 KB Thu Mar 29 12:16:21 PDT 2007 Dawnlaad (0]
e IHADMIN

B i i . 2 KB Fri Mar 23 13:29:05 PDT 2007 Dawnlaad (3]

= MWEBSERVICES

The log file viewer displays the log file directories and files as they are stored in the directory structure
described in Information Manager Log Directories and Files.

3 To view a log file, navigate down to a log directory (such as system) and select a log file from the list
The Management Console displays the contents of the log file:

Log Files Viewer

e

dema_miggingragomrcs.log
vn ir. rifeMan il + dema_migsingrareurce.log Sire
MISSING_RESOURCE: 4 KB
Mo resources found for STATUS_CONTENT_MODIFIED in locale en Madified:
MISSING_RESOUR CE: = = Thu Mar 29 12116121 PDT 2007
Ho resource: found for STATUS_CONTENT_MIODIFIED wn locals &n Find
MISSING_RESQURLCE:
Mo résources found for STATUS_CONTENT_MODIFIED i locals &n —
MISEING_RE SOIJFI.I.ZFE: . local
No resgurces found for STATUS_CONTENT_MODIFIED n locale en
MISSING_RESGLUR CE: Dioplay smccesling [3 | Line{s]
Ho resources found for STATUS_CONTENT_MODIFIED in locale en Saarch (5]
MISSING_RESOURCE: i
Ho resources found for STATUS_CONTENT_MODIFIED wn locale an
MISSING_RESQOURCE!
Mo résource: faund for STATUS_CONTENT_MIODIFIED w locals &n
MISSING_RESOURCE:
Mo resources found for STATUS_CONTENT_MODIFIED in lacals sn show  First [ 3 Line(s)
MISEING_RESOURCE: Lisk (5o}
Ho resources found for STATUS_CONTENT_MODIFIED in locale en malE L
MISEING_RESOURCE: - O
o resources found for STATUS _CONTENT_MODIFIED n locale en —
MISSING_RESOURCE! Downlond (5)
Mo resources found for STATUS _CONTENT_MODIFIED i locale &n —
MISZING_RESDURCE: Done (1)
Mo reasources found for STATUS _CONTENT_MODIFIED i locals an y
MISSING_RESOURCE:
Mo resources found for STATUS_CONTENT_MODIFIED in locale en
MISSING_RESOURCE:
Ho resgurces found for STATUS_CONTENT_MODIFIED in locale en
MISSING_RESOURCE:
Ho resources found for STATUS_CONTENT_MODIFIED i locale en
MISSING_RESOURCE:
Ho resource: found for STATUS_CONTENT_MIODIFIED wn locals &n
MISSING_RESOURCE:
Mo résources found for STATUS_CONTENT_MIODIFIED i locals an =

_

The Search Tools section provides mechanisms to:
» Search for strings within the displayed log file
* Display a specified number of first or last lines in the file

4  To download a log file, select the Download item from the log file list (or from the Search Tools area of
a log file content display)

The host system proceeds with its standard file download process.
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Information Manager Log Directories and Files

Information Manager stores log files on the local file system in the directory:
<IM_HOME>\InfoManagerlogs

The following table describes the directory structure and log files.

IMADMIN This directory contains system logs for the Management Console.
audit This directory contains the system-level audit logs.
system This directory contains the system runtime logs (management console

runtime errors).

<application_ This directory contains repository-specific logs (only the current repository is visible when
repository>  browsing the Management Console Log Files Viewer pages)

audit This directory contains the application repository audit logs.

system This directory contains system runtime logs (repository tag application
runtime errors) named in the format:
<machine>_<SITE_REFERENCEKEY>_runtime.log

Configuring Content Resource Access and Storage

The Information Manager Content Resource Store stores resources (files) that are attached to content
records (articles and discussion board messages) in the application. Content resources are the various types
of files that users upload to the application when using the rich text editor to create articles, discussion
messages, and other types of application content. Content resources include attached files, copies of content
records, and images.

You can restrict the types of files that users can attach to content using the process described in “Connecting
to an External Web Service” on page 247.

The content resource store is a directory on a file system that is accessible to the Management Console and
the application Web server. It can be located on the same server as the Management Console, or on a
network file system. You can configure Information Manager to maintain separate draft and published
resource stores. Resources can be served by separate Web servers or configured to use resource caching
services (such as Akamai). The content resource store contains XML versions of content records used for
search indexing, and tracks all versions of content records and attached resources.

You can configure the access method and storage location for content resources using the Resource
Configuration option on the Oracle Knowledge Settings page. You specify the initial content resource access
and storage method and location during the installation process. Once Information Manager is installed, you
can modify the resource configuration:

« in the SYSTEM repository, to specify the default content resource configuration for all application
repositories

* in a specific application repository, to specify the content resource configuration for that application
repository

See Installing Oracle Knowledge Information Manager in the Oracle Knowledge Information Manager
Administration Guide for additional information about content resource access and storage settings.
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Supported Content Resource Access and Storage Methods

You can configure Information Manager to access and store content resources using:
« direct access to the file system

» a configured FTP server

See “Direct File System Access Requirements” on page 190 for more information.

Direct File System Access Requirements

If you configure direct file system access to content resources, you must specify:
 a shared location that is accessible from all Oracle Knowledge application servers
» READ and WRITE permissions for the Oracle Knowledge application servers in the content resource
directories

In addition, you must meet the following operating system-specific requirements:

In Linux environments... ... the mapped drives must be NFS-mounted.

In Windows environments... ... you must map the drive using the UNC naming
convention, for example:
\\<server name>\<shared folder namex>

... you must grant the application user permissions to log
in as a service, and any other appropriate network
privileges.

Content Resource Access and Storage Configuration Process

You configure content resource access and storage by:

« configuring the resource web applications to access content resources as described in “Updating the
Web Application Content Resource Configuration” on page 190

 updating the configuration for the intended SYSTEM and application repositories using the Management
Console as described in “Updating the Content Resource Configuration” on page 193

Updating the Web Application Content Resource Configuration

When you update a repository’s content resource access and storage location, you must manually configure
the resource web applications and update the resource URL(S) to ensure that all Oracle Knowledge
applications can access the new location. You configure the resource web applications by specifying the
resource web application context in each resource web application, and on every Oracle Knowledge instance,
that references the updated repository.

You specify the initial resource web application context name during the installation process. The default
context name is OKResources.

Note: The process for specifying the resource web application context name differs among WebLogic
Server and Tomcat implementations.
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You update the resource web application context in WebLogic Server implementations as described in
“Specifying the Resource Web Application Context in WebLogic Server” on page 191, and in Tomcat
application server implementations as described in “Specifying the Resource Web Application Context in
Tomcat Application Servers” on page 192.

Note: Perform these steps prior to updating the content resource configuration in the Management Console
as described in “Updating the Content Resource Configuration” on page 193.

Specifying the Resource Web Application Context in WebLogic Server

You specify the resource web application context as part of updating the content resource access and storage
location for applications running on WebLogic Server. You specify the resource web application context by
editing the virtual-directory-mapping node in the Administration Server weblogic.xml configuration file so
that it refers to the new content resource mount point.

Note: Ensure that the WebLogic Administration Server is running when you perform this procedure.

To specify the resource web application context:
 Log onto the WebLogic Administration Console at:

http://<admin_server listen address>:<admin server listen ports>/console

» Select Deployments in the Domain Structure section to manage and control the Information Manager
Web Applications.

» Select a resource web application.

» Navigate to the resource web application Path directory.

 Edit the resource web application’s weblogic.xml file, located at:

$Oracle Knowledge ROOT/instances/<Instance Name>/webapps/<Context Name>/app/
WEB-INF/weblogic.xml)
« Edit the virtual-directory-mapping node that corresponds to the content resource mount point path as
follows:
- Set the local-path node to the parent directory of the new content resource mount point location
- Set the url-pattern node to /", followed by the directory name of the new content resource mount
point path appended with »/**
For example, to map the content resource mount point:

/home /username/Oracle/Knowledge/IM/instances/InfoManager/webapps/OKResources/
resources

Specify:

<virtual-directory-mapping>
<local-path>/home/username/Oracle/Knowledge/instances/InfoManager/webapps/
OKResource/</local-path>
<url-patterns>/resources/*</url-patterns>
</virtual-directory-mapping>
» Select Lock & Edit in the WebLogic Administration Console Change Center to make the domain
editable.

» Select the resource web application that you modified, then select Update

» Select Redeploy this application using the following deployment files, then select Finish
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» Select Activate Changes in the Change Center to activate the modifications to the resource web
application.

Specifying the Resource Web Application Context in Tomcat Application
Servers
You must configure the Tomcat web application so that it can access the resource location; you can configure
access by either:

* locating the resources within the web application directory (for example, within the $oracle
Knowledge ROOT/instances/<Instance Name>/appserverim/webapps/ROOT directory
structure)

« providing an individual context file that represents the web application used to access the content
resources

You must configure access for every Oracle Knowledge instance.
Important! This procedure requires that you stop and re-start the application server.

To specify the resource web application context:

* Open a command prompt and navigate to:

$Oracle Knowledge ROOT/instances/<instance names
where <instance name> is the Oracle Knowledge instance name.

« start the ICE environment:

setenv.sh (Linux)

setenv.bat (Windows)

» Stop the Oracle Knowledge instance:

inquiraim.sh stop (Linux)

inquiraim stop (Windows)

» Navigate to the following directory:

$Oracle Knowledge ROOT/instances/<instance name>/appserverim/conf/Catalina/
<information manager host>

» Create a context XML file named <directorys>.xml, where <directory> is the new content
resource mount point path directory name.

« Edit the file to include the following:

<?xml version='1.0' encoding='utf-8'?>
<Context docBase="<full path>" path="/<directory>">
<Resources className="org.apache.naming.resources.FileDirContext"
allowLinking="true" />
</Context>

where:

<full paths is the fully qualified path to the content resource mount point and <directory> is the
directory is the content resource mount point

* Save the file

» Delete the Tomcat work directory at:

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



193

CONFIGURING CONTENT RESOURCE ACCESS

$Oracle Knowledge ROOT/instances/<Instance Name>/appserverim/work
« Start the application from the ICE environment:
inquiraim.sh start (Linux)

inquiraim start (Windows)

Updating the Content Resource Configuration

To configure content resource access and storage in the Management Console:

L TS I R

1 Log onto the desired repository and select Tools from the navigation bar:

Tools

The Management Console displays the Administration page for the current repository.

2 Select Configure under System:

System

Canﬁgugﬁ

otifications

The Management Console displays the Information Manager Settings page.

3 Select the Resource Configuration item:

Current Configuration

Resource Configuratign
Email CnnFiguratinﬁ

Iniuira Search Configuration

Delegate Classes Configuration

The Management Console displays the Resource Configuration page.

» Select Override Current Configuration

You can now specify content resource configuration properties, which include:

 the method of file access and transfer, as described in “Specifying the Content Resource File Transfer
Method” on page 194

 the web server prefix for content resource access, as described in “Specifying Web Server Prefixes for
Resource Access” on page 195

the location of the server on which static media is stored, as described in “Specifying Static Resource
Properties” on page 196

the location of the management console, as described in “Specifying Management Console Properties
on page 196

the location to use for rich text editor image upload and storage, as described in “Specifying Rich Text
Editor Image Upload and Storage” on page 196
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Specifying the Content Resource File Transfer Method

You can specify either of the following methods to access and store content resources:

File Transfer Type

Resource Configuration for Repository:

@ File O FTE

Method used to store content resources

Specifies that you will store content resources on a file system and access them
using direct file access.

Specifies that you will store content resources on an FTP server and access
them using FTP.

File

FTP

» Select the file transfer method

The Resource Configuration page displays the properties fields for the selected method as described in
“Specifying File Method Content Resource Properties” on page 194 and “Specifying FTP Method Resource

Access Properties” on page 194.

Specifying File Method Content Resource Properties

If you specify to store and access content on the local file system, the Resource Configuration page prompts
you to specify a content resource mount point:

File Method Properties

Content resource mount point®

! /IM&.5.1/instances/InfoManager/webapps/OKResources/app/resources

» Specify a local directory for Oracle Knowledge storage of, and access to content resources for the
application, and whether to use SSL to control access to the content

Specifying FTP Method Resource Access Properties
If you specify to store and access content on an FTP server, the Resource Configuration page prompts you to

specify:
* the information that your application’s production instances will use to access the server

ORACLE
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» whether you use a staging server that is separate from your production server

FTP method properties

Published content host name*
Published content user ID*

Published content password?

« specify the following information:

Published content host Specify the FTP server host name. In Linux environments, specify a
name mount point location. In Windows environments, specify a mapped
drive.

Published content user ID | Specify the FTP server user ID.

Published content Specify the FTP server password.

password

Do you use a separate Specify whether you use a separate FTP server for draft content prior to
staging server? publishing. If you select Yes, the Resource Configuration page prompts

you to specify additional staging server information.

Staging content host Specify the draft content FTP server host name if applicable.
name

Staging content user 1D Specify the draft content FTP server user ID if applicable.

Staging content password | Specify the draft content FTP server password if applicable.

Specifying Web Server Prefixes for Resource Access

You specify the web server prefix so that the application can access content resources. If you are configuring a
separate draft content FTP server, the Resource Configuration page prompts you to specify web server
prefixes for both draft content (staging) and published content (production) environments. For FTP access,
specify a URL that corresponds to the content resource mapped drive or mount point location. For file system
access, specify a the URL of the content resource directory.

» specify the following information:

Published content URL Specify the URL of the local directory, shared storage area, or physical

prefix path of the FTP location where the content resources will be transferred
for use by production instances.

Staging content URL Specify the URL of the local directory, shared storage area, or physical

prefix path of the FTP location where the content resources will be transferred
for use by staging instances.

SSL for content pages Specify whether the content pages should be reached via SSL.
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Specifying Static Resource Properties

The Resource Configuration page prompts you to specify a relative path from the web application or a fully-
qualified path to the server on which static media is stored:
Static Resource Properties

Relative path frcm web application, or fully qualified path to static media serve
Static Resource URL

apps/infocenter/resources

« specify the following:

Static Resource URL Specify the relative path from the web application, or the fully qualified
path to the static media server to access the content resources.

Specifying Management Console Properties

You specify the location of the Management Console so that Oracle Knowledge web applications can access
the management console:

Management Console

URL to management console for in-context editing.

Management Console URL

http://slc03gpd.us.oracle.com:8227/InfoManager/WebObjects/InfoManager.woa

« specify the following:

Management Console Specify the URL to access the Management Console from web
URL applications.

Specifying Rich Text Editor Image Upload and Storage

We recommend that you use a single shared storage area for all image upload store paths, so that all Oracle
Knowledge instances can access the images.

If you change the image upload store paths, you must manually configure each of the resource web
applications to access the images from the new locations.

Rich Text Editor Image Upload Store Paths

Fully qualified path to store images uploaded using rich text editor, defaults to $IM_HOME/library
WYSIWYG Library Path

JWPTG-Env/IM&.5.1/InfoManager/library
Fully qualified path to store image thumbnails of images uploaded using rich text editor, defaults to $IM_HOME/thumbnail

WYSIWYG Thumbnail Path

fWPTG-Env/IMB.5.1/InfoManager/thumbnail

« specify the following:
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WYSIWYG Library Path | Specify the fully qualified path to store images uploaded using rich text
editors. Defaults to $0racle Knowledge ROOT/InfoManager/

library.
WYSIWYG Thumbnail Specify the fully qualified path to store image thumbnails of images
Path uploaded using rich text editors. Defaults to $Oracle Knowledge

ROOT/InfoManager/thumbnail.

Specifying Rich Text Editor Image Upload and Storage on WebLogic Server

The Oracle Knowledge installation process prompts you to specify the resource web application context
name. The default name is OKResources. You must perform the following steps on each resource web
application, and on every Oracle Knowledge instance.

Note: Ensure that the WebLogic Administration Server is running when you perform this procedure.

To specify the resource web application context:
» Log onto the WebLogic Administration Console at:

http://<admin_ server listen addresss:<admin server listen ports>/console

» Select Deployments in the Domain Structure section to manage and control the Information Manager
Web Applications

» Select a resource web application.
» Navigate to the resource web application Path directory
 Edit the resource web application’s weblogic.xml file, located at:

$Oracle Knowledge ROOT/instances/<Instance Name>/webapps/<Context Name>/app/
WEB-INF/weblogic.xml)

» Specify a new WYSIWG library path by editing the virtual-directory-mapping node that corresponds to
the library path as follows:

- Set the local-path node to the parent directory of the new library path
- Set the url-pattern node to /", followed by the directory name of the new library path appended
W|th \\/*u
For example, to specify the WYSIWYG library path:

/home /username/Oracle/Knowledge/IM/InfoManager/library
Specify:

<virtual-directory-mapping>
<local-path>/home/username/Oracle/Knowledge/IM/InfoManager</local-path>
<url-patterns>/library/*</url-patterns>
</virtual-directory-mapping>
» Specify a new WYSIWG thumbnail path by editing the virtual-directory-mapping node that corresponds
to the thumbnail path as follows:
- Set the local-path node to the parent directory of the new thumbnail path
- Set the url-pattern node to /", followed by the directory name of the new library path appended
Wlth \\/*ll

For example, to specify the WYSIWYG thumbnail path:
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/home /username/Oracle/Knowledge/IM/InfoManager/thumbnail

 Specify:

<virtual-directory-mapping>
<local-path>/home/username/Oracle/Knowledge/IM/InfoManager</local-path>

<url-pattern>/thumbnail/*</url-patterns>
</virtual-directory-mapping>

» Select Lock & Edit in the WebLogic Administration Console Change Center to make the domain
editable.

 Select the resource web application that you modified, then select Update
» Select Redeploy this application using the following deployment files, then select Finish

» Select Activate Changes in the Change Center to activate the modifications to the resource web
application.

The application server applies the updates to all new web application sessions. To apply the updates to
existing sessions, re-start the managed server that hosts the web applications.

Specifying Rich Text Editor Image Upload and Storage on Tomcat Application
Servers

When you install and configure Oracle Knowledge to use Tomcat application servers, the installation process
configures individual context files that represent the web applications that access the images from the default
locations. When you update the image upload and storage configuration for applications running on Tomcat
application servers, you must manually modify the context files by performing the steps described in this
section on all affected Oracle Knowledge applications and instances.

Important! This procedure requires that you stop and re-start the application server.

To specify the resource web application context files:

* Open a command prompt and navigate to:

$Oracle Knowledge ROOT/instances/<instance names
where <instance names> is the Oracle Knowledge instance name

* start the ICE environment:

setenv.sh (Linux)

setenv.bat (Windows)

 Stop the Oracle Knowledge instance:

inquiraim.sh stop (Linux)

inquiraim stop (Windows)

» Navigate to the following directory:

$Oracle Knowledge ROOT/instances/<Instance Name>/appserverim/conf/<InfoManager
Host>

» Specify a new WYSIWG library path by renaming the context file from 1ibrary.xml to
<directory>.xml

where:

<directorys is the directory name of the new library path.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



199

CONFIGURING CONTENT RESOURCE ACCESS

e Edit the <directorys>.xml file and specify:

- the value of the docBase attribute of the Context element to be the fully qualified path to the new
library path

- the value of the path attribute of the Context element to be “/~, followed by the directory name of
the new library path

For example, to specify the WYSIWYG library path:

/home /username/Oracle/Knowledge/IM/InfoManager/library
the context file is named 1ibrary.xml and it contains the following:

<?xml version='1.0' encoding='utf-8'?>
<Context docBase="/home/username/Oracle/Knowledge/IM/InfoManager/library"
path="/library">
<Resources className="org.apache.naming.resources.FileDirContext"
allowLinking="true" />
</Context>

» Save the file

» Specify a new WYSIWG thumbnail path by renaming the thumbnail .xml context file to
<directory>.xml

where:
<directorys is the directory name of the new library path

» Edit the <directorys>.xml file and specify:

- the value of the docBase attribute of the Context element to be the fully qualified path to the new
thumbnail path

- the value of the path attribute of the Context elementto be “/”, followed by the directory name of
the new library path

For example, to specify the WYSIWYG thumbnail path:
/home /username/Oracle/Knowledge/IM/InfoManager/thumbnail
the context file is named thumbnail .xml and it contains the following:

<?xml version='1.0' encoding='utf-8'?>
<Context docBase="/home/username/Oracle/Knowledge/IM/InfoManager/thumbnail™"
path="/thumbnail">
<Resources className="org.apache.naming.resources.FileDirContext"
allowLinking="true" />
</Context>

» Save the file

» Delete the Tomcat work directory at:

$Oracle Knowledge ROOT/instances/<Instance Name>/appserverim/work
« Start the application from the ICE environment:

inquiraim.sh start (Linux)

inquiraim start (Windows)
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| LDAP Configuration

You can configure Information Manager for use with an external LDAP security schema using the LDAP
configuration item on the Information Manager Settings page.

When LDAP authentication is enabled, Information Manager uses the information in the LDAP repository to
create users when they log on, and updates the information for each subsequent session. In order to do this,
Information Manager does a bind with the specified credentials. If the bind is successful, then Information
Manager uses the configuration to gather additional information needed to configure the security domain
within Information Manager. Information Manager stores assigned views, assigned roles, and workteams
within external LDAP directories. The definitions of these objects are inside Information Manager, but the
association of the Information Manager objects to users is done within LDAP.

Additional attributes that are normally stored in the Information Manager “USERINFORMATION Table” are
also updated from LDAP during each authentication. First name, last name, email address are all updated.
Roles, views, and workteams are reset during the authentication process as well.

The typical Information Manager LDAP integration utilizes the standard LDAP schemas. Individual projects
may require custom changes to the customer LDAP installation but it is not required out-of-the-box. The
default configuration settings should be sufficient to cover most implementation requirements.

Important! The information obtained from the LDAP repository will override any user profile information
specified directly in the Management Console.

You can configure:
» Default LDAP parameters for all repositories at the SYSTEM repository level

» LDAP parameters for an individual repository at the application repository level
To configure LDAP integration:

1 Log onto the desired repository and select Tools from the navigation bar:
The Management Console displays the Administration page for the current repository.

2 Select Configure under System:
The Management Console displays the Information Manager Settings page.

3 Select the LDAP Configuration item:

Current Configuration

Fesource Configuration
LOAP Configuration
Ernail C'ih?iquratinn

Code Generation Configuration

InQuira Search Configuration

Delegate Classes Configuration

SR Y Y

Celegate Transzlation

The Management Console displays the LDAP Configuration page.
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LDAP Configuration

Repository Info

Default LDAF configuration for all repositories

Enable LDAP Integration for Repository ves @ g
Create Oracle Knowledge users if not available @ vas U No
Obtain Roles from User ves @ g
Search roles recursively Jves @ pyg
Obtain Views from User ves @ g
Search views recursively ves @ g
Obtain Work Teams from User ves @ g
Obtain Reporting Group from User U vas @ pg

Depth level for recursive search™

3

LDAP Server Info

LDAP Server Host™

Use S5L (Typically Port 636) ) ves @ g
Port*

4  Specify the following configuration parameters:

Parameter Description

Enable LDAP Specify to enable LDAP authentication for all repositories by default
Integration for (SYSTEM), or for the current application repository.

Repository

Create Information Specify to automatically create Information Manager users based on
Manager users if not information in the LDAP repository. Information Manager will automatically
available create Information Manager users for authenticated users. If this function is

disabled, only users that are defined in the Information Manager repository will
be able to log in.

Note: Information Manager will synchronize its user information with information from
the LDAP repository regardless of whether new user creation is enabled.

Obtain Roles from User | Specify to retrieve the role information directly from the user record in the LDAP
repository. This saves a second lookup step in the LDAP server to retrieve the
role information.

Search roles Specify to search the roles in the LDAP repository recursively to locate
recursively Information Manager roles.

Obtain Views from User | Specify to retrieve the view information directly from the user record in the
LDAP repository. This saves a second lookup step in the LDAP server to
retrieve the view information.
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Search views Specify to search all views in the LDAP repository recursively to locate

recursively Information Manager views.

Obtain Work Teams Specify to retrieve the work team information directly from the user record in the

from User LDAP repository. This saves a second lookup step in the LDAP server to
retrieve the work team information.

Obtain Reporting This option allows the retrieval of the reporting group directory from the LDAP

Group from User record without requiring a subsequent LDAP lookup operation.

LDAP Server Info Specify the host name or IP address and port of the LDAP server for this

repository (for SYSTEM, specifies the default for all repositories) and whether
to use Secure Sockets Layer (SSL) protocol (usually port 636).

Note: SSL security requires some external configuration in the LDAP server.

Single Sign-On info

Enable single sign-on vas @ o

HTTP header key for the user name?

username

LDAP Bind Info

LDAP administrator user DN*

LDAP administrator password®

Parameter Description

Enable single sign-on | Specify to enable single sign-on; Information Manager will not validate
user passwords in this mode, since it is assumed that an external
provider has authorizes the user. The user will automatically be logged
in without having to re-authenticate. The application will still validate
role and view information stored in the LDAP repository.

HTTP header key for Specify the HTTP request key to use for single sign on.
the user name

LDAP administrator Specify the ID of a user that can read the LDAP repository. This user

user DN must have permission to bind.
LDAP administrator Specify the password for the administrator user.
password
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User Search Info

User search base DN*

User name map key®

User role map key*

User view map key®

User work team map key

User reporting group map key

User First name map key?

User Last name map key?

User email address map key?

Parameter

Description

User search base DN

Specify the LDAP location where user information is stored. This is the
starting point for a user search.

User name map key

Specify the LDAP attribute in the user DN that contains the Information
Manager UserName.

User role map key

Specify the LDAP attribute in the user DN that refers to an LDAP DN
containing IM Role Information, for example, memberOf.

User view map key

Specify the LDAP attribute in the user DN that refers to an LDAP DN
containing Information Manager View Information, for example, memberOf.

User First name map key

Specify the LDAP attribute in the user DN that contains the user's first
name.

User Last name map key

Specify the LDAP attribute in the user DN that contains the user's last
name.

User email address map
key

Specify the LDAP attribute in the user DN that contains the user's email
address.
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Role Search Info

Role Search Base DN*

Role DN Map Key™*

Repository role map key*

View Search info

View search base DN*

View DN map key*

View map key*

Work Teams Search Info

Work Teams search base DN

Work Teams DN map key

Work Teams map key

Reporting Group Search Info

User Group search base DN

User Group DN map key

User Group map key

Parameter Description

Role search base DN Specify the DN Location in the LDAP hierarchy where role information is
stored. This is the starting point for a role search.
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Parameter (Continued)

Description (Continued)

Role DN Map Key

Specify the Unique Identifier for the role (the Idap DN). The value of this
attribute must match the value of the User role map key attribute.

Repository role map key

Specify the LDAP attribute that contains the Information Manager role
reference key.

View search base DN

Specify the DN Location in the LDAP hierarchy where view information
is stored. This is the starting point for a view search.

View DN map key

Specify the Unique Identifier for the view (the LDAP DN). The value of
this attribute must match the value of the User view map key attribute.

View map key

Specify the LDAP attribute that contains the Information Manager view
reference key.

Work Teams search base DN

Specify the DN Location in the LDAP hierarchy where work team
information is stored. This is the starting point for a work team search.

Work Teams DN map key

Specify the Unique Identifier for the work team (the LDAP DN). The
value of this attribute must match the value of the work team map key
attribute.

Work Teams map key

Specify the LDAP attribute that contains the Information Manager work
team reference key.

Reporting Group Search Info

User Group Search Base DN

Specify the DN location in the LDAP hierarchy where the user group
information is stored. This is the starting point for the user group search.

User Group DN map key

Specify the LDAP DN for the user group. The value of this attribute must
match the value of the user group map key attribute.

User Group map key

Email Configuration

Specify the LDAP attribute that contains the User Group reference key.

You can specify the default administrator email settings for all repositories (SYSTEM) or for the current
repository using the Email Configuration item on the Information Manager Settings page.

To specify email settings:

1 Log onto the desired repository and select Configure under System on the Administration page:
The Management Console displays the Information Manager Settings page.

2 Select the Email Configuration item:

Current Configuration

Resource Configuration

LOAPR Configuration

igquration

1.
2,
3. Email Co
4,

Code Ge

ation Confiquration
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The Management Console displays the Email Configuration page:

Email Configuration

LSMTP Setbings

Default settings for all repaositaries

SMTP Host*

rmail .inquira.com

Administrator email address*

dirma@inguira.com

D Requires SMTP authentication

3 Select the Override default configuration item and specify the following configuration parameters:

Parameter Description

SMTP Host Specify the URL of the email server.

Administrator email Specify the Information Manager administrator email address.
address

Requires SMTP
authorization

Specify whether to require SMTP authorization.

External Notification Delegate Class

The ExternalNotificationlterface enables you to intercept certain task notification emails and modify them
before transit or stop them from being sent.

The Interface has the following signature:
public interface ExternalNotificationinterface {
public boolean sendLostPasswordNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendContentExpirationNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendContentChangeNoatification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendContentRecommendationNotification(Hashtable objectArray,

Hashtable mailinfo);

public boolean sendContentinLimboNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendDBForumModerationNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendlnactiveAccountNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendRatingAnalysisNoatification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendReviewDateNoatification(Hashtable objectArray, Hashtable mailinfo);

public boolean sendSurveyAnswerNoatification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendSubscriptionExpirationNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendTranslationTaskNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendWorkflowChangedNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendWorkflowExpirationNotification(Hashtable objectArray, Hashtable mailinfo);
public boolean sendWorkflowTaskNotification(Hashtable objectArray, Hashtable mailinfo);

Each method returns a Boolean value that tells Information Manager whether or not to use the modifications
from the external class. By default, each method can return a “false” in order to indicate that no changes were
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made and it is ok to ignore the external class. If a “true” is returned, the method takes the values out of the
mailinfo hashtable and uses them for the email transport.

Here is an example of a method that uses the interface:
public boolean sendWorkflowChangedNotification(Hashtable objectArray, Hashtable mailinfo) {

mailinfo.put("htmIContent", mailinfo.get("htmIContent”) + "\n" + print(objectArray) + "\n" +
print(mailinfo));

mailinfo.put("textContent", mailinfo.get("textContent") + "\n" + print(objectArray) + "\n" +
print(mailinfo));

mailinfo.put("subject"”, "workflow changed" );

logger.debug(" " + print(mailinfo));

return true;

}

The print() method above is just a helper method in the implementation to show what all of the values are and
it looks like:
public String print(Hashtable objectArray) {
String ret ="";
Iterator i = objectArray.keySet().iterator();
while (i.hasNext()) {
Object key = i.next();
ret += "Key " + key+ "<br>\n";
Object o = objectArray.get(key);
if (0 instanceof String){
ret +="->" + o+ "<br>\n",
} else if (o instanceof HashMap){
HashMap mp = (HashMap)o;
Iterator p = mp.keySet().iterator();
while (p.hasNext()) {
Object pk = p.next();

ret +=" -—--m--- key " + pk +" ="+ mp.get(pk) +
"<br>\n";
}
}else {
logger.debug("->" + 0);
}
}
return ret;

}

The objectArray is discarded when the method returns, but not the mailinfo hashtable. The objectArray
passes available objects to the external class for its decision making process. The objectArray may not
contain all information necessary to the external class, but it should be enough to be used for further
database querying should you decide to do so.

The external natification class can be registered in Information Manager by assigning the fully qualified
package and class name in the repository’s config.properties file. You can also register the class in
Management Console as follows:

1 Gotothe Tools tab.
2 Select System Configuration.

3 Select Go to Expert Mode.
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4 Scroll down and select EXTERNAL_NOTIFICATION_CLASS.
L3 EditProfileAction - Fully quallfied java delegate class use
VALUE: [ Default Valus)
13, EXTERMAL NOTIFICATION CLASS - The fully qualified
VALUE: [ Default Valus)
3. FILE TRANSFER _TYPE - File Transfer Type. This param
5 Inthe Parameter Value area, enter the name of the class that implements the

EXTERNAL_NOTIFICATION_CLASS interface. In this example, we name the class
com.inquira.services.integration.ExternalNotificationTest:

Application Setting Properties

Farameter Name EXTERNAL NOTIFICATION_CLASS

Farameter vValue"
com.nguira.servlces. Integration ExternalMotificationTest

Discription

The Tully qualified Java class that Impiements the External Notificatlonintamace Intemace that

F Allow adminisirators 1o edit value
[ Encrypt Vaiua

« Save 10 0efault value
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An example print out of the objectArray and mailinfo for a workflow changed would look like:

Key locale<brs>

key

key

active =3D Y

dateAdded =3D 1192653073000
timeFormat =3D $%$I:%M %p
dateFormat =3D %$m/%d/%Y
localeValue =3D 1033

encoding =3D UTF-8

recordID =3D en US
dateModified =3D 1192653073000
timeFormatDisplay =3D hh:mm
localeDesc =3D English
localeCode =3D en_US
groupDefault =3D Y
dateFormatDisplay =3D mm/dd/yyyy

dateAdded =3D 1194541357000

reputationPoints =3D 30

login =3D dan

ownerSite =3D 1047061a3807a01151b8f1d4d00540a

defaultSubsite =3D 1047061a3807a01151b8£1d4d00540a

receivePerform =3D Y

firstName =3D dan

locale =3D en US

adminUser =3D Y

active =3D Y

passwordHint =3D =20
subscriptionSchedule =3D 1
subscribeOnTopicReply =3D Y
banUser =3D =20

preferredEmail =3D =20
showEmail =3D 0
userReputationLevel =3D =20
alias =3D dan

userImage =3D =20
subscribeOnTopicCreation =3D Y
isDefaultAdministrator =3D =20
receiveAssigned =3D Y

lastName =3D dan

showName =3D 0

banUntilDate =3D =20
dateModified =3D 1195052355000
email =3D djones@inquira.com

Key content<brs>

dateAdded =3D 1194626701000

displayEndDate =3D 1301157840000

userID =3D 0076ablcbf5011620353b20007fed
ownerSite =3D 1047061a3807a01151b8£f1d4d00540a
alias =3D =20

locale =3D en US

displayReviewDate =3D 1301157840000

longitude =3D =20

query =3D =20

userName =3D dan dan

changesPending =3D N

eventStartDate =3D =20

contentChannel =3D 00761714ddaa01161b0abed6007fe8
moderated =3D =20

documentID =3D FDé6

displayStartDate =3D 1194626640000
dateModified =3D 1195061510000

latitude =3D =20

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE

ORACLE



210 EMAIL CONFIGURATION

———————— key eventEndDate =3D =20
———————— key parent =3D =20
Key replacement<br>

________ key OPEN =3D OPEN

________ key dan =3D dan

________ key dan =3D dan

———————— key 00763753£fe100116254a73£c007fe5 =3D 00763753fel100116254a73£c00=7£fe5

———————— key djones@inquira.com =3D djones@inquira.com

———————— key dan =3D dan

-------- key =3D=20

________ key dan =3D dan

________ key FD6 =3D FD6

———————— key /Users/djones/InfoManager/logs/test?taskid=3D29 =3D/Users/dj=ones/InfoMan-
ager/logs/test?taskid=3D29

———————— key =3D =20

———————— key fdsafsadf =3D fdsafsadf

———————— key forRating =3D forRating

———————— key APPROVED =3D APPROVED

———————— key forRating =3D forRating

________ key /Users/djones/InfoManager/logs/
test?ut=3D0076ablcbf5011620353=b20007fed&ts=3D24 =3D /Users/djones/InfoManager/logs/
test?ut=3D0076ablcbf50=11620353b20007fed&ts=3D24

-------- key 29 =3D 29

———————— key =3D=20

-------- key =3D=20

-------- key =3D=20
Key htmlContent<br>
-> tywwywyrtyrety
Key locale<brs>

———————— key active =3D Y

———————— key dateAdded =3D 1192653073000

———————— key timeFormat =3D %I:%M %p

———————— key dateFormat =3D %m/%d/%Y

———————— key localeValue =3D 1033

———————— key encoding =3D UTF-8

———————— key recordID =3D en US

———————— key dateModified =3D 1192653073000

———————— key timeFormatDisplay =3D hh:mm

———————— key localeDesc =3D English

———————— key localeCode =3D en_US

________ key groupDefault =3D Y

———————— key dateFormatDisplay =3D mm/dd/yyyy

———————— key dateAdded =3D 1194541357000

———————— key reputationPoints =3D 30

________ key login =3D dan

———————— key ownerSite =3D 1047061a3807a01151b8f1d4d00540a
———————— key defaultSubsite =3D 1047061a3807a01151b8f1d4d00540a
———————— key receivePerform =3D Y

———————— key firstName =3D dan

———————— key locale =3D en US

________ key adminUser =3D Y

———————— key active =3D Y

———————— key passwordHint =3D =20

———————— key subscriptionSchedule =3D 1

———————— key subscribeOnTopicReply =3D Y

———————— key banUser =3D =20

———————— key preferredEmail =3D =20

________ key showEmail =3D 0

———————— key userReputationLevel =3D =20

———————— key alias =3D dan

———————— key userImage =3D =20
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subscribeOnTopicCreation =3D Y
isDefaultAdministrator =3D =20
receiveAssigned =3D Y

lastName =3D dan

showName =3D 0

banUntilDate =3D =20
dateModified =3D 1195052355000
email =3D djones@ingquira.com

Key content<brs>

———————— key

dateAdded =3D 1194626701000

displayEndDate =3D 1301157840000

userID =3D 0076ablcbf5011620353b20007fed
ownerSite =3D 1047061a3807a01151b8f1d4d00540a
alias =3D =20

locale =3D en US

displayReviewDate =3D 1301157840000

longitude =3D =20

query =3D =20

userName =3D dan dan

changesPending =3D N

eventStartDate =3D =20

contentChannel =3D 00761714ddaa01161b0abed6007fe8
moderated =3D =20

documentID =3D FD6

displayStartDate =3D 1194626640000

dateModified =3D 1195061510000

latitude =3D =20
eventEndDate =3D
parent =3D =20

=20

Key replacement<br>

key

OPEN =3D OPEN
dan =3D dan
dan =3D dan
00763753fel100116254a73fc007fe5 =3D 00763753fel00116254a73fc00=7fe5
djones@inquira.com =3D djones@inquira.com
dan =3D dan
=3D=20
dan =3D dan
FD6 =3D FD6
/Users/djones/InfoManager/logs/test?taskid=3D29 =3D /Users/dj=ones/InfoMan-

ager/logs/test?taskid=3D29

key

=3D =20
fdsafsadf =3D fdsafsadf
forRating =3D forRating
APPROVED =3D APPROVED
forRating =3D forRating
/Users/djones/InfoManager/logs/

test?ut=3D0076ablcbf5011620353=b20007fed&ts=3D24 =3D /Users/djones/InfoManager/logs/
test?ut=3D0076ablcbf50=11620353b20007fed&ts=3D24

key
key
key
key

29 =3D 29
=3D=20
=3D=20
=3D=20

Key htmlContent<brs>
-> tywwywyrtyrety<br>
Key useAuth<brs>

Key textContent<brs>

-> hghfgd<brs>
Key tos<br>

Key subject<brs>
-> =E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=
=E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=E6=
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=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C<br>Key userName<br>

-> djones@ingquira.com<br>
Key authPass<br>

-> temp4u<brs>

Key from<brs>

-> djones@ingquira.com<brs>
Key host<brs>

-> thecape.inquira.com<br>

<br>

Key useAuth<brs>

Key textContent<brs>
-> hghfgd<br>

Key tos<br>

Key subject<brs>

-> =E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=
=E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=E6=

=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C<br>

Key userName<br>

-> djones@inquira.com<br>
Key authPass<br>

-> temp4u<br>

Key from<brs>

-> djones@ingquira.com<brs>
Key host<br>

-> thecape.inquira.com<br>

—————— = Part 1 5796122.1195069681284
Content-Type: text/html; charset=UTF-8
Content-Transfer-Encoding: quoted-printable

tywwywyrtyrety

Key locale<brs>
———————— key active =3D Y
———————— key dateAdded =3D 1192653073000
———————— key timeFormat =3D %I:%M %p
________ key dateFormat =3D %m/%d/%Y
———————— key localeValue =3D 1033
———————— key encoding =3D UTF-8
———————— key recordID =3D en US
———————— key dateModified =3D 1192653073000
———————— key timeFormatDisplay =3D hh:mm
———————— key localeDesc =3D English
———————— key localeCode =3D en US
———————— key groupDefault =3D Y
———————— key dateFormatDisplay =3D mm/dd/yyyy

———————— key dateAdded =3D 1194541357000
———————— key reputationPoints =3D 30
________ key login =3D dan

———————— key ownerSite =3D 1047061a3807a01151b8£f1d4d00540a
———————— key defaultSubsite =3D 1047061a3807a01151b8f1d4d00540a

———————— key receivePerform =3D Y
———————— key firstName =3D dan

———————— key locale =3D en US

________ key adminUser =3D Y

________ key active =3D Y

———————— key passwordHint =3D =20
———————— key subscriptionSchedule =3D 1
———————— key subscribeOnTopicReply =3D Y
———————— key banUser =3D =20

———————— key preferredEmail =3D =20
———————— key showEmail =3D 0
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———————— key userReputationLevel =3D =20
———————— key alias =3D dan
———————— key userImage =3D =20
———————— key subscribeOnTopicCreation =3D Y
———————— key isDefaultAdministrator =3D =20
———————— key receiveAssigned =3D Y
———————— key lastName =3D dan
———————— key showName =3D 0
———————— key banUntilDate =3D =20
———————— key dateModified =3D 1195052355000
———————— key email =3D djones@ingquira.com

Key content<brs>
———————— key dateAdded =3D 1194626701000
———————— key displayEndDate =3D 1301157840000
———————— key userID =3D 0076ablcbf5011620353b20007fed
———————— key ownerSite =3D 1047061a3807a01151b8f1d4d00540a
———————— key alias =3D =20
———————— key locale =3D en US
———————— key displayReviewDate =3D 1301157840000
———————— key longitude =3D =20
———————— key query =3D =20
———————— key userName =3D dan dan
———————— key changesPending =3D N
———————— key eventStartDate =3D =20
———————— key contentChannel =3D 00761714ddaa0ll161b0abed6007fe8
———————— key moderated =3D =20
———————— key documentID =3D FD6
———————— key displayStartDate =3D 1194626640000
———————— key dateModified =3D 1195061510000
———————— key latitude =3D =20
———————— key eventEndDate =3D =20
________ key parent =3D =20

Key replacement<br>

———————— key OPEN =3D OPEN

———————— key dan =3D dan

———————— key dan =3D dan

———————— key 00763753fe100116254a73£c007fe5 =3D 00763753fel00116254a73£fc00=7fe5

———————— key djones@inquira.com =3D djones@inquira.com

———————— key dan =3D dan

———————— key =3D=20

———————— key dan =3D dan

-------- key FD6 =3D FD6

———————— key /Users/djones/InfoManager/logs/test?taskid=3D29 =3D /Users/dj=ones/InfoMan-
ager/logs/test?taskid=3D29

-------- key  =3D =20

———————— key fdsafsadf =3D fdsafsadf

———————— key forRating =3D forRating

———————— key APPROVED =3D APPROVED

———————— key forRating =3D forRating

———————— key /Users/djones/InfoManager/logs/
test?ut=3D0076ablcbf5011620353=b20007fed&ts=3D24 =3D /Users/djones/InfoManager/logs/
test?ut=3D0076ablcbf50=11620353b20007fed&ts=3D24

-------- key 29 =3D 29

-------- key =3D=20

———————— key =3D=20

-------- key =3D=20

Key htmlContent<br>
-> tywwywyrtyrety<br>
Key useAuth<brs>

Key textContent<br>
-> hghfgd<br>
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Key tos<br>

Key subject<brs>

-> =E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=
E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C=
E6=8D=95=E3=81=BE=E3=82=8B=E3=80=8D=E3=80=8C=E8=8C=B6=E7=95=AA=E6=8D=9C<br>
Key userName<br>

-> djones@inquira.com<br>

Key authPass<br>

-> pPpPpPpPrpppppp<br>
Key from<brs>

-> djones@inquira.com<br>
Key host<br>
-> thecape.inquira.com<br>?

In this example, the objects returned would be the locale, user, content, the replacement dictionary. The
mailinfo has the keys of htmlContent, useAuth, textContent, tos, ccs, bccs, subject, userName, authPass,
from, and host.

The replacement dictionary is a hashmap containing all of the tokens and their assigned values.
The mailinfo’s tos, ccs, and bccs (if not null) will come as “ArrayList”.

A list of objects for each method, as of this writing, are available below.
sendLostPasswordNotification:
locale
user
ownersite
replacement

sendContentExpirationNotification:

locale

user

content

ownersite

replacement
sendContentChangeNotification:

user

CurrentTask

content

ownersite

replacement
sendContentRecommendationNotification

locale

user

CurrentTask

ownersite

recommendation
sendContentInLimboNotification

locale

contentchannel

user

content

contenttext

ownersite

replacement
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sendDBForumModerationNotification

locale

user

forum

CurrentTask

ownersite

replacement
sendInactiveAccountNotification

locale

user

ownersite

replacement
sendRatingAnalysisNotification

locale

contentchannel

user

content

ownersite

replacement
sendReviewDateNotification

locale

user

CurrentTask

content

ownersite

replacement
sendSurveyAnswerNotification

locale

user

surveyresult

survey

ownersite

replacement
sendSubscriptionExpirationNotification

locale

user

ownersite

replacement

affectedsubscriptions (ArrayList)
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Integrating an Intelligent Search Application

sendTranslationTaskNotification
contentLocaleRequest
locale
user
CurrentTask
content
ownersite
replacement
sendWorkflowChangedNotification
locale
user
content
replacement
workflowstep
sendWorkflowExpirationNotification
locale
user
content
workflowstep
ownersite
replacement
sendWorkflowTaskNotification
locale
user
content
workflowstep
ownersite
replacement

You can specify an Oracle Knowledge application to use for searching within the Management Console and
configured Information Manager web applications. You specify an Oracle Knowledge application to use for
internal searching using the InQuira Search Configuration option of the Information Manager Settings page.

Important! You must also configure the Intelligent Search application to acquire and index content from
the Information Manager repository, as described in “Configuring Content Acquisition from Information
Manager Repositories” in the Intelligent Search Administrator's Guide and Reference.

You can specify the Oracle Knowledge application to use as the default for all repositories when logged onto
the SYSTEM repository, or for the current application repository when logged onto that repository.

When you configure Oracle Knowledge Search, Information Manager adds a Search tab to the main
navigation area. You can then use the Search page to locate Information Manager and other Intelligent
Search content.
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Search Configuration

To configure the Oracle Knowledge application for internal search:

1 Login as a super user, select the desired repository and then Tools from the navigation area:
The Management Console displays the Administration page for the current repository.

2 Select Configure under the System option
The Management Console displays the Information Manager Settings page.

3 Select InQuira Search Configuration:

Information Manager Settings

Current Configuration

Fesource Configuration

LOAaP Configuration

Code Seneration Configuration

1
2
3. Email Configuration
4
=]

InZuira Searchrl':onfiquratin:\n

The Management Console displays the InQuira Search Configuration page:

InQuira Search Configuration

Edit InQuira Search URL

Cefault settings for all repositaries

InQuira Search URL*

Example: httpi/flocalhosti 8020/ inguirawby servletfrporouter
- Enable Highlighting for Search Results
O Enable Searching for Similar Results

Festrict Search to IM content by default

Provide criteria for "Best Answer" fiker when a Feature Content result is returned
Minirmur Score 0.90
Mirnirmurn Difference 0.01

Maxirmurm Results Display 3
The InQuira Search Configuration page indicates whether the current configuration is inherited from
the system default, or is specific to the application repository.

Note: Inthe SYSTEM repository, the InQuira Search Configuration page displays the default
Oracle Knowledge internal search application for all repositories.

4 Enter the URL of the servlet for the Oracle Knowledge search application, for example:
http://localhost:8222/inquiragw/servlet/rpcrouter
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9

Select the Enable Highlighting for Search Results to highlight the search words in the search result
excerpts.

Select the Enable Searching for Similar Results option to display similar results for search results.

By default, Management Console Search searches all of the content in the Knowledgebase. To
change the default to limit the search to Management Console only, select the Enable Searching for
Similar Results option.

Change the default criteria for the "Best Answer" filter, if desired. This filter determines the level of
relevancy required for content to be displayed in the Featured Content portlet when it is enabled.

There are 3 criteria that you can edit to determine what the best answers are. The minimum score,
minimum difference and the max results to display. The minimum difference value is stored but not
currently used. Up to max results will be displayed provided their score is equal to or greater than the
minimum score field.

Select Save

The Management Console adds a Search tab in the navigation area:

Searching External Content

When you click the Search tab, the search page is displayed and an empty request is made to the servlet to
get the facets to choose from.

By default, only Oracle Knowledge documents will be searched. To allow external documents to be viewed,
click the InfoManager Documents facet:

InfoManager Documents [

When you do a search, the search results indicate whether documents are internal or external using two

icons:

. J for a content record that belongs to the repository

.= for a content record that is external to the repository
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Using Oracle Knowledge Search from the Tag Library

If a user is not logged in, the default user roles will be used as user groups. The current user’s views can be
passed into the Oracle Knowledge Search request tag through a plus (+) delimited string of Search reference
keys.

In order to determine if the Inquira Search is configured and enabled, use the
<IM:is.inquirasearch.enabled> tag. Set the negate parameter to negate="true” to negate.

The main tag for conducting a search is get . inquirasearch.data. You pass it an ID for iterating over the
results (dataset), and it returns the ResultFacets (filters) and the “answers” as an array of InquiraResult
objects by calling each with a “.facets” or a “.answers” from the variable passed in.

For example, if dataset was set to dataset="rsdata”, you retrieve the facets using:
<IM:iterate.dataset dataset="rsdata.facetsgs”>

and the answers using:
<IM:iterate.dataset dataset="rsdata.answers”>

The type parameter

The type parameter specifies the type of request and can be one of the following:
* empty — this is the first call to the search in order to get all of the facet filters.
» search — perform a search based on the searchstring parameter.
* narrow — turn a facet on or off by passing in the facetid in the facettoggle parameter.
» forward, backward — for paging: go to the next or previous set of answers.

* more — pass in the facetid of a facet that has its isHasMore () property set to "true”. There will be
more sub-facets returned for a particular facet.

e open — open an external document with the highlighting. In order for this request to work, you will need
to pass in the answerid, highlightinfo, igaction, and url of the answer you want to open. All 4
fields are members of the search answer variable (InquiraResult).

» wizard — available, but not used by the TagLibrary. Use the form.wizardfields tag instead.

* link — used to open a click-thru link in order to log the analytics. Any time a search result link is opened
or a portlet link is opened, a link request should be made and then redirect to the link by getting the
id.clickthrough wvalue.

» feedback — record a feedback from the user. The request can send the feedbackcomments with a
user’s text comments, or with a feedbackrating with a numeric value rating the question, or both.

» similar — you can check if a search result includes similar results using rsAns.similar count > 0.
If there are one or more similar results, you can create a link that will set the type to “similar” and pass in
the answerid and the relatedIds so that the page also contains the similar answers.

* same —to return to the last search results that were displayed, simply pass in the type of “same”. This
will obtain the last search objects that were set to the page.

« InitialContact — this is an equivalent of the empty request for a Submit A Case Online search request.
Before calling AnswerContact when the user searches before submitting a case, this needs to be called
to initialize the search.

» AnswerContact — this search request is used to perform a search in order to satisfy the submit a case
request for escalation.
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» RespondContact — this will inform the search instance of whether or not the user was satisfied. If the
escalate field is populated with “true”, then a case escalation will be logged in the search instance for
analytics to record. If the escalate is set to false, then the user was satisfied with one of the search
results.

e There are 4 optional parameters to handle the highlighting of the text of a search result. Each snippet of
an excerpt is rated in relevancy from 0 — 3. The snippets are put together using <span> tags and a
corresponding snippet CSS class is used to format the string. The default values are the classes
snippetClass0, snippetClassil, snippetClass2, snippetClass3. You can override these
defaults by passing in the parameters “classlevel0” through "classlevel3”.

« In order to restrict the results, you can pass in a parameter of “restrict” set to the following 3 values:
- IM - InfoManager documents only
- IM_DISCUSSION - InfoManager documents that are discussion board results
- IM_CHANNEL - InfoManager documents that are Content records

The segment Parameter

Another parameter you can pass in the search request is the segment parameter, which you can use to pass
a string into the SOAP request. Use the following values in conjunction with the segment parameter:

e escalate — set to true or false for a RespondContact request. Indicates whether there should be an
escalation or not for analytics.

* igaction — this parameter indicates the type of click through we want to perform with a “link” type.
- 5indicates that the value is a combination of “or'ed” constants.

- 1is an HTML highlight. The result of this request contains the highlighted HTML derived from the
id.parsedHTML scripting variable.

- 2 indicates that the result is a PDF document that needs highlighting. The resulting
id.parsedHTML is a small XML node that is used to pass into the PDF document indicating how
the PDF should be highlighted, such as:

http://www.pdf.com/mypdf.pdf#xml=http://pagethatreturnsthexml

- 4 means that the search instance should simply record the click-thru. Typically the 4 is added to one
of the other values for highlighting.

- 8 means show similar results. You shouldn’t need to pass this in. When you set the type to “similar”,
the action code of 12 automatically gets set with the SOAP request.

- 1024 means that the answer is is a “Managed Answer” and not an “unstructured” result. In order for
the click-thru to work on content that is not of ansType “unstructured”, you would normally pass in
1028 (i.e., 1024 + 4). For example:

<% if (IrsAns.ansType.equalsignoreCase("unstructured"))
{ %><a href="index?page=answerlink&url=<%=rsAns.escurl%>&answerid=
<%=rsAns.answerid%>&igaction=1028"

<% } %>
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The

pageobj Parameter

The pageobj parameter provides a way to get specific information about the result set that was returned. You
could, for example, find out if there are more results to navigate to. The pageobj is called using whatever the
id parameter is set to as shown in the example below.

id="myid"

myid.pageobj.totalResults

The example above would return the total number of results.

The

id Parameter

You can get other information from the id parameter, such as:

igxml — the igxml that is returned by the SOAP response (helpful for debugging)
parsedHTML - the highlighted HTML that is returned from an “open” call

pageobj — page statistics (see “ResultFacet Objects” on page 222 for more information about the
pageobij object)

facetcount — number of facets returned

wizardcount — number of process wizards returned

portletcount — number of portlets returned

question — the question that was asked

clickthrough —in the case of a link request, this will be the link that needs to be redirected to

allowhighlight — Boolean representing the search configuration setting for the repository that specifies
whether document highlighting should be used

allowsimilar — Boolean representing the search configuration setting for the repository that specifies
whether similar results should be used

showingsimilar — if the search results are returned due to a similar answer link, this will be set to true

pagewarp — if pagewarp is not null after the search call, redirect the user to the pagewarp value (a
URL)
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Iterating Over Returned ResultFacets

To get the facets call:
iterate.dataset dataset="yourvar.facets"

and pass in the dataset value passed into the request tag. In the iteration, retrieve each facet using the
get.inquirasearch. facet which returns a ResultFacet object with the same name as the id. The
ResultFacet objects and how to use them are explained in the section on “ResultFacet Objects” on page 222.

Since the facets are hierarchical, each ResultFacet in the list has a level variable to tell you which node the
facet is on. If the facet is active, you can get the top level category name by using the following code:
if (crFacet.active ) {
while(crFacet.parent != null){
crFacet = crFacet.parent;
}

out.printin("The top level facet is " + crFacet.display +" <BR>");
crFacet = crFacet.childinEffect;
%>

The active facetis now <%= crFacet.display %>.

ResultFacet Objects

The callsto <IM:iterate.dataset dataset="mydata.facets"> and <IM:get.search.facet
id ="fac” > both return an object of type ResultFacet. Use the ResultFacet object to determine the
following:

* <%= fac.active %> —returns "true" if this facet is being used as a filter

* <%= fac.count %> - the number of sub-facets in existence (not necessarily the number of facets

* <%= fac.display %> — the text description to display
* <%= fac.referencekey %>—aunique ID for this facet returned by Inquira Search (for example,

* <%= fac.childInEffect %> - a sub-facet of type ResultFacet, if any, that is being used as a filter
* <%= fac.parent %> — a sub-facet's reference to its parent facet
* <%= fac.subFacets %> — alist of all sub-facets under the next level on the current facet's tree

* <%= fac.hasMore %> —indicates whether or not there are more sub-facets that could be retrieved. If,
for example, there are 1000 authors, at first request, maybe only 10 of them are returned

* <%= fac.level %> - indicates the level that this facet is in the hierarchy, starting at level 1

The request, get . inquirasearch.data, with the 1d parameter set to "myid" (i.e.,"id="myid” ") will
return an object of type Page as “pageobj”, from which you can retrieve the following properties:

* <%= myid.pageobj.getPageMore () %>—how many result pages there are

* <%= myid.pageobj getPageNumber () %> — the index of the current result page
* <%= myid.pageobj getPageSize () %>— number of results per page

* <%= myid.pageobj getPageStart () %> — the first page number

* <%= myid.pageobj getTotalResults () %> — possible number of results
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When iterating through the datasetanswers from the request, after calling
<IM:get.inquirasearch.answer id="ans”>, an InquiraResult object is returned with the following
information available:

* <%= ans.display %> —the textto show for the link (the heading)

* <%= ans.excerpt %> —a convenience method to return an html formatted string of all the snippets. It
will use the supplied css class levels or default to snippetClassx where x is a value from 0-3.

* <%= ans.clickThrough() %> —the click through link that is returned by Inquira Search

The next 3 are for creating a relevancy “progress bar” table:

* <%= ans.scoretext %> — determine the "score" html bar's percentage text
* <%= ans.scorewidth %> — determine the "score" html bar's width

* <%= ans.nonscorewidth %> - determine the "score" html bar's width (the right side of the two-celled

table)
* <%= ans.score %> (Float) — how closely this answer matches the question

ans.uimode %> — currently must be set to “answer”

[
* <%

* <%= ans.highlightinfo %> — used by the Oracle Knowledge engine to highlight relevant text inside
an external document — not much use for the tags

* <%= ans.answerid %>
* <%= ans.igaction %>
* <%= ans.url %>-a URL to getto the actual document

* <%= ans.cmsstatus %> — information on the Infomanager document containing if the content record
is published or not

* <%= ans.cmsguid %> —the GUID for an InfoManager record

* <%= ans.isExternalContent %> (Boolean)— an InfoManager content document in an external
repository

* <%= ans.isInternalContent %> (Boolean)— an InfoManager content document in the current
repository

* <%= ans.isExternalDocument %> (Boolean)— notan InfoManager document

* <%= ans.iscontentdeleted %> (Boolean)— an InfoManager document that has been indexed but
has since been deleted (True if the content GUID cannot be found in the database)

* <%= ans.docType %> (String) —the document type of this answer

* <%= ans.snippets %> (NSMutableArray) — each part of the text is contained in snippets which have
various levels as to how closely the search term is qualified. Each snippet is concatenated into the
excerpt for convenience into span tags with the appropriate class levels

* <%= ans.similar count %> (Integer)—the number of similar results for the current answer
* <%= ans.relatedIds %> (String) — the IDs of related answers (used for a “similar” request)

* <%= ans.escurl %> (String) —the HTML-escaped URL that is used to pass in a “link” request

Each snippet is of type InquiraSnippet and simply contains getLvl () and getText () methods

* <%= ans.isWizard %> (Boolean) — true if the answer is a type Process Wizard (if the answer is a
wizard, you can modify the <a> to append the wizardid and the wizardstepid in order to pass the
arguments into a form.wizardfields tag)

* <%= ans.wizardLabel %> (String) — the Process Wizard’s display label
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°

AN

o°
I

ans.wizardDesc %> (String) — a description of the Process Wizard

.
N

o
Il

ans.wizardFirstStep %> — identifies which step id the Process Wizard should start at

.
N

o
Il

ans.wizardId %> (String) —identifies which Process Wizard to use

o\

° < ans.wizardDefaultStep %> (String) — not currently used

o\°

* <%= ans.wizard %> (Wizard) — contains the actual raw Wizard object

The Wizard fields above can be used like this:
if (rsAns.isWizard){ %>
<a href="http://10.0.20.76:8080/TagLibrary/index?page=<%=myPage%>&type=wizard&answerid=
<%=rsAns.answerid%>&igaction=<%-=rsAns.igaction%>&wizardid=<%=rsAns.wizardld%>&wizardstepid

<%=rsAns.wizardFirstStep%>&wizardnextstep= "><%=rsAns.wizardLabel%> <br>
</a> <%=rsAns.wizardDesc%><br>

Using the Process Wizard

Important! The Process Wizard feature is deprecated and replaced by the AnswerFlow component. See
the Answer Flow Implementation and User’s Guide, located in the Oracle Knowledge
Intelligent Search User Documentation Library, for more information.

The following tags allow the user to use the process wizard:
<IM:form.wizardform wizardid="<%=wizid%>" wizardstepid="<%=wizstep%>" id="id2"
success="searchtest" error="http://www.my_company.com/error_page">

The form.wizardform should be displayed if the parameter “type” is equal to “wizard”.

To display the previous choices that have been in made in a Process Wizard, you can use the
iterate.wizard.previous.responses tag as shown below:
<IM:iterate.wizard.previous.responses>
<IM:get.wizard.previous.response id="wpr">
<font color=blue size="3"><%= wpr.question %></font><br>
<font color=blue size="2"><%= wpr.answer %></font> <br><br>
</IM:get.wizard.previous.response>
</IM:iterate.wizard.previous.responses>

There are two properties available to you using the scripting variable: a question and an answer.

After calling the form.wizardform, you can iterate over the wizardform fields like this:

<IM:iterate.wizardform.fields><br>
IM:get.wizardfield.record id="wizf">

<% if (wizf.type.equals("select")) { %>
<IM:input.wizardfield.record css="dropdown"/>

<% } else if (wizf.type.equals("checkbox")) { %>
<IM:input.wizardfield.record css="chekbx"/>

<% } else if (wizf.type.equals("text")) { %>
<IM:input.wizardfield.record css="letext"/>

<% } else if (wizf.type.equals('radio™)) { %>
<IM:input.wizardfield.record css="amfm"/>

<% } else { %>

<br><b><%=wizf.text%></b> <br>

<% } %>

</IM:get.wizardfield.record>
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</IM:iterate.wizardform.fields>

A form.wizardform generates the following hidden fields:
<input name="action" value="SearchWizardAction" type="hidden">
<input name="success" value="answers" type="hidden">
<input name="error" value="answers&amp;er=y" type="hidden">
<input name="wizardid" value="WizardOfTime" type="hidden">
<input name="wizardstepid" value="1A" type="hidden">
<input name="wizaction” value="next" type="hidden">

(wizaction is available starting in version 8.0.1.1)

The wizaction hidden field indicates which submit button was pressed. Currently, there are three options;
“next”, “back”, and “cancel”. Use a script to set this parameter whenever a button is clicked. The following
excerpt uses JavaScript to set each of the three values as in onclick="javascript:wizaction.value
= 'cancel';">

<button value="cancel" name="ingwiz" onclick="javascript:wizaction.value =

‘cancel’;">Cancel</button>

<% if (id2.showback) { %><button type="submit" value="Back" name="inqwiz"

onclick="javascript:wizaction.value = 'back’;">Back</button><% } %>

<button type="submit" class="button-feature" name="ingnext"

onclick="javascript:wizaction.value = 'next’;">Next</button>

You can give the buttons whatever name you wish as long as the hidden wizaction is set to one of the three
values listed above.

Portlets

The side panel portlets are answers or either type “custom” or “dictionary”. The field .name will contain the
name of the box that the answer belongs to. The following names are currently used:

* PROMOTE = Promotions

* ACT = Act Now
 RELATED_TOPIC = Related Topics
» DEFINE = Definitions

Other names may be created on the Search side.

The way to obtain the portlets is to iterate over the new answer property “portlets” and iterating over the
portlet’s “items” such as in this example:
<Table border=0 align=right width=20%><tr><td>
<IM:iterate.search.portlets dataset="rsData.portlets">
<IM:get.inquirasearch.portlet id="porter">
<% if (porter.type.equals(“feedback")) { %>
<form name="feedbackform" action="index" method=get>
<input type=hidden name=page value="<%=myPage%>">
<input type=hidden name=type value=feedback>
<% } %>
<table border=1 width=100%> <tr><th class="im-lightblue"><%= porter.name %></th> </tr>
<IM:iterate.dataset dataset="porter.items" id="pitems">
<IM:get.inquirasearch.portlet.item id="item">
<TR><td>Answer ID = <%= item.answerid %>
<% if (porter.type.equals(‘feedback™)) { %>
<%-= item.excerpt %><BR>
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<% if (pitems.index == 4) { %>
<input type=submit name=type value=submit>
</form>
<% } %>
<% } else { %>
<% if (item.ansType.equals("dictionary™)) { %>
<a href="index?page=<%=myPage%>
&type=search&showdef=true&title=<%-=item.getLinkText()%>
&def=<%-=item.excerpt%>
&answerid=<%=item.answerid%>
&igaction=<%-=item.iqaction%>">
<%= item.getLinkText() %>
</a> <br>
<%-= item.excerpt %>
<BR><BR>
<% } else {%>
<a href="<%=item.titleUrl%>"><%= item.getLinkText() %o></a> <br>
<%-= item.excerpt %><BR><BR>
<% } %>
<% } %>
</td></tr>
</IM:get.inquirasearch.portlet.item>
</IM:iterate.dataset>

</IM:get.inquirasearch.portlet>
</IM:iterate.search.portlets>

</td><tr></Table>

A portlet item has two available properties: name and type. As you can see, there is a special portlet whose
type is feedback. This is the feedback form found at the last of the portlets. The item object is of type
InquiraResult which has the same member fields and methods as the answer object explained above.

In the case of a “dictionary” portlet, | am passing the type=search and showdef=true back to the page so that
| can display its definition title (item.getLinkText()) and its definition (item.excerpt) as in the example below:
<% if (showdef != null) { %>
<table width=80% border=1><tr><td> <%= deftitle %> <br></td></tr><tr><td>
<%= defexcerpt %></td><tr></table>
<% }

The above variables deftitle and defexcerpt are simply representing the values passed in as
title=<%=item.getLinkText () $>&def=<%=item.excerpt%>

You can specify the order of the portlets to be returned by passing an order parameter into the tag such as:
<IM:iterate.search.portlets dataset="rsData.portlets"
order="PROMOTE+DEFINE+RELATED_TOPIC+FEEDBACK">

Any keys not passed into the order parameter will not be returned. If a parameter is entered into the order that
does not return, it is simply ignored. Not supplying an order parameter will result in the returning of all portlets
returned by the SOAP call in the order we receive them.
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Delegate Classes Configuration

The delegate classes configuration allows you to specify Java methods to execute when given events occur.
You can configure custom methods in the SYSTEM repository to specify a default for all repositories, or
configure custom methods in an application repository to override the default methods.

To configure delegate classes:

1 Log onto the desired repository and select Tools from the navigation bar:
The Management Console displays the Administration page for the current repository.

2 Select Configure under System:
The Management Console displays the Information Manager Settings page.

3 Select the Delegate Classes Configuration item:

Information Manager Settings

Current Configuration

Fesource Configuration

LOAP Configuration

Ernail Configuration

Inuira Search Configuration

Celegate [F;'_'IESSES Configuration
DelegateFanzlation

1
2
3
4,  Code Generation Confiquration
3
&
7
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The Management Console displays the Delegate Classes Configuration page. Specify the custom

methods to execute for the selected actions:

Delegate Classes Configuration

Edit Delegate Classes

Default settings for all repositories

Add to Cart Action

Change Local Action

Channel Search Action

Contribute Action

Create Faq Action

Edit Profile Action

Full Text Search Action

Generic Form Acton

Login Action

Lost Password Action

Newsletter Find Email Action

Newsletter Subscrbe Action

Page Email Action

Recommend Action

Shopping Cart Action

Take Survey Action

Talkback Action
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| Translation Delegate Class Configuration

It is possible to integrate to an external application to do machine translation of content. This is done by
specifying a custom method to call an external translation service using the Delegate Translation option under
the Task Configuration list in the Tools area.

To configure a translation delegate class:

| 1 Log onto the required repository and select Tools from the navigation bar:
The Management Console displays the Administration page for the current repository.

2 Select Configure under System:
The Management Console displays the Information Manager Settings page.

Information Manager Settings

Current Configuration

Fesource Configuration

LOAP Configuration

Ermail Canfiguration

Code Generation Configuration

InSuira Search Confiquration

Celegate Claszes Configuration

=l N B L kB

Celegate Jranszlation
I

3 Select the Delegate Translation option from the list.
The Management Console displays the Translation Delegate Class Configuration page.

Translation Delegate Class Configuration

Edit Translation Delegate Class

Default settings for all repaositaries

Translation Delegate Class

4  Specify the custom method to handle translation tasks in the Translation Delegate Class text field.

File Attachment Configuration

You can configure your application to accept only specific types of files as attachments. You restrict file
attachments using the Content File Attachment Configuration option of the Oracle Knowledge Settings
page under Tools.

Note: You can also restrict attachments for discussion boards using the DISCUSSION BOARD FILE
UPLOAD FORMAT option, which are available when you select the Go to Expert Mode option on the Oracle
Knowledge Settings page under Tools.
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To restrict file attachments:

» Select Tools, then select Configure under System:

System

CC""ﬁEIUU‘fj

Tasks & MNotifications

The Management Console displays the Oracle Knowledge Settings page.
» Select Content File Attachment Configuration:

Oracle Knowledge Settings

Current Configuration

Resource Configuration

Email Configuration

InQuira Search Configuration

Delegate Classes Configuration

Delegate Translation

Create Rnalytics Lookup Data

Content File Attachment Configuration
o

NN R ) B A s B o B

The Management Console displays the Content File Attachment Configuration page:

Content File Attachment Configuration

Content File Attachment Type

Parameter Value®*

Description

The regular expression for content attachment file name

The Parameter Value field of the Content File Attachment Configuration page defines the file types that
users can attach to content records. The default value is .+, which specifies that users can attach any file

types.

» select Override default configuration, then specify a regular expression to exclude and include
specific file types as desired, and select Save

Information Manager will evaluate the regular expression to exclude and include the specified file types as
attachments to content records.
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Deleting Unused Attached Files

You can schedule a batch job to delete unused files that are stored as content resources (files attached to
content records). Information Manager considers a file in the configured file system or FTP location to be
unused if the guaranteed unique identifier (guid) associated with the attachment no longer represents a valid
content record.

» Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on page 245,
and select Resource File Cleaner as the Job Action

Customizing ESAPI Configurations
Oracle Knowledge provides the data validation functionality for validating user input and HTTP requests. The
application relies on white list parameter validation to filter out invalid values.

The Oracle Knowledge Information Manager Console integrates the Open Web Application Security Project
(OWASP) Enterprise Security APl (ESAPI) framework. The ESAPI is an industry-tested framework that
applies standardized best practices for encoding and escaping untrusted data before it is processed as input
by the application.

The administrator can configure a white list for the attributes of a replacement token and category.
To specify the security configurations:

1 Log onto the required repository and select Tools from the navigation bar. The Management Console
displays the Administration page for the current repository.

2 Select Configure under System. The Management Console displays the Information Manager
Settings page:

Oracle Knowledge Settings

Current Configuration

Eesource Configuration
LOAP Configuration

Email Configuration

[V S S

InQuira Search Configuration

o

Delegate Claszes Configuration

[ B |

Dielegate Translation

Create Analvtics Lookup Data

|

File Attachment Configuration

s}

9, Password Configuration

10. ESAPI Configuration Customization

3 Select ESAPI Configuration Customization from the list. The Management Console displays the
ESAPI Configuration Customization page:
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ESAPI Configuration Customization

Oracle Knowledge Specific Configuration Parameters for ESAPI

-

I.i\‘ Dizabling any of these checks could result in cross-site scripting issues

T

Disable XML Element encoding provided by the ESAPI framework.
Disable LDAP encoding provided by the ESAPI framework.

Disable SQL encoding provided by the ESAPI framework.

Disable XML Attribute encoding provided by the ESAPI framewark.
Disable HTMLAttribute encoding provided by the ESAPI framework.
Disable C55 encoding provided by the ESAPI framework.

Disable URL encoding provided by the ESAPI framework.

Disable LDAP distinguished name encoding provided by the ESAPI framework.
Disable HTML encoding provided by the ESAPI framewaork.

Disable XPath encoding provided by the ESAPI framework.

Disable 05 specific encoding provided by the ESAPI framework.

Disable JavaScript encoding provided by the ESAPI framework.

Oracle Knowledge Whitelist Parameter Validation Configuration

The ESAPI validation settings for rich text Replacement Token replacement text

The description of what data the parameter contains®
URI string containing encoded or UTF characters

The maximum size of the field {(must include size in bytes for double byte characters if appropriate)™®

1000

The reference to the ESAPI validation regular expression

Rich text replacement text El

4  Specify the ESAPI configuration settings in the following sections:

Section

Description

Oracle Knowledge Specific
Configuration Parameters for
ESAPI

Specify Oracle Knowledge specific configuration parameters provided
by the ESAPI framework. See “Specifying Oracle Knowlegde Specific
Configuration Parameters for ESAPI” on page 232.

Oracle Knowledge Whitelist
Parameter Validation
Configuration

Specify the Oracle Knowledge whitelist parameter validation
configurations for Replacement Token and Category. See “Specifying
Oracle Knowledge Whitelist Parameter Validation Configuration” on
page 233.

ESAPI Validation Regular
Expression Patterns

Customize the ESAPI validation regular expression patterns. See
“Specifying ESAPI Validation Regular Expression Patterns” on
page 237.

Specifying Oracle Knowlegde Specific Configuration Parameters for ESAPI

You can use the section to specify Oracle Knowledge specific ESAPI configuration parameters.

 Specify the following validations:

| Field Name

‘ Description
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Disable XML Element
encoding provided by the
ESAPI framework

Select the option to disable the XML Element encoding provided by the
ESAPI framework.

Disable LDAP encoding
provided by the ESAPI
framework

Select the option to disable the LDAP encoding provided by the ESAPI
framework.

Disable SQL encoding
provided by the ESAPI
framework

Select the option to disable the SQL encoding provided by the ESAPI
framework.

Disable XML Attribute
encoding provided by the
ESAPI framework

Select the option to disable the XML Attribute encoding provided by the
ESAPI framework.

Disable HTMLAttribute
encoding provided by the
ESAPI framework

Select the option to disable the HTMLAttribute encoding provided by
the ESAPI framework.

Disable CSS encoding
provided by the ESAPI
framework

Select the option to disable the CSS encoding provided by the ESAPI
framework.

Disable URL encoding
provided by the ESAPI
framework

Select the option to disable the URL encoding provided by the ESAPI
framework.

Disable LDAP distinguished
name encoding provided by
the ESAPI framework

Select the option to disable the LDAP distinguished name encoding
provided by the ESAPI framework.

Disable HTML encoding
provided by the ESAPI
framework

Select the option to disable the HTML encoding provided by the ESAPI
framework.

Disable XPath encoding
provided by the ESAPI
framework

Select the option to disable the XPath encoding provided by the ESAPI
framework.

Disable OS specific encoding
provided by the ESAPI
framework

Select the option to disable the OS specific encoding provided by the
ESAPI framework.

Disable JavaScript encoding
provided by the ESAPI
framework

Select the option to disable the JavaScript encoding provided by the
ESAPI framework.

Note: Oracle does not recommend that you disable any of the above listed parameter, as it might result
in cross-site scripting issues. By default, all the options listed above are enabled.

Specifying Oracle Knowledge Whitelist Parameter Validation
Configuration

This section provides a list of security configuration options to define allowable characters and strings for
Replacement Token and Category. These defined rules prevent attackers from entering invalid characters or
scripts into fields that might result in cross-site scripting errors.
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You can customize the security configurations for the following:
 Text field of a Replacement Token
 Richtext field of a Replacement Token
» Category name field

» Category description field

Specifying ESAPI Validation Settings for Rich Text Field

You can use this section to specify validation settings for the richtext field of Replacement Token. The
following table describes each of the parameter validation.

 Specify the following validations:

Field Name

Description

The description of what data
the parameter contains

Specify a description of what kind of data type the Richtext field will
accept. The default value is "URI string containing encoded or UTF
characters".

The maximum size of the field

Specify a numeric value for the maximum size of the input field. The
default value is "1000".

Note: You must include size in bytes for double-byte characters.

The reference to the ESAPI
validation regular expression

Specify a regex pattern reference for the framework to validate the input
data. The available ESAPI validation regex patterms are:

 Plain text replacement text

* Rich text replacement text

 Standard text

The default value is "Standard text". See “Specifying ESAPI Validation
Regular Expression Patterns” on page 237 for more information.

How should validation be
handled

Specify how to handle the validation on the input data. The valid values
are:

» Validate — Perform validation on the input data.

* Encode — Encode the input data. Returns a null value, if encode fails.

* None — Skip the validation on the input data.

The default value is "Validate".

The parameter can be null

Indicates that the input field can be null. By default, the check box is
selected, setting the parameter to "true".

The parameter value is from
user input

Indicates whether the parameter value is from user input. By default,
the check box is selected, setting the parameter to "true".

The request parameter
original should be changed by
ESAPI encoder (encode or
decode)

Indicates whether the ESAPI encoder can encode or decode the input
data specified with the HTTP request. By default, the check box is
selected, setting the parameter to "true".

The parameter should be
canonicalized

Indicates that the input data will be canonicalized. By default, the check
box is selected, setting the parameter to "true".
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Specifying ESAPI Validation Settings for Plain Text Field

You can use this section to specify validation settings for the plain text field of a Replacement Token. The
following table describes each of the parameter validation.

» Specify the following validations:

Field Name

Description

The description of what data
the parameter contains

Specify a description of what kind of data type the plain text field will
accept. The default value is "URI string containing encoded or UTF
characters".

The maximum size of the field

Specify a numeric value for the maximum size of the input field. The
default value is "1000".

Note: You must include size in bytes for double-byte characters.

The reference to the ESAPI
validation regular expression

Specify a regex pattern reference for the framework to validate the input
data. The available ESAPI validation regex patterms are:

« Plain text replacement text

* Rich text replacement text

« Standard text

The default value is "Standard text". See “Specifying ESAPI Validation
Regular Expression Patterns” on page 237 for more information.

How should validation be
handled

Specify how to handle the validation on the input data. The valid values
are:

» Validate — Perform validation on the input data.

» Encode — Encode the input data. Returns a null value, if encode fails.

* None — Skip the validation on the input data.

The default value is "Validate".

The parameter can be null

Indicates that the input field can be null. By default, the check box is
selected, setting the parameter to "true".

The parameter value is from
user input

Indicates whether the parameter value is from user input. By default,
the check box is selected, setting the parameter to "true".

The request parameter
original should be changed by
ESAPI encoder (encode or
decode)

Indicates whether the ESAPI encoder can encode or decode the input
data specified with the HTTP request. By default, the check box is
selected, setting the parameter to "true".

The parameter should be
canonicalized

Indicates that the input data will be canonicalized. By default, the check
box is selected, setting the parameter to "true".

Specifying ESAPI Validation Settings for Category Description
You can use this section to specify validation settings for the Category description. The following table
describes each of the parameter validation.
» Specify the following validations:
| Field Name

The description of what data
the parameter contains

Description

Specify a description of what kind of data type the Category description
field will accept. The default value is "URI string containing encoded or
UTF characters".
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The maximum size of the field

Specify a numeric value for the maximum size of the input field. The
default value is "1000".

Note: You must include size in bytes for double-byte characters.

The reference to the ESAPI
validation regular expression

Specify a regex pattern reference for the framework to validate the input
data. The available ESAPI validation regex patterms are:

« Plain text replacement text

* Rich text replacement text

« Standard text

The default value is "Standard text". See “Specifying ESAPI Validation
Regular Expression Patterns” on page 237 for more information.

How should validation be
handled

Specify how to handle the validation on the input data. The valid values
are:

» Validate — Perform validation on the input data.

» Encode — Encode the input data. Returns a null value, if encode fails.

* None — Skip the validation on the input data.

The default value is "Validate".

The parameter can be null

Indicates that the input field can be null. By default, the check box is
selected, setting the parameter to “true".

The parameter value is from
user input

Indicates whether the parameter value is from user input. By default,
the check box is selected, setting the parameter to "true".

The request parameter
original should be changed by
ESAPI encoder (encode or
decode)

Indicates whether the ESAPI encoder can encode or decode the input
data specified with the HTTP request. By default, the check box is
selected, setting the parameter to "true".

The parameter should be
canonicalized

Indicates that the input data will be canonicalized. By default, the check
box is selected, setting the parameter to "true".

Specifying ESAPI Validation Settings for Category Name

You can use this section to specify validation settings for the Category name. The following table describes
each of the parameter validation.

» Specify the following validations:

Field Name

Description

The description of what data
the parameter contains

Specify a description of what kind of data type the Category name field
will accept. The default value is "URI string containing encoded or UTF
characters".

The maximum size of the field

Specify a numeric value for the maximum size of the input field. The
default value is "1000".

Note: You must include size in bytes for double-byte characters.

The reference to the ESAPI
validation regular expression

Specify a regex pattern reference for the framework to validate the input
data. The available ESAPI validation regex patterms are:

« Plain text replacement text

* Rich text replacement text

« Standard text

The default value is "Standard text". See “Specifying ESAPI Validation
Regular Expression Patterns” on page 237 for more information.
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How should validation be
handled

Specify how to handle the validation on the input data. The valid values
are:

» Validate — Perform validation on the input data.

* Encode — Encode the input data. Returns a null value, if encode fails.

* None — Skip the validation on the input data.

The default value is "Validate".

The parameter can be null

Indicates that the input field can be null. By default, the check box is
selected, setting the parameter to "true".

The parameter value is from
user input

Indicates whether the parameter value is from user input. By default,
the check box is selected, setting the parameter to "true".

The request parameter
original should be changed by
ESAPI encoder (encode or
decode)

Indicates whether the ESAPI encoder can encode or decode the input
data specified with the HTTP request. By default, the check box is
selected setting the parameter to "true"”.

The parameter should be
canonicalized

Indicates that the input data will be canonicalized. By default, the check
box is selected setting the parameter to "true".

This section provides the standard regular expressions (regex) to check input data against a list of allowable
characters and strings for each of the following:

» Rich Text Area and Plain Text of Replacement Token

» Description and Name fields of Category

You can modify these regex patterns with valid regular expression characters. The following table lists each of
the default regex pattern.

Field Name

Description

The regular expression used
to validate rich text
Replacement Token
replacement text input

Specify the regex pattern to validate the input data for a rich text field.
The default regex pattern is

" IN\p{L}\p{P}\p{N}\p{So}\p{Sc}\s+%26&=samps\\\-_|<>/
1+8"

The regular expression used
to validate standard text field
input

Specify the regex pattern to validate the input data for a standard text
field. The default regex patternis "~ [\p{L}\p{P}\p{Nd} 1+s".

The regular expression used
to validate plain text
Replacement Token
replacement text input

Specify the regex pattern to validate the input data for a plain text
field.The default regex pattern is
"“I\p{L}\p{P}\p{N}\p{So}\p{Sc}+= 1+$"

Specifying ESAPI Validation Regular Expression Patterns

Configuring Tasks and Task Notifications

You can configure and customize the various Information Manager content management tasks to meet the
needs of your specific application and business environment. You can:
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* Enable and disable tasks
» Enable and disable email notifications about tasks
» Customize the content of task notifications

Important! The Enable this task type option must be enabled in order to assign a workflow task or to
enable any tasks or naotifications associated with the workflow task. For example, if this option is not enabled,
then the Enable email notifications for this task option is disabled, regardless of whether it is selected.

See Action and Notification Tasks for a description of each task.

To enable or disable tasks and notifications:

* Log onto the SYSTEM repository and select Configure under Tasks and Notifications in the Tools tab:

Tasks & Motifications

Configure
Batch Eﬂhﬁ
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The Management Console displays the Task Configuration page:

Tasks & Notifications

Available Tasks
Task Name
Workflow Task
Translation Task

Expiring Content

Workflow Progress

Delinguent Workflow

Content Rewview

Rating Analysis

Recommendation

L v T I« T o | B o O I

Publish Motification

[
[}

. Password Reset Reguest

[y
[y

. Inactive Account

[
ra

. Survey Answer

[
L

. | Content Subscription

[
i

. |Forum Subscription

=
L

. |Forum Moderation

[
[y}

. |Expiring Subscriptions Motification

oy
e |

. | Content edited outside of the workflow process Motification

[
o

. | Content Batch Monitoring

o
[¥u

. | Start Date Publisher Error

[
[}

. |[Email Failure Motification

. | Console User Welcome

)
=

. Web User Welcome

2
ra

» Select a desired task

The Management Console displays the Tasks & Notifications page for the selected task. The default task
settings are inherited from the SYSTEM repository.

Tasks & Notifications

Task Type Workflow Task

Task Configuration Edit Fields

Enable this task type
Enable email notifications for this task
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» Use the Enable this task type and Enable notifications for this task settings to enable or disable
tasks or task notifications for the selected task
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Editing Notification Templates

You can edit the content of the email notifications that Information Manager sends in response to tasks and
other events created within the application.

To customize task notifications:

* Log onto the SYSTEM repository and select Configure under Tasks and Notifications in the Tools tab:

Tasks & Notifications
Configure
BatchEnhE
The Management Console displays the Task Configuration page:

Tasks & Notifications

Available Tasks
Task Name
Workflow Task
Translation Task

Expiring Content

Workflow Progress

Delinguent Workflow

Content Rewview

Rating Analysis

Recommendation

L v T I« T o | B o O I

Publish Motification

[
[}

. Password Reset Reguest

[y
[y

. Inactive Account

[
ra

. Survey Answer

[
L

. | Content Subscription

[
i

. |Forum Subscription

=
L

. |Forum Moderation

[
[y}

. |Expiring Subscriptions Motification

oy
e |

. | Content edited outside of the workflow process Motification

[
o

. | Content Batch Monitoring

o
[¥u

. | Start Date Publisher Error

[
[}

. |[Email Failure Motification

. | Console User Welcome

)
=

. Web User Welcome

2
ra
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» Select a desired task

The Management Console displays the notification configuration settings for the selected task. The default
notification settings are inherited from the SYSTEM repository.

5 Select the Override Default Values option to edit the notification content

Override Default Values @')

Cancel

The Management Console displays the editable task notification page. See “Using Keyword Substitution
within Email Notifications” on page 243 for information about the Information Manager-defined keyword
variables that you can use within notifications.
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Using Keyword Substitution within Email Notifications

Information Manager defines a set of keyword variables that you can use to refer to specific repository,
application, task, and user information in notification messages.

When Information Manager sends a notification, it replaces the variables with values obtained from the event
context and your specific application. For example, it will replace the variable <TID> with the specific task ID
associated with the notification.

Important! You cannot edit the keyword variables, and only a subset of variables are available for use in
a given natification template.

The Management Console displays the available keyword variables for a each notification template in the
upper right portion of the configuration page, for example:

Template Legend
Keyword Substitutions:

=<D1> Repository

=51> Repository View
=N1> First Name

=MN2>= Last Name

=Ul> User ID

<E1> Email

=TS> Task Status

<TID> Task ID

<COM> Task Comments
<TASKURL> Task URL
<UA> Unlock account URL
<RECID> Content ID

=D CID> Document ID
<LOCALE> Document Locale
<MID> Master Identifier
<CHANNEL> Channel
<WC> Workflow Comments
WS> Workflow Status
<CWF5> Current Workflow Step

Name
<PWF5> Previous Workflow Step

Name

Scheduling Batch Jobs

You can schedule batch jobs to perform various Information Manager administrative functions. You can
schedule batch jobs only within an application repository.
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Important! Batch jobs can only be configured or managed from IM Management Console instances that
have been installed to support batch scheduling operations. In general, only a single instance should be
configured to perform batch operations per environment (staging, QA, production).

You define and schedule batch jobs by:
» Specifying basic job parameters
 Specifying job-specific parameters
 Specifying the job schedule

Available Batch Jobs

Information Manager provides the following batch jobs for scheduling:

Job Description

Resource File Cleaner Delete unused files from the configured file system or content resource
location via FTP, as described in “Deleting Unused Attached Files” on
page 231.

URL Connect Connect to a URL for the purpose of executing an external web service, as

described in “Connecting to an External Web Service” on page 247.

Export All Data Export the current repository data and compress the file for backup
purposes, as described in “Exporting Data for Backup” on page 296.

Expiring Content Locate content within a selected channel that will expire within a specified
number of days, as described in “Identifying Expiring Content” on page 247.

Content Review Scheduler | Locate content within a selected channel that should be reviewed within a
specified number of days, as described in “Identifying Content to be
Reviewed” on page 249.

Rating Analysis Locate content that uses a selected rating form and is rated lower than a
specified threshold, as described in “Identifying Content by Rating Level” on
page 252.

Delinquent workflow steps | Locate content that is delinquent within a selected workflow, as described in
“Identifying Delinquent Content” on page 250.

Delete closed and ignored | Locate and delete tasks that have been closed or ignored for a specified
Tasks number of days, as described in “Deleting Closed Tasks” on page 250.

Case Link Cleanup Locate and delete any Case Link objects associated with obsolete content,
as described in “Associating Content Records with CRM Cases” on page 97.

Send Subscription Emails | Send content-update notification emails to subscribers.

Expiring Subscriptions Search for subscriptions that will expire within a certain number of days and
Notification send notification emails to subscribers.

Delete Expired Search for expired subscriptions and delete them.

Subscriptions

Indexer Scheduling Reindex the repository data, as described in “Indexing Data for Full Text

Search” on page 185.

Content Batch Monitor This batch job is used to monitor the directory where translated content files
are uploaded to. When a file is detected it is automatically process by the
batch translation utility.
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SDP Start date publishing batch job. Used to automatically publish and unpublish
documents based on their publication start dates.

XXMetricsMergerJob This series of batch jobs are used to process the metrics for content views,
and discussion board activities so that they are properly recorded into the
database.

TrimBatchHistory This batch job is used to clean up the batch task history so that the
database table is not filled with useless data.

Specifying Batch Job Details and Schedules

To schedule Information Manager batch jobs:

1 Log into Information Manager as SUPER user and select the SYSTEM repository, as described in
Logging on as the Super User.

2 Switch from the SYSTEM repository to the application repository the batch job is to run on (DEMO in
this example):

3 Select the Tools tab.
4  Select Configure under Batch Jobs on the Administration page:
5 Select Add Batch Job:

Batch Jobs List

All Active Jobs
-- There are nao scheduled jobs defined --

Add BEu:h Job (33)
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6 The Management Console displays the Add Batch Job page:

Add Batch Job Schedule Results
Fun on 11/30/2005 at 04:11
indefinately
Job Mame:*
Job Details
Job Reference Key:
Resource File Cleaner
Used to delete unused files from the
Job Ach’on:l Resource File Cleaner ;I IS__T_;"I”IS iilla opeem, or Hrengn
' Onee avery ILast;I IDal,l ;I of every IMonth;I at AM =
© Recurring every I Iweeks j‘
o Cne Tirme Cnly
Start Time End Time
Date Time Date Time
11/30/2005 T (04011 [em o] o AM
Current Time :I 4:11:15 PM | (Leave end date blank to run indefinitely)
Save Batch Job (32
# Required field
7 Specify the following general scheduling parameters:
Parameter Description
Job Name Specify a name for the batch job
Job Reference Key Accept the default value supplied by the Management Console or

specify a string to use as an internal identifier. See “A Note On
Reference Keys” on page 52 for more information on reference
keys and how they are used within the Information Manager.

Job Action Select the type of job as described in “Available Batch Jobs” on
page 244.
Schedule Details Select one of the following scheduling methods and complete the

scheduling fields:
* Once every...

* Recurring every...
e One Time Only

Start Date and Time Specify the date and time after which the scheduling detail logic will
apply.
End Date and Time Specify the date and time up to which the scheduling detail logic

indefinitely.

will apply. Leave this field blank to specify that the task will run
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The Schedule Results area displays a narrative summary of the scheduling details. For example, the
Schedule Results display:

Schedule Results

Fun on every Last Day of avery
Manth at 12:00 AM starting
after 12/231/2005 2t 12:00 AM,
and stopping on 12/31/2006 at
12:00 AR

describes the following job schedule details:
% once euary [Last =] [Cay =] of euery [Weonth =] at 12:00 [am =]
' Racuring svery I— |weeks |

o One Time Cnly
Start Time End Time
Date Time Date Time
12/31/2005 FE 12:00 IAM -] 1z/31/z2006 TR 12:00 [am 2

Current Time:l 2:31:20 PM | (Leave end date blank to run indefinitely)

Connecting to an External Web Service
You can schedule a batch job to connect to a URL for the purpose of executing an external web service. You
can use this job to schedule Information Manager to execute custom code for any purpose.

» Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on page 245,
and select URL Connect as the Job Action

The Management Console displays an additional Target URL field.
» Specify the URL of the web service to which you want to connect

|dentifying Expiring Content

You can schedule a batch job to identify content that is approaching its expiration date. Information Manager
will use the results of this job to create tasks and send notifications to the appropriate users.

Note: Regardless of whether the expiring content batch job is run or not, the content will still expire if the
expiration date is set. When the content expires, it is not deleted or unpublished, but it will not be loaded
(e.g., for an IM click-thru page) and the crawler will not pick it up in the crawl.
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1 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on
page 245, and select Expiring Content as the Job Action:

Job ActiunE Expiring Content

Resource File Cleaner

URL Connect
Job P
30b Paran RN

Content Review Schedule

Rating Analysiz

g Celinguent workflow steps
Celete closed Tasks
Case Link Cleanup

Select Rep| Send Subscription ermails

Select ime

The Management Console displays additional content expiration criteria fields:

Job Parameters

Select ime frame for notification:

o Days |_ expiration

Select Repository Channels

Alerts
Downloads
Fags

Job sid
Manuals
Mews
Palicy
Solutions
test

Select All Unseledt All

2 Specify the following content expiration criteria:

Parameter Description

Select time frame for Specify the number of days before or after expiration that must
notification elapse to qualify a record for inclusion in the results set.

Select Repository Specify the content channels in which to search for expiring content.
Channels
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|dentifying Content to be Reviewed

You can schedule a batch job to identify content that have reached the review date specified when the

content record was created. Information Manager uses the results of this job to create tasks and send
notifications to the appropriate users.

This batch job is configurable to allow notifications to be sent out prior to or after the scheduled review date. It
runs on a schedule looking for content records that have specified review dates and applies the rules for the

batch job. If the rules match, the notification is sent. The review is independent of the state of the record (i.e.,
published or in process).

1 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on
page 245, and select Content Review Scheduler as the Job Action:

Job Actionf Content Review Scheduler

Resource File Cleaner
4 URL Connect

Export All Data

Expiring Content

Content Review Schedulgr
Fating Analysis
Delinguent workflow steps

% Raod Delete dosed Tasks
Case Link Cleanup

Send Subscription ermails
O oneTrme Ty

) Onc

The Management Console displays additional content review criteria fields:

Content Review Search

Howr many days ahead would you like to look for? S

Select repository channels to search

Alerts
Cownloads
Fids

Job Aid
Marnuals
Mews
Palicy
Salutions=
test

Select All Unselec All

2 Specify the following content expiration criteria:
Parameter Description

How many days ahead | Specify the number of days prior to delinquency that you want to
would you like to look |locate content for.
for?
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Select Repository Specify the content channels in which to search for expiring content.
Channels
Deleting Closed Tasks

You can schedule a batch job to delete closed tasks from the application. You delete closed tasks by
scheduling the Delete Closed Tasks batch job:

1 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on
page 245, and select Delete Closed Tasks as the Job Action:

Job Actionf Resource File Cleanar
Fesource File Cleanear

3 URL Conneck

Export All Data
Expiring Content
{7 ©nc Content Review Scheduler

Rating Analysiz

Celinguant workflow step
[P Delete clozed Tasks

Case Link Cleanup

Send Subscription ernails
0 oneTrE Ty

The Management Console displays an additional task criteria fields:

Select Tasks to Delete

W closed
¥ Ignored

Minimum number of days in these statuses:*

2 Specify the following task criteria:

Parameter Description

Closed Select this checkbox to delete tasks that have been closed at least as many
days as the specified minimum.

Ignored Select this checkbox to delete tasks that have been ignored at least as many
days as the specified minimum.

Minimum number of Specify the minimum number of days that a task must be closed or ignored to

days in this status qualify for deletion.

|dentifying Delinquent Content

You can schedule a batch job to identify content that has remained in a workflow step longer that the specified
time period. The Management Console will use the results of this job to schedule tasks for and send notices
to the appropriate users.
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You identify delinquent content by scheduling the Delinquent Workflow Steps batch job:

1 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on
page 245, and select Delinquent Workflow Steps as the Job Action:

Job Actionf Delete clozed Tazhs

Fesource File Cleaner
y UFR.L Connect
Select T.
Export All Data
Expiring Content

Content Review Scheduler
. Closed Fating Analysiz

B Celinguent workflow steps
Celete closed Tasks
Case Link Cleanup

Minimumn . Subscription ermails

The Management Console displays an additional Available Workflow drop-down menu.
2 Select the workflow for which you want to identify delinquent content:

Available Woriflows
frleaze selact a warkflaw,

Pleaze select a workflow,

Test workflow
Palicy wWorkflow
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|dentifying Content by Rating Level

You can schedule a batch job to identify content that has received ratings higher than or lower than a
specified value using the Rating Analysis batch job. Information Manager will use the results of this job to
send natifications to the content owners.

1 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on
page 245, and select Rating Analysis as the Job Action:

Job Actionf Delinquent warkflow steps
Resource File Cleaner

, URL Connect
Export all Data
Expiring Content
Caontent Review Scheduler
Clazed Rating Analysizs
Igrored Celinguent workflow 5t
Delete closed Tasks
Case Link Cleanup
Send Subscription emails

Mininaun n

2 Select the rating form (survey) that you want to identify low-rated content for. These rating forms are
created in the Feedback section under Ratings, as described in “Creating Rating Forms” on page 170.

Rating

=

EPlease select a rating

Plaase selact a rating
Baszic Fating

Salution Rating

Test Fating
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3 Specify threshold values, such as the number of responses prior to sending review notifications. For

example:

Rating Analysis

Rating

IE-asic F.ating

D.ﬂxler‘ts

Mumber of responses prior to sending review notifications

Questons

1. Rate this itern
1, 3

Send notification if answer iz greater than
2,3
Send notification if answer is greater than
31
Send notification if answer iz graater than
4, 2
Send notification if answer iz greater than
S04
Send notification if answer is greater than

Deleting Unused Case Links

percent,

percent,

petcent,

percent,

percent,

You can schedule a batch job to locate and delete any Case Link objects associated with obsolete content.

 Define and schedule the job as described in “Specifying Batch Job Details and Schedules” on page 245,

and select Rating Analysis as the Job Action

Subscription Batch Jobs

There are three batch jobs related to subscriptions:

Send Subscription Emails Use this job to send content-update notification emails to
subscribers. The frequency setting can be overridden for
individual users, as described in “Creating and Managing
Subscriptions” on page 138.

Expiring Subscriptions Use this job to search for subscriptions that will expire within a

Notification certain number of days and send notification emails to
subscribers. By default, the expiration period is 90 days. See
“Subscription Expirations” on page 139 for information on how to
change the expiration value.

Delete Expired Use this job to search for expired subscriptions and delete them.
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Managing Supported Locales

You can configure Information Manager to support any recognized locale. The Management Console
provides a list of supported locales from which you can select to make active at the system or application
repository level. You can also add locales to the list of supported locales at the system and application level
as described in “Adding a Locale” on page 254.

When you activate a locale at the system level, it will be available for use within all application repositories.
When you activate a locale at the application level, it will be available for use within that repository. See
“Activating a Locale” on page 256 for more information.

Important! You cannot edit existing locales, you can only add new locales.

Adding a Locale

To add a locale to the list of supported locales that will be available to application repositories:
1 Log in to the Management Console as a SUPER user.

2 Navigate to the TOOLS tab.

The Management Console displays the Administration page for the current repository.

3 Navigate to the Locale Management | Configure menu.

4 Click Add Locale. Figure 1 shows the locale edit/add screen.

Addﬂucale )

The Management Console displays the Locale Management page.

Locale Management
Locale Active? ¥ Group Default v Locales to Populate Fields Sigvak
Localized Description
Slovak

IS0 Code

sk_SK

Locale Code

1051

Date Format

Yod/ e oY

Date Display Format
ddfmm/yyyy

Time Format

Bl 00M %p

Time Display Format®
Rh:mm

Character Encoding

UTF-B8
Save locale properties

Cancel
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5 Specify the following information for the supported locale:

Parameter

Description

Locale Active?

Specify whether this locale will be available for application
repositories.

Group Default

Specify that the default locale (such as 'en’ for English) is to be
used. This box should be checked for just one locale associated
with a language where multiple locales are used.

Localized Description

Specify the descriptive name for the locale, for example, English
Australian.

ISO Code

Specify the standard code for the locale. For example, en AU
identifies English Australian. The format is 1anguage LOCATION
using standardized two character codes for language and location.

Locale Code

Specify the locale ID decimal value; for example, 3081 identifies
English Australian.

Date Format

Specify the internal data date format. The default is $d/%m/%Y.

Date Display Format

Specify the display date format. The default is dd/mm/yy.

Time Format

Specify the internal data time format. The default is $I:%M:%p

Time Display Format

Specify the display time format. The default is hh : mm

Character Encoding

Specify the data character encoding. The default is UTF-8.

6 From the drop down menu on the right, choose the locale that you want to add. The drop down
selection populates the fields.

7 Make note of the ISO code and the numeric locale code. 1

8 Adjust the default time and date formats as required.

9 Make sure that the Locale Active checkbox is selected. This makes the locale available to be
assigned to a repository.

10 The Group Default checkbox is used to indicate if the current locale/language combination is the
default in the event that there are multiple locales for a single language. For example, there might by
multiple English locales configured: en_US (United States), en_GB (Great Britain).

If possible, use a localized string for the locale name.

Adding a New Locale to an Existing Repository

After the locale has been added to the system it can be added to a new or existing IM Repository. In order for
a locale to be added to a Repository it MUST be active (see step 9 above).

1 Switch to the desired repository and click on Repository | Manage.

2 Select Edit Repository in the Properties box on the right.

3 Choose the Default and Supported locales that are to be added to the repository.

1. Make sure to use a 5 character ISO code in Information Manager, in the format language_LOCATION using standardized 2
character codes for language and location. Using only a 2 character locale code will cause problems. The drop down menu
may populate the ISO Code as “sk”. If this is the case, the full locale code must be manually edited to “sk_SK”.
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Repository Properties
Repository Name™
Daov
Reference Key DOV
Task 1D Prefix
[ Filter tasks so users are anly mace aware of tasks matching their skill category
Require at least one matching skill category from every top-level category branch
Default Locale”
English
Select Supported Locales

[[] Portuguese Standarc

[ slovak
™ engiish
[ Deutseh
[ Frangais
) Espafiol

= tuguese Brasileiro
[C] English United Kinggom
[l yepaincuxa

) pyeexun

Activating a Locale

To activate a Locale in the SYSTEM repository:

1 Select the List option under Locale Management on the Administration page:

The Management Console displays the Locale Management page.

Locale Management

Active Locales

Time

Format

Group
Default

Description IS0 Code Character Encoding Date Format
Deutsch de_DE UTF-& o dd Farn U
English en_US UTF-& arn e d /YT
Espaficl es_ES UTF-& Yod/ Yo/ %
Francais fr_FR UTF-& o dd Farn U
Italiano it_IT UTF-& Yod/ Yo/ %

Inactive Locales

Foli%eM
“op
el
“ep
Foli%eM
“op
el
“ep

Holi9kM
“op

Time Format

Description IS0 Code Character Encoding Date Format
British English en_GB UTF-8 o df Yo/ T
BxE ja_Ip UTF-5 WY ed
=0 lo_KR UTF-8 Yol ern/ e
Portugquese Brasileiro pt_BR UTF-8 Yo/ ern W
$E zh_CM UTF-& %ad /%Y
oA zh_Tw UTF-8 Yad ST

The Locale Management page display is divided into two sections:

Active Locales

ol %ali
Yol al
ol %all
ol %all
Yol %al
ol %all

“ap
“ep
“ap
e p
“ep
“ap

Add locale (53]

These supported locales are active in the current repository. You
can select active locales for use within an application repository.

Inactive Locales

These supported locales are inactive in the current repository.
Inactive locales are not available to application repositories.
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2 Select a locale from the Inactive Locales list:

Inactive Locales

Description 150 Code Character Encoding Date Format Time Format

en_GB UTF-8 %ad /e ol %M Shp

ja_1p UTF-8 WY /%y %d ol M

Tr=o ko_kR UTF-8 %ad /e ol %M Shp

Portuguese Brasileiro pt_BR UTF-8 ad/ S %I %M %p

$E zh_CM UTF-8 Yo/ e rn /A Yol %M Shp

i zh_Tiw UTF-58 U df S ST %l %M o
Add locale (3]

The Management Console displays details for the selected locale on the Locale Management page:

Locale Management

Locale Active? (I Group Default r
Localized Description®
Britizh English

IS0 Code™

en_GB

Locale Code™

2057

Date Format®
ol W AT

Date Display Format®
dd/rarndy ey

Time Format®

a1 %aM %hp

Time Di%lay Format®
Rk

Character Encoding*

ITF-&

3 Select the Locale Active? checkbox to activate the locale

Note: Edit the locale information if necessary. See “Adding a Locale” on page 254 for more information on
the locale definition fields.

Updating the IM Management Console HTML Resources

If the IM Management Console will be used to create or edit content for the new locale, it maybe necessary/
desirable to update the FCKEditor, pop up calendar/date picker, and spellchecker components. Prior to
updating the IM Management Console resources, stop all IM applications. After updating the resources,
rebuild the InfoManager WAR using the JDK jar command.
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FCKEDITOR

The FCKEditor resources are stored in $INQUIRA ROOT/instances/<instance names/

appserverim/webapps/InfoManager/resources/components/fckeditor. All localizations are
stored in the editor/lang folder.

SPELLCHECKER DIALOG Box

The spellchecker dialog box HTML is contained in the SINQUIRA ROOT/instances/<instance names/
appserverim/webapps/InfoManager/resources/components/speller folder. Copy the 1033
(English) folder and rename it to the same numeric locale code that was created when adding the new locale.
This folder can be translated to update the Ul to match the language.

CALENDAR DATE PICKER

The javascript date picker component is stored in the $INQUIRA ROOT/instances/<instance names/
appserverim/webapps/InfoManager/resources/components/calendar folder. Copy the
calendar_en.html file and rename it with the language attribute of the new locale.

Updating SIM_HOME Resources

The $IM_HOME location contains some components that should be updated to support the new locale. Make

all of the changes on a single system and then copy the changes to the exact same location on each server/
installation that has a separate $IM_ HOME installation.

Email and Task Notification Templates

All email and task natification templates are localized in the file system. The default templates for all
repositories are stored under $IM_HOME/config/SYSTEM/taskconfig. Copy each template for the _en
locale and rename it with the 2 character lowercase language code.

If any of the email or task natification templates have been modified for a repository, the customized versions
of the templates are stored under $IM HOME/config/<REPOSITORY>/taskconfig. Copy the English
version of each template and rename it with the 2 character lowercase language code.

Spellchecker Dictionary Files

Copy all of the * . t1x and * . c1x files from the $1M HOME/ssce folder into a new folder with the complete 5
character ISO code.

Default InfoCenter/New Tag lib Files

When a new web application is registered the files are copied from the $IM_HOME/install/taglib folder.
Currently this is the location from where the default InfoCenter is created.

Copy and rename the $IM _HOME/install/taglib /WEB-INF/
ApplicationResources_en.properties and client.properties files to the new language.

Copy the changed resources/application/components/fckeditor, resources/application/components/speller,

resources/application/components/calendar folders from the IM mgmt console to $IM_HOME/install/taglib/
resources
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Updating Existing Deployed InfoCenter Applications

If there are existing InfoCenter based applications that have already been deployed they can be updated in
the same manner as the “Default InfoCenter/New Tag lib Files” from the previous section.

IM Client Library/Web Services

There are no required changes to IMWS if manually adding a new supported locale.
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Content Batch Monitor

Access Content Batch Monitor through the Tools menu, Tasks and Notifications menu item.
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Tasks & Notifications

Task Type Content Batch Monitoring

Task Configuration Edit Field=

¥ Enable this task type
¥ Enzable email notifications far this task

From Email Address*

adrninistrator@mydomain.com

Subject®
IM Motification: «DOCID= - <LOCALE= was successfu

Plain Text Template*
Information Manager Content Batch Monitoring ;l

This email is to notify you that the following document was successfully imported:

Channel: <= CHAMMEL =
Daoc ID: =DOCID=
Locale: =LOCALE=
Master Identifier: <MID =

HTML Template*

<IDOCTYPE HTML PUBLIC "-AAW3CA/DTD HTML 4.01 Transitional //EM" ;I
"http s Afwww w3 org/ TRt Aoose dbd" =

<html =

<head=

<meta http-equiv="Content-Type" content="text’htrl; charset=utf-5" =
<style type="text/oss" =

= |--

body td,th {
font-farmily: Arial, Helvetica, sans-serif;
color: #333333;
font-size: 10px;

h

hi {

color: #527FBA;

h

header {

color: #333333;

font-farmily: Arnal, Helvetica, sans-serif;
font-size: 12px;

font-weight: bold;

——
Lo fetvle = ;I

Owverride Default ¥alues

Cancel
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Global Find and Replace

Information Manager provides a global find and replace tool that finds all instances of a word or phrase

throughout the Information Manager content.

To find and replace a word or phrase:

1 Log ontothe SYSTEM repository, navigate to the Administration page, and click Replace under Global

Find and Replace:

The Management Console displays the Global Find and Replace page:

ORACLE" knowledge
Global Find & Replace

Find Criteria

Find*

[T Match case
™ Find Whole Words Only

Locales

Diautsch -
Esparniol

Italiane £
Repository Channels

Replace Criteria

Replace®

[T Retain the Case of Replaced Text

2  Enter the following:

Find Enter the word or phrase to search for occurrences.

Match Case Select if you want the system to find occurrences that match only text that has
the exact capitalization specified in Find. For example, if you enter "START" in
Find and select Match Case, Information Manager finds only instances of
"START" and does not return any occurrences of "Start" or "start". This is
particularly useful when a common abbreviation also happens to be a word,

as in the preceding example.

Find Whole Words Only Select to find a specific word, such as "Win", and to ignore the word when it

occurs as part of another word, such as "Windows
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Locales
Repository Channels
Replace

Retain the Case of
Replaced Text

Select the locale to run this search.

Select the repository channel(s) to run this search.
Enter the word or phrase to replace the Find entry.

Select to retain the original case of the word or phrase. For example, you
enter “utility” in Find and “tool” in Replace and select Retain the Case of
Replaced Text, if Information Manager finds an occurrence where “utility” is
the first word of a sentence, it replaces it with “Tool” (unless the Match Case
option is also selected, in which case Information Manager would not replace

the word but would note it on the report as found).

1. IMPORTANT! Whole Word Matching may produce unexpected or inaccurate results. The Global Find/Replace Find
Whole Words Only option may incorrectly replace sub-words with mixed formats/styles, except words with mixed case
letters and single format/style. Before executing Replace actions, carefully review the expected results. See “Global
Find and Replace Reports” on page 265 for more information.

3 Click Find.

The Management Console displays the Global Find and Replace Results page.

Documents Found (2)

Channel 1D

Select All Unzelect All

| master Document

k-_] Translated Document

| =i chan CH1

| g chan cHz

IORACLE knowledge
Global Find & Replace Results

Master Identifier
Test

pending test

Locale

English

English

Help
Filterl—‘-.ll Documents _;I
Status Version Workflow
Published (1.0) 2.0
Published (1.0) 1.0
Continue B

New Search 8

Cancel

The Global Find and Replace Results page provides the following details for all found documents:

- Channel

- ID

- Master Identifier
- Locale

- Status

- Version

- Workflow

4  Select the individual documents to replace the text, or click Select All.

5 Click Continue.

The Management Console displays the Global Find and Replace Options page.
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ORACLE knowledge
Global Find & Replace Options

You have selected to replace test with TEST on 1 selected document(s) using the following options:
English

Fi vord Only: No
Retain the Case of Replaced Text: No

*Note: Once the text has been replaced you cannot undo changes.**
Processing Options

If document is published before replace, bypass workflow and publish
Suppress subscription notifications

Suppress translation requests, tasks and notifications

20 &30

Suppress publish notifications to user

6 Select any of the following options:

Help

Queue Change Request B
Back to Find Results &
Export document list to Excel @

Cancel @

If document is published before Select to bypass any workflow steps for currently published
replace, bypass workflow and documents and automatically publish a document. Currently

publish unpublished documents are not published.

Suppress subscription Select to suppress notifications to users subscribed to a published

notifications document.

Suppress translation requests,  Select to suppress translation requests, tasks, and notifications for

tasks, and notifications the selected document(s).

Suppress publish notificationsto Select to suppress publish notifications to users if If document is

user published before replace, bypass workflow and publish is
selected.

Queue Change Request Click to save this request with the selected options and add it to the
change request queue.

Back to Find Results Click to return to the results page without saving options.

Export document list to Excel Click to export the document list to a Microsoft Excel file.

Cancel Click to cancel this request.

7 Click Queue Change Request.
The Management Console queues the request.

Users with permissions to execute GFR requests see the Global Find and Replace Request Queue
page where the request can be executed. See “Global Find and Replace Reports” on page 265.

Users without permissions to execute GFR requests are returned to the Management Console.
For more information on Global Find and Replace permissions, see “Specifying Content Management

Privileges” on page 120.
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Global Find and Replace Reports

Through the Management Console, you can view Global Find and Replace reports which provide detailed
information on Global Find and Replace operations.

To execute queued requests or to view Global Find and Replace reports:

1 Log onto the SYSTEM repository and click Reports under Global Find and Replace on the
Administration page.

The Management Console displays the Global Find and Replace Request Queue page:

ORALCLE knowledge Help
Global Find and Replace Request Queue

Reports Found (4) F\|ter|4.|| Reports vl
Requested By Start Date Time To Complete Find Text Dacuments Status Actions
Selected
r Admin 01/05/2012 06:39 BM test 1 Stopped Start B
r Admin 1/05/2012 0 M test 1 Stopped start @
r Admin test 1 Stopped Start@
r Admin 00:00:02 hours test i Completed
Done 8

Copyright 2002 - 2012, Oracle. All rights ressrved - Lagal Notices -~ V.8.5

The Global Find and Replace Request Queue page lists all of the Global Find and Replace operations

performed by the system. You use this page to execute requests and to view details about individual
requests.

2 Click Start to execute a request. The status updates and shows Completed when finished.
-or-
Click the Start Date link to view details about that operation.
The Management Console displays the Global Find and Replace Report Summary page:
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ORACLE Kknowledge
Global Find and Replace Report Summary

Report Summary

Requested By: Super Admin

Start Date: 01/05/2012 06133 PM
Completion Date: 01/05/2012 06142 BM
Total time to complete: 00:00:00 hours
Status: Completed

Number of documents selected: 1
Number of documents to process: 0
Number of documents updated only: 1

Number of documents updated and published:

o

Number of documents not updated: 0

Find Criteria
Find Text: test

Locales

English

Repository Channels
chan

[T Match case

[T Find Whole Words Only

Replace Criteria
Replace Text: TEST

[T Retain the Case of Replacad Text

Options Selected

[7 £f document is published before replace, bypass workflow and publish
[T Suppress subscription notifications

[T Suppress translation requests, tasks and notifications

-

Suppress publish notifications to user
Export details to Excel 8

Done 8

In addition to viewing Global Find and Replace Report Summaries through the Management Console, you
can click Export details to Excel. The resulting Excel spreadsheet can then be archived, distributed, or
printed.

The Global Find and Replace operations also appear in the Content History of individual documents.

DRACI_E. Knowledge :E".':IE:!ODTELE;:LT;:I'Jdrnin test =

Doc ID
Inbox Content Feedback Users Repository Tools

Content History

chan

2dd | Find | List Content History Records Found(3) IEninE'n vI
Date User Ver Action Comments
01/05/2012 06:42 PM Super Admin 3.0 Edited through GFR View 8
01 5;07 PM Super Admin 2.0 Edited through GFR View 8
01 5:06 PM Super Admin 1.0 |Published View &

Delete Content History &
Done

For additional information on viewing content history, see Information Manager Content Authoring Guide,
Chapter 2: Working with Information Manager Content, Viewing Content History.

Setting the Password Policy

Information Manager uses a policy to govern how passwords work within the application. The password policy
is defined by a set of configurations that specify:
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» Password Lifecycle
- whether passwords will expire
- the length of time that passwords are valid
e Password Length
- the minimum number of characters for acceptable passwords
» Password Strength
- whether the application will test passwords for strength
- whether valid passwords must contain upper case, lower case, decimal digits, or special characters
You can use Information Manager’s default password policy as described in “The Default Password Policy” on
page 267, or change the password policy to meet your organization’s requirements. You configure password

policy using the Password Configuration page, located under Tools > System Configure > Password
Configuration.

Password Policy Scope

The Password Policy is in effect when you use the following types of authentication:
« the standard Information Manager authentication implementation

» aremote authentication that implements the IlUpdateableAuthenticator as described in the Oracle
Knowledge iAuthenticator API Integration Guide

The Password Policy is not in effect if you implement single sign-on (SSO) authentication, LDAP
authentication, or when you integrate with an external security realm using iAuthenticator.

When the password policy is in effect, users must enter a new password when the policy requires it; users
cannot reuse an expired password when they reset their passwords.

The Default Password Policy

Information Manager uses the following default values for Password Lifecycle, Password Length, and
Password Strength:

Policy Parameter Default Value

Lifecycle Expiration Enabled
Lifetime (Days) 90

Length Minimum Length (Characters) 6

Maximum Length (Characters) 20

Note: You cannot configure the
Maximum Length parameter.

Strength Strength Enabled
Upper Case (characters) Enabled
Lower Case (characters) Enabled
Decimal (numeral) Enabled
Special Characters Disabled
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] How Changing the Password Lifecycle Affects Existing Passwords

When you enable Password Lifecycle (Expiration) for an application in which it was previously disabled,
(passwords never expired) and set the Lifetime value to some number of days, users’ existing passwords will
expire at next login, and the application will be prompt them to reset their password.

Information Manager does not issue any notices in advance of the expiration.

Important! When you disable the Password Lifecycle, existing passwords will never expire, regardless of
the number of days they were in effect when you disabled the Lifecycle.

When you change the Password Length or Strength requirement, the change will affect all users created after
the change, and will affect existing users only when they reset their passwords.

Configuring the Password Lifecycle

You can configure whether passwords expire, and the length of time for which they will be valid.

Important! The password policy always requires that a users’ new password must be different from the
preceding expired password.

To configure the Password Lifecycle:
Navigate to Tools > System Configure, then select Password Configuration
To set passwords so that they will expire:
» Select Enable Password Lifecycle under Password Expiration Configuration.
The Password Lifecycle will take effect immediately;
The Password Configuration page displays the Password Lifetime field.
» Specify the number of days for which passwords will be valid. Valid values range from 1 to 3650.
To set passwords so that they will never expire:
» De-select the Enable Password Lifecycle under Password Expiration Configuration

Note: A Password Lifetime value of -1 specifies that passwords will never expire; this value is
automatically populated by the application when the Password Lifecycle is disabled. You cannot specify this
value when the Password Lifecycle is enabled. See “Configuring Password Policy in Expert Mode” on
page 269 for more information.

Configuring Password Length

You can configure the minimum number of characters for valid passwords. Valid values are from 1 to 20; the
default value is 6.

Note: The maximum number of characters is set to 20; you cannot configure the maximum length.

To configure password length:
» Navigate to Tools > System Configure, then select Password Configuration
 Specify the number of characters in the Password minimum length field
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Configuring Password Strength
You can configure whether the application will test passwords for strength, and specify that valid passwords
must contain one or more of the following characters:
» Upper case
* Lower case
» Decimal digit (0-9)
 Special Character

If you enable password strength, you must also select at least one of the character requirements. The
application will then accept passwords that contain at least one of each of the specified character
requirements.

To enable password strength:
* Navigate to Tools > System Configure, then select Password Configuration
e Select Enable Password Strength

To specify character requirements:
» Select one or more character types

Note: If you select Special Character, you must also specify a list of valid special characters in the input

field, for example:
l@#Ss™&e* () +

Configuring Password Policy in Expert Mode

You can also configure the password policy using Expert Mode:
» Select Go to Expert Mode on the System page under Tools

» Use the following parameters to configure the password policy:

Parameter Description Valid Values
ALLOW_PASSWORD_EDITING Specifies that users are able to editand  « true (enables users to
save passwords. You must have this edit and save

option enabled (true) to set the passwords)
- false (prevents users

password policy; if this option is from editing and
disabled (false), users will not be able saving passwords)
to reset their passwords when they

expire. This option is enabled by The default value is

default. true.
OK_PASSWORD_EXPIRY Specifies the number of days for which  « -1 (passwords will
passwords will be valid. never expire)

« 1 to 3650 (specifies
the number of days
that passwords are
valid)

There is no default
value.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



270

SETTING THE PASSWORD PoLicy

Parameter

Description

Valid Values

OK_PASSWORD_MIN_LENGTH

OK_PASSWORD_STRENGTH

Specifies the minimum number of
characters for a valid password.

Specifies that the application will check
for the required characters. You specify

whether to require:
* upper case

* lower case

« decimal digits

« special characters

as values of 0 (not required) or 1

(required) in the order listed.

* 1-20

The default value is 6.

* 0 (characters are not
required)

* 1 (required)

« string of any special
characters

There are no default

values.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE

ORACLE



CHAPTER 10

Importing and Exporting
Data

You can import data into and export data from Information Manager repositories for a variety of purposes,
including:

 importing and exporting data for translation, as described in “Importing and Exporting Repository Data for
Translation” on page 271

 importing various types of data from an external source (such as content records, forms, and user
profiles) as described in“Importing Data into an Application Repository” on page 285

You can also export and import an entire repository, while maintaining its data relationships, as described in
“Backing Up and Restoring Information Manager Data” on page 296.

Importing and Exporting Repository Data for Translation

You can import and export repository data to be translated for use in applications that support multiple or non-
English locales. You can import and export data in order to translate:

« the resource files that contain repository elements, such as channel, category, and user group names
 application content within a specified channel, such as Solutions or News

You can also define groups of content records to be exported for translation in a single batch, as described in
“Automatically Exporting and Importing Content for Translation” on page 278

Exporting Repository Element Resources for Translation

You can export the resource files that contain the channels, categories, user groups, and other repository
elements for translation by an external service using the Resource Translation option of the Administration

page.
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To export Management Console resource files for translation:

1 Select Tools from the navigation area, then select Export under Export Repository Data:

System Log Files
Wiew
I Export Repository Data

I Ex%%rt | Imgort | List
—Reproitory-

Replication

The Management Console displays the Repository Export page.

2 Select Resources for Translation from the Export Options and select Next:

Repository Export

Export Options

Select Type of Export

N Resources for Translation

L Content for Yranslation

The Management Console displays the Oracle Knowledge Resources Export page:

Oracle Knowledge Resources Export

Select Parameters

Select Locale to Export®

-- Select One -- El

Target Locale for Localization™®

-- Select One -- El

3 Specify the following export parameters:

Select Locale to Export Select the locale of the resources that you want to translate.

Target Locale for Select the locale that you want to translate to. Information Manager uses

Localization this information to set appropriate parameters and directory structures when
you import the translated resources.
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4 Select Create Export File

Information Manager creates the export data archive named:
resources_<repository reference keys><export locale> to_<target locale>.zip

The Management Console displays the Export Summary page, which displays information about the exported
repository objects.

Importing Translated Repository Element Resources
You import translated resource files using the Repository Data Import function.
To import translated resource files:

1 Select Tools from the navigation area, then select Import under Export Repository Data:

System Log Files
Wiew
Export Repository Data

Exporf | II'I'IEC'EH List]

ReposOFY Repiication

The Management Console displays the Repository Import page.

2 Select Resources for Translation from the Import Options and select Next:

Repository Import

Import Options

Select Type of Imp

esources for Trhnslation

Combo ot o T = |EtiDI'|

: Content
_/ Data Forms

) Console Users

Web Users

The Management Console displays the Oracle Knowledge Resources Import page:
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Oracle Knowledge Resources Import

Select Parameters

Select Zip file*

| Browse_

D Crwerarite existing resocurces

3 Select the archive that contains the translated versions of the previously exported resources.
4  Select whether to overwrite any previously translated files.

5 Select Next.
The Management Console displays the Import Summary page, which displays information about the imported
repository objects.

Exporting Content for Translation

You can export content from a specified content channel for translation by an external service using the
Content Translation option.

To export content for translation:
1 Select Tools from the navigation area, then select Export under Export Repository Data:

>ysiem Log riles
Wiew

I Export Repository Data

ort | List

I Ex%%rt | Img
—Repository-Replication

The Management Console displays the Repository Export page.

2 Select Content for Translation from the Export Options and select Next:

ORACLE
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Repository Export

Export Options

Select Type of Export

! Resources for Translation

@ content for Translation

The Management Console displays the Content Translation Export page:

Content Translation Export

Select Parameters

Select Channel*

-- Select One -- El

Select Locale to Export®

-- Select One -- El

Target Locale for Localization™®

-- Select One -- El

@ Requested Content Only
) All Master Documents

) Al Records

3 Specify the following export parameters:

Select Channel Select the content channel to translate.

Select Locale to Export Select the locale within the channel to translate.

Target Locale for Select the locale that you want to translate to. Information Manager uses
Localization this information to set appropriate parameters and directory structure when

you import the translated content.

Requested Content Only Specify whether to export only content records that have open translation
requests.

All Master Documents Specify whether all master content records (those which were created in the
selected export locale) will be exported.

All Records Specify whether all records (regardless of the locale in which they were
created) will be exported.
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4 Select Create Export File:
Information Manager creates the export data archive named:

<repository reference key> channel <export locale> to <target locale>.zip

The Management Console displays the Export Summary page, which displays information about the exported
repository objects.

Importing Repository Channel Data from Translation

You can import previously exported and translated content into an application repository. To import content
records:

1 Select Tools from the navigation area, then select Import under Export Repository Data:

>ysiem Log riles
Wiew

Export Repository Data

The Management Console displays the Repository Import page.

2 Select Content for Translation from the Import Options and select Next:

Repository Import

Import Options

Select Type of Import

_! Resources for Translation

'%Dntent for Translation
LS ontent

' Data Forms

) Console Users

web Users

The Management Console displays the Content Translation Import page:
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Content Translation Import

Select Parameters

Select Zip file*

| Browse_

DD'.'erwrite if translation exists for requested version

D Owerwrite if translation exists for newer version

@ put record into waorkflow (if one exists)

) Approve records but do not publish

':'Apprc\'.'e and publish records

3 Specify the following import parameters:

Select Zip file

Locate and select the translated content archive to import.

Overwrite if translation
exists for requested
version

Specify whether to overwrite or preserve existing translated content.

Overwrite if translation
exists for newer version

Specify whether to overwrite or preserve existing translated content that has been
updated since you exported the content you want to import.

Put record into workflow (if
one exists)

Specify to insert translated content into existing workflows as if they had been
manually translated.

Approve records but do
not publish

Specify to bypass any workflow steps, but do not publish immediately upon import.

Approve and publish
records

4  Select Next.

Specify to bypass any workflow steps, and publish immediately upon import.

The Management Console displays the Content Translation Import page:

Content Translation Import

Select Parameters

Select translated content owner®

) Current owner of the master record.

@ | ot me choose an owner.

-- Select a user -- El

5 Specify the owner of the translated content.
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6 Select Next.
The Management Console imports the specified file and displays the Import Process Complete page.

Automatically Exporting and Importing Content for Translation
You can automate the process of exporting and importing groups of content records for translation by defining
and scheduling a Content Batch Monitor job. The Content Batch Monitor job will automatically:
 export the content that you want to translate to a specified directory

« import the translated content from a specified directory

You can create multiple Content Batch Monitor jobs, and multiple groups of content (batches) for processing
by a single job. You can schedule the export and import process to occur at any time and frequency.

Note: The Content Batch Monitor job requires that you create additional directories that are accessible to
Information Manager, as described in “Creating the Batch Content Export and Import Directories” on
page 278.

You automate the batch content export and import processes by:

« creating the required directories to contain the content and related data at various stages of the process
as described in “Creating the Batch Content Export and Import Directories” on page 278

« defining and scheduling the Batch Content Monitor job as described in “Defining and Scheduling the
Content Batch Monitor Job” on page 279

Creating the Batch Content Export and Import Directories

You must create a set of directories that the Content Batch Monitor job will use to store translation content
and related data. You can create the directories:
 on the local file system, or

» on a mapped directory on a remote file system

You must create the following directories:

Directory Description

Import Directory to Monitor Contains the translated files. These files will be imported
the next time the Content Batch Monitor job runs.

Export Directory Contains the content to be translated.

Temporary Directory Contains temporary files created by the Content Batch
Monitor job.

Completed Batches Directory Contains translated files that have already been imported.

When the Content Batch Monitor job runs, those files that
are successfully imported into Information Manager are
moved from the Import directory to this directory.

Error Directory Contains errors generated by the Content Batch Monitor
job.
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Defining and Scheduling the Content Batch Monitor Job

You define and schedule a Content Batch Monitor job by:
« creating the job, as described in “Creating the Content Batch Monitor Job” on page 279

« specifying the directories that the job will use, as described in “Specifying the Export and Import
Directories for the Content Batch Monitor Job” on page 280

« specifying how often the job will repeat, as described in “Scheduling the Content Batch Monitor Job” on
page 281

Creating the Content Batch Monitor Job

To create the Content Batch Monitor Job:

» Navigate to the Tools tab and select List under Export Repository Data:

System Log Files
View

Export Repository Data

Export | Imgort | Lis

REDDEitDW l:l.l'::l..utll.l'll

The Management Console displays the Add Batch Job page, including an advisory to create the Content
Batch Monitor job.

» Select Content Batch Monitor from the Job Action dropdown menu:
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Job Action URL Connect |L|
URL Connect
Enter Targ Export All Data
Expiring Content
Content Review Scheduler
URL Addre| Rating Analysis
Delinquent workflow steps
Schedule [ Delete closed Tasks
Case Link Cleanup
Send Subscription emails
Evi Expiring Subscriptions Motification
Delete Expired Subscriptions
Eve Indexer Scheduling

| Custom Jaob
3 Content Batch Monitor A

The Management Console displays the fields to configure the Content Batch Monitor job.

» Specify a name for the batch job

You can now specify the export and import directories for the job, as described in “Specifying the Export and

Import Directories for the Content Batch Monitor Job” on page 280

Specifying the Export and Import Directories for the Content Batch Monitor Job

You specify the export and import directories for the Content Monitor Batch Job using the absolute pathnames
of the directories you defined in “Creating the Batch Content Export and Import Directories” on page 278

Important! You must specify absolute pathnames for all directories.
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Directories setting

Import Directory to Monitor?
Export Directory™

Temporary Directory®
Completed Batches Directory*®

Error Directory™®

You can now schedule how often the job will run, as described in “Scheduling the Content Batch Monitor Job”
on page 281.

Scheduling the Content Batch Monitor Job

You schedule the Content Batch Monitor job by specifying:
* how often the job will run
« the time of day that it will run
 the number of times that it will run

using the options in the Schedule Details section of the Add Batch Job page:
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Schedule Details

Ewvery: Last Cay
Every: Manth
At this time: AM
@ Recurring every weaeks -

One Time Only

Start Time End Time

Date Time Date Time

03/19/2013  |TE 08:51 | AM [¥] m AM [ ]
Current Time, 2:31:29 AM ({Leave end date blank to run indefinitely)

» Specify the frequency of the Content Batch Monitor job

You can now specify history retention and save the job definition as described in “Specifying Content Batch
Monitor Job History Retention” on page 282.

Specifying Content Batch Monitor Job History Retention
You can specify the number of days that Information Manager will retain Content Batch Monitor job history up
to a maximum value of 90 days. The default is 7 days.
» Specify the history retention

» Select Save New Batch Job

You can now specify the content that this job will export and import as described in “Specifying the Content to
Export and Import” on page 282.

Specifying the Content to Export and Import

You define the logical groups of content (batches) that the Content Batch Monitor job will export and import
using the Add Batch options:

» Select Add Batch from the Content Batch List page.

Content Batch List

Batches (0)
--- Mo batches found ---

Add gah:h D]
ne ()

 In the Add Batch page, name the batch and select the channel containing the documents to be
translated:
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Batch Properties

Select Channel *

Specifying the Translation Languages

» Specify which language(s) the content is to be translated to; which user is to own the translation task for
the content, and how Information Manager is to manage the translated content.imported from the import
directory:

Batch Properties

Select Channel *

Solutions ;I

Select Destination Locales *

i English Current Dwner ;I
v Espaficl Ezpanol Translator ;I

vl Ttaliano Italiano Translator ;I

I_ Ba:E Current Cwner ;I

r o[ Current Cwner ;I

Select All Unzelect All

Overvnrite Setlings

- Cuwerwrite if translation existz for newer version

Workflow Settings

o Put record into warkflow (if one exists)
e Approve records but do not publish

e Approve and publish recards

Parameter Description

Overwrite if translation  Specifies whether to overwrite content records that have been manually
exists for requested translated since the content was exported for translation.

version If you have this unchecked, the document will not be imported and Information

Manager logs an error.

Overwrite if translation ~ Specifies whether to overwrite content records that have been manually
exists for newer version translated for documents that have been updated since the.content was
exported for translation.

If you have this unchecked, the document will not be imported and Information
Manager logs an error.

Put record into workflow Specifies whether to place the imported content records into a workflow.
(if one exists)

Approve records but do  Specifies whether to automatically approve the current workflow step for

not publish the imported content record.
Approve and publish Specifies whether to automatically publish the imported content record.
records

» Select Add Documents for the created content batch in the Content Batch List:

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



284

IMPORTING AND EXPORTING REPOSITORY DATA

Content Batch List

Progress Date Modified

Actions

Batches (1)
o Destination Batch
Description Channel Status )
Locales Size
1. K Translation Solutions  Italiano, Pending 0O 0%
Batch 1 Espafiol

All

Select All Unselect

02/25/2008 12:54

View Documents (5]  Add Daﬁuments )

Add Batch (37
Delete Selected Batches (53)
Done (3)

The Management Console displays the Find page, as described in “Searching for Content” in the
Information Manager Content Authoring Guide.

» Select the search criteria to locate the documents to be translated.

» Select the documents to be translated from the returned list.

Documents

Solutions Documents Found (11)

Descending =] Sort By Dats Modified =

U |

0O 0On
() [ ) (O (O (O () () [
w1

Master Identifier

iPhones and 36

How do 1 transfer photos from iPhone to PC?
here is the title

£H Siebel 7.5 Application Won't Gpen

Bayer Connect Suite Fiberlink Mot Refreshing Dialup Phone Numbers After
Country

Customer Has a Large Bill

291  Connecting your iPFhone to a GRS Receiver

~ 286  GSM roaming across Russia

~ 590 Symbian applications

O 582 Printer color different from display

m $88 | Using a bluetooth GPS receiver
Select ll Unselect &1l
Master Dacument ] Locked by you =] Locked by sormeone slse
[y Translated Docurment ’.‘:TQ Lacked by you :13 Locked by sarmeone else

» Select Add to Batch.

The content batch displays the number of documents to be translated (in this case, we picked four
content records to be translated into two languages -- eight in total) and the job status (either pending,
exported, or cancelled).

Status
Published (1.0

Published (2.0}
Published (2.0}
Published (1.0}
Published (1.0}

Expired (2.0}
Published (2.0)
Published (2.0}
Published (1.0)
Redirected
Published (1.0

Workflow

Draft

Draft

Draft

Modified By

Joe Admin
Roger Meel
Joe Admin
Joe Admin

Joe Admin

Joe Admin
Ed Editor
Super Admin
Joe admin
Ed Editor

Super Admin

12/13/2007
1z2/12/2007
11/06/2007
10/17/2007
10/17/2007

09/27/2007
09/21/2007
09/20/2007
09/18/2007
09/13/2007

09/19/2007

Modified Date

10:16 &M

12:56 FM

03:31 FM

09:10 FM

09:03 FM

08:10 FM

04:30 AM

01:04 FM

06:33 FM

03:08 PM

0z2:02 PM

New search ()
dd to Batch [5)

: hne ®

You can create additional translation batches by selecting Add Batch in the Content Batch List and repeating
the steps described in this section:

Staging the Content to be Translated

* When you are ready to export the documents for translation, select Export:

Content Batch List

Actions

02/25/2008 12:54

Batches (1)
o Destination Batch "
Description Channel Status ) Progress Date Modified
Locales Size
1. [0 Translstion Solution=z  Italiana, Pending & 0%
Batch 1 Espafial

Select all Unselect All

» Select Done

in the Export Summary page:

View Documents (57

Add Documents (37

Exrort (7]

Add Batch (3%)
Delete Selected Batches (33

Done ()
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Export Summary

Summary of items exported

& record(s) were exported successfully,

After the files have been scheduled for export, you can either view the list of to-be-exported documents or
cancel the export.

Content Batch List
Batches (1)

Destination Batch

Description Channel Status Progress Date Modified Actions
Locales Size

1. [T Translation Solutionsz  Italiano, Exported & 0% 02/25/2008 03:20
View Documents (3]  Cancel ()
Batch 1 Ezpafiol PM
Select All Unselect All
Add Batch (37)
Delete Selected Batches (3)
Done (3]

Viewing Import Errors

Information Manager logs details about any errors that the Content Batch Monitor job encountered while
importing content. To view the log information:

1 Select System Logs Files from Tools
2 Select View.

3 In View, navigate to <Repository Name> > import > CONTENT BATCH MONITOR > log file.

Importing Data into an Application Repository

You can import externally created content, data forms, and user information created in another system for use
in Information Manager using the Repository Import options.

Important! You cannot import data into attributes within a node.

You import data by:
» Creating an input file in a specified format that is compatible with Information Manager, as described in
“Creating a Data Import File” on page 285.
 Using the Management Console data import process to import:
- Content records as described in “Importing Content Data” on page 287.
- Form data as described in “Importing Forms Data” on page 290.

- Console and Web User profile information as described in “Importing External User Data into a
Repository” on page 292.

Creating a Data Import File
You import content, form, and user data by entering the data in an import file. The import file is a delimited text
file that must conform to a specific format. The import file must contain the following sections:

« the header record section, as described in “Creating the Data Import Header Record Section” on
page 286

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



286 IMPORTING DATA INTO AN APPLICATION

« the data records, as described in“Content Data Import System Attributes” on page 286

The header record section defines the structure of the imported data; the data records contain the actual data
to import. The data records must conform to the structure of the header records section. Information Manager
maps the data records to the attributes listed in the header record section.

Creating the Data Import Header Record Section

You create the header record section to define the structure of the import data. You define the structure as a
simple list of the data attributes.

There are two types of header record attributes:
» schema attributes
» system attributes

Schema attributes specify the location in the content channel schema that the data should be imported into.

System attributes specify which system field data should be imported into, such as a content record's "publish
date". System attributes are pre-defined; see “Content Data Import System Attributes” on page 286 for a
description of the available system attributes. You specify system attributes in the form:

$<attribute names>$=<attribute values>
where:
$<attribute name>$ is the name of the pre-defined system attribute for which you have included
corresponding data in the data record section of the import file

<attribute value> is the value of the attribute

You can specify any character as a delimiter to separate the attributes from one another. The Management
Console import page provides a drop-down menu of the most popular delimiters, as well as the option to
specify an alternative character as the delimiter.

The end of a record is indicated by a carriage return. If a record ends before reaching the total number of
attributes as indicated by the header record, the Information Manager import facility assumes that the
remaining attributes are empty.

Content Data Import System Attributes

Information Manager defines the following system attributes to use when you import content data:

System Attribute Description

$ALIASIDS The ID of the content record to which users accessing this content record are
redirected. See Redirecting Content Records in the Information Manager Content
Authoring Guide for more information.)

$DATEADDEDS$ The date that the content record was added. The default is the date and time of the
import process.

$DATEMODIFIEDS$ The date that the record was last modified.

$DISPLAYSTARTDATE$ The first day that the record is eligible for display in the web application. This value

must conform to the date and time format that you specify on the Repository Import
page during the import process.

$DISPLAYENDDATES$ The last day that the record is eligible for display in the web application.
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$DOCUMENTIDS$

The Document ID. If you do not specify a Document ID, Information Manager
automatically creates the ID based on the channel properties.

$CATEGORY$

The reference key of the content category.

Information Manager uses an internal process to automatically format the category
fields in the data. This procedure will automatically convert:

« any non-alphanumeric characters, including spaces, to underscore characters
« all alphabetical characters to upper case

You can use multiple category system attributes to associate content with more then
one category.

Information Manager ignores blank category system attribute fields, and does not
require records within the import file to have the same number of categories.

For example, the following header and records, consisting of four category system
attributes would be valid:

$CATEGORY$|$CATEGORYS$|$CATEGORY$|$SCATEGORYS...
DOG|||...

CAT|DOG]]|...

|BIRD]|CAT]...

lIPIG]...

$CREATEDBY$

The name of the original content author. This value can be any text and does not need
to match a defined Information Manager user.

$EVENTSTARTDATE$

The event start date.

$EVENTENDDATE$

The event end date.

$EVENTSTARTTIMES$

The event start time.

$EVENTENDTIME$

The event end time.

$SEVENTSTARTDATETIMES$

The event start date and time.

$SEVENTENDDATETIMES$

The event end date and time.

"//IMETA/<attribute ref key>"

This schema manages data that does not affect the workflow or version incrementing
processes.

$OWNERS$

The Information Manager user ID of the Document Owner. You specify the default
value on the Repository Import page.

Importing Content Data

You can import content records into an application repository using a properly formatted input file, as
described in “Creating a Data Import File” on page 285, and the Content import option in the Management
Console. To import content records:

1 Select Tools from the navigation area

2 Select Import under Repository Data on the Administration page

3 Select Content from the Import Options list

The Management Console displays the Content Import page:
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Content Import

Select Parameters

Select a content channel*

-- Select One -- El

"@'Append imported records to existing content list
D palete existing content list before importing records

Publish imported records

Select Text File*
I Browse_

Select Delimiter®

-- Select One -- El If "Other" is selected, please enter a delimiter.

Select text qualifier

None El

Select date mask

-- Select One -- El

Select time mask

-- Select One -- El

* Required field

4  Specify the following import parameters:

Parameter Description

Select a content channel Select the content channel to import into.

Append imported records | Select this option to add content records to the channel and preserve the existing

to existing content list content records.

Delete existing content list | Select this option to replace the existing content records with the imported content

before importing records | records.

Publish imported records | Specify that all imported content will automatically be published (available to the end-

user web application).

Select Text File Select the prepared import file.

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE

ORACLE



289 IMPORTING DATA INTO AN APPLICATION

Select Delimiter Specify the delimiter that you used in the import file. Popular options include:
e Tab
¢ Space
e Semicolon
« Comma
* Pipe
You can also use the Other option to specify an alternate delimiter.
Select text qualifier Select the qualifier, if applicable, used in the import file to enclose text that should be
interpreted literally by the import process.
* None
Select date mask Select the date format used in the import file.
Select time mask Select the time format used in the import file.

5 Select Next

The Management Console prompts you to specify publishing, content owner, and locale information:

Content Import

Publishing Options

Display On Remove After
Date Time Date Time
03/19/2013  |TE 08:07 | PM[¥] m AM [

Select Default Owner

Admin User El

Select Locale

English United States El

6 Specify the following parameters:

Parameter Description

Display On Specify a publish date and time for the imported records The default is the current
date and time.

Remove After Specify an optional date and time to remove the imported records from display in the
end user web application, if applicable.

Select Default Owner Specify a content owner for content status notification purposes.

Select Locale Specify the Locale for the content.
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Content Impnrt
Repository View Selection
“ [ oen

Category Selection

Top Lewel
Bvailable Categueries Selected Categories
ACCEssOHes Add -- Mo records salactad at this time --
Applicstions Add
Computing Hardware Add
Equipment Add
F jPod+HTunes Add

User Group Selection

O [rib=im al only

D Fublic

Display On Ramove Ao

Data T D ate Tinma
o7/oa/z007 (TR 0911 (am [ e a5

Select Default Owner

-- gelect one -- H

Emglish i

7 Select Next.
The Management Console imports the specified file and displays the Import Process Complete page.

Importing Forms Data

You can import subscriber or contact data into existing forms definitions using a properly formatted input file,
as described in “Creating a Data Import File” on page 285, and the Data Forms import option.

To import form response data, specify the form schema attribute reference key. To import data associated with
a multi-select list, specify additional columns with the same schema attribute header. The imported data must
match the code value (static or dynamic) of the selected form.

To import forms data:
1 Select Tools from the navigation area

2 Select Import under Repository Data Forms
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The Management Console displays the Repository Data Import page.

Repository Import

Trrgpresrt: 10 p b

Sieleck Type of Drport

® Rorources for Tranclation
O Contert far Tranzlznen
0 ontert

o Ciata Forrns

Ol sers

3 Select the Data Forms option and select Next.
The Management Console displays the Data Form Import page.

Mk (37

Data Form Import

Data Forms (3)

1. Contact Us
2. Information Manager News Subscribers

3. Tech Bulletin Alert Subscribers

4 Select Import for the form to import.
The Management Console displays the Data Form Import page:

Form Mame

Import
Imgzrt

Import

Data Form Import

[ Append responses to existing list

 Dalete existing responses before importing records

[ perfarm validstion on data

|7 Motify me when the import is done to the following email address: super@Inguira.com

Select Text File

[ [ Browse...

Select Delimiter

-- Select ©ne -- = | if ather iz selected, please anter a delimiter:
Select text qualifier

Mone =

Assign View

1M Derno for User Docurnentation

5 Specify the following data form import parameters:

Data Formn Import Parameters

Import responses

Cancel
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Parameter Description
Append responses to Select this option to add subscriber or contact records to an application repository.
existing list

Delete existing responses | Select this option to replace the existing subscriber records with the imported content
before importing records | records.

Perform validation on data | Specify to validate the imported information against existing subscription information.

Notification email after Specify to send email to this address when the import process completes.
completion
Select Text File Select the target import file.
Select Delimiter Select the delimiter used in the import file. Popular options include:
e Tab
¢ Space
¢ Semicolon
« Comma
 Pipe
You can also use the Other option to specify an alternate delimiter.
Select text qualifier Select the qualifier, if applicable, used in the import file to enclose text that should be
interpreted literally by the import process.
* None
Assign View Specify to assign the imported records to a specific repository view if applicable.

6 Select Import responses.
The Management Console displays the Data Import Progress page:

Data Import

“four request iz being processed. Depending on the number of records you are trying to impaort, this ray take some tirne, To verify the
irmpaort procass, please check the channel impaort logs at a later tirme, In the meanwhile vyou can keep working on other areas of the
applicatian,

Importing External User Data into a Repository

You can import user data from an external source to define console or web users in your application.
To import user data from a prepared import file:
1 Select Tools from the navigation area

2 Select Import under Export Repository Data on the Administration page

Export Repository Data

Export | Import | List
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The Management Console displays the Repository Import page.

Repository Import

Import Options

Select Type of Import

CJ Resources for Translation
G Content for Translation
(O content

(O pata Forms

@ console Users

{0 web users

3 Select either the Console Users or the Web Users option.
4 Select Next.

The Management Console displays either the Console User Import page or the Web User Import page,
depending on the choice made in step 3.

Specifying Web User Import Information

The Web User Import page prompts you for the following information:
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Web User Import

User Import Parameters

DD'.'erwrite existing users if found in import file

Enter the URL to the landing page where users can reset their passwords *

Motification email after completion: admin@default.com

Select Text File*

| Browse_

Select Delimiter®

-- Select One -- El If "Other" is selected, please enter a delimiter.

Select text qualifier

None El

User Properties
Security Roles

D Default User Raole

Default View

-- Select -- El

Reporting Group

-- Select -- El

Overwrite existing
users if found in
import file

Specify whether to overwrite existing user data with imported user data.

Enter the URL to the
landing page where
users can reset their
passwords

Provide the password reset URL that users can use when they log into Information
Manager.

Note: <tbd -?> The Information Manager password policy as described in “Password
Policy Scope” on page 267 determines the character length and strength requirements for
valid passwords. The default password policy is described in “The Default Password
Policy” on page 267.

Notification email after

completion

Specify an optional email address that Information Manager will notify when the import
process completes.

Select Text File

Select the target import file.
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Select Delimiter

Specify the delimiter that you used to separate the attributes in the import file. Popular
options include:

e Tab

¢ Space

¢ Semicolon

« Comma

 Pipe

You can also use the Other option if your input file uses a different delimiter.

Select text qualifier

Select the qualifier, if applicable, used in the import file to enclose text that should be
interpreted literally by the import process.

¢ None

Security Roles

Select the security roles to assign to the imported users.

Default View

Specify a default view for the imported users.

Reporting Group

Select an optional Reporting Group to assign to the imported users.

Important: This value will override any values that you specified in the input file using the
$REPORTINGGROUPS$ attribute.

Specifying Console User Import Information

You specify the same information for Console Users as for Web Users, as described in “Specifying Web
User Import Information” on page 293. In addition, the Console User Import page prompts you for the

following information:

Views Select the views available to the imported users.

Select Content Select the locales available to the imported users.

Locales

Categories Select the categories available to the imported users. Use the Add button to move

categories to include over to the Selected Categories column.

Important! Oracle Knowledge does not support overwriting of view and role from a csv file to overwrite
the original view and role of users (even if Overwrite existing users if found in import file is selected within
Management Console import). Currently you must select view and role manually in the import user page if

you wish to do this.

5 Select Import Users.

The Management Console displays the Data Import Progress page.

The system validates that imported console users have views and locales associated with them, whether they
be from the import file or the Ul. For both web and console users, the system validates whether or not an
imported user email already exists within the repository. If any of these validations fail the user is not
imported. Review the import log generated when the whole import process completes to see any users failed

to pass a validation check.
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Backing Up and Restoring Information Manager Data

Use the Repository Replication functions to back up and restore data from an entire repository while
maintaining its data relationships from the same or another instance of Information Manager.

Note: Use the Repository Data functions to export and import parts of a repository, such as a content
channel or resource files for translation. Using the Repository Data functions does not preserve data
relationships and should not be used for backups.

To export data, use the Repository Replication Export function as described in“Exporting Data for Backup” on
page 296. To preprocess and merge data, use the Repository Replication Merge function as described in

“Restoring Repository Data” on page 298.

Exporting Data for Backup

Use the Repository Replication Export function to back up an entire repository while maintaining its data
relationships.

Note: The Repository Replication Export function produces pseudo XML (which may include illegal XML)
that is turned into SQL statements when it is imported into a new repository, and should not be used for
translation or other purposes. Use the Repository Data Export function to export repository content for a
channel for translation, or to export only the content resources for translation.

To back up a repository:
1 Select Tools from the navigation area

2 Select Export under Repository Replication on the Administration page:
The Management Console displays the Repository Backup page:

Repository Backup

Bockup File Destinaton
@ Keep on [nfommation Seruer

L] Dornlaad ko vour Computer
I¥] Indude Conkent Fecords
Motfication

[ Enabls Ernall Motifcation sfbst ©omplation

crmail Addrass

Craate Backup [33)

3 Select the destination for the data archive. You can choose to leave the backup archive on the
Information Manager server, or save it to your local hard drive. If you choose to choose to leave the
backup archive on the Information Manager server the file is will be saved to:

$IM_HOME/backups/REPOSITORY/
where REPOSITORY is the reference key assigned to that repository.
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4 Check Enable Email Notification After Completion and supply an email address if you want to
be notified when the backup is complete.

5 Select Create Backup start the backup.

The Export Summary page displays a summary of the items that were exported.
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Restoring Repository Data

Use the Repository Replication Merge function to merge a repository that has been previously exported using
the Repository Replication Export function. Prior to merging, the repository must first be pre-processed using
the Select Repository Data File on Server option. The pre-processing compares the repository with the
current repository and creates a set of Deltas (content in the pre-processed repository not found in the current
repository). Once the repository has been pre-processed, it appears in the Select a Pre-Processed
Repository Merge dropdown list from where it can be merged.

Important! Use the Repository Replication Merge function only with repositories backed up using the
Repository Replication Export function. To import other kinds of content use the Repository Data Import
function.

To import an exported repository:
1 Select Tools from the navigation area

2 Select Merge under Repository Replication on the Administration page
The Management Console displays the Repository Restore page:

Repository Restore
s g |

Salact Rapantoiy Cate Ts ba Bastars ar Hargs
 oules m P w Srecerrad Gapzskze Hargs

0 eles Rapcakin [ M4 zn Za or

[ T

(F Rpend § Pazoer ke s ke " In e = Loor cznazumer
T

“aHHewtan

[= =-uzis Cranl HzW <oMznosBa zrazledzn
I—uladcrarr
£ pEr BRI s

et (%1
Cancsd (]

To pre-process a repository:

1 Select the repository to pre-process using one of the two options:

Option Description
Select Repository Data File on  Select a repository archive from the Information Manager
Server server to pre-process. The repository must have been

exported and stored on the Information manager server in
order for it to appear in this list.

Upload a Repository Data File  Select a previously exported repository archive from your
from your computer computer to pre-process. Use the Browse button to locate
and specify the repository file.

2 Check Enable Email Notification After Completion and supply an email address if you want to
be notified when the pre-processing is complete.

3 Select Next to start the pre-processing.
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Note: The pre-processing may take a long time to complete depending on the size of the repository.
When the pre-processing is complete the repository will appear in the Select a Pre-Processed
Repository Merge dropdown list.

To merge a pre-processed repository:
1 Pre-process the repository to merge as shown above.

2 Chose the repository to merge from the Select a Pre-Processed Repository Merge dropdown
list.

3 Select Next.

The Repository Options page is displayed, showing the New, Modified, and Deleted data that is
available to merge.

4  Select the data to merge.

5 Select Done to complete the merge.
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Managing Applications in Multiple
Languages

Information Manager supports the creation, management and publishing of content in multiple languages, or
locales, within a single repository, enabling you to:

» Support web applications in multiple languages from a single repository

» Create and manage content specific to any supported locale

» Manage content translation workflows and publishing processes for all supported locales

» Define and manage user security to support desired content access and translation workflows
» Specify a default repository locale, which determines the master content locale

Locales represent a language and its regional variant (for example, English, United States, or Portuguese,
Brazil). You specify the master locale and additional supported locales for a repository as described in
“Specifying Repository Properties” on page 51.

Defining Multi-Language Repositories
You can specify an application repository to support content in more than one language by defining the
following for the repository:
» A default locale (language and regional variant)

* One or more additional supported locales

The default locale is the base language for the repository. The default locale specifies the base language that
will be assumed for articles and notifications.

Supported locales are additional languages in which users can create and manage articles. You can translate
and store content translations for each supported locale. Information Manager maintains the translated
versions of a content record as separate instances of the same content record.

You define the default and supported locales as described in “Specifying Repository Properties” on page 51.

The default list of supported locales is defined in the System repository. You can modify the list of supported
locales using the Locale Management facility as described in “Managing Supported Locales” on page 254.

You control whether Management Console and web application users can view, create, and translate content
in each supported locale by defining:

» Default and supported locales for each user as described in “Defining Management Console Users” on
page 124 and “Defining Web Users” on page 128.

» Repository and content channel privileges as described in “Managing Security Roles” on page 113.
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You define the content creation, translation, and publication processes associated with content for each
locale by defining translation workflows as described in Chapter 7, Creating and Managing Workflows.

Managing Document Translation

Authorized users can translate documents into multiple locales using:

» Manual translation within the Management Console, as described in “Manually Translating a Document”
on page 302.

» An external translation service on a single-document basis, as described in “Using an External
Translation Service” on page 305.

» A batch job to submit content to a configured external translation service, as described in “Importing and
Exporting Repository Data for Translation” on page 271.

Note: Users can view documents in any locale; however, they can modify documents only in locales that
are defined in their user profile.

You can control the document translation process by defining translation workflow processes to create tasks
and notifications, as described in Chapter 7, Creating and Managing Workflows.

Authorized users can request translations of master documents, as described in “Requesting Translation for a
Selected Document” on page 301 and monitor their progress through the workflow.

Synchronizing Display Dates for Master Documents and Translations

You can synchronize a the display start and end dates a master copy and all of its translations in the

Management Console using the Expert Mode content synchronization option. To use this option, navigate to
Tools > System Configure > Go to Expert Mode >

AUTO_SYNCHRONIZE_TRANSLATED_DISPLAY_DATE_WITH_MASTER.

If auto-synchronize is set to true when a version of the master copy is published, then the display dates of the
published translations (excluding pending-published translations) are changed to match the published master
copy.

If auto-synchronize is set to false, then the translations can have display dates independent of the master
copy.

Requesting Translation for a Selected Document

Authorized users can submit a document into a translation workflow using the Request Translation tab on the
translation information area of the Content Preview page.

To request a document translation:

1 Locate and select the desired document
The Management Console Content Preview page displays the translation information area.
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2 Select the Request Translate tab

Request Translation

Request Update to Yersion 1.0

r Spanish
I~ French
Comments
-
[~
Request (32

The Request Translate tab displays the following information:

Request Update to The Management Console displays the current version of the document.

Version n.n

Locale Select the locale for the request

Comments Enter an optional comment, which will display in the document history and within
the translation task information

3 Select the Request option

The Management Console creates a translation request, and the Request Translation tab displays a
summary of the request.

Manually Translating a Document

Authorized users can manually translate documents on an ad hoc basis or in response to a translation task.
The translation area of the Content Preview page contains the following sections:
Request Translation

Request Translation  Use this option to create a translation request for the article as described in
“Requesting Translation for a Selected Document” on page 301.

Translate Use this option to translate an article

Request tabbed sections that provide access to:
» Translation requests
* Manual translation options
To translate a document for a supported locale:
1 Locate and select the document
The Management Console Content Preview page displays the translation information area.

2 Select the Translate tab
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The Translate tab displays information about the current versions of translations for this document as
described in Translated Document Version Information:

Request Translation

Spanish
Mo Translation Translate (22)

French
Ma Translation Translate (7]

3 Select the Translate option for the desired locale

The Management Console displays the Translate page as described in “Content Translation Example”
on page 303.

Content Translation Example

This section shows the translation process for a content record created in a channel (Release Note) for which
English is the default locale and Spanish is a supported locale.

Note: You can define translation steps within workflow processes to generate translation tasks that will
display to qualified users. See Chapter 7, Creating and Managing Workflows for more information.

When a content record is created in this channel, the Management Console displays the Preview page:

Preview FAQs i
| Disployed  Erafish 10 [8]

[T Y Published Warsien L0
d=me tepic mastorLocale English
Areer Docament 10 FAGDS
Hera 1z zorne topic bant with 2 replacament taken ta resalve TESTOKEN sunounded by addibonal text wahd misplay Dates

Starting O7/0/3007 40:31 &AM

Threugh Spsn

Views

DEMS

ey Gromps

Tnrernal Smly

Edit Docurment |

Unpublish This Locale |
Publich all Locales 3
unpashlich 8l Lo alas |

Chestk: Ok |

Done |

Fequesk Translaban

Espaiinl
Bazad Cin 1.0 Tranddats |

Italiane
Requested Far L0 on 0F/03,/200F
Ma Translaben Translata (77

The Preview page displays an item in the Translate area for each supported locale.

To add localized (translated) content for the record:
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1 Select Translate for the desired locale:

Request Tranzlation
Espaiol

Mo Translation Translate (3]

Italiano

Mo Tranzlation Translate 3]

b

The Management Console displays the current content for the default locale, and corresponding fields
for the selected locale.

Note: You can use the Master Version drop-down menu to select any published version of the
document for translation. You can use the Show Differences drop-down menu to highlight
differences between the current version and a previous version.

2 Enter the localized content as appropriate, and save the content record:

Translate Translaticn baged upen English Yersion 1.0 [F] Espafiol Warsion: 3.0

g:r:u:;k Question® " [Erter the question in the customer terms]

LLE Y asunto de la versidn

| H{‘_‘;;‘;é:{gl?;ﬂaupic text;it‘h: leg‘;g;emelr;t t\:liken to re=olue Answrer’ (e ntify » = pecific answer to the question) [ [reamal Cnly | Py
) surrounded by sddibonal tech - ; _" : .

i ] Souce | 2 | B | B G| & 2 | [E
(B 7 Uiz EfEs ===
il | T —
il EE QS|
Syl v Foma Homeal » Fort | S5¢
E 4 “l—"-.J

Al estd un poe o da tosta del asumo con an g olo del reermg 20 3 fesa e
[TESTTOKEN ES) redeada por gl texdo sdicionsl.

o

Sawe Document [5]

Carcel ]

3 Select Save Document or Save and Publish Document as appropriate
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The Management Console displays a preview of the translated document:

| &
Preview FAQs Properties m
Combeni Erviry Fickls wisplayed Ecpafiel 4.0 [§]
s ian Pkl by Wersion 4.0
asunts dala sarsidn Master Loale Englizh
Ancwer

Mocwrend I0 FADS

Valid Display Nakes
Starting 0002007 10021 AM
Mgui estd un poco d= fexke del asunko canun simbole del reamplacoe 3 resolver TESTTQEEN redeade par el tesic adioonal, :: n:' o i :
raugh Gpen

Wiews
DEMC

User Growps
Internal Cnly
Translate (37
Edit Docurment (77
Ungauibfish This Locale (5
Publish Al Locales D
unpublich all Locales (57
Chsacle Out (77

Drane (]

The Management Console displays updates the Translate area of the preview page to indicate that the
translated version has been created:

Request Translation
Espaiiol

Based On 1.0 Translate [
Italiano

Requested For 1.0 on 07 /03,2007
Mo Translation Translate (3]

b

The translated document displays lists of content in its locale:

Documents
FAQs ocuments Found (1) All Documents Exp=fiol Dezcending Sprt By Dake Modified i
1D Master ldentifier stabus wer Workflow mModified 8y Modified Date
'm| wh_j Faos  azunko de la vercion Fubliched (4.0) 4.0 Joe Ugar oFfo03 /2007 L1:08 oM
Salzck Al Unaelect All
Add FaQs E|
-- &pply thesa changas -- i Apply IEI
Done (]
Eul Wactar Docurment g Lockad by pou =EJ] Locksd by zormeons slsa
L‘L] Tranzlated Document '(;"g Loched by wou &_3 Locked by some=an= =l==

Note: The Translated Document icon in the Type field indicates that this document is translated from a
master document in another locale. The localized document has the same ID as the Master.

Using an External Translation Service

You can configure Information Manager to use an external translation service to translate content on a single-
document basis.
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The Management Console will display an Auto-Translate option in the translation area of the Content Preview
page, which will invoke the configured method to send and return translation work.

You specify a custom method to call an external translation service using the Delegate Translation option
under the Task Configuration list in the Tools area. You can configure custom translation methods in the
SYSTEM repository to specify a default for all repositories, or configure a custom method in an application
repository to override the default method.

You can export and import repository data for external translation using the process described in “Importing
and Exporting Repository Data for Translation” on page 271.

Working with Master and Translated Documents

Information Manager categorizes original and translated documents as follows:
Master or base S This is the original document, which can be created in any supported
document locale, by any authorized user.

Authorized users can create or request translations based on this docu-
ment.

You can delete only master documents. Deleting a master document
automatically deletes all of its translations.

Translated document | =1 This is one of any number of documents in any supported locale that is
based on the master or base document.

Authorized users can update, request an update, or edit the current
version of the document.

Note: Editing a translated document (which is distinct from translation)
does not affect the “based on” reference; a localized document can be
edited up to any number of versions without affecting the fact it is based
on a specified version of the master document.

Version numbers between the various localized versions are indepen-
dent from each other; however, you can determine which version of the
original master document a translated document is based on.

You cannot delete translated documents; you can remove them from
user access by unpublishing.

Localizing the Management Console

You can localize the Management Console so that it displays navigation, operation, and standard field labels
in a selected locale (language).

You localize the Management Console by:
» Specifying the desired locale as the default locale for the repository.

» Specifying the desired locale as the default locale for the user.

You can also localize labels for attributes, content channels, and other objects that you defined within the
repository by:

» Specifying the desired locale as the default locale for the repository.
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» Exporting and importing resource files for translation as described in “Importing and Exporting
Repository Data for Translation” on page 271.

Important! The Management Console currently supplies localized resource files for the following locales:
* Arabic
 Dutch
* Hebrew
* Polish
* Swedish
» Chinese (Simplified)
» English
* |talian
* Portuguese
e Thai
» Chinese (Traditional)
* Finnish
e Japanese
* Russian
 Turkish
» Czech
* French
» Korean
* Slovak
+ Ukrainian
* Danish
* German
* Norwegian

» Spanish
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CHAPTER 12

Configuring Content for Display on a
Web Client

You configure Information Manager to display content on your site by creating and deploying custom Java
Server pages (JSPs) using the Information Manager TagLibrary.

You deploy the JSPs by placing them in the directory:
<Information Manager HOME>/server/webapps/

where:
<Information Manager HOME> specifies the Information Manager installation directory.
You can use any text editor to create JSPs. This section provides examples of the following JSPs:
e The page template
e The template definition
* The listing page
» The detail page

Note: If you use Dreamweaver (Macromedia/Adobe), you can load the Information Manager Tag Library
Descriptor located in the /WEB-INF/tlds/Information Manager.tld file where your web
application is installed.

The Page Template

Page templates define the overall appearance of the page. Page templates can contain style sheets, static
images, constant navigation, copyright information, and any other data that is consistent over many pages.

This template defines:
» The basics of an HTML page
* One named region, contents

Most templates would require many named regions, such as title, subnavigation, and footer.

The two unique and important lines of code in the following example are the first, which makes the Information
Manager Tag Library available to this page:
<%@ taglib uri="/IMtaglib" prefix="IM" %>

and the seventh, which defines the named region with the template.get tag:
<IM:template.get name="contents" />
<%@ taglib uri="/IMtaglib" prefix="IM" %>
<html>
<head>
<title>Demox</title>
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</head>
<body>
<IM:template.get name="contents" />
</body>
</html>

The Template Definition

Template definitions contain the definitions for the page elements that make up the general site layout.
<%@ taglib uri="/CAStaglib" prefix="CAS" %>
<% String id = request.getParameter("id"); %>
<IM:sitemap pagename="news"/>
<IM:template.definition template="t_template.jsp">
<% if (id != null) { %>
<IM:template.put name="contents" content="detail.jsp"/>
<% } else { %>
<IM:template.put name="contents" content="list.jsp"/>
<% } %>
</IM:template.definition>

The sitemap tag;
<IM:sitemap pagename="news"/>

defines the name of the page, which is how it will be accessed via navigation; so that the URL of this page
would end index?page=news.

The template.definition statement;
<IM:template.definition template="t_template.jsp">

selects the template, in this case a file in the root directory named t _template.jsp.

The following adds the content into the named region (content, as described in “The Page Template” on
page 308):
<% if (id '= null) { %>
<IM:template.put name="contents" content="detail.jsp"/>
<% } else { %>
<IM:template.put name="contents" content="list.jsp"/>
<% } %>

The template definition specifies that the news content will contain a detail and a list. A value that is made
present in the querystring for accessing the detail determines which jsp will be used.

If the value is present;
<% if (id '= null) { %>

then the rendered detail code is displayed in the named region contents;
<IM:template.put name="contents" content="detail.jsp"/>

If the value is not present, the rendered list code is used:
<IM:template.put name="contents" content="list.jsp"/>

ORACLE KNOWLEDGE INFORMATION MANAGER ADMINISTRATION GUIDE ORACLE



	Oracle Knowledge Information Manager Administration Guide
	About This Guide
	In This Guide
	Examples of Product Screens and Text
	Operating System Variations in Examples and Procedures
	References to Web Content

	Introduction to Oracle Knowledge Information Manager
	Information Manager Content Management Components
	Information Manager Application Components

	Getting Started with Information Manager
	Information Manager Content Management Components
	Information Manager Application Components
	The Management Console
	Starting the Management Console
	Logging on as the Super User
	The SYSTEM Repository
	Changing the Super User Password


	An Administrator's View of a Content Repository
	The User and Security Management Page
	REPOSITORY Page
	TOOLS Page

	Configuring a Demo Repository
	Create a Repository
	Create a Channel
	Configure the Channel Schema
	Create Categories
	Define a Workflow
	Define User Groups
	Define a Console Role
	Add a Console User
	Restart the Information Manager Service
	Enable InfoCenter Search


	Working with Repositories
	Managing Content Repositories from the SYSTEM Repository
	Creating and Configuring Content Repositories
	Creating a Repository
	Specifying Repository Properties
	A Note On Reference Keys

	Defining Custom Properties for Repository Information
	Custom Repository Property Nodes and Attributes
	Defining Custom Repository Properties
	Specifying Custom Site Property Nodes
	Specifying Custom Site Property Attributes
	Specifying Attribute Types


	Securing Documents that are Attached to Content Records
	Defining Repository Views
	Creating Repository Views

	Defining Replacement Tokens
	Defining a Replacement Token
	Using Replacement Tokens

	Defining Custom Metrics for a Repository
	Defining a Custom Metric

	Defining Data Lists
	Creating Static Data Lists
	Defining Static Data List Items

	Creating Channel Data Lists

	Defining Custom User Information Properties
	Custom User Property Nodes and Attributes
	Defining Custom User Properties
	Specifying Custom User Property Nodes
	Specifying Custom User Property Attributes

	Specifying Attribute Types
	Example Custom User Properties Schema

	Working with Rich Text Area Fields
	Basic Rich Text Editing Features
	Medium Rich Text Editor Features
	Full Rich Text Editing Features


	Working with Content Channels
	Channel Definition Overview
	Modifying Existing Document Types

	Defining Content Channels
	Specifying General Channel Properties
	Specifying Workflow Options for a Channel
	Specifying Feedback Options for a Channel
	Specifying Content Categories for a Channel
	Specifying User Group Options for a Channel
	Specifying Security Roles and Privileges for a Channel

	Specifying a Channel Schema
	Channel Schema Nodes and Attributes
	Specifying Channel Schema Nodes
	Specifying Channel Schema Attributes
	Specifying Attribute Types
	Specifying Security Regex Patterns
	Specifying Schema Attribute Options
	Restricting Channel Schema Attributes to Selected User Groups
	Specifying Search Options for Channel Attributes



	Specifying Content Meta Data
	Associating Content Records with CRM Cases
	Comparing Documents with Previous Versions
	Highlighting Differences from Previous Versions
	Comparing Documents Side by Side

	Updating Content in Bulk
	Filtering Display Lists

	Working with Content Categories
	Content Category Hierarchies
	Adding a Content Category
	Adding a Content Sub-Category

	Using Information Manager Response Channel Schema
	Creating and Modifying Response Schema


	Managing Users
	User Groups, Security Roles and Views
	About Web Roles
	About Views
	Subviews

	About Console Roles
	Example: Widgets Inc. Users

	Default Security Roles and Users
	Managing Security Roles
	Defining Security Roles
	Specifying Basic Role Properties
	Specifying Information Manager Server Administration Privileges
	Specifying Repository Management Privileges
	Specifying Application Repository Management Privileges
	Specifying Content Category Management Privileges
	Specifying View Management Privileges
	Specifying Task Management Privileges
	Specifying Channel Management Privileges
	Specifying Counter Management Privileges
	Specifying Workflow Management Privileges
	Specifying Data List Management Privileges

	Specifying User and Security Privileges
	Specifying User Group Privileges
	Specifying Role Privileges
	Specifying User Privileges

	Assigning User Groups to Security Roles
	Specifying Content Management Privileges
	Specifying Channel Privileges

	Specifying Workflow Step Privileges
	Specifying Feedback Privileges

	Defining User Groups
	Defining Management Console Users
	Specifying Management Console User Properties

	Defining Web Users
	Specifying Web User Properties
	Defining Web Roles

	Displaying User Information
	Viewing and Managing User Status

	Finding Users
	Defining Work Teams
	Defining Work Team Sub-teams
	Managing Work Team Members

	Creating and Managing Subscriptions
	Subscription Expirations

	Configuring User Reputation Levels
	Specifying Self-Administration for Users

	Creating and Managing Workflows
	Anatomy of a workflow
	Creating a new workflow
	Defining Workflow Steps
	Defining Conditional Workflow Steps
	Defining Rejection Steps

	Assigning a workflow to a channel
	Workflow Automation

	Enabling Notifications of Workflow Tasks
	Deleting Workflow Processes

	Working with Feedback and Collaboration
	The Feedback Management Page
	Administering Discussion Boards
	Creating and Managing Discussion Boards
	General Discussion Board Properties
	Abuse Settings for Discussion Boards
	Rating Scales for Discussion Boards
	Topic Question Settings
	Locale Settings
	View Selection Settings
	Categories for Discussion Boards, Forums, and Topics
	Security Options for Discussion Boards, Forums, and Topics
	Restricting File Size on Discussion Board Attachments

	Creating and Managing Discussion Board Filters
	Adding System Filters to a Discussion Board
	Adding Custom Filters to a Discussion Board
	IMForumFilter Interface


	Working with Discussion Board Metrics
	Creating and Managing Discussion Forums
	Creating and Managing Forum Topics
	Topic Types
	Moving Topics

	Creating and Managing Discussion Messages

	Creating and Managing User Information and Content Rating Forms
	Types of Data Forms
	Creating Rating Forms
	Rating Preview

	Creating General Forms
	Managing Forms
	Creating Form Questions
	Managing Form Questions
	Creating Form Answers
	Managing Form Answers


	Creating and Managing Content Recommendations
	Recommending Content
	Locating Content Recommendations
	Viewing Recommendation History
	Viewing Detailed History for a Recommendation



	Working with Advanced Administration Features
	System Repository Administration Options
	Application Repository Administration Options
	Performing Advanced Administration Functions
	Information Manager System Configuration
	Indexing Data for Full Text Search
	Indexing Repository Data
	Indexing Application Repository Data

	Viewing and Downloading Log Files
	Information Manager Log Directories and Files

	Configuring Content Resource Access and Storage
	Supported Content Resource Access and Storage Methods
	Direct File System Access Requirements

	Content Resource Access and Storage Configuration Process
	Updating the Web Application Content Resource Configuration
	Specifying the Resource Web Application Context in WebLogic Server
	Specifying the Resource Web Application Context in Tomcat Application Servers
	Updating the Content Resource Configuration
	Specifying the Content Resource File Transfer Method
	Specifying File Method Content Resource Properties
	Specifying FTP Method Resource Access Properties
	Specifying Web Server Prefixes for Resource Access
	Specifying Static Resource Properties
	Specifying Management Console Properties
	Specifying Rich Text Editor Image Upload and Storage
	Specifying Rich Text Editor Image Upload and Storage on WebLogic Server
	Specifying Rich Text Editor Image Upload and Storage on Tomcat Application Servers


	LDAP Configuration
	Email Configuration
	External Notification Delegate Class

	Integrating an Intelligent Search Application
	Search Configuration
	Searching External Content
	Using Oracle Knowledge Search from the Tag Library
	The type parameter
	The segment Parameter
	The pageobj Parameter
	The id Parameter

	Iterating Over Returned ResultFacets
	ResultFacet Objects
	Using the Process Wizard
	Portlets


	Delegate Classes Configuration
	Translation Delegate Class Configuration
	File Attachment Configuration
	Deleting Unused Attached Files

	Customizing ESAPI Configurations
	Specifying Oracle Knowlegde Specific Configuration Parameters for ESAPI
	Specifying Oracle Knowledge Whitelist Parameter Validation Configuration
	Specifying ESAPI Validation Settings for Rich Text Field
	Specifying ESAPI Validation Settings for Plain Text Field
	Specifying ESAPI Validation Settings for Category Description
	Specifying ESAPI Validation Settings for Category Name

	Specifying ESAPI Validation Regular Expression Patterns

	Configuring Tasks and Task Notifications
	Editing Notification Templates
	Using Keyword Substitution within Email Notifications

	Scheduling Batch Jobs
	Available Batch Jobs
	Specifying Batch Job Details and Schedules
	Connecting to an External Web Service
	Identifying Expiring Content
	Identifying Content to be Reviewed
	Deleting Closed Tasks
	Identifying Delinquent Content
	Identifying Content by Rating Level
	Deleting Unused Case Links
	Subscription Batch Jobs

	Managing Supported Locales
	Adding a Locale
	Adding a New Locale to an Existing Repository

	Activating a Locale
	Updating the IM Management Console HTML Resources
	FCKEditor
	Spellchecker Dialog Box
	Calendar Date Picker


	Updating $IM_HOME Resources
	Email and Task Notification Templates
	Spellchecker Dictionary Files
	Default InfoCenter/New Tag lib Files

	Updating Existing Deployed InfoCenter Applications
	IM Client Library/Web Services

	Content Batch Monitor
	Global Find and Replace
	Global Find and Replace Reports

	Setting the Password Policy
	Password Policy Scope
	The Default Password Policy
	How Changing the Password Lifecycle Affects Existing Passwords
	Configuring the Password Lifecycle
	Configuring Password Length
	Configuring Password Strength
	Configuring Password Policy in Expert Mode


	Importing and Exporting Data
	Importing and Exporting Repository Data for Translation
	Exporting Repository Element Resources for Translation
	Importing Translated Repository Element Resources
	Exporting Content for Translation
	Importing Repository Channel Data from Translation
	Automatically Exporting and Importing Content for Translation
	Creating the Batch Content Export and Import Directories
	Defining and Scheduling the Content Batch Monitor Job
	Creating the Content Batch Monitor Job
	Specifying the Export and Import Directories for the Content Batch Monitor Job
	Scheduling the Content Batch Monitor Job
	Specifying Content Batch Monitor Job History Retention
	Specifying the Content to Export and Import
	Specifying the Translation Languages
	Staging the Content to be Translated
	Viewing Import Errors


	Importing Data into an Application Repository
	Creating a Data Import File
	Creating the Data Import Header Record Section
	Content Data Import System Attributes

	Importing Content Data
	Importing Forms Data
	Importing External User Data into a Repository
	Specifying Web User Import Information
	Specifying Console User Import Information


	Backing Up and Restoring Information Manager Data
	Exporting Data for Backup
	Restoring Repository Data


	Managing Applications in Multiple Languages
	Defining Multi-Language Repositories
	Managing Document Translation
	Synchronizing Display Dates for Master Documents and Translations
	Requesting Translation for a Selected Document
	Manually Translating a Document
	Content Translation Example
	Using an External Translation Service

	Working with Master and Translated Documents
	Localizing the Management Console

	Configuring Content for Display on a Web Client
	The Page Template
	The Template Definition



