ORACLE

Oracle® Argus Insight
Installation Guide

Release 7.0.3
E41483-01

August 2013



Oracle Argus Insight Installation Guide, Release 7.0.3
E41483-01
Copyright © 2010, 2013, Oracle and/ or its affiliates. All rights reserved.

This software and related documentation are provided under a license agreement containing restrictions on
use and disclosure and are protected by intellectual property laws. Except as expressly permitted in your
license agreement or allowed by law, you may not use, copy, reproduce, translate, broadcast, modify, license,
transmit, distribute, exhibit, perform, publish, or display any part, in any form, or by any means. Reverse
engineering, disassembly, or decompilation of this software, unless required by law for interoperability, is
prohibited.

The information contained herein is subject to change without notice and is not warranted to be error-free. If
you find any errors, please report them to us in writing.

If this is software or related documentation that is delivered to the U.S. Government or anyone licensing it
on behalf of the U.S. Government, the following notice is applicable:

U.S. GOVERNMENT RIGHTS Programs, software, databases, and related documentation and technical data
delivered to U.S. Government customers are "commercial computer software" or "commercial technical data"
pursuant to the applicable Federal Acquisition Regulation and agency-specific supplemental regulations. As
such, the use, duplication, disclosure, modification, and adaptation shall be subject to the restrictions and
license terms set forth in the applicable Government contract, and, to the extent applicable by the terms of
the Government contract, the additional rights set forth in FAR 52.227-19, Commercial Computer Software
License (December 2007). Oracle America, Inc., 500 Oracle Parkway, Redwood City, CA 94065.

This software or hardware is developed for general use in a variety of information management
applications. It is not developed or intended for use in any inherently dangerous applications, including
applications that may create a risk of personal injury. If you use this software or hardware in dangerous
applications, then you shall be responsible to take all appropriate fail-safe, backup, redundancy, and other
measures to ensure its safe use. Oracle Corporation and its affiliates disclaim any liability for any damages
caused by use of this software or hardware in dangerous applications.

Oracle and Java are registered trademarks of Oracle and/or its affiliates. Other names may be trademarks of
their respective owners.

Intel and Intel Xeon are trademarks or registered trademarks of Intel Corporation. All SPARC trademarks
are used under license and are trademarks or registered trademarks of SPARC International, Inc. AMD,
Opteron, the AMD logo, and the AMD Opteron logo are trademarks or registered trademarks of Advanced
Micro Devices. UNIX is a registered trademark of The Open Group.

This software or hardware and documentation may provide access to or information on content, products,
and services from third parties. Oracle Corporation and its affiliates are not responsible for and expressly
disclaim all warranties of any kind with respect to third-party content, products, and services. Oracle
Corporation and its affiliates will not be responsible for any loss, costs, or damages incurred due to your
access to or use of third-party content, products, or services.



Contents

PrEfaCe ............. e vii
ATAIEIICE ...t b bbbt Vi
Documentation AcCeSSIDILItY ........ccciiiiiiiiiiiiiiiccc s Vi
Finding Information and Patches on My Oracle SUppPOrt.......cccccccceueiiiiiieiieiecccccereeeeeeeenes Vi
Finding Oracle Documentation ..............couiiuiieiiiiciecc s iX
CONVEINEIONS ...ttt b e enns iX

1 Introduction

1.1 Argus Insight Product OVEIVIEW ........cccccciiiiiiiiiiiiiiiiiiiiiiicncrscses e 1-1
1.1.1 Argus Insight Architecture.........c.ccoeiiiiiiiiiiccceeeee e 1-2
1.2 Software and Hardware Requirements ............coooeioiiriiiicciiicccce 1-3
1.3 Important Installation INformation ..............cccceiiiiiiiiiiiceeeeas 1-6
1.3.1 Installation Requirements for the SErvers...........cccccoiviviiiiieiiiececcceeeceeennes 1-6
1.3.1.1 Additional Notes for the Argus Insight Web Server.............cccoooooii 1-7
1.3.1.2 Additional Notes for the BI Publisher ...........ccccoveiciiiiiiiicccincccneeccns 1-7
1.3.1.3 Additional Notes for the BusinessObjects Server ...........cccccovvvvrnnnnnncncnncncnc. 1-7
1.3.1.4 Additional Notes for the Cognos Server............coooeoirrieiniiicieicccece e 1-7
1.3.2 Installation Requirements for the Argus Insight Client...........ccccccoooeeiiiiiiiinnnns 1-7
1.3.3 General Installation Notes and Information.............ccceeeeiniiiiiiiiiicen, 1-7

2 Installing Argus Insight

2.1 Before You Install the Argus Insight Application..........coceviiiiiiiiiiie 2-1
2.2 Installing Argus Insight Components onto the Web Server............cccocoooi, 2-1
2.2.1 Changing the APR_USER Password ..........ccccccoviiininnnininiinncccccees 2-5
2.2.2 Copying the ADODB.DLL for Report Scheduling ............cccoooreiiiiiiiiicicn 2-6
2.3 Enabling SSL Support for the Argus Insight Website ...........cccooooii 2-7

3 Creating the Argus Insight Data Mart Structure

3.1 Before You Run the Argus Insight Schema Creation Tool............cccccceviiiiiiiniiiiiiinins 3-1
3.2 Argus Insight Configuration Requirements .............cccccoeeeeiiiiiiiiiiiciiicceeceenns 3-2
3.2.1 Database Parameters ........ccccveveriieieniieierieceesieeteieeeestesaes e e esseeseessessaessesssessesssessesssessens 3-2
3.2.2 Database I/O Configuration ...........ccccciiiiiiiiiiiiiies 3-3
3.2.3 Recommended Configuration for the Database Server ............cccocovvvinnnnnnncnnnc. 3-4
3.3 Argus Insight Data Mart Tablespaces...........cccoiiiiiiiiiiiiiiiiieas 3-4
3.4 Starting the Argus Insight Schema Creation ToOL............ccoiiiiiiiiiiiiiiiiis 3-5



3.5 Creating the Database Schema..........cccooiiiiiiiii 3-6

3.5.1 Creating Users and Roles in the Argus Safety Database .........c.c.cccococeeiiriiiiicnnan. 3-6
3.5.2 Clearing the Cache.........ccccciiiiiiiiiceeee s 3-10
3.5.3 Creating a New Schema for Argus Insight ..o 3-11
3.5.4 Loading Factory Data........ccceuiieieiiiiice s 3-19
3.6 Validating the SChema..........ccccoiiiiiiiiccccce s 3-21
3.7 Creating a Database Link from Argus Safety to Insight Database............cccccccooinieinni 3-24
3.8 Upgrading Database from Argus Insight 7.0.2 to Argus Insight 7.0.3.............cccocccoo. 3-26

4 Configuring the Argus Insight Application

4.1 Logging In to Argus Insight for Configuration and Setup .........c.cooooeeiiiiiicn 4-1
4.2 Configuring the Argus Insight Application Profile Switches ...........cccocovvvvivnnnnnence. 4-2
4.21 Accessing and Modifying the Profile Switches ... 4-3
4.2.2 Setting the Populate Data Attributes ..........cooovoiii 4-3
4.2.3 Setting the Email Attributes .........ccccoeiiiiiiiiiiiccccccc e 4-5
4.24 Specifying the URL for Reports Exceeding Mail Size .........c.cooooeveiiirieiiiiciciinen, 4-9
4.2.5 Specifying the Images for Company LOgos .........cccceueiirueiiiiiiiciecciecc 4-9
4251 Specifying the Logo Image for the Argus Reports........ccccoeevvvvvvvvvvecennnene 4-10
4.2.6 Setting the Attributes Specific ONLY t0 BIP ..o 4-10
427 Setting the Attributes Specific ONLY to BusinessObjects .........cccccooovreiiiiiiiininnnn. 4-12
4271 Setting the Attributes for the BusinessObjects Servers...........cccccccocceeucueucncnnne 4-12
4.2.8 Setting the Attributes Specific ONLY to COgNos ..........ccovueieiiirieiiiciccce 4-13
4.3 Configuring Duration Value Bands ... 4-16
4.4 Configuring Derivation FUNCHONS .......ccccceucuiiiiiiriiiiiiiireceeeeeeceee s 4-18
4.41 Opening the Derivation Fields Dialog BoX ........ccccoceviiiieiiiniiiie 4-18
4.4.2 Icons in the Derivation Fields Dialog BoX.........cccooeeioiiiiiiiiiicecce 4-19
4.4.3 Field Mapping Derivation RULEs ...........cccccoeiiiiiiiiiiiiiccecceeiceeeeeeeeeeeeeenes 4-20
4.4.4 Fields and Check Boxes in the Derivation Fields Dialog BoxX .........ccccoeueviiiiiinnne. 4-20
4.4.41 LM TabIe ..ot s 4-20
4442 SUPPIESS ..ttt 4-20
4443 ValUC....oiii s 4-21
4444 PIiOTIY covovviiiiicc 4-22
4445 SQL s 4-22
4.5 Configuring the Argus Insight Scheduling Service ..........ccoooiiiiiiiii 4-22
4.6 Configuring the CIOMS and MedWatch Reports..........ccccooiireieiniiiiicncce 4-23
4.7 Configuring the IIS File Download Limit..........ccccoceviiiiiinniiiiccieeecceeeeeeeeees 4-26
4.71 Configuring the ASPMaxRequestEntityAllowed Value..........ccccoooriiiniirinnn. 4-27
4.8 Using Export and Import to Copy Configuration Data ..........cccoeeveiieininiinininiccees 4-28
4.8.1 EXpOrting Data ........ccciiiiiiiiiiiiii s 4-28
4.8.2 IMpPOorting Data........ccccciiiiiiiiiiiiiiiiii s 4-31
4.9 Using Argus Safety to Configure Enterprises for Argus Insight........ccccooooviiiii 4-34
4.10  Securing Sensitive Configuration and Operational Data..........cccccceccceviciiininnnnene 4-36

5 Extracting, Transforming, and Loading Data

5.1 Prerequisites, Cautions, and Warnings ...........cccccccoeeeeeeeeeeiieeeceeeeeceeeeeeeeeneeeeeeenes 5-1
5.2 Running the Initial ETL.........cccocoooiiiiiiiiiiiccc 5-1
5.2.1 Generating the Balance LOgs........c.cccccociiiiiiiiiiiiiiiiccccccccces 5-3



52.2 Closing the Initial ETL Status Dialog BoX.........cccccoviiiiiiiiiiiiiiie, 5-5

5.2.3 Stopping the Exectution of ETL ........cooooiiiiiii 5-5
5.3 Running the Initial ETL AGain......ccccccoiiiiiiiiiiiiiiicceccereeeeeeeeeeree e 5-6
5.4 Processing a Failed ETL ..........coooiiiiiiic e 5-7
5.4.1 Continuing the Failed Initial ETL Process ..........cccocoeeiiimiiieiniiccieiiicicieeecce e, 5-7
5.4.2 Ignoring the Failed Initial ETL Process .........ccccociiiiciiicieeicecceeeeeeenenenenenes 5-8
5.4.3 Modifying the Attributes of ETL Data EXCIUSION ........c.coooviiiiiiiiiiiciicc 5-8
5.5 Restarting the Initial ETL Process........cccoceuiiiiieieiiiciceeecci v 5-10

6 Configuring the BIP Environment

6.1 Uploading the Argus Insight.xdrz file to BIP .........c.ccccoooiiiiiii 6-1
6.2 Creating PRMART JDBC Connection..........ccccvviiiiiiininiiiniiiiiicccceceecsnnens 6-4
6.3 Managing Users and Roles: BI Publisher Security Model ..o 6-6
6.3.1 Configuring Server Settings ..........coovoiiiiiiiiieiec 6-7
6.3.2 Creating Users and Assigning Roles to USers.........c.cccocceicuiiiiiccccececeeceenenenes 6-8
6.3.3 Creating Roles, Adding Data Sources, and Assigning Roles...........ccccoooereiiinnne. 6-11
6.4 Managing Users and Roles: Oracle Fusion Middleware Security Model........................ 6-14
6.4.1 Configuring Server SEHNEGS .......c.cccecuiuiieiiiieeeeceeee s 6-14
6.4.2 Creating Users and Assigning Roles to USers...........cccooeeueiviiriciiiiicicicccce 6-14
6.4.3 Creating Roles, Adding Data Sources, and Assigning Roles in WebLogic Enterprise
Manager 6-14

6.4.4 Creating Application POLICY .......ccccciiiiiiiiiiccecceceeeceee s 6-19
6.5 Configuring BIP Users and Roles: Oracle Fusion Middleware Security Model............. 6-22
6.5.1 BI AAMIN USET.....oiiiiiiiiiiiciciiiciiic s s 6-22
6.5.2 Data Modeler USETS.........ccvuiimiiiiiiiiiiiiicc s 6-22
6.5.3 USEIS ettt 6-23
6.5.4 Global AdmIn USETS......c.cciiiuiuiiiiiiciiiiicicrieet s 6-23
6.5.5 Configuring BIP ROIES.......cccociuiiiiiiiiiiiiicciccieeieieeeieeie e 6-23
6.5.6 Folder Level Permissions...........cccviieiiiiiiiniiiiiciiiiceeeeeeeee s 6-23
6.6 Configuring BIP Roles and Permissions: BI Publisher Security Model........................... 6-24
6.6.1 Argus Insight Specific Users and Roles..........ccccoceeuiiiiiiiiciiecccceccecneeenees 6-24
6.6.2 Enterprise Specific Users and Roles...........cccocovviviiiiiiiininiiiiiicccc 6-25

7 Configuring the BusinessObjects XI Environment

7.1 Checking ReqUIT@MENES ........cuoviiiiieieiicicie e 7-1
7.2 Configuring the BusinessObjects SEIVETr ... 7-1
7.21 Copying the PRMART TNS ENtIY ....c.coviiiiiiiiiiiiiicreccrreeeeeeee e 7-2
7.3 Configuring the Argus Insight Web Server ... 7-2

8 Configuring the Cognos 10 Environment

8.1 Setting Up Cognos Server and Configuration for New Installation ............ccccoceeeiininns 8-1
8.1.1 Configuring IIS 7.0 on the Cognos 10 Server...........cccoeiiiiiinininiiiiinninnrnccnseene 8-1
8.1.1.1 Checking that CGI or ISAPI Is Enabled in IIS ... 8-2
8.1.1.2 Creating the Cognos 10 Virtual Directories...........cccocovvivvninnninnnnine, 8-3
8.1.1.3 Editing ISAPI or CGI EXtenSions.........ccccccvuviviiiiininininiiiiiinicnrrcnssecccceaee 8-4
8.1.1.4 Adding the Module Mapping........cccoceveerrrrnnnnninrrrreseeeseeeeees e 8-5



8.1.1.5 Editing the Module Mapping ..........ccceeueviiieieiiiiiciciccie e 8-7

8.1.1.6 Allowing CGI Application to Use Execute............ccccccevuiiiiiiiininiiiiiiiiiicins 8-8
8.1.2 Configuring the Java Database COMPONENLS ..........ccouvevevirereririnenirrrerreeee e 8-9
8.1.3 Configuring Custom Java Authentication ... 8-9
8.1.3.1 Configuring Custom Java Authentication for Windows...........cccccccevvviiinininnne. 8-9
8.1.3.2 Configuring Custom Java Authentication for Linux.........cccccocoeeeiccncccnnnne. 8-10
8.1.4 Configuring the Cognos 10 Environment............ccoooeuoiiiiiiiiiiiciceccccce 8-12
8.1.4.1 Opening the IBM Cognos 10 Configuration Window ...........cccceeeriieiennn, 8-12
8.1.4.2 Setting the Security Properties for Cognos 10.........cccoccevrrrvnnrnnnnrrerceenes 8-13
8.1.4.3 Setting the Data Access Properties for Cognos 10........c.ccccevirieiiiiiiiciciiciennne, 8-14
8.1.4.4 Creating the Namespace for Argus Insight Authentication .............cccocococ..... 8-17
8.1.4.5 Saving Your Configuration and Starting the Cognos 10 Service........................ 8-18
8.1.5 Creating Cognos Data Source (PRMART) .......cooooiiiiiiiiiiic e 8-19
8.1.6 Configuring Cognos SECUTItY.......cceuiiiieiiiicieiecie s 8-23
8.1.6.1 Activating the PowerReports Namespace ........c.cccccceueuerrieinneniecrrcccene 8-23
8.1.7 Configuring Roles and Permissions............cococueuiiuricieiinieieiiec s 8-25

9 Managing the Argus Insight Cryptography Key

10

vi

9.1 Updating the Cryptography Key........cccooiiiiiiiiiiicic s 9-1
9.1.1 Copying Initialization Files to Other Servers ..........ccccooooiiiiiiiccc, 9-2
9.1.2 Restarting IIS and Running ETL........cccccccoiiiiiiiiiiiiceecceeceeeeeeeeeeeeneeennes 9-2

Uninstalling the Argus Insight Application

10.1  Uninstalling Argus Insight from the Web Server ..., 10-1
10.1.1 Deleting the Argus Insight Folder from the Web Server...........c.ccocooi 10-2
10.1.2 Resetting the IIS .........cooiii e 10-3



Audience

Preface

This Oracle Arqus Insight Installation Guide describes installing — or upgrading to —
Argus Insight 7.0.3. You perform some of these tasks once. Other tasks you repeat as
your system and business requirements change.

This preface includes the following topics:

= Audience

= Documentation Accessibility

»  Finding Information and Patches on My Oracle Support
= Finding Oracle Documentation

s Conventions

This document is intended for all Argus Insight administrators who are responsible for
installing and maintaining the Argus Insight application.

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For
information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or
visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing
impaired.

Finding Information and Patches on My Oracle Support

Your source for the latest information about Argus Insight is Oracle Support's
self-service website My Oracle Support.

Before you install and use Argus Insight, always visit the My Oracle Support website
for the latest information, including alerts, White Papers, and bulletins.

vii
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Creating a My Oracle Support Account

You must register at My Oracle Support to obtain a user name and password account
before you can enter the website.

To register for My Oracle Support:
1. Open a web browser to https://support.oracle.com.

2. Click the Register link to create a My Oracle Support account. The registration
page opens.

3. Follow the instructions on the registration page.

Signing In to My Oracle Support
To sign in to My Oracle Support:

1. Open a web browser to https://support.oracle.com.
2. Click Sign In.

3. Enter your user name and password.

4

Click Go to open the My Oracle Support home page.

Finding Information on My Oracle Support
There are many ways to find information on My Oracle Support.

Searching by Article ID

The fastest way to search for information, including alerts, White Papers, and bulletins
is by the article ID number, if you know it.

To search by article ID:

1. Sign in to My Oracle Support at https: //support.oracle.com.

2. Locate the Search box in the upper right corner of the My Oracle Support page.

3. Click the sources icon to the left of the search box, and then select Article ID from
the list.

4. Enter the article ID number in the text box.

5. Click the magnifying glass icon to the right of the search box (or press the Enter
key) to execute your search.

The Knowledge page displays the results of your search. If the article is found,
click the link to view the abstract, text, attachments, and related products.

Searching by Product and Topic

You can use the following My Oracle Support tools to browse and search the
knowledge base:

s Product Focus — On the Knowledge page under Select Product, type part of the
product name and the system immediately filters the product list by the letters
you have typed. (You do not need to type "Oracle.") Select the product you want
from the filtered list and then use other search or browse tools to find the
information you need.

= Advanced Search — You can specify one or more search criteria, such as source,
exact phrase, and related product, to find information. This option is available
from the Advanced link on almost all pages.


https://support.oracle.com
https://support.oracle.com
https://support.oracle.com

Finding Patches on My Oracle Support

Be sure to check My Oracle Support for the latest patches, if any, for your product. You
can search for patches by patch ID or number, or by product or family.

To locate and download a patch:
1. Sign in to My Oracle Support at https://support.oracle.com.

2. Click the Patches & Updates tab. The Patches & Updates page opens and displays
the Patch Search region. You have the following options:

= In the Patch ID or Number field, enter the number of the patch you want.
(This number is the same as the primary bug number fixed by the patch.) This
option is useful if you already know the patch number.

» To find a patch by product name, release, and platform, click the Product or
Family link to enter one or more search criteria.

3. Click Search to execute your query. The Patch Search Results page opens.

4. Click the patch ID number. The system displays details about the patch. In
addition, you can view the Read Me file before downloading the patch.

5. Click Download. Follow the instructions on the screen to download, save, and
install the patch files.

Finding Oracle Documentation

The Oracle website contains links to all Oracle user and reference documentation. You
can view or download a single document or an entire product library.

Finding Oracle Health Sciences Documentation

To get user documentation for Oracle Health Sciences applications, go to the Oracle
Health Sciences documentation page at:

http://www.oracle.com/technetwork/documentation/hsgbu-154445.html

Note: Always check the Oracle Health Sciences Documentation page
to ensure you have the latest updates to the documentation.

Finding Other Oracle Documentation
To get user documentation for other Oracle products:

1. Go to the following web page:
http://www.oracle.com/technology/documentation/index.html

Alternatively, you can go to http: //www.oracle.com, point to the Support tab, and
then click Documentation.

2. Scroll to the product you need and click the link.

3. Click the link for the documentation you need.

Conventions

The following text conventions are used in this document:


https://support.oracle.com
http://www.oracle.com/technetwork/documentation/hsgbu-154445.html
http://www.oracle.com/technology/documentation/index.html
http://www.oracle.com

Convention Meaning

boldface Boldface type indicates graphical user interface elements associated
with an action, or terms defined in text or the glossary.

italic Italic type indicates book titles, emphasis, or placeholder variables for
which you supply particular values.

monospace Monospace type indicates commands within a paragraph, URLs, code

in examples, text that appears on the screen, or text that you enter.
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Introduction

Argus Insight is a highly optimized reporting module for querying, case series
management and reporting that compliments Argus Safety.

The Argus Insight Extract Transform and Load (ETL) engine extracts data from the
Argus Safety database and populates a data mart in a format to enable efficient
querying. The various query, drill-down, and output features of Argus Insight let you
analyze your safety data from a scientific angle and produce queries, case series and
reports that provide imedical and scientific understanding of your aggregated adverse
event information.

This chapter includes the following topics:
= Argus Insight Product Overview
= Software and Hardware Requirements

= Important Installation Information

Note: Power Reports has been renamed Argus Insight and the two
terms have been used interchangeably in this document.

1.1 Argus Insight Product Overview

In Argus Insight, you can generate a report through a query. The query retrieves a set
of specific type of cases (Case Series) from the data mart and then runs the report on
only those cases.

Use these Argus Insight components to retrieve the Case Series: Query By Example
(QBE), Filters, and Advanced Conditions. Next, run one of these reports on the Case
Series: the built-in Standard Reports or the custom reports.

The following flowchart shows the typical workflow for generating a report.

Introduction 1-1
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Table 1-1 describes the various features of Argus Insight:
Table 1-1 Argus Insight Features
Features Description
Query by Example Lets you create simple queries by entering specific values in fields on
(QBE) a form that looks substantially like the Argus Safety case form.
Filters Lets you create queries by selecting a set of predefined fields and

specifying multiple values in a field.

Advanced Conditions  Lets you create complex queries by selecting any of the various
different fields in the data mart and applying Boolean and Set
operations on them.

Case Series A list of cases that match the query criteria.

Standard Reports Predefined reports built into Argus Insight. These reports are
grouped into the General category.

Typically, these reports are run on the Case Series.

1.1.1 Argus Insight Architecture

The following figure illustrates the Argus Insight architecture:

1-2 Oracle Argus Insight Installation Guide
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1.2 Software and Hardware Requirements

Table 1-2 lists the software and hardware requirements for the following components
in an Argus Insight installation:

= Argus Insight Web Server

= Bl Publisher, BusinessObjects Server or Cognos (depending on which Business
Intelligence tool you are using with Argus Insight)

Note: Argus Insight can be used together with a reporting tool,
which can be BI Publisher, BusinessObjects, Cognos, or any
combination of these three.

s Database Server

= Argus Insight Client
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Software and Hardware Requirements

Table 1-2 Argus Insight Software and Hardware Requirements

Component Requirements
Argus Insight Supported Operating Systems:
Web Server

= Windows 2008 R2 SP1 Enterprise (64 bit)

= Windows 2008 R2 SP1 Standard (64 bit)

= Windows 2008 SP2 Enterprise (32 bit)

= Windows 2008 SP2 Standard (32 bit)

Note: Make sure that you install the English versions of these operating systems.
Oracle Database Software:

= Oracle Client 11.2.0.3 (32 bit) (with SQL Plus, SQL Loader, Oracle and OLEDB
Objects)

ms  Oracle Data Provider 11.2.0.3 for .Net

Hardware Requirements:

= Up to 5000 cases in the system: 2x2.6 GHz processors, 4 GB memory

= More than 5000 cases in the system: 4x2 GHz processors, 8 GB memory
Additional Software Requirements:

= Dotnet Framework 3.5 Service Pack 1

s IIS7.5(IIS 6.0 compatibility pack should also be installed)

= Microsoft Internet Explorer 8.0, or 9.0

= Microsoft Visual C++ 2008 SP1 Redistributable

=  MSXML 6.0

Note: The Argus Insight Web Server should be configured for Simple Mail Transfer
Protocol (SMTP) for email support.

BI Publisher (BIP) Supported Operating Systems:
= Oracle Enterprise Linux X86 (Version: 5.5.0.0.0 and 5.7.0.0)
= Oracle Enterprise Linux X86-64 (Version: 5.5.0.0.0 and 5.7.0.0)
= Solaris 10
= Solaris 11
s Oracle Enterprise Linux 6.2 UEK
= Windows 2008 R2 SP1 Enterprise (64 bit)
=  Windows 2008 R2 SP1 Standard (64 bit)
= Windows 2008 SP2 Enterprise (32 bit)
=  Windows 2008 SP2 Standard (32 bit)
Note: Make sure that you install the English versions of these operating systems.
Oracle Database Software:
= 11.2.0.3 Client
Tool Version:
= BIP11.1.1.6.0

BusinessObjects Supported Operating Systems: Same as the Argus Insight Web Server

Server Oracle Database Software: Oracle Client 11.2.0.3 (32 bit and 64 bit) (with SQL Plus, SQL
Loader, Oracle and OLEDB Objects)

Hardware Requirements: Same as the Argus Insight Web Server
Reporting Tool:
= BusinessObjects XI Release 4.0 Service Pack 6

1-4 Oracle Argus Insight Installation Guide



Software and Hardware Requirements

Table 1-2 (Cont.) Argus Insight Software and Hardware Requirements

Component

Requirements

Cognos Server

Supported Operating Systems: Same as the Argus Insight Web Server, or Oracle
Enterprise Linux 6.2 UEK (English)

Oracle Database Software: Same as the Argus Insight Web Server
Hardware Requirements: Same as the Argus Insight Web Server
Reporting Tool:

= Cognos 10.2 BI Server (default installation with all components except Cognos
Content Database)

= Cognos 10.2 BI Modeling (default installation with all components)

Database Server

Supported Operating Systems:

= Oracle Enterprise Linux X86 (Version: 5.5.0.0.0 and 5.7.0.0)

= Oracle Enterprise Linux X86-64 (Version: 5.5.0.0.0 and 5.7.0.0)
= Solaris 10

= Solaris 11

s Oracle Enterprise Linux 6.1 UEK

= Oracle Enterprise Linux 6.2 UEK

= Windows 2008 R2 SP1 Enterprise (64 bit)

= Windows 2008 R2 SP1 Standard (64 bit)

= Windows 2008 SP2 Enterprise (32 bit)

= Windows 2008 SP2 Standard (32 bit)

Note: Make sure that you install the English versions of these operating systems.
Oracle Database Software:

= Oracle Database Server (Standard /Enterprise - AL32UTFS8 character set) - Version
11.2.0.3 (32/64 bit)

Oracle Advanced Security Transparent Data Encryption* (Optional)
Oracle Advanced Security Network Encryption (Optional)

*Note: Oracle Database TDE feature is part of the Oracle Advanced Security option
available for Oracle Database Enterprise Edition 11g

(http:/ /www.oracle.com/technetwork/database/options/advanced-security /inde
x.html).

TDE provides the capability to encrypt sensitive data in the Oracle Database in a
manner that is transparent to applications.

Argus Insight product has been functionally certified with tablespace level
encryption using the Oracle Database TDE feature.

= Oracle RAC 11g R2

= Exadata 11g R2

Note: Oracle database standard edition is supported for single tenant deployment only.
Hardware Requirements:

= Up to 5000 cases in the system: 2x2 GHz processors, 4 GB memory

= More than 5000 cases in the system: 4x2 GHz processors, 16 GB memory
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Important Installation Information

Table 1-2 (Cont.) Argus Insight Software and Hardware Requirements

Component

Requirements

Argus Insight Client

Supported Operating Systems:

= Windows XP Professional, Service Pack 3 (32 bit), (English version)
=  Windows 7 (32 bit), (English version)

= Windows 7 (64 bit), (English version)

Hardware Requirements:

= 2.0 GHz Minimum, 1 GB Memory

Additional Software Requirements:

= Adobe Acrobat Reader 10

= Microsoft Excel 2007 or 2010

= Microsoft Internet Explorer 8.0, or 9.0

1.3 Important Installation Information

Before installing Argus Insight, review the information in this section carefully. You
may need to modify several settings or install required software before you install the
Argus Insight application.

1.3.1 Installation Requirements for the Servers

For the Argus Insight Web Server, BI Publisher, BusinessObjects Server, or Cognos
Server:

Installation Language — You must install all software with the language setting
configured to English. For example, if Oracle is installed in a language other than
English, the registry entries are created with different names. Therefore, to avoid
errors, install all software in English.

Oracle Client — You must install the Oracle client with the default ORACLE_
HOME name, provided by the Oracle Universal Installer. Failure to do so will
display an error message, stating that the Oracle OLE DB provider was not found
during installation.

Time Zone — You must set all servers to the same time zone.

Default Language Setting — All the servers must have the default language
setting enabled for US English.

To enable US English as the default language setting:
1. Open the Microsoft System Registry Editor.
a. Click Start.
b. Select Run.
c. Type regedit and then click OK.
2. Navigate to the following folder:
HKEY_USERS\.DEFAULT\Control Panel\International
3. Double-click the sCountry key in the right pane.
a. In the Value data field, type United States.
b. Click OK to save your changes and close the dialog box.
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4. Exit from the Registry Editor.

5. Restart the server. Your changes will not take effect until you restart the server.

1.3.1.1 Additional Notes for the Argus Insight Web Server

Install the Oracle client after you install the Dotnet Framework.

Ensure that either you have disabled the firewall or you have added the Argus
Insight port number in the Windows Firewall Exception list. The default port
number for Argus Insight is 8084.

1.3.1.2 Additional Notes for the Bl Publisher

Ensure that you have disabled the firewall. Alternatively, if the firewall is enabled,
ensure that BI Publisher is accessible from other machines on the network.

1.3.1.3 Additional Notes for the BusinessObjects Server

Ensure that you have disabled the firewall. Alternatively, if the firewall is enabled,
ensure that BusinessObjects is accessible from other machines on the network.

1.3.1.4 Additional Notes for the Cognos Server

Ensure that you have disabled the firewall. Alternatively, if the firewall is enabled,
ensure that Cognos is accessible from other machines on the network.

1.3.2 Installation Requirements for the Argus Insight Client

To be able to run the Argus Insight application, you must configure the following
settings on the Argus Insight client machine:

The Argus Insight URL must be added to the trusted sites.
Cookies must be enabled to the lowest possible security level.
Javascript must be enabled.

The Allow script-initiated windows without size or position constraints setting
in Internet Explorer must be enabled.

To enable this setting:

1. Start Internet Explorer.

Open the Tools menu and select Internet Options.
Select the Security tab.

Click Custom level.

Scroll to the Miscellaneous settings.

o a & 0 N

Enable the Allow script-initiated windows without size or position
constraints setting.

7. Click OK to save your changes.

1.3.3 General Installation Notes and Information

All the information about LDAP, Single Sign-On Header, and SMTP configuration
will be synchronized in real-time and also by ETL.

Ensure that you have configured the Argus Safety URL in the Argus Safety Load
Balancer Server.
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To do so:

1. Navigate to Argus Console, System Management (Common Profile
Switches), and select Network Settings.

2. Enter either the Argus Safety URL or the Argus Safety Load Balancer URL in
the Argus Safety Load Balancer Server text box.
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Installing Argus Insight

This chapter explains how to use the installation wizard to install Argus Insight,
including the application software and standard reports, and the Schema Creation
Tool.

This chapter includes the following topics:

Before You Install the Argus Insight Application
Installing Argus Insight Components onto the Web Server
Enabling SSL Support for the Argus Insight Website

2.1 Before You Install the Argus Insight Application

Before you begin to install the Argus Insight application, you must verify or obtain the
following information:

1.

Requirements — Read Section 1.2, "Software and Hardware Requirements" and
verify that your system meets the minimum requirements.

Database Instance — Verify that the Argus Insight database instance has been
created and that it is running. In addition, verify that the database has been
created using the character set of your Argus Safety database.

Cryptographic Key — Log in to the Argus Safety Web Server. Copy the
UserCryptoKey from the ArgusSecureKey.ini file located at C:\Windows. You
need to specify this key during the installation of Argus Insight.

Security — Log in to the Argus Insight Web Server.

a. Make sure that the IUSR user or the user configured in Internet Information
Services (IIS) has sufficient privileges for running the Argus Insight
application. See the Oracle Argus Insight Minimum Security Configuration Guide
for more information.

b. Ensure that the ASP and ASP.Net extensions are enabled in IIS.

2.2 Installing Argus Insight Components onto the Web Server

Note: If you are upgrading Argus Insight from 7.0.2 to Argus Insight
7.0.3, first uninstall the application using Argus Insight application,
and then run the Argus Insight 7.0.3 Installer.

To unistall the existing application, see Section 10, "Uninstalling the
Argus Insight Application".
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To run the installation wizard and install the Argus Insight components onto the Web
Server:

1. Download the Argus Insight software from Oracle E-delivery and copy the
software to the Argus Insight Web Server.

2. Login to the Argus Insight Web Server as a user with administrator privileges.

3. Click setup.exe. The system opens the Welcome screen for the installation wizard,
which will guide you through the installation of Argus Insight.

4. Click Next to continue.
5. Enter your user name and company name into the appropriate fields.
6. Click Next to continue. The Select Features dialog box opens.

Argus Insight - InstallShield Wizard

Select Features

nisi
Schema Creation Tool
B Cruptagraphy Key Management

InetaliShicid | [ Zﬁack 7|[ 7&577] [ e 7]

7. Clear any feature that you do not want to install. By default, the wizard installs all
features.

8. (Click Next to continue. The Choose Destination Location dialog box opens.

Argus Insight - InstallShield Wizard
Choose D

folder

InstallShigd « Back

9. Specify the folder into which the system installs the Argus Insight application:
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10.

11.

12,
13.

= Toinstall into the default folder (C:\Program Files\Oracle), click Next.

» Toinstall into a different folder, click Browse, select another folder, and then
click Next.

The system reports that the wizard is ready to install the Argus Insight files.

Click Install to start the installation. The system reports that Argus Insight is
configuring your new software and displays a progress bar the reports the status
of the installation.

When the installation is done, the following dialog box opens:

Argus Insight - Installshield Wizard

Enter the name of the host database server where the Argus Insight data mart is
located. Click Next.

Enter the instance name for the Argus Insight data mart. Click Next.

Enter the database port number you want to assign to the Argus Insight database.
Click Next.

The system updates the TNSNAME.ORA file with the information you specified
about the Argus Insight database.

When the update is done, the Cryptographic Key dialog box opens.

Installing Argus Insight 2-3



Installing Argus Insight Components onto the Web Server

14. Enter the cryptographic key for Argus Insight, and then click Next to continue.

Note: The cryptographic key is in the ArgusSecureKey.ini file located
at C:\Windows on the Argus Safety Web Server with name as
UserCryptoKey. You should have obtained this key during the
pre-installation tasks.

15. Enter the password for APR_USER.

Note: The APR_USER database user provides initial database access
to the application user (APR_APP) of Argus Insight. Make sure that
this password is the same on all machines where any Argus Insight
components are stored.

You will be prompted to create/update this user during schema
creation. You can modify this password by running the Argus Insight
installer and selecting the Modify option. For information about
updating the APR_USER password, see Section 2.2.1, "Changing the
APR_USER Password."

16. Click Next to continue. The Confirm Password dialog box opens.

Argus Insight - Inst allShield Wizard

spack | Huas Cancal

17. Re-enter the APR_USER password for verification.
18. Click Next. The Port Number dialog box opens.
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Wb Site. If you ae LNz what vilue bo enter, use

19. Enter the port number you want to assign to the Argus Insight website.

The default value is 8084. If you are unsure of the port number, use the default
value.

20. Click Next. The system reports that the Argus Insight application has been
installed successfully.

21. Click Finish to exit from the installation wizard. The system displays the
following message:

Argus Insight - InstallShield Wizard

¢ Argus Insight Install wizard will now reboot the system. Please
' save any unsaved work

22. Click OK to restart the Argus Insight Web Server.

2.2.1 Changing the APR_USER Password

You need to update the password on the database level and the Argus Insight Web
Server/Cognos Server. The Argus Insight application uses this password to
communicate with the database initially.

Before changing the password for the APR_USER on any Argus Insight Web
Server/Cognos Server:

= Stop the Argus Insight service.
= Stop IIS on the Argus Insight Web Server.

= Stop the IIS and the Cognos service on the Cognos Server. You only need to
complete this task if you are using Cognos 10 as your Business Intelligence tool.

= Update the password of APR_USER on database level. You need to update the
password at the database level before you can modify the password for the Argus
Insight Web Server.

You can modify the password for APR_USER on any Argus Insight Web
Server/Cognos Server by running the Argus Insight installer on each server.
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To modify the APR_USER password:

1. Run setup.exe to start the Argus Insight installer. The Argus Insight Setup
Maintenance dialog box opens.

Argus Insight - InstallShield Wizard
Welcome
tod

program. This program lets you modify the

¥ program components to add or select cumently mstalled components to

stalled by the previous setup exist and that the

Remove all installed components.

InstallSiied [ ¢ Back Mext > Cancel

2. Select Modify and then click Next.
3. Select Change the password for APR_USER. Click Next.
4. Enter the APR_USER password.

The password you enter must be the same password for each server being used by
Argus Insight and must be configured in the Argus Insight database.

5. Click Next. The system prompts for confirmation of the new password.
6. Enter the new APR_USER password a second time for verification.
7. Click Next.

The system updates the password for APR_USER.

2.2.2 Copying the ADODB.DLL for Report Scheduling

Argus Insight needs the ADODB.DLL file, which is a Microsoft ActiveX Data Object,
so report scheduling works properly.

To copy the ADODB.DLL to the correct location:

1. Locate the adobe.dll file in the following folder:
Argus_Insight_Installation_Directory\Oracle\ ArgusInsight\Bin

2. Drag and drop the adodb.dll from that location into the following folder:
drive: \WINDOWS\ assembly
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2.3 Enabling SSL Support for the Argus Insight Website
To enable SSL support for the Argus Insight website:
1. Log in to the Argus Insight Web Server.
2. Obtain and install the SSL certificate.
3. Go toIIS Manager.
4

Select Argus Insight and then select Bindings. The Site Bindings dialog box
opens.

D Pow [0

18- bl | 2) |8 0 Argus Insight Home
1= sanmen - .
5 9 RYOVCOGINTIST {SRYOVSCORNTTS ot | OB DY Sma 2 &
I dppheatisn poc asprat
= W . . o "
© @ Srous Insght 2 1] \ =) 2 E;
% A Dot vt Stn bt v ‘ 2

T TSP Filoers

5. Click Add. The Add Site Binding dialog box opens.

21
Type: IP address: Port:
Iht‘ms ﬂ |AI| Unassigned j I.H3
Host name:
SSL certificate:
x| _ vew..
| cancel |

6. Complete the Add Site Binding dialog box as follows:
a. In the Type field, select https.
b. In the SSL certificate field, select your security certificate.

c. Click OK.
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Creating the Argus Insight Data
Mart Structure

The Argus Insight Schema Creation Tool lets you create the Argus Insight data mart
structure. It creates a link between your source Argus database and your new Argus
Insight data mart. The Extract Transform and Load (ETL) process uses this link to
transfer data from your Argus database to the Argus Insight data mart for reporting
purposes.

During the schema creation process, you are required to create database users:
= Tologin in to the Argus Insight application.

= Asschema owners.

» To support private database links (DB Links).

This chapter includes the following topics:

= Before You Run the Argus Insight Schema Creation Tool

= Argus Insight Configuration Requirements

= Argus Insight Data Mart Tablespaces

= Starting the Argus Insight Schema Creation Tool

s Creating the Database Schema

= Validating the Schema

s Creating a Database Link from Argus Safety to Insight Database

s Upgrading Database from Argus Insight 7.0.2 to Argus Insight 7.0.3

Note: The Argus Insight database must be created with the same
character set as the Argus Safety database. Make sure you have
installed the requisite software as explained in Section 1.2, "Software
and Hardware Requirements".

3.1 Before You Run the Argus Insight Schema Creation Tool

The GLOBAL_NAME and NLS_LENGTH_SEMANTICS database parameters must
be configured properly in order for the Argus Insight Schema Creation Tool to run.
You must check those settings before you run the Argus Insight Schema Creation Tool.
If the parameters are not set properly, the Schema Creation Tool will fail.

To review and modify these database settings:
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1. Contact your database administrator (DBA).

2. Verify that the database configuration file for the Argus Insight database defines
the following database parameter values:

=  GLOBAL_NAME = FALSE (This parameter must be set to FALSE for Argus
Insight to be able to create the database links.)

= NLS_LENGTH_SEMANTICS = CHAR

3. Restart the database instance for your changes to take effect.

3.2 Argus Insight Configuration Requirements
This section lists the required and recommended values for:
»s  Database parameters
= Database I/O configuration

s RAM and CPU

3.2.1 Database Parameters

Table 3-1 lists the database parameters and the values that must be set for Argus
Insight.

For those parameters that require a numeric value, Table 3-1 lists the minimum value
recommended. You may need to increase the value depending on your system
configuration and the number of cases. It is the responsibility of the database
administrator to monitor the system and adjust the database parameters as necessary.
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Table 3—1

Database Parameters for Argus Insight

Database Parameter

Required Value

COMPATIBLE (for Oracle 11gR2)

11.2.0.0.0 or later

CURSOR_SHARING

EXACT

GLOBAL_NAME

FALSE

JOB_QUEUE_PROCESSES

10 (Minimum value recommended)

NLS_LENGTH_SEMANTICS CHAR
OPTIMIZER_MODE ALL_ROWS
OPTIMIZER_SECURE_VIEW_MERGING TRUE

PARALLEL_MAX_SERVERS

Minimum value recommended based on the total number of cases:
= Small (< 30,000 cases): 16

= Medium (30,000 to 200,000 cases): 32

= Large (200,000 to 1,000,000 cases): Default

= Extra Large (> 1,000,000 cases): Default

PGA_AGGREGATE_TARGET

Minimum value recommended based on the total number of cases:
= Small (< 30,000 cases): 0.5 GB

= Medium (30,000 to 200,000 cases): 2 GB

= Large (200,000 to 1,000,000 cases): 3 GB

= Extra Large (> 1,000,000 cases): 4 GB

QUERY_REWRITE_ENABLED

TRUE (if computing statistics regularly)
FALSE (if not computing statistics regularly)

SGA_MAX_SIZE

Greater than or equal to the value of the SGA_TARGET parameter.

SGA_TARGET

Minimum value recommended based on the total number of cases:
s Small (< 30,000 cases): 1 GB

= Medium (30,000 to 200,000 cases): 2.5 GB

= Large (200,000 to 1,000,000 cases): 3.5 GB

= Extra Large (> 1,000,000 cases): 4.5 GB

The 32-bit architecture allows for 4 GB of physical memory to be
addressed. DBAs should verify the maximum addressable RAM for
their respective architectures.

UNDO_MANAGEMENT

AUTO

WORKAREA_SIZE_POLICY

AUTO

DB_BLOCK_BUFFERS (in MB) /
DB_CACHE_SIZE

Leave set to the Oracle default value

DB_BLOCK_SIZE (in bytes)

Leave set to the Oracle default value

QUERY_REWRITE_INTEGRITY

Leave set to the Oracle default value

SHARED_POOL_SIZE

Leave set to the Oracle default value

3.2.2 Database I/0 Configuration

Table 3-2 lists the minimum amount of disk space to allocate for the redo log files,
TEMP tablespace, and UNDO tablespace.
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Table 3-2 Recommended Database I/O Configuration for Argus Insight

Total Number of Cases

Small Medium (30,000 Large (200,000 Extra Large
Database I/0 Configuration (< 30,000) to 200,000) to 1,000,000) (> 1,000,000)
Number and Size of Redo Log Files ~ Default 3 X 500 MB 5 X 500 MB 5 X500 MB

The value depends on the characteristics of the I/O subsystem such as the
I/0 bandwidth, storage disks type, and RAID level. (Oracle recommends
RAID 1+0 or similar.)

TEMP Tablespace Size

32GB 32GB 64 GB 128 GB

UNDO Tablespace Size

16 GB 32GB 64 GB 128 GB

The recommended UNDO tablespace size is based on the projections with
the following two parameter values:

RETENTION=NOGUARANTEE
UNDO_RETENTION=900 (seconds)

3.2.3 Recommended Configu

ration for the Database Server

Table 3-3 lists the recommended configuration (RAM and CPU) for the Argus Insight

Database Server.

Table 3-3 Recommended Configuration for the Argus Insight Database Server

Total Number of Cases

Database Server

Medium (30,000 Large (200,000 Extra Large

Configuration Small (< 30,000) to 200,000) to 1,000,000) (> 1,000,000)

RAM 4-8GB 8-16 GB 16-32 GB 16-32 GB

CPU Equivalent to 2—4 Equivalent to 4-8 Equivalent to 8-12  Equivalent to 8-12
Dual Core, 3 GHz Dual Core, 3 GHz Dual Core, 3 GHz Dual Core, 3 GHz

Note: The Argus Insight Database and Argus Safety Database TNS
names entry must be available in both Argus Insight Database Server
and Argus Safety Database Server. Argus Safety Database TNS should
also be present in the Argus Insight Web Server.

3.3 Argus Insight Data Mart Tablespaces

Table 34 lists the tablespaces for the Argus Insight data mart. Argus Insight creates

these tablespaces

when you create a database schema.

Note that the tablespace names begin with APR. The Argus Power Reports (APR)
product was renamed to Argus Insight.

Table 3-4 Tablespaces Created for the Argus Insight Data Mart

APR_CFG_DATA_01 APR_MEDM_DATA_01 APR_MRPT_INDEX_01
APR_MCAS_DATA_01 APR_MEDM_INDEX_01 APR_MRPT_INDEX_02
APR_MCAS_DATA_02 APR_MEDM_LOB_01 APR_MRPT_INDEX_03
APR_MCAS_HIST_DATA_01 APR_MFACT_DATA_01 APR_MWHOC_DATA_01
APR_MCAS_HIST_DATA_02 APR_MFACT_HIST_DATA_01 APR_MWHOC_INDEX_01
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Table 3—-4 (Cont.) Tablespaces Created for the Argus Insight Data Mart

APR_MCAS_HIST_INDEX_01

APR_MFACT_HIST_INDEX_01

APR_SESM_DATA_01

APR_MCAS_HIST_LOB_01

APR_MFACT_INDEX_01

APR_SESM_INDEX_01

APR_MCAS_INDEX_01

APR_MRPT_DATA_01

APR_SESM_LOB_01

APR_MCAS_INDEX_02

APR_MRPT_DATA_02

APR_STAGE_DATA_01

APR_MCAS_LOB_01

APR_MRPT_DATA_03

APR_STAGE_DATA_02

APR_MCFG_DATA_01

APR_MRPT_HIST_DATA_01

APR_STAGE_DATA_03

APR_MCFG_HIST_INDEX_01

APR_MRPT_HIST_DATA_02

APR_STAGE_INDEX_01

APR_MCFG_HIST_LOB_01

APR_MRPT_HIST_DATA_03

APR_STAGE_INDEX_02

APR_MCFG_INDEX_01

APR_MRPT_HIST_INDEX_01

APR_STAGE_INDEX_03

APR_MCFG_LOB_01

APR_MRPT_HIST_INDEX_02

APR_STAGE_LOB_01

APR_MCFG_LOG_01

APR_MRPT_HIST_INDEX_03

APR_SWHOC_DATA_01

3.4 Starting the Argus Insight Schema Creation Tool

To start the Argus Insight Schema Creation Tool:

1. Log in to the Argus Insight Web Server.

2. Click Start.

3. Navigate to Programs > Oracle > Argus Insight, and select Schema Creation
Tool. The main window for the Schema Creation Tool opens.

Version 1.0.2 Database

Create Schema

DB Upgrade

Argus DBLink

Schema Creation Tool

Schema Validation

Export Data

Argus User Creation

Factory Data Initial ETL

Import Data Exit

Copyright ©2013 Oracle Corporation. All rights reserved.

Summary of the Schema Creation Tool options:

s Create Schema — Creates a new database schema for Argus Insight. See
Section 3.5, "Creating the Database Schema" for more information.

= Schema Validation — Validates a newly-created database schema. See Section 3.6,
"Validating the Schema" for more information.

s Factory Data — Loads the factory data into the database. See Section 3.5.4,
"Loading Factory Data" for more information.
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s Initial ETL — Runs the initial process of extracting, transforming, and loading
data. See Chapter 5, "Extracting, Transforming, and Loading Data" for more
information.

= DB Upgrade — Upgrades an existing Argus Insight 7.0.2 database to an Argus
Insight 7.0.3 database. See Section 3.8, "Upgrading Database from Argus Insight
7.0.2 to Argus Insight 7.0.3" for more information.

= Export Data — Exports data. For details, see Section 4.8.1, "Exporting Data" for
more information.

= Import Data — Imports data. For details, see Section 4.8.2, "Importing Data" for
more information.

= Argus DBLink — Creates a link between Argus Insight and Argus Safety. See
Section 3.7, "Creating a Database Link from Argus Safety to Insight Database" for
more information.

= Argus User Creation — Lets you create Argus Insight users and roles. See
Section 3.5.1, "Creating Users and Roles in the Argus Safety Database" for more
information.

s Exit — Exits from the Schema Creation Tool.

3.5 Creating the Database Schema
This section describes the tasks associated with creating the database schema:
»  Creating Users and Roles in the Argus Safety Database
»  Clearing the Cache
»  Creating a New Schema for Argus Insight
s Loading Factory Data

3.5.1 Creating Users and Roles in the Argus Safety Database

To create users and roles:

1. Start the Argus Insight Schema Creation Tool.

Version 1.0.2 Database

Schema Creation Tool

Create Schema Schema Validation Factory Data Initial ETL

DB Upgrade Export Data Import Data Exit

Argus DBLink Argus User Creation

Copyright ©2013 Oracle Corporation. All rights reserved.
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2. Click Argus User Creation. The Oracle Database Connect dialog box opens.

Oracle Database Connect

User: = —
Password: Cancel |
|

Argus Safety Database:

I

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.

b. Inthe Argus Safety Database field, type the name of your Argus Safety
Database instance.

c. Click OK. The Argus Safety Read Only User Creation dialog box opens.
4. Click New User. The New User dialog box opens.

— Mew Uzer Infarmatian

Mew Uszer Mame: IINSIGHT_HD_LISEFI

Mew User Password: I“*“****

Re-enter Passwaord: I

Default Tablespace: I LUSERS j

Temporary T ablespace; I TEMP j
Cancel

5. Complete the New User dialog box as follows:
a. Enter a name for the new user.
b. Specify and confirm the password for the user.

c. Select the default and temporary tablespaces required by your corporate
standards, or leave the default values.

d. Click OK. The system returns to the Argus Safety Read Only User Creation
dialog box.

Note: You must create the INSIGHT_RO_USER and INSIGHT_RO_
ROLE, if they do not exist in the Argus Safety schema. Make the
appropriate selection in Step 8 below for New User Name and New
Role drop downs and proceed.

6. Click New Role. The New Role dialog box opens:
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Mew Role |

B ole Infarmation

Mew Role: IINSIGHT_HD_HDLE

Cancel

7. Enter the name of the new role to create and then click OK. The system returns to
the Argus Safety Read Only User Creation dialog box.

{3 Argus Safety Read Only User Creation

— Mew Uzer |nformation

NewUserName:  [INSIGHT_RO_USER  +| News User
— Role Infarmation
New Role: [NSIGHT_RO_ROLE =] Mew Fiole
— Log File
Log File Mame : II::"-.P'ngram Filez\Oraclehdrgus Browsze
ok Close Uizl il
Note: In case you have upgraded the database from Argus Insight

7.0.2t0 7.0.3, you can also select the existing user, which you have
already created earlier, from the New User Name drop-down list.

8. Complete the Argus Safety Read Only User Creation dialog box as follows:
In the New User Name field, select INSIGHT_RO_USER.
In the New Role field, select INSIGHT_RO_ROLE.

a.
b.

C.

In the Log File Name field, enter the complete path for the location and name
of the log file. Alternatively, you can click Browse to select the location for the
log file, enter the file name, and then click Save.
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3 5ave Log File

=S + Database = DEInstaller =
Organize v Views = Mew Folder ﬁ
Favarite Links harme - i vj Date modified J ‘1 Tvpe l '1 S, o
Argus 6i712013 11:34 AM  File Folder
M BLRZ240779 Copy_Config_Data 6/7/2013 11:34 AM  File Folder
BE Deskrop DOL 6i72013 11:34 AM  File Folder
‘| Recent Places ESM_DOL 6f7/2013 11:34 AM  File Folder
' Dacuments ETL 6I712013 11:34 AM  File Folder
.'; . Factary Data 6i7f2013 11:34 AM  File Folder
'r_J_' Music Source BI7/2013 11:34 AM  File Folder
L ‘alidateSchema 6i72013 11:34 AM  File Folder
4 Recently Changed | Jetl_ini_atos_bal_lm_... &/&6/2013 3:40PM  Text Document L |
More | etl_ini_atos_bal_rep... 6J6/2013 3:40PM  Text Document :

| etl_ini_storn_bal_Im_... &j6/2013 3:40PM  Text Document

F |d ~ akl imi skere k=l ovae EAE N1 2 2 dn D Tawk Deme) iraank fud |
alders ‘] »
2
=

File nane: i ArgusUserCreation. log|

Save as type! 1L0g Files

. Hide Foldersi Save | Cancel J

4|

9. Click OK when you are ready to create the specified user with the specified role.

The system displays the command prompt as shown in the following figure:

SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 11:54:14 2813

Copyright <(c»> 1982, 2811, Oracle. All rights reserved.

R R R R R R R R R R R R R R R R R R R R R

gﬁ Argus Insight 7.8.3 -+
Argus Safety Datahase User Creation Script

Grants necesszary privileges to Safety RO User and Role
Gopyright 2813 Oracle Corporation. All Rights Reserved.

iz jisi3
i R R R R R R R
Enter Password for user SYSTEM : _

10. Enter the password for the SYSTEM user and press Enter.

11. Verify that the script is successfully connected as <SYSTEM User Name>@<Argus
Safety Database Name> as shown in the following figure:
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12.

13.

14.

15.

16.

17.

fArgus Insight 7.8.3

Argus Safety Database User Creation Script
Grants necessary privileges to Safety RO User and Role
Copyright r2813 Oracle Corporation. All Rights Reserved.

it e
g R R R R R R R R R R i R R R i R R R
Enter Password for user SYSTEM :

Connected.

iR g g R R R R R R R R R R R R R R R R R R R S R R
§§ If user failed to connect to database then stop here and restart the tonlxﬁ
ﬁﬁ To stop processing close current windouw. ﬁﬁ
ﬁﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬁﬁ

Press Entey if the Script successfully connected as SYSTEMBEARGUSYA3

Press Enter. The system displays information about the Argus Safety database
name, the name of the user to create, the role to assign to the user, and the name of
the log file.

Verify that the information is correct, and then press Enter to continue. The system
displays additional information about creating the user and granting privileges.

Press Enter to complete the installation. The system displays a message that the
user account has been created successfully and lists the folder location of the log
files as shown in the following figure:

Argus Insight Schema Creation Tool

Read only user created successhully,
|

= Please verify the log files in Folder C:\Program Files
(xaaoraclel drgusInsight) Databasel DBInskaller

Click OK to close the message box. The system returns to the Argus Safety Read
Only User Creation dialog box.

Click View Log File.
a. Review the information in the log file and check for any errors.
b. Close the log file when you are done reviewing.

Click Close to close the Argus Safety Read Only User Creation dialog box.

3.5.2 Clearing the Cache

If you are using the same Database Installer used to create an earlier schema, you must
clear its cache.

To clear the cache:

1.

Press and hold the CTRL key and right-click the mouse. Argus Insight prompts for
confirmation that you want to reset the Cache.
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NVersion 1.0.3 Database

Reset Cache? %]

wvould vou like to reset Cache?

S

Create Schema Schem Initial ETL

DB Upgrade Exp Exit

Argus DBLink Argus User Creation

Copyright ©2013 Oracle Corporation. All rights reserved.

2. Click Yes.
Argus Insight clears the cache and logs the action in the createlog.rtf file.

3.5.3 Creating a New Schema for Argus Insight

Note: Before executing the steps for creating a new schema for Argus
Insight, ensure that you have remote access to the SYS user.

If you do not have remote access to SYS user, execute the ai_
sys{grant}.sql script through SYS user. This SQL script is located in the
following folder:

drive:\Program
Files\Oracle\ ArgusInsight\Database\ DBInstaller\DDL Folder

To create a new schema for Argus Insight:
1. Start the Argus Insight Schema Creation Tool.
2. Click Create Schema. The Oracle Database Connect dialog box opens.

Oracle Database Connect

Uszer: -
J5vSTEM
Pazzward: LCancel |
Database:
|PRMART

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. In the Database field, type the TNS entry for the Argus Insight Database.

c. Click OK.
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Note that:

If the NLS_LENGTH_SEMANTICS database parameter is not set to CHAR,
the system displays an error message. You cannot proceed with the process of
creating a new schema. You must set the NLS_LENGTH_SEMANTICS
parameter to CHAR in the Argus Insight data mart and then restart the
database instance. See Section 3.1, "Before You Run the Argus Insight Schema
Creation Tool" for details.

If the NLS_LENGTH_SEMANTICS database parameter is set to CHAR, the
system opens the New User dialog box for the APR_MART user.

— MNew User Information

Mew Usar Name: [4PR_MaRT

Mew User Password: I “““““““

Fe-enter Password: I “““““““

Default Tablespace: j

Temporary Tablezpace: ﬂ
LCancel |

Enter a password for the APR_MART user (which is the schema owner), and then

re-enter to confirm the password.

Clic

k OK. The system opens the New User dialog box for the APR_APP user.

— Mew User Information

Mew User Mame: I.-’-\PFH_APF'

Mew User Password: I *******

Re-enter Pagsword; I *******

Default Tablespace: IUSEHS j
Temparary Tablespace: ITEMP ﬂ

LCancel

6. Enter a password for the APR_APP user, and then re-enter to confirm the
password.

3-12 Oracle Argus Insight

Note: Argus Insight uses the APR_APP user account for all
application access and reporting. The password for this user is stored
in encrypted form in the CMN_PROFILE_GLOBAL table. If you need
to change this password in the future or if you forget the password,
you must contact Oracle Support for assistance in resetting the APR_
APP password in the CMN_PROFILE_GLOBAL table. If the
password for this user is not in synch with the value in the CMN_
PROFILE_GLOBAL table, the Argus Insight application will not
work.
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7.

Click OK. The Argus Insight Schema Creation Options dialog box opens.

x
Staging |nformation Mait Information
Staging Schema Dwner Mait Schema Owner
R - | Jepr_anT v
-History Infarrmation -
History Schema Owner Magt rde J
Credentials for VPD Admin User Mai G:‘]”’ -
VPD Adrin Schema Dwner CJAPEX_PUBLIC_USER
| = [ 4PPQOSSYS |
Schema O ptions - Apphcation Information
Database Size Application Schema
| | [PR_aPr
Time Zone Apphcation Role
— Mait Databage Link Information
Database Link Schema Owner Databasze Link Role
| [ | | =l
— Credentials For APR_USER
Pagsword: Werify Pagsword:
||¢m01mu |ummu:
rArgus Database Link Information
Database Name Database Link Schema Owner Password Verify Password
I I | I
New User... | New Role... | Generate | Cancel |

8. Click New User. The New User dialog box opens.

— Mew Uzer Infarmatian

New Ulser Name: |4PR_STAGE
Mew User Password: I’“““““‘xx
Re-enter Passward: I
Default T ablespace: I USERS
Temparary Tablezpace: I TEMP

-
=

Cancel

a.

— APR_STAGE
- APR_LOGIN

In the New User Name field, type one of the following names:
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- APR_LINK_USER
- APR_HIST
- RLS_USER
b. Inthe New User Password field, type the password for the specified user.
c. Inthe Re-enter Password field, type the user password again for verification.

d. Click OK. The system returns to the Argus Insight Schema Creation Options
screen.

Repeat this step until you have created all the above users.
9. Click New Role. The New Role dialog box opens.

Mew Role

Bole Information

MNew Role: I.-’-\F'FH_HEILE

TECTT Cancel

a. Enter one of the following names in the New Role field:
- APR_ROLE
- APR_LINK_ROLE
- APR_APP_ROLE

b. Click OK. The system returns to the Argus Insight Schema Creation Options
screen.

Repeat this step until you have created all three (3) roles.

10. Define the following users and roles in the Argus Insight Schema Creation Options
screen:

a. Select APR_STAGE from the Staging Schema Owner drop-down list.
b. Select APR_HIST from the History Schema Owner drop-down list.

c. Inthe VPD Admin Schema Owner field of the Credentials for VPD Admin
Users section, select RLS_USER.

d. Inthe Schema Options section, select the Database Size and the Time Zone.
e. Select APR_ROLE from the Mart Role drop-down list.
f. Check the APR_LOGIN checkbox from the Mart Grantee section.

Select APR_APP_ROLE from the Application Role drop-down list.

In the Database Link Schema Owner drop-down list of the MART Database
Link Information section, select APR_LINK_USER.

i. Inthe Database Link Role drop-down list of the MART Database Link
Information section, select APR_LINK_ROLE.

j. Inthe Argus Database Link Information section:
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Note: The value you enter in the Database Link Schema Owner field
should be the name of the Argus Insight read-only user that you
created earlier in the installation process. See Section 3.5.1, "Creating
Users and Roles in the Argus Safety Database" for details.

k. Enter the name of the Argus Safety database in the Database Name field.
. Enter INSIGHT_RO_USER in the Database Link Schema Owner field.
m. Enter the password for the INSIGHT_RO_USER in the Password field.

n. Re-enter the password in the Verify Password field.

o. Optionally, in the Credentials for APR_USER section, enter and verify a new
password only if you want to change the password for APR_USER.

All these inputs have been depicted in the following figure:

Note: You must update the APR_USER password using the
instructions in the Section 2.2.1, "Changing the APR_USER Password"
section, if you change the default APR_USER password. This is to
update the password on the database level and the Argus Insight Web

Server/Cognos Server.

3 Argus Insight Schema Creation Options

— Staging |nformation
Staging Schema Dwher

— Mart Information
HMart Schema Diwner

|APR_STAGE | [APR_MaRT V4
E HIS.tDI}' Infarmation Mart Role
Histom Schema Owher ORERDIE __I
|APR_HIST =] |4PR_
— Credentials for YPD Admin User Heinte
[JAPR_LINK_USER &
WPD Admin Schema Dwner
RLS_USER __:i [J&PR_MART L‘
— Schema Option —Applization Information
Database Size Application Schema
| 5mal | [sPR_sPP
Time Zone Application Role
| Indlia | |APR_APP_ROLE =l
r— Mart Database Link Information
Databaze Link Schema Oiwner Database Link Role
| APR_LINK_USER =l |APR_LINK_ROLE =l

— Credentialz For APFR_USER
Paszzword:

Yerify Password:

—Argus Databaze Link Information

Databasze Mame D atabase Link Schema Dwner Pazzword Wernify Pagzword
J4RGUS 703 [INSIGHT_RO_USER R ]
Mew Uszer.. | MNew Role. .. Generate | LCancel | Help
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11. Click Generate. The system prompts for the password of the staging user (APR_
STAGE user).

Oracle Database Connect

Uzer

Paszswiord LCancel

s

12. Enter the password and click OK. The system checks that Argus Insight and
Argus Safety use the same character set. How the system continues depends on
the result:

s Different Character Set — If the character set for the Argus Insight database
(that is, the MART character set) is different from the character set for the
Argus Safety database, the system displays a warning message and prompts
for confirmation that you want to proceed.

Argus Insight | <]

MART Characterset (AL3ZUTFE) is not same as &rgus (WESIS0S8859P 1), There may be issues while running ETL.
Do ywou vankt to proceed?

Determine whether you want to continue with the schema creation.

If the Argus Safety database uses the UTF character set and the Argus Insight
database uses the ISO character set, the ETL process may fail due to the
different character sets. In this case, Oracle recommends that you click No, fix
the character set issue, and restart the create schema process.

If the Argus Safety database uses the ISO character set and the Argus Insight
database uses the UTF character set, then the system can proceed by ignoring
the character set difference. In this case, you can click Yes.

= Same Character Set — If the character set for the Argus Insight database is the
same as the character set for the Argus Safety database, the following
command screen is displayed:

Argus Inzight 7.8.3

Grant Privileges On 5¥8 Objects To Mart and App Schema Quner
Copyright 2013 Oracle Corporation. All Rights Reserwved.

HHEHHHEH R RS SR G R G H G H S H R R R R i

ARTEREEEEEEEEE TG RO B0 B0 00100010010 0000 000 AL AL AL AL A i

APR_MART. APR_APP. RLS_USER.
does not have access on required view(s)-/package(s? owned by user S¥S

If you have remote access to £¥8 user then provide SYE user password
elze execute GRANT statements specified in
dbinstallersddl™ai_sys{grant?}.sgl through 5Y¥YS user after replacing

user variables.

Cloze this command window after successful execution of grant statements

R R R R e e e e R R R R I R
S¥8

Enter Password for

user
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13.

1

HHiE
i
1
1
1

If you have remote access to the SYS user, enter the password for the SYS user and
press Enter.

This displays the following command screen:

pptMIMANDA" produc

If you have remote access to S¥8 user then provide SYS user password

else execute GRANT statements specified in
dbinstaller~ddl~ai_sys{grant?.=sqgl through SY¥8 user after replacing

user variables.

Cloze this command window after successful execution of grant statementsiiil

i
DIRIRIRIRIRIRIRIRIRIRIR R I8 BI R0 82 R1a R R R 4 R4 Ud LA A AR E R A R R R R R AR R AR AR A A

gﬁﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬁﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬁﬂﬂﬂ#ﬂ#ﬂﬂﬂgﬁ
1
1
i
1k i
AR TR TR TR T T T T 0 00 00 0 I HHHHHHHHEHEHHHEHHHHEHEHE R

If user failed to connect to databhase then stop here and restart the tooliilf
i

To stop processing close current window. i

Press ENMTER if the script successfully connected as SYSEPRMART

14.

15.
16.

OR

If you do not have remote access to SYS user, then execute ai_sys{grant}.sql script
through SYS user. This SQL script is located in the following folder

drive:\Program Files\Oracle\ ArgusInsight\Database\ DBInstaller\DDL Folder
Open the ai_sys{grant}.sql file from the above mentioned location.

Execute all the GRANT statements after replacing the names of the variables with
their corresponding Schema Owner name. For example:

s &mart_user. = APR_MART schema owner (APR_MART)
s &mart_app_user. = APR_APP schema owner (APR_APP)
n  &rls_user. = VPD schema owner (RLS_USER)

If you have already executed the ai_sys{grant}.sql script through SYS user, then go
to Step17 of this procedure.

Verify that the script is successfully connected as <SYS User Name >@<Argus
Insight Database Name> and press Enter. This again displays the command screen
with the Grant succeeded message displayed multiple times along with the
location of the log file.

Verify the location of the log file and press Enter.
Wait until the Tablespace Creation dialog box opens.
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— Generation of File Mames for DataFile:

Delimiter Character for Ditectories:  / [Forward Slash for UNEX] 0+ [BackSlash for Windows) v Auto Extend On

Enter D atabase Server Directory where all DataFiles will be Created:

|EI YORACLENORADATANAITOZ

Tablespaces Smal Model Medium Model  Large Model Complete Path and D atafile
4PR_CFG_DATA_O1 51 7EM 101K |CMNORACLEVORADATANA PONAPA_CFG_DATS = |
APR_MCAS_DATA_ 07 a2M 107M 132M CAORACLENIRADAT AN FONAPH_MCAS_DA”
4PR_MCAS_DATA_02 76M 1014 1260 JCAORACLENORADATANAFOMNAPR_MCAS_DA™ —
APR_MCAS_HIST_DATA_D1 54 78 1040 - |CAORACLEAORADATANAFOMAPR_MCAS_HIS
APR_MCAS_HIST_DATA_D2 53M 7EM 1030 JCAORACLENDRADATANAIFORNAPR_MCAS_HIS
APR_MCAS_HIST_INDEX_01 62M BaM 1150 |CAORACLENORADATANAIFOMAPR_MCAS_HIS
APR_MCAS_HIST_LOB_O 91 129 170M CAORACLENIRADAT AN FORLPR_MCAS_HIS
4PR_MCAS_INDEX_01 G6M 92M 1160 JCAORACLEADRADATANAIFOMAPR_MCAS_IND
APR_MCAS_INDEX_02 73 99k 1260 |CAORACLEADRADATANAFOMAPR_MCAS_IND
APR_MCAS_LOB_01 217M 328M G687t |CAORACLENVDRADATANAIFOMAPR_MCAS_LOE
4PR_MCFG_DATA_O1 210M 234 2E0M  JCAORACLEADRADATANAIFOMAPR_MCFG_DA
APR_MCFG_HIST_INDEX_01 51M FEM 101 C:A\ORACLEMORADAT ANAIFOINAPA_MCFG_HIS
“PR_MCFG_HIST_LOB_O1 74M 33 124t JCAORACLENORADATANAIFONAPR_MCFG_HIS
APR_MCFG_INDEX_01 114M 139M 1640 |CAORACLEAORADATANFOMAPR_MCFG_IND
4PR_MCFG_LOB_01 160M 2811 4780 |CADORACLEADRADATANAIFOMAPR_MCFG_LOE
4PR_MCFG_LOG_01 53M 78 103 JCAORACLEAORADATANAIFOMAPR_MCFG_LOC
APR_MEDM_DATA_01 85M 110 135M CAORACLENORADAT AN FOSNAPR_MEDM_DA&
APR_MEDM_INDEX_0O1 67M 92M 117K |CNORACLENORADATANA POMAPA_MEDM_INC
APR_MEDM_LOB_01 66M L= 1310 JCAORACLEADRADAT AN 7O3MAPR_MEDM_LO
4PR_MFACT_DATA 0 51M 7EM 1010 JCAORACLEADRADATANAIFOMAPR_MFACT_Dé
APR_MFACT_HIST_DATA_O1 51M 7Bk 1010 JCAORACLEADRADATANAFOMAPR_MFACT_HI
APR_MFACT_HIST_INDEX_01 51M TEM 101M CAORACLENVIRADAT AN FOBNAPR_MFACT_HI
APR_MFACT_INDEX_O1 51 7E 101K JCAORACLENDRADATANAI FOMNAPA_MFACT_IN
APR_MRPT_DATA_ O FBM 103M 128M CAORACLENIRADAT AN FOMAPH_MRPT_DA
4PR_MRPT_DATA, 02 58M 83M 108K |CANORACLEVDRADATANA FORMLPR_MRPT_D& i

Lreate Tablespace Cancel |

17. Complete the Tablespace Creation screen as follows:

a. Inthe Enter Database Server Directory where all Data Files will be Created
field, enter the complete path to the directory for the tablespace data files that
will be used by Argus Insight. For example, /u01/app/oracle/SMTEST. Note
that the directory you specify must already exist.

b. Click Generate DataFile Path and Name. The system automatically fills in the
Complete Path and Datafile column for all tablespaces.

Note that the system automatically selected the delimiter character to use for the
directory path based on the Database Server operating system.

18. Click Create Tablespace to create all tablespaces.

19. Wait until the system creates the tablespaces and opens the Argus Insight
Database Installation dialog box with the Application Type and the name of the
default enterprise:
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2 Argus Insight Database Installation

W Pause onenar [ Show &l

- Argus Inzight DOL installation releaze 7.0.3

- Instaling database objects ta:
Schema:  APR_MART
Databaze: PRMART

- Argus Inzight Access Privileges
- [Granting Access to;
Role: APA_ROLE

Application Type : Multi-tenant
Default Enterprize : Ent_SH_2

LContinue I Cancel |

20. Click Continue to start the schema creation. The system executes the scripts,
displays status information during the schema creation process, and reports when
the update is completed.

1 Argus Insight Database Installation |

¥ Paussonemar [

Executing scrpt ADDLSal drop_temp_type sql...

begin APF_MART pkg_per_util p_drop_objects; end;
Successfully Completed - B/7/2013 12:27:32 P

Succezsfully Completed-- 6/7/2013 12:27:32 PM

Update complete.

Total Queries: 9591
Total Errors: i}

Thiz log file can be viewed completely by using the baaok button abave.
File lacation Far thiz log is C:\Program Files [x8E)s0raclehdrgusl nsight'D atabaze\DEInstaller\CreateLog.rtf

Finish Cancel

21. Click the Book icon to view the log file and check for errors.
Alternatively, you can view the log file at any time at the following location:
drive:\ Argus_Insight_Working\ AI703\ Database\ DBInstaller\CreateLog.rtf
22, Click Finish to close the dialog box.

3.5.4 Loading Factory Data

To load the factory data:
1. Start the Argus Insight Schema Creation Tool.
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Version 7.0.3 Databa

Schema Creation Tool
Create Schema Schema Validation Factory Data Initial ETL

DB Upgrade Export Data Import Data Exit

Argus DBLink Argus User Creation

Copyright ©2013 Oracle Corporation. All rights reserved.

2. Click Factory Data to load the factory data. This displays the command screen, as
shown in the following figure:

ppiMIMANDA productt 11.2. ol SOLPLUS exe

SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 12:28:22 2813
Copyright <(c> 1782, 2011, Oracle. All rights reserved.

AT T 0 0 0 0 0 R R R R R
s i

it Argus Insight 7.8.3

it

i Factory Data Load Script

lﬂt Copyright 20813 Oracle Corporation. All Rights Reserved.

lﬂﬂmlﬂllﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂ“ﬂﬂlIﬂﬂﬂﬂﬂmlﬂllﬂllﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂlIﬂﬂﬂﬂﬂﬂﬂﬂllﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂl
Enter Password for User APR_MART :

3. Enter the password for the APR_MART User and press Enter. This displays the
following command screen:

X o SOLPLUS.exe
DIEISISIZ RIBIE BIR ISR I8I% RIRiRiBiRig B iRin Biaigia aie BIRinigiaig Bidin Biainia ais Bidiniiaig B Bin Riainig aig RiBiziRisigig Rin niainignig g}y
it i
it Argus Inzight 7.8.3
it
it Factory Data Load Script
#it Copyright r2013 Oracle Corporation. All Rights Reserved.
1t bie]
B S R B S R S i e
Enter Password for User APR_MART :
Connecting to APR_MARTEPRHART

Connected.

gﬁlﬂilﬂﬂﬂtlﬂtmﬂﬂﬂﬂmlﬂllﬂtlﬂllﬂtmﬂﬂﬂﬂmlﬂﬂﬂtlﬂlmﬂﬂﬂﬂmlﬂllﬂtlﬂﬂﬂﬂﬂﬂﬂﬂﬂﬂtlﬂﬂﬂﬂﬂﬂﬂﬂmmﬂmﬂﬂgg

it If user failed to connect to database then stop here and restart the toollilf
it fH

#f To stop processing close current window. i
1t 12
BRI SR S S R S R R R R R R
Press Enter if the Script successfully connected as APR_MARTEPRMART

4. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This again displays the
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command screen with the row creation messages displayed multiple times along
with the name and location of the log file. The name of the log file that is
displayed is insight_factory_data_log.txt.

5. DPress Enter again. Argus Insight displays the following message when it finishes
loading the factory data:

Argus Insight Schema Creation Tool

I-"._-"-I Insight Factory Data has been loaded. Please check the log file at:
WP "\DEInstaller\Factary_DatalInsight_Factory_Data_Log.bxt',

6. Click OK to return to the Schema Creation Tool screen.

3.6 Validating the Schema

To validate the database schema:

1. Start the Argus Insight Schema Creation Tool.

2. Click Schema Validation. The Oracle Database Connect dialog box opens.

Oracle Databaze Connect

Uszer:

|SYSTEM

Pagzswaord;

Ixxxxxx

Databasze;

|F'F|Mﬁ3«F|T

3. Connect to the Oracle Database:

LCancel |

a. In the Password field, type the password for the SYSTEM user.

b. Inthe Database field, type the name of the Argus Insight Data Mart instance.

c. Click OK. The Schema Validation Utility dialog box opens.

£ Schema Validation Ukility | %]

- Schema Yalidation CTL Fil

“alidation CTL Folder and File !rngram Files [#B6]\Oracletrgusinsighty D atabase\D B nstallertalidateSchema'WLOM_APR_AI_7.03CTL Browse

- Schema Validation Log File

Select Log Files Folder

iC. “Program Files [«8E]\0racletargusl nsighthD atabase DB nstaller alidateSchema

Walidation LOG File Mame
[Recard Liff]

Walidation LOG File Mame
[Recard Output]

¢ [¥LDN_APR_2703Diff g

Wiew Difference Log File

¢ [VLDN_&PR_A|_7.0.3 Outog

Yiew Dutput Log Fle

WalidateSchema Cloge
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4. Complete the Schema Validation Utility dialog box as follows:

5.

SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 12:52:20 2013
Copyright <{c> 1782, 2011, Oracle. All rights reserved.

SRR R R T S R R B R
# b2

#
#
#
#
#
4
#
#

6.

a. For the Validation CTL Folder and File field, click Browse next to the field to
navigate to the location of the CTL file that you want to verify. Select the CTL
file and then click Open. The system returns to the Schema Validation Utility
dialog box.

b. For the Select Log Files Folder field, click Browse next to the field to navigate

to and select the log files folder. Click OK to close the Select Folder dialog box
and return to the Schema Validation Utility dialog box.

Note that the system automatically inserts the default file names into the
Validation LOG File Name (Record Diff) and Validation LOG File Name (Record
Output) fields. You can change the log file names if you want.

Click Validate Schema. This displays the following command screen:

Aszumptions:

(1) SYS8TEM user does not own a table called ULD_SCH_TOOL_UB@i

¢2» Default Tahlespace for SYSTEM user contains at least 32 KB free space

# i3
HHuRE R R R R R R g R R R R R R

Enter Password for User SYSTEM :@ _

Argus Insight Release 7.8.3
b2

Schema Walidation ~ Database Objects Uerifier Tool
Copyright -~ 2813 Oracle Corporation. All Rights Reserved.

Enter the password for the SYSTEM user and press Enter. This displays the
following command screen:

ppi,MIMAND, odu ent_ Iplus.exe

Copyright r 2013 Oracle Corporation. All Rights Reserved.

?iguggg%%as;sep does not own a table called VLD _SCH_TOOL_UBB1

€23 Default Tabhlespace for SYSTEM user contains at least 32 KB free space #il
ggﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬁﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂ#gg
Enter Password for User SYSTEM :
Connecting to SYSTEMEPRMART

Connected.

HERHR AR R R R R R AR R R R R R R R R R R R R R R R R R R R R
i i

dif If wser failed to connect to databhase then stop here and restart the tooliil
it i

it To stop processing close current window. i
dHE i
dHH g R g g e gttt g g sttt gttt gt gt st
Press Enter if the Script successfully connected as SYSTEMEPRMART

Verify that the script is successfully connected as <SYSTEM User Name>@<Argus
Insight Database Name> and press Enter. This displays the screen that confirms
the Database Name, Database Administrator User Name, Validation File Name,
and the Folder Name for Log Files as shown in the following figure:
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AT R S S R R R R R R R R R R R R R
dHE i
#i#ft If wser failed to connect to database then stop here and restart the tooliilf
1 i

it To stop processing close current window. pia i
dHE i
HHE S S S R R i R R S R S R R S R R
Press Enter if the Script successfully connected as SYSTEMEPRMART

Database Mame : PRHHRT

Databaze Administrator User Mame :  SYS8T

Enter Ualidation Data File Mame : ULDN FIPR _AT1_7.8.3

Folder Mame for Log Files C:\Program Files {(xB6>“0racle~Argusinsigh
t\Datahaee\DBIn..taller\UalldateSchema

Validation Difference File Mame ULDN_APR_AI_7.8.3_Diff . log

Validation Qutput File Mame : ULDN_APR_AI_7.8.3_Out.loyg

Please verify the parameters. Press ENTER to continue

8. Review the information on the command screen and press Enter. This displays the
following command screen:

Create TABLE ULD_SCH_TOOL_UBAA1
Table created.

A S S S R S R S R R R S R R R S R S R S
dHE i
it Enter Password for user SYSTEM it
i #
G LS R S SO R R SO R S R R R R i

Password:

9. Enter the password for the SYSTEM user and press Enter.

10. Press Enter again on the next displayed screen. This displays a message that the
validation of the Argus Insight Database is completed:

Arqus Insight Schema Creation Tool B2 |

B Yalidation of Argus Insight Database completed.
|

=" Please wetify the log Files in Folder C:\Program Files
{x@a Oracle) drgusInsightiDatabase\DEInstaller validakeschema

11. Click OK.
When the system returns to the Schema Validation Utility dialog box, you can:

= Click View Difference Log File to check for any schema discrepancies, such as
missing objects.
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Click View Output Log File to see the list of errors, if any, that occurred during
schema validation.

Click Close to close the dialog box.

3.7 Creating a Database Link from Argus Safety to Insight Database

This link allows real-time updates of some of the values from Argus Console to Argus
Insight data mart.

To create the database link from the Argus Safety database to the Argus Insight

database:
1. Start the Argus Insight Schema Creation Tool.
2. Click Argus DBLink.
3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. In the Argus Safety Database field, type the name of your Argus Safety
database.
c. Click OK.
The Argus To Insight Database Link Creation dialog box opens.
S Argus To Insight Database Link Creation
- Araus Satety Infarmation - Arguz Insight Information

Schema Owher: I.&HGUS_&F‘F’ .."_I D atabaze: PRMART]|
Sefety Role:  |ARGLS_ROLE -] RO User: |APH_L—|NK_USEH
Read Only Role: IINSIGHT_HD_HDLE =] RO User Password: I—

— Log File
Log File Mame : IC:'\F’rnglam Files [#86])\0racle dbrgusinzig Bronwze | Hiew Log Fie |
ok Cose |
4. Complete the fields in the Argus Safety Information section as follows:

a. Inthe Schema Owner field, select the user account that owns the Argus Safety
schema.

b. Inthe Safety Role field, select the Argus Safety role.

c. Inthe Read Only Role field, select the INSIGHT_RO_ROLE, which was
created in Argus Safety.

Complete the fields in the Argus Insight Information section as follows:
a. Inthe Database field, enter the name of the Argus Insight database.

b. Inthe RO User field, enter the name of the read-only user. See step 8 (a) of the
Section 3.5, "Creating the Database Schema" section (APR_LINK_USER).

c. Inthe RO User Password field, enter the password for the read-only user.

Click the Log File Name field to specify the name of the log file that will store the
DBLink creation information. You can click Browse to navigate to the file location,
select the file, and Save your selection.
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7. Click OK to create the database link. The system first prompts for the information
required to connect to the database as the ARGUS_APP user.

Oracle Database Connect

Uzer:

e
Pazzward: LCancel

ixxxxxxx

Argus Safety Databaze:
laRGUs70Y

8. Enter the ARGUS_APP password and the Argus Safety database information.
Click OK.

The system then prompts for the information to connect to the database as the
SYSTEM user.

9. Enter the password for the SYSTEM user and click OK.
The system displays the following screen:

ppMIMANDAS produ

SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 12:58:11 2813

Copyright (c> 1982, 2811, Oracle. All rights reserved.
LIRIgI8Ig 8 8ie Bigiaia &ig B idiz Biaigia Bie Biaiaigiaig idia raiaiaiais Bidisigiaigia Ria iaiaisiBis fidiaigiaiaiaihisiiigiaigidis ddiaiaisiaianis )
i it
Argus Insight 7.8.3
Argus Inszight Database Link Creation Script
Creates Database Link from Argus Safety to Argus Insight
Copyright 2813 Oracle Corporation. All Rights Reserved.

i
A S S S S S A S S S R S S A A R R R R R e e N e R e e a g

Enter Password for User ARGUS_AFPP =

10. Enter the password for the ARGUS_APP user and press Enter. This displays the
following command screen:

sqlplus.exe

fArgus Insight Database Link Creation Script
Creates Database Link from Argus Safety to Argus Insight
Copyright 2813 Oracle Corporation. All Rights Reserved.

i
H g e R R R R R R R R R R R

SR S O S R A A A A A R R R R R R R R R e e e e e
1t b2

it I1f wser failed to connect to database then stop here and restart the tooliifft
1

it To stop processing close current window.

1 s
W R R R R R R R R R R R R i

Press Enter if the Script successfully connected as ARGUS_APPRASYAIMT
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11. Verify that the script is successfully connected as <ARGUS_APP User
Name>@<Argus Safety Database Name> and press Enter.

12. Press Enter again. Wait until the system reports that the Argus to Insight database
link was created successfully:

Argus Insight Schema Creation Tool .

S Argus bo Insight database link created successfully,
|

= Please verify the log files in Folder Ci\Program Files
(xE6 ) 0raclelargusInsight\Database\DEInskaller

13. Click OK.

14. Check the log files located in the following folder for status information:
drive:\Program Files\Oracle\ ArgusInsight\ Database\DBInstaller

15. Click Close to close the Argus To Insight Database Link Creation dialog box.

3.8 Upgrading Database from Argus Insight 7.0.2 to Argus Insight 7.0.3

Note: The Argus Insight upgrade process will delete the entire
Cognos/BusinessObjects Report Scheduling information from the
Argus Insight database. If you intend to retain this information, you
must ensure that before starting the upgrade process, you have taken
a back-up of this information.

The scheduling information of CIOMS, CIOMS II Line listing and
Medwatch reports will still be available after the upgrade process.

To upgrade the database from Argus Insight 7.0.2 to Argus Insight 7.0.3:
1. Start the Argus Insight Schema Creation Tool.
2. Click DB Upgrade. The Oracle Database Connect dialog box opens.

Oracle Database Connect

User =
[5vSTEM
Paszsward: LCancel |
Databasze:
|PRM&RT

3. Connect to the Oracle Database:
a. In the Password field, type the password for the SYSTEM user.
b. Inthe Database field, type the name of your Argus Insight database.
c. Click OK. The Upgrade Parameters dialog box opens.
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Insight 7.0.2 to Argus Insight 7.0.3

2 Upgrade Parameters E2

Upgrade Directary:

—Database and Upgrade Information

Database Name: |PRM&RT
Current D atabase Wersion: |?_ 02
Upgrade to Wersion: | Fllue]

|G A rquslnsightD binstalleridl 703D atabasetUparades

— Upgrade Parameters
575 Dwiner Pazeword
art Schemna Owner:
Mart Schema Dwner Pazswond:
b art Role Mame:

Application Dwner:

Application Dwher Password:

Application Role Marme:

[BFR_MART

!xxxxxxx

[5FR_ROLE

[APF_AFF

Ixxxmmx

[AFR_AFF ROLE

History Schema Dwner:; l-’-\PFl_HIST
Hiztory Dwner Pazsword: !""*"""*
Mart Login User: IAF’H_LDGIN ﬂ
Staging Schema Dwner; l&PH_S TAGE
Staging Schema Owher Password: !*******
APR_USER Password ==
Mest I LCancel

4. Complete the Upgrade Parameters dialog box as follows:

a. In the top section, verify that the database and upgrade information is correct.
If the information is incorrect, click Cancel.

b. Inthe Upgrade Parameters section, enter the correct password for each owner

and user.

c. In the Mart Login User field, select the user defined as mart login user (APR_

LOGIN user).

5. Click Next. The Tablespace Management dialog box opens.
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3 Tablespace Management
~ Database and Upgrade Inf
Database Mame: |PF|MAF|T
Current D atabase Yersion: |?_U_2
Upgrade to Yersion: |?_U_3
Upagrade Directory: |C:argusinzsightDbinstalleryal 70350 atabase\DBInstallerilpgrades
Tablespace R;J‘rjr]ent e Fh;ebe] apacs L[::dsepda[ifb] [rata File Location
|4PR_CFG_DATA_ 01 |51 |50 |0 | CAORACLENIRADATAMITOSNAPR_CFG_DA| o/ =
|4PR_MCAS_DATA DT fa2 |73 |0 | CORACLENORADATANAITOIAPR_MCAS_D| o/
J&PR_MCAS_DATA 02 |76 |75 |0 | CORACLENORADATANAITOIAPR_MCAS_D | off
|&PR_MCAS_HIST_DATA_ 01 |54 |53 |0 | CADRACLE\ORADATANAITONGPR_MCAS_H o/ |
|&PR_MCAS_HIST_DATA_02 |53 |52 |0 | CORACLENORADATANAITORAPR_MCAS_H || o/
J&PR_MCAS_HIST_INDEX_O1 &l |60 |0 | CORACLENORADATANAITOAPR_MCAS_H| o/
J4PR_MCAS_HIST_LOB_O1 |30 |33.56 |0 | CORACLENORADATANAITOAPR_MCAS_H | o/
|&PR_MCAS_INDEX_01 |66 |s325 |0 | CORACLENORADATANAITOIAPR_MCAS_I | o/
J&4PR_MCAS_INDEX_02 [72 J70.75 i | CAORACLENDRADATANAITORAPR_MCAS |t | Add
|4PR_MCAS_LOB_01 BB J210.63 11 | CAORACLENORADATANAITORAPR_MCAS || | Add
|&PR_MCFG_DATA_O1 J210 |205.51 |0 | CAORACLENIRADATAMITOSNAPR_MCFG_D) o/
|&PR_MCFG_HIST_INDEX_01 |51 |50 |0 | CORACLE\ORADATANAITOIAPR_MCFG_H| o/
J&4PR_MCFG_HIST_LOB_O1 |74 |73 |0 | CORACLENORADATANAITOIAPR_MCFG_H| o/
|4PR_MCFG_INDEX_01 [114 J103.31 {0 | CORACLENORADATANAITOIAPR_MCFG_I | o/ =
Becalculate | Brevious | Test I Lancel

6. Verify that all tablespaces have enough free space.
The green check mark indicates that the tablespace has enough free space.

If the tablespace does not have enough free space, increase the size of the
tablespace by below mentioned methods:

s Click Add to add a new datafile to the existing tablespace.

You will be prompted to add a name for the new datafile, containing the
required additional space.

= Alternatively, if you do not wish to add a new data file, the database
administrator can resize the tablespace from the back-end.

After resizing, click the Recalculate button to re-evaluate the tablespace size
and refresh the tablespace grid, as per the updated tablespace size.

Once updated, the Add button will not be displayed and the green check mark
will be displayed, indicating that the tablespace has enough free space.

7. Click Next.
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) Argus Insight Database Upgrade

¥ Pause onemor [~ Showal |§§J

- Arguz Insight D atabaze Upgrade

Continue Cancel

8. Click Continue to start the upgrade process. During the upgrade process, the
system loads the factory data, and then displays a message reminding you to
check the Factory_Data folder for any .BAD files.

9. Click OK to continue. The system executes the upgrade scripts, displays status
information during the update, and reports when the update is completed.

3 Argus Insight Database Upgrade

5

¥ Pauseonemor [

E xecuting script Upgradesi702_TO_703\Factoy_Data‘cmn_profile_global. zgl...

COMMIT:
Successfully Completed - 641072013 12:21:29 PM

Creating package...

Successfully Completed - 61042013 12:21:30 PM
Update complete.

Total Queries: 3606

Total Errors: a

Thiz log file: can be viewed completely by using the book button abowve.
File lozation for this log is C:sargusinsightDbinstallersal 703MD atabazehl pgradesU poradel og.itf

Firigh Cancel

10. Click the Book icon to view the log file and check for errors.
Alternatively, you can view the log file at any time at the following location:
drive:\Program Files\Oracle\ ArgusInsight\Database\Upgrades\UpgradeLog.rtf
11. Click Finish to close the dialog box.

12. Once you have upgraded the database from Argus Insight 7.0.2 to Argus Insight
7.0.3, you must create the Read-only user in the Argus Safety database using the
steps given in Section 3.5.1, "Creating Users and Roles in the Argus Safety
Database".
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4

Configuring the Argus Insight Application

This chapter provides information about configuring the Argus Insight application
and the Argus Insight scheduling service.

This chapter includes the following topics:

Logging In to Argus Insight for Configuration and Setup
Configuring the Argus Insight Application Profile Switches
Configuring Duration Value Bands

Configuring Derivation Functions

Configuring the Argus Insight Scheduling Service
Configuring the CIOMS and MedWatch Reports

Configuring the IIS File Download Limit

Using Export and Import to Copy Configuration Data

Using Argus Safety to Configure Enterprises for Argus Insight

Securing Sensitive Configuration and Operational Data

4.1 Logging In to Argus Insight for Configuration and Setup

To log in to the Argus Insight application:

1.

Log in with rights to a workstation from where you can access the Argus Insight
application.

Start Internet Explorer.

Start the Argus Insight application by typing the following URL in the Address
bar:

http://Argus_Insight_WebServer Name:port_number/default.asp

Press Enter. The Argus Insight Login screen opens.
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oracLe  Argus Insight

HEALTH SCIENCES

Username

Password

| |

28-FEB-2013 05:48:21

Oracle Health Sciences Safety Suite :

- Argus Safety - Argus Analytics - Empirica Topics
- Argus Safety Japan - Argus Ingight - Empirica Signal
- Argus Affiliate - Argus Mart - Empirica Study

- Argus Interchange - Argus Dossier - WebSDM
- Argus Unblinding - Argus Reconciliation - Siebel AECM

Copyright @ 2013 Oracle Corporation. All rights reserved.

Log in to the Argus Insight application:
a. In the User Name field, type admin.

b. Inthe Password field, enter the password for the admin user. This password is
the same as the password of the admin user in Argus Safety.

c. Click Login.

Note: If you are using a Single Sign On (SSO) environment, you
must ensure that SSO tools such as OAM are disabled on the Argus
Insight Web Server for initial configuration. The only administrator
user in Argus Insight is a non-LDAP user. A non-LDAP user cannot
log in to Argus Insight with SSO tools set to Enabled.

Note: In case of a multi-tenant setup, you must ensure that all the
configuration is done using the default enterprise.

= This will help in copying the configuration to a different
enterprise

= All the global configuration is available in the default enterprise.

4.2 Configuring the Argus Insight Application Profile Switches

Profile switches are a collection of settings that let you configure the default behavior of
the system. This section describes the profile switches that you must set to establish
connectivity with your Business Intelligence tool and to be able to run the initial ETL.

For detailed information about all the profile switches, see the following documents:

Oracle Argus Insight CMN Profile Enterprise Table Guide (CMN_PROFILE_
ENTERPRISE.pdf)

Oracle Argus Insight CMN Profile Global Table Guide (CMN_PROFILE_GLOBAL.pdf)
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4.2.1 Accessing and Modifying the Profile Switches
To access and modify the Argus Insight profile switches:

1. Login to the Argus Insight application.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The

ADMINISTRATION TOOLS page opens.
3. Click the List Maintenance tab.

4. Select Profile Switches from the List Maintenance Items group. The system

updates the Attributes group with the profile switches that you can configure.
See Figure 4-1.

Figure 4-1 List Maintenance Tab with the Profile Switches

Home I Queries I Case Series I Reports
Administration Tools

Administration Tools

Personal Options. List Maintenance Security ETL Scheduler Audit Log

List Maintenance

List Maintenance Items Attributes:

Profile Switches

ARGUS INSIGHT REPORTS URL
EU Countries BIP WEB URL
‘Workflow Management BO WEB URL
Categories CIOMS MANUFACTURER
Duration Value Bands COGMOS AUTHENTICATION ENTERPRISE
Derivation Functions COGNOS SINGLE SIGN ON ENABLED
Case Series Modification Justification COGNOS WEB URL
Case Series Un-Freezing Justification

CUSTOM HELP URL

CUSTOM ROUTINE AFTER INCREMENTAL ETL
CUSTOM ROUTINE BEFORE INCREMENTAL ETL
EMAIL SENDER ADDRESS

ETL DATA EXCLUSION

ETL EMAIL RECEIVER ADDRESS

ETL EMAIL SETUP

FAILED RECIPIENTS STATUS EMAIL ADDRESS
FORCE SECURE COOKIES

KEEP REPORT DATA

LEGACY REPORTS CONFIGURATION

LOGO IMAGE

MAX EMAIL SIZE

MAXIMUM EMAIL ATTEMPTS

MEDWATCH MANUFACTURER

Description

Description
Provides the ability to configure the default behavior of the system

4.2.2 Setting the Populate Data Attributes
To set the data attributes:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.
3. Select POPULATE AFFILIATE DATA from the Attributes group.

a. Click Modify. The following Modify Attribute dialog box opens:
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b | Argus Insight - Modify Attribute -- Webpage Di... E'

Modify Attribute

Attribute
i POPULATE AFFILIATE DATA

Value
ey

LAM_TABLE_POPULATION
Description

1 = No Affiliate data will be brought into the Datamart, 1
= Affiliate data will b= brought inte the Datamart

| 0K || Cancel |

b. Click the Value field, and enter one of the following numeric values:

0 = Do not bring any affiliate data into the data mart.

Bring all affiliate data into the data mart.

c. Click OK to save your changes and return to the List Maintenance tab.

4. Select POPULATE INTERCHANGE DATA from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:

A Argus Insight - Modify Attribute -- Webpage Di...

Modify Attribute

Attribute
| POPULATE INTERCHANGE DATA

Value
Key

ESM_TAELE_POPULATION
Description

( = No Interchange data will be brought into the
Datarnart, 1 = All Interchange data will b= brought inte
the Datamart, 2 = Onhy SAFETYREPORT, MESSAGES
and EDL_INFO tables data will be brought into the
Datamart

| ok || cancel |

b. Click the Value field, and enter one of the following numeric values:

o
Il

Do not bring any interchange data into the data mart.

—_
|

= Bring all interchange data into the data mart.

2 = Bring only the SAFETYREPORT, MESSAGES, and EDI_INFO tables
data into the data mart.
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c. Click OK to save your changes and return to the List Maintenance tab.

Select LEGACY REPORTS CONFIGURATION from the Attributes group. Argus
Insight uses this attribute to determine if Legacy Report Configuration profile

items are visible/invisible.

a. Click Modify. The following Modify Attribute dialog box opens:

-

& | Argus Insight - Modify Attribute -- Webpage Dialog
Modify Attribute

Attribute
i LEGACY REPORTS CONFIGURATION

Value

===

]

Key
LEGACY_REPORTS_CONFIGURATION
Description

This is the flag to determine if legacy report
Following could be the possible values: 1-

are not visible.
Default Value - 0

configuration profile items are visiblefinvisible.

Configuration tems are visible, 0 - Configuration items

| OK || Cancel |

b

1
0

Configuration items are visible

Configuration items are not visible

Click the Value field, and enter one of the following numeric values:

Note: If Legacy Reports Configuration switch is set to 1, then legacy
reports switches becomes available for obsolete reports, and you must

configure the following switches:

» POPULATE NARRATIVE LANGUAGES TABLE

=  COMPANY LOGO PATH
= DAYSTO LOCK

= UDN COLUMN FOR SUPPLIER NAME

= FOLLOW-UP ACTION CODE

» POPULATE DLL SLL REPORTS TABLE DATA

To configure these switches, refer to Argus Insight 7.0.2 Installation

Guide.

Click OK to save your changes and return to the List Maintenance tab.

4.2.3 Setting the Email Attributes

The following attributes relate to sending and receiving email after an extract,
transform, and load (ETL) operation has completed, as well as sending email for

scheduled reports.
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= ETL EMAIL SETUP

» ETL EMAIL RECEIVER ADDRESS

= EMAIL SENDER ADDRESS

= FAILED RECIPIENTS STATUS EMAIL ADDRESS
= MAXEMAIL SIZE

Note: In previous releases, the three attributes for report scheduling
(that is, EMAIL SENDER ADDRESS, FAILED RECIPIENTS STATUS
EMAIL ADDRESS, and MAX EMAIL SIZE) were part of the
Mailconfig.xml file. Beginning with Argus Insight 7.0, these attributes
were moved to the List Maintenance section.

To configure the attributes related to email messages and delivery:
1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Define whether to send email following the failure or success of an extract,
transform, and load (ETL) operation.

a. Select ETL EMAIL SETUP from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Aitribute -- Webpage Di... E|

Modify Attribute

r Attribute
i ETL EMAIL SETUP

Key

ETL_EMAIL_SETUP
Description
0 = Mot Configured 1 = Send Email on Inttiallncremental
ETL failure 2 = Send Email on Initiallncremental ETL
zuccess 3 = Send Email on Initialincremental ETL
Success or Failure

| Ok || Cancel |

c. Click the Value field, and enter one of the following numeric values:

Send no email message after an ETL operation.

Send an email message only if an initial or incremental ETL fails.

Send an email message only if an initial or incremental ETL succeeds.

QDN = O
11

Send an email message after any initial or incremental ETL (failure or
success).

d. Click OK to save your changes and return to the List Maintenance tab.

4. Specify the email address of each administrator who should receive email status
messages of the ETL process.
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C.

a. Select ETL EMAIL RECEIVER ADDRESS from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
ETL EMAIL RECEIVER ADDRESS

Value
|j|:| hn.emithi@oracle.com; haleigh.niziaki@oracle.com
Key
ETL_EMAIL_RECEIVER_ADDRESS
Description

If thiz field iz left blank then an email will not be =ent.
Otherwize this field hould contain the comma

separated addresses of the adminiztrators monitoring
the ETL.

[ ok || cancel |

c. Click the Value field, and enter the email address of each administrator who

should receive email status messages of the ETL process. Use a semi-colon to
separate each entry.

If you leave the Value field blank, then Argus Insight sends no email
messages.

d. Click OK to save your changes and return to the List Maintenance tab.

Specify the email address of the person who will send all the Argus Insight email
messages.

a. Select EMAIL SENDER ADDRESS from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |E|

Modify Attribute

Attribute
EMAIL SENDER ADDRESS

Value
| catie.echuma@oracle.com

Key
EMAIL_SENDER_ADDRESS
Description

If thiz field iz left blank then email will not be sent.
Otherwize it will contain the addregs on whose behalf
the email =hould be =ent.

| oK || cancel |

Click the Value field, and enter the email address of the person on whose
behalf Argus Insight sends all email messages.
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If you leave the Value field blank, then Argus Insight sends no email
messages.

d. Click OK to save your changes and return to the List Maintenance tab.

6. Specify the email address of the user who will receive information about
undeliverable emails:

a. Select FAILED RECIPIENTS STATUS EMAIL ADDRESS from the Attributes
group.

b. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Atiribute -- Webpage Di... |E|

Modify Attribute

Attribute
FAILED RECIPIENT S STATUS EMAIL ADDRESS

Value

Key
FAILED_RECIPIENTS_STATUS_EMAIL_ADDRESS
Description

Configure the email address of user who will receive
email for information regarding un-delivered emaile due
to invalid email id or any other error.

| oKk || cancel

c. Click the Value field, and enter the email address of the user who will receive
information about undeliverable emails.

d. Click OK to save your changes and return to the List Maintenance tab.

7. Specify the maximum size of an email message sent from the Argus Insight Web

Server:
a. Select MAX EMAIL SIZE from the Attributes group.
b. Click Modify. The following Modify Attribute dialog box opens:

a Argus Insight - Modify Attribute -- Webpage Di... [z|

Modify Attribute

Attribute
| i | MAX EMAIL SIZE

Value

[1024

Key
I&X_EMAIL_SIZE

Description

Idaximum zize allowed in KB for mail attachments on the
email 2erver.

QK | | Cancel
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c. Click the Value field, and enter a numeric value that defines the maximum
attachment size limit (in KB) of the mail server in the organization.

d. Click OK to save your changes and return to the List Maintenance tab.

4.2.4 Specifying the URL for Reports Exceeding Mail Size

Depending on the value set in the MAX EMAIL SIZE attribute, some reports may be

too large to send by email. For such reports, users can view the reports at a specified
URL.

To define the URL where users can access reports that cannot be sent by email:
1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.

3. Select ARGUS INSIGHT REPORTS URL from the Attributes group.

4. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... Pz|

Modify Attribute

Attribute
i ARGUS INSIGHT REPORTS URL

Value

[nttp:#iocalhost 5084

Key
ARGUS_INSIGHT_REPORTS_URL

Description

It centaing the URL for Argus Inzight application for
accezsing gcheduled reportz which cannot ke zent to
coenfigured email id due to mail gize limit.

| 0K || Cancel |

5. Click the Value field, and enter the URL for the Argus Insight application for
accessing scheduled reports that cannot be sent to the configured email ID, due to
mail size limit. For more information on mail size limit, see Section 4.2.3, "Setting
the Email Attributes."

6. Click OK to save your changes and return to the List Maintenance tab.

4.2.5 Specifying the Images for Company Logos
You can specify the image to use for the following logos:
= LOGO IMAGE. This image is used in the following reports:
— CIOMS report
— CIOMS II Line Listing report
— US FDA MedWatch 3500A report

These reports are called the Argus Reports. By default, a logo does not print on
these reports.
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4.2.5.1 Specifying the Logo Image for the Argus Reports
To specify the image for the logo used in the Argus Reports:

1.

2
3.
4

5.

6.

Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
Select Profile Switches from the List Maintenance Items group.

Select LOGO IMAGE from the Attributes group.

Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... [Z|

Modify Attribute
: Attribute
i LOGO IMAGE
Value

|I2:".a|:|r_lugn.gif

ey
ARGUS_REPORTS_LOGO_PATH

Description
Thiz iz the LOGO image path to the gif file for the Argus
repoertz loge. The image zize will be 155 x 52 pixelz.

| 0].4 || Cancel |

Click the Value field, and enter the complete path to the GIF image on the Argus
Insight Web Server that you want to use as the logo for the Argus Reports. For
example:

C:\apr_logo.gif

To ensure the logo fits in the report layout, the size of the image must be 155 pixels
(width) by 53 pixels (height).

Click OK to save your changes and return to the List Maintenance tab.

4.2.6 Setting the Attributes Specific ONLY to BIP

If you are using BIP as your Business Intelligence tool with Argus Insight, you need to
set the following BIP-specific attributes:

BIP WEB URL
KEEP REPORT DATA

To define the attributes required for BIP, execute the following steps:

1.
2.
3.

Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
Select Profile Switches from the List Maintenance Items group.

Select BIP WEB URL from the Attributes group.

a. Click Modify. The following Modify Attribute dialog box opens:
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-

-
£ | Argus Insight - Modify Attribute -- Webpage Dialog u

Modify Attribute

Attribute
BIP WEB URL

Value

Key

BIP_WEB_URL
Description
This is the complete Bl Publisher web URL for -
opening up the Bl Publisher home page. This URL can
be for standalone Bl Publisher server or load balancer
LURL configured for multiple BI Publisher servers. If BI
Publisheris configured for S5L, please make sure to
use https with the LIRL.

| Ok || Cancel |

b. Click the Value field, and enter the name of the BIP Web URL to open the BIP
Home Page. This URL can be the BI Publisher URL for standalone BI Publisher
server or the Load Balancer URL configured for multiple BI Publisher servers.
If BI Publisher is configured for SSL, you must use https with the URL. For

example:

https:/ / <server name>:<Port Number>/xmlpserver

c. Click OK to save your changes and return to the List Maintenance tab.

4. Select KEEP REPORT DATA from the Attributes group. This attribute is used to
determine if the report log tables needs to be populated or not.

a. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... |X|

Modify Attribute

Attribute
| KEEP REPORT DATA |

Value

o |
Key

KEEP_REPORT_DATA
Description
A Flag to determine if the report log tablez needs to be
populated or not. ¥ez - Populate the report log tables

Mo - Do not populats the report log tables Default Value -
Mo

oK. || cancei |
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b. Enter Yes or No in the Value field.

The value Yes denotes that the Report Log tables should be populated. The
value No denotes that the Report Log tables should not be populated

c. Click OK to save your changes and return to the List Maintenance tab.

4.2.7 Setting the Attributes Specific ONLY to BusinessObjects

If you are using BusinessObjects as your Business Intelligence tool with Argus Insight,
you need to complete the following tasks to define those attributes that are required
for BusinessObjects configurations only:

= Setting the Attributes for the BusinessObjects Servers

4.2.7.1 Setting the Attributes for the BusinessObjects Servers
To define the attributes required for the BusinessObjects Servers:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.
2. Select Profile Switches from the List Maintenance Items group.
3. Define the BusinessObjects Server Web URL that Argus Insight uses:

a. Select BO WEB URL from the Attributes group.

b. Click Modify.

| Argus Insight - Modify Attribute -- Webpage Dialog lﬁ

Attribute
i BO WEB URL

Value
[
Key

BO_WEB_URL
Description
Thiz is the complete Business Objects web URL for »
apening up the Business Objects home page. This
URL can be for standalone Business Objects server or
load balancer URL configured for multiple Business
Objects servers. If Business Objects is configured for
35L, please make sure to use hitps with the URL.

0K ] | Cancel.

e

c. Click the Value field, and enter either the IP address or the host name of the
BusinessObjects Server.

In addition, specify the cluster name if you are using the BusinessObjects
clustering feature.

Note: In the case of a single-server environment (that is, Argus
Insight and BusinessObjects are hosted on the same server), you must
enter the IP address to avoid problems when accessing the
BusinessObjects Home page. These problems may be caused due to
the session interference of Argus Insight and BusinessObjects web
application.
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d. Click OK to save your changes and return to the List Maintenance tab.

4.2.8 Setting the Attributes Specific ONLY to Cognos

If you are using Cognos as your Business Intelligence tool with Argus Insight, you
need to set the following Cognos-specific attributes:

s COGNOS AUTHENTICATION ENTERPRISE
=  COGNOS WEB URL

=  POPULATE DLL SLL REPORTS TABLE DATA
= COGNOS SINGLE SIGN ON ENABLED

Note: You must configure the COGNOS AUTHENTICATION
ENTERPRISE profile switch for Cognos integration. The default value
of this switch is Null.

To define the attributes required for Cognos:

1. Click the List Maintenance tab on the ADMINISTRATION TOOLS page.

2. Select Profile Switches from the List Maintenance Items group.

3. Select COGNOS AUTHENTICATION ENTERPRISE from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... E'

Modify Attribute

Attribute
| i COGHNOS AUTHENTICATION ENTERPRISE

Value
| DEFAULT v
Key
COGHOS_AUTHENTICATION_ENTERPRISE
Description

Short Name of the enterprize frem which all the uzerz
are authenticated fer Cognosz login. Allthe Inzight uzers
zhould be member of thiz template enterprize. Qn
Cognos 2erver, Cognos Security 2hall be enakbled onby
after thiz configuration.

| 0],4 || Cancel |

b. Click the Value field, and select the Enterprise Short Name from which all
users are authenticated for Cognos login.

c. Click OK to save your changes and return to the List Maintenance tab.

4. Select COGNOS WEB URL from the Attributes group. Argus Insight uses this
attribute to identify which Cognos 10 Web URL to use.

a. Click Modify. The following Modify Attribute dialog box opens:
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-

<
# | Argus Insight - Modify Attribute -- Webpage Dialog @

Modify Attribute

Attribute
i | COGNOSWEB URL
= |

Value

Key

COGHNOS_WEB_URL
Description
This is the complete Cognos web URL for openingup =
the Cognos home page. This URL can be Cognos
URL for standalone Cognos server or load balancer
URL configured for multiple Cognos servers. If I
Cognos is configured for 351, please make sure to
use hitps with the URL.

| OK || Cancel |

e

b. Click the Value field, and enter the name of the Cognos Web URL for opening
the Cognos Home Page. This URL can be the Cognos URL for standalone
Cognos server or the Load Balancer URL configured for multiple Cognos
servers. If Cognos is configured for SSL, you must use https with the URL.

Example: http:/ /<server name>/Cognos102
c. Click OK to save your changes and return to the List Maintenance tab.

5. Select POPULATE DLL SLL REPORTS TABLE DATA from the Attributes group.

Note: The attribute mentioned below is obsolete in case of a fresh
installation of Argus Insight 7.0.3.

This attribute should be configured for the Detail Line Listing Report
and the Simple Line Listing Report.

a. Click Modify. The following Modify Attribute dialog box opens:
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e | Argus Insight - Modify Attribute -- Webpage Di... [g|

Modify Attribute

Attribute
| i | POPULATEDLL SLL REPORTS TABLE DATA

ke

II:jIr_L_SLL_REPDRTS_TABLE_PDPULATIDH
Description
0} = Table RPT_CASE_EVENT_PRODUCT required for
OLL and SLL Reportz will NOT be populated, 1 = Takble

RPT_CASE_EWENT_PRODUCT reguired for DLL and SLL
Reportz wil be populated

| OK || Cancel |

b. Click the Value field, and enter one of the following numeric values:

0 = Do not populate the RPT_CASE_EVENT_PRODUCT table, which is
required for DLL and SLL reports

1 = Populate the RPT_CASE_EVENT_PRODUCT table, which is required
for DLL and SLL reports
c. Click OK to save your changes and return to the List Maintenance tab.
6. Select COGNOS SINGLE SIGN ON ENABLED from the Attributes group.
a. Click Modify. The following Modify Attribute dialog box opens:

-

-
& | Argus Insight - Modify Attribute -- Webpage Dialog u

Modify Attribute

Attribute
COGMNOS SINGLE 5IGN ON ENABLED

Value

E

Key

COGNOS_SINGLE_SIGN_ON_ENABLED
Description
This switch determines if Cognos is single sign on -
enabled or not
Following could be the possible values: N
1-Cognos single sign on Enabled
0 - Cognos single sign on disabled.
Default Value - 0

| OK || Cancel |

b. Click the Value field, and enter one of the following numeric values:

—_
11

Cognos single sign on enabled

o
Il

Cognos single sign on disabled
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c. Click OK to save your changes and return to the List Maintenance tab.

4.3 Configuring Duration Value Bands

In Argus Insight, you can map the following time values (entered in Argus Safety) to
specific ranges called Duration Value Bands:

s Time to Onset from First Dose
s Time to Onset from Last Dose

You set the value of these fields in Argus Safety by navigating to Product Tab, Drug
Duration of Administration, and Events Tab.

By mapping the time values to Duration Value Bands in Argus Insight, you can specify
query criteria based on ranges instead of specific values for the Time to Onset fields
listed above.

Using the Duration Value Bands item on the List Maintenance tab, you can configure
duration value bands in hours, days, weeks, months, and years. For each band, you
can specify multiple ranges by entering minimum and maximum values for each
range item. Any value that falls within a configured range will map to that range.

Note: Duration Value Band configuration must be done before
running the Initial ETL.

If Duration Value Bands are modified after Initial ETL, you must
re-run the Initial ETL.

To modify a duration value band:

1. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

2. C(lick the List Maintenance tab.

3. Select Duration Value Bands from the List Maintenance Items group. The
Attributes group displays the valid bands (Hours, Days, Weeks, Months, and
Years). You can modify the values of these bands. You cannot, however, add more
bands or delete an existing band.
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EDRACLE' |ARGUS INSIGHT™
Hoi

John Smith, Tussday February 19, 2013 (AIT02TST - Ent_SH_2)

o ———em
Administration Tools

Administration Tools

Personal Options Security Audit Log

List Maintenance

List Mai Items Attributes:

Profile Swilches
EU Countries. Days

Workflow: Management Weeks

Categories Months.

Duration Value Bands Years

Derivation Functions

Case Series Modification Justification

Case Series Un-Freezing Justification
Description Description

Provides the abilty to configure the duration value bands. | [Hours A

4. Select the duration value band (Hours, Days, Weeks, Months, Years) you want to
change, and click Modify. The Duration Value Bands Configuration dialog box

displays the factory-configured ranges.
Note that:

s The Label column represents the name of the range.

s The Lower Range (>=) and Higher Range (<) columns contain the minimum

and maximum values, respectively.

s The highest value band includes all values that are greater than the highest

range value specified.

e | Argus Insight - Duration Value Bands Configuration -- Webpage ... |X|

Duration Value Bands Configuration - Hours

Band Label Lowrer Range (>=) Higher Range (<)

Hours |<1 || ||1 |
110 <2 || JE | &
210 < |2 |E | &
410 <6 IE IC el
R | [ B - @
[Bte <10 | [ |[10 - @
[101c <12 | [1o |[12 - @
[1210 <22 |[i2 | [22 - @
=2 | |2 Il - &

| ok || cancel |

5. Modify the values, as appropriate:
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s To modify an existing range, edit the values in the Lower Range (>=) and
Higher Range (<) fields.

s Toadd a range, scroll to the current highest range and click in the blank
Higher Range (<) field. Enter a value greater than the current highest range
and press Tab to add a new row.

s To delete an existing range, click the Delete icon next to the row. Note that you
cannot delete the lowest band.

If you delete an intermediate range, the system automatically converts the
highest value of the deleted range to the lowest value in the next range.
However, the system does not change the range labels.

6. Click OK to save your changes.

4.4 Configuring Derivation Functions

Argus Insight lets you create a new List Maintenance item and derive specific cases to
this item based on case attributes. These attributes are supplied to the system as SQL.

For example, you can create a new List Maintenance item called Report Type 1 and
derive to this item all the cases that have the Report Type attribute defined as
Spontaneous, Literature, or Compassionate Use. As a result, Report Type 1 appears as
an option in the query tool interface corresponding to the Report Type attribute. When
you select Report Type 1 from the Report Type list and execute your query, the system
returns only those cases that have the Report Type attribute specified as Spontaneous,
Literature, or Compassionate Use.

You can specify more than one attribute. For example, you can create a further
specialized List Maintenance item called Report Type 1 US and derive to this item all
the cases that have the Report Type attribute defined as Spontaneous, Literature, or
Compassionate Use, and the Country of Incidence attribute defined as United States.

Note: There can be situations where two different List Maintenance
items you create contain similar attributes in the SQL criteria. In this
case, you can assign a priority level to individual List Maintenance
items. The priority level determines which List Maintenance item SQL
executes first.

4.4.1 Opening the Derivation Fields Dialog Box

To open the Derivation Fields dialog box and configure derivation functions:

1. Click the Tools tab in the upper-right corner of the Argus Insight Home page. The
ADMINISTRATION TOOLS page opens.

2. C(lick the List Maintenance tab.

3. Select Derivation Functions from the List Maintenance Items group.
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ORACLE' |ARGUS INSIGHT™ John Smith, Tuesday February 19, 2013 (AI70ZTST - Ent_SH_2)
e = —
Administration Tools

Administration Tools

Personal Options i Security Audit Log

List Maintenanice
List Mai ems Attributes: [ |
Profile Swilches All Derivations

EU Countries

Workflow Management

Categories

Duration Value Bands

Case Series Modification Justification
Case Series Un-Freezing Justification

Description Description

Provides the ability to configure the derived values. - -

4. Select All Derivations from the Attributes group, and click Modify. The
Derivation Fields dialog box opens.

& Derivation Fields -- Webpage Dialog

Argus Field LM Table Suppress | Value Priority saL
([ ANALYSIS ¥ | [Btam Information ¢
CQEVENTS * | [Jcase sssessment | ¥ [#] case outcome
(L3 GEMERAL 4 {b_ [#] case seriouz
[IPATENT E [#] Listednezs Determination
(L] PRODUCTS 4

OK Cancel
S ———————————————————————

4.4.2 Icons in the Derivation Fields Dialog Box

Table 4-1 describes the icons in the Derivation Fields dialog box that you can use to
add, delete, and reorder derivation field elements (rows).

Table 4-1 Icons in the Derivation Fields Dialog Box
Click... To...

Add a derivation field element (row) above the currently selected row

E i Add a derivation field element (row) below the currently selected row
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Table 4-1 (Cont.) Icons in the Derivation Fields Dialog Box

Click... To...
EEr] Delete the currently selected derivation field element (row)
@ Move the selected row up

Move the selected row down

4.4.3 Field Mapping Derivation Rules

Table 4-2 lists the available field mapping derivation rules for Argus Insight.

Table 4-2 Field Mapping Derivation Rules

Function Category Function Sub-category Argus Insight Field
ANALYSIS BfArM Information Causality
ANALYSIS Case Assessment Case Outcome

Case Serious
Listedness Determination

EVENTS Event Information Lack of Efficacy
GENERAL General Information Report Type

Derived Pregnancy
PATIENT Patient Information Age Group

Gender

Patient weight BMI desc
PRODUCTS Product Drug Derived Drug Abuse

Derived Drug Interaction
Derived Overdose
Last daily dose

Note: Causality, Report Type, Age Group, and Last daily dose are
comma-separated derivation rules.

4.4.4 Fields and Check Boxes in the Derivation Fields Dialog Box

This section describes the fields and check boxes in the Derivation Fields dialog box.

4.4.41 LM Table

The LM Table field is the table name of the selected Argus field (that is, automatically
populated).

4.4.4.2 Suppress

The Suppress check box is available for fields associated with the list maintenance
data. When suppress is enabled for a field, the corresponding list maintenance values
that are not present in any case are deleted and thus not available for querying.
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Note: The Suppress check box is applicable only if the condition
specified in the SQL text box covers all the cases having the selected
List Maintenance field.

4.4.4.3 Value

The Value field captures the value for the new derivation field. For the following four
rules, you must enter the new value for the rule as a comma-separated value:

s Causality

s Report Type

s Age Group

= Last Daily Dose

Note: Make sure that you enter the values for these rules as defined
in the following sections. Unexpected results and/or ETL errors may
result if the values are not entered as specified.

Causality Rule
Parameters: VALUE, REPORTABILITY

where:
VALUE = New value for the rule
REPORTABILITY = Lower value of the group
Example: NewCausality,1

Report Type Rule
Parameters: VALUE, INC_LIT, INC_TRIAL, ABRV

where:
VALUE = New value for the rule
INC_LIT =1 if Literature Report Type else 0
INC_TRIAL =1 if Clinical Trial Report Type else 0
ABRV = A 3-letter abbreviation for the Report Type
Example: NewReportType,0,1, NRT

Age Group Rule
Parameters: VALUE, GROUP_LOW, GROUP_HIGH

where:
VALUE = New value for the rule
GROUP_LOW = Lowest value of the age group
GROUP_HIGH = Highest value of the age group
Example: NewAgeGroup,25,50
If you do not want to specify the High Value, then the comma is mandatory in the end.

Example: Unknown,70,
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Last Daily Dose Rule
Parameters: VALUE, DAILY_DOSE_SORTING_ORDER

where:
VALUE = New value for the rule

DAILY_DOSE_SORTING_ORDER =1 or 2 or 3 and so on to define the sorting
order if there is more than 1 rule for the Last Daily Dose field

Examples: 1->0tol,1, 2->2to3,2 3->5t08,3

4.4.4.4 Priority

The Priority field captures the priority for a list of derivation rules applied to a single
List Maintenance field. The value should be from 1 to 255.

Note: The priority for derivation rules applicable to a single List
Maintenance field should be unique.

4.4.4.5 SQL

The SQL field specifies the SQL statement to capture the cases for which the derivation
rule is applicable.

Note: The SQL statement must follow the correct syntax.

The system does not validate the length of the new values against the
database. Make sure that new values being inserted into the data mart
do not exceed the limit defined in the database.

Guidelines for correct syntax:

s The SQL query configured against a rule should not contain the table name. It
should contain only the primary key column name(s) of the field in the SELECT
clause. For example:

Correct: SELECT CASE_ID FROM RPT_CASE WHERE...
Incorrect: SELECT RPT_CASE.CASE_ID FROM RPT_CASE WHERE...

= Make sure that there is only one space after the SELECT clause in the SQL query.
For example:

Correct: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...
Incorrect: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...

= Make sure that no Oracle keyword (such as DISTINCT) is used after the SELECT
clause in the SQL query. For example:

Correct: SELECT CASE_ID, SEQ_NUM FROM RPT_PRODUCT WHERE...

Incorrect: SELECT DISTINCT CASE_ID, SEQ_NUM FROM RPT_PRODUCT
WHERE...

4.5 Configuring the Argus Insight Scheduling Service
To configure the Argus Insight scheduling service:

1. Log in to the Argus Insight Web Server.
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2. Click Start and then select Run.
3. Type services.msc in the text box and click OK. The Services window opens.

4. Right-click Argus Insight Service and then select Properties. The Argus Insight
Service Properties dialog box opens.

5. Set the value of the Startup type field to Automatic.
6. Click Start to start the Argus Insight Service.
7. Click OK to apply your changes and close the dialog box.

Note: To change the interval of different service tasks, modify the
entries in the Service.config file located in the Bin folder of Argus
Insight. All the times in the Service.config file are specified in seconds.

IMPORTANT! Ensure that the user who runs this service has administrator privileges.
If the user does not have administrator privileges, either the Scheduled CIOMS
Reports might not return or an LDAP user might not be able to log in to the Argus
Insight application.

4.6 Configuring the CIOMS and MedWatch Reports

These are required settings because PwReports.exe file is responsible for LDAP
authentication along with CIOMS and MedWatch reports.

1. Login to the Argus Insight Web Server.
2. Click Start and then select Run.

3. Type dcomcenfg in the text box and click OK. The Component Services window

opens.
il
@ File Action View ‘Window Help ‘_|E|i|

= @B R
=

[+ Component Services

[#-1§1] Event Viewer (Local) N@fme -

Services (Local) = Component Services
\fl]Event Yiewer {Local)
&8 Services (Local)

|

4. Navigate to Console Root, Component Services, Computers, My Computer, and
then select DCOM Config.
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Component Services

@ File  Action  View Window  Help .- J
« - @ £ 2
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= @ My Computer
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8 AcroBroker
iy AcroDisty
& AcroExch.Matrix
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>
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& AcroFDF
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o Background Inteligent Transfer Service
& Barcantral

@ Blocked Drivers

e R R R B e R R

|

5. Right-click PwReports and select Properties. The PwReports Properties dialog box
opens.

6. Click the Security tab.
T E— 2ix)

General| Location Secuity | Endpoints | Identiy |

i~ Launch and Activation P
" Use Defaut

it

g

Access Pemissions
% Use Dafaut

™ Customize

\_

" Use Defaut

' Cusfomize Edit.. |

7. Look in the Launch and Activation Permissions group, select Customize, and then
click Edit. The Launch Permission dialog box opens.

8. Click Add. The Select Users or Groups dialog box opens.
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Select Users or Groups =

21X

Select this object type:

[Uws, Groups. ot Built-in security prncipals Object Types. . I
Erom this locaton;

|sn=wwzc3u001 Locations. .
Enter the object names to select [examples).

SEVWKINODIMUSRE SRVWZKINODY Check Names
o | oo |

&

a. In the Enter the object names to select field, add the following information:

machine_name\IUSR

b. Click OK. The system returns to the Launch Permission dialog box:

Launch Permission EE3

Secuiity I

Group or user names:

ﬂ Administrators (SYMPRNODOO1\administiators)
€3 INTERACTIVE

. Intemet Guest Account [SYMPRNODODMAUSR_

€2 SYSTEM

SYMPRN

Permissions for Interret Guest
Account

Local Launch
Remoate Launch
Local Actvation
Remote Activation

| 0K I

Cancel |

9. Complete the Launch Permission dialog box as follows:

a. Select the newly created Internet Guest Account.

b. Grant the listed permissions to the account by selecting all the check boxes in

the Allow column.
c. Click OK.

10. Exit the Component Services program.
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4.7 Configuring the lIS File Download Limit

To configure the IIS file download limit for Windows 2008:

1.

3.

Go to the Internet Information Services (IIS) Manager.

[ Lk erned Tnlarmation Services (1

@... 1 SMCOGPRROOL ¢

Fie  View Hep

e-ld|” I8
6y 2t page
= B SYMCOGPRIO0T (SVMCOGPRFO0] WAdminkits stor)
Lt Apphestion Padk
(4] Stes

Double-click ASP in the right pane. The ASP dialog box opens.

U‘dll SYMCOGPRFO01 Home

Grongibry: Ares -5
ASPNET
“:‘
NET MNET MET Trust
N Levels
& o
> 1
Sesson State  SMIP E-mal
s
L @

B ashencaen 0l

SCHI g

WITR Redrect  WTTF
2500, Resrtors

F-

& Xy
Server Warker
Certificates Frocesses
Management
h & @
.
Frature 15 Manager 115 Manager
Dedngation  Premiwion Uhers.

[(Tromre). . o ven

158FT and 061 134P1 Flkers

3 -t ﬁ_ 3
Rophation  Connection  Machine ey Pages snd
Settings Sy Corkrals
L1 = T
= L] u
Compresson Defak Cwectory Error Pages

Deocumant By
A i ; =
¢ W JF

Loggng MIME Types Moddes

S
mm

Sharedd
Servin  Confipmation

le ASP
Display:  Friendly Mames =
E Behavior
Code Page o
Enable Buffering True
Enable Chunked Encoding True
Enable HTML Fallback. True
Enable Parent Paths False
= Limits Properties
Client Connection Test Inkerval 00:00:03
Maximumn Fequesting Entity Body Limit 200000
Queue Length 3000
Request Queue Time-ouk 00:00:00
se BufFering Limnit 4194304
Seript Tirme-ouk 00:01:30
Threads Per Processor Limit 25
Locale 1D 1]
Restart On Config Change True
E Compilation
Debugging Properties
Seripk Language WEScript
Bl Services
Caching Properties
Com Plus Properties
Session Properties

Cpe Frstue

Manage Server
E Restat

B sep
Viewr Application Pocks
Viter Stes

L
Gl elp

Expand Limit Properties and change the Response Buffering Limit from its
default value of 4 MB to a large value such as 200000000 (200 MB).
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4,
5.

4.7.1 Configuring the ASPMaxRequestEntityAllowed Value

@y Asp
Display:  Friendly Names v 5 Cancel
B Behavior © Hep
Code Page a Online Help
Enable Buffering True
Enable Chunked Encoding True
Enable HTML Fallback. True
Enable Parent Paths False
= Limits Properties
Client Connection Test Interval 00:00:03
Maximum Reguesting Entity Body Limit 200000
CQueue Length 3000
Request Queue Time-out 00:00:00
fFering Limit 200000000
Seript Time-ouk 00:01:30
Threads Per Processor Limit 25
Locale ID o
Restart On Config Change True

E Compilation
Debugging Properties
Script Language WBScript
B Services
Caching Properties
Com Plus Properties
Session Properties

Response Buffering Limit

Sets the maximum size of the ASP buffer, When response buffering is enabled, this property controls the maximum number of
bykes that an ASP page can write to the response buffer before a Flush occurs,

Click Apply to save the changed value.

Restart the IIS service.

a. Click Start and select Run.

b. Type iisreset -start in the text box.

c. Click OK.

Defining a value for the ASPMaxRequestEntity Allowed setting is optional.

You may need to set this value only if you use custom SQL scripts in advanced
conditions and only if the scripts have more than 70,000 characters.

If you receive AJAX errors when saving your custom SQL scripts that have more than
70,000 characters, you can increase the value of the ASPMaxRequestEntity Allowed
setting in the MetaBase.xml file. Increasing the setting ensures that the ASP can post
that much data onto the server.

To change the value of the ASPMaxRequestEntity Allowed setting:

1.

Stop the Internet Information Services (IIS):

iisreset /stop
Navigate to the following folder:
\WINDOWS\system32\inetsrv

Open the MetaBase.xml file for editing.
Find the following line in the file:
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ASPMaxRequestEntityAllowed=

Set this value to the lowest possible value that allows for the functionality you
need. A common value is 500000. The maximum value is 1,073,741,824 bytes.

Save the file.
Restart the Internet Information Services (IIS):

lisreset /start

Alternatively, you can use DOS commands to change the value of the
ASPMaxRequestEntity Allowed setting:

1.
2.

Open the DOS command prompt.

Change to the following directory:

cd drive:\inetpub\adminscripts

where drive is the hard disk where IIS is installed.

Enter the following command:

cscript adsutil.vbs set w3svc/ASPMaxRequestEntityAllowed value

where value is the lowest possible value that allows for the functionality you need.
A common value is 500000. The maximum value is 1,073,741,824 bytes.

Restart the Internet Information Services (IIS):

lisreset /start

4.8 Using Export and Import to Copy Configuration Data

Before configuring export and import functions, be aware of the following:

Before importing or exporting to or from a network drive, verify that you have
mapped the network drive. This tool does not support direct access to network
drives.

Before copying Argus Data, incremental ETL should be completed on Source
Insight Database from Source Argus.

It is assumed that the configuration of the instance of Argus used to run Initial and
Incremental ETL on the source Insight data mart will also be copied and applied
on the new Argus Instance which will be associated with the new Insight data
mart.

Data must be imported after loading Factory Data and before running Initial ETL
on destination environment.

In a multi-tenant environment, you must ensure that all the enterprises which are
part of the source Argus Insight database, have been created in the Target Argus
Insight database.

4.8.1 Exporting Data

To export data:

1.
2

Start the Argus Insight Schema Creation Tool.
Click Export Data. The Export Utility dialog box opens.
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(3 Export Utility E3

Schema Owner; I;_\pp,_ MART

Databaze: I

Schema Pazsword: I|

Enter Durmp, Log and FAR File Mames

Fﬁpﬂf]t Durnp File: Hame IIZ:'\I'-‘r-Jg| am Files [#8R]\Oracke®ArgusinsightiD atabase DB InstalletCopy_Confin D2 |
.dmp
Log File Hame [.log] Il'_‘:'\P.rogiam Files [#86)\Oracle\drous nsight\D atabase \DEIngtaller\Copy_Config Da |

Export I Lancel |

Enter the name of the schema owner, the schema password, and the name of

Enter the complete directory path and file name for the export dump file. You can

= Keep the default file location and name as specified.

»  Click the ... button next to the Export Dump File Name field. When the Export
Dump File dialog box opens, navigate to the appropriate location, enter the
file name in the File name field, and then click Save. The system returns to the

3.
database.
4.
choose to:
Export Utility dialog box.
5.

Enter the complete directory path and file name for the log file. You can choose to:

= Keep the default file location and name as specified.

»  Click the ... button next to the Log File Name field. When the Log File dialog
box opens, navigate to the appropriate location, enter the file name in the File
name field, and then click Save. The system returns to the Export Utility

dialog box.

6. Click Export to continue with the data export. This displays the Import Dump
Information dialog box, as shown in the following figure:

Import Dump Information E

Please make sure that

1. Export Dunp

2. Insight_export_tables.par
3. Application_type_check.sql
4, Truncate_delete_tables.sql

files are in the same location while Importing,

7. Verity the list of files and Click OK. This displays the following command screen:
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|C:happ,MIMANDA' product’, 11.2.0 client_ sqlplus.exe

SQL*Flus: Release 11.2.8.3.8 Production on Fri Jun 7V 14:27:37 2013
Copyright ¢c)> 1982, 2811, Oracle. All rights reserved.
Enter Password for User APR_MART : _

8. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

Enter Password for User APR_MART :
gg#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂ#Hﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂHﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂgﬁ

Argus Inzight 7.8.3
Module — Export Data from Source Database
Preferably Ualidate Schema on Source Database before proceeding
CopyRight Oracle Corporation 2813 <All Rights Reserved)

i i
00 000 00 00 R

Connecting as APR_MARTEAI?A3
Connected.

gg#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂgﬁ

it I1f user failed to connect to database then stop here and restart the tool.iill
it it

it To =top processing close current window. i
1 iH
T S S R T R T R R R R R i
Press Enter if the Script successfully connected as APR_MARTRAI?B3

9. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This displays the
screen, with the Argus Insight Mart details.

10. Verify the details mentioned on the command screen and press Enter. This
displays the following command screen:
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ppMIMANDA product' 11.2,
#iTemorary Sequence table creation and population started

W R R R R R R R R R E R R R R R R

ﬂﬂﬂ#ﬂ#H#ﬂ#ﬂﬂﬂﬂﬂﬂ#H#ﬂ#ﬂ#ﬂ#ﬂﬂHﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂHﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#
#Temorary Sequence tahle creation and population complet
#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂ#

HRf iR R R R R R R R R R R R R R R R R R R R R R R R R
# Exporting Source Data

## Ignore errvor ERP-08811 if table is empty

# Enter password for APR_MART

SRR R R R R R R R R R R R R R R
'C:sProgram Files (xB6>\OraclesArguslnsightsDatabases~DBInstaller~Copy_ Config_Dat
asinsight_export_tables.par’ FILE='C:“Program Files {x86>“0racle~Arguslinsight:Dal
tabasesDBInztaller~Copy_Config_Data:Export.dmp’ LOG='C:“Program Files (x86>-0rac
ae\ﬂrgusInsight\Datahase\DBInstalleP\Cupy_Cnnfig_Data\ExpuPt_lng.lug'

ote:

Export: Release 11.2.8.3.8 — Production on Fri Jun 7 14:28:44 20813
Copyright (c> 1982, 2811, Oracle andrsor its affiliates. All rights reserved.

11. Enter the password for the APR_MART user and press Enter. This displays a
commit complete message along with the confirmation that the data has been
exported successfully. Press Enter to continue.

The system displays a message when the Argus Insight configuration data has
been exported:

Argus Insight Schema Creation Tool | x|

Export of Insight Configuration Data completed.

Please verify the log files in Folder C:\Program Files
CgeOraclel argusInsight\Database)\DBInstaller\Copy_Config_Data

12. Click OK to close the dialog box. Be sure to review the log files for information
about the export as well as export errors, if any.

Log files are in the following folder:

\Program Files\Oracle\ ArgusInsight\Database\DBInstaller\Copy_Config_Data

4.8.2 Importing Data
To import data:

1. Start the Argus Insight Schema Creation Tool.
2. Click Import Data. The Import Utility dialog box opens.
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3 Import Utility
Schema Owner: I'MJFJ'— MART Schema Password: Ixxxxxxx
Database: IPH MART

Enter Dump File name and Log File name

Cump File Mame [.dmp]

ez [«BEDracletArguzlnsightiDatabazesDE| nstaller Copy_Config_Data\E sport.dmp |

Log File Name [log] IF;:'\F‘.ragram Filez [» Oracletdrguslnzight\D atabs

=4[1B nztalle

IMPORT.LOG| |

Irnport I

database.

to:

= Keep the default file location and name as specified.

s Click the ... button next to the Dump File Name field. When the Import Dump
File dialog box opens, navigate to the appropriate location, enter the file name
in the File name field, and then click Open. The system returns to the Import

Utility dialog box.

= Keep the default file location and name as specified.

s Click the ... button next to the Log File Name field. When the Log File dialog
box opens, navigate to the appropriate location, enter the file name in the File
name field, and then click Open. The system returns to the Import Utility

dialog box.

The system opens a dialog box that lists the prerequisites to importing data.

Argus Insight Import Pre Requisites

Argus Insight Import Pre
Requisites

Please werify following before importing data:

1. Source and Target version of Insight database are same,
2.) Data can be imported only after Factory Data is loaded and before Initial
ETL is started.
3.} Incremental ETL should have been completed on Source Insight Database
({source of dump file) Fram Source Argus Database,
4.1 1t is assuf~ed that the configuration of the instance of Argus used to run
Initial and In¥emental ETL on the Insight Data Mart

will also be copied and applied on the new Argus Instance which will be
associated with the new Insight Data Mart or source

Argus database for this new Insight is same as for source of dump file

Press OF ko proceed, Cancel to Abort

Cancel
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7. Review the prerequisites and verify that your system complies with the
requirements.

s If you have not met all the prerequisites, click Cancel to stop the data import.
Complete all prerequisites before restarting the data import process.

s If you have met all the prerequisites, click OK. The system displays the
following command screen:

SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 14:34:27 2813

Copyright (c> 1982, 2811, Oracle. All rights reserved.

Enter Passzuword for User APR_MART - _

8. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

sqlplus.exe

Enter Password for User APR_MART :
mtuuumnnmmnmuuuuuuuuuuumntumnnnnmmtmtmtmmmtmtmnntuuuuuuuuuuuuuuuuuuuuug

Argus Inszight 7.8.3
Module — Import Data into Target Database it
Preferabhly Ualidate Schema on Source Database before proceeding
CopyRight Oracle Corporation 2813 (All Rights Reseruved)
B S S R R S R B R R R R

Connecting as APR_MARTEPRMART
Connected.

RERHEHRE AR R R ER R R R R R R R R R R R R R R R R R R R R R R

If wser failed to connect to database then stop here and restart the tool.

To stop processing close current window.
H gt gt gt gt gttt gt gttt gttt g g st
Press Enter if the Script successfully connected as APR_MARTEPRMART

9. Verify that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter. This displays the
screen with the Argus Insight Mart details.

10. Verify the details on the command screen and press Enter. This displays the
following command screen:
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4 MIMANDA product’ 11 bin’,
PL/SQL procedure successfully completed.

#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬁﬂﬂﬂ#ﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬂﬂ#ﬂ#ﬂ#ﬂﬂ#ﬂﬁﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬁﬂﬁﬂ#ﬂ#ﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂ
# Disabling all the APR_MART Trigy
#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂ#ﬂ
PL/SQL procedure successfully completed.
dE R R R R R R R R R R A R R R R R R
# Truncating or Delete the tahles to he imported..
S S S A S R R R I R
Commit complete.
R T B R R T A T 0 S TR T S SR R B B R R 0 S R i i
# Importing Tables

Enter password for APR_MART
SR R R SR S T T S S R S R S R i i
Import: Release 11.2.8.3.8 — Production on Fri Jun 7 14:35:23 2813
Copyright {(c> 1982, 2811. Oracle and-sor its affiliates. HAll rights reserved.

Password:

11. Enter the password for the APR_MART user and press Enter. This displays a
confirmation message that the data has been imported successfully along with the
location of the log file.

12. Press Enter to continue. When the Argus Insight configuration data has been
imported, the system displays the following message:

Argus Insight Schema Creation Tool [
Import of Insight Configuration Data completed.

Please verify the log files in Folder Ci\Program Files
(xEa i Oraclel ArgusInsightiDatabasel DEInstaller

13. Click OK to close the dialog box. Be sure to review the log files for information
about the import as well as import errors, if any.

Log files are in the following folder:

\Program Files\ ArgusInsight\DBInstaller\Copy_Config_Data\Log

4.9 Using Argus Safety to Configure Enterprises for Argus Insight

Using Argus Safety to configure enterprises for Argus Insight is supported in
multi-tenant installations only.

In addition, you must be a valid LDAP user and you must have access to the Argus
Safety global home page. See the Global Enterprise Management section of the Argus
Safety Installation Guide for detailed steps on logging and accessing Argus Safety global
home page.

To create an enterprise in Argus Insight:

1. Log in to the Global Enterprise Management portlet.
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Select an enterprise from the Enterprises folder in the left pane. The Enterprises
folder includes only those enterprises that you have privilege to access:

Containg v[ [ Filies | ¥ Enterprise Name
- ) - |Enterpri@32 | ¥ Active
Rows 16 (5] ¥ Enterprise Short Name
EE Enterprizes |Enlerpr'se2 |
| J21ENTO4 =
[iziznmos R SR
Title First Name Middle Hame La:
~{z1EnTo7 [Enterprise iEnterprrseZ | |Enterpr'532 | | |
'"DEN“ Address City State/Province
~[JenTe | I |
{ iEnterprise1 Postal Code Country
| Il |
Department Phone Fax
I | Il |
Email Address
i |
Hotes
i
|
|
L
e | T T T |

Click Copy Enterprise to Insight to initiate the creation of the selected enterprise
in Argus Insight.

Note that the Copy Enterprise to Insight button:
» s disabled if the selected enterprise already exists in Argus Insight.
= Isenabled if you have Copy Configuration role in any of the listed enterprises.

The system opens the following screen:

prowser [everpneer
Contains =] | = v Mame
Jisplaying Rows 1-6 (6) [=]iz]E]ez] [Enterpriset ]

¥ Enterprise Short Hame
[Enterprisel ]

-5 Enterprises
L.[j21EnTos
{H21enT0S
i-[i21ENTo7
e
[EnTe

| [iEnterpriset

e ]

Use the Copy Enterprise Configuration From field to select the source enterprise
from which the information will be copied.

Note that the drop-down list includes only those enterprises that meet the
following two conditions:

» The enterprise has already been created in Argus Insight.
= You have been assigned Copy Configuration privileges for the enterprise.

Click Setup. The system begins to copy the configuration and displays status
information throughout the process:
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¥ Argus Insight Copy Configuration Data Scurce

Copy Enterpnse Configuration From 'I
| || Argus insight Copy Configuration Data Status

Copy List Maimeranee Configurstions CLT T

Copy User Groups o
Copy Standard Reports o

Copy Comeneon Prafile Swilches
Copy Qusries

Copy Acenas Rights o

e — Canenl

6. Click Finish to complete the creation of the enterprise in Argus Insight.

4.10 Securing Sensitive Configuration and Operational Data

For security reasons, you should configure permission settings for certain files and
folders on the Argus Insight Web Server. The permission settings ensure that only the
IIS user can access these files. Local system login accounts that are not part of the
Administrators group cannot make changes to the files.

Windows Directory File

For the user under which IIS is running, the ai.ini file requires a permission of Full
Control.

Shared Folders

For the user under which IIS is running, the following folders require a permission of
Full Control:

s CacheTemp

s ScheduledReports
s PDFReports

= ASP

[ ] Bin
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Extracting, Transforming, and Loading Data

This chapter describes the steps required to run and work with the initial extract,
transform, and load (ETL) process.

This chapter includes the following topics:

Prerequisites, Cautions, and Warnings
Running the Initial ETL

Running the Initial ETL Again
Processing a Failed ETL

Restarting the Initial ETL Process

5.1 Prerequisites, Cautions, and Warnings

Before running the Initial ETL, ensure that Auto extend is set to ON for all the data
files in the database that are related to staging and MART.

In addition, note that:

Because the initial ETL requires a huge amount of temporary space, set the temp
space to 100 GB to prevent data errors. After completing the Initial ETL, reduce the
temp space to 30 GB.

After the Initial ETL completes, the balancing log may show differences between
the Argus/Stage and MART table counts. This is because of the derivation rules
applied to the data mart.

The system may display the following message:
Warning !!! - Could not locate MedDRA-J User in the Argus Database.
Ignore this warning for all MedDRA tables.

Do not run incremental ETL for more than 50,000 cases. Run the Initial ETL again
if the number of cases exceeds 50,000.

5.2 Running the Initial ETL

To run the initial ETL:

1.
2.
3.

Log in to the Argus Insight Web Server as a user with administrator privileges.
Click Start.

Navigate to Programs, Oracle, Argus Insight, and then select Schema Creation
Tool.
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4. Click Initial ETL. The Oracle Database Connect dialog box opens.

Oracle Database Conneck

Uszer

I.&.F'H_M.ﬂ.H T
Password: Cancel

D atabase:

| prrart

5. Connect to the Oracle Database:
a. Inthe Password field, type the password for the APR_MART user.
b. In the Database field, type the name of your Argus Insight database.
c. Click OK.
The Initial ETL Status dialog box opens.

ETL Time
Start Time of Last ETL Run:

Stant Time:

ETL Process
Progress: 0%

Curnent Process:

[t | oo |

6. Click Start ETL to start the initial process of extracting, transforming, and loading
data. The system prompts for confirmation that you have completed the required
configuration steps.

Initial ETL Configuration Check |

€ Please confirm that you have already configured the following items.
\...“/

1) Mapping of the Case Workflow States

2) Derivation Rules

3) Duration Yalue Bands

4) Datasheet Configuration

5) Data Population Switch for Interchange, Affiliate and FACT Tables
6) ETL e-rnail

Click Yes if you have already configured these items (or do not need to configure them)
Else click Mo
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7.

Click Yes if these items have already been configured. The system displays a status
dialog box showing the start time of the ETL, the progress bar, and the current
process in execution.

il
3 Initial ETL Status

~ETL Time ETL -'l

Start Time of Last ETL Run: 6/7/2013 1:08:48 FM

Start Time: B/T42013 1:24:22 PM

— ETL Process

Progress: _ 20 %

Current Process: [rata population completed for slm_failure. code

ETL Completed/ o/
Total Enterprizes:

Stop ETL

While the ETL is in progress, you can:

s Click Close to close the dialog box and exit from the Schema Creation Tool.
Closing the dialog box does not affect the execution of the ETL process.

s Click Stop ETL to halt the ETL process. For more information about this
option, see Section 5.2.3, "Stopping the Execution of ETL."

The system displays a status message when the initial ETL process is completed.

(S Initial ETL Status

~ETL Time
Start Time of Last ETL Run:

Start Time: EA7420131:08:48 PM

~ETLP

Current Process: Imitial ETL process completed.

ETL Completed/ 141
Total Enterprizes:

Balancing Logs RunETL

5.2.1 Generating the Balance Logs

When the system successfully completes the Initial ETL process, you should generate
and check the logs.

To generate the balance logs:

1.

Wait until the system displays the dialog box that reports the initial ETL
completed successfully.

Click Balancing Logs. The system prompts for confirmation that you want to
generate balancing logs for the completed Initial ETL.

Click OK. This displays the following command screen:
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SQL*Plus: Release 11.2.8.3.8 Production on Fri Jun 7 13:21:39 2813
Copyright <c> 1982, 2811, Oracle. All rightz reserved.

gxﬂ#ﬂ#ﬂﬂ##ﬂﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂ##ﬂﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂkﬂﬂ#kﬂﬂ#ﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂkﬂﬂ#kﬂﬂ§§

b Argus Insight 7.8_3

e

bieid Generate balancing logs

bieid Copyright r2813 Oracle GCorporation. fAll Rights Reserved.

s i
HEHE I A 0 I B S R
Enter Password for user APR_MART :

4. Enter the password for the APR_MART user and press Enter. This displays the
following command screen:

Argus Insight 7.8.3

Generate halancing logs
Copyright r2813 Oracle Corporation. All Rights Reserved.

i b2
B R R S R R L i i
Enter Password for user APR_MART :

HHER T R R R R R R R R R R R R
ﬁﬁ If user failed to connect to database then stop here and restart the toolxﬁ
gﬁ To stop processing cloze current window. ﬁﬁ
xﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂﬂﬂﬂﬂﬂﬂﬂ#ﬂxﬁ

Press Enter if the Script successfully connected as APR_MARTEPRMART

5. Verify that that the script is successfully connected as <APR_MART User
Name>@<Argus Insight Database Name> and press Enter.

The system opens a command window and generates the balancing logs.

_iof)

Argus zightsMain SourcexDatabase Source\DBInstaller>REN Proje
r Reports
Argus Insight\Main SourcesDatab SourcesDBInstaller>REN File
Bal_Reports.bat
ghtsMain SourcesDatabase SourcesDBInstaller>REM Desce|
cing Staging and Mart
E:\USS SOURC s ght\Main ata SourceDBInstaller>REM Creat
ion and Modi

::\USS SOURCEMArgus in S C ata ourcesDBInstaller>REM
Uersion

s SOURCEMArgus
1.8

SOURCEMArgus Insight\Main Sou “Databe SourceDBInstaller>REM

USS SOURCEMArgus htsMain SourcesDatabase SourcesDBInstaller>sglplus APR
MART “manag 2 Gen_Bal_Repor sgql
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When the logs are generated, the system displays a dialog box that lists the
location and names of the log files.

6. Click OK to close the dialog box.
7. Open and verify the contents of each Balancing Report.
The Balancing Reports are located in the following folder:
drive:\VSS SOURCE\ Argus Insight\Main Source\Database Source\DBInstaller
The log files are named:
s etl_ini_atos_bal Im_cfg_rep.log
= etl_ini_atos_bal rep.log
s etl_ini_stom_bal Im_cfg rep.log

= etl_ini_stom_bal_rep.log

5.2.2 Closing the Initial ETL Status Dialog Box

To close the Initial ETL Status dialog box and exit from the Schema Creation Tool:

1. Click Close. The system prompts for confirmation that you want to close the
Schema Creation Tool application.

2. Click OK.

5.2.3 Stopping the Execution of ETL

You can choose to stop an ETL in progress.

S Initial ETL Status
ETL in Progress

~ETL Time
Start Time of Last ETL Run: E/7/2013 1:08:48 PM
Start Time: BA7/2013 1:24:32 PM

~ ETL Process
Progress: _ 20 %
Current Process: Data population complated for slm_failure code
ETL Completed/ i/l
Total Enterprizes:

Stop ETL

To halt the execution of the initial ETL process:

1. Click Stop ETL. The system prompts for confirmation that you want to stop the
ETL currently in progress.

2. Click OK. The system halts the ETL process and returns to the Initial ETL Status
dialog box:
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joimntalErstates x|
ETL Time
Stait Time of Last ETL Run:
Stan Time: 4/3/200311:5311 AM
ETL Process
P —
Current Process: Initial ETL has been stopped successhuly,

Conie | Restat ETL ||‘ Toe ||

At this point, you can select one of the following options:

= To continue extracting, transforming, and loading the data that was in
progress, click Continue.

To start the initial ETL from the beginning, click Restart ETL.

To exit from the Schema Creation Tool application, click Close.

5.3 Running the Initial ETL Again

To start the ETL process from the beginning;:
1. Click Run ETL.

€ Initial ETL Status

~ ETL Time
Start Time of Last ETL Run:

Start Time: B/7/2013 1:08:48 PM

~ ETL Process

Current Process: Initial ETL process completed.

ETL Completed/ 1M
Total Enterprizes:

Balancing Logz | RunETL |

The system prompts for confirmation on whether you want to start the initial ETL
from the beginning.

2. Click OK. The Oracle Database Connect dialog box opens.

Oracle Database Connect

zer:

[4PFR_MART
Pazsword: LCancel |
[

Databaze:

|PRM&RT

3. Enter the password for the APR_MART user, and then click OK. The initial ETL
process starts from the beginning.
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5.4 Processing a Failed ETL

The initial ETL

may fail due to an error. If an error occurs, the system stops processing

the ETL and displays the following screen:

© Initial ETL Status x|

- ETL Time
Start Time of Last ETL Aun: 3/26/2008 337.11 PM
Start Time: 3/26/2008 5:40:55 PM
- ETL Process
Ao E———
Cunient Process: Ertor wihde enscuting ntisl el proceduie - p_comple_objects_with_log
ETL Error
Logld | ProcessMame | Process Descripton | Issue Details | Log Tme |

4084 p_compse_object Emor whils exscutin..  ORA20010 ORA-01476: drvisor 12 squal to zerol - 3726720095385

Coire | e | RemateTL ]

You can choose any of the following options for the failed Initial ETL process:

»  Click Continue to continue the failed Initial ETL process.

= Click Igno

re to ignore the failed Initial ETL process.

»  Click Modify Attributes of ETL Data Exclusion if PRE_REQ_CHECK_FLAG
switch is set to ABORT.

Note:

These modifications must be done before running the Initial

ETL process.

5.4.1 Continuing the Failed Initial ETL Process
To continue the Initial ETL process from the failed ETL procedure:

1. Double-click on the ETL error. The system opens a dialog box that contains details
of the error.

x

AN

ID: 4054
Table Mame: p_compile_objects_with_log
Description: Error while executing initial etl procedure - p_compile_objects_with_log
Error Description: ORA-20010: ORA-01476; divisor is equal to zero
-- ERROR while compiling -
Ak 26-MAR-09
Time: 3/26/2009 5:35:58 PM

2. Review the error information, and then click OK.
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3. Right-click on the ETL Error, and click Copy to copy the error data.

_>g
ETL Time
Start Time of Last ETL Run:  3/26/2009 33711 PM
Start Tune: A/26/2009 5 4055 PM
ETL Process |
P E—
Cumrent Process: Enor while execuling ntsal ef procedure - p_compae_obyects_vath_log

ETL Ervor

Contirue ] lorore ] RqutLI Chose I

4. Click Continue to continue the failed ETL process. The system prompts for
confirmation that you want to start the initial ETL from the stopped process.

5. Click OK. The system continues with the ETL process (if no errors are found).

%
ETL in Progress.

ETL Time -

Start Time of Last ETL Run: 3/26/20089 33711 PM

Start Time: 3/26/2003 54055 PM

~ETL Process — ]

P B e

Current Process: Starting compdation of invahd cbyects for schema - APA_MART
stopETL | [ Gose ]

5.4.2 Ignoring the Failed Initial ETL Process

To ignore a failed ETL process and continue with the next process in the ETL:

1. Click Ignore. The system prompts for confirmation that you want to skip the failed
process and continue executing the Initial ETL with the next process.

2. Click OK. The system starts the Initial ETL from the next process and continues
with the ETL process (if no errors are found).

5.4.3 Modifying the Attributes of ETL Data Exclusion

You must modify these attributes before ETL execution.
To modify ETL Data Exclusion attributes:
1. Log in to the Argus Insight application as a user with administrator privileges.

2. Click the Tools tab in the upper-right corner of the Argus Insight Home page to
open the ADMINISTRATION TOOLS page.
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3. C(lick the List Maintenance tab.

4. Select Profile Switches from the List Maintenance Items group. The system
updates the Attributes group with the profile switches you can modify.

5. Select ETL Data Exclusion and click Modify. The following Modify Attribute
dialog box opens:

e | Argus Insight - Modify Attribute -- Webpage Di... @

Modify Attribute

Attribute
ETL DATA EXCLUSION

Value
| ABORT
Key
PRE_REQ_CHECK_FLAG
Description
IGNORE - Continue the ETL but skip cases with

erroneous data, ABORT - Abort the ETL if it encounters
cases with erroneous data.

[ OK H Cancel ]

6. Click the Value field and enter one of the following values:

s If you want the ETL process to skip cases with erroneous data and continue
processing all other cases, enter IGNORE.

= If you want the ETL process to abort when it encounters cases with erroneous
data, enter ABORT.

7. Click OK to save your changes and return to the List Maintenance tab.
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5.5 Restarting the Initial ETL Process

omumen st
ETL Time - T
Start Time of Last ETL Alun:  3/26/2009 33711 PM
Start Time: 3/26/2003 5:40.55 PM
ETL Process — 1
P, e
Cunrent Process: Eror wehie eyacuting irnttial el procedure - p_comple_objects_with_log ‘
ETL Error 1
| Logld | ProcessMame | Process Desciiption | Issus Details | LogTme |
4084 pcompde_object . Enor whis executin.  ORA-20010. ORA-D1476: dvisor is equal o 2erof - 3/26/2009 5385

e | o | _messten. |[oew ]

To restart the Initial ETL process starting from after the confirmation message and

APR_MART password input:

1. Click Restart ETL. The system prompts for confirmation that you want to start the

initial ETL from the beginning.

2. Click OK. The Oracle Database Connect dialog box opens.
User
[4PR_MART x
Password: Cancel
Database:
||:nrrnart
3. Connect to the Oracle Database:
a. Inthe Password field, type the password for the APR_MART user.
b. In the Database field, type the name of your Argus Insight database.
c. Click OK.
4. Click Start ETL to start the initial process of extracting, transforming, and loading

data. The system prompts for confirmation that you have completed the required

configuration steps.
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Initial ETL Configuration Check |

D] ) Please confirm that you have already configured the following items.
-

1) Mapping of the Case Workflow States

2) Derivation Rules

3) Duration Yalue Bands

4) Datasheet Configuration

5) Data Population Switch for Interchange, Affiliate and FACT Tables
6) ETL e-mail

Click Yes if you have already configured these items (or do not need to configure them)
Else click Mo

5. Click Yes if these items have already been configured. The system displays a status
dialog box showing the start time of the ETL, the progress bar, and the current
process in execution:

i
ETLin {
ETL Time oo
Start Time of Last ETL Aun: 3/26/2009 33711 PM
Start Time: 3/26/2008 54055 FM
~ETL Process
P B T
Current Process: Starting compdation of invalid objects for schema - APR_MART
stopETL | [ Goee |

When the system finishes the ETL process, click Close.
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6

Configuring the BIP Environment

Once you have installed the BI Publisher (BIP), you need to configure certain settings
to be able to view the available reports in BIP. This chapter introduces you with the
steps to make those configuration changes using BIP.

This chapter comprises the following sub-sections:

Uploading the Argus Insight.xdrz file to BIP

Creating PRMART JDBC Connection

Managing Users and Roles: BI Publisher Security Model

Managing Users and Roles: Oracle Fusion Middleware Security Model
Configuring BIP Users and Roles: Oracle Fusion Middleware Security Model
Configuring BIP Roles and Permissions: BI Publisher Security Model

6.1 Uploading the Argus Insight.xdrz file to BIP

Note: You must be logged in to BIP with the BI Admin User
credentials to be able to upload the Argus Insight.xdrz file. You can
refer to Table 6-3 for more information on the BI Admin User.

To upload the Argus Insight.xdrz file to BIP, execute the following steps:

1.

Copy the Argus Insight.xdrz file from the following location on the Argus Insight
Web Server to the local file system:

Drive:\<Argus Insight Installation Folder>\ Arguslnsight\BIP\Repository

Log on to BIP using the BI Admin User credentials. This displays the BIP Home
Page as depicted in the following figure:
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ORACLE

Create ...

Report

% Report Job
=

More™

Data Model

Browse/Manage ...
[ catalog Falders

Report Jobs

B Report Job History

Get Started ...

% Dosuriad B1 Fublisher Tools =
@ Help Contents
a

Oracie Technoloay Network

BI Publisher Enterprise

E new

Home | Catalog

@ Recent

Recent Reports

s =

@ | Administration

B& Open

Help > | Signout ]

d In As orcladmin

=

Line Listing Report-LE
Cpen |Edit |Morev

Bollerplates
Open |Edit |Morew

Line Listing Report_LE
Cpen |Edit |Morev

Line Listing Report_LE
Cpen |Edit |Morev

Others

Line Listing Data Mode!
Edit

3. Click Catalog as highlighted in the following figure:

ORACLE

Create ...

Report

% Report Job

More™

Data Model

Browse/Manage ...

[0 catalog Falders
B8 report Jobs
B Report Job History

Get Started ...

% Dosuriad B1 Fublisher Tools =
® Help Contents
LY

Oracie Technoloay Network

BI Publisher Enterprise

Line Listing Report-RTI
Cpen |Edit |Morev

® | Admini
E new

Home | Catalog
—

@ Recent

Recent Reports

320286501 =

202385011

B& Open

Help v

ned In As orcladmin ¥

g

Line Listing Report-LE
Cpen |Edit |Morev

Bollerplates
Open |Edit |Morew

Line Listing Report_LE
Cpen |Edit |Morev

Line Listing Report_LE
Cpen |Edit |Morev

Others

Line Listing Data Mode! [%
Edit

Line Listing Report-RTI
Cpen |Edit |Morev

This displays the Catalog screen with the Folders and Tasks sections.

4. Click Shared Folders in the Folders section as shown in the following figure:

ORACLE"
Catalog

=l Folders

Shared Folders
Trgus Imeligence

(3 components
B3 evm

B3 ent2
Samples

(4

= Tasks

3 Argus Intelligence

(23 Expand E# Upload
3¢ Delete & Download
Copy 3 cut

3 Paste = Rename
(A Permissions @08 Properties

(& Export xLIFF

BI Publisher Enterprise

G~ M8 E D R E - | Loation [ssharedroiders

ey

Argus Intelligence | Last Modified 7/3/12 4:12 AM | Created By Administrator
Development

Expand | More

Components | Last Modified 6/13/12 6:32 AM | Created By

Expand | More

ENT1 | Last Modified 8/21/12 1:27 AM | Created By ordladmin
Expand | Maorev

ENT2 | Last Modified §/21/12 1:29 AM | Created By ordladmin
Expand | More

samples | Last Modified §/13/12 6:32 AM | Created By
Expand | More
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5.

Click Upload in the Tasks section as highlighted in the following figure:

CRACLE" BI Publisher Enterprise search [ @ | Administration | Help signout O
h Home | Catalog | [ New~ | BS Open Signed In As orcladmin
B3 LW & E T R B~ | Locton [/shared Foders v )
= Folders Arglllslntelligence | Last Modified 7/9/12 4:12 AM | Created By Administrator

B[ My Folders
[ Shared Folders

Expand | More

Components | Last Modified §/13/12 6:32 AM | Created By

E[] Argus Inteligence Expand | Morev

B[ Components ENT1 | Last Modified 8/21/12 1:27 AM | Created By orcladmin

] T

B3 enT1 Expand | Morev
E[3 Ent2 ENT2 | Last Modified 8/21/12 1:29 AM | Created By orcladmin
EI[3) samples Expand | More¥
Samples | Last Modified 6/13/12 6:32 AM | Created By
Expand | Morev
= Tasks

3 Argus Intelligence

B2 E0erd

3 Delete @ Download
Copy 3 cut
[ Paste 1 Rename

L[4 permissions &) Properties

B Export xLIFF

This displays the Upload dialog box as shown in the following figure:

‘Upload [x]

Upload | |[ Browss... |

Qverwrite existing file |

Upload Cancel

Click Browse and navigate to the location where you have saved the Argus
Insight.xdrz file on the local file system.

Click Upload. Once done, an Argus Insight folder is created in Shared Folders.

Expand the Argus Insight folder to verify that the Generic Line Listing Data
Model exists in the Data Models sub-folder and the Generic Line Listing Report
in LE and RTF formats exists in the Reports sub-folder as highlighted in the
following figure:

ORACLE’ BI Publisher Enterprise )

Catalog
G 2 @) 8 B0 8 B v | losmton | shered roersjarcus%20ims gh/Genersl Reports v
= Folders Generic Line Listing Report-LE | Last Modified 10/4/12 2:20 AM | Created By bip_admin

E[3 My Folders
EEj Shared Falders

Lanlle
This report is 2 listing of cases with key Pharmacovigiance data elements
Open | Schedule | Jobs | Job History | Edit | More>

~ Lain] Generic Line Listing Report-RTF | Last Modified 10/4/12 2:20 AM | Created By bip_admin
BlE Argus Insight This repart is 2 listing of cases with key Pharmacovigilance data elements
E[ CoverPage Open | Schedule | Jobs | Job History | Edit | Marev
B General
D Nata
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6.2 Creating PRMART JDBC Connection

If you are installing BIP on a Windows machine, the TNS entry of Argus Insight must
be added in TNSNAMES.ora file of the BIP Web Server.

If BIP is installed on a Linux machine, no modifications to the TNSNAMES.ora file are
required.

Once you have uploaded the Argus Insight.xdrz file to BIP, you also need to create a
connection between the BIP and the database.

To connect the BIP and the database, execute the following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home

Page as depicted in the following figure:

ORACLE"

BI Publisher Enterprise

@ | Administration | Help signout {

Home | Catzlog | [ wew~ | BS Open Signed In As ordladmin

Create ...

@ Recent
Report

Recent Reports
% Report Job
=
£3 Data Moddl e =

s = o
More™

Browse/Manage ...

[ catsiog Folders

B3 Report Jobs

B Report ob Hstory Line Listing Report-LE Eollerplates Line Listing Report_LE Line Listing Report_LE Line Listing Repart-RTI

Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew Cpen |Edit |Morew

Get Started ...

@ Doswnload BI Publisher Tools ~ Others

@ Help Contents
h =
Cradle Technology Network

Line Listing Data Model
Edit

2. Click Administration as highlighted in the following figure:

ORACLE’

BI Publisher Enterprise

® | Administration | Help~ | signout O

Home | Catalog | B New BS Open~ | SignedIn As ordladmin v

Create ...

=
@ Recent
B

Recent Reports

Report Job

an
E Data Model ok

202855011 3
More™

Browse/Manage ...

3 Catalog Folders
Repart Jobs
B Report Job History Line Listing Repart-RTF Line Listing Repart-E Line Listing Report_LE

Line Listing Report_| Bollerplates
Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev

Open |Edit |Morev Open |Edit |Morev
Get Started ...

% Downlosd BT Publsher Togs | Others

@ Help Contents
3 El
Oracle Technology Network

Line Listing Data Model -
Edit

3. Click JDBC Connection in the Data Sources section as shown in the following
figure:
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© | Administration | Help~ | Signout O

ORACLE" BI Publisher Enterprise

Administration Home | Cataleg E new~ BS Open Signed In As ordladmin

% Data Sources S5 System Maintenance
3 [2 o8¢ connection 17 o server configuration
T @ 5cheduler Comfiguration
o File @ 5cheduler Diagnostics

@ LDAR Connection @ Report Viewer Configuration
@ OLAP Connection

é(_' Security Center F= Runtime Configuration
Fa @ Security Configuration B @ Properties
2 Roles and Permissions @ Font Mappings
@ Digital Signature @ Currency Formats
&3, Delivery [[=\ Integration
Y= N -
@ Delivery Configuration @ Oracle BI Fresentation Services
@ Printer
@ Fax
» Email
2 YebDAY
s HTTP
* FTP
@ CUPS Server

This displays the Data Sources Screen.
4. Click Add Data Source as highlighted in the following figure:

ORACLE" BI Publisher Enterprise © | Administration | Hepv | sgnout O

Administration Home | Catalog E new BS Open ¥ | Signed In As orcladmin v

Administration > JDBC
Dats Sources
IDBC | INDI | File | LDAP OLAP

urce Name

v

PRMART

eaaak

5. Inthe Add Data Source section:
a. Enter PRMART in the Data Source Name field.

b. Select the database from the Driver Type drop-down list. This auto-populates
the Database Driver Class field.

c. Enter the connection string in the Connection String field. You must enter all
the details in lower case in this field.

d. Enter the username (Argus Insight application DB user, for example, apr_app)
to connect to the database in the Username field.

e. Enter the password for the user in the Password field.

f.  Click Test Connection as shown in the following figure:
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signout O

Signed In As ordladmin

Help v

ORACLE" BI Publisher Enterprise ® | Administration

Home | Catzlog | & New~ | B® Open

Administration
Administration > JDBC > Add Data Source ~

Add Data Source
Apply | | cancel

General

System User checkbox to use the BI System User for your BI Server Datsbase Co

* Dats Source Name  [PRMART
= Driver Type | O

= Database Driver Class

* Connection String

Uss Systm User
* Username  |apr_a)
Passvicrd [as

Pre Process Function

Post Process Function

[liice Provy Authestication
Test Connection

Backup Data Source

If successful, this displays a confirmation message, as shown in the following
figure:

ORACLE" BI Publisher Enterprise © | Administration | Help

Home | Catalog | I New~ | BS Open Signed In As ads

Administration

Administration > JDBC > Add Data Source ~

y
g confirmation
Connection established successfully.

Add Data Source

| I—
Apply || cancal

General

6. Click Apply. This displays the PRMART Data Source in the list of already existing
data source names as shown in the following figure:

signout O

Signed In As orcladmin >

ORACLE’ BI Publisher Enterprise @© | Administration | Help ~

Home | Catalog | [ Mew v | B Open~

Administration

Administration > JDBC
Data Sources

JDBC | JHDI | File | LDAP | OLAP

Add Data Source
Data Source Name Connection String Delete
Si701mt3 70 @

This successfully creates a connection between BIP and the database.

6.3 Managing Users and Roles: Bl Publisher Security Model

Once you have uploaded the Argus Insight.xdrz file to BIP and created the JDBC
connection, you can start creating the users for the BI Publisher Security Model.

This section introduces you to the steps that you need to execute to create users, assign
the roles and permissions to those users, and configure server settings for the BI
Publisher Security Model.

This section comprises the following sub-sections:
= Configuring Server Settings

»  Creating Users and Assigning Roles to Users
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Creating Roles, Adding Data Sources, and Assigning Roles

6.3.1 Configuring Server Settings

Note: When using file systems such as NFS, Windows, or NAS for
the repository, ensure that the file system is secured.

To configure the server settings for the BI Publisher Security Model, execute the
following steps:

1.

2.

Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

Click Administration as highlighted in the following figure:

ORACLE’

BI Publisher Enterprise @ | Administration | Help> | Signout O

Home | Catalog | B New BS Open~ | SignedIn As ordladmin v

Create ...

E.

Report Job

=

HMore™

@ Recent

Recent Reports

Data Model ok - oA o ] o ]

Browse/Manage ...

23 catalog Folders
Repart Jobs
B Report Job History Line Listing Repart-RTF

Open |Edit |Morev

Line Listing Report-LE
Open |Edit |Morev

Line Listing Report_LE
Open |Edit |Morev

Line Listing Report_|
Open |Edit |Morev

Bollerplates
Open |Edit |Morev
Get Started ...

ﬁ Downlosd BT Publsher Togs | Others

® Help Contents
. El
Oradle Technology Network

Line Listing Data Model
Edit

Click Server Configuration in the System Maintenance section as highlighted in
the following figure:

4.

ORACLE

Administration

© | Administration | Help >

E tew

signout O

BI Publisher Enterprise

Home | Catalog BS Open Signed In As puneets

£ DataSources =6t System Maintenance
8, mec connecton |

@ Server Configuration
 JNDI Connection e

@ File @ scheduler Diagnostics
+ LDAP Connection * Report Viener Configuration
» OLAP Connection

Security Center Runtime Configuration

e

= Security Configuration
@ Users

= Roles and Permissions
= Digital Signature

= Properties
= Font Mappings
@ Currency Formats

Delivery [i=} Integration

B, Delivery = B i
elivery Configuration # Oradke B1 Presentation Services

@ Printer

@ Fax

# Email

2 /=AY

#HTTP

*FTP

» CUPS Server

This displays the Server Configuration Screen.

In the Catalog section, select Oracle BI Publisher - File System from the Catalog
Type drop-down list. If the Catalog Type is not Oracle BI Publisher - File System,
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the folder level permission settings cannot be done in BIP. Refer to the BIP
Technical Reference document for more information.

Note: Only Oracle BI Publisher - File System is supported in this
release.

5. Enter the path where all BIP folders, data models, and BIP reports will be stored in
the BIP server as highlighted in the following figure:

© | Administration | Help~ | Signout O

ORACLE" BI Publisher Enterprise

Administration

Home | Catzlog | B New~ | B® Open~ |SignedinAs puneets

Administration > Server Configuration ~

System

Server Configuration | Scheduler Configuration | Scheduler Diagnostics | Report Viewer Configuration

¥ TIP Any changss il anly take sffect after the spplication is restarted,

Apply | [ Cancel
Configuration Folder

The Configuration Repasttory contsins all configurstions, security, datesources, etc that you setup with BI Publisher,

Path [5{xde.server.canfig.dir}repasitory

Catalog

The Catalog contains =il contant such a5 reports and dats modsts,

6. Click Apply to save the changes.
7. Restart the Bl server.

Note: Because the repository is in the file system, the case sensitivity
of folder and Report Names is determined by the platform on which
you run Bl Publisher. For Windows-based environments, the
repository object names are not case-sensitive. For UNIX-based
environments, the Repository Object Names are case-sensitive.

For more information, refer to the Configuring Server Properties section of the
Administrator's guide for Oracle BIP.

6.3.2 Creating Users and Assigning Roles to Users

To create users and assign the required roles to the users in the BI Publisher Security
Model, execute the following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

2. Click Administration as highlighted in the following figure:
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ORACLE" BI Publisher Enterprise

Create ...
@ Recent
B

(1) Reportaob

Recent Reports

3
£3 Date Model e » IR— . ==

HMore™

Browse/Manage ...

23 catalog Folders
Repart Jobs

B Report Job History Line Listing Report-RTF Line Listing Report-LE Line Listing Report_LE Line Listing Repnruj@ Bollerplates

Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev
Get Started ...

@ Downlosd BT Publsher Togs | Others

® Help Contents
. El
Oradle Technology Network

Line Listing Data Model
Edit

3. Click Users in the Security Center section as highlighted in the following figure:

Administration | Help -

ORACLE' BI Publisher Enterprise

E ne BS Open Signed In As puneets ™

Home | Catalog

%{ Data Sources EagtJ System Maintenance
3, JDEC Connection = & server Configuration
 JNDI Connection @ Scheduler Configuration
@ File @ scheduler Diagnostics
#LDAP Connection *Report Viewer Configuration
2 OLAP Connection

| Security Center Runtime Configuration

= Propertiss
= Font Mappings
= Currency Formats

= Seqyity Configuration
@ Users
#nfesarld Permissions

= Digital Signature

Integration

., Delivery
@ Delivery Configuration ? # Oradle 81 Presentation Services
@ Printer
@ Fax
@ Email
@ WebDAY
*HTTP
*FTP
@ CUPS Server

This displays the Users screen.

4. Click Create User as highlighted in the following figure:

@ | Administration | Help~ | Sgnout O

E new~

ORACLE" BI Publisher Enterprise

Administration

Home | Catalog BS open v InAs puneets

Administration = Users
Security Center
Security Configuration | Users | Rolesand Permissions | Digital Signature

Mumber of rows displayed per page

Assign Roles Delete
L @
L @
L @
L @
: L
= i i

This displays the Create User Screen as shown in the following figure:
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@ | Administration | Helpv | Sgnout O

ORACLE" BI Publisher Enterprise

Administration Home | Catalog | I New~ | B® Openv |SignedInAs puneets

Administration > Users > Create User

Create User

Apply | | cancel

5. Enter the name of the user in the Username field.
6. Enter the password in the Password field.
7. Click Apply. The name of the user is displayed in the list of existing users.
Once you have created the user, you need to assign the required roles to the user.

8. Click the Assign Roles icon corresponding to the user that you have created as
highlighted in the following figure:

Administration > Users
Security Center
Security Configuration | Users | Roles and Permissions | Digital Signature

Number of rowes displayed per page ! 10 M |

Create User
Username Assign Roles Delate
administrator HE Eﬂ‘
Lk Wi i}
ok #i
i @

This displays the Assign Roles Screen for the user. The BIP system roles such as BI
Publisher Administrator, BI Publisher Excel Analyzer, BI Publisher Online
Analyzer, BI Publisher Developer, BI Publisher Scheduler, and BI Publisher
Template Designer are available by default along with the custom roles (if any)
that have been created by you. See section Creating Roles, Adding Data Sources,
and Assigning Roles for the steps to create custom roles. For more information on
system roles, refer to Understanding Bl Publisher's Users, Roles, and Permissions
in Administrator's Guide for Oracle Business Intelligence Publisher.

9. Select the role that you want to assign to the user from the Available Roles section
and click Move(>) to move the selected role to the Assigned Roles section as
depicted in the following figure:

ORACLE" BI Publisher Enterprise : © | Administration | Hep v | sgout O

Administration Home | Catzlog | [ New~ | B Open~ | SignedIn As puneets v

Administration > Users > Assign Roles: bipublisheruser
Assign Roles: bipublisheruser

ol

@&

® &
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10. Click Apply. This assigns the selected roles to the user.

For the list of users that you need to configure using BIP, refer to the Configuring
BIP Users and Roles: Oracle Fusion Middleware Security Model section of this
chapter.

6.3.3 Creating Roles, Adding Data Sources, and Assigning Roles

In addition to creating users and assigning them the required roles, you also need to
create certain roles, add data sources, and assign them the required roles.

To create roles, add data sources, and assign them the required roles, execute the
following steps:

1. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.

2. Click Administration as highlighted in the following figure:

ORACLE' BI Publisher Enterprise ® | Administration | Help~ | signout O

Home | Catalog | B New BS Open Signed In As orcladmin ~
~
Create ... 3
@ Recent
B .
Recent Reports
% Report Job
3
£3 Date Model e = IR— . ==
More ™
Browse/Manage ...
23 catalog Folders
Repart Jobs
B Report Job History Line Listing Report-RTF Line Listing Report-LE Line Listing Report_LE Line Listing Report_| Bollerplates
Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev Open |Edit |Morev
Get Started ...
ﬁ Downiosd BT Publsher Tools~ | Others
® Help Contents
. El
Oradle Technology Network
Line Listing Data Model |
Edit
v

3. Click Roles and Permissions in the Security Center section as highlighted in the
following figure:

signout O

@ | Administration | Hep

K tew +

ORACLE' BI Publisher Enterprise

Administration Home | Catalog BS Open~ | Signed In As puneets

£ DataSources =7 System Maintenance
& JDEC Connectian 3 @ Server Canfiguration
# JNDI Connection # Scheduler Configuration
# File # Scheduler Diagnostics
LDAP Connection #Report Viewer Configuration

@ OLAP Connection

4 Security Center

e

Runtime Configuration

= Security Configuration Properties
s = Font Mappings

= Digital Sgnatire

= Delivery Integration

il

2 5 Delivery Configuration
@ Printer
* Fax
#* Email
@ WebDAY
@ HTTP
#FTP
 CUPS Server

@ Oracle BI Presentation Services

This displays the Roles and Permissions Screen.

4. Click Create Role as shown in the following figure:
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@ | Administration | Heb> | Signout O

B new

ORACLE" BI Publisher Enterprise

Administration

Home | Catalog BS Open~ | Signed In As puneets

Administration > Roles and Permissions

Security Center

Security Configuration | Users || Roles and Permissions | Digital Signature

Bwtdicr cbriie et e TR e
Role Name Search

Create Role

Role Name Description Add Data Sources Delete
Admin EIP Admin @ i}
Data modsl access @ Ii§
This role has only Report sccess, @ m
M g

This displays the Create Role Screen.
5. Enter the name of the role in the Name field.
6. Enter the description for the role in the Description field.

7. Click Apply to create the new role, as highlighted in the following figure:

@ | Administration | Hep signout O

E new v

ORACLE' BI Publisher Enterprise

Administration Home | Catalog BS Open~ | Signed In As puneets ™

Administration > Roles and Permissions > Create Role
Create Role
Apply ||| cancel

This displays the role in the list of existing roles on the Roles and Permissions
Screen.

8. Click Add Data Sources Icon, corresponding to the role which you have just
created, as depicted in the following figure:

ORACLE" BI Publisher Enterprise ©® | Administration | Help

Administration Home | Catalog | [ New~ | B® Open~

Administration > Roles and Permissions
Security Center

Security Configuration | Users | Roles and Permissions | Digital Signature:

Mumber of rows displayed per page |10 ¥

Rols Name Search
Create Role

Role Name Description Add Data Sources Add Roles
Admin BIP Admin

Dats model access ﬁ
This rele has only Report scces, @

Fi

This displays the Add Data Sources Screen.

9. Select PRMART from the Available Data Sources section and click Move(>) to
move it to the Allowed Data Sources section, as highlighted in the following
figure:
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ORACLE" BI Publisher Enterprise © | Administration | Help | Sign Out

E new~

Home | Catalog BS Open Signed In As puneets v

Administration > Roles and Permissions > Add Dats Sources: ATRole
Add Data Sources: AlRole

A

ol

Database Connections

@

@

A
3

7
12 (
&

10. Click Apply to save the changes. This again displays the Roles and Permissions
Screen. See Creating PRMART JDBC Connection section for the steps to create the
JDBC connection.

11. Click the Add Roles icon, corresponding to the role which you have just created to
add the required roles, as shown in the following figure:

ORACLE’ BI Publisher Enterprise © | Administration | Help

B rew

signout O

Administration Home | Catalog BS Open~ | Signed In As puneets ™

Admiristration > Roles and Permissions
Security Center

Security Configuration | Users || Roles and Permissions | Digital Signature

Number of rows displayed perpage (10 %
Roke Name [ Search |

Create Role
Role Hame Description Add Data Sources Add Roles e
Admin EIP Admin L]

Dats

This role has only Report sccess,

HEEE
aaaaf

This displays the Add Roles Screen.

12. Select the roles that you want to include for the role from the Available Roles
section and click Move(>) to move the selected roles to the Included Roles section,
as highlighted in the following figure:

ORACLE

Administration

BI Publisher Enterprise © | Administration | Help v

E new~

signout O

Home | Catalog BS Open v | Signed In As puneets

Administration > Roles and Permissions > Add Rales: AlRole
Add Roles: AlRole

Cancel

@&

®

13. Click Apply to save the changes.

For more information, refer to the Configuring Users, Roles, and Data Access
section in Oracle Administrator's guide for Oracle BIP.

For the list of roles that you need to configure using BIP, refer to the Configuring
BIP Users and Roles: Oracle Fusion Middleware Security Model section of this
chapter.
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6.4 Managing Users and Roles: Oracle Fusion Middleware Security Model

This section introduces you with the steps that you need to execute to create users,
assign the roles and permissions to those users, and configure server settings for the
Oracle Fusion Middleware Security Model.

This section comprises the following sub-sections:
= Configuring Server Settings
»  Creating Users and Assigning Roles to Users

= Creating Roles, Adding Data Sources, and Assigning Roles in WebLogic Enterprise
Manager

= Creating Application Policy

6.4.1 Configuring Server Settings

The steps to configure the server settings in the Oracle Fusion Middleware Security
Model are exactly the same as that of the BI Publisher Security Model. Refer to
Configuring Server Settings for the steps to configure the server settings.

6.4.2 Creating Users and Assigning Roles to Users

Creating users for LDAP or SSO users is done using the LDAP servers which is
beyond the scope of this manual.

For the list of users that need to be configured, refer to the Configuring BIP Users and
Roles: Oracle Fusion Middleware Security Model section of this chapter.

6.4.3 Creating Roles, Adding Data Sources, and Assigning Roles in WebLogic
Enterprise Manager

To create roles, add data sources, and assign roles in WebLogic Enterprise Manager,
execute the following procedure:

1. Log on to the Enterprise Manager. This displays the Enterprise Manager home
page with a list of folders in the left pane.

2. Expand the Business Intelligence folder in the left pane and click coreapplication,
as shown in the following figure:
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ORACLE Enterprise Manager 11g Fusion Middleware Contral Setupw Helpw Log Out
SiFam+ | & Topology

3 Farm_bifoundation_domain @ Logged in as weblogic
{5 [Farm_bifoundation_domain| Page Refrashed Sep 73, 2012 4113113 PM EDT 0
& [ Application Deployments
[ [ webLogic Domain [ Deployments @  E Fusion Middleware Lo

[@] coreapplication

[ [ Metadata Reposiories
Hup (22) e
Hame Stat I Troey Hame Status  Host =
= [ Application Deployments
[ [ Internal Applications =1 [ WebLogic Domain
5 B, adminservics(11.1.1) & [ 5] bifoundation_domair
@) adminservice(11.,1.1) O biservert 5l Adminsrvsr i} BLRONSHorade.
B 5, anabvtics(11,1.1} {F  bicluster 1 G bi_cluster &
@ analytics(11,1.1) G bi_serverl 51 bi_servert @ EBURD1153.orade..
@ biadninservices(11.1.1) G adninssrer ) [ Business Inteligence
@ biadminutis(11,1,1) & | admirserver [@]coreappiication &
51 5, bicantentserver(11,1,1) & o 5 [ Metadata Repositories
@ bicortertssrver(11.1,1) G | bisenert [G]mds-owsm BURD1153,orade...
=1 &, bilocaladmin(11.1.1) & bi_clusker ‘ ’ 5
@ bilocaladmin(11.1.1) L bi_serverl :
B 8, bimiddeware(11,1,1) & [ Hicster E Farm Resource Center B
@ bimiddleware(11.1.1) 1 bi_serverl Before You Begin
= 5, bioffice(11.1.1) ) F et @ Introduction to Oracle Fusion Middieware
@ bioffice( 11.1.1] & Wcoor @ Understanding key Oracle Fusion Middleware Farm Concepts
1 5, biofficeclient(11.1.,1) o T @ Overvle-w-uf Ora_c\e Fusion Middleware Administration Tools
= Typical Administration Tasks
ybicficecient(11.1.1) @ bi_serverl (3) Getting Started Using Oracle Enterprise Manager Fusion Midde:
B 8, bipublisher(11..1) G bichster (2) Navigating Within Fusion Middisware Control
@ bipublisher(11.1.1) b biservert (3) Starting and Stopping Grack Fusion Mddiewsre
B R bisearch(11,1.1) AP i cluster () Renlnvinn an Annlication Lsing Fusion Middiswars Control
bur0i1153.oradev. oraclecorn.com: 7001 fem/Fac arm am bifoundation domaingtyoe=cracle ias Farmes afrloon=4931023663341049# >

This displays the coreapplication Screen in the right pane.

3. Click Configure and Manage Application Roles in the Application Policies and
Roles section, as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middieware Control Setup v Help» Lo Out
Giramw | & Topology
X ¢t coreapplication ® Logged in as weblogic

=1 B Farm_bifoundation_domain Business Intelligence Instance + Page Refrashed Sep 23, 2012 4:36:16 PMEDT (2

[# 3 Application Deployments

[ 2 WehLogic Domain

= £ Business Intsligence
[@]icoreappiication Overview | Avalabilty | Capacity Management | Diagnostics | Security | Deployment

[ [ Metadata Repositories

Change Center: | 4% Lock and Edit Configuration @

Secure Sockets Layer | Single Sign On

single Sign On (S50) Apply

550 enables a user ko Iog in once and gain access ko al systems without being prompted to log in again at each of them. IF 550 is enabled then
Oracle Business Inteligence will not challenge the user for authentication and will assume the user has dlready been authenticated by 550,

Enable 550

Oracls Accsss Manager

Security Realm

BT o to the Oracls WebLogic Server Administrator Console to configurs and manags the WebLogic sscurlty resim.

Application Policies and Roles

= configure and Manage Application Rales

This displays the Application Roles Screen.

4. Select the required application stripe from the Application Stripe drop-down list.

5. Select any existing role (for example, BIConsumer) and click Create Like, as
shown in the following figure:
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ORACLE Enterprise Manager 11g Fusion Middleware Control
HiFarm+ | & Topology

B~ 1¢ coreapplication @

= [ Farm_bifoundation_demain [@] Business Inteligence Instance +

[ Application Deployments

[ wiebLogic Demain

siness Intelligence
[careapplication

Bl [ Metadata Repositaries application.

Application Roles

Setupw Helpw Log Out

Logged in as weblogic

Page Refreshed Sep 23, 2012 4137159 PM EDT £

#pplication roles are the roles used by security aware apglications that are specific te the application. These roles are seeded by applications in single
glabal policy stare when the applications are registered. These are alsa spplication roles that are created in the context of end Users accessing the

7 To manage users and groups in the WebLogic Domain, use the Oracle Weblodic Server Security Provider,

licy Store Provider

Seope WebLogic Domain
Provider ¥ML

Location jsystem-jazn-data.xml

[Esearch

Enker search keyward For role name to query roles defined by this application, Use application strips b search if application Uses a stripe that is
: i

l Application Stripe [ ohi

™

Rale hame | starts with v

Create., || (8 Createlike.. | A Edt.. 3@ Delete...

Role Name

Display Name
ElSystem EI System Role
ElAdministrator EI Administrator Role
BTt BrAthor R
EIConsumer BI Consumer Role
ALReporterGrp AL Repork Wiriter Group
ALDataModelarp AL Data Model Group
ENTL ENTERPRISEL
ENTZ ENTERPRISEZ
ALAdministratorGrp AL Adrinistr ators Group
ArgusT

htGrp

This displays the Create Application Role Screen.

6. Enter the name of the role in the Role Name field.

Argus Insight: Group

Description
~
Ho Data model access
Ho Data model access
Access to DM and Reports - Author role.
Only users having Ent1 privilege can access .
In BIP user having this role can access ENTZ..
Admin access
All enterprise specific roles should be memb...

7. Enter the display name and description for the role in the Display Name and
Description fields. These are optional fields.

8. (Click Add to add any existing application role/group/user to the new role as

shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control
SiFarm~ | & Topology
B~ <} coreapplication @
& [ Farm_bifoundation_domain [5] Business Inteligence Instance +
1 [ Application Deployments
23 webLogic Domain
= [ Business Inteligence

Application Reles > Create Application Role

coreapplication

General
[# [ Metadata Rep

Create Application Role Like : BIConsumer

i
* Role Mame | airoleuser

Display Mame | siroleuser

o i

Members

Setupv Helpw  LogOut

Logged in as weblogic

Page Refreshed Sep 30, 2012 £:07:08 &M ELT 02

OF Cancel

An application role may nesd ko be mapped to users or groups defined in enterpriss LDAP server, or the rols can be mapped to other application roles.

o Add B2 Delete..,

4 Display Name
BIConsUmers
BlAuthor
authenticated-rols

This displays the Add Principal Screen.

Type

Group

Application Role
Authenticated Role

9. Click the > icon close to the Display Name field to display the list of all the roles,
groups, and users that are created in LDAP server, as highlighted in the following

figure:
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i Add Principal
| Specify criteria to search and select the application roles that you want to grant permissions to.
=lsearch
Tvee [ Applcation Role (/|
Principal Mame [ Searts with (o

Display Hame [ Starts with (%] @®

Searched Principals

Principal Display Marne Description
Mo principals Found based on search criteria

i |
| Ok Cancel |

10. Select the name of the role, group, or user that you want to add to the new role
and click OK. For example, for the BIReportWriter role, BIConsumer and
authenticated-role are mandatory members. Besides that, the AIRole must also be
a part of the BIReportWriter Role. These roles are displayed in the Members
section of the Create Application Screen, as shown in the following figure:

IGanarai

Application Stripe obi
Role Name  BIReportiriter

Display "€ |BI Report Writer Role

Description | Only Reports access.

Members
An application role may need to be mapped to users or groups defined in enterprise LDAP server, or the role can be mapped to other application roles,

o add 32 Delete.,

Name Display Name Type
authenticated-role Authenticated Role
BIConsumer application Role
AlRole Application Raole

Note: The BIReportWriter role must be added to the BIReportWriter
application policy. You can refer to the Creating Application Policy
section for the steps to create the application policy for the
BIReportWriter role.

11. Repeat steps 8 to 10 to add more roles, users, and groups to the new role.
12. Click OK on the Create Application Role Screen to save the changes.

Once you have created the role and added the required list of users, roles, and
groups to the new role. You must add the PRMART data source to the new role.

13. Log on to BIP using the administrator credentials. This displays the BIP Home
Page.
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14. Click Administration as highlighted in the following figure:

ORACLE’

BI Publisher Enterprise

Home | Catalog | [ MNew ~

® | Administration

BS Open Signed In As orcladmin

Create ...
@ Recent

B
F Recent Reports

Report Job

3

£3 Date Model e » SR . ==
More ™
Browse/Manage ...

23 catalog Folders
Repart Jobs

B Rreport Job History Line Listing Report_|

Line Listing Report-LE
Open |Edit |Morev

Line Listing Report_LE
Open |Edit |Morev

Line Listing Report-RTF
Open |Edit |Morev
Get Started ...

@ Dowriosd B Publisher Tools =

® Help Contents
. El
Oradle Technology Network

Line Listing Data Model
Edit

Others

Open |Edit |Morev

Help

Bollerplates
Open |Edit |Morev

|

15. Click Roles and Permissions in the Security Center section as highlighted in the

following figure:

ORACLE' BI Publisher Enterprise Search ]

E new

Home | Catalog

Eéé Data Sources (=%, System Haintenance
@ JDEC Connection I o server configuraton

# JNDI Connection @ Scheduler Configuration
@ File # Scheduler Diagnostics

 LDAP Connection  Report Viewer Configuration

@ OLAP Connection

Security Center Runtime Configuration

dn

WY= o security configuration
> Roles and Permissions
= Digreal Sgnate

4., Delivery

= Properties
= Font Mappings
@ Currency Formats

Integration

# Delivery Configuration B8 5 Orade 81 Presentation Services
# Printe;

o Fax

#*Emai

# izbDAY

*HTTP

#FTP

# CUPS Server

© | Administration

E% Open ~

Help v

ed In As avanishk

This displays the Roles and Permissions Screen. You can view the name of the

new role which you have just created in the list of role names.

16. Click the Add Data Sources icon corresponding to the name of the new role, as

depicted in the following figure:
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ORACLE’

Administration

BI Publisher Enterprise .. © | Administration | Hep~ | sgnost O

Home | Catalog | I New~ | B® Openv | SignedIn As avanishk
Administration > Roles and Permissions
Security Center

Security Configuration | Roles and Permissions | Digital Signature

Number of rovs displayed per page |10 [

Role Name Search

<) Previous [ 110 oF 21 (M| Next 10 B
Role Hame i

Add Data Sources

@
7

AlAdmin

All anterprise spacific roles should be members of this role.,

81 Administrator Role

B1 Author Role

This displays the Add Data Sources Screen.

17. Select PRMART from the Available Data Sources section and click the Move (>)

icon to move the PRMART data source to the Allowed Data Sources section as
shown in the following figure:

ORACLE

Administration

BI Publisher Enterprise ® | Administration | Hep v | Sgnout O

Home | Catalog | [ New ~

BS Open~ | Signed In As avanishk
Administration > Roles and Permissions > Add Data Sources: AlRcle

Add Data Sources: AlRole

~

Apply | | Cancal
Database Connections

@ @

(SR

File Directories

18. Click Apply to save the changes.

For more information, refer to the Creating Application Roles Using Fusion
Middleware Control section of the Oracle Administrator's guide for Oracle BIP.

For the list of roles that need to be configured, refer to the Configuring BIP Users
and Roles: Oracle Fusion Middleware Security Model section of this chapter.

6.4.4 Creating Application Policy

Once you have created the new role and assigned the required roles, users, and data
sources to the role, you also need to create the application policy for the new role.

Before creating a BI Publisher policy, you must have created an empty role in the
Enterprise Manager.

Note: The steps mentioned in this section are valid for creating
BIReportWriter application policy.

To create the application policy for the new role, execute the following steps:

1. Log on to the Enterprise Manager. This displays the Enterprise Manager home

page with a list of folders in the left pane.
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2. Expand the Business Intelligence folder in the left pane and click coreapplication,
as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setupw Helpw Log Out

SiFam+ | & Topology

Farm_bifoundation_domain @ Logged in as weblogic
arm_bifoundation_domain | Page Refreshed Sep 23, 2012 4:13:13 PM EDT T2
& [ Application Deployments
& (3 weblagic Domain =l Deployments @  E Fusion Middleware e &

W
[@] coreapplication

TMetadata Repositaries

Hup (22) e
hene = b Hame Status  Host =
= [ Application Deployments
7 [ Internal Applications [ [ Weblogic Domain

2 £, adminservice(11,1.1) O biclster Eﬂbf“'”"dat'c'"-dc'ma'f
@) adminservice(11.,1.1) G | tisewert 5l Adminsrvsr i} BLRONSHorade.

B 8, analvtics(11.1.1) & biclster =28 b'—“_“te' &
@, analytics(11,1.1) & | viseven 51 bi_server i}  BURDIIS3.orade..

@ biadninservices(11.1.1) G adninssrer ) [ Business Inteligence
@ biadminutis(11,1,1) & | admirserver [@]coreappiication &

51 5, bicantentserver(11,1,1) & o 5 [ Metadata Repositories
@ bicortertssrver(11.1,1) G | bisenert [G]mds-owsm BURD1153,orade...

=1 &, bilocaladmin(11.1.1) & bi_clusker ‘ ’ 5
@ bilocaladmin(11.1.1) L bi_serverl :

5 B, bimiddewars(11.1,1) & [ Hicster E Farm Resource Center B
@ bimiddleware(11.1.1) 1 bi_serverl Before You Begin

= 5, bioffice(11.1.1) ) F et @ Introduction to Oracle Fusion Middieware
@ bioffice( 11.1.1] & 5 sonert () Understanding key Oracle Fusion Middieware Farm Concepts

- = () Overview of Oracle Fusion Middleware Administration Taols

B B befkeckrk(it 1.1) b [eriEe Typical Administration Tasks
ybicficecient(11.1.1) @ bi_serverl (3) Getting Started Using Oracle Enterprise Manager Fusion Midde:

1 S, bipublisher(11.1.1) O biclster (2) Navigating Within Fusion Middisware Control
@ bipublisher(11.1.1) b biservert (3) Starting and Stopping Grack Fusion Mddiewsre

= B bisearch{11.1,1) (1) bi cluster (@) Denlawina an Annlication Using Fusion Middlewsre Cantrol

burdi1153.oradev. oraclecorn.com:700 1 femFac arm am bifoundation domaingtyoe=cracle ias Farmes afrloon=4931023663341049# >

This displays the coreapplication Screen in the right pane.

3. Click Configure and Manage Application Policies in the Application Policies
and Roles section, as shown in the following figure:

ORACLE Enterprise Manager 11g Fusion Middleware Control Setupw Helpw  Log Out
HiFarm+ | &% Topology

1} coreapplication @ Logged in as weblogic

ren_bifoundation_domain [&]Businsss Inteligence Instance + Page Refreshed Sep 30, 2012 7/20144 AM EDT £

& [ _plication Deployments
[ [ weblogic Domain

Change Center: | 4 Lock and Edit Configuration @
= [ Business Intelligence
Coreapplication Overview | Avalabiity | Capaciy Management | Diagnostics | Security | Deployment
#l (2] Metadata Reposiaries Secure Sockets Layer | Single Sign On
Single Sign On (880Q) Apply

550 enables a user to log in ence and gain access to all systems withaut being prompted ta log in again at each of them, If 550 is enabled then
Oracle Business Intsligence will nok challengs the user Far suthentication and will assume the ser has alrsady been authenticated by 530,

Enable 550

=r [oracle Access Manager

Security Realm

& o ta the Oracle WebLogic Server Administrator Console ko configurs and manags the WebLogic securlty reaim.

Al ion Policies and Roles
= confiqurs and Manage Application Palicies

T Configure and Manage Application Roles

This displays the Application Policies Screen.
4. Select obi from the Application Stripe drop-down list.
5. Select the BIAuthor policy and click Create Like as shown in the following figure:
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ORACLE Enterprise Manager 119 Fusion Middlewars Control

EEFam v
B~

&, Topolagy

1 £ webLogic Domain

[2] [coreapplication|
[ Metadata Repositories

[=0=:] Farm,mfnundatinnlﬁnmain
[ Application Deployments

1} coreapplication @
[§] Business Inteligence Instance

Application Policies

Setupw Helpw Log Out

Logged in a5 weblogic
Page Refrashed Sep 30, 2012 7132049 A 0T £

~
Application policiss are the sUthorization policies thak an application reliss upon For controling access ko its resources.
= To manage users and groups in the WebLogic Domain, use the Oracle Weblodic Server Security Provider,

EPolicy Store Provider

ESearch

Select an application stripe in policy store , select principal type and enter search keyword to query application security grants assigned to the
principals, Click on searched principal to query policies assigned,

application Stripe [ ghi

Principal Type. | Applieation Role v |

v

Hame ] ®
Create... || [ Createlike..| A Edt.. 3QDelete...
 —
Principal Display Name Description
ElAdministrator EI Administrator Role
h ElSystem EI System Role
1 | Elauthor

BI Author Role l

EIREpOrTwier

ETHeport

FIEer

This displays the Create Application Grant Like Screen with the Grantee and
Permissions sections.

6. Click Add in the Grantee section, as highlighted in the following figure:

ORACLE Enterprise Manager 11g Fusion Middlewars Control

SEFam -
B~

£} Fan{%mmundatinn,dnmain
23 Application Deployments
[Z3 webLogic Domain

£, Topology

1} coreapplication @
[%] Business Inteligence Instance

Application Policies = Create Application Grat

Setupw Helpw Log Out

Logged in a5 weblogic
Fage Refreshed Sep 30, 2012 714147 Ak EDT 00

Create Application Grant Like Grant To : BlAuthor

application Stripe obi
Grantee

oK Cancel

ntess (user, Qroup or application role) you want o add to the policy.

o Add | 38 Delete..,

Bme

Display Name

Mo users or groups added.

Permissions

qp Add

Permission Class

A Edt.. 38 Delete, .

Type Description

oracle.security. jps.ResourcePermission
oracle.security.jps.ResourcePermission
oracle.security. jps. ResourcePermission
oracle.security.jps.ResourcePermission
oracle.security. jps. ResourcePermission
<

This displays the Add Principal Screen.

Resource Name

aracle.bi.publisher. developRepart

~
oracle.bi.publisher developDataModsl 3
EFM_Esshase_Administrator
EFM_Esshase_Calculate
EFM_Calc_Manager_Designer

Click the > icon close to the Principal Name field to retrieve the list of all the

available application roles, as shown in the following figure:
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[ Add Principal
Specify criteria to search and seleck the application roles that you wank to grank permissions to.
=Isearch
Tvee | Application Role ¥ |
Principal Mame | Starts with | ®
Searched Principals

Principal Display Mame Description
Mo principals Found based on search criteria

oK Cancel

8. Select the name of the role from the Searched Principals section (for example,
BIReportWriter) and click OK. This again displays the Create Application Grant
Like Screen.

9. Select the developDataModel Resource Name from the list of Permission Classes
and click Delete.

10. Click OK to apply the changes.

6.5 Configuring BIP Users and Roles: Oracle Fusion Middleware Security
Model

This section lists the names of the <Admin Users> and roles that you need to configure
using the steps given in Managing Users and Roles: Bl Publisher Security Model and
Managing Users and Roles: Oracle Fusion Middleware Security Model sections of this
chapter.

6.5.1 Bl Admin User

An Admin user refers to the user who has Bl Publisher administrative rights. This user
should belong to the BIAdministration functional role.

6.5.2 Data Modeler Users

An Argus Insight Data Model user refers to the user who should have access to both
Data Models and Reports in the Argus Insight folder. This user should belong to
AlIDataModeler custom role.

There are Enterprise specific Modeler users, who have access to Data Models and
Reports in Enterprise specific folders and Argus Insight folder. These users should
have Enterprise specific Modeler roles assigned to them. This user should belong to
Enterprise specific Modeler roles.

6-22 Oracle Argus Insight Installation Guide



Configuring BIP Users and Roles: Oracle Fusion Middleware Security Model

6.5.3 Users

An Argus Insight Role (AIRole) user refers to the user who should have access to
Reports only, and should have Read-only access to the Data Model which is required
to create the reports. This user should belong to AIRole.

There can be users who have access to reports of specific Enterprises. These users can
Read/Write reports in Enterprise specific Report folder and Argus Insight Report
folder. However, these users have Read-only access to the Data Models in the
Enterprise specific Data Model and Argus Insight Data Model folder. This user
should belong to Enterprise specific Report roles.

6.5.4 Global Admin Users

An Al Admin Role user should have full access to the Argus Insight folder
(Read /Write/Delete).

An Enterprise specific Admin user should have full access to the Enterprise specific
folders (Read /Write/Delete) and Argus Insight folder (Read/Write/Delete).

6.5.5 Configuring BIP Roles

The following table illustrates the Roles that you need to configure using BIP:

Table 6-1 Configuring BIP Roles

Role Users/Roles to be added

BIAdministration Super user who has full access to any folder and BIP

(Functional Role) Administration access

AlRole All Argus Insight role users, AIDataModelerRole, and All
Enterprise Report Roles (for specific enterprises)

AlDataModelerRole All AT Data Modeler Users, All Enterprise Modeler Roles, and
ATAdminRole

Enterprise Report Role Users that belong to a specific Enterprise with Reports access
and Enterprise Modeler Role

Enterprise Modeler Role Users that belong to a particular Enterprise with both Data
Models and Reports access

Enterprise Admin Role Enterprise specific Admin users. These users should have full
access to the Enterprise specific folders.

ATAdminRole Any User with this role should have full access to the Argus
Insight Folder. The Enterprise Admin Role should be added to
this role.

BIAdministrator (Functional BI Admin User
Role)

BIAuthor (Functional Role) AIDataModelerRole

BIReportWriter (create this ~ AIRole
role using the steps given in

section 8.4.3 and create an
Application Policy for this

role using the steps given in

section 8.4.4)

6.5.6 Folder Level Permissions

This section explains the Folder Level permissions that you need to grant using BIP.
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Refer to the About Catalog Permissions section in Oracle Administrator's Guide for
Oracle BIP for more information.

Table 6-2 Folder Level Permissions

Folder Roles to be added Permissions

Argus Insight AIAdminRole Full access

Argus Insight > General > AlDataModelerRole, AIRole AlIDataModelerRole - Full
Data Model access

AlRole - Read, Run,
Schedule, and View report

Argus Insight > General >  AlRole Full access

Reports

Argus Insight > CoverPage AlRole Full access

Enterprise specific folders ~ Enterprise Specific Admin  Full access

Role
Enterprise Specific Folder -- Enterprise Modeler Role, Enterprise Modeler Role -
Data Model Enterprise Report Role Full access
Enterprise Report Role

-Read, Run, Schedule, and
View report

Enterprise Specific Folder -  Enterprise Report Role Full access
Reports

6.6 Configuring BIP Roles and Permissions: Bl Publisher Security Model

This section explains the users, which you need to create, and the roles that you need
to assign to those users using the BI Publisher.

This section comprises the following sub-sections:
= Argus Insight Specific Users and Roles

»  Enterprise Specific Users and Roles

6.6.1 Argus Insight Specific Users and Roles

The Argus Insight folder comprises two sub-folders:
= Data Models
= Reports

There are three types of Argus Insight specific users and their corresponding roles. The
following is the list of users that you need to create along with the name of the role for
each user:

s User Name: AIAdminRole Users, Role Name: AIAdminRole
s User Name: AlDataModeler Users, Role Name: AIDataModelerRole
s User Name: AIRole Users, Role Name: AIRole

In addition to these users that you need to create, there is a default Bl Admin User for
the application. This user is a super user with a BIP administration access and has also
got access to upload the Argus Insight repository.

The access to the Data Models and Reports folder depends on the type of the user and
the role assigned to that user. In addition, the BI publisher also allows you to add roles
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(Nested Role) to a role (Super Role). In that case, the user with the Super Role
privileges also has the privileges of the nested role. For example, a user has been
assigned an X role and you add Y role to the X role, that user also has the privileges of
the Y role, even though Y role is not directly assigned to the user.

You can refer to Managing Users and Roles: BI Publisher Security Model or Managing
Users and Roles: Oracle Fusion Middleware Security Model section, depending on the
Security Model that you are using for the steps to create users, create roles, and assign
roles to users and roles.

The following table lists the Argus Insight specific users that you need to create, the
roles that you need to assign to the users, and the description about the privileges for

each user and role:

Table 6-3 Argus Insight Specific Users and Roles

Name of the User/Role

Users/Roles to be
added

Description

BI Admin User BI Administration The BI Admin User has access to upload
(Functional Role) the Argus Insight repository and works
as a Super user who has BIP
Administration access.
ATAdminRole AlDataModelerRole  The user with this role has full access to
the Argus Insight Folder.
ATAdminRole Users ATAdminRole This user has full access to the Argus
Insight Folder.
AlDataModelerRole BI Publisher The user with this role has access to the
Developer Argus Insight Data Models and Reports
AlRole folders.
AlDataModeler Users AlDataModelerRole  The user has access to Argus Insight
Data Models and Reports folders.
AlRole BITemplate Designer =~ The users belonging to this role have
and BI Publisher read-only access to the Argus Insight
Scheduler roles Data Models folder and full access of
the Argus Insight Reports folder.
AlRole Users AlRole This user has read-only access to the

Argus Insight Data Models folder and
full access to the Argus Insight Reports
folder.

6.6.2 Enterprise Specific Users and Roles

In addition to the Argus Insight specific users and roles, you can also create Enterprise
specific users and roles, and add extra privileges to those users and roles by adding
Argus Insight specific roles to them.

Similar to the Argus Insight folder, each enterprise comprises the Data Models and

Reports folder.

There are three types of Enterprise specific users and their corresponding roles. The
following is the list of enterprise specific users that you need to create along with the
name of the role for each user:

= User Name: Enterprise Specific Admin Users, Role Name: Enterprise Admin Role

s User Name: Enterprise Modeler Role Users, Role Name: Enterprise Modeler Role

= User Name: Enterprise Report Role Users, Role Name: Enterprise Report Role
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Table 6—4 Enterprise Specific Users and Roles

Users/Roles to be
Name of the User/Role added

Description

Enterprise Admin Role AIAdminRole
(Created in 8.6.1

section)
Enterprise Specific Enterprise Admin
Admin Users Role

Enterprise Modeler Role  AlDataModelerRole
(Created in 8.6.1
section)

Enterprise Report
Role

Enterprise Modeler Role  Enterprise Modeler
Users Role

Enterprise Report Role AlRole (Created in
8.6.1 section)

Enterprise Report Role Enterprise Report
Users Role

The user belonging to this role has full
access to the Enterprise specific folder.

In addition, the user belonging to this
role also has full access to the Argus
Insight folder.

This user has full access to the
Enterprise specific Folder.

In addition, this user has full access to
the Argus Insight folder.

The user belonging to this role has
access to:

Argus Insight Data Models folder (Full
access)

Argus Insight Reports folder (Read,
Run, Schedule, View report)

Enterprise specific Data Models folder
(Full access)

Enterprise specific Reports folder (Read,
Run, Schedule, View report)
This user has access to:

Argus Insight Data Models folder (Full
access)

Argus Insight Reports folder (Read,
Run, Schedule, View report)

Enterprise specific Data Models folder
(Full access)

Enterprise specific Reports folder (Read,
Run, Schedule, View report)

The user belonging to this role has
access to:

Argus Insight Data Models folder (Read
only)

Argus Insight Reports folder (Full
access)

Enterprise specific Data Models folder
(Read only)

Enterprise specific Reports folder (Full
access)
This user has access to:

Argus Insight Data Models folder (Read
only)

Argus Insight Reports folder (Full
access)

Enterprise specific Data Models folder
(Read only)

Enterprise specific Reports folder (Full
access)
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For information on the Folder Level permissions that you need to grant using BIP,
refer to the Folder Level Permissions section.
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Configuring the BusinessObjects XI
Environment

This chapter describes how to configure the BusinessObjects XI (BOXI) environment.
You must configure the BusinessObjects XI environment in the order specified in this
guide.

This chapter includes the following topics:

»  Checking Requirements

s Configuring the BusinessObjects Server

s Configuring the Argus Insight Web Server

If you are using Cognos 10 instead of BusinessObjects XI, see Chapter 8 for
information about configuring the Cognos 10 environment for Argus Insight.

7.1 Checking Requirements

Before attempting to configure the BusinessObjects environment, verify that you have
installed all required hardware and software. For more information, see Section 1.2,
"Software and Hardware Requirements."

In addition, if you are using the 64-bit version of Internet Information Services 7 (IIS 7),
you must ensure that:

= ASPNET is enabled.
»  The IIS advanced setting Enable 32-bit Applications is set to True.
»  The IIS advanced setting .NET Application Pool is set to Classic mode.

Note: Argus Insight 7.0.3 does not support multi-tenancy with its
reporting framework for BusinessObjects. There are no restrictions in
the multi-tenant Argus Insight database for the functioning of
BusinessObjects. The users can enhance the Argus Insight Reporting
framework or tweak BusinessObjects to support multi-tenancy in BO
reports.

7.2 Configuring the BusinessObjects Server

The sections describes the following tasks that you must complete to configure the
BusinessObjects Server:

s Copying the PRMART TNS Entry
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7.2.1 Copying the PRMART TNS Entry

If the BusinessObjects application uses a different server from the Argus Insight
application, you must update the TNSNAMES.ora file as follows:

1. Copy the PRMART TNS entry from the Argus Insight Web Server.
2. DPaste the entry into the TNSNAMES.ora file on the BusinessObjects Server.

Note: PRMART TNS entry must be mentioned in the
TNSNAMES.ora file for both 32-bit and 64-bit Oracle Client.

If both applications use the same server and Oracle client, no modifications to the
TNSNAMES.ora file are required.

7.3 Configuring the Argus Insight Web Server

The following profile switches are available only when the BO WEB URL profile
switch is configured and Legacy Report profile switch is set to 1:

= Holiday Schedule Management

= Product Designated Medical Event Configuration
= Measurable Suppliers

= Site Configuration

= Acceptable Delay Justification Configuration

To configure these profile switches, refer to Argus Insight 7.0.2 Installation Guide.
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Configuring the Cognos 10 Environment

This chapter describes how to configure the Cognos 10 environment. You must
configure the Cognos 10 environment in the order specified in this guide.

This chapter includes the following topic:
= Setting Up Cognos Server and Configuration for New Installation

Before attempting to configure the environment, verify that you have installed all
required hardware and software. For more information, see Section 1.2, "Software and
Hardware Requirements."

8.1 Setting Up Cognos Server and Configuration for New Installation

This section describes how to set up Cognos Server and configure your environment
for a new installation of Argus Insight.

This section comprises the following sub-section:
»  Configuring IIS 7.0 on the Cognos 10 Server
= Configuring the Java Database Components
s Configuring Custom Java Authentication

= Configuring the Cognos 10 Environment

s Creating Cognos Data Source (PRMART)

s Configuring Cognos Security

s Configuring Roles and Permissions

8.1.1 Configuring IIS 7.0 on the Cognos 10 Server

This section describes the following tasks that you must complete to configure
Internet Information Services 7.0 (IIS 7.0) on the Cognos 10 Server:

s Checking that CGI or ISAPI Is Enabled in IIS
»  Creating the Cognos 10 Virtual Directories

» Editing ISAPI or CGI Extensions

»  Adding the Module Mapping

» Editing the Module Mapping

= Allowing CGI Application to Use Execute
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8.1.1.1 Checking that CGl or ISAPI Is Enabled in IIS
To check that CGI or ISAPI is enabled in IIS:

1. Click Start.

2. Navigate to Administrative Tools and select Server Manager. The Server Manager
window opens.

E,: Server Manager ! ﬂ

Fle Action Wiew Help
e==|2[F 8

# ' Roles
i Features Fiﬁ
i Diagnostics ! ‘igw the health of the roles installed on your server and add or remaove roles and Features,
Eﬁ} Configuration
&5 Storage

| v

4| Roles Summary E Rales Summary Help

# Roles: 1 of 17 installed s Add Roles

~ 5:. Remove Roles
(i) web Server (115)

~ Web server (IIS) E wWeb Server (115) Help

Provides a reliable, manageable, and scalable Web application infrastructure,

~! Role Status [ Go to web Server (115)

Messages: None
System Services: 4 Running, 2 Stopped
Events: 1 informational in the last 24 hours

Best Practices Analyzer: To start a Best Practices Analyzer scan,

+! Role Services: 44 installed Tk Add Role Services
= R Role Servi
Rale Service | Status I Ze= Remove Role Services
S'j Wieh Server Installed
P-=9 Commaon HTTP Features Installed
= Static Conkent Installed
i Default Document Installed ;I
o
q .4 Last Refresh: Today at 11:33PM  Configure refresh

3. Click the Add Role Services link to the right of the Role Services section. The Add
Role Services dialog box opens.

Add Role Services l

{0
& T Select Role Services
L

m Seleck the role services bainskal For YWeb Serear (T15):

Canfirmation Ruole ssevices:

Drescriotion:

- = 51 defines how a Web server passes
ANz L=1] B el ervar [t alled) 21 infarmnation bo 2n exteenal pmg:jarn.
Resiks = @ Common HITF Fegures (Installed) e it e

stabe Conterc (Instaled) Form ko calleck infarmation and
Default Document {Instaled) then passing that infarmation te a CGI
wractery Browsng [Tneralled scripe bobe EII.'naikEI:l sormavwhers alsg.
TP Errers (Tnstelled) Because CGLis a lstnndarl:!, il sripts
can be wrkten using a varieky of
[C] HTTP Redrection bt e e
£l ] Application Devalopment {Instalad) downside to using €6l is the
] as=.nET performance overhead,
] .NET Extansibilty =
[ as
I54F] Exbersions (Instelled’
[5AP1 Fikers Irctaled)
| Server Side Includes
|=] @] Heasth and Diagnostics [Tnstalied) d|

More abouk role servioes

< Fresious | Hewt = | [nizkal | Cancel I
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4. Expand Application Development (Installed).
5. Verify that the CGI and ISAPI Extensions are listed as (Installed).

= If these role services are not installed, select the appropriate check box and
then click Install. Follow the instructions on the screen to complete the
installation.

s If these role services are already installed, click Cancel. The system returns to

the Server Manager window.

8.1.1.2 Creating the Cognos 10 Virtual Directories
To create the Cognos 10 virtual directories:

1. Navigate to Roles, Web Server (IIS), and select Internet Information Services
(IIS) Manager.

2. Expand the server node in the Connections pane.

3. Expand Sites.

File Ackion Wiew Help

% | Hm H
EE AL E e AL WM Internet Information Services (IIS) Manager
B @ Roles

= %Web Server (115) @ s [@ » OVWMDEY » Sikes » Default Web Site »
Uh Internet Informa =
Eﬂ Features
7 Diagnastics
33’& Configuration
=5 Storage

@ Default Web

-5 Start Page
=} E| COVMDEY
i £} #pplication Poals
[=- & Sites

@ Default Web Site

4. Right-click Default Web Site, and select Add Virtual Directory. The Add Virtual
Directory dialog box opens.

Add ¥irtual Directory EE |
Sike name:  Default Web Site
Path: !
Alias:
ICDQI‘IDSIDl

Example: images
Phrysical path:
IC:'I,F‘ru:ugram Files (x&aibmicognosicl Dywebcontent |

Pass-through authentication

Conneck as. .. Tesk Settings... |

(4 I Zancel

a. Inthe Alias field, enter Cognos 10.
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b. In the Physical path field, enter the complete path to the Cognos 10 Web
content directory. The default path is:

drive:\Program Files\ibm\cognos\c10\webcontent
c. Click OK.

5. Right-click your newly-created Cognos 10 virtual directory and select Add Virtual
Directory. The Add Virtual Directory dialog box opens.

a. In the Alias field, enter cgi-bin.

b. In the Physical path field, enter the complete path to the Cognos 10 cgi-bin
directory. The default path is:

drive:\Program Files\ibm\cognos\c10\cgi-bin
c. Click OK.

8.1.1.3 Editing ISAPI or CGI Extensions
To edit the ISAPI or CGI extensions:

1. Select the server node in the Connections pane.

ﬁﬁ Server Manager
File  Action ‘iew Help
®5| >
ia EELESURIERCI VY Internet Information Services (IIS) Manager

B 5 * Roles

= 9 vreb Server (1I5) @ ey [ €3 » ovmMDEY
&1 Inkernet Informal =

H Features _

T Diagrostics @ - ‘...]: l l& qg! OVMDEY Home
fft configuration - = L
=5 Storage

:-----93 Skart Page —
.4 ) lber - -5 : - BE-
93 OVMDEY (OVMDEW\Ad | o G0~ \gqShow Al | Groupby: Area
ASP.NET

9 & T e 9

L=l
MET MET JMET Error .MET MET Trust Application Zonnes
Authorizati...  Compilation Pages Globalization Levels Settings Strin

ﬁ%?:l & o =

Providers  Session State  SMTP E-mail

115

2 & g é @

Asp Authentication  Authorization faic)| Compression Default
Rules Document Browe
FastCGl Handler HTTP Redirect HTTP
Settings Mappings Respo...

Y| & @t

2. Double-click the ISAPI and CGI Restrictions icon.

3. Click the Add link in the Actions pane. The Edit ISAPI or CGI Restriction dialog
box opens.
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Edit ISAPI or CGI Restriction

I3API or TGl path:
I,.lf:'l,Program Files (x&6)\ibrmicognosicl0icgi-binlcognos. cai |

Description:

Icngnoscgi

¥ allaws extension path ka execute

oK I Cancel |

a. Inthe ISAPI or CGI path field, enter the path to either the cognos.cgi file or
the cognosisapi.dll file depending on which one you will use.

Note: For Argus Insight, Oracle recommends that you use
cognos.cgi. In addition, you may need to surround the path in double
quotes if it contains any spaces.

The default path for each file is as follows:
drive:\Program Files\ibm\cognos\c10\cgi-bin\cognosisapi.dll
drive:\Program Files\ibm\cognos\c10\cgi-bin\cognos.cgi

b. Select the Allow extension path to execute check box.

c. Click OK.

Alternative Method
1. Select the server node in the Connections pane.

2. Double-click the ISAPI and CGI Restrictions icon.

3. Click the Edit Feature Settings link in the Actions pane. The Edit ISAPI and CGI
Restriction Settings dialog box opens.

Edit ISAPI and CGI Restrictions Settings EE3 |

¥ allow unspecified CEI modules

¥ allow unspecified ISAPI modules

(0] 4 I Cancel

4. Select the Allow unspecified CGI Modules check box.
5. Click OK.

8.1.1.4 Adding the Module Mapping
To add the module mapping:

1. Open the Internet Information Services (IIS) Manager.
2. Expand the virtual directory folder and click the cgi-bin virtual directory.

3. Double-click the Handler Mappings icon.
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4. Click the Add Module Mapping link in the Actions pane. The Add Module
Mapping dialog box opens.

Add Module Mapping | 7 x|

Request path:

ICognnsisapi Al

Example: * bas, wsve, axd

Module:

IIsapiMnduIe j

Executable (optional):
IC:'l,Prc-gram Files {x3aibmicognostc10hcgi-bint cognosisapi, dil |

Marme:

IIsapi—cognDs|

Request Restrictions... |

o4 I Zancel |

a. In the Request path field, enter either *.cgi or *.dll depending on which one
you need.

b. In the Module field, select either CGIModule or IsapiModule from the list.

c. Inthe Executable field, you enter a value depending on the module you are
using.

If you are using an ISAPI Module, you must enter the complete path to the
cognosisapi.dll. You can click the ellipsis icon to browse to the file location.

If you are using a CGI Module, you do not need to enter a value into the
Executable field.

d. In the Name field, enter a realistic name for this mapping. For example,
ISAPI-Cognos.

5. Click Request Restrictions.

a. Click the Mapping tab, and select Invoke handler only if request is mapped
to: File.

Mapping |".|'F.-r|:|5 | Access |

¥ Invoke handler only if request is mapped to:
f* Fie
" Folder
" File or folder

b. Click the Verbs tab, and select All verbs.
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Mapping Verbs | Access |
Specify the verbs to be handled:
= Al verbs
" One of the following verbs:

Example: GET, POST

c. Click the Access tab, and select Specify the access required by the handler:
Execute.

Mapping | verbs Access

Spedfy the access reguired by the handler:

" None
Read
Write

3 )

Script

O

Ewscute

d. Click OK to save your changes. The system returns to the Add Module
Mapping dialog box.

6. Click OK.
Depending on the method used in Section 8.1.1.3, "Editing ISAPI or CGI

Extensions," the system may display the following message:
Add Module Mapping |
extension with an "Blowed” enkry to the [SAPT and CGl

= Restrictions list or to 1pdate an exising extension enftry to
"Allowed" in the ISAPT and &1 Restridtions list,

fﬁl Do you wark o allow this TSAPT extension? Click "“es" to add the

Ho Cancel

7. Click Yes. Your new module mapping should be added to the Module Mapping
List.

8.1.1.5 Editing the Module Mapping

For Cognos Administration to function properly, you must manually edit the directive
that you added to the IIS configuration file in the previous step (see Section 8.1.1.4,
"Adding the Module Mapping").
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To edit the module mapping:
1. Navigate to the following folder:
COGNOS_HOME/c10/cgi-bin

Note: Ensure that you have access permissions on the cgi-bin folder
so you can save the changes you make to the web.config file.

2. Open the web.config file for editing.

3. Locate the appropriate add name statement in the web.config file depending on
whether you are using CGI or ISAPIL

For CGI, locate this statement:

<add name="CGI-cognos" path="*.cgi" verb="*" modules="CgiModule"
resourceType="Unspecified" />

For ISAPI, locate this statement:

<add name="ISAPI-Cognos" path="cognosisapi.dll" verb="*"
modules="IsapiModule" scriptProcessor="E:\Program Files\ibm\Cognos\C10\
cgi-bin\cognosisapi.dll" resourceType="Unspecified"
requireAccess="Execute" preCondition="bitness32" />

4. Add allowPathInfo="true" to the end of the statement.
For CGI:

<add name="CGI-cognos" path="*.cgi" verb="*" modules="CgiModule"
resourceType="Unspecified" allowPathInfo="true" />

For ISAPI:

<add name="ISAPI-Cognos" path="cognosisapi.dll" verb="*"
modules="IsapiModule" scriptProcessor="E:\Program Files\ibm\Cognos\C10\
cgi-bin\cognosisapi.dll" resourceType="Unspecified"
requireAccess="Execute" preCondition="bitness32" allowPathInfo="true"/>

5. Save your changes and close the web.config file.

8.1.1.6 Allowing CGI Application to Use Execute

To allow the CGI application to use execute:

1. Open the Internet Information Services (IIS) Manager.

2. Expand the virtual directory folder and click the cgi-bin virtual directory.
3. Double-click the Handler Mappings icon.
4

Click the Edit Feature Permissions link in the Actions pane. The Edit Features
Permissions dialog box opens.
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5.
6.

it rectore permosors———— AE

Pesrmissiaons:
¥ Read
¥ =cript

ol Execute

OF I Cancel

Select the Execute check box.

Click OK.

8.1.2 Configuring the Java Database Components

To configure the Java Database Components (JDBC) in the Cognos 10 environment:

1.

Navigate to the following Oracle installation path:
Oracle_Installation_Path\product\ Oracle_Version\client_1\sqldeveloper\jdbc\lib
Copy the ojdbc5.jar file to the following location on the Cognos 10 environment:

Cognos_Installation_Path\c10\webapps\p2pd \web-inf\lib

8.1.3 Configuring Custom Java Authentication

This section comprises the following sub-sections:

Configuring Custom Java Authentication for Windows

Configuring Custom Java Authentication for Linux

8.1.3.1 Configuring Custom Java Authentication for Windows

1.
2.

4.

Go to IBM Cognos Administration and stop the Cognos services.
Copy the CAM_AAA_JDBC_PowerReports.jar file from the following location:

\\Argus_Insight_Server\ Argus_Insight_Install_Path\java Autherntication\
JDBC_PowerReport

To the following location on the Cognos 10 Server:
\\Cognos_10_Install_Path\ c10\webapps\p2pd \WEB-INF\lib

Copy the JDBC_Config PowerReports.properties file from the following
location:

\\Argus_Insight_Server\ Argus_Insight_Install_Path\java Autherntication\
JDBC_PowerReport

To the following location on the Cognos 10 Server:
\\Cognos_10_Install_Path\ c10\Configuration
Define the configuration parameters:
a. Navigate to the following folder:
\\Cognos_10_Install_Path\ c10\Configuration
b. Open the JDBC_Config PowerReports.properties file for editing.
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10.

11.
12.
13.
14.

15.

16.

c. Modify the existing values of the following parameters only if the database
changed from the 7.0 database:

Parameter Value to Enter

Server Enter the IP address or the name of the Database Server.

SID Enter the instance/service name of the Argus Insight data mart.
Port Enter the database port number.

d. Save and close the file.

Copy AlLini and ArgusSecureKey.ini from the following location:
\\<Argus_Insight_Server>\Windows

To the following location:
\\Cognos_10_Install_Path\C10\configuration

Navigate to the following folder:

Program Files\ibm\cognos\c10\bin\jre\6.0\lib\security
Backup the following two JAR files:

= local_policyjar

= US_export_policyjar

Go to the following URL:

https:/ /www14.software.ibm.com/webapp/iwm/web/preLogin.do?source=jces

dk

Note: You will need the user ID and password from IBM Cognos to
download the files required in next step.

Log in to the IBM site.

Select the Unrestricted JCE Policy files for SDK for all newer versions (1.4.2+)
option and click Continue.

Click I agree to agree to the license terms and then check I confirm.
Click the Download Now link.

Download the files and extract into a folder.

Locate the following two JAR files in the extract folder:

= local_policyjar

s US_export_policyjar

Copy those jar files into the following folder:

Program Files\ibm\cognos\c10\bin\jre\6.0\lib\security

Go to IBM Cognos Administration and restart the Cognos services.

8.1.3.2 Configuring Custom Java Authentication for Linux
To configure custom Java authentication:
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Go to IBM Cognos Administration and stop the Cognos services.
Copy the CAM_AAA_JDBC_PowerReports.jar file from the following location:

\\Argus_Insight_Server\ Argus_Insight_Install_Path\java Autherntication\
JDBC_PowerReport

To the following location on the Cognos 10 Server:
\\Cognos_10_Install_Path\ c10\webapps\p2pd \WEB-INF\lib

Copy the JDBC_Config PowerReports.properties file from the following
location:

\\Argus_Insight_Server\ Argus_Insight_Install_Path\java Autherntication\
JDBC_PowerReport

To the following location on the Cognos 10 Server:
\\Cognos_10_Install_Path\ c10\Configuration
Define the configuration parameters:
a. Navigate to the following folder:
\\Cognos_10_Install_Path\ c10\Configuration
b. Open the JDBC_Config PowerReports.properties file for editing.

c¢. Modify the existing values of the following parameters only if the database
changed from the 7.0 database:

Parameter Value to Enter

Server Enter the IP address or the name of the Database Server.

SID Enter the instance/service name of the Argus Insight data mart.
Port Enter the database port number.

d. Save and close the file.

Copy AlLini and ArgusSecureKey.ini from the following location:
\\<Argus_Insight_Server>\Windows

To the following location:
\\Cognos_10_Install_Path\C10\configuration
Navigate to the following folder:
JAVA_HOME\jre\6.0\lib\security

Backup the following two JAR files:

= local_policyjar

= US_export_policyjar

Go to the following URL:

http:/ /www.oracle.com/technetwork /java/javase/downloads/jce-6-download-4
29243.html

Download the following two JAR files in the extract folder:
= local_policyjar

= US_export_policyjar
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10. Copy those jar files into the following folder:
JAVA_HOMEN\jre\6.0\lib\security
11. Click Yes, if the Replace Files dialog box is displayed.

12. Go to IBM Cognos Administration and restart the Cognos services.

8.1.4 Configuring the Cognos 10 Environment

This section describes the following tasks that you must complete to configure the
Cognos 10 environment:

= Opening the IBM Cognos 10 Configuration Window

= Setting the Security Properties for Cognos 10

»  Setting the Data Access Properties for Cognos 10

s Creating the Namespace for Argus Insight Authentication

= Saving Your Configuration and Starting the Cognos 10 Service

8.1.4.1 Opening the IBM Cognos 10 Configuration Window

You use the options in the IBM Cognos 10 Configuration window to define
environment group and logging properties, security properties, and data access
properties.

To open the IBM Cognos 10 Configuration window:
1. Click Start.

2. Navigate to All Programs, IBM Cognos 10, and then select IBM Cognos
Configuration. The IBM Cognos Configuration window opens.
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File Edit Wiew Actions Help

H | F @@ G e

Explorer

Local Configuration - Computer Properties

Local Canfiguration

E[E Crvironment

L:J | noging

.[] File

BM Cognos services

D IEM Cognos
% Portal Services

[‘J[E Sacuriky

- [[ Authentication

Cognos

1| PowerReparts

L—_}@ Lryptography

Cognos

ki 1BM Coanos Application Firewall
[=1-[E Data Access
E}-- Content Manager

CNTSTORE
] MtiFication

E}Elj IBM Cognos Planning

------ % Caonkributor Daka Server

8.1.4.2

Himan Task and Annnkatinn Servires

| Mame | Yalue
Advanced properties <click the edit button =

Croups related propertics inke Functional arcas For the components installed on the local computcr,

After you install one or more IBM Cognos components on your computer, you must configure themn ko work in wour reporting environ
arc conditions that males the defaulk choices inappropriake, or ko bokber suit your crvironment. Usc IBM Cognos Configuration ko cor
environrent, or ko skark ar stop the IBM Cognos service on the local computer, After you make the changes, save your configuratio

Note: The windows displayed during the Cognos 10 configuration
are labeled either IBM Cognos 10 or Cognos 10. Both labels refer to the
same Cognos configuration.

Setting the Security Properties for Cognos 10

To define the security properties:

1. Open the IBM Cognos 10 Configuration window.

2. Navigate to Security, Authentication, and select Cognos.
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File Edit ‘iew Actions Help
H » @& & o

Explorer

Cognos - Namespace - Resource Properties
[ Local Configuration [Mame [ Twalue
H (=} 2
2-[B Erwironment Type Cognos
E| ﬁ Logaing Allow anonyrnous access? ) False
File

|_=_} IBM Cogrios services

Partal Services

2-[2B security

- [[f Authentication

Cognos

PowerReports

=[0G cryprography
Cognos

@ 1BM Cognos Application Firevall
=-[E Data Access

f—J Content Manager
CHTATORE
- [ Metification
Hurnan Task and Annokation Services
=[G 16M Coanos Planning
. Contributar Data Server

3. Set the Allow anonymous access? property to True.

4. Navigate to Security and select IBM Cognos Application Firewall.
File Edit ‘iew Actions Help
H mw G| ?

[P Local Configuration

IBM Cognos Application Firewall - Component Properties

[Name | [vake
= [& Environment * Enable CAF validation? () False
=) @I Logging Valid domains or hosts <click the edit button>
[El File Is third party %55 checking enabled? False
=} ﬁ 1BM Cognos services

[D8 181 Cogros
: @ Source Control Systems
m Portal Services
= [& security
= [@f) Authentication
D Cognos
=] Cryptography
Cognos

Application Firewall
=-[& Data Access
=) iﬁ Content Manager
El] Content Store
@) Motification
= 18M Cognos Planning
@ Contributor Data Server

Defines a group of properties to configure the IBM Cognos Application Firewall.

The IBM Cognas Application Firewall is an essential component of product security helping to provide protection

against penetration vulnerabilities. Disabling the 1BM Cognos Application Firewall will remove this protection;
therefore, this should not be done under normal circumstances,

5. Set the Enable CAF validation? property to False.

8.1.4.3 Setting the Data Access Properties for Cognos 10

To define the data access properties:

1. Open the IBM Cognos 10 Configuration window.
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2. Navigate to Data Access, Content Manager, right-click Content Store, and then
select Delete from the menu.

=-[& Data Access
=] @ Content Manager
[O) conter  peset to pefaul
- [qfg Notification
=- [ 18M Cogno:
@y cortrit I
est

The system prompts for confirmation that you want to delete the Content Store.
3. Click Yes.

4. Navigate to Data Access, right-click Content Manager, select New resource, and
then select Database.

S| {E Data Access
@ Content Mai
Motification

o) q@ IBM Cognos Mew resource
|.f|1'g] Contributor Data Server

Reset to Default

5. Complete the New Resource - Database dialog box as follows:

= In the Name field, type CNTSTORE. This is the name of the database
resource.

s In the Type field, select Oracle database.
» Click OK.

The system returns to the IBM Cognos Configuration window;, selects the
newly-created CNTSTORE resource database, and displays the resource properties
for the database.
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File Edit ‘iew Actions Help
H b mo | g B

Explorer CNTSTORE - Database - Resource Properties
[ Local Configuration
E| [E Environment

MName Yalue

Oracle database
EI@ Logging # Database server and park number localhost: 1521
User ID and password AR ATk

* sID &

= [E Security

E}@ Authentication
i Cognos

. PowwerReparts
E}@ Cryptography

: @ 1BM Cognos Application Firevall
=-[2 Data Access

E}@ Conktent Manager

[ Motification
@ Hurnan Task and Annokation Services
E}--@ IBM Cognos Planning

------ Contributor Data Server

6. Enter the value for the Database server and port number as:
Database_Server_Name:1521

where:

Database_Server_Name is the name of the server where your content store database
is stored.

7. Select User ID and password, and click the icon next to it. The Value - User ID and
password dialog box opens.

¥alue - User ID and password E3
User ID:
|CNTUSER
Password:

|**M*M

Confirm password:

|a|mnmamm

oK I Cancel

a. In the User ID field, type the ID for the content store database user.

b. In the Password field, type the password for the content store database user.
c. In the Confirm password field, re-enter the password for verification.

d. Click OK.
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8. Enter the database instance name for the Cognos 10 repository in the Service

Note: The contents store database user is created in the Cognos
content store database. This user is given grants of Connect, Resource,

and Create View, along with Unlimited Tablespace Grant.

The character set of the Cognos content store database should only be

UTE

Make sure that the content store database entry is added in the
TNSNames.ora file on the Cognos 10 server.

name field.

File Edt Wiew Actions Help

b @ G e

Explorer

CNTSTORE - Database - Resource Properties

Eﬁ Local Configuration

E1-[B security
- =+ suthentication

H % IBM Cagnos Application Firewall
01 [B pata Accoss

[Wame | [value
I;l[E ErvIranment Type Oracle datsbase
. @ Lagging # Database server and port number @ blr2211453.idc. oracle. com: 1521
Pk El File User I and password ek
i E @ IBM Cognos services # ID col01123

----- E IBM Cognios
% Portal Services

- E Cognos

E E PowerReports
Cryptagraphy

: Cognos

L‘—]% Content Manager

[ Motification
@ Human Task and Annotation Services
B @ IEM Cagnios Planning

@ Contributor Data Server

8.1.4.4 Creating the Namespace for Argus Insight Authentication
To create the namespace for Argus Insight authentication:

1.
2

Open the IBM Cognos 10 Configuration window.

Navigate to Security, right-click Authentication, click New resource, and then

select Namespace.

=[S security

= () Authentic-+--
IE c Reset to Default
ogr.

New resource

Complete the New Resource — Namespace dialog box as follows:
s In the Name field, type PowerReports.

s In the Type field, type Custom Java Provider.
= Click OK.

The PowerReports - Namespace - Resource Properties window opens.
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File Edit Wiew Actions Help

bo@ @ | G e

E} Local Configuration

E[E Enviranment

- =-[f Logging

Lo File

i B IBM Cognos services
I E}: IEBM Cognos

PowerReports - Namespace - Resource Properties
[Mame | walue
Type Custom Java Provider

* Mamespace 10 PowerReporks
@ JDBCPowerReports
True

<rlick the edit button:

Java dass name
# Selectable for authentication?
Advanced properties

[ Partl Services

[ Authertication

Cognos

= @ Cryptagraph
Toa E Cognas
: IEM Cognos Application Fireweall
E1-[B Data Access
2+ [ Cortent Manager
- [O) cursTORE
[ Wetification
@ Hurnan Task and Annotation Services
B @ IBM Cognos Flanning
% Contributar Data Server

4. Set the Namespace ID property to PowerReports.
5. Set the Java class name property to JDBCPowerReports.

8.1.4.5 Saving Your Configuration and Starting the Cognos 10 Service
To save the configuration and start the Cognos 10 service:

1. Open the File menu and select Save to save your changes to the configuration
settings. The system displays the following dialog box and lists each task as it is
performed:

Cognos Configuration is performing the Following tasks:

-I""\'/) o Checking for errors and configuration integrity
o Generating cryptographic information

o Checking integrity of encrypted data

o Backing up configuration files

o Saving configuration parameters

o Updating Tomcat configuration file

o Checking uparade status

2. Click Close when the system completes all the configuration tasks.

3. Click the Start icon in the IBM Cognos Configuration window to run the Cognos
10 service.

File Edit View Actions Help

P mw |G e ?

’F?IJTDVI‘ {start] |

The system begins to run the IBM Cognos 10 service.

»  If there are no problems with the configuration, the system completes the test
phase and starts the IBM Cognos 10 service successfully.
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»  If there are possible problems with the configuration, the system stops
running the service and displays a warning message. When you click OK to
acknowledge the warning message, the system opens another dialog box with

more information. For example:

& 1BM Cognos Configuration E

IBM Cognos Configuration is perfarming the Following tasks:

" Checking CSK availability.
" Testing Content Manager database connection,
" Testing the archive location.
[ Testing the mail server connection.
» Checking test results
Stopping the service 'IBM Cognos'
Starting the service 'IBM Cognos'

B

Continue =< Details

[Launching a J¥M using Maxirmum mamary in ME']

service will start and run successhully.

documentation For an explanation of those options.

[Archive Local File System Root]
Since the value is empty, the feature is disabled. There is nothing to test.

[Validate mail server properties. ]
[ ERROR ] The mail server cannot be reached.

Successfully launched a test WM with the memory setting of 768", Maote that this does not guarantee that the IBM Cognos

Tao see which J¥M options are based on this setting, view ibmcognos_location/binfbootstrap_ <05, xml and see your IvM

At this point, you can:

»  Click Details for more information about the warnings and errors.

»  Click Cancel to stop the process. If the warnings or errors are due to reasons
other than mail server connection failure, cancel the process and check your

configuration again.

»  Click Continue to ignore the warnings and errors, and complete the process of
starting the IBM Cognos 10 service. For example, you can ignore warnings
that the mail server cannot be reached (see the previous illustration).

4. Click Close to exit.

5. Open the File menu and select Exit to exit from the IBM Cognos 10 configuration.

8.1.5 Creating Cognos Data Source (PRMART)
To create Cognos Data Source (PRMART):

1. Log in to the Cognos 10.
2. The IBM Cognos 10 Home page opens.
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admm

. My hone Create a workspace on the web
My workspaces @ Author business reports

i[l IBM Cognos content \ Query my data

j My Inbox |® Anabyze my business

[ Y e

ws Administer IBM Cognos content

¥ Show this page in the futre

Note: If your security settings on the server do not permit you to
view the Cognos connection, add the site URL (http://Cognos_10_
Server/cognosl0) to the list of local intranet sites.

3. Click Administer IBM Cognos content. The IBM Cognos Administration window
opens.

IBM Cognos Admini in Log Off 4~ 8 v launch~ 9

Status Security G Index Search ‘EE'

Current Activities

Current Activities - Background activities =E» 1wl
OB Past Activities Totak: 0

OB Upcoming Activities
Suspended
P System

Schedules
Executing

Pending

@ Background activities T T T 1

Waiting

) Interactive activities

Entries: = (+]

Run by: | | Name | Request time & | Runby | Status $ | Priority $
Any
Select a user R

Status:

7 Last refresh tme: Feoruary 18, 2013 305:08 PM ‘
ny -

Priority:
Any -

Advanced optionsy
Reset to default

Apply

4. Click the Configuration tab.
5. Click Data Source Connections.

6. Click New Data Source icon. The Specify a name and description - New Data
Source Wizard page opens.

Status Security J Configuration | Index Search |EE|
B Data Source Connections Directory > Cognos 8 x f Qa

E'{Q Content Administration

7. Enter the Name and Description of the data source, and click Next. The Specify
the connection - New Data Source Wizard page opens.
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Status

Security

| Configuration | Index Search

a Data Source Connections

E'{g} Content Administration
Distribution Lists and Contacts
FlE styles

T Portlets

% Dispatchers and Services

B Query Service Caching

Specify a name and description - New Data Source wizard
Spedify a name and location for this entry. You can also spedfy a description and screen tip,

Name:
FRMART

Description:

Data source - PRMART

Screen tip:

Location:
Directory > Cognos

| Cancel || < Back || Next > || Finish |

8. Specify parameters for the connection, and click Next.

Status Security

[

Index Search

Configuration

B Data Source Connections

©% Content Administration
Diskribution Lists and Contacts
& Printets

RIE styles

B portiers

l'-!.‘a Dispatchers and Services

B Query Service Caching

specify the connection - Mew Data Source wizard

Specify the parameters for the connection of this new data source. The name of the data source is used to set the name of the
connection,

Type:

COracle j

Isolation level:

% Use the default object gateway
" Specify a value:
ICursor stability j

| Configure JDBC connection

‘ Cancel || < Back || Mext > || Firish |

9. Enter the connection string in SQL *Netconnect string:, and click Test the

connection...
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8-22

Status Security

J Configuration Index Search

B Data Source Connections

E.{Q Content Administration

Distribution Lists and Contacts

fE styles

B Portlets

I'-!?S Dispatchers and Services
B8 Query Service Caching

Edit the parameters to build an Orade connection string.

SQL*Net connect string:
(DESCRIPTION={ADDRESS_LIST=(ADDRESS=(PROTOCOL=

Collation sequence:

Signon
Select whether a user ID and password is required in the connection string and, if so, whether to create a signon.

User ID
Password

Create a signon that the Everyone group can use:
User ID:

Password:
Confirm password:

Testing

Test the connection...

| Cancel || < Back || Next > || Finish |

10. Click Next. The Specify the Oracle (JDBC) connection string - New Data Source
wizard page opens.

11. Specify the Connection type, and click Next. The Specify the commands - New
Data Source wizard page opens.

Status Security J Configuration | Index Search |E"—)

Specify the Oracle (JDBC) connection string - New Data Source wizard Help a

Edit the parameters to build an Orade (driver: orade.jdbc.driver.OradeDriver) connection string.

E] Data Source Connections

E'{a Content Administration

Distribution Lists and Contacts

Connection type:

) Service ID

Stules @ TS Names Alias
E Porticts (%) Oracle Met Descriptor
I!?E Dispatchers and Services Driver type:
B8 Query Service Caching .t &
THS Name:
PRMART
Lecal Sort Options

Collation Sequence:

Levek
| Primary

Testing

Test the connection...

| Cancel || = Back || Next = || Finish

12. Specify the commands for connection.
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Status Security | Configuration | Index Search
B Data Source Connections Specify the commands - New Data Source wizard
& —
Gr Content Administration Spedfy the commands that the database executes when certain events occur.
Distribution Lists and Contacts :
Entries: 1 -4 Us ]
&b Printers 7 - T
E]E [ | name | value |
Styles |
[T] Open connection commands (None) Set...
Portlets
B [7] ©Open session commands (None)  Set...
&3 Dispatchers and Services [T Close session commands (Nore)  Set...
B8 Query Service Caching [] Close connection commands (None)  Set...
Clear
| Cancel | | < Back | | Next = | | Finish |

For more information on Cognos commands, refer to Argus Insight Extensibility

Guide > Section 4.2 Applying Argus Data Security and Section 4.3 Applying
Enterprise Security.

13. Click Finish. The PRMART data source is created.

8.1.6 Configuring Cognos Security

This section includes the following topics:

= Activating the PowerReports Namespace

8.1.6.1 Activating the PowerReports Namespace
To activate the PowerReports namespace:

1. Open the Cognos 10 configuration.

2. Click Start, All Programs, IBM Cognos 10, and then select IBM Cognos
Configuration. The IBM Cognos Configuration window opens.

3. Navigate to Security, Authentication, and then select Cognos. The system
displays the Cognos - Namespace - Resource properties pane.

4. Set the Allow Anonymous access? property to False.

File Edit Wew Actions Help
b mw | G
Explorer

Local Configuration

Cognos - Namespace - Resource Properties

- |Name | |Value
=-[& Erwironment Type Cognos
E|" Logging Allov anonymous access? () False

-[d] File

@ IBM Cognos services
E IBM Cognos

% Portal Services
E-[B security

i - Authentication

i Cognos
PowerReports
@ Cryptography

; Cognos

@ 1BM Cognos Application Firewall

-[B Data Access
E—J Conkent Manager
CNTSTORE

-G notiFication
; - Humnan Task and Annotation Services
E| IBM Cognos Flanning

------ @ Contributor Data Server
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5. Open the File menu and select Save.

6. Open the Actions menu and select Restart to restart the Cognos 10 service. The
system displays status information about each task being performed during the
restart.

& 1BM Cognos Configuration

IBM Cognos Configuration is performing the Following tasks:

«# Checking CSK availability, ;I
" Testing Content Manager database connection.
% Testing the archive location,
' Testing the mail server connection,
» Checking test results
Stopping the service 'TIBM Cognos'

Starting the service 'IEM Cognos' -

Continue <= Dekails

[Launching a VM using "Maximurm memory in ME']
Successfully launched a tesk M with the memary setting of ‘765", Note that this does not quarantee that the IBM Cogros
service will start and run successfully,

To see which WM options are based on this setting, views ibmcognos_|ocation/bin/bookstrap_ <035z, xml and see your WM
documentation For an explanation of those options,

[Archive Local File System Roat]
Since the value is enpty, the feature is disabled. There is nothing ko test,

[validate mail server properties. ]
[ ERROR. ] The mail server cannot be reached.

During the Cognos service restart, the system may display the following message
if there are any warnings:

1BM Cognos Configuration

| i ) The test phase has warnings.
" Click OK and then check Details for more information, or select Continue to complete starting the 1BM Cognos
service with warnings, or select Cancel to stop the process.

7. Process any warning message as follows:
a. Click OK.
b. Click Details to obtain more information about the warning.
Depending on the type of warning, you can:

— Click Continue to ignore the warning and continue with the process of
restarting the IBM Cognos 10 service. For example, you may want to ignore a
warning that the connection to the mail server failed.

— Click Cancel to stop the restart process. If the warnings are due to reasons
other than a mail server connection failure, you should stop the process, check
your configuration, and then restart the IBM Cognos 10 service.

8. Wait until the system performs all the configuration tasks and displays the status
for each task.
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& 1BM Cognos Configuration
= IBM Cognos Configuration is performing the Following tasks;
L1/
2, &Y 4 Checking for sarme Trust Rook, ;I

o Checking CSK availability.

4% Testing Content Manager dakabase connection,

o Testing the archive location.

o Testing the mail server connection,

o Checking test results

4% Starting the service 'TBM Cognios' -

Close

[Launching & J¥M using "Maximum menmary in MB'] -
Successfully launched a kest WM with the memory setting of ‘768", Moke that this
does nok guarantee that the I6M Cognos service will start and run successFully,

To see which WM options are based on this setting, view
ibricognos_lacation/binfbootstrap_ <05 =, xml and see vour I¥YM documentation For
an explanation of those options,

[Archive Local File Syskem Roaok] LI

9. Click Close to exit the Cognos configuration.

Note: Make sure that you remove the Everyone user group from the
Directory Administrator and System Administrator roles of Cognos.
Before doing this, make sure that you have a valid user as part of the
System Administrator role in Cognos.

If you have not added any user as part of the System Administrator
role in Cognos, then you have to add Everyone user group in System
Administrator roles of Cognos again.

To add the Everyone user group in the System Administrator role of
Cognos:

1. Connect to the Content Store database as the content store user.

2. Navigate to the following folder:
Cognos_10_Install_Path\C10\configuration\schemas\ content

3. Run the AddSysAdminMember.sql script.

4. Commit the changes.

8.1.7 Configuring Roles and Permissions

To configure enterprise specific roles and permissions:

1. Log in to the Cognos 10 Server as an administrator user.

2. Create an Enterprise-specific role for each enterprise. For example:
= ENT1_Role for Enterprise 1
= ENT2_Role for Enterprise 2

3. Add all users belonging to the specific enterprises to their respective roles. For
example:

s Add ENT1_user to ENT1_Role
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Note: If a user is a member of multiple enterprises, the user must be
added to the roles for all the enterprises.

4. Create a folder in Public Folders for each enterprise. For example:
= ENT1_Folder for Enterprise 1
s ENT2_Folder for Enterprise 2

5. Select the required permissions of the Enterprise-specific role for the
Enterprise-specific folder. For example,

= Add ENT1_Role to the ENT1_Folder and provide the Read, Write, Execute,
and Traverse permissions on this folder.
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Managing the Argus Insight

Cryptography Key

This chapter describes how to update the cryptography key in Argus Insight after the

key has been updated in Argus Safety.

9.1 Updating the Cryptography Key

After the cryptography key has been updated in Argus Safety, you must update the
cryptography key in Argus Insight. This process will update all the required
passwords in Argus Insight using the new key.

To update the cryptography key and regenerate passwords:

1. Log in to the Argus Insight client.

2. Click Start.

3. Navigate to Programs, Oracle, Argus Insight, and then select Cryptography Key
Management. The Argus Insight Key Management - Login dialog box opens.

{3 Argus Insight Key Management - Login | x| |

APR_USER Paszsword:

Databaze Hame:

OF.

Cancel

4. Log in to the Key Management tool:

a. Enter the password for the APR_USER.

b. Enter the name of the Argus Insight database.

c. Click OK. The system authenticates your login and then opens the Argus
Insight Key Management - Regenerate passwords dialog box.

Managing the Argus Insight Cryptography Key 9-1



Updating the Cryptography Key

3 Argus Insight Key Management - Regenerate passwords

=101}

Argus Key : ||

Regenerate passwaords

Cloze |

— Password regenerated for users

5. Enter the new key from the Argus Safety Server. You can copy UserCryptoKey
from the ArgusSecureKey.ini file, which is present on all Argus Safety Servers in
C:\Windows folder. Make sure you use the exact key used by the corresponding
Argus Safety Server.

6. Click Regenerate passwords to start the password regeneration process.

When the password regeneration process completes, the system:

= Displays whether the regeneration process was successful (or failed)

s  Lists the passwords that changed

9.1.1 Copying Initialization Files to Other Servers

After you change the cryptography key using the Key Management tool, you must
manually copy the ALini and Argus SecureKey.ini initialization files from the

C:\Windows folder of the Argus Insight Web Server to the following folders:

= C:\Windows of all Cognos Servers

s C:\Windows of all Argus Insight Web Servers

You must copy the ALini and Argus SecureKey.ini files to keep the cryptography key
and the APR_USER password in sync on all the servers. If you failure to copy the files,

the Cognos Server or any other Argus Insight Web Server will not function.

9.1.2 Restarting IIS and Running ETL
After you change the cryptography key, you must complete the following steps on the

Argus Insight Web Server for your changes to take effect:

1. Restart the Internet Information Services (IIS).

2. Run the incremental ETL.
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Uninstalling the Argus Insight Application

This chapter describes how to uninstall the Argus Insight application.

10.1 Uninstalling Argus Insight from the Web Server

To uninstall the Argus Insight application from the Web Server:

1. Log in to the Argus Insight Web Server as a user with administrator privileges.

2. Navigate to Control Panel, Programs, and then select Program and Features.
3. Select Uninstall or change a program.
4.

Right-click on Argus Insight and select Uninstall from the menu.

a Programs and Features !E[

9( )v '3‘ = Control Panel ~ Programs = Programs and Features - ml Search Programs and Features 2

Control Panel Home Uninstall or change a program

View installed updates To uninstall a program, select it from the lisk and then dick Uninstall, Change, or Repair.
'&' Turn Windows Features an or off :
O = Uninstall  ch. E== 7 ]
Install a program from the network = TN e & (7]
Hame_= |2 Publisher | 7| nstall... | =] size || version |-
[217-7ip 4.65 6J6(2013

[ Argus fas 0 tio

@wcare)  Uninstall McFes, Inc. 6612013

(¥ eafe_ Shange s Medfee, Inc. Bl6(2013 27.2ME 5.7.00004
(87 Micrasoft Visual C-++ 2005 Redistributable Microsoft Corporation B[7I2013 428 KB 5.0.586336
(W7 Micrasoft Visual C-++ 2005 Redistributable - %86 9., Micrasoft Carporation B[7I2013 SO6 KB 9.0.30729
[ oracle access Manager 10.1.4.3.0 WebGate Oracle E/10j2013

(w5 oracle YM Windaws PY Drivers Oracle Corporation BfE2013 209

(51 Profile Copier 3.0 6[7/2013

[mukravnc 1.0.5 108 104232008 1058
[Eukravnc 1.0.5 108 104232008 1058

Oracle Corporation Product version: 7.0.3
Help link: http: v, aracle, com

The system starts the Argus Insight wizard and opens the Welcome screen with
options for modifying, verifying, and removing programs.
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Argus Insight - InstallShield Wizard

eify, of remove the program

ogram. This program lets you modify the

program components to add or select curently instalk

I stup exist and that the

s

=

InstaliShicld [ g Ml Hents

5. Select Remove and click Next.

The wizard prompts you to confirm that you want to completely remove the
selected application and all of its features.

6. Select Yes to continue. The wizard uninstalls the Argus Insight application and
reports when the process is completed.

Argus Insight - InstallShield Wizard

Maintenance Complete

InstallS| d has finished performing maintenance op

< Back | ifnﬁ': | Cancel

InstallSield

7. Click Finish. The wizard informs you that the system must be restarted to
complete the uninstall of Argus Insight.

Be sure to save your work and close other open applications before continuing.

8. Click OK to restart the Argus Insight Web Server.

10.1.1 Deleting the Argus Insight Folder from the Web Server

After you uninstall the Argus Insight application, you must restart the server. In
addition, you must manually remove the Argus Insight folder from the installation
directory. The install wizard does not automatically remove this folder.

To remove the Argus Insight folder after an uninstall:

1. Login to the Argus Insight Web Server as a user with administrator privileges.
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2. Go to the Argus Insight installation directory (that is, the directory where Argus
Insight was installed before you uninstalled the application).

3. Delete the Argus Insight folder and its contents from this location.

10.1.2 Resetting the IIS

If you uninstall Argus Insight, be sure to reset the Internet Information Services (IIS)
before you install the Argus Insight application again.
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