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This chapter contains a brief description of the
Commands User’s Guide. The contents include
sections about the manual scope, audience, and
organization; how to find related publications; and
how to contact Oracle for assistance.



Documentation Admonishments Introduction

Overview

The Commands User’s Guide provides a description of all commands used in the Oracle Communications
EAGLE. The use of the term "the system" indicates that the information is common to all of the functions
of the EAGLE.

Scope and Audience

This manual is intended for those who maintain and perform administration on the EAGLE. It is
assumed that the user is familiar with the S57 network and its associated protocols. The manual
describes commands used in the system, and it contains a special section on debug commands and
their descriptions.

Debug commands are a special group of commands used in troubleshooting and debugging the system.
These commands are intended for Customer Care Center personnel and authorized engineering
personnel in the operating companies. The use of these commands is restricted to those personnel
who have access to the “Debug” command class.

Manual Organization
This document is organized into the following chapters:

* [Introduction contains general information about the Commands Manual, the organization of the
manual and how to get technical assistance.

* Using Commands describes the system's Maintenance and Administration subsystem and
input/output devices. This chapter also provides the method for entering commands and logging
into and out of the system.

* Alphabefical List of Commands contains an alphabetical list of the Tekelec Signaling Products (Eagle,
STP,IP Secure Gateway, and IP' Front End) commands.

* Commands describes all commands that are not pass-through or debug commands.

* Debug Commands describes all debug commands.

* Pass-Through Commands describes all pass-through commands.

* Reference Information contains general information that is used by multiple commands, including
point code format and conversion information, mapping tables, lists of commands by class, and
loopbcck information.

* Acronyms and Abbreviationscontains all acronyms and abbreviations used in the Commands Manual.

Note: Throughout this manual, reference to the OAP (Operation System Support Application Processor)
applies also to the EOAP (Enhanced Operation System Support Application Process).

Documentation Admonishments

Admonishments are icons and text throughout this manual that alert the reader to assure personal
safety, to minimize possible service interruptions, and to warn of the potential for equipment damage.

E54333 Revision 2, October 2014 10



Emergency Response Introduction

Table 1: Admonishments

Icon Description
Danger:
(This icon and text indicate the possibility of
personal injury.)
DANGER
Warning:
(This icon and text indicate the possibility of
WARNING equipment damage.)

Caution:

(This icon and text indicate the possibility of

CAUTION service interruption.)

Topple:
(This icon and text indicate the possibility of
TOPPLE personal injury and equipment damage.)
My Oracle Support (MOS)

MOS (https://support.oracle.com) is your initial point of contact for all product support and training
needs. A representative at Customer Access Support (CAS) can assist you with MOS registration.

Call the CAS main number at 1-800-223-1711 (toll-free in the US), or call the Oracle Support hotline
for your local country from the list at http://www.oracle.com/us/support/contact/index.html. When calling,
make the selections in the sequence shown below on the Support telephone menu:

1. Select 2 for New Service Request
2. Select 3 for Hardware, Networking and Solaris Operating System Support
3. Select 2 for Non-technical issue

You will be connected to a live agent who can assist you with MOS registration and provide Support
Identifiers. Simply mention you are a Tekelec Customer new to MOS.

MOS is available 24 hours a day, 7 days a week, 365 days a year.

Emergency Response

In the event of a critical service situation, emergency response is offered by the Customer Access
Support (CAS) main number at 1-800-223-1711 (toll-free in the US), or by calling the Oracle Support
hotline for your local country from the list at http://www.oracle.com/us/support/contact/index.html. The
emergency response provides immediate coverage, automatic escalation, and other features to ensure
that the critical situation is resolved as rapidly as possible.

E54333 Revision 2, October 2014 11
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Locate Product Documentation on the Oracle Introduction
Technology Network Site

A critical situation is defined as a problem with the installed equipment that severely affects service,
traffic, or maintenance capabilities, and requires immediate corrective action. Critical situations affect
service and/or system operation resulting in one or several of these situations:

* A total system failure that results in loss of all transaction processing capability

* Significant reduction in system capacity or traffic handling capability

* Loss of the system’s ability to perform automatic system reconfiguration

¢ Inability to restart a processor or the system

e Corruption of system databases that requires service affecting corrective actions

* Loss of access for maintenance or recovery operations

* Loss of the system ability to provide any required critical or major trouble notification

Any other problem severely affecting service, capacity /traffic, billing, and maintenance capabilities
may be defined as critical by prior discussion and agreement with Oracle.

Related Publications

For information about additional publications that are related to this document, refer to the Related
Publications Reference document, which is published as a separate document on the Oracle Technology
Network (OTN) site. See Locate Product Documentation on the Oracle Technology Network Site for more
information.

Locate Product Documentation on the Oracle Technology Network Site

Oracle customer documentation is available on the web at the Oracle Technology Network (OTN)
site, http://docs.oracle.com. You do not have to register to access these documents. Viewing these files
requires Adobe Acrobat Reader, which can be downloaded at www.adobe.com.

1. Log into the Oracle Technology Network site at http://docs.oracle.com.

2. Under Applications, click the link for Communications.
The Oracle Communications Documentation window opens with Tekelec shown near the top.

3. Click Oracle Communications Documentation for Tekelec Products.

4. Navigate to your Product and then the Release Number, and click the View link (the Download
link will retrieve the entire documentation set).

5. To download a file to your location, right-click the PDF link and select Save Target As.

E54333 Revision 2, October 2014 12
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This chapter provides the following information:

¢ A description of the system’s Maintenance and
Administration Subsystem

® A description of the system’s input and output
devices

e A description of how to enter commands

* The procedures for logging into and out of the
system

This chapter is intended to assist personnel
responsible for the system.
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Maintenance Disk and Alarm (E5-MDAL) Card Using Commands

Maintenance and Administration Subsystem

The Maintenance and Administration Subsystem (MAS) is the central management point for the
EAGLE.

The MAS provides user interface, maintenance communication, peripheral services, alarm processing,
system disk interface, and measurements.

Management and redundancy is provided by use of two separate subsystem processors.

The MAS resides on two separate sets of Maintenance and Administration Subsystem Processor
(MASP) cards and a Maintenance Disk and Alarm card (collectively referred to as control cards). The
control cards are located in slots 1113 through 1118 of the EAGLE Control Shelf.

E5-based Control Cards
The E5-based set of EAGLE 5 ISS control cards consists of the following cards:

¢ Two Maintenance and Administration Subsystem Processor cards (E5-MASP cards). Each dual-slot
E5-MASP card is made up of two modules:

* Maintenance Communication Application Processor (E5-MCAP) card
¢ Terminal Disk Module (E5-TDM) card

® One Maintenance Disk and Alarm card (E5-MDAL card)

Maintenance Communication Application Processor (E5-MCAP) Card

The E5-MCAP card contains the Communications Processor and Applications Processor and provides
connections to the IMT bus. The card controls the maintenance and database administration activity
and performs both application and communication processing. E5-MCAP cards are located in slots
1113 and 1115 of the control shelf.

Each E5-MCAP card contains one latched USB port for use with removable flash media (“thumb
drive”), and one flush-mounted USB port for use with a plug-in “credit card” flash drive. The removable
media drive is used to install and back up customer data. The credit card drive is used for upgrade
and could be used for disaster recovery.

Terminal Disk Module (E5-TDM) Card

The E5-TDM card provides the Terminal Processor for the 16 I/O ports, and interfaces to the
Maintenance Disk and Alarm (E5-MDAL) card and fixed disk storage. The E5-TDM card also distributes
Composite Clocks and High Speed Master clocks throughout the EAGLE 5 ISS, and distributes Shelf
ID to the EAGLE 5ISS. Each E5-TDM card contains one fixed SATA drive that is used to store primary
and backup system databases, measurements, and Generic Program Loads (GPLs). E5-TDM cards are
located in slots 1114 and 1116 of the control shelf.

Maintenance Disk and Alarm (E5-MDAL) Card

E54333 Revision 2, October 2014 14



Terminals and Printers Using Commands

The E5-MDAL card processes alarm requests and provides fan control. There is only one E5-MDAL
card in a control card set. Critical, major, and minor system alarms are provided for up to 6 individual
frames. In addition to the 3 system alarms, the E5-MDAL card provides the system audible alarm.
The E5-MDAL card provides control of fans on a per-frame basis, and allows for each fan relay to be
set individually. The E5-MDAL card does not contain a removable cartridge drive; drives for removable
media are located on the E5-MCAP card. The E5-MDAL card is located in slots 1117 and 1118 of the
control shelf.

Input/Output Devices

There are two types of Input/Output (I/O) devices: terminals and printers. All I/O devices are
connected to the system through the control shelf backplane. Each I/O device is described in terms
of its function and its connection to the system. Refer to the Installation Manual - EAGLE for backplane
connection information.

Terminals and Printers

The EAGLE uses VT320 terminals for maintenance and database administration. The EAGLE also can
be configured to communicate with the SEAS interface (OAP). The terminals enable you to enter
information into or receive information from the system. The system is capable of communicating
with terminals at data rates from 2400 to 19,200 baud, using the ASCII character set.

You must configure terminals to operate with the system. You also must set printers (and modems)
for hardware flow control. To do this, enable Data Terminal Ready (DTR) through your terminal’s
configuration menu. A modem also must have DCD set on “high.” If your terminal has the auto-wrap
feature, ensure that it is disabled before using your terminal on the system.

For information on the setup values for printers and terminals on the system, see the chg-trm command.
Terminals provide the following capabilities:

* cmdname input and output
¢ Continuous alarm states
* Event/Error messages

You enter commands at the terminal to perform system operations such as displaying the system
status, administering system security, and maintaining the database.

An example of a terminal screen is shown in Figure 1: System Terminal User Display. Note that the alarm
status area is labeled either Total Alarm Status or Active Alarm Status depending on how the VT320
terminal is configured. See the chg-stpopts command description for configuration information.

Alarms are displayed in the alarm status area of the terminal screen. The alarm levels are as follows:

* C(ritical - Indicates a severe, service-affecting condition has occurred and that immediate corrective
action is needed, regardless of the time of day or the day of the week.

* Major - Indicates a serious disruption of service or the failure of important circuits is taking place.
These troubles require attention and response to restore or maintain system capability.

¢ Minor — Indicates a trouble, but one that does not have a serious affect on service.

¢ Inhibited —Indicates a device in the system with an inhibited alarm. A temporarily or permanently
inhibited alarm does not generate unsolicited output or cause alarm indicators to be turned on.
See the i nh- al mcommand description for information on inhibited alarms.

E54333 Revision 2, October 2014 15



Printer Connections Using Commands

Event/Error messages also are issued to terminals to report system conditions or events. If the condition
or event affects service, an alarm is issued along with an Event/Error message. Event/Error messages
are displayed in the scroll area of the terminal screen.

Active alarm status Total alarm status
[criT] [mar] [MiNg] [INEE] - [crit] [mar] [MiNg] [InHB ]
KA KA KA ¥ KA KA KA ¥

Alarm status region K//////’ System ID region
TERMINAL #1
|(32r| |M££{||h25R||I§£P| CLLI: RLGHNCAXO3W

DATE @7-82-82 16 1@ SEST

roll
a
conmand 117g— Frept -stat-db
Command Command Accepted - Processing
response 1i and
Command —p|rept-stat-db s

line

Command in Progress

Progress of command region

Figure 1: System Terminal User Display

Use the command line region of the terminal display () to enter commands. The command line region
consists of two lines. Each of these lines can hold up to 80 characters. If you enter a command of more
than 80 characters in length, the command appears on both lines. When you press the Enter key, only
the first 80 characters are displayed in the previous command line, followed by a message on the
command response line showing the status of the command. The remaining characters have not been
rejected; they are not displayed due to line length limitations. If you recall the command by pressing
the Up arrow key or Down arrow key, all the characters in the command are displayed. For a description
of the arrow key functions, see Table 3: Keyboard Functions.

Printer Connections
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Terminals and printers are connected to the Terminal Disk Module (TDM), using the control shelf
backplane. The TDM also provides Keyboard Send and Receive (KSR) function. A description of the
TDM can be found in the Installation Manual - EAGLE.

KSR Function on VT320 Terminal Devices

The terminals can use the keyboard send and receive (KSR) mode of operation. KSR refers to a device
or mode of operation that prints or displays all received data. The KSR mode of operation typically
supports a teletype printer, but in the system, it also supports a video display unit and keyboard.

The KSR feature enables you to attach a dumb terminal device or teletype printer to the system's 1/O
ports or emulate KSR mode of operation on a VT320. KSR enhances the system's dial-up administration
functions by allowing faster throughput, because the screen formatting characters associated with the
VT320 mode of operation need not be transmitted.

The tested and supported terminal size in KSR mode is 24 rows/80 columns.

KSR Configuration

This feature allows you to configure the operational characteristics of system's I/O serial ports to
support KSR terminal devices. See Table 3: Keyboard Functions for a list of the keyboard functions used
by the KSR feature. For information on configuring a serial I/O port for KSR operation, see the Database
Administration Manual -SS7.

Changing the Mode Of Operation

Before you attempt to change the mode of operation of the terminal, you must follow the “Changing
the Terminal Characteristics” procedure found in the Database Administration Manual - S57. You must
perform this procedure from another terminal.

You can change the mode of operation of the terminal by pressing the F11 key. The F11 key instructs
the system to mimic a KSR. cmdname line editing operates exactly like the VT320.

The KSR emulation resembles a printer when in operation. The entire screen is used for output. Before
you enter a command, press <Ctrl-A>. The command prompt (>) is displayed. Enter a carriage return
to signify the end of command entry.

While in the KSR mode, all output to the video display unit is buffered. When any character is entered
from the terminal, a one-minute timer is started and data reception from the system is stopped. The
system responds to the command with the appropriate response, then resumes sending data where
it left off.

If a carriage return is not received during command entry, a time-out occurs and the system resumes
sending data to the terminal.

Requirements

The KSR function operates on any combination of terminal type assignments for the 16 available
terminal ports.
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Telnet Terminals

Telnet is a user command using the underlying TCP/IP protocol for accessing remote computers.
Telnet provides a connection from a remote (client) to a host (server) computer; the client keyboard
and monitor (or window) act as if physically attached to the host computer. Remote users log on as
if they were local users with whatever privileges may have been granted to the specific applications
and data on the remote computer. Remote users, after they log in, can use the same services as a local
user.

The IP User Interface feature permits any standard telnet client to act as an EAGLE terminal. This
IP-based access provides a standard interface through which EAGLE commands are entered from a
telnet session to the EAGLE. The EAGLE then provides command responses back to the remote telnet
terminal.

Up to 3 E5-IPSM cards or E5-ENET-B cards running the IPS application (IPSM cards) in the EAGLE,
with IP connectivity, enable telnet clients to connect from anywhere on the customer’s IP LAN. The
EAGLE must be on the customer’s LAN or WAN. Each IPSM card provides 8 telnet terminal ports
(IDs 17-24 for the first card installed, 25-32 for the second card installed, and 33-40 for the third card
installed), which are automatically made available when the card is installed and provisioned. See the
chg- t r mcommand description in this manual for more information about configuring telnet terminals.

From the telnet client, the remote user connect to any one of the equipped IPSM cards available by
entering the command t el net <IP address>. For example,

tel net 192.168. 1. 100

The remote user then selects a terminal number from a list of available terminals. If an incorrect terminal
number (one not listed in the prompt) is selected, the prompt appears again. (After three incorrect
tries, the session is closed.) After the session is accepted, an EAGLE welcome message appears. At
this point, broadcast messages (if provisioned) will begin to appear. See Figure 2: Telnet Terminal
Selection and Login .
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% Telnet - [None] M= E3

Connect Edit Terminal Help
I telnet 192.169.1.1A80

Connected. .
Welcome to Eagle.

Select a terminal from the list below:
(17, 18, 19, 22, 24)

# 21

21 s not a valid selection.

Select a terminal from the list below:
(17, 18, 19, 22, 24)

L

Connection established as terminal 17.

eaglel@lll 01-10-15 @9:56:00 GMT Rel 29.0.0-40,.27.0
7630.0046 TERMIMNAL 17 Terminal enabled

> login:uid=eagle
Enter Password :

Command Accepted - Frocessing

eagleldllo A1-1@-15 10:00:16 GMT Rel 29.0.0-40.27.08
login:uid=eagle
Command entered at terminal #17.

eagleldlld G1-10-15 10:00:18 GMT Rel 29.0.0-40,27.0
User logged in on terminal 17.

eagleldlld G1-1@-15 10:00:18 GMT Rel 29.8.0-48,27.0
NOTICE: This is a private computer system.

Unauthorized access or use may lead to prosecution.

0 LOGIN failures since last successful LOGIN

Last successful LOGIN was on port 3 on @1-10-15 @ @9:59:51

Figure 2: Telnet Terminal Selection and Login

After a connection is made, the remote user can log in using a pre-provisioned user ID and password.
(The user ID and password must be provisioned from an existing serial terminal.) The | ogi n command
can be typed directly, without typing <Ctrl-A> first.

An EAGLE serial terminal emulating a Keyboard Send /Receive (KSR) device is normally in display
mode (Where outgoing messages are displayed). In order to enter a command, the user must interrupt
the display by holding down the Ctrl key and typing an “a” (the ATTENTION or Ctrl-A key sequence).
When the terminal controller receives an ATTENTION, it enters a command entry mode. The output
text is temporarily halted, and the prompt symbol “>" appears.

The telnet terminal enters command entry mode when any key is pressed; <Ctrl-A> is not needed.

After the login is accepted and the user presses a key to receive the standard EAGLE command line
prompt, all EAGLE commands assigned to that user ID are now accessible.

The display of broadcast messages can be interrupted with any keystroke, and will resume after a
command is entered or a set timeout expires. When in command entry mode, the telnet server holds
any outgoing messages in a buffer while a command is entered. A command entry is completed by
pressing the Enter key.
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The telnet server waits up to 60 seconds between keystrokes for the command text to be completed,
before timing out and resuming the broadcast display. If the command entry times out, and output
resumes, the incomplete command text might scroll off the screen. Even though the incomplete
command was not executed, it is saved as an entry in the command buffer. This incomplete command
will be displayed again when any key is pressed. The command string can be finished by continuing
the typing where it was interrupted. Pressing the Enter key submits this command as usual.

Broadcast messages are held in a buffer from the time a key is pressed, until the command is complete
(timed out, aborted, cancelled, or rejected). This is to allow command responses to be completely
displayed. After the command completes, broadcast messages (if provisioned) will resume. The IPSM
card buffer will hold up to 30 minutes of broadcast output before discarding the oldest messages.

When the user enters the | ogout command to end the telnet session, the user is logged off of the
EAGLE, but the port remains assigned to the EAGLE telnet terminal. If the active port connection is
lost for a reason such as hardware fault or system interruption, the telnet server resets affected ports,
the session is closed, and the user ID is logged off.

The OA&M IP Security Enhancement feature provides secure connections to the EAGLE. Refer to
Appendix B of the Database Administration Manual - System Management for information on using
the PuTTY client to make a secure telnet connection.

SEAS Terminals

The SEAS Over IP feature provides a TCP /IP-based interface for SEAS. The SEAS interface constitutes
the path between the EAGLE and a Common Channel Signaling Message Router (CCS MR). The
EAGLE uses the IP User Interface feature and IPSM cards instead of EOAP to provide the paths for
each SEAS TCP/IP link.

The IPSM card allows one of the eight IP terminals to function as a SEAS terminal and provide
connectivity between the CCS MR and the EAGLE. The IPSM card also continues to provide the
EAGLE with generic IP-based services, such as Telnet and FTP on the remaining seven IP terminals.

A maximum of 2 SEAS terminals can be configured in the EAGLE.

The chg-trmt ype=seas command can be entered for terminals 17 - 40 when all conditions for a
terminal to be set as a SEAS terminal are met.

The SEAS output group cannot be turned off for a SEAS terminal.

Element Management System Alarm Monitor
EMSALM terminalsElement Management System Alarm Monitor (EMSALM)

Element Management System Alarn Monitor (EMSALM) terminals display UAM alarm set and clear
messages and the UIM 1083 “system alive” messages only. No other messages (including reports and
other UIMs) are displayed. EMSALM terminals are designed to display alarm messages only. EMSALM
terminals are not restricted in any other way. They can accept login, and commands; however these
operations may interfere with alarm monitoring and should be performed on an alternate terminal.

Serial port terminal IDs 1-16 can be assigned as EMSALM terminals. These EMSALM terminals are a
refinement of the KSR terminal, and contain all the KSR terminal communication parameters.

Telnet terminal IDs 17-40 can be assigned as EMSALM terminals when the IP User Interface feature
is enabled and turned on and up to 3 IPSM cards are equipped in the system (see "Telnet Terminals"
on page 4-6). These EMSALM terminals have all of the functions of a telnet type terminal.
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When the chg- t r mcommand is entered to change a terminal to the EMSALM type, all output group
parameter values for that terminal default to YES, even if they were set to NO before the change. Even
though an output group is set to YES for an EMSALM terminal, no reports or UIMS other than UIM
1083 will appear for that output group.

Individual output group values can be changed to NO by entering another chg- t r mcommand for
an EMSALM terminal (do this only with caution; it can cause loss of UAM alarm messages at the
EMSALM terminal).

When the chg- t r mcommand is entered to change a terminal from type EMSALM to another type,
the output group values remain unchanged. A chg- t r mcommand can be entered to change output
group settings.

About Commands

Commands allow you to interact with the system to perform specific functions. Commands are available
to perform the following functions:

* Obtain system status and operational status
* Modify system configuration
* Obtain measurement reports

The following sections describe how to enter commands through a system terminal. Command
correction, keywords, parameters, and syntax are described.

Entering Commands

All commands are entered at the command prompt (>), located in the bottom window of the terminal
display. After entering a command, you must press the Enter key. When the command has executed
(an output message appears in the display to indicate execution), \2ou can enter another command.
The F9 function key allows you to interrupt a running command; however, you cannot enter another
command until the running command completes its operation.

Commands are not case sensitive; therefore, either uppercase or lowercase characters can be used.
Intermixing (using both upper and lower case) characters does not create an error message, but you
must use the correct command syntax.

Action Commands

Throughout this manual, the term “action command” is used in the description of some dependencies,
as in the sentence “No other action command can be in progress when this command is entered.”

Action commands are used to effect changes to the state of entities within the system, such as cards
and signaling links. For example, use thei nh- car d command to change the state of the card to Out-of
Service - Maintenance Disabled (OOS-MT-DSBLD).

Table 2: Action Commands and Associated System Entity lists the action commands and shows which type
of system entity they are associated with.
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Table 2: Action Commands and Associated System Entity

Action Commands System Entity

act-slk, alw-slk, canc-slk, dact-slk, inh-slk, Link Commands
unhb-slk, blk-slk,ublk-slk, tst-slk

act-alm-trns, canc-alm-trns, rls-alm Alarm Commands
alw-trm, inh-trm Terminal Commands
alw-card, inh-card, rmv-card, rst-card Card Commands

Command Keywords and Parameters

Commands consist of two parts: keywords and parameters. Keywords identify the principal action
to be performed by the system, and consist of one to three words. Most commands also require
parameters to further define the command operation.

Parameters are entered after the keyword. Each parameter must be separated from the keyword or
the previous parameter with a colon. If a parameter has multiple values, the values entered are discrete
and must be separated with a hyphen or comma. The parameters can be entered in any order.

Some command parameters have built-in default values that are used if a value is not specified. To
accept a default value, press Enter after the desired keyword and parameters have been entered.

Use the following delimiters when entering commands:

® :separates parameters
* -or,—separates multiple values within a parameter block
* =—use as delimiter between the parameter and input value

The following is an example of a command entry:
> dact-sl k:10c=1101: port =a

The keyword in the above example is dact - sl k (Deactivate Signaling Link). The first parameter for
this command is loc=1101 (the actual card location in the system for the link being cancelled, based
on equiptment location). The second parameter is port=a. This parameter signifies which signaling
link port on the card in the designated location has the link that is to be cancelled.

If an error is made while typing commands, use the Delete key to make corrections, one character at
a time.

Note: If the same parameter is entered more than once in a command, the system accepts the last
parameter value that was entered. Any values for the parameter that were entered earlier in the
command are ignored.

Keyboard Functions

Some keyboard functions used with commands are described in the previous section. Keyboard
functions available for use with commands are listed in Table 3: Keyboard Functions. Arrow key functions
are further described following the table.
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Table 3: Keyboard Functions

Using Commands

VT320 Key Sequence

KSR Key Sequence

Description

!

!

The Up arrow key recalls the
previous commands entered at
the prompt, one command at a
time. The Up arrow key scrolls
backwards through up to 10
commands for a KSR, VT320, or
SCCS terminal, and up to 20
commands for an IP UI telnet
terminal. See page 4-13 for a
description of the Up arrow key
functions.

The Left arrow key backspaces
the underline cursor without
erasing.

The Down arrow key recalls the
previous command entered at
the prompt, one parameter at a
time.

If the Up arrow key is pressed
and more than one command
has been entered in the session,
pressing the Down arrow key
displays one previously entered
command at a time.The Down
arrow key scrolls forward
through up to 10 commands for
KSR, VT320, and SCCS terminals
and up to 20 commands for IP
UI telnet terminals.

See page 4-14 for a description
of the down arrow key functions.

The Right arrow key recalls the
last command entered at the
prompt, one character at a time.

F6

Fé6

The F6 Function key refreshes
the terminal screen, including
any characters already input on
the command line and the
command response line.

F7
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F7

The F7 Function key clears the
scroll buffer. This enables a user
to stop useless information from
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Using Commands

VT320 Key Sequence

KSR Key Sequence

Description

passing to the scroll region of the
system terminal.

F8

F8

The F8 function key enables you
to stop and restart the scrolling
of information on the terminal
screen.

F9

F9

The F9 Function key allows you
to interrupt a running command
so that you can enter another
command. Output and
processing of the interrupted
command continue. Pressing F9
is the same as issuing

thecanc- cmd command withno
parameters.

The commands that can be
interrupted by pressing F9 are
listed in the description of the
canc-cmd command.

If the terminal is running one of
the listed commands and you
pressF9, output and processing
are cancelled. This function
works only on the same terminal
that is running the command
you want to cancel. To cancel a
command from another terminal,
use the canc-cmd:trm=
command (see thecanc- cnd
command description).

F10

F10

The F10 Function key displays
help information for the last
command that was entered,
including parameters, parameter
formats, and the command class.

F11

F11

The F11 Function key allows you
to toggle the terminal’s mode of
operation from VT320 to KSR
and from KSR to VT320. This
function key has no effect on IP
UI telnet terminals.

Not Available

Control-A

Control-A allows you to enter a
command in the KSR mode.
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VT320 Key Sequence KSR Key Sequence Description

Control-S Control-S Used with the sw or both flow
control (see the chg-trm
command description for more
information), this key sequence
sends the XOFF character to
temporarily stop sending data.

Control-Q Control-Q Used with the sw or both flow
control (see the chg-trm
command description for more
information), this key sequence
sends the XON character to
resume sending data.

Ins Ins When Insert is toggled on, typed
characters are inserted into the
command line, moving existing
characters to the right. When
toggled off, typed characters
overwrite existing characters.

Del Del Deletes one character at a time
from the right; the cursor stays
in position.

Backspace Backspace Deletes a character and moves
the cursor one space to the left.

Arrow Key Operation

The arrow keys are used to move the cursor to a different position in a command, and to display part
or all of a command that was previously entered.

On KSR, VT320, and SCCS terminals, you can scroll through the last 10 commands that were entered
at the terminal during the session. On IP Ul telnet terminals, you can scroll through the last 20
commands that were entered at the terminal during the session. Part or all of one command at a time
is displayed. When you have scrolled through the complete list of up to 10 or 20 commands, the
scrolling wraps back to the beginning of the list.

The list of previously entered commands is cleared when a terminal is inhibited and allowed
(inh-trmtrnmexx and al wt r m t r mexx) and when a file transfer is initialized with the
act-file-trns command.

There are two modes of command recall for Up and Down arrow keys:
¢ Edit Mode

Edit Mode includes any key operation that changes the command at the prompt, such as the Delete
key, the Back Space key, or an alphanumeric key. Pressing one of these keys to enter or change a
command puts the terminal into Edit Mode. Pressing the Enter key (or carriage return) takes the
terminal out of Edit Mode.

¢ Non-edit Mode
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Pressing the Enter key (or carriage return) puts the terminal into Non-edit Mode. A terminal remains
in Non-edit Mode when you press an arrow key, a Function key, or the Insert key, which do not
change the command at the prompt. When you press a key that changes the command, the terminal
goes into Edit Mode until you press the Enter key again.

Up Arrow Key

The Up arrow key is used to recall up to the last 10 commands (KSR, VT320, and SCCS terminals) or
the last 20 commands (IP UI telnet terminals) entered at the prompt during the session.

e In Edit Mode

* You enter 3 characters of a command at the prompt and press the Up arrow key. If the previous
command was 6 characters long, then the last 3 characters of the previous command are recalled
and displayed after the 3 characters that you entered at the prompt.

* Youenter 10 characters of a command at the prompt and press the Up arrow key. If the previous
command was 6 characters long, none of the previous command is displayed. The command
that you entered remains as you entered it at the prompt.

¢ Entering part or all of a command at the prompt puts the terminal into Edit Mode. In Edit Mode,
the last (or previous) command is recalled only if the command length of the last command is
greater than the command at the prompt. For example:,

¢ In Non-edit Mode

¢ When you have pressed the Enter key and there is no command at the prompt, or you have
pressed the Insert key or a Function key, the terminal is in Non-edit Mode.

*  When you press the Up arrow key in Non-edit Mode, and you have entered at least one previous
command, the last command that you entered is displayed at the prompt. Pressing the Up arrow
key again clears the command at the prompt (if any) and displays the next previous command
that you entered (if any). By continuing to press the Up arrow key, you can scroll backwards
through the last 10 commands (KSR, VT320, \2nd SCCCS terminals) or the last 20 commands
(IP UI telnet terminals) that you entered at the terminal. The display wraps back to the most
recent of the entered commands when all of the available commands have been recalled. The
terminal remains in Non-edit Mode until you press a key that changes the displayed command.

Down Arrow Key

In Edit Mode, the Down arrow key recalls the last command that was entered at the terminal, one
parameter at a time. The recalled parameter is displayed at the end of the entry that currently appears
at the prompt.

In Non-edit Mode:

* If the Up arrow has not been pressed just before pressing the Down arrow key, \2he Down arrow
key recalls the last command that was entered at the terminal, one parameter at a time.

¢ If the Up arrow key is the last key that was pressed before the Down arrow key is pressed, the
Down arrow key scrolls forward through the last 10 commands (KSR, VT320, \2nd SCCS terminals)
or last 20 commands (IP Ul telnet terminals), displaying one complete command each time the key
is pressed. The scrolling wraps to the beginning of the list when all of the available commands
have been displayed.

Right Arrow Key

Each time the Right arrow key is pressed, one character of the last command is recalled and the cursor
moves one position to the right. When the last command is completely displayed, pressing the Right
arrow key does not cause any cursor movement or character display.
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Left Arrow Key

The Left arrow key moves the underline cursor one position to the left without erasing the character.
The underline cursor can be moved until it reaches the first character at the left of the command. If
the Left arrow key is pressed again after the cursor reaches the first character of the command, the
bell sounds.

Command Output and Messages

Reports and outputs generated through retrieve or report status commands are followed by a semi-colon
(;) to signify the end of the output (this is in compliance with TL1 standards).

The following types of output messages are used on the system:

¢ Command Accepted-Processing: The command has been accepted by the application’s command
handler as syntactically correct. This message is displayed in the command area of the terminal
display.

¢ Command Completed-The command has been entered, and the system has completed processing.
This message is displayed in the scroll area of the terminal display.

¢ Command Executed-The command has been entered, and the system has completed processing.
This message is displayed in the command area of the terminal display.

¢ Command Failed-The command was executed but failed due to an external reason, such as the
link is not equipped or a disk drive is unable to communicate. The reason for the failure is included
in this message.

¢ Command Rejected-The command syntax could be incorrect, or a parameter value is incorrect
(semantic error). This message is displayed in the command area of the terminal display.

The reason for rejecting the command (command syntax or incorrect parameter value) is included
in this message.

* Command Aborted-The command syntax and the parameter values are ok, but for some reason
the command was aborted (for example, a disk drive is inaccessible). This message is displayed in
the scroll area of the terminal display.

¢ Command Response Messages-A command is entered at the terminal, and the response to that
command is echoed on that same terminal. These messages are displayed in the scroll area of the
terminal display.

¢ Unsolicited Messages-An example of unsolicited messages are the messages delivered in response
to alarm conditions. These messages are displayed in the scroll area of the terminal display.

The unsolicited messages can be directed to a specific terminal or printer by using the chg-trm
command to assign one or more of the groups of unsolicited output messages shown in Table 4:
Unsolicited Output Message Groups to the specified terminal or printer.

Table 4: Unsolicited Output Message Groups

Application Server Application Subsystem
Card Clock

Debug Global Title Translation
Gateway Screening Measurements Maintenance
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Monitor MPS

SEAS Maintenance SLAN Maintenance
System Maintenance Security Administration
Traffic Measurements Database Administration
Link Maintenance Program Update

LNP Database Administration LNP Subscription

To configure a terminal to receive unsolicited LNP database administration and LNP subscription
messages, the LNP feature must be turned on (see the enabl e-ctr| - f eat command).

Command Output Banners

When a command is executed in the system, one or more banner lines appear in the output that is
displayed for the command.

System
Host (111 Code Date Time Release Nummbez

l l l l

|[RLGHNCXA21W |[00-02-07|[12:01:43 EST| [Prod 33.1.0 |

T

Product Identifier

Figure 3: Output Banner Format

The following fields appear in each output banner:

* Host CLLI code—a maximum of one alphabetic character and ten alphanumeric characters. The
CLLI code uniquely identifies the system in terms of its physical location. The CLLI code must be
unique among all elements in the system.

The CLLI code contains the following information:

* City—4 characters

* State— 2 characters

* Building— 2 characters

¢ Equipment type —3 characters

¢ Date—year-month-day
¢ Time—hour: minute: second time zone
* System Release Number— contains a product identifier and the version ID number.

The product identifier, which is shown as ‘Prod” in Figure 3: Output Banner Format and the output
examples in this manual, can appear as “EAGLE” or “EAGLE5” depending on which product key
is turned on in the system (see thert rv-ct r| - f eat output example). If one or more “EAGLE 5"
features are enabled in the system, the EAGLES product key must also be turned on and EAGLE5
will appear in the banner. If there are no “EAGLE 5" features enabled in the system, the EAGLE
product key will be turned on and EAGLE will appear in the banner. (If both the EAGLES and
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EAGLE product keys are enabled, the EAGLES product key should be turned on and appear in
the banner).

The version ID number identifies the GPL set that is specific to the software release that is expected
to be installed on the system as approved loads. The format of the version ID number is
maj.min.maint, defined as follows:

¢ maj—the major release ID

¢ min—the minor release ID

* maint—the maintenance release ID

System Security

User IDs and passwords protect the system from unauthorized entry into the system and enhance
system security. To enter the system through a terminal, a user must enter a valid user ID and password
at the system prompt, and the user ID and password must be authorized for use together. A user ID
identifies a user to the system.

To maintain the security of the system, passwords should be changed periodically and user IDs should
be deleted whenever there is a personnel change.

When prompted to enter a new password, a different password should be provided. This is the
responsibility of the user, and is not enforced by the EAGLE 5 ISS.

Rules for User ID and Password Administration
The rules for administering User IDs User IDs and passwords, rules for administering passwords are:

¢ The maximum number of user ID-password combinations is 100.

* The maximum length of the user ID is 16 characters.

¢ The maximum length of the password is 12 characters; the minimum length is site provisionable
using the chg- secu- df | t command, and it can be from 1 — 12 characters long.

e User IDs and passwords may contain any printable characters except the characters used as
command delimiters: colon (:), comma (,), \2yphen (), or equal sign (=).

* Each user ID must begin with an alpha character.
¢ A password must contain:

* Atleast as many characters as specified on the minlen parameter of the chg- secu-df I t
command

* At least as many alphabetic characters as specified on the alpha parameter of the
chg-secu-df I t command

* Atleastas many numeric characters as specified on the num parameter of the chg- secu- df | t
command

* Atleast as many punctuation characters as specified on the punc parameter of the
chg-secu-df I t command
* A password must not contain the associated user ID.
Command Classes

Each user ID and password combination is assigned to one or more command classes, configuration
ofconfigurationcommandsclasses, command command classes to control the set of csystem security
ommands that a user may enter.

E54333 Revision 2, October 2014 29



Login Procedure Using Commands

There are 8 unique non-configurable command classes: Basic, Database Administration, Debug, Link
Maintenance, Program Update, Security Administration, System Maintenance, and LNP Basic. (The
Basic command class is assigned to all users as a default.)

There are 32 available configurable command classes. See the chg- cnmd command description and the
chg- cndcl ass command description for information about naming and assigning commands to
configurable command classes.

See the chg- user command description or the ent - user command description for more information
on configuring user IDs and passwords and assigning command classes.

Login Security Checks
loginsystem security

To aid in system security, the system maintains a record of when a password was last changed and
requires a user to change the password when it is older than the site-specified maximum password
age. The system also keeps track of the elapsed time between successful logins. If the time between
successful logins exceeds the site-specified maximum, a user is not allowed access to the system. The
site systems administrator also has the ability to revoke a user ID.

When a user first logs into the system, the default unauthorized user warning is displayed as follows

NOTI CE: This is a private conputer system

Unaut hori zed access or use may | ead to prosecution.
Additional security is available for the system in that multiple logins using the same user ID are
prohibited.
Intrusion Alert

To alert the system administrator to a possible attempt by an unauthorized person trying to log into
the system, the system issues a scroll area message. When 5 or more consecutive attempts to log into
the system have failed, the following scroll area message is sent to all terminal ports that can receive
unsolicited Security Administration messages:

I nfo: xxxxxxxxxx successive LOG N failures on port pp

Where:

* xxxxxxxxxx is the number of consecutive login failures on the port (1 —4,294,967,295)
* pp is the terminal port (1 — 40) on which the login attempts were made

When the attempt to log into the system is successful after a series of failed consecutive login attempts,
or if the active MASP reboots, the count of failed consecutive login attempts for that port is reset to 0.

Attempts to log into the system that are not completed normally, are not considered login attempts
and are not included in the count of failed consecutive login attempts. For example, while prompting
for a password you might use the F9 key to abort the command, or errors might occur when the system
is looking up a user ID or password.

Login Procedure
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Using Commands

The commands described in this manual are entered at a terminal connected to the system.

Before you can enter most of the commands, you must enter the | 0ogi n command to log into the
system and open a user session. You must enter the login command with a valid user ID and password
combination. When the system accepts your user ID and password as valid, you can enter commands
at the terminal in the user session.

The first procedure in this section explains how to log into the system using the | ogi n command.

The procedures that follow the login procedure explain how to handle common situations that can
arise when you log into the system.

You must change the password the first time that you log in with a new user ID and password.
The user ID and password that you enter are not accepted as valid.
Your password has expired and must be changed.

Someone else has already logged on with your user ID and password; the system does not allow
the same ID and password to be used on two terminals at the same time.

Note: You can enter the act-user command instead of the login command.

Log into the System for a User Session

Your User ID and Password were not Accepted

You Must Change Your Password

Your Password has Expired

Your User ID is Already Being Used

Login Error Messages

E2262 Cmd Rej:
E2263 Cmd Rej:
E2264 Cmd Rej:
E2750 Cmd Rej:
E2751 Cmd Rej:
E2752 Cmd Rej:
E2753 Cmd Rej:
E2754 Cmd Rej:
E2755 Cmd Rej:
E2756 Cmd Rej:
E2757 Cmd Rej:
E2758 Cmd Rej:
E2759 Cmd Rej:
E2760 Cmd Rej:
E2761 Cmd Rej:

Password too long, 12 maximum

Password does not contain enough characters

Password verification failed

UserlD already logged on (or is logging on) another port
UserlD has been revoked

UserID has become obsolete and cannot be used
Password does not contain enough alphabetic characters
Password does not contain enough numeric characters
Password does not contain enough punctuation characters
Failed reading the password table

Invalid userID/password combination
ALPHA+NUM-+PUNC must not be greater than 12
Revocation of security admin userID not allowed

Failed reading the security defaults table

Password cannot contain userID

See the chg- secu- df | t command description for information on different options the system
administrator has for configuring the system for password requirements.

The following js an example of the information that might be displayed in the scroll area, depending

on your site

configuration:

New password must contain
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* atleast 1 alphabetic character(s) (a - z)
® atleast 1 numeric character(s) (0 - 9)
e atleast 1 punctuation character(s) (for example, $%@#)

Logout Procedure

When a terminal session is completed, perform the following logout procedure to log out of the system
Log Out Of the System. The terminal returns to an input idle state.

Note: You can use the dact - user command instead of the | ogout command.

Log into the System for a User Session

1. At the system prompt (>), enter the login command with your user ID.
2. Press the Enter key.
The following message appears:

Ent er Passwor d:

3. At the system prompt, type your password.
For security reasons, the password is not displayed on the terminal screen.

4. Press the Enter key.

Follow the remaining steps to complete this procedure or to go to another procedure, depending
on the system response to validation of your user ID and password.

5. If your user ID and password combination are accepted and the following messages appear in the
terminal input/command response region, the terminal is available for a user session.

Command Accept ed- Pr ocessi ng
Command Execut ed

This procedure is complete.

&

If your user ID and password combination are not accepted and the following message appears,
go to Your User ID and Password were not Accepted

E2757 Cnd Rej: Invalid Userl D Password Conbi nati on

N

If you entered a new user ID and password combination for the first time, the following message
appears, go to You Must Change Your Password

Enter new password (password nust be changed)
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8. If you entered your user ID and password combination and your password has expired, the
following message appears, go to Your Password has Expired

Enter new password (password has expired and nmust be changed)

9. If you entered your user ID and password combination and they are already being used at another
terminal, the following message appears. Go to Your User ID is Already Being Used

E2750 Cnd Rej: UserlI D already | ogged on (or is |ogging on) another port

Your User ID and Password were not Accepted

1. This procedure outlines the steps to follow when you attempt to log into the system and your user
ID and password combination are not accepted.

When you entered the | 0gi n command with your user ID and entered your password at the
system prompt, the following message appeared:

E2757 Cnd Rej: Invalid Userl D/ Password Comnbi nati on

When this message is displayed, the terminal also presents a message describing the login attempt
and the time and date the attempt occurred.

2. Verify that you have the correct user ID and password.
Return to the login procedure, and log in again with the correct user ID and password.

If the problem occurs again, contact your System Administrator.

You Must Change Your Password

1. This situation can occur when you first log in after the system administrator uses the ent - user
command to enter a new user ID and password combination, or when you first log in after the
chg- user: pi d=yes command has been entered.

When you entered the | 0gi n command with your user ID and entered your password at the
system prompt, the following message appeared:

Ent er new password (password nust be changed)
Type a new password, following your site guidelines.
For security reasons, the password is not displayed on the terminal screen.

2. Press the Enter key.

The system checks the password to ensure that it meets your site’s password complexity
requirements.
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3. If your password does not meet your site's password complexity requirements, the system displays
amessage based on the password violation (see Login Error Messages for a list of possible messages).

The | ogi n process ends.

Decide on a new password, and start the login procedure again.

4. If your password meets the complexity requirements, the following message appears:

Verify Password:
Type the exact password again that you entered in Step 1.
For security reasons, the password is not displayed on the terminal screen.

5. Press the Enter key.

6. If the user ID and password combination are accepted and the following messages appear in the
terminal input/command response region, the terminal is available for a user session

Commrand Accept ed- Processi ng
Conmand Execut ed

7. Record your new password in a secure location.

Your Password has Expired

1. When you entered the | 0gi n command with your user ID and entered your password at the
system prompt, the following message appeared:

Enter new password (password has expired and nmust be changed)
Type a new password, following your site guidelines.
For security reasons, the password is not displayed on the terminal screen.

2. Press the Enter key.

The system checks the password to ensure that it adheres to your site's password complexity
requirements.

3. If your password does not meet your site's password complexity requirements, the system displays
amessage based on the password violation (see Login Error Messages for a list of possible messages).

The login process ends.

Decide on a new password, and start the login procedure again.

4. If your password meets the complexity requirements, the following message appears:

Verify Password:

Type the exact password again that you entered in Step 1
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For security reasons, the password is not displayed on the terminal screen.

5. Press the Enter key.

6. If the user ID and password combination are accepted and the following messages appear in the

terminal input/command response region, the terminal is available for a user session

Commrand Accept ed- Processi ng Comrand Execut ed

7. Record your new password in a secure location.

Your User ID is Already Being Used

1. When you entered the | 0gi n command with your user ID and entered your password at the
system prompt, the following message appeared:

E2750 Cnd Rej: UserlI D already | ogged on (or is |ogging on) another port

The following information is displayed in the scroll area:

Info: UDis currently logged on (or is logging on) to port vyy.

where yy is in the range of 1 - 40.

2. Find the terminal at port yy, and log off your user ID at that workstation.
See Log Out Of the System.

3. Return to your terminal and log into the system again.

Log Out Of the System

1. At the system prompt (>), enter the | ogout command.
2. Press the Enter key.

The following messages appear on the terminal screen to confirm command completion:

Command Accept ed- Processi ng
Conmand Execut ed
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Chapter

3

Alphabetical List of Commands

Topics: This chapter contains an alphabetical list of the

EAGLE commands.
»  Alphabetical List of Commands.....37
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Alphabetical List of Commands
Commands

A

act-alm-trns
act-cdl
act-dlk
act-echo
act-file-trns
act-flash
act-ftp-trns
act-gpl
act-lbp
act-1g-card
act-lg-engine
act-1g-grp
act-1g-sys
act-Ipo
act-slk
act-user
alw-card
alw-imt
alw-map-ss
alw-slk
alw-trm

aud-data

B
blk-slk

C

canc-alm-trns
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canc-cmd
canc-dlk
canc-echo
canc-lpo
canc-slk
canc-user
chg-acg-mic
chg-acg-noc
chg-ainpopts
chg-aigqopts
chg-appl-rtkey
chg-as
chg-assoc
chg-atinpqopts
chg-atm-Ips
chg-attr-seculog
chg-card
chg-clkopts
chg-cmd
chg-cmdclass
chg-csl
chg-ctrl-feat
chg-db
chg-dconn
chg-deiropts
chg-dstn
chg-el
chg-eisopts
chg-feat
chg-frm-pwr
chg-ftp-serv
chg-gpl
chg-gsmmap-scrn

chg-gsm-msg
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chg-gsmopts
chg-gsmsmsopts
chg-gsms-opcode
chg-qta
chg-gtcno
chg-gtmod
chg-gtt
chg-gttact
chg-gttapath
chg-gttaset
chg-gttsel
chg-gttset
chg-gtw-stp
chg-guws-actset
chg-quws-redirect
chg-inpopts
chg-ip-card
chg-ip-conn
chg-ip-Ink
chg-is41-msg
chg-is41opts
chg-is41smsopts
chg-isup-msg
chg-j1

chg-12t

chg-13t

chg-lbp
chg-lg-card
chg-lg-engine
chg-lg-event
chg-Inpopts
chg-Inp-serv
chg-loopset
chg-Is
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chg-lsopts
chg-m2pa-tset
chg-map
chg-meas
chg-measopts
chg-mrn
chg-mtc-measopts
chg-netopts
chg-npp-as
chg-npp-serv
chg-npp-srs
chg-pid
chg-ppsopts
chg-prefix
chg-rte
chg-rtx
chg-sccp-msg
chg-sccpopts
chg-sccp-serv
chg-scr-aftpc
chg-scr-blkdpc
chg-scr-blkopc
chg-scr-cdpa
chg-scr-cgpa
chg-scr-destfld
chg-scr-dpc
chg-scr-isup
chg-scr-opc
chg-scrset
chg-scr-sio
chg-scr-tt
chg-seas-config
chg-secu-dflt

chg-secu-trm
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chg-sg-opts
chg-shif
chg-sid
chg-sip-npp
chg-sipopts
chg-slt
chg-snmp-host
chg-snmpopts
chg-srvsel
chg-ss7opts
chg-ss-appl
chg-stpopts
chg-t1
chg-tatr-msg
chg-tatropts
chg-th-alm
chg-tifopts
chg-trm
chg-ttmap
chg-ttr-msg
chg-ttropts
chg-uaps
chg-user
chg-vflx-cd
chg-vflx-opts
chg-vflx-rn
chg-vflx-vmsid
chk-unref-ent
clr-imt-stats
conn-imt
copy-disk
copy-ext-stats
copy-fta
copy-gpl
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copy-meas

copy-seculog

D
dact-alm-trns
dact-cdl
dact-cmd
dact-ee
dact-echo
dact-gedti
dact-lbp
dact-Ig-card
dact-1g-engine
dact-1g-qrp
dact-1g-sys
dact-rstst
dact-slk
dact-user
disc-imt
disp-fta-dir
dlt-acg-mic
dlt-acg-noc
dlt-appl-rtkey
dlt-as
dlt-assoc
dlt-card
dlt-csl
dlt-cspc
dlt-dconn
dlt-dlk
dlt-dstn
dlt-el
dlt-frm-pwr
dlt-fta
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dlt-ftp-serv
dlt-gserv-data
dlt-gsmmap-scrn
dlt-gsms-opcode
dlt-gsmssn-scrn
dlt-gta
dlt-gtcno
dlt-gtmod
dlt-gtt
dlt-gttact
dlt-gttapath
dlt-gttaset
dlt-gttsel
dlt-gttset
dlt-quws-redirect
dlt-homern
dlt-home-smsc
dlt-ip-conn
dlt-ip-host
dlt-ip-node
dlt-ip-rte

dlt-j1

dlt-Ibp
dlt-1g-card
dlt-1g-engine
dlt-1g-event
dlt-1g-grp
dlt-Inp-serv
dlt-loopset
dlt-Is

dlt-map
dlt-mrn

dlt-na
dlt-npp-as

E54333 Revision 2, October 2014 43



D Alphabetical List of Commands

dlt-npp-srs
dlt-pct
dlt-prefix
dlt-rmt-appl
dlt-rte

dlt-rtx
dlt-sccp-serv
dlt-scr-aftpc
dlt-scr-blkdpc
dlt-scr-blkopc
dlt-scr-cdpa
dlt-scr-cgpa
dlt-scr-destfld
dlt-scr-dpc
dlt-scr-isup
dlt-scr-opc
dlt-scrset
dlt-scr-sio
dlt-scr-tt
dlt-shlf
dlt-sip-npp
dlt-slk
dlt-snmp-host
dlt-spc
dlt-srusel
dlt-ss-appl
dlt-subnetid
dlt-t1

dlt-tt
dlt-ttmap
dlt-uim-acthresh
dlt-user
dlt-vendid
dlt-vflx-cd
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dlt-vflx-rn
dlt-vflx-vmsid

E

enable-ctrl-feat
ent-acg-mic
ent-acg-noc
ent-appl-rtkey
ent-as

ent-assoc
ent-card

ent-csl

ent-cspc
ent-dconn
ent-dlk

ent-dstn

ent-el
ent-frm-pwr
ent-ftp-serv
ent-gserv-data
ent-gsmmap-scrn
ent-gsms-opcode
ent-gsmssn-scrn
ent-gta
ent-gtcno
ent-gtmod
ent-gtt
ent-gttact
ent-gttapath
ent-gttaset
ent-gttsel
ent-gttset
ent-gws-redirect

ent-homern
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ent-home-smsc
ent-ip-conn
ent-ip-host
ent-ip-node
ent-ip-rte
ent-j1

ent-lbp
ent-lg-card
ent-lg-engine
ent-lg-event
ent-lg-grp
ent-Inp-serv
ent-loopset
ent-Is
ent-map
ent-mrn
ent-na
ent-npp-as
ent-npp-srs
ent-pct
ent-rmt-appl
ent-rte
ent-rtx
ent-scr-aftpc
ent-scr-blkdpc
ent-scr-blkopc
ent-scr-cdpa
ent-scr-cgpa
ent-scr-destfld
ent-scr-dpc
ent-scr-isup
ent-scr-opc
ent-scrset

ent-scr-sio
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ent-scr-tt
ent-serial-num
ent-shlf
ent-sid
ent-sip-npp
ent-slk
ent-snmp-host
ent-spc
ent-srvsel
ent-ss-appl
ent-subnetid
ent-t1

ent-tt
ent-ttmap
ent-user
ent-vendid
ent-vflx-cd
ent-vflx-rn

ent-vflx-vmsid

F
flash-card
format-disk

I

inh-alm
inh-card
inh-imt
inh-map-ss
inh-slk
inh-trm
init-card
init-ext-stats

init-flash
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init-imt-gpl
init-mux
init-network

init-sys

L
lock
login
logout

0
opt-disk

P

pass

R
rept-ftp-meas
rept-imt-info
rept-imt-lol1
rept-imt-lvl2
rept-meas
rept-stat-alm
rept-stat-applsock
rept-stat-as
rept-stat-assoc
rept-stat-card
rept-stat-cdl
rept-stat-cdt
rept-stat-clk
rept-stat-cluster
rept-stat-db
rept-stat-ddb

rept-stat-deir
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rept-stat-dlk
rept-stat-dstn
rept-stat-el
rept-stat-enet
rept-stat-gpl
rept-stat-imt
rept-stat-ipconn
rept-stat-iptps
rept-stat-j1
rept-stat-Ifs
rept-stat-Ig
rept-stat-Inp
rept-stat-Is
rept-stat-meas
rept-stat-mfc
rept-stat-mon
rept-stat-mps
rept-stat-mux
rept-stat-rtd
rept-stat-rte
rept-stat-rtkey
rept-stat-rtx
rept-stat-sccp
rept-stat-seas
rept-stat-seculog
rept-stat-sip
rept-stat-slan
rept-stat-slk
rept-stat-sys
rept-stat-t1
rept-stat-trbl
rept-stat-trm
rept-stat-tstslk

rept-stat-user
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rept-stat-xlist
rls-alm
rmov-card
rmu-imt
rmo-trm
rst-card
rst-dstn
rst-imt
rst-trm
rtrv-acg-mic
rtro-acg-noc
rtro-ainpopts
rtru-aiqopts
rtrv-appl-rtkey
rtro-as
rtrv-assoc
rtrv-atinpqopts
rtrv-atm-Ips
rtro-atm-prm
rtrv-attr-seculog
rtrv-bip
rtrv-card
rtro-clkopts
rtro-cmd
rtro-cmdclass
rtrv-csl
rtro-cspc
rtrv-ctrl-feat
rtrv-data-rtdb
rtrv-dconn
rtrv-deiropts
rtro-dlk
rtro-dstn

rtro-el
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rtru-eisopts
rtro-feat
rtro-frm-pwr
rtro-ftp-serv
rtro-gpl
rtrv-gserv-data
rtro-gsmmap-scrn
rtro-gsm-msg
rtro-gsmopts
rtro-gsmsmsopts
rtrv-gsms-opcode
rtrv-gsmssn-scrn
rtro-gta
rtro-gtcno
rtro-gtmod
rtro-gtt
rtro-gttact
rtrv-gttapath
rtro-gttaset
rtrv-gttsel
rtro-gttset
rtro-gtw-stp
rtrv-gtwy-acthresh
rtro-gtwy-prmtrs
rtro-gws-actset
rtrv-gws-redirect
rtrv-homern
rtrv-home-smsc
rtro-inpopts
rtro-ip-card
rtru-ip-conn
rtrv-ip-host
rtro-ip-Ink

rtrv-ip-node
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rtru-ip-rte
rtrv-is41-msg
rtro-is41opts
rtrv-isd1smsopts
rtro-isup-msg
rtro-j1

rtro-12t
rtro-13t
rtro-lbp
rtrv-lg-card
rtrv-lg-engine
rtrv-Ig-event
rtro-Ig-grp
rtrv-1g-sys
rtrv-Inpopts
rtrv-Inp-serv
rtrv-log
rtrv-loopset
rtro-Is
rtro-m2pa-tset
rtro-map
rtro-measopts
rtrv-meas-sched
rtro-mrn
rtro-mtc-measopts
rtro-na
rtro-netopts
rtro-npp-as
rtro-npp-serv
rtro-npp-srs
rtrv-obit
rtro-pct
rtro-ppsopts

rtro-prefix
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rtro-rmt-appl
rtro-rte
rtro-rtx
rtro-sccp-msg
rtro-sccpopts
rtrv-sccp-serv
rtrv-scr-aftpc
rtro-scr-blkdpc
rtrv-scr-blkopc
rtrv-scr-cdpa
rtro-scr-cgpa
rtrv-scr-destfld
rtrv-scr-dpc
rtro-scr-isup
rtro-scr-opc
rtru-scrset
rtro-scr-sio
rtro-scr-tt
rtrv-seas-config
rtrv-secu-dflt
rtrv-seculog
rtro-secu-trm
rtru-secu-user
rtrv-serial-num
rtro-sg-opts
rtro-shlf
rtro-sid
rtro-sip-npp
rtro-sipopts
rtro-slk
rtro-slt
rtro-snmp-host
rtro-snmpopts

rtro-spc
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rtrv-srosel
rtro-ss7opts
rtrv-ss-appl
rtro-stp
rtro-stpopts
rtrv-subnetid
rtro-t1
rtro-tatr-msg
rtro-tatropts
rtru-tbl-capacity
rtro-th-alm
rtro-tifopts
rtro-tps
rtro-trbl
rtro-trbltx
rtro-trm
rtro-tt
rtro-ttmap
rtro-ttr-msg
rtro-ttropts
rtro-uaps
rtrv-uim-acthresh
rtro-user
rtrv-vendid
rtro-vflx-cd
rtro-vflx-opts
rtro-oflx-rn

rtro-vflx-vmsid

S

set-date
set-gtwy-acthresh
set-scrrej-prmtrs

set-time
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set-uim-acthresh

T
tst-bip
tst-disk
tst-dlk
tst-el
tst-imt
tst-j1
tst-msg
tst-npp-msg
tst-slk
tst-t1

U
ublk-slk
unhb-alm
unhb-slk

unlock
Debug Commands

A

act-gedti
act-upgrade
act-ip-Ink

C

cdu
chg-bip-fld
chg-bip-rec
chg-ee-card
chg-gedti-card
chg-tbl
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chg-upgrade-config
clr-disk-stats

copy-tbl

D
dact-ip-Ink
dbg-ddb
disp-bip
disp-bp
disp-disk-dir
disp-disk-stats
dlt-ee-flt
disp-mem
disp-trace
dlt-bp
dlt-trace

E
ent-bp
ent-ee-flt

ent-trace

R
rept-stat-ee
rept-stat-gedti
rtrv-ee-card
rtrv-ee-flt

rtrv-upgrade-config

S

send-msg

set-mem

Pass-Through Commands
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A

arp
aslog

assocrtt

C

connmgr

F
ftptest

L
linkinfo

M

msucount
msuroute

msutrace

N

netstat

nslookup

P

pct
ping

S

sctp
sockrtt
soipdata

soiplog
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T

traceroute

U

ualog
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Chapter

4

Commands

This chapter describes the command conventions
for commands that are not pass-through or debug
commands. The commands are listed in alphabetical
order.
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act-cdl Commands

act-alm-trns Activate Alarm Transfer
Use this command to transfer all alarm indications from the local office to the remote maintenance
center.
Parameters

This command has no parameters.

Example

act-almtrns

Dependencies

No other action command can be in progress when this command is entered.

Notes

After this command is entered, use the r ept - st at - al mcommand to verify the action.

New alarms cause the local maintenance center audible alarms to sound for a short period.

Output

act-almtrns

rl ghncxaO3w 04-01-09: 50: 17 EST EAGLE 31.3.0
Alarnms transferred to Renpte Mii ntenance Center
Command Conpl et ed.

Related Commands
dact-alm-trns, rept-stat-trm, rept-stat-trbl, rtro-obit, rtro-trbl

act-cdl Activate Command Driven Loopback
Use this command to initiate a command driven loopback for testing a signaling link.

Command Driven Loopback is the ability to locally drive a signaling link into a manual line loopback.
The data received on the signaling link is echoed (transmitted) back. This is effectively the reverse of
thet st - sl k: | oopback=l xvr, which loops the transmitted data back to the receiver.

Parameters
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link (mandatory)
SS7 signaling links. The SS7 signaling link to be tested.
Synonym:
port
Range:

loc (mandatory)
The card location as stenciled on the shelf of the system.

Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

loopback (optional)
Loopback test type.

Range:
line
payload

Default:
line

Example
act-cdl :10c=1205:1ink=b

Dependencies
The card location specified in the loc parameter must be equipped.
The signaling link specified in the link parameter must be equipped.

LFS processing must be stopped or must be allowed to complete on the specified signalling link before
this command can be entered.

The loopback=payload parameter is valid only for LIM-ATM and E1-ATM cards.
Command Driven Loopback testing is not available during upgrade.

A Command Driven Loopback test cannot be in progress on the specified link when this command is
entered.

At st - sl k command cannot be in progress on the specified link when this command is entered. The
t st - sl k processing must be stopped or must be allowed to complete before this command can be
entered

The card location specified in the loc parameter must be in the In-Service-Normal (IS-NR) state.
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The card location specified in the loc parameter must support Command Driven Loopback testing.
The signaling link specified in the link parameter must not be active.

The card location specified in the loc parameter cannot be reserved by the system.

Notes

None

Output
act-cdl : 1 oc=1205:1i nk=b

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Conmmand Accepted: Conmmand Driven Loopback nessage is sent.

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Conmand Conpl et ed.

Related Commands
act-lbp, dact-cdl, dact-lbp, rept-stat-cdl, tst-slk

act-dlk Activate Data Link

Use this command to activate an IP data link and put the link into service. The state of the link is
changed from out of service maintenance disabled (OOS-MT-DSBLD) to in service normal (IS-NR).

Parameters
loc (mandatory)
The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318 , 6101 - 6108, 6111 - 6118

Example
act -dl k: 1 oc=1308

Dependencies
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No other action command can be in progress when this command is entered.
The shelf and card must be equipped.

The card location must contain a card that is running the STPLAN application.
The card location, frame, shelf, or slot must be within the allowed range.

A card location that is valid and defined in the database must be specified.
The card in the location specified by the loc parameter must be in service.

The ipaddr parameter must specify a valid IP address.

Notes

None

Output
act-dl k: 1 oc=1308

rl ghncxa03w 04-01-17: 00: 36 EST EAGLE 31.3.0
Activate Link nessage sent to card.
Commrand Conpl et ed.

Related Commands
canc-dlk, dlt-dlk, ent-dlk, rept-stat-dlk, rtrv-dlk, tst-dlk

act-echo Activate Echo

Use this command to force responses from the scroll area of a terminal to be printed to a specified
terminal or printer. The command supports one terminal echoing to many terminals or many terminals
echoing to one terminal.

Caution: Exercise restraint in using this command, because excessive echoing can cause
a loss of output at the receiving terminal.

CAUTION

Parameters

trm (mandatory)
Serial port number.

Range:
1-16

E54333 Revision 2, October 2014 63



act-echo Commands

Example

act -echo: trme3

Dependencies
Terminal output cannot be echoed to a terminal that is out of service.

If a terminal is already echoing to a specified terminal, this command cannot be entered to echo the
terminal’s output to that same terminal.

Echo is not allowed to the terminal from which the command is issued.
Echo is not allowed to or from IP User Interface telnet ports (terminals 17-40).
Terminal output cannot be echoed to a terminal that is inhibited.

The trm parameter must be specified.

Notes

This command can be used to echo only command output responses to a terminal. For alarm and
network messages to be sent to a terminal, the chg- t r mcommand must be used.

To echo output to a destination port, a user must be logged in at the destination port. The following
warning message appears in the scroll area of the issuing terminal if echo is attempted to a terminal
that has no user logged in:

No user logged in at Terminal X. No echo will occur until a user
I ogs in.

where X is the trm parameter value specified in the act - echo command.

Output

act -echo: trme2

rl ghncxaO3w 04-01-07 11:11:28 EST EAGLE 31.3.0
act - echo: trm=2
Conmmand entered at term nal #1.

rl ghncxa03w 04-01-07 11:11:28 EST EAGLE 31.3.0
Scroll Area Qutput is echoed to term nal 2.

Caution: Loss of output may occur if too nany term nals are echoed.

1

act-echo: trne3

rl ghncxaO3w 04-01-07 11:11:28 EST EAG.E 31.3.0
act -echo: trme3
Conmmand entered at term nal #1.
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rl ghncxaO3w 04-01-07 11:11:28 EST EAG.E 31.3.0
Scroll Area Qutput is echoed to termnal 2.
Scroll Area Qutput is echoed to terminal 3.

Caution: Loss of output may occur if too nany terminals are echoed.

Related Commands
chg—trm, dact-echo, rept-stat-trm, rmo-trm, rst-trm, rtro-trm

act-file-trns Activate File Transfer

Use this command to start a file transfer between the system and a remote computer.

Parameters

loc (optional)
The location of the fixed disk to or from which the file is to be uploaded or downloaded.

Range:
1114, 1116

Active and standby TDM locations

Default:
The active TDM location

retries (optional)
The number of times the system retries a packet before giving up.

Range:
1-20

Default:
10

timeout (optional)
The number of seconds the system waits for a packet before sending a negative
acknowledgment or retransmitting the previous packet. This parameter also specifies
the number of seconds to wait for a transfer initiation message from the remote
computer.
Range:
1-120

Default:
30
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Example

act-file-trns:|loc=1116

Dependencies
The loc parameter must specify a TDM card.
Only one file transfer can be active at a time.

This command cannot be entered on a telnet terminal (IDs 17-40).

Notes

Output messages indicating transfer initiated and transfer terminated (whether successful or not) are
sent to the output devices in the Security Administration output group.

LNP Measurements

When used to output LNP measurements, the r ept - meas command sends data to the FTA. Extracting
LNP measurements from the FT A requires:

* A computer with a VI320 or KSR connection to the system
¢ A communication program that both emulates VT terminals and supports Kermit file transfer
* A spreadsheet program that can import Comma Separated Value (CSV) text files

A PC running ProComm® for Windows and Microsoft Excel© can be used.

See Extracting LNP Measurements from the FTA for the method used to collect LNP measurements.

Extracting LNP Measurements from the FTA

1. Display the contents of the FTA. Enter di sp-fta-dir:| oc=xxxx.
Where xxxx = the active TDM (1114 or 1116)

2. Delete any existing files from the FTA. Enter dl t - f t a: | oc=xxxx: al | =yes.
Where xxxx = the active TDM (1114 or 1116)

3. Enter the command to send LNP daily measurements to the FTA. For example:
rept - neas: enttype=l np: t ype=nt cd
4. Activate the file transfer. Enter act -fil e-trns: | oc=xxxx.

Where xxxx = the active TDM (1114 or 1116)

5. Display a list of the files transferred to the FTA. Enter di sp-ft a-di r: | oc=xxxx.
Where xxxx = the active TDM (1114 or 1116)

6. Use the get command from within the communications program configured to run Kermit in
ASCII mode to transfer the desired files (with the .csv suffixes) to the PC.

For example:
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>

>

>

get nday_| np. csv
get nday_ssp. csv
get nday_l|rn.csv
get nday_npa. csv

finish

7. Run a spreadsheet program and open each of the collected files to view the LNP measurement
data.

8. After all files are successfully transferred and confirmed, remove the files from the FTA. Enter
dlt-fta:l oc=xxxx:all =yes.

Where xxxx = the active TDM (1114 or 1116)

Output

Normal session output to non-Security Administration user's terminal.

act-file-trns:loc=1114:ti neout=20:retri es=2

rl ghncxaO3w 04-01-05 14:37: 05 EST EAGLE 31.3.0
act-file-trns:loc=1114:ti neout=20:retri es=2
Conmmand entered at term nal #1.

rl ghncxaO3w 04-01-05 14:37: 05 EST EAGLE 31.3.0
Awaiting File Transfer with renote.
Pl ease initiate binary Kermt session on |ocal conputer

rl ghncxa03w 04-01- 05 14: 38:33 EST EAGE 31.3.0

File Transfer : 0 file(s) DOANLOADED from | ocati on 1114 successfully
File Transfer : 1 file(s) UPLOADED to |ocation 1114 successfully
File Transfer : Kermit Session term nated NORVALLY

Normal session output to Security Administration group terminals.

act-file-trns:loc=1114:ti neout=20:retri es=2

rl ghncxa03w 04-01- 05 14:40: 42 EST EAGE 31.3.0
File Transfer : IN TIATED on term nal #1

rl ghncxa03w 04-01- 05 14:41: 07 EST EAGLE 31.3.0
File Transfer: 511 byte.bin UPLOADED to | ocation 1114 successfully.

rl ghncxaO3w 04-01-05 14:41:44 EST EAGLE 31.3.0
File Transfer : term nated NORVALLY on term nal #1

Normal session output to Security Administration user's terminal.

act-file-trns:loc=1114:ti neout=20:retri es=2

rl ghncxaO3w 04-01-05 14:42:51 EST EAGLE 31.3.0
act-file-trns:loc=1114:ti meout=20:retri es=2
Command entered at term nal #1.
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rl ghncxa03w 04-01- 05 14:43:29 EST EAGE 31.3.0
File Transfer : INTIATED on term nal #1

rl ghncxa03w 04-01-05 14:43:53 EST EAGLE 31.3.0

Awaiting File Transfer with renote.

Pl ease initiate binary Kermt session on |ocal conputer

rl ghncxaO03w 04-01-05 14:44:19 EST EAGLE 31.3.0

File Transfer: 511 byte.bin UPLOADED to | ocation 1114 successfully.

rl ghncxa03w 04-01- 05 14:44:52 EST EAGLE 31.3.0

File Transfer : 0 file(s) DOANLQADED from | ocati on 1114 successfully
File Transfer : 1 file(s) UPLOADED to | ocation 1114 successfully
File Transfer : Kermit Session term nated NORVALLY

rl ghncxaO3w 04-01-05 14:45:31 EST EAGLE 31.3.0
File Transfer : term nated NORVALLY on term nal #1

Related Commands
copy-fta, disp-fta-dir, dlt-fta

act-flash Activate Flash

Use this command to activate the trial FLASH GPL that is currently running on one target card or on
a range of cards.

Parameters

Note: As of Release 43.0, the BLBEPM, BLBIOS, BLBSMG, BLCPLD, BLDIAG6, BLROM1, BLVXW6,
IMTPCI, and PLDPMC1 GPLs are replaced with the BLIXP GPL. The replaced GPLs are used only
during upgrade to Release 43 and hardware replacement.

eloc (optional)
End location. The location of the last card of a range of cards to be activated.
Range:

1101 -1113,1115,1201 - 1218, 1301 - 1318, 2101 - 2118, 2201 - 2218, 2301 - 2318,
3101 - 3118, 3201 - 3218, 3301 - 3318, 4101 - 4118, 4201 - 4218, 4301 - 4318, 5101 -
5118, 5201 - 5218, 5301 - 5318, 6101 - 6118

gpl (optional)
Generic program load. The flash GPL type that is running on the cards in the specified
range of cards.

Note: This parameter must be specified for cards that have more than one flash image
(GPL).
Range:
xyyyyyyy 1 alphabetic character followed by up to 7 alphanumeric characters.
Valid GPLs are: blbios, blbepm, blbsmg, blcpld, bldiag6, blixp, bimcap, blrom1, bluxwe,

bpdem, bpdem?2, bphcap, bphcapt, bphmux, bpmpl, bpmplt, hipr, hipr2, imtpci, pldpmcl
and multiple.
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Use "gpl=multiple" to simultaneously flash multiple E5-class cards running different
GPLs, such as BLIXP, BLMCAP, etc. The command will then flash all E5-class cards in
the specified range.

loc (optional)
The location of a single target card.
Range:
1101 -1113, 1115, 1201 - 1218, 1301 - 1318, 2101 - 2118, 2201 - 2218, 2301 - 2318,

3101 - 3118, 3201 - 3218, 3301 - 3318, 4101 - 4118, 4201 - 4218, 4301 - 4318, 5101 -
5118, 5201 - 5218, 5301 - 5318, 6101 - 6118

sloc (optional)
Start location. The location of the first card of a range of cards to be activated.

Range:
1101 - 1113, 1115, 1201 - 1218, 1301 - 1318, 2101 - 2118, 2201 - 2218, 2301 - 2318,
3101 - 3118, 3201 - 3218, 3301 - 3318, 4101 - 4118, 4201 - 4218, 4301 - 4318, 5101 -
5118, 5201 - 5218, 5301 - 5318, 6101 - 6118

Example
act-flash:1oc=1105
act-flash: sl 0c=1101: el oc=1112: gpl =bpnpl

Dependencies

The card, or cards, in the specified location or range of locations for this command must be actively
running a flash GPL in trial mode.

The allowed cards are HCAP, HCAP-T, DCM, E1/T1 MIM, E5-ENET, E5-ENET-B, HC-MIM,
E5-E1T1, E5-TSM, E5-IPSM, E5-MCAP, GPSM-II, MPL, or Service Module. Card locations xy09 and
xy10 (x is the frame,y is the shelf) can be specified only for HMUX, HIPR, or HIPR2 cards.

Each specified card does not have to be defined in the database, but it does have to be aligned on the
IMT bus.

If the target card is an HMUX, HIPR, or HIPR?2 card, then both card locations specified in the sloc and
eloc parameters must contain HMUX, HIPR, or HIPR2 cards on the same IMT bus. For these cards, the
bus is implicit based on the specified location. Locationxy09 specifies an HMUX, HIPR, or HIPR2 A
Bus, and location xy10 specifies an HMUX, HIPR, or HIPR2 B Bus ( x is the frame and y is the shelf).
For example, sloc=1109:eloc=6109 specifies all HMUX, HIPR, or HIPR2 cards on the A Bus only;
sloc=1110:eloc=6110 specifies all HMUX, HIPR, or HIPR2 cards on the B Bus only. HMUX, HIPR, or
HIPR2 cards from both the A bus and B bus cannot be flash downloaded simultaneously.

The card must be running an inactive flash GPL when this command is executed.
The provisioning subsystem mode (simple, duplex) must be established prior to executing the command.
The loc parameter cannot be specified with the eloc and sloc parameters.

Either the loc parameter or the eloc and sloc parameters must be specified.
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The eloc and sloc parameters must be specified together in the command; one parameter cannot be
specified without the other parameter.

The sloc parameter value cannot be greater than the eloc parameter value.

The cards in the specified sloc and eloc card locations must be present and able to communicate over
the IMT. The cards do not have to be provisioned in the database.

The gpl parameter must be specified if the eloc and sloc parameters are specified.
The gpl parameter must be specified for cards that have more than one flash image (GPL).

If the GPL specified is not multiple, then cards in the locations specified by the sloc and eloc parameters
must be running the specified GPL. If the GPL specified is not multiple, then other cards in the range
of locations can be running other GPLs but will not be activated and only cards that are within the
range and running the specified GPL will be activated.

A card that is the active MASP cannot be specified for the loc, sloc, or eloc parameter.
No other action command can be in progress when this command is entered.
A card location that is valid and defined in the database must be specified.

If the GPL specified is not multiple, then the cards specified in the sloc and eloc location parameters
must be running the specified general progam load (gpl).

This command cannot be entered during an Extended Bit Error Rate Test (BERT).
The gpl=multiple parameter can be specified only if the sloc and eloc parameters are specified.

The gpl=multiple parameter can be specified only if the cards in the locations specified in the sloc and
eloc parameters are E5-class cards.

Notes

None

Output
act-flash: 1 oc=1105

rl ghncxa03w 04-01- 04 13:05: 05 EST EAGLE 31.3.0
FLASH Menory Activation for card 1105 Started.

rl ghncxa03w 04-01- 04 13:05: 05 EST EAGLE 31.3.0
FLASH Menory Activation for card 1105 Conpl et ed.

rl ghncxa03w 04-01- 04 13:05: 05 EST EAGLE 31.3.0
Conmand Conpl et ed.

)

act-flash: sl oc=1101: el oc=1112: gpl =bpnpl

rl ghncxaO03w 05-01-04 13:05: 05 EST EAGLE 33.0.0
FLASH Menory Activation for cards 1101 - 1112 Started.
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rl ghncxa03w 05-01-04 13:05:05 EST EAGLE 33.0.0
FLASH Activation for cards 1101 - 1112 Conpl et ed.
LOC 1101 : PASSED

LOC 1102 : PASSED

LOC 1112 : PASSED

ALL CARD RESULTS PASSED

rl ghncxa03w 05-01-04 13:05:05 EST EAGLE 33.0.0
Command Conpl et ed.

Related Commands
clr-imt-stats, flash-card, init-flash, init-imt-gpl, rept-imt-info, rept-imt-Ivll, rept-imt-lvl2, tst-imt

act-ftp-trns Activate FTP Transfer

Use this command to activate an FIP transfer to send database tables from the system to the customer’s
FTP server.

Note: This command is not for customer use. It is for Tekelec use only.

Parameters

action (mandatory)
The operation that the command is to perform.

Range:
put

filetype (mandatory)
The system table type to be transferred.

Range:
all
Transfer all types of tables

exts
Transfer the Extended Statistics table

ip
Transfer all IP tables

gtt
Transfer all Global Title Translation tables

gws
Transfer all Gateway Screening tables

mip
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Transfer all Message Transfer Part tables

oflex

Transfer all V-Flex tables

Example
act-ftp-trns:action=put:filetype=gtt

Dependencies

This command cannot be entered if another file transfer is already in progress.

The action and filetype parameters must be specified in the command.

The FTP Server table must contain at least one FIP server entry that specifies the user application

An IPSM card must be in service before this command can be entered.

Notes

This command communicates with the user application, defined in the FTP Server table. The IP address
and server details necessary for an FTP transfer are also stored in the FIP Server table. One such user
application is the FTP-based Table Retrieve Application (FTRA). Refer to the FTP-Based Table Retrieve
Application (FTRA) User Guide for assistance.

Output

act-ftp-trns:action=put:filetype=ip

tekel ecstp 09-05-06 06:41:17 EST EAGLE 41.0.0
FTP command sent to | PSM card - Processing

tekel ecstp 09-05-06 06:41:17 EST EAGLE 41.0.0
Copy-table started - tabl exxx.tbl
Copy-t abl e COVPLETE.

tekel ecstp 09-05-06 06:41:17 EST EAGLE 41.0.0
FTP file transfer started - tabl exxx.tbl
FTP file transfer SUCCESSFUL.

tekel ecstp 09-05-06 06:41:17 EST EAGE 41.0.0
FTP transfer COVWPLETE.
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Related Commands
None.

act—gpl Activate Generic Program Load

Use this command to change the status of the trial GPL from “trial” to “approved.” The status of the
previously approved GPL is changed to “trial.”

Parameters

Note: As of Release 43.0, the BLBEPM, BLBIOS, BLBSMG, BLCPLD, BLDIAG6, BLROM1, BLVXWE6,
IMTPCI, and PLDPMC1 GPLs are replaced with the BLIXP GPL. The replaced GPLs are used only
during upgrade to Release 43 and hardware replacement.
gpl (mandatory)
Generic program load. The name of the GPL identifier to be moved from "trial" to
"approved" status on the disk.
Range:
XYyyyyyy
1 alphabetic character followed by up to 7 alphanumeric characters. Valid GPLs
are:

atmansi —Used by LIM cards to support the high-speed ATM signaling link
feature

atmhc—Used by E5-ATM and E5-ATM-B cards to allow the card to support up
to 3 signaling links

atmitu—Used by E1 ATM cards to support the high-speed E1 ATM signaling
link feature

blbepm—TFlash GPL containing the BIOS ROM image on E5-E1T1, E5-ENET, and
E5-ENET-B cards

blbios—Flash GPL containing the BIOS ROM image on HC-MIM cards that are
used for E1 or T1 signaling links

blbsmg—Flash GPL containing the BIOS ROM image on E5-SM4G and
E5-SM8G-B cards

blcpld—Flash GPL containing the bit files for the CPLD on HC-MIM, E5-E1T1,
E5-ENET, and E5-ENET-B cards that are used for E1 or T1 signaling links

bldiag6—Flash GPL containing the diagnostic code on E5-E1T1, HC-MIM,
E5-ENET, and E5-ENET-B cards

blixp—Flash GPL containing a tar image with all code required on E5-E1T1,
HC-MIM, E5-ENET, and E5-SM4G cards

blmcap—Flash GPL containing a tar image with all code required on E5-MCAP,
E5-ATM-B, E5-ENET-B, and E5-SM8G-B cards

blrom1—Flash GPL containing the bootloader code for VxWorks operating
system on HC-MIM cards
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blvxw6—Flash GPL containing the VxWorks operating system on E5-E1T1, and
E5-ENET cards that are used for E1 or T1 signaling links.

bpdcm—Used to support the flash memory Board PROM for DCM, DSM, and
GPSM boards, original design

bpdcm2—Used to support the flash memory Board PROM for DCM and GPSM
boards, revised design

bphcap—Used to support Board PROM for HCAP flash memory
bphcapt—Supports Board PROM for HCAP-T flash memory
bphmux—Supports Board PROM for HMUX flash memory

bpmpl—Supports Board PROM for MPL flash memory

bpmplt —Supports Board PROM for E1/T1 flash memory

cdu—Used in the card manufacturing process.

deirhc— Used by E5-SM8G-B cards to support S13 EIR feature.

eoam—Used by the GPSM-II card for enhanced OAM functions

eroute—Used by STC cards for EAGLE 5 Integrated Monitoring Support functions

erthc—Used by E5-ENET and E5-ENET-B cards when the card acts as an STC
card (E5-STC card) for EAGLE 5 Integrated Monitoring Support functions

glshc—Used by E5-TSM cards to download gateway screening to LIM and SCCP
cards

hipr—Communication software used on the High Speed IMT Packet Router
(HIPR) card

hipr2—Communication software used on the High Speed IMT Packet Router
(HIPR?2) card

imtpci—Communication software that operates the IMT bus on HC-MIM,
E5-E1T1, E5-ENET, and E5-ENET-B cards

ipghc—Used by E5-ENET and E5-ENET-B cards to support point-to-multipoint
IP connectivity for ANSI and ITU point codes

iplhc—Used by E5-ENET and E5-ENET-B cards for point-to-point IP connectivity
for ANSI and ITU point codes

ipsg—Used by E5-ENET and E5-ENET-B cards to support the combined
functionality of IPLIMx M2PA and IPGWx M3UA

ipshc—Used by IPSM cards to support the IPS application

mcp—Used by MCPM cards for the Measurements Platform feature
mcphc— Used by E5-MCPM-B cards for the Measurements Platform feature
oamhc—Used by E5-MCAP cards for enhanced OAM functions

pldpmcl—Flash GPL used on HC-MIM and E5-E1T1 cards for E1 and T1 signaling
links

sccphc—Used by E5-SMA4G and E5-SM8G-B cards to support EPAP-based features
and the LNP ELAP Configuration feature. If no EPAP-based or LNP ELAP
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Configuration feature is turned on, and an E5-SM4G or E5-SM8G-B card is
present, then the GPL processes normal GTT traffic.

siphc— Used by E5-SM8G-B Cards to support SIP application.

slanhc—Used by E5-ENET and E5-ENET-B cards to support the STPLAN
application

ss7hc—Used by HC-MIM and E5-E1T1 cards. Allows the card to support up to
64 signaling links for E1 and T1 functions.

ss7ml—Used by MPL and E1/T1 MIM cards. The GPL allows MPL cards to
support 8 signaling links. MPL cards support only the DSO interface. The GPL
allows the E1/T1 MIM card to support 8 signaling links for E1 and T1 functions.

utility—Used by the factory for testing, and when directed by the Customer
Care Center

vcdu—~Used in the card manufacturing process

vsccp—Used by DSM cards to support EPAP-based features and the LNP ELAP
Configuration feature. If no EPAP-based or LNP ELAP Configuration feature
is turned on, and a DSM card is present, then the GPL processes normal GTT
traffic.

vxwslan—Used by SSEDCM cards to support the STPLAN application

ver (mandatory)

Version. The version number of the GPL to be activated, with subfields the format of
major-minor-fix separated by dashes.

Range:
major-minor-fix

Specify a value in the range 0-255 for each subfield of the GPL version number
(major-minor-fix).

Example
act - gpl : gpl =ss7hc: ver=125-1-0
act-gpl : gpl =deirhc: ver=134-60-0

Dependencies

No other activate, change, copy, or retrieve GPL commands, nor a GPL audit, can be in progress when
this command is entered.

The value specified for the gpl parameter must be supported. See the gpl definition for a list of
supported GPLs.

Notes
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Test the trial GPL by loading to a card before activating the GPL. Activating the GPL changes it from
trial to approved.

The generic program load is committed on the active system and on the standby system.

Trial GPLs are downloaded to cards manually. Only approved GPLs can be downloaded to cards by
the system.

Use thert rv-gpl command to determine the version of the GPL.

Output

The output indicates that the specified GPL is activated on each TDM card.
act-gpl : gpl =ss7hc: ver =125-1-0

tekel ecstp 05-01-03 16:53:23 EST EAGLE5 33.0.0
SS7HC activate to 1114 conpl et ed
SS7HC activate to 1116 conpl et ed

The output indicates that the specified GPL is activated on each TDM card.
act - gpl : gpl =dei r hc: ver =134- 60- 01

tekel ecstp 13-03-15 19:08: 39 EST EAGLE 45.1.0
DEI RHC activate to 1114 conpl et ed
DEI RHC activate to 1116 conpl et ed

)

The number of "cards of x complete" represents the total number of cards that can communicate on
the IMT at the instant that this information is displayed.

act-gpl : appl =i m:ver=21-2-0

tekel ecstp 05-04-24 06:54:39 EST EAGLE 34.0.0
I MI' activate on 1114 conpl eted
I MI' activate on 1116 conpl et ed

tekel ecstp 05-04-24 06:54:41 EST EAGLE 34.0.0

5402. 1105 SYSTEM I NFO REPT- EVT: | MT GPL r el oadi ng.
1 card(s) of 25 conplete.
Report Date: 05-04-24 Tine: 06:54:41

tekel ecstp 05-04-24 06:55:11 EST EAGLE 34.0.0

5403. 1106 SYSTEM I NFO REPT- COND: | MT GPL r el oadi ng.
11 card(s) of 25 complete.
Report Date: 05-04-24 Tine: 06:55:11
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Related Commands
chg-gpl, copy-gpl, rept-stat-gpl, rtro-gpl

act-lbp Activate Loopback Point Test

Use this command to activate one or more loopback point tests for testing data signaling link elements
in an SS7 transmission path. Use this command to:

* Activate a test for a specified loopback point that is defined in the LFS database table
* Activate a test for one loopback point that is not defined in the LFS database table

The ent - | bp command can be used to define a maximum of 32 loopback points in the LFS database
table.

Parameters

To activate a test for a single loopback point that is defined in the LFS database table, specify the
loopback point number in the Ibp parameter and do not specify the Ifst, rle, rep, or clli parameter in
the command. Information from the LFS database is used to activate the test for the specified loopback
point.

To activate a test for a single loopback point that is not defined in the LFS database table, specify one
or more of the Ifst, rle, rep, and clli parameters in the command. (If the clli parameter is not specified,
then the value is blank, a null string. If the rep parameter is not specified, the default value is 0.)

To activate tests for all loopback points defined in the LFS database, do not specify the Ibp, Ifst, rle,
rep, or clli parameter in the command. Information from the LFS database table is used to activate
tests for all defined loopback points.
link (mandatory)
SS7 signaling link. The SS7 signaling link to be tested.
Synonym:
port
Range:

loc (mandatory)
The location of the card containing the signaling link to use for loopback point testing.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308 , 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

clli (optional)

Common language location identifier. The CILLI code or other mnemonic identifier,
used to refer to the given loopback point.

Range:
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ayyyyyyyyyy

1 alphabetic character followed by up to 10 alphanumeric characters

Default:
If the rle, Ifst, or rep parameter is specified—null string (blank)

If the rle, Ifst, or rep parameter is not specified—the value in the LFS database

data (optional)
The data used with the octet or alternate patterns.
Range:
1-255

Default:
255

force (optional)

The force=yes parameter must be specified to start a test when there are 256 or more
tests already running.

Range:
yes

no

Default:
no

Ibp (optional)

Loopback point ID. A far-end loopback point that lies along an SS7 signaling link path
between the STP and the target device (up toand including the target device).

Range:
1-32
Default:

If the rle, clli, rep, or lfst parameter is specified, the default is 1.

If the rle, clli, rep, or Ifst parameter is not specified, the default is all loopback
points found in the LFS database (up to 32 loopback points), as shown in the
rtrv-I bp command output.

1fst (optional)
Link fault sectionalization test.

Note: This parameter is mandatory if the rle, clli, or rep parameter is specified.

Range:
It
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latching loopback test; a software latch is set at the test point to reverse
everything that is received and return it to the sender until the test is
complete

mlt

manual latch loopback test; an external hardware latch is set to reverse
everything that is received and return it to the sender until the test is
complete (for equipment that cannot set a software latch for the test)

nlt

nonlatching loopback test; no permanent latch is set. Loopback codes
are alternated with test data until the test is complete.

Default:
The value in the LFS database, as showninthe rtrv-Ibp command output

maxerr (optional)

Bit error threshold. This parameter specifies the actual number of errors allowed for a
specific time period during which loopback testing is being performed. If this threshold
is exceeded, theTEST STATUS field in the output report indicates an error.

Range:
0 - 4838400

Default:
56

pattern (optional)
This parameter specifies the type of test pattern used to perform the LFS test.
Range:
b2047
047-bit Bert pattern sent until it is stopped by software
b511
511-bit Bert pattern sent until it is stopped by software
octet

Data (from the data parameter) sent continuously until it is stopped by
software

alternate

Alternately, a count of 100 octets of the specified data (from the data
parameter) followed by 100 octets of 0, sent until it is stopped by the
software

The octet and alternate values are valid only when Ifst=llt is specified.

Default:
b2047

rep (optional)
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act-1bp
Repetition count. The number of link elements of the same type (not including the
target device) that lie between the STP and the link element to be tested.
Range:
0-31
Default:
If the rle, clli, rep, or lfst parameter is specified, the default is 0.
If the rle, clli, rep, or lfst parameter is not specified, the default is the value in
the LFS database, as shown in the rtrv-1bp command output.
rle (optional)
Remote link element. The link element to be looped back for testing.
Note: This parameter is mandatory if the Ifst, clli, or rep parameter is specified.
Range:
ds0
ocu
csu
dsu
nei
Default:
The value from the LFS database, as shown in ther t r v-| bp command output
time (optional)
The length of time the test must be run in order to determine success or failure. If the
number of errors that actually occur during this time exceeds the threshold set by the
maxerr parameter, the loopback test is identified as a failure.
Range:
1-240000
hhmmss—hh=hours (00-24 ),mm=minutes (00-59), ss=seconds (00-59)
For example, time=1 or time=000001 is one second; time=240000 is 24 hours;
time=200 or time=000200 is 2 minutes
Default:
1 second
Example

Activate tests for all loopback points that are defined in the LFS database table:
act -1 bp:10c=1205:1i nk=b: pattern=al t er nat e: maxerr=10:ti nre=000200
Activate a test for a single loopback point that is not defined in the LFS database table:
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act -1 bp:10c=1205:1ink=b: | bp=1:rle=dsO: I fst=l1t:clli=rlghncxad5w

act -1 bp: 1 0c=1205: | i nk=b: | bp=1: rl e=dsO: [ fst=l|t: cl | i =r| ghncxaO5w pat t er n=oct et : dat a=h’ f f
act -1 bp: 1 0c=1205: | i nk=b: | bp=1:rl e=ds0: | fst=l1t:clli=rl ghncxa05w maxerr=40: ti ne=12000
Activate a test for a single loopback point that is defined in the LFS database table:
act-1bp:10oc=1205:1ink=b: | bp=3: pattern=al ternate: maxerr=10: ti nre=000200

Dependencies

The Link Fault Sectionalization (LFS) feature must be on before this command can be entered.
If the rle=nei parameter is specified, the rep=0 parameter must be specified.

The rep parameter can be specified only if the Ifst=11t parameter is specified.

The rle=ds0 or the rle=nei parameter cannot be specified if the lfst=nlt parameter is specified. The DSO
and Network Element Interface (NEI) link elements do not support non-latching loopbacks.

If one or more of the rle, rep, Ifst, or clli parameters are specified, the database is not used to look up
their values; therefore, the Ifst and rle parameters must be specified when the rep or clli parameter is
specified.

The data parameter can be specified only if the pattern=octet parameter or pattern=alternate parameter
is specified.

The pattern=octet and pattern=alternate parameters cannot be specified for non-latching tests (rle=nlt).

The card location (loc parameter) must contain a provisioned and equipped LIMDS0, LIMT1, or LIMCH
(associated with an LIMT1) card running an SS7ANSI or CCS7ITU application.

The card in the loc parameter location must be in the In-Service-Normal state.

The signaling link that is used for LFS testing must be equipped, and must be deactivated before this
command is entered.

The loopback points (LBPs) must have been previously defined in the database.
Only one LFS test can be active on a signaling link at a time.

This command cannot be entered for a signaling link LFS test when the maximum number of LFS tests
are active for the card. Atleast one LFS test must complete before this command can be entered again.

On LIM-AINF, LIM-ILA, LIM-EILA, and MPL cards (type LIMDS0 cards), only one LFS test can be
active on a card at a time.

On the following cards, up to 8 LFS tests can be active on a card at a time:

e E1/T1 MIM cards or HC-MIM cards used as T1 cards
e E1/T1 MIM cards used as LIMCH cards associated with a T1 card
e MPL-T cards (type LIMDSO0)

This command cannot be entered when the maximum combined total number of LFS and link tests
(1024) are in progress in the system. At least one test must complete before this command can be
entered again.

The force=yes parameter must be specified to activate a test when there are 256 or more tests already
running in the system.
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The specified signaling link must not be running at st - sl k test when this command is entered. The
t st - sl k test must be stopped or allowed to complete before this command can be entered for the
link.

The specified signaling link must not be in Command Driven Loopback (CDL) when this command
is entered. The link must be removed from CDL before this command can be entered for the link.

This command cannot be entered for a link that is already blocked by another link diagnostic test. The
test must be canceled or allowed to complete before this command can be entered for the link.

LFS testing is not available during upgrade.

The maximum number of loopback point entries allowed in the LFS table is 32.

Notes
This command is not supported for LIMATM cards.

If an LFS test is aborted by a card reset, it can leave the remote far-end loopback condition active. Use
the dact - | bp command to cancel LFS tests.

The E1/T1 MIM and HC-MIM cards support this command on up to 8 T1 channels at a time; the
command is not supported for E1.

The test can terminate with the status "ERROR, bit error exceeded threshold" for two reasons.

* The number of cumulative bit errors exceeds the specified maxerr parameter value.
* The number of bit errors for one second reaches or exceeds 255, without considering the maxerr
parameter value.

Output
The LFS report is displayed when the LFS test completes.

This example shows how the test failed because the bit error rate exceeded the threshold. The maxerr=10
parameter is used for a test time of 2 minutes. Because more than 10 errors occurred within 2 minutes,
the test is considered a failure and the TEST STATUS field displays the cause. The parameter values
are applied to each loopback point. The maxerr value is per test, not cumulative for all tests.

act -1 bp:10c=1205: | i nk=b: pattern=al ternat e: maxerr=10:ti mre=002000
tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
LOC = 1205 Link = B LSN = |s11345678 Start tinme = 11:10: 34
PATTERN = ALTERNATE DATA= FF MAXERR = 10 TIME = 00: 02: 00
TEST STATUS = ERROR, bit error exceeded threshol d.

LBP CLLI RLE REP LFST BIT_ERROR ERRORED _SEC DURATI ON
2 ri ghncxaO5w DSO O LLT O 0 00: 02: 00
I occu 0 NLT 8 2 00: 02: 00
5 @ c----------- NEI O LLT 15 1 00: 01: 20

In this example, the test failed because the loopback could not be established.
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act -1 bp:10c=1205:1i nk=b: pattern=al t er nat e: maxerr=10:ti nre=000200

tekel ecstp 05-01-21 17:00: 36 EST EAGE5 33.0.0

LOC = 1205 Link =B LSN = ---------- Start time = 11:10: 34

PATTERN = ALTERNATE DATA= FF MAXERR = 10 TIME = 00: 02: 00

TEST STATUS = ERROR, | oopback was not established.

LBP CLLI RLE REP LFST BIT_ERROR ERRORED SEC DURATI ON

1 rl ghncxaO5w DSO O LLT O 0 00: 00: 00

Legend

LOC—Card location that contains the signaling being tested
LINK—Signaling link that is being tested on the card
LSN—Name of the linkset that contains the link being tested
Start time—Time that the test started

PATTERN—Type of test pattern used to perform the LFS test
DATA—Data used with the octet or alternate patterns

MAXERR—Bit error threshold; actual number of errors allowed for the specific time period during
which loopback testing is being performed. If this threshold is exceeded in the specified time period,
the TEST STATUS field in the output report indicates an error.

TIME—Specified length of time to run the test in order to determine success or failure. If the number
of errors that actually occur during this time exceeds the threshold set by the maxerr parameter,
the loopback test is identified as a failure.

TEST STATUS—Any one of the following TEST STATUSvalues can appear:

e PASS

e ERROR, LFS HARDWARE is not available.
* ERROR, loopback could not be established.
e ERROR, bit error exceeded threshold.

¢ ERROR, LFS test aborted.

e ERROR, LFS hardware failed.

LBP—Loopback point used to perform the LFS test

CLLI—Common Language Location Identifier (CLLI) code, or other mnemonic identifier, used to
refer to the given loopback point

RLE—Remote link element to be looped back for testing

REP—Repetition count. The number of link elements of the same type (not including the target
device) that lie between the STP and the link element to be tested.

LEST—Type of link fault sectionalization loopback test to be performed

BIT_ERROR—The number of bit errors observed during the test

ERRORED_SEC—The number of seconds that contained bit errors during the test. (Bit errors are
sampled once per second; each sample that contains bit errors adds one second to this count.)

DURATION—Length of time that the test actually ran for the loopback point. For successful test,
the TIME and the DURATION should be the same. If a test ran for less than the specified amount
of time, the DURATION will be less than the TIME.
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Related Commands
chg-lbp, dact-lbp, dlt-lbp, rept-stat-Ifs, rtro-lbp

act-lpo Activate Local Processor Outage

Use this command to force a processor outage on the specified link. The system begins sending link
status signal units (LSSUs) with a status of SIPO to the adjacent signaling point. Level 2 status remains
in service, except when the link is an ATM high-speed signaling link.

Note: The signaling link’s blocked status is not preserved across a LIM reboot.

Parameters

link (mandatory)

The signaling link on the card specified in the loc parameter. The links can be specified
in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)

The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example
act -l po:1oc=1101:1i nk=a

Dependencies
A card location that is valid and defined in the database must be specified.
No other action command can be in progress when this command is entered.

If the card in the specified location is running the IPLIM or IPLHC GPL, then the specified link must
have an ipliml2 parameter value of m2pa.

This command is not valid for cards running the SS7IPGW, IPGWI, or IPGHC GPL.
The card must contain signaling links.

The signaling link must be equipped in the database.
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This command is not valid for links belonging to proxy linksets.

The value specified for the loc parameter must refer to one of the following cards, and the referenced
card must be equipped:

e E1-ATM card running the ATMITU application

e E1/T1MIM, E5-E1T1, or HC-MIM card running the SS7ANSI or CCS7ITU application
¢ E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

e E5-ENET or E5-ENET-B card running the IPLIM, IPLIMI, or IPSG application

* LIM card running the SS7ANSI or CCS7ITU application

¢ LIM-ATM card running the ATMANSI application

An appropriate value must be specified for the link parameter when an ATM card is used:

¢ 1—E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
* g-a1, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

act-lpo command is not supported for ITU-N16 links.
This command is not valid for IPSG-M3UA signaling links.

Notes

The function of this command is the same as the bl k- sl k command.
This command generates an alarm.

If this command is followed by the i ni t - car d command, the local processor outage is not preserved
after the i ni t - car d command completes.

The Installation Manual Guide provides an illustration of card locations.

If the bl k- sl k or act - | po command is issued for an IPSG signaling link, then one of the following
events occurs:

¢ IPSG-M2PA signaling link—MTP3 local processor outage is initiated.

¢ [PSG-M3UA signaling link—The link is prohibited from entering service by rejecting received
AS-ACTIVE messages.

Output
act -l po:1oc=1101:1i nk=a

tekel ecstp 05-01-21 17:00:36 EST EAGE5 33.0.0
Local processor outage being set.

tekel ecstp 05-01-21 17:00: 36 EST EAGE5 33.0.0
* 0014.0208 * SLK 1101, A nc00027 sl k | ocal bl ocked
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Related Commands
blk-slk, canc-lpo, rept-stat-slk, ublk-slk

act-slk Activate Signaling Link

Use this command to change the link from OOS-MT-DSBLD (Out-of-Service-Maintenance-Disabled)
to IS-NR (In-Service-Normal).

Note: The signaling link’s activated status is preserved across a card reboot.

Parameters

link (mandatory)

The signaling link on the card specified in the loc parameter. The links can be specified
in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)
The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example
act-sl k: 1 oc=1301:1i nk=a

Dependencies

The value specified for the loc parameter must refer to one of the following cards, and the referenced
card must be equipped:

¢ E1-ATM card running the ATMITU application

e E1/T1MIM, E5-E1T1, or HC-MIM card running the SS7ANSI or CCS7ITU application

¢ E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

e E5-ENETor E5-ENET-B card running the IPGWI, IPLIM, IPLIMI, IPSG, or SS7TIPGW application
* LIM card running the SS7ANSI or CCS7ITU application

e LIM-ATM card running the ATMANSI application

This command cannot be entered while the t st - s| k command is in progress.
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A card location that is defined in the database must be specified.

The card must contain signaling links.

No other action command can be in progress when this command is entered.

The specified signaling link must be provisioned in the database.

An appropriate value must be specified for the link parameter when an ATM card is used:

* 1—E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
* g-a1, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

A link cannot be activated if the t st - j 1 command is in progress on the same port on which the
particular link being activated is configured.

This command is not valid for IPSG-M3UA signaling links.

Notes

The Installation Manual Guide provides an illustration of card locations.

Output
act -sl k: 1 oc=1301:1i nk=a

tekel ecstp 05-01-21 17:00: 36 EST EAGE5 33.0.0
Activate Link nessage sent to card

Related Commands
blk-slk, dact-slk, dit-slk, ent-slk, inh-slk, rept-stat-slk, rtrv-slk, tst-slk, ublk-slk, unhb-slk

act-user Activate User

Use this command to log into the system. This command is an alternate to the | 0gi n command. After
the command is entered, the system requests a password. For security reasons the password is not
echoed to the terminal.

Parameters

uid (mandatory)
User ID. The system prompts you for a valid password after this ID is entered.
Range:
A222222222222272

1 alphabetic character followed by up to 15 alphanumeric characters; the first
character must be a letter.
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Example

act - user: ui d=j ohn

Dependencies

The first character of the user ID must be a letter.

Notes

Caution: If the OA&M IP Security Enhancements feature is not turned on, a serial
A terminal (terminals 1-16) must be used to log in with a new Userid and password for
the first time or to change an expired password. The OA&M IP Security Enhancements
CAUTION  feature must be turned on before the password can be changed at the prompt from an
IP User Interface telnet terminal (IDs 17-40) when it is the first time the user is logging
in with an assigned Userid and password or the password has expired.

Thel ogi n command can be used instead of act - user . The command act - user has been provided
in accordance with OTGR standards.

When a new system is shipped, the user ID and password are set to the system. Change these
immediately to ensure system security.

Output
Not applicable.

Related Commands
chg-pid, chg-user, dact-user, dlt-user, ent-user, login, logout, rept-stat-user, rtrv-secu-user,
rtro-user

alw-card Allow Card

Use this command to change the card from OOS-MT-DSBLD (Out-of-Service-Maintenance-Disabled)
to IS-NR (In-Service-Normal) if the loading is successful.

Parameters
loc (mandatory)
The card location as stenciled on the shelf of the system.

Range:

1101-1108,1111-1113,1115,1201 - 1208, 1211 - 1218, 1301 - 1308, 1311 - 1318,
2101 - 2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 -
3108, 3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108,
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4111 - 4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 -
5118, 5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

code (optional)
The GPL type to be loaded.
ij Caution: Do not enter the pktgen, utility, or inactiveprtn values for

this parameter unless instructed to do so by Tekelec personnel.

CAUTION
Range:
appr
Downloads the approved GPL
inactiveprin

Downloads the MASP with associated GPL from the inactive partition
of the TDM. This value should be specified only during a software
upgrade.

pktgen
Downloads the PKTGEN GPL for the appropriate hardware type. This

GPL is to be used only for engineering test purposes and must not be
used in customer installations without engineering oversight.

Note: After the PKTGEN GPL is initially downloaded to a card by this
command, the PKTGEN GPL will continue to be downloaded to the card
until another al w car d command is issued.

trial
Downloads the trial GPL
utility

Downloads the CDU or VCDU GPL for the appropriate hardware type.
This GPL is used primarily by the factory for testing purposes.

Default:
appr

data (optional)
High memory refresh. This parameter causes data to be reloaded to the specified card.
Note: Various conditions in the system may prevent the persistence of the data on the
cards.
Range:
persist

Indicates that the database is not to be reloaded to the card. This
parameter is used to request that the EAGLE 5 ISS perform a warm restart
of the requested cards. The EAGLE 5 performs various checks to ensure
that all conditions necessary to initiate the warm restart are in place.
During the card initialization and loading sequence, a warm restart is
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performed if the card meets the warm restart conditions, as described
in the Notes section of this command.

refresh
Causes data to be reloaded to the specified card.

Default:
refresh

Example
al wcard: | 0c=2301: code=tri al

al w card: | oc=1101: dat a=per si st

Dependencies

The active and standby TDM card locations and the card location that is running the active OAM
cannot be specified in the loc parameter.

The shelf and card must be equipped.
No other action command can be in progress when this command is entered.

The G-Flex, G-Port, INP, LNP, or V-Flex feature must be turned on, or the ATINDP feature must
be enabled before the data parameter can be specified.

The data parameter is valid only for SCCP card locations or GPLs, or MPS database (VSCCP) card
locations or GPLs.

The card location (loc) must be within the allowed range.
A card that is the active MASP cannot be specified for the loc parameter.
A card location that is valid and defined in the database must be specified.

* Card location equipped with an ESAPPB card cannot be specified.
* Card location equipped with a Telco Switch cannot be specified.

If an OAM card is installed in the location specified by the loc parameter, then only a value of
inactiveprtn is supported for the code parameter.

513 EIR feature must be activated before allowing a card running DEIRHC GPL.

Notes
The function of this command is the same as the r st - car d command.
The Installation Manual - EAGLE 5 ISS provides an illustration of card locations.

The system previously supported the data parameter for reloading GTT data. The system does not
support persistent GTT data loading, and the data parameter is now used in support of a warm restart
feature.
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A number of reasons exist for not being able to warm restart. If none of these conditions exists, a warm
restart is possible and will be attempted following a Service Module card reset.

¢ The following conditions require a full data reload:

AUDIT FAILED—Checksum comparisons of the LNP database failed during card initialization.
Data on the card is determined to be corrupted after the reset (was not yet detected by normal
auditing).

AUDIT TIMEOUT—LNP initialization audit timed out (software failure)

DB LEVEL—Database level is not supported, or the difference exceeds incremental loading
capability. This condition is caused by the reset of OAMs or if the number of updates exceeds
the incremental loading capability.

DB STATUS—Database status of the card is incoherent at the time of a reset. This condition
can be caused by a failed network card update or a reset during a database update to the card.
DB VERSION—LNP Database version has changed from the previous version. An import, or
bulk downloads (chg- db), or changes from release to release may alter the database version.
HW ERROR—Hardware error bit checks on the card failed during card initialization

NO AUDIT—Unable to perform an LNP audit. The LNP audit is not on (for example, LNP
options has audit=off ). This condition can occur if the rate of LNP updates exceeds the ability
of the LNP audit to compute checksums (excessive unknown checksums). This condition is
more likely on a small database where there are fewer checksums. The percentage of known
checksums must be 99% or more. The percentage is based on the number of checksums in use,
which is smaller for small databases (such as two million TNs or fewer).

POWER ON—A power on reset (the card is pulled and reinserted)
UNKNOWN/OTHER—Unknown or other type of software failure.

USER REQUEST—User-initiated i ni t - card ori ni t - sys command reload type=cold. The
default restart type for these commands is a cold or full LNP data reload. The iser must specify
data=persist for a warm restart on command.

XILINX VERSION—The M256 Xilinx program version has changed from the previous version.

¢ The following conditions require a cold restart for the MCPM card:

DB STATUS—Database status of the card is incoherent at the time of a reset. This condition
can be caused by a failed network card update or a reset during a database update to the card.

MEAS DB-Measurements database Init failure or corruption.

POWER ON—A power on reset (card is pulled and reinserted).
UNKNOWN/OTHER—Unknown or other type of software failure.

XILINX VERSION—D1G Xilinx program version has changed from previous version.

collection after the collection function has been disabled with thei nh- car d command

ij Caution: This command can be used to enable Measurements Platform measurements

for ALL MCPM cards in the system. To enable collection, at least 1 MPCM card must be

CAUTION  allowed in the system. Disabling collection by inhibiting all MCPM cards CAN RESULT

IN LOSING ALL PAST MEASUREMENT DATA ON THE CARDS.

When the OA&M IP Security feature is turned on, and an IPSM card is inserted and initialized for the
first time or is removed. inserted, and initialized again, the "SSH Host Keys Regenerated" UIM is
displayed. The UIM shows the generated SSH Host Key fingerprint that must be provided at the secure
client in order for secure information transfer to occur. The SSH Host Key fingerprint is changed
whenever power is lost and restored to an IPSM card.

rlghnexa03 03-07-11 07:05:00 EST EAGLE 30.2.0
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0021.1493 CARD 1111 INFO SSH Host Keys Regenerated
84 7c 92 8b ¢ 7c ds 19 1c 6 4b de 5c 8f 5 4d
Report Date:03-07-11 Time:22:27:36

When the OA&M IP Security feature is turned on, and an IPSM card is restarted with this command,
the "SSH Host Keys Loaded" UIM is displayed. The UIM shows the current SSH Host Key fingerprint.
The SSH Host Key fingerprint is not changed if the IPSM card does not lose power.

rlghncxa03 03-07-11 07:05:00 EST EAGLE 30.2.0

0021.1493 CARD 1111 INFO SSH Host Keys Regenerated
DSA Server Host Key FTRA-formatted Fingerprint=

84 7c 92 8b ¢ 7c ds 19 1c 6 4b de 5c 8f 5 4d

Report Date:03-07-11 Time:22:27:36

If a location for an E1/T1 MIM (type LIME1, LIMT1, or LIMCH), HC-MIM (type LIMEL1 or
LIMT1), E5-E1T1 (LIME1 or LIMT1), or E5-ATM/E5-ATM-B card (type LIMATM or LIMEIATM) is
specified, then at least one signaling link must be provisioned for the card before it can be allowed.

Output

al wcard: | 0c=2301: code=tri al

rl ghncxa0O3w 06-06-01 11:11:28 EST EAGLE 35.0.0
Card has been al |l owed.

Related Commands
dlt-card, ent-card, inh-card, init-card, rept-stat-card, rmv-card, rst-card, rtrv-card

alw-imt Allow IMT

Use this command to change the state of the specified Interprocessor Message Transport (IMT) bus
from OOS-MT-DSBLD (Out-of-Service-Maintenance-Disabled) to IS-NR (In-Service-Normal), if the
command is successful. If the command fails, the status is IS-ANR (In-Service-Abnormal). The IMT
bus is comprised of two 125 Mbps counter-rotating serial busses. If one bus fails, the other immediately
assumes control of all messages.

Parameters

bus (mandatory)
The IMT bus with the status to be changed.

Range:
a

b
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Example

al wint: bus=a

Dependencies

This command cannot be entered during an IMT Fault Isolation Test or an Extended Bit Error Rate
Test (BERT).

This command cannot be entered if an IMT Rate Change sequence is in progress.

Valid IMT bus entries are "A" or "B".

Notes

This command returns an inhibited IMT bus to service.
The function of this command is the same as the r st -i nt command.

See thet st-i m command to determine the location of faults on a failed or abnormal IMT bus.

Output

al wi nt: bus=a
rl ghncxaO3w 04-01-07 11:11:28 EST EAGLE 31.3.0
Al low | M Bus A comand i ssued.

rl ghncxa03w 04-01-07 11:11:28 EST EAGLE 31.3.0
0100. 0097 IMI BUS A Int all owned

Related Commands
clr-imt-stats, conn-imt, disc-imt, inh-imt, rept-imt-Ivll, rept-imt-lvl2, rmv-imt, rst-imt, tst-imt

alw-map-ss Allow Mated Application Subsystem

Use this command to activate a subsystem and bring it online. The AIQ, ATINPQ, EIR, INP, INPQS,
LNP, LNPQS, and V-Flex subsystems can be allowed and inhibited.

Parameters

ssn (mandatory)
Subsystem number.

Range:
2-255
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Example

al w- map-ss: ssn=10

Dependencies
No other action command can be in progress when this command is entered.
The system must be configured with at least one Service Module card running the VSCCP application.

The EIR, INP, LNP, or V-Flex feature must be turned on, or the ANSI41 AIQ or ATINPQ feature must
be enabled before this command can be entered.

The value specified for the ssn parameter must be the AIQ, ATINPQ, EIR, INP, LNP or V-Flex subsystem
number.

The LNP subsystem must be online before the LNPQ subsystem number can be specified as a value
for the ssn parameter.

The V-Flex subsystem must be online before the V-Flex subsystem number can be specified as a value
for the ssn parameter.

The ATINPQ subsystem must be online before the ATINPQ subsystem number can be specified as a
value for the ssn parameter.

The INP subsystem must be online before the INP subsystem number can be specified as a value for
the ssn parameter.

The EIR subsystem must be online before the EIR subsystem number can be specified as a value for
the ssn parameter.

The AIQ subsystem must be online before the AIQ subsystem number can be specified as a value for
the ssn parameter.

Notes

None

Output

al w map-ss: ssn=11

i ntegrat40 00-05-24 10:37:22 EST EAG.E5 31.0.0
Al'l ow map subsystem conmand sent to all SCCP cards.
Command Conpl et ed.
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Related Commands
inh-map-ss, rept-stat-Inp, rept-stat-sccp

alw-slk Allow Signaling Link

Use this command to return an inhibited signaling link to service. If the link was aligned when it was
inhibited, a changeover occurred. This command causes a changeback on the specified link. MSUs are
transmitted on the link after the changeback is issued.

Note: The signaling link’s inhibited status is not preserved across a card reboot.

Parameters
link (mandatory)

The signaling link defined on the card specified in the loc parameter. The links can be
specified in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)
The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example
al w sl k: 1 oc=1301:1i nk=b

Dependencies

A card location that is valid and defined in the database must be specified.
No other action command can be in progress when this command is entered.
The card must contain signaling links.

The signaling link must be equipped in the database.

This command is not valid for cards running the IPGHC GPL.

The card that contains the specified signaling link must be equipped in the specified card location.
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The card in the specified card location cannot be a TDM card, an MDAL card, an HMUX or HIPR card,
or the cards running the OAM application.

If IPSG-M3UA signaling links are used, then this command cannot be entered.
An appropriate value must be specified for the link parameter when an ATM card is used:

¢ a—E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
¢ a-al, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

This command is not valid for IPSG-M3UA signaling links.

Notes

The function of this command is the same as the unhb- s| k command.
Not every card location represents a signaling link. Be sure to address a signaling link in this command.

The Installation Manual Guide provides an illustration of card locations.

Output
al w sl k: 1 oc=1301: 1 i nk=b

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Al |l ow Li nk nessage sent to card

Related Commands

act-slk, blk-slk, canc-slk, dact-slk, ent-slk, inh-slk, rept-stat-slk, rtrv-slk, tst-slk, ublk-slk,
unhb-slk

alw-trm Allow Terminal

Use this command to return the specified serial port to the state IS-NR (in-service normal) from the
state OOS-MT-DSBLD (out-of-service maintenance-disabled) if the command is successful. If the
command is not successful, the terminal’s state is OOS-MT (out-of-service maintenance).

Parameters

trm (mandatory)
The ID of the serial or telnet port to be put into service.

Range:
1-40

Example
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alwtrmtrnes

Dependencies
No other action command can be in progress when this command is entered.

The IP User Interface feature must be enabled before terminal ports 17 through 40 can be specified in
the trm parameter.

The terminal specified by the trm parameter must be equipped.

If a SEAS terminal is configured, then the IP address for the associated IPSM card must be specified
before this command can be entered.

The SEAS Over IP feature must be turned on before a SEAS terminal can be specified.
The specified SEAS terminal cannot be auto-inhibited.

If a critical thermal alarm is raised against the IPSM card hosting the terminal, then the specified Telnet
terminal cannot be returned to the IS-NR state.

The terminal specified by the trm parameter cannot be configured as type=none (see the chg-trm
command).

Notes

The function of this command is the same as the r st - t r mcommand.

When you attempt to return to service a terminal that is already in service, a warning message is
echoed to the scroll area but no action is taken.

If a SEAS terminal is configured, then the corresponding card must be an IPSM card, and the SEAS
Over IP feature must be turned on before the SEAS terminal is allowed. The SEAS terminal is
auto-inhibited if the IP Address for the corresponding card is invalid.

Output

alwtrmtrmel12
rl ghncxa03w 04-01-07 11:11:28 EST EAGLE 31.3.0
Al l ow message sent to term nal

rl ghncxa03w 04-01-07 11:11:28 EST EAGLE 31.3.0
1062. 0046 TERM NAL 12 Term nal Enabl ed

Related Commands
act-echo, canc-echo, chg-trm, dact-echo, inh-card, rept-stat-trm, rmo-trm, rst-trm, rtro-trm

aud-data Audit Data
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Use this command to perform a data audit, which is used to determine the integrity of the static and
dynamic databases. This command can also be used to perform a separate GPL audit.

Parameters

ddbqp (optional)

DDB quiet period. The minimum DDB idle time, in milliseconds, during which no
DDB updates are applied. After the quiet period, it is assumed that all DDB updates
in the system have been processed, and no outstanding in-flight multi-cast updates
exist.

If the idle period that is reported by the network card is less than the quiet period, then
additional network responses are discarded, and the DDB audit process restarts. Up
to three retries of the DDB audit process are performed by system. If all of the retry
efforts fail, then the system status of the DDB audit report is marked as ABORTED.
Range:

0 - 5000

Default:
500

display (optional)
This parameter specifies whether a brief or full display is provided for the audit.

This parameter applies to static and dynamic STP databases.

Range:
all

For the static database, displays the checksum values, in hexadecimal,
and details for each GPL and each subset of the current and backup
database. For the dynamic database, displays the checksum values, in
hexadecimal, for each dynamic database table on MTP cards.

brief
For the static database, displays the data collections for the current
database, the backup database on the fixed disk, and the approved and
trial GPLs. For the dynamic database, displays the system status
with number of cards responded with or without checksum, the list of
inconsistent cards, list of non-responding cards, number of cards not
meeting quiet period requirement, number of cards responded with
"DDB update in progess", and active MTP cards in system.

except

For GPLs or database subsets with problems, displays the same
information as display=all

Default:
brief

gplqp (optional)
GPL data audit quiet period. The number of audit cycles between audits of GPL data.
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Note: Data audits are always performed on GPLs at the first audit cycle after the EOAM

or E5-OAM card recovers from a boot.

Range:
0-20

0—a GPL data audit is performed for every audit cycle
Default:
No change from the current value

System Default:
20

tblid (optional)
DMS Table ID. The table where the checksum is performed.

Range:
0-1022

type (optional)
The database to be audited.

Range:
ddb

dynamic database

fixed
static database

Default:
fixed

Example

aud- dat a: t ype=ddb: di spl ay=bri ef
aud- dat a: t ype=ddb: ddbgp=1000
aud- dat a: di spl ay=except
aud-data: tblid=127

aud- dat a: gpl gp=3

Dependencies

Only one aud- dat a command can be in progress at a time.

If the type=ddb parameter is specified, then the except parameter cannot be specified.
If the ddbqp parameter is specified, then the type=ddb parameter must be specified.
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If the gplqp parameter is specified, then the tblid, ddbqp, and type=ddb parameters cannot be specified.
The display and tblid parameters cannot be specified together in the command.
The DMS table specified by the tblid parameter must already exist.

If the system is in upgrade mode, then this command cannot be entered.

Notes
Static Audit

The standby OAM must be available when the aud- dat a command for audit begins so that the
standby OAM can receive the signal to begin auditing. If the standby OAM is not available when
aud- dat a is issued, then the following messages are issued:

Ext ended Processing Ti me Required

Standby MASP is (or was) not available at audit start.

The above messages may also appear if the standby OAM is not available when the hourly periodic
audit, which uses the aud- dat a command, automatically starts. The standby OAM is not performing
any data auditing, so no audit results for the standby OAM are displayed in the audit report. Instead,
the standby’s audit results are as follows:

No information currently avail abl e

If an auditing cycle completes on either the active or standby OAM and does not produce the full set
of expected results (checksums), the following message appears:

Audit results may be inconplete

The audit results may be missing some of the checksums that would normally be displayed (display=all
or display=except). The results may also contain summary status information (display=brief) that
might have been calculated differently had some of the missing checksums been available. This
condition can be caused if the audit results for the backup database are missing, probably because a
backup database has not been created.

If the "Audit results may be incomplete" message appears in the audit report, perform the following
procedure: Audit Data

Audit Data

1. Ensure that the standby OAM is online and ready.

2. Ensure that a backup database has been created. Use rept-stat-db command to check
whether a backup database has been created.
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If no backup has ever been created, the output of rept-stat-db command shows the fixed
disk backup (FD BKUP) database at level 1. There will be no information under the heading " Time
Last Backup."

3. If necessary, create a backup on the fixed disk by entering the following command:
chg- db: acti on=backup: dest =fi xed
4. Re-enter the aud-data command.

If the standby OAM does not run a audit cycle and no audit information is available, the following
message appears:

Audit results are not avail able

This condition is probably caused by the standby OAM rebooting while a audit cycle is underway. If
this message appears, ensure that the standby OAM is available and re-enter the aud- dat a
command. Ensure that the standby OAM remains up (is not rebooted) for the duration of the audit
cycle.

Dynamic Audit
The aud-data command is enhanced to allow a Dynamic data audit to be triggered manually.

If a dynamic background audit is already running, and theaud-data command is issued for a dynamic
audit, then the following message appears.

Peri odi c dynani c database audit is running with default quiet period.

Results will be displayed on conpl etion.

The Standby OAM is not required for a dynamic audit.

Output
This example shows output for a full display of a fixed database audit:
aud- dat a: di spl ay=al

r1 ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0
DATA AUDI T COWPLETE (GPL AUD Quiet Period set to 3)

CARD LOC DATA STATUS NEWCS OD CS REF CS
TDM ACTV 1114 CRNT MIP SUBSET K Hffaf Hffaf H ffaf
CRNT GIT SUBSET K H 5864 H 5864 H 5864
CRNT GW6 SUBSET K H d089 H d089 H d089
CRNT M SC SUBSET K H 2735 H 2735 H 2735
CRNT DBW SUBSET K H 1001 H 1001 H 1001
BKUP MIP SUBSET K H 2b85 H 2b85 H 2b85
BKUP GIT SUBSET K H 5864 H 5864 H 5864
BKUP GW\S SUBSET K H d089 H d089 H d089
BKUP M SC SUBSET K H 5af1 H 5afl H 5afl
BKUP DBWM SUBSET K H 1001 H 1001 H 1001
APPR ATMANSI GPL (0.4 H 1372 H 1372 H 1372
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TRl  ATMANSI GPL
APPR VSCCP  GPL
TRl  VSCCP  GPL
APPR G.S GPL
TR &S GPL
APPR UTILITY GPL
TRl UTILITY GPL
APPR

TRI

ri ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0

AP

H 1372 H 1372
H 9251 H 9251
H 9251 H 9251
H 8887 H 8887
H 8887 H 8887
H 18de H 18de
H 18de H 18de
H b6c6 H bb6cb
H b6c6 H b6cb

DATA AUDI T COWLETE (GPL AUD Quiet Period set to 3)

CARD LOC  DATA

TDM STDBY 1116 CRNT MIP SUBSET
CRNT GIT SUBSET
CRNT GW\6 SUBSET

CRNT M SC SUBSET
CRNT DBW SUBSET

BKUP MIP SUBSET
BKUP GIT SUBSET
BKUP GW\S SUBSET

BKUP M SC SUBSET
BKUP DBWM SUBSET
APPR ATMANSI GPL
TRl  ATMANSI GPL
APPR VSCCP  GPL
TRl  VSCCP  GPL
APPR G.S GPL
TR &S GPL
APPR UTILITY GPL
TRl UTILITY GPL

aud- dat a: di spl ay=except

r1 ghncxaO03w 09-07-07 10:39:04 EST EAGLE 41.1.0

Ext ended Processing Time Required
Results will be displayed on conpl eti

r1 ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0
DATA AUDI T COWPLETE (GPL AUD Quiet Period set to 3):
NEW CS OLD CS REF CS

CARD LOC DATA

TDM ACTV 1116 CRNT MIP SUBSET
CRNT GIT SUBSET
APPR MCM GPL
APPR G.S GPL

APPR VSCCP  GPL

ri ghncxa03w 09-07-07 10:39:01 EST EAGLE 41.1.0

Ext ended Processing Time Required
Results will be displayed on conpleti

ri ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0

STATUS

AR T S PP S S S

on

STATUS
DI FFERENT
CORRUPTED
CORRUPTED
CORRUPTED
CORRUPTED

on

NEWCS OLD CS

Commands

Hffaf Hffaf Hffaf

H 5864 H 5864
H do89 H d089
H 2735 H 2735
H 1001 H 1001
H 2b85 H 2b85
H 5864 H 5864
H d089 H d089
H 5af1 H 5af1l
H 1001 H 1001
H 1372 H 1372
H 1372 H 1372
H 9251 H 9251
H 9251 H 9251
H 8887 H 8887
H 8887 H 8887
H 18de H 18de
H 18de H 18de
H b6c6 H bb6cb
H b6c6 H b6cb

H aaaa H aaaa
H aaaa H bbbb
H 4321 H 3456
H 4321 H 3456
H 4321 H 3456

DATA AUDI T COWPLETE (GPL AUD Quiet Period set to 3):

CARD LOC  DATA

TDM STDBY 1114 CRNT MIP SUBSET
CRNT GIT SUBSET
APPR MCM GPL
APPR GLS GPL
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STATUS

DI FFERENT
CORRUPTED
CORRUPTED
CORRUPTED

NEW CS OLD CS
H aaaa H aaaa
H aaaa H bbbb
H 4321 H 3456
H 4321 H 3456

H cccc
H aaaa
H 4321
H 4321
H 4321

REF CS
H cccc
H aaaa
H 4321
H 4321

H 1372
H 9251
H 9251
H 8887
H 8887
H 18de
H 18de
H b6c6
H b6c6

REF CS

H 5864
H d089
H 2735
H 1001
H 2b85
H 5864
H d089
H 5af 1
H 1001
H 1372
H 1372
H 9251
H 9251
H 8887
H 8887
H 18de
H 18de
H b6c6
H b6c6
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APPR VSCCP  GPL

This example shows output for a brief display

aud-data or aud-data: di spl ay=bri ef

Commands

CORRUPTED H 4321 H 3456 H 4321

of a fixed database audit:

r1 ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0
DATA AUDI T COWPLETE (GPL AUD Quiet Period set to 3):

CARD LOC DATA STATUS

TDM ACTV 1114 CRNT DB XK
BKUP DB XK
GPLS XK

r1 ghncxa03w 09-07-07 10:39:04 EST EAGLE 41.1.0

DATA AUDI T COWLETE (GPL AUD Qui

et Period set to 3):

CARD LOC  DATA STATUS

TDM STDBY 1116 CRNT DB XK
BKUP DB XK
GPLS XK

9

This example shows output for a full dynamic

aud- dat a: t ype=ddb: di spl ay=al |

t ekel ecstp 09/07/21 17:04: 47 GVI
DDB AUDI T REPORT
SYSTEM STATUS
ACTI VE MTP CARDS
NON RESPONDI NG CARDS
RESPONDI NG CARDS
CARDS W TH NO DATA
CARDS W TH DATA
CARDS FAI LI NG QU ET PRD
CARDS WTH DDB UPD I N PRG :
CARDS CONS| DERED FOR CKSM
| NCONSI STENT CARDS
CONSI STENT CARDS

AUDI T START TI ME
QUI ET PERI CD
RTE LI NK SET LI NK
LOC  STATUS CAUSE

H 000003e8 H 000003e8 H 000003e8

1201 CONSI STENT
H 000003e8 H 000003e8 H 000003e8

1202 CONSI STENT
H 000007d0 H 000007d0 H 000007dO

1203 | NCONSI STENT

1204 NODATA (DDB INIT)
H 00000bb8 H 00000bb8 H 00000bb8

1205 | N UPDATE 1 ( TSRC, DDB)
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database audit:

EAGLE 41.1.0

| NCONSI STENT

21

7: 1207 1208 1211 1212 2108 2111 2112
14

2

12

0
8
9
2: 1203 2103
7

21/ 07/ 2009
600 ns

17: 04: 46

CM CARD CM CLSTR  MATED APPL MIP GLOBLS

I DLE DDB UPD ADDN L STATUS
H 000003e8 H 000003e8 H 000003e8 H 000003e8

700 1000
H 000003e8 H 000003e8 H 000003e8 H 000003e8

700 1000
H 000007d0 H 000007d0 H 000007d0 H 000007d0

H 00000bb8 H 00000bb8 H 00000bb8 H 00000bb8

700 1000 (1 GNORED)
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H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8

1206 CONSI STENT

1212 NORESP
H 000003e8 H 000003e8

1213 CONSI STENT
H 000003e8 H 000003e8

2101 CONSI STENT
H 000003e8 H 000003e8

2102 CONSI STENT
H 000007d0 H 000007d0

2103 | NCONSI STENT

H 000003e8 H 000003e8 H 000003e8

H 000003e8 H 000003e8

H 000003e8

H 000003e8

H 000007d0

(WM UPD=2)

2104 NODATA
H 00000bb8 H 00000bb8

2105 | N UPDATE 2
H 00000bb8 H 00000bb8

2106 | N UPDATE 2
H 000003e8 H 000003e8

2107 CONSI| STENT

700 1000
H 000003e8 H 000003e8 H 000003e8
700 1000
H 000003e8 H 000003e8 H 000003e8
700 1000
H 000007d0 H 000007d0 H 000007d0
700 1000
(DDL XLOAD) ~ -s-memme e

H 00000bb8 H 00000bb8 H 00000bb8

( DDB) 700 1000
H 00000bb8 H 00000bb8 H 00000bb8

( TSRC, DDB) 700 1000
H 000003e8 H 000003e8 H 000003e8

.......... H 00000bb8
(1 GNORED)

.......... H 00000bb8

(1 GNORED)

H 000003e8

This example shows output for a brief dynamic database audit:

aud- dat a: t ype=ddb: di spl ay=bri ef

t ekel ecstp 09-07-15 07:34: 13 GMI EAGLE 41.1.0

DDB AUDI T REPORT
SYSTEM STATUS
ACTI VE MIP CARDS

NON RESPONDI NG CARDS

RESPONDI NG CARDS

CARDS W TH NO DATA

CARDS W TH DATA
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CARDS FAILING QU ET PRD :
CARDS WTH DDB UPD IN PRG :
CARDS CONSI DERED FOR CKSM :
I NCONSI STENT CARDS :
CONSI STENT CARDS

AUDI T START TI ME

QUI ET PERI GD

)

aud-dat a: tbl i d=127

Commands

0

0

10

0

0

15/ 07/ 2009 07:34:12
20 s

audit 09-08-12 15:49:28 EST EAGLE 41.1.0
Ext ended processing time required.
Results will be displayed on conpletion.

audit 09-08-12 15:50:08 EST EAGLE 41.1.0

CARD LOC TABLE ID  STATUS NEWCS OD CS REF CS
TDM ACTV 1114 127 XK H cb03 H cb03 H cb03
TABLE ntt.tbl AUDI T COVPLETE:

CARD LOC TABLE ID  STATUS NEWCS OD CS REF CS
TDM STDBY 1116 127 XK H cb03 H cb03 H cb03

This example shows output for a full DDB audit when the status is ABORTED. Cards marked ("?")
reported correct replies but their status was not evaluted.

aud- dat a: t ype=ddb: di spl ay=al | : ddbqp=600
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tekel ecstp 09-07-21 21:07:57 GMI EAGLE 41.1.0
DDB AUDI T REPORT

SYSTEM STATUS : ABORTED
ACTI VE MIP CARDS 21
NON RESPONDI NG CARDS : 18: 1207 1208 1211 1212 2108 2111 2112 2113

RESPONDI NG CARDS

CARDS W TH NO DATA

CARDS W TH DATA

CARDS FAILING QU ET PRD :
CARDS WTH DDB UPD I N PRG :
CARDS CONSI DERED FOR CKSM :
| NCONSI STENT CARDS :
CONSI STENT CARDS

AUDI T START Tl ME

OCOORPFPWOW

21/ 07/ 2009 21:07:54

QUI ET PERI GD 600 ns
RTE LI NK SET LI NK CM CARD CM CLSTR  NMATED APPL MIP GLOBLS
LOC  STATUS CAUSE | DLE DDB UPD ADDN L STATUS

H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8

1201 NQUI ET 100 1000
H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8

1202 | N UPDATE 1 ( DDB) 700 1000
H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8 H 000003e8

1203 2 700 1000
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Legend
Fixed Audit
* CARD—Card type
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¢ LOC—Card location
* DATA—Type of data being audited:

¢ APPR—Approved GPL

¢ BKUP—Database in the backup partition

* CRNT—Database in the current partition

¢ DBMM-—Database management mechanism database
* GLS—GLSGPL

¢ GTT—Global title translation database

* GWS—Gateway screening database

¢ MISC—Miiscellaneous system configuration database
* MTP—Message transfer part database (links, linksets, routing tables)
* VSCCP—VSCCP GPL

¢ ATMANSI—ATMANSI GPL

* SUBSET orGPL—Indicates whether the data is a part of the database or a generic program
load.

¢ TRI—Trial GPL

e STATUS—Status of the database or GPL:

¢ CORRUPTED—The database or GPL has been changed by some abnormal process. The GPL
cannot be used.

e DIFFERENT—The database or GPL contains information that is not consistent with the reference
database or GPL

* OK—The database or GPL is not corrupted and contains the same information as the reference
database or GPL

* NEW CS—New checksum value calculated by this command
e OLD CS—Checksum value stored in the database or GPL
e REF CS—Reference checksum value stored on the active MASP

Dynamic DDB Audit
* SYSTEM STATUS:

¢ OK—DDB is consistent on all active MTP cards or no active MTP card is present in system
¢ INCONSISTENT—DDB is inconsistent

¢ UNKNOWN-—"AIl active MTP cards in the system responded without the checksum of DDB
table" or "No active MTP card in the system responded to audit request"

¢ ABORTED—"Checksums collected failed to meet the quiet period requirement" or "Number
of cards responded with "DDB update in progess" greater than 25% number of cards responded
with data"

¢ ACTIVE MTP CARDS—Number of active MTP cards
¢ NON RESPONDING CARDS—Number of non-responding cards
¢ RESPONDING CARDS—Number of responding cards

* CARDS WITH NO DATA—Cards sending replies without the checksum of dynamic tables, due
to incomplete DDL crossload or DDB initialization

* CARDS WITH DATA—Cards sending replies with checksums
* CARDS FAILING QUIET PRD—Cards failing quiet time requirement
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e CARDS WITH DDB UPD IN PRG—Cards sending replies marked as "DDB update in progess"
due to DDB checksum not evaluated completely or TSRC task is incomplete

¢ CARDS CONSIDERED FOR CKSM—Cards sending correct replies. Replies are not marked with
"DDB update in progess" or "Reply with no data".

e INCONSISTENT CARDS—Cards that are inconsistent

¢ CONSISTENT CARDS—Cards that are consistent

e AUDIT START TIME—Time that the audit started (DD/MM/YYYYY hh:ms:ss format)

¢ QUIET PERIOD—Minimum DDB idle time, in milliseconds, during which no DDB updates are
applied

¢ RTE—Checksum of RTE Table

¢ LINK SET—Checksum of Link Set Table

¢ LINK—Checksum of Link Table

¢ CM CARD—Checksum of CM Card

¢ CM CLSTR—Checksum of CM Cluster

¢ MATED APPL—Checksum of Mated Application

e MTP GLOBLS—Checksum of MTP Globals Table

¢ IDLE (PERIOD)—Time elapsed, in milliseconds, since the last DDB update was received by this
card

¢ DDB UPD—Total DDB updates received on the card

* ADDN'L STATUS—Display more information for the card, including WWA updates or whether
card is considered for audit calculations

* CAUSE—Display the reason for sending replies of type "reply with no data " or "DDB update in
progress". This value can be DDL (crossload not completed), DDB (dynamic database is not
initialised) , (TSRC, DDB) (TSRC task is not completed) or DDB (checksum:s still needs to apply
on tables).

* ?—Card status is not evaluated (inconsistent/consistent) if the system status is marked as
"ABORTED"

* IGNORED—Card responded with "DDB update in progess" and is not considered for calculating
system status

* WWA UPD—Number of entries that were updated by the WWA

Related Commands
chg-gpl, rept-stat-db, rept-stat-ddb, rtrv-gpl

blk-slk Block Signaling Link

Use this command to force a local processor outage (LPO) on the specified link. The system begins
sending link status signal units (LSSU) with status of processor outage (SIPO) to the adjacent signaling
point.

Caution: Maintenance personnel should use this command only to block MSUs from
being sent to the system. Level 2 status remains in service, except when the link is an

ATM high-speed signaling link.
CAUTION

Note: The signaling link’s blocked status is not preserved across a card reboot.
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Parameters

link (mandatory)

The signaling link defined on the card specified in the loc parameter. The links can be
specified in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)
The card location as stenciled on the shelf of the system.

Range:

1101-1108,1111-1112,1201-1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example
bl k- sl k: 1 oc=2311:1i nk=a

Dependencies

A card location that is valid and defined in the database must be specified.

No other action command can be in progress when this command is entered.

The card must contain signaling links.

The signaling link must be equipped in the database.

The card that contains the specified signaling link must be equipped in the specified card location.

The card in the specified card location cannot be a TDM card, an MDAL card, an HMUX or HIPR card,
or the cards running the OAM application.

If the card in the specified location is running the IPLHC GPL, then the specified link must have an
ipliml2 parameter value of m2pa.

This command is not valid for links belonging to proxy linksets.
This command is not valid for cards running the SS7IPGW, IPGWI, or IPGHC links.
An appropriate value must be specified for the link parameter when an ATM card is used:

* 1 —E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
* g-a1, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

blk-slk command is not supported for links associated with J7 APCs.
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Notes

The function of this command is the same as the act - | po command.

This command generates a minor alarm. Refer to the Maintenance Manual for information on MRNs
0201 and 0208.

If this command is followed by thei ni t - car d command, the signaling link blockage is not preserved
after the i ni t - car d command completes.

The Installation Manual - EAGLE 5 ISS provides an illustration of card locations.

If the bl k- sl k or act - | po command is issued for an IPSG signaling link, then one of the following
events occurs:

e IPSG-M2PA signaling link—MTP3 local processor outage is initiated.

e IPSG-M3UA signaling link—The link is prohibited from entering service by rejecting received
AS-ACTIVE messages.

Output
bl k-sl k: 1 0c=2311:1i nk=a

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Local processor outage being set.

1

This example shows the output when no signaling link is defined for link A:

bl k-sl k: 1 0c=2312:1i nk=a

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Link is UNEQUI PPED i n t he dat abase.
Local processor outage being set.

This example shows the output when slot 55 in the card location is not valid:

bl k-sl k: 1 oc=2355:1i nk=a

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Conmmand Rejected: Slot ID out of range

bl k- sl k: 1 oc=1101: port =a

tekel ecstp 13-06-20 12:37:33 EST 45.0.0-64.56.0
bl k- sl k: 1 oc=1101: port =a
Command entered at termnal #4.
E2810 Comrand Rej ected: Comrand is not valid for | TU N16 |inks.
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Related Commands
canc-lIpo, rept-stat-slk, ublk-slk

canc-alm-trns Cancel Alarm Transfer

Use this command to return all audible alarm indications to the local office.

Parameters

This command has no parameters.

Example

canc-almtrns

Dependencies

No other action commands can be in progress when this command is entered.

Notes

The function of this command is the same as the dact - al m t r ns command.

After this command is entered, the r ept - st at - al mcommand can be entered to verify the status of
the alarms.

Output

canc-almtrns

rl ghncxaO3w 04-01-07 11:11:28 EST EAGLE 31.3.0
Alarnms returned to Local Mintenance Center
Conmmand Conpl et ed.

Related Commands
act-alm-trns, dact-alm-trns, rept-stat-cdt, rept-stat-clk, rept-stat-trbl, rls-alm, rtrv-obit, rtro-trbl

canc-cmd Cancel Command

This command halts processing and output of the copy- ext-stats, rept-int-info,
rept-stat-appl sock, rept-stat-as, rept-stat-assoc,rept-stat-card,
rept-stat-clk, rept-stat-dstn, rept-stat-ls, rept-stat-rte, rept-stat-slk,
rept-stat-trbl, rtrv-appl-rtkey, rtrv-as, rtrv-assoc, rtrv-cnd, rtrv-dcnps,
rtrv-dstn, rtrv-gta, rtrv-gtt, rtrv-lbp, rtrv-log, rtrv-Ils, rtrv-nap,
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rtrv-nrn, rtrv-obit, rtrv-rte, rtrv-secul og, rtrv-secu-user, rtrv-slk,
rtrv-tbl-capacity, rtrv-trbltx, rtrv-uaps, rtrv-vflx-cd, rtrv-vflx-rn,and
rtrv-vfl x-vnsi d commands.

The Basic command class allows use of this command without the trm parameter (dact - cnd); the
Security Administration command class is required for use of this command when the trm parameter
is specified (dact - cnd: t r mex).

Entering this command without the trm parameter executes the command on the terminal that is
running the canc- cmd command. Entering the command with the trm parameter executes the
command on the terminal specified by the trm parameter.

Parameters

trm (optional)
The terminal on which the command is to be canceled.

Range:
1-40
Example
canc-cnd

canc-cnd: tr mF3

Dependencies

The trm parameter cannot be specified in a canc- cnmd command that is entered on the same terminal
that is running the command that is to be cancelled. The terminal will return an error: system is busy.

The canc- cnd: t r m= command requires the Security Administration command class for the terminal
and for the user.

The canc- cnd: t r mF command requires a Security Administration command class for the terminal.

Notes

The canc- cmd command (without the trm parameter) must be entered on the same terminal that is
running the command to be cancelled.

If this command is entered on a terminal that is not running a command, the command completes
successfully without returning an error. Likewise, if the canc- cnd: t r n¥ command is entered and
there is no command running on the specified terminal, the command completes successfully without
returning an error.

When canc- cmd with no parameter is entered, a scroll area message appears to indicate that the
command has been cancelled. For example:

Command aborted on term nal 2.
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Some output can still appear after the above abort message if output accumulated in the output queue
before the command was entered. When a command is cancelled, the cancellation should take no
longer than 25 seconds to take effect.

The F9 function key provides the same function as this command without the trm parameter. On a
terminal in KSR mode, pressing <CTRL>I also provides the same function.

This command and the F9 function key cannot be used for pure SEAS commands.

If this command is entered to cancel a command other than ones listed, the terminal will accept another
command, but output and processing of the current command continue.

When this command is entered, a command status code of AB (command aborted) is logged in the
security log as follows:

* When canc- cnd (without the trm parameter) is entered, no entry is logged.
e When canc-cnd: t r nF is entered, an entry is logged.

* When canc- crmd (without the trm parameter) is entered as a SEAS flow-thru command, an entry
is logged. The canc- cnd: t r m= command is not allowed as a SEAS flow-thru command because
the canc- cnd: t r nF command belongs to the Security Administration Command Class.

For examples of the security log entries, see the rt r v- secul og command.

Output

canc-cmd

rl ghncxa03w 04-07-27 17:00: 36 EST EAGLE 31.6.0
canc-cnd
Conmmand entered at term nal #2.

rl ghncxa03w 04-07-27 17:00: 36 EST EAGLE 31.6.0
Conmmand aborted on term nal 2.

Related Commands

copy-ext-stats, rept-imt-info, rept-stat-assoc, rept-stat-card, rept-stat-dstn, rept-stat-Is, rept-stat-rte,
rept-stat-slk, rtrv-appl-rtkey, rtrv-assoc, rtrv-dstn, rtro-gta, rtro-gtt, rtro-log, rtro-ls, rtro-map,
rtrv-obit, rtrv-rte, rtrv-seculog, rtrv-slk, rtro-trbltx, rtrv-uaps, rtro-vflx-cd, rtro-vflx-rn,
rtro-vflx-vmsid

canc-dlk Cancel Data Link

Use this command to remove an IP data link from service. The state of the link is changed from in
service normal (IS-NR) to out of service maintenance disabled (OOS-MT-DSBLD).

Parameters

loc (mandatory)
The card location as stenciled on the shelf of the system.

Range:
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1101-1108,1111-1112,1201 - 1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108 , 6111 - 6118

Example
canc-dl k: 1 0oc=1308

Dependencies

No other action command can be in progress when this command is entered.
The shelf and card must be equipped.

The card location must contain a STPLAN card.

The card location, frame, shelf, or slot must be within the allowed range.

The signaling link must be equipped in the database.

A card location that is valid and defined in the database must be specified.

Notes

None

Output
canc-dl k: 1 0oc=1308

rl ghncxa03w 04-01-27 17:00: 36 EST EAGLE 31.3.0
Deactivate Link nessage sent to card.
Conmmand Conpl et ed.

Related Commands
act-dlk, dlt-dlk, ent-dlk, rept-stat-dlk, rtrv-dlk, tst-dlk

canc-echo Cancel Echo

Use this command to halt the echoing of command responses from the user’s terminal to other terminals
or printers.

Parameters

trm (optional)
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The ID number of the terminal for which the echo is being canceled.
Range:
1-16

Default:
Cancels all active echoes

Example
canc-echo

canc-echo: t r ne7

Dependencies
The echo cannot be cancelled to the same terminal from which the canc- echo command is entered.

Anact - echo command must be active at the specified terminal before this command can be entered
to cancel the echo.

Notes

Only the echoing of command output responses can be halted by this command. To halt the printing
of alarm and network messages, the chg- t r mcommand must be used.

Output

canc-echo

rl ghncxaO3w 04-01-07 11:11:28 EST EAGLE 31.3.0
canc-echo

Conmmand entered at term nal #6.

Scroll Area Qutput echo disabled to all term nals.

9

canc-echo: t rne7

rl ghncxa03w 04-01-07 11:11:28 EST EAGE 31.3.0
canc-echo: tr m=7

Conmand entered at term nal #6

Scroll Area Qutput echo disabled for termnal 7.

Related Commands
act-echo, alw-trm, chg-trm, dact-echo, inh-trm, rept-stat-trm, rmuv-trm, rst-trm, rtro-trm

canc-lpo Cancel Local Processor Outage
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Use this command to cancel a processor outage and restore the link to its previous state. LSSUs with
status of processor outage are terminated, and the link begins sending MSUs.

Note: The signaling link’s blocked status is not preserved across a card reboot.

Parameters
link (mandatory)

The signaling link defined on the card specified in the loc parameter. The links can be
specified in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)
The address of the card containing the signaling link to be unblocked.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example
canc-1 po: |1 0oc=2311:1i nk=b

Dependencies
A card location must be specified that is valid and defined in the database.
No other action command can be in progress when this command is entered.

The value specified for the loc parameter must refer to one of the following cards, and the referenced
card must be equipped:

¢ E1-ATM card running the ATMITU application

* E1/T1MIM, E5-E1T1, or HC-MIM card running the SS7ANSI or CCS7ITU application
e E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

e E5-ENET or E5-ENET-B card running the IPLIM, IPLIMI, or IPSG application

e LIM card running the SS7ANSI or CCS7ITU application

¢ LIM-ATM card running the ATMANSI application

This command cannot be entered for IPLIMXx signaling links that have an ipliml2 parameter setting
that is not m2pa.

The card must contain signaling links.

The signaling link must be equipped in the database.
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This command is not valid for links belonging to proxy linksets.
An appropriate value must be specified for the link parameter when an ATM card is used:

¢ 1—E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
* g-a1, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

canc-lpo command is not supported for links associated with J7 APCs.

This command is not valid for IPSG-M3uA signaling links.

Notes

The function of this command is the same as the ubl k- sl k command.

Unblocking a signaling link removes a Level 2 failure resulting from a bl k- sl k of an ATM high-speed
signaling link.

The Installation Manual - EAGLE 5 ISS provides an illustration of card locations.

Output

canc-1| po: 1 oc=2311:1i nk=a

tekel ecstp 05-01-21 17:00: 36 EST EAGLE5 33.0.0
Local processor outage being cleared.

)

In the following example, card location 1113 is not valid:

canc-1 po:loc=1113:1i nk=a

tekel ecstp 05-01-21 17:00:36 EST EAGE5 33.0.0
Command Rejected : Location is not valid for conmmand

Related Commands
act-Ipo, blk-slk, ublk-slk

canc-slk Cancel Signaling Link

Use this command to change the state of the specified link to OOS-MT-DSBLD (Out-Of-Service
Maintenance Disabled).

Caution: This command impacts network performance and should be used only during
periods of low traffic.

CAUTION
Parameters

E54333 Revision 2, October 2014 117



canc-slk Commands

link (mandatory)

Signaling link defined on the card specified in the loc parameter. The links can be
specified in any sequence or pattern.

Synonym:
port
Range:

loc (mandatory)
The card location as stenciled on the shelf of the system.

Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208 , 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

Example

canc-sl k: 1 oc=1301:1i nk=a

Dependencies

A card location must be specified that is valid and defined in the database.

No other action command can be in progress when this command is entered.

The card must contain signaling links.

The signaling link must be equipped in the database.

The card that contains the specified signaling link must be equipped in the specified card location.

The card in the specified card location cannot be a TDM card, an MDAL card, an HMUX or HIPR card,
or the cards running the OAM application.

An appropriate value must be specified for the link parameter when an ATM card is used:

* 7—E1-ATM card running the ATMITU application or the LIM-ATM card running the ATMANSI
application
¢ g-al, b—E5-ATM or E5-ATM-B card running the ATMANSI or ATMITU application

Notes

Not every card location represents a signaling link. Be sure to address a signaling link in this command.
The Installation Manual - EAGLE 5 ISS provides an illustration of card locations.

After this command is entered, the r ept - st at - S| k command can be entered to verify the cancellation.
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Output

canc-sl k:10c=1301: | i nk=a

rl ghncxa03w 05-02-07 11:11:28 EST EAGLE5 33.0.0
Deactivate Link nmessage sent to card

Related Commands
act-slk, alw-slk , blk-slk, dact-slk, dlt-slk, ent-slk, inh-slk, rept-stat-slk, rtrv-slk, tst-slk, ublk-slk,
unhb-slk

canc-user Cancel User

Use this command to end a user session.

Parameters

This command has no parameters.

Example

canc-user

Dependencies

None

Notes

The dact - echo or | ogout command can be used in place of this command.

Output
Not applicable.

Related Commands
act-user, chg-pid, chg-user, dact-user, dlt-user, ent-user, login, logout, rept-stat-user,
rtro-secu-user, rtro-user

chg-acg-mic Change ACG Manually Initiated Control
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Use this command to change the values of ACG controls assigned to certain queries. The control can
apply to all queries or to specific query services and called party digits. A particular control is selected
to be changed by either specifying that it is the type=all control or specifying its service and digits.

Parameters
aintvl (optional)
AIN interval index
Range:
1-15
Default:

No change to the current value

dgts (optional)
Digits
Range:
000 - 999, 000000 - 9999999999

Specify 3 digits or 6-10 digits.

drtn (optional)

Duration index. The amount of time that the ACG is in effect. This number is mapped
to a time value at the LNP node.

Range:
1-13
Default:
No change to the current value

intvl (optional)

Interval index. The amount of time between ACGs. This number is mapped to a time
value for the LNP node.

Range:
0-15
Default:
No change to the current value

nd (optional)
New number of digits
Range:
3,6-10

Default:
No change to the current value
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serv (optional)
Query service
Range:
ain

in

type (optional)
Type of control

Range:
all

sd

Default:
sd

Example

To change the type=all MIC to use 3 digits:

chg-acg-mc: type=al | : nd=3

To change the MIC for AIN queries for 919-460-2132 to use an interval index of 15:
chg-acg-m c: serv=ai n: dgt s=9194602132: ai nt vl =15

To change the MIC for IN queries for 919-xxx-xxxx to use a duration index of 9 and an interval index
of 5:

chg-acg-m c: serv=i n: dgt s=919: drtn=9: i ntvl =5

Dependencies

If the type=all parameter is specified, then the nd, drtn, intvl, or aintvl parameter must be specified.
If the type=all parameter is specified, then the serv and dgts parameters cannot be specified.

If the type=sd parameter is specified, then the serv and dgts parameters must be specified.

If the type=sd parameter is specified, then the nd parameter cannot be specified.

If the serv=ain parameter is specified, then the drtn or aintvl parameter must be specified.

If the serv=ain parameter is specified, then the intvl parameter cannot be specified.

If the serv=in parameter is specified, then the drtn or intvl parameter must be specified.

If the serv=in parameter is specified, then the aintvl parameter cannot be specified.

The dgts parameter value must be either 3 digits in the range 000-999 or 6-10 digits in the range
000000-9999999999.

The nd parameter value must be 3 or 6-10 to indicate the number of new digits.
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The LNP feature must be turned on before this command can be entered.
If the type=all parameter is specified, then a MIC with type=all must exist.

If the type=sd parameter is specified, then a MIC with the same service and digits must exist.

Notes

None

Output
chg-acg-mic: type=al |l : nd=31

rl ghncxa03w 04-01-28 08:50: 12 EST EAGLE 31.3.0
ACGMCtable is (11 of 256) 4% full of type SD
CHG ACGM C. MASP A - COWLTD

Related Commands
dlt-acg-mic, ent-acg-mic, rept-stat-Inp, rtrv-acg-noc

chg-acg-noc Change ACG Node Overload Control

Use this command to change the definition of a node overload level. The definition is comprised of
the threshold LNP query rates for node overload levels and the values for the automatic call gappings
(ACG) to be sent when at the specified level.

Parameters
Ivl (mandatory)
Overload level.

Range:
1-10

and (optional)
AIN number of digits. The number of digits in the global title address of an AIN query.
Range:
6,10
Default:
No change to the current value

drtn (optional)

Duration index. The amount of time that the ACG is in effect. This number is mapped
to a time value at the LNP node.
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Range:
1-13

Default:
No change to the current value

ind (optional)
IN number of digits. The number of digits in the global title address of an IN query.

Range:
6,10

Default:
No change to the current value

intvl (optional)

Interval index. The amount of time between ACGs. This number is mapped to a time
value for the LNP node.

Range:
0-15

Default:
No change to the current value

qr (optional)
Query rate. The number of LNP queries, which define a particular overload level, in a
30-second period.

Range:
1-2147483647

Default:
No change to the current value

Example

To change level 10’s query rate and AIN number of digits:
chg-acg-noc: | vl =10: qr =900000: and=6

To change level 3’s duration and interval indexes:

chg-acg-noc: vl =3:drtn=7:intvl =3

Dependencies
At least one optional parameter must be specified.
The and parameter value must be either 6 or 10.

The specified overload level must be defined.
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The LNP feature must be turned on before this command can be entered.

The ind parameter value must be either 6 or 10.

Notes

None

Output
chg-acg-noc: | vl =10: qr =900000: and=6

ri ghncxaO3w 03-02-28 08:50: 12 EST EAGLE 28.1.0
CHG ACG- NOC: MASP A - COWPLTD

Related Commands
dlt-acg-noc, ent-acg-noc, rept-stat-Inp, rtrv-acg-noc

chg-ainpopts Change AINP Options Command

Use this command to provision AINPQ-specific data. This command updates the AINPOPTS table.

Parameters

Note: The nature of address indicator parameters (rnaiv or rnai) and numbering plan parameters
(rnp orrnpv) can be specified using a mnemonic or an explicit value. The mnemonic and explicit values
cannot be specified at the same time for the same parameter.
defrn (optional)
Default routing number. This parameter specifies a default routing number that is used
for own-network subscribers.
Range:
1 - 15 digits, none
Default:

No change to the current value

System Default:
none

dialnai (optional)
Digits dialed nature of address indicator.
Range:
0
National
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International

Default:
No change to the current value

System Defaullt:
0

dialpfx (optional)
Dialed party number prefix.
Range:
1-15 digits
Valid digits are 0-9, A-F, a-f
Default:
No change to the current value

System Default:
none

dltpfx (optional)
Delete prefix. This parameter specifies whether to delete the DIALPFX.

Range:
yes

no

Default:
No change to the current value

System Defaullt:
1o

ndialpfx (optional)
New dialed party number prefix.

Range:
1-15 digits, none
Valid digits are 0-9, a-f, A-F

System Default:
none

nec (optional)
National Escape Code.

Range:
1-15 digits, none
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Valid digits are 0-9, A-F, a-f

Default:

No change to the current value

System Default:

nomne

rfmt (optional)

Routing address format. This parameter specifies the routing address format that is
suported in the AINPQ "Return Result" response messages.

Range:

asdrn
ASD + RN

asdrndn
ASD + RN + [DIALPFX] + DN

asdrnnecdn
ASD + RN + [DIALPFX] + NEC + DN

asdrnccdn
ASD + RN + [DIALPEFX] + CC + DN

ccasdrndn
[DIALPEX] + CC + ASD + RN + DN

ccgrndn
[DIALPFX] + CC + GRN + DN

ccrngrndn
[DIALPFX] + CC + RN + GRN + DN

ccgrnrndn
[DIALPFX] + CC + GRN + RN + DN

cerndn
[DIALPEX] + CC + RN + DN

ccrnasddn
[DIALPEX] + CC + RN + ASD + DN

homerndn
Home Routing Number

g
GRN

grndn
GRN + [DIALPFX] + DN

grnrndn
GRN + RN + [DIALPFX] + DN
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grnrn
GRN + RN

grnrnccdn
GRN + RN + [DIALPFX] + CC + DN

grnrnnecdn
GRN + RN + [DIALPEX] + NEC + DN

Routing Number
rnasd

RN + ASD
rnasddn

RN + ASD + [DIALPEX] + DN

rnasdccdn
RN + ASD + [DIALPEX] + CC + DN

rnasdnecdn
RN + ASD + [DIALPEX] + NEC + DN

rndn

RN + [DIALPEX] + DN
rngrn

RN + GRN

rngrndn
RN + GRN + [DIALPFX] + DN

rngrncedn
RN + GRN + [DIALPFX] + CC + DN

rngrnnecdn
RN + GRN + [DIALPFX] + NEC + DN

rnnecdn
RN + [DIALPFEX] + NEC + DN

Default:
No change to the current value

System Default:
rndn

rnai (optional)
Routing nature of address indicator

Range:

frmsg
NAI from the incoming message
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intl
International number

natl

National significant number

Default:
No change to the current value

System Default:
frmsg
rnaiv (optional)
Routing nature of address indicator value

Range:
0

National

International

Default:

No change to the current value

System Default:
none

rnp (optional)
Routing numbering plan

Range:
el64
1541 Telephony Number

e212
1541 Land Mobile Number

priv
1541 Private Number
unknown
IS41 Numbering Plan Unknown
Default:
No change to the current value

System Default:
elod

rnpv (optional)
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Routing numbering plan value
Range:

0-15
Default:

No change to the current value

System Default:
2

snai (optional)
Service Nature of Address indicator.
Range:
sub
Subscriber Number
intl
International Number
natl

National Significant Number

nomne

NAI value none

unknown
Unknown NAI value

Default:
No change to the current value

System Default:
none

sporttype (optional)
Service Portability type. This parameter specifies whether Service Portability is
performed for the associated feature.
Note: If Service Portability is performed, then the Service Portability prefix (RTDB
‘GRN’entity id ) is applied.

The S-Port feature must be enabled before this parameter can be specified. The S-Port
feature must be turned on before any change to the parameter will impact the
associated feature.
Range:
all
apply Service Portability prefix for all own-network (IS41 and GSM)
subscribers
gsm

apply Service Portability prefix for own-network GSM subscribers
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is41
apply Service Portability prefix for own-network 1541 subscribers

none
Service Portability is not performed for the feature.

Default:
No change to the current value

System Default:
none

sprestype (optional)

SP response type. The type of message sent by the system if an NPREQ message is
received, the DN digits match, and the HLR ID is present.

Range:
rrwdgts
The system sends a "Return Results with Digits" message.
rrwodgts
The system sends a "Return Results without Digits" message.
Default:
No change to the current value
System Default:
rrwodgts
Example

chg-ai npopts: rfnt=rn: rnp=el64: rnai=intl:dial pf x=fac: dl t pf x=yes

chg- ai npopt s: rfnt =rndn: rnp=e212: rnai =i ntl:di al pf x=fac: dl t pf x=no
. di al nai =1: snai =nat |

chg- ai npopt s: rfnt =r ngr nccdn: r np=el164: rnai =i ntl : di al pf x=f ac: dl t pf x=yes
chg- ai npopt s: sprestype=rrwdgt s: rfnt =rnnecdn: nec=abcdl

chg- ai npopt s: rf nt =r nnecdn: nec=abcdl

chg- ai npopt s: rfnt =rnnecdn: nec=0

chg- ai npopt s: rf nt =asdr nccdn: rnp=el64: rnai =i ntl: di al pf x=f ac: dl t pf x=yes

Dependencies
At least one optional parameter must be specified.
The rmp and rnpv parameters cannot be specified together in the command.

The rnai and rnaiv parameters cannot be specified together in the command.
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If the ndialpfx or dltpfx parameter is specified, then the dialpfx parameter must be specified.
The dialpfx=none parameter cannot be specified.
If the ndialpfx=none parameter is specified, then the dltpfx parameter cannot be specified.

If the ndialpfx and dialpfx parameters are specified, then the value specified for the dialpfx parameter
must already exist in the AINPOPTS table.

The value specified for the ndialpfx parameter cannot already exist in the AINPOPTS table.
A maximum of 2 Dialed Party Number Nature of Address values are allowed.
The dialnai and snai parameters must be specified together in the command.

If the snai=none parameter is specified, then the value specified for the dialnai parameter must
already exist in the AINPOPTS table.

The National Escape Code (nec parameter) can contain between 1 and 5 digits. Otherwise the value
is none.

A maximum of 40 Dialed Party Number Prefix values can be provisioned.

If the nec=none parameter is specified, then values of asdrnnecdn, rnasdnecdn, rnnecdn, rngrnnecdn, and
grnrnnecdn cannot be specified for the rfmt parameter.

The S-Port feature must be enabled before the sporttype parameter can be specified.

The AINPQ feature must be enabled before this command can be entered.

Output

chg- ai npopt s: rfnt =rnasd: nec=0

tekel ecstp 09-06-03 15:15:44 EST EAGLE 41.1.0
CHG Al NPOPTS: MASP A - COWPLTD

Related Commands
rtro-ainpopts

chg-aiqopts Change AIQ Options
Use this command to provision AIQ specific data. This command updates the AIQOPTS table.

Parameters

digmaxlen (optional)

Maximum Length of Digit String. The maximum length of a digit string that is
considered valid in the Digits(Dialed) field of an AnalyzedInformation query.

Range:
1-32

Default:
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No change to the current value

System Default:
32

digminlen (optional)

Minimum Length of Digit String. The minimum length of a digit string that is considered
valid in the Digits(Dialed) field of an AnalyzedInformation query.

Range:
1-32
Default:

No change to the current value

System Default:
1

pfx (optional)

Digit String. The digit string associated with a Trigger Type (value of trigtype
parameter). The value specified for the pfx parameter is encoded in the response
message.

Range:
1-21 digits, none

none—deletes the associated Trigger Type value

Default:
No change to the current value

System Default:
none

resfmt (optional)

Response format. The format of outgoing routing digits in the AnalyzedInformation
response message.

Range:

pfxdn
the value specified for the pfx parameter + the incoming dialed digits

pfx
the value specified for the pfx parameter

Default:

No change to the current value

System Default:
pfxdn

respar (optional)
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Response Digits. The TCAP field used to encode the AnalyzedInformation response

message.
Range:
rtdigits
TCAP RoutingDigits field
digits
TCAP Digits(Dialed) field

Default:

No change to the current value
System Default:

rtdigits

tcaperr (optional)

TCAP Error Code. The TCAP error code used in a Return Error response.

Range:
129 - 255

* 129—Unrecognized MIN

* 130—UnrecognizedESN

e 131—MIN/HLR Mismatch

¢ 132—OperationSequenceProblem

* 133—ResourceShortage

* 134—OperationNotSupported

¢ 135—TrunkUnavailable

¢ 136—ParameterError

¢ 137—SystemPFailure

¢ 138—UnrecognizedParameterValue
¢ 139—Featurelnactive

¢ 140—MissingParameter

* 141-239—Reserved

¢ 240-255—Reserved for Protocol Extension

Default:

No change to the current value

System Defaullt:
138

trigtype (optional)

TriggerType Value. An individual trigger used to specify an association between a

trigger and a corresponding address digit string (value of pfx parameter).

A maximum of 20 trigtype - pfx entries are supported. The pfx digit string corresponding
to the specified Trigger Type present in the Incoming AnalyzedInfo Query is encoded

in the Response message.
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Range:
0-255

Table 5: TRIGTYPE Parameter Values lists the mnemonic for each TRIGTYPE
decimal value.

Example

This example specifies the provisioning of a Trigger Type — Prefix string pair:
chg-ai qopts: trigtype=2: pf x=65432

This example deletes an already provisioned Trigger Type:

chg-ai qopts: trigtype=2: pf x=none

This example specifies the digminlen-digmaxlen range (5-7):

chg- ai qopt s: di gm nl en=5: di gmax| en=7

This example provisions the response parameter and response format:

chg-ai qopt s: respar=rtdigits:resfm=pfx

Dependencies
The ANSI41 AIQ feature must be enabled before this command can be entered.
The pfx and trigtype parameters must be specified together in the command.

The value specified for the digminlen parameter must be less than or equal to the value specified for
the digmaxlen parameter.

A maximum of 20 trigtype - pfx entries can be specified in the AIQOPTS table.

A pfx - trigtype pair must be specified with a supported value for the trigtype parameter before the
pfx=none parameter can be specified.

Notes

If the same value is specified for the digminlen and digmaxlen parameters, then only MSUs with
dialed digits of the specified length are accepted for processing.

The value of the Digits (Dialed) length must be between the values specified for the digminlen and
digmaxlen parameters.

A maximum of 20 pfx - trigtype pairs can be specified.

Table 5: TRIGTYPE Parameter Values lists the decimal value and mnemonic for each TRIGTYPE parameter
value.
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Decimal Value Mnemonic Decimal Value Mnemonic

0 Unspecified. 24 Local_Call.

1 All_Calls. 25 Local_Toll_Call.

2 Double_Introducing_Star. | 26 Non-Local_Toll_Call

3 Single_Introducing_Star. | 27 World_Zone_Call.

4 Reserved [for 28 International_Call.

Home_System_Feature_
Code]

5 Double_Introducing Pound. | 29 Unrecognized_Number.

6 Single_Introducing Pound. | 30 Prior_Agreement.

7 Revertive_Call. 31 Specific_called_Party_
Digit_String.

8 0_Digit. 32 Mobile_Termination.

9 1_Digit. 33 Advanced_Termination.

10 2_Digit. 34 Location.

11 3_Digit. 35-63 Reserved. Treat a
reserved value the same
as value 0, Unspecified.

12 4_Digit. 64 Terminating_Resource_
Available.

13 5_Digit. 65 T_Busy.

14 6_Digit. 66 T_No_Answer.

15 7_Digit. 67 T_No_Page_Response.

16 8_Digit. 68 T_Unroutable.

17 9_Digit. 69-219 Reserved. Treat a
reserved value the same
as value 0, Unspecified.

18 10_Digit. 220 Reserved for TDP-R DP
value.

19 11_Digit. 221 Reserved for TDP-N DP
value.
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Decimal Value Mnemonic Decimal Value Mnemonic

20 12_Digit. 222 Reserved for EDP-R DP
value.

21 13_Digit. 223 Reserved for EDP-N DP
value.

22 14_Digit. 224-255 Reserved for TIA-41

protocol extension. If
unknown, treat the
same as value 0,
Unspecified.

23 15_Digit.

Output
chg-ai qopts:trigtype=2: pf x=65432: respar=rtdigits:tcaperr=135

tekel ecstp 09-12-03 12:40:16 EST EAGE 42.0.0
CHG Al QOPTS: MASP A - COWPLTD

Related Commands
rtro-aiqopts

chg-appl-rtkey Change Static Routing Key Table Entries
Use this command to change static entries in the Routing Key table. Only one attribute can be changed
at a time.
Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.

Note: See Table 57: Valid CIC Ranges for SI and MSU Types for valid CIC values for specified SI and
MSU types.

cice (optional)

The end range of circuit identification codes assigned to the routing key. The cice and
cics parameters identify the routing key to be changed.

Range:
0 - 4294967295

cics (optional)
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The start range of circuit identification codes assigned to the routing key. The cics and
cice parameters identify the routing key to be changed.

Range:
0 - 4294967295

dpc (optional)

ANSI destination point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm).

Synonym:
dpca

dpc/dpca/dpci/dpen/dpen24/dpcenl6 (optional)
Destination point code.

dpci (optional)
ITU international destination point code with subfields zone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id)
dpcn (optional)
ITU national destination point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).
dpcn24 (optional)
24-bit ITU national destination point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).
dpcn16 (optional)
16-bit ITU national point code with subfields unit number--sub number area--main number
area (un-sna-mna).
Range:
un--000--127
sna--000--15
mna--000--31

ncics (optional)

The new start range of circuit identification codes assigned to the routing key. Specify
the ncics and/or ncice parameter to change the range of the circuit identification codes
assigned to the routing key.

Range:
0 - 4294967295

ncice (optional)

E54333 Revision 2, October 2014 137



chg-appl-rtkey Commands

The new end range of circuit identification codes assigned to the routing key. Specify
the ncice and/or ncics parameter to change the range of the circuit identification codes
assigned to the routing key.
Range:

0 - 4294967295

nrcontext (optional)
This parameter modifies the routing context value assigned to this routing key.

Routing context is mandatory for routing keys associated with SUA Application Servers.
Routing context is optional for routing keys associated with M3UA Application Servers.

An AS can be associated with only 1 routing key with routing context. An AS can be
associated with multiple routing keys that do not contain routing context. An AS cannot
be simultaneously assigned to a routing key with routing contexts and to routing keys
without routing contexts.
Range:
0 - 4294967295

opc (optional)

ANSI originating point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm).

Synonym:
opca

Range:
000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
The point code 000-000-000 is not a valid point code.

opc/opcal/opci/open/opcn24/openl6 (optional)
Originating point code. Valid only (and required) if si=4, 5, or 13.

opci (optional)
ITU international originating point code with subfields zone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id)

opcn (optional)

ITU national originating point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the

chg- st popt s: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
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subfield indicates a spare point code (prefix-nnnnn, prefix-nmnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).

opcn24 (optional)

24-bit ITU national originating point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

opcnl6 (optional)
16-bit ITU national point code with subfields unit number sub number area main number
area (un-sna-mna).
Range:
000---127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

un--000--127
sna--000--15
mna--000--31

rcontext (optional)

This parameter specifies a routing key by its routing context when a routing key needs
to be changed as an alternative to entering the dpc/si/ssn/opc/cics/cice/type
parameters.

Split operations are invalid for routing keys with routing context.

Range:
0 - 4294967295

si (optional)
The service indicator.

Range:
0-15 or equivalent text values:
Number =Text—Description

O=snm—Signaling network management messages
I=regtest—Signaling network testing and maintenance regular

2=spltest—Signaling network testing and maintenance special
3=sccp —SCCP

4=tup —Telephone user part

5= isup —ISDN user part

13= gbicc

split (optional)
The CIC value where the routing key with the specified CICS and CICE range will be
split. The specified routing key is split into two entries with adjacent CIC ranges. The
existing routing key retains the range of CICs that is lower than the split value. The
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value of split minus 1 is used as the end range for this entry. The range of CICs assigned
to the original entry is the values of cics to split minus 1.

A new routing key entry is created with the high end of the original range. The split
value is used as the start of the CIC range for this entry. The range of CICs assigned to
the new entry is the values of split to cice.

This parameter is valid only if si=4, 5, or 13 and is not valid with ncics or ncice. See
Table 57: Valid CIC Ranges for SIand MSU Types and Table 6: Valid Parameter Combinations
for chg-appl-rtkey Routing Key Types.

Range:
0-16363

ssn (optional)
Subsystem number.

Range:
0-255

type (optional)
Type of routing key.

Range:
full

default
partial

Default:
full

Example

chg-appl -rtkey: dpc=123- 230- 245: si =5: opc=123- 230- 244: ci cs=1: ci ce=100: spl i t =50
chg-appl -rtkey: dpc=123- 230- 245: si =5: opc=123- 230- 244: ci cs=1: ci ce=50: nci ce=100
chg- appl - rt key: dpcn24=10- 100- 10: si =5: opcn24=10- 100- 11: ci cs=1: ci ce=100: nci ce=200
chg- appl -rt key: dpc=8- 8- 8: si =3: ssn=5: r cont ext =500

chg-appl -rt key: dpci =s-3-11-1: si =5: opci =s-4- 11-1: ci cs=1: ci ce=1000: nci ce=500
chg-appl -rtkey: rcont ext =5: nci ce=100

chg- appl -rtkey: rcont ext =1: nrcont ext =2

chg- appl -rtkey: dpcn16=121- 10- 15: si =5: opcn16=121- 10- 15: ci cs=1: ci ce=50: nci ce=100

Dependencies
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Optional parameters that must be specified with the chg- appl - r t key command depend on the type
of routing key being changed. See Table 6: Valid Parameter Combinations for chg-appl-rtkey Routing Key
Types for valid parameter combinations.

For SS7IPGW and IPGWI applications running on E5-ENET or E5-ENET-B cards, there is a limit of
2500 routing keys in the system. The srkq parameter (see the chg- sg- opt s command) limits the
maximum number of static routing keys that can be provisioned with the ent - appl - r t key command.

The subsystem number is mandatory and valid only when the si=3 (or sccp) parameter is specified;
if the si parameter does not equal 3 (or sccp), the ssn parameter cannot be specified.

The value entered for the starting circuit identification code (cics) must be less than or equal to the
value entered for the ending circuit identification code (cice).

The value entered for the new starting circuit identification code (ncics) must be less than or equal to
the value entered for the new ending circuit identification code (ncice).

A circuit identification code range (cics to cice) cannot be specified that overlaps an existing routing
key.

When si=4, 5, or 13 (or tup, isup, or gbicc), the opc, cics, and cice parameters are required. The opc,
cics, and cice parameters can be specified only if si=4, 5, or 13.

The value entered for the split parameter must be greater than the value entered for the cics parameter
and less than or equal to the value entered for the cice parameter.

The value entered for the ncics parameter must be less than or equal to the value entered for the cice
parameter when the ncice parameter is not specified.

The value entered for the ncice parameter must be greater than or equal to the value entered for the
cics parameter when the ncics parameter is not specified.

The si parameter must have a value of 4, 5, or 13 (or tup, isup, or qbicc) before the split, ncics, and ncice
parameters can be specified.

A DPC/SI routing key must be specified when the DPC is ANSI and the si=4 parameter is specified
(TUP is used only in an ITU network).

Partial point codes are not allowed; no asterisks can be specified in the point codes in the command.
Mixed point code types are not allowed; opc and dpc types must match.

If the type=partial or type=default parameter is specified, then the split and resize parameters cannot
be specified.

If the type=default parameter is specified, then the dpc, si, ssn, opc, cics, and cice parameters cannot
be specified.

When the type=full parameter is specified, the dpc and si parameters must be specified.
The following types of partial routing keys are supported:

* DPC-SI-OPC (ignore CIC) can be used as a partial match key for CIC- based traffic.

¢ DPC-SI (ignore all other fields) can be used as a partial match key for CIC- based traffic or SCCP
traffic.

* DPC only (ignore all other fields) can be used as a partial match for any type of traffic.

e Sl only (ignore all other fields) can be used as a partial match for any type of traffic.

If the rcontext parameter is specified, then the split, ncics and ncice parameters cannot be specified.
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The rcontext parameter must be specified for routing keys that are associated with SUA Application

Servers.

The specified rcontext parameter value must already exist in the database.

If specified, the service indicator parameter must be si=3 for routing keys that are associated with SUA
Application Servers.

An AS cannot be simultaneously assigned to a routing key with routing contexts and routing keys
without routing context. To assign an M3UA or SUA association to multiple routing keys with routing
context, the M3UA /SUA association must be assigned to more than one AS, and each AS must be

assigned to a routing key with routing context.

The AS name and parameters specified for a routing key must use an address format that is valid for

the adapter type assigned to the AS.

The routing context value should be unique.

Table 6: Valid Parameter Combinations for chg-appl-rtkey Routing Key Types

Action

dpc

si

ssn

opc

cics

cice

ncics

ncice

split

type

Split CIC
Range

X

X

X

X

X

full

Re-size
CIC
Range

full

Socket
Name
Override
(SI=ISUP
or 5)

full

Socket
Name
Override
(SI =
SCCP or
3)

full

Socket
Name
Override
(SI = not
3,4,5, or
13)

full

Socket
Name
Override
(SI=4,5,
or 13)

partial
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Action dpc |si ssn opc cics cice ncics |ncice split | type

Socket X X partial
Name
Override
(SI=3,4,
5o0r13)

Socket X partial
Name
Override
Sl-only
key

Socket X partial
Name
Override
DPC-only
key

Socket default
Name
Overrride
Default
key

The value of the nrcontext parameter cannot be changed for a routing key if the rcontext parameter
has not been configured for that routing key.

The attributes that are required to change a routing key must be specified in the command.

J7 support feature must be enabled before the dpcnl6/opcnl6 parameter can be specified.

Notes

A routing key entry associates a routing key with a socket name or Application Server (AS) name.
The dpc, si, ssn, opg, cics, and cice parameters are used to identify the routing key to be changed.
The split, ncics, and ncice parameters are used to specify new values for the routing key.

The opc, cics, and cice parameters are not required for partial routing keys.

The cics, cice, ncice, ncice, and split parameters are required when si=4 and ITU DPCs (dpci, dpcn)
are specified. These parameters are not valid when an ANSI DPC (dpc, dpca) is specified and si=4.

The following changes can be made for routing keys. Only one of these changes is allowed per
command.

* A routing key can be split into two entries with adjacent CIC ranges. The resulting entries retain
the socket associations of the original entry.

¢ The range of CICs assigned to a routing key can be changed as long as it does not overlap another
routing key. The new entry retains the socket associations of the original entry.
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Group codes are required for ITU-N point codes (DPCN/OPCN) when the Duplicate Point Code
feature is turned on.

Routing context is a routing key parameter that uniquely identifies routing keys. Routing context is
mandatory for routing keys associated with SUA Application Servers and optional for routing keys
associated with M3UA Application Servers.

An AS cannot be simultaneously assigned to a routing key with routing contexts and routing keys
without routing contexts.

In this command, only ITU-international and ITU national point codes support the spare point code
subtype prefix (s-).

Output
chg-appl -rtkey: dpc=123- 230- 245: si =3: ssn=250: nsnane=socket 5

r1 ghncxaO3w 04-01-28 08:50: 12 EST EAGLE 31.3.0
CHG APPL- RTKEY: MASP A - COWPLTD

Related Commands
dlt-appl-rtkey, ent-appl-rtkey, rtrv-appl-rtkey

chg-as Change Application Server

Use this command to change the characteristics of an existing Application Server (AS).

Parameters

asname (mandatory)
Application Server name.

Range:
ayyyyyyyyyyyyyy

Up to 15 alphanumeric characters; the first character must be a letter.

mode (optional)
Traffic mode assigned to the AS.

Range:
loadshare

override
Default:
No change to the current value

System Default:
loadshare
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tr (optional)
Recovery timer value for the AS in milliseconds.

Range:
10 - 2000

Default:
No change to the current value

System Default:
200

Example

chg- as: asnane=asx: node=overri de

Dependencies
The value specified for the asname parameter must already exist in the AS table.
Association connection parameters must be unique.

The connection state for all associations assigned to the AS must be open=no before the mode parameter
can be changed.

Notes

By default, the AS recovery timer value is set to 200 ms when an AS is entered. This value can be
changed at any time using the chg- as command. The new timer value will be used the next time the
AS enters the AS-Pending state.

Output

chg- as: asnane=asx: node=overri de

rl ghncxa03w 04-01-17 15:35: 05 EST EAGLE 31.3.0
CHG AS: MASP A - COWPLTD

Related Commands
dlt-as, ent-as, rept-stat-as, rtrv-as

chg-assoc Change Association

Use this command to configure existing SCTP associations in the IPAPSOCK table.
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Parameters
aname (mandatory)
Name assigned to this association (in IPAPSOCK table).
Range:
ayyyyyyyyyyyyyy

Up to 15 alphanumeric characters; the first character must be a letter.

adapter (optional)
Adapter layer for the association.
Range:
diam
m2pa
m3ua

sua

Default:
No change to the current value

System Default:
m3ua

alhost (optional)

Alternate local host name. This parameter configures the SCTP association as a
multi-homed endpoint.

Range:

Any string of characters beginning with a letter and comprising up to 60
characters in length

Valid characters are a—z, A-Z, 0-9, - (dash), . (period)

none —The alhost is not configured; the SCTP association is configured as a
uni-homed endpoint.

alw (optional)

The parameter specifies whether the connection manager should allow or disallow the
association to carry SS7 traffic.

Range:

yes
allow the association to carry SS7 traffic.

no

prohibit the association from carrying SS7 traffic.
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Default:
No change to the current value

System Default:
1o

bufsize (optional)
Association buffer size in Kilobytes.
Range:
8-400

cwmin (optional)

Minimum congestion window. The minimum and initial sizes, in bytes, of the
association’s congestion window.

Range:
1500 - 409600
Default:
No change to the current value

System Defaullt:
3000

hbtimer (optional)

Heartbeat timer in milliseconds. The value of heartbeat interval at which heartbeat
request should be sent.

Note: If the heartbeat timer value is not a multiple of 100, then its value will be set to
the largest multiple of 100 that is less than the specified hbtimer value. For example,
if the specified hbtimer value is 777, then its value would be set to 700.

Range:
500 - 10000

Default:
500

istrms (optional)

SCTP Inbound Stream Value. A 16-bit unsigned integer that defines the number of
streams the sender allows the peer end to create in this association.

Range:
1-2

lhost (optional)
Local host name. The local host name as defined in the IP Host table.

Range:
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Any string of characters beginning with a letter and comprising up to 60
characters in length.

Valid characters are 0-9, a-z, A-Z, - (dash), . (period).

Default:
No change to the current value

link (optional)
Signaling link for the association.
Synonym:
port
Range:

Default:
No change to the current value

Iport (optional)
Local port. The SCTP port number for the local host.
Range:
1024 - 65535

Default:
No change to the current value

m2patset (optional)
M2PA timer set assigned to this association.
Range:
1-20
Default:
1

open (optional)

Connection state (open or closed) that the connection manager is to put the association
in when the socket is operational.

The chg- assoc command allows initiation of SCTP graceful shutdown on a per
association basis for IPSG M3UA associations or diameter connections (maintained in
DCONN table). The chg- assoc: open=no command aborts the association and closes
the diameter connection (if associated) unless graceful shutdown is provisioned (see
the chg- uaps command). If provisioned, then SCTP graceful shutdown for an
association occurs after execution of chg-assoc: open=no.

Range:

yes
The connection manager is to open the association if the association is
operational.
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no

The connection manager will not open the association.

Default:
No change to the current value

System Defaullt:
1o

ostrms (optional)

SCTP Outbound Stream Value. The 16-bit unsigned integer that defines the number
of streams the sender wants to create in this association.

Range:
1-2

rhost (optional)
Remote host. The name of the remote host as defined in the IP Host table.

Range:

Any string of characters beginning with a letter and comprising up to 60
characters in length.

Valid characters are a—z, A-Z, 0-9, - (dash), . (period)

Default:
No change to the current value

rhosttype (optional)

Remote host type. This parameter specifies whether the remote host is a primary or
alternate remote address.

Note: The alternate remote address is used for multi-homed remote hosts.

Range:
alternate

alternate remote address

primary
primary remote address

Default:

No change to the current value
System Default:
primary

rhostval (optional)

Remote host validation. The validation mode for the association when an SCTP
INIT/INIT-ACK message is received.
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Range:
match

accept the message if the message contains the primary remote host value
and the alternate remote host value (if the alternate remote host is
provisioned). If the alternate remote host is not provisioned, then accept
the message if the message contains the primary remote host value. Reject
the message if it contains any IP address other than that of the primary
or alternate remote host.

The rules determining the use of the relaxed and match modes depend
on multiple conditions, including whether an alternate remote host is
provisioned. See Table 8: Validation Rules for Association Establishment for
validation rules that are used to establish an association for the relaxed
and match modes.

relaxed

accept the message if the IP address for the primary or alternate remote
host matches the IP address, source IP address, or host name in the
message

Default:
No change to the current value

System Default:
relaxed

rmax (optional)

Maximum retransmission timeout. The maximum value of the calculated retransmission
timeout in milliseconds.

Range:
10 - 1000

Default:
No change to the current value

System Default:
800

rmin (optional)
Minimum retransmission timeout. The minimum value of the calculated retransmission
timeout in milliseconds.

Range:
10 - 1000

Default:
No change to the current value

System Default:
120
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rmode (optional)
Retransmission mode. The retransmission policy used when packet loss is detected.

Range:
lin
The Tekelec Linear Retransmission Policy where each retransmission
timeout value is the same as the initial transmission timeout, and only
the slow start algorithm is used for congestion control.
rfc
Standard RFC 2960 algorithm in the retransmission delay doubles after
each retransmission. The RFC 2960 standard for congestion control is
also used.
Default:
No change to the current value
System Default:
lin
rport (optional)
Remote port. The SCTP port number for the remote host.
Range:
1024 - 65535
Default:

No change to the current value

rtimes (optional)

Maximum retransmission retries. The number of times a data retransmission will occur
before closing the association.

Range:
1-12
Default:

No change to the current value

System Default:
10

rtxthr (optional)

Retransmission threshold. The value of the retransmission threshold to tune the IP
Connection Excess Retransmits alarm.

Range:
0-65535

Default:
0

E54333 Revision 2, October 2014 151



chg-assoc Commands

uaps (optional)

User adapter parameter set. The set used by the M3UA, SUA or M2PA associations
for various timer and parameter values including False IP Connection Congestion
Timer, UA Heartbeat Period Timer, UA Heartbeat Received Timer, ASP SNM options,
ASP/AS Notifications, UA Serviceability options, and Payload Protocol Indicator byte
order option.

Range:
1-10

ver (optional)
Version. The M2PA version supported by the association.

Note: The M2PA version is valid only for associations with the adapter=m2paparameter
specified.

Range:
de

rfc

Example

chg- assoc: anane=al: | host =gwl05. nc. t ekel ec. com | por t =1030: r host =gwl100. nc. t ekel ec. com
rport=1030: open=yes: al w=yes: uaps=10

chg- assoc: anane=nmBual3: rt xt hr =65535

chg- assoc: ananme=al: | host =t ek1l. com | port=1030: r port =1030: r host =t ek2. com
rhost val =mat ch: r hostt ype=pri nary

chg- assoc: anane=al: r host =t ek. com r host val =r el axed: rhosttype=alternate
chg- assoc: anane=assocl: adapt er =di am

chg- assoc: anane=al: hbti mer =1000

Dependencies

At least one optional parameter must be specified.

The value specified for the aname parameter must already exist in the IPAPSOCK table.
An association’s connection parameters (lhost, rhost, Iport, rport) must be unique.

The connection state must be open=no to change the lhost, rhost, Iport, rport, port, alhost, adapter,
m?2patset, istrms, ostrms, rmode, rmin, rmax, rtimes, cwmin, bufsize, and hbtimer parameters.

The lhost, Iport, rhost, and rport parameters must be specified before the open=yes parameter can be
specified. The aname parameter and at least one other optional parameter must be specified before
the open=no parameter can be specified.

The value of the uaps parameter can be changed for an association if the open=yes parameter is
specified.
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The hostnames specified in the lhost and alhost parameters must refer to different IP addresses.

The hostnames specified in the lhost and alhost parameters must refer to IP addresses on the same IP
card.

An association with an SUA or M3UA adapter cannot be specified as a local host on a card running
the IPLIM or IPLIMI application.

An association with an M2PA adapter cannot be specified as a local host on a card running the SS7IPGW
or IPGWI application.

An association with an SUA adapter cannot be specified as the local host on a card running the IPSG
application.

The local host must have a signaling link assigned to its associated signaling link port before the
open=yes parameter can be specified.

An association’s lhost and alhost cannot be assigned to a card’s Ethernet interface B.

The adapter layer cannot be changed for an association that is already associated with an Application
Server (AS).

Before the local host can be changed, the new local host must have a signaling link assigned to its
associated signaling link port.

Links A-A7 and B - B7 can be specified for an E5-ENET or E5-ENET-B card running the IPLIM or
IPLIMI application.

The card location for the card associated with the lhost and alhost must exist in the IP Link table.
The allowed maximum is 1 association per signaling link on IPLIMx cards.

A maximum of 50 connections (association-to-AS assignments) can be specified per local host on
IPGWx cards.

A maximum of 4000 connections (association-to-AS assignments + sockets) are allowed per system.

Table 7: Maximum IP Associations and Links shows the maximum number of associations and links for
E5-ENET and E5-ENET-B cards.

Table 7: Maximum IP Associations and Links

GPL Max # of Associations | Max # of Links
IPLHC 16 16

IPGHC 50 1

IPSG 32 32

DEIRHC 32 -

The rmin parameter value must be less than or equal to the rmax parameter value.

The cwmin parameter value must be less than or equal to the bufsize parameter value.

To assign an association on an IPLIMx card for a local host, the association must have an adapter
parameter value that is the same as the ipliml2 setting of its assigned signaling link. An association
having an adapter value of m2pa must be assigned to an IPLIM signaling link having an ipliml2 value

of m2pa.
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If the m2patset parameter is specified, the adapter=m2pa parameter must be specified.

The trade ratio states the quantity of associations to sockets that may be provisioned on a certain card,
as follows:

e Trade Ratio = a:s
e Where: a=associations and s=sockets

The requested buffer size increase cannot exceed available buffer space on the card. Use the
rtrv-assoc command with the aname, lhost, or alhost parameter to display used and total buffer
space on the card.

The ver parameter can only be specified if the adapter=m2pa parameter is specified.

If the value specified for the lhost parameter indicates an IPSG card or DEIR card running DEIRHC
gpl, then the link parameter cannot be specified.

If an IPSG card is being used, and if the association is referenced by a signaling link, then new values
cannot be specified for the lhost or adapter parameters.

An IPSG card or DEIR card can contain a maximum of 32 associations.

If the value specified for the aname parameter refers to an M3UA association on an IPSG card, then
the alw parameter cannot be specified.

The value specified for the lhost parameter cannot change the local host for the association from an
IPLIMXx or IPGWx card to an IPSG card or from an IPSG card to an IPLIMx or IPGWx card.

The rhosttype=primary parameter must be specified before the rhosttype=alternate parameter can be
specified.

If the rhosttype parameter is specified, then the rhost parameter must be specified.

The value specified for the alternate remote host cannot be the same as the value specified for the
lhost, alhost, or rhost parameter in the same association.

The value specified for the rhost parameter cannot be the same as the value specified for the alternate
remote host or for the lhost or alhost parameter in the same association.

The host name specified by the Ihost parameter must exist in the IP Host table and must be provisioned
as local to this EAGLE 5 ISS.

A valid value must be specified for the host parameter. If the host name contains a hyphen, then the
host name must be enclosed within quotation marks.

ALHOST must not be specified when association has adapter of DIAM type.

Realm must be associated with the RHOST specified in the IPHOST table for diameter association.
RHOST must be present in IPHOST table.

Remote IP address (RHOST) must not exist in the IPLINK table.

RHOSTTYPE = alternate cannot be specified with diameter association.

The local host name (lhost) parameter must be configured before the alternate local host name (alhost)
parameter is configured.

The allowed maximum is 1 connection per signaling link on IPLIMx cards.

No two open associations can have the same value for LHOST/LPORT parameters.
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Notes
The command that is entered cannot exceed a total of 150 characters in length.

The IPAPSOCK table is used to associate the Local Host/Local Port to a Remote Host/Remote Port.
This fully specifies the connection.

If the open=yes parameter is specified, the association’s lhost and lport configuration must not match
that of any open association.

If the card’s application is IPLIM or IPLIMI , then the adapter parameter value and the ipliml2 value
for the assigned signaling link must be m2pa.

An association with an adapter value of m2pa cannot be assigned to an SS7IPGW or IPGWI host.

For diameter association (adapter=DIAM), realm must be associated with lhost and rhost parameters
before open=yes parameter can be specified.

The alhost and link parameter are not allowed with diameter association (adapter=DIAM).

The M2PA version is supported if the application is IPLIMx and the adapter=m2pa parameter is
specified. When changing the association adapter type to m2pa and a version is not specified, the
m2pa=rfc value is assigned by default.

Table 8: Validation Rules for Association Establishment shows the validation rules used to establish an
association.

Table 8: Validation Rules for Association Establishment

RHOSTVAL |RHOST ARHOST Source IP Address List | Host Name
Configured Configured Parameter in | in INIT/INIT |Address
IP Header ACK Present in
INIT/INIT ACK
RELAXED Y N RHOST NA (1 or more |N
IP addresses

can be present,
not necessarily

match RHOST.)
RELAXED Y N NA RHOST (other |N

IP addresses

can also be

present)
RELAXED Y N RHOST NA RHOST
MATCH Y N RHOST N N
MATCH Y N RHOST RHOST only |N

(no additional
addresses can
be present)

MATCH Y N RHOST NA RHOSTonly
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RHOSTVAL

RHOST
Configured

ARHOST
Configured

Source
Parameter in
IP Header

IP Address List
in INIT/INIT
ACK

Host Name
Address
Present in
INIT/INIT ACK

RELAXED

RHOST or
ARHOST

NA

N

RELAXED

NA

RHOST or
ARHOST

N

RELAXED

Same as
Hostname

NA (Ignore any
IP addresses
present)

RHOST
or

ARHOST

MATCH

RHOST

ARHOST must
be present.
RHOST can
also be present.
No other
additional
addresses.

N

MATCH

ARHOST

RHOST must
be present.
ARHOST can
also be present.
No other
additional
addresses

Output

chg- assoc: ananme=al: | host =gwl05. nc. t ekel ec. com | port =1030: r port =1030:

uaps=10: r host =gwl100. nc. t ekel ec. com al w=yes: r host val =nat ch: r hostt ype=pri nmary

rl ghncxa03w 09-03-19 15:35:05 EST EAGLE 41.0.0
CHG ASSOC: MASP A - COWPLTD

Related Commands
dlt-assoc, ent-assoc, rept-stat-assoc, rtrv-assoc

chg-atinpqopts Change ATINP Options

Use this command to provision ATINP-specific data. This command updates the ATINPQOPTS table.
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Parameters

atiackimsi (optional)

ATIACK IMSI parameter for ATI ACK response message. This parameter
specifies formatting of IMSI digits in the ATI ACK response message. The result of
formatting determines whether the IMSI parameter will be included in the response.

Range:
stfimsi
If an entity was found during RTDB lookup, and SRFIMSI was
provisioned in the EPAP entity, then include the IMSI parameter and
encode the IMSI digits as the SRFIMSL
asd
If an entity was found during RTDB lookup and ASD (Additional
Subscriber Data) was provisioned in the EPAP entity, then include the
IMSI parameter and encode the IMSI digits as ASD.
gm
If an entity was found during RTDB lookup, and GRN (Generic Routing
Number) was provisioned in the EPAP entity, then include the IMSI
parameter and encode the IMSI digits as GRN.
none
Do not include the IMSI parameter in the response message.
Default:
none

atiackmsisdn (optional)

MSISDN parameter for ATI ACK response message. This parameter specifies the
formatting of MSISDN parameter in the ATI ACK response message. The result of
formatting determines whether the MSISDN parameter will be included in the response.

Range:
msisdn

Include the MSISDN parameter in the ATI ACK response and encode
MSISDN digits as the MSISDN from the incoming ATI query.

asd
If an entity was found during RTDB lookup and ASD (Additional

Subscriber Data) was provisioned in the entity, then include the MSISDN
parameter and encode the MSISDN digits as ASD.

asddlmmsisdn

Include the MSISDN parameter in the ATT ACK response and encode
MSISDN digits as ASD + delimiter (atidlm) + MSISDN. ASD is encoded
if an entity is found and ASD is provisioned. The specified outbound
message digits delimiter (atidlm) value is encoded if the value is not
none. MSISDN is encoded as the MSISDN from the incoming ATI query.
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g
If an entity was found during RTDB lookup and GRN (Generic Routing
Number) was provisioned in the EPAP entity, then include the IMSI
parameter and encode the IMSI digits as GRN.

grndlmmsisdn
Include the MSISDN parameter in the ATT ACK response and encode
MSISDN digits as GRN + delimiter (atidlm) + MSISDN. GRN is encoded
if GRN entity is found. The specified outbound message digits delimiter
(atidlm) value is encoded if the value is not none. MSISDN is encoded
as the MSISDN from the incoming ATI query.
none

Do not include the MSISDN parameter in the response message.

Default:

msisdn

atiackrn (optional)

Routing number parameter for ATI ACK response message. This parameter specifies
the formatting of the routing number parameter in the ATI ACK response message.
The result of formatting determines whether the routing number parameter will be
included in the response.

Range:
m

Routing number.

¢ If an entity was found in RTDB lookup and the entity type was RN,
include the routing number parameter and encode routing number
digits as found in the entity ID.

e If MSISDN was found in RTDB lookup, but no entity was found and
the default routing number parameter value (atidfltrn) is not none,
include the routing number parameter and encode routing number
digits as the atidfltrn value.

e If MSISDN was not found in RTDB lookup and the default routing
number parameter value (atidfltrn) is not none, include the routing
number parameter and encode routing number digits as the atidfltrn
value.

¢ [f an entity was found in RTDB lookup, the entity type is SP, and the
atidfltrn value is not none , include the routing number parameter
and encode routing number digits as the atidfltrn value.

rnsp
Routing number or signaling point.
¢ Ifan entity was found in RTDB lookup and the entity type was either

SP or RN, include routing number parameter and encode routing
number digits as found in the entity ID.

e If MSISDN was found in RTDB lookup but no entity was found and
the default routing number parameter value (atidfltrn) is not none,,
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include the routing number parameter and encode routing number
digits as the atidfltrn value.

¢ If MSISDN was not found in RTDB lookup and the default routing
number parameter value (atidfltrn) is not none, include the routing
number parameter and encode routing number digits as the atidfltrn
value.

¢ If an entity was found in RTDB lookup and the entity type was not
SP or RN and the default routing number parameter value (atidfltrn)
is not none, include the routing number parameter and encode routing
number digits as the atidfltrn Entity.

asddlmrnsp

ASD, delimiter and routing number or signaling point.

Format routing number digits as ASD (if supported and available from
lookup entity) + atidlm (if not none ) + entity digits (as described
in the atiackrn=rnsp parameter).

e [f this format results in 0 digits (no ASD, atidlm=none, and no entity
digits), the routing number will not be included in the response
message.

e [f the formatting results only in the specified outbound message digits
delimiter (atidlm) digits, the routing number parameter will not be
encoded in the response.

¢ If no entity digits (atiackrn=rnsp) are found, the result is ASD +
delimiter digits.

rnspdlmasd

Routing number or signaling point, delimiter, ASD

Format routing number digits as entity digits (as described in
atiackrn=rnsp) + delimiter (if atidlm is not none) + ASD (if supported
and available from lookup entity).

¢ If this formatting results in 0 digits (no ASD, atidlm=none, and no
RN digits, the routing number will not be included in the response
message.

¢ If the formatting results only in delimiter digits, the routing number
will not be encoded in the response.

¢ [f there are outbound message delimiter digits (the atidlm value is
not none) and ASD digits are available, the delimiter will be included
even if entity digits are not found (resulting in delimiter + ASD).

stfimsi
Encode routing number digits as SRFIMSI configured in the entity data.
If SRFIMSI was not found (MSISDN not found in RTDB lookup, or
MSISDN found but no entity found, or entity found but SRFIMSI not

configured) then the routing number will not be included in the response
message.

stfimsidlmasd
SRFIMSI, delimiter, ASD
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Encode routing number digits as SRFIMSI + delimiter (if atidlm is not
none) + ASD (if supported and available from lookup entity). SRFIMSI
is encoded as described in the atiackrn=srfimsi option.

e If this formatting results in 0 digits, the routing number parameter
will not be included in the response message.

¢ If the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response message.

asddlmsrfimsi
ASD, delimiter, SRFIMSI

Encode routing number as ASD (if supported and available from lookup
entity) + delimiter (if atidlm is not none) + SRFIMSI(encoded as specified
in the atiackrn=srfimsi parameter).

e If this format results in 0 digits, the routing number parameter will
not be included in the response message.

¢ If the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response.

¢ If the outbound message digits delimiter value (atidlm) is not none
and ASD digits are available, the delimiter will be included even if
SRFIMSI does not have any digits (resulting in ASD + delimiter).

grndlmrnsp

GRN, delimiter, Routing number or signaling point

Encode routing number as GRN (if supported and available from RTDB
lookup) + delimiter (if atidlm is not none) + RNSP (encoded as specified
in the atiackrn=rnsp parameter).

¢ [f this format results in 0 digits, the routing number parameter will
not be included in the response message.

* If the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response.

¢ If the outbound message digits delimiter value (atidlm) is not none
and GRN digits are available, the delimiter will be included even if
RNSP does not have any digits (resulting in GRN + delimiter).

ruspdlmgrn

Routing number or signaling point, delimiter, GRN

Encode routing number as entity digits (as described in atiackrn=rnsp)
+ delimiter (if atidlm is not none) + GRN (if supported and available from
RTDB lookup).

¢ [f this format results in 0 digits, the routing number parameter will
not be included in the response message.

¢ If the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response.

¢ [f the outbound message digits delimiter value (atidlm) is notnone
and GRN digits are available, the delimiter will be included even if
RNSP does not have any digits (resulting in delimiter + GRN).

E54333 Revision 2, October 2014 160



chg-atinpqopts Commands

stfimsidlmgrn
SRFIMSI, delimiter, GRN

Encode routing number as SRFIMSI (encoded as specified in the
atiackrn=srfimsi parameter) + delimiter (if atidlm is not none) + GRN (if
supported and available from RTDB lookup).

o [f this format results in 0 digits, the routing number parameter will
not be included in the response message.

¢ [f the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response.

¢ If the outbound message digits delimiter value (atidlm) is not none
and GRN digits are available, the delimiter will be included even if
SRFIMSI does not have any digits (resulting in delimiter + GRN).

grndlmsrfimsi
GRN, delimiter, SRFIMSI

Encode routing number as GRN (if supported and available from RTDB
lookup) + delimiter (if atidlm is not none) + SRFIMSI (encoded as specified
in the atiackrn=srfimsi parameter).

¢ If this format results in 0 digits, the routing number parameter will
not be included in the response message.

¢ If the formatting results only in delimiter digits, the routing number
parameter will not be encoded in the response.

¢ If the outbound message digits delimiter value (atidlm) is not none
and GRN digits are available, the delimiter will be included even if
SRFIMSI does not have any digits (resulting in GRN + delimiter).

none

Do not include the Routing Number field in the response message.

Default:
m

atiackvlrnum (optional)
The formatting of the VLR-number in the ATI ACK response message.
Range:
™
routing number
¢ If an RN entity was found in RTDB lookup, the VLR-number is
formatted as RIN.

e If RN entity was found in RTDB lookup, the portability type is zero,
and the S-Port feature is enabled or the IGM feature is on, the
VLR-number is formatted as GRN (if provisioned).

e If MSISDN was found in RTDB lookup, no entity was found, and the
atidfltrn value is not none, the VLR-number is formatted as the
atidfltrn value.
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e If MSISDN was not found in RTDB lookup, atinptype=always and
the atidfltrn value is not none, the VLR-number is formatted as the
atidfltrn value.

¢ If an SP entity was found in RTDB lookup, and the atidfltrn value is
not none, the VLR-number is formatted as the atidfltrn value.

o [f the format results in 0 digits (no entity digits), the VLR-number is
formatted as the incoming MSISDN.

rnsp

Routing number or signaling point.

e Ifan RN or SP entity was found in RTDB lookup, the VLR-number is
formatted as the entity ID.

* If MSISDN was found in RTDB lookup, no entity was found, and the atidfltrn
value is not none, the VLR-number is formatted as the atidfltrn value.
e If MSISDN was not found in RTDB lookup, atinptype=always, and the

atidfltrn value is not none, the VLR-number is formatted as the atidfltrn
value.

¢ If an entity was found in RTDB lookup, the entity type was not RN or SP,
and the atidfltrn value is not none, the VLR-number is formatted as the
atidfltrn value.

¢ If the format results in 0 digits (no entity digits), the VLR-number is formatted
as the incoming MSISDN.

asddlmrnsp
ASD, delimiter and routing number or signaling point.

Format the VLR-number as ASD (if provisioned) + atidlm (if not none) + entity
digits (RN or SP).

¢ If the formatting results in 0 digits (no ASD, atidlm=none, and no entity

digits), the VLR-number is formatted as the incoming MSISDN.

e If the formatting results only in atidlm digits, the VLR-number is formatted
as the incoming MSISDN.

* Ifno entity digits are found, the VLR-number is formatted as ASD + delimiter
digits.
rnspdlmasd
Routing number or signaling point, delimiter, ASD

¢ [f the formatting results in 0 digits (no ASD, atidlm=none, and no RN digits),
the VLR-number is formatted as the incoming MSISDN.

e If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN. If there are outbound message delimiter digits
(the atidlm value is not none) and ASD digits are available, the delimiter is
included even if entity digits are not found (resulting in delimiter + ASD).

stfimsi
Format the VLR-number as SRFIMSI configured in the entity data.
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If SRFIMSI was not found (MSISDN not found in RTDB lookup, or MSISDN
found but no entity found, or entity found but SRFIMSI not configured) then
the VLR-number is formatted as the incoming MSISDN.

stfimsidlmasd
SRFIMSI, delimiter, ASD

Format the VLR-number as SRFIMSI + delimiter (if atidlm is not none) + ASD

(if provisioned).

¢ If the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

¢ If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If atidlm value is not none and ASD digits are available, the delimiter is
included even if SRFIMSI does not have any digits (resulting in delimiter +
ASD).

asddlmsrfimsi
ASD, delimiter, SRFIMSI

Format the VLR-number as ASD (if provisioned) + delimiter (if atidlm is not
none) + SRFIMSI.

¢ [f the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

e If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If the atidlm value is not none and ASD digits are available, the delimiter is
included even if SRFIMSI does not have any digits (resulting in ASD +
delimiter).

grndlmrnsp

GRN, delimiter, Routing number or signaling point

Format VLR-number as GRN (if provisioned) + delimiter (if atidlm is not none)

+ entity digits (RN or SP).

* If the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

¢ If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If the atidlm value is not none and GRN digits are available, the delimiter is
included even if RNSP does not have any digits (resulting in GRN +
delimiter).

ruspdlmgrn

Routing number or signaling point, delimiter, GRN

Format VLR-number as entity digits (RN or SP) + delimiter (if atidlm is not
none) + GRN (if provisioned).
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If the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If the atidlm is not none and GRN digits are available, the delimiter is included
even if RNSP does not have any digits (resulting in delimiter + GRN).

stfimsidlmgrn
SRFIMSI, delimiter, GRN

Format VLR-number as SRFIMSI + delimiter (if atidlm is not none) + GRN (if
provisioned).

If the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If the atidlm is not none and GRN digits are available, the delimiter is included
even if SRFIMSI does not have any digits (resulting in delimiter + GRN).

grndlmsrfimsi
GRN, delimiter, SRFIMSI

Format VLR-number as GRN (if provisioned) + delimiter (if atidlm is not none)
+ SRFIMSI.

If the formatting results in 0 digits, the VLR-number is formatted as the
incoming MSISDN.

If the formatting results only in delimiter digits, the VLR-number is formatted
as the incoming MSISDN.

If the atidlm value is not none and GRN digits are available, the delimiter is
included even if SRFIMSI does not have any digits (resulting in GRN +
delimiter).

rnmsisdn

If an RN entity was found in RTDB lookup, the VLR-number is formatted
as RN + incoming MSISDN.

If an SP entity was found in RTDB lookup, and the atidfltrn value is not none,
the VLR-number is formatted as atidfltrn + incoming MSISDN

If MSISDN was found in RTDB lookup, but no entity was found and the
atidfltrn value is not none, then VLR-number is formatted as atidfltrn value
+ incoming MSISDN.

If MSISDN was not found in RTDB lookup, atinptype=always, and the
atidfltrn value is not none, the VLR-number is formatted as atidfltrn value
+ incoming MSISDN.

If RN/PT=0 is found in RTDB lookup, the S-Port feature is enabled or the
IGM feature is on, and the atidfltrn value is not none, the VLR-number is
formatted as atidfltrn + incoming MSISDN. RN /PT=0 is treated as an SP
entity.
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ruspmsisdn

¢ If an RN or SP entity was found in RTDB lookup, the VLR-number is
formatted as entity digits + incoming MSISDN.

e If MSISDN was found in RTDB lookup, but no entity was found and the
atidfltrn value is not none, the VLR-number is formatted as atidfltrn value
+ incoming MSISDN.

¢ If an entity was found in RTDB lookup, the entity type was not RN or SP,
and the atidfltrn value is not none, then the VLR-number is formatted as the
atidfltrn value + incoming MSISDN.

e If MSISDN was not found in RTDB lookup, atinptype=always, and the
atidfltrn value is not none, then the VLR-number in the ATI ACK response
is formatted as atidfltrn value + incoming MSISDN.

msisdn

Format the VLR-number as incoming MSISDN

asd

Format the VLR-number in the ATT ACK message as ASD (if provisioned).

If the formatting results in 0 digits, the VLR-number is formatted as incoming

MSISDN.

asdmsisdn

Format the VLR-number in the ATI ACK message as ASD (if provisioned) +
incoming MSISDN.

Default:
rnspmsisdn

atidfltrn (optional)

Default Routing Number. The routing number to be used in outgoing message formats
while encoding outgoing digit formats in the ATI ACK response in cases where an RN
is not returned from an RTDB lookup.

Range:

1-15 digits, none

Valid digits are 0-9, A-F, a-f
Default:

none

atidlm (optional)

Outbound message digits delimiter. This delimiter is used in outgoing message formats
while encoding outbound digits in the ATI ACK response.

Range:
1-15 digits, none

Valid digits are 0-9, A-F, a-f
Default:
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nomne

atinptype (optional)
Number Portability Type. The criteria for a successful RTDB lookup.

Range:
any
MSISDN lookup is considered successful if any match is found (RN, SP,
PublicDN, PrivateDN, match with no entity, or entity type is GRN or
VMS and portability type is none (0xff)).
always
Lookup is always considered successful whether an MSISDN was found
or not found in the RTDB.
Default:
any

entitylen (optional)
Entity Length. The maximum number of digits to be used from entity data (SRFIMSI
or entity ID) in the specified encoding format.
Range:
1-15, none

none-SRFIMSI or entity ID is used without modification in the specified atiackrn
parameter format.

Default:
none

off
Disables or turns off the specified feature options. A comma-separated list of feature
options that are requested to be turned off. Up to 8 feature options can be specified in
the list.
Range:
atisupplocinfo

on

Disables or turns on the specified feature options. A comma-separated list of feature
options that are requested to be turned off. Up to 8 feature options can be specified in
the list.

Range:
atisupplocinfo

snai (optional)

Service NAI The number conditioning that is performed on the MSISDN digits in the
incoming ATI query message before RTDB lookup is performed.

Range:
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intl
Number conditioning is not performed.
nat
The default country code (defined in the chg- st popt s: def cc=
command) is pre-pended to the MSISDN before RTDB lookup.
nai
The NAI from the MSISDN in the incoming ATI query is used to perform
number conditioning.. If the message NAI is International (0x1) or
Network Specific Number (0x3) , then no conditioning is performed. In
all other cases, the default country code (defined in the
chg- st popt s: def cc=command) is pre-pended to the MSISDN before
RTDB lookup.
Default:
nai

sporttype (optional)
Service Portability type. The application of Service Portability that is applied to the
associated feature.

The S-Port feature must be enabled before this parameter can be specified. The S-Port
feature must be turned on before any change to the parameter will impact the
associated feature.

If Service Portability is performed, then the Service Portability prefix (RTDB ‘GRN’
entity id ) is applied.
Range:
gsm
apply Service Portability prefix for own-network GSM subscribers
is41
apply Service Portability prefix for own-network 1541 subscribers
all

apply Service Portability prefix for all own-network (IS41 and GSM)
subscribers

none
Service Portability is not performed for the feature.

Default:
No change to the current value

System Default:
none

vlrnumlen

The maximum number of digits that can be encoded as the VLR-number in ATI ACK
message.
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Range:
1-40

Default:
40

Example

This example specifies that the outbound message delimiter will not be used in outgoing message
formats:

chg-ati npqopt s: ati dl nFnone

This example specifies that the NAI of the incoming MSISDN digits will be considered to be National,
and that the IMSI parameter will not be included in the ATI ACK response message:

chg- ati npgopt s: snai =nai : ati acki msi =none

This example specifies that the lookup is always considered to be successful and that the NAI of the
incoming MSISDN digits will be considered to be National:

chg- ati npqopt s: ati npt ype=al ways: snai =nat

This example specifies that the Routing Number field will not be included in the response, and that
the MSISDN in the ATI ACK response will be encoded as the ASD.

chg- ati npgopt s: ati ackr n=none: ati acknsi sdn=asd

The example specifies that the Routing Number field will not be included in the response:

chg-ati npqopt s: ati ackr n=none

This example specifies that the IMSI and MSISDN in the ATI ACK response will be encoded as GRN:
chg-ati npqopt s: ati acki nsi =grn: ati acknsi sdn=gr n

This example specifies that the Location information request in ATI query is supported and the
VLR-number in the ATI ACK response will be encoded as rnspmsisdn:

chg-ati npqopts: ati ackvl rnumer nspnsi sdn: on=at i suppl oci nfo

Dependencies

At least one optional parameter must be specified.

The ATINP feature must be enabled before this command can be entered.

The Service Portability feature must be enabled before the sporttype parameter can be specified.

The same value cannot be specified for the on and off parameters.

Notes

To process an ATINP query with LocationInformation request:

* The ATINP feature must be turned on
¢ The on=atisupplocinfo parameter must be specified.
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Output

chg- ati npqopt s: ati acki msi =grn: at i acknmsi sdn=gr ndl nsi sdn: ati ackr n=gr ndl nt nsp

tekel ecstp 09-06-05 12:40: 16 EST EAGE 41.1.0
CHG ATI NPQOPTS: MASP A - COWPLTD

Related Commands
rtro-atinpgqopts

chg-atm-lps Change ATM Link Parameter Set

Use this command to configure a link parameter set with timers and other parameters used by the
system to provide level 2 functions for each ATM high-speed signaling link and to copy values from
Ipset 20 and 30, as well as any lpset to another.

Parameters
Note: Unless specified, the system default values are meant for both ANSI (T1) and ITU (E1) standards.

Ipset (mandatory)
Link parameter set being changed.

Note: Sets 1-19 and 21 -29 can be configured. Link parameter sets 20 and 30 are not
configurable and are used to contain the recommended default values for a set.

Range:

1-19, 21-29
Default:

1 for ANSI

21 for ITU

action (optional)
This parameter copies a set of ATM signaling link parameters from one set to another.
Range:
copy

Default:
No change to the current value

maxcc (optional)
Maximum number of transmissions of BGN, END, ER, or RS PDU.

Range:
1-10
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Default:
4

maxnrp (optional)
Maximum number of retransmitted PDUs during proving.

Range:
0-10

Default:
1 for ANSI

0 for ITU

maxpd (optional)

Maximum number of SD PDUs that can be sent before a POLL is sent.

Range:
5-2120

Default:
500

maxstat (optional)
Maximum number of list elements in a STAT PDU.

Range:
3-67

Default:
67

n1 (optional)
Number of PDUs sent during proving.
Range:
500 - 64552

Default:
64552 for ANSI

1000 for ITU

nblk (optional)
Number of monitoring intervals per block.
Range:
1-10

Default:
3
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srclpset (optional)
Source LPSET for a copy action.
Range:
1-30

tmrcc (optional)
Timer value, in milliseconds, used during the connection phase to guard against
unacknowledged BGN, END, ER or RS PDUs.
Range:
100 - 2000

Default:
200

tmrerm (optional)
Error rate monitor interval, in milliseconds.
Range:
25-500

Default:
100

tmridle (optional)
Timer value, in milliseconds, used during the idle phase when no SD PDUs are being
sent to limit time in the idle phase.
Range:
25-1000

Default:
100

tmrkalive (optional)

Timer value, in milliseconds, used during the transient phase when no SD PDUs are
being sent to keep connection up.

Range:
25-500

Default:
100

tmrnocred (optional)

The timer, in milliseconds, used when the no credit exists and PDUs are available to
be sent.

Range:
1000 - 6000

Default:
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1500

tmrnorsp (optional)
Timer value, in milliseconds, used to check that STAT PDUs are arriving often enough.
Range:
500 - 2000

Default:
1500

tmrpoll (optional)
Timer value, in milliseconds, used to guarantee that POLL PDUs are sent often enough.
Range:
25-500

Default:
100

tmrprov (optional)
The timer, in milliseconds, used to monitor the status of a link after it is placed into
service.
Range:
60000 - 1200000

Default:
60000

tmrsrec (optional)
Timer value, in milliseconds, used to prohibit closely spaced SSCOP recoveries from
occurring.
Range:
60000 - 10800000

Default:
3600000

tmrt1 (optional)

Time, in milliseconds, between link release action and the next link reestablish action
during alignment.

Range:
1000 - 15000

Default:
5000

tmrt2 (optional)
Total time, in milliseconds, that SSCF will attempt alignment.
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Range:
15000 - 180000

Default:
120000 for ANSI

30000 for ITU (E1)

tmrt3 (optional)
Time, in microseconds, between proving PDUs.

Range:
450 - 23000

Default:
925

Example
chg-atm | ps: | pset =5:tnrprov=1000:t nri dl e=55

chg-atm | ps: | pset =3: srcl pset =5: acti on=copy

Dependencies

The values in link parameter sets 20 and 30 are the system default values. They cannot be changed
but can be copied to another link parameter set.

The same value cannot be specified for the Ipset and srclpset parameters.
The action and srclpset parameters must be specified together.
If action=copy parameter is specified, only the Ipset and scrlpset parameters can be specified.

At least one optional parameter must be specified.

Notes

If no parameter value for the Ipset parameter is included when the ent - s| k command is entered, the
system default value of 1 is assigned for ANSI links and the system default value of 21 is assigned for
ITU links.

All timer values for link parameter sets are initialized to the system default values.

Output
chg-atm | ps: | pset=5:tnmprov=1000: tnridl e=55

rl ghncxaO3w 04-01-05 16:40:40 EST EAGLE 31.3.0
CHG ATM LPS:  MASP A - COWPLTD
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Related Commands
ent-slk, rtrv-atm-Ips

chg-attr-seculog Change the Security Log Characteristics

Use this command to modify attributes that affect the operation of the security logging feature.

Parameters

upldalm (optional)
Enable or disable log alarms that pertain to uploading of the security log.

Range:
yes
Enables log alarms pertaining to uploading of the log, as follows:
¢ Upload required
* Log overflowed
¢ Standby log contains greater than 0 un-uploaded entries
no
Prevents log alarms from being raised. If the alarm is already raised
when o is specified, the alarm is lowered.
Default:

No change to the current value

upslg (optional)
Percent full threshold. The percent full threshold for the security logs. If the upldalm=yes
parameter is specified, an alarm is raised for the security log when the %full field (see
ther ept - st at - secul og command) in the log, on the active OAM, reaches or exceeds

the value specified for upslg. This alarm indicates that the administrator must upload
the log.

Range:
1-99
Default:
No change to the current value

Example

chg-attr-secul og: upsl g=80: upl dal nryes

Dependencies

At least one optional parameter must be specified.
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Notes

None

Output

chg-attr-secul og: upsl g=80: upl dal nryes

ri ghncxaO3w 04-01-05 16:40:40 EST EAGLE 31.3.0
CHG ATTR- SECULOG. MASP B - COWLTD

Related Commands
rtrv-attr-seculog

chg-card Change Card

Use this command to:

* Change the configuration of a card in the database from an IPLIMx configuration to an IPSG
configuration and from an E5-ENET to an E5-ENET-B card.

* Configure the type of EPAP data (DN or IMSI) that is loaded to an E5-SM4G or E5-SM8G-B card.

Parameters
loc (mandatory)
The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 - 1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218, 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

data (optional)
Type of RTDB data that can be loaded on an E5-SM4G or E5-SM8G-B card.
Range:
dn
only DN related data from EPAP is loaded on the card
epap
all RTDB data from EPAP are loaded on the card

Note: The epap value can be specified only by Tekelec personnel in a
debug mode when EPAP Data Split feature is ON.
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elap
ELAP data are loaded on the card.

gtt
Only OAM data are loaded on the card. This card will not load any ELAP
or EPAP data at all.
imsi
only IMSI related data from EPAP is loaded on the card

nappl (optional)
The new application for the card.

Range:
XYyyyyyyy

1 alphabetic character followed by up to 6 alphanumeric characters.

ipsg
Used by E5-ENET and E5-ENET-B cards to support the combined
functionality of IPLIMx M2PA and IPGWx M3UA

type (optional)
This parameter specifies whether an E5-ENET card or an E5-ENET-B card is used
to support the IPSG configuration.

Range:
enet
the IPSG configuration is supported on an E5-ENET card

enetb
the IPSG configuration is supported on an E5-ENET-B card

Example
chg-card: | 0c=1105: nappl =i psg
chg-card: | 0oc=1305: t ype=enet b

chg-card: | 0c=1201: dat a=i nsi

Dependencies

The card location specified by the loc parameter cannot be 1113-1118, xy09, or xy10 where x is the
frame and y is the shelf.

The specified shelf location must be provisioned and present in the frame.

The E5-ENET card must be inhibited and in an Out-of Service-state before the card can be changed.
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Only M2PA associations can be configured for the IP link host address for the card indicated by the
loc parameter value. M3UA IP associations are not supported.

If the HIPR2 High Rate Mode feature is turned off, then the sum of the TPS values assigned to all
linksets in the system must be less than or equal to 500,000. If the HIPR2 High Rate Mode feature is
turned on, then the sum of the TPS values assigned to all linksets in the system must be less than or
equal to 750,000. If the HIPR2 High Rate Mode and 1M System TPS features are turned on, then the
sum of the TPS values assigned to all linksets in the system must be less than or equal to 1,000,000.

The resulting total TPS of all signaling links configured for an E5-ENET card cannot exceed 5000 TPS.
The resulting total TPS of all signaling links configured for an E5-ENET-B card when the type=enetb
parameter is specified cannot exceed 6500 TPS.

An E5-ENET card must be installed at the location indicated by the loc parameter.

The E5-ENET card must have a card type of DCM and must be running an IPLIMx application.
A value of ipsg must be specified for the nappl parameter.

The card in the location indicated by the loc parameter must already be equipped.

The value specified by the loc parameter must be within the allowed range.

The loc parameter must be specified.

All links on the E5-ENET card must have a matching association configured. For IPLIM-hosted
associations and links, a link and association are matched using the link parameter for the ent - sl k
and ent - assoc commands. For IPSG-hosted associations, a link and association are matched using
the aname parameter for the ent - s| k command.

A function returned an unknown error. An ATH is also issued.
The nappl or type parameter must be specified.

If the EPAP Data Split feature is ON, the data=epap parameter can be specified only by Tekelec
personnel.

The EPAP Data Split feature must be turned on before the data parameter can be specified.

If the EPAP Data Split feature is ON, or Dual ExAP Config feature is enabled, and the value specified
for the loc parameter indicates an E5-SM4G or E5-SM8G-B card, then the data parameter must be
specified. The data parameter can be specified only for an E5-SM4G or E5-SM8G-B card running
SCCPHC or SIPHC application.

If value ELAP, or EPAP is specified for data parameter, Dual EXAP Config feature must be enabled.

When data=gtt is specified either Dual ExXAP Config must be enabled or EPAP Data Split feature must
be turned ON.

When data=epap is specified Dual EXAP Config feature must be enabled and EPAP Data Split feature
must be OFF.

data=gtt cannot specified if ip link has been configured for the card.

To provision card type= ENETB, shelf FAN bit must be turned ON for the card's shelf.

Output
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chg-card: | 0c=1206: nappl =i psg

ri ghncxaO3w 10-03-01 11:11:28 EST EAGLE 42.0.0
CHG CARD: MASP A - COVPLTD

Related Commands
dlt-card, ent-card, init-card, rept-stat-card, rmv-card, rst-card, rtrv-card

Chg-ClkOptS Change Clock Options

Use this command to perform a software update of the clock elements and settings.

Parameters

clock (mandatory)
Clock to be updated.

Range:
all
all clocks

primary
primary clock

secondary
secondary clock

E5-TDM cards must be installed before a value of primary or secondary can be
specified.

force (optional)

The force=yes parameter is used to change the hsclksrc parameter value when the
TDMs are reporting that the high speed system clocks are currently valid.

Range:
yes

hsclkll (optional)
High speed master clock line length.
Range:
longhaul
Gain is high for long haul

shorthaul
Gain is low for short haul

Default:
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No change to the current value

System Default:
longhaul

hsclksrc (optional)

High speed master clock source. The force=yes parameter must be specified with this
parameter to change the clock source when the TDMs are reporting that the high speed
system clocks are currently valid.

Caution: Changing the high speed master clock source can result
in clock outage and loss of traffic on all links, if the new source type

does not match the provisioned source for the E1 or T1 cards (what
CAUTION s actually plugged into the backplane).

Range:
elframed
E1 Framed clock source

elunframed
E1 Unframed clock source

rs422
RS-422 clock source

tiframed
T1 Framed clock source

tlunframed
T1 Unframed clock source
Default:
No change to the current value

System Default:
5422

Example
chg-cl kopt s: cl ock=pri mary: hscl ksrc=t 1f r amed
chg-cl kopt s: cl ock=al | : hscl ksrc=rs422: f orce=yes

chg-cl kopt s: hscl kI | =short haul : cl ock=secondary

Dependencies
The parameters entered are not compatible with the card where the clock resides.

If the hsclksrc and clock=all parameters are specified, and the high speed clocks are reporting, then
the force=yes parameter must be specified.
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Notes
Eagle Clocks with TDM-GTI

Figure 4: Eagle Input and Internal Clocks with TDM-GTI shows a general schematic of clocking, without
any of the redundant backup features, in the EAGLE 5 ISS with the TDM-GTI card. Low and high
speed reference clocks can be plugged into the control shelf backplane as input clocks. The TDM card
uses these input clocks as timing references to generate the low and high speed clocks that are
distributed to the cards in the EAGLE 5 ISS STP. These distributed clocks are used for various purposes
depending on what types of links or features are provisioned.

RS422
E1 Unframed TDM-GTI Card
H3 Internal HS clack far
E1 Framed M-
T1 Unframed gy % Y master timing HS links
T1 Framed “"-3-3:.:::____
LS Ry Internal LS composite
. > Eik clock for timing
2l Y] % Y D50 links and

TSC synchronization
Figure 4: Eagle Input and Internal Clocks with TDM-GTI

The high speed clock that is distributed to the cards in the EAGLE 5 ISS is used as the timing source
only for high speed links that have been provisioned to use master timing. This clock can be derived
only from the high speed input clock. Prior to TDM-GTI card, the high speed input clock could be
only the RS5422 type. The TDM-GTI card allows the clock to be recovered from a framed or unframed
E1 or T1 signal interface.

The low speed composite clock that is distributed to the cards in the EAGLE 5 is used for timing DS0
links and for the Time Slot Counter Synchronization (TSCSYNC) feature that is required for the
Sentinel and IMF products. Prior to TDM-GTI this low speed clock could be generated only from a
BITS clock source plugged into the control shelf backplane. TDM-GTI can generate this low speed
internal clock from the high speed input clock source, with the following restriction:

* When DS0 cards are provisioned in the system, the internal low speed clock can be generated only
from a BITS clock as it is without TDM-GTI.

* When no DS0 cards are present and the BITS clocks are present and valid, the internal low speed
clock is generated from the BITS clocks.

* When no DS0 cards are present and the BITS clocks are not present or not valid, the internal low
speed clock is generated from the high speed input clock.

Output

chg-cl kopt s: cl ock=pri mary: hscl ksrc=t 1f r aned

e50am 09-01-01 17:25:22 MST EAGLE 5 ISS 40.1.0
CHG CLKOPTS: MASP B - COWLTD
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Related Commands
rtrv-clkopts

chg-cmd Change Command Attributes

Use this command to change the attributes of a command.

Parameters

Note: All class(X) parameters consist of a configurable command class name (ayy), and indicator (-yes
or-no) to specify whether the command class is allowed. A value ofayy-yes indicates that the value is
allowed. A value ofayy-no indicates that the value is not allowed.

cmd (mandatory)
The command whose attributes are to be changed.

Range:

One alphabetic character followed by up to 19 additional alphanumeric
characters.

class1 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy

1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

Default:
No change to current value

class2 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy

1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed
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class3 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

class4 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

class5 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

class6 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters

Specify the parameter value in the format ayy-no or ayy-yes.

class7 (optional)
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This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

class8 (optional)

This parameter specifies a configurable command class name and indicator to indicate
whether the command class is allowed.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters
Specify the parameter value in the format ayy-no or ayy-yes.
ayy-yes-command class is allowed

ayy-no-command class is not allowed

Example
chg-cnd: cnd=ent-rte: classl=ull-yes
chg- cnd: cnd=r ept - st at - sl k: cl ass7=dab- no

Dependencies

At least one optional parameter must be specified.

The Command Class Management feature must be enabled before this command can be entered.
The cmd parameter value must be a valid system command.

The class1 - class8 parameter values must be valid default or provisioned configurable command class
names.

The | 0gi n command is available to all users and therefore cannot be assigned to a configurable class.
If the | ogi n command is used as a parameter, it will be rejected.

Notes

Up to 8 configurable command class names can be specified in one command. More than 8 command
classes can be updated by entering additional commands. To update all 32 available configurable
command classes, you could enter 4 commands with 8 command classes specified in each command.
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Output
chg-cnd: cnd=ent-rte: classl=ull-yes

r1 ghncxaO3w 04-01-05 16:40:40 EST EAGLE 31.3.0
CHG CvD: MASP B - COVPLTD

Related Commands
rtro-cmd

chg-cmdclass Change Command Class:

Use this command to change the name or description of a configurable command class.

Parameters

class (mandatory)
This parameter specifies the configurable command class name.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters (ayy)

descr (optional)
This parameter specifies the new configurable command class description.

Range:

1 alphabetic character followed by up to 31 alphanumeric characters

Default:
No change to current value

nclass (optional)
This parameter specifies the new configurable command class name.

Range:
ayy
1 alphabetic character followed by 2 alphanumeric characters (ayy)

Default:
No change to current value
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Example
chg-cndcl ass: cl ass=abc: descr="ny command cl ass description”
chg- cndcl ass: cl ass=u23: ncl ass=dab: descr="hi s command cl ass descri ption”

chg- cndcl ass: cl ass=dab: ncl ass=krb

Dependencies
At least one optional parameter must be specified.

The Command Class Management feature must be enabled and turned on before this command can
be entered.

The class parameter value must be a valid configurable command class name (one of the default
configurable command class names or a user-defined command class name).

The value specified for the nclass parameter cannot be the same as an existing configurable or
non-configurable command class name.

Notes

None

Output

chg-cndcl ass: cl ass=abc: descr="ny command cl ass description”

rl ghncxaO3w 04-01-05 16:40: 40 EST EAG.E 31.3.0
CHG CVDCLASS: MASP B - COWPLTD

Related Commands
rtro-cmdclass

Chg-CSl Change Common Screening List

Use this command to change an existing entry in the Common Screening List (CSL). The Common
Screening List commands are used to tailor certain types of general screening information to specific
features.

Parameters

ds (optional)
Digit string. A unique string of digits used by the specified screening feature

Range:
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1 - 15 hexadecimal digits.
Valid digits are 0-9, a-f, A-F

¢ 1-6 digits—Prepaid IDP Query Relay ccnc list

¢ 1-15 digits—Prepaid IDP Query Relay gt list

e 1-10 digits—Prepaid IDP Query Relay skbcsm list
* 4 digits—IDP Screening for Prepaid skts list

* 1-15 digits—IDP Screening for Prepaid insl list

e 1-15 digits—VFLEX vmpfx list

* 1-6 digits—Info Analyzed Relay Base ccnc list

¢ 1-15 digits—Info Analyzed Relay Base gt list

¢ 2digits—Info Analyzed Relay Base trig list

e 1-15 digits — EIR imsipfx list

TRIGTYPE Hexadecimal Codes lists valid hexadecimal values for the Info Analyzed
Relay Base trig list ds entries.

feature (optional)

Feature name. The name of the enabled screening feature for which the command is
entered.

Note: The pn or feature parameter must be specified to identify the feature.

Range:

a

1 alphabetic character followed by up to 24 optional alphanumeric characters,
including spaces and special characters, enclosed in double quotation marks ("

")

Enter enough of the feature name to make the name unique if two features begin
with the same word or acronym. The following feature names are valid for this
command:

* EIR

* IDP Screening for Prepaid
¢ IDP Service Key Routing
¢ Info Analyzed Relay Base
¢ Prepaid IDP Query Relay
¢ SIP Number Portability

* VFLEX

list (optional)
Common Screening List associated with the feature.
Range:
cene

CC+NC List

delpfx
Delete Prefix List
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gt

Global Title List
imsipfx

IMSI Screening Prefix List
insl

In Network Subscriber List

npbypass
SIP NPBYPASS list

skbcsm
SK+BCSM List

skts

SK+TS List
trig

Trigger List

vmpfx
Voice Mail Prefix LIst

The following screening lists are valid for the indicated features:

* ccnc, gt— Prepaid IDP Query Relay, Info Analyzed Relay Base

e imsipfx— EIR

Commands

Note: If list argument is not specified in this command for EIR feature then

list = imsipfx by default is taken.

* npbypass— SIP Number Portability
* skbcsm—Prepaid IDP Query Relay and IDP Service Key Routing
* skts, insl—IDP Screening for Prepaid

¢ trig—Info Analyzed Relay Base
e umpfx—VFLEX

The delpfx list is not supported at this time. This list should only be used by

Oracle personnel.

p1 (optional)

Range:

ZZZZZZ2Z2Z

Valid values for the IDP Service Key Routing feature are:

* 3 or prepaidl—Prepaid Portability Type 3 for the SKBCSM list
* 4 or prepaid2—Prepaid Portability Type 4 for the SKBCSM list

Parameter Value 1. This parameter is specific to the feature and list that use the
parameter.

o 6-35 or prepaid3-prepaid32—Prepaid Portability Types 6 through 35 for the

SKBCSM list
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* 255 or prepaidno—No Prepaid Portability Type for the SKBCSM list
Valid values for EIR feature are:

¢ 1 or range— Check only range IMEI table for the IMSIPEX list
¢ 2 orindividual — Check only individual IMEI table for the IMSIPFX list

¢ 3 or both --- Check individual IMEI table first and then range table for the
IMSIPFX list

* 4 ornone --- No check in either Individual IMEI Table or Range IMEI Table
for the IMSIPFX list.

Valid values for the Prepaid IDP Query Relay feature are:

e (), I—National or International for the DELPFX list, which is for Tekelec
personnel use ONLY.

Note: The pl parameter is used by the IDP Service Key Routing feature or
EIR feature.

Default:
No change to the current value

p2 (optional)

Parameter Value 2. The IDP Relay Service that is associated with an SKBCSM list DS
entry. Multiple IDP Relay Services can be provisioned for use with NPP or Response
Type for EIR feature that is associated with an imsipfx list DS Entry.

The parameter value can be entered as a number or as the corresponding mnemonic.
Range:

2727727727

Valid values for Prepaid IDP Query Relay features are:

¢ 1 or idpredpn—IDPRCDPN Service for the SKBCSM list

* 2 or idprcdpn2—IDPRCDPN2 Service for the SKBCSM list
e 3 or idpredpn3—IDPRCDPN3 Service for the SKBCSM list
* 4 or idpredpn4—IDPRCDPN4 Service for the SKBCSM list

Valid values for EIR feature are:

* 1 or whitelist ---—- Response Type as Whitelist for imsipfx list.

* 2 or graylist - Response Type as Graylist for imsipfx list.

* 3 or blacklist ---- Response Type as Blacklist for imsipfx list.

* 4 or unknown ---- Response Type as Unknown for imsipfx list.

Note: The p2 parameter is used by the Prepaid IDP Query Relay feature or EIR
feature.

Default:
No change to the current value

p3 (optional)

Parameter Value 3. The parameter value is specific to the feature and list name that
use this parameter. No feature currently uses this parameter.
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pc (optional)

ANSI point code with subfields network indicator-network cluster-network cluster member
(ni-nc-ncm).

Synonym:
pca

pc/pcalpci/pen/pen24 (optional)
Point code. The ds parameter or a point code parameter must be specified.

Note: See Point Code Formats and Conversion for a detailed description of point code
formats, rules for specification, and example.

pci (optional)

ITU international point code with subfields zone-area-id.

pen (optional)

ITU national destination point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the

chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc).

pcn24 (optional)
24-bit ITU national point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

pfxstrip (optional)

This parameter in NPBYPASS list indicates whether matched prefix must be deleted
or not.

Range:
yes

no

Default:

no

pn (optional)

Part Number. The 9-digit "893xxxxxx" part number of the feature for which the command
is entered. Thertrv-ctrl - f eat command description shows the part number in
the command output example.

Note: The pn or feature parameter must be specified to identify the feature.
Range:
893000000 - 893999999

The first 3 digits are 893. Do not separate the digits with dashes or spaces. The
following part numbers are valid for this command:

* 893012301 --- EIR
* 893015501—IDP Screening for Prepaid
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¢ 893016001—Prepaid IDP Query Relay
* 893016701—VFLEX

* 893034201—Info Analyzed Relay Base
e 893040601— SIP Number Portability

scpgta (optional)

Signaling Control Point (SCP) Global Title Address (GTA). The value used by the
SKGTARTG Service Action in IDP Relay IDPRCDPN(X) NPP Services to replace the
SCCP CdPA GTA in the outgoing message.

Range:
1 - 21 hexadecimal digits, none

Valid digits are 0-9, a-f, A-F.
none-Removes the provisioned digit string
Note: The scpgta parameter is used by the Prepaid IDP Query Relay feature.

Default:
No change to the current value

Example
chg-csl :feature="1DP Screening for Prepaid":list=insl:ds=123456789bcdEF
chg-csl : feature="VFLEX":|ist=vnpfx: ds=123456789abcdEF

chg-csl :feature="Prepaid I DP Query
Rel ay": i st =skbcsm ds=0000000056: p2=i dpr cdpn4: scpgt a=abce9875

chg-csl : pn=893040601: | i st =npbypass: ds=0000046: pf xstri p=yes
chg-csl : feature="SI P NUVMBER PORTABI LI TY": | i st =npbypass: ds=000036: pf xst ri p=no
chg-csl:feature="EIR': |ist=inmsipfx:ds=401134134: pl=r ange: p2=whi t el i st

Dependencies

An enabled feature must be specified using a valid part number (pn) or feature name (feature). The
specified feature must use a Common Screening List.

The feature that is specified by the feature parameter must already be enabled.

The list parameter must be specified for features that use more than one type of screening list.
The value specified for the list parameter must be valid for the specified screening feature.
The specified screening list entry must exist in the screening list that is used by the feature.

The length of the digit string that is specified for the ds parameter must be valid for the screening
feature and list type.

A valid ds parameter value is required for the specified feature and list type.

The following parameters are allowed with the indicated common screening list type:

E54333 Revision 2, October 2014 190



chg-csl Commands

¢ list=gt—ds parameter

* list=ccnc—ds parameter

¢ list=skbcsm—ds and scpgta parameters
¢ list=skts—ds parameter

¢ list=insl—ds parameter

* list=vmpfx—ds parameter

¢ list=trig—ds parameter

¢ list=imsipfx--- ds parameter

The leading digit pattern of the value specified for the ds parameter must be unique in the specified
screening list for the indicated feature.

The pc or ds parameter must be specified. The parameters cannot be specified together in the command.

The value specified for the feature parameter must be valid feature name for a feature that uses a
Common Screening List. The feature name must be specified as it appearsinthertrv-ctrl - f eat
command output. Enough of the name must be specified to make the name unique when two features
begin with the same word or acronym.

The scpgta and pc parameters cannot be specified together in the command.

If the scpgta parameter is specified, then the ds parameter must be specified.

A valid p1 and p2 parameter value is required for the specified feature and list type.

The SIPNP feature must be enabled before changing NP prefix entries for the NPBYPASS list.
PFXSTRIP must be changed when the list specified is NPBYPASS with the SIPNP Feature.
The DS (Digit String) must be between 1 - 15 digits in length for SIPNP Feature

Notes

None

Output
chg-csl:pn="Prepaid | DP Query
Rel ay": | i st =skbcsm ds=0000000056: p2=i dpr cdpn4: scpgt a=abce9875

tekel ecstp 10-10-20 14:46: 49 EST EAGLE 43.0.0
SK+BCSM List (7 of 150) 5%
CHG CSL: MASP A - COMPLTD

1

chg-csl : feature="SI P Nunber
Portability":list=npbypass: ds=0000000034: pf xstri p=yes

tekel ecstp 12-06-25 15:29: 14 EST EAGLE 45.0.0

chg-csl: feature="SI P Nunmber Portability":|ist=npbypass: ds=0000000034: pf xstri p=yes
Conmmand entered at term nal #4.

PFX List ( 2 of 1000) 1%

CHG CSL: MASP A- COVPLTD

9

E54333 Revision 2, October 2014 191



chg-ctrl-feat Commands

chg- csl : pn=893040601: | i st =npbypass: ds=0000000056: pf xstri p=yes

tekel ecstp 12-06-025 15:29:14 EST EAGLE 45.0.0

chg- csl : pn=893040601: | i st =npbypass: ds=0000000056: pf xstri p=yes
Command entered at term nal #4.

PEX List (3 or 1000) 1%

CHG CSL: MASP A- COWPLTD

)

Related Commands
dlt-csl, ent-csl, rtrv-csl, rtro-ctrl-feat

chg-ctrl-feat Change Controlled Feature

Use this command for controlled features that have been purchased and enabled with the

enabl e-ctrl| -feat command to turn on or turn off On/Off features and to turn on Permanently
On features (cannot be turned off after they have been turned on)

Use this command when the system station shows an expired temporary key and the administrator
wants to clear the CRITICAL system alarm without purchasing a permanent Feature Access Key.

Parameters
partnum (mandatory)
Part number. The part number for the feature.
Range:
893000000 - 893999999

Do not include dashes in the 9-digit number.

alarm (optional)
Clears alarms when temporary feature keys have expired.
Range:

clear

status (optional)
Changes the operational status of the feature.
Range:
on

off

Default:

No change in current status
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Example
chg-ctrl-feat: part num=893xxxxxx: st at us=on

chg-ctrl-feat: part num=893xxxxxx: al ar m=cl ear

Dependencies

The controlled feature specified by the partnum parameter must be enabled (see the
enabl e-ctrl -f eat command) before this command can be entered.

One of the optional parameters, but not both, must be specified in the command.

To use this command to turn off a feature, the Part Number specified in the command must be for
one of the following On/Off features that is currently on. (A Permanently On feature is turned on
with this command; after the feature has been turned on, it cannot be turned off with this command):

e 893018001 1100 TPS/DSM for ITU NP

e 893022101 ATI Number Portability Query (ATINP)

* 893017601 Circ Route Auto-Recovery

¢ 893005801 Command Class Management

e 893400001 EAGLE OA&M IP Security

¢ 893018101 Enhanced Far-End Loopback

e 893015401 Flexible GTT Load Sharing (FGTTLS)

e 893027401 GTT Load Sharing with Alternate Routing Indicator (GTT LS ARI)
e 893020101 HIPR2 High Rate Mode

e 893025701 IDPR ASD

e 893025601 IDPR GRN

* 893035001 Info Analyzed Relay ASD

* 893035101 Info Analyzed Relay GRN

* 893026101 Info Analyzed Relay NP

e 893038901 Integrated GLS

* 893006901 Intermediate GTT Load Sharing (IGTTLS)
e 893005701 IP User Interface (Telnet)

e 893018401 Large BICC MSU Support for IP Signaling
* 893006601 LNP Short Message Service (LNP SMS)

e 893007001 MNP Circular Route Prevention

* 893026701 MO SMS ASD

e 893024601 MO SMS B-Party Routing

e 893026601 MO SMS GRN

e 893026201 MO SMS IS41-to-GSM Migration

¢ 893013501 MTP Map Screening

¢ 893009101 Network Security Enhancement

e 893039301 NPP Unlimited SDWC Characters

e 893009301 Portability Check for Mobile Originated SMS
* 893006701 Prepaid SMS Intercept Phase 1 (PPSMS)

e 893018801 SEAS over IP

* 893034301 Service Portability
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* 893024501 TIF ASD

* 893025501 TIF GRN

e 893022501 TIF Number Substitution

e 893037701 TIF Range CgPN Blacklist

e 893037601 TIF Subscriber CgPN Blacklist

Turning on a feature that is already on or turning off a feature that is already off has no effect.

The GTT feature must be turned on (see the chg- f eat command) before the following features can
be turned on:

¢ Intermediate Global Title Translation Load-Sharing (IGTTLS)
¢ LNP ELAP Configuration
* SCCP Loop Detection

All IPSM cards in the system must be inhibited before the IP User Interface (Telnet) feature can be
turned on or off.

All IPSM cards in the system must be inhibited before the EAGLE OA&M IP Security Enhancements
feature can be turned on or off.

Only one of the optional parameters, not both, can be specified in the command.

After a Permanently On feature is turned on, it cannot be turned off with this command. All controlled
features with quantity feature access keys (like LNP ported TNs) and the following features are
Permanently On features:

¢ 15 Minute Measurements

¢ Advanced GTT Modification (AMGTT)

* Advanced GTT Modification Called Party Only (AMGTT CdPA Only)
¢ Advanced GTT Modification Calling Party Upgrade (AMGTT CgPA Upgrade)
e ANSI-41 INP Query

e ANSI-41 Mobile Number Portability (A-Port)

e ANSI/ITU SCCP Conversion

e Diameter S13/513' Interface for EIR

e E5-OAM Integrated Measurements (Integrated Measurements)
e Enhanced GSM MAP Screening (EGMS)

¢ Equipment Identity Register (EIR)

¢ Flexible Linkset Optional Based Routing (FLOBR)

* G-Flex MAP Layer Routing

® G-Port SRI Query for Prepaid

* GSM Flexible Numbering (G-Flex)

* GSM MAP Screening (GMS)

* GSM MAP SRI Redirect for Serving HLR

* GSM Mobile Number Portability (G-Port)

* GTT Action - DISCARD

e GTT Action - DUPLICATE

¢ GTT Action - FORWARD

¢ Hex Digit Support for GTT

¢ IDP A-Party Blacklist

e IDP A-Party Routing

¢ IDP Screening for Prepaid

E54333 Revision 2, October 2014 194



chg-ctrl-feat Commands

¢ IDP Service Key Routing

* Info Analyzed Relay Base (IAR)

e INP

¢ 1541 GSM Migration (IGM)

¢ ISUP NP with EPAP

e ITU TCAP LRN Query (LRNQT)

¢ ITUN-ANSI SMS Conversion

¢ LNP ELAP Configuration

¢ LOCREQ Query Response

* MO-based GSM SMS NP

* MO-based IS41 SMS NP

* MT-Based GSM SMS NP

¢ MT-Based GSM MMS NP

* MT-Based 1541 SMS NP

* MTP Msgs for SCCP Apps

* Multiple Linkset to a Single Adjacent Point Code
¢ Origin-Based MTP Routing

* Origin-based SCCP Routing

¢ PC & CIC Translation (PCT)

¢ Prepaid IDP Query Relay

* SCCP Loop Detection

e Service Portability (S-Port) Subscriber Differentiation
¢ SIP Number Portability

¢ SLS Bit Rotation by Incoming Linkset (ISLSBR)
* Spare Point Code Support

* Support for 16 GTT Lengths in VGTT

* TCAP Opcode Based Routing (TOBR)

e TCAP Opcode Quantity

¢ TIF Number Portability

* TIF SCS Forwarding

¢ TIF Simple Number Substitution

¢ Transaction-based GTT Loadsharing (TBGTTLS)
¢ Voice Mail Router (V-Flex)

¢ Weighted GTT Loadsharing (WGTTLS)

e XUDT UDT Conversion

The value specified for the partnum parameter must be the correct part number for the purchased
feature.

The platformenable=on or the oamhcmeas=on parameter must be specified (see the chg- measopt s
command) before the 15 Minute Measurements feature can be turned on.

If the Measurements Platform feature is turned on (see the chg- f eat command) as a precursor to
turning on the 15 Minute Measurements feature, then at least one MCPM card must be available in
the IS-NR state before the 15 Minute Measurements feature can be turned on. The platformenable=on
parameter must be specified (see the chg-measopts command) before an MCPM card can be
placed in the IS-NR state.

E54333 Revision 2, October 2014 195



chg-ctrl-feat Commands

The 15 Minute Measurements feature cannot be turned on when 30 minute measurements collection
is in progress.

The Global Title Translation (GTT) feature must be turned on (using the gtt=on parameter for the
chg-feat command )before the Intelligent Network Application Part (INAP) Number-based
Portability (INP) feature or the ANSI-41 INP Query (AINPQ) feature can be turned on.

The A-Port, G-Port, or IGM feature must be turned on before the MNP Circular Route Prevention
feature can be turned on.

The SEASCLLI must be provisioned (see the chg- seas- confi g command) before the SEAS Over
IP feature can be turned on.

At least one SEAS terminal must be configured (see the chg-t r mcommand) before the SEAS Over
IP feature can be turned on.

The IP address of at least one IPSM card associated with a SEAS terminal must be configured before
the SEAS Over IP feature can be turned on.

The IP User Interface feature must be turned on before the SEAS Over IP feature can be turned on.

The login and hname parameters must be provisioned (see the chg-seas-confi g command)
before the SEAS Over IP feature can be turned on.

If the SEAS Over IP feature is turned on, then the IP User Interface feature cannot be turned off.

All card locations that correspond to SEAS terminals must be provisioned with IPSM cards before the
SEAS Over IP feature can be turned on.

The A-Port feature must be turned on before the MT-Based 1S41 SMS NP feature can be turned on.
The G-Port feature must be turned on before the MT-Based GSM SMS NP feature can be turned on.

HIPR?2 cards must be installed in all MUX locations before the HIPR2 High Rate Mode feature can be
turned on.

The defcc system option (see the chg- st popt s command) must be provisioned before the IAR Base
feature can be enabled and before the ATINP, MT-based GSM SMS NP, or MT-Based 1S41 SMS NP
feature can be turned on.

The defmcc GSM option (see the chg- gsnopt s command) must be provisioned before the MT-Based
GSM SMS NP feature can be turned on.

The MT-Based GSM SMS NP feature must be turned on before the MT-Based GSM MMS NP feature
can be turned on.

An IDPRCDPN(X) NPP service must be ON before the Prepaid IDP Query Relay feature can be urned
on.

The defcc and defndc system options (see the chg- st popt s command) must be provisioned before
the V-Flex feature can be turned on.

The Prepaid IDP Query Relay feature must be turned on before the IDPR ASD or IDPR GRN feature
can be turned on.

The matchseq=dn parameter must be specified (see the chg-t i f opt s command) before the TIF ASD
feature can be turned on.

The GTT LS ARI feature must be turned off before the IGTTLS feature can be turned off.

The HIPR2 High Rate Mode feature cannot be turned on or off if an IMT Rate Change sequence is in
progress.
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If the provisioned System TPS (SIGTRAN TPS + ATM TPS) is greater than 500,000, then the HIPR2
High Rate Mode feature cannot be turned off.

The flashing process must be complete on all MUX cards before the HIPR2 High Rate Mode feature
can be turned on or off.

The HIPR2 High Rate Mode feature cannot be turned on or off during an Extended Bit Error Rate Test
(BERT).

The matchseq=dn parameter must be specified (see the chg- t i f opt s command) before the TIF
Subscriber CgPN Blacklist feature can be turned on.

The crptt parameter must have a value of none (see the chg- gsnopt s command) before the MNP
CRP feature can be turned off.

The HIPR2 High Rate Mode feature cannot be turned on or off during upgrade.

The Default Country Code must be provisioned (see the defcc parameter in the chg- st popts
command) before the Prepaid IDP Query Relay feature can be turned on.

At least one terminal without a Thermal Alarm must exist before the SEAS Over IP feature can be
turned on.

The INP and AINPQ features cannot be turned on if the LNP (an LNP ported TNs quantity), LNP
150,000 LRNs, or LNP 300,000 NPANXX feature is enabled and on.

The LNP ELAP Configuration feature and the WNP feature must be turned on before the LNP SMS
feature can be turned on.

A temporary feature access key cannot be used to turn on features that do not allow a temporary
feature access key. The following features allow a temporary feature access key:

¢ 15 Minute Measurements

¢ Command Class Management

¢ EAGLE OA&M IP Security

¢ IDP Screening for Prepaid

¢ Intermediate GTT Load Sharing (IGTTLS)
¢ LNP ELAP Configuration

* LNP Short Message Service (LNP SMS)
e MNP Circular Route Prevention

* Network Security Enhancements

¢ Portability Check for MO SMS

¢ Prepaid IDP Query Relay

e SCCP Conversion

e Telnet

A function returned an unknown error. An ATH is also issued.

Ifachg-ctrl-feat command is already in progress, then another chg-ctrl -f eat
command cannot be entered.

If a single digit wildcard (?) is specified as a value for the fpfx parameter more than 25 times across
all of the rules for an NPP service (see the ent-npp-srs command), then the NPP Unlimited
SDWC Characters feature cannot be turned off.
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If more than three single digit wildcard characters (?) are specified for the fpfx parameter in an NPP
Service rule (see the ent - npp- sr s command), then the NPP Unlimited SDWC Characters
feature cannot be turned on.

If a single digit wildcard (?) is specified after the sixth digit of the value specified for the fpfx parameter
for an NPP Service rule (see the ent - npp- sr s command), then the NPP Unlimited SDWC Characters
feature cannot be turned on.

The E5-ENET-B IPSG High Throughput feature cannot be turned off if an E5-ENET-B card running
the IPSG application in the system has a configured card capacity above 6500 TPS.

MEFC must be ON for turning ON the 1M System TPS feature.

HIPR2 high rate mode feature must be ON for turning ON the 1M System TPS feature. HIPR2 high
rate mode feature cannot be OFF if 1M System TPS feature is turned ON.

If the System TPS is more than 750K then 1M System TPS feature cannot be turned OFF.

Notes
SEAS Terminals

All terminals that are configured as SEAS are automatically allowed or inhibited when the SEAS Over
IP feature is turned on or off, respectively.

Commands blocked during IMT Rate Change sequence:

If the HIPR2 High Rate Mode feature is turned on or off, then an IMT Rate change sequence is carried
out (if required). Theal w-i nt ,di sc-int,flash-card,inh-int,init-flash,init-nmux,and
tst-inm commands cannot be entered if an IMT Rate Change sequence is in progress.

Service Portability

If the Service Portability feature is turned on before a dependant feature is turned on, then a warning
is issued:

WARNING: No Service Portability dependent feature is on.

If the Service Portability feature is turned off when more than one dependent feature is turned on,
then a warning is issued:

WARNING: Service Portability is OFF.

Output

chg-ctrl-feat: part num893xxxxxx: st at us=on

tekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0
chg-ctrl -feat: part nunF893xxxxxx: st at us=on
Command entered at term nal #4.

CHG CTRL- FEAT: MASP A - COWPLTD

9

chg-ctrl-feat: part num=893xxxxxx: al ar mecl ear

tekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0
chg-ctrl -feat: part nunF893xxxxxx: al ar m=cl ear
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Conmmand entered at term nal #4.
CHG CTRL- FEAT: MASP A - COWLTD

tekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0

0367.0181 * SYSTEM Tenp Key(s) expiration alarm cl ear ed.

Commands

This example shows the output when the 1100 TPS/DSM for ITU NP feature is on, and the

chg-ctrl -feat command is re-entered within 30 seconds for confirmation:

chg-ctrl-feat: part num=893018001: st at us=on

t ekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0
chg-ctrl-feat :partnum=893018001: st at us=on
Command entered at term nal #4.

CAUTI ON: Rated TPS for this feature supports an engi neered GIT

traffic mx of no nore than 70 percent EPAP-based traffic.
Re-enter the command wi thin 30 seconds to confirm change.
CHG CTRL- FEAT: MASP A - Command Aborted

Command is re-entered within 30 seconds
chg-ctrl-feat :partnum=893018001: st at us=on

tekel ecstp 06-07-26 14:47:58 EST EAGLE 36.0.0
chg-ctrl-feat :partnum=893018001: st at us=on
Command entered at term nal #4.

CHG CTRL- FEAT: MASP A - COWPLTD

This example shows the output when the 1100 TPS/DSM for ITU NP feature is on, and the

chg-ctrl -feat command is not re-entered within 30 seconds:

chg-ctrl-feat: part num=893018001: st at us=on

t ekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0
chg-ctrl-feat :partnum=893018001: st at us=on
Command entered at termnal #4.

CAUTI ON: Rated TPS for this feature supports an engi neered GIT

traffic mx of no nore than 70 percent EPAP-based traffic.
Re-enter the command within 30 seconds to confirm change.
CHG CTRL- FEAT: MASP A - Command Aborted

Command is not re-entered within 30 seconds.
CHG CTRL- FEAT conmmand aborted due to confirmation tineout.

This example shows the output when the 1100 TPS/DSM for ITU NP feature is not on, and the

chg-ctrl - feat command is re-entered within 30 seconds for confirmation:

chg-ctrl-feat: part num=893018001: st at us=of f

tekel ecstp 06-07-26 14:47:49 EST EAGLE 36.0.0
chg-ctrl-feat :partnum=893018001: st at us=of f

Command entered at term nal #4.

CAUTION:  This command decreases the total TPS of the
SCCP system from 1100 to 850 TPS for each DSM
Re-enter the comand within 30 seconds to confirm
CHG CTRL- FEAT: MASP A - Command Abort ed

Command is re-entered within 30 seconds
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chg-ctrl-feat :partnum=893018001: st at us=of f

tekel ecstp 06-07-26 14:47:58 EST EAGLE 36.0.0
chg-ctrl-feat :partnum=893018001: st at us=of f
Command entered at termnal #4.

CHG CTRL- FEAT: MASP A - COWPLTD

Related Commands
enable-ctrl-feat, rtrv-ctrl-feat

Chg-db Change Database

Use this command to manipulate elements of the database.

Caution: When this command is entered, all other database operations are locked out
while the command executes.

CAUTION

Caution: The cards that run both the active and standby OAM reboot whenever the
A restore operation completes successfully. When a database is repaired successfully, the
card with the standby OAM reboots. This action purges old database data from memory
CAUTION ' and reloads the MASPs with the new data. When the card with the active OAM reboots,
all terminals reinitialize, automatically logging off all users. Depending on the new
database, the terminals may be initialized to a different configuration, and user IDs and
passwords may change.

Parameters

Note: The removable cartridge is used with legacy MDAL cards. The removable drive is used with
E5-MASP hardware.
action (mandatory)
The database management action.
Range:
backup

Copies the database from the current data partitions to the backup
partitions on both fixed disks, the backup partition on the removable
cartridge, the removable drive, or to a compressed tar file on a remote
FTP server. If the destination is the server a database file with the
following naming convention will be created: 'CLLI string' - 'Release
number string' - 'yymmddhh'.tar.gz (tekelecstp-37.5.0-08012212.tar.gz)

repair

Copies the current and backup databases from the active to the standby
fixed disk.

restore
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Copies the backup partitions to the current data partitions on both fixed
disks, or copies the database from the removable cartridge or drive,
or the remote FTP server to the current partitions on both fixed disks.

recovery procedure and requires the i ni t - Sys command to
download the restored database to all the cards in the system.

ij Caution: Theaction=restore parameter initiates an emergency

CAUTION

dest (optional)
Destination. The destination disk for the database backup.
Range:
remove
Back up the database to a removable cartridge or drive
fixed
Back up the database to a fixed disk
server
Back up the database to a remote server

usb
Argument to be used by Tekelec personnel only.

Default:
fixed

file (optional)

The name of the TAR file on the remote server that contains the database to be restored
to the system.

The src=server parameter must be specified before this parameter can be specified.
Range:

YYYyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyyy

Up to 39 alphnumeric characters

sloc (optional)
Source location. The location of the removable drive.

This parameter can be used to specify a location in the active or standby E5-MASP.
Range:
1113,1115

Default:
location in the active E5-MASP

src (optional)
Source. The source used to restore the database.
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Range:
remove
Restore the database from a removable cartridge or drive

fixed
Restore the database from the fixed disk

server
Restore the database from a remote server

usb
Argument to be used by Tekelec personnel only.

Default:
fixed

Example

chg-db: acti on=backup: dest =ser ver

chg- db: acti on=restore: src=renove

chg-db: acti on=repair

chg-db: acti on=restore: src=server:file="CLLI-37.5.0-08012212.tar.gz"

Dependencies
This command cannot be entered while the system is in upgrade mode.

The removable drive must be accessible and ready and must be formatted as a system removable disk,
NOT as a measurement removable disk.

The dest parameter can be specified only when action=backup. If the dest=fixed parameter is specified,
or the dest parameter is not specified, the database on the current partition of the fixed disk is copied
to the backup partition of the fixed disk. This action is shown in Figure 5: chg-db:action=backup:dest=fixed.

ACTIVE FIXED DISK STANDBY FIXED DISK

Backup Data ]
C—

Measurements

GPLs

Figure 5: chg-db:action=backup:dest=fixed

The current database partition of both fixed disks must be free of integrity violations (for example,
incoherency, inconsistency, and data corruption) when action=backup is specified.

The src parameter can be used only when action=restore. To restore the database, if the src=fixed
parameter is specified or the src parameter is not specified, the backup partition of each fixed disk is
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copied to the current partition of the fixed disk. This action is shown in Figure 6:
chg-db:action=restore:src=fixed.
ACTIVE FIXED DISK STANDBY FIXED DISK

Backup Data
[ Current Data
Measurements

GPLs

Backup Data ]
Current Data
Measurements

GPLs

Figure 6: chg-db:action=restore:src=fixed

The backup database partition of both fixed disks must be coherent when
chg-db: acti on=r est or e: src=fi xed is specified.

The database on the removable cartridge or drive must be coherent when action=restore:src=remove
is specified.

The current and backup database partitions of the active fixed disk must be free of integrity violations
(for example, incoherency and data corruption) when action=repair is specified.

When the action=repair/restore/repair parameter is specified, the database(s) serving as the source
of data for the operation must be free of integrity violations (for example, incoherency and data
corruption).

All databases involved in the operation must contain a valid database version information.

The action=restore and src=server parameters must be specified before the file parameter can be
specified. If the src=server parameter is specified, then the file parameter must be specified.

The action=restore and src=remove parameters must be specified before the sloc parameter can be
specified.

The DB application server must be provisioned (see the ent - f t p- ser v command) before the
chg-db: acti on=backup: dest =server orchg- db: acti on=restore: src=server command
can be entered.

An IPSM card must be provisioned before the chg- db: acti on=r est or e: src=server or
chg-db: acti on=backup: dest =ser ver commands can be entered.

The standby MASP must be in the Active state before this command can be entered.
An E5-MCAP card must be installed before the src=usb parameter can be specified.
An E5-MCAP card must be installed before the dest=usb parameter can be specified.

If the src=usb or dest=usb parameter is specified, then a credit card drive must be inserted into the
Active OAM flush-mounted USB port.

If E5-MASP hardware is used for a restore procedure, and if the active and standby removable drives
installed in the latched USB port have different DB levels, then the sloc parameter must be specified
inthechg- db: acti on=r est or e: sr c=r enove command to specify the removable drive to be used.

The value specified for the file parameter must have the correct extension.

A value of 1113 or 1115 must be specified for the sloc parameter.
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If the OAM is in mixed mode, and the 10,000 Routesets or Integrated GLS feature is enabled or the
Integrated Measurements feature is turned on, then the action=repair parameter cannot be specified.

Notes

When the action=backup parameter is specified, the following message appears when an audit is in
progress:

Command I n Progress: waiting for database audit to conplete

The command executes when the audit is finished.
Performance

For the backup, restore, and repair parameter values, the performance time varies depending on the
number of records allocated for the database, system activity, and system setup. These operations
should typically take no longer than 30 minutes. If one of these operations exceeds one hour, contact
the Customer Care Center. See the "Customer Care Center" section in Chapter 1 of this manual.

If the dest=remove parameter is specified on the GPSM-II card, the database on the current partition
of the active fixed disk is copied to the removable cartridge in the MDAL. This action is shown in
Figure 7: chg-db:action=backup:dest=remove.

ACTIVE FIXED QysK SYSTEM DATA
REMOVAELE
CARTRIDGE

Backup Data

Cuwrrent Data

Backup Data

GPLs

(T

Figure 7: chg-db:action=backup:dest=remove

If the chg- db: acti on=restore: src=server:fil enane=xxxxxx.tar or

chg-db: acti on=backup: dest =ser ver command is entered, the database partitions are copied
from or to the remote server application through an IPSM card. This action is shown in Figure 8: Remote
Backup or Restore .

3

ACTIVE TD FTR
{MNACTIVE PART) T

" ES-ENET-B
ACTIVE TDM
(ACTVE PART) [€— ] Can

Figure 8: Remote Backup or Restore
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If the action=repair parameter is specified, the current and backup database partitions are copied from
the active fixed disk to the standby fixed disk. This action is shown in Figure 9: chg-db:action=repair.

ACTIVE FIXED DISK STANDBY FIXED DISK

AT,
& S
IBackupDaﬁa : ,lBacicupData I

Current Data Current Data

CE B oo

Figure 9: chg-db:action=repair

If the src=remove parameter is specified on the GPSM-II card, the database on the removable cartridge
is copied to the current partitions on both the active and standby fixed disks. This action is shown in
Figure 10: chg-db:action=restore:src=remove.

ACTIVE FIXED DISK STANDEY FIXED DISK

Backup Data Backup Data

E—

SYSTEM DATA
REMOVABLE
CARTRIDGE

Backup Data

Figure 10: chg-db:action=restore:src=remove

If the action=restore and src=remove parameters are specified on the E5-MASP hardware, the database
of the removable drive (in the latched USB slot) is copied to the current partition of each fixed disk.
The default is to use the removable drive in the active E5-MASP. The sloc parameter can be used to
specify the removable drive in the active or standby E5-MASP.

If the dest=remove parameter is specified for an E5-MCAP card, the database on the current partition
of each fixed disk is copied to the removable drive in both latched USB slots. If only the active OAM
has a removable drive, then only the current partition on the active OAM is copied to the removable
drive in the active OAM latched USB slot.

Output

Messages such as UIMs might appear at your terminal.
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chg- db: acti on=backup

BACKUP ( FI XED) :
BACKUP ( FI XED) :
BACKUP ( FI XED) :
BACKUP ( FI XED) :

MASP B -
MASP B -
MASP B -

Commands

Backup starts on active MASP.
Backup on active MASP to fixed disk conplete.
Backup starts on standby MASP.

Backup on standby MASP to fixed di sk conplete.

chg-db: acti on=restore

RESTORE ( FI XED) :
RESTORE ( FI XED) :
RESTORE ( FI XED) :
RESTORE ( FI XED) :

RESTORE ( FI XED) :

MASP A -

Restore starts on active MASP.
Restore fromfixed disk on active MASP conpl et e.
Restore starts on standby MASP.
Restore fromfixed di sk on standby MASP conpl et e.

MASP(s) will reboot to | oad data.

chg- db: acti on=backup: dest =r enove

BACKUP ( REMOVABLE)
BACKUP ( REMOVABLE)

MASP A - Backup starts on active MASP.
MASP A - Backup to renovable cartridge conplete.

chg-db: acti on=backup: dest =f i xed

BACKUP ( FI XED)
BACKUP ( FI XED)
BACKUP ( FI XED)
BACKUP ( FI XED)

MASP A -
MASP A -
MASP A -
MASP A -

Backup starts on active MASP.
Backup on active MASP to fixed disk conplete.
Backup starts on standby MASP.
Backup on standby MASP to fixed di sk conplete.

chg-db: acti on=restore: src=renove

RESTORE ( REMOVABLE)
RESTORE ( REMOVABLE)
RESTORE ( REMOVABLE)
RESTORE ( REMOVABLE)

MASP A - Restore starts on active MASP.

MASP A - Restore starts on standby MASP.

MASP A - MASP(s) will reboot to | oad data.

MASP A - Restore fromrenovabl e cartridge conpl ete.

chg-db: acti on=restore: src=fi xed

RESTORE ( FI XED)
RESTORE ( FI XED)

RESTORE ( FI XED)
RESTORE ( FI XED)
RESTORE ( FI XED)

chg-db: acti on=repa

REPAI R MASP A
REPAI R: MASP A
REPAI R: MASP A

MASP A
MASP A

MASP A
MASP A
MASP A

Restore starts on active MASP.
Restore fromfixed disk on active MASP conpl et e.

Restore starts on standby MASP.
MASP(s) will reboot to | oad data.
Restore fromfixed di sk on stdby MASP conpl et e.

Repair starts on standby MASP.
Standby MASP will reboot to | oad data.
Repair fromfixed di sk conpl ete.

E54333 Revision 2, October 2014

206



chg-dconn Commands

chg- db: acti on=backup: dest =ser ver

BACKUP (SERVER): MASP A - Backup starts on active MASP.
BACKUP (SERVER) : Copy Database to card nenory for processing.
BACKUP (SERVER) : Conpress Dat abase before archiving.

BACKUP (SERVER) : Send dat abase archive to server.

BACKUP (SERVER): MASP A - Backup to renote server conpl ete.

chg-db: acti on=restore: src=server:file="CLLI-37.5.0-08011112.tar.gz"

RESTORE (SERVER) : Retrieve database archive from server.
RESTORE (SERVER) : Validate database archive.

RESTORE (SERVER) : Restore starts on active MASP.

RESTORE (SERVER) : Restore from server on active MASP conpl et e.
RESTORE (SERVER) : Restore starts on standby MASP.

RESTORE (SERVER) : Restore from server on standby MASP conpl ete.
RESTORE (SERVER) : MASP(s) will reboot to | oad data.

Related Commands
copy-meas, rept-stat-db

Chg-dCOIll‘l Change Diameter Connection

Use this parameter to change the DEIR connection information. The DCONN table supports the
provisioning information related to the Diameter connections.

Parameters

dcname (mandatory)

Diameter connection name. This parameter specifies the unique logical name assigned
to each diameter connection.

Range:
AZ2227272277277
A string of alphanumeric characters, beginning with a letter and up to 15

characters in length. Valid values are a..z, A..Z, 0..9.

Default:
No change to the current value.

System Default:
null

maxtps (optional)

Maxmium TPS. This is the maximum TPS for a diameter connection. The unused card
capacity will be allocated among the connections that have exceeded their RSVDTPS
up to limit of MAXTPS value provisioned for the particular connection.

Range:
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100 - 8000
Default:

No change to the current value

System Default:
8000

rsvdtps (optional)

Reserved TPS. This is the guaranteed TPS (Transactions per second) for a diameter
connection. Total RSVDTPS on a card cannot exceed 8000.

Range:
100 - 8000
Default:

No change to the current value

System Default:
250

td (optional)

Diameter Peer Disconnect timer. This timer is used to control how long the DEIR process
will wait for a DPA response (Diameter Peer Answer) to a send DPR (Diameter Peer
Request). The value given to a timer is in seconds.

Range:
1-10
Default:

No change to the current value

System Default:
3

tw (optional)

Diameter Watchdog timer. This timer is used to control how long the DEIR (Diameter
EIR) process will wait for a DWA (Diameter Watchdog Answer) response to a send
DWR (Diameter Watchdog request). The value given to a timer is in seconds.

Range:
6-30
Default:

No change to the current value.

System Default:
6

Example
chg-dconn: dcnane=connl: r svdt ps=1000: maxt ps=5000: t d=5: t w=15
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chg- dconn: dcnane=conn2: t d=6: maxt ps=6000

Dependencies

513/513' EIR feature must be enabled before changing any parameter of diameter connection.
DCONN table should be accessible.

At least one optional parameter must be specified.

Diameter connection name is not present in DCONN table.

Sum of RSVDTPS of all the diameter connections on a particular card must not exceed the diameter
card TPS (8000).

RSVDTPS of a diameter connection must be less than or equal to its MAXTPS.

Notes

None.

Output
chg- dconn: dcnane=connl: r svdt ps=1000: maxt ps=5000: t d=5: t w=15

tekel ecstp 13-03-20 15:44: 10 EST EAGLE 45.1.0

chg- dconn: dcname=connl: r svdt ps=1000: maxt ps=5000: t d=5: t w=15
Conmand entered at term nal #4.

CHG- DCONN:  MASP A - COWPLTD

1

Related Commands
dlt-dconn, ent-dconn, rtrv-dconn

chg-deiropts Change Diameter EIR Options

Use this command to change the S13/513' EIR configuration. This command updates the DEIROPTS
(Diameter Options) table.

Parameters

applid (optional)

Authentication Application ID. The application id configured should match with the
Auth-Application-Id (AVP Code 258) value in Vendor-Specific-Application-ID AVP.
This value is fixed to 16777252 and cannot be changed.

Range:
0 - 2147483647

Default:
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No change to the current value

System Default:
16777252

congerr (optional)
This parameter defines the diameter response to be sent by the DEIRHC card at the
time of card congestion. If the card fails in processing the incoming messages, then it
shall discard the message and respond with the error code.
Range:
3004 - DIAMETER_TOO_BUSY
5006 - DIAMETER_RESOURCES_EXCEEDED

Default:

No change to the current value

System Default:
3004

deirdfltimsilkup (optional)
Diameter Equipment Identity Register (EIR) default IMSI lookup status. This parameter
specifies the order of IMEI table lookup for default IMSI screening. This parameter is
analogous to the P1 parameter in the IMSIPFX CSL list but is used only when there is
no matching IMSI prefix in the IMSIPEX CSL.
Range:
range
Perform lookup on Range IMEI table only.
individual
Perform lookup on Individual IMEI table only.
both

Perform lookup on Individual IMEI table first & if not found then lookup Range
IMEI table.

none

Don't perform any lookup. Just return the default IMEI status.
Default:

No change to the current value.

System Default:
whitelist

deirdfltimsiresp (optional)

Diameter Equipment Identity Register (EIR) default IMSI response. This parameter
specifies the default IMEI status for default IMSI screening. This parameter is analogous
to the P2 parameter in the IMSIPEX CSL list but is used only when there is no matching
IMSI prefix in the IMSIPEX CSL.

Range: (whitelist, graylist, blacklist, unknown)
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whitelist

The IMEL is "valid". Registration should be allowed for the handset.
graylist

The IMEI is "questionable".

blacklist

The IMEI is "invalid". Registration should not be allowed for this handset.
unknown

The IMEL is not in the White, Gray, or Black list. Registration should not be
allowed for this handset.

Default:

No change to the current value.

System Default:

whitelist

deirgrsp (optional)

Diameter Equipment Identity Register (EIR) Global Response status.
Range:

off
EIR Global Response is not used

whitelst

The IMETI is "valid". Registration should be allowed for the handset.
graylst

The IMEL is "questionable.” Registration should be allowed, but the event is
logged in the DEIR log and a special measurement peg is incremented.

blklst
The IMEI is "invalid". Registration should not be allowed for this handset.
unknown

The IMEL is not in the White, Gray, or Black list. Registration should not be
allowed for this handset.

Default:

No change to the current value

System Default:

off

deirrsptype (optional)

Diameter Equipment Identity Register (EIR) Response Type. The Response Type is
used to determine how the lists are to be searched.

Range:

type 1
type 2
type 3
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EIR Response Type Values contains information to help select the value for this

parameter.

Presence in List

EIR Response Type (Equipment Status)

*

White Gray Black Type 1 Type 2 Type 3
X in white list [in white list [in white list
X in gray list |in gray list |in gray list
X X X in black list |[in black list [in black list
X X in black list [in black list |in black list
in gray list |in gray list [unknown
X X in black list |[in black list | unknown
X in black list [in black list [unknown
in white list | Unknown* |[unknown *

*Indicates no match was found for the IMEI in an incoming message within the database.

Default:

No change to the current value.

System Default:

type 1

dprcause (optional)

Disconnect Cause in DPR (Disconnect Peer Request) message.

Range:

0 - REBOOTING

1-BUSY

2-DO_NOT_WANT_TO_TALK

Default:

No change to the current value

System Default:

Do not want to talk (2)

off (optional)

This parameter turns off the specified options. Up to 8 comma-separated unique options

can be specified.

Range:

deirimsiscrn

deirlogwl
deirdfltimsiscrn

deirimsichk
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on (optional)

This parameter turns on the specified options. Up to 8 comma-separated unique options
can be specified.

Range:
deirimsiscrn
deirlogwl
deirdfltimsiscrn
deirimsichk

product (optional)
This parameter is the vendor assigned name for the product.

Range:

ayyyyyyyyyyyyyy
An alphanumeric string of 1 to 15 characters with the first character being
alphabetic.

Default:
No change to the current value

System Default:
None

vendid (optional)
This parameter indicates the 513/513' local Vendor ID.

Range:
0 - 2147483647

Default:
No change to the current value.

System Default:
0

Example

chg- dei ropt s: on=dei ri nmsi chk: dei rr spt ype=t ype2: pr oduct =abc123

chg- dei ropt s: dei rgr sp=of f: of f =dei ri nsi chk: dpr cause=1
chg-dei ropt s: dpr cause=0

chg-dei ropt s: on=dei ri nmsi scrn, dei rl ogw , dei rdfl ti nsi scrn, deirinsi chk
chg-dei ropts: of f =dei ri nsi scrn, dei rl ogw , dei rdf I ti nsi scrn, dei ri nsi chk
chg-deiropts:deirdfltinsil kup=range
chg-deiropts:deirdfltinsiresp=whiteli st
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Dependencies

The 513 feature must be enabled before changing any DEIR configuration.
The DEIROPTS table should be accessible.

At least one optional parameter must be specified.

The product name must be alphanumeric.

The S13 Application ID cannot be changed.

The same value cannot be specified for the on and off parameters.

on/off options

* deirimsiscrn --- Specifies whether the IMSI Screening for Diameter Equipment Identity Register
(EIR) shall be done before the IMEI check. This option has a default of OFF.

* deirlogwl --- Specifies whether the white list logging for Diameter Equipment Identity Register (EIR)
shall be on. This option has a default of OFF.

 deirdfltimsiscrn --- Specifies whether the default IMSI Screening for Diameter Equipment Identity
Register (EIR) shall be on. This option has a default of OFF.

* deirimsichk --- Specifies the use of Diameter Equipment Identity Register (EIR) IMSI Check status.
It specifies whether IMSI lookup shall be performed along with IMEI for blklst numbers. This
option has a default of OFF.

Output
chg-dei ropt s: on=dei ri nsi chk: dei rr spt ype=t ype2

tekel ecstp 13-04-13 17:25: 00 EST EAGE 45.1
chg- dei r opt s: on=dei ri nsi chk: dei rr spt ype=t ype2
Command entered at term nal #4.
CHG- DEl ROPTS: MASP A — COVMPLTD

Related Commands
rtro-deiropts

Chg-dStI‘l Change Destination

Use this command to change the characteristics of the point codes that are considered destinations
from this signal transfer point (STP). A destination does not have to be an adjacent signaling point,
but the system must be able to route traffic to this destination.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.
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dpc (mandatory)

ANSI destination point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm). The prefix subfield indicates a private point code
(prefix-ni-nc-ncm).

Synonym:
dpca
Range:
p-, 000-255, *

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—p-

The asterisk value (*) is not valid for the ni subfield.

When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
The point code 000-000-000 is not a valid point code.

dpc/dpca/dpci/dpen/dpen24/dpenl6 (mandatory)
Destination point code.

dpci (mandatory)
ITU international destination point code with subfields zone-area-id. The prefix subfield
indicates a spare point code, private point code, or private and spare point code
(prefix-zone-area-id).
Range:
s-, p-, ps-, 0-255
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-, p-, ps

zone—0-7

area—000-255

id—0-7

The point code 0-000-0 is not a valid point code.

dpcn (mandatory)

ITU national destination point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the

chg- st popt s: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). Theprefix
subfield indicates a spare point code, private point code, or private and spare point
code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4, prefix-m1-m2-m3-m4-gc).
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Range:
s-, p-, ps-, 0-16383, aa-zz
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
prefix—s-, p-, ps
nnnnn—0-16383
gc—aa-zz

m1-m2-m3-m4—0-14 for each member; values must sum to 14

dpcn24 (mandatory)
24-bit ITU national destination point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp). The prefix subfield indicates a private point code
(prefix-msa-ssa-sp).
Range:
s-, p-, ps-, 0-16383, aa-zz
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
prefix—s-, p-, ps
nnnnn—~0-16383
gc—aa-zz

m1-m2-m3-m4—0-14 for each member; values must sum to 14

dpcn16 (mandatory)
16-bit ITU national point code with subfields unit number, sub number area, main number
area (un-sna-mna). The prefix indicates a private point code (prefix-un-sna-mna).
Range:
p-, 000-127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix-—p
un---000---127
sna---000---15
mna---000---31

aliasa (optional)

ANSI destination point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm).

Range:
000-255, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
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When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
Enter none to delete the point code.

The point code 000-000-000 is not a valid point code.

aliasa/aliasi/aliasn/aliasn24/aliasn16 (optional)

Alias point code.

aliasi (optional)

ITU international alias point code list with subfields zone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id).

If an ITU international destination (dpci) point code is entered, the dpci and aliasi prefix
subfields cannot be the same, (both spare or both non-spare). Up to 2 comma-delimited
entries can be entered in the point code list.

Range:
s-, 0-255, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s

zone—0-7

area—000-255

id—0-7

Enter none to delete the point code.

The point code 0-000-0 is not a valid point code.

aliasn (optional)

ITU national alias point code list in the format of a 5-digit number (nnnnn); or 2, 3, or
4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the

chg- st popt s: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code (prefix-nnnnn, prefix-nmnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).

If an ITU national destination (dpcn) point code is entered, then the dpcn and aliasn
prefix subfields cannot be the same (both spare or both non-spare). Up to 2
comma-delimited entries can be entered in the point code list.

Range:
s-, 0-16383, aa-zz, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s
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nnnnn—0-16383
gc—aa-zz
m1-m2-m3-m4—0-14 for each member; values must sum to 14

Enter none to delete the point code.

sn24 (optional)

24-bit ITU national destination point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

Range:
000-255, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

Enter none to delete the point code.

aliasn16 (optional)

16-bit ITU national destination point code with subfields unit number, sub number area,
main number area (un-sna-mna).

Range:

000---127, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

un---000---127
sna---000---15
mna---000---31

Enter none to delete the point code.

bei (optional)

Broadcast exception indicator. This parameter specifies whether the STP broadcasts
network management messages to adjacent signaling points. The network management
messages contain information about the indicated cluster and any of that cluster’s
member signaling points that are on its exception list. The messages whose broadcast
is determined by this parameter are:

TFP—Transfer Prohibited
TCP—Transfer Cluster Prohibited
TFA—Transfer Allowed
TCA—Transfer Cluster Allowed

Range:

yes
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Network management messages are not broadcast

no

Network management messages are broadcast

Default:
No change to the current value

clli (optional)
Common Language Location Identifier assigned to the destination.
Range:
ayyyyyyyyyy 1 alphabetic character followed by 10 alphanumeric characters

Default:
No change to the current value

elei (optional)

Exception-list exclusion indicator, for cluster destinations only. This parameter specifies
whether the systemexcludes orincludes (maintains) a dynamic status exception list (x-list)
for each cluster route used to reach the member signaling points that make up the

cluster.
Range:
yes
Do not maintain a dynamic status x-list
no
Maintain a dynamic status x-list
Default:

No change to current value.

homescp (optional)

This parameter specifies whether the destination point code is considered a Home SCP
when performing SCCP processing for messages with no Global Title Address Digits
(Global Title Indicator (GTI) is set to zero).

This parameter can only be set to "yes" for full DPCs.

Range:
yes
the DPC is considered a Home SCP
no
the DPC is not considered a Home SCP
Default:

No change to the current value

homesmsc (optional)
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This parameter specifies whether the DPC is considered a Home SMSC when performing
SCCP processing for messages with no Global Title Address Digits (GTT is set to zero).

This parameter can only be set to "yes" for full DPCs.

Range:
yes
the DPC is considered a Home SMSC
no
the DPC is not considered a Home SMSC
Default:

No change to the current value

ncai (optional)

Nested cluster allowed indicator. Specifies whether the route to the cluster point code
can be different for provisioned members of the cluster. A point code is a member of
a cluster point code if it has the same network identifier (NI) and network cluster (NC)
values as the cluster point code. This parameter can only be specified for cluster point
codes. Nested cluster routing is allowed if this parameter is set to yes and the CRMD
and NCR features are turned on.

Range:
yes
The cluster point code is a nested cluster point code. Point codes that are
members of this cluster point code can be assigned to route sets that are
different from the route set assigned to the cluster point code.
no
The cluster point code is not a nested cluster point code. Point codes that
are members of this cluster point code must be assigned to the same
route set assigned to the cluster point code.
Default:

Current value.

nprst (optional)
NM bits reset. This parameter specifies whether the NM bits should be set to 00.

This parameter applies only to ITU IAM messages. The nptype=nm parameter must
be specified (see the chg-ti f opt s command) before this parameter can be specified.

Range:
off

Do not set NM Bits to 00 in ITU IAM message if TIFOPTS nptype option
value is nm

on

Set NM Bits to 00 in ITU IAM message if TIFOPTS nptype option value
is nm

E54333 Revision 2, October 2014 220



chg-dstn Commands

Default:

No change to the current value

prx (optional)

Proxy point code indicator. This parameter specifies whether a destination point code
is used as a proxy point code.

Range:
yes
The destination point code is used as a proxy point code.
no
The destination point code is not used as a proxy point code.
Default:

No change in current value.

rcause (optional)

Release cause. The value to be used as the release cause on REL messages.

If the TIFOPTS rlcopc parameter is specified (see the chg-ti f opt s command), and
avalue of 0-127 is specified for the rcause parameter, then the rcause parameter value
overrides the values specified for the TIFOPTS rcausenp and rcausepfx parameters.

Range:
0-127, none

none-use the values specified for the TIFOPTS rcausenp and rcausepfx parameters

Default:

No change to the current value

sccpmsgenv (optional)

SCCP UDT(S)/XUDT(S) Message Conversion Indicator. The type of conversion
performed on messages for the specified destination.

Range:
none
conversion is not required on messages for the destination
udt2xudt
convert all UDT(S) messages for the destination to XUDT(S) messages
xudt2udt
convert all non-segmented XUDT(S) messages for the destination to
UDT(S) messages
sxudt2udt
convert all segmented and non-segmented XUDT(S) messages for the
destination to UDT(S) messages
Default:
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No change to the current value

spc (optional)

ANSI secondary point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm). The prefix subfield indicates a private point code
(prefix-ni-nc-ncm).

Synonym:
spca
Range:

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

p-, 000-255, noneprefix—p-

When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid for ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
Enter none to delete the point code.

The point code 000-000-000 is not a valid point code.

Default:
No change to current value

spc/spcalspci/spen/spen24/spenl6 (optional)
Secondary point code.

spci (optional)

ITU international secondary point code with subfields zone-area-id. The prefix subfield

indicates a spare point code, private point code, or private and spare point code

(prefix-zone-area-id).

Range:
s-, p-, ps-, 0-255, none
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-, p-, ps

zone—0-7
area—000-255
id—0-7

The point code 0-000-0 is not a valid point code.

Enter none to delete the point code.

Default:
No change to current value
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spcn (optional)

ITU national secondary point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the

chg- st popt s: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code, private point code, or private and spare point
code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4, prefix-m1-m2-m3-m4-gc).

Range:
s-, p-, ps-, 0-16383, aa-zz, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-, p-, ps

nnnnn—~0-16383

gc—aa-zz

m1-m2-m3-m4—-0-14 for each member; values must sum to 14
Enter none to delete the point code.

Default:

No change to current value

spcn24 (optional)

24-bit ITU national secondary point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp). The prefix subfield indicates a private point code
(prefix-msa-ssa-sp).

Range:
p-, 000-255, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—p

msa—000-255

ssa—000-255

sp—000-255

Enter none to delete the point code.

Default:
No change to current value

spcnl6 (optional)

16-bit ITU national secondary point code with subfields unit number, sub number area,
main number area (un-sna-mna). The prefix subfield indicates a private point code
(prefix-un-sna-mna).

Range:
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Commands

p-, 000-127, none

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix-—-p

un---000---127
sna---000--15
mna---000---31

Enter none to delete the point code.

Default:

No change to the current value.

splitiam (optional)
This parameter specifies when and how to split an ITU IAM message into 1 IAM
message + 1 SAM message.

Note: This parameter applies only to ITU IAM messages.
Range:

15-31, none

15 - 31-Maximum number of CdPN digits allowed in the IJAM message before
splitting occurs. The remaining digits, up to a total of 32, are encoded in the
SAM message.

none-use the value specified for the TIFOPTS splitiam parameter to determine
when to split the JAM message

Default:

No change to the current value

To change the CLLI of destination 111-222-111 to RLGHNCXAO01A:
chg-dstn: dpc=111-222-111:cl | i =rl ghncxaOla

To change the exception-list exclusion indicator for cluster 20-2-* to yes:

chg- dst n: dpca=20-2-*: el ei =yes

To change an existing destination to contain an SPC:

chg- dst n: dpc=20- 2- 2: spc=5-5-5

To change Nested Cluster Allowed Indicator for cluster 20-2-* to yes:

chg- dst n: dpc=20- 2-*: ncai =yes

To change a network destination:

chg-dstn: dpc=25-*-*:clli=tklc
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To change the BEI parameter value of ITU national destination 8111-aa to yes:
chg-dst n: dpcn=8111- aa: bei =yes

To change the BEI parameter value of 24-bit ITU-N destination 15-100-10 to yes:
chg- dst n: dpcn24=15- 100- 10: bei =yes

To change an existing 24-bit ITU-N destination to contain a 24-bit ITU-N SPC:
chg-dstn: dpcn24=12-12- 12: spcn24=25- 25- 25

To change ITU-I spare destination point code s-2-100-1 to contain an ITU-I spare secondary point
code, ANSI alias, and ITU-N spare alias:

chg- dst n: dpci =s- 2-100- 1: spci =s-2-129-9: al i asa=121-120- 120: al i asn=s- 129
To prevent a destination point code from being used as a proxy point code:
chg-dstn: dpc=11-11- 11: pr x=no

To change ITU-N destination point code 10805-nz to delete its ANSI alias and add both ITU-I spare
and non-spare aliases:

chg-dst n: dpcn=10805- nz: al i asa=none: al i asi =s-5-80-0, 5- 80-1

To change ITU-I spare destination point code s-5-60-3 to add ITU-N non-spare and spare aliases:
chg-dst n: dpci =s-5-60- 3: al i asn=10723-gr, s- 10723-gr

To change ITU-I spare destination point code s-5-60-5 to add ITU-N spare and ITU-I non-spare aliases:
chg-dst n: dpci =s-5-60-5; al i asn=s-10725-gr: al i asi =5-60-5

To change sccpmsgenv type to udt2xudt for destination 11:

chg-dstn: dpc=11-11-11: sccpnmsgcnv=udt 2xudt

Dependencies

Note: A full point code contains numerical values for all three segments of the point code.

At least one optional parameter must be specified.

The specified destination point code value must already be defined in the Destination point code table.
The destination address must be a full point code, a network destination, or a cluster point code.

The ANSI self-ID destination point code for the STP must be defined before ANSI destinations can be
changed.

The ITU-I self-ID destination point code for the STP must be defined before ITU-I destinations can be
changed.

The ITU-N self-ID destination point code for the STP must be defined before ITU-N destinations can
be changed.

The Spare Point Code Support feature must be enabled before the spare point code prefix s- can be
specified for an ITU-I or ITU-N destination, secondary, or alias point code.

If the dpcn or aliasn parameter is specified, the format must match the format that was assigned with
the chg- st popt s: npcf nti parameter.
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If the 7000 Routesets or 8000 Routesets feature is enabled, then the total number of provisioned aliases
in the system cannot exceed 8000. If the 10,000 Routesets feature is enabled, then the total number of
provisioned aliases in the system cannot exceed 10000.

Alias point codes are allowed only for full point code destinations.
Alias point codes for destinations must be full point codes.
A specified alias type cannot already be defined as a destination address.

The aliasa and dpca parameters cannot be specified together in the command. The aliasi and dpci
parameters and the aliasn and dpcn parameters cannot be specified together in the command if the prefix
subfields are the same (both are spare or both are non-spare).

Alias ANSI point codes cannot be members of a cluster or network destination.
The specified alias network type must be different from the destination point code network type.
A 24-bit ITU-N point code cannot have a 14-bit ITU-N alias point code or an ANSI alias point code.

A 24-bit ITU-National point code can have an ITU-I point code alias. This allows conversion of 14-bit
ITU-I routing label to 24-bit routing label and vice versa.

A 14-bit ITU-N point code cannot have a 24-bit ITU-N alias point code.

If an ITU-I point code is specified, either the aliasn or the aliasn24 parameter can be specified, but not
both.

Cluster destinations are allowed only if the CRMD feature is turned on.

The ncai parameter can be specified only for cluster destinations.

The elei parameter can be specified only for cluster destinations (for example, dpc=ni-nc-*).

The NCR (Nested Cluster Routing) feature must be turned on before the ncai parameter can be specified.
Network routing is valid only if the Network Routing (NRT) feature is turned on.

When using network routing, if the destination point code has a value of * in thenc subfield, thencm
subfield must also be * (for example, dpc=21-*-*).

If a provisioned nested cluster point code is being changed to a non-nested cluster point code (ncai=no),
previously provisioned members of the cluster must have the same route set.

If a provisioned non-nested cluster point code is being changed to a nested cluster point code (ncai=yes),
the maximum number of provisioned nested clusters must be no greater than 500.

If specified, the spc parameter value must be already be configured as a secondary point code in the
Secondary Point Code table.

The value specified for the spc parameter must be a full point code.
If the spc parameter is specified, the domain=ss7 parameter must be specified.

If the spc parameter is specified, then the value specified for the dpc parameter must be a full point
code.

The network type of the value specified for the spc parameter must match the network type of the
value specified for the dpc parameter.

If a new clli for the destination point code is specified, it cannot match the clli of the system.
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If the corresponding destination for the specified destination point code is an adjacent signaling point
(matched a Far End point code in its linkset entity set), the CLLI of the specified destination point code
cannot be assigned to any other destination address.

A reserved word cannot be specified for the destination identifier (clli).

If the destination does not use an SPC, the group code of the destination must be the same as the
group code of the ITU national true point code. If the destination uses an SPC, then the group code
of the destination must match the group code of the SPC.

If an ITU national destination is being changed and the ITUDUPPC feature is turned on, this applies
depending on whether the destination uses an SPC (secondary point code). For example, if the ITU

national true point code has a group code of ee, then destinations with group codes of ee can be added
without using an SPC. Destinations with a group code of ff must use an SPC with a group code of ff.

ICNP feature must be enabled and turned on in order to specify the icnpxlat , cgpafmt, and cdpafmt
parameters.

Alias point codes cannot already be defined as another destination.

The value specified for the spc parameter cannot already be specified as a secondary point code for
the destination point code.

The Proxy Point Code feature must be enabled before the prx parameter can be specified.
If the prx=yes parameter is specified, then the value of the dpc parameter must be a full point code.

If the value of the dpc parameter is used as a proxy point code, then the prx=no parameter cannot be
specified.

The number of proxy destinations cannot exceed the value allowed by the enabled Proxy Point Code
quantity feature.

If the prx=yes parameter is specified, then the spc/spca/spci/spen/spen24 parameter cannot be
specified.

The prx parameter must have a value of yes or no.

If the value specified for the dpc parameter is a private point code, then the prx=yes parameter cannot
be specified.

The total number of proxy destinations cannot exceed the total capacity (100) of the Proxy Point Code
feature.

If an IPGW linkset is used, then the prx=yes parameter cannot be specified.

The network type of the routeset must be the same as the network type of the destination point code.
For example, a destination point code with an ANSI network type cannot use a routeset with an ITU
network type.

If the specified destination point code is assigned a proxy point code (PPC) in the DSTN table, then
the specified routeset must contain a linkset for the destination point code, and the PPC of the linkset
must be equal to the PPC of the destination point code.

The value specified for the spc parameter must differ from the secondary point code of
the destination/route entry specified by the dpc parameter.

The value specified for the ncai parameter cannot be same as the NCAI that is already assigned to the
destination point code.
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If the specified destination point code is a cluster or network destination point code, then the specified
routeset cannot contain a route over proxy linksets.

If the destination point code and adjacent point code of the routes in the specified routeset are ITU
point codes, then the following conditions must apply.

¢ If one point code is an ITUI point code, and the other is a ITUN or ITUN24 point code, then the
network type of the secondary adjacent point code must match the network type of the destination
point code.

* Ifboth point codes have the same network type, then either both must be spare point codes or both
must not be spare point codes.

¢ If the destination point code is a ITUN point code, and the ITUDUPC feature is turned on, then
the group code of the destination point code must match the adjacent or the secondary adjacent
point code.

A maximum of two aliases can be specified per destination.

If the dpci parameter is specified, then a combination of ITUI and ANSI aliases cannot be specified.
If the dpcn parameter is specified, then a combination of ITUN and ANSI aliases cannot be specified.

Two ITUI or two ITUN aliases can be specified for the same destination point code only if the aliases
have different prefixes. One alias must be spare and one non-spare.

The TIF Number Portability feature must be enabled before the rcause or nprst parameter can be
specified.

A TIF feature must be enabled before the splitiam parameter can be specified.

The XUDT UDT Conversion feature must be turned on before the sccpmsgenv parameter can be
specified.

The ]7 support feature must be enabled before the al i asn16 parameter can be specified.
If the J7 Support feature is enabled then al i asa and al i asn24 cannot be specified.

Spare point codes for aliasn 1 and aliasn 2 must be different, and spare point codes for aliasi 1 and
aliasi 2 must be different.

Notes

The domain parameter of a destination cannot be changed with this command. To change the domain
parameter, the destination must be removed with the dl t - dst n command and re-entered with the
ent-dstn command.

In this command, only ITU-international and ITU national point codes and aliases support the spare
point code subtype prefix (s-). Only ITU-international and ITU national point codes support the private
and spare point code subtype prefix (ps-). All of the point code types support the private (internal)
point code subtype prefix (p-). Aliases do not support the private (internal) point code prefix.

The value specified for the DPC parameter must be a full point code in order to be used as a proxy
point code. Cluster point codes and private point codes cannot be used as proxy point codes.

Invalid usage of none with aliasi andaliasn:

* aliags=none,none: parser code expects none to be the last argument, alias=none,pointcode: parser
code expects none to be the last argument, alias=pointcode: invalid usage of comman separator

Alias Combination Matrix
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Table 9: Alias Combination Matrix

Commands

specified result
Destination aliasN/aliasN24 | alias1 aliasA/aniasN16 | alias1 alias2
ANSI none 0
pci pci
none 0
pen pen
pcn24 pcn24
none none 0 0
none pci pci 0
pcn none 0 pen
pcn24 none 0 pcn24
pcn pci pci pcn
pcn24 pci pci pcn24
ITUI none Oa
pca pca
none 0i
pci pci
none none Oa,i
none pca pca
pci none pci
pci pca E5074
none On 0
pecn On pcn
pcn, none On pcn
penl, pen2 pen2 penl
pcn24 pcn24
none none 0a, n 0
none pca pca 0
pen none 0a, n pen
pen pca pca pen
pcn, none none Oa, n 0
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Commands

specified result

pcn, none pca 0a, n pen
pcl, pen2 none penl pcn2
penl, pen2 pca E5001

pcn24 none Oa pcn24
pcn24 pca pca pcn24
none none 0i, n 0
none pci pci 0

pecn none 0i, n pcn
pcn pci pci pcn
pcnl, none none 0i, n pcn
penl, none pci pci pen
penl, pen2 none pen2 penl
penl, pen2 pci E5001

pcn24 none 0i pcn24
pcn24 pci pci pcn24
none none none Oa, i, n 0
none none pca pca 0
none pci none pci 0
none pci pca E5074

pcn none none 0ain pen
pen none pca pca pen
pen pci none pci pcn
pen pci pca E5001

pcn, none none none Oa,in pcn
pcn, none none pca pca pen
pcn, none pci none pci pcn
pcn, none pci pca E5001

pen2, penl none none pen2 penl
pen2, penl none pca E5001

pen2, penl pci none E5001

pen2, penl pci pca E5001
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specified result
pcn24 none none Oa,i pcn24
pcn24 none pca pca pcn
pcn24 pci none pca pcn
pcn24 pci pca E5001
penlé penl6
none penlé penl6
pci penlé E2325
none pci penlé E2325
none pcnlé penl6
pen penlé pnclé pcn
pcn none penlé penl6 pcn
pcn, none penlé penl6 pcn
penl,pen2 penlé E5001
none none penlé E5074
pcn, none none pcnlé penl6 pcn
pcn2,penl none pcnlé E5001
ITUN none Oa
pca pca
none 0
pci pci
pci, none 0 pci
pcil, pci2 pci2 pcil
none none Oa,i 0
none pca pca 0
pci none 0a pci
pci pca pca pci
pci, none none 0,a,i pci
pci, none pca pca pci
pcil, pci2 none pci2 pcil
pcil, pci2 pca E5001
none 0On
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Commands
specified result
pen pen
pcn24 pcn24
none none 0,an
none pca pca
pen none pen
pcn pca E5074
pcn24 none pcn24
pcn24 pca E5074
none none 0,in 0
none pci 0in pci
none pci, none 0,i,n pci
none pcil, pci2 pci2 pcil
pen none pen 0
pcen pci pcn pci
pcn pci, none pcn pci
pecn pcil, pci2 E5001
pcn24 none pcn24 0
pcn24 pci pcn24 pci
pcn24 pci none pcn24 pci
pcn24 pcil, pci2 E5001
none none none O0a,in 0
none none pca pca 0
none pci none Oain pci
none pci pca pca pci
none pci, none none Oa,i,n 0
none pci, none pca pca pci
none pcil, pci2 none pci2 pcil
none pcil, pci2 pca E5001
pen none none pen 0
pcn none pca E5074
pen pci none pen pci
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specified result
pen pci pca E5001
pcn pci, none none pcn pci
pcn pci, none pca E5001
pecn pcil, pci2 none E5001
pcn pcil, pci2 pca E5001
pcn24 none none pcn24 0
pcn24 none pca E5074
pcn24 pci none pcn24 pci
pcn24 pci pca E5001
pcn24 pci, none none pcn24 pci
pcn24 pci, none pca E5001
pcn24 pcil, pci2 none E5001
pcn24 pcil, pci2 pca E5001
penlé penl6
none pcnlé penl6
pci, none penlé penlé
pci penlé penl6 pci
pcil,pci2 penlé E5001
none none penlé penlé 0
none pci penlé penl6 pci
none pci, none pcnlé penl6 pci
none pcil,pci2 penlé E5001
pen pci penlé E2325
pen none penlé E5074
pen pci, none penlé E5001
ITUN24 none 0
pca pca
none none
pci pci
none none 0 0
none pca pca 0
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specified result
pci none 0 pci
pci pca pca pci

ITUN16 - none - 0 -
- pci - pci -
none - 0
pcn - - pcn
none pci - pci 0
none none - pci 0
pcn none - 0 pcn
pen pci - pci pcn

Legend

0—clear alias if provisioned regardless of its pointcode type

0A—<lear alias if provisioned and pointcode is ANSI

0I—clear alias if provisioned and pointcode is ITUI

ON—clear alias if provisioned and pointcode is ITUN

0A,I—clear alias if provisioned and pointcode is ANSI or ITUI
0A,N—=clear alias if provisioned and pointcode is ANSI or ITUN
0IN—<clear alias if provisioned and pointcode is ITUI or ITUN
0A,I,N—clear alias if provisioned and pointcode is ANSI or ITUI or ITUN

Output

This example shows the output when the NCR, NRT, and CRMD features are off and all Routes and

Routesets features are off:

chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxa03w 04-08-17 15:35: 05 EST EAGLE 31.8.0
Destination table is (10 of 2000) 1% full
Destination table is (10 of 2000) 1% full

Alias table is (8 of 12000) 1% full

CHG- DSTN: MASP A - COWVPLTD

This example shows the output when the NCR, NRT, and CRMD features is off and the 5000 Routes

feature is on:
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chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxaO3w 04-08-18 08: 29: 15 EST EAGLE 31.8.0
Destination table is (10 of 5000) 1% full

Alias table is (8 of 12000) 1% full

CHG DSTN. MASP A - COWPLTD

This example shows the output when one or more of the NCR, NRT, or CRMD features and the
DSTN5000 (5000 Routes) feature is on:

chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxaO3w 04-08-18 08:29: 15 EST EAG.E 31.8.0
DESTI NATI ON ENTRI ES ALLOCATED: 5000

FULL DPC(s): 9
NETWORK DPC(s) : 0
CLUSTER DPC(Ss) : 1
TOTAL DPC(s): 10
CAPACI TY (% FULL): 1%
ALI ASES ALLCCATED: 12000
ALI ASES USED: 8
CAPACI TY (% FULL) : 1%
X- LI ST ENTRI ES ALLOCATED: 500

CHG- DSTN: MASP A - COWVPLTD

This example shows the output when the NCR, NRT, and CRMD features are off and the 6000 Routesets
feature is on:

chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxa03w 04-08-18 08:29: 15 EST EAGLE 31.8.0
Destination table is (60 of 6000) 1% full

Alias table is (8 of 12000) 1% full

CHG DSTN. MASP A - COWPLTD

)

This example shows the output when one or more of the NCR, NRT, or CRMD features and the 6000
Routesets feature is on:

chg-dstn: dpca=111-222-111: al i asn=321

r1 ghncxaO3w 04-08-18 08:29:15 EST EAGLE 31.8.0
DESTI NATI ON ENTRI ES ALLOCATED: 6000

FULL DPC(s): 46
NETWORK DPC(s) : 1
CLUSTER DPC(S) : 1
TOTAL DPC(s): 12
CAPACI TY (% FULL): 1%
ALI ASES ALLCCATED: 12000
ALI ASES USED: 8
CAPACI TY (% FULL): 1%
X- LI ST ENTRI ES ALLOCATED: 500

CHG- DSTN: MASP A - COWPLTD
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This example shows the output when the NCR, NRT, and CRMD features are off. When the 7000
Routesets quantity feature is on, the Destination table line shows "...of 7000". When the 8000 Routesets
quantity feature is on, the Destination table line shows "...of 8000."

chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxaO3w 04-08-18 08: 29: 15 EST EAGLE 31.8.0
Destination table is (60 of 7000) 1% full

Alias table is (8 of 8000) 1% full

CHG DSTN. MASP A - COWPLTD

This example shows the output when one or more of the NCR, NRT, or CRMD features is on. When
the 7000 Routesets quantity feature is on, the DESTINATION ENTRIES ALLOCATED line shows
"8000". When the 7000 Routesets quantity feature is on, the DESTINATION ENTRIES ALLOCATED
line shows "7000."

chg-dstn: dpca=111-222-111: al i asn=321

rl ghncxaO3w 04-08-18 08:29: 15 EST EAG.E 31.8.0
DESTI NATI ON ENTRI ES ALLOCATED: 8000

FULL DPC(s): 9
NETWORK DPC(s) : 0
CLUSTER DPC(Ss) : 1
TOTAL DPC(s): 10
CAPACI TY (% FULL): 1%
ALI ASES ALLCCATED: 8000
ALI ASES USED: 8
CAPACI TY (% FULL) : 1%
X- LI ST ENTRI ES ALLOCATED: 500

CHG- DSTN: MASP A - COWVPLTD

This example shows the output when one or more of the NCR, NRT, or CRMD features is on. In this
example, a destination is defined as a proxy point code:

chg-dst n: dpc=1- 1- 1: pr x=yes

tekel ecstp 07-03-05 17:34:18 EST EAGLE 37.5.0
DESTI NATI ON ENTRI ES ALLCOCATED: 2000

FULL DPC(s): 27
EXCEPTI ON DPC(s) : 0
NETWORK DPC(s) : 1
CLUSTER DPC(s) : 1
PROXY DPC(Ss): 1
TOTAL DPC(s): 30
CAPACI TY (% FULL): 2%
ALl ASES ALLOCATED: 12000
ALl ASES USED: 0
CAPACI TY (% FULL): 0%
X- LI ST ENTRI ES ALLOCATED: 500

CHG DSTN: MASP A - COVPLTD

1

This example shows the output when the secondary point code is changed:
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chg-dstn: dpc=1- 1- 1: spc- 144- 23- 48

tekel ecstp 07-03-05 17:34:18 EST EAGE 37.5.0
CAUTI ON: Dstn's SPC has changed - verify renpte node's route.
DESTI NATI ON ENTRI ES ALLOCATED: 2000

FULL DPC(s): 27
EXCEPTI ON DPC(s) : 0
NETWORK DPC(s) : 1
CLUSTER DPC(s) : 1
PROXY DPC(Ss): 1
TOTAL DPC(s): 30
CAPACI TY (% FULL): 2%
ALl ASES ALLCOCATED: 12000
ALl ASES USED: 0
CAPACI TY (% FULL): 0%
X- LI ST ENTRI ES ALLOCATED: 500

CHG DSTN: MASP A - COVPLTD

9

This example shows the output when the NCR, NRT, and CRMD features are off and the
10,000 Routesets feature is on:

chg-dst n: dpca=11-22-11: al i asn=321

rl ghncxa03w 10-08-17 08:29:15 EST EAGLE 43.0.0
Destination table is (10 of 10000) 1% full
Alias table is (8 of 10000) 1% full

CHG DSTN: MASP A - COWPLTD

1

This example shows the output when one or more of the NCR, NRT, or CRMD features and the 10,000
Routesets feature is on:

chg-dst n: dpca=11-22-11: al i asn=321

rl ghncxaO3w 10-08-17 08:29: 15 EST EAGLE 43.0.0
DESTI NATI ON ENTRI ES ALLOCATED: 10000

FULL DPC(s): 9
NETWORK DPC(s) : 0
CLUSTER DPC(s): 1
TOTAL DPC(s): 10
CAPACI TY (% FULL) : 1%
ALI ASES ALLOCATED: 10000
ALI ASES USED: 8
CAPACI TY (% FULL): 1%
X- LI ST ENTRI ES ALLOCATED: 500

CHG DSTN: MASP A - COVPLTD

This command shows the output when J7 support feature is enabled.

chg-dstn: dpcnl6=1-1-1:aliasi =2-2-4

tekel ecstp 13-02-27 14:39:25 EST 45.0.0-64.56.0
chg-dst n: dpcnl6=1-1-1: al i asi =2-2-4

Command entered at term nal #4.
Destination table is (2 of 2000) 1% full

Alias table is (1 of 12000) 1% full
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CHG DSTN: MASP A - COWPLTD

Related Commands
chg-rte, dlt-dstn, dlt-rte, ent-dstn, ent-rte, rept-stat-dstn, rept-stat-rte, rtrv-dstn, rtro-rte

chg-el Change E1 Interface

Use this command to change an interface for an E1 card in the system. An E1 card can consist of an
E1/T1 MIM card or an HC-MIM or E5-E1T1 card used as an E1 or SE-HSL card.

On HC-MIM and E5-E1T1 cards, E1 ports 1, 3, 5, and 7 (master ports) can be independently channel
bridged with their adjacent even-numbered E1 ports 2, 4, 6, and 8 (slave ports) to allow non-signaling
data pass-through.

Parameters

elport (mandatory)

E1 port number. The value must be an E1 port that has already been configured with
an E1 interface on the specified E1 card.

Range:
1-8
Ports 3 - 8 can be specified only for HC-MIM and E5-E1T1 cards.

Any 2 of the 8 ports on an HC-MIM card can be specified when the card is used
as an SE-HSL card.

Any 1 of the 8 ports on an E5-E1T1 card can be specified when the card is used
as an SE-HSL card.

loc (mandatory)
The card location as stenciled on the shelf of the system.
Range:

1101-1108,1111-1112,1201 -1208, 1211 - 1218, 1301 - 1308, 1311 - 1318, 2101 -
2108, 2111 - 2118, 2201 - 2208, 2211 - 2218, 2301 - 2308, 2311 - 2318, 3101 - 3108,
3111 - 3118, 3201 - 3208, 3211 - 3218, 3301 - 3308, 3311 - 3318, 4101 - 4108, 4111 -
4118, 4201 - 4208, 4211 - 4218, 4301 - 4308, 4311 - 4318, 5101 - 5108, 5111 - 5118,
5201 - 5208, 5211 - 5218 , 5301 - 5308, 5311 - 5318, 6101 - 6108, 6111 - 6118

cas (optional)
CAS (on) or CCS (off ) indicator.
Range:
on

off
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Note: CAS cannot be specified for HC-MIM or E5-E1T1 cards.

Default:

No change to the current value

chanbrdg (optional)

Port bridging status. This parameter specifies whether an odd-numbered E1 port on
an HC-MIM or E5-E1T1 card is channel bridged with its adjacent even-numbered E1
port for non-signaling data pass through.

Range:
on

off
Default:

No change to the current value

crc4 (optional)
CRC4 enable or disable indicator.

Range:
on

off

Default:
No change in current value

eltsel (optional)
Timing source.
Range:
line
slave timing source
external

master timing source

recovered

timing source recovered from the paired master port for channel bridged

slave ports

Default:

No change to the current value

encode (optional)

Indicator for use of HDB3 or AMI encoding/decoding.

Range:
hdb3

ami
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AMI encoding is supported for the E1/T1 MIM card, or an HC-MIM or E5-E1T1
card used as an E1 card.

Default:

No change to the current value

force (optional)

This parameter specifies to provision an odd-numbered E1 port to channel bridging
mode if the adjacent next higher even-numbered port is already provisioned with an
E1 interface.

Range:
yes

no

minsurate (optional)

Minimum signal unit rate. The minimum number of SUs present on a link that are
uniformly distributed.

Range:
500 - 2000

Default:
No change to the current value

si (optional)
Value of two Spare International bits of NFAS data.
Range:
0-3
Default:
No change in current value

sn (optional)
Value of five Spare International bits of NFAS data.

Range:
0-31
Default:
No change in current value

Example
chg-el: | oc=1205: elport =1: cr c4=of f : cas=on: encode=hdb3: elt sel =ext er nal : si =2: sn=12
chg-el: 1 0c=1205: elport =2: cas=of f: encode=am

chg-el: 1 0c=1205: elport =3: chanbr dg=on: elt sel =r ecover ed
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chg-el: 1 0c=1205: elport =1: m nsur at e=1000

Dependencies

At least one optional parameter must be specified.

The specified card location (loc parameter) must be equipped.

The card specified by the loc parameter must be a LIMEL1 card type.

The port specified by the elport parameter must already be equipped with an E1 interface.

If the value specified for the loc parameter indicates an E1 card, then all signaling links that are serviced
by the card must be deactivated (see the dI t - S| k command) before the values for the crc4, cas,
encode, and eltsel parameters can be changed.

The cas=on parameter cannot be specified when timeslot 16 on the E1 card is being used by a signaling
link.

The cas=on parameter cannot be specified if:

* Avalue of 3 - 8 is specified for the elport parameter
¢ The chanbrdg=on parameter is specified
¢ The value specified for the loc parameter indicates an HC-MIM or E5-E1T1 card

The encode=ami parameter is supported only for an E1/T1 MIM, HC-MIM or E5-E1T1 card used as
an E1 card.

The chanbrdg parameter can be specified only for HC-MIM or E5-E1T1 cards used as E1 cards (not
as SE-HSL cards).

The chanbrdg=on parameter cannot be specified for even-numbered E1 ports on HC-MIM or E5-E1T1
cards.

The timing source parameter eltsel must be specified if chanbrdg=on is specified.

If the chanbrdg=on parameter is specified for an E1 port on an HC-MIM or E5-E1T1 card, then the
eltsel=line parameter cannot be specified.

The chanbrdg=on parameter must be specified for an HC-MIM or E5-E1T1 card before the
eltsel=recovered parameter can be specified.

If the eltsel=recovered parameter was specified previously, then the eltsel=line parameter must be
specified before the chanbrdg=off parameter can be specified.

The force=yes parameter must be specified before the chanbrdg=on parameter can be specified for an
odd-numbered E1 port on an HC-MIM or E5-E1T1 card if the adjacent next higher even-numbered
port is already provisioned with an E1 interface.

The linkclass=unchan parameter must be specified before the minsurate parameter can be specified.

If the linkclass=unchan parameter is specified, then the chanbrdg=on and the cas=on parameters
cannot be specified.

Before the chanbrdg=on parameter can be specified for an odd-numbered E1 port on an HC-MIM or
E5-E1T1 card, all signaling links assigned to its next higher even-numbered adjacent E1 port must be
deleted (see the dlt-slk command).

Parameter values cannot be changed for the even-numbered E1 port interface (elport parameter) in
a channel bridged pair. The values must be changed in the odd-numbered port interface.
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HIPR cards must be equipped in card locations xy09 and xy10 (x is the frame, y is the shelf) on each
EAGLE 5 ISS shelf that contains one or more HC-MIM or E5-E1T1 cards.

Shelf FAN bit must be turned ON for the shelf on which HC-MIM card is being used as E1 or SE-HSL
card.

If the value specified by the loc parameter refers to a Channel card, then the chanbrdg=on parameter
cannot be specified.

Card locations 1113 - 1118 (OAM, TDM, MDAL cards) cannot be specified as values for the loc
parameter.

Locations xy09 and xy10m, wherex is the shelf and y is the slot, cannot be specified as values for the
loc parameter.

Notes
When eltsel=external is specified, a user-supplied BITS clock is required.

External timing is derived from the EAGLE 5 ISS High-Speed Master Clock (1.544 MHz for T1 or 2.048
MHZz for E1): therefore, the Master Timing feature is required. Line timing is derived from its received
data stream, if present.

Output

chg-el: 1 0c=1205: elport =2: cas=of f: encode=ani

r1 ghncxa03w 04-01-20 09: 07: 58 EST EAGLE 31.3.0
CHG E1: MASP A - COWPLTD

Related Commands
dlt-el, ent-el, rtrv-el, tst-el

chg-eisopts Change Eagle Support for Integrated Sentinel Options

Use this command to enable and disable the copy functions that are associated with the EAGLE 5
Integrated Monitoring Support (E5IS) feature.

Parameters

eiscopy (optional)
System-wide control for MSU, alarm, and event copy to the ESP.

Range:
on

off
Default:

E54333 Revision 2, October 2014 242



chg-eisopts Commands

No change to the current value

System Default:
off

fcgpl (optional)
This parameter applies the functionality specified by the fcmode parameter to cards
running the specified Fast Copy GPL.
Range:
all
apply functionality to cards running the IPSG or IPGHC GPL
ipghc
apply functionality to cards running the IPGHC GPL
ipsg
apply functionality to cards running the IPSG GPL

Default:
No change to the current value

System Default:
all

fcmode (optional)

This parameter specifies a system-wide control to enable or disable monitoring on
FC-capable cards.

Range:
feory
FC monitoring is performed on FC-capable cards
off
Monitoring is not performed on FC-capable cards
stc
STC monitoring is performed on FC-capable cards
Default:
No change to the current value
System Default:
stc

If Integrated Monitoring is turned on for the first time, and the eiscopy=on
parameter has been specified, then the system default for the fcmode parameter
is stc. If the eiscopy=off parameter has been specified, then the system default
value is off.

Example
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chg- ei sopt s: ei scopy=on

chg- ei sopt s: f cnode=f copy: f cgpl =al

Dependencies
At least one parameter must be specified.
The E5IS feature must be turned on before this command can be entered

Before the E5IS copy function can be enabled, at least 2 STC cards must be installed and in the IS-NR
state in the system.

The eiscopy=on parameter must be specified before a value of stc or fcopy can be specified for the
fcmode parameter.

The fcmode=off parameter must be specified before the eiscopy=off parameter can be specified and
before the value of the fcmode parameter can be changed between stc and fcopy.

At least one card must be running the IPSG GPL and must be in the IS-NR state before a value of ipsg
or all can be specified for the fcgpl parameter.

At least one card must be running the IPGHC GPL and must be in the IS-NR state before a value of
ipghc or all can be specified for the fcgpl parameter.

If the fcgpl parameter is specified, then the fcmode parameter must be specified.

The host portion of the PVN network address must be 0 based on the PVN subnet mask (see the
chg- net opt s command) before the eiscopy=on parameter can be specified.

The destination of a static IP route (see the ent - i p- rt e command) and the local interface network

address of an IP card (see the ent -i p- host command) must be different from the PVN, FCNA, and
FCNB network addresses (see the chg-i p- | nk command) before the eiscopy=on parameter can be
specified.

If the same value is specified for the PVN, FCNA, or FCNB network addresses (see the chg- net opt s
command), then the eiscopy=on parameter cannot be specified.

Notes
Fast Copy Cards

E5-ENET or E5-ENET-B cards running the IPSG or IPGHC GPL are considered to be FC- capable. A

card running the IPGHC GPL must be in the IS-NR State before the card can be considered FC- capable.
This restriction does not apply to cards running the IPSG GPL. An FC- capable card is considered FC-
enabled when Fast Copy monitoring is enabled for the respective GPL.

Output
chg- ei sopt s: f cnode=f copy: f cgpl =al |

ri ghncxaO3w 10-02-02 09: 08: 58 EST EAGLE 42.0.0
CHG EI SOPTS: MASP A - COVPLTD
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Related Commands
rtru-eisopts
Chg-f eat Change Feature

Use this command to activate the optional features available on the system.

You must purchase a feature before you turn the feature on. If you are not sure whether you have
purchased a feature, contact your Oracle Sales Representative or Account Representative.

Caution: The features are off when the system is installed. A feature that is turned on
with this command cannot be turned off.

CAUTION

Parameters
cncf (optional)

This parameter turns on the Calling Name Conversion Facility (CNCF) feature.
Range:

on

System Default:
off

crmd (optional)

This parameter turns on the Cluster Routing and Management Diversity (CRMD)
feature.

Range:

on

System Default:
off

dstn5000 (optional)

This parameter turns on the 5000 Routes feature.
Range:

on

System Default:
off

e5is (optional)

This parameter turns on the EAGLE 5 Integrated Monitoring Support (E5IS) feature.
Range:

on
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System Default:
off

egtt (optional)
This parameter turns on the Enhanced Global Title Translation (EGTT) feature.
Range:
on

System Default:
off

fan (optional)
This parameter turns on the cooling fan feature.

Range:
on

System Defaullt:

off

gtt (optional)
This parameter turns on the Global Title Translation (GTT) feature.

Range:
on

System Default:
off

gws (optional)
This parameter turns on the Gateway Screening (GWS) feature.

Range:
on

System Default:
off

ipisup (optional)
This parameter turns on the ISUP Routing Over IP (IPISUP) feature.
Range:

on

System Default:
off

ituduppc (optional)
This parameter turns on the ITU National Duplicate Point Code ITUDUPPC) feature.

E54333 Revision 2, October 2014 246



chg-feat

Commands

Range:
on

System Default:
off

itumtprs (optional)
This parameter turns on the ITU MTP Restart feature.

Range:
on

System Default:
off

lan (optional)
This parameter turns on the STP LAN feature.
Range:
on

System Default:
off

1fs (optional)
This parameter turns on the Link Fault Sectionalization (LFS) feature.
Range:
on

System Defaullt:
off

measplat (optional)
This parameter turns on the Measurements Platform feature. The
chg- measopt s: pl at f or mrenabl e=on command must be entered to enable the
Measurement Platform collection function (which cannot be disabled after it is enabled
in the system).
Range:
on

System Default:
off

mpc (optional)
This parameter turns on the Multiple Point Code (MPC) feature.
Range:
on
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System Default:
off

mtprs (optional)
This parameter turns on the ANSI MTP Restart feature.
Range:
on

System Default:
off

ncr (optional)
This parameter turns on the Nested Cluster Routing (NCR) feature.
Range:
on

System Defaullt:

off

nrt (optional)
This parameter turns on the Network Routing feature.
ij Caution: When using this feature, limited network management

is provided for point codes not covered by full point code routing,

Cluster Routing, or Nested Cluster Routing.
CAUTION

Range:
on

System Default:
off

plnp (optional)

This parameter turns on the PCS (Personal Communication Service) 1900 Number

Portability feature.
Range:
on

System Default:
off

sccpenv (optional)
This parameter turns on the SCCP Conversion feature.
Range:
on
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System Default:
off

slsocb (optional)
This parameter turns on the Other CIC (Circuit Identification Code) Bit Used feature.

Range:
on

System Default:
off

tcapenv (optional)
This parameter turns on the TCAP Conversion feature.

Range:
on

System Defaullt:

off

tlnp (optional)
This parameter turns on the Triggerless Local Number Portability (TLNP) feature.

Range:
on

System Default:
off

tscsync (optional)

This parameter turns on the Time Slot Counter Synchronization (TSC) feature that is
used with GPSM-II cards. This feature is required, along with use of STC cards, for the
EAGLE 5 Integrated Monitoring Support feature ( ebis=on ).

Range:
on

System Default:
off

vgtt (optional)
This parameter turns on the Variable Length GTT (VGTT) feature.
Range:

on

System Default:
off

E54333 Revision 2, October 2014 249



chg-feat Commands

wnp (optional)
This parameter turns on the Wireless Number Portability (WNP) feature.
Range:

on

System Default:
off

Example

chg-feat:gtt=on

chg- f eat : gws=on: cncf =on

chg- f eat : sccpcnv=on: t capcnv=on

chg-feat:tscsync=on: e5i s=on

Dependencies

Note: The "LNP feature" is turned on when the LNP ported TNs quantity appears in the
rtrv-ctrl-feat command output. An LNP quantity feature access key has been enabled and turned
on.Seetheenabl e-ctrl -feat andchg-ctrl -feat commands for more information about turning
on the LNP feature.

At least one optional parameter must be specified.

The Gateway Screening feature must be turned on before the STP LAN or CNCF feature can be turned
on.

The SCCP Conversion feature must be turned on before the TCAP Conversion feature can be turned
on.

The LNP feature must be turned on before the Wireless Number Portability or PCS 1900 LNP features
can be turned on.

The LNP and Gateway Screening features must be turned on before the Triggerless LNP feature can
be turned on.

The Cluster Routing and Management Diversity feature must be turned on before the Nested Cluster
Routing feature can be turned on.

The Global Title Translation feature must be turned on before the Enhanced Global Title Translation
feature can be turned on.

The Multiple Point Code feature must be turned on before the ITU National Duplicate Point Code
feature can be turned on.

The Global Title Translation feature must be turned on before the Variable Length GTT feature can
be turned on.

The Time Slot Counter Synchronization feature must be turned on before the EAGLE 5 Integrated
Monitoring Support feature can be turned on. These parameters can be specified together in the
command to turn them both on at the same time.
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If the ANSI/ITU SCCP Conversion feature is enabled, then the SCCP and TCAP conversion features
cannot be turned on.

The Gateway Screening feature must be turned on before the Calling Number Conversion Facility
feature can be turned on.

The Global Title Translation feature must be turned on before the Padded Variable Length Global
Title Translation feature can be turned on.

The Global Title Translation feature must be turned on before the Prefix Deletion of GT feature can
be turned on.

The Global Title Translation feature must be turned on before Global System for Mobile Screening
feature can be enabled.

Notes

This command is not allowed in upgrade mode.

After a feature bit is turned on, it cannot be turned off. Take care in turning on features that are not
used in the network configuration.

The Calling Name Conversion Facility (CNCF) feature provides a conversion of ISUP IAM messages.
The facility uses the following two versions of calling name identification presentation (CNIP) for
calling name information delivery:

¢ The nonstandard, proprietary ISUP party information (PIP) parameter.
¢ The ANSI standard ISUP generic name (GN) parameter.

The conversion either replaces the PIP parameter with the GN parameter or the GN parameter with
the PIP parameter in the ISUP IAM message. The user can set up GWS screens to apply the CNCF
feature on a per-point-code or range-of-point-code basis.

The CRMD feature allows the system to configure one route set to an entire cluster of destinations,
thus enabling the system to manage and switch traffic to more end nodes.

The GTT feature allows the system to provide translation of the global title digits located in the called
party address of an SCCP message. The translation consists of a point code and subsystem number.
This feature requires Service Module cards loaded with the VSCCP application.

The EGTT feature provides enhancements to the way the system performs GTT for both ITU and ANSI
messages. The feature allows the combination of domain (ANSI or ITU), global title indicator (GTI),
translation type (TT), numbering plan (NP), and nature of address indicator (NAI) selectors to be used
to select a translation table when the system receives a message requiring EGTT. The feature also
allows inclusion of the translated subsystem number (SSN) in the called party address (CDPA) and
inclusion of the originating point code (OPC) in the calling party address (CGPA). The feature also
provides deletion capability of the GT (global title) in the CDPA.

The GWS feature allows the system to screen specific message types with selected parameters from
entering the network through this STP. This feature requires E5-OAM cards.

The STP LAN feature allows selected SS7 messages to be copied and sent to a remote host over an
ethernet LAN using the TCP/IP protocol. This feature requires up to 32 cards running the STPLAN
application, and requires the GWS feature.

The TLNP feature gives service providers a method to route calls to ported numbers without having
to upgrade their signaling switch (end office or mobile switching center) software. This feature uses
the gateway screening stop action TLNP to intercept through-switched ISUP messages on the LIM.
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The LFS feature allows the system to perform a series of far end loopback tests that identify faulty
segments of an SS7 transmission path up to and including the remote network element.

The MTPRS feature provides an orderly process for bringing signaling links back into service after
the system has been isolated and restarted. A greater preference is given to restoring the STP to network
service in an orderly fashion than to the speed of recovery. The time required is system dependent as
shown:

e Up to 64 LIMs—62 seconds (Link Alignment Delay)
e 64-127 LIMs—97 seconds

e 128-191 LIMs—132 seconds

e More than 191 LIMs—167 seconds

The ITUMTPRS feature provides MTP restart support for ITU networks and extends the system’s
ANSI MTP restart support to mixed ITU and ANSI networks. The performance of ITU MTP Restart
is comparable to the performance of ANSI MTP Restart.

The SCCPCNV and TCAPCNYV features allow the system to convert MTP-routed SCCP and TCAP
messages from ANSI to ITU format and to convert ITU formatted messages to ANSI.

The PLNP feature provides for LNP query/response in a PCS wireless environment using the LRN
method to support Service Provider Number Portability.

The NCR feature allows the system to support full point code entries on different routes within a
cluster.

The Other CIC Bit Used feature is one of two methods provided as ITU SLS enhancements for
distributing the load across links in a combined and single linkset. The Other CIC Bit Used feature
lets the system derive the LSB (Least Significant Bit) from bits 2 through 4 of the CIC to serve as the
three lower bits of the SLS (Signaling Link Selection) and one other bit of the CIC to serve as the MSB
(Most Significant Bit) of the SLS. The SLSOCB feature applies only to ITU-ISUP messages. The other
method of distributing the load is rotation of the four bits of the SLS to change the LSB of the SLS. For
additional information on bit rotation, see the ent-1s command.

The NR feature allows provisioning of a single routeset to be used for all MSUs destined to members
of that network.

The DSTN5000 feature provides the ability to administer up 5000 routes on the system. If dstn5000=on
, the values of the mtpdpcq (destination point code) and mtpxlq (exception list entries) parameters of
the chg- st popt s command can total 5500 . Otherwise, the sum total for mtpdpcq and mtpxlq cannot
exceed 2500 . The Cluster Routing and Management Diversity (CRMD) feature must be turned on
before the mtpxlq parameter can be specified.

The MPC feature enables the user to use SPCs (secondary point codes) in addition to the true point
codes that the EAGLE 5 ISS uses. The SPCs are used for provisioning and routing as if they were the
true point code of the EAGLE 5 ISS. SPCs can be provisioned in any of the three domains (ANSI,
ITU-N, and ITU-I). SPCs are supported for any type of link.

The ITUDUPPC feature allows an EAGLE 5 ISS mated pair to route traffic for two or more countries
that may have overlapping point code values.

The VGTT feature provides the ability to provision global title entries of varying lengths to a single
translation type or GTT set. Users are able to assign global title entries of up to 10 different lengths to
a single translation type or GTT set.

The TSCSYNC feature allows the system’s A (Active) and B (Standby) internal clocks to be synchronized
by the GPSM-II card that is running the standby OAM .
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The E5IS feature provides an Ethernet interface between the EAGLE 5 ISS and the Sentinel Extended
Services Platform (ESP) or the Integrated Message Feeder (IMF), to eliminate the need for cabling
between each SS7 link and the ESP or IMF to monitor SS7 traffic.

The Measurements Platform feature provides a dedicated processor for collecting and reporting STP,
LNP, INP, G-Flex, and G-Port Measurements data, with support for EAGLE 5 ISS growth to more
than 700 links.

Output
chg-feat: gtt=on

rl ghncxaO3w 04-01-11 11:34:04 EST EAGLE 31.3.0
CHG FEAT: MASP A - COWVPLD

Related Commands
rtro-feat

chg-frm-pwr Change Frame Power Threshold

Use this command to change the power threshold value in the Frame Power Threshold table for a
specified frame.

The entries in the Frame Power Threshold table contain a Frame ID and the corresponding power
threshold value.

Use the following commands to display the threshold and calculated maximum power consumption
for the frames in the system.

* Thertrv-frm pw command displays the current provisioned frame power threshold for each
provisioned frame.

e Thertrv-stp:display=power command displays the provisioned frame power threshold for
each provisioned frame, and displays the maximum calculated power consumption for each frame,
based on card population.

¢ Thertryv-stp:display=power: frnFxxxx command displays the provisioned frame power
threshold for the specified frame, the maximum calculated power consumption for the frame based
on card population, and the maximum power consumption for each card in the frame and for a
fan assembly for each shelf.

Note: The frame-level power threshold value needs to be determined from the capacity in Amps of
the fuse alarm panel (FAP) for the frame. Contact your site engineer to determine the FAP capacity.

Parameters

frm (mandatory)
Frame ID

Range:
cf00
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Control frame
ef00

First extension frame
ef01

Second extension frame
ef02

Third extension frame
ef03

Fourth extension frame
ef04

Fifth extension frame

thrshld (mandatory)

Threshold. This parameter specifies the frame-level power threshold, in Amps. This
value is compared with the current calculated maximum power consumption for the
frame (usethe rtrv-stp:di spl ay=power: frn= command to obtain the maximum
power consumption value), and the appropriate alarms are raised if that power
comsumption exceeds the threshold limit.

The value of the thrshld parameter needs to be determined from the capacity of the
fuse alarm panel (FAP) for the frame. Contact your site engineer to determine the frame
FAP capacity.

Range:
30 - 65

Default:
30

Example
Change the frame power threshold value for the first extension frame.

chg-frm pw: frnmeef 00: t hr shl d=58

Dependencies
The following values are valid for the frm parameter: cf00, ef00, ef01, ef02, ef03, ef04 .
The valid range of values for the thrshld parameter is 30-65 Amps.

A power threshold value must already be provisioned for the specified frame.

Notes
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The maximum calculated power for a frame is based on the cards that are populated in the system,
and includes a fan tray assembly for every shelf (the system cannot detect the presence or absence of
a fan tray, and assumes presence for the calculation). These values are typically much higher than the
actual power being drawn; the values cannot be used as a gauge of the actual power consumption of
the EAGLE 5 ISS.

Output
chg-frm pw: frmeef 00: t hr shl d=58

tekel ecstp 06-06-01 15:18:41 EST EAGE 35.0.0
FRAME PONER THRESHOLD table is (4 of 10) 40%full
CHG FRM PWR: MASP A — COVPLTD

Related Commands
dlt-frm-pwr, ent-frm-pwr, rtro-frm-pwr, rtro-stp

chg-ftp-serv Change FTP Server Entry
Use this command to change an entry for an FTP server in the FTP Server table.

Caution: Contact the Customer Care Center before specifying the user parameter value.
A The FTP-based Table Retrieve Application (FTRA) sends the necessary FTP Server
information to the system, and the system overwrites any entry that is already in the
CAUTION ' FTP Server table for that server.

Parameters

app (mandatory)

Application. This parameter specifies the FTP Client application that interfaces with
the FTP server.

Range:
db
Database Backup\Restore application
dist
EAGLE 5 ISS Software Release Distribution application
meas

Measurements Platform application

user
FTP-based Table Retrieve Application (FTRA)

ipaddr (mandatory)
IP Address of the FTP Server.
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meas
Measurements Platform application

Range:

login (optional)
FTP Server Username (A prompt for entering a password appears on a separate line.)

Range:
Z272222222722277

1 to 15 alphanumeric characters; mixed-case is allowed

path (optional)
FTP path used to locate the file that will be sent.

Range:

Up to 100 characters; mixed-case string in double quotes with valid FIP path format

Default:
User’s home directory

prio (optional)
Priority of this FTP server when there is more than one FTP Server for this application.

Range:
1-10

security(optional)
Change the FTP server to be secure or not.

Range:
on
Change the FIP server to be secure.

off

Change the FTP server to be unsecure.

Example
chg-ftp-serv:app=neas: i paddr =1. 255. 0. 102: | ogi n=f t preas1: pat h="~meas": pri o=1
chg-ft p- serv: app=user:i paddr =1. 255. 0. 102: | ogi n=t ekper sonl: pat h="~\data": pri o=1

Dependencies
At least one optional parameter must be specified.

The app parameter must specify an application that uses the FIP Support feature.
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The ipaddr parameter must specify a valid IP address for the FTP server.
The path parameter value must be in a valid FTP path format.

The prio parameter specifies a priority for use of an FTP server by an application when the application
has more than one FTP server defined in the table. Each FTP server defined for use by the application
must have a priority from 1 to 10 assigned. The available FTP server with the highest priority (smallest
number) will be used first by the application.

If the login parameter is specified, a separate prompt appears for entry of the FTP server password.
You must enter a password that is at least 1 and not more than 15 characters long. If an invalid password
is entered or the Return key is pressed without entering a password, the entire command must be
entered again to cause the password prompt to appear again. The password is not displayed as it is
entered.

An entry for the specified application ID at the specified priority cannot already exist.

The FTP server entry to be changed with this command must already exist in the FTP Server table for
the specified IP address and application.

The parameter SECURITY cannot be set to ON if the OAM IP security feature is not activated.

Notes

The same FIP server can be defined more than once, but the specified application must be different
for each entry.

The FTP connection will be secure when the OAM IP Security feature is activated and the paramter
SECURITY is ON. The secure FTP connection (SFTP) uses port 22, which must be opened in the
customer's network.

Output
chg-ftp-serv: app=neas: i paddr=1. 255. 0. 102: pat h="-ft pneas1"

rl ghncxa03w 04-01-20 09: 07: 58 EST EAGLE 31.3.0
CHG FTP- SERV: MASP A - COWPLTD

)

chg-ftp-serv: app=neas: i paddr=1. 255. 0. 102: | ogi n=f t pneasl

rl ghncxa03w 04-01-20 09: 07: 58 EST EAGLE 31.3.0
Ent er Password: *****
CHG FTP- SERV: MASP A - COWPLTD

chg-ftp-serv: app=user:ipaddr=1.22. 10. 2: pri 0=3

rl ghncxa0O3w 04-01-20 09: 07: 58 EST EAG.E 31.3.0
CHG FTP- SERV: NMASP A - COWPLTD

E54333 Revision 2, October 2014 257



chg-gpl Commands

chg-ftp-serv:security=on:ipaddr=10.248. 13. 9: app=neas

tekel ecstp 12-09-19 14:43:37 EST 45.0.0-64.42.0

chg-ftp-serv:security=on:ipaddr=10.248. 13. 9: app=neas
Command entered at term nal #4.

E2680 Cnd Rej: OAM I P Security Feature mnmust be activated
CHG FTP- SERV: NMASP A- Command Aborted

chg-ftp-serv:ipaddr=10.248. 13. 9: app=neas: security=on

tekel ecstp 12-09-19 15:12: 54 EST 45.0.0-64.42.0
chg-ftp-serv:ipaddr=10.248. 13. 9: app=neas: security=on
Command entered at termnal #4.

CHG FTP- SERV: NMASP A- COVPLTD.

1

Related Commands
dlt-ftp-serv, ent-ftp-serv, rtro-ftp-serv

Chg-gpl Change Generic Program Load

Use this command to copy a generic program load from the system removable cartridge or drive to

the destination active and standby system disks as a "trial" version. The system release identification
file is uploaded from the system removable cartridge or drive to the active and standby fixed drives
along with each GPL. This command also provides a parameter to turn GPL auditing “on” and “off”.

Parameters

Note: As of Release 43.0, the BLBEPM, BLBIOS, BLBSMG, BLCPLD, BLDIAG6, BLROM1, BLVXW6,
IMTPCI, and PLDPMC1 GPLs are replaced with the BLIXP GPL. The replaced GPLs are used only
during upgrade to Release 43 and hardware replacement.

audit (optional)

This parameter specifies whether the active MASP system release running version is
to be audited every 90 seconds. The audit state is preserved through a system restart
or power up.

Note: When audit is turned off, the system release audit process is stopped. The

detection, marking, and reporting of corrupt GPLs is continuous and not affected by
turning audit off.

Range:
on

off

Default:
on
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gpl (optional)

Generic program load. The name of the GPL identifier to be moved from "trial" to
"approved" status on cartridge or drive to the disk.

Range:
XYyyyyyy

1 alphabetic character followed by up to 7 alphanumeric characters. Valid GPLs
are:

atmansi—Used by LIM cards to support the high-speed ATM signaling link
feature

atmhc—Used by E5-ATM and E5-ATM-B cards to allow the card to support up
to 3 signaling links

atmitu—Used by E1 ATM cards to support the high-speed E1 ATM signaling
link feature

blbepm—TFlash GPL containing the BIOS ROM image on E5-E1T1, E5-ENET, and
E5-ENET-B cards

blbios—Flash GPL containing the BIOS ROM image on HC-MIM cards that are
used for E1 or T1 signaling links

blbsmg—Flash GPL containing the BIOS ROM image on E5-SM4G and
E5-SM8G-B cards

blcpld—Flash GPL containing the bit files for the CPLD on HC-MIM, E5-E1T1,
E5-ENET, and E5-ENET-B cards that are used for E1 or T1 signaling links

bldiag6—Flash GPL containing the diagnostic code on E5-E1T1, HC-MIM,
E5-ENET, and E5-ENET-B cards

blixp—Flash GPL containing a tar image with all code required on E5-E1T1,
HC-MIM, E5-ENET, and E5-SM4G cards

blmcap—Flash GPL containing a tar image with all code required on E5-MCAP,
E5-ATM-B, E5-ENET-B, and E5-SM8G-B cards

blrom1—Flash GPL containing the bootloader code for VxWorks operating
system on HC-MIM cards

blvxw6 —Flash GPL containing the VxWorks operating system on E5-E1T1 and
E5-ENET cards that are used for E1 or T1 signaling links.

bpdem —Used to support the flash memory Board PROM for DCM, DSM, and
GPSM boards, original design

bpdcm2 —Used to support the flash memory Board PROM for DCM and GPSM
boards, revised design

bphcap—Used to support Board PROM for HCAP flash memory
bphcapt—Supports Board PROM for HCAP-T flash memory
bphmux—Supports Board PROM for HMUX flash memory
bpmpl Supports Board PROM for MPL flash memory
bpmplt—Supports Board PROM for E1/T1 flash memory
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cdu—Used in the card manufacturing process.

deirhc — Used by E5-SM8G-B cards to support Diameter 513/513' Interface for
EIR feature

eoam—Used by the GPSM-II card for enhanced OAM functions
eroute—Used by STC cards for EAGLE 5 Integrated Monitoring Support functions

erthc—Used by E5-ENET and E5-ENET-B cards when the card acts as an STC
card (E5-STC card) for EAGLE 5 Integrated Monitoring Support functions

glshc—Used by E5-TSM cards to download gateway screening to LIM and SCCP
cards

hipr—Communication software used on the High Speed IMT Packet Router
(HIPR) card

hipr2—Communication software used on the High Speed IMT Packet Router
(HIPR2) card

imtpci—Communication software that operates the IMT bus on HC-MIM,
E5-E1T1, E5-ENET, and E5-ENET-B cards

ipghc—Used by E5-ENET and E5-ENET-B cards to support point-to-multipoint
IP connectivity for ANSI and ITU point codes

iplhc—Used by E5-ENET and E5-ENET-B cards for point-to-point IP connectivity
for ANSI and ITU point codes

ipsg—Used by E5-ENET and E5-ENET-B cards to support the combined
functionality of IPLIMx M2PA and IPGWx M3UA

ipshc—Used by IPSM cards to support the IPS application

mcp—Used by MCPM cards for the Measurements Platform feature
mcphc—Used by E5-MCPM-B cards for the Measurements Platform feature
oamhc—Used by E5-MCAP cards for enhanced OAM functions

pldpmcl—Flash GPL used on HC-MIM and E5-E1T1 cards for E1 and T1 signaling
links

sccphc—Used by E5-SM4G and E5-SM8G-B cards to support EPAP-based features
and the LNP ELAP Configuration feature. If no EPAP-based or LNP ELAP
Configuration feature is turned on, and an E5-SM4G or E5-SM8G-B card is
present, then the GPL processes normal GTT traffic.

siphc— Used by E5-SM8G-B Cards to support SIP application.

slanhc—Used by E5-ENET and E5-ENET-B cards to support the STPLAN
application

ss7hc—Used by HC-MIM and E5-E1T1 cards. Allows the card to support up to
64 signaling links for E1 and T1 functions.

ss7ml—Used by MPL and E1/T1 MIM cards. The GPL allows MPL cards to
support 8 signaling links. MPL cards support only the DS0 interface. The GPL
allows the E1/T1 MIM card to support 8 signaling links for E1 and T1 functions.
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utility—Used by the factory for testing, and when directed by the Customer
Care Center

vedu—Used in the card manufacturing process

vsccp—Used by DSM cards to support EPAP-based features and the LNP ELAP
Configuration feature. If no EPAP-based or LNP ELAP Configuration feature
is turned on, and a DSM card is present, then the GPL processes normal GTT
traffic.

vxwslan—Used by SSEDCM cards to support the STPLAN application

src (optional)
Source drive. The identification of the disk containing the GPL to be copied

Range:
remove
Removable cartridge or drive

usb
Argument to be used by Tekelec personnel only.

ver (optional)
Version number of the GPL, in the form of major-minor-fix.

Range:
major-minor-fix—Specify a valid value for each component of the version number,
in the range 0-255

Example

chg-gpl : audi t =on

chg-gpl : gpl =atm tu: ver=114-1-0
chg-gpl : gpl =dei r hc: ver =134- 60- 0

Dependencies

No other activate, change, copy, or retrieve GPL command can be in progress when this command is
entered.

If the ver or gpl parameter is specified, then both parameters must be specified.

The audit parameter, the ver and gpl parameters, or the audit and ver and gpl parameters must be
specified.

An E5-MCAP card must be installed before the src=usb parameter can be specified.
A credit card drive must be inserted in the Active OAM.

A valid value must be specified for the gpl parameter.
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Notes

If there is a failure changing the active system, the operation is stopped. If there is a failure changing
the standby system, the active system is still updated.

A removable cartridge or drive must be inserted into the removable cartridge drive or latched USB
port, initialized, and formatted as a system disk.

Use thertrv-gpl command to determine the version number and audit state of a GPL.

The ver and gpl parameters are mandatory if a generic program load is being uploaded from a
removable cartridge.

The audit parameter is required only when turning GPL auditing on or off and the ver and gpld
parameters are optional.

When the audit=off parameter is specified, the system release audit process is stopped. The detection,
marking, and reporting of corrupt GPLs is continuous and not affected by turning audit off.

Output
This example shows the output for a successful command execution:

chg-gpl : gpl =ss7hc: ver=125-1-0

rl ghncxaO3w 09-03-01 11:43:04 EST EAGLE 40.1.0
SS7HC upl oad to 1114 conpl et ed

SS7HC upl oad to 1116 conpl et ed

System Rel ease ID table upload to 1116 conpl et ed
System Rel ease I D table upload to 1114 conpl et ed

chg-gpl : gpl =dei rhc: ver=134-60-0

tekel ecstp 13-03-15 19:08: 39 EST EAGLE 45.1.0
DEI RHC upl oad to 1114 conpl et ed

DEI RHC upl oad to 1116 conpl eted

System Rel ease ID table upload to 1116 conpl et ed
System Rel ease ID table upload to 1114 conpl et ed

1

This example shows an error in the upload:

chg- gpl : gpl =bphcap: ver =101- 014- 000

rl ghncxa03w 06-06-01 11:43: 04 EST EAGLE 35.0.0
BPHCAP corrupted on 1117 renovabl e: m smatched checksuns
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Related Commands
act-gpl, alw-card, copy-gpl, init-card, init-sys, rept-stat-gpl, rtro-gpl

chg-gsm-msg Change GSM test message

Use this command to provision GSM test messages. These messages are used by the MO SMS NPP

Test Tool to test MO-based GSM SMS message processing by the NPP.

Parameters
msgn (mandatory)
Message number. The GSM message number to be changed.

Range:
1-10

active (optional)

This parameter specifies whether the GSM test message is sent to the network card for
processing.

Range:

yes
The message is sent to the network card.

no

The message is not sent to the network card.

Default:

No change to the current value

System Defaullt:
1o

cdpadgts (optional)
Called party address digits. The SCCP CdPA digits for the GSM test message.

Range:

1-15 digits

1 - 15 hexadecimal digits. Valid digits are 0-9, a-f, A-F.
Default:

No change to the current value

System Default:
0123456789abcde

cdpagti (optional)

Called party address global title indicator. The SCCP CdPA GT for the GSM test
message.
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Range:
0-15
Default:

No change to the current value

System Default:
4

cdpagtnai (optional)
Called party address global title nature of address indicator. The SCCP CdPA GT
NAI for the GSM test message.

Range:
0-127
Default:

No change to the current value

System Default:
4

cdpndgts (optional)

Called party number digits. The TCAP CdPN (SM-RP-UI TP-DA) digits for the GSM
test message.

Range:
1- 20 digits
Default:

No change to the current value

System Default:
01234567890abcde

cdpnnai (optional)

Called party number nature of address indicator. The TCAP CdPN (SM-RP-UI TP-DA)
NAI for the GSM test message.

Range:
0-7
Default:

No change to the current value

System Default:
1

cdpnnp (optional)

Called party numbering plan. The TCAP CdPN (SM-RP-UI TP-DA) NP for the GSM
test message.

Range:

E54333 Revision 2, October 2014 264



chg-gsm-msg Commands

0-15
Default:

No change to the current value

System Default:
1

cgpadgts (optional)
Calling party address digits. The SCCP CgPA digits for the GSM test message.

Range:

1 -15 digits

1- 15 hexadecimal digits. Valid digits are 0-9, a-f, A-F.
Default:

No change to the current value

System Default:
0123456789abcde

cgpagti (optional)
Calling party address global title indicator. The SCCP CgPA GT for the GSM test
message.

Range:
0-15
Default:

No change to the current value.

System Default:
4

cgpagtnai (optional)
Calling party address global title nature of address indicator. The SCCP CgPA GT
NAI for the GSM test message.

Range:
0-127
Default:

No change to the current value

System Default:
4

cgpndgts (optional)

Calling party number digits. The TCAP CgPN (SM-RP-OA MSISDN) for the GSM test
message.

Range:
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1 - 21 digits, none

none-deletes the current digits
Default:

No change to the current value

System Default:
01234567890abcde

cgpnnai (optional)

Calling party number nature of address indicator. The TCAP CgPN (SM-RP-OA
MSISDN) NAL for the GSM test message.

Range:
0-7
Default:

No change to the current value

System Default:
1

cgpnnp (optional)

Calling party numbering plan. The TCAP CgPN (SM-RP-OA MSISDN) NP for the GSM
test message.

Range:
0-15
Default:

No change to the current value

System Default:
1

reset (optional)
This parameter resets all of the parameters to their system default values.

Range:
yes
Message parameters are reset to their default values

Example
chg- gsm nsg: nsgn=1: cdpnnai =4: cdpadgt s=12457896abcd: cgpnnai =2: cgpndgt s=919818541560
chg- gsm nsg: megn=1: r eset =yes

Dependencies
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If the reset parameter is specified, then no other parameter can be specified.

At least one optional parameter must be specified.

Output
chg- gsm nsg: nsgn=1: cdpnnai =4: cdpndgt s=987654321: cgpnnai =4

tekel ecstp 09-03-02 10:46:51 EST EAGLE 40.1.0
CHG GSM MSG. MASP A - COVPLTD

Related Commands
rtro-gsm-msg, tst-msg

chg-gsmmap-scrn Change GSM MAP Screening Entry

Use this command to change the attributes of GSM Map Screening CgPA and CdPA entries that are
used to filter out or allow SCCP messages containing Map Op-Codes, CgPA GTA+NPV+NAIV, CdPA
GTA+NPV+NAIV, and forbidden parameters.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.

cgsr (mandatory)
CgPA Screening Reference.
Range:
ayyy

1 alphabetic character followed by up to 3 optional alphanumeric characters

opname (mandatory)

The user-defined name for the operation code. The opname value references the
operation code (opcode) defined with the ent - gsrs- opcode command. GSM MAP
Screening is performed on the specified address or addresses for the referenced
operation code.

Range:
ayyyyyyy

1 alphabetic character followed by up to 7 alphanumeric characters

cdsr (optional)
CdPA Screening Reference.

Range:
ayyy
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1 alphabetic character followed by up to 3 alphanumeric characters

force (optional)

Check Mated Application Override. This parameter must be used to complete command
execution if the npc/npca/npci/npen and nssn parameter combination specified in
the command is not already defined in the SCCP Application entity set (Remote Point
Code/Mated Application Table).

Range:
yes

no

Default:
no

naction (optional)
The new screening action to take if a message is forbidden as defined by the forbid
parameter.
Range:
atierr

Do not route the MSU. An ATI (Any Time Interrogation) reject message
is generated to the originator. This value is valid only for ATI MAP
operation codes.

discard
Do not route the MSU. The MSU is discarded (thrown away) and an
appropriate UIM is issued.

dupdisc
Route the original message to the duplicate node. The original message
will not be sent to the original node. If, however, the duplicate node is
not available for routing, the MSU is discarded.

duplicate

Route the message as normal to the original destination and route a copy
of the original message to the duplicate node. If the MSU fails to route
to the duplicate node, a UIM is generated indicating the duplicate routing
failure.

forward

Route the original message to the forward node. The original message
will not be sent to the original node. If, however, the forward node is
not available for routing, the MSU is routed to the original node.

pass

Route the message as normal to the destination; a UIM will be issued.
This is intended to be a test mode and is recommended when setting up
GSM Map Screening during the initial phase to assure that no MSUs will
be inadvertently thrown away.

route
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Route the message as normal to the original destination node; no UIM
will be generated. The original destination is the node to which normal
GTT would be sent if no GSM MAP actions are taken.

Default:
No change to current value

ncdsr (optional)
The new CDPA Screening Reference.
Range:
ayyy

1 alphabetic character followed by up to 3 optional alphanumeric characters

ncgsr (optional)
The new CGPA Screening Reference.
Range:
ayyy

1 alphabetic character followed by up to 3 optional alphanumeric characters

nforbid (optional)
The new forbidden parameter value. Indicates a forbidden parameter for the specified
entry. If a forbidden parameter is detected, the message is handled with the action
defined by the action/naction parameter.
Range:
all
All parameters are forbidden. Take the specified screening action defined
by the naction parameter for messages arriving at the system.
none
None of the parameters are forbidden. Route the message to its
destination.
state

Take the specified screening action defined by the naction parameter for
messages arriving at the system that contain state as the forbidden
parameter for the entered address/operation code combination.

Note: The state parameter is valid only for GSM ATI messages.

location

Take the specified screening action defined by the naction parameter for
messages arriving at the system that contain location as the forbidden
parameter for the entered address/operation code combination.

Note: This value is valid only for GSM ATI messages.

Default:
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No change to current value

nmapset (optional)
The new MAP set ID.
Range:
1 - 36000, dflt
dflt—Default MAP set

Default:
No change to the MAP set value.

npc (optional)
New ANSI point code with subfields network indicator-network cluster-network cluster
member(ni-nc-ncm).
Synonym:
npca

Range:

npc/npca/npci/npen/npen24 (optional)

New point code. The npc/npca/ npci/npcn /npcn24 and nssn parameters are used
when the new screening action (naction) is forward, duplicate, or dupdisc (duplicate and
discard). These parameters allow the user to change the defined node to which the
input message will be routed.

npci (optional)

New ITU international destination point code with subfields zone-area-id. The prefix
subfield indicates a spare point code (prefix-zone-area-id).

Range:
s-, 0-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s

zone—0-7

area—000-255

id—0-7

The point code 0-000-0 is not a valid point code.

npcn (optional)
New ITU national destination point code in the format of a 5-digit number (nnnnn); or
2, 3, or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc,m1-m2-m3-m4-gc). Theprefix subfield
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indicates a spare point
code (prefix-nnnnn,prefix-nnnnn-gc,prefix-m1-m2-m3-m4,prefix-m1-m2-m3-m4-gc).

Range:
s-, 0-16383, aa-zz

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-
nnnnn—0-16383
gc—aa-zz

m1-m2-m3-m4—-0-14 for each member; values must sum to 14

npcn24 (optional)
New 24-bit ITU national point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).
Range:
000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

nri (optional)

New routing indicator. This parameter specifies whether a subsequent global title
translation is required.

Range:
gt

ssn

nssn (optional)
New Subsystem Number.
Range:
002 - 255, none

Default:
No change to the existing value

ntt (optional)

New translation type. The value the CdPA TT is set to as the result of Enhanced GSM
Map Screening.

Range:
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0-255

Default:
No change to the existing value

Example

chg- gsmap- scrn: opnane=xyz: cgsr =f el a: nacti on=pass

chg- gsmap- scrn: opnane=xyz: cgsr =f el a: cdsr=fal | : nacti on=di scard

chg- gsmmap- scrn: opnane=t est 2: cgsr=pcnl: npcn=s- 333: nssn=254

chg- gsmap- scrn: opnane=t est 1: nact i on=f orwar d: npc=2- 2- 2: nssn=20: nmapset =12
chg- gsmmap- scr n: opnane=t est 2: nact i on=dupl i cat e: npc=1- 1- 2: nssn=20: cgsr =cgl: nmapset =df | t
chg- gsmap- scrn: opnane=t est 3: cgsr=ad: nri =ssn

chg- gsmap- scr n: opnane=t est 4: cgsr=ksl : ntt=12

Dependencies

At least one optional parameter must be specified.

If the cdsr parameter is specified, at least one additional optional parameter must be specified.
If the ncdsr parameter is specified, then the cdsr parameter must be specified.

If the cdsr parameter is specified, then the ncgsr parameter cannot be specified.

The ncgsr parameter and the ncdsr parameter cannot be specified together in the same command.
The specified cgsr parameter value must exist in the database.

The specified cdsr parameter value must exist in the database.

The specified ncgsr parameter value cannot already exist in the database.

The specified ncdsr parameter value cannot already exist in the database.

The GSM Map Screening feature must be turned on before this command can be entered.

The Enhanced GSM Map Screening (EGMS) feature must be turned on before the cdsr, nedsr, pc, and
pca parameters can be specified.

The specified opname parameter value must exist in the GSM Map Op-Code table.

A value of state or location cannot be specified for the nforbid parameter unless the operation code
(opcode) referenced by the opname parameter is 71. The opcode=71 parameter signifies an ATI MAP
operation code.

A value of atierr cannot be specified for the naction parameter unless the operation code (OPCODE)
referenced by opname is 71.

If specified, the npc/npca/npci/ npen/npen24 parameter must be a full point code.

If the naction parameter is specified, and its value is forward, duplicate , or dupdisc, then the
npc/npca/npci/npen/npen24 parameter and the nssn parameter must be specified.
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The npc/npca/npci/npcn/npcen24 and nssn parameters must be specified before the force parameter
can be specified.

If the npc/npca/npci/npen/npcen24 parameter and the nssn parameter are specified, and the force
parameter is not specified as yes, the PC-SSN must be populated in the SCCP Application entity set
(Remote Point Code / Mated Application Table).

If specified, the npc/npca/npci/npen/npen24 parameter value must exist as a destination in the
Ordered Route entity set (ANSI only), or must reside in a cluster that exists as a destination in the
Ordered Route entity set (for global title routing).

The npc/npca/npci/npen/npen24 and nssn parameters can be specified only if the naction parameter
is specified and its value is forward, duplicate, or dupdisc.

The opname parameter must be entered.

The cgsr parameter must be entered.

The opname parameter must be alphanumeric.

The (n)cgsr and (n)cdsr parameters must begin with an alphabetic character.
The (n)cgsr and (n)cdsr parameters must have 1-4 alphanumeric characters each.

If the value of the naction parameter is forward, duplicate, or dupdisc, then the nmapset parameter must
be specified.

The naction parameter must have a value of forward, duplicate, or dupdisc before the
npc/npca/npci/npen/npen24, nssn,nri, ntt, or naction parameters can be specified.

If the naction parameter has a value of forward, duplicate, or dupdisc, then the
npc/npca/npci/npen/npen24 parameter and the nssn parameter must be specified.

The Flexible GTT Load Sharing feature must be enabled before the nmapset parameter can be specified.
The specified new MAP set must exist in the MAP table.

If the value of the nmapset parameter is not dflt, or if the nmapset=dflt parameter is specified, but the
value of the force parameter is not yes, then the values for the npc and nssn parameters must exist in
the new MAP set.

If the nmapset, nri, or ntt parameter is specified, and the naction parameter is not specified, then the
action parameter (see the ent - gsnmap- scr n command) must have a value of forward, duplicate , or
dupdisc.

The force parameter can be specified only if the nmapset parameter is specified.

If the value of the naction parameter is forward, duplicate, or dupdisc, then the value specified for the
npc/npca/npci/npen/npen24 parameter cannot be associated with a proxy point code.

If the nri=ssn parameter is specified, then the nssn=none parameter cannot be specified.
If the nforbid=none parameter is specified, then the naction parameter must have a value of pass.

If the Flexible GTT Load Sharing feature is enabled, and the new or previously provisioned subsystem
number has a value of none, then MAP set and point code combination must already exist in the MAP
table.

If the Flexible GTT Load Sharing feature is not enabled, and the new or previously provisioned
subsystem number has a value of none, then the point code must already exist in the MAP table.

E54333 Revision 2, October 2014 273



chg-gsmopts Commands

Notes

Unlike GTT (Global Title Translation) entries, the GSM MAP Screening commands do not support
splits of ranges during deletion or changes of entries.

In this command, only ITU-international and ITU national point codes support the spare point code
subtype prefix (s-).

Output

chg- gsmmap- scr n: opnane=t est 4: cgsr=ksl : ntt=12

tekel ecstp 08-08-20 19:13:01 EST EAGE 39.2.0
GSM MAP Screening Table (1 of 4000) is 1% full
CHG- GSMVAP- SCRN: MASP A - COWVPLTD

Related Commands
dlt-gsmmap-scrn, ent-gsmmap-scrn, rtrv-gsmmap-scrn

chg-gsmopts Change GSM System Options

Use this command to enter GSM (Global System for Mobile Telecommunications) system options in
the database. This command updates the GSMOPTS Table.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.

Note: The options for the on, off, maplyrrtgon, and maplyrrtgoff parameters are described in the
Notes section.

cene (optional)
E214 country code and network code.

Range:
2-8 digits
Default:
No change to the current value

crptt (optional)
Circular Route Prevention Translation Type.

Range:
0 - 255, none

System Defaullt:
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nomne

defmapvr (optional)
Default MAP version.
Range:
1-3
Default:

No change to the current value

System Default:
1

defmcc (optional)
E212 default mobile country code.

Range:

3 digits, none

Valid digits are 0-9, a-f, A-F

none —Deletes the current value for the defmcc parameter
Default:

No change to the current value

System Default:
none

defmnc (optional)
E212 default mobile network code.

Range:
1-4 digits, none
Valid digits are 0-9, a-f, A-F.

none —Deletes the current value for the defmnc parameter

Default:
No change to the current value

System Default:
none

dfltrn (optional)

Default routing number. The digits to use as the routing number portion of the msrndig
parameter when an SRI is processed by the SRI Query for Prepaid feature, an RTDB
match is found for an own-network subscriber, and Service Portability is not applied.

Range:
1-15 digits, none
Default:

E54333 Revision 2, October 2014 275



chg-gsmopts

Commands

No change to the current value

System Default:

none

eirdfltimsilkup (optional)

Equipment Identity Register (EIR) default IMSI lookup status. This parameter specifies
the order of the IMEI table lookup for default IMSI screening. This parameter is
analogous to the P1 parameter in the IMSIPFX CSL list but is used only when there is
no matching IMSI prefix in the IMSIPFX CSL.

Range:

both

Perform lookup on Individual IMEI table first & if not found then lookup Range
IMEI table

individual

Perform lookup on Individual IMEI table only

none

Don't perform any lookup. Just return the default IMEI status.
range

Perform lookup on Range IMEI table only

Default:

No change to the current value.

System Default:

range

eirdfltimsiresp (optional)

Equipment Identity Register (EIR) default IMSI response. This parameter specifies the
default IMEI status for default IMSI screening. This parameter is analogous to the P2
parameter in the IMSIPFX CSL list but is used only when there is no matching IMSI
prefix in the IMSIPFX CSL.

Range:

blacklist

The IMEI is "invalid". Registration should not be allowed for this handset
graylist

The IMEI is "questionable."

unknown

The IMEI is not in the White, Gray, or Black list. Registration should not be
allowed for this handset.+

whitelist
The IMEI is "valid". Registration should be allowed for the handset.

Default:

No change to the current value.

System Default:
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whitelist

eirgrsp (optional)
Equipment Identity Register (EIR) Global Response status.

Range:

off
EIR Global Response is not used

whitelst
The IMEI is “valid”. Registration should be allowed for the handset.

graylst

The IMEL is “questionable.” Registration should be allowed, but the event
is logged in the EIR log and a special measurement peg is incremented.

blklst
The IMElL s “invalid”. Registration should not be allowed for this handset.

unknown

The IMEI is not in the White, Gray, or Black list. Registration should not
be allowed for this handset.

Default:
No change to the current value

System Default:
off

eirimsichk (optional)

Equipment Identity Register (EIR) IMSI Check status. This parameter is not valid for
IMEI ranges.

Range:
on

off
Default:
No change to the current value

System Default:
off

eirrsptype (optional)
Equipment Identity Register (EIR) Response Type.
Range:
typel
type2
type3
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Table 10: EIR Response Type Values contains information to help select the value
for this parameter.

Table 10: EIR Response Type Values

Presence in List EIR Response Type

White Gray Black Type 1 Type 2 Type 3

X white list [ white list | white list

X X gray list gray list gray list

X X black list  |black list | black list

X X black list [black list |black list
X gray list gray list unknown
X X black list [blacklist [unknown

X black list  [black list [unknown
white list* [unknown* [unknown*

*Indicates no match was found for the IMEI in an incoming message within the
database.

Default:
No change to the current value

System Default:
typel

gflexmaplayerrtg (optional)
G-Flex MAP layer routing. The message parameter used in the database
lookup performed during G-Flex MAP layer routing.
The gflexmaplayerrtg parameter applies G-Flex MLR to the following MAP operations:

¢ updateLocation

¢ sendParameters

¢ sendAuthenticationInfo
¢ updateGPRSLocation

¢ AnyTimelnterrogation

Use the maplyrrtgon and maplyrrtgoff parameters to apply G-Flex MLR to additional
MAP operations.

Range:
imsi
use the IMSI parameter for database lookup

none

MLR is not performed
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msisdn
use the MSISDN parameter for database lookup

all

use the IMSI or MSISDN parameter for database lookup based on the
operation code of the message

Default:
No change to the current value

System Default:
none

gsm2is41 (optional)
GSM to 1541 migration prefix.
Range:
1-15 digits, none
Valid digits are 0-9, a-f, A-F

none —Deletes the current value of the gsm2is41 parameter.

Default:
No change to the current value

System Default:
none

is412gsm (optional)
1541 to GSM migration prefix.
Range:
1-15 digits, none
Valid digits are 0-9, a-f, A-F
none—Deletes the current value of the is412gsm parameter.
Default:
No change to the current value

System Default:
none

maplyrrtgoff (optional)
MAP Layer Routing Off. This parameter turns off G-Flex MLR for a comma-separated
list of MAP operations. Up to 10 operations can be specified in the list.
Range:

regss, actss, dactss, intss, authfailrpt, rstdata, procunstrqt, rdyforsm, purgmobss, sriloc,
all
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all —Turns off G-Flex MLR for all MAP operations supported by the maplyrrtgoff
parameter.

Note: If the all MAP operation is specified, then no other MAP operations can
be specified in the same command.

Default:
No change to the current value

maplyrrtgon (optional)
MAP Layer Routing On. This parameter turns on G-Flex MLR for a comma-separated
list of MAP operations. Up to 10 operations can be specified in the list.
Range:
regss, actss, dactss, intss, authfailrpt, rstdata, procunstrqt, rdyforsm, purgmobss, sriloc,
all

all—Turns on G-Flex MLR for all MAP operations supported by the maplyrrtgon
parameter.

Note: If the all MAP operation is specified, then no other MAP operations can
be specified in the same command.

Default:
No change to the current value

mccemnc (optional)
E212 mobile country code and mobile network code.
Range:
4-7 digits, none

Valid digits are 0-9, a-f, A-F.

none—Deletes the current mcecmnc and cene parameter combination entry.

Default:
No change to current value

migrpfx (optional)
Migration prefix. This parameter specifies whether the database routing number (RN)
or the GSM to IS-41 Migration prefix is used as the source for the prefix in the SRI Ack
response message for a migrated subscriber.
Range:
single
The RN from the RTDB lookup is not used as the prefix in the SRI Ack.

If the gsm?2is41 parameter has a value other than none, then that value
is used as the prefix in the SRI Ack Response.

multiple

The RN from the database lookup is used as the prefix in the SRI Ack
response.

E54333 Revision 2, October 2014 280



chg-gsmopts Commands

Default:

No change to the current value

System Default:
single
A value of single is the system default value for a new system, or for a system
that upgraded to 36.0 without the IGM feature being turned on. If the IGM

feature was turned on before upgrade to 36.0, then a value of multiple is
hardcoded as the system default value.

msisdntrunc (optional)

MS ISDN truncation digits. The number of digits to delete from the beginning of the
National MSISDN (MSISDN without Country Code) before formulating the MSRN
parameter of the SRI Ack response.

Range:
0-5
Default:

No change to current value

System Default:
0

msrndig (optional)
The routing number to be used as is or concatenated with the MSISDN.
Range:
™m

Routing number

rndn

Routing number prefix and the international DN (dialed /directory
number)

cerndn

Country code, routing number, and national directory number

rnccdn

Routing number, country code and directory number

rnasd

Routing number and additional subscriber data

asdrn

Additional subscriber data and routing number

rnasddn

Routing number, additional subscriber data, and directory number

asdrndn

Additional subscriber data, routing number, and directory number
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ccrnasddn
Country code, routing number, additional subscriber data, and directory
number
ccasdrndn
Country code, additional subscriber data, routing number and directory
number
rnasdccdn
Routing number, additional subscriber data, country code, and directory
number
asdrnccdn
Additional subscriber data, routing number, country code, and directory
number
rngra
Routing number and generic routing number
grurn
Generic routing number and routing number
rngrndn
Routing number, generic routing number, and directory number
grurndn
Generic routing number, routing number, and directory number
ccrngrndn
Country code, routing number, generic routing number, and directory
number
ccgrnrndn
Country code, generic routing number, routing number, and directory
number
rngrncedn
Routing number, generic routing number, country code, and directory
number
grurnccdn
Generic routing number, routing number, country code, and directory
number
Default:
No change to the current value
System Default:
rn

msrnlen (optional)

The number of digits in the MAP Routing Info portion of the returned SRI_ACK
message.
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Range:
1-30
Default:

No change to the current value

System Default:
30

msrnnai (optional)
The nature of address indicator value for the MSRIN.

Range:
0-7
0
Unknown Nature of Address
1
International Number
2
National Significant Number
3
Network Specific Number
4
Subscriber Number
5
Reserved for national use
6
Abbreviated Number
7
Reserved for extension
Default:

No change to current value

msrnnp (optional)
The numbering plan value for the MSRN.

Note: This parameter is mandatory if the msrnnai parameter is specified.

Range:
0-15

Default:

No change to current value

multcc (optional)
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Multiple country code.
Range:
1-3 digits
Valid digits are 0-9, a-f, A-F

Default:
No change to current value

nmultcc (optional)
New multiple country code.
Range:
1-3 digits, none

Valid digits are 0-9, a-f, A-F.

Commands

none —Deletes the specified multcc value from the multiple country code list.

Default:
No change to current value

off (optional)

This parameter turns off the specified options. Up to 8 comma-separated unique options

can be specified.
Range:

eirdfltimsiscrn
eirimsichk
eirimsiscrn
eirlogwl
encdnpsdnnotfound
encdnpsptnone
encodecug
encodenps

srismgtirtg

on (optional)

This parameter turns on the specified options. Up to 8§ comma-separated unique options

can be specified.
Range:

eirdfltimsiscrn
eirimsichk
eirimsiscrn

eirlogwl
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encdnpsdnnotfound
encdnpsptnone
encodecug
encodenps

srismgtirtg

serverpfx (optional)
Server SRI prefix.

Range:
1-4 digits, none

Valid digits are 0-9, a-f, A-F

none—No Server SRI prefix is provisioned
Default:

No change to current value

System Default:
none

sporttype (optional)

Commands

Service Portability type. This parameter specifies whether Service Portability applies

to SRI Query for Prepaid messages for own-network subscribers.

Note: If Service Portability is performed, then the Service Portability prefix (RTDB

‘GRN’entity id ) is applied.

Note: The S-Port feature must be turned on before any change to the parameter will

impact the G-Port SRI Query for Prepaid feature.
Range:

gsm

Apply Service Portability prefix for own-network GSM subscribers

is41

Apply Service Portability prefix for own-network IS41 subscribers

all

Apply Service Portability prefix for all own-network (IS41 and GSM)

subscribers

none

Service Portability is not performed for this feature

Default:

No change to the current value

System Default:
none
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srfaddr (optional)
Entity address of the MNP_SRF node.

Range:

1-15 digits, none

Valid digits are 0-9, a-f, A-F

none —Deletes the current value for the srfaddr parameter.
Default:

No change to current value

System Default:
none

stfnai (optional)
The nature of address indicator value of the MNP_SRF.
Range:
0-127

Default:
No change to current value

srfnp (optional)
The numbering plan value of the MNP_SRF.
Range:
0-15
Default:

No change to current value

sridn (optional)
The Send Routing Information Dialed Number location.

Range:
tcap

scep
Default:
No change to current value

System Default:
tcap

sridnnotfound (optional)

Commands

The processing used when G-Port encounters an RTDB query result that indicates that

the specified directory number is not known.
Range:
gtt
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GTT is performed on the message for routing to an HLR

srinack

an SRI negative acknowledgement is generated and returned to the
calling party

Default:

No change to the current value

System Defaullt:

Example

chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnmopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnmopt s:
chg- gsnmopt s:
chg- gsnmopt s:
chg- gsnopt s:

gtt

nsi sdntrunc=1: srf addr=123456789abcdef : srf nai =0: srf np=0
nmsr nnai =1: nsr nnp=1: nsr ndi g=ccr ndn: def mapvr =2
sridn=sccp

i s412gsmF1234: gsnRi s41=1234

server pf x=1000

nmul t cc=011

mul t cc=011: nnul t cc=11

ccnc=33322123: ntcrmmc=21434

ei ri msi chk=on: ei rrspt ype=t ype2: ei r gr sp=bl kl st
m gr pf x=nul tiple

sri dnnot f ound=sri nack

def ntc=214: def mc=34

nsr ndi g=r nasd

chg- gsnopt s: on=ei ri nsi chk, ei ri nsi scrn,eirlogw ,eirdfltinsiscrn:eirrsptype=type2:

ei rgrsp=bl Kkl

st

chg- gsnopt s: on=encodecug, encodenps, sri sngrnrtg: of f =ei ri nsi chk, ei ri nsi scrn, ei rl ogw ,

ei rdf I tinsiscrn:crptt=50

chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:
chg- gsnopt s:

on=encdnpspt none, encdnpsdnnot f ound
mapl yrrt gon=r egss, actss, sril oc: mapl yrrtgof f =dact ss, rstdata
ei rdf I tinsil kup=range

eirdfltinmsiresp=whitelist

Dependencies

At least one parameter must be specified.
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The G-Flex feature must be turned on before the defmnc, ccne, or meemnce parameter can be specified.

The G-Port or IGM feature must be enabled before the srfaddr, msrndig, msrnnai, sridn, msisdntrunc,
migrpfx, gsm?2is41, or serverpfx parameter can be specified and before a value of encodecug, encodenps,
srismgttrtg , encdnpsptnone, or encdnpsdnnotfound can be specified for the on or off parameter.

Anis412gsm parameter value must exist in the database before the serverpfx parameter can be specified.
The serverpfx=none parameter must be specified before the is412gsm=none parameter can be specified.

The EIR feature must be turned on before the eirgrsp, eirrstype, eirimsichk, eirdfltimsilkup, or eirdfltimsiresp
parameters can be specified and before the eirimsichk, eirimsiscrn, eirlogwl or eirdfltimsiscrn options can
be specified for the on or off parameter.

The ccne and meemnc parameter values must be specified together in the command.
A maximum of 10 ccnc records can exist in the database.

The value specified for the ccne parameter cannot already exist in the database unless the mccmne=none
parameter is specified.

The srfaddr, srfnai, and srfnp parameters must be specified together in the command.
The msrnnai and msrnnp parameters must be specified together in the command.

The value specified for the ccnc parameter must already exist in the database if the mccmnc=none
parameter is specified.

A maximum of 10 entries can be defined in the multiple country code list (in addition to the STP
options defcc value).

A multiple country code cannot be entered when the STP options defcc value is none. A defcc value
must first be defined before the first multiple country code can be entered. See the chg- st popt s
command.

The value specified for the nmultcc parameter cannot already exist in the multiple country code list.

If the multcc and nmultcc parameters are specified to change the multcc value to the nmultcc value,
then the multcc value must already exist in the multiple country code list.

The specified multcc and nmultce values cannot already be defined as the STP options defcc parameter
value.

The IGM feature must be enabled before the is412gsm, gsm?2is41, or migrpfx parameter can be specified.

The G-Port, IGM, MO SMS ASD, MO SMS B-Party Routing, MO SMS GRN, MO SMS I541-to-GSM
Migration, MO-based GSM SMS NP, or Prepaid SMS Intercept Ph1 feature must be enabled, or the
G-Flex, EIR, or V-Flex feature must be turned on before this command can be entered.

The G-Port or IGM feature must be enabled or the V-Flex feature must be turned on before the multcc
and nmultcc parameters can be specified.

The G-Flex MAP Layer Routing feature must be enabled and turned on before the gflexmaplayerrtg,
maplyrrtgon, or maplyrrtgoff parameter can be specified.

The G-Flex or G-Port feature must be turned on or the MT-Based GSM SMS NP or IGM feature must
be enabled before the defm or cc parameter can be specified.

If the MT-Based GSM SMS NP feature is turned on, then the defmcc=none parameter cannot be
specified.

The nmultcc and multcc parameters must be specified together in the command.
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If the multcc parameter is specified to enter a new value in the multiple country list, then the specified
value cannot already exist in the list.

The IGM or MO SMS 1541-to-GSM Migration feature must be enabled before the is412gsm parameter
can be specified.

The G-Port feature must be enabled before the sridnnotfound parameter can be specified.
The G-Port feature must be turned on before the migrpfx=multiple parameter can be specified.

The G-Port, IGM, MO SMS ASD, MO SMS B-Party Routing, MO SMS GRN, MO-based GSM SMS
NP, or Prepaid SMS Intercept Phl feature must be enabled before the defmapvr parameter can be
specified.

The G-Port SRI Query for Prepaid feature must be enabled before the dfltrn parameter can be specified.

The S-Port and G-Port SRI Query for Prepaid features must be enabled before the sporttype parameter
can be specified.

The G-Flex feature must be turned on or the G-Port or IGM feature must be enabled before the ccnc
and mccmnc parameters can be specified.

The G-Flex feature must be turned on or the G-Port or IGM feature must be enabled before the ccnc
and mccmnc parameters can be specified.

The MNP Circular Route Prevention feature must be turned on before the crptt parameter can be
specified.

The eirimsichk parameter and the on or off parameter cannot be specified together in the command.
The same value cannot be specified for the on and off parameters.

The same MAP operation cannot be specified by the maplyrrtgon and maplyrrtgoff parameters in
the same command.

If the all MAP operation is specified for the maplyrrtgon or maplyrrtgoff parameter, then no other
operation can be specified for these parameters in the same command.

If the maplyrrtgon=all parameter is specified, then the maplyrrtgoff parameter cannot be specified
in the same command.

If the maplyrrtgoff=all parameter is specified, then the maplyrrtgon parameter cannot be specified
in the same command.

Notes

The sridn parameter can be used with the G-Port feature only or with the G-Port feature and the MNP
Circular Route Prevention feature. Refer to the Feature Manual - G-Port for more information.

If the IGM feature was turned on prior to upgrade to Release 36.0, then the migration prefix
ishard-coded to a value of multiple . After upgrade, if the chg- gsnmopt s: mi gr pf x=si ngl e command
is used to change the migration prefix to single, then the G-Port feature must be turned on before the
migration prefix can be changed back to multiple (chg- gsrmopt s: mi gr pf x=mul ti pl e).

on/off options

* cirimsichk—Specifies the use of the Equipment Identity Register (EIR) IMSI Check status. This option
is not valid for IMEI ranges. This option has a default of OFF.
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* encodecug—Specifies whether the Closed User Group (CUG) Checkinfo from the SRI message is
included in the SRI Ack message. This option has a default of OFF.
* enodenps— Specifies whether the Number Portability Status Indicator (NPSI) is included in SRI

Ack messages when the portability type (PT) has a value of 0, 1, 2 or 36. This option has a default
of ON.

* srismgttrtg—Specifies whether the SRI_SM routing feature is on. This option has a default of OFF.

* encdnpsptnone—Specifies whether the NPSI is included in SRI Ack messages when the PT has a
value of nomne (255). This option has a default of OFF.

* encdnpsdnnotfound—Specifies whether the NPSI is included in SRI Ack messages when the DN is
not found. This option has a default of OFF.

* eirimsiscrn ---- Specifies the use of Equipment Identity Register (EIR) IMSI screening status. This
option specifies whether the IMSI Screening shall be done before the IMEI check. This option has
a default of OFF.

» cirlogwl ---- Specifies the use of Equipment Identity Register (EIR) white list logging status. This
option specifies whether the white list logging for EIR shall be on. This option has a default of OFF.

* cirdfltimsiscrn -—-- Specifies the use of Equipment Identity Register (EIR) default IMSI screening
status. This option specifies whether the default IMSI screening shall be on. This option has a default
of OFF.

MAP Operations Supported by the maplyrrtgon and maplyrrtgoff Parameters

The maplyrrtgon and maplrrtgoff parameters are used to turn G-Flex MLR on and off, respectively, for
the following MAP operations:

* regss : registerSS—Register Supplementary Service

* actss : activateSS—Activate Supplementary Service

* dactss : deactivateSS—Deactivate Supplementary Service

* intss : interrogateSS—Interrogate Supplementary Service

* authfailrpt : authenticationFailureReport—Authentication Failure Report

* rstdata : restoreData—Restore Data

s procunstrqt : processUnstructuredSS-Request—Process Unstructured SS Request
* rdyforsm : readyForSM—Ready For Short Message

* purgmobss : purgeMS—Purge Mobile Subscriber

¢ sriloc : sendRoutingInfoForLCS—Send Routing Information for Location Service

Output

chg- gsnmopt s: nsrnnai =1: nsr nnp=1:; nsr ndi g=ccr ngr ndn: def mapvr =2

tekel ecstp 09-05-05 12:28:07 EST EAGLE 41.1.0
CHG GSMOPTS: MASP A — COWLTD

Related Commands
chg-gsmsmsopts, rtro-gsmopts, rtrv-gsmsmsopts

chg-gsms-opcode Change GSM MAP Screening Operation Code
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Use this command to change the attributes of the GSM (Global System for Mobile Telecommunication)
MAP (mobile application part) screening operation codes. The command allows you to change the
default screening action and the operation-code name for a specific operation code.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.
opname (mandatory)
Operation code name. The user-defined name for the operation code.
Range:
ayyyyyyy

1 alphabetic character followed by up to 7 alphanumeric characters

force (optional)

Check Mated Application Override. This parameter is used to complete command
execution if the npc/npca/npci/npen/npcn24 and nssn parameter combination
specified in the command is not already defined in the SCCP Application entity set
(Remote Point Code/Mated Application Table).

Range:
yes
no
Default:
1o
ndfltact (optional)
New default screening action.
Range:
pass
Route the message as normal to the destination; a UIM will be issued.
This is intended to be a test mode and is recommended when setting up
GSM Map Screening during the initial phase to assure that no MSUs will
be inadvertently thrown away.
discard
Do not route the MSU. The MSU is discarded (thrown away) and an
appropriate UIM is issued.
atierr
Do not route the MSU. An ATI (Any Time Interrogation) reject message
is generated to the originator. This value is valid only for ATI MAP
operation codes.
route
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Route the message as normal to the original destination node; no UIM
will be generated. The original destination is the node to which normal
GTT would be sent if no GSM MAP actions are taken.
forward
Route the original message to the forward node. The original message
will not be sent to the original node. If, however, the forward node is
not available for routing, the MSU is routed to the original node.
duplicate

Route the message as normal to the original destination and route a copy
of the original message to the duplicate node. If the MSU fails to route
to the duplicate node, a UIM is generated indicating the duplicate routing
failure.

dupdisc
Route the original message to the duplicate node. The original message

will not be sent to the original node. If, however, the duplicate node is
not available for routing, the MSU is discarded.

Default:

No change to the current value

nmapset (optional)
New MAP set ID.
Range:
1 - 36000, dflt
dflt —Default MAP set

nopname (optional)
New operation code name.

Range:
ayyyyyyy

1 alphabetic character followed by up to 7 alphanumeric characters

Default:
No change to current value

npc (optional)
ANSI point code with subfields network indicator-network cluster-network cluster member
(ni-nc-ncm).
Synonym:
npca
Range:
000-255
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Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
The point code 000-000-000 is not a valid point code.

npc/npca/npci/npen/npen24 (optional)
New point code. The npc/npca/npci /npcn/npen24 and nssn parameters are used
when the default screening action (dfltact) is forward, duplicate, or dupdisc (duplicate
and discard). These parameters allow the user to change the defined node to which
the input message will be routed.

npci (optional)
New ITU international point code with subfieldszone-area-id. Theprefix subfield indicates
a spare point code (prefix-zone-area-id).

Range:
s-, 0-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s

zone—0-7

area—000-255

id—0-7

The point code 0-000-0 is not a valid point code.

npcn (optional)
New ITU national destination point code in the format of a 5-digit number (nnnnn); or
2, 3, or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).
Range:

s-, 0-16383, aa-zz

Specify a valid value for each subfield of the point code, and separate the

subfields with a dash (-).

prefix—s-

nnnnn—~0-16383

gc—aa-zz

m1-m2-m3-m4—~0-14 for each member; values must sum to 14
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npcn24 (optional)

New 24-bit ITU national point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

Range:
000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

nri (optional)

New routing indicator. This parameter specifies whether a subsequent global title
translation is required.

Range:
gt

ssn

nssn (optional)
New Subsystem Number.

Range:
2-255

Default:
No change to the existing value

ntt (optional)

New translation type. This parameter specifies the value that the CdPA TT is set to as
the result of Enhanced GSM Map Screening.

Range:
0-255

Default:
No change to the existing value

Example

chg- gsns- opcode: opnane=ati: ndfltact=atierr

chg- gsms- opcode: opnane=ati : ndf| t act =f or war d: npci =1- 1- 1: nssn=5: f or ce=yes
chg- gsnms- opcode: opnane=xyz: npca=9- 9- 9: nssn=3

chg- gsns- opcode: opnane=t est 2: npci =s-1-1-1
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chg- gsnms- opcode: opnane=t est 2: ndf | t act =dupdi sc: npci =1- 1- 1: nssn=5: nmapset =8
chg- gsnms- opcode: opnane=t s4: ndf | t act =f or war d: npc=1- 1- 2: nssn=5: nmapset =df | t
chg- gsns- opcode: opnane=t est: nri =ssn

chg- gsns- opcode: opnane=test4: ntt=12

Dependencies
At least one optional parameter must be specified.

If the ndfltact parameter is specified, one of the following values must be specified: pass, discard, atierr,
route, forward, duplicate, or dupdisc.

If the ndfltact parameter is specified and its value is forward, duplicate, or dupdisc, the npc/npca/npci
/npen/npen24 and nssn parameters must be specified.

The word none cannot be specified as a value for the opname or nopname parameter.

If the npc/npca/npcinpen/npcn24 and nssn parameters are specified with the ndfltact parameter,
the ndflact parameter must have a value of forward, duplicate, or dupdisc.

The npc/npca/npci/npcen/npen24 and nssn parameters must be specified before the force parameter
can be specified.

The value specified for the opname parameter must already exist in the GSM Map Op-Code table.
The GSM Map Screening feature must be turned on before this command can be entered.
The EGMS feature must be enabled and turned on before the npc or npca parameters can be specified.

The ndfltact=atierr parameter cannot be specified unless the value of the operation code referenced
by the opcode parameter is 71 . The atierr option is valid only for ATI MAP operation codes, and the
opcode=71 parameter signifies an ATI MAP operation code.

The value specified for the npc/npca/npci/npcn /npcn24 parameter must be a full point code.

If the npc/npca/npci/npen/npcen24 parameter and the nssn parameter are specified, and the force
parameter is not specified as yes, the PC-SSN must be populated in the SCCP Application entity set
(Remote Point Code / Mated Application Table).

If specified, the npc/npca/npci/npen/npen24 parameter value must exist as a destination in the
Ordered Route entity set or reside in a cluster (ANSI only) that exists as a destination in the Ordered
Route entity set (for global title routing).

If the opname parameter is specified, the value must be alphanumeric.

The opname parameter value and the nopname parameter value must be no more than 8 characters
long.

The nmapset parameter must be specified if the value of the ndfltact parameter is forward, duplicate,
or dupdisc.

If the ndfltact parameter is specified with the nmapset, nri, ntt, pc, or ssn parameter, then the ndfltact
parameter must have a value of forward, duplicate, or dupdisc.

The nmapset parameter must be specified before the force parameter can be specified.
The Flexible GTT Load Sharing feature must be enabled before the nmapset parameter can be specified.

The specified new MAP set must exist.
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If the nmapset=dflt parameter is not specified, or the nmapset=dflt parameter is specified, but the
force=yes parameter is not specified, then the new PC and new SSN must exist in the new MAP set.

If the nmapset, nri, or ntt parameter is specified, and the ndfltact parameter is not specified, then the
dfltact parameter must have a previously provisioned value of forward, duplicate, or dupdisc .

If the value of the ndfltact parameter is forward, duplicate, or dupdisc, then the value specified for the
npc/npca/npci/npen/npen24 parameter cannot be associated with a proxy point code.

If the nri=ssn parameter is specified, then the ssn=none parameter cannot be specified.

If the Flexible GTT Load Sharing feature is enabled, and the new or previously provisioned subsystem
number has a value of none, then the new or previously provisioned MAP set and point code
combination must already exist in the MAP table.

If the Flexible GTT Load Sharing feature is not enabled, and the new or previously provisioned
subsystem number has a value of none (the nssn=none parameter is specified in this command, or the
ssn=none parameter was specified in the ent - gsnms- opcode command), then the point code must
already exist in the MAP table.

Notes

In this command, only ITU-international and ITU national point codes support the spare point code
subtype prefix (s-).

Output

chg- gsns- opcode: opnane=test4: ntt=12

tekel ecstp 08-08-20 19:13:01 EST EAGLE 39.2.0
CHG GSM OPCCDE: MASP A - COWPLTD

Related Commands
dlt-gsms-opcode, ent-gsms-opcode, rtrv-gsms-opcode

chg-gsmsmsopts Change GSM SMS System Options
Use this command to enter GSM SMS system options in the database. This command updates the
GSMSMSOPTS table.
Parameters

bpartygttsn (optional)

MO SMS B-Party Routing GTT Set name. The GTT set where Global Title Translation
lookup on B-Party digits is performed.

Range:
ayyyyyyyy
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1 alphabetic character followed by up to 8 alphanumeric characters.

Default:
No change to the current value

System Default:
none

defis41smsc (optional)

Default IS41 short message service center. The default SMSC where an SRI_SM message
received for an own network 1541 subscriber is relayed.

Range:
1-15 digits, none
Default:

No change to the current value

System Default:
none

defrn (optional)
Default routing number. A default routing number used for own-network subscribers.
Range:
1-15 digits, none
Valid digits are 0-9, a-f, A-F

Default:

No change to the current value

System Default:
none

igmsmsrelay (optional)

IGM - based SMS relay. This parameter specifies whether IGM relays an SRI_SM
message that is received for an own network IS41 subscriber to a default SMSC or sends
an SRI_SM-NACK error message.

Range:
yes
IGM relays the message to the default SMSC
no
IGM sends an SRI_SM-NACK
Default:
No change to the current value
System Default:
10
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is41smscgttsn (optional)
1541 SMSC GTT Set name. The GTT set where Global Title Translation lookup on default
1541 SMSC digits is performed.
Range:
ayyyyyyyy

1 leading alphabetic and up to 8 following alphanumeric characters.

Default:

No change to the current value

mosmsaclen (optional)
The number of the digits that are taken from the MO SMS CgPA and used as the Area
Code in the MO SMS CdPA.
Range:
0-8
Default:

No change to the current value

System Default:
0

mosmsdigmat (optional)
MO-based SMS Home SMSC match. The method used by the Portability Check for MO
SMS or the MO-based GSM SMS NP feature to find a Home SMSC match.
Range:
exact
The system searches for an exact match of digits in the HomeSMSC Table.
bestfit
The system searches for a match on the leading digits of an incoming

message with any provisioned entry in HomeSMSC table if an exact
match is not found.

Default:
No change to the current value

System Default:
exact

mosmsfwd (optional)

MO-based SMS forward. This parameter specifies whether the value of the SCCP CDPA
in the MO-based SMS message is modified to the GTA value that is specified by the
mosmsgta parameter.

Range:
yes
The SCCP CDPA value is modified.
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1no
The SCCP CDPA value is not modified.

This parameter must be specified before the mosmsfwd=yes parameter
can be specified.

Default:
No change to the current value

System Default:
1o

mosmsgta (optional)

MO-based SMS GTA. The GTA value that is used to replace the SCCP CDPA value in
the MO-based SMS message.

Range:
5-21 digits, none
Default:

No change to the current value

System Default:
none

mosmsgttdig (optional)
MO SMS B-Party Routing GTT digits. The digits used for Global Title Translation.
Range:
scepedpa
The SCCP CdPA is used for GTT
mapbparty
The MAP B-Party number is used for GTT

Default:
No change to the current value

System Default:
sccpedpa

mosmsnai (optional)

MO-based SMS NAI The number conditioning performed on the SMS message
destination address before lookup in the number portability database is performed.

Range:
intl
Number is treated as INTL (1) for number conditioning

nai

The NAI from the SMS message is used to perform number conditioning
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nat
Number is treated as NATL (2) for number conditioning

unknown
Number is treated as UNKNOWN (0) for number conditioning

A value of nai must be specified before the intl, natl, nail, nai2, nai3, and unkn
parameters in the chg- npp- ser v command can be changed to non-default
values for the MOSMSGCDPN service.

Default:
No change to the current value

System Defaullt:
intl

mosmssa (optional)

MO-based SMS sub-address. This parameter specifies whether the sub-address is
searched in the SMS called party (destination address).

Range:
yes
Sub-address is searched in the SMS called party.
no
Sub-address is not searched in the SMS called party.
Default:
No change to the current value
System Default:
1o

mosmstcapseg (optional)

MO-based SMS TCAP Segmentation for GSM. This parameter specifies whether
Mobile-Originated segmented TCAP messages are supported.

Range:
on
Segmented messages are supported.
off
Segmented messages are not supported.
Default:
No change to the current value
System Default:
off

mosmstype (optional)
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MO-based SMS type. The value of the entity type that indicates that a successful lookup
occurred in the number portability database.
Range:
sp
signaling point
™m
routing number
sprn
Lookup is successful if the value of the entity type issp orrn.

all

Lookup is successful if the value of the entity type is sp or rn, or if no
entity type is found.

Default:
No change to the current value

System Default:
sprn

mtmmsackn (optional)
MT-Based MMS acknowledgement. The message that is generated in response to a
successful number portability database lookup for an SRI_SM message from a Home
MMSC.
Range:
ack
SRI_SM_ACK message

nack
SRI_SM_NACK (Return Error) message

Default:
No change to the current value

System Default:
ack

mtmmsentylen (optional)
MT-Based MMS Entity length. The maximum number of digits used from the entity

value of a returned RN, SP, or SRFIMSI entity for Multimedia Service (MMS) processing.

Range:
1-15, none

none—all digits from the entity value are used

Default:
No change to the current value
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System Default:
none

mtmmsgta (optional)

MT-Based MMS GTA. The GTA that is compared with the SCCP CgPA GTA of an
SRI_SM message to determine whether the originator of the message is a Home MMSC.

Range:
5-21 digits, none
Valid digits are 0-9, a-f, A-F

none—Deletes the current value of the mtmmsgta parameter.

Default:
No change to the current value

System Default:
none

mtmmslen (optional)

MT-Based MMS Length. The maximum number of digits used in the returned IMSI
and/or NNI fields for MMS processing.

Range:

1-24, none

none—all digits from the fields are used
Default:

No change to the current value

System Default:
none

mtmmstype (optional)

MT-Based MMS type. The value of the entity type that indicates that a successful lookup
occurred in the number portability database.

Range:

sp
signalling point

m

routing number
sprn

sp orrn

all
sp, rn,or DN with no entity

nonsp
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rn or DN with no entity

Default:
No change to the current value

System Default:
rn

mtsmsackn (optional)
MT-Based SMS acknowledgement. The message generated in response to a successful
number portability database lookup for an SRI_SM message from a Home SMSC.
Range:
ack
SRI_SM_ACK message

nack
SRI_SM_NACK (Return Error) message

Default:
No change to the current value

System Default:
ack

mtsmschksrc (optional)

MT-Based SMS check source. This parameter specifies whether the SCCP CgPA GTA
of a SRI_SM message is validated to determine if the source of the message is a Home
SMSC.

Range:
yes
The SCCP CgPA GTA of an SRI_SM message is validated

no
The SCCP CgPA GTA of an SRI_SM message is not validated

If the mtsmschksrc=yes parameter is specified, and if the incoming SRI_SM
message has SCCP CgPA GTA, then the SCCP CgPA GTA must be found in
the Home SMSC list for the source of the message to be considered a Home
SMSC. If the message is not found in the Home SMSC list, then the MT-Based
GSM SMS NP feature does not process the message.

If the mtsmschksrc=no parameter is specified, or if SCCP CgPA GTA does not
exist in the incoming message, then the source of the message is considered to
be a Home SMSC, and the MT-Based GSM SMS NP feature considers the message
for processing.

Default:

No change to the current value

System Default:
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no

mtsmsdltr (optional)

MT-Based SMS delimiter. This parameter specifies whether to insert a delimiter digit
string before or after the routing number (RN) if the RN is used in the outbound digit
format.

Note: The delimiter string that is inserted is determined by the mtsmsdltrv parameter.
Range:
no
A delimiter digit string is not inserted
prern

A delimiter digit string is inserted before the RN

postrn
A delimiter digit string is inserted after the RN

Default:

No change to the current value

System Default:
1o

mtsmsdltrv (optional)

MT-Based SMS delimiter value. The delimiter digit string that is inserted before or after
the RN when the RN is used in the outbound digit format.

Range:
1-5 digits, none
Valid digits are 0-9, a-f, A-F

Default:
No change to the current value

System Default:
none

mtsmsimsi (optional)

MT-Based SMS IMSI. The required format of digits that are encoded in the “IMSI”
parameter of the SRI_SM response message.

Range:
m
routing number
rndn

routing number and the international dialed or directory number

cerndn

country code, routing number, and national directory or dialed number
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dn
directory or dialed number
stfimsi

IMSI is encoded as the “SRFIMSI” parameter from the number portability
database

mccrndn

mobile country code, routing number, and directory or dialed number

Default:
No change to the current value

System Default:
mccrndn

mtsmsnakerr (optional)
MT-Based SMS negative acknowledgement error. The TCAP error choice code used
in the NACK response message generated for SRI_SM messages.
Range:
0-255
Default:

No change to the current value

System Default:
1

mtsmsnni (optional)

MT-Based SMS network node indicator. The required format of digits that are encoded
in the “Network Node Number” parameter of the SRI_SM response message.

Range:
m
routing number
rndn
routing number and the international dialed or directory number
ccrndn
country code, routing number, and national directory or dialed number
dn
Directory or Dialed Number
stfimsi
IMSI is encoded as the “SRFIMSI” parameter from the number portability
database
mccrndn

mobile country code, routing number, and directory or dialed number
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none

The Network Node Number parameter is not encoded in the response
message

Default:
No change to the current value

System Defaullt:
rn

mtsmstype (optional)

MT-Based SMS type. The value of the entity type that indicates that a successful lookup
occurred in the number portability database for messages that are modified by the
MT-Based GSM SMS NP feature.

Range:

sp
signalling point

routing number
sprn
sp or
all
sp, rn, or DN with no entity

nonsp

rn or DN with no entity

Default:
No change to the current value

System Default:
rm

spfill (optional)

This parameter specifies whether the Numbering Plan Processor (NPP) can populate
SP and RN entities for own network subscribers at the same time.

Range:
off
Do not populate the RN and SP entities at the same time
on
Allow population of the RN and SP entities at the same time
Default:

No change to the current value

System Default:
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off

sporttype (optional)
Service Portability type. This parameter specifies whether Service Portability is
performed for the associated feature.

The S-Port feature must be enabled before this parameter can be specified. The S-Port
feature must be turned on before any change to the parameter will impact the
associated feature.

If Service Portability is performed, then the Service Portability prefix (RTDB ‘GRN’entity
id ) is applied.
Range:
gsm
apply Service Portability prefix for own-network GSM subscribers
is41
apply Service Portability prefix for own-network IS41 subscribers
all

apply Service Portability prefix for all own-network (IS41 and GSM)
subscribers

nomne

Service Portability is not performed

Default:
No change to the current value

System Default:
none

srismdn (optional)

SRI_SM DN location. This parameter specifies whether the MT-Based GSM SMS NP
feature selects the MSISDN from the TCAP or SCCP CdPA section of the SRI_SM
message.

Range:
scep
select the MSISDN from the SCCP CDPA section

tcap
select the MSISDN from the TCAP section

Default:
sccp

Example

chg-gsnmensopt s: nosnenai =i ntl : nosnst ype=sp: nosnmssa=no
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chg- gsmensopt s: nosnsf wd=no: nosnsgt a=987654321

chg- gsmensopt s: sri smdn=t cap

chg- gsnmensopt s: nt snsackn=nack: nt snsdl t r =no: nt snsdl t r v=125: mt snschksr c=no
chg- gsnsnsopt s: m msgt a=51111: nt mst ype=sp: nt mrsackn=nack: nt msent yl en=7: mt rmsl en=10
chg- gsnensopt s: nosnedi gmat =bestfit

chg-gsmensopt s: bpartygttsn=seti nt 001: nosnsgtt di g=mapbparty

chg- gsmsnsopt s: nosnsacl en=4

chg- gsmsnsopt s: nosnst capseg=on

Dependencies
At least one parameter must be specified.

The Hex Digit Support for GTT feature must be enabled before a hexadecimal value for the mosmsgta
parameter can be specified.

The mosmsgta parameter must be specified before the mosmsfwd=yes parameter can be specified.

The mtsmsdltrv parameter must be provisioned before a value of prern or postrn can be specified for
the mtsmsdltr parameter.

The value specified for the bpartygttsn or is41smscgttsn parameter must match the name of an existing
GTT Set.

The mosmsgttdig=sccpcdpa parameter must be specified before the bpartygttsn=none parameter can
be specified.

The GTT set specified for the bpartygttsn or is41smscgttsn parameter must have settype=cdgta (see
the ent - gt t set command).

If the bpartygttsn=none parameter is specified, then the mosmsgttdig=mapbparty parameter cannot
be specified.

The MO-based GSM SMS NP, MO SMS ASD, or MO SMS GRN feature must be enabled before the
mosmsfwd or mosmsgta parameter can be specified.

The Portability Check for MO SMS feature or the MO-based GSM SMS NP feature must be turned on
before the mosmsdigmat or mosmstcapseg parameter can be specified.

The MT-Based GSM SMS NP feature must be enabled before the mtsmsimsi, mtsmsnni, mtsmstype,
mtsmsackn, mtsmsdltr, mtsmsdltrv, mtsmsnakerr, mtsmschksre, or srismdn parameter can be specified.

The MT-Based GSM MMS NP feature must be enabled before the mtmmsgta, mtmmstype, mtmmsackn,
mtmmsentylen , or mtmmslen parameter can be specified.

The MO SMS B-Party Routing feature must be enabled before the bpartygttsn or mosmsgttdig
parameter can be specified.

The MO-based GSM SMS NP feature must be enabled before the mosmstype, defrn, or spfill parameter
can be specified.

The MO SMS ASD, MO SMS GRN, MO-based GSM SMS NP, or Prepaid SMS Intercept Ph feature must
be enabled before the mosmsaclen, mosmsnai, or mosmssa parameter can be specified.
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If a digit string value has already been specified for the mosmsgta or mtsmsdltrv parameter, then a
value of none cannot be specified subsequently for that parameter.

The IS41 GSM Migration feature must be turned on before the igmsmsrelay, is41smscgttsn , or
defis41smsc parameter can be specified.

If the defisd1smsc=none parameter is specified, then the igmsmsrelay=yes parameter cannot be
specified.

If the defis41smsc parameter has a value other than none , then the is41smscgttsn=none parameter
cannot be specified.

The S-Port feature must be enabled before the sporttype parameter can be specified.

The EGTT feature must be turned on before the is41smscgttsn parameter can be specified.

Notes

The mosmstcapseg parameter is turned off automatically if the Portability Check for MO SMS feature
is turned off or the temporary FAK for the feature expires, and the MO-based GSM SMS NP feature
is not enabled.

Output

chg-gsnensopt s: i s4lsnscgttsn=set 1: defi s4lsnmsc=1234: i gnsnsrel ay=yes

tekel ecstp 09-06-08 18:52:54 EST EAGLE 41.1.0
CHG GSMSMSOPTS: MASP A - COWPLTD

Related Commands
chg-gsmopts, rtro-gsmopts, rtrv-gsmsmsopts

chg-gta Change Global Title Address Information

Use this command to change the global title address information (GTA) for applicable global title
selectors required to specify a global title entry.

This command changes the routing objects for messages requiring global title translations. The specified
point code, subsystem number, MRN set ID, and routing indicator overwrite the existing data values.

When the Intermediate GTT Load Sharing feature and the Flexible GTT Load Sharing feature are both
on, multiple relationships can be defined among a set of destination point codes in the existing MRN
table. The relationship used in a particular translation is based on the GTA digits used for translation.
The MRN Set ID and the post-translation PC create a key that is used to perform a lookup in the MRN
table. This lookup results in a set of alternate PCs from which a PC is selected, based on relative cost,
to route the MSU in most cost-effective way.

Note: If the EGTT feature is turned on, then the GTT Selector (ent/ chg/dl t/rtrv-gttsel ), GIT
Set(ent/dlt/rtrv-gttset) and GTA (ent/chg/dl t/rtrv-gta)commands replace the
Translation Type (ent/ dl t/ rtrv-tt)and Global Title Translation (ent/ chg/dl t/rtrv-gtt)
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commands. However, the Translation Type and Global Title Translation commands continue to
work according to their original functionality when the EGTT feature is on.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.

gttsn (mandatory)

GTT set name. A GTT set is an entity to which global title addresses and selectors are
assigned.

Range:
ayyyyyyyy

1 leading alphabetic character followed by up to 8 following alphanumeric
characters

acn (optional)
Application context name. The ITU TCAP acn field in the incoming MSU.

Range:
0 - 255, *, none

The ACN supports up to 7 subfields separated by a dash (e.g.
1-202-33-104-54-26-007).

*—any valid value in the ITU TCAP ACN field in the incoming MSU
none—there is no ITU TCAP ACN field in the incoming MSU

Default:
No change to the current value

actsn (optional)
GTT Action Set Name.

Range:
ayyyyyyyy

1 leading alphabetic character followed by up to 8 alphanumeric characters

none-Action set name does not point to any action set

ccgt (optional)
Cancel called global title indicator.

Range:
yes

no

Default:

No change to the current value
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cdselid (optional)
CdPA selector ID.

Range:
0 - 65534, none
none—deletes the current value of the CDSELID field

Default:
No change to the current value

cdssn (optional)
Starting CdPA subsystem number.

Range:
0-255

cgenvsn (optional)
Calling party conversion set name.

Range:
ayyyyyyyy

1 leading alphabetic character and up to 8 following alphanumeric characters.

none—deletes the current value of the parameter

cggtmod (optional)

Calling party GT modification indicator. This parameter specifies whether calling party
global title modification is required.

Range:
yes

no

Default:
no

cgpc (optional)
ANSI CgPA point code with subfields network indicator-network cluster-network cluster
member (ni-nc-ncm).

Synonym:
cgpea

Range:
0-255, *

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

The asterisk (*) value is not valid for the ni subfield.

When chg- si d: pct ype=ansi is specified, ni=000 is not valid.
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When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni=001-005.
When chg- si d: pct ype=ansi is specified, nc=000 is valid if ni=006-255.
When chg- si d: pct ype=ansi is specified, ni-*-* is valid if ni =006-255.

The point code 000-000-000 is not a valid point code.

cgpcaction (optional)
This parameter is used to provide the required abilities, indicating what any particular
translation needs to do with CgPA PC.
Range:
dflt
protocol will be allowed to perform all the required processing/conversion with
CGPC.

ignore
CGPC will be left as it was in incoming MSU.
remove

CGPC will be removed from outgoing MSU.
Default:
dflt

cgpci (optional)
ITU international CgPA point code with subfieldszone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id).
Range:
s-, 0-255
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
prefix—s
zone—0-7
area—000-255
id—0-7
The point code 0-000-0 is not a valid point code.

cgpen (optional)
ITU national CgPA point code in the format of a 5-digit number (nnunn); or 2, 3, or 4
numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).
Range:
s-, 0-16383, aa-zz
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Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-

nnnnn—~0-16383

gc—aa-zz

m1-m2-m3-m4—-0-14 for each member; values must sum to 14

cgpenl6 (optional)
16-bit ITU national CgPA point code with subfields unit number-sub number area-main
number area (un-sna-mna).
Range:
000---127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

un---000---127
sna--000---15
mna---000---31

cgpen24 (optional)

24-bit ITU national CgPA point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

Range:
000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

cgselid (optional)
Calling party selector ID.

Range:
0 - 65534, none

none—deletes the current value of the CGSELID field

Default:
No change to the current value

cgssn (optional)
The subsystem number of the start CgPA.

Range:
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0-255

dpc (optional)
ANGSI destination point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm).
Synonym:
dpca

Range:
0---255, *

Specify a valid value for each subfield of the point code, and separate the
subfields with dash (-).

The asterisk ("’) value is not valid for the n subfield.

When chg- si d: pct ype=ansi is specified, ni=000 is not valid.

When chg- si d: pct ype=ansi is specified, nc=000 is not valid if ni=001--005.
When chg- si d: pct ype=ansi is specified, nc=000 is valid if ni=006--255.
When chg- si d: pct ype=ansi is specified, ni--*--"" is valid if ni=006--225.
The point code 000--000---000 is not a valid point code.

dpc/dpca/dpci/dpen/dpen24/dpenl6 (optional)
Point Code.

dpci (optional)
ITU international destination point code with subfields zone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id).
Range:

s-, 0-255
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
prefix—s
zone—0-7
area—000-255
id—0-7
The point code 0-000-0 is not a valid point code.

dpcn (optional)
ITU destination point code in the format of a 5-digit number (nnnnn); or 2, 3, or 4
numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popt s: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). Theprefix
subfield indicates a spare point
code (prefix-nnnnn, prefix-nnnnn-gc,prefix--m1-m2-m3-m4,prefix-m1-m2-m3-m4-gc).

Range:
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s-, 0-16383, aa-zz

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-
nnnnn—0-16383
gc—aa-zz

m1-m2-m3-m4—-0-14 for each member; values must sum to 14

dpcn16 (optional)

16-bit ITU national destination point code with subfields unit number-sub number
area-main number area (un-sna-mna).

Range:

000---127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

un---000---127
sna---000---15
mna---000---31

dpcn24 (optional)
24-bit ITU national destination point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

Range:

000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

ecdssn (optional)
Subsystem number of the end called party.

Range:

0-255

ecgssn (optional)
Subsystem number of the end CgPA.

Range:

0-255

egta (optional)
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End global title address. The end of a range of global title digits.
Range:
1- 21 digits

If the Hex Digit Support for GTT feature is not enabled, the range is 1-21 decimal
digits; valid digits are 0-9 .

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

Default:
Same as the specified gta value

fallback (optional)

Fallback option. The action that is taken if the last translation doesn't match when
performing GTT using a FLOBR-specific GTT mode.

Range:

yes
GTT is performed based on the last matched entry

no
GTT fails and the MSU is discarded

sysdflt
The system-wide default fallback option in the SCCPOPTS table is used.

Default:
No change to the current value

family (optional)
The ANSI TCAP FAMILY field in the incoming MSU.

Range:
0- 255, *, none

*—any valid value in the ANSI TCAP FAMILY field in the incoming MSU
none —there is no value in the ANSI TCAP FAMILY field in the incoming MSU

System Default:
none

force (optional)
Check mated application override.

Range:
yes

no

Default:
no
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gta (optional)
Global title address. The beginning of a range of global title digits.

Range:
1 - 21 digits

If the Hex Digit Support for GTT feature is not enabled, the range is 1-21 decimal
digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

gtmodid (optional)
Global title modification identifier.

Range:

ayyyyyyyy
1 leading alphabetic character followed by up to 8 alphanumeric characters

none—removes the association between the translation and the GTMODID

Default:
No change to the current value

loopset (optional)
SCCP loopset name. This parameter associates a translation set with a loopset.

Range:
ayyyyyyy

One leading alphabetic character and up to 7 following alphanumeric characters.

none—Disassociates the translation set from all loopsets.

mapset (optional)
MAP set ID. The Mated Application set ID.

Range:
1 - 36000, dflt

dflt—Default MAP set

mrnset (optional)
MRN set ID. The Mated Relay Node set ID.

Range:
1 - 3000, dflt, none

dflt—Default MRN set

none—The GTA translation does not participate in any load sharing.

opc (optional)
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ANSI originating point code with subfields network indicator-network cluster-network
cluster member (ni-nc-ncm).

Synonym:

opca

Range:

0-255,*

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

The asterisk (¥) value is not valid for the ni subfield.

When chg- si d: pct ype=ansi is specified, ni=000 is not valid.

When chg- si d: pct ype=ansi is specified, nnc = 000 is not valid if ni=001-005.
When chg- si d: pct ype=ansi is specified, nc=000 is valid if ni=006-255.
When chg- si d: pct ype=ansi is specified, ni-*-* is valid if ni =006-255.

The point code 000-000-000 is not a valid point code.

opci (optional)
ITU international originating point code with subfields zone-area-id. The prefix subfield
indicates a spare point code (prefix-zone-area-id).

Range:

s-, 0-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s

zone—0-7

area—000-255

id—0-7

The point code 0-000-0 is not a valid point code.

opcn (optional)
ITU national originating point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg-stpopts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). The prefix
subfield indicates a spare point code (prefix-nnnnn, prefix-nnnnn-gc, prefix-m1-m2-m3-m4,
prefix-m1-m2-m3-m4-gc).

Range:

s-, 0-16383, aa-zz

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-
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nnnnn—0-16383
gc—aa-zz

m1-m2-m3-m4—-0-14 for each member; values must sum to 14

opcnl6 (optional)

16-bit ITU national originating point code with subfields unit number-sub number
area-main number area (un-sna-mna).

Range:
000---127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

un---000---127
sna---000---15
mna---000---31

opcn24 (optional)

24-bit ITU national originating point code with subfields main signaling area-sub signaling
area-signaling point (msa-ssa-sp).

Range:
000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

msa—000-255
ssa—000-255
sp—000-255

opcode (optional)
The TCAP opcode field in the incoming MSU.

Range: 0 - 255, *, none
*—any valid value in the TCAP OPCODE field in the incoming MSU

none—there is no value in the TCAP OPCODE field in the incoming MSU

opcsn (optional)
The new OPC GTT set name.

Range:
ayyyyyyyy
1 leading alphabetic character and up to 8 following alphanumeric characters.

optsn (optional)
Optional GTT set name.
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Range:
ayyyyyyyy
1 leading alphabetic character and up to 8 following alphanumeric characters.

none—deletes the current value of the parameter

pc (optional)

ANSI point code with subfields network indicator-network cluster-network cluster member
(ni-nc-ncm). The prefix subfield indicates a private point code (prefix-ni-nc-ncm).

Synonym:

pca
Range:

p-, 000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—p-

When chg- si d: pct ype=ansi is specified, ni = 000 is not valid.

When chg- si d: pct ype=ansi is specified, nc = 000 is not valid if ni = 001-005.
When chg- si d: pct ype=ansi is specified, nc = 000 is valid if ni = 006-255.
The point code 000-000-000 is not a valid point code.

pci (optional)

ITU international point code with subfields zone-area-id. The prefix subfield indicates a
spare point code, private point code, or private and spare point code (prefix-zone-area-id).

Range:
s-, p-, ps-, 0-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—s-, p-, ps

zone—0-7
area—000-255
id—0-7

The point code 0-000-0 is not a valid point code.

pen (optional)
ITU national destination point code in the format of a 5-digit number (nnnnn); or 2, 3,
or 4 numbers (members) separated by dashes (m1-m2-m3-m4) as defined by the
chg- st popts: npcfnti flexible point code option. A group code must be specified
when the ITUDUPPC feature is turned on (nnnnn-gc, m1-m2-m3-m4-gc). Theprefix
subfield indicates a spare point code, private point code, or private and spare point
code (prefix-nnnnn, prefix--nnnnn-gc, prefix-m1-m2-m3-m4, prefix-m1-m2-m3-m4-gc).
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Range:
s-, p-, ps-, 0-16383, aa-zz
Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).
prefix—s-, p-, ps
nnnnn—0-16383
gc—aa-zz

m1-m2-m3-m4—0-14 for each member; values must sum to 14

penl6 (optional)

16-bit ITU national point code with subfields unit number-sub number area-main number
area (un-sna-mna). The prefix subfield indicates a private point code (prefix- un-sna-mna).

Range:
p-, 000---127

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix--—-p
un---000---127
sna---000---15
mna---000---31

pcn24 (optional)

24-bit ITU national point code with subfieldsmain signaling area-sub signaling
area-signaling point (msa-ssa-sp). The prefix subfield indicates a private point code
(prefix-msa-ssa-sp).

Range:
p-, 000-255

Specify a valid value for each subfield of the point code, and separate the
subfields with a dash (-).

prefix—p
msa—000-255
ssa—000-255
sp—000-255

pkgtype (optional)
The ANSI and ITU TCAP package type.
Range:
ansiuni
ANSI unidirectional

ansiabort
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ANSI abort
any
Wildcard value
bgn
Begin
cnt
Continue
cwp
Conversation with Permission

cwop

Conversation without Permission

end
End

ituabort
ITU abort

ituuni
ITU unidirectional

resp
Response

quwp
Query with Permission

qwop
Query without Permission

ANSI TCAP Package Types
ansiuni, qup, quop, resp, cwp, cwop, ansiabort, any

ITU TCAP Package Types
bgn, ituabort, ituuni, any, end, cnt

ppmeasreqd (optional)
Per Path Measurement required. This parameter specifies whether to perform per path

measurements.
Range:
yes
perform Per Path Measurements
no
do not perform Per Path Measurements
Default:

No change to the current value
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ri (optional)
Routing indicator.

Range:
gt

ssn

Default:
No change to current value.

split (optional)
Split or change an existing GTA range.

Range:
yes
Splits the existing GTA range.
no
Changes the existing GTA range.
Default:
yes

ssn (optional)
Subsystem number.
Range:
002 - 255

Default:
If the xlat parameter is not changed to dpcngt—No change to current value

If the xlat parameter is changed to dpcngt—The ssn parameter value is removed.

testmode (optional)
This parameter invokes a Test Tool that is used to debug the FLOBR/TOBR rules.

Caution: If thetestmode=on parameter is specified, then the rule
A is used only by test messages and is ignored by 'live' traffic. If the
testmode=off parameter is specified, then both test and live messages
CAUTION  yse the rule. Changing from testmode=off to testmode=on is
equivalent to deleting the rule for live traffic.

Range:
on
process the translation rules defined in the test message
off
perform standard GTT behavior
Default:
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off

xlat (optional)

Translate indicator. This parameter is used to specify translation actions and routing
actions.

Range:
dpc
dpcngt
dpcssn

none

Default:
No change to the current value

Example

chg-gta: gttsn=lidb: gt a=9195554321: x| at =dpcssn: ri =ssn: pc=001- 255- 252: ssn=254
chg- gt a: gt t sn=t est : gt a=100000: egt a=199999: pca=1- 1- 1: xI at =dpcngt : ri =gt : gt nodi d=set 1
chg-gta: gtt sn=set nat 003: gt a=987658321198765432102: pcn=s- 129

chg-gta: gttsn=itui 1l: gt a=987658321198765432112: pci =s- 1-210-1

chg-gta: gtt sn=set nat 003: gt a=987658321198765432122: pcn=s- 128- aa

chg- gt a: gt t sn=set map: gt a=2345678911: egt a=3456789022: r i =ssn: pc=2- 2- 2: ssn=221: napset =df | t

In this example, the database contains a GTA range [5556000-5558000], but no part of the GTA range
[5558001-5559000] exists. The command deletes the GTA range [5556000-5558000] from the database
and adds two new GTA ranges [5556000-5556799] and [5556800-5559000].

chg-gta: gttsn=tstl: gt a=5556800: egt a=5559000: spl i t =yes

This example deletes the GTA range [5556000-5556799] from the database and adds a new GTA range
[5556200-5556500] to the database. All the parameters for the GTA range [5556200-5556500] have the
same values as that of the deleted [5556000-5556799] GTA range, except the pc parameter that is has
avalue of 1.

chg-gta: gttsn=tstl: gta=5556200: egt a=5556500: pc=1- 1- 2: split=no

This example deletes the GTA range [5556200-5556500] from the database and adds two new GTA
ranges [5556200-5556400] and [5556401-5556500] to the database.

chg-gta: gttsn=tstl: gt a=5556401: egt a=5556500

This example specifies the default MRN set.

chg-gta: gttsn=setnrn: gta=1234567880: pc=1- 1- 2: nr nset =df I t

This example removes the MRN set ID.

chg-gta: gttsn=setnrn: gt a=1234567890: egt a=2234567890: pc=1- 1- 2: nTr nset =none
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chg-gta: gttsn=set cdgt a: gt a=123456789012345678901: egt a=223456789012345678901:
opt sn=cggt al: opcsn=opcl

chg-gta: gttsn=set cdgt a: gt a=123456789012345678901: egt a=223456789012345678901:
cgsel i d=1024: opcsn=opcl

chg-gta: gtt sn=set cdgt a: gt a=123456789012345678901: egt a=223456789012345678901:
opt sn=none

chg-gta: gttsn=set opc: opca=002- 001- 001: x| at =dpcssn: ri =ssn:
pca=001- 001- 001: ssn=20: opt sn=set cgssn

chg-gta: gttsn=set cgpc: cgpca=001- 001- 001: x| at =dpcssn: ri =ssn:
pca=001- 001- 001: ssn=20: opt sn=set cgssn

chg-gta: gttsn=set cgssn: cgssn=100: ecgssn=200: x| at =dpcssn: ri =ssn
pca=001- 001-001: ssn=20

chg-gta: gttsn=set 1: gt a=2543: egt a=2943: act sn=act di scl: ppneasr eqd=yes
chg-gta: gttsn=set 2: cgpc=1-2-*: act sn=act udt sl

chg-gta: gtt sn=set 3: opcn=2543: act sn=act udt s1

chg-gta: gttsn=set 4: cgssn=25: ecgssn=29: act sn=act dupl: x| at =dpc: ri =gt : pc=1-1-1
This example specifies hexadecimal digits for the gta and egta parameters.

chg-gta: gttsn=set 1: gt a=abcd: egt a=abce

chg-gta: gtt sn=set nap: gt a=2345678901: egt a=3456789012: ri =ssn: pc=1- 1- 3: ssn=225: napset =2 | oopset =+ al ei ghl
This example specifies that calling party GT modification is required.

chg- gt a: gtt sn=set ans004: cggt nod=yes: gt a=981234

This example changes the GTA translations when the FLOBR feature is turned on.

chg-gta: gttsn=set cdgt a: gt a=1234567890: egt a=2234567890:
x| at =dpcssn: ri =ssn: pca=001- 001- 001: ssn=100: f al | back=no: t est nrode=on

This example changes the GTA translations when the OBSR feature is enabled and the FLOBR feature
is turned on.

chg-gta: gttsn=set cdgt a: gt a=1234567890: egt a=2234567890:
x| at =dpcssn: ri =ssn: pc=2- 2- 2: ssn=100: f al | back=yes: opt sn=set cggt a: t est node=on

This example changes the GTA translations when the FLOBR feature is turned on.
chg-gta: gttsn=set cdssn: cdssn=15: ecdssn=29: x| at =dpc: pc=1-1- 1: ri =gt
This example changes the GTA translations when the TOBR and OBSR features are turned on.

chg- gt a: gtt sn=set opcode: pkgt ype=gqwop: opcode=none: fam | y=*: x| at =dpc: ri =gt :
pc=2- 2- 2: opcsn=set opc: opt sn=set cdgt a

chg- gt a: gt t sn=set opcode: pkgt ype=bgn: opcode=none: acn=1- 22- 123- 43- 54- 65- 76:
x|l at =dpc: ri=gt: pc=2-2-2: opcsn=set opc: opt sn=set cdgt a

This example changes the GTA translation for a DPC GTT set when the FLOBR feature is turned on.
chg-gta: gttsn=setdpc: dpc=1-1-1: opt sn=setcl
chg-gta: gttsn=set cdgt a: gt a=78901234: x| at =dpc: gt nodi d=none
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chg-gta: gttsn=set cdgt a: gt a=123456789012345678901: x| at =none: gt nodi d=gt t snl
chg- gt a: gt t sn=set opcode: pkgt ype=bgn: opcode=none: ach=1- 2- 3- 4- 5- 6- 7: x| at =none: napset =1
chg- gt a: gtt sn=set cdgt a: gt a=123456: x| at =none: napset =1: nr nset =2

Example for 16 bit PC and CGPCACTION param.

chg-gta: gttsn=gttl: x|l at=dpc:ri=ssn: pcnl6=1-14-0: cgpcnl6=45-1- 0: napset =df | t:

cgpcacti on=r enove

Dependencies
The EGTT feature must be turned on before this command can be entered.

The ANSI/ITU SCCP Conversion feature must be enabled before a translated point code that is of a
different domain than the GTT set specified by the gttsn parameter can be specified.

At least one optional parameter must be specified.

The gttsn=none parameter cannot be specified.

The point code specified for the pc parameter must be a full point code.
The values of the gta and egta parameters must be the same length.

If the specified or previously provisioned translated point code is of type ANSI, then the ngti value
of the referred GT Modification Identifier (see the ent - gt nod command) must be 2.

The length of the specified gta parameter must match the number of digits provisioned for the
specified GTT set when the VGTT feature is turned off. If the VGTT feature is turned on, then up to
10 GTA lengths can exist per GTT set. If the Support for 16 GTT Lengths in VGTT feature is turned
on, then up to 16 GTA lengths can exist per GTT set.

The specified gta/egta range must exist for the specified GTT set in the STP active database. While an
exact match is not required, an overlap with another range cannot be specified. If the range overlaps,
an error is generated that displays a list of overlapped global title addresses. An example follows that
shows what happens when the user attempts to enter a range (such as 8005550000 to 8005559999) that
overlaps an existing range. The overlapping links must match. If they do not, error message E2401 is
generated displaying the list of overlapped global title addresses:

The following GTA ranges overlap the input GTA range START GTA END GTA 8005550000 8005551999
8005552000 8005553999 8005554000 8005555999 CHG-GTA: MASP A - Command Aborted

If a new or existing xlat=dpcngt parameter is specified, a new or existing ri=gt parameter must be
specified.

If the ssn parameter is specified, a new or existing xlat=dpcssn parameter must be specified.
If the xlat=dpcssn parameter is specified, the ssn parameter must be specified.

If the pc/pca/pci /pen/pen24 /pcenl6 parameter is specified, and the point code is the STP true point
code, then the value of the new or existing xlat parameter must be dpcssn , and the new or existing
value of the ri parameter must be ssn.

If the pc/pca/pci/pen/pen24/penl6 parameter, ssn parameter, or both, are specified, and the point
code is the STP true point code, the ssn value must exist in the SS-APPL table.
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If the pc/pca/pci/pen/pen24 /pcenl6 parameter is specified, then it must exist as a destination in the
Route table or reside in a cluster that exists as a destination in the Route table (for global routing)
unless the point code is the STP’s true point code.

If new or existing ri=ssn and xlat=dpc parameters are specified, and the pc/pca/pci/pcn/pcn24/penl6
parameter is not specified, then the existing PC must exist in the Remote Point Code/MAP table,
unless the force=yes parameter is specified.

If new or existing ri=ssn, xlat=dpc, and pc/pca/pci/pcn/pen24/penl6 parameters are specified, the
new point code must exist in the Remote Point Code/MAP table, unless the force=yes parameter is
specified.

If a new or existing ccgt=yes parameter is specified, a new or existing ri=ssn parameter must be
specified.

If the new or existing pc/pca/pci/pcn/pen24/penl6 parameter is an the STP point code or
capability point code, then the ccgt=no parameter must be specified.

If new or existing ri=ssn and xlat=dpcssn parameters are specified, a new or existing xlat=dpcssn
parameter must exist in the Remote Point Code/MAP table, unless the force=yes parameter is specified.

The GTT table cannot be full.

If the ri=gt parameter is specified, the mrnset parameter must be specified. If the ri=gt parameter is
not specified, the mrnset parameter cannot be specified

If the Flexible GTT Load Sharing feature is enabled, the specified PC must already exist in the specified
MRN set.

The specified MRN set must already exist in the MRN table.
If the Flexible GTT Load Sharing feature is enabled, the specified PC must exist in the MRN set.
The Flexible GTT Load Sharing feature must be enabled before the mrnset parameter can be specified.

If the ri=gt parameter is specified, the mrnset parameter must be specified. If the ri=ssn parameter
is specified, the mrnset parameter cannot be specified.

The SEAS command can operate only on the default MRN set or the default MAP set.

If the ri=ssn parameter is specified, the mapset parameter must be specified. If the ri=gt parameter
is specified, the mapset parameter cannot be specified.

Note: The mapset parameter can only be specified if the Flexible GTT Load Sharing feature is enabled.
The Flexible GTT Load Sharing feature must be enabled before the mapset parameter can be specified.
The specified MAP set must exist in the database.

The specified or previously provisioned PC/SSN must exist in the specified or previously provisioned
MAP set.

The SEAS command cannot operate on any MAP set other than the default MAP set.

If the xlat=dpc parameter is specified, and the value of the force parameter is not yes , then the point
code and MAP set must exist in the MAP table.

The specified GTA must occur within an existing GTA range in the specified GTT Set.

The gta, cgpc/cgpca/cgpci/cgpen/cgpen24/cgpenlé, ope/opca/opci/open/open24/openl6, cgssn
/cdssn, opcode/acn/pkgtype, opcode/family /pkgtype, or dpc/dpca/dpci/dpen/dpcen24/dpenl6
parameter must be specified.
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The FLOBR feature must be turned on before the cgssn, opcsn, optsn, and cgselid parameters can
be specified in the same command.

The pc/pca/pci/pen/pen24/penl6, cgpe/cgpea/cgpci/cgpen/cgpen24/cgpenlé,
opc/opca/opci/open/opcn24/openl6, and dpc/dpca/dpci/dpen/dpen24/dpenl6 parameters must
have values within the valid range for each subfield.

The value specified for the ecgssn/ecdssn must be greater than the value specified for the cgssn/cdssn
parameter.

The specified GTT set must have a set type of opcode (see the ent - gt t set command) before the
opcode/acn/pkgtype or opcode/family/pkgtype parameters can be specified. The specified GTT
set must have a set type of cdssn, cgssn, cdgta/cgta, opc, or cgpc before the cdssn, cgssn, gta, opc,
or cgpc parameter, respectively, can be specified.

The OBSR feature must be enabled before the opcsn, cgpc/cgpca/cgpci/cgpen/cgpen24/cgpenlé,
opc/opca/opci/opcn/open24/openlé, or (e)cgssn parameters can be specified.

If the GTT set specified by the gttsn parameter (GTTSN set) has a set type of cdgta (see the
ent - gtt set command), then the optsn parameter cannot specify a GTT set (OPTSN set) with a set
type of cgssn . The OPTSN set must have a set type of cggta or cgpc .

The FLOBR feature must be turned on before a GTTSN set with a set type of cgpc, cggta, or opc can be
specified with an OPTSN with a set type other than cgssn.

If the FLOBR feature is turned on, and the GTTSN set has a set type of cdgta or cdssn, then the OPTSN
set cannot have a set type of opc.

If the TOBR feature is turned on, and the GTTSN set has a set type of opcode , then the OPTSN set
cannot have a set type of opc.

The cdselid, cgselid, and optsn parameters cannot be specified together in the command. If the
GTTSN has a set type of cdgta, cdssn, or opcode (see the ent - gtt set command) then the opcsn
parameter can be specified if one of the other exclusive parameters is specified.

The gta parameter must be specified if the GTTSN set type has a value of cdgta or cggta. The gta
parameter cannot be specified for other set types.

The cgpc/cgpca/cgpci/cgpen/cgpen24/cgpenl6 parameter must be specified if the GTTSN set type
has a value of cgpc. The cgpc/cgpca/cgpci/cgpen/cgpen24/cgpenl6é parameter cannot be specified
for other set types.

The opc/opca/opci/opcn/opcen24/openl6 parameter must be specified if the GTTSN set type has a
value of opc. The opc/opca/opci/opcn/opcn24/openlé cannot be specified for other set types.

The cgssn parameter must be specified if the GTTSN set type is cgssn. The cgssn parameter cannot be
specified for other set types

The range specified by the cgssn/ecgssn and cdssn/ecdssn parameters cannot overlap a currently
existing range for the specified GTT set.

The GTT set specified by the opcsn parameter must have a set type of opc (see the ent-gttset
command).

If the specified GTT set is an ANSI set, the cgpc/cgpca, opc/opca, and dpc/dpca parameters must
be valid ANSI point codes. If the specified GTT set is an ITU set, the cgpci/cgpen/cgpen24/cgpenl6,
opci/open/open24/openl6 , and dpci/dpen/dpen24/dpenl6 parameters must be valid ITU point
codes.
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The set domain of the opcsn parameter must be the same as the set domain of the gttsn parameter.
For example, if the set domain of the gttsn parameter is ANSI, then the set domain of the opcsn
parameter must be ANSI. If the set domain of the gttsn parameter is ITU, then the set domain of the
opcsn parameter must be ITU.

The range specified by the cgssn/ecgssn and cdssn/ecdssn parameters must exist for the specified
GTT set in the STP active data base. An exact match is not required.

The translation entry associated with the specified point code (dpc/dpca/dpci/dpen/dpcen24/dpcenl6,
pc/pca/pci/pen/pen24/penl6, or ope/opca/opci/open/opcen24/opcnl6) or opcode must already
exist.

The cgpc, cgssn gta, opc, cdssn , and opcode parameters cannot be specified in the same command.

If the cgssn and cdssn parameters are both specified in the same command (in any order), then only
the value for the last of the two parameters specified is used during processing.

The Hex Digit Support for GTT feature must be turned on before hexadecimal digits can be specified for
the gta or egta parameters.

The SCCP Loop Detection feature must be enabled before the loopset parameter can be specified.
The value of the loopset parameter must already exist in the database.

The value specified for the egta parameter must be greater than value specified for the gta parameter.
The value specified for the pc parameter cannot be associated with a proxy point code.

The AMGTT feature or the AMGTT CgPA Upgrade feature must be turned on before the cggtmod
parameter can be specified.

The FLOBR feature must be turned on before the fallback, cdselid, (e)cdssn, or dpc parameter can be
specified.

The FLOBR feature must be turned on before the gttsn parameter can specify a GTT set with a set
type other than cdgta (see the ent - gt t set command) in the same command with the cgselid
parameter.

The OBSR feature must be enabled or the FLOBR feature must be turned on before the cgselid
parameter can be specified.

The same value cannot be specified for the gttsn and optsn parameters.

The ANSI/ITU SCCP Conversion feature must be enabled before the GTT set specified by the optsn
parameter can have a different domain than the GTT set specified by the gttsn parameter.

A TOBR quantity feature must be turned on before the opcode, pkgtype, acn, or family parameter can
be specified.

The opcode, pkgtype, and family parameters must be specified together for ANSI TCAP translations.
The opcode, pkgtype, and acn parameters must be specified together for ITU TCAP translations.

If the GTT set specified by the gttsn parameter has a set type of opcode (see the ent - gt t set
command), then the opcode/acn/pkgtype or opcode/family/pkgtype parameters must be specified.
These parameters cannot be specified if the GTT set has of any other set type.

If the GTT set specified by the gttsn parameter has a set type of cdssn (see the ent - gt t set command),
then the cdssn parameter must be specified. This parameter cannot be specified if the GTT set has of
any other set type.
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The opcsn parameter can be specified only if the GTT set specified by the gttsn parameter has a set
type of cdgta, opcode, or cdssn (see the ent - gt t set command).

The value specified for the gttsn parameter must match the name of an existing GTT Set.

A value of none must be specified for the optsn, cgselid, or cdselid parameter before the parameter
can be changed to another value.

The ANSI/ITU SCCP Conversion feature must be enabled and the FLOBR feature must be turned on
before the cgcnvsn parameter can be specified.

The GTT set specified by the gttsn parameter must have a set type of cdgta or cggta (see the ent - gt t set
command), before the cgcnvsn parameter can be specified.

The value specified for the gttsn parameter cannot be the same as the value specified for the cgenvsn
parameter.

If the family parameter is specified, then the pkgtype parameter must have a value of ansiuni, qup,
quwop, resp, cwp, cwop, ansiabort, or any.

If the acn parameter is specified, then the pkgtype parameter must have a value of bgn, ituabort, ituuni,
any, end, or cnt.

The gttsn parameter must be specified and must match an existing GTT set.

The GTT set name specified in the optsn, opcsn, or cgenvsn parameters must match an existing GTT
set name.

If the pkgtype=ituabort parameter is specified, then a value of none must be specified for the acn and
opcode parameters.

If the pkgtype=ansiabort parameter is specified then a value of none must be specified for the family
and opcode parameters.

The OBSR feature must be enabled or the FLOBR feature must be turned on before the optsn parameter
can be specified.

The GTT Action Set specified by the actsn parameter must already exist in the database.
Failure while reading the GTT Action Set table.

If the GTT set specified by the gttsn parameter has a set type of dpc (see the ent - gt t set command),
then the dpc/dpca/dpci/dpen/dpcen24/dpenl6é parameter must be specified. If the GTT set has a
set type other than dpc, then the dpc/dpca/dpci/dpen/dpen24/dpenl6 parameter cannot be specified.

The value specified for the gtmodid parameter must already exist in the GTMOD table (see the
ent - gt mod command).

The values specified for the gta and egta parameters must be an exact match to the GTA values referred
in GTT Action Path table (see the ent - gt t apat h command).

If the FGTTLS feature is enabled, and the xlat=none parameter is specified, then the mrnset or mapset
parameter must be specified.

If the xlat=none parameter is specified, then the ri, pc/pca/pci/pcn/pcn24/pcnl6, force, ssn, and
ccgt parameters cannot be specified.

The acn and family parameters cannot be specified together in the command.

If the cgssn parameter is specified, then the (e)cdssn parameter cannot be specified. If the cdssn
parameter is specified, then the (e)cgssn parameter cannot be specified.
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If the opc or dpc parameter is specified, then the (e)gta, (e)cgssn, (e)cdssn, and opcode parameters
cannot be specified.

The ]7 support feature must be enabled before the cgpen16/opcnl6/dpcenl6 parameters can be specified.

The ]7 support feature must not be enabled before the cgpcn24/opcn24/dpcen24/cgpca/opca/dpca
parameters can be specified.

Notes
The maximum length of the resulting GTA string must not exceed 21 digits when translation is complete.

If a GTT is being deleted or changed and the point code (DPC or RTE) is not found in the route table
(unless the point code is the STP’s true point code), then the following message is displayed in the
terminal scroll area:

NOTI CE: No DPC and/or RTE found for GIT being del eted or changed.

The above situation may occur for the following reasons:

e A database was upgraded from a release prior to EAGLE 5 ISS Release 27.1 or IP7 Secure Gateway
Release 3.0 when GTT entries were not linked to the route table and the deletion of the DPC was
permitted. The GTT referenced a DPC/RTEthat was deleted, and the enforce reference counts
between the GTT and route tables were not updated.

* A serious problem occurred in which the reference count rules were not enforced and a DPC and / or
RTE were deleted while being referenced by a GTT entry. This indicates a software error; notify
the Customer Care Center at (888) FOR-TKLC.

In this command, only ITU-international and ITU national point codes support the spare point code
subtype prefix (s-) and the private and spare point code subtype prefix (ps-). All of the point code
types support the private (internal) point code subtype prefix (p-).

When the Flexible GTT Load Sharing feature and the Intermediate GTT Load Sharing feature are on,
multiple relationships can be defined among a set of destination point codes in the existing MRN table.
The relationship used in a particular translation is based on the GTA digits used for translation. The
mrnset parameter and the post-translation PC create a key that is used to perform a lookup in the
MRN table. This lookup results in a set of alternate PCs, from which a PC is selected, based on relative
cost, to route the MSU in most cost-effective way.

When the Flexible GTT Load Sharing feature is turned on, multiple relationships can be defined among
a set of PC/SSN pairs in the existing MAP table. The relationship used in a particular translation is
based on the GTA digits used for translation.

When the Origin-based SCCP Routing feature is enabled, the CdPA GTA entry can be provisioned in
addition to the CgPA GTA, CgPA PC, CgPA SSN, and OPC entries. When provisioning, the Advanced
CdPA GTA entry can associate with the CgPA GTA set or the CgPA PC set, the SELID and/or OPC
set; the CgPA GTA, CgPA PC, or OPC can associate with the CgPA SSN set; the CgPA SSN cannot
associate with any other GTT set. The Advanced CdPA GTA entry may contain the selector ID along
with CgPA information present in the MSU to search the Selector table again for the CgPA GTA or
CgPA PC Set.

A loopset consists of a set of point codes that form a routing loop in the network. If the SCCP Loop
Detection feature is enabled, then the loopset can be associated with or disassociated from specified
translation entries. Loopsets that are associated with translation entries are checked during intermediate
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and final GTT traffic routing. If a loop exists, then the system can be notified with or without discarding
the associated traffic.

The maximum length of the resulting GTA string must not exceed 21 digits when translation is complete.

If the range specified by the gta and egta parameters does not exactly match the existing range, then
the existing range is split. All addresses in the existing range that are outside the range specified by
the gta/egta parameters retain the original xlat, ri, pc, and ssn parameters. A new range is created
that is bounded by the gta/egta parameters. The new range contains new values for the xlat, ri, pc,
and ssn parameters that are present in the command, while retaining parameter values from the
previous range that do not have corresponding new values in the command.

If the FLOBR GTT hierarchy is provisioned on a linkset, then translations do not have to be searched
in a predetermined manner. If a translation points to another GTTSET /SELID, then database searches
continue. The number of searches is limited by the following conditions:

* The same GTT set name cannot be referred more than once.

e Up to 7 database searches can be performed.

If the FLOBR feature is turned on, then any translation can point to any GTTSETs other than that
specified by the GTTSN. The CdPA GTA and CdPA SSN translations can also point to an OPCSN. For

CdPA GTA and CdPA SSN translations, if an OPTSN GTTSET/SELID is provisioned apart from an
OPCSN, then the OPTSN GTTSET/SELID takes precedence over the OPCSN.

Translations associated with the TOBR feature:

* ANSI Opcode—ANSI opcode specifier, ANSI TCAP Package type, and Family
¢ ITU Opcode—ITU opcode, ITU TCAP Package Type, and ACN

Translations associated with the FLOBR feature:

¢ (CdPA SS5N Translations—Can be configured with routing and flexible routing data. The
provisioning rules for CAPA SSN translations are the same as CgPA SSN translations in OBSR.

¢ DPC Translations—The provisioning rules for DPC translations are the same as OPC translations
except that OPCSN parameter can not be configured for DPC translations.

Output
chg-gta gttsn=set 2: x| at =dpcssn: ri =ssn: pc=3- 3- 3: ssn=10: cgpc=1- 2- *: act sn=act udt s1: ppneasr eqd=yes

tekel ecstp 10-02-15 17:29:06 EST EAGLE 42.0.0
CHG GTA: MASP A - COWMPLTD

Related Commands
dlt-gta, ent-gta, rtro-gta

Chg-gtCI‘lV Change Global Title Conversion

Use this command to change entries in the Default Global Title Conversion table. A table entry is
identified by the direction and the tta or tti parameter, or the tti/np/nai parameter combination. The
Notes section for this command describes rules for changing entry information.
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Parameters
dir (mandatory)
Direction of conversion.
Range:

atoi
ANSI to ITU conversion

itoa
ITU to ANSI conversion

both

Conversion in both directions

nai (optional)

Nature of address indicator. This parameter is mandatory when gtixlat=24 is specified,
and cannot be specified when gtixlat=22 is specified.

Range:
0-63,*
Default:

No change to current value

np (optional)

Numbering plan. This parameter is mandatory when gtixlat=24 is specified, and cannot
be specified when gtixlat=22 is specified.

Range:
0-15*

Default:
No change to current value

npdd (optional)

New prefix digits to be deleted. The number of new prefix digits to be deleted. These
digits will be replaced with the new prefix digits string (npds).

Range:
0-21
Default:
No change to current value

npds (optional)
New prefix digits string. The new prefix digits string that will replace the received
prefix digits.
Range:
1 - 21 digits
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If the Hex Digit Support for GTT feature is not enabled and on, the range is 1 -
21 decimal digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

Default:
No change to current value

nsdd (optional)
New suffix digits to be deleted. The number of new suffix digits to be deleted. These
digits will be replaced with the new suffix digits string (nsds).
Range:
0-21
Default:
No change to current value

nsds (optional)
New suffix digits string. The new suffix digits string that will replace the received suffix
digits.
Range:
1-21 digits
If the Hex Digit Support for GTT feature is not enabled and on, the range is 1 -
21 decimal digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

Default:
No change to current value

rdmod (optional)
Reset digit modifiers (npdd/npds or nsdd/nsds) values to "no digit modification."

Range:
yes
Reset the npdd/npsd or nsdd /nsds parameter values
no
Do not reset the npdd /npsd or nsdd/nsds parameter values.
Default:

No change to current value

tta (optional)
ANSI translation type. This parameter is mandatory when dir=atoi or dir=both is
specified.

Range:
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0-255*

Default:
No change to current value

tti (optional)
ITU translation type. This parameter is mandatory when dir=atoi is specified.

Range:
0-255,*

Default:
No change to current value

Example
This example changes a dir=atoi entry’s current tti value to 5:
chg-gtcnv:dir=atoi:tta=10:tti =5

This example changes a dir=atoi entry’s current tti, nai, and np values to 7, 8, and 6 respectively, and
changes or adds NSDD and NSDS values:

chg-gtcnv:dir=atoi:tta=11:tti =7: nai =8: np=6: nsdd=3: nsds=123

This example changes a dir=itoa entry’s current TTA value to 11, and changes or adds NPDD and
NPDS values:

chg-gtcnv:dir=itoa:tta=11:tti =7: npdd=3: npds=123

This example changes a dir=itoa entry’s TTA value to 12, and changes or adds NSDD and NSDS
values:

chg-gtcnv:dir=itoa:tta=12:tti =7: nai =8: np=6: nsdd=5: nsds=45667
This example adds or changes a dir=both entry’s NSDD and NSDS values:
chg-gtcnv:dir=both:tta=12:tti =33: nsdd=3: nsds=456

This example changes a default dir=atoi entry’s current TTI value to 9, and changes or adds NSDD
and NSDS values:

chg-gtcnv:dir=atoi:tta=*:tti =9: nsdd=1: nsds=9

This example changes a default dir=atoi entry’s current TTI, NAI, and NP value to 4, 6, and 5
respectively:

chg-gtcnv:dir=atoi:tta=*:tti=4:nai =6: np=5

This example changes a default dir=itoa entry’s current TTI value to 17, and changes or adds NPDD
and NPDS values:

chg-gtcnv:dir=itoa:tta=17:tti =*: nai =*: np=*: npdd=3: npds=123

This example resets existing NPDD/NPDS or NSDD/NSDS values to "no digit modification":
chg-gtcnv:dir=both:tta=12:tti =11: rdnod=yes

This example specifies hexadecimal digits for NSDS:

E54333 Revision 2, October 2014 335



chg-gtenv Commands
chg-gtcnv:dir=atoi:tta=*:tti =4: npdd=3: npds=abc1234f ed

Dependencies

The ANSI/ITU SCCP Conversion feature must be enabled before this command can be entered.
If the dir=atoi parameter is specified, then the tta parameter must be specified.

If the dir=both parameter is specified, then the tta and tti parmeters must be specified.

If the dir=both parameter is specified, then a wildcard value (*) cannot be specified for any of the other
parameters.

If the dir=atoi parameter is specified, then a value of * can be specified only for the tta parameter.

If the dir=itoa parameter is specified, then a value of * must be specified for the tti, np, and nai
parameters.

If the dir=itoa and gtixlat=22 parameters are specified, then a value of * cannot be specified.
The specified dir, tta, tti, np, and nai parameter combination cannot already exist in the database.
The nsdd/nsds and the npdd /npds parameters cannot be specified together in the command.

The Hex Digit Support for GTT feature must be enabled and on before hexadecimal digits can
be specified for the npds and nsds parameters.

Notes

The use of asterisks (wildcards) is allowed only once for each direction of ANSI to ITU and ITU to
ANGSI. This provides a configurable default.

In the conversion direction of ANSI to ITU, an asterisk can be specified only for the ANSI tta parameter.

In the conversion direction of ITU to ANSI, the asterisk value must be specified for the itu, tti, np, and
nai parameters.

Asterisks are not allowed when conversion is in both directions (dir=both).

The suffix digit manipulation parameters nsdd and nsds cannot be specified in the same command
with the prefix digit manipulation parameters (npdd and npds). The npdd and nsdd parameters
specify how many digits to delete, if any, from the beginning or end respectively of the Global Title
address digits. The npds and nsds parameters specify what digits, if any, to append to the beginning
or end respectively of the Global Title address digits.

The gtixlat parameter is expressed in the form of the ANSI GTI and the ITU GTI. The gtixlat parameter
is used to indicate the conversion of the Global Title Indicator between the ANSI and ITU standards.
For example: A gtixlat value of 24 converts an incoming ANSI GTI2 to an outgoing ITU GTI 4 or an
incoming ITU GTI 4 to an outgoing ANSI GTI2.

Output
chg-gtcnv:dir=atoi:gtixlat=22:tta=10:tti=5

rl ghncxa0O3w 03-11-07 11:43: 07 EST EAGLE 31.3.0
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CHG GTCNV:  MASP A - COWLTD

Related Commands
dlt-gtecnv, ent-gtcno, rtro-gtcno

chg-gtmod Change GT Modification Data

Use this command to change GT Modification (GTMOD) entry data. The GTMOD entry consists of
a GTMOD ID and GTMOD specific data.

Parameters

Note: Definitions for the feature options specified by the on and off parameters are located in the
Notes section.

gtmodid (mandatory)
GT Modification Identifier.
Range:
ayyyyyyyy

1 alphabetic character followed by up to 8 alphanumeric characters

cgpassn (optional)

Calling party subsystem number. This parameter specifies the calling party subsystem
address that receives the message.

Range:
2 - 255, none

Default:

No change to the current value

ngti (optional)

New Global Title Indicator. This parameter specifies whether a new GTI translation
format is type 2 or type 4.

Range:
2

4

none

Default:

No change to the current value

ngtmodid (optional)
New GT Modification Identifier.
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Range:
ayyyyyyyy
1 alphabetic character followed by up to 8 alphanumeric characters

nnai (optional)
New nature of address indicator. This parameter specifies the value that is used to
replace the received NNAIL

Range:
0-127, none
Default:

none-if the ngti=2 parameter is specified. Otherwise, no change to the current
value.

nnp (optional)
New numbering plan. The value used to replace the received numbering plan.
Range:
0- 15, none

Default:

none-if the ngti=2 parameter is specified. Otherwise, no change to the current
value.

npdd (optional)
Number of prefix digits to be deleted. The number of digits to be deleted from the
prefix of the received GT address.

Range:
1-21, none

Default:
No change to the current value

npds (optional)
New prefix digits string. The digits to be prefixed to the received GT address.

Range:
1-21 digits, none

If the Hex Digit Support for GTT feature is not enabled, the range is 1 - 21 decimal
digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is on, the range is 1 - 21 hexadecimal
digits; valid digits are 0-9, a-f, A-F.

Default:
No change to the current value

nsdd (optional)
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Number of suffix digits to be deleted. The number of digits to be deleted from the suffix
of the received GT address.

Range:
1-21, none
Default:
No change to the current value

nsds (optional)
New suffix digits string. The digits to be suffixed to the received GT address.

Range:
1-21 digits, none

If the Hex Digit Support for GTT feature is not enabled, the range is 1 - 21 decimal
digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

Default:
No change to the current value

ntt (optional)
New Translation Type. The value that replaces the received Translation Type.
Range:
0 - 255, none

Default:
No change to the current value

off (optional)

Turns off the specified feature options. A comma-separated list of feature options that
are requested to be turned off. Up to 8 feature options can be specified in the list.

Range:
gtofill

on (optional)

Turns on the specified feature options. A comma-separated list of feature options that
are requested to be turned on. Up to 8 feature options can be specified in the list.

Range:
gtofill

precd (optional)

Precedence. This parameter specifies whether the prefix or suffix takes precedence
during modification of the received GT address.

Range:
pfx
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sfx
Default:
pfx-if the npdd and npds parameters are specified

sfx-if the nsdd and nsds parameters are specified

Example

chg- gt nod: gt modi d=set 2: ngti =4: nnp=4: nnai =2: of f =gt Of i | | : npds=2: pr ecd=sf x: nsds=1
chg- gt nod: gt nodi d=set 3;: on=gt Of i | | : nnp=7: nnai =100: nsdd=2: ntt =none
Dependencies

If the ngti=4 parameter is specified, then the nnp and nnai parameters must be specified.
If the ngti=2 parameter is specified, then the nnp and nnai parameters cannot be specified.
The ANSI/ITU SCCP Conversion feature must be enabled before the ngti parameter can be specified.

The Hex Digit Support for GTT feature must be turned on before hexadecimal digits can be specified
for the npds or nsds parameter.

At least one optional parameter must be specified.

The AMGTT, AMGTT CdPA Only, or AMGTT CgPA Upgrade feature must be turned on before any
parameter except the ntt parameter can be specified.

The value specified for the gtmodid parameter must already exist in the GTMOD table.

If the npdd/npds and nsdd /nsds parameters are specified or were previously provisioned, then the
precd parameter must be specified.

The combined digit length of the values for the specified or previously provisioned npds and nsds
parameters cannot be greater than 21.

The (n)gtmodid=none parameter cannot be specified.

If the ngti=4 parameter is specified, then the referred translated point code cannot be ANSI. For ANSI
point codes, the ngti value must be 2.

If the ngti=4 parameter is specified or was previously provisioned, then a value of none cannot be
specified for the nnp and nnai parameters.

If the ngti=none parameter is specified, then the on=gt0fill parameter cannot be specified.
If the on=gt0fill parameter is specified, then the ngti parameter must be specified.
The value specified for the ngtmodid parameter cannot already exist in the database.

The same value cannot be specified for the on and off parameters.

Notes

on/off options
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o ¢t0fill —GT zero fill. Specifies whether the last 0 of the GTA is a treated as a valid digit (OFF) or
as filler (ON) during GT Modification for the gti(x)=2 to gti(x)=4 scenario.

Output
chg- gt nod: gt nodi d=gt nodi d2: ngti =4: nnp=4: nnai =2: of f =gt Of i | |

tekel ecstp 10-03-18 14:43:31 EST EAGE 42.0.0
Conmand entered at term nal #4

GTMOD table is (2 of 50000) 1% full
CHG GTMOD:  MASP A - COVPLTD

Related Commands
dlt-gtmod, ent-gtmod, rtrv-gtmod

Chg-gtt Change Global Title Translation

Use this command to change the routing objects for messages requiring global title translation. The
global title addresses remain unchanged.

Note: If the EGTT feature is turned on, then the GTT Selector (ent/ chg/dlt/rtrv-gttsel ), GIT
Set(ent/dlt/rtrv-gttset) and GTA (ent/chg/dl t/rtrv-gta)commands replace the
Translation Type (ent/ dl t/rtrv-tt)and Global Title Translation (ent/ chg/dl t/rtrv-gtt)
commands. However, the Translation Type and Global Title Translation commands continue to
work according to their original functionality when the EGTT feature is on.

Parameters

Note: See Point Code Formats and Conversion for a detailed description of point code formats, rules for
specification, and examples.

gta (mandatory)
Global title address. The beginning of a range of global title digits.

Range:
1-21 digits

If the Hex Digit Support for GTT feature is not enabled, the range is 1 - 21 decimal
digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

cggtmod (optional)

Calling party GT modification indicator. This parameter specifies whether calling party
global title modification is required.

Range:
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yes

no

Default:
no

egta (optional)
End global title address. The end of a range of global title digits.

Range:
1-21 digits

If the Hex Digit Support for GTT feature is not enabled, the range is 1 - 21
decimal digits; valid digits are 0-9.

If the Hex Digit Support for GTT feature is enabled and on, the range is 1 - 21
hexadecimal digits; valid digits are 0-9, a-f, A-F.

Default:
egta same as gta

gtmodid (optional)
Global title modification identifier.

Range:
ayyyyyyyy
1 alphabetic followed by up to 8 alphanumeric characters

Default:
No change to the current value

loopset (optional)
SCCP loopset name. This parameter associates a translation set with a loopset.

Range:

ayyyyyyy
1 alphabetic character followed by up to 7 alphanumeric characters.

none—Disassociates the translation set from all loopsets.

mapset (optional)
MATP set ID. The Mated Application set ID.

Range:
1- 36000, dfit

dflt—Default MAP set

mrnset (optional)
MRN set ID. The Mated Relay Node set ID.
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Range:
1 - 3000, dflt, none

dflt-Default MRN set

none-The GTT translation does not participate in any load sharing

pc (optional)

ANSI point code with subfields network indicator-network cluster-network cluster member
(ni-nc-ncm). The prefix subfield indicate