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Preface

Welcome to the JD Edwards EnterpriseOne documentation.

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility Program website at rttp://

www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc .

Access to Oracle Support

Oracle customers that have purchased support have access to electronic support through My Oracle Support. For
information, Visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info O ViSit http://www.oracle.com/pls/topic/
lookup?ctx=accsid=trs if you are hearing impaired.

Related Information

For additional information about JD Edwards EnterpriseOne applications, features, content, and training, visit the JD
Edwards EnterpriseOne pages on the JD Edwards Resource Library located at:

http://learnjde.com

Conventions

The following text conventions are used in this document:

Convention Meaning

Bold Boldface type indicates graphical user interface elements associated with an action or terms defined in
text or the glossary.

Italics Italic type indicates book titles, emphasis, or placeholder variables for which you supply particular
values.
Monospace Monospace type indicates commands within a paragraph, URLs, code examples, text that appears on a

screen, or text that you enter.

> Oracle by Example Indicates a link to an Oracle by Example (OBE). OBEs provide hands-on, step- by-step instructions,
including screen captures that guide you through a process using your own environment. Access to
OBEs requires a valid Oracle account.
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1 Getting Started

Installing the Server Manager Management Console and
Agent

The Server Manager Guide discusses the administration of Server Manager.

As of March 2016, the following chapters have been removed from this guide and added to the JD Edwards
EnterpriseOne Installation and Upgrade Guides:

Installing the Server Manager Console
Running the Installation Wizard
Installing the Server Manager Agent

There are twelve (12) install and upgrade guides for JD Edwards EnterpriseOne applications for various combinations
of platform and database. For the chapters that describe the installation of the Server Manager Console and Server
Manager Agent, the content is identical across all guides. Access the Installation or Upgrade guide for your particular
platform and database to find the aforementioned chapters.

The installation and upgrade guides are located in the JD Edwards EnterpriseOne Installation and Upgrade
Documentation Library at:

http://docs.oracle.com/cd/E61420 01/index.htm

Accessing the Certifications (Minimum Technical
Requirements)

Customers must conform to the supported platforms for the release as detailed in the JD Edwards EnterpriseOne
Certifications (MTRs). In addition, JD Edwards EnterpriseOne may integrate, interface, or work in conjunction with other
Oracle products. Refer to the following link for cross-reference material in the Program Documentation for Program
prerequisites and version cross-reference documents to assure compatibility of various Oracle products.

Upgrading from 9.1to 9.2 Server Manager Consoles can be done using the Server Manager Console Update (self-update)
functionality for WAS and WLS based Server Manager Consoles. For an OC4J based Server Manager Console, please
follow the documentation below.

http://www.oracle.com/corporate/contracts/index. html
You can locate the JD Edwards EnterpriseOne Tools Release 9.2 Certifications from My Oracle Support.
To access JD Edwards EnterpriseOne Tools Release 9.2 Certifications:

1. Navigate to My Oracle Support ( attps://support.oracle.com).
2. Click the Certifications tab.
3. Search for JD Edwards EnterpriseOne Server Manager 9.2.
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Configuring Server Manager Console to Work with Java 8
Update 201 (and later) (Release 9.2.3.4)

This section contains the following topics:
- Configuring Server Manager Console Overview
« Secure JMX and Using SSL Settings for the Server Manager Console
- Additional JVM Arguments
« Steps with Examples
- JVM Arguments Configuration
« Server Manager Agent Configuration
« Java.security File
« startWeblogic.sh/cmd

Configuring Server Manager Console Overview

Starting with Tools Release 9.2.3.4, you can make the following configuration changes if you are using Server Manager
with Java 8 Update 201 and later (and equivalent Java 7 releases). Review the tasks in this section if you made the
configuration changes described in the following My Oracle Support document:

E1: SVM: Console Not Communicating With Agent And/Or Runtime Metrics Not Displaying After AS400 / iSeries / IBM
Java Update Disables 3DES_EDE_CBC Algorithm (Doc ID 2256869.1).

If you performed the configuration changes specified in the above support document, begin by reverting those
modifications.

1. Stop the Server Manager Console and the Admin server in the domain on which the Server Manager Console is
installed.

2. Stop the Server Manager Agents.

3. Stop the Managed Instance.

4. Undo the changes to the $jdk/jre/lib/security/java.security file or restore the file from a backup. This process
of managing the $jdk/jre/lib/security/java.security file applies to the Java Installation used by the Server
Manager Console, Server Manager Agents, and other Managed Instances on the respective machines.

Secure JMX and Using SSL Settings for the Server Manager
Console

The subsequent sections are applicable if you have the following settings in the SCFMC/config/agent.properties and
$SCHFA /config/agent.properties files.

management.server.usesecurejmx=true

management.server.usingssl=true|false

These settings are required only if Secure JMX is enabled. By default, the Secure JMX setting is enabled.
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Additional JVM Arguments

Additional JVM Arguments that are required to support Java 8 Update 201 and later (and equivalent Java 7 releases) are
as follows (where this command is a single contiguous command line with no line breaks or carriage returns):
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Getting Started

-Djdk.tls.client.protocols=TLSvl.2 -Djavax.net.ssl.keyStore=C:\certs\keystore.jks -

Djavax.net.ssl.keyStorePassword=<key store password> -Djavax.net.ssl.keyStoreType=JKS -

Djavax.net.ssl.keyPassword=<key password> -Djavax.net.ssl.trustStore=C:\Java64\jdkl.8.0_201\jre\lib\security

\cacerts -Djavax.net.ssl.trustStorePassword=<trust store_password>-Djavax.net.ssl.trustStoreType=JKS -

Dweblogic.http.headers.enableHSTS=true

In the argument, replace the values that look like <passwora> with the actual password.

The functions of the additional JVM Arguments are:

Additional JVM Argument

-Djdk.tls.client.protocols

-Djavax.net.ssl.keyStore

-Djavax.net.ssl.keyStorePassword

-Djavax.net.ssl.keyStoreType

-Djavax.net.ssl.keyPassword

-Djavax.net.ssl.trustStore

ORACLE

Value

TLSv1.2

TLSv1.3

C:\certs
\keystore. jks

<key_ store_
password>

<key password>

C:
\Java64\jdkl.8.0_
201\jre\lib
\security\cacerts

Function

This sets the TLS
version for JMX
Communication to 1.2

This sets the TLS
version for JMX
Communication to 1.3.

This is the location

of the Identity store

or Keystore file that
contains the private key.

This is the passphrase
for the Identity store or
Keystore file.

This is the format of
the Identity store or
Keystore file; formats
include JKS, PKCS12,
and PEM.

This is the passphrase
for the private key
stored in the Identity
store or Keystore file.

This is the location

of the Truststore of

jre (Java Runtime
Environment) that
contains all the public
keys. Typically, the
Truststore is at located
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-Djavax.net.ssl.trustStorePassword

-Djavax.net.ssl. trustStoreType

-Dweblogic.http.headers.enableHSTS

Value

<trust_store_
password>

true

Chapter 1
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Function

at $jdk/jre/lib/security/
cacerts.

This is the passphrase
for the Truststore file.

This is the format of the
Truststore file; formats
include JKS, PKCS12,
and PEM.

This setting enables
the WebLogic Server to
send the HSTS header.

Note: Starting with Tools Release 9.2.5, TLSv1.3 support is available on WebLogic Server (WLS) if you are using Server
Manager with Java 1.8 Update 261 and later. But, if you are using any Non-Oracle Java (i.e IBM, HP) in your setup for
any web component, Enterprise Server or Server Manager Console or if you are using the Server Manager Console
installed on WebSphere Server (WAS), you must continue to use the default version or use TLSv1.2. Also, starting with
Tools Release 9.2.5, Java 1.7 is no longer supported with JDEdwards for any web and non-web components.

Note: If you plan to implement HTTP Strict Transport Security, refer to this Oracle document: Command Reference for
Oracle WebLogic Server 14c in the section entitled: HTTP Strict Transport Security.

Additional JVM Arguments that are required to support Java 8 Update 201 and later and TLS 1.2 and later are as follows
(where this command is a single contiguous command line with no line breaks or carriage returns:

<server Instance name>.javax.net.ssl.trustStoreType=JKS

<server Instance name>.javax.net.ssl.keyStore=/u0l/Middlewarel2214/oracacert/ keystore. jks

<server Instance name>.jdk.tls.client.protocols=TLSvl.2
<server Instance name>.javax.net.
<server Instance name>.javax.net.
<server Instance name>.javax.net.
<server Instance name>.javax.net.
<server Instance name>.javax.net.
<server Instance name>.javax.net.

ssl.
ssl.
ssl.
ssl.
ssl.
ssl.

keyPassword=<key_ password>

trustStore=/u0l/jde_agent /SCFHA/jdk/jre/lib/security/cacerts
trustStorePassword=<trust_store_password>
keyStorePassword=<key_store_password>

keyStoreType=JKS
enableHSTS=true

In the argument, replace the values that look like <password> with the actual password and <server Instance name >
with the BSSV or RTE instance name. These JVM Arguments update the agent.properties file of the embedded agent
($SCFHA /config/agent.properties) and these are required for Healthcheck to work.

The functions of the additional JVM Arguments are as explained in the table at the beginning of this section.
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Steps with Examples

1.

Create the Identity Store: Create the Identity store (Keystore) that stores the private key. Typically, the Identity
store is created on the Server Manager Console machine only.

C:\Java64\jdkl.8.0_211\bin\keytool -genkey -alias <your_machine name> -keyalg RSA -keypass
<private_key password> -storepass <identity store password> -keystore C:\certs\keystore.jks
Export the Certificate: Export the Certificate from the Keystore created in previous step. Typically, the
Certificate is exported to the Server Manager Console machine only.

C:\Java64\jdk1l.8.0_211\bin\keytool -export -alias <your_machine name> -storepass
<identity store password> -file C:\certs\<your_machine name>.cer -keystore C:\certs\keystore.jks

The Certificate is stored in the file: c: \certs\<your_machine name>.cer.

Import the Certificate: Import the Certificate from the Certificate file created in previous step. Typically, the
Certificate is imported to Server Manager Console, Server Manager Agents, and on all machines that have
Managed Instances. If you are using a custom Truststore, you will must import the Certificate into the custom
Truststore. The command to import the Certificate to the Standard Truststore (cacerts file) is as follows:

o Windows Platform

C:\Java64\jdkl.8.0_211\bin\keytool -import -v -trustcacerts -alias <your machine name> -file C:
\certs\<your machine_name>.cer -keystore C:\Java64\jdkl.8.0_211\jre\lib\security\cacerts -keypass
<private_key password> -storepass <trust_store_password>Certificate was added to keystore [Storing
C:\Java64\jdk1l.8.0_211\jre\lib\security\cacerts]

Run the following command to confirm that the import process was successful:

C:\Java64\jdkl.8.0_211\bin\keytool -list -v -keystore C:\Java64\jdkl.8.0_211\jre\lib\security
\cacerts -alias <your_machine name> -storepass <trust_store_password>

o UNIX Platform

/u0l/java8/bin/keytool -import -v -trustcacerts -alias <your_machine name> -file /u0l/
certs/<your machine name>.cer -keystore /u0l/java8/jre/lib/security/cacerts -keypass
<private_key_ password> -storepass <trust_store_password>Certificate was added to keystore
[Storing /u0l/java8/jre/lib/security/cacerts]

Run the following command to confirm that the import process was successful:

/u0l/java8/bin/keytool -list -v -keystore /u0l/java8/jre/lib/security/cacerts -alias
<your_machine_name> -storepass <trust_store_password>

o AS/400 Platform

/QOpenSys/QIBM/ProdData/JavaVM/jdk80/32bit/bin/keytool -import -v -trustcacerts -alias
<your_machine name> -file /certs/<your_machine name>.cer -keystore /QOpenSys/QIBM/ProdData/

JavaVvM/jdk80/32bit/jre/lib/security/cacerts -keypass <private key password> -storepass
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<trust_store password>Certificate was added to keystore [Storing /QOpenSys/QIBM/ProdData/JavaVvM/
jdk80/32bit/jre/lib/security/cacerts]

Run the following command to confirm that the import process was successful:

/Q0penSys/QIBM/ProdData/JavavVM/jdk80/32bit/bin/keytool -list -v -keystore /QOpenSys/QIBM/
ProdData/JavaVM/jdk80/32bit/jre/lib/security/cacerts -alias <your machine_ name> -storepass
<trust_store_password>

Note: If there are multiple Certificates in the Certificate Chain of the Server Manager Console, all the Certificates in
the Certificate Chain must be imported into the Truststore. Import of multiple files is commonly required for a CA

Signed Certificate where a Root Certificate and an Intermediate Certificate exist in addition to the actual Certificate
used by the Server Manager Console.

JVM Arguments Configuration

WebLogic and WebSphere Servers

The following screenshots show how the JVM Arguments are configured for the Server Manager Console on the

WebLogic and WebSphere servers.

Server Manager Console on the WebLogic Server

Navigate to Home -> Summary of Servers -> <SM_J2EE_Server>, append the arguments as shown.

How do L.
» Configure startup arguments for Managed
Servers

+ Start Managed Servers from the
Administration Console

* Shut down a server instance

System Status

Health of Running Servers as of 11:20 PM
| " Failed (0)

[ Critical (0)

| Overloaded (0)

| Warning (0)

I Ok (2)

ORACLE
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Server Manager Console on the WebSphere Server

Navigate to Application servers -> <SM_J2EE_Server> -> Process definition - Java Virtual Machine, append the
arguments as shown.

t Guided Activities

Initial heap size
=] Servers |1024 MB
=l Server Types Maximum heap size
WebSphere application servers |1024 MB

WebSphere MQ servers

Web servers Run HProf

HProf Arguments
t Applications
t Services

Debug Mode

t Resources

Debug arguments
t Security -agentlib:jdwp=transport=dt_socket,server=y,suspend=n,address=7777
t Environment Generic JVM arguments

-

System administration -Djdk.tls.client.protocols=TLSv1.2 -Djavax.net.ssl.keyStore=C:\certs\keystore.jks -

Djavax.net.ssl.keyStorePassword= |

Djavax.net.ssl.keyPassword="

Users and Groups

i s Djavax.net.ssl.trustStore=C:\IBM\WebSphere\AppServer\java\8.0\jre\lib\security\cacerts -
¥ Monitoring and Tuning Djavax.net.ssl.trustStorePassword=changeit -Djavax.net.ssl.trustStoreType=IKS

-

Troubleshooting

Service integration Executable JAR file name

-

uDDI

-

Setting the HttpOnly and Secure Attributes for the SMCONSOLE_SSID Cookie
(Release 9.2.4.3)

After you update the Server Manager Console to 9.2.4.3, perform the steps in the following sections to set the HttpOnly
and secure attributes for the SMCONSOLE_SSID cookie.

Server Manager Console on Weblogic Server

Note: These steps are applicable only if you are using the Server Manager Console installed on WebLogic and is
accessed over HTTPS or /SSL.

1. Stop the Server Manager Console.
2. Update the weblogic.xml file and uncomment the following lines:

<wls:cookie-secure>true</wls:cookie-secure><wls:cookie-http-only>true</wls:cookie-http-only>

3. Start the Server Manager Console.

ORACLE
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4. After the Server Manager Console starts up, log in to the Server Manager Console over HTTPS or SSL to
complete the configuration.

5. To confirm that the HttpOnly and secure attributes are set for the SMCONSOLE_SSID cookie, use the Browser
Debugging tool and ensure that the attributes of this cookie are the same as the attributes shown in the
following screenshot:

Set-Cookie: SMCONSOLE_SSID=NNuszq44C4_S9rZwWible_qoymZnMGtbi7RIydkMs9dPIDSx--T-E!-2084762482; path=/manage; secure; HttpOnly

This completes the configuration.
Server Manager Console on the WebSphere Server

Note: These steps are applicable only if you are using the Server Manager Console installed on WebSphere and is
accessed over HTTPS or /SSL.

1. Login to the WebSphere Admin Console profile in which the Server Manager Console is installed.

DY Y2 WebSphere Integrated
' — Solutions Console

User ID:
wasadmin

Password:

Licensed Materials - Property of IBM (c) Copyright IBM Corp. 1997, 2011 All Rights Reserved.
IBM, the IBM logo, ibm.com and WebSphere are trademarks or registered trademarks of
International Business Machines Corp., registered in many jurisdictions worldwide. Other
product and service names might be trademarks of IBM or other companies. A current list of
IBM trademarks is available on the Web at Copyright and trademark information.

[Jon]|
UL
il

T

®

ORACLE



JD Edwards EnterpriseOne Tools
Server Manager Guide

Chapter 1
Getting Started

2. Navigate to the J2EE container in which the Server Manager Console is running.

‘WebSphere.

| View:  All tasks

= Welcome
[+ Guided Activities
[=] Servers

[=] Server Types
= WebSphere application servers
= WebSphere MQ servers
= Web servers

Applications

I+ Services

i+ Resources

(¥ security

i+ Environment

[+ System administration
[# Users and Groups

[+ Monitoring and Tuning
[+ Troubleshaoting

[# Service integration

[+ UDDI

Cell=SHRAVIND-INNode01Cell, Profile=)deAppSrvsmowas

Application servers

Application servers

Use this page to view a list of the application servers in your environment and the status of each of these servers. You can alse use this page

to change the status of a specific application server.
4 Preferences

serverl [ SHRAVIND-INNode01

Total 2

== k3

Name 2 Node Host Name 3 Version
You can admini the foll
SMC Server smcwas Console SHRAVIND-INNode0 1 SHRAVIND- ND 9.0.5.0

IN.oradev.oraclecorp.com

SHRAVIND- ND 8.0.5.0
IN.oradev.oraclecorp.com

ORACLE
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3. Inthe Container Settings section, click the Session Management link.

Weh.‘:"pne?e‘

View: All tasks v

= Welcome

Guided Activities

Application servers > SMC_Server_smcwas_Console
Use this page to configure an application server. An application server is a server that provides services required to run enterprise

= Servers applications.
ISP

= WebSphere application servers
= WebSphere MQ servers
= Web servers

General Properties . -
Applications Container Settings
Name .
I+l Services - Session management
&l [sMC_server_smcwas_console |
Resources # SIP Container Settings
frode name @ Web Container Setti
[+ el ontainer Settings
HiSconty [sHRAVIND-INNodeD1 |
Environment & Portlet Container Settings
(m]
System administration Run in development mode @ EJB Container Settings
[# Users and Groups ¥ parallel start Container Services
Menitoring and Tuning O start components as needed # Business Process Services
# Troubleshootin: .
] 9 Access to internal server classes Applications
Service integration
nteg = Installed applications

uDDI Server-specific Application Settings

Server messaging

Classloader policy
= Messaging engines

* Messaging_engine inbound transports

Class loading mode
. link inbound transy
Classes loaded with parent class loader first v | WebSphere MO Rorts
= Sl service

Server Infrastructure

10
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4. Inthe General Properties section, select the Enable Cookies option.

WebSphere.
- Cell=SHRAVIND-INNode01Cell, Profile=]deAppSrvsmcwas

‘ View: | Al tasks v |
Application servers ?
= Welcome
Application servers > SMC_Server smcwas Console > Session management
(& Guided Activities
Use this page to configure session manager properties to control the behavior of Hypertext Transfer Protocol (HTTP) session support. These
|=| Servers settings apply to both the SIP container and the web container.
=] Server Types
= WebSphere application servers
= WebSphere MQ servers
* Web servers General Properties Additional Properties
[# Applications Session tracking mechanism: = Custom properties
[ Services [J Enable sSL 1D tracking = Distributed environment settings
[+ Resources ¥ Enable cookies
[# Security [ Enable URL rewriting
[#] Environment
[# System administration

Maximum in-memory session count:
[+ Users and Groups 1000 sessions

[# Monitoring and Tuning

¥ Allow overflow

[#/ Troubleshooting
[+ Service integration Session timeout:
[+ UDDIL No timeout

Set timeout

minutes

"]} Security integration

Serialize session access:

Ll
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5. Verify that the settings are configured as illustrated in the following screenshot:

WebSphere.

View: All tasks

v

= Welcome
[+ Guided Activities

(=l Servers
|= Server Types

= WebSphere application servers
= WebSphere MQ servers
= Web servers

[+ Applications

Services

(#/ Resources

[+ Security

Environment

(#/ System administration

Users and Groups

[#] Monitoring and Tuning

(#/ Troubleshooting

Service integration

[+ UDDI

Application servers > SMC Server smcwas Console > Sessi t > Cookis

Use this page to specify cookie settings for Hypertext Transfer Protocol (HTTP) session management.

Configuration

General Properties

Cookie name
[sMconsoLE_ssiD

¥ Restrict cookies to HTTPS sessians

¥ set session cookies to HTTPOnly to help prevent cross-site scripting attacks

Cookie domain
[SHRAVIND-IN.oradev.oraclecorp.com |

Cookie maximum age
®  Current browser session

() Set maximum age

Cookie path

(0 Use the context root
®  set cookie path
|[managd

[Apply | [OK ][ Reset || Cancel |

ORACLE
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6. Navigate back to the J2EE container in which the Server Manager Console is running and expand the Ports
option and note down the port number for the WC_defaulthost_secure name.

€ C' A Notsecure | shravind-in.oradev.oraclecorp.com

i Apps [ Betai | iBeta2 || Development = .. Summit [ #techFT | Financ

WebSphere.

View: All tasks A # Java and Process Management

# Administration

welcome
Java SDKs
[+ Guided Activities
(= Servers Communications
= server Types
= Ports
WebSphere application servers
WebSphere MQ servers Port Name Port
Web servers BOOTSTRAP_ADDRESS 2812
[+ Applications SOAP_CONNECTOR_ADDRESS 8883
ORB_LISTENER_ADDRESS 9102
[+ Services
SAS_SSL_SERVERAUTH_LISTENER_ADDRESS 9407
[#] Resources
CSIV2_SSL_SERVERAUTH_LISTENER_ADDRESS | 9408
& Securtty CSIV2_SSL_MUTUALAUTH_LISTENER_ADDRESS | 9409
[# Environment WC_adminhost 9062
[# System administration WC_defaulthost 8999
[+ Users and Groups DCS_UNICAST_ADDRESS 9356
WC_adminheost_secure 9045
(# Monitering and Tuning
WC_defaulthost_secure
Troubleshootin;
_ < SIP_DEFAULTHOST 5066
T LS R SIP_DEFAULTHOST_SECURE 5067
i+ UDDI OVERLAY_UDP_LISTENER_ADDRESS 11009
OVERLAY_TCP_LISTENER_ADDRESS 11010
IPC_CONNECTOR_ADDRESS 9636
SIB_ENDPOINT_ADDRESS 7279
SIB_ENDPOINT_SECURE_ADDRESS 7289
SIB_MQ_ENDPOINT_ADDRESS 5561

This completes the configuration.

13
ORACLE



JD Edwards EnterpriseOne Tools
Server Manager Guide

7. Navigate to Virtual Hosts, select default_host, add the port number that you noted in Step 6 for

Chapter 1
Getting Started

WC_defaulthost_secure, and click Save.

WebSphere. e

| View: All tasks v ‘

Welcome

+] Guided Activities

Use this page to edit, create, or delete a domain name system (DNS) alias by which the virtual host is known

Cell=SHRAVIND-INNode01Cell, Profile=]deAppSrvsmecwas
Virtual Hosts -

Virtual Hosts > default host > Host Aliases

=] Servers
# Preferences
= Server Types
WebSphere application servers Ne—w'} Delete
WebSphere MQ servers
IE) |y | =
web servers +E
o Select | Host Name 2
4] Applications
You can administer the following resources:
4 Services
+] Resources
*
+ Security =
=l Environment
Virtual hosts
Update global Web server plug-in configuration =

v here variables
Sl
SIP applic:

Replication domains =

libraries

1 routers

] Naming

# DSGi bundle repositories x
+ System administration
+ Users and Groups

Total 8
+/ Monitoring and Tuning o=

9082

80

9445

5065

5064

443

8999

8. Restart the Server Manager Console and access the console over the WC_defaulthost_secure port.
9. To confirm that the HttpOnly and secure attributes are set for the SMCONSOLE_SSID cookie, use the Browser
Debugging tool and ensure that the attributes of this cookie are as same as the attributes shown in the

following screenshot:

Value

HttpOnly  Secure

>OLE_SSID

Setting the Secure Attributes for the SameSite Cookies (Release 9.2.26.0)

Perform the steps in the following sections to enable the SameSite cookies for the WebLogic and WebSphere application

servers.

Enabling SameSite for WebLogic application server

1. Stop the Server Manager Console.

2. Update the weblogic.xm1 file and uncomment the following lines:

<wls:cookie-name>SMCONSOLE SSID</wls:cookie-name>

<wls:cookie-path>/manage<!--;SameSite=Lax--></wls:cookie-path>

3. Start the Server Manager Console.
Enabling SameSite for WebSphere application server

1. Login to the WebSphere Integrated Solutions Console (usually accessed via a web browser at a URL like http://

<your_server>: <port>/ibm/console).

ORACLE
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2

3.

5.
6.

7.

Navigate to Servers > Server Types > WebSphere application servers, then select the specific application server
where your application is deployed.
Under Server Infrastructure, click Java and Process Management > Process Definition > Java Virtual Machine.
Then, under Additional Properties, click Custom Properties.
Click New to add a new custom property. Set the following:

o Name: com. ibm. websphere.servlet.cookie.SameSite

o Value: strict Or Lax (depending on your desired level of restriction)

o Description (optional): A brief description, for example: SameSite cookie attribute for session

management.

Click Apply, and then click Save.

If you are in a network deployment environment, synchronize the node where your application server is
running. Navigate to System administration > Nodes. Select your Node and click Synchronize.

After synchronizing, restart the application server for the changes to take effect.

AlS and HTML Servers

The following screenshots show how the JVM Arguments are configured for the Web Component Managed Instance on
the WebLogic and WebSphere server for the AIS and HTML servers:

Web Component on the WebLogic Server

For the AIS server, navigate to Home -> Summary of Servers -> <AIS_J2EE_Server>, append the arguments as shown in
the screenshot.

15
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How do I...

« Configure startup arguments for Managed
Servers

» Start Managed Servers from the
Administration Console

» Shut down a server instance

=]

System Status

Health of Running Servers as of 5:29 AM

[ Failed (@)
[ citical (0)
|— Overloaded (0)
|— Warning (0)
I Ok (6)

BEA Home: | | |

Root Directory: | | 1

Class Path: |
C:\Middleware\wlserver\server\lib\weblogic.jar;C:\jde_agent_w J
eb\SCFHA\targets\tqa_923_win_wls_ElDomain_gs & ias 7001\ confi
g\jdbc\ElDomain\ais_9@882\sqljdbc42.jar

Arguments: 1
-Ddefault_path=C:\jde_agent_web\SCFHA\targets\tga_ 923 win_ais_ = . 9882\config
-DUseSunHttpHandler=true -Xms32m -Xmx256m [loifs| S K-SR T ) LT oleh ofeTofs N R0 ICSVA R
.ssl.keyStore=C:\Middleware\oracacert\
.ssl.keyStorePassword= -Djavax.net.ssl.keyStoreType=JKS -
.ssl._keyPassword=

.ssl.trustStore=C:\jdk\jre\lib\security\cacerts -
.ssl.trustStorePassword= -Djavax.net.ssl.trustStoreType=JKS

For the HTML server, navigate to Home -> Summary of Servers -> <JAS_J2EE_Server>, append the arguments as

shown.

ORACLE
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i i BEA Home: | |
How do I... =
» Configure startup arguments for Managed Root Directory: | |
Servers
» Start Managed Servers from the
Administration Console
» Shut down a server instance Class F.'aih: - — -
C:\Middleware\wlserver\server\lib\weblogic.jar;C:\jde_agent_w
eb\SCFHA\targets\tga_923_win_wls_ElDomain_ =  _7@@1l\confi
System Status El g\jdbc\ElDomain\jas_8682\sqljdbc42.jar
Health of Running Servers as of 5:32 AM
Failed (0) v
Critical (0)
Overloaded (0) Arguments:
Warning (0) -XX:MaxPermSize=256m -Dweblogic.wsee.wstx.wsat.deployed=false -Xms32m -
. < ) p (Ve pZl Bl -Djdk.tls.client.protocols=TLSv1.2 -

Djavax.net.ssl.keyStore=C:\Middleware\oracacert)

Djavax.net.ssl.keyStorePassword= -Djavax.net.ssl.keyStoreType=JKS
-Djavax.net.ssl.keyPassword=

Djavax.net.ssl.trustStore=C:\jdk\jr&\lib\security\cacerts -

Djavax.net.ssl.trustStorePassword=
Djavax.net.ssl.trustStoreType=JKS

Web Component on the WebSphere Server

For the AIS server, navigate to Application servers - AlS_92 - Process definition - Java Virtual Machine, append the
arguments as shown.

17
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WebSphere

‘ View: | Al tasks v

= Welcome
[ Guided Activities
= Servers

- MNew server
= Server Types

WebSphere application servers

WebSphers proxy servers
Generic servers
WebSphers MQ servers

- Web servers

[# Clusters
(4] DataPawer
[# Cors Groups
[# Applications
4 Jobs
|+ Services
[ Resources
[ Security
[+ Environment
[+ System administration
[# Users and Groups
[# Monitoring and Tuning
[+ Troubleshosoting
[# Service integration

[ ubDI

Cell=dmgr0iNodeCell, Profile=Dmgr01i

Application servers

Application servers > AIS 92 > Process definition > Java Virtual Machine

Use this page to configure advanced Java{TM) virtual machine settings.

Configuration Runtime

General Properties

Classpath

P
Boot Classpath

A

(=] Verbose class loading
5] Verbose garbage collection

) verbose 1

Initial heap size

we
Maximum heap size

we

) Run HProf

HProf Arguments

=] Debug Mode

Debug arguments
-agentlib:jdwp=transport=dt_socket,server=y,suspend=n,address=7777 |

Generic VM arguments

-Didk.tls.dient.protocols=TLSv1.2 -Diavax.net.ssl.kevStore=/0IBM/UserData/WebSphere/AppServer/V9/ND/ oracacert/key.p12 -
[Djavax.net.ssl.keyStorePassword=| -Diavax.net.ssl.kevStoreType=PKCS12 -Diavax.net.ssl. kevPassword=/
Djavax.net.m.truslstore=!0€lpensvﬂcllBM!Prquata{]avaVM!jdkaolmbitljrelliblsecu ity/cacerts -

[Diavax.net.ssl.trustStorePassword= Diavax.net.ssl.trustStoreTvpe=JKS|

LU T P

ORACLE
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For the HTML server, navigate to Application servers - AS_JS_82 - Process definition - Java Virtual Machine, append the
arguments as shown.

19
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WebSphere.

‘ View: | All tasks v

. Welcome Application servers > AS JS B2 > Process definition > Java Virtual Machine
[+ Guided Activities Use this page to configure advanced Java(TM) virtual machine settings.

= Servars Configuration ‘ | Runtime ‘

= MNew server

2 Server Typas

WebSphere application servers General Properties

WebSphere proxy servers

+ Generic servers Classpath
= WebSphere MQ servers
= Web servers
@ Clusters y
[# DatzPowier -
(4 Corz Groups Boot Classpath
[+ Applications
[ Jobs
V4
[+ Services
@ re [m] Verbose class loading
sources
[+ Security [ verbose garbage collection

[+ Environment [ verbose 1

[+l System administration

Initial heap size
o Tep—y— EX—T
. - Maximum heap size
Monito d T
[+ Monitaring and Tuning oo .

[+ Troublashooting

[ Run HProf
14l Service int=gration

HProf Arguments
# ubDI

[m] Debug Mode

Debug arguments
-agentlib:jdwp=transport=dt_socket,server=y,suspend=n,address=7777 |

Generic 1WM arguments
-Dydk.tls.client. protocols=TLSv1.2 -Diavax.net.ssl.keyStore=/0IBM/UserData/WebSphere/AppServer/V9/ND/oracacert/key.p12

- Diavax.net.ssl.keyStorePassword= -Diavax.net.ssl.kevStoreType=PKC512 -Diavax.net.ssl.kevPassword=
IDiavax.net.ssl.trustStore=/00penSys/0IBM/ProdData/JavaVM/3dk80/64bit/ire/lib/security/cacerts -
IDiavax.net.ssl.trustStorePassword= -Diavax.net.ssl.trustStoreTvpe=IKSH

Diavax.xml.seap.204PConnectionFactory =oracled2es.ws.588l.clisnt.o2p.H
Diava.awh.headless=true -Deloneld=AS_J5 82 -Dwas.home=true

20
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Enterprise Server
The following screenshot shows how the JVM Arguments are configured for the Enterprise server.

Configure the JVM Arguments in the DefaultOptions entry in the [JDE JVM] section of the Enterprise server JDE.INI file.

J[JDE JVM]

# Settings governing the usage of the in-process JVM inside of El Kernels.
The JVM is used primarily to support XML specs but would be used for any
Java code run inside of an El process.

#
#
#
# Full path to jvm.dll (include 'jvm.dll' in path) that will be loaded for java

# processing within Enterprise One C/C++ processes. MUST be version J2SE 1.4 or later!
# Default is to use the JRE located in the JRE directory inside of the El 'system'
#
#
#
#
#

directory.

InProcessJVMHome=<JVM Location>

Class path for the JVM will be constructed using all the .jar files contained

in the <install location>/system/classes directory. It is possible to prepend

items from other locations to the class path by setting the 'CLASSPATH' attribute
# in the [JDE CG] section.
DefaultOptions= -Xms256m -Xmx256m -Djdk.tls.client.protocols=TLSvl.2 -Djavax.net.ssl.keyStore=D:\Temp\iiluiil. jks
-Djavax.net.ssl.keyStorePassword=" ! -Djavax.net.ssl.keyStoreType=JKS -Djavax.net.ssl.keyPassword=' i
-Djavax.net.ssl.trustStore=D:\Java64\jdkl.8.0_201\jre\lib\security\cacerts -Djavax.net.ssl.trustStorePassword= -

7Djavax.net.ssl.trustStoreType:JKS‘

Applying TLS Configuration Setting for Server Manager Console
and Agent (Tools Release 9.2.5 and later)

You can access Server Manager TLS Configuration Settings by clicking the TLS Configuration Settings link in

the What do you want to do? pane. After you have uploaded and distributed the Server Manager keystore file and
certificate file, you can validate the configuration changes and apply these changes to the Server Manager Console and
the Server Manager Agents by selecting the appropriate TLS version and entering the trust store, keystore, and private
key passwords.

Note: click here to view a recording of this feature.

Note: Before starting with the TLS configuration, ensure that all the agents associated with the Server Manager
Console are in a running state. If any Server Manager Agent is stopped or not required, remove the corresponding
entry from the management dashboard. Additionally, update the Server Manager Agents to the same release as the
Server Manager Console.

21
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Perform the following steps to apply the TLS configuration settings to the Server Manager Console and the Server
Manager Agents:

1. Click the Choose File field to select the certificate file or the keystore file you want to upload and distribute. You
can select only one file at a time to be uploaded and distributed.

ORACLE’ ID Edwards EnterpriseOne Server Manager (2) Documentation and Support Sign Out

Management Dashboard

Selectinsfance=; | server Manager TLS Configuration Settings

‘What do you want to do?
|-| Server Manager TLS Configuration Settings
INSTALL
» Management Agents
» Manage Software Currently used Certificate File: /slot/ems5231/oracle/jde_smchome/SCFMC/components/den60202jems. us.oracle.com.cer
» Database Drivers

ile: /slot/ems5231/oracle/jde_smchome/SCFMC/components/keystore.jks
» TLS Configuration Settings Currently used Keystore File: /slot/ / /jde_s )/ /comp /keystore j

CONFIGURE Server Manager Keystore and Certificate File | Choose File |No file chosen

» Server Manager Users

Upload and Distribute|
» Server Groups

Use these fields to select the appropriate TLS version and to enter the trust store password, keystore password, and private key password.

Use the below field to upload the files.

TRACK

TLS Version (i) | TLSvi2 ~

P User Activity

» Server Activity Trust Store Password  [i)

DIFITEL: Keystore Password (i)

» Health Check
. - Private Key Password  (3)

Diagnostics
P Collect and Generate Diagnostics \Validate| |Reset| |Apply and Restart

22
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2. (lick the Upload and Distribute button. To upload multiple files, repeat the above processes again.

If all the agents associated with the Server Manager Console are not in a running state during the configuration,
the following error message is displayed:

Before performing validation, ensure that all the agents connected to the Server Manager Console are running.

If any of the agents associated with the Server Manager Console are not updated during the configuration, the
following error message is displayed.

Ensure all the Agents connected to Server Manager Console are updated to the same release as Server Manager
Console, prior to performing validation and applying the TLS automation.

3. Select a TLS version from the TLS Version drop-down list.

Note: Starting with Tools Release 9.2.9.3, you have the option to select the TLS version as AUTO. This
ensures that the TLS protocol is automatically negotiated between the JD Edwards components and enables
uninterrupted communication.

I Note: For the WebLogic Server, you can select either TLSv1.2 or TLSv1.3.

Note: (Tools Release 9.2.9.3 and later) AUTO selection of TLS version is not supported for WebSphere
Application Server.

4. Complete these fields:
o Trust Store Password

Enter the password of the trust store file. The password for all the trust store files in the setup on the
Server Manager Console machine and the Server Manager Agent machines is the same.

o Keystore Password

Enter the password of the keystore file.
o Private Key Password

Enter the password of the private key file.

23
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5.

~

9.

Click the Validate button to validate the uploaded files and input passwords.

After validation is successful, the following message is displayed and the Apply and Restart button is enabled.

ORACLE" 1D Edwards EnterpriseOne Server Manager (2) Documentation and Support

Management Dashboard

Lol =] Server Manager TLS Configuration Settings

What do you want to do?
~| Server Manager TLS Configuration Settings
INSTALL Use the below field to upload the files.
» Management Agents ) 1 Ces it -
} Manaoe Software Server Manager Keystore and Certificate File Browse... |

¢ Database Drivers

» TLS Confiquration Settings Upload and Distribute|

Use these fields to select the appropriate TLS version and to enter the trust store password, keystore password, and private key password.
CONFIGURE TLS configuration validation s successful. Click on Apply and Restart to apply the changes to the setup.

b Server Manager Users TLS Version (i LSwi.?
b Server Groups

Trust Store Password [i] (esesssses
TRACK :
b User Adtivi Keystore Password [ ssssse
b Seiver Adivity Private Key Password (i) |eseses
b Table Cache
b Health Check Validate| |Reset| |Apply and Restart

Diagnostics
» Collect and Generate Disgnostics

If the validation fails, the following error message is displayed:

Validation of the Certificate, Keystore, and Truststore failed with the inputs provided. Check the Server Manager
Console logs for more information. Correct the errors and try again.

To select a different TLS version, click the Reset button. The system will reset the TLS version and passwords
entered.

After successful validation, click the Apply and Restart button.

On the confirmation dialog box, click OK to apply the TLS configuration settings to the setup.

The restarting of the Server Manager Console brings up a short-lived terminal window on the Windows
machine on which the Server Manager Console is installed. You will see this window only if you are connected
to that machine. No operation is to be performed on this window and it will automatically close after the restart
of Server Manager Console is complete.

Click Management Dashboard and restart all the managed instances for which the message Instance Restart
Required is displayed. After you restart the managed instances, you can see the associated runtime metrics.

The selected TLS version is displayed against the TLS Protocol field (Tools Release 9.2.9.3 and later).
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Server Manager TLS Configuration Settings

| Server M LS Configuration Sett

Use the below field to upload the files.

Currently used Certificate File: /slot/ems2549/oracle/jde_smchome/SCFMC/components/
Currently used Keystore File: /slot/ems2549/oracle/jde_smchome/SCFMC/components/

TLS Protocol AUTO

Server Manager Keystore and Certificate File ‘l Choose File ] No file chosen

Upload and Distribute|

Use these fields to select the appropriate TLS version and to enter the trust store password, keystore password, and private |

TLS Version (i)  AUTO

Trust Store Password (i) ‘

Keystore Password (i) ‘

Private Key Password (i) ‘

Validate| |Reset| Apply and Restart
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Note:

When the certificate used for TLS configuration is due to expire in 7 days or when it has already expired, a

warning is displayed in the Managed Homes and Managed Instances page. You will need to take corrective
action for the certificate before it expires (upon seeing the warning message). If the certificate expires, the

secure communication over TLS will stop and you will need to manually reconfigure the TLS setting.

If the Server Manager Console is on the WebLogic Server, after applying the TLS configuration, you will need to
restart the admin server of the domain in which the Server Manager Console is installed.

For any web component in a horizontal cluster setup, you must copy the $scrFua/config/agent.properties
file from the primary member to the horizontal cluster member after the automation has been applied.
Additionally, you must copy the keystore file, certificate file, and trust store file and place them in the same
location as the primary member.

All the TLSv1.2/1.3 configuration information is saved in the $scFMc/config/agent.properties file and $scrua/
config/agent.properties file.

(Tools Release 9.2.9.3 and later) For the selected TLS version, a new setting TLsconnectiontype is included in the
$SCFMC/config/agent.properties file and $scrua/ config/agent.properties file. If the TLS Version is selected as
AUTO, the setting is TLsConnectiontype=auTo. When the TLS version is selected as TLSV1.2 or TLSv1.3 then the
setting is TLsConnectiontype=NONE.

The trust store file is automatically configured in the $scrua/jdk/jre/1lib/security/cacerts file on the agent
machines and to the $3jdk/jre/1ib/security/cacerts file of the Java installation used by the WebLogic Server
and the WebSphere Application Server on the Server Manager Console machine.

When you create a new instance in a setup where TLSv1.2/1.3 automation has been applied, for the new
instance, TLSv1.2/1.3 is automatically configured.

If the system property setting is management . server.usesecurejmx=false in the $SCFMC/config/agent.properties
file and the $scFuA/config/agent.properties file, the system property setting will be automatically be changed
tO management. server.usesecurejmx=true after applying the TLS configuration setting.

You must import all the certificates from the $was_profile_dir\etc file for all the profiles into the agent’s
keystore and trust store files for the agent to connect to the WebSphere profiles.
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Configuring TLS Setting for a Newly Installed Agent

To configure the TLS setting for a new agent installation:

1. Install the agent using the Agent Installer.

2. Afterinstallation, copy the certificate file, keystore file, and trust store file[SC1] from an existing agent and place
these components on the new machine in a location similar to where they were stored in the existing agent.

3. Copy the sscrua/config/agent.properties file and make changes to the paths of the certificate file, keystore file,
and trust store file if required.

4. Restart the agent.

Server Manager Agent Configuration

This section describes the configuration changes that are necessary for the Server Manager Agent to work with Java 8
Update 201 and later (and equivalent version of Java 7) without having to make changes to the java.security file.

Server Manager Agent on Windows

Note: After you update the Server Manager Agent to Tools Release 9.2.3.4 or later, create a copy of the $SCHFA
\bin\installAgentServiceV2.bat file and save the file as $SCHFA\bin\installAgentService.bat. This step is necessary
to persist the changes related to TLSv1.2 to the agent. If you do not perform this step, your changes will be
overwritten when the agent is updated. If the file $SCHFA\bin\installAgentService.bat is already present, use it to
make the changes related to TLSv1.2. Do not use the $SCHFA\bin\installAgentServiceV2.bat file if the $SCHFA\bin
\installAgentService.bat file is already is present.

Then perform the following tasks:

1. Stop the Server Manager Agent by using the $SCFHA\bin\stopAgent.bat file.

2. Uninstall the existing Server Manager Windows Service by using the $SCFHA\bin\uninstallAgentService.bat
file.

3. Changes the $SCHFA\bin\installAgentService.bat file as follows:

A sample start params entry is provided below. The changes are shown in bold in this entry sample, make the
same set of changes in the do32 and do64 sections.

"--StartParams =-Djdk.tls.client.protocols=TLSvl.2;-Djavax.net.ssl.keyStore= C:\certs
\keystore. jks;-Djavax.net.ssl.keyStorePassword=<password>;-Djavax.net.ssl.keyStoreType=JKS; -
Djavax.net.ssl.keyPassword=<password>;-Djavax.net.ssl.trustStore= C:\Java64\jdkl.8.0_211\jre\lib
\security\cacerts;-Djavax.net.ssl.trustStorePassword=<password>;-Djavax.net.ssl.trustStoreType=JKS ;-
Xrs;-classpath;%JDE_HOME%\lib\scfagent.jar;com.jdedwards.mgmt.agent.Launcher"

4. Install the Server Manager Agent Windows Service by using the modified $SCFHA\bin\ installAgentService.bat
file.

5. Start the Server Manager Agent by using the $SCFHA\bin\startAgent.bat file.
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1 GBecho off

2 SET CUR_DIR=

S oed /d T ST

4 SET JDE_HOME=

5 ed/d "™ "

6

7 SET JAVA HOME= Vidk\jre

8

9 CALL ‘\bin\bitness-checker.bat > \bin\bits

10 set /p BITS=< \bin\bits

11

12 if ==64 GOTO do64

13

14  :de32

15 if exist \SysWowed\veruntimeldO.dll |

16 Vbin\scfagent.exe "//IS//SCFAGENT1" "--Description=5M Management Agent” "--DisplayName=S5M Management Agent [ 1™ --Startup=auto
--StartMode=exe "--StartImage= “bin\java.exe" "--StartParams=-Xrs;-classpath; “lib\scfagent.jar;eom. jdedwards.mgmt.agent. Launcher™
"--LogPath= “logs" --LogPrefix=installAgentService.log --LogLevel=DEBUG "--StdOutput= Ylogsistdout.log” "--StdError=
\logsistderr.log™

17 ) else {(

18 Eecho on

19 echo FPlease install Microsoft VC++ 2017 %86 Re-distributable before installing the Server Manager Agent Service.

20 Fecho off

21 )

22

23 GOTO EOF

24

25 :do64

26 if exist “\System3Z2\vcruntimeld0.d1ll |

27 Vbinyscfagent 64.exe "//IS//SCFAGENT1" "--Description=SM Management Agent" "--DisplayName=SM Management Agent [ ]™ --Startup=auto
--3tartMode=exe "--StartImage= “bin\java.exe" "--StartParams=-Djdk.tls.client.protocols=TLSvl.2;-Djavax.net.ssl.keyStore=
C:\Middleware\oracacertidenOlzqgq. jks; -Djavax.net.ssl.keyStorePasswords ;-Djavax.net.ssl.keyStoreType=JKS; -Djavax.net.ssl.keyPassword=

;-Djavax.net.ssl.trustStore=C:\jdk\jre\lib\security\cacerts;-Djavax.nel=55l. trustStorel assword=mussss Djavaxz.net.ssl.trustStoreType=

JKS; -Xrs;-classpath; “lib\scfagent.jar;com.jdedwards.mgmt.agent.Launcher™ "--LogPath= “logs"™ --LogPrefix=installAgentService.log
--LogLevel=DEBUG "--StdOutput= \logsistdout.log™ "--StdError= \logsi\stderr.log"”

28 ) else {(

25} [fecha on
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Server Manager Agent on UNIX and AS/400 Platforms

After you update the Server Manager Agent to Tools 9.2.3.4 or later, for Server Manager Agent installations on UNIX and
AS/400 platforms, perform the following tasks:

1. Create a copy of the $scuFa/bin/runagentv2 file and save it as $SCHFA/bin/runAgent.
2. Stop the Server Manager Agent by using $scFuA/bin/stopAgent.
3. Change the $scuFa/bin/runagent file as follows:

A sample start parameters entry is provided below. The changes are shown in bold in the sample entry.

4. For AS/400, the Administrator must update the $scrua/config/agent.properties file to include these values:

0s.0s400.as400.user=JDE
0s.0s400.as400.password=<plain text as400 user JDE password>

After these values are set, the Administrator should restart the AS/400 Server Manager agent.
UNIX

echo Starting the management agent on ‘date’ in home $JDEHOME >>$JDEHOME/logs/elagent 0.log

$JAVA S$BITFLAG -Djdk.tls.client.protocols=TLSv1l.2 -Djavax.net.ssl.keyStore=/slot/ems9991/appmgr/
certs/keystore. jks -Djavax.net.ssl.keyStorePassword=<password> -Djavax.net.ssl.keyStoreType=JKS -
Djavax.net.ssl.keyPassword=<password> -Djavax.net.ssl.trustStore=/slot/ems9991/appmgr/jde_agent_ent/SCFHA/jdk/
jre/lib/security/cacerts -Djavax.net.ssl.trustStorePassword=<password> -Djavax.net.ssl.trustStoreType=JKS -
classpath $JDEHOME/lib/scfagent.jar com.jdedwards.mgmt.agent.Launcher >>$JDEHOME/logs/elagent_0.log 2>&l &

echo $!>$JDEHOME/agent.pid

exit 0
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AS/400 Platform

If you are managing the WebSphere Managed Instance on the AS/400 platform, configure the $scrua/bin/runagent
script to use the 64-bit Java installation. Typically, the Java Installation used by the WebSphere Installation is:

/QOpenSys/QIBM/ProdData/JavaVM/jdk80/64bit/jre

If you are managing the Enterprise Server Managed Instance on the AS/400 platform, configure the $scrua/bin/
runAgent SCript to use the 32-bit or 64-bit Java installation depending on whether it is a 32-bit or 64-bit Enterprise Server
Managed Instance installation.

The install location of the Java 8, 32-bit and 64-bit, respectively, on the AS/400 machine is:
/QOpenSys/QIBM/ProdData/JavavM/jdk80/32bit/jre
/QO0penSys/QIBM/ProdData/JavavM/jdk80/64bit/jre

echo starting the management agent

$JAVA HOMES$JDKBINS$JAVAEXE -Djdk.tls.client.protocols=TLSvl.2 -Djavax.net.ssl.keyStore=/jde_agent_1/
SCFHA/keystore. jks -Djavax.net.ssl.keyStorePassword=<password> -Djavax.net.ssl.keyStoreType=JKS
-Djavax.net.ssl.keyPassword=<password> -Djavax.net.ssl.trustStore=/Q0penSys/QIBM/ProdData/
JavaVM/jdk80/32bit/jre/lib/security/cacerts -Djavax.net.ssl.trustStorePassword=<password> -

Djavax.net.ssl. trustStoreType=JKS -classpath "$JDEHOME/lib/scfagent.jar:/QIBM/ProdData/HTTP/Public/jt400/1ib/
jt400.jar" com.jdedwards.mgmt.agent.Launcher 2>/dev/null 1>/dev/null &

In order to enable the Server Manager agent to read the PTF.LOG file, you must use the DDM/DRDA AS/400 user and
password using this procedure:

1. The Administrator must update the $scrua/config/agent.properties file to include these values:

0s.0s400.as400.user=JDE
0s.0s400.as400.password=<plain text as400 user JDE password>

2. After these values are set, the Administrator should restart the AS/400 Server Manager agent.
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cd “dirname $0°/..

JDEHOME=SPWD

cd SCWD
JAVA_HOME=/Q0pensSys/QIBM/ProdData/Javavi/jdk70/32bit

JAVAEXE=/java

##This is code to cleanup the old commons-httpclient-3.0.jar and commons-codec-1.3.jar jars
if [ -f SopeEnome/lib/commons-httpelient-3.0.jar 1; then
rm -f SIDEHOME/lib/commens-httpclient-3.0.jar
eche Found and successfully deletsd SJDEHOME/lib/commeons-httpelient-3.0.jar
£i
if [ -f SJDEHOME/lib/commons-codec-1.3.jar 1; then
rm -f SIDEHOME/lib/commens-codec-1.3.jar
echo Found and successfully deleted SIDEHOME/lib/commons-codec-1.3. jar
fi

if (find -f $JAVA HOMESJDKBINSJRVAEXE}
then -
if [ -f SopEHOME/agent.pid 1; then
PIDFILEINEO="cat $JDEHOME/agent.pid’
if [ "ps -p SPIDFILEINFO | w¢ = "1" 1; then
echo An invalid agent.pid file exists, removing
rm SIDEHOME /agent.pid
else
echo The management agent is already running under process id SPIDFILEINEO
exit 1
£i
fi
typeset -i RET
RET=10
while [[ SRET = 10 ]]
do
echo starting the management agent
SIAYA HOMESJDEBTHSIAVACXE —Djdk.tls.client.protocols=TLEv1.2 -Djavan.net.ssl.keyStore—=/jde agent openssl 64/jde openssl 64 Agent/SCFHA/DemoIdentity.jks -
Djavax.net.ssl.keyStorePassword: ~Djavax.net.ssl.keyStoreType=JKS -Djavax.net.ssl.keyPasswor: -Djavax.net.ssl.truststore=/
QOpensys/QIBM/ProdData/Javavil/jdk70/32bit/jre/lib/security/caiwuts -Diavax. net.ssl.trustStorePassword- . -Djavax.net.ssl.trustStoreType—JKS -classpath
"SIDEHOME/lib/scfagent. jar: /QIBM/ ProdData/HTTE/ Public/ j£400/11ib/jt400. jar” com. jdedwards.mgmt.agent. Launcher Z>/dev/null 1>/dev/null &
echo §!>SJDEHOME/agent . pid
wait S/
RET=57
done
else
echo You must have J9 jdk 1.6 to run the agentl Please download the jdk to the SJAVA HOME location and retry.
fi
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Server Manager Agent on AS/400 if DDM/DRDA is Enabled

If DDM/DRDA is enabled on your AS/400, you must update the agent.properties file of the Server Manager agent for
that server. You must include these settings:

0s.0s400.as400.user=JDE
0s.0s400.as400.password=<plain text as400 user JDE password>

Java.security File

If you have modified the $jdk/jre/lib/security/java.security file, and removed the anon and NULL entries from this file,
add the entries again or restore the file to its original condition. The following screenshot highlights these entries:

For PKI-based peer authentication and key exchange mechanisms, this list
of disabled algorithms will alsc be checked during certification path
building and wvalidation, including algorithms used in certificates, as
well as revocation information such as CRLs and signed OCSP Responses.
This is in addition to the jdk.certpath.disabledAlgorithms property above.

See the specification of "jdk.certpath.disabledAlgorithms" for the
syntax of the disabled algorithm string.

Note: The algorithm restrictions do not apply to trust anchors or
self-signed certificates.

Note: This property is currently used by the JDK Reference implementation.
It is not guaranteed to be examined and used by cother implementations.

Example:
jdk.tls.disabledAlgorithms=MD5, 55Lwv3, DSA, RSA keySize < 2048
dk.tls.disabledAlgorithms=5S5Lv3, RC4, DES, MDbwithRSA, DH keySize < 1024, \
EC keySize < 224, 3DES_EDE_CBC,|an0n, NULL

#
#
#
#
#
#
#
#
#
#
#
#
#
#
#
#
#
i

startWeblogic.sh/cmd

You must edit the startWeblogic.sh/cmd file in $<Server_Manager_Console_Weblogic_Domain>\bin\startWeblogic.sh/
cmd. In startWeblogic.sh/cmd, edit the command and add the content as shown in bold in the sample below. Also,
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you must edit the same command to restart the Admin Server of the WebLogic Domain on which the Server Manager
Console is installed.

SAVE_JAVA OPTIONS="${JAVA OPTIONS} -Djdk.tls.client.protocols=TLSvl.2 " -Dweblogic.http.headers.enableHSTS=true

Note: If you plan to implement HTTP Strict Transport Security, refer to this Oracle document: Command Reference for
Oracle WebLogic Server 14c in the section entitled: HTTP Strict Transport Security.

I Note: Restart the Server Manager Console after making the changes to the command.

Updating the ManagementLoginModule_JAR.jar in the
$SMC_WLS_Domain_Dir/lib Location (Release 9.2.4)

For the Server Manager Console on the WebLogic server when using Java 8 update 201 and later:

1. Stop the Server Manager Console J2EE container.

2. Stop the Admin server.

3. Stop all the other J2EE containers that are running in the domain in which the Server Manager Console is
installed.

4. Delete the $SMC_WLS_Domain_Dir/lib/ManagementLoginModule_JAR jar.

For this specific set-up, the file can be found in the following directory:

0 /u01/OracleSMC/user_projects/domains/smc_domain/lib/ManagementLoginModule_JAR.jar

5. Copy the latest ManagementLoginModule_JAR jar file from $SCFMC/stage/ManagementConsole_WAR.ear/
ManagementConsole_WAR.war/WEB-INF/lib/ManagementLoginModule_JAR.jar to the
$SMC_WLS_Domain_Dir/lib directory.

For this set-up, the file can be found in the following directory:

o /u01/SMConsole/SCFMC/stage/ManagementConsole_WAR.ear/ManagementConsole_WAR.war/WEB-INF/
lib/ManagementLoginModule_JAR.jar to above location. The timestamp of the file should show the new date
and time.

Start the Server Manager Console.

Perform the Change Component operation to confirm that the operation is successful.

N o

Configuring Server Manager Console to Work with Java 8
Update 201 (and later) (Tools Release 9.2.4.3 and later)

If you are using Server Manager version 9.2.4.3 or later, you can remove the TLS arguments that were added in JVM
Arguments Configuration and Server Manager Agent Configuration since these arguments are for the Server Manager
versions earlier than the release 9.2.4.3.

If you are using Server Manager version 9.2.4.3 or later, these arguments will be taken from the agent.properties file that
is present in the $SCFMC\config and $SCHA\config folders.
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2 Concepts and Terminology

Introduction

Server Manager for JD Edwards EnterpriseOne is a web based application used to manage the complete life cycle of the
JD Edwards EnterpriseOne server products. It is delivered with the JD Edwards EnterpriseOne Tools Release 8.97 and
later releases and supports the same JD Edwards EnterpriseOne associated application releases that are supported by
the tools releases.

Features at a Glance

Server Manager provides:

- Web Based System Management

You can securely access and manage your JD Edwards EnterpriseOne installation from anywhere using a
standard web browser.

Remote Deployment and Upgrades

You can install, uninstall, and update your JD Edwards EnterpriseOne servers regardless of their physical
location or platform.

Remote Operational Control

You can start and stop any of your JD Edwards EnterpriseOne servers, Oracle J2EE application servers, or
supported third party J2EE application servers directly from the Management Console .

- Secure Administrative Tasks

Server Manager permits you to specify which existing JD Edwards EnterpriseOne users have access to the
Management Console control, which JD Edwards EnterpriseOne servers the user may view, and specify which
administrative tasks the user may perform on those servers.

- Configuration Management

Server Manager provides a web-based interface for managing the configuration of all managed servers. The
application presents each configuration item along with integrated help describing the configuration setting.

Note: Beginning with the availability of Server Manager , it is strongly advised that all changes to
configuration files (such as jde.ini, jas.ini, jdbj.ini, jdelog.properties, etc.) for any JD Edwards EnterpriseOne
server managed by Server Manager be accomplished using only the Management Console interface of
Server Manager . In addition to providing usability improvements, using Server Manager reduces the risk of
introducing configuration errors by providing dropdowns that contain only valid values where applicable.
Further, the tool provides a useful Audit History for any modifications made to configurations using Server
Manager .

- Configuration Comparison
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Use Server Manager to compare the configuration of two or more servers to identify configuration differences.
You can compare configurations through the Management Console application regardless of the platform

or location of the actual JD Edwards EnterpriseOne server. You can also compare individual servers with the
default configuration of the corresponding server groups to which the servers belong.

- Audit History
Server Manager maintains a history of changes made to the managed servers. This includes a history of
each configuration change, each server start and stop, and each tools release update, including the user that
performed the change or operation. The Management Console application provides mechanisms to query and
view the audit history that is maintained.

- Integrated EnterpriseOne Software Management
Use Server Manager to centrally maintain all your JD Edwards EnterpriseOne server tools releases, including
the ability to copy the software to the remote server machines.

- Logical Server Grouping
Server Manager allows you to group servers with a similar purpose. These groups can include any of the
server types such as Enterprise Server, HTML Web Server , and so on. A default, or template, configuration is
maintained for each server group.

- Application Release Independence
Server Manager is delivered with JD Edwards EnterpriseOne Tools Release 8.97 (and later) and is compatible
with any supported JD Edwards EnterpriseOne application release beginning with Application Release 8.9
through the currently supported release. No electronic software updates (ESUs) are required to support Server
Manager .

- Self-Contained Installation
The installation of Server Manager delivers all components that are required by the Management Console
application. There are no third party requirements regardless of your existing or intended middleware topology
(for example, Oracle WebLogic Server, WebSphere Application Server, or no application server).

- Tools Release Independence
Newer versions of the Server Manager application will continue to support the management of earlier tools
releases back to JD Edwards EnterpriseOne its initial release in Tools Release 8.97.

- Offline Monitoring and Scheduling of System Administrative Orchestrations (Release 9.2.6)
Use Server Manager to monitor and schedule system administrative orchestrations in the offline mode. The
Server Manager system administrator can run administrative orchestrations even when the HTML, Database,
and Enterprise servers are down. Administrative orchestrations are orchestrations that contain only these types
of components: Open API-type connectors connecting to a Server Manager Console Open API endpoint, rules,
or child orchestrations with a similar structure as the parent orchestration.

Architecture

The key benefits of the Server Manager architecture include:

- Anintegrated, web-based Management Console application.
- Management Agents that are installed on the JD Edwards EnterpriseOne servers.
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- Use of Java Management Extensions (JMX) technology by the Management Agents running on the servers to
run as background processes that interact with the Management Console web application.

- Secure and encrypted network communication between the Management Console and Management Agents .

The design goal of Server Manager is to reduce the total cost of ownership of JD Edwards EnterpriseOne server
products from installation and configuration, to ongoing maintenance and troubleshooting. Server Manager manages

these JD Edwards EnterpriseOne servers:
- Enterprise Servers
. HTML Web Servers
- Transaction Servers
- Collaborative Portal Servers
- Business Services Servers

A high level view of the architecture is illustrated by this diagram:
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Components

This section discusses:

« Management Console
« Management Agent
« Managed Home

« Managed Instance

« Instance Properties

« Software Component

- Server Configuration and Runtime Metrics

Management Console

The central element of the Server Manager architecture is the Management Console , a web-based application. The
Management Console is responsible for:

Hosting the HTML-based interface accessed using a standard web browser.
- Communicating with Management Agents installed on remote machines.
Monitoring the runtime operation of the JD Edwards EnterpriseOne servers.

Server Manager is required for all JD Edwards EnterpriseOne installations that use Tools Release 8.97 (and later) tools
releases. The Management Console is a J2EE application with a web-based user interface that is accessed by the end
user through a browser. For the management user, this interface is the only means of directly accessing any servers
managed by Server Manager .

The Management Console can be installed on either a Windows-based or Linux-based machine.

Typically the most suitable machine within the JD Edwards EnterpriseOne architecture is the Deployment Server,
although the Management Console can be installed on any server that meets the JD Edwards EnterpriseOne
Certifications (MTRs) of the Deployment Server (for details refer to Accessing the Certifications (Minimum Technical
Requirements) in this guide). The Management Console uses a J2EE application container to host the application.

Optionally, the Management Console can be configured to use the secure protocols of HTTPS/SSL.
See Also

For an illustration of the role of the Management Console within Server Manager , refer to Architecture.

Management Agent

Server Manager uses Management Agents that are installed on the physical machines that run JD Edwards
EnterpriseOne server products. These Management Agents communicate directly with the Management Console and
are instructed to perform operations as a result of user actions in the Management Console web application.
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The Management Agent is based on the JMX Java management specifications. Management Agents interact only
with the Management Console web application; however, much of the work, such as starting and stopping servers, is
actually performed by the Management Agent .

The JD Edwards EnterpriseOne server products contain an embedded variant of the Management Agent . This
Management Agent is responsible for providing the runtime information about an active server instance to the
Management Console web application.

The Managed Home Agent is a standalone Management Agent which functions as an installed daemon process.

The responsibilities of the Management Agent within Server Manager include:

- Creating, registering, uninstalling, and updating the EnterpriseOne servers.
- Starting and stopping any managed EnterpriseOne server.

- Managing the configuration files used by the EnterpriseOne server.

- Providing access to the log files generated by the EnterpriseOne server.

- Providing basic management of the third-party application servers on which the web-based EnterpriseOne
server products run.

- Transferring and managing a local copy of EnterpriseOne server software components (that is, the Tools
Releases).

The Server Manager Management Console web application determines whether the Management Agent should be
updated. If so, the Management Agents are updated using the Management Console .

Managed Home

The location in which the managed home agent is installed is a Managed Home . Similar to the concept of an
ORACLE_HOME, the Managed Home is the deployment location of the standalone Management Agent and a
structured file system containing the constituent parts of managed JD Edwards EnterpriseOne servers.

The Managed Home is created by the installation of the standalone Management Agent . The structured nature of the
Managed Home simplifies the installation and maintenance of JD Edwards EnterpriseOne software.

You must install at least one Managed Home on each physical machine before installing or managing any JD Edwards
EnterpriseOne servers. It is possible for a machine to host more than one Managed Home that might not use the same
Management Console . Each unique Managed Home is associated with exactly one Management Console .

See Also

- For anillustration of the role of the Managed Home within Server Manager , refer to Architecture.

Managed Instance

Each EnterpriseOne server, Oracle Application Server, or WebSphere Application Server is referred to as a Managed
Instance . A Managed Instance is a particular instantiation of a software component on a physical machine. Each
Managed Instance is identified by an instance name that name is unique to the machine on which the Managed
Instance resides. The instance name is supplied by the user who either created or registered the server with the
Management Console .

Each Managed Instance is associated with a Managed Home on the same physical machine.
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Instance Properties

Instance Properties are the unique characteristics needed to identify an individual managed instance. For example, only
a single instance property might have been defined for an Enterprise Server:

Installation path

As another example, an HTML Web Server software component might define two instance properties:

1. Instance name of the application server under which it runs.
2. J2EE container within the application server target instance.

Software Component

The JD Edwards EnterpriseOne Tools Releases are downloaded as a portable archive (.PAR) and are referred to as
Software Component s in Server Manager . The JDBC driver implementations (JAR files) are also Software Component
sin Server Manager .

This section describes:

« Server Components

« JDBC Driver Components
See Also

For an illustration of the role of the Software Component within Server Manager , refer to Architecture.

Server Components

These Server Components are a subset of the Software Component s that can be deployed and managed by Server
Manager :

- JD Edwards EnterpriseOne Enterprise Server

- JD Edwards EnterpriseOne HTML Web Server

- JD Edwards EnterpriseOne Transaction Server

- JD Edwards EnterpriseOne Collaborative Portal Server
- JD Edwards EnterpriseOne Business Services Server

- JD Edwards EnterpriseOne Data Access Server

- JD Edwards EnterpriseOne Deployment Server

JDBC Driver Components

Server Manager can also distribute and deploy JDBC Drivers to:

- J2EE containers that run the JD Edwards EnterpriseOne web-based server products.

These drivers are required components on the JD Edwards EnterpriseOne HTML Web Server and any other
JD Edwards EnterpriseOne server component that requires JDBC database connectivity that is not natively
provided by the underlying application server.
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RMI java application that runs on the JD Edwards EnterpriseOne Data Access Server.

The JDBC driver for this server is required to provide native database connectivity for the application (such as
Oracle Bl Publisher) or program that is accessing the Data Access Server.

Note: Do not use Server Manager to install or uninstall an Oracle jdbc driver for any JD Edwards EnterpriseOne Web
Server that it WebLogic Server-based. If you need to update a JDBC driver for WebLogic Server for any reason, you
should use the native WebLogic Server tools, which are available at the below links:

Using JDBC Drivers with WebLogic Server WebLogic 12c
https://docs.oracle.com/middleware/1212/wis/IDBCA /third_party_drivers.htm#JDBCA234
Using JDBC Drivers with WebLogic Server WebLogic 14c
https://docs.oracle.com/cd/E24329 01/web.1211/e24367/third_party_drivers.htm#JDBCA232

Server Configuration and Runtime Metrics

Server Configuration and Runtime Metrics are a grouping of related managed resources. A Software Component
defines the configuration and metrics that an instance contains. For example, a section from thejas. ini file can be
defined as a configuration metric for the Software Component for the JD Edwards EnterpriseOne HTML Web Server .

Runtime metrics provide insight into the current state of a running Managed Instance . For example, the active user
sessions are a runtime metric provided by the JD Edwards EnterpriseOne HTML Web Server .

For details, refer to these chapters and sections within this guide:

- Configuration

For details refer to the chapter in this guide entitled: Configure EnterpriseOne Server Instances.

Runtime Metrics

For details refer to the chapter in this guide entitled: View Runtime Metrics for a Managed Instance.
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3 Functional Overview

Standardized Remote Deployment

Server Manager provides a depiction of the EnterpriseOne topology through the managed deployment of all server
software.

Using Server Manager through the web-based Management Console , the JD Edwards EnterpriseOne administrator
can create a new JD Edwards EnterpriseOne server on a remote machine. The JD Edwards EnterpriseOne software
used for installation is stored on the Management Console machine after being downloaded from the Customer
Connection website or using Change Assistant.

The software may be distributed, or copied, to the remote machine from the Management Console . This server
software ( JD Edwards EnterpriseOne Tools Release) can now be used to create the new JD Edwards EnterpriseOne
server. The Management Home Agent performs the installation of the specific server type and automatically performs
the requisite default configuration. After it is successfully installed, the server can be maintained entirely through the
Management Console . This deployment process is similar for all JD Edwards EnterpriseOne server types.

Configuration Management

Server Manager provides a complete configuration management system for all server types. Each configuration entry
from the .1n1 and .properties files has been defined in metadata contained within the Management Console . It is no
longer necessary to directly edit any of these configuration files, or even to know where they exist.

The configuration items are grouped into logical configuration topics. These topics are presented on the management
page for each JD Edwards EnterpriseOne Managed Instance . Selecting a configuration topic displays all the individual
configuration items contained within. These items are further grouped and displayed for viewing or editing. Each
configuration item is displayed with a plain text description. Configuration items with a list of allowed values are
displayed using drop down boxes.

Alink to display context sensitive help is displayed next to each configuration item. Clicking this link displays the name
of the . 1n1 file that is being viewed, the section and entry name in the file to which the .1n1 pertains, the default value

of the setting, and a full description of the configuration item. For items with an associated list of allowed values, each

value is displayed in the help text.

The contents of the contextual help for each setting are also available in reference form in the Management Console
documentation.

Through the Server Manager Management Console , a JD Edwards EnterpriseOne administrator can compare
configurations for each remote Managed Instance , even if they reside on separate physical machines. This capability
significantly reduces the effort required to ensure consistency among configurations, especially for those installations
containing numerous JD Edwards EnterpriseOne servers.
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Audit History

Before the introduction of Server Manager , many of steps in the software life cycle were not logged by any JD Edwards
EnterpriseOne mechanism. With Server Manager , the Management Console records and makes available an audit trail
of actions, such as:

Installing or changing tools releases on a JD Edwards EnterpriseOne Enterprise Server.

Installing or changing runtime code on a JD Edwards EnterpriseOne HTML Web Server .
- Changing to configuration items of Server Metrics.

Recording implemented notifications (for example, for a critical failure).

Remote Troubleshooting

An administrator can use the Management Console to troubleshoot any of the Managed Instances within the
management domain. Troubleshooting includes:

Retrieving and modifying configuration entries of managed servers.
Retrieving log files.
- Comparing configurations of a particular instance with any other.

Before Server Manager , some of this functionality was available through the Server Administration Workbench (SAW)
web interface. However, Server Manager greatly enhances the capability of the administrator by extending this ability
to managing all JD Edwards EnterpriseOne server-based products (for a list of supported servers, refer to Server
Components). Additionally, unlike the previous SAW implementation, which was directly embedded in the product, the
Server Manager configuration management and troubleshooting tools are available even if the target instance is not
running or fails to start.

Operational Control for Managed Servers

Using Server Manager , the JD Edwards EnterpriseOne administrator can remotely start any Managed Instance
through the browser-based Management Console . This functionality reduces the effort required to perform
configuration or performance tuning changes by removing the necessity to have physical access to the machine.

Flexible Monitoring

Due to its inherent knowledge of the registered topology, Server Manager can accurately determine and subsequently
monitor all entities constituting an EnterpriseOne installation. As such, Server Manager provides enterprise-wide views
rather than machine specific views, which eliminates the potential for inaccurate monitoring of general information. For
example, Server Manager contains real-time data for user sessions, Java memory usage, JDBj connection cache, and
prepared statement configurations. Without Server Manager , such information is not available.
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See Also

View Runtime Metrics for a Managed Instance

Simplification and Automation of System Administration
Tasks by Using Orchestrations (Release 9.2.6)

The Server Manager system administrator can perform system administration tasks by running administrative
orchestrations even when the HTML, Database, and Enterprise servers are down, with only the AIS server and the Server
Manager Console running. In addition, the orchestrations can be scheduled to run at defined time intervals.

The Server Manager system administrator can use the Management Console to upload system administrative
orchestrations, which are designed to perform system administration tasks, and then use the Orchestrator Studio to
run the administrative orchestrations. This capability of Server Manager enables system administration tasks to be
completed even when the EnterpriseOne servers are down, ensuring business continuity.
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4 Configuring Server Manager Console to
Start Automatically

Server Manager Console Automatic Startup

In Tools Release 9.2, WebLogic or WebSphere Server Manager Console installations will need to be configured to start
automatically, since they do not include automatic startup by default.

The information to setup automatic startup is available at:

E1: SVM: How to Configure Server Manager Console to Start Automatically With the Operating System When
Installed on WLS or WAS (Doc ID 2066799.1):

https://support.oracle.com/epmos/faces/DocumentDisplay?id=2066799.1
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5 Start, Stop, and Restart a Management
Agent

Start a Management Agent

You can start the Management Agent by using a script that is delivered when the Management Agent is installed. The
script resides on the machine on which you installed the Management Agent and is typically located in these platform-
dependent directories:

« Microsoft Windows
UNIX
- 0S400 ()

Microsoft Windows

You can use these methods to start the Management Agent :

« Start a Management Agent as a Service

« Start a Management Agent from a Script

Start a Management Agent as a Service

The Management Agent installer creates a windows service that can be used to start, stop, or restart the Management
Agent . This is the format of the service name:

SM Management Agent [install_location\JDE_HOME]

Note: The path installation directory\JpE_uoME refers to the install location of the Management Agent .

For example:
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Name / | Description | Status | Startup Type | Log On &s

%Shﬂl Hardware Detection Provides n...  Starked Autornatic Local Syste
ﬂ&Sirm:nl'e: Mail Transport Protocol (SMTR) Trarsports.., Starked Autonnatic Local Sysk

Sl Management Agent [C:DE_HOME_Agent) S5M Manag. .. Autornatic

%SM Management Consaole [C:I0DE_HOME] - SCPMngmtConsale2  SM Manag...  Started Autornatic
%Smart Card Manages a... Marual
%Smart Card Helper Provides s... Manual
%SMS Agent Host Provides c...  Started Autornatic
i Special Administration Console Helper Allows adm. .. Manual
%5@. Server (JDESSELOCAL) Provides st... Started Autornatic
%SQI. Server Active Directory Helper Enables int... Marual
%SQI. Server Analysis Services (INST1) Supplies on... Automatic
%SQL Server Browser Provides 5...  Started Autornatic
%5(}[ Server FullText Search (INST1) Quickly cre... Automatic
8 5QL Server FullText Search (SQL200S) Quickly cre.... Automatic
%5@. Server Reporting Services (INST1) Manages, ... Automatic
8y 5QL Server Y55 Writer Provides th... Manual
89 SQLAgent$IDELOCAL Manual
%SYITIEI'IIBE Antivirus Provides re... Started Autornatic

Start a Management Agent from a Script
You can use this .pat file to start the Management Agent :

installation_directory\JDE_HOME\SCFHA\bin\startAgent.bat

| Note: The path installation_directory\JDE_HOME refers to the install location of the Management Agent .

UNIX

You can use this script to start the Management Agent :

installation_directory\JDE_HOME\SCFHA\bin\startAgent.bat

| Note: The path installation_directory/JpE_HOME refers to the install location of the Management Agent .

0S400 ()

In order for the Management Agent to function, it is required that JDK 1.5 be installed on the IBM i machine.

ORACLE

Local Sysk
Local Syste
Local Servi
Local Syst
Local Syste
Local Syste
Local Servi
Metwork 5

Local Syste
Local Servi
Local Syste
Local Systs
Local Syske
Local Svwske
Local Syste
Local Syste
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Start the Management Agent as a Background Job

As shown below, you must use the "&" switch as a suffix for the command script in order to start the Management
Agent as a background job. Launching the job in this manner means that when you leave the gshell the job will not die.

User Installing, Starting, or Restarting the Management Agent

The user who installs, starts or restarts the agent must have the minimum permissions of *ALLOBJ, *SAVSYS and
*JOBCTL and *SECADM. After the Management Agent installation is complete, it will start. It is important to note that
when starting the Management Agent the user that is signed onto the /IBM i machine is the user that executes the
functionality when the Management Agent is performing Server Manager work. That user must not be a user that has
a JD Edwards EnterpriseOne Enterprise Server library in its library list (for example: EQ00SYS).

Agent Commands

For the Management Agent running on the IBMi platform, you can run these commands from the default /spEdwards/
JDE_HOME/SCFHA/bin folder:

restartAgent

runAgent

startAgent

stopAgent

To submit each command to batch:

1. To stop, start, or restart the Management Agent , log in to 0S400 with a user profile which has sufficient
privileges to operate these services.

You should ensure that the job queue that the user belongs to is one that is not interrupted during processing.
Because it is interruptible, a job queue such as QINTER might not be the best choice for the job queue in which
to run the Management Agent . You should consider this warning when selecting the user with the correct
permissions and configuration to run the Management Agent processing tasks.

2. To submit the Management Agent action (stop, start, or restart) to batch so it runs in a subsystem other than
QINTER:

cmd: SBMJOB CMD (STRQSH CMD{'cd
/JDEdwards/JDE HOME/bin;./startAgent &')) JOB{STARTAGEMNT)
1 TOBQ {QTX SRCH]

where in this example, the job queue is gTxTsrcr, which is a job queue that is delivered by IBM. This job queue
has no thread limitation and runs in the gsaTcu subsystem.
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3. You can use the work with active jobs command to view the processes running under the gearcu subsystem. For

example:

cmd: SBMJOB CMD (S

TROSH

CMD{'cd /JDEdwards/JDE HOME/bin; ./stopRAgent &7))
JOB {STOPAGENT) JOBQ {QTXTIRCH)

CPU %: .9

Opt  Subsystem/Jo

_ QBRTCH
QPOZSPWE

L QPOZ SPWE
STARTAGENT

Work with Active Jobs

Elapsed time:
Current
b User
08YS
QIECOFR
QIECOFR
QIECOFR

00:10:35

Type CPU
SEBS

BCT
BCT
BCH

o
T

LR T
o oo cda

0a/14/08

AZetive Jobs:
Function
PEM-CASHEH

JVM-com . Jdedwa
CMD-STROSH

122

atatus

DEQ
EVTH
JVAT
TIMW

ENTSEVY1
12:23:27

4. If you want to kill the initial startagent job, you can issue this command:

cmd: SBMJOB CMD (STRQSH CMD ('cd /JDEdwards/JDE_HOME/SCFHA; . /stopAgent &')) JOB(STOPAGENT) JOBQ (QTXTSRCH)

where grxrsreH is the name of the job queue previously started.

ORACLE
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5. To verify the job is killed, you can use this work with active jobs command to view the processes running under
the QBATCH subsystem:

cmd: WRKACTJOB SBS (OBATCH)

Work with Active Jobs ENTSREY1
ag/s14/08 12:29:22

CPU % 2.2 Elapsed time: 01:55:325 Active Jobs: 125
Current
Opt  dubsystem/Job User Type CPU % Function Status
OBATCH OSYS SBS .0 DEQW

Stop a Management Agent

You can use these methods to stop a Management Agent :

« Stop a Management Agent from the Management Console
» Stop a Using a Script

- Stop a Management Agent as a Service (Microsoft Windows only)

Stop a Management Agent from the Management Console

Using the Management Console, Server Manager users with appropriate permissions (refer to Administer
Management Console Users and User Groups) can stop a specific Management Agent , each of which is uniquely
associated with a specific Managed Home . You can specify which Management Agent to stop by checking the check
box of the associated Managed Home and then clicking the Stop Agent button on the Management Console .

Note: If a user does not have sufficient privileges to stop a Management Agent , the Stop Agent button on the
Management Console is disabled (grayed out).
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Managed Homes and Managed Instances

IJse the dropdown belaw ko select the desired management wigw,

Select ¥iew | Managed Homes and Managed Instances [V]

[=] Managed Homes

Shown below are each of the known managed homes and the managed instances they contain, IF there is a managed home that is
mok running and wou wish bo nok see it lisked here wou may remove ik,

Select [Managed Home]: Remouve | Update

Select Al | Select Mone

Managed Home Location | 6] Managed Instances i
Mo managad instances.

4+ DEMISOFC.MLAE, IDEDWARDS, COM
JIDEdweards)IDE_HOME

Stop a Using a Script

You can stop a Management Agent using a script that resides on the machine on which you installed the Management
Agent . Typically the stopagent script is located in a platform-dependent directory:

« Microsoft Windows
« UNIX
« 0S400()

Microsoft Windows
You can use this .bat file to stop the Management Agent :

installation directory\JDE HOME\SCFHA\bin\stopAgent.bat

| Note: The path installation directory\JpE_uoME refers to the install location of the Management Agent .

UNIX

You can use this script to stop the Management Agent :

installation_directory\JDE_HOME\SCFHA\bin\stopAgent

I Note: The path installation directory\JpE_HoMe refers to the install location of the Management Agent .
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05400 ()

Use this command within gshell to stop the Management Agent :

JDE_HOME/SCFHA/bin/stopAgent

Note: The path installation_directory\JDE_HOME refers to the install location of the Management Agent .

Stop a Management Agent as a Service (Microsoft Windows only)

Refer to Start a Management Agent from a Script in this chapter.

Restart a Management Agent

You can restart (that is, "bounce") a Management Agent that is currently running using a script that resides on the
machine on which you installed the Management Agent . Typically the restartagent script is located in a platform-
dependent directory:

« Microsoft Windows
UNIX
05400 ()

Microsoft Windows

You can use this .bat file to restart the Management Agent :

installation directory\JDE HOME\SCFHA\bin\restartAgent.bat

Note: The path installation_directory\JDE_HOME refers to the install location of the Management Agent .

UNIX

You can use this script to restart the Management Agent :

installation_directory\JDE_HOME\SCFHA\bin\restartAgent

Note: The path installation directory\JpE_HoME refers to the install location of the Management Agent .
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05400 ()

User Installing, Starting, or Restarting the Management Agent. The user who installs, starts or restarts the agent

must have the minimum permissions of *ALLOBJ, *SAVSYS, *JOBCTL, and *SECADM. After the Management Agent
installation is complete, it will start. It is important to note that when starting the Management Agent the user that is
signed onto the IBMi machine is the user that executes the functionality when the Management Agent is performing
Server Manager work. That user must not be a user that has a JD Edwards EnterpriseOne Enterprise Server library in its
library list (for example: E900SYS).

Use this command within gshell to stop the Management Agent :

JDE_HOME/SCFHA/bin/restartAgent

Note: The path installation directory\JpE_uoME refers to the install location of the Management Agent .
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6 User Interface for the Management Console

User Interface Layout

The user interface for the Management Console is comprised of these segments, starting from the top-left most
portion of the page:

« Select Instance Dropdown
« Quick Links - What do you want to do?

Views of the Management Console
Select Instance Dropdown

Select Instance... -

What do you want to do?

INSTALL

» Management Agents
* Manage Software
* Database Drivers

CONFIGURE
¥ Server Manager Users
¥ Server Groups

TRACK
b

¥ Server Activity

* Table Cache

Lser Activity

The Select Instance dropdown is available on every Management Console page. It is always located at the top-most
portion of the left-hand pane, just above the What do you want to do? list.
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Select Instance... -

Independent Instances

o ApplicakionServerl
Cracle Application
Server 10.1.3.1

s home
Management Consale

Server Group: default

¢ A1 B55Y
EnterpriseCne
Business Service
o DEMLCMLEZ EnterpriseServer
EnterpriseCne
Enterprise Server
* 'WEESERVWER1
EnterpriseCne HTML
Server

When you click the Select Instance... dropdown, the Management Console displays a list of currently available instances
registered with this Management Console . The list is organized by these groups:

- Independent Instances

These are instances not associated with a server group.

- Server Group: name

Where name is the name of the server group. For example, default.

Each instance is listed by its name, which is a link to the instance, and a description of the instance. If you click the link
for the instance, the Management Console displays the management page of the instance.
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Quick Links - What do you want to do?

ORACLE ID Edwards EnterpriseOne Server Manager

SN 7 Managed Homes and Managed Instances

What do you want to do?
Use the dropdown below to select the desired management view.
INSTALL
»  Management Agents
}  Manage Software
}  Database Drivers

Select View Managed Homes and Managed Instances
=] Managed Homes

Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and y

CONFIGURE
5 R 5t Updats
¥ Server Manager Users Select [Managed Home] emaove op pdate
»  Server Groups Select Al | Select None
TRACK Managed Home Location @

[[] 1+ ADC6160631.us.orade.com

» -
User Activity C:\jde_agent\SCFHA

¥ Server Activity
» Table Cache

The Management Console displays a section in the left-hand pane of each web page called What do you want to do?
that provides easy navigation to the Management Console functions for INSTALL, CONFIGURE, and TRACK:

INSTALL

- Management Agents

Refer to Installing the Server Manager Management Console and Agent of this guide

- Managed Software

Refer to Managed Software Components of this guide

- Database Drivers

Refer to Manage JDBC Drivers of this guide
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CONFIGURE
- Server Manager Users

Refer to Configure Management Console Users of this guide

- Server Groups
Refer to Configure the Default Server Group Configuration Settings and Administer Server Groups of this guide
TRACK
User Activity

Refer to "Search for User Resources" of this chapter

- Server Activity

Refer to Monitor JD Edwards EnterpriseOne Servers of this guide
- Clear Table Cache

Refer to Clear Table Cache of this guide

Views of the Management Console

The user interface for the Management Console supports these views:

« Management Dashboard
« EnterpriseOne Servers By Type
« EnterpriseOne Servers By Group

« Search for User Resources

Management Dashboard

The Management Dashboard is the entry point into the management application. The web page displays the status

of all the Management Agents and Managed Instances . This view shows each of the known Managed Homes and
the Managed Instances that they contain. Managed Homes and Managed Instances can be accessed by clicking their
links.
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ORACLE" ID Edwards EnterpriseOne Server Manager

Select Instance...

2} Managed Homes and Managed Instances

Use the dropdown below to select the desired management view.

| INSTALL Select View Managed Homes and Managed Instances
¥ Menagement Adzats Make this the default view [ ]
» Manage Software |
» Database Drivers
CONFIGURE Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and you w
: Sl il Select [Managed Home]: [ Remove | [Stop | [Update| [ StartAllinst | [ StopAll Instances |
Server Groups
Select All | Select None
. TRACK Managed Home Location & (i) Managed Inst:
' M [] 1r den0Oxig.us.orace.com DADInstancel
b Server Activity C:\jde_home_2\SCFHA EnterpriseOne C
’ I*Wk U Undetermine
P Hi
ed ec JAS 2
Z - i EnterpriseOne F
| Diagnostics O i
| . _ ! unning
» Collect and Generate Diagnostics -
wis
Oracle WebLogi
Undetermined
JAS
EnterpriseOne +
¥ stopped
JAS API
EnterpriseOne
@ Running
taa 923 Inx
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To choose the Management Dashboard view of the Management Console , on the Home page, use the Select View
dropdown to choose Management Dashboard.

I Note: This is the default view whenever you start the Management Console .

EnterpriseOne Servers By Type

The EnterpriseOne Servers By Type view of the Management Console lists each logical machine within the
management domain of the Server Manager for JD Edwards EnterpriseOne . As such, this view also includes the
Management Console itself. The complete list in this view includes:

JD Edwards EnterpriseOne Management Console

JD Edwards EnterpriseOne Enterprise Server

JD Edwards EnterpriseOne HTML Server

JD Edwards EnterpriseOne Transaction Server

JD Edwards EnterpriseOne Collaborative Portal Server

JD Edwards EnterpriseOne Business Services Server

To select the EnterpriseOne Servers view of the Management Console :

1.

On the Home page, use the Select View dropdown to choose EnterpriseOne Servers By Type.

| EnterpriseOne Servers By Type

Chapter 6
User Interface for the Management Console

) EnterpriseOne HTML Server ) EnterpriseOne ADF Server () EnterpriseOne Orchestrator Studio Server () EnterpriseOne Application Interface Services | v EnterpriseOne Data Access Driver

Use the dropdown below to select the desired management view.

Select View | EnterpriseOne Servers By Type [~]

Make this the defaul view [ ]

On the resulting page, the EnterpriseOne servers are organized by types.

ORACLE
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2. The grids in this view show the operational status of each installed server and their associated Managed
Instances . For any installed servers, you can click on the associated link to Instance Name to work with the
instance. The grids lists these items:

[e]

Instance Name

Identifies the name assigned to the Managed Instance at the time it was created or registered.
Managed Home Details

Displays the details of the Managed Home and the Managed Home host name of the target server.
Server Group

Specifies the name of the server group of which the Managed Instance is a member.
State

Lists the operational state of the managed instance, where valid values are:

- Running

- Stopped

- Starting

- Stopping

- Failed

- Undetermined
User Activity

Provides a summary of the current user activity on the instance.

For an Enterprise Server, the display includes the number of active CallObject (kernel business function)
user and the number of active security server kernel users.

For an HTML Web Server , the display includes the number of active user sessions.

This screen shot displays an example of the grid for an installed Enterprise Server.

=] EnterpriseOne Enterprise Server

Instance Name .. (i) Managed Home Details [/ Server Group (i) State LD User Activity

Ent Copy Instance den0xig.us.oracle.com, C:\jde_home_4\SCFHA ENT Group £ Running None.

tga 923 Inx ent den60206jems 4000 denl0xig.us.oracle.com,C:\jde_home_4\SCFHA ENT_Group Qm"nmg None.

tga 973 Inx ent dens0206jems 4000 den60206jems.us.oradle.com,/slot/ems12400/appmar/ide_agent_ent/SCFHA ENT Group 1 Runring 10 Security Kemel User(s), 55 CallObject Kerel User(s)

This screen shot displays an example of the grid for an installed HTML Web Server :
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|| EnterpriseOne HTML Server /Return To Top

Instance Name & [i) Managed Home Details (i) Server Group L State (1 User Activity ‘)
APTHTML1234 den00niq.us.oracle.com,C:\jde_home_2\SCFHA default 1 Running None.
denl0xig.us.oracle.com,C:\jde_home. 2\SCFHA 1AS Group 1 Running None.
a5 den00xig.us.oracle.com,C:\jde_home 2\SCFHA default 4 stopped Nene.
A5 2 den00xig.us.oracle.com,C:\jde_home_2\SCFHA JAS Group ﬁRunning None.
JAS APT den00xig.us.oracle.com,C:\jde_home_2\SCFHA default 1 Running Nene.
JAS Latest den00xig.us.oracle.com,C:\jde_home_2\SCFHA default 1 Running Nene,
JaSTdomainl den60206jems.us.orade.com,/slot/ems12400/oracle/jde_agent_jas/SCFHA JAS Group 1+ Running 0
toa 923 Inx jas den60206iems 21500 den00xig.us.oracle.com,C:\jde_home_2\SCFHA 1AS Group 1t Running WNene.
toa 923 Inx jas den60206iems 21500 den60206jems.us.orade.com,/slot/ems12400/oracle/jde_agent_jas/SCFHA 1AS Group g o
tna 973 Inx jas den60206iems 21502 den0206jems.us.oradle.com,/slot/ems12400/oradle/jde_agent_jas/SCFHA 1AS Group 1 Running 0

3. The view also lists server types that are available, but not installed.

This screen shot displays an example of the Management Console if the Enterprise Server is not installed:

|=] Enterprisedne Enterprise Server

Mhara are ne matching instances of HAF sarvar frpe.

EnterpriseOne Servers By Group

In Server Manager, you manage servers by grouping similarly purposed servers into logical groupings called server
groups. You determine how you want to group servers depending on your particular JD Edwards EnterpriseOne
implementation. For example, you may want to put all production servers in one server group and manage
development servers in another. Or, you may decide to place servers in separate server groups based on geographical
location. How you organize and manage servers in server groups is up to you.

At a minimum, the EnterpriseOne Servers By Group view of the Management Console includes a default server group
that you can use to initially manage servers. You can move any server from the default server group to a newly created
server group. A server cannot belong to more than one server group, including the default server group.

You can include the following types of servers in a server group:

- JD Edwards EnterpriseOne Management Console
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- JD Edwards EnterpriseOne Enterprise Server

- JD Edwards EnterpriseOne HTML Server

- JD Edwards EnterpriseOne Transaction Server

- JD Edwards EnterpriseOne Collaborative Portal Server
- JD Edwards EnterpriseOne Business Services Server

To select the EnterpriseOne Servers By Group view of the Management Console :

1. Onthe Home page, use the Select View dropdown to select EnterpriseOne Servers by Group.

EnterpriseOne Servers by Group

) Server Group: example

IUse the dropdown below to select the desired management view.

Select View  EnterpriseOne Servers by Group -

Make this the deiBult view [

2. The EnterpriseOne servers are organized by server groups, where every installation will have at least one server
group called default. For example:

|=] Server Group: default | /\)Retur To Top
Shown belaw are 3l of the EnterpriseOne servers that belong to this server group.

Select All | Select None
Instance Name i) Managed Home Details () Managed Instance Type & (i) State (1) User Activity |1
tqa_923_Inx_adf_den60208jems_21500 denb0206jems.us.orade.com,/slot/ems14182/oradefjde_agent_adf/SCFHA EnterpriseOna ADF Server Undetermined None.

[] DADInstanceliq den00xiq.us.orade.com,C:\jde_home_2\SCFHA EnterpriseOne Data Access Driver & stopped None.

[] DADInstancellq den60206jems.us.orade.com,/sot/ems12400/orade/ide_agent_jasfSCFHA EnterpriseOne Data Access Driver & stopped None.

[] | ApmHTMLIZH den0ig.us. orade.com, C:\jde_heme_2\SCFHA EnterpriseOne HTML Server 4} Running None,

[ s den0hig.us. orade.com, C:\jde_heme_2\SCFHA EnterpriseOne HTML Server @ stopped None,

[] | 2As a1 den00xig.us.orade.com,C:\jde_home_2\SCFHA EnterpriseOne HTML Senver el Running None.

[] A5 Latest dendiniq.us.oracke.com, C:\jde_home_2\5CFHA EnterpriseOne HTML Server s None.
tqa_923_Inx_orch_den60206jems_27500 den60206jems.us.orade.com,/slot/ems14182/oradle/ide_agent_adf/SCFHA EnterpriseOne Orchestrator Studio Server Undetermined None.

65
ORACLE



JD Edwards EnterpriseOne Tools Chapter 6
Server Manager Guide User Interface for the Management Console

3. The grids in this view show the operational status of each installed server and their associated Managed
Instances . You can click on the link in the Instance Name column to access the instance. The grids lists these
items:

o Instance Name

Identifies the name assigned to the Managed Instance at the time is was created or registered.
o Managed Home Details

Displays the details about the Managed Home and the Managed Home host name of the target server.
o Managed Instance Type

Lists the type of server the Managed Instance represents.
o State

Lists the operational state of the managed instance, where values are:

- Running

- Stopped

- Starting

- Stopping

- Failed

- Undetermined
o User Activity

Provides a summary of the current user activity on the instance.

For an Enterprise Server, the display includes the number of active CallObject (kernel business function)
user and the number of active security server kernel users.

For an HTML Web Server , the display includes the number of active user sessions.
4. Start and Stop buttons are available to start and stop individual or multiple servers in a group.

Search for User Resources

You can use the Search for User Resources selection of the Management Console to view activity sorted by JD Edwards
EnterpriseOne users or or by package name (starting with Tools Release 9.2.6.0).
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To select the Search for User Resources view of the Management Console :

1. Onthe Home page, use the Select View dropdown to select Search for User Resources.

Search For User Activity

=] Search for User Activity
Use the form below to specify the search criteria. Any matching users matching the specified criteria will be displayed below.
Search User Name(s) (@)
(@)

pa

Search Package Hame(s)
Search Environment{s) [i)
Search
%' You may spedfy more than one value by separating them with the space character.

(%' MNOTE: Environment filtering does not apply to enterprise server resources; all enterprise server resources for the user are displayed.

Detail Level of Results: Low () Medium ) High

2. Complete these fields:
o Search User Name(s)

Enter one or more JD Edwards EnterpriseOne user names to filter the returned results. You should
separate multiple names with spaces. Leave this field blank to search for all users.

o Search Package Name(s)

Enter one or more JD Edwards EnterpriseOne user names to filter the returned results. If you enter
multiple names, separate each name with a space. Leave this field blank to search for all the packages.

o Search Environment(s)

Enter one or more environment names to filter the returned results. Server Manager will only display
user resources that are associated with an environment for the environment that you specify. Leave this
field blank to search for all environments.

o Detail Level of Results

Select a radio button for your desired level of results, where the choices are Low, Medium, or High.
3. Click the Search button.
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User Interface Productivity Hints

This section describes:

Grid Muiltiple Item Selection
Grid Column Alphanumeric Sorting
« State Column Settings - Managed Homes

« State Column Settings - Managed Instances

Grid Multiple Item Selection

For any grid displayed by the Management Console , the display includes these two links just above the heading of the
grid:

- Select All

- Select None

cordvsn1 [flu01/appmgr/jde_home/SCFHA]

) Managed Software Components | Available Log Files

=] Managed Instances

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending an the instance type this may
involve uninstalling andfor deleting the EnterpriseOne server installation.

Select [Managed Instance]: Remove Instance

Select All | Select Mone

Instance Name <= 1/ Managed Instance Type ; State ;

Grid Column Alphanumeric Sorting

For any grid displayed by the Management Console , you can alphanumerically sort the content of a column by clicking
on the heading title. The first time you click on a heading, an icon appears indicating the column is sorted in ascending
order, as indicated by a downward pointing arrow to the right of the heading text.

If you click the heading title again, the sort toggles to descending, as indicated by an upward point arrow to the right of
the heading text. For example:
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Monitor Name & L)
|:| test

|:| test_mon

Note: The system keeps track of the sort using a browser cookie.

State Column Settings - Managed Homes

The state of a Managed Home is indicated by a graphical representation in the State column of the grid display. There
are two possible states:

Running

A green up arrow indicates the Managed Home is running.

i Running
- Stopped

A red down arrow indicates the Managed Home is stopped.

L Stopped

State Column Settings - Managed Instances

The state of a Managed Instance is indicated by description in State column of the grid display. There are three
possible states:

Running
- Stopped

- Undetermined
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7 Configure the Default Server Group
Configuration Settings

Configuring Default Configuration Settings

All server groups, including the default server group, contain default configuration settings that you can configure

for each type of server that you manage in the Management Console. The default configuration settings allow you to
provide the initial configuration settings for a particular server type. This allows you to configure the settings once for
multiple servers before you create server instances.

When you create a new server instance, the Management Console applies the default configuration settings for that
type of server to the newly created server. For example, in a server group, you can define the default configuration
settings for a JD Edwards EnterpriseOne HTML Web Server. Each HTML Web Server that you create in that server group
uses the server groups default configuration settings for HTML Web Servers.

You can modify the configuration settings for an individual server as needed. The changes are reflected only in the
configuration settings of that particular server and do not affect the default configuration settings for that type of
server in the server group. Conversely, modifying the default configuration settings for a server group does not affect
the configuration of any servers that have already been created.

Note: When you create a server group, the Management Console copies default configuration settings from the
default server group to the new server group. In the new server group, you can modify the default configuration
settings as appropriate.

See Also

« Administer Server Groups
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To configure the default configuration settings for a server group:

1. In the What do you want to do now? section of the Management Console, click the Server Groups link.
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Select [Server Group]: Delete §6]
Select All | Select None

Server Group Name @
AIS Group

JAS Group

default

Gmmne_m-won o)

All AIS Group

All EIi:Seﬁer Gr.uup. :

All HTML Group

: The ﬂdauh sErver {;]mup. :

Server Group Members (&)

= ADF 8080
(den60206jems.us.oracle.com,/slot/ems14182/oraclefjde_agent_adf/SCFHA)

s tga 923 Inx ais den60206jems 26500
{den00xig.us.oracle.com,C:\jde_home 2\SCFHA)

= tga 923 Inx ais den60206jems 26500
(den60206jems.us.oracle.com, [slot/ems12400/oraclefjde_agent. jas/SCFHA)

= tga 923 Inx ais den60206jems 26502

{den60206jems.us.oracle.com,/slot/ems12400/oraclefjde_agent._jas/SCFHA)

o Ent Instance

(den00udg.us.oracle.com,C:\jde_home 4\SCFHA)

= tga 923 Inx ent den60206jems 4000
{den00xg.us.oracle.com,C:\jde_home 4\SCFHA)

» tga 923 Inx ent denb0206jems 4000
(den60206jems.us.oracle.com,/slotfems12400/appmgr/jde_agent_ent/SCFHA)

= HTML Instance

(denD0xig.us.oracle.com,C:\jde_home 2\SCFHA)

JASTdomainl
(den60206jems.us.oracle.com,/slot/ems12400/oraclefjde_agent. jas/SCFHA)

= 1A5 2

(den00xig.us.oracle.com,C:\jde_home 2\5CFHA)
= tga 923 Inx jas den60206jems 21500
{denDOdg.us.oracle.com,C:\jde_home 2\SCFHA)
toa 923 Inx jas den60206jems 21500
(den60206jems.us.orade.com, /slot/ems12400/oraclefjde_agent_ jas/SCFHA)
tga 923 Inx jas den60206iems 21502
{den60206jems.us.oracle.com, /slotfems12400/oraclefjde_agent._jas/SCFHA)

= APTHTMI 1234
{den0xg.us.oracle.com,C:\jde_home 2\S5CFHA)

= DADInstanceliq
(den00xig.us.oracle.com,C:\jde_home_ 2\5CFHA)

= DADInstanceliq

(den60206jems.us.oracle.com, /slot/ems12400/oraclefjde_agent. jas/SCFHA)

= JAS

(Telmmiq.us.orade.mm,c:\icbe_hm_z\m}

JAS APT

{den00xig.us.oracle.com,C:\jde_home 2\SCFHA)

JAS Latest

(den00xig.us.oracle.com,C:\jde_home 2\5CFHA)}

tga 923 Inx_adf den60206jems 21500

(den60206jems.us.oracle.com, /slot/ems14182/oraclefjde_agent_ adf/SCFHA)
tqa_923_Inx_orch_den60206jems_ 27500
({den60206jems.us.oracle.com,fslotfems14182/oraclefjde_agent adf/SCFHA)
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2. Inthe Select [Server Group] pane of the Server Groups page, click the Server Group Name hyperlink in the
Server Group Name row.

Note: If prior to 91.4, click the Configure icon.

select [Server Group]: | Delete | (i)

Select All | Select None

Server Group Name (i)

default

example

In the Server Group Default Configuration pane, the Management Console lists each type of JD Edwards
EnterpriseOne server that could belong to the group and the configuration categories for each.

3. Under the appropriate server type, click a configuration category link.

Server Manager displays the parameters for that category.

4. C(lick the information icon next to each setting to view a definition of the parameter. The definition contains a
description of the setting and if applicable, a set of valid values.

If a set of valid values exists, the Management Console displays these values in a dropdown menu.

Note: There might be some configuration items that are installation-specific and therefore not displayed in
the default configuration template. These settings are automatically configured for a new server when it is
created.

For example:

=) Server Group: default [ "+ ) Return To Tap

Shown below are al of the EnterpriseOne servers that belong to this server group.

Start Stop

Select All | Select None

o ooogg

Instance Name 1)
t0a_923._Inx_adf_den60206jems_21500

DADInstancelig
DADInstancelig
APIHTML1234
148

JAS APL

JAS Latest

‘tga_923_Inx_orch_den60206jems_27500

ORACLE

Managed Home Details (1)

den60206jems. us.orade. com, fsloty!

:_agent_adf/SCFHA

dentiq.us.oracle.com,C:\jde_home_2\SCFHA

il Jot/ems1

dentiig.us.oracle.com,C:\jde_home_2\SCFHA
dentiig.us.oracle.com,C:\jde_home_2\SCFHA
denlig.us.oracle.com,C:\jde_home_2\SCFHA
denlig.us.oracle.com,C:\jde_home_2\SCFHA

us.oradle.com, /sloty

lefide_agent jas/SCFHA

fide_agent_adf/SCFHA

Managed Instance Type & (i)
EnterprizeOne ADF Server
EnterpriseOne Data Access Driver
EnterpriseOne Data Access Driver
EnterpriseOne HTML Server
EnterpriseOne HTML Server
EnterpriseOne HTML Server
EnterpriseOne HTML Server

EnterpriseOne Orchestrator Studio Server

state [0

Undetermined
3 Stopped
& Stopped
© Running
& Stopped
T Running

2 Running
Undetermined
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Configuring Default Configuration Settings Based on
Existing Instance

You can set server group defaults based on an existing instance. You may set the server group defaults based on an
instance in the group, or apply the current server group default values to an instance in the group.

To configure the default configuration settings based on an existing instance:

1. Inthe Server Group Default Configuration section of the Configure Server Group default page; select the
existing instance from the dropdown menu.

- ’r “aa - ' _

<< Set Defaults Based on this Instance | [ ENT (den00ikk us.oracle com,C-\jde_home_S\SCFHA) w |

| Apply Defaults to this Instance >> |

2. Select the << Set defaults Based on this Instance button to set the server group defaults based on an existing
instance.

3. Select the Apply defaults to this Instance >> button to apply the current server group default values to an
instance group.

Using Centralized Configuration for EnterpriseOne HTML
Servers (Release 9.2.7)

Starting with Tools Release 9.2.7, you can use Centralized Configuration in Management Console to configure default
configuration settings across EnterpriseOne HTML servers. Centralized Configuration enables you to configure server
settings from a single location that can be applied to all the HTML servers assigned to a server group.

You can use Centralized Configuration under Configure section in Management Console to create a centralized
configuration file, elcentral.properties, that will help Management Console and HTML server instance to connect with
the database.

The configuration file will be distributed to all the applicable instances in the Server Manager Console, enabling
Centralized Configuration. Management Console will use the values defined in the centralized configuration file to
connect with the database. Each HTML server, that has Centralized Configuration enabled, will read the configuration
files (such as jde.ini, jas.ini, jdbj.ini, jdelog.properties, etc.) from the database and create the .ini file before starting the
instance.

After you enable the Centralized Configuration, the group level default configuration settings will be applicable to the
server group as well as all the HTML server instances in that server group. Any changes made on the configuration of
server groups will be applicable to HTML server instances as well. However, if you change the configuration settings at
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instance level, the system overrides the group level configuration settings and uses the instance level configuration. You
have the option to restore the default group level configuration settings for such instances. See Understanding How to
Restore Group Default Settings for HTML Server Instances for details.

When you add a new server to a server group, Management Console automatically applies the default configuration
settings for that type of server to the newly added server. See Configuring Default Configuration Settings for details.
Moving an existing server from a group to a different server group will use the settings of the server group it is moved
to, if you have the Centralized Configuration enabled for a server instance. Server Manager automatically applies the
default configuration settings of that server group to the newly added HTML server instance.

Below prerequisites should be fulfilled before you enable Centralized Configuration:
- The Sever Manager Console and the HTML servers should be on Tools Release 9.2.7.

- All the required drivers and certificates must be installed on both Server Manager Console and JAS for Server
Manager Console to communicate with the database.

Latest Tools Rollup ESU must be installed.

Any changes to configuration settings on group or instance level requires you to synchronize the settings and restart
the HTML server instance for to use the new settings. For such instances, the system displays a Warning message along
with a Synchronize Configuration button. Click the Synchronize Configuration button to sync the changes and restart
the instance.

For all cluster setup, you must manually copy the elcentral.properties file, that has the database details, along with the
elCentral_config folder, if available, to the node’s config folder.

Note: If you have more than one Sever Manager Console, you need to have different data sources for respective
consoles. For each Server Manager Console, you must create different F98CCONF (E1 Centralized Configuration Table)
table in different data sources. The table F98CCONF (E1 Centralized Configuration Table) in system data source will be
created as part of latest Tools Rollup ESU.

In case there is a change in the data source, you need to manually migrate all the records from F98CCONF (E1
Centralized Configuration Table) table to the new data source.

Note: HTML servers that are on and above Tools Release 9.2.7, must be restarted after synchronization is complete
with the new settings. When Centralized Configuration is enabled, any update that is made manually will not take
effect after the server is restarted. The changes are lost as the changes will be downloaded from the database.

I Note: click here to view an OBE of this feature.

Understanding How to Enable Centralized Configuration for
EnterpriseOne HTML Servers

After you save the settings in the Centralized Configuration for the first time, it is applied to the server group’s

HTML server configuration and all the HTML server instances within that group. Upon a successful save, Centralized
Configuration inserts a group level configuration to the database. An instance level override, for those instances where
the level configuration settings are different from the server group it belongs to, is also inserted.

Centralized Configuration is also enabled for HTML servers that are on Tools Release 9.2.7 while you create a new
instance. Alternatively, with Tools Release 9.2.7, you can perform a Change Component operation on the existing server
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instances which enables Centralized Configuration. Change component will make all the current configuration entries in
database as instance level configuration.

To enable Centralized Configuration:

1. Login to Server Manager Console.
2. Click Centralized Configuration to access the database details.

Note: Make sure you have required drivers and certificates installed to allow the JAS instances and the
Server Manager Console to connect with the database.

3. Complete the below fields:
o Username

Enter the username to use for centralized configuration when connecting to the configured database.
o Password

Enter the password to use for centralized configuration when connecting to the configured database.
o Database Type

Use the dropdown to select a database where the centralized configuration table is stored. Tnsname.ora
field is populated when you select Oracle Database and the Use TLS field is populated when you select
either IBM UDB, AS/400 or SQL.

o Owner

Enter the database object owner where the centralized configuration table is stored.
o Server

Enter the server name where the centralized configuration table is stored.
o Database Name

Enter the database name where the centralized configuration table is stored.
o Physical Database

Enter the physical database name where the centralized configuration table is stored.
o Server Port

Enter the database server port where the centralized configuration table is stored.
o Data Source Name

Enter the database server port where the centralized configuration table is stored.
o UseTLS

The Use TLS option appears for selection after you select either IBM UDB, AS/400, or SQL. Select the
checkbox if you want a secure TLS connection to either of the databases.

o Tnsname.ora

The Tnsname.ora field appears for modification after you select Oracle Database in Database Type. Enter
the Tnsname.ora connection details.

4. C(Click Save.
The system will continue to apply the settings and it will take between 5 to 15 minutes to complete the action depending
on the number of server instances in the group. Do not refresh your web browser until the system prompts that the
operation is successful.
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If the database details are incorrect, the system displays an error message. You must rectify the incorrect details to
enable Centralized Configuration.

Note: The data migration is a one-time event. If the database already has the records, the migration will not initiate
after you click Save. The system only performs the database connection validation.

Understanding How to Restore Default Group Settings for HTML
Server Instances

Once enabled, the Central Configuration settings are applicable to all the instances in a group and does not have an
override option. However, you can update the configuration settings for individual instances. For server instances
where you have different configuration settings than the server group, the system provides you an option to restore the
default configuration setting of the server groups.

To restore the instance configurations settings to group configuration settings:

1. Access the instance that has different configuration settings than the group it belongs to.
2. Navigate to Configuration > Advanced.

3. Open any configuration head. For example, the Cache configuration of the instance.

4. Under the configuration section, click Revert to Group Defaults button.

Note: The Revert to Group Defaults button is only activate if the instance level configuration settings are
different from the group level configuration settings. If the Revert to Group Defaults button is not available
under the configuration items of an instance, any configuration setting that you update at the server group
level is applicable to the instance as well.

Understanding How to Disable Centralized Configuration for
EnterpriseOne HTML Servers

To disable Centralized Configuration for HTML servers:

1. Access the install location of Server Manager Console.
2. Navigate to \targets\home\config.

3. Delete the elcentral_Config folder.
4

. For the cluster setup, from the target\<targetname>\config folder delete elcentral.properties file and
elCentral_config folder from all JAS instances and respective nodes.

5. Delete elcentral.properties file from WAS/WLS deployment WEB-INF/classes folder.

Note: If you disable the Centralized Configuration, you can restore the previously saved configuration else
the existing ini will continue to work.
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Using Centralized Configuration for EnterpriseOne AIS
Servers (Release 9.2.7.3)

Starting with Tools Release 9.2.7.3, you can use Centralized Configuration in Management Console to configure default
configuration settings across EnterpriseOne AlS servers. Centralized Configuration enables you to configure server
settings from a single location that can be applied to all the AIS servers assigned to a server group.

Note: If you have enabled Centralized Configuration for HTML servers in the previous Tools Release (9.2.7), the
Centralized Configuration will be automatically enabled for AIS servers in Release 9.2.7.3. Alternatively, with Tools
Release 9.2.7.3, you can perform a Change Component operation on the existing server instances which enables
Centralized Configuration. Change component will make all the current configuration entries in database as instance
level configuration. See Using Centralized Configuration for EnterpriseOne HTML Servers (Release 9.2.7) for details.

After you enable the Centralized Configuration, the group level default configuration settings will be applicable to the
server group as well as all the AIS server instances in that server group. Any changes made on the configuration of
server groups will be applicable to AIS server instances as well. However, if you change the configuration settings at
instance level, the system overrides the group level configuration settings and uses the instance level configuration. You
have the option to restore the default group level configuration settings for such instances. See Understanding How to
Restore Group Default Settings for AIS Server Instances for details.

Understanding How to Enable Centralized Configuration for AIS
Servers

When you perform a Change Component operation with Tools Release 9.2.7.3, Centralized Configuration for AlS servers
will also be enabled if you enabled Centralized Configuration for HTML servers in the previous release (9.2.7). However,
Centralized Configuration for AIS servers will not be enabled if you did not enable Centralized Configuration for HTML
servers in the previous release.

The steps to enable Centralized Configuration for AIS servers are same as enabling Centralized Configuration for HTML
servers. See Understanding How to Enable Centralized Configuration for EnterpriseOne HTML Servers for details.

Also see, Understanding How to Validate Centralized Configuration with Data Browser.

Understanding How to Restore Default Group Settings for AIS
Server Instances

Once enabled, the Central Configuration settings are applicable to all the AIS server instances in a group and does not
have an override option. However, you can update the configuration settings for individual instances. For AIS server
instances where you have different configuration settings than the server group, the system provides you an option to
restore the default configuration setting of the server groups.

1. Access the AlS instance that has different configuration settings than the group it belongs to.
2. Navigate to Configuration > Advanced.
3. Open any configuration head. For example, the Cache configuration of the instance.
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4. Under the configuration section, click Revert to Group Defaults button.

Note: The Revert to Group Defaults button is only activate if the instance level configuration settings are different
from the group level configuration settings. If the Revert to Group Defaults button is not available under the
configuration items of an instance, any configuration setting that you update at the server group level is applicable to
the instance as well.

Understanding How to Disable Centralized Configuration for
EnterpriseOne AIS Servers

The steps to disable Centralized Configuration for AIS servers are same as disabling Centralized Configuration for HTML
servers. See Understanding How to Disable Centralized Configuration for EnterpriseOne HTML Servers for details.

Using Centralized Configuration for Enterprise, BSSV,
and Transaction (RTE)Servers (Release 9.2.8)

Starting with Tools Release 9.2.8, you can use Centralized Configuration in Management Console to configure default
configuration settings across EnterpriseOne Enterprise, BSSV, and Transaction servers. Centralized Configuration
enables you to configure server settings from a single location that can be applied to all the Enterprise, BSSV, and
Transaction servers assigned to a server group.

Note: Release 9.2.8 extends the capability of Centralized Configuration to all the EnterpriseOne servers. If you have
enabled Centralized Configuration in the previous Releases 9.2.7 or 9.2.7.3, the Centralized Configuration will be
automatically enabled for all the EnterpriseOne servers in Release 9.2.8. Alternatively, with Tools Release 9.2.8, you can
perform a Change Component operation on the existing server instances which enables Centralized Configuration.
Change component will make all the current configuration entries in database as instance level configuration. See
Using Centralized Configuration for EnterpriseOne HTML Servers (Release 9.2.7) for details.

After you enable the Centralized Configuration, the group level default configuration settings will be applicable to the
server group as well as all the server instances in that server group. Any changes made on the configuration of server
groups will be applicable to server instances as well. However, if you change the configuration settings at instance level,
the system overrides the group level configuration settings and uses the instance level configuration. You have the
option to restore the default group level configuration settings for such instances. See Understanding How to Restore
Group Default Settings for Enterprise, BSSV, and Transaction Server Instances for details.

Understanding How to Enable Centralized Configuration for
Enterprise, BSSV, and Transaction Servers

When you perform a Change Component operation with Tools Release 9.2.8, Centralized Configuration for Enterprise,
BSSV, and Transaction servers will also be enabled if you enabled Centralized Configuration in the previous releases,
9.2.7 or 9.2.7.3. However, Centralized Configuration for Enterprise, BSSV, and Transaction servers will not be enabled if
you did not enable Centralized Configuration in the previous releases.

80
ORACLE



JD Edwards EnterpriseOne Tools Chapter 7
Server Manager Guide Configure the Default Server Group Configuration Settings

The steps to enable Centralized Configuration for Enterprise, BSSV, and Transaction servers are same as enabling
Centralized Configuration for HTML and AIS servers. See Understanding How to Enable Centralized Configuration for
EnterpriseOne HTML Servers for details.

Also see, Understanding How to Validate Centralized Configuration with Data Browser.

Note: For Transaction server horizontal cluster instance, adding elcentral.properties file is not required. Whenever
there is a change in configuration, you can either copy the INI files from vertical machine to horizontal machine (path:
..\targets\rte_instance name\config ) Or update the changes in the horizontal machine's INI files manually.

Understanding How to Restore Default Group Settings for
Enterprise, BSSV, or Transaction Server Instances

Once enabled, the Central Configuration settings are applicable to all the EnterpriseOne server instances in a group
and does not have an override option. However, you can update the configuration settings for individual instances. For
server instances where you have different configuration settings than the server group, the system provides you an
option to restore the default configuration setting of the server groups.

Access the Enterprise, BSSV, or Transaction server instance that has different configuration settings than the group it
belongs to:

1. Navigate to Configuration > Advanced.
2. Open any configuration head. For example, the Cache configuration of the instance.
3. Under the configuration section, click Revert to Group Defaults button.

Note: The Revert to Group Defaults button is active only if the instance level configuration settings are different from
the group level configuration settings. If the Revert to Group Defaults button is not available under the configuration
items of an instance, any configuration setting that you update at the server group level is applicable to the instance
as well.

Understanding How to Disable Centralized Configuration for
Enterprise, BSSV, and Transaction Servers

The steps to disable Centralized Configuration for Enterprise, BSSV, and Transaction servers are same as disabling
Centralized Configuration for HTML servers. See Understanding How to Disable Centralized Configuration for
EnterpriseOne HTML Servers for details.
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Understanding How to Validate Centralized
Configuration with Data Browser

After you enable Centralized Configuration, the system creates a elcentral.properties file in the database. You can
validate it by accessing the table F98CCONF (E1 Centralized Configuration Table) through the Data Browser tool.

8.
9.
10.

CUVAWNRA

Log in to JD Edwards EnterpriseOne environment.

Type databrowser in the Fast Path.

In the Query Selector form select the By Table option.

In the Name field located under the By Table option, enter F98CCONF.
Press Tab.

The Data Source field automatically displays the name of the data source in which the table resides for the
environment that you are logged into.

In the Data Source field, if the data source that is displayed is different than the one from which you want to
search, type a new data source, or use the search button to locate a data source.

Click OK.
The Data Browser search form appears for F98CCONF (E1 Centralized Configuration Table).

Click Find. The system displays all the server groups and instances under the InstanceName column that have
Centralized Configuration enabled.

All server groups listed under the InstanceName column will have a prefix of star symbol. For the sever instances,
JdeHome and SmHostName columns will list the names of the managed home and host names they are part of.
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8 Configure Management Console Users

Configure Management Console Users

Management Console users are JD Edwards EnterpriseOne users that you import from JD Edwards EnterpriseOne . You
determine which JD Edwards EnterpriseOne users should have access to the Management Console and assign each
user to user groups, which are used to define the actions the users may perform.

An authorized user signs into the Management Console with JD Edwards EnterpriseOne credentials; a separate user
ID and password are not required. The Management Console uses a JD Edwards EnterpriseOne security server for
user authentication. The Management Console employs user groups as an efficient way to manage permissions and
servers. Instead of administering these items at the user level, you can associate permissions with a user group.

For example, you might assign a set of users to a user group that allows the users to view the log files of a particular
group of servers but not allow the users to start or stop the servers. You might also create a user group that enables its
group members to completely administer the development servers but not to see the production servers within the
Management Console application.

The Management Console user repository stores user group definitions, server group definitions, and authorization
information.

Refer to these applicable tasks in Advanced Console Administration part of this guide:
« Configure the Management Console for User Setup
« Manage Management Console Users
« Manage User Groups
« Assign Server Manager Permissions

« Run the User Access Report
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9 Managed Software Components

Upload Software Components

You access Managed Software Components by clicking the Manage Software link within the What do you want to do?
pane. Once you have uploaded the Managed Software Components , you can distribute them to Managed Home
Locations where you plan to create new server instances. Or, if the software component is a new version of the
Management Console you can use it to update the Management Console itself.

What do you want to do?

INSTALL

» Management Agents
¥ Manage Software
» Database Drivers

CONFIGURE
¥ Server Manager Users
b Server Groups

TRACK
b

¥ Server Activity
¥ Table Cache

User Activity

You use the Upload Software Components page to upload JD Edwards EnterpriseOne software components to
the Management Console . Once you have uploaded and distributed the Managed Software Components to a
Management Agent , you can use them to create new server instances.
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.o Upload Software Components

Ilse this Form to upload Enterprisecne software components to the management console, Once uploaded the software components
may be be used to create new server instances,

File To Upload

[ Browse... J

i %ou may also add software components by manually copying the files ko the Fallowing directory on the host machine running
the management console: D% zervernanager’ denosystent Colponent =,

ORACLE
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To upload Managed Software Components :

1. On Upload Software Components, click the Browse button to locate the various .par files for each Managed

Software Component . Typically you will obtain these files from Customer Connection using the Change
Assistant, although they can also be on CD.

For example:
File Upload
Lack in: | I Software_Cormponents b ) ? 2 m"’

p ] B97_J00_N6_07 par
bﬁ 4] 897_T00_06_07.par
MyRecent || 897_S00_06_07.par
Documents | |4] g7_E00_06_30.par

- 4l] 8875U00_06_50.par
[

Desktop

’;

]

P

by Documents

ky Campuiter

My Metwark  Files of bype: All Files v

2. On File Upload, select the .par file(s) for the Managed Software Component that you wish to upload and click
the Open button.

3. On Upload Software Components, click the Upload button to upload the selected file.
As soon as the file is successfully uploaded, the Management Console updates the page to include the
Managed Software Component .

If you attempt to upload a Management Console that already exists with the identical file name, the Management
Console displays this warning, discards the request, and does not overwrite the existing file:
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Ty Warning

The uploaded file already exists in the management console. The uploaded File has been discarded,

Tip: You can also add Managed Software Components by manually copying the files to the components directory on
the machine running the Management Console . This directory is auto-detected by Management Console and is
displayed in the tip section of the Upload Software Components section. For example, in the preceding section, the
directory iS: D: \servermanager\demosystem\components

Distribute or Delete Managed EnterpriseOne Software
Components

(=] Managed Enterprise0ne Software Components ._,-'\.E.]Return To Top

Shown below are all the software components that have been uploaded to the management console, You may distribute the
software to connected managed homes,

Select [Software Component]: Distribute Delete

Select All | Select Mone

o 0 Software ST A ) 5
Description e Type (i) Applicable Platform{s) e Yersion o
[] EnterpriseCne HTML Server  EnterpriseCne windows 05400, i, hpux, hpiagd, solaris, linux, | 07-23-2007_04_26

Version 07-23-2007_04_26 HTML Server

This section discusses these Managed EnterpriseOne Software Components functions:

- Distribute Software Components to Managed Homes
« Delete Managed Software Components from the Management Console

- Delete Managed Software Components known to the Management Console

Distribute Software Components to Managed Homes

Once you have uploaded them, the Managed EnterpriseOne Software Components page displays all the Managed
Software Components that have been uploaded to the Management Console .
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=] Managed Enterprise0One Software Components A Return To Tap

Shown below are all the software components that have been uploaded ko the management consale, You may diskribute the
sofbware bo connecked managed homes,

Select [Software Component]: ‘ Distribute I Delete |

Select All | Seleck Mone

o ) Software : (3 ) )
Description el T 6] Applicable Platformis) P Yersion &L
EnterpriseCne HTML Server | EnkerpriseCne windows, 05400, aix, hpusx, hpiagd, solaris, linux: | 07-23-2007_04_26

Version 07-23-2007_04_26  HTML Server

To distribute Management Consoles to Managed Homes :

1. On Managed EnterpriseOne Software Components, select one or more available Software Components that
you want to distribute to a connect Managed Home .

2. Click the Distribute button.

Managed Software Components

The faollowing software component(s) will be installed to the selecked management agents:

* Enterprisene RTE Server Yersion 5.97.0.1

Select [Managed Home]: Distribute Software
Select All | Select Mone

Machine ; Installation
. M._-::|naged Home Location Managed Instances (i) Ctat 7
ame (i) atus 1P
] denlcmlxz Judz/management-agent * EnterpriseServer [EnterpriseCne

Enterprise Server]

denlcmlxz Judzfoas-home-agent #* Applicationserverl [Oracle Application
Server]

The Management Console displays a page of connected Managed Homes to which you can distribute the
selected Software Component .

3. Onthelist of available Managed Homes to which you can distribute the selected Software Component , select
one or more Managed Homes .
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4. Click the Distribute Software button.

D

"4 Processing, please wrait. The cwrrent operation will contizme even it the browser 15 closed.

The Management Console displays a progress panel and performs the requested operation.

5. To verify that the selected Software Component is distributed, you can navigate to the Managed Home
to which you distributed the Software Component and check the list of software components in Managed
Software Components. Management Consoles .

Delete Managed Software Components from the Management
Console

To delete Managed Software Components from the Management Console:
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Shown below are all the software components that have been uploaded to the management console. You may distribute the software to connected

managed homes.

Select [Software Component]: Distribute | |D¢H’t¢

Select All | Select None

Description 1)
EnterpriseQne Server

Ol

EnterpriseQne Server Manager

3l

EnterpriseOne HTML Server 9.1.4.0 05-29-
2013_01_19

O3

Manager Management
Consobe Version 9. 1.3.0 02-19-2013_08_14

Management
Console Version 9, 14,0 09-13-2013_01_19

Software Type
D
Management Console

Management Console

EnterpriseCne HTML
Server

page size; 10 | Previous | Next (page 1of 4)
Applicable Platform(s) | E‘_‘}"""‘
windows, 05400, aix,hpux, hpia64,solaris inux | 9.1.3.0
windows, 05400, aix, hpux, hpiab4, solaris linux | 9.1.4.0

windows, 05400, 8, hpux, hpia§4, solaris i | 9, 1.4.0

2. On the Managed Software Components section, use the check box to select one or more Managed Software

Components to delete.
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3. Click the Delete button.

The page at http:f/oetlab2.mlab. jdedwards.com:5150 says:

[ Are you sure ywou want o delete the selected software component(s)?

QK | | Cancel

4. On the confirmation dialog, click OK to perform the requested deletion.

You cannot delete a Software Component that has a Dependent Managed Instance. Such instances are displayed in the
last column of the Managed Software Components grid.

Delete Managed Software Components known to the
Management Console

To delete Managed Software Components known to the Management Agent:
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Managed Homes and Managed Instances

Uze the dropdown below to select the desred management view.
Select View  Managed Homes and Managed Instances

Showm below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and you
wish to not see it ksted here you may remove it.

Select [Managed Home]: | Remove | | Stop| | Update |
Sedect All | Select None
Managed Home Location < 6] Managed Instances @

-ﬂhlﬂDCﬁlE]ﬁ]l.us.urade.m‘nl wis _bip
e Oracdle Weblogic Server

1. On the Managed Homes and Managed Instances page, click on the link to a Managed Home.

The following software components have been downloaded to this host from the management server. You may areate new managed instances using

any of the following components.

Select [Software Component]: | Delete
Select All | Select Mone

Software Description  Software Version Dependent Managed
a Type O Applicable Platform(s) ' () Instances i)
¥ EnterpriseOne HTML EnterpriseOne windoves 05300, aix hpux, hpias4, solaris inux | 8.98.4.8 Mone.
Server 8.98.4.801-06-  HTML Server
2012_02_07
E] EnterpriseOne HTML EnterpriseOne windows, 05400, aix, hpux, hpiab4, solaris linux | 9.1.4.0 None,
Server 9.1.4.0 05-07- HTML Server
2013_02_36

2. Onthe Managed Software Components section, use the check box to select one or more Managed Software
Components to delete.

93
ORACLE



JD Edwards EnterpriseOne Tools

Chapter 9
Server Manager Guide

Managed Software Components

3. Click the Delete button.

The page at http:f/oetlab2.mlab. jdedwards.com:5150 says:

[ Are you sure ywou want o delete the selected software component(s)?

QK | | Cancel

4. On the confirmation dialog, click OK to perform the requested deletion.

You cannot delete a Software Component that has a Dependent Managed Instance. Such instances are displayed in the
last column of the Managed Software Components grid.

Start or Stop a Managed EnterpriseOne Software
Component

When you click the link for a Managed Instance , the Instance Name page displays information in two categories:
- General

Instance Properties

The General section of the page shows the status of the Managed Instance . If the status is either Started or
Stopped, the page contains either the Stop or Start button, as appropriate. If the status of the Managed Instance is
undetermined, the page does not contain either button.

For example, if the status is Running, you can stop the instance by pressing the Stop button as shown below:

EnterpriseQOne Enterprise Server: ENT_WN1

General Instance Properties
Wersion Install Location
2.97 900 Series N IDEdwards\ES 126014 D0P

Status Instance Name  [i)
Hunnin| EMT W1
T e Sior

Software Cornpofie
Change... |

Also for example, if the status is Stopped, you can start the instance by pressing the Start button as shown below:
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EnterpriseOne PIMSync Server: PIM_SAR

General Instance Properties

Status Instance Mame  [i)
Stupped| PIM S&4R

Software CompolerT version HTTP Part

g 12000
Change... | = Application Server Instance
o085 10131 (DAS Instance: A5 10131, D4
PIM DAS, (7403510131470
Software Component

Change a Managed EnterpriseOne Software Component

When you click the link for a Managed Instance , the Instance Name page displays information in two categories:
- General

- Instance Properties

In the General section of the page contains a section for Software Component Version, under which is a Change button.

EnterpriseOne Collaborative Portal Server: CP_SAR2

General Instance Properties

Status Instance Mame  [i)
Running | Stop | P SARZ
EnterpriseOne Callaborative Portal WAS 60 (WebSphere Instance:waAS 60, Profile: wasportal,
Server I'LI'IErSiDrI Bg?Eeta DELCM.{".SI W-EISDI:Irtah"DELCM.E'-.Sl WESDDrta”WEESDhErE F‘Drta”

g Software Component
5 EnterpriseCne Collaborative Portal Server Wersion 8.97.Beta

If there is only a single version of the Software Component associated with this Managed Instance , clicking the
Change button displays this Change Tools Release dialog that indicates there is no component available to which to

change:
Change Tools Release @

There are ho additional software components within the rmanaged home that owns thizs instance,
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If multiple versions of the Software Component are available to the Management Console , clicking the Change button
displays the Change Tools Release dialog that lists each available Software Component . For example:

Change Tools Release @

Select the software component that you wish to use,

Software Component
Enterprisedne HTML Server Yersion 5,98 100 Series
{_’:. EnterpriseCne HTML Server Version 5,97 .Beta

( Change Component Cancel

To change a Software Component :

1. Select the radio button associated with the Management Console to which you wish to change.
2. Click the Change Component button.

There is no confirmation dialog for this action. As soon as you click the Change Component button, the
Management Console begins the work. You can always revert to your previous version assuming you have a
copy of the Software Component for the Management Console to which you want to change.

Note: If you are using WebSphere Application Server and running JD Edwards EnterpriseOne as part of a federated
(or clustered) web server, you may need to regenerate the WebSphere global plugin configuration after deploying the
newest tools release. This is required when new servlets have been added to the tools release you are deploying.

View the Software Release History for a Managed
Instance

If more than more version of a Software Component has been installed to a Managed Instance the Software Release
History icon is displayed in the General section of the page. For example:
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EnterpriseOne Collaborative Portal Server: MyCPT

General Instance Properties
Sratus Instance Hame (1)
Running | step | MyCR7
fravare Component Application Semver Instance
* e e ST (WebSahere InstanceMWAST, Profie; wo grofle, DENPBOS| 1 IDENPRDS1/Wisbohers Portz)
Entarpriga0ne Colaborative Portal Server 9.1.2.4 01-11-2013_01_43 I_:xﬂ_J, o Saftware Cormponent

EnterprseOne Colaborative Portal Senver 8.1,2.4 01-11-2013_01_43

Display Lags Modified Within ) 1 Hour @ 24 Hours ) 48 Hours ©) 1 Week 7 No Limit
o oy flex mere round|

Date Userame  Old Release  Hew Release
124713 4:37 &AM ¢ Linkngmn 9.1.24

To view the Software Release History for a Managed Instance :

1. Select a Managed Instance for which you wish to view the Software Release History.
2. Inthe General section of the page, click the Software Release History icon (refer to preceding graphic).
The Software Release History popup displays these grid items:

o Date
o User Name
o Old Release

o New Release
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10 Manage JDBC Drivers

Obtain JDBC Drivers

Tip: Web-Based Servers. Although not absolutely required, the sequence of installing JDBC drivers on your
Management Console machines should precede the installation of any JD Edwards EnterpriseOne web-based server.
This sequence is recommended because the process of installing JD Edwards EnterpriseOne web-based servers
includes starting the server after the installation is complete. If the requisite JDBC driver is not installed, the JD
Edwards EnterpriseOne web-based server cannot communicate with the JD Edwards EnterpriseOne Security Server
thus the server cannot start.

Server Manager allows you to centrally manage JDBC drivers that are required to enable the various web-based servers
to access their respective databases. Using Server Manager you can upload and install any of these JDBC drivers
supported by the JD Edwards EnterpriseOne web-based servers:

- Oracle Database

- MicroSoft SQL Server

- IBM DB2 for Windows or Unix
- IBM DB2 for IBM i

You should obtain the required driver files from the database vendor. Once all the required files have been obtained
they can be uploaded to the management console. This table lists the requisite JDBC drivers.

Database JDBC Driver Files
Oracle 9i classes12.jar
Oracle 10g (JDK 1.4) ojdbc4.jar

Oracle 1g (JDK 1.5) ojdbc5.jar

Oracle 11g (JDK 1.6) ojdbcé.jar

Oracle 12c (JDK 1.7) ojdbc7.jar

Oracle 12¢/19c (JDK 1.8) ojdbc8.jar

SQL Server (JDK 1.4/IJDK 1.5) sqljdbc.jar

SQL Server (JDK 1.6) sqlidbc4.jar

SQL Server (JDK 1.7) sqljdbc41.jar
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SQL Server (JDK 1.8)

SQL Server 2019 (JDK 1.8)

IBM DB2 UDB Type-2 (JDK 1.4/JDK 1.5)

IBM DB2 UDB Type-4 (JDK 1.4/JDK 1.5)

IBM DB2 UDB (JDK 1.6)

IBM DB2 for IBMi (IBM i)

For the Oracle database, you can locate the driver file in these locations:

JDBC Driver Files

sqljdbc42.jar

mssql-jdbc-7.41.jre8.jar

db2java.zip

db2jcc.jar

db2jcc_license_cu.jar

db2jcc4.jar

jt400.jar

Chapter 10
Manage JDBC Drivers

- Beginning with WebLogic 12.1.3, WebLogic is pre-configured to use a bundled Oracle 12c database JDBC
driver. This JDBC driver comes pre-installed with the WebLogic Server installation, and no additional steps are
required to connect to an Oracle 12c database.

- Oracle Database

Your installation of an Oracle database product includes the JDBC Thin driver for use with JDK 1.2 and JDK 1.3.
- Oracle Technology Network (OTN)

https://www.oracle.com/database/technologies/appdev/jdbc-downloads.html

- JD Edwards Update Center

Search for classesi2. jar at this link:

https://updatecenter.oracle.com/

Upload JDBC Drivers to the Management Console

To upload JDBC drivers to the Management Console :

ORACLE
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What do you want to do?

INSTALL
¥ Management Agents
¥ Manage Software
¥ Database Drivers

CONFIGURE
¥ Server Manager Users
b Server Groups

TRACK
¥ User Activity
¥ Server Activity
¥ Table Cache
1. Navigate to the JDBC driver management page using this quick link in the What do you want to do? section:
Database Drivers
2. Locate the section corresponding to the type of driver you wish to install.
The Management Console displays this JDBC Driver Upload form only if you have not previously uploaded the
JDBC driver.
For example, if you have not previously uploaded the Oracle driver, the form looks like this:
(=| Oracle

Use the following Form to upload the appropriate files to enable this IDBC driver bype, &ll the requested files in the form must be supplied and their filenames
rusk match the reguested Filenames.,

classes12 jar
Upload

3. For each of the required files use the Browse button to select the corresponding file previously obtained.

For example, if you were uploading the driver for Oracle, you would browse to the location of the classes12.jar
file.
Click the Upload button.

The selected driver file(s) are uploaded to this directory, which contains the Management Console software
repository.

x:\JDE_HOME\components
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where x: is the drive on which you installed the Management Console , and

where JpE_nouME is the name that you defined as the home for the Management Console .

Tip: External to the Management Console , the functional equivalent of using this form to upload the driver is to
place it in the specified directory by other means. Once you have placed the driver files in the appropriate directory,
refreshing the JDBC Drivers page displays the available application servers on which the drivers are not already
installed, but on which they can be installed. Server Manager will not display bundled JDBC drivers that come already
installed with Oracle WebLogic Server. The bundled JDBC driver does not need to be uploaded or installed through
Server Manager.

Note: If you need to update the JDBC driver for the WebLogic Server that is bundled with Server Manager, refer to the
following section entitled: Update Bundled JDBC Drivers for WebLogic Server

Update Bundled JDBC Drivers for WebLogic Server

Refer to this document on My Oracle Support for instructions on how to update JDBC and UCP drivers that JD Edwards
EnterpriseOne bundles with WebLogic Server for Server Manager:

How To Update the JDBC and UCP Drivers Bundled with WebLogic Server (Doc ID 1970437.7)
Also refer to these Oracle documents:

Adding Third-Party JDBC Drivers Not Installed with WebLogic Server

Upgrading and Using Latest Oracle 19c JDBC Drivers with WebLogic Server

Also refer to this blog:

Upgrading to use the Latest Oracle 19.x Drivers with WebLogic Server

Install JDBC Drivers to J2EE Servers

Once the JDBC driver file(s) are successfully uploaded for the chosen database type, they can be installed on the
application servers within the management domain.

Management Console installs JDBC drivers in a web container within an Application Server installation. This installation
corresponds to a Managed Server within an Oracle WebLogic Server and to a J2EE server in IBM WebSphere.
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[=| Oracle

& JDBC driver has been successfully uploaded For this database bype. It may be installed ko the application servers within the management domain,

servers Utilizing Driver

Select [1ZEE Server]: Install Driver | Uninstall Driver @

Selrct All | Zelect Mone

Managed Home Instance Name JZEE Application Server Status
denlcmlx2 ApplicationServerl QA5 Instance: ApplicationServerl, OC41; home, (fu02forace10131) Mot Installed

Julzioas-home-agent

To install a driver on an Application Server:

Verify that the Status of the target application server for the installation is Not Installed.
Select the check box for the application server on which you want to install the driver.

1

2

3. Click the Install Driver button.

4. Refresh the JDBC Driver page and verify the status is changed to Installed.

[=| Oracle

& JDBC driver has been successfully uploaded Faor this database tvpe. Ik may be installed to the application servers within the management damain.

Servers Utilizing Driver

Select [JZEE Server]: In=tall Driver Uninstall Driver

Select All | Select Mone

Managed Home Instance Name JZEE Application Server Status

denlcmlxz Applicationeryer 1 045 Instance: Application3erverl, OC41: home, {fulzforacle10131)
JuDZfoas-haome-agent

Inskalled

Uninstall the JDBC Driver from J2EE Servers

To uninstall the JDBC Driver from J2EE Servers:
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[—| Oracle

& IDBC driver has been successfully uploaded For this database type, It may be installed ko the application servers within the management damain.

Servers Utilizing Driver @
Select [12EE Server]: | Install Driver | | {Uninstail Driver
Select All | Select Mone O
@ Managed Home Instance Name J2EE Application Server Status
denlcmlxz ApplicationServer 1 043 Inskance: ApplicationServerl, OC41; home, (fulZforace10131) Installed

[ulz oas-hame-agent

1. Verify that the status of the J2EE server on which you wish to uninstall the JDBC Driver is Installed.
2. Enable the check box for the application server on which you want to uninstall the driver.
3. Click the Uninstall Driver button.

=,

The page at hittp: /e et w8 w7000 says:

(o fre you sure you wish to uninskall the JDBC driver from the selected server(s)?

Ik Cancel

4. On the resulting confirmation dialog, click the OK button to confirm that you want to delete the JDBC driver
from the selected server.

5. Refresh the JDBC Driver page and verify that the status is changed to Not Installed.

[—| Oracle

A IDBC driver has been successfully uploaded For this database kype, It may be installed to the application servers within the management domain.
Servers Utilizing Driver

Select [J2EE Server]: Install Driver Uninstall Driver
Select all | Select Mone

Managed Home Instance Name JZEE Application Server Status

denlcmlxZ ApplicationServerl A5 Instance: ApplicationServerl, OC4; home, (fu02forace10131) Mot Installed
JuDZ/oas-home-agent
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Install JDBC Drivers to JD Edwards EnterpriseOne Data
Access Servers

After you have uploaded the JDBC driver file(s) for the chosen database type, and after you have installed your
Data Access Server, use the Server Manager to install the JDBC driver file(s) to the Data Access Servers within the
management domain.

Data Access Servers Utilizing Driver @

Select [Data Access Server]: Ingtall Driver | Unin=tall Driver
Select All | Select Mone @
@ Managed Home Instance Name Status
e 10.139.150.151 0AS denghpd 7080 Mok Installed
= a0l fjdebome_jdbc
IF devitech3.mlab, jdedwards. com devitecha Wh DAS 10 Installed

Z:Yjdehome_jdbc
¥ The available EnterpriseCne Data Access servers don't require an application server and thus are listed separately,

To install a driver on a Data Access Server:

1. Verify that the Status of the target Data Access Server for the installation is Not Installed.
2. Select the check box for the Data Access Server on which you want to install the driver.
3. Click the Install Driver button.

4. Refresh the JDBC Driver page and verify the status is changed to Installed.

Data Access Servers Ukilizing Driver

Select [Data Access Server]: In=tall Driver | Uninstall Driver |

Select All | Select Mone

Managed Home Instance Name Status
D 10.139.150.151 DAS denghp3 7030 Installed
Jull fidebhome_jdbe
Fl devitech3. mlab. jdedwards.com devitecha WM DAS 10 Installed

Zhjdehome_jdbe
¥ The available EnterpriseCne Data Access servers don't require an application server and thus are listed separakely,
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Uninstall JDBC Drivers from JD Edwards EnterpriseOne
Data Access Servers

To uninstall the JDBC Driver from JD Edwards EnterpriseOne Data Access Servers:

Data Access Servers Utilizing Driver @
Select [Data Access Server]: Install Driver | Uninstall Driver |
Select All | Select Mone @
@ Managed Home Instance Name Status
et 10.139.150.151 DAS denghp3 FOS0 Installed
"""" Jul1/idebome_jdbc
[] devitechd mlab.jdedvards.com devitechs WH DAS 10 Installed
Z:Yjdehome_jdbc

¥ The available Enterprise0ne Data Access servers don't require an application server and thus are listed separately,

1. Verify that the status of the Data Access Server on which you wish to uninstall the JDBC Driver is Installed.

2. Enable the check box for the Data Access Server on which you want to uninstall the driver.
3. Click the Uninstall Driver button.

=

The page at http: /s s it i 8 w: 7000 says:

2;) Are wou sure vou wish to uninstall the JDBC driver from the selected serveris)?

QK | | Cancel

4. On the resulting confirmation dialog, click the OK button to confirm that you want to delete the JDBC driver
from the selected server.
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5. Refresh the JDBC Driver page and verify that the status is changed to Not Installed.

Data Access Servers Utilizing Driver

Select [Data Access Server]: Install Driver | Unin=tall Driver |

Select All | Select Mone

Managed Home Instance Name Status

|:| 10.139.150.151 DAS denghpd 7030 Mat Installed
Jull fidebome_jdbc

[]  devitechd.mlab, jdedwards.com devitechs WM Das 10 Installed

Z:Yjdehome_jdbc
¥ The available Enterprisedne Data Access servers don't require an application server and thus are listed separately.

Install JDBC Drivers to JD Edwards Enterprise Servers
(Release 9.2.7.0)

After you have uploaded the JDBC driver file(s) for the chosen database type, and after you have installed your
Enterprise Server, use the Server Manager to install the JDBC driver file(s) to the Enterprise Servers within the

management domain.

Enterprise Servers Utilizing Driver

Select [Enterprise Server] Install Driver Uninstall Driver

Select Al | Select None
Status

Not Installed

Managed Home Instance Name

[J  den50202jems.us.orade.com
Jslotfems2763/appmar fide_agent_ent/SCFHA

[ denooxm,us.orade.com
C:Yjde_ent_agent\SCFHA

& The available Enterprise Servers may not be fisted if the agent is not currently running.

Installed

To install a driver on an Enterprise Server:

1. Verify that the Status of the target Enterprise Server for the installation is Not Installed.
2. Select the check box for the Enterprise Server on which you want to install the driver.
3. Click the Install Driver button.
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4. Refresh the JDBC Driver page and verify the status is changed to Installed.
Enterprise Servers Utilizing Driver @
Select [Enterprise Server] | Install Driver | | Uninstall Driver

Select All | Select None

@ Managed Home

Instance Name
[ den60202jems.us.oracle.com
[slot/ems2763/appmar /ide_agent_ent/SCFHA

Status
Installed
O den00xnj,us.oracle. com - Installed
C:\jde_ent_agent\SCFHA
¥ The available Enterprise Servers may not be listed if the agent is not currently running.

Uninstall JDBC Drivers from JD Edwards Enterprise
Servers (Release 9.2.7.0)

To uninstall the JDBC Driver from JD Edwards Enterprise Servers:

Select [Enterprise Server] | Install Driver| | Uninstall Driver
Select Al | Select None
@ Managed Home

Instance Name
[ den60202jems.us.oracle.com
[slotfems2763/appmar /ide_agent_ent/SCFHA

Status
Installed
[  den0xmj.us.orade.com
C:\jde_ent_agent\SCFHA

Installed
¥/ The available Enterprise Servers may not be listed if the agent is not currently running.

1. Verify that the status of the Enterprise Server on which you wish to uninstall the JDBC Driver is Installed.

2. Enable the check box for the Enterprise Server on which you want to uninstall the driver.
3. Click the Uninstall Driver button.

The page at http:/ises st i i o 7000 says:

:)_E/l Are wou sure you wish to uninstall the JDBC driver from the selected serveris)?

oK, | | iZancel

4. On the resulting confirmation dialog, click the OK button to confirm that you want to delete the JDBC driver
from the selected server.
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5. Refresh the JDBC Driver page and verify that the status is changed to Not Installed.

Enterprise Servers Utilizing Driver

Select [Enterprise Server] | Install Driver | | Uninstall Driver

Select All | Select None

Managed Home Instance Hame Status

D den60202jems . us. orade.com = st bl a n Not Installed
[slot/ems2763/appmgr fide _agent_ent/SCFHA

[J  den00unj.us.orade.com - Installed

C:Yjde_ent_agent\SCFHA
( The available Enterprise Servers may not be listed if the agent is not currently running.
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11 Manage System Administration Tasks by

Using Administrative Orchestrations (Release
9.2.6)

Overview

The Server Manager system administrator can perform several system administration tasks by running system
administrative orchestrations, with only the Server Manager Console and AlS servers running and without any
dependency on other EnterpriseOne servers. For example, a system administrator can automatically bring up

the EnterpriseOne servers and perform administration tasks such as updating the Tools Releases or updating the
EnterpriseOne server configuration by running a system administrative orchestration even when the HTML, Database,
and Enterprise servers are down.

A system administrative orchestration is an orchestration that contains only these types of components: Open API-type
connectors connecting to a Server Manager Console Open API endpoint, rules, or child orchestrations with a similar
structure as the parent orchestration.

Prerequisites

To upload a system administrative orchestration to the Server Manager Console and run the orchestration, you must
ensure that:

- The AIS server is running.
- The Server Manager Console is running.

- The system administrative orchestration is published or shared, and then exported. When exporting the
orchestration, you must ensure that the orchestration and all the associated components are exported.

For information about how to create orchestrations, see "Creating Orchestrations"in the JD Edwards
EnterpriseOne Tools Orchestrator Guide .

Orchestrations and orchestration components are saved and managed as user defined objects (UDOs) in JD
Edwards EnterpriseOne. For information about how to publish and share UDOs, see "Publishing UDOs" in the
JD Edwards EnterpriseOne Tools Using and Approving User Defined Objects Guide .

For information about how to export orchestrations, see "Exporting Orchestration Components from the
Orchestrator Studio”in the JD Edwards EnterpriseOne Tools Orchestrator Guide .
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Upload Administrative Orchestrations

You can upload an administrative orchestration to the Management Console so that you can run it offline with only the
AIS server and the Server Manager Console running, without any dependency on the EnterpriseOne servers, including
the HTML server, Enterprise server, and Database servers.

Note: You can upload only administrative orchestrations, which have been shared or published and then exported,
to the Management Console . An administrative orchestration is an orchestration that contains these types of
components: Open API-type connectors, rules, or child orchestrations.

To upload an administrative orchestration to the Management Console :

1. Login to Server Manager Console as the jde_admin user.
2. Navigate to the Server Manager Offline Orchestration page using the quick link Offline Orchestration in the
What do you want to do? section:

What do you want to do?

INSTALL

» Management Agents
Manage Software
Database Drivers

T1S Configuration Settings
Offline Orchestration

v v wvw

CONFIGURE

b Server Manager Users
b Server Groups

TRACK

b User Activity
b Server Activity
» Table Cache
» Health Check

Diagnostics

» Collect and Generate Diagnostics

3. On the Server Manager Offline Orchestration page, click the Browse button to locate and select the file that
contains the exported administrative orchestration components that you want to upload.
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4. Click the Upload button to upload the selected file that contains the orchestration components.
The system displays a message that the orchestration has been imported successfully.
If you attempt to upload an orchestration that is not an administrative orchestration, the system displays a
warning message. The following image shows an example of a warning message that is displayed when you
attempt to upload a non-administrative orchestration:

I\ Warning

L

Error: "Heath Check" orchestration step is of type ServiceRequest but subtype is not CONNECTOR. Because the uploadk
into the Management Console.

After you upload an administrative orchestration to the Management Console , you can run the orchestration offline.
See Run Administrative Orchestrations.

Delete Administrative Orchestrations

To delete administrative orchestrations from the Management Console:

1. Login to Server Manager Console as the jde_admin user.
2. Navigate to the Server Manager Offline Orchestration page using this quick link in the What do you want to do?
section:

Offline Orchestration

3. Onthe Server Manager Offline Orchestration page, in the Select [Orchestration] section, select the check box to
select one or more orchestrations to delete. Use the Select All link to select all the orchestrations.

4. C(lick the Delete button.

5. Inthe Confirmation dialog box, click OK.

Run Administrative Orchestrations

To run an administrative orchestration:

1. Login to the JD Edwards EnterpriseOne Orchestrator Studio as the jde_admin user.

On the Orchestrator Studio Home page, only the Run Orchestrations and Scheduler icons are enabled and all
the other orchestration component icons are disabled.
2. C(lick the Run Orchestrations icon.

The Run Orchestrations page displays only the administrative orchestrations that have been uploaded to the
Server Manager Console.

3. Select the administrative orchestration that you want to run.

4. Inthe Value column, enter a value for each input. Alternatively, click the Raw button to enter the input values
directly in the JSON format or the XML format in the input grid.

5. Click Run.

The Output section displays a green check mark if the orchestration completes successfully.
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For more information about running orchestrations, see "Testing Orchestrations"in the JD Edwards
EnterpriseOne Tools Orchestrator Guide .

Starting and Stopping Administrative Orchestrations
Using the Scheduler

If a schedule is attached to an administrative orchestration, you can start and stop the administrative orchestration job
by using the Scheduler user interface.

To start or stop an administrative orchestration job:

1. Login to the JD Edwards EnterpriseOne Orchestrator Studio as the jde_admin user.

On the Orchestrator Studio Home page, only the Run Orchestrations and Scheduler icons are enabled and all
the other orchestration component icons are disabled.

2. Click the Scheduler icon.

3. Onthe Scheduler user interface, select the orchestration job you want to start or stop and then perform either
of the following actions:

o To start the orchestration job, slide the toggle in the Started column to the right.

o To stop the orchestration job, slide the toggle in the Started column to the left.

For more information about the Scheduler, see "Working with Scheduler"in the JD Edwards EnterpriseOne
Tools Orchestrator Guide .
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12 Register an Application Server

Register an Oracle WebLogic Server 14c

Only Oracle WebLogic Servers that are registered with the Management Console can be managed by the Management
Console. The Oracle WebLogic Server must be installed outside of Server Manager. You should always verify that your
Oracle WebLogic Server versions are fix-current per Oracle directives. You should also verify that your version of Oracle
WebLogic Server is compatible with JD Edwards EnterpriseOne servers (for details refer to Installing the Server Manager
Management Console and Agent in this guide).

Note: Registration of an Oracle WebLogic Server requires that a Management Agent first be installed on the Oracle
WebLogic Server. This server must be installed with the correct user and also started with the correct user. Refer to
Installing the Server Manager Management Console and Agent.

To register an existing Oracle WebLogic Server:

-] Managed Homes
Shown below are each of the known managed homes and the managed instances they contain. If there is a8 managed home that is not running and you wish to not see it isted here you may remove it.
Select [Managed Home): | Remove | | Stop| | Update |
Select Al | Select Mone
Managed Home Location = i Managed Instances (i
- 1 dodedasvind.us.orade.com No managed nstances.
C:\SMAgent\SCFHA
- 1 dndedasvm4.us.orade.com home
C:\SMConsole \SCFMC Management Console
i Running

1. Select the Managed Home where you want to register an Oracle WebLogic Server.

-] Managed Instances |
Shown below are all the managed instances owned by the managed home. Use caubion when removing instances. Depending on the instance type this may imvohve uninstaling and|or deleting the EnterpriseOne server
nstallation.

Select [Managed Instancel: | Remove Instance

select Al | Sefect None

Instance HName & (i) Managed Instance Type  .§ State i
F xm Oraeche: Configuration Manager L stopped
Create Hew Managed Instance
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2. On Managed Instances, click the Create New Managed Instance button.

Create/Register A Managed Instance

Select the type of managed target you wish to create/register. This is the first of a four step process:

1. Select the Target Type
Choose the type of managed target you wish to create.
2. Enter Instance Properties
The instance properties are the required information used to create or regester the managed target.
3. Confirm Configuration Items
Some items cannot be configured or require validation of the default values.
4. Installation
This is the final step where the actual installation or registration of the managed target occurs.

Register a Deployment Server Instance

Register an Existing Deployment Server

Register or Create an Enterprise Server Instance

Install New Enterprise Server
Register an Existing Enterprise Server

Register a Microsoft SQLServer Database

Register an Existing Microsoft SQLServer Database

Register an Oracle Database Server

Register an Existing Oracle Database (

Register a Web Server Instance

Oracle Application Server 10.1.3.x
Oracke WeblLogic Server 119
Orade Weblogic Server 13c

o]

o}

O

o0

-
J

| orade Weblogic Server 14¢

Websphere Application Server 6.x
WebSphere Application Server 7.0
WebSphere Application Server 8.5/9.x

3. On Create/Register a Managed Instance, Instance Type, select the Oracle WebLogic Server 14c radio button.

O Cfy®)c

O

.
Instance Type

Instance Properties

Confirmation

O
Finish

ORACLE

16



JD Edwards EnterpriseOne Tools Chapter 12
Server Manager Guide Register an Application Server

4. Click the Continue button.

Create/Register A Managed Instance

Shown below are all the instance properties that are required to createregister a new instance of the selected type. Complete the required fields and select 'Continue’ to proceed to the next step.
characters [a-zA-Z_0-9]; spaces or other spedal characters are not permitted.

! / ! )
Instance Type Instance Properties Confirmation Finish
Instance Mame |WLS
Oracle WeblLogic Home C:AQracle\Middleware
Oracle WebLogic Admin User |weblogic

Oracle WebLogic Admin Password (esessssese

5. Onthe Create/Register a Managed Instance screen for Instance Properties, complete these fields:

(o}

Instance Name

Enter a name for the instance.
Oracle WebLogic Server Install Location

Enter the installation location for the existing Oracle WebLogic Server. This is the Oracle WebLogic Home,
where the default value is:

C:\Oracle\Middleware
Oracle WebLogic Admin User

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created. The default admin user is:

Oracle WebLogic
Oracle WebLogic Admin Password

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created.

6. Click the Continue button.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue' to the installation registration step.

L L ’ )
Instance Type Instance Properties Confirmation Finish

7. On the Create/Register a Managed Instance screen for Confirmation, there are no configuration items to
confirm.
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8. Click the Continue button.

Create/Register A Managed Instance
Flease wmait whie e managed irstance &5 oeated regstened. Once complete you wil be redirecied io the management page for the rewly crealed instance

Ingtance Type Instance Proper bes Candrmaton Farughy

Select 'Creste Instance” to: finslze the regstration of the Orade WishLogc Server nstance
Cancel | Creste Instance

9. On the Create/Register a Managed Instance screen for Finish, click the Create Instance button to complete the
registration of the Oracle WebLogic Server.

Select Instance_. -
Oracle WebLogic Server
What do you wanl to dao?
) WebilLogic domains

INSTALL
¥ Hanagement Agents General Properties Instance Properties
b Manaoe Software
» Database Driv Product Description Instance Name [
¥ LS Configurstion Settings Oracle Weblogic Server 14c weblogic_14c

Version Oracle Weblogic Home [

CONFIGURE 14.1.1.0.0 C:\WLS_14_Agent
[ —— Oracle WebLogic Administrative User [
¥ Server Groups weblogic Save

Oracle WeblLogic Administrative Password [
RACK Save Resat
¥ User Activity
¥ Server Activity
b Table Cache - | Weblogic domains
b Hialth Ch L
L TRk Sedect one of the domain links rom the B bilow 10 oreabe oF Rmoe Seners,
Diagnostics Sebect [Managed Server]: | Start Stop Restart
¥ Collect and Geperate Diagnostics Seloct Al | Select None
Domain Name Clirster Name Managed Servers Machine Listen Port Related Managed Instances |
pent_domain
_| frot chusterod} AdminSereer [A Ruraning } 025 Hong
{rof chederod) e e Machirue] BI32
__| i v jas_ 8231 (U Rurning ) 4. » hilenl_ 5231 (EntespriseOne HTML Server)

After you have completed the installation, the browser is redirected to the Management Console page for the newly
registered Oracle WebLogic Server. This server also appears as a Managed Instance within the corresponding Managed
Home.

For each registered Oracle WebLogic Server Managed Instance, the Management Console displays appropriate
information at the top of the web page:

General Properties
« Product Description

Oracle WebLogic Server 14c

- Version
1411.0.0
Instance Properties

« Instance Name

Displays a clickable link for the name assigned to the Oracle WebLogic Server Managed Instance at the time is
was created or registered.
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- Oracle WebLogic Home
Displays the complete path to the Oracle WebLogic Server Home where this Oracle WebLogic Server instance
was installed.

- Oracle WebLogic Administrative User
Displays the administrative user credential that is used by Server Manager to perform administrative tasks on
the Oracle WebLogic Server instance.
Oracle WebLogic Administrative Password

Displays the administrative password credential that is used by Server Manager to perform administrative tasks
on the Oracle WebLogic Server instance.

You can click the Reset button and reset the administrative password.

Register an Oracle WebLogic Server 12c

Only Oracle WebLogic Servers that are registered with the Management Console can be managed by the Management
Console. The Oracle WebLogic Server must be installed outside of Server Manager. You should always verify that your
Oracle WebLogic Server versions are fix-current per Oracle directives. You should also verify that your version of Oracle
WebLogic Server is compatible with JD Edwards EnterpriseOne servers (for details refer to Installing the Server Manager

Management Console and Agent in this guide).
Note: Registration of an Oracle WebLogic Server requires that a Management Agent first be installed on the Oracle

WebLogic Server. This server must be installed with the correct user and also started with the correct user. Refer to
Installing the Server Manager Management Console and Agent.

To register an existing Oracle WebLogic Server:
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Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and you wish to not see it isted here you may remove it.
 Select [Managed Home]: | Remove | |Stop| | Update |
gelect ANl | Select None
Managed Home Location & (U Managed Instances )

rt 4,us. | No managed instances.

C:\SMAgent\SCFHA
- {+ dodedasvmd.us.orade.com home

C:\SMConsole \SCFMC Management Console

1} Running

1. Select the Managed Home where you want to register an Oracle WebLogic Server.

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type this may involve uninstaling and for deleting the EnterpriseOne server
- =

Select (Managed nstance

Select Al | Select None
 InstanceMame & i) Managed Instance Type i) state 1)
room Oracde Configuration Manager 4 stopped

| Create Hew Managed Instance
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2. On Managed Instances, click the Create New Managed Instance button.

Create/Register A Managed Instance
Salect the type of manaped target wou wish to oreaste/register. This is the first of a four step process:

1. Sahect the Target Type
Chioose the type of managed target you wish to create.
2. Enter Instance Properties
The instance properties ane the required information used to create or regeter the m.ma;cd target.
2. Confirm Configuration Items
Some confi items cannot be configured or require vakdation of the default values,
4. Installation
This is the final step where the actual installation or regsstration of the managed target occurs.

| O D
Instance Type Instance Properties Confirmation Finish

Register a Deployment Server Instance

Register an Existing Deployment Server ()

Register or Create an Enterprise Server Instance
Install Mew Enterprise Serves ()
Register an Existing Enterprise Server ()
Register a Microsoft SQLServer Database

Register an Existing Microsoft SQLServer Database ()

Register an Oracle Database Server

Register an Existing Oracke Database ()

Register a Web Server Instance
‘Orache Application Server 10.1.3.x O
Orack Weblogic Server 11g ()
I Orade Weblogic Server 12c @ I
Oracle WebLogic Server 14¢ ()
Websphere Application Server 6.x ()

WebSphere Application Server 7.0 ()
Websphere Application Server 8.5/9.x ()

3. On Create/Register a Managed Instance, Instance Type, select the Oracle WebLogic Server 12c radio button.
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4. Click the Continue button.

Create/Register A Managed Instance

Shown below are all the instance properties that are required to createregister a new instance of the selected type. Complete the required fields and select 'Continue’ to proceed to the next step.
characters [a-zA-Z_0-9]; spaces or other spedal characters are not permitted.

! / ! )
Instance Type Instance Properties Confirmation Finish
Instance Mame |WLS
Oracle WeblLogic Home C:AQracle\Middleware
Oracle WebLogic Admin User |weblogic

Oracle WebLogic Admin Password (esessssese

5. Onthe Create/Register a Managed Instance screen for Instance Properties, complete these fields:

(o}

Instance Name

Enter a name for the instance.
Oracle WebLogic Server Install Location

Enter the installation location for the existing Oracle WebLogic Server. This is the Oracle WebLogic Home,
where the default value is:

C:\Oracle\Middleware
Oracle WebLogic Admin User

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created. The default admin user is:

Oracle WebLogic
Oracle WebLogic Admin Password

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created.

6. Click the Continue button.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue' to the installation registration step.

L L ’ )
Instance Type Instance Properties Confirmation Finish

7. On the Create/Register a Managed Instance screen for Confirmation, there are no configuration items to
confirm.
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8. Click the Continue button.

Create/Register A Managed Instance
Flease wmait whie e managed irstance &5 oeated regstened. Once complete you wil be redirecied io the management page for the rewly crealed instance

Ingtance Type Instance Proper bes Candrmaton Farughy

Select 'Creste Instance” to: finslze the regstration of the Orade WishLogc Server nstance
Cancel | Creste Instance

9. On the Create/Register a Managed Instance screen for Finish, click the Create Instance button to complete the
registration of the Oracle WebLogic Server.

Oracle WebLogic Server

V) Weblogic domains
g

General Properties Instance Properties
Product Descrption Instance Name [
Orade Weblogic Server 12¢ wis_server
Version Orade Weblogic Home [
12.1.3.0.0 [u01/Oracke)AS
Orade Weblogc Admnistrative User [
weblogic Save
Orade WeblLogic Admnistrative Password  [i
Save Reset
- | WebLogic domains " /Beturn To Top
Select one of the domain kinks from the list below to create or remove servers.
Select [Managed Server]: Stari Stop Restart
Domain Name Cluster Name Managed Servers Machine Listen Port Related Managed Instances i
ot aumternal html_server (" Stopped ) Mnce 1 - o html inst (EnterpriseOne HTML Server)
{nat dustered) sdminServer (0" Rumning 7001 None

After you have completed the installation, the browser is redirected to the Management Console page for the newly
registered Oracle WebLogic Server. This server also appears as a Managed Instance within the corresponding Managed
Home.

For each registered Oracle WebLogic Server Managed Instance, the Management Console displays appropriate
information at the top of the web page:

General Properties

« Product Description

Oracle WebLogic Server 12c
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- Version

121.3.0.0
Instance Properties

Instance Name

Displays a clickable link for the name assigned to the Oracle WebLogic Server Managed Instance at the time is
was created or registered.

- Oracle WebLogic Home
Displays the complete path to the Oracle WebLogic Server Home where this Oracle WebLogic Server instance
was installed.

- Oracle WebLogic Administrative User
Displays the administrative user credential that is used by Server Manager to perform administrative tasks on
the Oracle WebLogic Server instance.
Oracle WebLogic Administrative Password

Displays the administrative password credential that is used by Server Manager to perform administrative tasks
on the Oracle WebLogic Server instance.

(Release 9.2.1)You can click the Reset button and reset the administrative password.

Register an Oracle WebLogic Server 11g

Only Oracle WebLogic Servers that are registered with the Management Console can be managed by the Management
Console. The Oracle WebLogic Server must be installed outside of Server Manager. You should always verify that your
Oracle WebLogic Server versions are fix-current per Oracle directives. You should also verify that your version of Oracle
WebLogic Server is compatible with JD Edwards EnterpriseOne servers (for details refer to Accessing the Certifications
(Minimum Technical Requirements) in this guide).

Note: Registration of an Oracle WebLogic Server requires that a Management Agent first be installed on the Oracle

WebLogic Server. This server must be installed with the correct user and also started with the correct user. Refer to
Installing the Server Manager Management Console and Agent.

To register an existing Oracle WebLogic Server:
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Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and
remove it.

Select [Managed Home]: | Remove | !SlopJ ' Update]
Select All | Select Nane

[ 1']' dendell0g PIM1_89813 5553
{u02/owl/jde_home EnterpriseOne PIMSync Server
piz Running

JAS 898123 7015
EnterpriseOne HTML Server

i3 Running

JAS3 7777
EnterpriseOne HTML Server

3] Running

MB_OWL
Cracle WebLogic Server 119

g3 Running

1. Select the Managed Home with which you wish to register an Oracle WebLogic Server.

Select [Managed Instance]: | Remove Instance |
Select All | Select None
Instance Hame | i/ 'Managed Instance Type i/ state (i)
O ecm Oracle Configuration Manager {3 Stopped
[_ Create New Managed Instance
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2. On Managed Instances, click the Create New Managed Instance button.

Create/Register A Managed Instance

Select the bype of managed target you wish to createlnegister, This is the first of a fouir shep process:

1. Select the Tanget Type
Choose the type of managed tarpet you wish o meate.
2. Enter Instance Properties
The Instance properties are the reguined information Used to reate or regester thie managed tanpet.
3. Confirm Configuration Items
mtfwm:tmmm:m@m;.tmm o resquine vabdatan of e defaull valins:
4. Installation
Thiis & tha firad step ivhise the Sctial inctaflation of fegetration.of the managed Larget ooours

Register a Deployment Server Instance
Register an Existing Deployment Server . (O

Register or Create an Enterprise Server Instance

Install Mew Enterprise Server ()
Register an Existing Enterprise Server ()

Register a Microsoft SQLServer Database

Redgister an Existing Microsoft SQLServer Database ()

Register an Oracle Database Server

Register an Existing Oracle Database ()

Register a Web Server Instance

Oracks Application Server 10.1.3.x ()
I Omde weblogic Server 110 ® |

Oracle WeblLogic Sarver 12¢ (0

Orache WeblLogic Server 14c ()

Websphers Application Server 6.x

websphere Application Server 7.0 O

WebSphere Application Server 8.5/0.x [

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

Oracle WebLogic Server 11g
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4. C(Click the Continue button.

Create/Register A Managed Instance

i te creatsfreqister a new instance of th

} SPaCEs or gther special characters are not permitted.

~ ..J &, &
Iinstance Type Instance Properties Confirmation Finish

Instance Name |WLS11gAdmin
WebLogic Server Install Location | fu01/Oracle/Middlieware
WeblLogic Admin User ||de

Weblogic Admin Password eesesessse

5. On Create/Register a Managed Instance, Instance Properties, complete these fields:

[e]

Instance Name

Enter a name for the instance.
Oracle WebLogic Server Install Location

Enter the installation location for the existing Oracle WebLogic Server. This is the Oracle WebLogic Home,
where the default value is:

/u0l/Oracle/Middleware
Oracle WebLogic Admin User

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created. The default admin user is:

Oracle WebLogic
Oracle WebLogic Admin Password

Enter the administrative user for the Oracle WebLogic Administrative Console on which this Managed
Instance will be created. For the default password refer to the /u01/0racle/Middleware/utils/quickstart/
quickstart.sh program. Access the Start Administration Console option.
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6. Click the Continue button.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Fleasa validate or update, as appropriate, the configuration items. Gnce complete select "Continue” t
@, o o o
Instance Type Instance Froperties Confirmation Finish

7. On Create/Register a Managed Instance, Confirmation, there are no configuration items to confirm.
8. C(lick the Continue button.

Once complete you will be redirected to the management page for the newly created instance.

3

L=y o
Instance Type Instance Froperties

2 Weblogic Server instance.

L&
Confirmabion Finish

Cancal[ Create Instance |]

9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the registration
of the Oracle WebLogic Server.
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Oracle WebLogic Server
() Weblogic domains
Product Desaiption Instance Name (i)
Orade WebLogic Server 12¢ wis_server
i« Orade WeblLogic Home (i)
12.1.3.0.0 Ju01/Oracke)AS
Orade WebLogic Adminitrative User ()
weblogic
Orade Weblogic Administrative Password (1)
Select one of the domain links from the list below to create or remove servers.
 Select [Managed Server]: | Stan | | Stop | | Restan
Select All | Sefect one

0 {not dusterad) htmi_server (050'“) Machine_1 8020

g i adminserver (T Ruming ) ' R sy
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After you have completed the installation, the browser is redirected to the Management Console page for the newly

registered Oracle WebLogic Server. This server also appears as a Managed Instance within the corresponding Managed
Home.

For each registered Oracle WebLogic Server Managed Instance, the Management Console displays appropriate
information at the top of the web page:

General Properties
o Product Description

Oracle WebLogic Server 11g
o Version

10.3.6.0
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- Instance Properties

o

Instance Name

Displays a clickable link for the name assigned to the Oracle WebLogic Server Managed Instance at the
time is was created or registered.

Oracle WebLogic Home

Displays the complete path to the Oracle WebLogic Server Home where this Oracle WebLogic Server
instance was installed.

Oracle WebLogic Administrative User

Displays the administrative user credential that is used by Server Manager to perform administrative
tasks on the Oracle WebLogic Server instance.

Oracle WebLogic Administrative Password

Displays the administrative password credential that is used by Server Manager to perform administrative
tasks on the Oracle WebLogic Server instance.

You can reset the administrative password using the Reset button. The following window is displayed
when you click the Reset button.

Enter the passwords in the fields, and click Change to confirm the new password.
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Oracle WebLogic Server

General Properties

Weblogic domains
Select [Managed Server]: Start Stop
Domain Kame Cluster ame

Register a WebSphere Application Server, Version

8.5.5.0/9.0

Restarnt

Managed Servers

Chapter 12

Register an Application Server

Instance Properties

gic £

weblogic
Orace Webloge Adminstrative Password

Save Reset

Reset Weblogic Admin Password

Old Password
Hew Password

y Confirm New Password
Machine Listen

Cancel Change

Only WebSphere Application Servers, version 8.5 that are registered with the Management Console can be managed
by the Management Console . The WebSphere Application Server must be installed outside of Server Manager . You
should always verify that your WAS versions are fix-current per IBM directives. You should also verify that your version
of WAS is compatible with JD Edwards EnterpriseOne servers (for details refer to Accessing the Certifications (Minimum

Technical Requirements) in this guide).

Note: Registration of a WebSphere Application Server requires that a Management Agent first be installed on the
WebSphere Application Server. This server must be installed with the correct user and also started with the correct
user. Refer to Installing the Server Manager Management Console and Agent.

If you have enabled administrative security in a WebSphere Application Server profile, refer to Configure WebSphere
Application Server to Work With Server Manager When Administrative Security is Enabled in this section.
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To register an existing WebSphere Application Server:

1. Select the Managed Home with which you wish to register the WebSphere Application Server.

cordvsni [lu01/appmgrijde_home/SCFHA]

IZ:‘;-’:J Managed Software Components ':::‘;"j Available Log Files

|=] Managed Instances

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type this may involve
uninstalling andor deleting the EnterpriseOne server installation.

Select [Managed Instance]: | Remove Instance |
Select all | Select Mone

Instance Name & i) Managed Instance Type |1 State i)
[ cordvsnl ent 6116 Enterprise0ne Enterprise Server i Running
& cordvsnl jas server EnterpriseOne HTML Server i Running

oom Orade Configuration Manager 1S Stopped
D rte new EnterpriseOne Transaction Server ik Stopped
[[] | wis 10356 cordvsni Orade Weblogic Server ﬁF‘.unning

| Create New Managed Instance
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2. C(lick the Create a New Managed Instance button to create the Managed Instance within the Managed Home

Uhodss B type of managed Gnget you wish to creabe.
2. Enter Instance Properties

The instance properties arg the réquired information used bo criabe or register the managed tanget.
3, Confirm Configuration Itéems

Sorme configuration tems cannot be configured autormatically or requine validation of the default values.
4. Installation

This is the firal step where the actual installation or registration of the managed target ocows.

4

o . & - T - o)
Instance Type Instance Froperties Confirmation Finish

Register a Deployment Server Instance

Register an Existing Deployment Sarver

Register or Create an Enterprise Server Instance

Install New Enterprise Semver

Register an Existing Enterprise Server

Register a Web Server Instance

Orache Application Server 10.1.3.x
Oracle Weblogic Server 11g
Oracle Weblogic Server 12c

Websphere Application Server 6.x

WebSphere Application Server 7.0

WebSphere Application Server 8.5/9.x (»

Deploy a New EnterpriseOne Web Component

3. On Create/Register a Managed Instance, Instance Type, select the WebSphere Application Server 8.5/9.x
radio button.

Create/Register A Managed Instance

Shoven bl are 8 the instanoe progeries that are required to create register o new nstance of the seleched type. Complets the regoired fields and select Continue’ 10 froceer
characters are not permithed,

o 1

[l o

bestante Hame  wag

Application Server Install Locston Z“Bm‘“‘m[mPﬁgw
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4. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Instance Name

Enter a name for the instance.
o Install Location

Enter the installation location for the existing WebSphere Application Server. This location should include
the path up to the parent folder of the profiles folder.

For example:

0S400 (IBM i)
/QIBM/ProdData/WebSphere/AppServer/V85/ND
Unix

/u01/WebSphere85/AppServer
5. Click Continue.

Create/Register A Managed Instance

Shown belowe are the configuration ikems that must be manually confikmed. Please validate or update, as appropriate, the configuration ikems, Once
complete select 'Continue' ko the installation/registration step,

L ) o =
Instance Tvpe Instance Properties Caonfirmation Finish

Mera ara no configuration #fems fo confitm. Flease condfinue fo Ea next sfan.

Cancel Continue

6. On Create/Register a Managed Instance, Confirmation, there are no configuration items to confirm.
7. Click Continue.

Create/Register A Managed Instance

Please wait while the managed instance is created registered, Once complete you will be redirected ko the management page for the newly created
inskance.

i iy s L
Instance Tvpe Instance Properties Canfirration Finish

Select 'Create Instance' to finalize the registration of the IBM Web3phere instance,

Cancel Create Instance
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8. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the registration of

the WebSphere Application Server.

IBEM WebSphere

General

Product Descnplion
IBM WebSphere Applcation Server Metwork Deployment
Viersaon

O.0.0.0

Instance Properties

Apphcation Server Install Location

C:\Program FilkesiIBM\WebSphere\AppSerer

Instance Mame i

WASS

TrustStore Fike [

Save

TrustStore Fie Password [

Lave

EeywShore Fla i

KeyStore Fie Password [

Save

After you have completed the installation the browser is redirected to the Management Console page for the
newly registered WebSphere Application Server. This server also appears as a Managed Instance within the

corresponding Managed Home .

For each registered WebSphere Application Server Managed Instance ,the Management Console displays

appropriate information at the top of the web page:

o Product Description

Displays the description for this WebSphere Application Server Managed Instance .

o General

- Version

Displays the version of this WebSphere Application Server Managed Instance .

o Instance Properties

- Application Server Install Location

Displays the full path for the install location of the selected WebSphere Application Server

Managed Instance .
- Instance Name

Displays a clickable link for the name assigned to the WebSphere Application Server Managed
Instance at the time is was created or registered.
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Configure WebSphere Application Server to Work With Server
Manager When Administrative Security is Enabled

To configure WebSphere Application Server to work with Server Manager when Administrative Security is enabled:

1. Locate the soap.client.props file associated with the security profile.
Typically the file is found at this location:

WAS Install Location\profiles\Profile Name\properties\soap.client.props

2. Modify these settings in the soap.client.props file:
com.ibm.SOAP. securityEnabled=true
com.ibm.SOAP.loginUserid=admin_user

com.ibm.SOAP.loginPassword=admin_ password

where admin_user and admin_password are values appropriate to your environment.

3. In order for the security changes to take effect, you must restart the Management Agent to which the
WebSphere Application Server is registered. For instructions, refer to Restart a Management Agent.

Register a WebSphere Application Server, Version 7.0

Only WebSphere Application Servers, version 7.0 that are registered with the Management Console can be managed
by the Management Console . The WebSphere Application Server must be installed outside of Server Manager . You
should always verify that your WAS versions are fix-current per IBM directives. You should also verify that your version
of WAS is compatible with JD Edwards EnterpriseOne servers (for details refer to Accessing the Certifications (Minimum
Technical Requirements) in this guide).

Note: Registration of a WebSphere Application Server requires that a Management Agent first be installed on the
WebSphere Application Server. This server must be installed with the correct user and also started with the correct
user. Refer to Installing the Server Manager Management Console and Agent.

If you have enabled administrative security in a WebSphere Application Server profile, refer to Configure WebSphere
Application Server to Work With Server Manager When Administrative Security is Enabled in this chapter.
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To register an existing WebSphere Application Server:

1. Select the Managed Home with which you wish to register the WebSphere Application Server.

cordvsni [lu01/appmgrijde_home/SCFHA]

IZ:‘;-’:J Managed Software Components ':::‘;"j Available Log Files

|=] Managed Instances

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type this may involve
uninstalling andor deleting the EnterpriseOne server installation.

Select [Managed Instance]: | Remove Instance |
Select all | Select Mone

Instance Name & i) Managed Instance Type |1 State i)
[ cordvsnl ent 6116 Enterprise0ne Enterprise Server i Running
& cordvsnl jas server EnterpriseOne HTML Server i Running

oom Orade Configuration Manager 1S Stopped
D rte new EnterpriseOne Transaction Server ik Stopped
[[] | wis 10356 cordvsni Orade Weblogic Server ﬁF‘.unning

| Create New Managed Instance
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2. C(lick the Create a New Managed Instance button to create the Managed Instance within the Managed Home

Create/Register A Managed Instance

Select the type of managed target you wish to create fregister, This is the first of a four step process:

1. Select the Target Type

Choose the type of managed target you wish to create,
2. Enter Instance Properties

The instance properties are the required information used to create or register the managed target.
3.  Confirm Configuration Items
Some configuration items cannot be configured automatically or require validation of the default values.
Installation
This iz the final step where the actual installation or registration of the managed target ocours.

i

-1 o

= J L
Irstance Type Instance Properties

Register or Create an Enterprise Server Instance
Install Hew Enterprise Server |

q

Register an Existing Enterprise Server

Register a Web Server Instance
Oracle Application Server 10.1.3.x
Oracle Weblogic Server 11g
Oracle Weblogic Server 12c
Websphere Application Server 6.x

‘Websphere Application Server 7.0

Al a2 A ) Al

WebSphere Application Server 8.5

Deploy a New EnterpriseOne Web Component
Enterprise0ne Collaborative Portal Server
EnterpriseOne Data Access Driver
EnterpriseOne Data Access Server
Enterprise0ne PIMSync Server
EnterpriseOne Transaction Server

Enterprise0ne Business Services Server

T | e T e | e e )

EnterpriseOne HTHL Server
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3. On Create/Register a Managed Instance, Instance Type, select the WebSphere Application Server 7.0 radio
button.

Create/Register A Managed Instance

vy bl are Al the - instance properBes that are required to oreate Fegister 4 nee instanc? of the selerted bype . Complete He regoired fiedts and select Contnoe’ 0 proces
chencters are not peomithed
" i
Ireiimrmen Tipss Iriance Properies

Instance Name was

Application Server Ingtall Location z:uﬂmwmmrﬂwl}sgne;

4. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Instance Name

Enter a name for the instance.
o Install Location

Enter the installation location for the existing WebSphere Application Server. This location should include
the path up to the parent folder of the profiles folder.

For example:

0S400 (IBMi / IBM i)
/QIBM/ProdData/WebSphere/AppServer/V7/ND
Unix

/u01l/WebSphere7/AppServer
5. Click Continue.

Create/Register A Managed Instance

Shiown below are the configuration items that rmust be manoally confirmed, Please validate or update, as appropriate, the configuration items, Once
complete select 'Continue' ko the installation/registration step,

L ) o =
Instance Tvpe Inskance Properties Caonfirmation Finish

Mera ara no configuration #fems fo confitm. Flease condfinue fo Ea next sfan.

Cancel Continue

6. On Create/Register a Managed Instance, Confirmation, there are no configuration items to confirm.
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7. Click Continue.

Create/Register A Managed Instance

Please wait while the managed instance is created registered, Once complete you will be redirected ko the management page for the newly created
inskance,

O & & @
Instance Tvpe Instance Properties Caonfirmation Finish

Select 'Create Instance' to finalize the registration of the IBM Websphere instance,

| Cancel | | Create Instance
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8. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the registration of
the WebSphere Application Server.

Management Dashboard = DENPBOS11.oradey.

rp.com [ Z\de home 1\SCFHA ]

Select Instance...

| |1BM WebSphere

What do you want to do?
General Instance Properties

INSTALL .
» Manzgement Agents Product Descr lDt}Oﬂ

» Manaqe Software IBM WebSphere Application Server Network Deployment
» Datsbase Drivers Version

Application Server Install Location
Z:\Program Files (x86)\IBM\WebSphere\AppServer

CONFIGURE
¥ Server Manager Users
b Server Groups
TRACK

b User Activity
¥ Server Activity
b Table Cache

8.5.0.0

|=| Profiles and Servers
Select a profile from the list below to create or remove servers,

Select [Application Server]: Start Stop Restart

Select All | Select None

Profile

Instance Name @

WebSphere85

page sizei | 10 Iz‘ Previous | Mext {page 10of2)

e Profile Path Cell Name Cluster Name Hode Name Application Servers Rel:

Dmar01 | Z:\Program Files
{x86) \IBM\WebSphere\AppServerprofiles\Dmaro1

After you have completed the installation the browser is redirected to the Management Console page for the

newly registered WebSphere Application Server. This server also appears as a Managed Instance within the
corresponding Managed Home .

For each registered WebSphere Application Server Managed Instance , the Management Console displays
appropriate information at the top of the web page:

o Product Description

Displays the description for this WebSphere Application Server Managed Instance .
o General

- Version

Displays the version of this WebSphere Application Server Managed Instance .
o Instance Properties

- Application Server Install Location
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Displays the full path for the install location of the selected WebSphere Application Server
Managed Instance .

- Instance Name

Displays a clickable link for the name assigned to the WebSphere Application Server Managed
Instance at the time is was created or registered.

Configure WebSphere Application Server to Work With Server
Manager When Administrative Security is Enabled

To configure WebSphere Application Server to work with Server Manager when Administrative Security is enabled:

1. Locate the soap.client.props file associated with the security profile.
Typically the file is found at this location:

WAS_Install Location\profiles\Profile Name\properties\soap.client.props
2. Modify these settings in the soap.client.props file:

com.ibm.SOAP. securityEnabled=true
com.ibm.SOAP.loginUserid=admin_user
com.ibm.SOAP.loginPassword=admin_ password

where admin_user and admin_password are values appropriate to your environment.

3. In order for the security changes to take effect, you must restart the Management Agent to which the
WebSphere Application Server is registered. For instructions, refer to Restart a Management Agent.

143
ORACLE



JD Edwards EnterpriseOne Tools Chapter 12
Server Manager Guide Register an Application Server

144
ORACLE



JD Edwards EnterpriseOne Tools Chapter 13
Server Manager Guide Create a J2EE Server Container

135 Create a J2EE Server Container

Create a J2EE Server for an Oracle WebLogic Server
Domain

Note: There is a one-to-one relationship between a web-based server and a J2EE Server. You cannot install more
than one web-based server in each J2EE Server.

To create a J2EE Server for an Oracle WebLogic Server domain:
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D 4+ dobpbliz.mlab. jdedwards.com
fuli{SMEYLE

D {} dnipfhpl.mlab.jdedwards.com
full/softfrager fIDE_HOME

NEWAdmin
Oracle Weblogic Server 11g

i Runining

PIMO98INSTHP1
EnterpriseCne PIMSync Server
Undetermined

Web89afhpl
EnterpriseCne HTML Server
Undetermined

RTE898Inst
EnterpriseCne Transaction Sery
Undetermined

DAS10134fhpl
Oracle Application Server
Undetermined

1. Select the existing Managed Instance for a running Oracle WebLogic Server Managed Instance with which you

wish to create a new Server.
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Oracle WebLogic Server 11g

General Properties

Instance Properties

Product Description

Oracle Weblogic Server 119
Version

10.3.5.0

Instance Name (i)
den&0202jems 3720 WIS1035
Oracle WebLogic Home  [i)

{slot/ems3720/appmgr/Oracie/Middleware
Oracle WebLogic Administrative User [63)

weblogic Save
Oracle WebLogic Administrative Password (i)
Save

Select a domain from the list below to create or remove servers.

| Sek_act_[Managed Server]: |Start‘ |5tnp| | Restart

Select Al | Select None
Domain Cluster

W N Managed Servers Machine Listen  pelated Managed Instances i
E1 Apps e : Een
fnot AdminServer ( 7020 None
| dustered} | Running ) e e e
fniot | J2EE WSRP PD812 ( | den60202jems | 8022 » HTML 812 WSRP 8022 (EnterpriseOne
dustered} | 4y Running ) HTML Server)
ﬁ | {not i J2EE WSRP PD200 ( | denc0202jems | 8020 s HIML 900 WSRP 8020 (EnterpriseOne

 dlustered} | 4} punning )

HTML Server)
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2. Inthe Oracle WebLogic domains section, click on the link for the domain into which you want to create a new
Oracle WebLogic Server.

For example, in the above screen shot, the Oracle WebLogic Server Domain is ET_Apps.
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Oracle WebLogic Domain E1_Apps

(V) Available Log Fies

Use the form below to create a new J2EE server. Once created, EnterpriseOne web products may be deployed to the server.
New machines must be created from the WeblLogic administration console.

Server Name

Listen Port

Machine den60202jems

| Create Server |

... -
. Select All | Select None

1 fnot | J2EE WSRP PD812 ( | den60202jems 8022 e« HIML 812 WSRP 8022 (EnterpriseOne
; - clustered} ety Running ) - HTML Server)

[] {mot  I2EE WSRP PD900 ( | den60202jems 8020 ‘o HTML 900 WSRP 8020 (EnterpriseOne
clusfered} g Running ) : | HTML Server)

" ... -
[ | Dsomet) | |

{not L test (1 Runni  den60202jems 8023 e testport (EnterpriseOne HTML Server) |
B e |
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3. Inthe J2EE Server section of the page, use the form to create a new J2EE Server instance within the Oracle
WebLogic Server domain by completing these fields:

o Server Name

Enter the name for the Oracle WebLogic Server instance.
o Listen Port

Enter a unique port number. This Oracle WebLogic Server must listen on a port that is different from all
of the others servers in the domain.

o Machine

Use the pull-down to select an existing machine to which this Server is associated. The machine must
have already been created in the Oracle WebLogic Server Admin Console.

Note: All Servers created within Server Manager must be associated with a machine so that they can
be started and stopped through Server Manager.

4. After the above three (3) fields are complete, click the Create Server button.

Oracle WebLogic Server 11g

General Properties Instance Properties
Product Description Instance Name (i)
~ Oracle Weblogic Server 11g den60202jems 3720 WL51035
Version Oracle WebLogic Home (i)
10.3.5.0 /slot/ems3720/appmgr/Oracle/Middleware

Oracle Weblogic Administrative User (i)

weblogic Save

Oracle WebLogic Administrative Password (i)

| save |

2eiecha Jomain rrom the st Delow Lo Create or removie Servers:

Select [Managed Server]: Restart
Select A | Select hione
Domain Name Cluster MName Managed Servers Machine Listen Pork
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5. Onthe J2EE Servers section of the page, select the J2EE Server that you just created and click the Start button.

Note: While technically you are not required to start the Oracle WebLogic domain, it is good practice to
ensure that it is properly created and able to start. Otherwise, it might not start as expected during the
installation process for a JD Edwards EnterpriseOne web-based server.

Tip: Server Manager displays a progress monitor indicating that the Start operation is in progress and will
continue even if you close the browser. After the progress monitor is no longer displayed, you can refresh the
Management Console page to verify that the newly-created Oracle WebLogic Domain starts as expected.

Note: If you do not install the JDBC drivers before installing the Web-Based Server Instance, the Web-Based Server
Instance will not be able to start as expected at the end of the installation. Refer to Install or Uninstall JDBC Drivers to
the J2EE Server (WLS or WAS,).

Create a J2EE Server Container for the WebSphere
Application Server (WAS)

Note: There is a one-to-one relationship between a web-based server and a J2EE Server Container. You cannot install
more than one web-based server in each J2EE Server.

To create a J2EE Server Container:
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[F] | 4+ DENPBDS11.oradev.oradecorp.com EA JS 10005
Z:\jde_home_agent_11\SCFHA EnterpriseOne HTML Server

Agent Update Required ¥ Undatermined
E1_JAS C1
EnterpriseOne HTML Server
& Undetermined
MyCP7
EnterpriseOne Collaborative Portal Server
1} Running

( MyWAS7
IEM WebSphere 7
1 Running

M 1035
Orade Weblogic Server 11g
Undetermined

1. Select the existing Managed Instance for a running WebSphere Application Server with which you wish to
create a new J2EE Server Container.
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IBM WebSphere
General Instance Propertes
Product Description Application Server Install Location
18M WehSphere Application Server - ND ZAIBM\WebSphere\AppServer
Version Instance Name [©
7.0.0.19 MyWAS7

Select b profie from the st below to ceats or remove servees.

Select [Application Server]: | start| [ stop| | Restart

et Erofile Path Celltame s Node Name Application Servers Related Managed Instances (i1
Z:BMWebSphere \AppServerfprofies\ipnSrd1
£l DENPEDS 1 1Nede0 10sd DENPEOS LiNede01 | oy (1 puring ) Mons
| DENPEDS 1 INade0 101 DENPEDS 1 TNede0 1 ?{_ﬁu\uj{:ﬁe_ﬂwmw (Undatermined | Moane
ApoSevll | T:VBM\WebSphere \Appsenier iprofies|Appsevn2
& DENPEDS 1 INode03Ced CENPEDS L iNodel2 ?m,m,;m“mwmmwm {Undatermined - Mone
£ DEPEDS 11Node03Cel DENPEDS LiNodel2 | serverl (Undetermined ) firce
B prafis Z: e Wahspherslen_profle
1 DENPEDS 1L I DEfwEDS 11 wehSohere Porksl U0 Rurring ) # MyCP7 (EnterpriseOne Collaborative Portal S
£ DENPEDS 1L DENPEDS 11 server] (4 urring? Mane

2. Inthe Profiles and Servers section of the page, click the on an existing Profile Name.

Tip: If you plan to use this J2EE Server Container to run a JD Edwards EnterpriseOne Business Services
Server , you should select a secure profile. This profile must be created and configured within the WebSphere
Application Server itself.

Use the form below to create new J2EE servers. Once areate EnterpriseOne web products may be deployed to the server. Select the node and enter the name of the server to be created.

Serverfiame (oS _JS_5001] |

Create Server
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3. Onthe J2EE Servers section of the page, use the form to create a new J2EE Server Container, complete these
fields:

o Node Name

Use the dropdown to select an existing node name.
o Server Name

Enter a name for this J2EE Server Container.
4. Click the Create Server button.

—| J2EE Servers
Usa the form below to areate new 12EE servers. Once reate EnterpriseOne web products may be deployed to the server, Select the node and enter the name of the server to be created.
Hode Name | DENPBDS11Nodel L]
Server Hame
Create Server

N TN R

Select [Application Server]: | __g:_;r:_EJ Stop | | Restart | | Delete

LAl [ Start |
Profile Hame Cell H-HITI!_! Cluster Name Node Hame Server Name

[#]  AppSrvOl DENPEDS 11NodeD 1C DENPBDS 11Noded 1 AS_35_5001 (L cennned )
AppSrvil DENPEDS1 INode0 1Ced DENPBDS11Modeq 1 carver1 (1 Running !

5. Onthe J2EE Servers section of the page, select the J2EE Server Container that you just created and click the
Start button.

Note: While you are not required to start the J2EE Server, it is good practice to ensure that it is properly
created and able to start. Otherwise, it might not start as expected during the installation process for a JD
Edwards EnterpriseOne web-based server.

Tip: The Server Manager displays a progress monitor indicating that the Start operation is in progress and
will continue even if you close the browser. After the progress monitor is no longer displayed, you can refresh
the Management Console page to verify that the newly-created J2EE Server starts as expected.

Note: If you do not install the JDBC drivers before installing the Web-Based Server Instance, the Web-Based Server
Instance will not be able to start as expected at the end of the installation. Refer to Install or Uninstall JDBC Drivers to
the J2EE Server (WLS or WAS).
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Install or Uninstall JDBC Drivers to the J2EE Server (WLS
or WAS)

After you have created a J2EE Server (WLS or WAS), you must ensure that requisite JDBC drivers are installed in the
J2EE Server, as applicable. Select the database drivers that are required for the connection with your JD Edwards
EnterpriseOne database server. If you have not already uploaded JDBC drivers to your Management Console , refer to
Manage JDBC Drivers. Some versions of WebLogic Server automatically have a bundled Oracle Database JDBC driver
already installed and configured. The JDBC driver install step is not needed if connecting to an Oracle database that is
supported with the WebLogic bundled JDBC driver.

In addition to and in conjunction with the procedure previously described in Manage JDBC Drivers this section
describes:

« Install JDBC Drivers to the J2EE Server (WLS or WAS)
Uninstall JDBC Drivers from the J2EE Server (WLS or WAS)

Install JDBC Drivers to the J2EE Server (WLS or WAS)

To install JDBC drivers to the J2EE Server (WLS or WAS):
1. Click the link for a J2EE Server (WLS or WAS).

J2EE Server

|=| JDBLC Drivers

se the Following grid to inskall or remosve IDBC drivers from the J2EE server, Only IDBC drivers that have been uploaded to
the management console and are nok currently inskalled are displaved.

JDBC Driver | Oracle [»]

Install Driver |
Select [JDBC Driver]: Uninstall

Select &ll | Seleck Mone

JDBC Driver Filename Description

¥ The J2EE container must be restarted in arder ko unload a memory resident J0EC driver,

Adational mformadion abowt e Felected componant & aradaiie onds wihan Bhe JEES rarvar iF running.
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2. Use the JDBC Driver dropdown to select the JDBC driver to install.

Note: Only JDBC drivers that have been uploaded to the management console but are not currently installed
are displayed.

3. Click the Install Driver button.
|=] JDBC Drivers

Ise the Following grid o install or remose JDBC drivers from the J2EE server, Only IDBC drivers that have been uploaded ko
the management console and are nok currently installed are displayved.

IDBC Driver | [w]

In=stall Oriver |
Select [JDBC Driver]: Uninstall |

Select gl | Select Mone

JDBC Driver Filename Description
A aracle
] sg[2005

Server Manager installs the driver and adds it to the list of JDBC drivers that can be uninstalled.
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Uninstall JDBC Drivers from the J2EE Server (WLS or WAS)

|=] JDBC Drivers

=& the Following arid ko install or remowve IDEC drivers From the J2EE server, Only JDBC drivers that have been uploaded ko
the management consale and are nok currently installed are displaved.

IDBC Driver | ||
Install Driver |
Select [JDBC Driver]: Uninstall |

Select All | Seleck None

JDBC Driver Filename Description

aracle

[] s9lz005

¥ The JZEE conktainer musk be restarted in arder to unload a memoary resident JDBC driver.

To uninstall a JDBC driver from a J2EE Server (WLS or WAS):

1. From the JDBC Drivers section of the page, select the JDBC Driver Filename to be deleted.
2. Click the Uninstall button.

Note: If you Uninstall a JDBC driver, the J2EE Server (WLS or WAS) must be restarted in order to unload a memory
resident JDBC driver.
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14 Manage an Application Server and Related
Components

Manage a WebLogic Server Instance

This section describes:

« Start, Stop, or Restart the WebLogic Server

- Instance Properties
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Start, Stop, or Restart the WebLogic Server
Oracle WebLogic Server 11g

General Properties Instance Properties

Prodfct Description Instance Name (i)
) Oracle WebLogic Server 11g den60202jems 3?_2[) WILS1035
Version Oracle WebLogic Home (i}
10.3.5.0

/slot/ems3720/appmar/Oracle/Middlieware

Save

Select a domain from the fist below to create or remove servers.

Select [Managed Server]: ! Start| |5top| . | Restart |
Select All | Select None

m“ mﬁr Managed Servers Machine I:;_T“ Related Managed Instances i/
Bl b o e . 1 .
fnot - AdminServer ( 7020 | None
(Aol Ornong) | a0 .
inot ' J2EE WSRP PDB12 ( | denb020Zjems 8022 » HIML 812 WSRP 8022 (Enterprisene
S— | clustered} : 1t Running ) HTML Server)
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To start, stop, and restart an Oracle WebLogic Server, first select the server using the check box and then click the
appropriate button.

- Started

If the status is Started, you can select one or more application servers using the check box and then click the
Stop button to stop the WebSphere Application Server.

- Stopped

If the status is Stopped, you can select one or more application servers using the check box and then click the
Start or Restart button to start or restart the WebSphere Application Server.

Instance Properties

Oracle WebLogic Server 11g

General Properties Instance Properties
Product Description Instance Name  [©
QOracle Weblogic Server 11g NEWAdmIN
Version Oracle WeblLogic Home @
10.3.1.0 JuoiMiddleware?
Cracle WeblLogic Administrative User @
Jde | Save
Oracle Weblogic Administrative Password [®

...... Save |

When you select an Oracle WebLogic Server Managed Instance, the top right portion of the page contains an Instance
Properties area that includes these fields:

 Instance Name
Identifies the name assigned to the managed instance at the time it was created or registered.

In this example, the Instance Name is: NEWAdmin.

Oracle WebLogic Home

Displays the complete path to the Oracle Home where this Oracle WebLogic Server instance was installed. In
this example, the Oracle Home is:

In this example, the Oracle Home is /u01/Middleware2.
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Tip: You can determine the complete path to your Oracle Home by issuing the pwd command from the root
directory where your Oracle WebLogic Server is installed.

Oracle WebLogic Administrative User

Displays the administrator user credential that you specified when creating the domain and is used by Server
Manager to perform administrative tasks on the Oracle WebLogic Server instance. By definition, all servers in
the same domain have the same administrative user and password.

This section includes a Save button that enables you to change your administrative user name.

Oracle WebLogic Administrative Password

Displays the administrator password credential that you specified when creating the domain and is used by
Server Manager to perform administrative tasks on the Oracle WebLogic Server instance. By definition, all
servers in the same domain have the same administrative user and password.

This section includes a Save button that enables you to change your administrative user password.

Manage a WebSphere Application Server (WAS) Instance

This section describes:
- Start, Stop, or Restart the WebSphere Application Server
« Profiles and Servers
- Start, Stop, or Restart a J2EE Server
« Available Log Files
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Start, Stop, or Restart the WebSphere Application Server

(=] Profiles and Servers
Select a profile From the lisk below ko create or remove servers,

Select [Application Server]: Start | Stop | Restart |

Select all | Select Mone

Profile Name  Profile Path Cell Mame Mode Mame Application Servers
AppSry0l fundwebsphereal fapp3erver)profiles AppSr0l
denlcmixzhode0iCell | denlombxzMade0l | g I:{r Running ) ]
] denlcmlxzhode0lCell | denlemlkx2Mode0l  BSSY B1 AppSev0l o
1 Runining
AppSry0Z fundwebspheresl fapp3erverprofiles/dppary0z
] denlcmlx2Mode0zCell | denleml2Modelz ., o I:{!.- Stopped )

When you click on the Managed Instance for your installed WebSphere Application Server, you can view the status of
the installed applications servers in the Application Servers column of the grid.

- Started

If the status is Started, you can select one or more application servers using the check box and then click the
Stop button to stop the WebSphere Application Server.

- Stopped

If the status is Stopped, you can select one or more application servers using the check box and then click the
Start or Restart button to start or restart the WebSphere Application Server.

Profiles and Servers

This section describes:

- Start, Stop, or Restart a WebSphere Application Server

« Grid Items for Profiles and Servers

Start, Stop, or Restart a WebSphere Application Server

When you select a WebSphere Application Server the Profiles and Servers section allows you to select a profile from a
list that to start, stop, or restart a selected application server.
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[=| Profiles and Servers

Select a profile From the lisk below to create or remove servers,

Select [Application 5erver]:(| Start | | Stop | | Restart |]

Seleck all | Select Mone
Profile Mame  Profile Path Cell Name Mode Name
Apparyi] jundwebspheresl [dppaerverfprofilesfappare0l

denlcrmlx2Mode01Zell - denlorlx2Modenl

Grid Items for Profiles and Servers
The Profiles and Servers section of the page includes these grid items:
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(| Profiles and Servers

select a profile from the list below to create or remove servers,

Select [Application server]: Start | Stop | Restart |

Seleck all | Seleck Mone
Profile Mame  Profile Path Cell Name Mode Mame Application Servers
ApnSry0l Tun4webspheret 1] AppServer fprofilesfdppSrvi 1

denlemlx2Made0lCell | denlemlxzhade0l oo l:‘i}Running]I

denlcmlx2Modenl Cell | denlemlx2hoden] EBSSY B1 AnpSrvil (ﬁRunning)

AppSrv02 Jud4webSphereal/AppServerprofiles/AppSrvD 2

denlcmixziodetzCell | denlcmlx2Modelz .0 {G’Stupped}

appSry3Secure  fuldwebsphereslfAppServer forofiles AppSry035ecure

denlcrmlx2Mode03Cell | denlomlx2Mode03 ESSY_B1_AppSrvils_Doc (J}

Stopped )

denlcmixzMode03cell | denlcmlbxZModel3 ooy gq AppSrvDl Secure (ﬂh

Funning )

denloml:2Mode03Cell | denleml2Moded3  pecy By appsrvis Secure (1}

Funmirg

denlcmlxZMode03Cell | denlcmnlx2Mode0s

W

serverl {1} Running )

« Profile Name

These are clickable links to existing profiles in the WebSphere environment. These profiles can only be created
using the WebSphere administration tool.

- Profile Path

Displays the path to the WebSphere profile.
- Cell Name

Displays the name of the cell within the WebSphere profile.

- Node Name

Displays the name of the node within the WebSphere cell.

- Application Servers

Lists all applications servers associated with each profile. The status of the application servers is also shown. If
the status is Running, the display includes a clickable link to the application server.
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- Related Managed Instances

Lists clickable links to EnterpriseOne servers that are deployed for this profile on this WebSphere application
server.

Start, Stop, or Restart a J2EE Server

To start, stop, or restart a J2EE Server:
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Managed Homes and Managed Instances

Use the dropdawn below to select the desined management view.,

Select View | Managed Homes and Managed instances =]

Shown below are each of the known managed homes and the managed instances they contain, If there is a managed home that is not running and you wish to not see it ksted here you may remove it.
Select [Managed Home]: | Remove | | Stop | | Update |
Select All | Select None

Managed Home Location | (i) Managed Instances (i)

£ DEMNPBDS11.oradev.oradecom.com home
2:SMC_WASBS\SCRMC Management Console
1 funning

B8

Z:\ide_home_agent_11\SCFHA EnterpriceOne HTML Sarver
Agent Update Required O Undetermined

E1 JAS C1
EnterpriseOne HTML Server
¥ Undetermined

Hy(P7

EnterpriseCne Collaborative Portal Server
4 Running

MyWAST

IEM WebSphere 7

1 funning

HyWILS1035
Orade WeblLogic Server 11g
Undietermined

1. Select the existing Managed Instance for a running WebSphere Application Server with which you wish to
start, stop, or restart J2EE Server.
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IBM WebSphere
General Instance Properties
Product Description Application Server Install Location
16M WehSphere Application Server - ND  Z:\IBM\WebSphere\AppServer
Version Instance Name [
7.0.0.19 MyWAST

168
ORACLE



Chapter 14

JD Edwards EnterpriseOne Tools
Server Manager Guide Manage an Application Server and Related Components

2. Inthe Profiles and Servers section of the page, click the Profile Name that contains the J2EE Server that you

want to start, stop, or restart.

|~ JZEE Servers
Use the form below to create new J2EE servers. Once create EnterpriseOne web products may be deployed to the server, Seleck the node and enter the name of the server to be created,

Hode Name | DENPBDS11Node01 [w)|
Server Hame

[Creste Server,

Select [Application Serverl: | | start | Restart | | Delete |
Salect All | Select None o
|5 i
Profile Hame Cell Nam Cluster Name Hode Hame Server Name
[#] | AppSnvO1 DENPBDS 1 INode01Cel DENPBDS 11MNodel 1 A5 355001 (L gpocned )
AppSrvt DENPEDS 1 1Noded 1Ced DENPEOS 11Noden 1 servert L Rirving)

3. Click the Start, Stop, or Restart button as appropriate.

Tip: The Server Manager displays a progress monitor indicating that the Start operation is in progress and
will continue even if you close the browser. After the progress monitor is no longer displayed, you can refresh

the Management Console page to verify that the J2EE Server is in the expected state.

Available Log Files

For information on log files for Managed Instances , refer to the chapter entitled: Available Log Files.
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15 Register a JD Edwards Deployment Server
as a New Managed Instance

Register an Existing Deployment Server as a New
Managed Instance

Only JD Edwards Deployment Servers (Tools 9.2 or later versions) that are registered with the Management Console can
be managed by the Management Console.

Note: Registration of a Deployment Server requires that a Management Agent first be installed on the Deployment
Server. Refer to Installing the Server Manager Management Console and Agent.

1. Select the Managed Home with which you wish to register the Deployment Server.

) Managad Software Components o Ay allable Log Files

—| Managed Instances

Shawn below are al the managed nstances ownad by the managed home, Use cauoon when remodng nstances, Depending on the nskance type this may irvobe unnstaling andfor deleting
the EnkerprissOne server irstallation,
Select [Managed InstanceJ: Remowe Instance:

Select Al | Sebect Mons
Instance Mame i Managed Instance Type il Skate

Create Hew Managed Instance
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2. C(lick the Create a New Managed Instance button to create the Managed Instance within the Managed Home.

Create/Register A Managed Instance

Select the type of managed target you wish to oreatefreqister. This is the first of a four step process:

1. Select the Target Type
Choose the type of managed target you wish to create.
2. Enter Instance Properties
The instance properties are the reguired information used to create or register the managed target.
3. Confirm Configuration Items
Some configuration items cannot be configured automatically or require validation of the default values.
4. Installation
This is the final step where the actual installation or registration of the managed target occurs.

" O
Instance Type Instance Properties

Register a Deployment Server Instance
Register an Existing Deployment Server ()

3. On Create/Register a Managed Instance, Instance Type, select the Register an Existing Deployment Server radio
button.

4. C(Click Continue.

Create/Register A Managed Instance

Supvar) Berey are ol the sfance properties that sre required o oreste/register & new ratance of the selected Complete the requined fidds and sdlect "Continue’ to proceed b the st step, The
ngbanoe naiE ML) b utkgus i this managesessl Semain and msy only conbas the charscters [a-28-7_0-9) mpaces oF other special charactens ang sl persaitbed

It Type testane Propertes Confrmaton Felah
SETVET LIOLp mﬂ

Imstance Hame DENIOAMW_Deploy SVR

Install Location | CILIDEdwards\ESH0_1
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:

o Server Group

Use the dropdown to select the Server Group to which you want this instance to belong. Currently, the
only available option is 'default’.

o Instance Name

Enter a name in the Instance Name field. This field must be populated.
o Install Location

Enter a valid install location for the existing Deployment Server. This field must be populated. For
example:

C:\JDEdwards\E920

Note: The Deployment Server is only installed on the Microsoft Windows platform.
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6. Click Continue.
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Menagement Dashboerd

Shovn bedow are the configuration items that must be manualy corfirmed. Please waldabe or update, as appropriate, the confiouration items . Once complete select 'Continue’ to the instalatbon/registration step

oy Cr o d,
Tnstance Type Instance Properties Confirmation Finish

Database Type
Database User
Default Roke
Default Environment (i) |JDEPLAN
Default Pathcode (i) |[PLANMER
Datasource Mame (i) |Planmer - 920
Database Server Name (i) [127.0.0.1
Database vame (i) |E1Local
Database Mame 2 (i1 JDEPlan920
Database TCP/IP Port  (3) (1521

JDBMET Use (i) (M
Network and IPC
Service Name Listen
Servioe Mame Conneck
Secondary Database

Database Mame 2 (1) JDEPlan920
Database TCR/IP Port (1) [1521

JDBNET Use (i) (M

Security

Primary Security Server (i) |denODapw

Caneel | Continue
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7. Verify the configurations settings, then click Continue.

Create/Register A Managed Instance

Emmazhmmﬂmmhmﬂrm Plegne waldate or updabe, 35 sporoprisbe, the confiquestion items, Onoe complete elect ‘Continue” to the installstbion) registralion

i@ § ¥ )
Initance Tygs Instansce Propertes Confrmabon Fiewsh

Theve ave o configuraticn fams & comfiom, Plagse continge o the ped chan,

| Caneed | | Commnue |

8. On Create/Register a Managed Instance, Confirmation, click Continue.

Create/Register A Managed Instance

Please vak vwhile the managed instance is crested/registersd. Onoe complete you wall be redinectsd bo Bee management page for the newly trested instance.
o il ) -]
Instance Type Inttance Frogerties Confrmytion Firsh

oreate._instanoe depsenver final nstrection
Cancel | = Create Insls
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the registration for
the Deployment Server.

ORACLE 1D Edwards EnterpriseOne Server Manager 2) Documenkation and Support

Menagement Dashbosrd = DR 2 aradey orackecorpcom | O agementageris

Select Instanee...

EnterpriseCne Deployment Server: DENODANW_DeploySVR

What do you want to do?
General Instance Properties

INSTALL

b Management Ageris WVersion Instal Location ()

b Manage Scftware EEE c:\E920_1

¥ Datahsse Drivers Statls Iretance Hame (i)

_ funning | Stop DENODAMW_DenkySiR
COMNFIGURE Softwyane COMponent Viersion
Change...

¥ Zaryer Managar Users
¥ SErvEr Groups

AT | Available Log Files

b Lsar Actrdcy Display Logs Modifisd Within '~ 1 Hour '®' 24 Hours "' 48 Howrs 1 Week ' No Limit
¥ SErver Sckivity » There are 4 additonzl log Flels) that were last modfed eardier than the selected limi,

¥ Table Cache Wi ing flles were Found|

Configuration
Yiews | Stariup v

b Database
b Mabwork and 1PC
b Sacurity

b Logoing

After you have completed the installation, the browser is redirected to the Management Console page for the
newly registered Deployment Server. This server also appears as a Managed Instance in the corresponding
Managed Home .

For each registered Managed Instance , the Management Console displays appropriate information at the top
of the web page:

o General
- Status
Valid values are:

Running
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This status only indicates that Server Manager is able to communicate with the Management
Agent on the Deployment Server machine.

Stopped

This status only indicates that Server Manager is not able to communicate with the Management
Agent on the Deployment Server machine.

For information on log files, refer to the chapter entitled Available Log Files.

Change Component for the Deployment Server (Release
9.2.3)

This section discusses the changes in Server Manager to apply the Tools release including how to uplift the Deployment
Server to 64-bit.

Setting Up the Password

Use the following procedure to set up the password for the Deployment server and the Enterprise server component
change.

1. On the Server Manager Management Console, select the Server Manager Users in the CONFIGURE section of
the tab on the left.

2. Inthe Server Manager User Authentication section, verify that the Primary Security Server is the Enterprise

Server that is being used for the Security Server. Also, verify that the Outgoing JDENET Port value is same as

the value in the jde.ini file.

Click the Save button.

Click the Management Dashboard link.

From the Select Instance drop-down menu, select the Home Management Console option.

In the Configuration section of the tab on the left, click JDBJ Database Configuration.

Enter the required values in the JDBJ Bootstrap Datasource field in this window.

NOoOuUubhW

Click the information icon next to the text box for more information about the jde.ini section that contains this
information. Do not use jde.ini file of the Deployment Server. Navigate to the OneWorld Client Instal\misc path,
and then use the jde.ini file located in this path for the information.

Note: Do not enter any values in the JDBJ Connection Pools section. The values in the JDBC Drivers section
are auto-populated.

8. Inthe Oracle Database Settings section, make sure that the path in the Location filed points to the location
of the console. For example, /slot/ems6282/oracle/Middleware/jde_home_1/SCFMC/targets/home/config/
tnsnames.ora

9. In the File Content field for the Oracle Database, add the content in the TNSNAMES.ora file of your Database.
You can leave the field blank when connecting to a Microsoft SQL or an AS400 Database.

Example 1:

Navigate to the path C:\Oracle\E1Loca\NETWORK\ADMIN, and then copy the section for the database that
you are using for EnterpriseOne and paste it in the File Content field.
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Managed Instance
Example 2:

Copy and paste the following section for the database that you are using for EnterpriseOne:

ems6282 = (DESCRIPTION = (ADDRESS_LIST = (ADDRESS = (PROTOCOL = TCP) (HOST = den60212jems) (PORT =

1603)) ) (CONNECT_DATA = (SID = ems6282) (SERVER = DEDICATED) ) ) ORACLR_CONNECTION_DATA = (DESCRIPTION
= (ADDRESS_LIST = (ADDRESS = (PROTOCOL = IPC) (KEY = EXTPROC1521)) ) (CONNECT_DATA = (SID = CLRExtProc)
(PRESENTATION = RO) ) )

Click the Save button.

Log off, and then log in again to Server Manager.

Changing the Component for the Deployment Server

To change the Deployment Server Component:

1.

Sign in to the Server Manager console, and access the Deployment Server.

Note: (Tools Releases Prior to 9.2.9) The EnterpriseOne installers provided with Tools Release 9.2.3.3 are
not compatible with those from the previous Tools releases. Because of these incompatibilities, the 9.2.3.3
installers must be placed into empty directories when the Deployment Server Component is updated by

the Server Manager. To accomplish this requirement, update the Server Manager Agent to 9.2.3.3 or later
before updating EnterpriseOne to Tools Release 9.2.3.3 or later. A change has been implemented in the
Server Manager Agent that will place the EnterpriseOne installers into empty directories (install and stage
directories), and then copy the relevant information from the old Development Client installer's oraparam.ini
file into the new file. If the following directories under the <E1_dep_svr_install_dir>\OneWorld Client Install
directory exist, they are updated by the Server Manager Agent.

o install
o stage
o ThirdParty\WLSH4A\install
o ThirdParty\WLSH4A\stage
o ThirdParty\WASH4A\install
o ThirdParty\WASH4A\stage

Note: (Tools Releases Prior to 9.2.9) Make sure to use Release 9.2.3.3 or later oraparam. ini files (for
Development Client, WLSH4A, and WASH4A installers) and the H4A installers' response files (for example,

WLSHA4A _install.rsp and WASH4A _install.rsp) during the installation.
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2. C(lick the Change button.

You will see the following three new options at the bottom of the Change Tools Release window.

1. No multi-foundation, component change only

Selecting this option replaces the system and OneWorld Client Install directory without creating a backup of the
current system and the OneWorld Client Install directory.

This option:

o

o

o

Replaces the system and the OneWorld Client Install with the new component.
Copies the jdbj.ini, jas.ini, tnsnames.ora, and jdelog.properties from the old location to the new location.
Copies the JRE into the system directory either from the current system\jre if it is the same bitness or

from the path entered by the user.

Sets the Packagelnfs and CurrentReleaseMasterPath entries in the oraparams.ini from the path in the
current oraparams.ini.

Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.

Copies the OneWorld Client Install\misc directory from the previous OneWorld Client Install.

Copies the jdbc directory to the OneWorld Client Install\ThirdParty\WebDevFeature directory from the
previous OneWorld client install.

Resets the Desktop and Program File JDEdwards path.
Resets any environment variable changes in the registry.

Compresses the system into the systemcomp directory.

2. Component change and backup current system for multi-foundation

Selecting this option backs up the current system, systemcomp, and OneWorld Client Install into a version
directory, and replaces these directories with the new component.

This option:

o

Backs up the current system, systemcomp, and OneWorld Client Install directory into a version directory
called 'foundation_<version>_<X86 or X64>'". For example, foundation_9.2.2.2_X86.

Replaces the system and OneWorld Client Install with the new component.
Copies the jdbj.ini, jas.ini, thsnames.ora, and jdelog.properties from the old location to the new location.

Copies the JRE into the system directory either from the current system\jre if it is the same bitness or
from the path entered by the user.

Sets the Packagelnfs and CurrentReleaseMasterPath entries in the oraparams.ini from the path in the
current oraparams.ini.

Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.

Copies the OneWorld Client Install\misc directory from the previous OneWorld Client Install.
Resets the desktop and Program File JD Edwards path.

Resets any Environment variable changes in the registry.

Compresses the system into the systemcomp directory.

Changes all the <package name> .inf files that point to the default system to the version directory.
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o Updates any package .inf files that points to the default system to point to the version directory.

o Populates the F9883 table with a new Foundation item with the path pointing to the version directory.
o Updates the package record in the F9631 table to have a Foundation item if any package .inf files were
changed.

3. Component download for multi-foundation only

Selecting this option downloads the new component into a version directory.

This option:

o Creates a directory called 'foundation_<version>_<X86 or X64>'. For example, foundation_9.2.2.3_X86.
o Downloads the component into the version directory.

o Copies the jre into the system directory either from the current system\jre if it is the same bit or from the
path entered by the user.

o Sets the Packagelnfs and CurrentReleaseMasterPath entries in the oraparams.ini from the path in the
current oraparams.ini.

o Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.

o Copies the OneWorld Client Install\misc directory from the current OneWorld Client Install.
o Compresses the version directory system into the systemcomp directory.
o Populates the F9883 table with a new Foundation item with the path pointing to the version directory.

EnterpriseOne Deployment Server: den00lko_deployment

General Instance Properties
Version Install Location [§
9.2.3.0 C:\IDEdwards\E920_1
Instance Name  [§
den00lko_deployment

Status
Running | _Stop |
Software Component Version

EnterpriseOne Deployment Server 9.2.3.0 X86 02-10-2018_01_05 | Change... -
Change Tools Release |ﬂ
=| Available Log Files ©.

ct the software component that you wish to use,
hin O 1 Hour © 24 Hours O 48 Hours O 1 week O no Limit

nal log file(s) that were last modified earbier than the selected limit.

Software Component

") EnterpriseOne Deployment Serv

Delete

EnterprisaOne Deployment Sarver 9 86 12- 17_09_5% odified = [i
) EnterprisaOs loyment Server 9. , 2018 1:38:44 PM

™)  EnterpriseOne Deployment Server 9.2, 1.6 11-10-2017_01_47 , 2018 1:38:44PM

iication may not successfully delete o Change Component | | Cancel

Ko multi-foundation, component change only
® Component change and backup current system for multi-foundation

Component download for multi-founda tion only
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3. To download a 64-bit component, select the option Component download for multi-foundation Only, and then

click the Change Component button.

EnterpriseOne Deployment Server: den00lko_deployment

General

Version
9.2.3.0

5
Running | Stop
Software Component Version

Statu

EnterpriseOne Deployment Server 9.2.3.0 XB6 03-09-2018_06_15 [ Change... |

= Availoble Log Fks (.

Display Logs Modfied Within © 1 Hour © 24 Hours O 48 Hours O 1 Week ) No Limit
« There are 153 additional log file(s) that were last modified earber than the selected lmit.

NoJog fes were found.

4. On the following message, click the OK button.

A deployment server component that is 64-bit can enly be downloaded as multi-foundation. The component will automatically install in a version directory as mufti-foundation.

Click OK to continue the component change or Cancel to exit.

QOO0 O0®O0000

Instance Properties
Install Location (@)

C\DEdwards\ES20_1

Instance Name (i)

den00ko_deployment

Tools Release

Select the software companent that you wish to use.

Software Component

EnterpriseOne Deployment Server 9.2.3.0 X85 01-25-2015_06_31
EnterpriseOne Deployment Server 9.2.2.2 12-22-2017_01_%0
EnterpriseCne Deployment Server 9.2.3.0 %86 02-23-2018_05_28
EnterpriseOne Deployment Server 9.2.3.0 X86 12-18-2017_09_59
EnterpriseOne Deployment Server 9.2.3.0 64 02-23-2018_04_28
EnterpriseOne Deployment Server 9.2.3.0 X86 02-10-2018_01_05
EnterpriseOne Deployment Server 9.2.3.0 X85 03-02-2018_04_52
EntarpriseOne Deployment Server 9_2.3.0 X86 02-02-2016_11_43
EnterpriseOne Deployment Server 9.2.1.6 11-10-2017_01_47

Change Component | | Cancel |

' Mo multi-foundation, companent change only
) Component change and backup current system for multi-foundation
(® Component download for multi-foundation onby

[ok ] [Gamer |
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5. Onthelogin window, enter the Username and Password for the SYSTEM Datasource tables such as F00942,
and then click the Login button.

EnterpriseOne Deployment Server: den00Inc_dep

General Instance Properties
Version Install Location (i)
9.2.3.0 Z:\)DEdwards\E920 1

Status Instance Name (i)
Running | Stop l 0 IE ﬁl
Software Component Version

Er.lterpﬂsecne Deployment Sen, Specify the credentials necessary to connect to the EnterpriseOne SYSTEM data source. The credentials supplied here are database
] credentials, not EnterpriseOne user credentials.

Database Username |

Database Password
Display Logs Madified Within © 1 Hour ® Login | Cancel
¥ There are 36 additional log file(s) that

Select [Log File]: Delete
Salact All | Salact Mona

| Note: This is not the login for EntepriseOne or Server Manager.

6. On the 64-bit JRE path, specify the path to the 64-bit JRE home directory, and then click the OK button to
download the 64-bit component to a 64-bit version directory.

EnterpriseOne Deployment Server: den00Inc_dep

General Instance Properties
Version Install Location (i)
9.2.3.0 Z:\)JDEdwards\E920_1
Status Instance Name (i)
Running | stop | den0oinc_dep

Software Component Version
EnterpriseOne Deployment Server 9.2.3.0 X86 07-19-2018_07_33 _ Change... ]

0 | G4-BItJRE Path (sl

The salected component will change the Deployment Server Foundation from 32-bit to 64-bit. However, the JRE is not detected as
the 64-bit version. The JRE path should end in the jre directory. Example: ‘jre' or 'jre1.8.0_161".
-
Display Logs Modified Within © 1 Hour ® 24 Hours O ¢ 64-BItJRE Location
¥ There are 36 additional log file(s) that were last modil
If the JRE is not in the correct bitness, EnterpriseOne will not be able to run correctly.
Select [Log File]: Delete
Select All | Select None Refer to MOS Documentation for further information.
Filename ® Click OK to continue or Cancel to exit.
0O c\logsidedebug 4468 080618.log | OK | | Cancel |
0O c\ogs\idedebug 2468 080618.log
0 c\logs\idedebug 3528 080618 log T e
0 cllogs\idedebug 4936 080618.log 125,408 Aug 6, 2018 2:44:51 PM
0 c\logshjdedebug 4872 080618 log 122,136 Aug 6, 2018 1:41:03 PM
[  c\logsjdedebug 4856 080618.log 122,136 Aug 6, 2018 11:16:29 AM
[0 c\logs\idedebug 4900 080618.log 122,147 Aug 6, 2018 10:49:04 AM
O c\logs\idedebug 4512 080618.Jog 122,147 Aug 6, 2018 10:28:15 AM
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7. Verify the following to make sure that the component was downloaded successfully to a version directory such
as 'foundation_9.2.3.0_X64'. The version directory will have a:
o New system directory.
o New systemcomp directory.

o OneWorld client Install directory.

Change Component for the Deployment Server (Release
9.2.4)

This section discusses the changes in Server Manager to apply the Tools Release 9.2.4 including how to uplift the
Deployment Server to 64-bit.

Setting Up the Password

Use the following procedure to set up the password for the Deployment Server and the Enterprise Server component
change.

1. On the Server Manager Management Console, select the Server Manager Users in the CONFIGURE section of
the tab on the left.

2. Inthe Server Manager User Authentication section, verify that the Primary Security Server is the Enterprise

Server that is being used for the Security Server. Also, verify that the Outgoing JDENET Port value is same as

the value in the jde.ini file.

Click the Save button.

Click the Management Dashboard link.

From the Select Instance drop-down menu, select the Home Management Console option.

In the Configuration section of the tab on the left, click JDBJ Database Configuration.

Enter the required values in the JDBJ Bootstrap Datasource field in this window.

Click the information icon next to the text box for more information about the jde.ini section.

NO U AW

Note: Do not enter values in the JDBJ Connection Pools section. The values in the JDBC Drivers section are
auto-populated.

8. Inthe Oracle Database Settings section, make sure that the path in the Location field points to the location
of the console. For example, /slot/ems6282/oracle/Middleware/jde_home_1/SCFMC/targets/home/config/
tnsnames.ora

9. In the File Content field for the Oracle Database, add the content in the TNSNAMES.ora file of your database.
You can leave the field blank when connecting to a Microsoft SQL or an AS400 Database.

Example 1:

C:\Oracle\E1Loca\NETWORK\ADMIN, and copy the section for the database that you are using for
EnterpriseOne.

Example 2:

ems6282 = (DESCRIPTION
1603)) ) (CONNECT_ DATA

(ADDRESS_LIST = (ADDRESS = (PROTOCOL = TCP) (HOST = den60212jems) (PORT =
(SID = ems6282) (SERVER = DEDICATED) ) )
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ORACLR_CONNECTION DATA =
(DESCRIPTION =

(ADDRESS_LIST =

(ADDRESS = (PROTOCOL = IPC) (KEY = EXTPROC1521))
)

(CONNECT DATA =

(SID = CLRExtProc)

(PRESENTATION = RO)

)

)
10. Click the Save button.
11. Log off, and then log in again to Server Manager.

Changing the Component for the Deployment Server

Starting with Tools Release 9.2.4.0 the Deployment Server will allow 64-bit as the default system. If you apply 64-bit as
the default system, you must upgrade the Deployment Server to 64-bit.

When you change the component for the Deployment Server you are presented with three options. When selecting
the first two; No multi-foundation, component change only or Component change and backup current system for
Multi-foundation, you can have 9.2.4.x 64-bit be installed as the default system. If you select a 64-bit component prior
to 9.2.4.0, it will install the Deployment Server as multi-foundation. You can select 9.2.4.0 32-bit or 64-bit as default
system. If you select 9.2.3.x 64-bit, it will install as multi-foundation regardless of the option selected.

To change the Deployment Server Component:

1. Access the Deployment Server Instance in the Server Manager Console.
2. Click the Change button.
You will see the following three new options at the bottom of the Change Tools Release window.

No multi-foundation, component change only
Selecting this option replaces the system and OneWorld Client Install folder without creating a backup of the
current system and the OneWorld Client Install folder.
This option:
o Replaces the system and the OneWorld Client Install with the new component.
o Deletes the Oneworld Client Install\thirdparty\OEE and the Oneworld Client Install\thirdparty\SSE

folders.
o Copies the jdbj.ini, jas.ini, tnsnames.ora, and jdelog.properties from the old location to the new location.

o Copies the JRE into the system folder either from the current system\jre if it is the same bitness or from
the path you entered.

185
ORACLE



JD Edwards EnterpriseOne Tools Chapter 15
Server Manager Guide Register a JD Edwards Deployment Server as a New

Managed Instance

Sets the Package.Infs, CurrentReleaseMasterPath, SourceTnsnamePath, DataByPathCode, and
ConfigToolTimeoutMins entries in the oraparams.ini from the path in the current oraparams.ini.

Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.

Copies the OneWorld Client Install\misc directory from the previous OneWorld Client Install.
Resets the Desktop and Program File JDEdwards path.

Resets any environment variable changes in the registry.

Compresses the system into the systemcomp folder.

Copies in new CD Templates\ESU and ASU files.

Verifies the path in the jde.ini for InprocessJVMHome is valid.

Component change and backup current system for multi-foundation

Selecting this option backs up the current system, systemcomp, and OneWorld Client Install into a version
directory and replaces these directories with the new component.

This option:

o

Backs up the current system, systemcomp, and OneWorld Client Install directory into a version directory
called foundation_<version>_<X86 or X64, for example, foundation_9.2.2.2_X86.

Replaces the system and OneWorld Client Install with the new component.
Copies the jdbj.ini, jas.ini, thsnames.ora, and jdelog.properties from the old location to the new location.

Deletes the Oneworld Client Install\thirdparty\OEE and the Oneworld Client Install\thirdparty\SSE
folders.

Copies the JRE into the system folder either from the current system\jre if it is the same bitness or from
the path you entered.

Sets the Packagelnfs, CurrentReleaseMasterPath, SourceTnsnamePath, DataByPathCode, and
ConfigToolTimeoutMins entries in the oraparams.ini from the path in the current oraparams.ini.

Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.
Copies the OneWorld Client Install\misc directory from the previous OneWorld Client Install.

Resets the desktop and Program File JD Edwards path.

Resets any Environment variable changes in the registry.

Compresses the system into the systemcomp folder.

Copies in the new CD Templates\ESU and ASU files.

Verifies the path in the jde.ini for InprocessJVMHome is valid.

Changes the <package name> .inf files that point to the default system to the version directory.
Populates the F9883 table with a new Foundation item with the path pointing to the version directory.

Updates the package record in the F9631table to have a Foundation item if any package .inf files were
changed.

Component download for multi-foundation only

Downloads the new component into a version directory and updates the settings needed to install this system
with a package.
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This option:

o Creates a directory called foundation_<version>_<X86 or X64>, for example, foundation_9.2.2.3_X86.
o Downloads the component into the version directory.
o Copies the JRE into the system folder either from the current system\jre if it is the same bitness or from

the path you entered.

o Deletes the Oneworld Client Install\thirdparty\OEE and the Oneworld Client Install\thirdparty\SSE
folders.

o Sets the Packagelnfs and CurrentReleaseMasterPath entries in the oraparams.ini from the path in the
current oraparams.ini.

o Starting with Tools Release 9.2.9, copies the drivers located in E1 path\misc directory to the OneWorld
Client Install\Thirdparty\jdbc directory.

o Copies the OneWorld Client Install\misc directory from the previous OneWorld Client Install.
o Compresses the version directory system into the systemcomp folder.
o Populates the F9883 table with a new Foundation item with the path pointing to the version directory.

3. Select EnterpriseOne Deployment Server 9.2.4.0 x64 software component.
4. Select Component change and backup current system for multi-foundation and click the Change Component

button.
Change Tools Release X
Gelact the software component that you wish to use.
Software Component

{o; EnterpriseOne Deployment Server 9.2.4.0 X64 10-11-2019_10_07
EnterpriseOne Deployment Server 9.2.4.0 X86 09-16-2019_03_32

Change Component Cancel

") No multi-foundation, component change only
% Component change and backup current system for multi-foundation

Component download for multi-foundation only

5. On thelogin window, enter the username and password for the SYSTEM data source an click the Login button.

Note: This is not the login for EntepriseOne or Server Manager.
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6. On the 64-bit JRE path, specify the path to the 64-bit JRE home directory, and then click the OK button.

64-Bit JRE Path x)
The selected companent will change the Deployment Server Foundation from 32-bit to 64-bit. However, the JRE i not detected as
the 64-bit version. The JRE path should end in the jre directory. Example: ‘jre’" or jre 1.8.0_161'.

64-Bit JRE Location

If the JRE is not in the correct bitness, EnterpriseOne will not be able to run correctdy
Refer to MOS Documentation for further information.

Click Ok to continue or Cancel to exdt. s
0K Cancel

Note: The previous default 32-bit foundation will be backed up to a version directory.

7. Verify the following to ensure a successful component change:

o New system directory is: ..system\bin64
o New systemcomp directory.
o The OneWorld Client Install directory has been updated (files have today's date).

o A version directory exists, for example: foundation_9.2.3.4_X86 with the system, systemcomp, and
OneWorld Client install directory.

Change Component for the Deployment Server (Release
9.2.5)

This section discusses the changes in Server Manager to apply the Tools Release 9.2.5 including how to uplift the
Deployment Server to 64-bit.

Updating the Deployment Server jde.ini

To run web packages, a new service JD Edwards EnterpriseOne Client Network is available on the deployment server
that accepts messages from the enterprise server. A one-time setup is needed in jde.ini on the deployment server to run

this service.
1. Open an enterprise server’s jde.ini file and copy the User and Password values.
2. On the deployment server, edit C:\Windows\jde.ini.
3. Navigate to the Security section.
4. Paste the values of the User and Password fields that you copied from the enterprise server to the following
fields:
o User
o Password
5. If you want to use a security server, enter the security server key’s value. Leave the field blank if you do not

want to use the security server.
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6. Save the jde.inifile.

Starting the Deployment Server Service

Starting with Tools Release 9.2.5.0 Microsoft Windows service is used. This service is used by Server Manager to
perform various actions. This service was installed when you upgraded the deployment server component to Tools
Release 9.2.5.0 or later. You must start this service manually from within the Server Manager console the first time after
the upgrade. After the initial upgrade to Tools Release 9.2.5, the service will start automatically when the deployment
server component is upgraded or the machine is rebooted.

1. Login to Server Manager as the jde_admin user.

2. Onthe Managed Homes and Managed Instances page, under the Managed Instances column, locate the
EnterpriseOne deployment server and select the deployment server.

3. Near the top of the page, click the Start button.

Note: For Tools Releases prior to 9.2.5.0, clicking the Start and Stop buttons has no effect.

189
ORACLE



JD Edwards EnterpriseOne Tools Chapter 15
Server Manager Guide Register a JD Edwards Deployment Server as a New
Managed Instance

190
ORACLE



JD Edwards EnterpriseOne Tools Chapter 16
Server Manager Guide Register or Create a JD Edwards Enterprise Server as a New
Managed Instance

16 Register or Create a JD Edwards Enterprise
Server as a New Managed Instance

Visual Studio Requirements for Microsoft Windows-
based Enterprise Servers

Server Manager detects the supported and installed versions of Visual Studio for Microsoft Windows-based Enterprise
Server.

CAUTION: Not all JD Edwards EnterpriseOne Applications and Tools releases support various Visual Studio versions.
Refer to the JD Edwards EnterpriseOne Certifications (MTRs) and Package Management Guide for support levels.

The JD Edwards EnterpriseOne Administrator can navigate to the Compiler Selection screen by navigating to the
Enterprise Server Instance and clicking the Package Builds link.

As shown below, the supported and detected versions of Visual Studio on Microsoft Windows-based JD Edwards
EnterpriseOne Enterprise Server. The Administrator can select the appropriate version of Visual Studio and click the
Apply button. As a result, Server Manager updates the entries in the [spE_ce] section and [BsFn BuiLD] section of the
jde.ini file.
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Enterprise0One supports multiple releases of the Visual Studic product from Microsoft used to compile business functions during the package build process. Changing the
compiler version will modify some build related configuration paramsters to utilize the selected compiler. Mot all application releases support each compiler releass; verify

the ‘application release in use supports the desired compiler prior to changing.

b Table Cache Visual Studio Release (i) | 2017 i
¥ Health Chede Detected Visual Studio 6.0 Location  (7)
ilable Compiler Rel @ 2010,
-} Detected Visual Studio 2003 Location (i)
Uptime (i) Detected Visual Studio 2005 Location (i)
S s e Detected Visual Studio 2008 Location ()
Network Jobs (i) 3 5 i - : . :
3 Detected Visual Studio 2010 Location (i) c:\Program Files (x86)\Microsoft Visual Studio 10.0\VC

C:\Program Files (x86)\Microsoft Visual Studio 12.00VC

Detected Visual Studio 2013 Location

13 Detected Visual Studio 2017 Location (i)
& C:\Program Files (x86)\Microsoft Visual Studio\2017\Professional
Zombie Processes (i) :
0 Apply
. \. A
Security Kernel Users (i) '_-
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Prerequisites and Recommended Registration or
Creation Sequence for an Enterprise Server as New
Managed Instance

The following steps represent the prerequisites and recommended sequence for creating an Enterprise Server as
a new Managed Instance :

1. Prerequisite: Management Agent is installed on target machine.
Refer to Getting Started.
2. Prerequisite: The Enterprise Server Software Component is uploaded to the Management Console.
Refer to Upload Software Components.
3. Prerequisite: The Enterprise Server Software Component is distributed to the target Managed Home.
Refer to Distribute Software Components to Managed Homes.
Prerequisite and recommendation for registering an Enterprise Server as a new Managed Instance :

Prerequisite: Management Agent is installed on target machine.

Refer to Installing the Server Manager Management Console and Agent.

Register an Existing Enterprise Server as a New Managed
Instance

The only Managed Instance that can be registered after being installed by a method other than Server Manager is a
JD Edwards EnterpriseOne Enterprise Server. The Enterprise Server may have been installed using the Platform Pack
installer or manually created outside of Server Manager . Regardless of the method of creation any Enterprise Server
running Tools Release 8.91 (and later) may be registered with Server Manager in preparation for upgrading to 8.97 (and
later). Management of Tools Releases 8.96 outside the immediate upgrade steps is not supported.

Only JD Edwards EnterpriseOne Enterprise Servers that are registered with the Management Console can be managed
by the Management Console . The Enterprise Server may have been installed using the Platform Pack installer or
manually created outside of Server Manager . Regardless of the method of creation, any Enterprise Server running
Tools Release 8.97 (and later), including multi-foundation Enterprise Servers, is fully supported.

Note: Registration of an Enterprise Server requires that a Management Agent first be installed on Enterprise Server.
Refer to Installing the Server Manager Management Console and Agent.

Registration of Tools Release prior to 8.97 is only intended to facilitate an upgrade to Tools Release 8.97 (and later). Once
you have upgraded to Tools Release 897 and later you cannot use Server Manager to revert to a release prior to the
base release of Tools Release 8.97. If you want to run simultaneous releases of 8.97 (and later) and releases prior to 8.97,
you should use Multiple Foundations, which is described in the JD Edwards EnterpriseOne Tools Release 9.2 Reference
Guide.
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UNIX Installation Note

On UNIX-based platforms, you must install and run the Management Agent as the same operating system user as the
JD Edwards EnterpriseOne Enterprise Server.

To register an existing Enterprise Server instance:

1. Select the Managed Home with which you wish to register the Enterprise Server.

=] Managed Instances fu_?:,

Shown below are all the managed instances owned by the managed home, Use caution when removing instances, Depending on the instance type
this may invalve uninstalling andfor deleting the EnterpriseCne server installation,

Select [Managed Instance]: Remove Instance

Select All | Seleck Mone

State L1

Instance Mame | 6] Managed Instance Type ;
|:| DEMLCMLEZ EnterpriseServer EnterpriseCne Enterprise Server iy Running
[] ocm Cracle Configuration Manager £ Stopped

( Create Hew Managed Instance n
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2. C(lick the Create a New Managed Instance button to create the Managed Instance within the Managed Home .

Create/Register A Managed Instance

Select the type of managed tanget you wish to craate/regster. This & the first of a four step process:

1. Select the Targel Type

Choose the type of managed target you wish to create.

Enter Instance Properties

The natance properties are the reguired nforrmation usad to create or regeter the managed target.
Confirm ation Items

Some configuration Rerms cannot be configured automatically or require valdation of the defaulk values.
Tastallation

This i the final step where the actusl installation or regstration of the managed target ocours.,

I - <

Instance Type Instance l‘:‘rq

- il A

Register a Deployment Server Instance
Register an Existing Deployment Server (O
Regkster or Create an Enterprise Server Instance
Install New Enterprise Server ()
Register an Existing Enterprise Server ()
Register an Oracle Database Server
Regster an Existing Oracle Database

Registor an Existing Oracle Database and Install JDE Schema (O

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

Register an Existing Enterprise Server
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4. Click Continue.

Create/Register A Managed Instance

Shown below are all the instance properties that are required ko create/reqister a new instance of the selected tyvpe. Complete the required Figlds and select
'"Conkinue' ko proceed to the next step, The instance name must be unique within this management domain and may only conkain the charackers [a-z4-7_0-9].

O @ © O
Instance Type Instance Properties Confirmation Finish

Server Group | default [1]

Instance Name |DENLCMLX'| _EntServer |

Install Location | full2fjdedwards/e300/ddp |

Cancel | | Continue
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group

Use the dropdown to select the Server Group to which you want this instance to belong.
o Instance Name

Enter the name in the Instance Name field.
o Install Location

Enter a valid install location for the existing Enterprise Server. For example:

UNIX:

/u02/jdedwards/e920

Windows:

c:\jdedwards\e920

For both Windows and UNIX, you must specify the Install Location as the full path.
IBMi:

€900SYS

IBM i Enterprise Servers. These systems do not require a full path. Instead, you should only enter the
library name that corresponds to the IFS directory in which JD Edwards EnterpriseOne is installed.
Ensure that there are no slash characters in the Install Location.

For example, E920SYS , E920SYS_1, E920SYS_2.

Based on this Install Path, the requested path code libraries and IFS directories are created accordingly by
appending the addendum at the end of the pathcodes. For example,

E920SYS will create the requested path codes in this format: DV920 , PY920, PS920, PD920.
E920SYS_1 will create the requested path codes in this format: DV920_1, PY920_1, PS920_1, PD920_1
E920SYS_A will create the requested path codes in this format: DV920_A , PY920_A, PS920_A, PD920_A
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6. Click Continue.

Create/Register A Managed Instance

Shown below are the configuration ikems that must be manually confirmed. Please validate or update, as appropriake, the configuration items. Once complete
select "Continue' ko the installationregistration step.

LA L . 4
Instance Tvpe Instance Properties Confirmation Finish
Start IPC Key Yalue [i) |90000
Default User (i) [JDE
Default Pwd i) [JDE
Default Role (@) |*ALL
Default Environment (&) |PD812
Default PathCode (G (PD812

Base Datasource

(@) |denlcmix2 - 812 Server Map
Object Dwner  [§) | SYMB12

server [i) |denlcmlx2

7. On Create/Register a Managed Instance, Confirmation, review the key configuration items, where the web page
displays a variety of fields depending on the database and environments of your installation

You can further configure any item as required.

Note: If the server was installed using the Platform Pack installer, typically you are not required to perform
further configuration. Server Manager reads these values from the existing Enterprise Server installation;
they are valid if the Enterprise Server was functioning properly at the time of registration.
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8. C(lick Continue.

Create/Register A Managed Instance

Please wait while the managed instance is created registered. Once compleke wou will be redirected ko the management page for the newly created instance.

O O O @
Instance Type Instance Properties Confirmation Finish

| Cancel |ﬂ Create Instance [I
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the registration of
the Enterprise Server.

ORACLE D Edwards EnterpriseOne Server Manager Search using G00gle | (3) pocumentation and Support Sgn out
Select Instance... -

EnterpriseOne Enterprise Server: ent103

General Instance Properties

Verson Instal Locaton (i
9.2.0.5 [u02/ydepp/ent103

Status Instance Name  [§
Stopped | Stan

ent103
Software Component Verson

CalObject Kernel Memory Limt (i
Unknown
Runbatch Memory Lmt  [§

EnterpriseOne Enterprse Server 9.2.0.5 06-08-2016_03_08 | Change...
E1 Appication Component Verson

Uninw
EnterpriseCne Appication_9.2.1.0_06-23-2016_18_51 | Change... 2 cons. -
= Calculate Memory Limits
Path Codes

DV920

1 Hour ‘9 24 Hours " 48 Hours ' 1 Week " Ho Limit
Runbime information is avadable anly when the instance is

Hio log files were fou
running.

After you have completed the installation, the browser is redirected to the Management Console page for the

newly registered Enterprise Server. This server also appears as a Managed Instance in the corresponding
Managed Home .

You must re-link the Business Functions after you install the 9.2 or later Tools Release to an IBM i-based

Enterprise Server using the Server Manager. For instructions, refer to the chapter entitled: Re-Linking Business
Functions in the JD Edwards EnterpriseOne Tools Release 9.2 Reference Guide.
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For each registered Managed Instance , the Management Console displays appropriate information at the top
of the web page:

o General
- Software Component Version

Displays the version of this software component.
- Status

Valid values are:

Running

When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.
- E1Application Component Version (Release 9.2.1)

Displays the EnterpriseOne application component version.
- Path Codes (Release 9.21)

Displays the path codes.
o Instance Properties

Install Location
Displays the full path for the install location of the selected Managed Instance .
Instance Name

Displays a clickable link for the name of the selected Managed Instance .
For information on log files, refer to the chapter entitled Available Log Files.

Create (Install) an Enterprise Server as a New Managed
Instance

You can use Server Manager to install new Enterprise Servers. These Enterprise Servers only contain a system
(foundation) and a path-code. There is no package delivered. These Enterprise Servers are not fully functional until the
user adds a plan in EnterpriseOne. Refer to the Additional Task at the end of the screen prints. Additionally, at least one
Enterprise Server in your installation must be installed outside of Server Manager using the Platform Pack installer
which includes the platform and database dependent application data and path codes.

To create an Enterprise Server as a new Managed Instance using Server Manager , you must obtain the appropriate
Enterprise Server software components either directly from the Management Console or from the Update Center.
There are two software components needed. The foundation(system) par file and the application .par file from a
Package Build. The Managed Software Components must be uploaded to the Management Console and distributed
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to the Management Agent to which you wish to install the new Enterprise Server. For additional information, refer to
Managed Software Components.

For more information on the application .par file needed from a package build, see "How the System Builds a Full Server
and Client Package" in the JD Edwards EnterpriseOne Tools Package Management Guide .

To create an Enterprise Server as a new Managed Instance :

1. Select the Managed Home with which you wish to create the Enterprise Server as a new Managed Instance .

|=] Managed Instances @_7;,

Shown below are all the managed instances owned by the managed home, Use caution when removing instances, Depending on the instance type
this may invalve uninstalling andfor deleting the EnterpriseCne server installation,

Select [Managed Instance]: Remove Instance

Select All | Seleck Mone

Instance Name | (i) Managed Instance Type (i) State (i)
[] DEMLCMLEZ EnterpriseServer EnterpriseCine Enterprise Server aly RuAning
[] o Oracle Configuration Manager Sl Stopped

[ Create Hew Managed Instance n
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2. C(lick the Create a New Managed Instance button to create the Managed Instance in the Managed Home .

Create/Register A Managed Instance

Select the type of ranaged target you wiah to create/regster. This & the first of a four step process:

1. Select the Target Type
Choose the type of managed target you wish to create.
Z. Enter Instance Properties
The instance properties are the required information used to create or regster the moanaged target.
3. Confirm Confliguration Items
Some configuration Rerme cannot be configured mutomatically or require valdastion of the default values.
4. Instalation
This s tha final step where the actusl instalation or regstration of the managed target OCours.

I

>— -
instance Type Inst

Register a Deployment Server Instance

Register an Existing Deployment Server ()

Register or Create an Enterprise Se

Register an Existing Enterprise Server ()
Register an Oracie Database Server
Hegster an Existing Oracle Database (O

Register an Existing Oracle Database and Install JDE Schema ()

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

Install New Enterprise Server
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4. Click Continue.

Create/Register A Managed Instance

Shown beiow are all the instance properties that are required to
characters are not permitted.

a new of the type. C the:
Instance Type
Server Group Iul'ui ~
Instance Nome |

Install Location

Foundation Component |EnterprseOne Enterprise Server 9.2.0.5 06-08-2016_03_06( v |

Application Component [EnterpriseOne Applcation 9.2.0.5 05-20-2016_01_07 v |

h

) DVF

[ PS Pathcode

[ PY Pathcode

() PO Pathcade

Finish

d fieids and select ‘Continue’ to proceed to the next step. The instance name must be unic

ORACLE
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group

Use the dropdown to select the Server Group to which you want this instance to belong.
o Instance Name

Enter the name for the instance.
o (Release 9.2.7.0) Install Location

Enter a valid install location for the existing Enterprise Server.

For both Windows and UNIX, you must specify the Install Location as the full path.
IBMi:

E920SYS

IBMi Enterprise Servers. These systems do not require a full path. Instead, you should only enter the
library name that corresponds to the IFS directory in which JD Edwards EnterpriseOne is installed. Ensure
that there are no slash characters in the Install Location.

For example, E920SYS , E920SYS_1, E920SYS_2.

Based on this Install Path, the requested path code libraries and IFS directories are created accordingly by
appending the addendum at the end of the pathcodes.

For example,

- E920SYS will create the requested path codes in this format: DV920 , PY920, PS920, PD920.

- Addendum ‘_T creates E920SYS_1 with the requested path codes in this format: DV920_1, PY920_1,
PS920_1, PD920_1.

- Addendum ‘_A’ creates E920SYS_A with the requested path codes in this format: DV920_A,
PY920_A, PS920_A, PD920_A.

o Foundation Component

Select the required foundation component from the drop-down menu.
o Application Component

Select the required application component from the drop down menu that was created by package build.

Use the drop-down menus to select the foundation and application components from the list of
Enterprise Server components distributed to this Management Agent .

o Path Code

Pathcode built in the component will be automatically selected unless this is a PS package then all
pathcodes are available to be selected. This is used for One-Click provisioning.
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6. Click Continue.

Validate or update the configuration items. Use the help which directs you to the setting in the ini file.

Management Dashboard >

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue' to the
installation/registration step.

[ € G O
Instance Type Instance Properties Confirmation Finish

Database
Database Type (i) | Oracle Database v
Database User (i) |JDE
Database Password (i) [JDE
Default Role (i) |®ALL
Default Environment (i) |DV920

Default Pathcode (1) [DV920

Datasource Name (3}
_ Datasource Hame |
Object Owner (3)

Database S¢ N. @
= seserverfame [0 INI Filename

Database Name (3 c:\JDENINSTANCE2\system\bin64 \JDE.INI
“ INI Section Name
Database Name 2 (i) DB SYSTEM SETTINGS
7 INIEntry

Database TCP/IP Port [3) Base Datasource

Default Journal (i) This specifies the name of the server map datasource
that is configured in this section.

Default Journal Library ()

Default Journal Receiver (5
Default Journal Receiver Library (&)

SQL Package Library (3)

Installation

ClientPath (@)

(Release 9.2.7.0) For IBMi, ensure that you fill out the Application Path Addendum under Installation
section. This will identify the Tools Release (example: 'E920SYS<addendum>') with the pathcode (example:
'DV920<addendum>, PY920<addendum>").

° ORACLE D Edwards Enterpriselne Server Manager ) Demetn o St S
Dekask Jourmal Lirary (]
Default howrnal Recever ||
Delasht Movrnal Receteer Library |
SO Package Library ]
Instalation

ChentPath §

Ubsrary Ut Mame [0 DV920

(mveroamest Name 1 IDV920

| Ropication Path Addendem (i) [_3 | I
0k VM

7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The web page
displays a variety of fields depending on the database and environments of your installation.

You can further configure any item as required.
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Create/Register A Managed Instance

Managed Instance

Please wait while the managed instance is created registered. Once compleke wou will be redirected ko the management page for the newly created instance.

L
Instance Type

=
Instance Properties

It o
Confirmation Finish

Cancel |( Create Instance [I

9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of

the Enterprise Server.

ORACLE" 1D Edwards EnterpriseOne Server Manager

Search using GOOGI® | ) o umertation and Suppornt Sgn out

Salect Instance... -
What do you want to do?

INSTALL
b M

CONFIGURE
b Server Mang

EnterpriseOne Enterprise Server: ent103

Gemoral
verson
9.2.05
Stastus
Scopped | Start
Software Component Verson

ErterprseOne Enterprse Server 0.2.0.5 06-08-2016_03_08 | Change..

E1 Applcation ( ¢ Verson

EnterprseOne Applcation_9.2.1.0_06-23-2016_18_51 | Change...
Path Codes

Instance Properties

Install Locaton i
02 jdepp/en103
Instance Name (i
ent103

CalObject Kemel Memory Lmt [
Urknown
Runbiatch Memory Lime (i
Uriknown
Calculate Memory Limits

Va0

| Avwaltalie Log Fes

Display Logs Modfied Within ' 1 Hour '@ 24 Hours |/ 48 Bours ' 1 Week ' No Limit
Runtime information is avaiable oy when the instance & Moo g s weve Fownd.

running.

After you have completed the installation, the browser is redirected to the Management Console page for the

newly registered Enterprise Server. This server also appears as a Managed Instance in the corresponding
Managed Home .

Beginning with Release 9.2.7.0, IBMi-based Enterprise servers do not need to re-link the business functions.
This is automatically done once the installation is complete.

Prior to Release 9.2.7.0 to an IBMi -based Enterprise Server, as in previous JD Edwards EnterpriseOne Tools
Releases, you must re-link the Business Functions.

For instructions, refer to the chapter entitled: Re-Linking Business Functions in the JD Edwards EnterpriseOne
JD Edwards EnterpriseOne Deployment Server Reference Guide Reference Guide.

Note: cilick here to view a recording of this feature.
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Additional Task (Release 9.2.7.0)

Before you start the component, perform these tasks:

1.

2.

If a site key is used, in Server manager on the Enterprise Server home page, enter the same passphrase and
click the Generate button or copy from an existing jde.ini the site key.
Add the Enterprise Server through Add a Server Plan.

On the Deployment Server, sign into EnterpriseOne JDEPLAN environment, and Add a Server Plan. For more
information, refer to the Applications Upgrade Guides.
If the server is a Microsoft Windows based Enterprise Server, ensure you set the Visual Studio compiler settings.
Refer to Visual Studio Requirements for Microsoft Windows-based Enterprise Servers.
If the server is UNIX based, then you should update these three settings on the enterprise server under /e920/
SharedScripts/enterpriseone.sh:

o ORACLE_USER_ACCT= <database user>

o ORACLE_HOME= < path to database>
o ORACLE_SID=< name of database >

If you are installing Multi-Foundation or Multi-Instance on the same machine, when creating the new instance
on the Configuration page for the ‘Service Name Listen’, Service Name Connect’ and the ‘Start IPC Key Value',
ensure they are unique values.

If the values are set at the same value as another instance, it can cause unpredictable issues. The ‘Start IPC Key
Value’ can be whatever you want as long as startIPCKeyValue + maxIPCResources does not collide with a range
on another EnterpriseOne instance on the machine.

Start the EnterpriseOne Enterprise Server Instance.

EnterpriseOne Enterprise Server: INSTANCEJ

5.2.6.3 03-03-2022_02_23:0V920 | Change...

Calculat Mamery Limits

For each registered Managed Instance , the Management Console displays appropriate information at the top of the
web page:

General
o Software Component Version

Displays the version of this software component.
o Status

Valid values are:

Running

When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.
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o E1Application Component Version (Release 9.2.1)

Displays the EnterpriseOne application component version.
o Path Codes (Release 9.2.1)

Displays the path codes.

- Instance Properties
o Install Location

Displays the full path for the install location of the selected Managed Instance .
o Instance Name

Displays a clickable link for the name of the selected Managed Instance .

For information on log files, refer to the chapter entitled: Available Log Files.

Configuring an IBM i Enterprise Server to an Existing
DB2 Database (Release 9.2.2.4)

After Installing an IBM i Enterprise Server as explained in Create (Install) an Enterprise Server as a New Managed
Instance, you must configure it to point to a Pre-Existing DB2 Database.

Make changes to the jde.ini file as shown in the following example to get the Enterprise Server up and running by
pointing it to an existing Database Server. These ini file changes may be different depending on the environment you
are using.

[DB SYSTEM SETTINGS]

Base Datasource=DENQAS?7 - 920 Server Map
Database=DENQAS7 - 920 Server Map
DatabaseName2=SVM920

Default Env=DV920

Default PathCode=DV920

Default Pwd=]DE

Default Role=*ALL

Default User=JDE

Server=DENQAS7

ServerPort=0

[JDENET]

serviceNameConnect=6099
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serviceNameListen=6099

[SECURITY]
DataSource=System - 920
SecurityServer=DENQAS1

[SVR]
ApplicationPathAddendum=_|
SpecPath=spec

[WORKFLOW]
WRIPassword=]DE

[SITE_KEYS]
CurrentKey=ADGkvS906gamyEF5Uwrgh7M54AX1mfNypjsLrksh4uikK4XG4bdgidkEkKqyOcXjwmYzCEfpsNnoglétosZaeO=

I Note: Configure the Spec.ini file to point to the Correct values.

Change Component for the Enterprise Server (Tools
Release 9.2 Update 3)

This section discusses the changes in Server Manager to apply the Tools release including how to uplift the Enterprise
Server to 64-bit.

Note: See the section 14.21, "Setting Up the Password" to set up the password for the Enterprise server component
change. Starting with Tools Release 9.2.6.0, the pathcode directory structure has changed to support the no lock

on kernels during the deploy of the package. When there is a change component going from a Tools release prior

to 9.2.6.0 to a Tools Release starting with 9.2.6.0, the directories under each pathcode for that Instance will change.
The dll/.so under the <pathcode>/bin64 will now be under a <pathcode>/bin64/<package name>. For IBMi, the
SVRPGM are under the package name library and not the pathcode library. The spec.ini is now under 2 locations, the
<pathcode>/spec and <pathcode>/spec/<packagename>. The <pathcode>/spec/spec.ini references the deployed
package. The <pathcode>/spec/<packagename>/spec.ini references the Central Objects Data source. The TAM files,
dddict, ddtext and glbltbl are now under <pathcode>/spec/<packagename>. If you go back to a Tools Release prior to
9.2.6.0, it will restructure the pathcode directory back to the original way.

To change the Enterprise Server Component:

1. Sign in to the Server Manager console, and access the Enterprise Server.
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2. C(lick the Change button.

EnterpriseOne Enterprise Server: ENTSERVER_ems6282

i) Myilable | 0 Fies

General

Version
9.2.3.0

Running | Stop

Software Component Verson
EnterprisaOne Enterprise Server 9.2.3.0 XB6 02-10-2016_06_19 | Change...

Path Codes
Health Check Status

|_Run Health Check |

- Resource Charts - Sum of All Instance Level EnterpriseOne Processes

Sum of EOne Processes (CPU - Pery

10

0.8

0.6

]

Instance Properties

Install Location (i)

fslot) ems6282 /appmgr/jdedwards/ddp/ed20
Instance Mame (i)

ENTSERVER_ems&282

CaliDbject Kernel Memaory Limit (3
Urikngwn

Change Tooks Release

Select the software component that you wish to use.

O
Q
O
(o]

®

Change Component Cancel

Software Component

EnterprisaOne Enterprise Server 9,2.3.0 X85 01-25-2018_11_21
EnterpriseCne Enterprise Server 9,2.2.0 04-17-2017_10_18
EnterpriseCne Enterprise Server 9,2, 1.6 11-10-2017_05_32
EnterpriseOne Enterprise Server 9.2.3.0 X86 02-02-2018_01_50 F (Mermory - MB)
EnterpriseCne Enterprise Server 9,2.3,0 X85 12-18-2017_04_02
EnterpriseOne Enterprise Server 9,2.2.0 09-26:2017_02_28
Entarprise0ne Entarprise Server 9,2.3.0 X64 02-15-2018_07_07

4,000

For IBM i starting with Tools Release 9.2.6.0, the component change links the business function at the end
of the change if you select the Link the business functions option during the component change. After the
change is complete, you must wait until the linking of the business functions are complete before starting the

EnterpriseOne services.

Change Tools Release

Select the software component that you wish to use,

Software Component

EnterpriseQne Enterprise Server 9, 2.5,4 X80 06-10-2021_03_09
EnterpriseOne Enterprise Server 9.2.6.0 X564 07-19-2021_05_33
EnterpriseOne Enterprise Server 9,2.6.0 X64 07-02-2021_04_15
EnterpriseOne Enterprise Server 9,2.5.4 X564 06-10-2021_04 05

EnterpriseCne Enterprise Server 9,2.6.0 X64 07-12-2021_04 01
EnterpriseCne Enterprise Server 9,2.6.0 X564 06-29-2021_10 48
EnterpriseOne Enterprise Server 9,2.6.0 Xe4 07-22-2021_07_49

O
G
CJ
O
O EnterpriseOne Enterprise Server 9.2.6.0 X564 06-21-2021_10_45
O
O
G
|

Change Component | | Cancel |

] 1BMi Only - Link business functions during component change
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3. Select the EnterpriseOne Enterprise Server 9.2.3.0_X64 option to change your component from 32-bit to 64-bit.

For IBM i, starting with Tools Release 9.2.6.0, an alert message is displayed to remind you to link the business
function at the end of the change if you did not select the Link the business functions option or to ensure that
the linking of the business function is complete before starting EnterpriseOne.

4. On thelogin window, enter the Username and Password for the Database Server, and then click the Login
button.

Note: Ensure that you have set the password correctly. For more information see Section 14.21, "Setting Up
the Password".

EnterpriseOne Enterprise Server: ENTSERVER_ems6282

) Available Loq Fies

General Instance Properties
Version Install Location (i)

9.2.3.0 [slotfems5282/appmgr/jdedwards/ddp/ed20
Status Instance Name [

Running | Step | ENTSERVER_ems£282

Software Component Version
CalObject Kemel Memory Limit (3

tl

EnterprisaOne Enterprisa Server 9.2.3.0 XB6 02-10-2018_06_19 | Change... Unknawn
Path Codes Database Login [
Health Check Status
Run Health Check | Spedify the credentials necessary to connect io the configured EntenpriseOne data source. The credentials supplied here are
database credentials, not EnterpriseQne user credentials.
Database Usermame
-] Resource Charts - Sum of Al ! Pro Database Password
| Login Cancel |
Sum of EOne Processes (CPU - Pert E (Memory - M

5. On the window that is displayed, as shown in the following image, click the OK button to change the Enterprise
Server Foundation from 32-bit to 64-bit.

P
The selected component will change the Enterprise Server Foundation from 32-bit to 64-bit.
WARNING: Verify the following tasks have been performed:

+ Supported 64-bit JOK installed

+ 64-bit Oracle Database Client installed and located in the PATH environment

variable before any other Oracle Database Client (where applicable)

+ All 64-bit Database Clients (SQL Server UDB, Client Access) installed (where applicable)

+ For Windows Server: 64-bitversions of the Visual Studio Runtime (2010, 2013, ...) installed
Build a full package for the desired path codes to be converted to 64-bit after the component change.
Refer to MOS Documentation for further information.

Click OK to continue the component change or Cancel to exit.

oK || Cancel
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6. On the window that is displayed, as shown in the following image, click the OK button.

I Note: This message is displayed only if your Enterprise Server requires an Oracle Client.

The selected component will change the Enterprise Server Foundation from 32-bitto 64-bil. However, the active Oracle Database Client version is not
detected as the 64-bit version.

WARNING: The 64-bit version of the Oracle Database Clientis not detected Possible causes are:
* The 64-bit Oracle Client is not installed
= The path to the 64-bit Oracle Database Client is not located BEFORE the path to the 32-bit Oracle Client in the Environment Variable PATH.

After the component change, verify these conditions are met EnterpriseOne will be unable to connedt to the E1Local database without the 64-bit version of the
Oracle Database Client

Refer to MOS Documentation for further information

Click OK 1o continue.
[] Prevent this page from creating additional dialogs

o]

7. On the 64-bit Database Client home directory window, enter the correct path, and then click the OK button.

Note: Make sure that the 64-bit Database Client install directory has permissions to allow the Server
Manager Agent to read and write contents into it's files. If you are on Unix, make sure that the system user
has the permission to start the SVM Agent process.

The salected component will change the Enterprise Sarver Foundation from 32-bit to 64-it. However, the Oradle chent home
directory in the enterpriseone.sh script is not detected as the &4-bit version.

Database Client wmc Directory |/u01/apploracle/product12.1.0/client_1

L OK| | Cancel|
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8. On the 64-bit JRE Path window, enter the correct path, and then click the Submit button.

64-bit JRE Home Directory

Invalid path to JVM library: Z:\JDEdwardsPPack\E920_2\jdelre\bin\client\jvm.dl|

The selected component will change the Enterprise Server Foundation from 32-bit to 64-bit. However, the JRE is not detected as the
G4-bit version.

Specify the full path to the 64-bit JRE home Location.

64-bit JRE location:

If the JRE is not in the correct bitness, EnterpriseOne will not be able to run correctly.
Refer to MOS5 Documentation for further information.

Click Submit to continue or Cancel to exit.

Submit | | Cancel |

9. (Release 9.2.7.0) If the new component is of version 9.2.7.0 or newer, the old version is older than 9.2.7.0, and the
Enterprise server is Windows with an Oracle database, you will see this popup to enter the path to the Oracle

Database.
: Verson Instal Location (i)
N 2.2.6.0 CADEdwards\e920
008 | Sratus § Instance Name (i)
(-] Stopped | Start | taa_925_win_ent_den0l:n]_4064
Software Component Version
Entemrse0ne Entemrse Server 9.2.6.0 X64 Calobject Kemel Memory Limt ()
Lsers ] Uninown
09-26-2021_04_04 | Chamge...| Runbatch Mamory Limét ()
F1Anndcation Crmnnnent Vesnn sl
ORACLE HOME )

Spedify the lozation of the ORACLE HOME drectory where the Database Chert is instaled on the Windows Enterprise Server,
{9, c:\eppdhent'product| 19, 0.0bent_1).

ORACLE HOME Location: [ client) product) 19.0.0\chent_1\ network)admin|

If the Oracle Home Location i not correct, EnterpriseOne wil not function cormectly.
Refer to Server Mansger Liser Guide for further information,

Chck O to: continue or Cancel to exit. e

[o%] [Cance ]
—
avalable
0.4 £00
0.0 ]
From S/6/22 8:25 PM Through From S/6/22 8:29 PM Through

10. With Release 9.2.7.0 and newer, a Database Driver is needed on the Enterprise Server. The change component
will check if the driver is already uploaded in the E920 misc folder on the Enterprise server. If there are no
drivers uploaded, you will see this alert message.

@ den60202jems.us.cracle.com:24566

Installing a database driver on the Enterprise Server is required. Please
upload and install the appropriste driver from the

Duatabase Drivers -> Driver Type -> Enterprise Servers Utilizing Driver

section,

After the install, navigate to the Database Driver -> Driver Type -> Enterprise Servers Utilizing Driver to
upload and install the necessary driver to the Enterprise Server. For any Enterprise Server component change,
you will see this message until you upload the drivers.
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11. Wait for the process to complete.

En seOne Enterprise Server: EntSvr

e £

Version 4 Processing, please wait. The current operation will continue even if the browser is dosed.
Software

Path Codes

Health Check Status

Cisplay Logs Modified Within ' 1 Hour '® 24 Hours ' 48 Hours '/ 1 Week -/ No Limit
W There are 94 additional kog file(s) that were last modifiad earker than the salacted limit.
No kog files were found.

12. Verify that the component change is successful on the EnterpriseOne Enterprise Server window.

EnterpriseOne Enterprise Server: EntSvr

Version Install Location [
Status — [101/jde920/520
] Instance Name (i)
re Component Version ENntSvr
EnterpriseOne Enterprise Server 9.2.2.0 X64 11-06-2017_05_15 | C& | o
Health Check Status
Run Health Check |

Display Logs Modified Within 1 Hour ® 24 Hours "’ 48 Hours /' 1 Week */ No Limit
W There are 94 addtional log file(s) that were last modifiad earker than the salected imit.
o kog fles were found.
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13. Verify that the values in the Installation, Package Builds, and JVM Location in the Miscellaneous section are
updated with the 64-bit information.

Note: To revert to a 32-bit component, access the Change Component window, and select a 32-bit
component that ends with _X86.

Note: Starting with Tools Release 9.2.8.2, your installed and custom fonts stored in the location <system
directory>/resource/truetype are retained by the system. In case of fonts that have duplicate names, the
system overrides the installed fonts with the fonts shipped with EnterpriseOne. The fonts that are no longer
supported by EnterpriseOne must be deleted manually.

Enabling TLS on the Enterprise Server (Release 9.2.7.3)

Starting with Tools Release 9.2.7.3, you can enable TLS for communication between Enterprise Servers and database
servers.

To enable communication between Enterprise servers and database servers using TLS, perform the following
configuration steps on the Enterprise Server instance in the Server Manager Console:

Navigate to Enterprise Server Instance > Configuration > Advanced > Database > Bootstrap Datasource. Enter the
secured port number in the Database TCP/IP Port field.

The Database TCP/IP Port field is not applicable to AS/400 database and is not displayed when AS/400 database is
selected.

moode (1) DWEEY

Dt Mame (1) PHOERIK1STES - 320 Sarver Map
Ot Owaer (1 SVMEN

same () PHOENIX131778

I PHOEHIX1317TH

I UBE Sapamal e
Une Jahan Daten -
e Cibun T Crwyies i Yea

v [0 I

Note: You must update the Database TCP/IP Port field for IBM UDB and Oracle Database. However, AS/400 and MS
SQL Server have default Database TCP/IP Port and updating the Database TCP/IP Port field is not required.
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Navigate to Enterprise Server Instance > Configuration > Advanced > Java Runtime Properties > JDBj Bootstrap
Datasource. Enter the secured port number in the Database TCP/IP Port field.

1 108 Bookstrap Datasource Betrn T Togy
oo OCM
Datshase Type (i) Orechs Catabase -
Syslens Dabasowrce Hase  [{) DENOZYIC - 920 Server Map
Database Hame ({1 DENOZYIC
Database Server Hamee (1) DENO2YIC
Database TCPJIP Port [0 1433
Dot Owner () SYMB20

Rever b Delaaity Apply

Navigate to Enterprise Server Instance > Configuration > Advanced > Java Runtime Properties > JDBj Runtime
Properties. Use the drop-down menu to select true for the Use TLS field.

'—| JDBj Runtime Properties
These settings correspond to system runtime properties applicable to JDBj logical connections.

UseTLS (i) [4rue v

Note: The Use TLS configuration is not applicable to Oracle Database.

Enabling TLS on the Deployment Server (Release 9.2.7.3)

Starting with Tools Release 9.2.7.3, you can enable TLS for communication between Deployment Server and database
servers.

To enable communication between Deployment Server and database servers using TLS, perform the following
configuration steps on the Deployment Server instance in the Server Manager Console.

To use secured database port in Database Configuration for Deployment Server, navigate to Deployment Server
Instance > Configuration > Advanced > Database > Bootstrap Datasource. Enter the secured port number in the
Database TCP/IP Port field.
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Database

Shown below are all the configuration items within the selected configuration category.

| Bootstrap Datasource
This section configures the primary bootstrap datasource used by the enterprise server. The enterprise server will connect to the database using this information to obtain the configuration tables including the OCM table (F986101)
and data source master (F98611).
Database Type (i) E
Database User (i) JDE
Default Role (i) [*ALL
Default Environment i) JDEPLAN
Default Pathcode i) |[PLANNER
Datasource Name (i) |Planner - 920
Database Server Name (i) [127.0.0.1
Database Name [i) EllLocal
Decimal Shift i) | Use Decimal Shift F
Julian Date i) | Use Julian Dates v
Use Object Owner (i) | No +
Database Name 2 (i) JDEPlan920
I Database TCP/IP Port (i) 1521
JDBMNETUse (i) | N $
UnicodeFlag (i) | Y $
SupportLOBs (i) | Y v
Database Connection Timeout (i) 300
Oracle DB Statement Cache Size (i) |20
Use Oracle DB Connection Pool (i) | 0 $
Oracle DB Connection Pool Max Connections (i) (10 %
Oracdle DB Connection Pool Min Connections (i) |5 e
Oracle DB Connection Pool Inc Connections [i) |5 g
Oracle DB Connection Pool Debug (i) | O s
Revert to Defaults | | Apply |
Note: You must update the Database TCP/IP Port field for IBM UDB and Oracle Database. However, AS/400 and MS
SQL Server have default Database TCP/IP Port and updating the Database TCP/IP Port field is not required.
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17 Create a JD Edwards EnterpriseOne Web-
Based Server as a New Managed Instance

Prerequisites and Recommended Installation Sequence
for Managed Instances for Web-Based Server Instances

These steps represent the prerequisites and recommended installation sequence Managed Instances for JD Edwards
EnterpriseOne web-based servers:

Note: Please make sure HTTP Server install location doesn't contain the Space.

1. Prerequisite: Management Agent is installed on the target machine.

Refer to Installing the Server Manager Management Console and Agent.
2. Prerequisite: Application Server (WLS or WAS) is installed on target machine.

Refer to JD Edwards EnterpriseOne HTML Web Server Reference Guide for details on installing and configuring
WLS and WAS.

3. Prerequisite: The Web-Based Server Software Component is uploaded to the Management Console.
Refer to Upload Software Components.

Note: Exception. There is no Software Component available or required for creating the Business Services
Server.

4. Prerequisite: The Web-Based Server Software Component is distributed to the Managed Home.

Refer to Distribute Software Components to Managed Homes.

Note: Exception. There is no Software Component available or required for creating the Business Services
Server.

5. Register an Application Server (WAS or WLS) to create a new Managed Instance for an Application Server in the
target Managed Home.

For WLS 11g, refer to Register an Oracle WebLogic Server Tig.
For WLS 12c, refer to Register an Oracle WebLogic Server 12c.
For WLS 14c, refer to Register an Oracle WebLogic Server 14c.
For WAS 8.5 or WAS 9, refer to Register a WebSphere Application Server, Version 8.5.5.0/9.0.

For WAS 7.0, refer to Register a WebSphere Application Server, Version 7.0.
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6. Create a J2EE Container (WLS) or J2EE Server (WAS) in the Application Server.

Note: There is a one-to-one relationship between a web-based server and a J2EE container. You cannot
install more than one web-based server in each J2EE container.

For WLS 11g, refer to Register an Oracle WebLogic Server Tig.
For WLS 12c, refer to Register an Oracle WebLogic Server 12c.
For WLS 14c, refer to Register an Oracle WebLogic Server 14c.
For WAS 8.5 or WAS 9, refer to Register a WebSphere Application Server, Version 8.5.5.0/9.0.

For WAS 7.0, refer to Register a WebSphere Application Server, Version 7.0.
7. Install JDBC drivers to the J2EE Server (except Collaborative Portal Server).

Refer to Install JDBC Drivers to the J2EE Server (WLS or WAS).

Note: If you do not install the JDBC drivers before installing the Web-Based Server Instance, the Web-Based
Server Instance does not start as expected at the end of the installation unless the server already has a
bundled JDBC driver as part of the install.

8. Install the web-based server Managed Instance.
Refer to:
Create a HTML Web Server as a New Managed Instance
Create a Transaction Server as a New Managed Instance
Create a Collaborative Portal Server as a New Managed Instance

« Create a Business Services Server as a New Managed Instance

Create a HTML Web Server as a New Managed Instance

You must use Server Manager to install a new HTML Web Server instance.

WebSphere Security Consideration for Federated Servers. For WebSphere Federated Servers only, if Administrative
Security is turned on for the profile containing the deployment manager, you must turn it OFF before proceeding
with the creation of the Managed Instance for the HTML Web Server . After disabling security, you must restart the
deployment manager. All nodes in the management domain will also have to be restarted and resynchronized. The
Management Agent to which the WebSphere Application Server is registered must also be restarted. For additional
details, refer Post Install for a Federated Server in Network Deployment Mode to in this chapter.

See Also

« Prerequisites and Recommended Installation Sequence for Managed Instances for Web-Based Server Instances

- JD Edwards EnterpriseOne HTML Web Server Reference Guide for details on installing and configuring WLS or
WAS and additional tasks and topics related to Server Manager .
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Toinstall an JD Edwards EnterpriseOne HTML Web Server instance:
1. Select the Managed Home in which you wish to install the HTML Web Server .

Shown below are each of the known managed homes and the managed instances they contain, If there is a managed home that is not running and you wish to not

Select [Managed Home]: | Remove | | Stop | | Update |
Select Al | Select Mone
Managed Home Location | 1B Managed Instances 6]
F ndedasvm4.us.orade. com
dnded 4 d WLS
C:\5MAgent\SCFHA Orade WebLogic Server 11g

‘D'F'.unning
WAS
IEM WebSphere 7
ﬂ'F‘.unning
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2. C(lick the Create a New Managed Instance button to create the Managed Instance in the Managed Home .

Creats/Reogister A Managod instance

Tkt B By o frostsm e Lk e o erbY L e, Sargettied | T s Do Tl of Tl i e

1 Sk i gt Tripn
Ocaimar, Chal) Byt o rrdnaignd Langul] i winh s ey
i Leer frofi-ce Properten
The rSarer P froars s Tor i C ol e’ g B Ty o frgriry' Do At Langrd
I Contire 1 ornligue et ion, [Semg
e s i m s el e o epn et el 8 ma LU o P S e
A Lt it
Thaa o B fawd e whore P ks Pristel o or Hegedabor of d' raraged Lisgef morL

Rgister 3 Deployment Sesee Inttance

Ezgister of Creale an Enberpeise Server [nslanoe

Ragister & Microsolt S01Sermr Database

Brginter s [uintiog Depiprest loreer

Trwtall Febe [ pferprise Soreer
Egiitar 5o Dnisting [rsrpriss avrver

Bageiter mn [y MaTaesft S0L Sy Dienaluiis

Register an Oraclo Datsbaie Server

Regisher & Wab Server Ienkance

Deploy o Hew Erterprsedas Web Component

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne HTML Server

Ragter v Lsitiong Dirachs Dumtatosns
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4. Click Continue.

Create/Regizter A Managed Instance

oll the instarce properfies that sre required to oestefegister & new instaree of the selected byoe, Complete the required fdds and select Contnue’ to procesd o the next step, The instance name must be urique within this management domean and mey orly contein the

Z_0-9]; spazes or other epecial characters

Shown kel
characters [a

C . & O
Instarce Type Instance Properties Confrmation Firish

Server Growp [JOE =

Instance Nama |HTM|_

J2EE ServerfCluster | Dracie WebLogic Instance: VLS, Domain: base_doman, Server: Testsener =

HTTP Port |m03

Software Component |Enterprise0ng HTHL Server 8151 04-03-2113_06_34 7]

Propagate Enterprise Server Lonfig |ES =

Note: The Propagate Enterprise Server Config drop-down appears only if any enterprise server is registered
within the Server Manager console. The Propagate Enterprise Server Config drop-down contains the available
enterprise server instances registered with the SM console within a particular selected server group. NONE is

added to the drop-down by default.
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:

o

Server Group
Use the dropdown to select the Server Group to which you want this instance to belong.

Also refer to Administer Server Groups.
Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probuct_server_porT Where probuct is the JD Edwards EnterpriseOne server
type, such as Enterprise_Server, HTML Web Server, RTE_Transaction_Server, Collaborative_Portal, Of
Business_Services, and where server is the machine on which the instance is installed, and where port
is the HTTP port which is defined for use by this server.

J2EE Server

Use the dropdown to select a valid J2EE server.
HTTP Port

You must ensure that the port that you specify is available and is not being used by any other application
currently installed and running on the server on which the application server is running.

Note:
- Verify HTTP Ports
- HTTP Ports on UNIX Operating Systems

Software Component

Use the dropdown to select the version of this Software Component that you wish to install.
Propagate Enterprise Server Config

Select the enterprise server from the drop-down list to propagate the configurations.

Note: By default, the selected item is set to NONE. Selecting NONE signifies that you do not wish to
propagate configurations from any available enterprise server. If any enterprise server is selected, all of
the inherited values are seen in the next screen, otherwise the properties are seen with blank/default
values. If propagated, the propagated values are not editable on the confirmation page, however they
can be modified post installation.
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6. Click Continue.
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Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installationfregistration step.

o £ @ O
Instance Type Instance Properties Confirmation Finish
HTTP Server (WAS Only) I webserver2 j

Interop Inbound Settings

[i) DNDEDASVM4
Enterprise Server Port (@) 6015
@

[30000000

Enterprise Server Name

Manual Timeout

JDB] Database Configuration

System Datasource Name (i) TOOLS9101 - 910 Server Map
Database Type (@ O
Database Name (i) TOOLS910E
Database ServerName () TOOLS910E
Database TCP/IP Port (i) 1470
Physical Database (i) .JDE910
Object Owner [@) SVM910
Bootstrap User (i) JDE
Bootstrap User Password (i) JDE
Bootstrap Role (@) *ALL
Bootstrap Environment (@) JDV900
THSNAMES.ORA Location (@) |C:\ SMAgent\SCFHA\targets\HTML\configitnsnames.ora
File Contents [i) ;I
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Metwork Settings

Outgoing JDENET Port
Incoming JDENET Port
Timeout Threshold

Pool Size

Security Server Count
Primary Security Server
Secondary Security Server
Third Security Server
Fourth Security Server
Fifth Security Server

Web Runtime

Glossary Text Server
Encoding Scheme
Path Codes

Default Environment
Default Role

Max Users

=

6015

B

{6080

)

{90000

=

=)

30

1
DNDEDASVIM4
NONE

NONE

NONE

NONE

(2]

) ®

&

BB

=)

DNDEDASVM4:6015

®

I English and Western European
(DVs007)

JOV300

) *ALL

B

=

o)

@ [100

/i, All the configurations inherited from the selected Enterprise Server are displayed in readonly mode. If you choose to change these values you can do so only after the instance is created.

Note: This example illustrates an installation on a WebSphere Application Server by selecting an enterprise
server to be propagated. If installing on WLS, the HTTP Server (WAS Only) field is not displayed.
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Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installation/registration step.

T

- id L
Instance Type Instance Properties Confirmation Finish

HTTP Server (WAS Only) I webserver2 x|

Interop Inbound Settings

Enterprise Server Name  [i) I

Enterprise Server Port [i) ||;.|)79

Manual Timeout

®

[30000000
1DB] Database Configuration

System Datasource Name

| racle Database x|

o

Database Type

Database Name

Database Server Name

Database TCP/IP Port

Physical Database

Object Owner

Bootstrap User

Bootstrap User Password

Bootstrap Role

Bootstrap Environment

TNSNAMES.ORA Location |C:\ SMAgent\SCFHAtargets\HTML\configitnsnames.ora

I -

BB BEBEBEBEERBBBREBB

File Contents
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Network Settings

Outgoing JDENET Port
Incoming JDENET Port
Timeout Threshold

Pool Size

Security Server Count
Primary Security Server
Secondary Security Server
Third Security Server
Fourth Security Server

Fifth Security Server

‘Web Runtime

Glossary Text Server
Encoding Scheme
Path Codes

Default Environment
Default Role

Max Users

® ®

=
]

=

I English and Western European j

|PATHCODE')

[100

Note: This example illustrates an installation on a WebSphere Application Server by selecting NONE under
Propagate Enterprise Server Config. If installing on WLS, the HTTP Server (WAS Only) field is not displayed.
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7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The page displays
a variety of fields depending on your application server (WAS or WLS). The values on this form must be
confirmed manually. You must validate or update, as appropriate, all configuration items.

I Tip: For help, click the Information icon next to the title of a field.

Note:
o Configure the Default Server Group Configuration Settings

8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

Create/Register A Managed Instance

Please wait while the managed inskance is created registered, Once complete wou will be redirected ko the management page for the newly created
instance.

L iy s L
Insbance Tvpe Instance Properties Caonfirmation Finish

The final step includes deploving the EnterpriseCne HTML server ko the JZEE application server, This process may take five or more minukes to complete,
nce complete the HTTP server associaked with the JZEE application server musk be restarted manually,

Cancel Create Instance
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of
the HTML Web Server .

EnterpriseOne HTML Server: WEBSERVER1

General Instance Properties
Status Instance Mame  [i)

Running | Stop WEBSERWERL
Software Component Wersion HTTF Port

e 7001 (http:/fdenlorlx2: 7001 fdefowhitrl )
EnterpriseCne HTML Server Wersion .97 | Change... | Application Server Instance
ApplicationServerl (D85 Instance: ApplicationSeryerl, OC4T:
COMTAINERT, (ful2ioracle101317)
Software Cornponent
EnterprizeCre HTML Server Wersion 2,97

|=| Available Log Files |«
Enter a message to be written ko all the active log files For the managed instance,

Message To Write Write Log Message

Display Logs Modified \ithin C'1 Hour ® 24 Hours O 48 Hours O 1 week O No Limit
¥ There are 12 additional log file(s) that were last modified earlier than the selecked limit,

After you have completed the installation, the browser is redirected to the Management Console page for
the newly registered HTML Server. This server also appears as a Managed Instance in the corresponding
Managed Home .

For each registered Managed Instance , the Management Console displays appropriate information at the top
of the page:

o General
- Status
Valid values are:
Running
When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.
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I Note: Start or Stop a Managed EnterpriseOne Software Component

- Software Component Version
Displays the version of this Software Component .

I Note: Change a Managed EnterpriseOne Software Component

o Instance Properties

- Instance Name
The name assigned to the Managed Instance at the time it was created or registered.

- HTTP Port
Displays the HTTP Port for this server and also provides a link to the HTTP server.

- Application Server Instance
Displays the application server into which this EnterpriseOne server is installed and also provides
a link to the application server instance and associated domain (Oracle webLogic Server) or profile
(WebSphere Application Server).

Note: The display of some information is dependent on the status of the Managed Instances . For example, if a
Managed Instance is not running, then the Software Component information cannot be displayed.

For information on log files, refer to the chapter entitled: Available Log Files.

Post Install for a Federated Server in Network Deployment Mode

After you have completed the creation of a JD Edwards EnterpriseOne HTML Web Server as a Managed Instance in
Server Manager the Management Console displays this warning:

EnterpriseOne HTML Server: JAS_Remote

% Warning

The webserver configuration on the remaote node is ouk of date and needs to be synchronized,

Synchronize Configuration

Do not click the Synchronize Configuration button yet. Follow the steps in this section.

Toinstalla HTML Web Server HTML Web Server to a WebSphere Federated Server in Network Deployment Mode:
Note: Steps 7and 3 below are only applicable if the J2EE server you selected to create the HTML Web Server
managed instance resides on a machine different that the deployment manager. The remainder of the steps are

applicable to all federated deployments. You may ignore steps 2 and 4 if the federated server you selected resides on
the same machine as the deployment manager.

1. If you are using an Oracle database, configure the tnsnames.ora setting using these steps:
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a. Use this navigation path for the Managed Instance you just created in Server Manager :

Configuration > JDBJ Database Configuration > Oracle Database Settings > TNSNAMES.ORA Location
b. Configure the setting to tnsnames.ora without the full file path.

For example:

|| Dracle Database Settings A JReturn To Top

This section contains setkings that are specific to utilizing Oracle databases, The THSMAMES. ORA must contain the appropriate connection infarmation For the
Cracle database(s) this product will utilize. You may either select an existing location of use the text area to create a new file and update it's conkents, The
THSMAMES.ORA thak is configured For the management console (home instance) will be used as a template For additional web producks that are installed.

THSMAMES.ORA Location (i) |tnsnames.ora g

File Contents [i)

2. If you have not already done so, install the JDBC driver to the J2EE container. Refer to Install JDBC Drivers to
J2EE Servers in this guide.
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3. Afterinstalling the JDBC driver, you must modify the WebSphere JDBC provider as described in these steps:

a. Copy the JDBC driver file(s) appropriate to your database to a location on the physical machine on which
the federated server resides. For example:

/u01/JDBCDriver

b. Use these steps to modify the JDBC provider for the remote J2EE container in WebSphere to point to the
driver file in this new location.

i. In the WebSphere Administrative Console (for the deployment manager), navigate to the section called
JDBC Providers as shown in this screen:

Welcarme

Guided Activities

E3]

Servers

[+

Applications

[

Resources

|

IMS Providers

DBC Providers:

Rezource &dapters
Azynchronous beans
Schedulers
Cache instances
Object pool managers
Mail Providers
UREL Providers

Resource Environment Providers

&3]

Security

Environrment

E3]

Suztern adrminiztration

[+

Monitaring and Tuning

[

Troubleshooting

H H

Service integration

oDl

&3]

234
ORACLE



Chapter 17

Create a JD Edwards EnterpriseOne Web-Based Server as a

New Managed Instance

ii. Complete the filter fields with the appropriate Cell, Node and Server information for the J2EE Container
to which the HTML Web Server was deployed.

JD Edwards EnterpriseOne Tools
Server Manager Guide

For example:

JDEBL providers

JDBCL providers

JDBC providers are used by the installed applications to access data fraom databaszes.
B Scope: Cell=denichp3Cell20, Hode=denlcmlx 1Mode20, Server=JAS5Z_LX1

Scope specifies the level at which the rezource definition iz visible, Far
detailed information on what scope iz and how it warksz, zee the scope

zettings help

Cell
denlchpzCellz0

Maode

|den|cm|x1NndeED Browse Mades |
-+ Server

asz_Lxt Browse Servers |

Apply |

Preferances

Mew | Delete
bt | [
Select Marme 2 Cescription I
Cloudscape JDBC Provider [HA] Built-in Cloaudscape JDBC Provider
[HA]
D oracle SCF Prepared JDBC Provider for
— ‘aracle’
Total 2

iii. Click the Apply button.

iv. On JDBC Providers, click on the appropriate JDBC provider for the database which you are using with
HTML Web Server .
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Note: The preceding example screen assumes an Oracle database.

v. Replace the path to the JDBC driver files as configured by Server Manager to the machine-specific
path where you previously placed the drivers. Refer to the preceding Step 3 where you copied the JDBC
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driver file(s) appropriate to your database to a location on the physical machine on which the federated
server resides.

This example screen assumes Oracle JDBC driver files were placed in the location /u01/JpBcDriver:

General Properties Additional Propertes
% Scope
cellz:denlchp3CellZ0inodesdenlcmlxiNodeZ0: servers JASZ_LE1L

Data sources

Data sources

Wersion 4

# Mame
oracle

Cescription

Clazz path
FullfIDBCDriver classes12.jar:

|
|

Mative library path

# Implementation clazsz name
|-:urac|e.jdbc.n:|ri'.'er.DracleDriuer

Apply | Ok | Feset Cancel

vi. Click the OK button to save the configuration change and initiate node synchronization through the
deployment manager.

c. This completes the modification of the WebSphere JDBC provider.
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4. Configure the HTTP Server by copying the appropriate text:
from this file:
JDE_HOME/targets/el_html_server_instance_name/Readme.txt
to this file:
The nttpd. conf file of the HTTP server you wish to use for this Managed Instance .
where e1_html_server_instance_name is the name you defined in Server Manager .

You must modify the path to the readme . txt file to reflect the soe_nome location and the Managed Instance
name in your environment. This is an example of a properly configured readme . txt file:

# The following configuration was added by the Enterpriszelne Zerver Manager
Listen 15010

<WirtualHost *:15010>

bliaz /ide

"iull/ WebhSphereal/ App3erver/ profiles/FedProf/installedipps/denlchp3icel 130/ JAS
_Remnte.earfwehclient.mar"

<f/WirtualHostr

<Directory

rAudl/ WebSpheresld/ AppServer/profilea/FedProf/inatalledlipps/denlechpicCell30/ J4S
_Remote.ear/webclient.war/WEE INF">

Order Deny,bLllow

Deny from ALll

</Directorys

<Directory

"iull/ WebhSphereal/ App3erver/ profiles/FedProf/installedipps/denlchp3icel 130/ JAS
_Remnte.Earfwehclient.mar">

Order Deny,Allow

211low from All

</Directorys>
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5. Make any other configuration changes required to define this Managed Instance .

EnterpriseOne HTML Server: JAS_Remote

Iy Warning

The webserver configuration on the remote node is out of date and needs to be synchronized.

( Synchronize Configuration u

General Instance Properties
Status Instance Mame (i)
Stopped | Start JAS Remote
Software Component Yersion HTTP Port . . _
EnterpriseOne HTML Server Versiorf.97 900 Series 13010 (http:i10.139.130.151:15010/jde/owhtrl)
e &pplication Server Instance
Change... | WASED denlchp2 (WebSphere InstanceWwASED denlchpz,

Profile: Drngr0l, denlchp3Cel20/denlcrml: INode20/1A52 LH1)
Software Component
EnterpriseOne HTML Server Version 8,97 900 Series

|=| Available Log Files ._“u_;)

Display Logs Modified Within C 1 Hour ® 24 Hours O 48 Hours O 1 Week O No Limit
N fog Fifar wera Found.

6. In Server Manager , navigate to the page for the Managed Instance and click on the Synchronize Configuration
button.

The synchronization process may take a few minutes to complete. The JD Edwards EnterpriseOne Managed
Instance is configured and ready to use after the preceding steps have been completed.
For any subsequent configuration changes made to this Managed Instance, Management Console re-displays the
Synchronize Configuration button with the corresponding warning message. You must click the button to apply the
configuration changes to the remote server. After the changes are applied, the Management Console no longer
displays the button and warning message.

Create a Transaction Server as a New Managed Instance

You must use Server Manager to install a new Transaction Server instance.
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Note:
« Prerequisites and Recommended Installation Sequence for Managed Instances for Web-Based Server Instances

- Refer to the JD Edwards EnterpriseOne Transaction Server Reference Guide for details on additional tasks and
topics related to Server Manager .

To install a Transaction Server instance:

1. Select the Managed Home in which you wish to install the Transaction Server.

(-] Managed Homes
Shown below are each of the known managed homes and the managed instances they contain, If there is a managed home that is not running and you wish to not
Select [Managed Home]: | Remove | | Stop ] | Upcﬁte ]
Select Al | Select Mone
Managed Home Location | 1B Managed Instances @
[ dndedasvm4.us.orade. com WLS
C:\SMAgent'\SCFHA Orade WebLogic Server 11g
4 Running
WAS
IEM WebSphere 7
iy Running

2. Click the Create a New Managed Instance button to create the Managed Instance in the Managed Home .
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3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Transaction Server
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4. Click Continue.

Create/Register A Managed Instance

Shown below are all the instance properties that are required to create/register a new instance of the selected type, Complete the required fields and select 'Continue' to proceed to the next step, The
characters [a-zA-Z_0-9]; spaces or other spedial characters are not permitted,

e
Instance Type Instance Properties Confirmation Finish

Server Group |JDE -

Instance Name IRTE

J2EE Server/Cluster |Web5phere Instance\WAS, Profile: Dmgri1, dm:ledasvmti(:ellu'la'dndeﬂasvm-iNndeﬂZ-‘TestServerj

HTTP Port |7m3

software Component | Enterprise0ne RTE Server 9.1.3.1 04—03—2013_03_57;|

Propagate Enterprise Server Config

Note: The Propagate Enterprise Server Config drop-down appears only if any enterprise server is registered
within the Server Manager console. The Propagate Enterprise Server Config drop-down contains the available
enterprise server instances registered with the SM console within a particular selected server group. NONE is
added to the drop-down by default.
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:

o

Server Group
Use the dropdown to select the Server Group to which you want this instance to belong.

Also refer to Administer Server Groups.
Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probuct_server_porT Where probuct is the JD Edwards EnterpriseOne server
type, such as Enterprise_Server, HTML Web Server, RTE_Transaction_Server, Collaborative_Portal, Of
Business_Services, and where server is the machine on which the instance is installed, and where port
is the HTTP port which is defined for use by this server.

J2EE Server

Use the dropdown to select a valid J2EE server.
HTTP Port

You must ensure that the port that you specify is available and is not being used by any other application
currently installed and running on the server on which the application server is running.

Note:
- Verify HTTP Ports
- HTTP Ports on UNIX Operating Systems

Software Component

Use the dropdown to select the version of this Software Component that you wish to install.
Propagate Enterprise Server Config

Select the enterprise server from the drop-down list to propagate the configurations.

Note: By default, the selected item is set to NONE. Selecting NONE signifies that you do not wish to
propagate configurations from any available enterprise server. If any enterprise server is selected, all
of the inherited values are seen in the next scree, otherwise the properties are seen with blank/default
values. If propagated, the propagated values are not editable on the confirmation page, however they
can be modified post installation.

243

ORACLE



JD Edwards EnterpriseOne Tools Chapter 17
Server Manager Guide Create a JD Edwards EnterpriseOne Web-Based Server as a
New Managed Instance

6. Click Continue.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installation fregistration step.

L4 oy L
Instance Type Instance Properties Confirmation Finish

HTTP Server (WAS Only) Iwehsenrerz ;I
1DB] Database Configuration

System Datasource Hame [i) TOOLS9101 - 910 Server Map
Database Type @ O
Database Name [i) TOOLSH0E
Database Server Name [i) TOOLSH10E
Database TCP/IP Port (@) 1470
Physical Database [ JDES10
Object Owner (i) SVM910
Bootstrap User [i) JDE
Bootstrap User Password (i) JDE
Bootstrap Role (i) *ALL
Bootstrap Environment (@) JDV900
TNSNAMES.ORA Location (@) |C \SMAgentiSCFHAtargets\RTE\configitnsnames.ora
File Contents [i) =]
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Metwork Settings

Outgoing JDENET Port (@)

Back Off Time (i

Incoming JDENET Port
Timeout Threshold
Pool Size

Security Server Count
Primary Security Server
Secondary Security Server
Third Security Server
Fourth Security Server

Fifth Security Server

5

®

B

—

1=
=1

5

e

o
=)

B

/i, All the configurations inherited from the selected Enterprise Server are displayed in readonly mede. If you choose to change these values you can do so only after the instance is created.

Note: This example illustrates an installation on a WebSphere Application Server by selecting an enterprise
server to be propagated. If installing on WLS, the HTTP Server (WAS Only) field is not displayed.
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Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installation registration step.

@ O @ 2]
Instance Type Instance Properties Confirmation Finish
HTTP Server (WAS Only) Iwehserverz ;I
JDBJ Database Configuration
System Datasource Name [i) I
Database Type () [Oracle Database |

Database Name [i) I

Database Server Name [i) I

Database TCP/IP Port (i) ||)

Physical Database (i) I

Object Owner [i) I

Bootstrap User [i) I

Bootstrap User Password  [i) I

Bootstrap Role [i) I

Bootstrap Environment (i) I

TNSNAMES.ORA Location (i) IC:‘L SMAgent\SCFHA\targets\RTE\configitnsnames.ora

File Contents (i) =]
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Outgoing JDENET Port
Back Off Time
Incoming JDENET Port

Timeout Threshold

Chapter 17

Create a JD Edwards EnterpriseOne Web-Based Server as a

New Managed Instance

Pool Size (i)

Security Server Count |

Primary Security Server

Secondary Security Server [i)

Third Security Server
Fourth Security Server

Fifth Security Server

© |6080
& 30000
3 |s080
© [90000
o |5{}
@ |1 =]
[ |NONE
i |NONE
® [NONE
[ |NONE
i |NONE

Note: This example illustrates an installation on a WebSphere Application Server by selecting NONE under
Propagate Enterprise Server Config. If installing on WLS, the HTTP Server (WAS Only) field is not displayed.

7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The page displays
a variety of fields depending on your application server (WAS or WLS). The values on this form must be
confirmed manually. You must validate or update, as appropriate, all configuration items.

| Tip: For help, click the Information icon next to the title of a field.

Note:

ORACLE
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8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

Create/Register A Managed Instance

Plzase wait whilz the managed instance is created/reqgistered, Once complete you will be redirected to the management page For the newly created instance.
& o o )
Insktance Type Inskance Properties Confirmation Finish

The final skep includes deploving the EnterpriseCne Transackion Server bo the JZEE application server, This process may take fifteen or more minukes ko complete,
Cnce complete the HTTP server associated with the J2EE application server must be restarted manually,

| Cancel | | Create Instance
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of

the Transaction Server.

Note: This process may take fifteen or more minutes to complete.

After you have completed the installation, the HTTP server associated with the J2EE Server (WAS) must
be restarted manually. If you do not restart the HTTP server, you will not be able to login to JD Edwards

EnterpriseOne .

EnterpriseOne Transaction Server: Transaction_Server_BJ_Port_952

General
Status
Funning | Stop

Software Component Wersion
EnterpriseCne RTE Server Wersion 2.97.0.1

Change... | -

-| Available Log Files | v,

Instance Properties

Instance Mame  [i)
Transaction Server B Port 92

HTTP Fort
8z

Spplication Server Instance
SpplicationServerl (0AS Instance:
SpplicationServerl, OC41: RTE B,
ul2foracle101317)

Software Component
EnterpriseCne RTE Server Wersion 8.97.0,1

Display Logs Maodified \Within O 1 Hour ® 24 Hours O 48 Hours 1 week O No Limit

A fog Files ware Found,

After you have completed the installation, the browser is redirected to the Management Console page for the
newly registered Transaction Server. This server also appears as a Managed Instance in the corresponding

Managed Home .

For each registered Managed Instance , the Management Console displays appropriate information at the top

of the page:
o General
- Status
Valid values are:

Running

When the status is Running, the Stop button is available.

Stopped
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When the status is Stopped, the Start button is available.

I Note: Start or Stop a Managed EnterpriseOne Software Component
- Software Component Version

Displays the version of this Software Component .

I Note: Change a Managed EnterpriseOne Software Component
o Instance Properties
- Instance Name

The name assigned to the Managed Instance at the time it was created or registered.
- HTTP Port

Displays the HTTP Port for this server and also provides a link to the HTTP server.
- Application Server Instance

Displays the application server into which this EnterpriseOne server is installed and also provides
a link to the application server instance and associated domain (Oracle WebLogic Server) or profile
(WebSphere Application Server).

For information on log files, refer to the chapter entitled: Available Log Files.

Create a Collaborative Portal Server as a New Managed
Instance

You must use Server Manager to install a new Collaborative Server instance.
The WebSphere 7.0 or 8.5 installation must also include an HTTP Server.

Note:
« Prerequisites and Recommended Installation Sequence for Managed Instances for Web-Based Server Instances

- Refer to the JD Edwards EnterpriseOne Collaborative Portal Server Reference Guide for details on additional
tasks and topics related to Server Manager .

To install a Collaborative Portal Server instance:

1. Select the Managed Home in which you wish to install the Collaborative Portal Server.
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Managed Homes and Managed Instances

Use the dropdown below to select the desired management view,

Select View | tanaged Homes and Managed Instances
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2. C(lick the Create a New Managed Instance button to create the Managed Instance in the Managed Home .

Create/Register A Managed Instance

Sty ey vpel o Praenited Eaeme vt vl B SRt e, That o i eat of i oo e peasia:
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Register a Deployment Server Instance

Register or Create an Enterprise Server Instance

Register a Microsoft S0L5%erver Database

Ragiizes s Enisting Dwplipment Serves
Lainsll e Entarpeicn Servsr
Gister an ] peise s
= 0 Exdating & 50U Dtk

Register an Oracle Database Server

Register a Web Server Instance

Deploy 3 New EnterpriseOne Web Component

Oracle Applcation Server 10,109
Dracin Weblogc Server 11g

Orathe Wbl ogic Serwr 13
Orache Wikl cgic Sarme 142
Webdphors Apphcitics Tirvar bx
WebSptere Apelcatos Sereer 7.5
wiwbiphoen Apphcation Fercer 5.3/ 5.2

Emmrpaaslneg HTHL Server

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Collaborative Portal Server

™
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4. C(lick Continue.

Create/Register A Managed Instance

Shown below are all the instance properties that are required to createfregisker a new instance of the selected type, Complete the required Fields and select 'Continue’
instance name musk be unigue within this management domain and may only contain the characters [a-z8-Z_0-9]; spaces or other special characters are not permitted,

I . ot !
Instance Tvpe Instance Properkies Confirmation Finish

Server Group

Instance Name

JZEE Server | “WebSphere Instance/ASE0, Prafile: Portal, dentfrz3M odel2Cell/dentirz 3 odel2 Mw/ebSphere_P

Software Component | Enterprise0ne Callaborative Partal Server Version 8.97.0.1 [v]

5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the dropdown to select the Server Group to which you want this instance to belong.

Also refer to Administer Server Groups.
o Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probucT_server_porT Where probuct is the JD Edwards EnterpriseOne server
type, such as Enterprise Server, HTML Web Server, RTE Transaction_Server, Collaborative Portal, Or
Business_Services, and where serveRr is the machine on which the instance is installed, and where port
is the HTTP port which is defined for use by this server.

o J2EE Server

Use the dropdown to select a valid J2EE server.
o Software Component

Use the dropdown to select the version of this Software Component that you wish to install.
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6. Click Continue.

Create/Register A Managed Instance

Showen below are the configuration items thak rmust be manually confirmed. Please validate or update, as appropriate, the configuration items, Once complete

select "Cankinue' ko the installation/regiskration step.,

3

L
Instance Tvpe

it
Instance Properties

i
Confirmation

HTTP Server {WAS Only) | websryport

(]

2]

Bootstrap Environnment

Database Type | AS/400

vl

Database Mame

Database Server Mame

Database TCP/IP Port

Physical Database

Object Owner

DOukgoing JDENET Port

Incoming JDENET Pork

Server Name

Mode Mame

|_GLDEIALNDDE

B BB RBRBBRBEBEBBBBBR

Mode Password

|_GLDEIALPWD

o
Finish

Cancel | | Continue
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7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The values on this
form must be confirmed manually. You must validate or update, as appropriate, all configuration items.

| Tip: For help, click the Information icon next to the title of a field.

Note:
o Configure the Default Server Group Configuration Settings

8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

Create/Register A Managed Instance

Flease wait while the managed instance is createdfregistered. Once complete wou will be redirected to the management page for the newly created instance.

L ) i) !
Instance Type Instance Propetties Confirmation Finish

It may be necessary ko restart the HTTP server once the installation has cormpleted.

Cancel Create Instance

255
ORACLE



JD Edwards EnterpriseOne Tools Chapter 17

Server Manager Guide Create a JD Edwards EnterpriseOne Web-Based Server as a

New Managed Instance

9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of
the Collaborative Portal Server.

EnterpriseOne Collaborative Portal Server: MyCP7

General Instance Propertics

Status Ingtance Hame [

Runnng | stop | MyCPT
Saftware Component Version Apolcation Serder nstance e s S - \
L LA Ephere Instance:MyWAS?, Profie: wp profie, DENPEOSELIDENPEDSI 1 WebSohers Bortal)
EnterprisaOne Colaborative Portal Server 9.1.2.4 01-11-2013_01_43  Change... B Softwars Cormponent

EnterprisaQne Cofaborative Portal Server 9.1.2.4 01-11-2013_01_43
|-t Available Log Files | oy

Display Logs Modfied Withn ) 1 Hour @ 24 Howrs T 48 Hours (271 Week 2 Ro Limét
Mo Jog fes were found,

After you have completed the installation, the browser is redirected to the Management Console page for the

newly registered Collaborative Portal. This server also appears as a Managed Instance in the corresponding
Managed Home .

For each registered Managed Instance , the Management Console displays appropriate information at the top
of the page:

o General
- Status
Valid values are:
Running
When the status is Running, the Stop button is available.
Stopped
When the status is Stopped, the Start button is available.

Note:

o Start or Stop a Managed EnterpriseOne Software Component
- Software Component Version
Displays the version of this Software Component .

Note:

o Change a Managed EnterpriseOne Software Component
o Instance Properties

- Instance Name
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The name assigned to the Managed Instance at the time it was created or registered.
- Application Server Instance

Displays the application server into which this EnterpriseOne server is installed and also provides a
link to the application server instance and associated WebSphere Application Server profile.

For information on log files, refer to the chapter entitled: Available Log Files.

Create a Business Services Server as a New Managed
Instance

CAUTION: This Caution is applicable only if you are creating a Business Services Server on a WebSphere application
server. Ensure that you have already installed a version of WebSphere that is compatible with the Business Services
Server (refer to Accessing the Certifications (Minimum Technical Requirements) in this guide). In order to enable
Server Manager to install a Managed Instance for a Business Services Server , you must have configured the
supported version of WebSphere with a secure profile. For general security settings directly related to Server Manager
, refer to Configure WebSphere Application Server to Work With Server Manager When Administrative Security is
Enabled in this guide. For recommendations for securing the WebSphere profile, refer to the Business Service Server
Reference Guide. You should also ensure that the server profile associated with the J2EE Server that you created for
the Business Services Server is in the Running state before installing the Business Services Server through Server
Manager . If this server is not running, the installation will fail.

Note: To deploy JAX-WS business services to a business services server instance on WebLogic Server or WebSphere
Application Server, ensure that your Server Manager Console and Agent (under which the business services server
instance on WebLogic Server or WebSphere Application Server are registered) are the same level as the Management
Console.

Note: Starting with Tools release 9.2.1, when you build a new BSSV package for deployment, the files
BSSVpackage.EAR and BSSVpackage.JAR are created. You can deploy this JAR file directly from the Server Manager
Console See Deploying the JAR file from the Server Manager Console

See Also

« Prerequisites and Recommended Installation Sequence for Managed Instances for Web-Based Server Instances

Refer to the JD Edwards EnterpriseOne Business Services Server Reference Guide for details on additional
tasks and topics related to Server Manager .

Refer to the for details on other tasks and topics extraneous to Server Manager .

To install a Business Services Server Instance:
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-] Managed Homes

Shown below are each of the known managed homes and the managed instances thew contain. IF there is a managed home that is nok running and wou wish to
nok see it lisked here wou may remove it

Select [Managed Home]: Remove | Stop Update
Select All | Seleck Mone

Managed Home Location | 6] Managed Instances (6]

] denlcmlxz.mlab.]'dedwards.u:c:m]
w04 washl-home-agent

1. Select the Managed Home in which you wish to install the Business Services Server .

|=] Managed Instances IE;-:,

Shown below are all the managed instances owned by the managed home, Use caution when removing instances, Depending on the instance type this may
invalve uninstalling andfor deleting the EnterpriseCne server installation,

Select [Managed Instance]: Remove Instance

Seleck All | Seleck None

Instance Mame | 6 Managed Instance Type 6 State 6

[ Create Hew Managed Instance n
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2. Inthe Managed Instances section of the page, click the Create a New Managed Instance button.

Create/Register A Managed Instance

Stnee il 2l ol AR o i e 12 SRt vt TR o B ol b KoL e penokal

1. Sedisctt the Twrget Type:
Troose T 74 OF maragad TR i wh D R,
2 Eover [etntee Proporties
Tha rsnren prooertet S the rauired formtion ueed B ot or ngane i maraged e
L Canfirm: Configention Boma
‘mmehMMwmm:ﬁﬁmm
T i e el 1w wharn Ehg et Inpipliation, o reizatation of Hhi runages SRt SoTan

Register a Deploynent Server Instance

Register or Create an Enterprise Server Instance

5

!l

L
00

Register a Microsoft SQLServer Dalabase

Register an Oracle Database Server
Rasgister 5n Existing Orace Dotabsse

Register a Web Server Instanoe

Dvncte Apphoatesn Senver 10,130
Ovacle Weblogi Serer Ilg

Orachs Webl age Server 11

Oracls Weblagic Server 14:
Wipitrigptianrg Bggriscaten Sowver Lox
Weliishers Appboataon Senser 70
Webtiphars Application Serme 84

LaEieEiatien o Einiie

Deploy 2 Hew EnterpriseOne Web Companent
Ertenprasiine ALF Seome
EntprprngQes Collaboratvy Portal Server
Emberpriseine Data Jorass Driver
Entorpricaline Data hocwes Sorver
v Cech Skl Srpar
EmErpnarlee: Agphratan [sgerfils Seraoes
st Trnidactonh Sener

I Ermerpnseone Business Semioes Server I
[EncerpeiseCine HTML Sarver ||

e

L
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3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Business Services Server

Create/Register A Managed Instance

Shown below are all the instance properties that are required to create/fregister a new instance of the selected type. Complete the required fields and select 'Continue’ to proceed to the next step, The
characters [a-zA-Z_0-9]; spaces or other spedal characters are not permitted.

i ( { 2
Instance Type Instance Properties Confirmation Finish

Server Group |JDE hd

Instance Name IBS sSv

J2EE Server|Cluster I WebSphere Instance:WAS, Profile: Dmgr01, dndedasvm4Celll1/dndedasvmdNode02TestServer LI

HTTP Port |;f«:]-:}3

Propagate Enterprise Server Config |MONE VI

Note: The Propagate Enterprise Server Config drop-down appears only if any enterprise server is registered
within the Server Manager console. The Propagate Enterprise Server Config drop-down contains the available
enterprise server instances registered with the SM console within a particular selected server group. NONE is
added to the drop-down by default.
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4. On Create/Register a Managed Instance, Instance Properties, complete these fields:

o

Server Group
Use the dropdown to select the Server Group to which you want this instance to belong.

Also refer to Administer Server Groups.
Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probuct_server_porT Where probuct is the JD Edwards EnterpriseOne server
type, such as Enterprise_Server, HTML Web Server, RTE_Transaction_Server, Collaborative_Portal, Of
Business_Services, and where server is the machine on which the instance is installed, and where port
is the HTTP port which is defined for use by this server.

J2EE Server
Use the dropdown to select a valid J2EE server.

Ensure the J2EE Server that you choose is a secure WebSphere 7.0 or 8.5 profile (releases prior to 7.0 are
not supported). Otherwise, Server Manager will not allow you to continue the installation.

HTTP Port

You must ensure that the port that you specify is available and is not being used by any other application
currently installed and running on the server on which the application server is running.

Note:
- Verify HTTP Ports
- HTTP Ports on UNIX Operating Systems

Propagate Enterprise Server Config

Select the enterprise server from the drop-down list to propagate the configurations.

Note: By default, the selected item is set to NONE. Selecting NONE signifies that you do not wish to
propagate configurations from any available enterprise server. If any enterprise server is selected, all
the inherited values are seen in the next screen, otherwise the properties are seen with blank/default
values. If propagated, the propagated values are not editable on the confirmation page, however, they
can be modified post installation.
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5. Click Continue.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue' to the installation/registration step.

o i @ O
Instance Type Instance Properties Confirmation Finish
HTTP Settings
Non Proxy Hosts (i) I
Proxy Host [@) I
Proxy User [i) I
Proxy Password [i) I
Proxy Port Number [i) ||}
Inbound Settings
Enterprise Server Name [i) DNDEDASVM4
Enterprise Server Port (i) 6015
Manual Timeout [3) I3|)|}|}|}|}|}|)
JDB] Bootstrap Session
Bootstrap User [@) JDE
Bootstrap User Password (i) JDE
Bootstrap Environment (@) JDV900
Bootstrap Role (i) *ALL

262
ORACLE



JD Edwards EnterpriseOne Tools
Server Manager Guide

Chapter 17
Create a JD Edwards EnterpriseOne Web-Based Server as a
New Managed Instance

JDB] Database Configuration

System Datasource Name (i) TOQLS910I - 910 Server Map
Database Type (i) O
Database Name [i) TOOLS910E
Database Server Name [i) TOOLS910E
Database TCP/IP Port (i) 1470
Physical Database (i) JDE910
Object Owner (@) SVM910
TNSNAMES.ORA Location (i) |C:\SMAgenﬂSCFHA‘.targets‘.BSS\ﬂ.config\tnsnames.ora
File Contents [i) |
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Network Settings

Security Server Count
Primary Security Server
Secondary Security Server
Third Security Server
Fourth Security Server

Fifth Security Server
Number of Security Servers

Runtime Settings
Glossary Text Server
Encoding Scheme
Incoming JDENET Port

Outgoing JDENET Port

Timeout Threshold
Pool Size

OCHM Enabled

1
DNDEDASVM4
NONE

NONE

NONE

NONE

1

DNDEDASVM4:6015

[1252

{6001
6015

{90000

[30
P

/i, All the configurations inherited from the selected Enterprise Server are displayed in readonly mode. If you choose to change these values you can do so only after the instance is created.

| Note: This example illustrates an installation by selecting an enterprise server to be propagated.
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Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Pleasze validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installation registration step.

fe Y

L e o
Instance Type Instance Properties Confirmation Finish
HTTP Settings
Non Proxy Hosts (i) I
Proxy Host (@) I
Proxy User (i) I
Proxy Password (i) I
Proxy Port Number (i) ||)
Inbound Settings

Enterprise Server Name  [i) I

Enterprise Server Port [i) |5.|)79

Manual Timeout (i) Im

JDB] Bootstrap Session

Bootstrap User (i) IEOS'JM

Bootstrap User Password [i) I

Bootstrap Environment (i) I

Bootstrap Role [i) I
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JDB] Database Configuration

System Datasource Name

| oracle Database =l

Database Type

Database Name

Database Server Name

Database TCP/IP Port

Physical Database

BB BRBRBEBBBB
=

Object Owner Iora
TNSNAMES.ORA Location IC \SMAgent\SCFHAtargets\BS S\Viconfig\tnsnames.ora
File Contents ;I
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Network Settings

Security Server Count
Primary Security Server
Secondary Security Server
Third Security Server
Fourth Security Server
Fifth Security Server
Humber of Security Servers
Runtime Settings
Glossary Text Server
Encoding Scheme
Incoming JDENET Port
Outgoing JDENET Port
Timeout Threshold
Pool Size

OCH Enabled

JON]

B2

[NONE

[NONE

BB B

[nONE

[NONE

[NONE

B B B

|denmlIps11:6079

[1252

6001

BB BB

6003

[a0000

[30
[

BB B

| Note: This example illustrates an installation by selecting NONE under Propagate Enterprise Server Config.

ORACLE

267



JD Edwards EnterpriseOne Tools Chapter 17
Server Manager Guide Create a JD Edwards EnterpriseOne Web-Based Server as a
New Managed Instance

6. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The values on this
form must be confirmed manually. You must validate or update, as appropriate, all configuration items.

| Tip: For help, click the Information icon next to the title of a field.

Note:
o Configure the Default Server Group Configuration Settings

7. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

Create/Register A Managed Instance

Please wait while the managed instance is created)reqgistered, Once complete vou will be redirected to the management page For the newly created instance,

= L \t !
Instance Type Instance Properties Confirmation Finish

Select 'Create Instance' to finalize the creation of the EnterpriseCne Business Service instance,

Cancel Create Instance
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8. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of

the Business Services Server.

After you have completed the installation, the browser is redirected to the Management Console page for
the newly created Managed Instance . This Managed Instance also appears as a Managed Instance in the

corresponding Managed Home .

EnterpriseOne Business Services Server: BSSV_DENMLSAN143_92

General

Status

Software Cl:umpcnhent Wearsion
EnterprizeCne Business Services Test_MB1 07-30-

EE

Instance Properties

Instance Mare (&

HTTF POt

82 5,
#ppication ServerUuster nstanoe
Ir1l-|.l-'rvl-—\. Y, (:IE H | &E,

DM TOAZONGge0] C-JL.:E':Ih:.' MTOAZ 0804
Soitvemre Component
Enteprsedne HTML Semver 9.1.2.4 02-12-2083_08_14

Note: After you have created the EnterpriseOne Business Services Server Managed Instance , unlike all
other web-based server products it does not start automatically. This is because the Managed Instance is
not functional until the Business Services components are installed in it through the special JD Edwards
EnterpriseOne package build process designed for that product. Refer to the JD Edwards EnterpriseOne

Tools Release 9.2 Package Management Guide.

For each registered Managed Instance , the Management Console displays appropriate information at the top

of the page:
o General
- Status
Valid values are:

Running

When the status is Running, the Stop button is available.

Stopped

When the status is Stopped, the Start button is available.
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Note:
o Start or Stop a Managed EnterpriseOne Software Component

- Software Component Version

Displays the version of this Software Component .
o Instance Properties

- Instance Name

The name assigned to the Managed Instance at the time it was created or registered.
- HTTP Port

Displays the HTTP Port for this server and also provides a link to the HTTP server.
- Application Server Instance

Displays the application server into which this EnterpriseOne server is installed and also provides a
link to the application server instance and associated WebSphere Application Server profile.

For information on log files for Managed Instances , refer to the chapter entitled: Available Log Files.

Configuring a Clustered Business Services Server Instance for
Consumer Business Services

Note: If you do not configure a clustered business services server instance, then clustering for consumer business
services cannot be attained and only one business services server will run all consumer business services requests.
This configuration is not applicable if you are using a standalone business services server instance.

You can configure a clustered business services server instance to support clustering for consumer business services.
This clustering feature enables scalability, load balancing, and high availability for consumer business services by
providing multiple incoming ports so that multiple servers in the cluster can open socket connection to different ports
to receive incoming JDENet messages from the Enterprise Server, and the Enterprise Server can send JDENet messages
to multiple clustered business services server ports.

After you create and register a managed instance of a business services server, you can configure the business services
server instance to support clustering for consumer business services.

To create a cluster for consumer business services:

1. Open the Server Manager console.
2. Inthe Managed Homes pane, click the EnterpriseOne Business Services Server instance.
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3. Intheleft-hand side Configuration pane, select Advanced from the View drop-down list, and then click the

Miscellaneous link.

Configuration

View: | Advanced

Cache

Database

HTTF Settings
Inbound Settings

Miscellaneous
Metwork
Runtime Settings

security

T YT TT

P Logagin

<]

4. Inthe Miscellaneous pane, expand the cluster Outbound Configuration item.
5. Inthe Cluster Listen Host/Port field, enter cluster servers with assigned ports.

| Cluster Outbound Configuration
[=] Configuration settings for dustered BSSV Server for outbound operation.

Cluster Listen Host/Port (i)

de

5779|den60207jems:5777

n60203j

203

A Retun To Top

Revertto Defaults | | Apply

Specify multiple servers in the cluster with assigned JDENet listen ports for each server in hostl:port1|
host2:port2|host3:port3 format. Host can be specified with machine name or fully qualified machine name and

IP address.

Deploying the JAR file from the Server Manager Console

To deploy the JAR file from the Server Manager Console, complete the following steps:

Stop the BSSV Server.

NS A UWN

Start the BSSV server.

ORACLE

In the INSTALL section of the Server Manager Console, click the Manage Software.
Upload the JAR file generated from the BSSV Package build process.

Select the uploaded file, and then click the Distribute button.
Navigate to the BSSV Server in the Server Manager Console.

To change the deployed component version, click the Change button.
Choose the previously uploaded package and then click the OK button.
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Create an Application Interface Services (AIS) Server as a
New Managed Instance

You must use Server Manager to install a new EnterpriseOne AIS Server instance.

If you are using Oracle WebLogic Server 12.21 to host the AIS Server, then you must upgrade the AIS Server and Server

Manager to EnterpriseOne Tools 9.2.0.5. You cannot run AIS Server releases 9.2.0.4 and lower on Oracle WebLogic
Server 12.2.1.

Note:
« Prerequisites and Recommended Installation Sequence for Managed Instances for Web-Based Server Instances

- JD Edwards EnterpriseOne Application Interface Services Server Reference Guide

Note: Starting with Tools Release 9.2.7, you can select the JAS server while creating an AlS server as a New Managed
Instance. The Propagate JAS settings column enables you to choose the JAS server and the settings for JDBj.ini and
tnsnames.ora are copied directly from the JAS server to the AlS instance.

To install an AIS Server instance:
1. Select the Managed Home in which you wish to install the AIS Server.
- | Hanaged Homes.

Shown bebow are each of the nown managed homes and the managed instances they contain. If there is a managed home that i not running and you with to not

Select [Managed Homel: | Remowve | Stop | | Update |

Sebact B | Sslact MNone

HManaged Instances Ll

]
Orade Weblogc Server 119

ﬂﬁm

WAS
[8M WebSphere 7
1} Running

2. Click the Create a New Managed Instance button to create the Managed Instance in the Managed Home.
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Create/Heqister A Managed Instance

SaaT che Tyrsll o Prgeagad W pou aeich B2 creson’ e, T i Tha Frsr of o four mep prooesa:

1 Seleon the Tasget Tyse
Choces tha tien of mansosd Bepe o winh B ongin.

1, Emape [nsnance Properes.
T PSRBT prooartin e it acrimed mioriton aed o coassl oF PR Fha Mg e g

1. Leelirm Configoratisn [tems

Formy configuraiion ens caongs by sorfigured srometoaly-or Peguire wakcian: of tha idefaul vakoer.

Th b o Pt meap whien o aecvial eraintson o pegimtrarion of the bt et aoours.

4

Register a Deployment Server Instance
Fegiser an Existing Deploymeant Somver

Register or Create an Enterprise Senver Instance

5

[mptall Hirer | eerpeice Sevver
Rigevtor uh Fxfiting Cnberprins Soreer |

Register a Microsoft S0LServer Database
Ragreter an Exivting Micronclt SLEsnetr Databawe |
Register an Oracle Database Server
Register an Fxinting Oracks Database -
Register a Web Server Instance

Oracle Application Server 100 0x )
Orachs Wabloge Servar 11y 7

Cwadls Welidsgie Sarver 13e

Dirirthe Wbl ogic Sareer 1dc )
Websphers Apphications Server a0
Wikhphera Application Sereer 73 [}
WiekSahers Appleation Server £.5/0x

Deploy a Mew Enterprizeline Web Component

[y Intmrisce Servioe
Lt

{ mterprisrling s Seniom Seever
F it rprmapliog HTHL fprver

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Application Interface Services

273
ORACLE



JD Edwards EnterpriseOne Tools Chapter 17
Server Manager Guide Create a JD Edwards EnterpriseOne Web-Based Server as a
New Managed Instance

4. Click Continue.

Create/Register A Managed Instance

Shown below are all the instance properties that are required to create/register a new instance of the selected type. Complete the required fields and select "Continue’ to proceed to the next
step, The instance name must be unigue within this management domain and may only contain the characters [a-28-2_0-9]; spaces or other special characters are not permitted.

Instance Type Instance F-')rl}ﬂtl'tlt'i Confirmation Fm-l.sh
Server Group | defaull v
Instance Name
JIEE Server| Cluster w
HTTP Port (T7TB
Software Component | EnlemprseOne Apphcation inlerface Senices Senver 92.6.3 01-10-2022_11_14 W

Propagate JAS settings hd

Cancel | | Continue |

5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the dropdown menu to select the Server Group where you want this instance to belong.

Also refer to Administer Server Groups
o Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probucT_server_porT Where probucr is the JD Edwards EnterpriseOne server
type, such as JAS, RTE, CollabPortal, AlS, or BusSvcs; where server is the machine on which the
instance is installed; where port is the HTTP port which is defined for use by this server.

o J2EE Server

Use the dropdown to select a valid J2EE server.
o HTTP Port

You must ensure that the port that you specify is available and is not being used by any other application
currently installed and running on the server on which the application server is running.

Note:
- Verify HTTP Ports
- HTTP Ports on UNIX Operating Systems

o Software Component

Use the dropdown to select the version of this Software Component that you wish to install.
o Propagate JAS Settings (Tools Release 9.2.7)

Use the dropdown to select the JAS instance to propagate the JDB;j.ini and tnsnames.ora file of the JAS
instance into the AlS instance.
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6. Click Continue.

Create/Register A Managed Instance

Shovm below are the configuration items that must be manually confirmed, Please validate or update, as appropriate, the configuration items. Once complete select 'C
¥, ) o A
Instance Type Instance Properbes Confirmation Finish

All Settings
HTHML Server End Point Host Hame (1) |
HTML Server End Point Port [
HTHL Server End Point Protocol [} | hip =]
Default Role (0 [*ALL

Default Envirconment (i)

7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The page displays
the settings that are typically required to successfully start your instance. The values on this form must be
confirmed manually. You should validate or update, as appropriate, all configuration items.

Note: When setting up an AIS server instance, you should also review the Allowed Hosts setting for the
corresponding EnterpriseOne HTML server instance.

I Tip: For help, click the Information icon next to the title of a field.

| Note: Configure the Default Server Group Configuration Settings

8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

Create/Register A Managed Instance

Flease wait while the managed instance is crestediregistered, Once complete vou will be redirected to the management page for the newly created instance.
¥

o _/ Ay =
Instance Type Instance Properties Confirmation Finish

Thee Finad step inchades deploying the EnterpriseCne Transaction Server bo the 12EE spplcation server, This process may bake fifbeen or more minubes bo complebe.,
Cinoe complebe the HTTP server associabed with the 12EE appbcation server must be restarted manually
Cancel || Create Instance

9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of

the AIS Server.
After you have completed the installation, if you are running on WebSphere, the HTTP server associated with the
J2EE Server must be restarted manually. If you do not restart the HTTP server, you will not be able to login to the AIS

instance.
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EnterpriseOne Application Interface Services: AIS_JAS_B001

General Instance Propertices
Status Instance Mams N
Stopped | Start | AlS_JAS5_8001
Software Component Varsian HTTP Part (i)
EnterprseOne Apphcation Intarface Senvices Server 9.1.4.0 12-02- 8305
Apphcation Server/Ciuster Instance
2013_02_39 | Change... | vieblogic sanver (Omde Weblogic Instance: weblogic semver

~ Domain: E1 ADF, Server: DvO10ADF)
Software Component
Enterprsa0ne Appbcation Interface Senaces Server 9.1.4.0 12-03-
2013 02_3%

| Available Log Files

Display Logs Modified Within 1 Hour ¥ 24 Hours A8 Howrs 1 Week No Lt
Foir oy fes e fowund,

You can verify the updated fields for JDBj.ini and tnsnames.ora after you have created the new managed instance. To
check

Open the newly created managed instance.

Navigate to the Configuration section on the left

Click Database.

Scroll down to view the JDBj.in and tnsnames.ora sections. The information is updated, except the password
fields, as per the JAS server you selected while creating the managed instance.

If you want to use TLS with AIS server, ensure that you update the field Use TLS to true under JDBj Runtime Properties
section.

PWN

Note: AIS instances created prior to this enhancement will also have the Database configuration with default values
for JDBj.ini and tnsnames.ora. You can configure the fields as per your requirement.

To verify the installation is successful:

1. Navigate to the AIS Server instance.
2. Click on the Test connection link.

I Note: The Test connection link is only enabled when the server is running.
3. Review the DefaultConfig file.

I Note: ciick here to view recordings on monitoring the AIS Server.

After you have completed the installation, the browser is redirected to the Management Console page for the newly
registered AIS Server. This server also appears as a Managed Instance in the corresponding Managed Home.

For each registered Managed Instance, the Management Console displays appropriate information at the top of the
page:

- General

o Status
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Valid values are:

Running

When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.

I Note: Start or Stop a Managed EnterpriseOne Software Component
o Software Component Version

Displays the version of this Software Component.

I Note: Change a Managed EnterpriseOne Software Component

- Instance Properties
o Instance Name

The name assigned to the Managed Instance at the time it was created or registered.
o HTTP Port

Displays the HTTP Port for this server and also provides a link to the HTTP server.
o Application Server Instance

Displays the application server into which this EnterpriseOne server is installed and also provides a link
to the application server instance and associated managed server (Oracle WebLogic Server) or profile
(WebSphere Application Server).

For information on log files, refer to the chapter entitled: Available Log Files

Instance Access Configuration (Tools Release 9.2.2.2)

The Instance Access Configuration section enables the Server Manager Console Administrative user to configure the
properties to access the managed instance.

Note: This option is available only to the Administrative users.

The Instance Access Configuration fields are prepopulated with default values in the Managed Instance home page. The
administrative user can edit these values in the Instance Access Configuration section and save the values by clicking
the Apply button. The Instance URL field in the Instance Properties section is updated based on the values provided by
the user.

Instance Name (i
EA_J15_8080

Instance URL
http://den00xaa.us.oracle.com:8080/jde/owhtml/
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Note: The value in the Hostname/ IP Address configuration field is used as the Instance URL. If your managed
instance is on Cloud, enter the Public IP in the Hostname/ IP Address configuration field. The Health Check feature
uses the Fully Qualified Domain Name to access the managed instance.

The following example shows the Instance Access Configuration window for the HTML Web Server and the
EnterpriseOne Application Interface Services Server.

You can click the help icon next to each of these fields to see the details.

- | Instance Access Configuration
Configure the details nesded to access the managed instance
551 Enabled
Hostname/ 1P Address i) denO0xaa.us.oracle.com
Port i) B80S0
Fully Qualified Domain Name  [i) denl0xaa us.oracle.com

Apply

The following configuration options are available for the EnterpriseOne Transaction Server and EnterpriseOne Business
Services Server:

« SSL Enabled
Port
Fully Qualified Domain Name

Similarly, the following configuration options are available for the Enterprise One ADF Server and Enterprise One
Orchestrator Studio:

- SSL Enabled
Port
Hostname/ IP Address

Note: As of Tools Release 9.2.2.2, the Instance URL is displayed instead of the HTTP port in the Instance Properties
section of the HTML Server, AIS Server, ADF Server and the Orchestrator Studio. This instance URL is displayed only if
the instance is running.

Configure the Scripting Libraries (Release 9.2.6)

Starting with Tools Release 9.2.6, the AIS Server is no longer preconfigured to create and run Groovy scripts. To edit or
run the existing Groovy scripts or to create new ones, you must first configure the AIS Servers with the Groovy libraries
using the Server Manager. You must follow the same process for Jython. The AIS Servers are preconfigured for JRuby.

The previously shipped release for Groovy was Groovy 2.5.8. The following five jars are recommended to support the
main functionality in orchestrations using Groovy.

groovy-2.5.8.jar
groovy-json-2.5.8.jar

groovy-jsr223-2.5.8.jar
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groovy-sql-2.5.8.jar
groovy-xml-2.5.8.jar

You can also upload additional groovy-* jar files based on the use of the Groovy API.
Download the Groovy JAR files from https://groovy.apache.org/download.html
Download the Jython JAR file from https://www.jython.org .

Uploading the JAR File

1. Navigate to the AIS Server instance.

2. Stop the AIS Server instance.

3. Onthe AIS Server instance page, in the Upload JAR section in the left panel, click the Scripting JAR upload link.
The Scripting JAR Upload page is displayed.

4. Inthe Upload JAR section, click Choose File, and then browse and select the JAR file.

5. Click the Upload button.

Note: Verify that the uploaded JAR file is listed in the Available Scripting Libraries section along with the
scripting library file name, type, and version details. To delete an already uploaded scripting JAR file, select
the required JAR file in the Available Scripting Libraries section and then click Delete.

6. Restart the AIS Server instance to apply the changes.

Development HTML Server (Release 9.2.9)

Starting with Tools Release 9.2.9, you must use Development HTML Servers in EnterpriseOne to perform development
activities. See JD Edwards EnterpriseOne Development Client Installation Guide for details.

In order to allow an HTML server to perform development activities (LOCAL BSFN callbacks to development clients, ER
Debugging on development clients, etc.), a single configuration setting in Server Manager must be enabled. To enable
web development for an HTML server, in the left-hand side Configuration pane, select Advanced from the View drop-
down list, and then click Miscellaneous. Under the section Web Development, select Web Development Allowed.
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—| Web Development

Web Development Allowed [
Web Development Allowed ]

~| Health Check Conf )
INI Filename

Configuration Settings fo fslotfemse424/oraclefjde_agent_web/SCFHAtargets
ftga_9270_lnx_jas_ems6424_31028/config/jas.ini
INI Section Mame
WEE DEVELOPMENT
INI Entry
WebDevelopment

Indicates whether or not this HTML server should allow
users to perform development activities on this HTML
Server (such as debugging, displaying applications and
running event rules using user specs, etc.). When
selecting this option, it is advisable to increase the
Health Check I Tymequt Threshold (enterpriseServerTimeout) setting in
) the Network (JDENET) section as well as the User
Health Check Intera cacqinn Cache Timeout (UserSession) in the
Cache->Cache Configuration (CACHE) section to allow
time to debug BSFNs on the development client and
avoid BSFN and user séssion timeouts on the HTML

| Automatic Spec G >2TVEL

Note: It is advisable to increase the Timeout Threshold and the User Session Cache Timeout settings to allow
development users time to debug BSFNs as well as extend their session times on the HTML Server. These values will
differ depending on the needs of the developers.

Understanding How to Use Manage HTML Logs Application
(P982101W) (Tools Release 9.2.9)

Starting with Tools Release 9.2.9, JD Edwards EnterpriseOne provides a new Manage HTML Logs application
(P982101W). This application enables the developers to manage the HTML Server log settings and log files for a logged-
in user in EnterpriseOne.

With the Manage HTML Logs application, developers can use the JD Edwards Web Client to view and update their
HTML server logging settings; and view, download, and delete their HTML server log files.

Note: The Manage HTML Logs application is only accessible from HTML Servers that have the Web Development
setting enabled. See Development HTML Server (9.2.9) for details.

The HTML Client can be accessed either through JD Edwards Solution Explorer from a windows development client
or directly from a browser. The Manage HTML Logs link on the drop-down menu under the user name will only be
available when accessing the HTML Client through JD Edwards Solution Explorer.
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In EnterpriseOne, click Navigator, and then click EnterpriseOne Menus. From the EnterpriseOne Life Cycle Tools, select
Application Development, and then select Manage HTML Logs (P982101W). Alternatively, you can use the fast path to
access the application.

Note: Only Administrators can grant access to Manage HTML Logs application. For details see (Tools Release 9.2.9)
Web Product Log Instance Management webProductLoglnstance in Assign Server Group Permissions.

The Manage HTML Logs application consists of two sections. The first section, Log File Configuration, is used to
manage (add/modify/remove) the log configuration. The second section, Available Log Files, is used to manage
(refresh/download/delete) the log files.

Managing Log File Configuration

Follow the steps in this section to understand how to configure a new log file.

1. Access Manage HTML Logs application.

2. To create a new log file configuration, click the Add button. This creates a new log file configuration under the
Log File Configuration section with the default settings.

Note: There can only be one log file configuration for the currently signed-in user. After a log file
configuration is created, the Add button is disabled until the log file configuration is deleted.

The log file configuration is also displayed in Server Manager in the User Specific Log File Configuration
section. The log file configuration has the same modifiable settings described in the section Accessing User
Logging in Server Manager Console.

To modify which Log Components are active, select the Log File Configuration record.
Click the Row menu, and then click Log Components. This displays all available log components.

5. To choose log components different from the default, select the desired components and then click the Close
button.

6. After all modifications have been made to the log file configuration record, click the Save button.
To disable logging, select the record from the Log File Configuration section and then click the Delete button.

P W

Note: Logging for the currently signed-in user remains active (even on subsequent logins to the HTML Server) until
the log file configuration record is deleted. It is always a good practice to delete the log file configuration record when
logging is no longer needed.

Managing Available Log Files

This section explains how to manage available log files.
To refresh the list of available log files, click the Refresh button in the Available Log Files section.
Use the Display Logs Modified Within Range drop-down menu to filter the list of available log files.

To download one or more log files, select the log file(s), and then click Download. Depending on the browser used, the
developers may need to select a location for the file(s). The selected log files are downloaded in a compressed folder

(-zip)

The first part of the log file name(s) matches the log file(s) selected. However, there are some extra characters at the
end of the log file name(s). These are simply a time stamp and other characters to make the log file name(s) unique
during the transfer from the HTML Server to the browser.
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To delete log files, select the log files you want to delete from the Available Log Files section and then click the Delete
button.

Note: Log files for the currently signed-in user remains on the HTML Server until they are deleted. It is always a good
practice to delete log files when they are no longer needed.
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18 Install a JD Edwards EnterpriseOne Data
Access Driver

Prerequisites and Recommendation Installation
Sequence for the Data Access Driver

It is important to note that the Data Access Driver differs from the existing Data Access Server. In addition to
implementation differences, the Data Access Driver utilizes a different, more efficient, read-only JDBC driver to access
the database.

Tip: For integration with Bl Publisher, the recommended configuration is the Data Access Driver.

For implementation details, refer to the JD Edwards Interoperability Guide on the Oracle Technology Network:
http://www.oracle.com/technology/documentation/index.html

This list shows the prerequisites and recommended installation sequence for the JD Edwards EnterpriseOne Data
Access Driver:

1. Prerequisite: Management Agent is installed on target machine.

Refer to Installing the Server Manager Management Console and Agent.
2. Prerequisite: The Data Access Driver Software Component is uploaded to the Management Console.

Refer to Upload Software Components.
3. Prerequisite: The Data Access Driver Software Component is distributed to the target Managed Home.

Refer to Distribute or Delete Managed EnterpriseOne Software Components.
4. Prerequisite: Create a Data Access Driver.

Refer to Create a Data Access Driver.

Note:

Refer to the JD Edwards EnterpriseOne Interoperability Guide in the chapter Using Java Database Connectivity
for additional tasks and topics related to the Data Access Driver.

- JD Edwards EnterpriseOne Bl Publisher for JD Edwards EnterpriseOne Guide

Create a Data Access Driver

You must use Server Manager to create a Data Access Driver.
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Note:
« Prerequisites and Recommendation Installation Sequence for the Data Access Driver

To install a JD Edwards EnterpriseOne Data Access Driver:
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I ——

Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and you wish to
not see it listed here you may remove it.

Select [Managed Home]: | Remove | | Stop | | Update |

Select All | Select None
Managed Home Location | @ Managed Instances 6]
O f} ?;I;II‘I\SS.%E.DEDWARDS.COM No managed instances.
ome C

1. Select the Managed Home in which you wish to install the Data Access Driver.

| Managed Instances h

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type
this may involve uninstalling andjor deleting the EnterpriseOne server installation.

Select [Managed Instance]: | Remove Instance ]

Select All | Select None

Instance Name |, @ . Managed Instance Type .@ State @
|:| DENLCMLXZ EnterpriseServer EnterpriseOne Enterprise Server ﬁ'Runninq
] ocm Oracle Configuration Manager J}Stopped

(| Create Hew Managed Instance I]
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2. C(lick the Create a New Managed Instance button to create the Managed Instance in the Managed Home.

Create/Reqister A Managed Instance

Seact T Tyt of maraed GrpE yow werh T Ceas g The i e For of 3 four e omceas:

£. Salaer tha Targer Typa
Ehixirin Bl bt oF miragd gt g wEh B caate

1. Erver Instance Propesties
Tha AIBAEE 2 0l el Hioetied (AR Lcied B Ch & S Bl Tl B L

3, Canlfiems rens

ok corfiguratns el cetrit b afipuead MEamaEcaly o negenn vileleton of the Skt v

miﬂrﬁ'mﬁlﬂﬂ_ﬂ*fﬂm#wﬂﬁmmmﬂ

-

Register a Deployment Server Instance

Ragster an Exicting Deglopment Server 0

Register or Creale an Enterprise Server Instance
Insiall Heva Emtrpeioe Servmr
Register 4o Txisting [nterprne Sereer

Register a Microsaft SQ1 Server Database
Poggintor an Exining Hicroush S0 Sencer kst 7!
Register an Oracke Database Server
Flbgiitir an Existing Oracks Datebase
Register 2 Web Server Instance

Oracle Application Server 10LL 1 ()
Oracls Weblogic Servar 11

Drwcle Weiblogic Server 132

Cirnete Woalbl oigat Sarver 142 (1
Websphers Application Server fx
Waebdiphers Apphcation Sereer 7.0 1
WakSbers Applicution Sereer 1.5/ 0 (i

Deploy a New EnterpriseOne Web Component

[ntavprsaling AF Sarear

Estaviriindig Coflaborativg Portall Sereir

i Dints Acress Dwpenr - 3

Ertmrpriseis ety Sccmi Sarper

Ememaseine Oroestrmne Soudss Server ()
fntarpriseline Applcation Lnterbsce Serdoe ) "

Emerprisslne Transeton Seeer "0

{ntwrprirng ismineys Servioe. Server

Enterprinading HIML Sarver

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Data Access Driver

Tip: Ensure you choose the correct instance type for your intended installation. That is, there are two similar
appearing instance types, one for Data Access Server and one for Data Access Driver.
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4. Click Continue.

Create/Register A Managed Instance

Shawn below are all the instancz oroperties that are required to createfregister a new instanoz of the selechked type, Complete the reauired fidlds and select 'Conbrue' to praceed fo the mext step,
characters [a-2a-F_0-5]; cpaces or ather specid dharacters are not permithed

3 - -

o e L)
[natance Type Instance Propertes Confrmation Fneh

Server Group | JOE -

Instance Name |B|P

Usage Type | 10g Bl Publizher ‘FI

Install Location |-=:B| PUB_ROOT='xmlpserverixmlpse e WEBINFIlL

Software Compencnt | EntsrprizeOne Data Access Driver 3.1.3.1 04-02-2013_08_3% ;l

Fropagate Enterprise Server Config

Note: The Propagate Enterprise Server Config drop-down appears only if any enterprise server is registered
within the Server Manager console. The Propagate Enterprise Server Config drop-down contains the available
enterprise server instances registered with the SM console within a particular selected server group. NONE is
added to the drop-down by default.
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5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the pull-down to select the Server Group to which you want this instance to belong.

Also refer to Administer Management Console Users and User Groups.
o Instance Name

Enter the name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probuct_server_porT Where probuct is the JD Edwards EnterpriseOne
instance type, such as pata_access_priver, and where server is the machine on which the instance is
installed, and where porr is the HTTP port which is defined for use by this server.

o Usage Type
Use the pull-down to select the usage type for this Data Access Driver.

If you choose Bl Publisher, that application must already be installed. By default, Server Manager
populates this field with the typical value for a Bl Installation location, where you must manually complete
this variable value for your installation:

<BIPUB_ROOT>
For example, a typical completed location to a Bl Publisher installation might be:
Bl_Home\applications\xmlpserver\xmlpserver\WEB-INF\lib

If you choose Generic, you must provide the complete path to the application directory into which you
wish to install the Data Access Driver. For example:

C:\jde_generic_read only driver_ application

This location must be unique, must be empty, and must not be within the Management Agent directory
structure.

o Software Component
Use the dropdown to select the version of this Software Component that you wish to install. For example:

EnterpriseOne Data Access Driver Version 8.98.0.5 09225
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6. Click Continue.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select 'Continue’ to the installation registration step.

1DB] Database Configuration

System Datasource Name
Database Type

Database Name
Database Server Name
Database TCP/IP Port
Physical Database
Object Owner

Bootstrap User
Bootstrap User Password
Bootstrap Role
Bootstrap Environment

THNSHAMES.ORA Location

File Contents

B BRRPBRRERREBREBBBBBEBB

e
Instance Type Instance Properties

TOOLS9101 - 910 Server Map
o]
TOOLSH0E
TOOLS910E
1470
JDE910
SVM910
JDE

JDE

*ALL
JDVI00

&
Confirmation

]
Firish

IC:\ SMAgent\SCFHA\targets\BIP\configitnsnames.ora
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Network Settings

Managed Home
Instance Name
Outgoing JDENET Port

Back Off Time
Incoming JDENET Port
Timeout Threshold
Pool Size

Primary Security Server

®
®
®
®
®
®
®

@

C:\SMAgent\SCFHA
BIP
6015

DNDEDASVM4

/i All the configurations inherited from the selected Enterprise Server are displayed in readonly mode. If you choose to change these values you can do so only after the instance is created.

| Note: This example illustrates an installation by selecting an enterprise server to be propagated.
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Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select ‘Continue’ to the installation registration step.
p — e

L) o L
Instance Type Instance Properties Confirmation Finish

JDB] Database Configuration

System Datasource Name

| oracle Database =l

Database Type

Database Name

Database Server Name

Database TCP/IP Port

Physical Database

0Object Owner

Bootstrap User

Bootstrap User Password

Bootstrap Role

Bootstrap Environment

THSNAMES.ORA Location IC :\SMAgent\SCFHAtargets\BIP\config\tnsnames.ora

BEBBEBBBEBRBBBBBEBRER

File Contents
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MNetwork Settings

Managed Home (i) [C:\SMAgent\SCFHA

Instance Name [i) IBlP

Outgoing JDENET Port (i) |5030

Back Off Time [i) |3.|}|}|}|)

Incoming JDENET Port (@) |5m

Timeout Threshold [i) |3.|}|}[)|){}

Pool Size (@) |50

Primary Security Server [i) IN(}NE

I Note: This example illustrates an installation by selecting NONE under Propagate Enterprise Server Config.

7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The values on this
form must be manually confirmed. You must validate or update, as appropriate, all configuration items.

| Tip: For help, click the Information icon next to the title of a field.

Note:
o Administer Management Console Users and User Groups

8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

"

I &, &9, .
Instance Type Instance Properties Confirmation Finish

After installation is complete, distribute any needed jdbc drivers before using the Data Access Driver.

Cancel Create Instance
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of
the EnterpriseOne Data Access Driver.

EnterpriseOne Data Access Driver: testa2bi

General Instance Properties
Status Install Location
Running Z:\OraBIPub\oc4j_bi\j2ee\home\appl
Software Component Version Instance Usage Type (i)
. ) ] BlPublisher
Eﬂt&!tﬂS&Orle Data Access Driver Version 8-9805_0%225 Change... | Instance Name |t
testazhi

- Available Log Files  «,

Display Logs Modfied Within O 1 Hour ® 24 Hours O 48 Hours O 1 week O No Limit
v There are 15 additional log file(s) that were last modified earber than the selected limit,

Once the installation is complete the browser is redirected to the Management Console page for the newly registered
Data Access Driver. This driver also appears as a Managed Instance within the corresponding Managed Home.

For each registered Managed Instance, the Management Console displays appropriate information at the top of the
page:

- General
o Status
Valid values are:
- Running

This status is set whenever the Management Agent on the machine where the Data Access Driver
is installed reports that the Java class is loaded for use by Bl Publisher or the Generic application.
The agent checks and reports status periodically so the status shown by Server Manager will be
accurate within a few minutes.

Note that unlike Managed Instances for Servers, there is no option to Stop the driver from Server
Manager. Therefore, no Stop button is displayed.
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- Stopped

This status is set whenever the Management Agent on the machine where the Data Access Driver
is installed reports that the Java class is unloaded by Bl Publisher or the Generic application.

The agent checks and reports status periodically so the status shown by Server Manager will be
accurate within a few minutes.

Note that unlike Managed Instances for Servers, there is no option to Start the driver from Server
Manager. Therefore, no Start button is displayed.

o Software Component Version
Displays the version of this Software Component.

You must stop the system using the Data Access Driver (Bl Publisher or Generic) before you can change
the Software Component Version.

Note:
« Change a Managed EnterpriseOne Software Component

- Instance Properties
o Install Location

The location where the Data Access Driver was installed.
o Instance Usage Type

Identifies the usage type of the Data Access Driver as either Bl Publisher or Generic.
o Instance Name

The name assigned to the Managed Instance at the time it was created or registered.
For information on log files, refer to the chapter entitled: Available Log Files.
Configuring Multiple Environments for Data Access Driver (Release 9.29)

Starting with Tools Release 9.2.9, you can configure Data Access Driver to access multiple environments by entering
path code details in the Path Codes field. If you leave this field blank, the system enables Data Access Driver to access
all the pathcodes.

To configure multiple JD Edwards environments for the Data Access Driver, follow these steps:

1. Login to Server Manager.

2. Inthe Server Manager Console, click DAD_FND in the Managed Instances.

3. Navigate to Configuration section, select Advanced option from the View drop-down list.

4. Select Installation option.

5. Inthe Data Access Driver Pathcode Configuration window, enter the names of JD Edwards environments
separated by commas in the following format: ('pvez2o', 'pp920') in the Path Codes field.

6. Click Apply.
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The values were saved at Mon Sep 02 2024 14:44:08 GMT+0530 (India Standard Time), please check for errors before proceeding.
These settings control the usage of environments in a multi-pathcode setup.

Path Codes (i) (DV920','PD920') e

| Revert to Defaults | | Apply |
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19 Manage an Oracle Database Instance

Prerequisite for registering an existing Oracle Database
as a new Managed Instance

This chapter discusses the topics that are necessary to register an existing Oracle Database as a Managed Instance.

1. Management Agent is installed on the same target machine where you have installed the Oracle Database
which you are trying to register.

2. As an oracle user, you must be able to login to the database using the following value:
sqlplus / as sysdba.

Ensure that the ORCL_SID, ORACLE_HOME, and PATH environment variables are properly configured.
Refer to Chapter 1, "Installing the Server Manager Management Console and Agent".

Register an Existing Oracle Database as a New Managed
Instance

| Note: The steps explained in this section are applicable only for Linux OS.

To register an existing Oracle Database instance:

1. Select the Managed Home with which you wish to register the Oracle Database. Click the Create a New
Managed Instance button to create the Managed Instance within the Managed Home.

-] Managed Instances }é}

Shown below are all the manaaged instances owned by the managed home. Use caution when removing instances. Depending on the instance bype
this may involve uninstalling andor deleting the EnterpriseOne server installation.

Select [Managed Instance]: Remove Instance
Select All | Select Mone
Instance Name | 'V Managed Instance Type L) State (i
D DENLCMLEZ EnterpriseServer EnterpriseOne Enterprise Server 1+ Running
[]  ocm Oracle Configuration Manager & Stopped

( Create New Managed Instance ]
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2. On Create/Register a Managed Instance, Instance Type, select this radio button:

Register an Existing Oracle Database

Create/Register A Managed Instance

Select the type of managed target you wish to create/register. This is the first of a four step process:

1. Select the Target Type
Choose the type of managed target you wish to create.
2. Enter Instance Properties
The instance properties are the required information used to create or register the managed target.
3. Confirm Configuration Items
Some configuration items cannot be configured automatically or require validation of the default values.
4. Installation
This i the final step where the actual installation or registration of the managed target occurs.

(o
Instance Type Instance Properties

Register a Deployment Server Instance
Register an Existing Deployment Server
Register or Create an Enterprise Server Instance

Install New Enterprise Server
Register an Existing Enterprise Server

Register an Oracle Database Server

Register an Existing Oracle Database (®

Register a Web Server Instance

3. Click Continue.

o
Finish

ORACLE
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4. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group

Use the drop-down menu to select the Server Group to which you want this instance to belong.
o Instance Name

Enter a name for the instance.
o Oracle Database Server Host/IP

Enter the name of the Oracle Database Server Host or IP.
o Port

Enter the Port.
o SID

Enter the System ID.
o Password

Enter the password.

Server Group | defauk ¥
Instance Name oral01
Oracle Database Server Host/IP  localhost
Port 1521
sip orcl

Password ""‘"“{

5. C(lick Continue.

6. On Create/Register a Managed Instance, Confirmation, review the key configuration items, where the web page
displays a variety of fields depending on the database and environments of your installation.

You can further configure any item as required.
7. Click Continue.
8. On Create/Register a Managed Instance, click the Finish to complete the registration of the Oracle Database.
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9. After you have completed the installation, the browser is redirected to the Management Console page for
the newly registered Oracle Database. This Oracle Database also appears as a Managed Instance in the
corresponding Managed Home.

For each registered Managed Instance, the Management Console displays appropriate information at the top of
the web page:

General
o Software Component Version

Displays the version of this software component.
o Status

Valid values are:

Running

When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.

Instance Properties
o Instance Name

Displays the name of the instance.
o Oracle Database Server Host/IP

Displays the name of the Oracle Database Server Host or IP.
o Port

Displays the port number.
o SID

Displays the System ID.
o SYS/SYSTEM Password

To change the Oracle Database password, click the Reset button, enter the new password, and then click
the Save button. Note that this functionality works only with the Database Cloud Service if the PDB name
is jdeorcl.
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(2) Documentation and Support

Select Instance... |

What do you want to do?

INSTALL
» Management Agents
» Manage Software
b Database Drivers
CONFIGURE
b Server Manager Users
b Server Groups
TRACK

b User Activity.
b Server Activity
b Table Cache

Configuration

The selected managed instance does not have any
configuration items within Server Manager,

Work with Configurations

» Compare Instances
b Save or Restore

ORACLE

Qracle D : jde db

v) EnterpriseCne Schema Deployment () évailable Log Files

General

Viersion
12.1.0.2.0

Ls
Rurring | stop
Software Camponent Version
EnterpriseOne Schema For Oracle 9.2.1.0 08-28-2016_12_47

Stat

/=] EnterpriseOne Schema Deployment
Currently Running EnterpriseOne Schema Deployment: Detals

Component
E1_ORACLEDE 9.2.1.0_06-26-2016_12_47 jar
=l Available Log Files ()

Display Logs Modified Within ) 1 Hour ® 24 Hours ) 48 Hours () 1 Week
No dog files were Found.

No Limit

Instance Properties

Instance Name

Jde_omesdemodh
Oracle Database Server Host/IP

omcscemnodb, compute-emeaaujdedbes2, oracedoud.internal
Part

1521

ORCL
STS/SYSTEM Passward

Save | | Reset

Status
SUCCESS

AJRetur
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20 Manage an IBM i Database Instance

Prerequisites for Registering an Existing IBM i Database
as a New Managed Instance

This chapter discusses the topics that enable you to register an existing IBM i Database as a managed instance.

1.

Management Agent is installed on the same target machine where you have installed the DB2 that you are
planning to register.

Note: Refer to Chapter 1 of this guide, "Installing the Server Manager Management Console and Agent".

As an IBM i user, you must be able to log in to the database with the following authority:

*ALLOBJ *SECADM *SAVSYS *IOSYSCFG *JOBCTL
You must enable the IBMi DB2 database for Transport Layer Security (TLS). Refer to the JD Edwards
EnterpriseOne Applications Installation Guide for Code Current.

Register an Existing IBM i Database as a New Managed
Instance

I Note: The steps explained in this section are applicable only to the IBM i OS.

To register an existing IBM i Database instance:

1.

Select the Managed Home with which you want to register the Oracle Database. Click the Create a New
Managed Instance button to create the Managed Instance within the Managed Home.
| Managed Instances

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance bype
this may involve uninstalling andfor deleting the EnterpriseOne server installation.

Select [Managed Instance]: Remove Instance
Select All | Select Mone
Instance Name | Li) Managed Instance Type ) State 6]
D DENLCML¥Z EnterpriseServer EnterpriseOne Enterprise Server ﬂ} Running
[] ocm Oracle Configuration Manager {3 Stopped

( Create Hew Managed Instance ]

On Create/Register a Managed Instance, Instance Type, select this option:
Register an Existing IBM i Database
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Create/Register A Managed Instance

Select the bype of managed barget you wish to createjregister. This is the first of a four step process:

1. Select the Target Type
Choose the type of managed target you wish to create.
Z. Enter Instance Properties
The instance properties are the required information used to create or register the managed target.
3. Confirm Configuration Items
Some configuration items cannot be configured automatically or require validation of the default values.
4. Installation
This is the Final step where the actual installation or registration of the managed target occurs.,

Instanc_e Type Instance 5roperties Conf |rr_nat|on F\ﬂTSh

Register a IBM i Database

Register an Existing IBM i Database |®

3. Click Continue.
4. On Create/Register a Managed Instance, Instance Properties, complete these fields:

o Server Group

Use the drop-down menu to select the Server Group to which you want this instance to belong.
o Instance Name

Enter a name for the instance.

Instance Type Instance Isrnperties Corffirmation Finish
Server Group | defaut ¥

Instance Name .ﬁrstibmi|

Click Continue.
6. On Create/Register a Managed Instance, Confirmation, review the key configuration items, where the web page
displays a variety of fields depending on the database and environments of your installation.

ui

You can further configure any item as required.

7. Click Continue.

8. On Create/Register a Managed Instance, click Finish to complete registering the Oracle Database.

9. After you have completed the installation, the browser redirects you to the Management Console page for
the newly registered Oracle Database. This Oracle Database also appears as a managed instance in the
corresponding Managed Home.

For each registered managed instance, the Management Console displays the appropriate information at the
top of the web page:
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General
o Software Component Version

Displays the version of this software component.
o Status

Valid values are:

Running

When the status is Running, the Stop button is available.

Stopped

When the status is Stopped, the Start button is available.

Instance Properties
o Instance Name

Displays the name of the instance.
o IBM iDatabase Server Host/IP

Displays the name of the Oracle IBM i Server Host or IP.
o IBMi Current Job User

Displays the current job user name.
IBM i Database: firstibmi

Chapter 20
Manage an IBM i Database Instance

) EnterpriseOne Schema Propetties V) Available Log Files

General

Wersion
07.03.0000 ¥7R3m0
Status

Running | Stop

Software Component Version
Health Check Status

Run Health Check

ORACLE

Instance Properties

Instance Name (i)

firstibrni
IBM i Database Server HostfIP (&)

dengasl.us.oracle.com
IBM i Current Job User (i)
QSECOFR
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Update an HTML Instance (JAS) to Enable TLS (Release
9.2.6.0 - IBM DB2 only)

Note: The steps explained in this section are applicable only for connections to the database for IBM i DB2 for IBMi
and DB2 for Linux, UNIX, and Windows.

To update an HTML Server to enable Transport Layer Security (TLS) to an IBM DB2 database server:

1. Select the Managed Home of the JAS instance for which you want to enable TLS.

2. Navigate to <HTML Server Instance > Configuration > Advanced > Database > JDBj Runtime Properties.
3. Set the following value:

Use TLS = true

For additional information on setting up TLS for the IBMi, refer to the JD Edwards EnterpriseOne Applications
Installation Guide for Code Current , in the section Enabling TLS (Release 9.2.6) .
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(2) Documentati

Configuration
view:

» Cache

} Database

» Miscellaneous
» Network

» Security

» Web Runtime

-

Logging

Work with Configurations

} Compare Instances
} Save or Restore

} Configuration Summary

ORACLE

| -/ JDBj Runtime Properties

These settings correspond to system runtime properties applicable to JDB]j logical connections.

Maximum Data Cache Row Size

Double Byte Conversion Tolerance
Maximum Number of Data Cache Entries
Force Single Data Source

ResultSet Timeout

OCM Cache Purge Timeout
Allow Personal Specs

Security Cache Purge Timeout
Service Cache Purge Timeout
Spec Cache Purge Timeout
Menu Cache Timeout

Spec Consistency Check
Transaction Isolation
Transaction Timeout

Auto Fetch Triggers
Updateable ResultSet Timeout
Usage Execution Threshold
Maximum Fetch Size

Open ResultSet Timeout

Open ResultSet Timeout
Enable Usage Tracking

Enable Usage Tracking for Unused Fetched Fields
Usage Tracking Output

Usage Tracking Active Timeout
Maximum Simultaneous Generations
No Where Parentheses

Native JDBC driver on AS400
MS SQL Query Timeout

MS SQL Query Attempts

Enable Data Privacy Skip Record

D 500 LE
6] ]
i 100 0
1h) D 12
i 60000 @
Retry Interval (i) g LB
Maximum Retries (i) g 5|
i 600000 E
D 5ol
i 600000 LE
‘i) 500000 L8
i 600000 LE
i 500000 LE
S minimal ~|
40 default ~|
i 120000 B
<] 8
D 4 i
5000 E
i 500 0
i) 60000 LE
i) s0000 LE
A1) O 1]
. I:‘ {H]
@ [og ~|
‘i (120000 LE]
i (10 6|
) 0 12
A1) L=l
i [10000 D
i [3 6]
‘| false
(o o =
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Update the Development Client to Enable TLS on an IBM
DB2 Database

To update an HTML Server to enable Transport Layer Security (TLS) to an IBMi database server:

1
2. Select the Managed Home of the JAS instance for which you want to enable TLS.
3.

4. Set the following value:

Import the Database Server certificate to the WebLogic Server Java trust store on the HTML Web Server.

Navigate to <HTML Server Instance > Configuration > Advanced > Database > JDBj Runtime Properties.

Use TLS = true
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ORACLE" 1D Edwards EnterpriseOne Server Manager

Management Dashboard

Cosligualion ~| IJDBj Runtime Properties
View: |Advanced w
Ay — These settings correspond to system runtime properties applicable to JDBj logical connections.
} Database Maximum Data Cache Row Size (i) (500
b Miscellaneous
¥ Metwork . -
b Security Double Byte Conversion Tolerance (i) B
» Web Runtime
Maximum Number of Data Cache Entries (i 100
} Logging -
Force Single Data Source (i) [ E
Work with Configurations ResultSet Timeout (i) (5p000
b Compare Instances .
b Save or Restore Retry Interval i) |0
¥ Configuration Summary
Maximum Retries (i) 5

OCM Cache Purge Timeout (i) 600000

Allow Personal Specs

[ “a
Security Cache Purge Timeout (i) (00000
Service Cache Purge Timeout [i) [g00000
Spec Cache Purge Timeout [i) (600000
Menu Cache Timeout (i) (00000
Spec Consistency Check (i) [ inimal
Transaction Isolation (i) [ jofault
Transaction Timeout [i) ({20000
Auto Fetch Triggers (i) [gne
Updateable ResultSet Timeout (i) |4
Usage Execution Threshold (i) (5000
Maximum Fetch Size (i) (500
Open ResultSet Timeout (i) (50000
Open ResultSet Timeout (i) (50000

Enable Usage Tracking (i) n B

Enabie Usage Trackinmg for Unosed Fetched Frelds— 1 ] i 209
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Usage Tracking Output
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Usage Tracking Active Timeout (i) ({20000
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21 Deploy an Oracle Application Development
Framework (ADF) Server Instance (Release
9.21.2)

Overview

Note: Alternatively, you can use the createadfinstance Server Manager REST API to create the ADF Server instance.
See REST API for Server Manager guide. Although not recommended, you can manually install an ADF Server using
the EnterpriseOne ADF Application Build Scripts. See the JD Edwards EnterpriseOne Tools Deploying and Developing
Oracle Application Development Framework (ADF) Applications for EnterpriseOne  guide.

Applications built with Oracle Application Development Framework (ADF) must be deployed on an Oracle WebLogic
Server with ADF runtime, hereafter referred to as an ADF Server.

Oracle delivers EnterpriseOne applications developed with Oracle ADF. This chapter describes how to deploy an ADF
Server instance through Server Manager, which involves installing the EnterpriseOne ADF Foundation and determining
which EnterpriseOne ADF applications you want to deploy in the ADF Server instance.

Prerequisites

Note: This configuration supports Oracle WebLogic Server version 12c (also known as 12.1.3 and 12.2.1.x). Refer to the
Oracle Certifications for more information about minimum technical requirements for your particular environment.

Deploying an ADF Server through Server Manager requires the following prerequisites:

« A minimum of EnterpriseOne Tools 9.2.1.2.

- An Oracle Fusion Middleware WebLogic Server with ADF runtime installed.

For Oracle WebLogic Server 12.1.3, you have to install Oracle WebLogic Server and then configure it with the
runtime libraries for Oracle ADF.

If using Oracle Fusion Middleware Infrastructure 12.21.2 to install Oracle WebLogic Server, it comes
preconfigured to support ADF applications; the additional configuration of ADF runtime libraries is not
required. Oracle Fusion Middleware Infrastructure also provides an option to install Oracle WebLogic Server
separately, which after installing, requires configuring it with the runtime libraries for Oracle ADF.

- A Management Agent installed on the target machine where Oracle WebLogic Server resides.
Refer to Installing the Server Manager Console and Agent.
- The Oracle WebLogic Server registered with the Server Manager Management Agent.
- A J2EE Container installed in this domain. See Install JDBC Drivers to the J2EE Server (WLS or WAS).
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- An EnterpriseOne Application Interface Services (AIS) Server configured with an EnterpriseOne HTML Server.

Downloading EnterpriseOne ADF Foundation

To download the EnterpriseOne ADF foundation, complete the following steps:

1.

W

Access the Oracle Update Center.

https://updatecenter.oracle.com

In the Type field, select EnterpriseOne ADF, and then make sure that All Releases is selected in the Release field.
Click SEARCH.

Download the E1 ADF Foundation.

The download includes the ADF Par file, which you can save to your destination server.

Downloading EnterpriseOne ADF Applications

To download the EnterpriseOne ADF applications, complete the following steps:

1.

Access the Oracle Update Center.

https://updatecenter.oracle.com

In the Type field, select EnterpriseOne ADF, and then make sure that All Releases is selected in Release field.
Click SEARCH.

The results display a list of available EnterpriseOne ADF applications.

Download the latest version of the EnterpriseOne ADF applications that you want to deploy, making sure the
version is supported on your current EnterpriseOne release.
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Installing an ADF Server Instance Using Server Manager
Console

1. Inthe Managed Software Components window, click Choose File, select the EnterpriseOne ADF Foundation

component downloaded from the Update Center, and click Open.

Managed Software Components

) Managed EnterpriseOne Software Components

-] Upload Software Components

Use this form to upload EnterpriseOne software components to the management console. Once uploaded the software components may be used to create new server instances.

File To Upload | Choose File E1_ADF_Foundat....5.1_23_99.par

Upload

¥/ You may also add software components by manually copying the files to the following directory on the host machine running the management console: /u@1/SMConsole/SCFMC/components.

2. Click Upload.
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3. Verify that the EnterpriseOne ADF server components are uploaded as shown in the following example.

|=] Managed EnterpriseDne Software Components ~JReturn To Top

Shown below are all the software components that have been uploaded to the management console. You may distribute the software to connected managed homes,

Select [Software Component]: Distribute Delete

Select all | Select Mone

Description  [i) Software Type (i) Applicable Platform{s) [ ?‘lie\lrsmn
i)
Enterprisene A0F Property Location Map Enterprisedne ADF Server Application windows, solaris, linux: W3
EnterpriseCne ADF Emplovee Crganization Chark Enterprisedne ADF Server Application windows, solaris, linux: W3
EnterpriseCne ADF Item Branch Search and Select Enterprisedne ADF Server Application windaws, solaris, linu: W3
EnterpriseCne Server Manager Management Console Yersion 9.2.2.1 09-28- Management Console windows, 05400, aix, hpiadd, solaris, linux - 2.2,2.1
2017_01_06
EnterpriseCne ADF Work Center Search and Select Enterprisedne ADF Server Application windows, solaris, linux: W&
Agent Installer Bundle Yersion 7 Management Agent Installer Bundle windows, 05400, aix, hpiag, solaris, linux | 7
EnterpriseCne ADF Rental Tkem Awvailability Enterprisedne ADF Server Application windows, solaris, linux: W3
EnterpriseCne ADF Owerstated Work Order Hours Enterprisedne ADF Server Application windaws, solaris, linu: W3
EnterpriseCne ADF Container (Foundation 1.5.0) Enterpriselne ADF Server windaws, solaris, linu: 1.5.0
EnterpriseCne Server Manager Management Console Yersion 9.2.2.1 09-26- Management Console windows, 05400, aix, hpiadd, solaris, linux - 2.2,2.1
2017_01_06
EnterpriseCne ADF Staff Utilization Enterprisedne ADF Server Application windows, solaris, linux: W3
EnterpriseCne Orchestrator Studio 5.0.0 2017-10-01 Enterprisedne Orchestrator Studio windows, solaris, linux: 6.0.0
SErver
EnterpriseCne ADF Item Branch Search and Select Enterprisedne ADF Server Application windows, solaris, linux: W3

ORACLE

4. Select the EnterpriseOne ADF server components, and then click Distribute.
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5. Inthe Managed Software Components window, select required Managed Instances, and then click Distribute
Software.

ORACLE" JD Edwards EnterpriseOne Server Manager (2) Documentation and Support Sign Out

Select Instance. -l Managed Software Components

What do you want te de? The following software component(s) will be installed to the selected management ageats:
+ EnterpriseOne ADF Rental Item Availability
sl » EnterpriseOne ADF Overstated Work Order Hours
» Management Agents + EnterpriseOne ADF Container (Foundation 1.5.0)
» Manage Software
» Database Driv Select [Managed Home]:  Diswibute Software |
Select All | Select None
CONFIGURE
R . Machine Name Managed Home Lacation  [1) Managed Instances |7 Installation Status (7
Server Manager Users = & =
: shravind-linux home/shravindjde_home_2 SCFHA
¥ Sever Groups 2 « Fmw12210 [Oracle WebLogic Serves]
+ EA_ORCHS_9094 [EnterpriseOne Orchestrator Studio Server)
TRACK

The Distributed ADF Server Components will be available in the selected Server Manager Agent as shown in the
following example.

M 1 Softx G & : A )Return To Top
The following software components have been downloaded to this host from the management server. You may create new managed instances using any of the following components.

Select [Software Component]l: | Delete

Select All | Select None

Software Description o, [i) Software Type @ Applicable Platform(s) (i) Versien i) D dent M. d I @
. None |
[ [EnterpriseOne ADF Overstated Work Order Hours [None. |
[ [EnterpriseOne ADF Rental Item Availability [EnterpriseOne ADF Server Application vindows, solaris linux [None |

EnterpriseOne Orchestrator Studio 4.0.0 2017-02-17 | EnterpriseOne Orchestrator Studio Server = windows,solaris linux 400

« EA ORCHS 9094

o A enfiursre ramnanant mar nat ha Aslated if thara ic ana Ar mara mansead inctanrae that niliza 1+
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6. To create a new ADF Server instance, select EnterpriseOne ADF Server in the "Deploy a New EnterpriseOne Web
Component" window.

Deploy a New EnterpriseOne Web Component

.

EnterpriseOne Collaborative Portal Server ()
EnterpriseOne Data Access Driver |
EnterpriseOne Data Access Server |
EnterpriseOne Orchestrator Studio Server | )
EnterpriseOne Application Interface Services ()
EnterpriseOne Transaction Server |
EnterpriseOne Business Services Server |
EnterpriseOne HTML Server ()
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7. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the pull-down to select the Server Group to which you want this instance to belong.
Also refer to Administer Management Console Users and User Groups
o Name

Enter a name for the instance.
o J2EE Server/Cluster

Select the already created J2EE Container for creating the ADF Server Instance.
o Foundation Component

Select the Foundation Component. The distributed ADF Server Foundation component(s) will be
available in the drop-down menu.

b} 2 o '@
Instance Type Instance Propertes Confirmation Finich

Server Group | default ¥
Instance Name EA_ADF_9090
J2EE Server/Cluster | Oracle WeblLogic Instance: Frmw12210, Domain: E1T, Server: AS_ADF_9090 v

Foundation Component = EmterpriseOne ADF Container (Foundation 1.5.0) ¥

Application Components |[SLd 1ol Tt el C B PR -
EnterpriseOne ADF Overstated Work Order Hours

HTTP Port 9090

Propagate Application Interfaces Services (AIS) Server Config A NONE ¥

o Application Components
The ADF Application components are auto selected. Select or deselect the ADF Application Components
as required.
8. Inthe AIS Server URL field, enter the AIS Server to use with this ADF Server.

AIS Server URL (@)

https:/lexample.com:93 i
Device Name (i) [E1ADFApps =

9. Inthe HTML Server Whitelist field, enter the URLs to the supported EnterpriseOne HTML Servers for this ADF
Server. For each EnterpriseOne HTML Server, you must provide the long and short host name along with port
number.

HTML Server Whitelist (i) https://domain.my.company.com:82, https://domain:83,https://IP -

(i)
PP

Inject iFrame Busting Headers = A

10. Click Continue, and then click Create Instance.
11.  You can modify or update the configuration entries after the ADF Server instance is created successfully.
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Note: After the ADF Server instance is created, you must update the HTML Server configuration setting in
Server Manager to point to this ADF Server.

It is not necessary to install the JDBC Driver on the ADF Server instance since it does not connect to the EnterpriseOne
database directly.

By default, the ADF Server timeout setting is 20 minutes and the AIS Server timeout setting is 30 minutes. If you adjust
these settings, make sure that the timeout for the ADF Server is less than the timeout for the AIS Server.
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22 Install an EnterpriseOne Orchestrator
Studio

Overview

Note: As an alternative to following the instructions in the chapter, you can use the createorchinstance Server
Manager REST API to create the Orchestrator Studio instance. See REST API for Server Manager guide.

Note: Support for deploying the EnterpriseOne Orchestrator Studio with Server Manager starts with the 9.2.1.2 Tools
Release for Server Manager and Orchestrator Studio version 5.0.0.

The JD Edwards EnterpriseOne Orchestrator Studio was built with Oracle Application Development Framework (ADF).
Applications built with Oracle ADF must be deployed on an Oracle WebLogic Server with ADF runtime, hereafter referred
to as an ADF Server.

This chapter describes how to use Server Manager to install the EnterpriseOne Orchestrator Studio on an ADF Server
instance.

Note: You cannot deploy the EnterpriseOne Orchestrator Studio on the same ADF Server instance used for running
other EnterpriseOne ADF applications. When you install the Orchestrator Studio through Server Manager, the steps
include deploying an ADF Server instance for running the Orchestrator Studio.

Note: Orchestrator Studio 9.2.4.0 is the latest version which requires a minimum of EnterpriseOne Tools 9.2.4.0.
The Orchestrator Studio 9.2.4.0 is deployed as a component of the Application Interface Services (AlS) server. The
standard Server Manager process is used to deploy an AIS server, and the Orchestrator Studio 9.2.4.0 is immediately
available through a URL endpoint to that server. The Orchestrator Studio 9.2.4.0 does not require the installation and
maintenance of a discrete WebLogic Server or ADF environment.

Prerequisites

Note: This document covers installations for Oracle WebLogic Server version 12c (also known as 12.1.3 and 12.2.x).
Follow the Oracle Certifications to determine which version is supported for your particular environment.
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Installing the EnterpriseOne Orchestrator Studio 5.0.0 or higher through Server Manager requires the following
prerequisites:

- A minimum of:

EnterpriseOne Tools 9.2.1.2 to support Orchestrator Studio 5.x.0.
EnterpriseOne Tools 9.2.2 to support Orchestrator Studio 6.0.1.
EnterpriseOne Tools 9.2.2.4 to support Orchestrator Studio 6.1.0.
EnterpriseOne Tools 9.2.3 to support Orchestrator Studio 7.x.0.
EnterpriseOne Tools 9.2.4 to support Orchestrator Studio 8.

EnterpriseOne Tools 9.2.4 to support Orchestrator Studio 9.2.4.0.

Note: The Orchestrator Studio 9.2.4 is deployed along with the AIS Server 9.2.4.0 and can be accessed by
using the AIS server URL. Therefore, the Orchestrator Studio 9.2.4 does not require additional set-up or
installation steps. The JD Edwards EnterpriseOne Orchestrator Studio 9.2.4 is installed on AIS server instance.

- An EnterpriseOne Application Interface Services (AIS) Server configured with an EnterpriseOne HTML Server.
See Create an Application Interface Services (AlIS) Server as a New Managed Instance for more information.

You can use an existing AIS Server or deploy a new AIS Server instance through Server Manager for the
sole purpose of running orchestrations. It is recommended that you set up two AIS Server instances for an
Orchestrator configuration, one for testing orchestrations and one for production.

For an AIS Server deployed on Oracle WebLogic Server, there is an additional required configuration that
enables the Orchestrator Client (the tool for testing orchestrations) to run properly. See "Configuring Oracle
WebLogic Server Domain for HTTP Basic Authentication" in the JD Edwards EnterpriseOne Application
Interface Services Server Reference Guide .

- An Oracle Fusion Middleware WebLogic Server with ADF runtime installed.

For Oracle WebLogic Server 12.1.3, you have to install Oracle WebLogic Server and then configure it with the
runtime libraries for Oracle ADF. For instructions on how to install Oracle WebLogic Server with ADF Runtime,
see "Setting Up Oracle WebLogic Server with ADF Runtime" in the JD Edwards EnterpriseOne Tools Deploying
and Developing Oracle Application Development Framework (ADF) Applications for EnterpriseOne Guide.

If using Oracle Fusion Middleware Infrastructure 12.2.1.2 to install Oracle WebLogic Server, it comes
preconfigured to support ADF applications; the additional configuration of ADF runtime libraries is not
required. Oracle Fusion Middleware Infrastructure also provides an option to install Oracle WebLogic Server
separately, which after installing, requires configuring it with the runtime libraries for Oracle ADF.

- A Management Agent installed on the target machine where Oracle WebLogic Server resides.

Refer to Installing the Server Manager Management Console and Agent
The Oracle WebLogic Server registered with the Server Manager Management Agent.
- A J2EE Container installed in this domain. See Install JDBC Drivers to the J2EE Server (WLS or WAS).
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Download the Orchestrator Components

The Orchestrator Components download contains files for deploying the EnterpriseOne Orchestrator Studio.

1. Access the Oracle Update Center.

https://updatecenter.oracle.com

2. Inthe Type field, select EnterpriseOne Orchestrator, and then make sure that All Releases is selected in the
Release field.

3. Click SEARCH.

4. Download the Orchestrator Components file, making sure the version is supported with your EnterpriseOne
Tools release.

The download contains additional files that are not needed for the Orchestrator Studio installation. The additional
files are for developing custom Java for orchestrations. See "API and JAR Files for Developing Custom Java for
Orchestrations" in the JD Edwards EnterpriseOne Tools Orchestrator Guide for Studio Version 8 and Prior .

Install an EnterpriseOne Orchestrator Studio

To install an Orchestrator Studio instance using the Server Manager Console:

1. Inthe Managed Software Components window of the Server Manager Console, click Choose File, select the
Orchestrator Components file downloaded from the Update Center and click Open.

Managed Software Components

) Managed EnterpriseOne Software Components

|-| Upload Software Components
Use this form to upload EnterpriseOne software components to the management console. Once uploaded the software components may be used to create new server instances.

File ToUpload | Choose File Orchestrator_Co...2_26_99 (1).par

Upload

¥/ You may also add software components by manually copying the files to the following directory on the host machine running the management console:  /u@1/SMConsole/SCFMC/components.

2. Click Upload.
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3. Verify that the EnterpriseOne Orchestrator components are uploaded as shown in the following example. Select
the Enterprise Orchestrator components, and then click Distribute.

|=] Managed EnterpriseOne Software Components

Shown below are all the software components that have been uploaded ko the management console. You may distribute the software to connected managed homes.

Select [Software Component]: Distribute Delete

Select Al | Select None
Description @
Enterprisene A0DF Property Location Map

EnterpriseCne ADF Employvee Organization Chart

EnterpriseCne ADF Item Branch Search and Select

Enterprise0ne Server Manager Management Console Yersion 9.2,2.1 09-28-

2017_01_06
Enterprisedne ADF Work Center Search and Select

Agent Installer Bundle Yersion 7
Enterprisecne ADF Rental Ikem dyvailabilicy
Enterprisedne ADF Cverstated Work Order Hours

EnterpriseCne ADF Container (Foundation 1.5.0)

EnterpriseCne Server Manager Management Console Yersion 9.2.2.1 09-26-

2017_01_06

EnterpriseCne ADF Staff Utilization

EnterpriseCne ADF Item Branch Search and Select

ORACLE

software Type 16
EnterpriseCne ADF Server Application
EnterpriseCne ADF Server Application
EnterpriseCne ADF Server Application

Management Console

Enterprisedine ADF Server Application
Management Agent Installer Bundle
Enterprisedine ADF Server Application
Enterprisedine ADF Server Application
EnterpriseCne A0DF Server

Management Console

EnterpriseCne ADF Server Application

EnterpriseCne Orchestrakar Studio
Server

EnterpriseCne ADF Server Application

Applicable Platformi{s)

windows, solaris, linux:
windows, solaris, linux:
windows, solaris, linux:

windows, 05400, aix, hpiad4, solaris, linusx

windows, solaris, linux
windows, 05400, aix, hpiag4, solaris, linusx
windows, solaris, linux
windows, solaris, linux
windows, zolaris, linus:

windows, 05400, aix, hpiagd, solaris, linusx

windaws, solaris, linus:

windaws, solaris, linus:

windows, solaris, linuz:

\\'grsion
@

W3

W3

W3

9221

Wi

7

W3
W3
1.5.0

9.2.2.1

W3
6.0.0

¥3

AJReturn To Top
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4. Inthe Managed Software Components window, select required Managed Instances, and then click Distribute
Software.

ORACLE’ JD Edwards EnterpriseOne Server Manager (2) Documentation and Support Sign Out

Select Instance... =] Managed Software Components

2
What do you want to do? The following software component(s) will be installed to the selected management agents
INSTALL » EnterpriseOne Orchestrator Studie 5.0.0 2017-10-01

b Management Agents Select [Managed Home]: Distribute Software
» Manage Software -

¥ Database Drivers

=

Select All

Machine Name Managed Home Location (i Managed Instances () Installation Status ()
N
finin ) | shravind-linux home/shravind/jde_home_2/SCFHA
b Server Manager Users - Fmw12210 [Oracle WebLogic Server]
» hn’q TOUDS

5. The Distributed EnterpriseOne Orchestrator Components will be available in the selected Server Manager Agent
as shown in the following example.

= d Soft C Q) {\_jR-tumTo Top
The following software components have been downloaded to this host from the management server. You may create new managed instances using any of the following components.

Select [Software Component]: Delete

Select All | Select None

Software Description o, (i) Software Type (6] Applicable Platform(s)
EnterpriseOne Orchestrator Studio 5.0.0 2017-10-01 = EnterpriseOne Orchestrator Studio Server = windows,solaris,linux 400 None.

i) Version (i) Dependent Managed Instances (i)

W A software component may not be deleted if there is one or more managed instances that utilize it.
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6. To create a new EnterpriseOne Orchestrator instance, select EnterpriseOne Orchestrator Studio Server in the
Deploy a New EnterpriseOne Web Component window.

Deploy a New EnterpriseOne Web Component

EnterpriseOne ADF Server ()
EnterpriseOne Collaborative Portal Server ()

EnterpriseOne Data Access Driver ()

EnterpriseOne Data Access Server | )

.
EnterpriseOne Apphcation Interface Services | )
EnterpriseOne Transaction Server '
EnterpriseOne Business Services Server '

EnterpriseOne HTML Server [

7. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the pull-down to select the Server Group to which you want this instance to belong.

Also refer to Administer Management Console Users and User Groups
o Name

Enter a name for the instance.
o J2EE Server/Cluster

Select the already created J2EE Container for creating the EnterpriseOne Studio Server Instance.
o HTTP Port
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Enter the HTTP Port.
o Software Component

Select EnterpriseOne Orchestrator Studio Components available in the drop-down menu as required.
o Propagate Application Interfaces Services

Select the value from the drop-down menu as required.

elow are all the instance properties that are required to create’register a new instance of the selected type Complete the required fields and select 'Continue’ to proceed to the next step The instance name must be unique within this management domain and
v contain the characters [a-zA-Z_0-9]; spaces or other special characters are not permitted.

Instance Type Instance Properties Confirmation Fmﬁh
Server Group | default ¥
Instance Name EA_ORCHS_9094
J2EE Server/Cluster = Oracle WebLogic Instance: Fmw12210, Domain: E1T, Server: AS_ORCHS_9094 v
HTTP Port 9094
Software Component | FnterpriseOme Orchestrator Studio 5.0.0 2017-10-01 v

Propagate Application Interfaces Services (AIS) Server Canfig | NONE ¥

Cancel Continue

8. The Orchestrator Studio connects with a working AIS Server in order to function. In the CONFIGURATION
section, enter the AIS Server Details, and then click Continue.

Create/Register A Managed Instance

Shown below are the configuration items that must be manually confirmed. Please validate or update, as appropriate, the configuration items. Once complete select ‘Continue’ to the installation/registration step.

Instance Type Instanee Properties Confirmation Finich
CONFIGURATION
AIS Server Protocol (i) |https
AIS Server Host (i) aisweb.mycompany.com
AIS Server Port (i) |7220

Cancel Continue
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9. The Orchestrator Studio instance is created successfully as shown in the following example. You can start the
EnterpriseOne Orchestrator Studio instance after it is created.

ORACLE" JD Edwards EnterpriseOne Server Manager (2) Documentation and Support Sign Out

T — —~! EnterpriseOne Orchestrator Studio Server: EA_ORCHS_9094

What do you want te de?

General Instance Properties

INSTALL
» Management Agents Status Instance Name [i
» Manage Software Stopped | Stan | EA_ORCHS_9094
» Database Drivers Software Component Version HTTP Port [
EnterpriseOne Orchestrator Studio 5.0.0 2017-10-01 | Change... | 9094
CONFIGURE Application Server/Cluster Instance
T Fmw12210 (Oracle WebLogic Instance: Frmw12210, Domain: EIT, Server
» Server Manager Users 45 ORCHS 9094)
b s v : Software Component
TRACK EnterpriseOne Orchestrator Studio 5.0.0 2017-10-01

10. You can also modify the configuration entries after the installation is created successfully.

It is not required to install the Database JDBC Driver into the Orchestrator Studio instance since it does not
connect to the EnterpriseOne Database directly.

After installing the Orchestrator Studio, you need to set up the Orchestrator Studio as described in the "Setting Up the
Orchestrator Studio” section of the JD Edwards EnterpriseOne Tools Orchestrator Guide for Studio Version 8 and Prior.
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25 Remove a Managed Instance

Remove an Application Server Managed Instance

You cannot remove an application server (either WebSphere Application Server or Oracle Application Server) Managed
Instance that has a Server Manager dependent Managed Instance . You must remove all dependent Managed
Instances before removing the application server Managed Instance .

To remove an application server Managed Instance :
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DENPBDS11.oradev.oraclecorp.com [Z:\jde_home_agent_11\SCFHA]

@ Managed Software Compaonents @ Available Log Files

Shown below are &l the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type this may involve uninstaling and/or deleting the EnterpriseOne server installation.

 EnterpriseOne HTML Server
 EnterpriseOne HTML Server
EnterpriseOne Collaborative Portal Server iy Running
18M WebSphere 7 ﬁkm

1. Onthe Managed Instances section of the page, select the Managed Instance Type associated with the
application server that you want to remove.

DENPBDS11.oradev.oraclecorp.com [Z:\jde_home_agent_11\SCFHA]
(V) Managed Software Companents () Available Log Files

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type this may involve uninstaling and/or deleting the EnterpriseOne server installation.

: St . : P

EnterpriseOne HTML Server | B Undetermined

.- - - e
m;azi o . = e
[ s 18M WebSphere 7 | D Running
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2. C(lick the Remove Instance button to remove the selected application server Managed Instance .

& The page at denpbds11:8999 says: lﬁ

Please confirm that you weuld like to remove the selected
IEM WebSphere Application Server MyWAST', The
application server will not be physically removed from the
remote maching; it will, however, no lenger be manageable
within Server Manager, Select 'OK' to confirm removing the
instance, or 'Cancel to abort the operation.

= | -

3. On the confirmation dialog, click OK if you are sure that you want to remove the selected Managed Instance .

If you choose OK, the application server will not be physically removed from the remote machine. It will,
however, no longer be manageable with Server Manager .
If you attempt to remove an application server that has a dependent Managed Instance , the Management Console
displays this error message:

(£ Error

1. Exception in¥oking method uninstall : Unable to delete the DAS instance ‘OraclefApplicationServer1’; the application server install:

by the folowing instance(s): [WEBSERYER1]
irveoker, , deletelnstance) javax.management. MBeanException : Exception invoking method uninskall

Remove a JD Edwards EnterpriseOne Server Instance

Note: This section uses screen captures of the JD Edwards EnterpriseOne "RTE" (Transaction Server) as an example.
However, the procedure is identical for all JD Edwards EnterpriseOne servers with the exception of a JD Edwards
EnterpriseOne Enterprise Server that was registered to (not created by) Server Manager . If you used Server Manager
to register an existing JD Edwards EnterpriseOne Enterprise Server that was created outside of Server Manager , and
you use Server Manager to remove that Managed Instance , the JD Edwards EnterpriseOne Enterprise Server is not
actually removed from the machine; only the Managed Instance is removed from Server Manager .

To remove a JD Edwards EnterpriseOne server Managed Instance :
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|=| Managed Instances Eﬁ)

Shawn below are all the managed instances owned by the managed home, Use caution when removing instances, Depending on the
instance tyvpe this may involve uninstaling andfor deleting the EnterpriseCne server installakion,

Select [Managed Instance]: Remove Instance

Select All | Select Mone

Instance Name | (i) Managed Instance Type (i) State (i)
[[] ©AS10131 AIX DEV Cracle Application Server ik Stopped
[] ocom Orade Configuration Manager I Undetermined

RTE 13700 ATx QA5 EnterpriseCne Transaction Server

& ndetermined

Create Hew Managed Instance

1. Onthe Managed Instances section of the page, select the Managed Instance Type associated with the JD
Edwards EnterpriseOne server you want to remove.

=] Managed Instances IE;-)

Shown below are all the managed instances owned by the managed home., Use caution when removing instances, Depending on the
inskance type this may invalve uninstaling andfar deleting the Enterprise0ne server installation,

Select [Managed Instance]: ( Remove Instance |]
Select all | Seleck Mone

=
L)

Instance Mame l 6 Managed Instance Type L

|=s]
o

State (i)

[[] ©AS10131 Als DEV Cracle Application Server 3 Stopped
[] om Cracle Configuration Manager B Undetermined
RTE 15700 ATx O&5 Enterprisene Transackion Server {-!'I_Inu:letermined

Create Hew Managed Instance
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2. Click the Remove Instance button to remove the selected JD Edwards EnterpriseOne server Managed Instance

The page at http:ffoetlab2.mlab. jdedwards.com:5150 says:

-

operation.

. Please confirm that you would like to delete the selected EnterpriseCne Real Time Events Server
)_,7—-"' 'RTE_13700_AL: 085, The instance will be permarmently removed From the application server ko
which it was installed, Select 'Ok to confirm removing the instance, or '"Cancel' ko abort the

O

Zancel

3. On the confirmation dialog, click OK if you are sure that you want to remove the selected Managed Instance .

If you choose OK, the Managed Instance will be permanently removed from the application server to which it

was installed.
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24 Management Console Administration

Overview of Management Console Administration

Administering the Management Console involves these tasks:

- Setting up Management Console users and user groups

The Management Console supports granular control of the managed instances a user may view and actions a
user may perform. The Management Console employs user groups as an efficient way to manage permissions
and servers. Instead of administering these items at the user level, you can associate permissions to a user
group. You can determine which JD Edwards EnterpriseOne users have access to the Management Console
and the user group or user groups to which the user should belong.

- Assigning permissions to user groups
The Management Console contains two sets of permissions that you can assign to user groups: global
permissions and server group permissions. Global permissions allow members of a user group to perform

particular administrative tasks in the Management Console . Server group permissions allow users to perform
certain administrative tasks on the servers that are managed centrally through the Management Console .

- Creating server groups

o Control the default configuration for all servers in a group.
o Manage updates to the server group members from one release to the next.

o Control the tasks that Management Console users can perform on the servers in a server group.
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25 Administer Management Console Users
and User Groups

Configure the Management Console for User Setup

This section describes:

« Specify the JD Edwards EnterpriseOne Server Used for User Authentication
Change the jde_admin User Password

You must use the jde_admin user ID and password to sign into the Management Console initially. This non-JD Edwards
EnterpriseOne user ID and password are configured during the Server Manager installation. The jde_admin user has
the authority to perform all functions within the Management Console and is responsible for adding and setting up the
initial Management Console users from JD Edwards EnterpriseOne, as well as assigning permissions to those users.

You can import users from JD Edwards EnterpriseOne using the Management Console Setup and Configuration Wizard,
or you can add them as needed using the Management Console. JD Edwards EnterpriseOne users are authenticated
using the security server services of an EnterpriseOne Enterprise Server. The Enterprise Server name and port used by
the Management Console must be properly configured.

Note: JD Edwards EnterpriseOne users cannot access the Management Console with their JD Edwards EnterpriseOne
user IDs and passwords until they have been added as Management Console users.

See Complete the Management Console Setup Wizard for information about using the Management Console Setup
Wizard to add JD Edwards EnterpriseOne users to the Management Console.

Specify the JD Edwards EnterpriseOne Server Used for User
Authentication

In addition to user authentication, you must define the name and port number of the security server to enable the use
of site keys for the encryption of sensitive data stored in EnterpriseOne configuration (ini) files. If site keys are set up

in the Security Server jde.ini file, when sensitive data such as a password is entered in a server configuration setting

in Server Manager, Server Manager accesses the site keys to encrypt the data. The Server Manager agent will return
the site key to the Server Manager Console even if the Security Server is not running. See "Encrypting Sensitive Data in
EnterpriseOne" in the JD Edwards EnterpriseOne Tools Security Administration Guide for more information on how to
generate site keys.

Note: All servers managed by an instance of Server Manager must use the same site key. For example, to have a
production environment with servers that use one site key and a test environment with servers that use a different site
key, you would need to install two separate Management Consoles, one for all servers in the production environment
and one for all servers in the test environment. The configured Security Server must be a managed instance in the
Server Management Console. Previously, the Security Server could have been managed by a different Server Manager
Console.
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1. In the Quick Links section of the Management Console, click the Server Manager Users link.

| Server Manager User Authentication
Specify the sacurity server naime, system datasource, and JDENET port bo use when authenticsting EnbapriseOns users bo the management consols.
Server Mame (i) DEMNLCMLXZ

Dutgoing JDENET Pt i GO18

Save

¥ Changes made bo the security sarver or oubgoing IDEMET poet may not bake afbact immediabehy; & may be necessary bo restart the mansgament console,

2. Inthe Server Manager User Authentication pane, in the Server Name field, enter the name of the Enterprise
Server to use for security services. The server must be running and listening on the same JDENET port that this
instance is configured to use for outgoing connections.

3. Inthe Outgoing JDENET Port field, enter the TCP port to use for outgoing JDENET communications
with a JD Edwards EnterpriseOne Enterprise Server. This value must match the JDENET Incoming Port
(ServiceNamelListen) defined for the Enterprise Server(s) with which this web server will communicate.

4. C(Click the Save button.

I Note: It may be necessary to restart the management console application for the new settings to take effect.

Change the jde_admin User Password

The jde_admin user password is the only password that you can change in the Management Console. All other
Management Console users use their JD Edwards EnterpriseOne user ID and password to sign in to the Management
Console and these passwords are changed in JD Edwards EnterpriseOne.

1. Inthe Quick Links section of the Management Console, click the Server Manager Users link.

jde_admin Password

IUse this Form ko change the
password For the jde_admin user,

Old Password
Mew Password

¥Yerify New Password

Change |
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2. Inthejde_admin Password section in the left pane, complete the Old Password, New Password, and Verify New
Password fields to change the jde_admin password.

Note: If you lose the jde_admin password, there is no way to recover it. You will have to reinstall the
Management Console.

Manage Management Console Users

All users that you add to the Management Console are displayed in a grid in the interface. The Management Console
displays the name of the user along with the user groups that are assigned to the user. You can sort each column
alphabetically by clicking a column heading. All changes made to Management Console users and user groups take
effect immediately.

This section describes:

« Adda User

« Remove a User

Add a User

1. Inthe Quick Links section of the Management Console, click the Server Manager Users link.

- | Management Console Users A JReturn To Top
Specily the name of the EnterprisaOns user bo add to the: management console user repository. The user added waill not be a member of any user groups

Enterpriselne User Marme

Add User
Select [User): Gramt o1 Revoke User Groups... | | Delete |
Satert A1 | Salect Mone
User Name User Groups Assigned to User
a joder_adimin & Console_user
& CONGOlE_Admin
[] XE Mo asoignad LTEF GROLDE.

» Fuser may belong bo more than one user group, The user will have all the permissions granted from each user group to which the user belongs.

2. On Server Manager Users, in the Management Console Users pane, enter the name of the JD Edwards
EnterpriseOne user in the EnterpriseOne User Name field.

3. Click Add User.

The Management Console adds the user to its user repository. The added user will not belong to any user
groups.
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Remove a User

1. On Server Manager Users, in the Management Console Users pane, select the check box next to the user that
you want to delete.
2. C(lick the Delete button.

Manage User Groups

This section describes:

Create a User Group
« Delete a User Group
» Assign Users to a User Group
« Remove Users from a User Group

The Management Console employs user groups to manage permissions and group together users who perform similar
tasks. Permissions are assigned to user groups, not individual users. A user may belong to zero or more user groups and
will be authorized to perform the actions that are granted to each user group to which the user belongs.

See Assign Server Manager Permissions for a list of all the permissions that you can assign to user groups in Server
Manager.

The Management Console displays each user group that you add in a grid. You can sort alphabetically on each column
of the grid by clicking the column heading. The Management Console displays this information for each user group:

User Group Name

User Group Description

Users Belonging to User Group
- Granted Permissions

The Management Console is delivered with the following predefined groups:

- console_user

Any user who successfully authenticates and possesses this role may utilize the management console. If users
do not belong to this user group, they cannot access any of the management console pages. You must have
this permission to sign into the Management Console.

- console_admin

This role is equivalent to having all permissions granted to a user. Users who belong to this user group
automatically assume the rights of the console_user user group; it is not necessary to assign them to the
console_user user group. The jde_admin user is always a member of the console_admin user group.

I Note: The user groups that are delivered with Server Manager cannot be altered or deleted.

Create a User Group

1. In the Quick Links section of the Management Console, click the Server Manager Users link.
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) User Groups /\Return To Top

Create user groups to define logical sets of activities a user should be allowed to perform. Once created you may add individual users to the created groups.

Select [User Group]: Create User Group... Delete User Group

Select All | Select None

User Group e Users Belonging to  Granted
Name ey Group Descripiion User Group Permissions
console user Any user who successfully authenticates and posses this role may utilize the o jde_admin No permizsions have
management console. If a user does not have this role they will not be been assigned.
permitted to access any of the management consale pages,
console_admin | This role is equivalent to having all permissions granted to a user, The e jde_admin No permizsions have
jde_admin user will always have this role assigned. Deen assigned,
0 NewGroupl For documentation No users have been e scfConfig
granted this user * userManagement
aroup.
a developer Access for customer developers Ao users have been Mo permicmions have
@ranted this usar Dbeen assigned,
@OUp.

¥ User groups that are delivered with Server Manager may not be altered or deleted,

v & user group may not be removed if one or more users belong to that group.

2. Inthe User Groups pane, click the Create User Group button.
3. Complete the User Group Name and Description fields and then click the Add User Group button.
The Management Console adds the new user group and displays the details about the user group in the grid.

Delete a User Group
| Note: You cannot delete a user group if one or more users belong to that group.

1. Inthe User Groups pane, select the check box of the row that contains the user group that you want to delete.
2. Click the Delete User Group button.
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Assign Users to a User Group

1. On the Server Manager Users page, scroll down to the Management Console Users pane and select the check
box next to the user that you want to add to a user group.

2. Click the Grant or Revoke User Groups button.

3. Inthe User Group Name drop-down menu, select the user group to which you want to assign the user and then
click the Grant User Group button.

Remove Users from a User Group

1. On the Server Manager Users page, select the check box next to the user that you want to remove from the user
group.
2. Click the Grant or Revoke User Groups button.

Assign Server Manager Permissions

This section provides an overview of Server Manager permissions and discusses how to:

« Assign Global Permissions

» Assign Server Group Permissions

Understand Server Manager Permissions

Server Manager contains two types of permissions that you can assign to user groups global permissions and server
group permissions. Both types of permissions are only assigned to user groups, not individual users. Server Manager
follows Oracles secure by default security model. Management Console users cannot perform any functions unless they
are authorized and have been assigned the appropriate permission to do so.

Global permissions allow users to perform administrative tasks in the Management Console that do not pertain to a
particular server group, such as updating the Management Console software, distributing software components to
managed homes, and granting other JD Edwards EnterpriseOne users access to the Management Console.

Server group permissions allow users to perform certain tasks on a particular server group. When you assign a server
group permission, the permission applies to all servers that belong to the server group.

See Administer Server Groups for information about setting up and managing server groups.

Assign Global Permissions

Global permissions include:

- Application Server Management appServerConfig

This permission is required to perform management tasks on an application server (Oracle WebLogic or
IBM WebSphere). A user who has this permission may register new application server instances, create new
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J2EE servers within the application server, start and stop application server components, and modify the
configuration of the application server components. Users without this permission may see the application
servers within the management console but may not perform any actions directly on those servers.

- Manage Software Components managedComponents

This permission allows users to manage software components within Server Manager. With this permission,
users can add software components to the Management Console User Repository, distribute or copy those
components to managed homes, and delete software components both from the managed homes and from
the management consoles.

- Monitor Configuration monitorConfig

This permission allows users to manage the monitoring components of Server Manager. With this permission,
users can create, delete, and start or stop configured monitors. Any user allowed to use Server Manager may
view the contents of a running monitor; however, this permission is required to make any changes to the
configuration of an existing monitor. In addition, users with this permission may remove any monitor reports
from the monitor history.

- Console Configuration and Administration consoleConfig

This permission allows users to manage the configuration of Server Manager. With this permission, users

can update the Server Manager release, update deployed managed home agents, remove managed homes,
configure the TCP/IP ports used by Server Manager, and download managed home agent installers. This
permission is not required to manage the Management Console user repository; that permission is granted by
the userManagement permission.

- Server Manager User Management userManagement

This permission allows users to administer the Server Manager user management repository. With this
permission, users can add additional JD Edwards EnterpriseOne users as Management Console users and
assign permissions.

- Web Product User Session Management

This permission allows users to manage web product user sessions. It allows users to terminate OWVirtual
sessions, terminate user sessions including any running OWVirtual sessions, broadcast messages to OWVirtual
clients, and temporarily disable logins to a web product.

To assign global permissions to a user group:

1. Inthe Quick Links section of the Management Console, click the Server Manager Users link.
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2. Inthe User Groups pane, click the link of the user group to which you want to add permissions. For example, if
you chose Global Permissions you would have these available options:

|=| Global Permissions

Il=e this Form ko add or remove permissions From the selected user group.,

Available Options =) Selected Options
consoleConfig vove | @PpServerConfig
managedComponents

i)

monitorConfig
Move Al | UserManagement

o
il

Remove

=)

Rernove Al

3. On Modify a User Group, in the Global Permissions pane, select a permission from the Available Options box.
4. Click the Move link (single right arrow) to move the permission to the Selected Options box.

You can also grant the user group all global permissions by clicking the Move All link (double right arrow).
To remove global permissions from a user group:

1. In the User Groups pane, click the link of the user group to which you want to remove permissions.
2. Inthe Global Permissions pane, select the permission that you want to remove from the Select Options box.
3. Click the Remove link (single left arrow).

You can also remove all permissions in the Selected Options box by clicking the Remove All link (double left
arrow).

Assign Server Group Permissions

Server group permissions include:

Permit Clearing JDBj Caches clearCache

This permission allows users to clear the JDBj caches that are maintained with the JD Edwards EnterpriseOne
web products.

Enterprise Server Instance Management - enterpriseServerlnstance

This permission allows users to create new Enterprise Servers, remove existing Enterprise Servers, configure
Enterprise Servers, and start or stop Enterprise Servers. This permission also allows users to change the JD
Edwards EnterpriseOne Tools release of a corresponding server. This permission is required to manage a JD
Edwards EnterpriseOne Enterprise Server.

- View Group Members viewGroupMembers
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This permission allows users to view the JD Edwards EnterpriseOne servers that are members of a server
group. Without this permission, users cannot view the server group members in the Management Console. You
must explicitly grant this permission to each desired server group; no other permission implies or inherits this
permission.

- Web Product Instance Management webProductinstance

This permission allows users to create new web product instances, remove existing web product instances,
configure web products, register/de-register application servers, configure application servers, and start

or stop application servers and web products. This permission also allows users to change the JD Edwards
EnterpriseOne Tools release of a corresponding server. This permission is required to allow users to manage JD
Edwards EnterpriseOne web products including HTML servers, Transaction Servers, Business Service servers,
and the corresponding application servers (Oracle WebLogic and IBM WebSphere).

« (Tools Release 9.2.9) Web Product Log Instance Management webProductLoglnstance

This permission is required to manage HTML severs and AlS servers. This permission allows the user to create
user log configuration in web product instances. This permission also allows the user to manage user log
configuration like creating, updating, deleting, modifying, and operations on user log like listing, downloading,
and deleting. This permission only allows a user to interact with API calls. With this permission users can access
user logs from EnterpriseOne web products.

- Web Product User Session Management webSessions

This permission allows users to manage web product user sessions. With this permission, users can terminate
OWVirtual sessions and user sessions (including any running OWVirtual sessions), broadcast messages to
OWVirtual clients, and temporarily disable anyone from signing onto a web product.

To assign server group permissions to a user group:

1. In the Quick Links section of the Management Console, click the Server Manager Users link.
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2. Inthe User Groups pane, select the user group to which you want to assign server group permissions.

The Management Console displays a separate pane for each server group in the Management Console. Each
pane displays the permissions for that particular server group.

|| Permissions for Server Group: ENTGP

Use the shuttle control below to add or remove the permissions granted to members of the user group for the members of the specifi

Available Options Selected Options
clearCache -} webProductLogInstance
daDriverInstance Move
dataAccessServerInstance
enterpriseServerDeveloper >2)
enterpriseServerInstance
healthcheck e A
viewGroupMembers <)
webProductInstance - y

re Remove
Remove All

¥ Changes made to the permissions for the selected user group will take effect immediately.

3. On Modify A User Group, scroll to the server group to which you want to add server group permissions for the
user group.

4. Select the permission from the Available Options box and then click the Move link (single right arrow) to move
the permission to the Selected Options box.

You can also grant the user group all server group permissions by selecting the Move All link (double right
arrow).
To remove server group permissions from a user group:

1. Inthe User Groups pane, select the user group to which you want to remove server group permissions.

2. On Modify A User Group, scroll to the server group to which you want to remove server group permissions from
the user group.

3. On Modify A User Group, in the Server Group pane, select the permission from the Selected Options box and
then click the Remove link (single left arrow) to remove the permission.

You can also remove all server group permissions from the user group by selecting the Remove All link (double
left arrow).

Run the User Access Report

The User Access Report generates a list of all the Management Console users and lists the following information for
each user:

- The user groups that a user is a member of

- Global permissions assigned to each user group of which a user is a member
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- Server group permissions assigned to each user group of which a user is a member

Use this report to verify that you have added users to the appropriate user groups and that you have applied the
appropriate permissions to each user group.

You must have the userManagement global permission to be able to view the report.
To run the User Access Report:

1. Inthe Quick Links section of the Management Console, click the Server Manager Users link.
2. Inthe User Management Tasks section, click the User Access Report link.

User Access Report

User: jde_adnnin
Assigned User Groups Mon-Group Permissions Server Group: default Server Group: Demo
Al Permrassions Granted £l Permissions Granted Al Permissions Granted
User: JDE
Assigned User Groups MNon-Group Permissions Server Group: default Server Group: Demao
Mo permissions granded, Mo permissions granfad. Mo permisions granfad,
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26 Monitor JD Edwards EnterpriseOne Servers

E-Mail Configuration

When you click the Server Activity link in the What do you want to do? pane, the Management Console displays
another pane under What do you want to do? called E-Mail Configuration.

E-Mail is sent through SMTP and is SMS/pager friendly.

Starting With Tools Release 9.2.7, JD Edwards EnterpriseOne provides secured email communication by enabling the
TLSv1.2 and SMTP authentication for the email notification framework.

What do you want to do?

INSTALL

» Management Agents

} Manage Software

} Database Drivers

P TLS Configuration Settings
b Offline Orchestration

CONFIGURE

b Server Manager Users
P Server Groups
P Centralized Configuration

TRACK

b User Activity
P Server Activity
P Table Cache

» Health Check

Diagnostics

» Collect and Generate Diagnostics
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To configure e-mail notification for monitors:

1. Complete these fields:

o Mail Server (SMTP)

Defines the name of the SMTP mail server Server Manager will utilize for sending e-mails.

o SMTP Port

The TCP/IP port to use when connecting to the SMTP mail server for sending e-mails. The default value
is 25, though some mail servers may be configured to use an alternate port.

o Sender Email

The e-mail address to use as the sender for e-mail notifications sent by Server Manager.

o Email Address

Enter an email address (or multiple addresses separated with a comma).

o Connection Security

Enter any one of these connection types as per your requirement:

Connection Type

PLAIN
STARTTLS

SSL/TLS (Secure Sockets Layer/
Transport Layer Security)

ORACLE

Description

Connection shall be established/made with the SMTP server without encryption.
Informs the mail server to upgrade the non-encrypted connection to an encrypted connection.

A secured connection shall be established or made with the SMTP server by encrypting the
communication with the TLS1.2 protocol.
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Connection Type Description

o Enable Authentication

Enter True or False. The email is delivered only when the value is True and when authentication is
enabled on the SMTP server.

o (Release 9.2.26.0) Authentication Type

From the Authentication Type drop-down list, select the authentication type you want to use.

Note: Note: When you select OAUTHZ2 authentication type, additional fields including OAUTH Client
Id, OAUTH Client Password, OAUTH Tenant Id, and OAUTH Service Provider appear. You can obtain
OAUTH Client Id, OAUTH Client Password, and OAUTH Tenant Id by registering an application in
Microsoft Entra. For more information, see the rRegister an application in Microsoft Entra ID

o (Release 9.2.26.0) OAUTH Client ID

Enter the client ID that you obtained after registering your application in Microsoft Entra.
o (Release 9.2.26.0) OAUTH Client Password

Enter the client password that you obtained after registering your application in Microsoft Entra.
o (Release 9.2.26.0 ) OAUTH Tenant ID

Enter the tenant ID that you obtained after registering your application in Microsoft Entra.
o (Release 9.2.26.0) OAUTH Service Provider

Select Microsoft as the SMTP service provider.
o Proxy Host

Enter the proxy host to connect to the SMTP server.
o (Release 9.2.26.0) Proxy Port

Enter the proxy port to connect to the SMTP server.
o SMTP Username

Enter the username to authenticate with the SMTP server. This applies only when basic authentication is
enabled on the authentication type.

o SMTP Password

Enter the password to authenticate with the SMTP server. This applies only when basic authentication is
enabled on the authentication type.
2. Click the Save button to save your settings.

3. To verify your settings and email address for use by Monitors, click the Test button. If the test is not successful,
an error appears.

Note: If the Server Manager is TLS enabled, the system selects the Keystore name, Truststore name, and password
settings automatically from the global Server Manager settings. Therefore, separate TLS level settings are not
provided in the Email Configuration pane.
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JD Edwards EnterpriseOne Email delivery system has been tested and certified with the SMTP Server for Microsoft
Office 365 Exchange.

Consider the following to ensure that the EnterpriseOne email delivery system works with Microsoft Office 365
Exchange:

- The Sender's email address must be valid.

- If the SMTP Username is different than the sender's email ID, you must provide the "Send As" permissions to
the sender's email address. Otherwise, the email delivery fails and the system displays the “Send As Denied”
error message.

- Multi-factor/2FA authentication should be disabled for the FROM email ID/SMTP Username.
- SMTP Auth should be enabled.

Note: ciick here to view a recording of this feature.

See Clients and Mobile Exchange Online

Note: click here to view the OBE for this feature.

Monitors

This section describes:

« Create a Monitor
« Monitor Configuration
- Available Monitors

« Monitor History

Create a Monitor

You use monitors to track events that occur within the management domain and record historical data of managed
instances. Once you create the monitor, the configuration page for the new monitor will be displayed. Multiple monitors
can be created with different parameter settings to monitor various aspects of managed instances. An email can then
be sent to the appropriate person or group alerting them to specified status changes in the managed instances.
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Monitors

) Monitor History

Monitors are used to track events that ocour within the management domain and record historical data of managed instances, To create a new monitor specify a
unigue name and select the type of monitor yvou wish to create. Once created the monitor configuration page for the new maonitor will be displayed.

Monitor Hame

Monitor Type | Event Notfication Moritor M

Create

To create a new monitor:

1. Complete these fields:
o Monitor Name

Defines the name of the new monitor. The monitor name must be unique.
o Monitor Type

Defines the type of the new monitor. The available monitor types appear in the drop down selection.

2. Click the Create button to create your new monitor. When the new monitor has been created a monitor
configuration page is displayed.

Monitor Configuration

All configuration items for the new monitor are displayed on this page.
This section describes:

- General Properties

- Managed Instances

« Monitored Events

- Notification Hours

- E-Mail Subscriptions
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Query Interval (Seconds) (i) |30

Automatically Start Monitor [

To configure General Properties for monitors:

1. Complete these fields:

o Query Interval (Seconds)

Save

Specifies the number of seconds between collections. Some monitored events are pushed to the
management console, in which case the corresponding notifications will be sent soon after the event
occurs. Other events require periodic polling to identify. This value specifies the amount of time between
those polls. Use caution when setting this to a low value (such as under a minute), as this may negatively

impact performance of the managed instances.

o Automatically Start Monitor

You select this to automatically start the new monitor. If the Management Console should stop and
restart, the monitor will start automatically if this has been selected.

2. Click the Save button to save your settings.

Note: The Save button applies only to the pane where the Save button is located. It does not save the entire page.
The Save button must be clicked within each pane for changes made within that pane.

Managed Instances
This section describes:

« Include a Managed Instance(s) in a Monitor

« Remove a Managed Instance(s) from a Monitor

ORACLE
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(=] Managed Instances

Select the managed instance(s) to indude in this monitor.

Available Options
WEBSERVER1

Remove

.\:'_C'__:I

Remaove All

Selected Options

EnterpriseServer

Chapter 26
Monitor JD Edwards EnterpriseOne Servers

/JReturn To Top

¥ Changes made to the instance selection, if the monitor is currently running, will take effect immediately and does not require restarting the moritar,

Include a Managed Instance(s) in a Monitor

One or more managed instances may be selected to be monitored.

To include a managed instance(s) in a monitor, either:

1. Select an instance from Available Options and click Move, or
2. Click Move All to include all managed instances.

Remove a Managed Instance(s) from a Monitor
To remove a managed instance(s) from a monitor, either:

1. Select an instance from Selected Options and click Remove, or
2. Click Remove All to remove all managed instances.

Note: Changes made to the instance selection, if the monitor is currently running, will take effect immediately and
does not require restarting the monitor.

Monitored Events

You can select the individual events that a specific monitor should observe that will trigger an e-mail alert.

Examples include:

- Enterprise server kernel crashes

- Web user unable to sign in due to system error

- Security server down

- Simultaneous users exceeding specified thresholds

ORACLE
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- Low disk space on enterprise server
- Managed instance down

- Managed home down

Note: Some events may require threshold values.

To specify the events to monitor:

ORACLE
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Select the individual events this monitor should cbserve. Some events may require threshold values.

Zombie Kernel Process
Managed Instance Down
Managed Home Down
Managed Home Up

Managed Instance Restarted

OO00000
BERPBBREBR

Simultaneous Users

HTML Server Sessions | |

Callobject Kernel Users | |

Security Kernel Users | |

HTHML Server Login Failure - System [ @
Enterprise Server Disk Space [ ] @
Percent Used Threshold | |

Remaining Space Threshold (KB) | |

Long Running UBEs |:| .@'

Time Limit {Seconds) | |

Web Server Callobject Errors [ [
Application Error Threshold | |

System Error Threshold | |

Timeout Error Threshold | |

Outstanding Requests [ | (@

Outstanding Requests Threshold | |

Security Server Connection Failure (Web [] @

Products)

¥’ Changes to the event selection for a monitor, if running, will take effect immediately and do not require restarting the monitor.
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Events may be dynamically enabled or disabled for a particular monitor.

1.

On Monitored Events, select from these fields:

o

Zombie Kernel Process

This event occurs when an enterprise server process (including network, kernel, and runbatch processes)
unexpectedly terminates.

Starting with Tools Release 9.2.5.0, the email notification will contain contextual and actionable
information that will enable you to troubleshoot the issue.

The email includes information such as the ID of the EnterpriseOne process which crashed, process
type (kernel process or UBE process), Enterprise Server host name, name and number of the business
function that crashed, the last modified time of the business function, name and email address of the
user who last modified the business function, and a link to navigate to the Server Manager Console
instance details page of the Enterprise Server instance where the zombie occurred.

The email notification also contains two attachments, a call stack trace file of the problem process or
thread and the whole dump file of the zombie process.

Note: As the business function details and the user details are retrieved from the respective
EnterpriseOne databases, you must upload the correct JDBC drivers during the initial Server Manager
Console configuration. If the Enterprise Server JDE.INI files are encrypted, then Server Manager
Console will have a valid Enterprise Server registered which will be used during the site key decryption
to retrieve the EnterpriseOne database authentication details.

Managed Instance Down

This event occurs when a matching instance was in the running state on the previous collection but is no
longer running.
Managed Home Down

This event occurs if the connection between the management console and a connected managed home
is lost. This could be because the management agent within the managed home is down, or the network
connection was severed.

Managed Home Up

This event occurs if when the connection between a managed home and the management console is
established.

Managed Instance Restarted

This event occurs when a managed instance is stopped and restarted within the last sampling interval.
If a server is stopped and restarted but the operation does not complete within the sleep interval of this
monitor the notification will be handled as a managed instance down rather than restart.

Simultaneous Users

This event is triggered when the specified threshold of users is reached. This event is checked on the
timed interval specified for the monitor. You may set thresholds for the number of simultaneous users
active in an EnterpriseOne HTML server, connected to a single CallObject kernel on the enterprise server,
or connected to a security server kernel on the enterprise server. This notification will be sent the first
time the threshold value is met, and each time thereafter when the value is larger than any previously
sent notification.

HTML Server Sessions
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Specifies the threshold when the event will be triggered.
o CallObject Kernel Users

Specifies the threshold when the event will be triggered.
o Security Kernel Users

Specifies the threshold when the event will be triggered.
o HTML Server Login Failure - System

This event occurs when a user cannot sign onto a HTML server due to a system related failure. It does not
include login failures caused by incorrect user activity, such as supplying incorrect login credentials.

o Enterprise Server Disk Space

This event occurs when a physical disk on a monitored enterprise server meets the specified threshold
value(s). You may specify the 'Percent Used Threshold', in which an event will be triggered if the usage on
the disk/volume reaches or exceeds the specified percentage. An event may also be specified when the
disk has less than a specified number of kilobytes available. The enterprise server must be running at the
time of collection for this metric to be evaluated.

o Percent Used Threshold

Specifies the threshold when the event will be triggered.
o Remaining Space Threshold (KB)

Specifies the threshold when the event will be triggered.
o Long Running UBEs

Allows you to specify, in seconds, a threshold value for the duration of UBEs. If a UBE takes longer than
the specified threshold to complete a notification will be sent.

o Time Limit (Seconds)

Specifies the threshold when the event will be triggered.
o Web Server CallObject Errors

This event enables receiving notification whenever a problem occurs while performing a CallObject
(business function) request from an EnterpriseOne HTML server to an enterprise server. You may specify
a threshold for each of the error types that may occur. Once reached notifications will be sent for the
corresponding CallObject error.

o Application Error Threshold

Specifies the threshold when an event will be triggered.
o System Error Threshold

Specifies the threshold when the event will be triggered.
o Timeout Error Threshold

Specifies the threshold when the event will be triggered.
o Outstanding Requests

This event occurs when a kernel process reaches the supplied threshold value for outstanding request.
Outstanding requests are requests that are queued for the kernel but have not yet executed to do current
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work. The notification will be sent each time outstanding requests are greater than the last sample period
and above the specified threshold value.
o Outstanding Requests Threshold

Specifies the threshold when the event will be triggered.
o Security Server Connection Failure (Web Products)

This event occurs if a user attempts to sign on to a web product and the configured security server did
not successfully respond to the authentication request.

2. Click the Save button to save your settings.

Note: Changes to the event selection for a monitor, if running, will take effect immediately and do not require
restarting the monitor.

Note: If input values are used in the enterable fields, the parameter field immediately above the input section must
have the check box selected in order for the input values to be applied.

Notification Hours

You may specify the hours of the day in which e-mail notifications will be sent. If an event occurs outside the configured
times the event will still be recorded in the monitor history. An email per event, per threshold, per duration will be sent.

You may have identical monitors assigned to different time frames to notify different people. A monitor may be set up
to notify a person during prime hours, and a different identical monitor to notify a different person for non-prime hours.

To specify notification hours, enter start and stop times using the twenty four hour clock. For example 11:33 PM would
be specified as 23:33. The day's range is between 00:00 and 23:59.

|=| Notification Hours /JReturn To Tap

You may specify the hours of the day in which e-mail notifications will be sent. If an event occurs outside the configured times the event will still be recorded in
the monitor history.

Sunday Monday Tuesday Wednesday Thursday Friday Saturday
StartTime | \30:0( 00:00 00:00 00:00 00:00 00:00 00:00
StopTime 9359 2359 2359 2359 2359 2359 2359

Save

¥ Times are specified using the twenty four hour dock. For example 11:33 PM would be spedified as 23:33. The day's range is between 00:00 and 23:59,

E-Mail Subscriptions
Specified e-mail addresses, including distribution lists, will receive a notification when any of the subscribed events
occur. An unlimited amount of e-mail addresses may be added to a monitor.
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The following e-mail addresses will receive a notification when any of the subscribed events occur,

Email Address mail@oracle.com

Add

Select [E-Mail Address]: | Remove

Email Address [i)
mail@orade.com

" Changes made to the subscribed email addresses will take effect immediately. Newly subscribed addresses will only receive events occurring after their
address iz added to the monitor.

To add e-mail subscriptions:

1. Enter an email address (or multiple addresses separated with a comma).
2. Click the Add button.
To remove e-mail subscriptions:

1. Select the check box for an email address(es).
2. C(Click the Remove button.

Available Monitors
Displays each of the monitors. Use the links to modify the configuration of the individual monitor. If the monitor is
currently running or has been run since the management console was started you may view the monitor results.
This section describes:

« Start a Monitor

- Stop a Monitor

« Delete a Monitor

« Modify the Monitor Configuration

- View a Monitor Report

« Create a Duplicate Monitor
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Monitors

v Other Monitors () Monitor History

Manitors are used to track events that occur within the management domain and record historical data of managed instances. To create a new manitor, spedfy a unique
name and select the type of monitor you wish to create. Once created the monitor configuration page for the new monitor will be displayed.

Monitor Name

Monitor Type Event Motification Monitor

Create

Start a Monitor
To start a monitor:

1. Select the check box for a monitor(s).
2. Click the Start button.

Stop a Monitor

To stop a monitor:

1. Select the check box for a monitor(s).
2. Click the Stop button.

Delete a Monitor
To delete a monitor:

1. Select the check box for a monitor(s).
2. Click the Delete button.

Modify the Monitor Configuration

To modify the monitor configuration, click the icon in the Configure column for the monitor.

View a Monitor Report

To view a monitor report, click the icon in the View Report column for the monitor. The icon will change if the report has
run.

Create a Duplicate Monitor

To create a duplicate monitor:

1. Click the icon in the Create Duplicate column for the monitor.
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2. Specify a name for the new monitor, by completing the Monitor Name field.

Spedfy a name for the new monitor.

HMonitor Name

Cancel Continue

3. Click the Continue button.
4. Complete the Monitor Configuration page.
5. Click the Save button for every pane.

Monitor History

The Monitor History section displays all monitors that are currently or have previously run.
This section describes:

« Delete Monitor History
- View the Monitor Start Time
« View Report

(= Monitor History '/ JReturn To Top

Shown below are all the monitors that are currently or have previously run.

Select [Monitor History]: Delete

Select All | Select Mone

Monitor Name ; Monitor Start Time Al View Report ;
[] menitor 1 9/19/07 10:09 AM |%

% Currently running monitors will also appear in the monitor histary list. Their history may not be deleted while the monitor is active.

Delete Monitor History
To delete monitor history:

1. Select the check box for a monitor(s).
2. Click the Delete button.

View the Monitor Start Time
To view a monitor start time look in the Monitor Start Time column for the monitor.
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View Report
To view a monitor history report:

1. Select the check box for a monitor(s) history.
2. (Click theicon in the View Report column.

View Monitor Results - roger_test3

Chapter 26
Monitor JD Edwards EnterpriseOne Servers

10/1 /07 10:35 AM through Now

Showin below are & summary of the events thak have ocourred.

Event Name Mumber of Dccurrences
Managed Home Up 2
Event History

10/1/07 10:35 AM - Managed Home Up

Host Name: dentfrs3.mlab,.jdedwvards.conm

Hanaged Home: /ull/dev oasl0l3l

Instances MNanaged by Home Agent:
BTE_13700_ATIX OAS (rteserver)
OAS10131 AT DEV (cas_1013)

Timestamp Emails Sent
1041707 10:35 AM kevin cleanwateriPoracls . com

Ernails Not Sent Failed Emails

The report provides information for the event and email. The Emails Not Sent field will report the number of emails
accumulated outside the Notification Hours designated in the configuration settings for the monitor. The Failed Emails
field will report the number of emails not delivered due to any issues with the email system, such as an email server

being down.

Note: Currently running monitors will also appear in the monitor history list. Their history may not be deleted while

the monitor is active.

ORACLE

362



JD Edwards EnterpriseOne Tools Chapter 27
Server Manager Guide Available Log Files

27 Available Log Files

Managed Home Log Files

This section describes:

« Details

« Agent Log Level

Server Manager generates log files detailing its activity within the Managed Homes . Managed Home logging
can be accessed from the main menu. Upon logging into Server Manager , find the Managed Home that you
want to access by selecting the view in the Select View field called Managed Homes and Managed Instances. In
the grid field called Managed Home Location, select the Managed Home Location with the logs that you want

to view.

Managed Homes and Managed Instances

Lbse thee dropdowsen betoes bo sebact the desired managament view,
Select View | Managed Homes and Manasgsd Instances ﬂ
|- Managed Homes

Shuoiery below are aach of the known mansged homes and the managed instances they conbain. IF thers is 8 managed homre that iz nol runreng and you wish
bio nok see it ished here you may remove ik,

Select [Managed Home]: . Remove . ‘S‘lup_ .U|bd-l1¢

Spdect Al | Select Mone

Managed Home Location ] L0 Managed Instances 1]
O 41  dephcnbe EnterpriseSeryer
Ju0Z fmanaparment-agent Enberpriselne Entenprice Sarver
‘:rﬂ:urnnq
I:I i i ApplicationServerl
Jul2f oas-home-agent Cracle Apphcation Sarver
"r]'Fturnnq
WEESERYER 1
EnterpriseCng HTML Server
*}Rurnn-q

When a Managed Home Location has been selected, the Managed Home Details section appears on the next screen.
This section provides selection options for configuring the messaging level for the Management Agent logs.
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Agent Log Level

Managed Home Details

Yersion
8,97 (897930)
Managed Home Location
fulz/ranagernent-agent
Hosk Operating Svskem
Lirx
05 Architecture
i385
05 Yersion
Z2.4.21-40.ELsmp
Agent Log Level

FINER w

goent Jawa Buntime

Chapter 27
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The Management Agent generates log messages at various log levels. Use the Agent Log Level dropdown to change
the level of the messages are written to the Management Agent logs. Any changes to the log level are stored in the

Managed Home configuration and are used even after the Management Agent is restarted.

The log file receives all messages that are at or above the selected log level. For example, if the log level is configured to
Fine the log files will receive all generated messages at the Fine, Config, Info, Warning, and Severe level.

The default and recommended level is Fine. The finer and finest log levels should only be used for troubleshooting a

specific Server Manager issue.

off

This setting prevents any log messages from being written. It is not recommended to disable logging.

« Severe

This level is for errors from which the system is not able to recover. Severe events are very rare for Server

Manager and indicate a significant problem that needs to be addressed.

Warning

This level is for errors from which the system can recover; however these errors indicate a deviation from the
expected path of least resistance scenario and are indicative of failure points in overall system health.

- Info

This level receives messages that indicate the high-level tasks the agent is performing.

Config

This level includes information about the configuration or environment used by the Management Agent .

- Fine
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This level includes trace-level logging messages used to understand not just which actions the Management
Agent is performing but also details about how it is performing those tasks.

« Finer

This level contains more detailed messages.

« Finest

This level contains the most detailed messages and may generate large log files.
< All

At this level all log messaging levels are displayed; it is equivalent to selecting Finest.

The Management Agent writes log files to a subdirectory named logs on its the installation path. The log files may be
viewed using the Server Manager log file viewer.

The Management Agent maintains up to ten log files with a maximum size of 10MB each. The most recent log file
always has _0 in the filename. As the current log file reached the 10MB limit, the last log file is removed, the log index
file for existing log files is increased, and the logging continues with a new file using the zero log index.

Managed Instance Log Files

Log files for all Managed Instances , including the Management Agent , are viewable through Server Manager .
Log files for the Managed Home are available by selecting the Managed Home from the Management Dashboard
page. Log files for Managed Instances , including EnterpriseOne servers, Oracle application servers, and third party
application servers, are available by selecting the corresponding Managed Instance anywhere throughout the
Management Console . In all cases the management page contains an Available Log Files section.

This section describes:

View Available Log Files
Write Log Message [Web Products Only]
« Delete Log Files

- Log File Viewer

View Available Log Files

The log files for the managed instance or Managed Home are listed in a table in this section. A filter is provided to limit
the list of log files based on the last time they were updated. By default only logs modified with the last 24 hours are
displayed. You can use the available options to expand or narrow the subject of log files to be displayed.
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Display Logs Modfied within () 1 Hour & 24 Hours O 48 Hours (1 week O No Limit
select [Log File]: | Delste |

Select Al | Select None reviows |1 +10 (W] est

File Size [0 Last Modified T i)

D 9,656, 066 Sep T, 2007 10:24:58 Ak
D 10,487,658 Sep 7, 2007 9:58:38 AM
D 10,452,217 Sep 7, 2007 9:30:08 AM
D 10,488,113 Sep 7, 2007 9:01:38 AM
D 10,487,577 Sep 7, 2007 8:32:58 AM
0O 10,487,658 Sep 7, 2007 80458 AM
0O 10,4%2,217 Sep 7, 2007 7:35:58 AM
0O 0,468,113 Sep 7, 2007 7:07:26 AM
0O 10,467,577 Sep 7, 2007 623048 AM
D 10,467,658 Sep 7, 2007 6:00:18 AM
W Log Fibes that are currently in use or lacked by another sppbeation may not successfully delate or bruncate,

- Filename
The complete path and name of the log file.
- File Size
The size of the log file, in bytes.
- Last Modified
The date and time the log file was last modified as reported by the operating system.

Write Log Message [Web Products Only]
b

Enter a message to be weitten to all the active log Fibss for the managed instance.

Message To Write | Write Log Message |

Server Manager provides a mechanism for adding messages to the active log files. This mechanism is available only
for the web-based JD Edwards EnterpriseOne servers and only when the instance is running. A free-form text message
can be entered that is written to all the active log files for the Managed Instance . After entering the message, click the
Write Log Message button to post the message to the active log files.

» Message to Write
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A free-form text message can be entered that is written to all the active log files for the managed instance.

Delete Log Files
~| Available Log Files <,

Display Logs Modfied Within () 1 Hour (8 24 Hours ) 48 Hours ) 1 Week ) No Limit
Select [Log File]: | Delete |

Saleck Al | Sadeck Honw Prenious | 1= 10 a Next
Filename 1) Eile Size L) Last Modified T i)
id Dol fdey wastOftargets RTE FOGER | 3300 ogsfie jroot SOOFRIG0G Iog 9,656, 065 Sep 7, 2007 10:24:58 AM
[] | fd2idev wasOMargets/RTE ROGER 12300/ 0gsie root S00T006 1100 10,487,658 Sep 7, 2007 9:58:38 AM
[] dSidev wastOitargets/RTE ROGER 13300/0gsfelroot 20070506 2.10q 10,492,217 Sep 7, 2007 9:30:08 AM
[ Midev wastOitargets/RTE ROGER 13300fcgslelroct 20070506 3.kq 10,488,113 Sep 7, 2007 9:01:38 AM
[] 10,487,577 Sep 7, 2007 8:32:58 AM
[} 10,487 658 Sep 7, 2007 8:04:28 AM
|:| T2 ey washlitsrgetsRTE ROGER | 3300/ 0gsls roct JD0TOGO06 6 kg 10,492,217 Sep 7, 2007 7:35:58 AM
[ Mgidev wassORtargets/RTE ROGER 13300/ ogsfelroot 20070906 7,100 10,468,113 Sep 7, 2007 7:07:28 AM
|:| gy déy masslitarget SIRTE ROGER | 3300 egsie iroct J0070006 £ g 10,467,577 Sep 7, 2007 6:38:48 AM
[ haeidey wassQitargets/RTE ROGER 3300/ ogsie |root SO0TOO06 9 kg 10,487,658 Sep 7, 2007 6:10:18 AM

¥ Log Files that are cumrenthy in use or kocked by another appbcation may not successfuly delste or truncats,

Log files that are no longer of interested can be deleted using Server Manager . To remove a log file select the check
box next to the desired log file(s) and click the Delete button. The selected log files are removed from the file system and
no longer appear in the Available Log Files section.

Log files that are currently in use cannot be deleted. A warning indicates which log files cannot be deleted because they
are in use.

On UNIX-based operating systems it might be possible to delete a log file while it is still in use. The file is removed from
the file system and no additional log messages are written to the file.

Log files should be deleted only if you are sure they are no longer needed.

Log File Viewer

Selecting a log file from the Available Log Files transfers the file to the Management Console and display the contents
using the integrated log file viewer. Transferred log files are cached by the Management Console and only fetched
again if the contents of the file have changed. On IBM i machines, the EBCDIC conversion is performed automatically.
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This section describes:

- Filter Log Files
« Criteria

- Apply Filter

« Save As Favorite
- Download

« Results

Lag File Viewer [lud2imanagement-agentlogsielagent_0.log)

%

Wiy iy s criberion b rsvoes the results rebamed. Criberion wall be evalssted in the order daplayed.
A Anctlve Row |

Poge Size | F0Lees v
*Match Type :F.I'ﬂl":rl-l\fﬂﬂﬂ

Apphy Fileris) | | Sawe A Fawssite

T use & pravousy oested Favorbe fiber select i From the kst below,

Fawarite lﬂT:] E Heneove ]

R Erkie Log Pl
-0l BIE gt
Lask Modiied (31307 118 PM File Sige 544,207
ap LT, Z00T 5:30:01 AH com. jdadvards.mome . agene . Elhsene.
INE: Brarcing cha sanagenent agent Legging
ap LT, 2007 5:30:11 AH com. jdadvards . mome . agene . Elhsene.
INER: Construcetad the global asnagement agent dingleton

ap LT, 2007 5:30:11 AH com. jdadwards . meme . agene. Eilsene inie

INER: Imiecislizng the sgant

Filter Log Files

The first segment of the log file viewer is the Filter Criteria. Advanced filtering capabilities are provided for locating only
the log entries of interest. Any number of filter criteria may be added to limit the log lines displayed. Filter criteria may
be saved as a favorite for reuse at a later time.
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-] Filber Criberia
o mary &8 criberion bo rnmow the resulte reburred., Criterion will e evalusted in the order deplayed
Adhd Anollver Fow

Page Siee 250 Liness |
tatch Type | Ay Criberaon | » |

HAppdy Filteris) Sanre As Favorfie

T s & previoushy crested Fasmite fiter selact i From the kst bedow.

Favarite | sadi w| |Go Fensige

Criteria

Chapter 27
Available Log Files

Criterion may be added to narrow the results that are returned. Additional rows can be added by clicking the Add

Another Row button.

-| Filter Criteria
Yiut rriry’ Ak eritierion bo rusrosy e resulte reburrsed, Critierion wil be evalusted in the order displayred
Criteria Type Value
[0 | comens v

[ Add Another Row |

« Criterion Type

The Criterion Type field has a dropdown list with the following filter criteria:

Contains

Does Not Contain
Matches regex

Does Not Match regex
Log Level Message Is

Log Level Message Is Not

- Value

The Value field is a free-form text input field.

| Note: Multiple criteria are evaluated in the order listed.
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| |

Yiouy ey add erberion b0 narrow the resuibs reburmad, Critarion vl be svalustad in the onder deplayed,

Criteria Type  Value

[] | DoesMot Contan ¥ JDEjsenace i}

[ [DoeshtContsn v [IDBY] | 8

O |LogMessagelevellsNt v | DebuggrgMessage v r|
Add Anather Row |

Page Size | 250Lines v/

Match Type | Al Citesn v

ApplyFiMer(s) | Save As Favorite

Apply Filter
L ———————"——S—SS_———=_—_—S——_——
Yo iy’ Sk crilerion 1o marmosy the resulls rebumesd, Criberion vl be evalustad i ths ondsr dsplared,
Criteria Type Value
O [ conten ] -]

| Add Another Fow |

Page Sine | 250 Lz | W

Match Type | Any Crterion ]

Apply Filtesis) | Sawe As Favorite

Tio s & prevvicusly crested Favonte fber sslact it From e ket balow,

Favorite [sast [w] [Go| | Remove |

Available filter fields are:

« Page Size

Log file contents are displayed using finite page lengths. Use this dropdown to customize the maximum
number of lines that may be displayed in a single returned page. Select from these options:

250 Lines
500 Lines
1000 Lines
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- Match Type

Select how multiple criteria will be evaluated. Selecting Any Criterion returns log lines that match one or more
of the supplied filter criteria. Selecting All Criterion (should be criteria, but if its that way in the software, then
leave it of course) returns only those lines that match all of the supplied criteria.

After selecting the filtering preferences, click the Apply Filter(s) button to apply the filtering.

Save As Favorite
This section describes:

« Save a Favorite

« Run a Favorite

« Remove a Favorite
-| Filber Criteria
iy e criberion bo mammow the results reburmedl. Criterion will be evalusted in the order deplaned

Asld Anollsei Pow
Page Sire | XS0 Lines W
Match Type | Arvy Criberion | %

Apply Fiteria) Savre An Favorfe
T s & previonesy crested Favortes hiber sesect i From the kst Destowy

Favaribe | zadi | Go Pensoya

Save a Favorite
To save a favorite:

1. Click the Save As Favorite button.
2. Specify a name for the save criteria.
3. Click the OK button.

The favorite appears in the Favorite field drop down list for selection. These filter favorites are saved to the user account
used to sign in to the management console.

Run a Favorite
To run a favorite:

1. Click the Favorite dropdown arrow.
2. Select a favorite from the list.
3. Click the Go button.

Remove a Favorite
To remove a favorite:
1. Click the Favorite dropdown arrow.

2. Select a favorite from the list.
3. Click the Remove button.
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Download
You can download log files for viewing or parsing using other tools.

To download a log file:

1. Click the Download Entire Log File link or

Opening jde_29631.log

You have chosen to open

2] jde_29631.log
which is a: Text Document
from: http://denlcmwn5.mlab.jdedwards. com: 7000

What should Firefox do with this file?

@Qpenmﬂ'n Motepad (default) [v]

() Save to Disk

[ ] Do this automatically for files like this from now on.

0K | | Cancel

2. Select one of these options:

o Open with
o Save to Disk

3. Click the OK button.
Some very large log files might not be displayed properly within the log file viewer. If a file is too large for viewing using
the integrated viewer, an appropriate message appears. You can still download these large log files for viewing with
tools more suited to handling large text files.

Results

The second segment of the log file viewer is the log file. Results are color-coded and displayed in pages. EnterpriseOne
log files are color coded for improved readability. The last date modified and file size information appears in the Last
Modified and File Size fields.
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Last Modified  7/20/07 301 PMI

I [Lina )
Al [Eins T)

¥ Lima F1
« |sine 1)

- IHna 3%
i |kine T)

[ U

I [kine T)

I [kine T)

Maina *1

[EASE]
[EASE]
[EASE]
[EASE]
[EASE]
[EASE]

Iesem

File Size 1,657 457

e ik R s P Sk R AR Wk W A ki A L WL L P e

2007 '-'-I"- 2l 034 [Line ?) [SEVERE] [WSER1] [BRSE] con, jdedards . database base, JIEException: [SECVRITY
ol. jdedwards. SYsten. seCurity. SecurityserverException: FALILURE: mall

R I [ S P S T e S T

g e O o] el o, e, P e T 1 s Tl Jam o aleam Fifaien ssms oo ms i

If the log file contains more lines than the current page size a dropdown appears on the upper and bottom right of the
log contents. Use the dropdown or Previous/Next links to view the page of interest.

jde.properties Logging

The web based EnterpriseOne servers use the jdelog.properties file to configure their logging activity. The Java-based
Enterprise Server kernels also utilize the jdelog.properties file to configure their own logging activity. Server Manager
provides an interface to configure these log files without having to directly modify the corresponding properties file.

b e e

[

Configuration

View: Startup -

Database
Metwork
SEeCLri

Web Runtime

Loggin

From the management page for an EnterpriseOne server select the Database link in the Configuration pane. A page
appears that provides details about the current configuration defined within the properties file.
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Log File Configuration

-1 Logg File Configur stion

Shawr bealows sre the log configurstions: Found inthe jdelay. propere e for this retance. You may sdd, remove, or configues the log Fles conksired
wathan,

Select [Log Configuration]: Dokt
Al | Sabect

Liog Manme L} Losg File Marme L} Lo Level Threshold |
O bpEBUG ful2foas-home-agentftarget s "WEBSERWVER 1 loga/debug . log Warings e Recorverabie Ernors |
O [EiLos ful2ftoas-home-agenttarget s WEBSERVER 1 loge e root log VT &nd Fecoweratee Erro s "’:

Comata Bew Log Configun ation

-+ R0 IR, InClpding Sadre] res g corf i ot will be chmaracaly ne-boaded b bhay mrens ) Mgt IRl e birve Ehey Appdy Dutthon iF
sejeched.

Apply

Each configured log file appears as a row in the Log File Configuration section.
The grid fields in this section are:

- Log Name

A unique identifier for this logging configuration. It is used as the section name in the jdelog.properties log
configuration file.

- Log File Name

The file name used to construct the actual file name. The actual log file is in the directory specified. The log file
name is appended with the date the file was created and possibly the backup index of the file if the maximum
size has been reached. For web products running using multiple JVMs a JVM specific identifier may also be
appended to the generated log filename.

- Log Level Threshold

Defines the threshold of log messages that should be written to the file. The order is Critical Errors, Warnings
and Recoverable Errors, Application Level Activity, and Low Level Troubleshooting Messages (Verbose).
Selecting Application Level Activity, for example, will receive all Critical Errors, Warnings and Recoverable
Errors, and Application Level Activity level messages and Low Level Troubleshooting Messages (Verbose is
ignored).

The available values are:
o Critical Errors
o Warnings and Recoverable Errors
o Application Level Activity
o Low Level Troubleshooting Messages (Verbose)

- Log Format
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There are three different formats available that differ in the amount of technical information included with each
log message.

The recommended format is Applications Format. The technical format contains the same information
but adds the line number of the originating logging call. Line number information is not included in the
EnterpriseOne products. Technical with Threads adds the name of the thread in which the log message
originated.

- Append Log Files

If TRUE, log files will append to existing log files with the same name. If FALSE, existing log files with the same
name is truncated prior to writing the first log message.

« Max. Log Size

This value defines the maximum size a log file may reach before it is renamed to a backup file and new log is
created. The value should be specified in xxMB, where xx is a number specifying the number of Megabytes.
Example: 10MB.

- Max. Backup Index

The maximum number of backup files to retain. When a log file reaches the maximum allowed file size it is
archived to another log file. This value specifies the maximum number of those backup entries to keep.

« Log Components

Specifies the components within the EnterpriseOne product to log. You may specify ALL or the individual
components (such as Runtime, JDBJ, etc.) that should be logged.

Remove Log Definitions

You can delete the log file definition by selecting the check box in the desired row and clicking the Delete button.

Apply Changes

After making changes, click the Apply button to save any modifications. Changes including adding new log
configurations are dynamically re-loaded by the running managed instance each time the Apply button is selected.

For the web-based server products adding, modifying, or removing log files takes effect immediately after pressing
Apply if the corresponding server is running. Java based enterprise server kernels will take up the modifications the next
time the server is started.

New Log Configuration

New log definitions may be created by selecting the Create New Log Configuration button. The application prompts for
a name for the new definition. The supplied name contains only characters and must not already be used by an existing
log configuration. Select OK to create the new definition.
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Enter the name of the new log configuration. The log configuration name must be
unique,

Log Manie

Cancel | 0K L

Server Manager creates a new log definition using default values based on the E1LOG definition, if present. The log file
path is created based on the log definition name supplied. You can change any of the default values created just as you
would modify any of the log configurations.

User Specific Log File Configuration

The JD Edwards EnterpriseOne HTML Web Server supports user-specific log definitions. Any activity by the
configured user is logged to the corresponding file as configured. Creating and modifying a user-specific log definition
is nearly identical to creating a regular log definition.

|-} User Specific Log File Configuration */Return To Too
Lo Files mary be creabed For specific users. Use the Form bebow bo manage the user level kagiging.

Select [User Log Configuration]:  Delete

Sedact Al | Selach Mone
Log Log File Log Level Max. Log
User Log Format  Append Lo Max. Backu Log Components
Hame Mame Threshold oa o 9 Gize . e
6] Marme y - 2L Files L y Index s A

L st Ll
Create Hew User Specific Log Configuraticn

» Changes made, including adding new bog configurations, will be dynamically re-loaded by the running managed instance sach time the ‘Apph’ button is
selected,

Create SQL Bind Values Inline Log File Configuration (Release
9.2.2.4)

You can merge the SQL bind values and the SQL statements instead of logging them in seperate HTML server log files
by enabling the setting in the JDBJ log, as shown in the following example. You can specify a delimiter to separate the
clause columns.
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Configuration |-| JDBj Logging

View: | £dvanced v These settings enable JDBC tracing from the JDBC drivers.

: Sii’:base Enable IDBC Trace [i

: m:fﬁg?l:enus JDBj SQL Bind values Inline (i) &

: \S'\feclt"lj«‘tatntima JDBj SOL Bind Yalues String Quote Character (i) |* v

JDBj SOL Bind Yalues Delimiter (i)
¥ Logging

The following example shows the SQL log statements.

SELECT * FROM 0OL920.F3860 WHERE (SIO0OBNM = 'F953204 '
SELECT TPTXTSEURL, TPTXTENGSL FROM 5Y920.F95820A WHERE (TPTXTPRTYP = 0 )

Create New User Specific Log File Configuration

Rather than prompt for the name of the log definition the application prompts for the user name instead.

Enter the name of the Enterprisedne user for which to create user specific logs.
The user name will not be validated,

User Mame

Cancel | 0K l

Understanding User Logging (Release9.2.8)

Starting with Tools Release 9.2.8, you can enable user-level logs for all the HTML and AIS server managed instances, the
user is connected to, using User Logging in the Server Manager Console. You can also enable user logs for CallObject

Kernels of EnterpriseOne servers from the same location. The User Logging option also allows you to disable, search,
collect, download, and delete user-level logs.

The configuration for the user-level logs is stored in the userloggingconfig.xml file on the Server Manager Console and
contains the user name and component information.

User Logging also enables you to combine logs for a specific user and download them in a single compressed file.

Accessing User Logging in Server Manager Console

To access User Logging, navigate to What do you want to do? section and under Diagnostics click User Logging.

Under User Logging Configuration, enter the name of the user in the User Name field for whom you want to configure
user logs. You can enter only one user at a time.
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From Instance Type list, you can select the server type for which you want to configure user level logs. By default,
Enterprise servers have CallObject as the defined Log Component.

For HTML and AIS servers you have the below log configurations available to update:

Log Level Threshold

Defines the threshold of log messages that should be written to the file. The order is Critical Errors, Warnings
and Recoverable Errors, Application Level Activity, and Low Level Troubleshooting Messages (Verbose).
Selecting Application Level Activity, for example, will receive all Critical Errors, Warnings and Recoverable
Errors, and Application Level Activity level messages and Low Level Troubleshooting Messages (Verbose is
ignored).

Log Format

There are three different formats available that differ in the amount of technical information included with each
log message.

The recommended format is Applications Format. The technical format contains the same information
but adds the line number of the originating logging call. Line number information is not included in the
EnterpriseOne products. Technical with Threads adds the name of the thread in which the log message
originated.

- Append Log Files

If TRUE, log files will append to existing log files with the same name. If FALSE, existing log files with the same
name is truncated prior to writing the first log message.

Max. Log Size

This value defines the maximum size a log file may reach before it is renamed to a backup file and new log is
created. The value should be specified in xxMB, where xx is a number specifying the number of Megabytes.
Example: 10MB.

Max. Backup Index

The maximum number of backup files to retain. When a log file reaches the maximum allowed file size it is
archived to another log file. This value specifies the maximum number of those backup entries to keep.

Log Components

Specifies the components within the EnterpriseOne product to log. You may specify ALL or the individual
components (such as Runtime, JDBJ, etc.) that should be logged.

After you have entered the user name, selected the instance type, and updated the fields for HTML and AIS servers, you
can use the below options to manage the user-level logs.

Enable User Logs
Updates and syncs the jdelog.properties file of all HTML and AIS server instances registered on the Sever Manager

Console. It also updates JDE.ini file to add the selected user to User Debug Logging and sends a JDENET message to all
Enterprise Server CallObject kernels.

To enable the user-level logs:

1. Enter the user name in Configure Logging for User Name field.
2. Select the instances type for which you want to enable user logs.
3. Configure the fields if you have selected HTML or AIS servers.

4. C(Click Enable User Logs.
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Note: The time taken to enable user logs depends on the total number of server instances registered on the
Server Manager Console.

Disable User Logs

Updates and syncs the jdelog.properties file of all HTML and AIS server instances to disable the user-level logs for the
selected user. It also updates jde.ini file to remove the selected user from the User Debug Logging and sends a JDENET
message to all Enterprise Server CallObject kernels to disable user-level logs for the selected user.

This removes the user-level log entry from the userloggingconfig.xmi file for the selected user in the Sever Manager
Console. Additionally, all the selected servers stop logging the user-level logs for the selected user.

Search User Logs

After you have enabled the user-level logs for a specific user, you can use the Search User Logs button to fetch the list
of all the HTML, AIS, and Enterprise servers (Kernels) the user is connected to. The list includes links to the user-level
logs. The Search User Logs options behaves as a refresh of user logs since the last activity.

Based on the instance type, the log files are divided in different sections. Enterprise Server Resources section lists
the user-level logs for the Enterprise servers and EnterpriseOne HTML Server Sessions and EnterpriseOne AIS Server
Sessions list the user-level logs for HTML and AIS servers respectively.

Collect User Logs

Each time you click the Collect User Logs button, compressed user-level log files are copied from all the Server
Manager Agents to the Management Server. The collective user-level log files are compressed further and is saved in
the temp directory, CaptureDiagnosticsZip.

Delete User Logs
Deletes all the user logs from all the HTML, AIS, and Enterprise servers registered on the Server Manager Console for
the selected user.

Note: After you delete the user logs, you must disable the user-level logs and enable it again to get the CallObject
Kernel logs.

Downloading User Logs

User Logging provides you an option to download all the user-level logs for all the server instances registered on the
Server Manager Console. After you collect the most recent user-level logs using the Collect User Logs option, you can
download them using the Download Latest Zip--UserLogs link.
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28 Update Server Manager

Update the Management Console

The Management Console and the Management Agents have codependent release levels. The Management Console
constantly monitors the version levels of the registered Management Agents and if it determines that a registered
Management Agent is out of sync (mismatched) with the Management Console 's own release level, then it notifies the
user that an update is required for a specific Management Agent . This can happen any time you change the release
level of the Management Console , either to a newer release or to an older release.

You must manually update a Management Agent when notified, as described in this chapter. If you do not update the
Management Agent , unpredictable and undesirable results can occur in the execution of Server Manager requests on
the target machine on which the Management Agent resides.

If you update the Management Console to a new Tools Version (for example, 8.98.3), you must upgrade the
Management Agents to the same version. Otherwise your Server Manager cannot communicate and operate with the
target machines as expected.

You update the Management Console by changingits Software Component using the same method as changing any
other Server Manager Managed Instance (refer to Managed Software Components).

CAUTION: Changingthe Software Component version for the Management Console will automatically restart the
Management Console application and terminate any active user sessions.
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Use the dropdown below to select the desired management view,

Select View | Managed Homes and Managed Instances (v

Shown below are each of the known managed homes and the managed instances they contain. If there is  managed home that is not
running and you wish to not see it listed here you may remove it.

Select All | Select None

Managed Home Location | 6 Instances i)
[0 1 QEILABZ misb jdedwards.com home
C:\jde_haome Management Console
@ Running
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To update the Software Component :

1. On Managed Homes and Managed Instances, locate the Managed Home Location for your Software
Component and click the link for the associated Managed Instance for home.

This is the location you specified when you installed the Software Component , where the default is c¢:\jdehome.

Management Console: home

General Instance Properties

Wersian
3.97.Beta
Status
Running

Softw ersion
Change... |

W Changing the management consale software will aukomatically restark the application and terminate any ackive user sessions,

2. Inthe General section of the page, under Software Component Version, click the Change ... button.

The Management Console displays a popup with a list of available Managed Software Components is
displayed. For example:

Change Tools Release @

Select the software component that ywau wish ko use,

Software Component
SCF Management Console Mersion 08-23-2007_10_32

SCF Management Console Yersion 09-15-2007_05_11
SCF Management Console Yersion 05-29-2007_0Z_46
SCF Management Console Yersion 09-20-2007_03_49
SCF Management Console Yersion 08-21-2007_05_41
SCF Management Console Yersion 05-30-2007_05_15
SCF Management Console Mersion 03-27-2007_10_34
SCF Management Console Yersion 09-27-2007_04 04
SCF Management Console Yersion Internal Build 08-14-2007 _03_25

Change Component Cancel

OElccoC00O0

|
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3. Onthe Change Tools Release popup, you can select a Software Component radio button and click the Change
Component button to change to that version.

The update process starts immediately and upon completion the Management Console application will
automatically restart. If the Management Console fails to restart as expected, refer to Troubleshooting an
Unsuccessful Management Console Update in this chapter for a description of symptoms and recovery.

Note: To update the WebLogic Server to 12.2.1.3, you must first update the Tools Release to 9.2.2.4.

Update a Management Agent

After you update a Management Agent to a new tools version (for example, Tools Version 8.98.3), any existing WAS 6.x
instances will display this message:

f\ Warning

i)

The Management Agent has acquired WebSphere Admin Client jars for WAS administration purposes and needs to be restarted to load the jars.

To resolve the Warning you must restart the Management Agent to complete the update process.

When the Management Console determines that a Management Agent version is out of sync (mismatched) with the

version of the Management Console itself it displays a notification under the Managed Home Location of the applicable
Management Agent . For example:
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Managed Homes and Managed Instances

Use the dropdown below to select the desired management view,
Select View | Managed Homes and Managed Instances (v

Shown below are sach of the known managed homes and the managed instances they contain, If there is a managed home that is not
running and you wish to not see k listed here you may remove it.

Select [Managed Home): | Remove |  Stop |  Update | | Start Allinstances |  Stop Al lnstances |
Select Al | Select None B _ [
| Managed Home Location | Managed Instances 6
[J 1 QELCMAS] MLAB. JOEDWARDS COM
_as

QELCMAS] WASG0 DEY
IEM WebSphere 6
‘lgantl.hdateﬁm#edi ﬂ'RLnr'mq

385
ORACLE



JD Edwards EnterpriseOne Tools

Chapter 28
Server Manager Guide Update Server Manager

To update a Management Agent :

1. On Managed Homes, select the Managed Home Location for which indicates: Agent Update Required.

wWianagea Hoimes ana managea instarices

Use the dropdown below to select the desired management view,
Select View | Managed Homes and Managed Instances M|

I ——

Shown below are each of the knowin managed homes and the managed instances they conkain, If there is a managed home that is not
running and ‘you wish to not see i listed here you may remove it.

Select [Managed Home}: | Remove | | Stop | | Update | | StartAllinstances | | Stop All Instances |
Select Al | Select None

Managed Home Location | Managed Instances &)
'@ L [Managemant Agents/dev_was . IEM WebSphere &
Agent Update Required ﬂnm
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2. Use the check box to select the appropriate Managed Home Location.

Managed Homes and Managed Instances

Use the dropdown belaw to select the desired management wigw,

Select ¥iew | Managed Homes and Managed Ing
-] Managed Homes

Shown below are each of the known managed homes and the managed instances
running and you wish to not see it lisked here wou may remove ik,

Select [Managed Home]: Remove | Stop | Update |

Select all | Select Mone

Managed Home Location | 0 Managed

vl 4+ QELCMAS].MLAB. JDED'WARDS,COM QELCMAS
IManagement Agents/dey_was IEM Webs)

Agent Update Required i o e

3. Click the Update button.

The Management Console displays this confirmation dialog:

=

The page at http:ffoetlab2.mlab. jdedwards.com: 5150 says:

[ Areyou sure you wank bo update the selected managed home agent(s)? The update process wil
z automatically restart the managed home agents,

(] 4 _ancel l

4. C(lick OK to immediately begin updating the selected Management Agent . Once the update is complete, Server
Manager will automatically restart the Management Agent .

When the pre 9.2 Server Manager Agent is updated to 9.2 (the update process initiated from the Server
Manager Console itself when the "Agent Update Required" message is seen by the Administrator and the
Administrator selects the checkbox and performs the update operation) from an earlier tools release, it is
necessary for the Administrator to manually change/replace the $SCFHA/jdk/jre within the Server Manager
Agent after the update.

The Administrator should use a 32-bit jdk/jre if the Server Manager Agent is going to manage a Deployment/
Enterprise Server, otherwise use a 64-bit jdk/jre.

It is recommended not to use the existing jdk/jre which came with the older Server Manager Agent installation.
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(Release 9.211) To start or to stop all the instances, on Managed Homes and Managed instances, click Start All Instances
or Stop All Instances button.

-Mana@ed Homes and Managed Instances

56 the dropdovn below iosclect the desked menagement vieve

Select View | Munages Homesand Maraged infanoes ¥

=) Managed Homes

e by ane ach of the bnovwn managed Foemes snd the menaged instances they curtain. 1f these is 5 managed home that & not rurning and you wish to not see & Btadihers you may remove &

Select[Managed Home]l: | Remowe $tap Update | [ Start All instarces | | Stop All Instances I

welect Al | Salect oge
Monsged Home Location o [ Masaged Instonces

ishe_intearotiondbos
x tabase

blogic Server

extl 10
Enterprisalina Ertarpras Sanar
' Stopped
orali?
Jeadha Database
o
L. Filaniming
ide_integratondbosd
Tenchs Databage
o
L Fumring
orali6
Orada Databaze
£

Troubleshooting an Unsuccessful Management Console
Update

There may be times when updating the Management Console application is not successful. The symptoms of a failed
updated is the lack of a logon screen after the update completes, even after restarting the Management Console .
Server Manager provides a fallback script that can be used to redeploy the application and recover the Management
Console without any data loss. The script will deploy the intended (change-to) release.

To troubleshoot an unsuccessful Management Console update:

1. Stop the Management Console service.
2. Start the Management Console service.
3. Open a command prompt and navigate to this directory:

\jde_home\targets\home\_staging

where jde_home is the install path of the Management Console .
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4. Invoke the redeployManagementConsole.cmd recovery script.

The script takes one parameter, which is the password used to initially install the Management Console . For
example

redeployManagementConsole.cmd password

Upon successful execution of this script, you can log on to the Management Console application.

(Release 9.2.2.4) If you updated WebLogic Server to 12.2.1.3 and the Management Console update was unsuccessful,
troubleshoot the Management Console update before updating to EnterpriseOne Tools release 9.2.2.4 or later.

1. Ensure that the Server Manager Console is on a Tools Release earlier than 9.2.2.4.
2. Stop the Managed Server where Server Manager Console is installed on the WebLogic Server.
3. Extract the ManagementAgent_JAR file from 9.2.2.4 Server Manager JAR file. The ManagementAgent_JAR file

is located at <El_ServerManagerConsole.jar>\ManagementConsole WAR.ear\ManagementConsole WAR.war\WEB-IN\lib
\.

4. Replace the ManagementAgent_JAR file with the file you have extracted in the previous step at following
locations:

o <jde_home>/SCFMC/stage/ManagementConsole WAR.ear/ManagementConsole WAR.war/WEB-INF/lib

o <WLS_HOME>/user_projects/domains/<domain_name>/servers/<server_ name>/tmp/ WL user/

<application_name>/<folder name>/war/WEB-INF/lib

You need not replace the ManagementAgent-JAR file at this location if the lib folder is not available.
5. Start the Managed Server.
6. Update the Tools Release for Server Manager to 9.2.2.4.
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29 Create a JD Edwards EnterpriseOne Data
Access Server as a New Managed Instance

Prerequisites and Recommended Installation Sequence
for Managed Instances for Data Access Server Instance

This list shows the prerequisites and recommended installation sequence for Managed Instances for JD Edwards
EnterpriseOne Data Access Servers:

1. Prerequisite: Management Agent is installed on target machine.

Refer to Installing the Server Manager Management Console and Agent.
2. Prerequisite: The Data Access Server Software Component is uploaded to the Management Console.

Refer to Upload Software Components.
3. Prerequisite: The Data Access Server Software Component is distributed to the target Managed Home.

Refer to Distribute Software Components to Managed Homes.
4. Create a Data Access Server as a New Managed Instance

Refer to Create a Data Access Server as a New Managed Instance.

Note:

Refer to the JD Edwards EnterpriseOne Interoperability Guide in the chapter Using Java Database Connectivity
for additional tasks and topics related to the Data Access Server.

- JD Edwards EnterpriseOne Bl Publisher for JD Edwards EnterpriseOne Guide

Refer to various Red Papers in the Red Paper Library on Customer Connection.

Navigation: Customer Connection > Implement, Optimize, and Upgrade > Implementation Guide >
Implementation Documentation and Software > Red Paper Library

http://www.peoplesoft.com/corp/en/iou/red papers/index.jsp
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Create a Data Access Server as a New Managed Instance

You must use Server Manager to install a Data Access Server instance.

Note:
« Prerequisites and Recommended Installation Sequence for Managed Instances for Data Access Server Instance

To install a JD Edwards EnterpriseOne EnterpriseOne Data Access Server instance:
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Shown below are each of the known managed homes and the managed instances they contain. If there is a managed home that is not running and you wish ko
not see it listed here you may remove it.

Select [Managed Home]: | Remove | | Stop | | Update |
Select All | Select None

Managed Home Location | ® Managed Instances ®
[J f{* DENISS.MLAB.JDEDWARDS.COM No managed instances.
lidehome_jdbe

1. Select the Managed Home in which you wish to install the Data Access Server.

—| Managed Instances oy

Shown below are all the managed instances owned by the managed home. Use caution when removing instances. Depending on the instance type
this may involve uninstalling andjor deleting the EnterpriseOne server installation.

Select [Managed Instance]: | Remove Instance ]

Select All | Select None

Instance Name |, @ . Managed Instance Type @ State @
|:| DENLCMLXZ EnterpriseServer EnterpriseOne Enterprise Server ﬁ'Runninq
] ocm Oracle Configuration Manager J}Stopped

(| Create Hew Managed Instance I]
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2. C(lick the Create a New Managed Instance button to create the Managed Instance in the Managed Home .

Create/Reqister A Managed Instance
Seact T Tyt of maraed GrpE yow weh T Ceas g The i the For of 3 dour e oo

t. Salact the Target Type
Ehixirin Bl bt oF miragd gt g wEh B caate
2. Ervr [rstanos Properies
Tha AIBAEE 2 0l el Hioetied (AR Lcied B Ch & S Bl Tl B L
3. Confirm Cosfguention Teems
ok corfiguratns el cetrit b afipuead MEamaEcaly o negenn vileleton of the Skt v
4 Instafation

T i o oo i et o el il i et of e PRI TTE B

Register a Deployment Server Instance
Ragister an Existing Deploymnt Server

Register ar Creale an Enterprise Server Instance

Register a Microsaft SQLServer Database
Rogitar an Exivting Hicrnckt S1 Sancer -
Register an Oracke Database Server
Binir s Exiering Ovacis Datsbasa £
Register 2 Web Server Instance

Oracle Applicatin Server 10L10x ()
Oracls Weblogic Servar 11
Dol Weblogk Server 12c
Gl Wikl e Sarerr 14e

Websphere Appdiiatin Server 6.3

b plmrg. Appls Sareer 7.0

WkSphers Appistatice Serr &5/ r

[ e e sieiin

Deploy a Mew EnterpriveOne Web Component
Entovpriselion A Sarepr
Estirprimaling Collaboriting Portal Serebr )
i : Diwta Access Dear 8
[ T T —
Ememaseine Ordestrmne St Server
Fmtmrpritine. Appl Bavtorfacn Saorvs
Ert sl Trans st Semer
{ ntnrprineDeg Buusne Servoes Srmpr
Enterprinadims HIML Spreer

e O 0
.

P
et

3. On Create/Register a Managed Instance, Instance Type, select this radio button:

EnterpriseOne Data Access Server
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4. Click Continue.

Create/Register A Managed Instance

Shawn below are all the instancz oroperties that are required to createfregister a new instanoz of the selechked type, Complete the reauired fidlds and select 'Conbrue' to praceed fo the mext step,
characters [a-2a-F_0-5]; cpaces or ather specid dharacters are not permithed
o & £ ]
[natance Type Instance Propertes Confrmation Fneh

Server Group | JOE -

Instance Name |B|P

Usage Type | 10g Bl Publizher ‘FI

Install Location |-=:B| PUB_ROOT='xmlpserverixmlpse e WEBINFIlL

Software Compencnt | EntsrprizeOne Data Access Driver 3.1.3.1 04-02-2013_08_3% ;l

Fropagate Enterprise Server Config | MOME |»
HOHNE

5. On Create/Register a Managed Instance, Instance Properties, complete these fields:
o Server Group
Use the pulldown to select the Server Group to which you want this instance to belong.

Also refer to Administer Server Groups.
o Instance Name

Enter a name for the instance.

Tip: A good business practice is to name your instances so that they are easily and consistently
identifiable. For example: probuct server _porT Where probucr is the JD Edwards EnterpriseOne server
type, such as pata Access_server, and where server is the machine on which the instance is installed,
and where porr is the HTTP port which is defined for use by this server.

o Install Location
Specify where the Data Access Server is to be installed.

This location must be unique and not within the Management Agent directory structure.
o Software Component

Use the dropdown to select the version of this Software Component that you wish to install.

395
ORACLE



JD Edwards EnterpriseOne Tools Chapter 29
Server Manager Guide Create a JD Edwards EnterpriseOne Data Access Server as a
New Managed Instance

6. Click Continue.
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Create/Register A Managed Instance

Shown below are the configuration Rems that must be manually confirmed., Please validate or update, as appropriate, the configuration items. Once complete select ‘Continue’ tc
9, O o &)
Instance Type Instance Properties Confirmation Finish

6014

Dutgoing JDENET Port

B

Incoming JDENET Port

B

6014

System Datasource Name

B

System - 812
Database Type

B

Database Name

.

‘ora102.denfnhp1

Database Server Name

>

denfnhp1

Database TCP/IP Port

>

1521

Physical Database

B

SY812
“
‘denfnhp1

Object Owner

B B

Supports Large Objects (LOBS)

Unicode Database

BB

Primary Security Server

Bootstrap User

B

JDE
JDE

Bootstrap User Password

B

Bootstrap Role

B

ALL

Bootstrap Environment

e

DVB12

397
ORACLE



JD Edwards EnterpriseOne Tools Chapter 29
Server Manager Guide Create a JD Edwards EnterpriseOne Data Access Server as a
New Managed Instance
7. On Create/Register a Managed Instance, Confirmation, review the key configuration items. The values on this
form must be manually confirmed. You must validate or update, as appropriate, all configuration items.

| Tip: For help, click the Information icon next to the title of a field.

Note:
o Configure the Default Server Group Configuration Settings

8. After you have validated and updated all configuration items, click Continue to proceed to the next installation
step.

o &, 9, J
Instance Type Instance Properties Confirmation Firish

After installation is complete, distribute any needed jdbc drivers before using the Data Access Driver.

Cancel Create Instance
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9. On Create/Register a Managed Instance, Finish, click the Create Instance button to complete the installation of
the EnterpriseOne Data Access Server.

EnterpriseOne Data Access Driver: testa2bi

General Instance Properties
Status Install Location
RuNning Z:\OraBIPub\oc4j_bi\ji2ee\home\appli
Software Component Version Instance Usage Type [i)
. . ) 100 BlPublisher
Entaym Data Access Driver Version 3-%05_@225 | Change... J Instance Name 6,
testagbi

| Available Log Files v,

Display Logs Modfied within O 1 Hour ® 24 Hours O 48 Hours O 1 week O No Limit
v There are 15 additional log file(s) that were last modified earker than the selected limit,

Once complete the browser is redirected to the Management Console page for the newly registered Data
Access Server. This server also appears as a Managed Instance within the corresponding Managed Home.

For each registered Managed Instance, the Management Console displays appropriate information at the top of
the page:

o General
- Status
Valid values are:
Running
When the status is Running, the Stop button is available.
Stopped

When the status is Stopped, the Start button is available.
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Note:
o Start or Stop a Managed EnterpriseOne Software Component

- Software Component Version

Displays the version of this Software Component .

Note:
o Change a Managed EnterpriseOne Software Component

- Data Access Server Password

Allows you to change the Data Access Server Password when the Data Access Server is running.
The new password is taken from the current configuration value for the Data Access Server
Password.

o Instance Properties
- Install Location

The location Data Access Server was installed.
- Instance Name

The name assigned to the Managed Instance at the time it was created or registered.
For information on log files, refer to the chapter entitled: Available Log Files.
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350 View Runtime Metrics for a Managed

Instance

Enterprise Server Runtime Metrics

The runtime metrics provide operational information about insight to the EnterpriseOne servers. Runtime metrics are
only available when the server is running.

b e e

b

Runtime Metrics =,

Upkirne (i)

4 days, 23 hours, 17 minukes

Metwork Jobs ()

3

kernel Jobs (i)

o

Zombie Processes ()
a

Security Kernel Users  [§)
21

CallCbject Users  (§)

a

Process Detail
Enwironment Yariables
Disk Space sage

kernel Ranges

Audit Hiskory

A Runtime Metrics information summary and links to detailed information are available for each Enterprise Server

that is running. Metrics are provided by an embedded variant of the management agent built into each EnterpriseOne
server. A new kernel definition, the management kernel, was added in 8.97. A single management kernel process is
created when the enterprise server is started. The management kernel is responsible for securely networking between
the enterprise server and the server manager management console while providing the runtime details of the enterprise

server.

Note: You must import the Server Manager Console certificate to the Trust Sore of all the Managed Targets that have
the Runtime Metrics. Otherwise, the Runtime feature will not work with the Server Manager Console configured on

HTTPS/SSL.
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The following runtime metrics are available for a running enterprise server:

General

Process Detail
Environment Variables
Disk Space Usage
Kernel Ranges

Audit History

General

Runtime Metrics will display runtime information for these parameters:

Uptime

The amount of time the Enterprise Server has been running.

Network Jobs

The number of network listener processes (jdenet_n) that are currently running.
Kernel Jobs

The total number of kernel processes (jdenet_k) that are currently running.
Zombie Processes

Zombie status refers to an Enterprise Server process that has unexpectedly terminated without properly
cleaning ups its resources. This value will display the total number of zombie processes that are tracked in the
enterprise server shared memory segment.

Security Kernel Users

The number of EnterpriseOne users that have a currently active security server connection to the Enterprise
Server.

Call Object Users

The number of EnterpriseOne users that have a currently active CallObject (business function) connection to
the Enterprise Server.

Process Detail

Information about all of the running network, kernel, and other enterprise server processes can be viewed by selecting
the Process Detail hyperlink from the Runtime Metrics pane. The management kernel process will periodically query
the enterprise server to retrieve the runtime information. This polling will occur approximately every thirty seconds;
therefore it is possible that the information displayed through the server manager process detail pages may be up to 30
seconds old.

The process detail page includes:

A Process Summary

A Batch Summary
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« A Process Table

The top of the page includes a Process Summary section providing a quick reference to the number of active enterprise
server processes and provides a Batch Summary that displays the running batch queues, active batch jobs, and pending
batch jobs.

Enterprise Server Processes

Process Sumdnary Batch Sumnmary
Network Jobs  [(§) 3 Batch Queues [
Kernel Jobs G 7 Active Jobs [ 1]
Thread Count () g Waiting Jobs (i)

A Process Summary
The status information fields for Process Summary are:

- Network Jobs

The total number of network listener jobs active on the Enterprise Server.

- Kernel Jobs

The total number of kernel jobs active on the Enterprise Server.
Thread Count

The total number of threads active on the Enterprise Server.

A Batch Summary

The status information fields for Batch Summary are:
- Batch Queues

The number of batch queues that are managed by the queue kernel process on the Enterprise Server.
- Active Jobs

The number of jobs that are currently being processed (running) in the batch queues.

Waiting Jobs

The number of jobs that are currently in the queue awaiting processing.

A Process Table

The process table contains a row for each EnterpriseOne server process contained within the shared memory segment.
The shared memory segment is created by the first server process created during server startup. Each additional server
process will register itself within that shared memory segment. Server Manager uses this shared memory to identify
and display all the running server processes.

The process table lists each of the processes found. Each process is displayed along with some key columns. The table
also provides links to directly view the associated JDE and JDEDEBUG log files.
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Selecting the process name will display more detailed information.
This section describes:

« Remove Zombie

« Process Detail

Select [Process]:  Remove Zombie
Select Al | Selact None
JDELOG  Debug

Process  Process  Prooess : Connected Total IOt st anvding
ERICEES P T D Stat FE'IIE i Use Request Request

ype % Shra % efuesis equesks

D SAW FERNEL Kerred 16118 RLMMNING FM4 a9 ] 135243 (1]
Process

D METADATS KERMEL Kennel 16001 RLNMNING K| a7 i 33935 1}
Process

[] SECLRITY KERNEL Kerrel 16014 RUMNING Pt 97 1 H20ED 0
Process

D SECURITY EERMEL Kernel 16022 RLIMMING 29 a7 1 420654 1]
Process

O QUELE EERMEL Keanel 15554 BLUNMNING FaT a7 i 42081 i}
Progess

. WORE FLOYWY EERKEL Kenned 17448 RLUNNING 1408 2 o s o
Process

[]  ienet n Metwiork 16535 RLINRING G4 97 = g5
Listereer

d pderet Pebwork, 16375 BLNNING i 74 aF - &
Lisherwr

[ HEeneto Metweork 16375 RLUNNING ] a7 . 2
Listener

] fdenet Metwark 16117 FLINMING 143 .1 = 220013
Listerver

D SECLURITY EERMEL Kernel 16005 BLMMING i) o 1 42087 1]
Process

D Julkied] Mlevsbemibind lidenet o | Mebwork 15950 RLINNING L1656 a7 . 4
Ligtensar

I:l MUAKNAGEMENT KERMNEL Kernel 1ED0d RLMMNING 42 97 W] 33917 1]
Frocess

Remove Zombie

A zombie process is an enterprise server process registers itself within the shared memory segment then terminates
without removing its registration information shared memory. The most likely cause of a zombie process is a process
that performs an illegal operation and is terminated by the host operating system.

Zombie process may have their information removed from the shared memory segment. Removing the zombie process
will prevent it from showing up in the process table. To remove a zombie process select the check box next to a process
in the zombie state and click the Remove Zombie button. Selecting and attempting to remove a process that is not in
the zombie state will have no effect.
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Process Detail
Selecting the process name in the process table section will display additional information about that process.

The additional detail includes:
- General Information
« Connected Users
- Log File Configuration
-« Thread Detail
Process ID: 29517

W) Connected Lsers W) Log File Confgur stion W) Theegd Diek sl

When an individual process is selected for viewing, a process detail screen will be displayed with the Process ID number
in the heading of the page. The General Information section is always displayed followed by additional relevant sections.
Hyperlinks will appear below the Process ID that will link to the additional sections.

General Information
|-| General Information

Process Mame  [§)  SECURITY KERNEL

Process Type

Kermel Process

kernel Range 3
Process I [3) 46014
Process Index In Shared Memory  [§) §

Start Time [§)

Last Active Time [

91207 10:45 AWM
91207 10:45 AM

Messages Received  [§) 42504
Dutstanding Requests  [§)
Parent Process ID (3] 5094
iSeries Job Mumber (3]
Process User Id (0S) 529
05Group ID (3) £34
05 Usernane jed12
05 Status  (§) 4§
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The General Information section will provide information for these parameters:

Process Name

The name of the kernel process. The name indicates which kernel definition the kernel belongs to.
Process Type

The description of the Enterprise Server process type.

Kernel Range

The kernel definition index. The Enterprise Server is composed of kernels that process messages from other
servers and clients. There are more than thirty different types of kernels. The range index indicates which
kernel group this kernel belongs to.

Process ID
The operating system assigned process identifier for the kernel process.
Process Index In Shared Memory

An internal identifier used to locate the process position in the shared memory resources that track kernel and
network processes.

Start Time

The time the process was created.

Last Active Time

The last time the kernel performed any activity such as processing incoming JDENET messages.
Messages Received

The total number of messages (requests) that have been processed by the kernel process.
Outstanding Requests

The number or requests that are queued and awaiting processing by the kernel process.
Parent Process ID

The operating system assigned process identifier of the parent process.

IBMi Job Number

The job number of the process, valid on the IBM i platform only.

Process User ID (OS)

The operating system user id under which the process is running.

OS Group ID

The group identifier of the os user running the process; valid only on unix based platforms.
OS Username

The operating system user name under which the process is running.

OS Status

The status of the process as reported by the operating system:
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0 = Sleeping
1=Running
2 = Stopped
3 =Zombie
4 = Other

Connected Users

|- Connected Users A Rt To Top

Shovn below are the users associabed with the kermel process,

Previows | 110 |88 pjat

User Name Driginating Machine Connection Time
JOE denicmlcZ Bf1 72007 13:19:53
JOE denbom? BT 007 13:20:19
E dericmbe? BL7/2007 13:21:14
JOE denlcmlZ Bi17/2007 13:26:47
JOE dendcmba? BT 2007 13:31:47
XE B7[H007 13:46:36
I0E BILF/2007 15:496:35
JOE denlcinlez B 72007 13:49:37
JOE denlcmd? BITI2007 14: 1: 5
OE SLTIA007 14: 202

Security and CallObject kernel processes have active users associated with the process. The page will display a section
containing the names, originating machine, and connection time of each remote user that is active on the kernel
process.

Log File Configuration
Logging may be dynamically enabled or disabled for an individual process.
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-| Log File Configuration A Ratyrn To Top

Enable JDELDG (7 [+
Enable IDEDEBUG.LOGY i I::

IDECACHE log level (i) | v

IPC log level (] ¥ .vl

JDENET log level () g ﬂ

Thread log level (7 i .v]

JDETAM log level (G o v |

Security log level [ i s |

E¥YNDOC log level (G o v |

IED log level (j 0 ﬂ

| Save

The Log File Configuration section will contain up to three segments. The first segment allows for configuration
enablement of the JDE.LOG and the JDEDEBUG.LOG, and for setting the log levels for different log files.

The parameters available to change log files are:

- Enable JDE.LOG
This setting controls whether error and other significant messages are written to the jde.log. It is highly
recommended this logging type always be enabled.

« Enable JDEDEBUG.LOG
This setting controls whether debug and trace messages are written to the jdedebug.log. These messages

are very useful when troubleshooting an Enterprise Server; however, enabling debug logging will impact
performance.

- JDECACHE Iog level

Configures the level of logging generated by the cache manager. This setting will have no effect if JDEDEBUG
logging is disabled.

« IPClog level
Configures the level of logging generated by the interprocess communication (IPC) related functionality. This
setting will have no effect if JDEDEBUG logging is disabled.

- JDENET Iog level

Configures the level of logging generated by the JDENET network related functionality. This setting will have no
effect if JDEDEBUG logging is disabled.
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Thread log level

Configures the level of logging generated by the thread handling functionality. This setting will have no effect if
JDEDEBUG logging is disabled.

- JDETAM log level

Configures the level of logging generated by the TAM specification access routines. This setting will have no
effect if JDEDEBUG logging is disabled.

- Security log level

Configures the level of logging generated by the security related functionality. This setting will have no effect if
JDEDEBUG logging is disabled.

- ENVDOC Iog level

Configures the level of logging generated by the EVNDOC (Interop) functionality. This setting will have no effect
if JDEDEBUG logging is disabled.

- IEQ log level

Configures the level of logging generated by the IEO (Interop) functionality. This setting will have no effect if
JDEDEBUG logging is disabled.

Click the Save button to save any changes made to the parameters.

The second segment will display the filename, size, and last modified date of the JDE.LOG file. Select the View button to
retrieve and view the log file contents using the integrated log file viewer.

See Log File Viewer
J0E LOWE Liog File

The filename of the log File,
fuD&/eB120g/de_29517 log

Thee size of the log file, in bytes.
759

Thoe last modified date of the log file
9707 941 AM

Wi

The third segment will display the filename, size, and last modified date of the JDEDEBUG.LOG file. Select the View
button to retrieve and view the log file contents using the integrated log file viewer.
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JDEDERLEG. LW Lowg File

The Filename of the kg file,

fuldfel1 2onddedebun_29517 log
Thea size of the log filka, in bytes.

o7
The last modfied date of the log File

SA707 241 AM

View .

Thread Detail

The active threads for the Enterprise Server process are displayed in the Thread Detail section. Each thread is displayed
along with its thread identifier, index in shared memory, and thread name. If thread metrics are enabled selecting a
thread identifier will display additional thread related metrics.

| Thread Detail ~ JReeturn To Top
Thread ID Thread Index Thread Name
=12 1 BSE6400 & MAIN_THREAD

If Thread metrics has been enabled, then when the hyperlink for a Thread ID is clicked, then a Thread metrics screen
will appear with additional information for the Thread ID. If Thread metrics has not been enabled, then this screen will
appear:

~| Thread metrics
Thread metrics are not enabied For the selected kerned. You may enable thread metrice configuring the “Thread L avel Debug” configuration vale fo § or 2.

Environment Variables

The Environment Variables hyperlink, when selected, will display the environment variables that are active on the
selected Enterprise Server. The displayed environment variables are those that were used to create the server process.
Changes made after the kernel process was started will not be reflected.
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Environment Variables

Shaown belowe are the environment variables For the selected enterprise server, The displaved environment variables are those that were used bo create the
server prooess. Changes made after the kernel process was starbed will not be reflecked,

#CRG_R-ES _DIR,
Jul2{jdedwardsfedl 2 lsystemresource fomap

Julz fidedwardsfedl 2fappdey

fhinjsh
BASH_VERSINFO
{[0]="2" [1}="05b" [2]}="0" [3}="1" [4]}="releasa" [5]}="1366-redhat-bnux-gnu")
BASH_VERSION
‘2.05b.00 1 -relesses’
DEZBASEDIR
DBZCIR
DBZINSTANCE
DIRSTACK
0

529
EVRHOME
2 jdedwardsfe812
QRS

ELIC

GRy

0
G_BROKEMN_FILEMAMES
i

Disk Space Usage

The Disk Space Usage hyperlink, when selected, displays this information on the disks that make up the Enterprise
Server that you are monitoring.

Disk Space Usage

Shiowen bedow are ol the disk volumes on the snterprise server,

Name L Yolume (i) UsedSpace(kB) i)  FreeSpace(kB) (i  VolumeSize(kB) [
Jdevvjsdaé Jul3 25097188 3922264 0572444

Jdevjsdal I 9129772 2392292 1209536

Jdevvjsda3 Jull 32920 13744124 1451433

Jdevjsdaz ju? 14917380 11874032 26225168

10.139.150,182: /derkmbez  Judd 240 314405776 314406016

e Jdevfshm 0 1277912 1277912
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The information available on the Disk Space Usage screen is:

« Name

The name of the physical disk.

Volume

The volume, or mount point, of the disk.
Used Space (KB)

The amount of space that is currently in use on the disk, in kilobytes.
- Free Space (KB)

The amount of space that is available on the disk, in kilobytes.
Volume Size (KB)

The total amount of space available on the disk, in kilobytes.

Kernel Ranges

Selecting the Kernel Ranges hyperlink will link to the Kernel Ranges screen. This screen has two sections:

« Network Listener Jobs (JDENET_N)
« Kernel Process Jobs (JDENET_K)

Network Listener Jobs (JDENET_N)

Kernel Ranges

Metwork Listener Jobs (JDENET_N)
L e Forn bebow b specify b macdrmunm nomber of sk aneous rebwork istener jobrs.

Maximuny Met Listeners [ 10 Save

The first section of this screen is for Network Listener Jobs (JDENET_N). The maximum number of simultaneous
network listener jobs can be designated by entering a number into the Maximum Net Listeners field.

Maximum Net Listeners

The maximum number of network listener jobs (jdenet_n) that may be active at any given time.
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Kerne

1 Process Jobs (JDENET_K)

Kernel Process Jobs (JDENET_K)

are each of the kernel bypes and the current numrber of active processes For aach bype

KernelIndex 4 & gernel Type i Active Eernel Count i Current Maximum i M Masinmum i
JOENET RESERVED EERNEL u] ! 1 Save

> LIEE KERMEL 0 ! 1 Save

3 REFLICATION KERMNEL o ! 1 Save

a SECURITY KERNEL 3 3 3 Save

5 LK MANAGER KERMEL o ! 1 Save

] CALL OBJECT KERMEL 0 3 3 Save

This section will list each of the kernel types and the current number of processes for each type. The information in this
section includes:

Kernel Index

The kernel definition index. Each kernel type has a distinct value, which corresponds to the
JDENET_KERNEL_DEF## section in the JDE.INI where ## represents the kernel index value.

Kernel Type

A textual description to the kernel process type.

Active Kernel Count

The number of kernel processes of the specified type that is running.

Current Maximum

The current maximum number of processes of the specified type that may simultaneously exist. This value is
an in-memory value only; if the Enterprise Server is restarted the maximum processes will be reloaded from the
INI configuration file.

New Maximum

You may specify a new maximum number of simultaneous processes for a particular kernel. The value must be
equal to or greater than the current number of processes of the specified kernel type.

If the New Maximum has been changed, click the Save button next to the changed number to save the change.

Audi

t History

You may view the configuration changes that have occurred over time by selecting the audit history link. Each
configuration item that has changed will be listed in chronological order. You may also use the filter criteria to narrow
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down the results returned. Audit history will also contain a record for each start and stop of the server that was
performed using server manager. This screen has three sections:

« Report Configuration

« Deployment History

« Changed Metrics

Report Configuration
The Report Configuration section will display all of the timestamps in which audit events have been recorded.

Audit History
W) Deployment History Since 12031169 S: 16 PH W Changed Melrics Since 120131169 5:16 PM
|-| Report Configur ation

Showen below are all the bimestamps in which 200 events have been recorded. Salect the earkect bme you wish bo guery. IF you wish bo filker e
configuration metrics returmed seleck the desired meltric From the kst below. Only metrics with historical events are displayed,

Timestamp | TABOT Z18PM |w |
Granularity hh.ln:ﬂ

Metric Name | A1 Metrics v_|

Sullsmvuit

The fields and values that are reported are:

- Timestamp

This field will have values that can be selected from a dropdown box in the format of date, then time.
- Granularity

- This field allow you to choose:
Minute
Hour

Day
. Metric Name

This field permits narrowing down the returned results to specific configuration topics.

After selecting the values for these parameters, click the Submit button to process your selection.
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Deployment History

Deployment History will provide information for the selected instance including installs, uninstalls, and changes to the
tools release within the selected time period.

Deployment History Since 12/31,/69 5:16 PM

Shiwesn bielons are the deployment history fior the selechad instance incduding instals, uninstalls, and changing the bools release within the seleched b period.

Timestamp

7H8M07 2:18 PM
7807 2:22 PM
TI3 07 2:55 PM
7/31/07 2:55 PM
TIZ1NT 3:09 PM
TI3fO7 3:01 PM
713107 5:02 PM
TI31/07 5:02 PM
8107 11:08 &M
B/1/07 11:08 am

User Name

fiches_ iy
jda_admin
jde_admin

jde_admin
jcher_ancimin

jde_acinnin

jiches_sschrmiry
jcher_ascimin

e _adeien

Changed Metrics

Changed Metrics will display all the configuration metric changes within the selected time period.

Changexd Metrics Since 12731 /69 516 FM

Timestamp User
THAOT 2:18 PH | Lhinosn

TRROT 2118 PM | Lnknowey
THANT 2:18FM | Linknoms
TINOT 2136 FM | jde_sdmin
TINLOT 2:36 PH | 3ds_sdin
TIRALNOT 2: 06 P 3d=_ssdmin
TIALNOT Z2: 36 P jdm_seirrin
TIIOT 2:36 P jde_seirran
TIOT 2:56 PH | jde_mdan
TIFUOT 210PH | jde_sdmin

Metric Mams
JOEMET Confpuration

wigekflow

Server Manager Corfiguration

IOEMET Configurstion
MY Configuration
XEHET Confiration
JOERET Configurskion
JOEMET Conliguration
[ Systiemn Setings

JOEMET Configuration

Configuraticn Mem
Nt Temporary Diractory

Enberopersbdity Flag

Erestarece Blame
Erdterop Timeot

[escription

Pravious |1 =100 [ | pe-t

The instance was configured to Factory defaul values,
The managed instance was started,
The managed instance was stopped,
The managed instance was starbed,
The: managed instance was stopped,
The managed instance was started,
The managed instance was stopped,
The managed instance was started,
Thes managed instance was stopped,
The managed instance was starbed,

0d ¥alue

Pravious [1-10[36] et

Hew Value

Ui fransgament - oz fmarsparmen-
agentftagetsfa]2_Enterprsaftemp | aoontftaroetsDEMLCMLYG ErteipeisaSersr Temp

iy
B12_Enterprics
1]

entsarver_jdenst. servicenameconnact | G014

Service Name Listen

G014

enboarver_jdanst servicenameconnact | G015

Sarvice Nase Lisben
Server Port

Myeirmen Kairetl Prodisies

G5

gy
3l

o

DEPLCMLYD _Erd enpe e Server

o

015

B015

&1a

G018

1521

Hl '

EnterpriseOne Web-based Servers Runtime Metrics

Runtime Metrics for EnterpriseOne web products provides metric information for:

- User Sessions (HTML Server Only)

ORACLE
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- CallObject Stats

« JDBj Database Caches
« Database Connections
« JDBj Runtime

- JDENET Stats

- Java Environment
Runtime Mekrics

ser Sessions

i_allobijeck Skats
1DE{ Database Caches

Database Conneckions

JDE] Runkime
JDEMET Skaks

Java Environment

User Sessions (HTML Server Only)

Active user sessions may be viewed for a single HTML server instance or across all instances you are authorized to view.

T W W W W W

This section describes:

« Terminate

« Send Message
User Sessions

Select the instance name of the managed instance From which vouw wish bo view user sessions. You may also select the "Al' option bo vieve all
U FEnkly running managed nstances.

Instance Mame | DEVWEBE e

In the Instance Name field, select the instance name of the managed instance from which you wish to view user
sessions, or select ALL to view all instances.

« Instance Name
The name of the instance. The selections available are:
ALL
individual instance name

home
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| Ackive Lher Lessions

The Follkwng table outhines Hhe user sessions ourrenty achive on the web server

Select [User Session]: T il Senid Mes Sage
t A1 | Select Mo
User Dizplay  Login 1dle Remoke TpEn
; 51 Enwinonement Fes 8800
Tt Mode Td Hame | Chent Address ; Made Time Time Environments. Tdentilicr i Applical inns
i i i i i i
[ COMTAINERD def ol _grong.1  J0E wngc-amdl L orache.com | XOWEL2 HIML HMNT 3 Haorse FANERESE 0T IR 0E  Nore
(LA LR L
=
saconds
3 CONTAINER 1 .def sult_group.] IDE emgc-ang | Lus oreck.oom | JOWEL2 HIML 4T & M EITELEA1 10861312 MNonss
: 1004 AM | minidtes
:.f.\.l_l'l-“.
» Lca desoretion when benminating user sessons, The end users will nok be warmed. Sessions may babe & fes minutes bo berminate even ofter ths page &

refreded

Active User Sessions information includes:

- JVM Node Id

An identifier that uniquely identifies a singe JVM.

« User Name

The user name that created the HTML server session.
- Client Address

The name of the remote machine used to create the user session. This may be returned as the machine name
or IP address. If proxy servers are used the machine name may be that of the proxy server and not the actual
remote client.

- Environment

The name of the user's sign in environment.

- Display Mode

This value indicates the type of user session: 'HTML' for HTML server session, 'Data Browser', or 'Portal'.

« Login Time

The time the user session was created.
- Idle Time

The amount of time, in seconds, that the user has been idle.

- Remote Environments

Each remote environment represents a call object kernel session that has been created for the user. The format
is host:port PID:pid, where host indicates the name of the enterprise server, port indicates the JDENET port of
the enterprise server, and pid indicates the process id of the corresponding call object kernel process.

- Session Identifier

A unique identifier for each user session.

- Open Applications
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Each application stack currently active for the user session will be listed.

Terminate

The Terminate button is available to terminate user sessions. You may terminate a user session along with any
applications that are running. Use caution because the user will not be informed of this action and any work in progress
may be lost. Select a check box for the user session that needs termination, and then click the Terminate button. A
management console user must posses the userSession permission granted for the managed instance on which the
user is active in order to terminate the session.

Send Message

The Send Message button is available to send messages to the applications active within a user session. You may select
users and send a message. Messages will be received only by users who have an application running, and only when
they perform an activity within the application such as pressing Find on the toolbar.

CallObject Stats

The CallObject statistics detail the business functions that have been invoked by a web product. Each business function
that is called is recorded and displayed along with timing, invocation counts, and error counts.

Call Object (BSFN) Stats

Showen below ane the business Function exeoutation statistics for all web sy
Instance Mame Al W

Subsmit Cuery

Business function invocations and related statistics may be viewed for a single instance or multiple instances In the
Instance Name field, select the instance name of the managed instance from which you wish to view user sessions, or
select ALL to view all instances you are authorized to view. After making the selection, click the Submit Query button to
refresh the results.

- Instance Name
The name of the instance. The selections available are:
ALL
individual instance name
home

CallObject Table

Statistics may be dynamically cleared for individual or all business function invoked.
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Select [Business Function Statistic]: Peraet SEatiptic
Al |
Enbeiprise Business Total First Average Shortest Longest Total Tereeout  Application System
T Made 1d i —r i Function O pne stinns Tirne Time Tirme Tine Time Errars Errors Ermors
Mame | oA
!' CONTAINER] .t group. 1 | DEMLCMLEZ:S018  [ind-remofe-err] 1658 BT 13S B0 M) BH018 [l e re B i 1658

o T i

i

The Call Object (BSFN) Stats window displays cumulative data about each type of business function that has run during
a server session. This table summarizes the information displayed for each business function:

JVM Node Id

An identifier that uniquely identifies an individual JVM. This column will appear only if an instance was
detected with multiple JVMs.

Enterprise Server

The Enterprise Server name and port of the Enterprise Server to which the statistic applies.

Business Function Name

The name of the business function.

Total Invocations

The total number of invocations of the business function.

First Time

The amount of time, in milliseconds, that a first invocation of the business function took. The first invocation is
not counted towards the average due to its initial overhead.

Average Time

The average time, in milliseconds, that a first invocation of the business function took. The first invocation is
not counted towards the average due to its initial overhead.

Shortest Time

The shortest amount of time, in milliseconds, that an invocation of this business function took.

Longest Time

The longest amount of time, in milliseconds, that an invocation of this business function took.

Total Time

The longest amount of time, in milliseconds, that an invocation of this business function took.

Timeout Errors

The number of invocations of this business function that resulted in a JDENET timeout rather than a successful
completion.

Application Errors

The number of invocations of this business function that resulted in an application returned error rather than a
successful completion.
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« System Errors

The number of invocations of this business function that resulted in a system error rather than a successful
completion.

The CallObject Information view also displays the number of business function processes in progress. This number can
be important for troubleshooting purposes. A large number of in-progress processes may indicate that the Enterprise
Server is running slowly and alert you that you need to investigate the possible causes.

Reset Statistic
The Reset Statistic button will reset the statistics for the selected business functions.

JDBj Database Caches

JDBj Database Caches cache management enables one to select the Instance that they want to look at, and within the
Instance the Cache name that they want to track. Based on this selection the appropriate JDBj Service Cache metrics are
displayed. Caches maintained by the HTML server may be viewed and cleared across a single or multiple instances.

Cache Management

Inskance Mame | WEBSERVERT » |
Cache Mame |20 |

Submit Guery

In the Instance Name field, select the instance name of the managed instance from which you wish to view user
sessions, or select ALL to view all instances. After making the selection, click the Submit Query button.

The fields in the Cache Management section are:

- Instance Name

All can be selected which will display every instance selected, or an individual instance can be selected. The
selections available are:

All
individual instance name

home
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- Cache Name

All can be selected which will display every cache within the instance selected, or an individual cache can be
selected.

Values available are:

Data Dictionary Glossary Text
Data Dictionary Alpha Cache
Row Column Cache

JDBJ Security Cache

JDBJ Service Cache
Serialized Objects

Menu Cache

Select a value from the Instance Name and Cache Name field. When both fields have been selected, then click on the
Submit Query button.

JDB] Service Caches
-] JDBj Service Caches
Shiown below are the active J08] servica caches For the selected :nyuged-r.stmtes.

Select [Cache]: Clear Cache

Sbech & | Sadect Mane

Instance Name Coche Monse Cache Hit Ratio Cache Sice Cache Accesses Cache Hits  Cache Misses
L (i) ha (Entries) wal 11 L) i
|:| WEESERVER1 Serislized Otjects 0.0 0 1] 0 0
[] WEEBSERVER] Rowe Cobumn Cache 0.0 a a 0 a
|:| WEEBSERVER 1 Diaks Deckiorary 0.0 0 1] 1] 1]
lossary Teod
|:'| WEBSERVER1 108y O Cachen 0.0 0 o 1] 0
|:| WEESERVER ] Dusks Dickionany 0.0 0 1] 1] 0
Alptha Cachs
|:| WEESERVER 1 J0Ej Servioe Cache 0.0 0 1] 1] 1]
X08j Security Cad J
WEESERVER] 18] Secwrity Cache 0.0 1 ] 0 a

JDB;j Services Caches are displayed for the selected managed instances.

« Instance Name

This will display based on the Instance Name selected in the previous Instance Name drop down selection. The
unigue name assigned to the managed instance at the time it was created or registered.
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Cache Name

This will display based on the Instance Name selected in the previous Instance Name drop down selection. The
name of the JDBj service cache.

Cache Hit Ratio

The ratio of cache requests that find an object in cache, as a faction of 1.
Cache Size (Entries)

The number of items that are stored with the cache.

Cache Accesses

The total number of requests the cache has serviced.
Cache Hits

The total number of requests the cache has serviced and returning a matched result.

Cache Misses

The total number of requests the cache has serviced and did not find within its cache.

Clear Cache
The Clear Cache button will clear cache for the selected Instance/JVM.

Database Connections

Database connections and prepared statement caches can be viewed across a single instance or multiple instances
simultaneously. The Database Connections hyperlink will link to the JDBj Connection Caches screen.

JDBj Connection Caches

Instance Mame | WEBSERVER1 _‘\'"J

Subrve Guery
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The Instance Name field allows for all instances to be selected which will display every instance, or an individual
instance can be selected. Once the Instance Name has been selected, click the Submit Query button.

. Instance Name

All can be selected which will display every instance selected, or an individual instance can be selected. The
selections available are:

All
individual instance name

home

JDBj Pooled Database Connections
—| JOBj Pocled Database Connections
Shiwn below are the number of avalable pocled connections For each J0E] logical datasources, The rambers below represent the number of availsble
unused connechions and do not inchde open connections that are curently inouse,

JDEj Connection LIRL Toktal
Total Connections 0

JDB;j Pooled Database Connections shows the number of available pooled connections for each JDB;j logical data source.
The numbers below represent the number of available, unused connections and do not include open connections that
are currently in use.

Prepared Statement Cache Detail
|=| Prepared Statement Cache Detail / Reburn To Top

Showan below are each of the SOL prepared statemeants baing cached on each managed web server. The numbers indicate the number of pocled databacse
connections that are caching that prepared statement, These values are further broken down by the logical database conmection URL

Total o

v Oracle database connections utilize the Oracle databese’s builk-in prepared statement caching rather than that provided by EnterpriseCne; the cached
praparsd statements for Orace databases wall not be displayed

The Prepared Statement Cache Detail shows each of the SQL prepared statements being cached on each managed web
server. The numbers indicate the number of pooled database connections that are caching that prepared statement.
These values are further broken down by the logical database connection URL.

Note: Prepared statement caches are not maintained for the Oracle products; Oracle products use the Oracle native
prepared statement caching instead.

JDBj Runtime

The JDBj Runtime screen allows for viewing or modifying the runtime configuration of JDBj, which can be done across a
single instance or multiple instances simultaneously.
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JDBj Runtime

Shioesn bedow are the JOE] runtines properties For the selected instance. Any changes made vl be bost when the instance s restarted, To permanently changs
the JOE] runtitee properties see the corresponding JD8] Runting Properties section in the JDEj Datasbase Configuration ink.

Instance Nanwe | WEBSERVER1 :]

In the Instance Name field, select the instance name of the managed instance from which you wish to view user
sessions, or select ALL to view all instances. After making the selection, click the Submit Query button.

« Instance Name

All can be selected which will display every instance selected, or an individual instance can be selected. The
selections available are:

All
individual instance name
home

Properties
The Properties section allows the Value of the property to by dynamically changed.
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|| Properties
Youl rritst press the "Apphy” buthon in ordar For 2y runtime changes to bake affect.
Apply
Previous | 1-10 E Pt
= Property Connection ~ Systern  Thread  Default

WMNodeld (1) Name 1  Value Only? - R val Configuration Key

CONTAINER 1. defauk_group.? | Application test brus fakse fakm rull applicationanms
Mame

CONTAINER 1. defauk_group.1 | Application trus False False rll application!ams
e

CONTAINER 1. defauk_group.2 | AS400 False true false ol AS4000 at abase 5P
Database A5P

COMTAINER 1. defauk_group.1 | AS400 False true False ol A54000at shase 5P
Custabase ASP

CONTAINER 1. defauk_group.2  AS400 true | False true False brue as400E xtendedlynamic
Extendad -
Crymanmic

CONTAINER | defaul_group.1 | AS400 true |w False trug False true as400E xtendedDynamic
Extendad -
Crymianmic

CONTAINER 1. defauk_group.2  AS400 JDBj Falss trus False 108 as400Package
Package

CONTAINER 1. defauk_group.l  AS400 JOBj False true False 08 as400Package
Package

CONTAINER 1. defauk_group.2  AS400 False Erue Fake rall as400Packagelibrary
Package
Libeary

CONTAINER 1. detauk_group. 1 AS400 False true Falsa ol as400fackagelibrary
Package
Libeary

Apply |

The Properties section allows the value of the property to by dynamically changed.

- Value

The current value in use for the property. This value may be defined in a drop down menu or may be a text field
that allows free-form entry of the value.

Apply

When a value has been entered, click the Apply button to dynamically apply the change.

Serialized Objects (Release 9.2.8.2)

Starting with Tools Release 9.2.8.2, you can use the Serialized Objects feature to delete all the specs related to the
selected serialized objects.
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Note: You can access the Serialized Objects page from the Serialized Objects link in Runtime Metrics pane when
you log in as a Server Manager Console Administrative user.

Delete Serialized Objects

Specify the criteria to delete serialized objects in the Delete Serialized Objects form. The system deletes all serialized
objects for the specified type and name including default, language, and user specs. Click Delete.

- Type
Select the type of serialized object you want to delete. You can select the following object types:
Application
Report
NER
Business View
Table

Data Dictionary

- Name

Enter the name of the serialized object you want to delete.

' Serialized Objects

~| Delete Serialized Objects
Use the form below to specify the criteria. All serialized objects for the specified type and name will be deleted. This includes default, language and user specs.
Type (i Application v
Name (i

Delete

v Provide single object name. Wildcard not supported.

JDENET Stats

The JDENET Stats hyperlink connects to the JDENET Connections screen, which has these sections:
« JDENET Connections
« JDENET Connection Pools
« JDENET Socket Connections
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JDENET Connections
JOEMET Connections

Enterprisetne web
For esch Foreigr such a5 an enterprise server, that the we

ctions bo the Forsign host. & request bo a partioular host vall use o

products mainkain a pool of JDENET connections that are shared among all the active users of the web produck, & connecton pool & oreated
pek conkacks using JDENET, Each connection Dol has & munmibesr of establshied JIDENET
re= of these sockets, or F no sockets are avallable, walt until a socket in the pool becomes

Instance Mame  |'WEBSERVER] | »

EnterpriseOne web products maintain a pool of JDENET connections that are shared among all the active users of the
web product. A connection pool is created for each foreign host, such as an Enterprise Server, that the web product
contacts using JDENET. Each connection pool has a number of established JDENET connections to the foreign host.
A request to a particular host will use one of these sockets, or if no sockets are available, wait until a socket in the pool
becomes available.

Viewing the JDENET statistics for connections established by the HTML server can be viewed across a single instance or
multiple instances simultaneously.

The Instance Name field allows for all instances to be selected which will display every instance, or an individual
instance can be selected. Once the Instance Name has been selected, the screen will refresh with the updated
information. In the Instance Name field, select the instance name of the managed instance from which you wish to view
user sessions, or select ALL to view all instances.

« Instance Name
All can be selected which will display every instance selected, or an individual instance can be selected. The
selections available are:
All
individual instance name
home

JDENET Connection Pools

The JDENET Connection Pool Information view displays connection and messaging data for each Enterprise Server
connected to the web server. Information about the volume of data and messages transmitted and received is
contained in this set of parameters:

~| JMEMET Connection Pools

Showen below are all the JDEMET connection pools active For the selected managed instance(s).
Host Mame JDEMET Pork Threads Waiting For Socket Max Threads Blocked HMagcirmum Pool Size
i i i i i

« Host Name
The name of the Enterprise Server the connection pool represents.

« JDENET Port
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The JDENET port used to initially contact the Enterprise Server.

Threads Waiting for Socket

The number of threads that are currently waiting to use a socket connection contained within this thread pool.
If this number is non-zero then one or more threads are being held up. In this case it may be beneficial to
increase the maximum pool size.

Max Threads Blocked

The maximum number of threads that have been simultaneously been waiting for a socket from the connection
pool.

Maximum Pool Size

The maximum number of sockets that may be created for this connection pool. Once this threshold is retrieved
any additional threads attempting to connect to the Enterprise Server/port will wait until a in use socket is
returned to the pool.

JDENET Socket Connections

JDENET Socket Connections displays all of the available socket connections in the connection pools for the selected
managed instance(s). Sockets currently in use (check-out) are not displayed.

—| JDENET Socket Connections  Return To Tog
Showen Delow ang all the avalable socket connections in the connection poots for the selacted managed instance(s). Sockets currently in use (checked-cut) are
Mt eplaryend

Thara ara curranlly no aoan OERET sockals. Sockals will ba creafad onca an sitemol har bean made i fonnect o A0 Aarnivins Server.

Enterprise g

Enterprise :.:::.I]P Server FAEI:H‘.EU::H Socket Timeowt MMessages  Bytes Messages  Bybes n ek Checkout
Conmeck

Server Port I Port Good? {ms) Written Writhen Read Read Usa? Tinwe

The grid fields for JDENET Socket Connections are:

Enterprise Server
The name of the Enterprise Server the connection pool represents.

Local TCR/IP Port
The TCP/IP port actually used by the connection.

Enterprise Server Connect Port
The initial port (connect port) used to contact the Enterprise Server.

Actual Foreign Port
The actual port on the Enterprise Server used.

Socket Good?
If true the socket is valid and usable.

Timeout (ms)
Timeout in milliseconds.
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« Messages Written

The number of JDENET messages that have been written on the socket connection.

» Bytes Written

The number of bytes that have been written on the socket connection.

- Socket in Use?

If true the socket is in use by a thread

Checkout Time

The time the socket was checked out by the thread using it.

Java Environment

The java environment runtime metrics provide insight into the JVM(s) running the EnterpriseOne Web products. This
information may be helpful in understanding or troubleshooting the java environment in which these products operate.
The Java Environment hyperlink, when selected, will link to the Java Environment Runtime Detail screen.

Java Environment Runtime Detail

Viewing Java JVM runtime information such as memory used, threads created, and system properties can be viewed
across a single instance or multiple instances simultaneously. Garbage collection on the JVM may also be invoked.

The Java Environment Runtime Detail information includes:
General Java Information
« Java Memory Usage
« Run Garbage Collection
- Java Thread Information

« Java System Properties
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General Java Information

Java Environment Runtime Deatail

M) Laea Moy Lsage (W) lava Theesd Trformateon () laves Sysbirm Progerties

b

ipneeral information sbout the Java virbual machine For the: managed instance |5 shown belows,

WMMaded [
CONTAINER | def okt _grows. 1

CONTAIMER 1 .defal_group. 1
CONTAINER 1 .daf st _groug. |

CONTAINER | default_group.1

CONTAIMNER 1 .daf st _group. 1

CONTAINER 1 .dafanit_growp. |

CONTAINER | defal_group.1

CONTAINER 1 def aul_group. 1

CONTAIMNER 1 el st _groug. 1

Mame 1
fovalable
FroCessons

Ja
CLASSPATH

Value
4

O] jar
JuZ feor sk 1000 31 el s P V3005 famroenr £ a2 fonr s D00 3 1 ke T 13805 [ 2 for b 0L 31 f el o . (i fi 86
s

Lirws

2.4, 21-40.ELsrp

Jarvd HotSpot{ TH) Serves M

Sun Microgystems Ing.

1.5.0_06-b05

General information about the Java virtual machine for the managed instance is displayed in the General Java

Information section:

- JVM Node Id

An identifier that uniquely identifies a single JVM.

- Name

A description of the java system property.

- Value

The value of the system property.
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Java Memory Usage
-] Java Memory Usage ~ Rtym To Top
Shivem b i the current java memory wsage fior the selected managsd instanos
Iritisl Memory Alocated (-1 F unkngwn)
=1
Heap Memory Used (Bytes)
J3P 46658
Comenitbed Hiap Memory Sioe (Bytes)
60162048

M Aloweed Memory Soe (Bybes)
TTS4ET488

Fam Ganbage Collection

Information about the current memory usage is available. The information is current at the time the page is initially
loaded.

Run Garbage Collection

Each container will have a Run Garbage Collection button that initiates the garbage collection process for each
container providing more current usage information.

Java Thread Information
| -| Java Thread Information . faturm To Top

Thread Hame Thread Group Is Alive? 1% Daemon Thread? Thread Priority

Each of the threads contained within the JVM are displayed.
Thread Name

The name of the java thread.

Thread Group

The group in which the thread belongs.

- Is Alive?

True if the current thread.

- Is Daemon Thread

True if the thread is a daemon, or background thread.

Thread Priority

The priority assigned to the thread.

Java System Properties
The Java System Properties displays all of the java system properties. This list is current at the time the page is loaded.
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|-} Jova System Properties

cRetunlolog

Shioven belowr are &l the curmenthy sctive javs Sysbem proparties for the T rurding this manaosd instance.

System Property Name )

ajp . connection. kshener, stake

AT 5L e, Fesirend e, b, compatinds
defmdt_path

file.encading

file.encading, plg

Fibe. soparator

hostname., s

Iracesk rissries. rive

sk rusine. s

hitp. prowytost

The Java System Properties displayed are:
- System Property Name
The name of the system property.

- System Property Value
The value of the system property.

Pr e :1 =10 [ pgat
Systerm Property Yalue
up
BRIl
JuiZ o -hacenes- sk [t angets AWERSERVER 1 fooriig
LITF-8
sun.io
I
derdombe?
derbomnbe?
deriobe?

Application Interface Services Server Runtime Metrics

Runtime metrics for Application Interface Services Servers provide metric information for:

« AIS Information

« Login Metrics

« User Info Metrics

- Runtime Configuration
« Form Metrics

» Session Metrics

« Java Environment

AIS Information

The AIS Information section provides metrics for:

- AIS JVM Count
- AIS Uptime
- Online Users

ORACLE
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See the context sensitive help for more information on each metric.

Login Metrics

Displays the login request and response metrics for the AIS Server.

User Info Metrics

Displays user information contained in the FO092 table.

Runtime Configuration

Displays the runtime configuration settings being used by the AIS Server.

Form Metrics

Displays the form related metrics specific to user activity with a particular application and form.

Session Metrics

Displays the user session SSO metrics.

Java Environment

See: Java Environment Runtime Detail

Transaction Server Administration

Transaction Server Admin

¥ Failed Events
P sSubscribers
P Event Mekrics
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The Transaction Server Admin section has hyperlinks for:

« Failed Events
- Subscribers

« Event Metrics

Failed Events

The Failed Events section contains:

« Select [Failed Events]
- Delete Failed Events
- Delete All Failed Event

Select [Failed Events]

Failed Events and their associated failure messages are listed for the transaction server.

ORACLE
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Failed Events
The: Following Eabde outlines the: Falied events For the transaction server, IF you wish to delete all Faded events use the Delete All Faded Events’ button,
Diebete Al Failed Events
Select [Failed Event ] Drlete Fadled Evant
Sadact BN | Soleck ores
Business
Event ID L Type Category . oo Environment  Host Fadlure Message
o ¢ Event RLTE Enmz Xz DEMLCMLE]  This s an ermor
O |z Event RTE B2 Xz DEMLCMLE]L  This is an smor
D 3 [Event RTE E01Di 2 XYBIZ DEMLCMLE] Ths i5 an emor
D 5 Eveand RTE E01D2 XVEI2 DEMLCMLE]  This is an ermor
D [ [Eweand RTE ED1002 XvBl2 DEMLCMLX]  Thes is &0 #rmor
Iame [ .
o 7 Ewent RTE Bdim2 X DEMLCMLE]  This is an emmor
o Evend RTE Bl el DEMLCMLE] This s an emor
D DERCINTG0 _176916365_T01 4 _4Z92_0524000T1132932.0 RTABOUT RITE CFIN X812 DEMCINTGOY  Faded to send svent
T amdyes o oatpa it
e
[subscribor=PMITEI504]
[error=Fadad to send
Ewenk mesage: Methad
nok permitted in global
Lraneachion ]
D DERCINTGOE _176916365_T01 4 _AZ92_002420071132933.0 RTABDUT RITE CFIN XVEIZ DEMCINTGOS  Faded to send svent
Tivsacmdyee i st
TR
[subscrber=PMITE2504]
[error=Faded bo sard

evenk message: Method
ok permetted in ghobal
bransactson]

Delete Failed Events
The Delete Failed Event button will delete selected events.

Delete All Failed Event
The Delete All Failed Events button will delete all failed events.

Subscribers

The Subscribers section contains:

« Select [Subscriber]

« Purge Subscriber Queued Messages
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Select [Subscriber]
Subscribers
Thie Folowding table outhines the subsoribers for the transaction serer,

Select [Subscriber]: Puige Subscriber Queued Messages |

Tolect Al | Salect Hone

User Mame 1 Description Active Mumber of Queuved Messages Mumber of Routed Messages:
[] Kverezisy KYSTE2197 _JDENET False 1] 0
[] PHM70SZ504 PITOEZS04_JAWAZONN true 1] 128

The subscribers section outlines the subscribers for the transaction server.

Purge Subscriber Queued Messages

The Purge Subscriber Queued Messages button, when selected, will purge all subscriber queued messages.

Event Metrics

The Event Metrics section outlines the event metrics for the transaction server. Information is provided for the Metric

Name and the Metric Value grid fields.

Event Matrics

Thea Following table cutlines the event metrics for the transaction ssrver.

Metric Name J

Number of Commitbed RTE Events
MNumber of Commathed Workfkow Eveants
Number of Commithed XAPT Events
MNumber of Commithed Z-Events
Remaining Queus Storage Space (KE)
Total Queus Storags Space (KB)

Metric Yalue
133

Linavysilable
Uniary el able
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351 Configure Enterprise Server Instances

Configuration Overview

Every configuration setting (*.INI, .PROPERTIES, etc.) is manageable through the management console. The
configuration files still exist in the same form as prior tools releases. The management console provides a front end for
modifying the configuration values and adds the following benefits:

Every configuration item is present and documented with online help.
- Alist of values, when applicable, is used for settings that have distinct allowed values.

- Changes to configuration settings are recorded for historical analysis and auditing, including the user that
made the change.

- The configurations of multiple managed instances may be compared to identify differences.

New configuration settings are merged into existing configuration files when a tools release upgrade is
performed.

Configuration is accessed from the management page for an instance. Configuration settings are grouped into high
level categories. Selecting a category displays all the settings contained within.

Configuration
View: | Startup El

b Database

F Network

F Security

¢ Web Runtime

¢ Logagin

Each high level category is divided into sub-categories containing the individual configuration parameters.

There is also a drop down menu that displays options for Standard and Dynamic views.

Configuration
View: | Startup -

b Data‘ Standard Views
Metw

k

F Secy Basic

b Web| Advanced

Dynamic Views
Performance
System Behavior
Troubleshooting

P Logg
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The Work with Configurations section provides the following:

- Compare Instances

- Save or Restore

- Configuration Summary

Work with Configurations

F Compare Instances
F Sawve or Restore
¢ Configuration Summary

Save or Restore

Save or Restore allows users to:

Save a copy of the current configuration for later reference.

Restore the configuration to a previously saved state.

Export a saved configuration to a zip file format (by clicking on the link to the configuration name)
Import a previously exported configuration from another instance or server.

P WNa

Configuration Summary

The Configuration Summary provides a list of all current configuration values for an instance on one page.
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Configuration Summary for HTML _srv1

Group
Cache

Cache

Cache

Cache

Cache
Cache

Web Runtime

Web Runtime

Web Runtime

Web Runtime

Web Runtime

Web Runtime

Miscellaneous

INI Section
CACHE

| cacHE

| cacHE

| cacHE

| cacrE
CACHE

| ERPINTERACTIVITY
| ERPINTERACTIVITY

| ERPINTERACTIVITY

| ERPINTERACTIVITY

ERPINTERACTIVITY

ERPINTERACTIVITY

EVENTS

Hame
CacheCheck

E1PageCheckInterval

GlossaryText

Menu

SpecExpire
UserSession

AccessibilityMenu
DBFetchLimitBeforeWarning

InteractivityLevel

LogoutOnBrowserClose
MaxOpenBrowsers

MultipleBrowserEnabled

initialContextFactory

Description
Cache Cbject
Expiration
Check Interval

ElPage Check
Interval

Glossary Text
Cache
Expiration
Chedk Interval
Menu Cache
Timeout

Spec Expire
User Session
Cache Timeout
Use Accessible
Menus

DB Fetch Limit

Interactivity
Level

Logout On
Browser Close

Maximurn Open
Browsers

Enable Multiple
Browsers

Initial Context
Factory

Value
300000

| 300000

| 7200000

| 3500000
o

1200000
| false

| 2000

| HIGH

none

Printer Friendly

Help Text

The time interval, in miliseconds, between the consecutive system checks of the
cached objects for expirations. This interval applies to all cache objects, unless
otherwise specified.

The interval of ﬁrﬁe to sleep between checking the table for an updated E1Page
content, in milliseconds. Zero interval will trigger the check for update each time E1Page

| contentis requested,

The time interval, in miliseconds, between the consecutive system checks of the
cached glossary text objects for expirations.,

The timeout interval, in miliseconds, for cached menu items.

This is used by the Enterprise0One connectors to set expiration period for cached items,

Time out setting for user session within the cache, These intervals are in miliseconds,

| Far example, 60000ms = 1 minute.

Enables or disables the generation of accessible menus. If not specifically needed it is
recommended to not enable this feature,

| The number of records fetched for each database fetch before getting a system
warning.

This setting affects how often events (such as data changing on a form) are posted to
the server, With LOW interactivity, events will only be posted when the full page is
submitted. With HIGH interactivity, events are posted as they happen, With MEDIUM
interactiviy, events are put on a queue and posted when a 'oritical' event happens,
HIGH interactivity is appropriate for most environments, but in a low bandwidth
environment, setting the interactivity level to LOW or MEDIUM may reduce dient to
server round trips.

When enabled an active user session with be logged out when their last open browser

window is closed.
Specifies the maximum number of open browsers a user may simulateanously utilize,

Specifies whether & user may utilize multiple browsers simultaneously with the same
user session. Pop-ups must not be blocked for the Enterprise0ne HTML server site to
enable multi-browser capability.

! Installing the JD Edwards EnterpriseOne Transaction Server component automatically

configures the jas.ini file used by the JD Edwards EnterpriseCne Transaction Server,
but not the jas.ini used by the 1D Edwards EnterpriseCne HTML Web Server. You can
copy and paste the initialContextFactory value from the jas.ini on your Transaction

| Server for this setting.
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General and Instance Properties

When you click an instance name from the list of servers the Management Console displays another page called server
name: instance name.

General

Version
9.2.0.5

Running Stop

Software Component Version

Status

EnterpriseOne Enterprise Server 9.2.0.5 06-27-2016_03_38 Change... W
Path Codes

DVo20

PY920

In the General section of the page you can:
- Start or stop a Managed Instance .
Refer to the section entitled: Start or Stop a Managed EnterpriseOne Software Component in this guide.
- Change a Software Component Version.
Refer to the section entitled: Change a Managed EnterpriseOne Software Component in this guide.
- View Software Release History.
Refer to the section entitled: View the Software Release History for a Managed Instance in this guide.
- View Path Codes.

Instance Properties

The Instance Properties section of the page lists specific properties for a managed instance. For example, the properties
for a Managed Instance for a JD Edwards EnterpriseOne HTML Web Server would include:

- Instance Location

- Instance Name

- CallObject Kernel Memory Limit
« Runbatch Memory Limit
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Instance Properties

Install Location (@)

fu01/jdepp/ent6113
Instance Name

ent6113

CallObject Kernel Memory Limit  (§)

Unknown
Runbatch Memory Limit (i)

Unknown
Enter Passphrase To Generate Sitekey

[ Gonmte *ﬁ
Please enter passphrase to generate the sitekey.

Sum of EOne Processes (Memory - MBY
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Generating the Site Key (Release 9.2.1)

To generate the site key:

1. Enter the passphrase in the Enter Passphrase to Generate the Site Key field. The conditions to set the pass
phrase are as shown in the following screenshot. This window is displayed if you enter an invalid passphrase.

Invalid Passphrase!

Follow these rules for passphrase:

1. Enter a minimur of 8 charackers and a maximum of 40 characters.

2. Include both upper case and lower case letters,

3. Include numbers (0, 1, 2, 3,4, 5,6, 7, 8, 9.

4, Include the special underline {_) character, Mo other special characters are
allowed,

5. Use a letter for the First character,

6. Use a letter or a number for the last character.,

7. Ak a minimurn, use bwo upper case letters, two lower case lekters, bwo numbers,
and two special underline characters,

2. Click Generate. You will see the following window if the site key is generated successfully. Also, you will see a
warning window saying "Both Current Key and Previous Key are found in JDE.ini." if you enter a duplicate value.

Sitekey has been successfully generated in JDE.INL,
WARMING - The program has moved the Currentkey value to PreviouskKey value in
JDE . INI.

3. Click OK. Verify the site key in the JDE.ini file.
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Refreshing Kernels (Release 9.2.6)

Understanding Kernel Refresh

To optimize overall system workload into logical segments, JD Edwards EnterpriseOne assigns processing tasks to
various kernel processes running on a JD Edwards EnterpriseOne Enterprise Server. These kernels use static and
dynamic database connections at process initiation and maintains those connections to a database for the entire
EnterpriseOne process life cycle. In case of any interruption to the database connection or connection sessions therein,
the connection or session must be recovered or restarted. Understanding how static and dynamic EnterpriseOne
database connections work and their impact on the JD Edwards system is important.

The JDBC interface of the EnterpriseOne HTML Server is a single-process connection to a database; on the other

hand, multiple connections are made through the Enterprise Server kernel processes using JD Edwards EnterpriseOne
CallObject kernels. The EnterpriseOne HTML Server depends on communication to the Enterprise Server Security kernel
for authentication and other security process requests to function properly; thus loss of database connections on the
Enterprise Server Security and Metadata kernel processes has a subsequent downstream effect on the EnterpriseOne
HTML Server performance.

Kernels that are classified as static use a bootstrap login to establish the connection. This means that the login
credentials are stored in and read from the jde.ini of the Enterprise Server. This is called the login environment. Unlike
dynamic connections, a login to a static kernel is never logged out during the process lifetime. Again, this is because
unlike dynamic connections, a static login environment is not subject to timeouts due to inactivity or logouts. Under
normal conditions, these static kernels are only restarted when the Enterprise Server is restarted. Otherwise static
kernels can only be restarted by manually killing the process and restarting it.

Among the key functions of a static kernel are database connections. If the connection to the database is temporarily
lost for any reason such as network unavailability, the kernels have fault-tolerant logic to retry the connection for up to
75 seconds reusing the same connection. If the connection cannot be reestablished within 75 seconds, the process is
failed. As previously mentioned, an entire static process can only be restarted by either restarting the Enterprise Server
or by manually killing and restarting the process.

In order to avoid the situation where the database connection within a kernel process are in a failed state (timed out
for more than 75 seconds) that is unknown to the system, functionality is added to Server Manager to refresh those
database connections in static environments either periodically or on demand. This functionality is only available to an
Admin user for Server Manager. When invoked, this function refreshes each static kernel for all database connections.
The list of such static kernels may change from release to release, so it is not important that they be individually listed.
Additionally, a static environment type, such as Security, may include multiple kernels of the same type. In such cases,
this function will refresh each kernel in a static environment type.

It is important to note that the intent of a "refresh” is primarily to reestablish the database connections without
resorting to a destructive "kill" action. As such, a refresh preserves the other logical states in the kernel and the kernel
maintains the same internal functional state as it was prior to the refresh of the database connections.

One exception to the static kernel model is the Workflow kernel. This kernel can only free expired environments, that
is, environments that have timed out. If a workflow environment is still active, it will not be forcibly freed by the refresh
process.

Automatic Kernel Refresh
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Note: The implementation of Automatic Kernel Refresh is only compatible with Oracle databases that are using multi
node Real Time Application Cluster (RAC). This is because the process depends on the availability of a functioning
node, which is not the case in a single node database in the event of a failure due to such factors are hardware

or network issues. Multi node RAC environments are typically available for Oracle Autonomous Database (ADB)
implementations.

In order to avoid disrupting normal processing, the JD Edwards kernel automatic kernel refresh logic only executes on
an idle kernel process. If a kernel uses multiple threads, the logic will wait to refresh until all threads are idle. Basically
a refresh involves a logout and a bootstrap login which reestablishes the database connections either using existing
connections or establishing new connections; thus ensuring the connections are valid. This logout/login process does
not kill a process or establish a new process - it reuses the existing process with reestablished database connections
and returns the kernel to its prior state.

For implementation details, refer to the following section entitled: Using Automatic Kernel Refresh.
On-Demand Manual Kernel Refresh

You can use the Refresh Environments button to force a refresh for all static environments and CallObject kernels
(which are dynamic kernels).

For static environments, the refresh will occur regardless of whether the kernel is idle. However, the refresh will wait
until all threads of the kernel are complete. As with the automatic kernel refresh, the refresh does not kill a process or
establish a new process - it reuses the existing process with reestablished database connections.

For CallObject kernels, these are dynamic kernels which are created by actual or programmatic user logins. Clicking the
Refresh Environment button flags these kernels for recycling. In this case, recycling means the system will attempt

to terminate a CallObject kernel gracefully, which means when all users of the CallObject kernel are either voluntarily
logged out or forcibly logged out by an inactivity timeout (typically either 6 or 12 hours, for inactive or forced logouts,
respectively). New CallObject kernels are created upon user login. This reestablishes the database connections for the
kernel.

For example, in Production environments you might use the on-demand function if you are performing database
patching during a planned maintenance window. In this case you would not be constrained by a short loss in system
availability.

For implementation details, refer to the following section entitled: Using On-Demand Kernel Refresh.

Using Automatic Kernel Refresh

Note: The implementation of Automatic Kernel Refresh is only compatible with Oracle databases that are using
multi node (2 or more nodes) in a Real Time Application Cluster (RAC). This is because the process depends on the
availability of a functioning node, which is not the case in a single node database in the event of a failure due to such
factors are hardware or network issues. Multi node RAC environments are typically available for Oracle Autonomous
Database (ADB) implementations.

Note: You must have Administrator privileges in Server Manager in order to enable automatic kernel refresh.

The automatic kernel setting is set by Server Manager in the Security section for the Enterprise Server. The Bootstrap
Environment Refresh Interval setting allows you to set the automatic refresh environmental interval for all static
environments. Values can be set in one hour increments 0 to 24. If the value is set to 0, then no automatic refresh will
occur for static environments. For a description of the logic, refer to the preceding section entitled: Understanding
Kernel Refresh.
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Note: This function creates Server Manager logs which you can use to verify program functionality or to perform
additional debug, if necessary.

To use automatic kernel refresh:

1. In Server Manager, select the Enterprise server that you wish to configure for automatic kernel refresh.
2. Navigate to Configuration > Advanced > Security

viewf[Advanced ] -

Batch Processing
Database
Installation
Interoperability
Kernel Definitions
kernel Recycling .
Logging and Diagnostics
Miscellaneous

Metwork and IPC

= Builds

b e, gt i, SRS, SRS RS R p
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3. On Security, complete the following field:
o Bootstrap Environment Refresh Interval

Specify a value (in seconds) for the interval to refresh all static kernels.

Valid values are from 0 to 24 hours (0 to 86,400 seconds), where the default value is 3600 (one hour).
Enter a value of 0 if you want to disable this functionality.
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Sign Qut

What do you want to do?

INSTALL

} Management Agents
¥ Manage Software
b Database Drivers

b Offiine Orchestration

CONFIGURE

¥ Server Manager Users
» Server Groups

TRACK

} User Activity
¥ Server Activity
b Table Cache
} Health Check

Diagnostics

Runtime Metrics *

Uptime i
3 days, 0 hours, 7 minutes

Metwork Jobs i)
4

Kernel Jobs i)
19

Zombie Processes (i)
o

4

CallObject Users (i)
(1]

tanea-Level CPU (%)

Security Kernel Users (i)

} TLS Configuration Settings

} Collect and Generate Diagnostics

~| security

W) Validation Check
Shown below are all the configuration items within the selected configuration category.
 Any changes made ta the configuration files will affect anly new processes that are created. Existing processes will retain the original settings they loaded
-] Security
The following section configures the security server services utilized by this enterprise server.
Data Source (i) | System - 920

Default Environment (5] | DV920

User JDE
Password (1) [seesseene
ProxyPassword (i)
Default Role “ALL
Security Server Count 1 ~
Primary Security Server dnovmIix05
Secondary Security Server NONE

Third Security Server (i) NONE
Fourth Security Server (i} |NONE

Fifth Security Server NONE

History Table (i) Enable Security History Table

Use Password File (i) []
Enable LDAP Authentication ) [
User List Cleanup Interval (i} | Never v‘
Hash Iterations (i) 10000
Enable or Disable Security Kernel Recycle (i) | Disable Security Kernel Recycle v‘
Enable or Disable LDAP Referral Chase Enable LDAP Referral Chase V‘ 8

I BootStrap Environment Refresh Interval

3600 I

Revert to Defaults Apply
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4. You can also set a value for this database setting that enables, disables, and controls the broadcast functionality
for Automatic Kernel Refresh.

Note: This function is related to the implementation of Automatic Kernel Refresh, which is only compatible
with Oracle databases that are using multi node (2 or more nodes) in a Real Time Application Cluster (RAC).
This is because the process depends on the availability of a functioning node, which is not the case in a single
node database in the event of a failure due to such factors are hardware or network issues. Multi node RAC
environments are typically available for Oracle Autonomous Database (ADB) implementations.

Navigate to Configuration > Advanced > Database.

Configuration

View: | Advanced e

b Batch Processing
Instatiation
Interoperability

Kernel Definitions
Kernel Recycling
Logging and Diagnostics
Miscellaneous

Metwork and IPC
Package Builds

P Security

5. On Database, complete the following field:

w W W W W W

o Refresh Environment On OC| Server Not Connected Interval

Specify a value (in seconds) for the interval to send a broadcast message regarding the availability of a
RAC node for kernel refresh.

Valid values are from 0 to 30 seconds, where the default value is O. Enter a value of O if you want to
disable this broadcast functionality.

When enabled, after connections are drained from one of the multiple RAC nodes, for every SQL
statement execute and call to refresh the environment, if the system detects that the database
connection is not connected to the database server, it sends a broadcast message indicating the
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database is not connected. Examples of reasons why a database might be disconnected are for planned
maintenance, or some type of node malfunction.
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CallObject Users (i}
0

Instance-Level CPU (%) (i)
0

Instance-Level Memory (MB)
32343

Process Detail
Environment Variables
Disk Space Usage
Kernel Ranges

vvww

b Package Build Files
b Audit History

vie
» Batch Processing

b Database

» Installation

b Interoperability

Kemnel Definitions
Kernel Recycling
Logqging and Diagnostics
Miscellanequs

Network and IPC
Package Builds

b Security

vvwvwww

¥ Logging

» Compare Instances
P Save or Restore

b Configuration Summary

Database Name

Decimal Shift

Julian Date

Use Object Owner

Database TCP/IP Port

Support LOBs

Query Execution Time Threshold
Enable Data Privacy Skip Record
Maximum Number of Data Pointers
Database Connection Timeout
Oracle DB Statement Cache Size
Use Oracle DB Connection Pool

Oracle DB Connection Pool Max Connections

‘Oracle DB C ion Pool Min C

Oracle DB Connection Pool Inc Connections

Oracle DB Connection Pool Debug

Oracle Maximum Cursor Buffer Percent
Maximum Request Cache
Idle Request Timeout

Connection Open Time Threshold

I Refresh Environment On OCI Server Not Connected Interval

lems11004 g
(i) | Use Decimal Shift -
| Use Julian Dates -
| Yes v
[1621
v
>
B =
o |10
B el
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@ |0 v
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so 0
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Using On-Demand Kernel Refresh

I Note: You must have Administrator privileges in Server Manager in order to perform an on-demand kernel refresh.

You can trigger an on-demand kernel refresh (which also includes a recycle of CallObject kernels) from Server Manager.
For a description of the logic, refer to the preceding section entitled: Understanding Kernel Refresh.

Note: This function creates Server Manager logs which you can use to verify program functionality or to perform
additional debug, if necessary.

To use on-demand kernel refresh:

1. In Server Manager, select the Enterprise server that you wish to trigger an on-demand kernel refresh.
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2. Inthe Instance Properties section, click the Refresh Environments button.
ORACLE" 1D Edwards EnterpriseOne Server Manager (3) Documentation and Support

Management board > dnovmbx05.us oracle.com

Select Instance...

x) EnterpriseOne Enterprise Server:

rd
% whatdoyouwantlodo A R ) Available Log Files
INSTALL
» Management Agents General Instance Properties
b Manage Software : i
b 3 Version Install Location (i)
Database Drivers 9.2.6.0 /e Sedwardardd
} TLS Configuration Settings L .2.6. ;sot,femsllvzclﬂfappmgr/] ledwards/ddp/e920
b Offline Orchestration HerTos Nally /o
Anune Dichestration Running | Stop - ;
Software Component Version
CONFIGURE iz Callobject Kernel Memory Limit (i)
} Server Manager Users EnterpriseOne Enterprise Server 5.2.6.0 X64 08-27-2021 08_39 | Change... uUnknown
} Server Groups Path Codes Runbatch Memory Limit (i)
Health Check Status i Unknown
TRACK Run Health Check Enter Passphrase To Generate Sitekey (i)
} User Activity Generate |

¥ Server Activity l Refresh Environments I :
P Table Cache 0g rocesses CallStack |

} Health Check
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3. The following dialog is displayed.

<server_url> says

This will refresh static environments in system kernel processes and will
trigger all callobject kernels to recycle.

Are you sure you want to refresh environments in this enterprise server

instance?

Cancel

4. Review the content of the dialog which states:

This will refresh static environments in system kernel processes and will trigger all callobject kernels to recycle.

Are you sure you want to refresh environments in this enterprise server instance?
5. Click the OK button to begin the processes to refresh the static environments and to trigger all CallObject
kernels to recycle.

Log All SAW Processes Callstack (9.2.6)

Enhanced logging functionality is invoked by clicking the Log All SAW Processes Callstack button for an Enterprise
Server instance. This deep diagnostic tool can be used to determine the root cause for why a kernel did not respond as
expected to a broadcast message that was sent by an on-demand refresh, or has other outstanding requests that are
not being addressed. Potential reasons for unresponsive kernels are that they are deadlocked, looping, or in some other
similar undesirable zombie state. This diagnostic function is not necessarily restricted to debugging kernel refreshes; it
can be helpful to debug any suspected kernel anomaly.

Logging SAW process callstacks creates a log with a snapshot of each active kernel process, including associated
threads, in their current state at the point in time that this function executes.

Note: A practical debugging use case might be to take multiple snapshots over time and compare the callstacks to
the expected function.

This section contains these procedures:
Logging the callstack for all SAW Processes
Logging the callstack for a Specific SAW Process on Linux
Logging the callstack for a Specific SAW Process on Microsoft Windows

Logging the callstack for a Specific Process ID on IBMi
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Logging the callstack for all SAW Processes

1. Use Server Manager to select an Enterprise Server.
2. Inthe Instance Properties section, click the Log All SAW Processes CallStack button.

ORACLE" 1D Edwards EnterpriseOne Server Manager (2) Documentation and Support

Management Dashboard >

Select Instance...

zl EnterpriseOne Enterprise Server:

ra
What do youwant todo G ) Available Log Fles

INSTALL
} Management Agents General Instance Properties
b Manage Software : 5
2 Version Install Location (&
¥ Database Drivers 9260 i . i
b TLS Configuration Settings .2.6. ;sIUt,l’emsll_MS,ﬂ’appmgr{]dedwards,fddp; 2920
¥ Offii hestrati L Instance Name [i)
Offline Orchestration Runnlng Stﬂp
Software Component Version :
CONFIGURE d g CallObject Kernel Memory Limit  [5)
b Server Manager Users EnterpriseOne Enterprise Server 9.2.6.0 X64 08-27-2021_08_39 | Change... | Unknown
b Server Groups Path Codes Runbatch Memory Limit (&)
Health Check Status =~ Unknown
TRACK Run Health Check Enter Passphrase To Generate Sitekey (i)
b User Activity Generate |
b Server Activity T T e 1
A
P Table Cache | Log All SAW Processes CallStack | I
} Health Check

Note: The snapshot includes the callstack of every active kernel and every thread within that kernel.
Therefore, depending the volume of threads in your environment, the entire process can take some time.
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3. The following dialog is displayed.

<server_url> says

This will log call stacks for all active SAW processes in this enterprise server
and will log them in the jdelogstk program’s jde.log in the enterprise server
log folder.

Are you sure you want to log all active 5AW processes call stacks in this
enterprise server instance?

Cancel

4. Review the content of the dialog which states:

This will log call stacks for all active SAW processes in this enterprise server and will log them in the jdelogstk
program's jde.log in the enterprise server log folder.

Are you sure you want to log all active SAW processes in this enterprise server instance?
5. Click the OK button to begin the processes to log all callstacks.

6. | Note: The resulting log files are named: jdelogstk.xnn. FOr example, jdelogstk.c42.

Logging the callstack for a Specific Process ID on Linux

1. Open a command prompt.
2. Change directory to the bine4 directory within the JD Edwards EnterpriseOne installation directory.

cd <El1 ES Install Folder>/system/bin64/
For example:

cd /slot/ems12345/appmgr/jdedwards/ddp/e920/system/bin64
3. Launch the jdelogstk program using the following command:

jdelogstk <pid of JD Edwards EnterpriseOne process>
For example:

> jdelogstk 727

4. The command returns a message indicating it completed successfully and also indicates the location of the log
file.

For example:

Logged call stack for process id <727>
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Logged call stack in /slot/ems12345/appmgr/jdedwards/ddp/e920/log/jde_67890.1log
5. Below is an example of the contents for a generated log file:
-bash-4.2$% cat /slot/emsl11248/appmgr/jdedwards/ddp/e920/log/jde_32329.log
32329/140335261185856 MAIN THREAD Mon Apr 25 17:10:53.065597 jdelogstk.c47
#0 0x00007£c4b6452983 in __select_nocancel () from /1lib64/libc.so.6
#1 0x00007£c4b820£f7d6 in processAsyncEvent (thread=thread@Rentry=0, waitTime=5, waitTime@entry=0) at
netflow.c:711
#2 0x00007fc4b821fa45 in JDENET RunNet (listenService=listenService@entry=0x7f£f££12bd8930,
username=usernamelentry=0x7£ff£f12bd89b0, password=password@entry=0x7f££f12bd8a30) at netpub.c:3614
#3 0x0000000000400adl in main (argc=1, argv=<optimized out>) at jdenet_n.c:144

32329/140335261185856 MAIN THREAD Mon Apr 25 17:10:53.067705 jdelogstk.c57
Logged call stack for process id <31799>

Logging the callstack for a Specific Process ID on Microsoft Windows

1. Open a command prompt.
2. Change directory to the bin64 directory within the JD Edwards EnterpriseOne installation directory.
cd <El1 ES Install Folder>\system\bin64\
For example:
cd \slot\ems12345\appmgr\jdedwards\ddp\e920\system\bin64
3. Launch the jdelogstk program using the following command:
jdelogstk <pid of JD Edwards EnterpriseOne process>
For example:
C:\EnterpriseServer\system\biné64>jdelogstk.exe 7228
4. The command returns a message indicating it completed successfully and also indicates the location of the log
file. For example, if the above command is issued the console displays the following:
Logged call stack for process id <7228>
Logged call stack in C:\EnterpriseServer\log\jde_7228.log
5. Below are the contents of the log file generated in this example:
7940/7152 MAIN_THREAD Fri Apr 22 12:53:53.544001 jdelogstk.c47
5. Below are the contents of the log file generated in this example:
7940/7152 MAIN THREAD Fri Apr 22 12:53:53.544001 jdelogstk.c47

NtOpenDirectoryObject! C:\Windows\SYSTEM32\ntdll.dll
0x746ddbd3.<nosymbols>! C:\Windows\SYSTEM32\USER32.d1l1
MsgWaitForMultipleObjects! C:\Windows\SYSTEM32\USER32.d1ll
_processAsyncEvent@8! C:\EnterpriseServer\system\bin32\jdenet.dll
_JDENET RunNet@1l2! C:\EnterpriseServer\system\bin32\jdenet.dll
_WinMain@l6! C:\EnterpriseServer\system\bin32\jdenet n.exe

?invoke main@@YAHXZ! C:\EnterpriseServer\system\bin32\jdenet n.exe
?__scrt_common_main_ seh@@YAHXZ! C:\EnterpriseServer\system\bin32\jdenet n.exe
?__scrt_common _main@@YAHXZ! C:\EnterpriseServer\system\bin32\jdenet n.exe
_WinMainCRTStartup! C:\EnterpriseServer\system\bin32\jdenet n.exe
0x74846al4.<nosymbols>! C:\Windows\SYSTEM32\KERNEL32.DLL
0x76faa9ff.<nosymbols>! C:\Windows\SYSTEM32\ntdll.dll
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NtWriteFile! C:\Windows\SYSTEM32\ntdll.dll
0x74846al4.<nosymbols>! C:\Windows\SYSTEM32\KERNEL32.DLL
0x76faa9ff.<nosymbols>! C:\Windows\SYSTEM32\ntdll.dll

7940/7152 MAIN THREAD Fri Apr 22 12:53:53.546001 jdelogstk.c57
Logged call stack for process id <7228>

Logging the callstack for a Specific Process ID on IBMi
Use the command syntax in this example to get the callstack for a specific process ID, with these assumptions:

- Kernel job number: 157619
- PID: 1832185

SBMJOB CMD (CALL PGM(PP926SYS20/JDELOGSTK) PARM('1832185')) JOB (JDELOGSTK)

After the job is submitted, the console displays the following to confirm the progress of the callstack logging.

1832185 Tue Apr 19 12:48:24.375624 netcfg.c316

Starting 64Bit Kernel of Type: QUEUE KERNEL

1832195/22030 MAIN THREAD Tue Apr 19 12:55:18.066520 jdelogstk.c47

Generating Call Stack for PID 1832185 from PID 1832195 with 1 active threads out of 1 total threads
available

PID/PSThread ID: 1832185/3604

System Thread ID: 3604

Thread Name:

CALLSTACK:

Level Program Library Module Statement Procedure

0 QC2UTIL1 QSYS QC2MI3 0000000001 deq

1 JDEIPC PP926SYS20 MSG 0000000018 JDE_msgrcv

2 JDEIPC PP926SYS20 IPCSYSV 0000000011 receiveMessage

3 JDEIPC PP926SYS20 IPCPUB 0000000032 ipcGetQueueEntry

4 JDENET PP926SYS20 EXTMSGQ 0000000032 getExternalQueueEntry
5 JDENET PP926SYS20 NETQUEUE 0000000015 processKernelQueue
6 JDENET PP926SYS20 NETPUB 0000000041 JDENET RunKernel

7 JDENET_K PP926SYS20 JDENET K 0000000019 main

8 JDENET_K PP926SYS20 JDENET K _C_pep

9 QPOZPCPN QSYS QPOZPCPN 0000000286 QpOzNewProcess

10 QPOZPCP2 QSYS QPOZPCP2 _CXX PEP__Fv

1832195/22030 MAIN THREAD Tue Apr 19 12:55:18.075328 jdelogstk.c57
Logged call stack for process id <1832185>

Refresh Environment on Oracle Database (9.2.7)

You can use a setting to enable the time interval in seconds to send a broadcast message to refresh the environment
whenever any JD Edwards EnterpriseOne Enterprise Server receives a message from an Oracle database indicating the
Oracle Call Interface (OCI) Server is not connected.

Note: This setting is only applicable for an Oracle Real Application Cluster (RAC) database. Do not enable this setting
for a standalone non-RAC single instance or single node database.

To configure the Refresh Environment on OCI Server Not Connected Interval setting, navigate to Configuration >
Advanced > Database
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ORACLE 1D Edwards EnterpriseOne Server Manager

Management Dashboard >  ems12409.ad1 fusionappsdphxl_oracleven.com [ /slotfems8214fappmgrjde agent entSCFHA] = tga Inx ent 4014

CallObject Users (i)
] Use Oracle DB Connection Pool (i) ©

Instance-Level CPU (%) (i) Oracle DB Connection Pool Max Connections (i) 30
1}

Oracle DB Connection Pool Min Connections (il 5
Instance-Lavel Memory (MB) (i)

17244 Oracle DB Connection Pool Ine Connections (i) 5
y Oracle DB Connection Pool Debug (i) |0
} Process Dekail g
¥ Environment Variables Oracle Maximum Cursor Buffer Percent (i) 90
b Disk Space Usage :
¥ Kernel Ranges Maximum Request Cache [i) 50
¥ Package Build Files Idle Request Timeout (i) 5
b Andic Histary
Connection Open Time Threshald (i) 0
Configuration Refresh Environment On OCI Server Not Connected Interval (i) 0
View: | Advanced bed] Maximum Fetch Number Of Rows (i) 1000
¥ Baich Processing
2
b 5:‘:;]}:,‘;; Maximurn Fetch Number OF Bytes (i) 640000
¥ Intereparabiling

Improve Workload Performance for an Oracle Database
(9.2.7)

Increasing the fetch size for JD Edwards EnterpriseOne components to an optimal value may improve the performance
of queries from the JD Edwards database driver to an Oracle database.

By default JD Edwards EnterpriseOne fetches a preset number of rows and bytes from an Oracle database. However,
you can override the default setting by using Server Manager to:

- Configure the Database Fetch Size on the Enterprise Server
- Set the SQL Statement Fetch Size on the HTML Server

Configure the Database Fetch Size on the Enterprise Server

Using Server Manager, you can configure these database fetch size settings on the Enterprise Server:

« Maximum Fetch Number of Rows (MaxFetchNumRows)
- Maximum Fetch Number of Bytes (MaxFetchNumBytes)

Use these steps to use Server Manager to configure the Oracle database fetch size parameters for an Enterprise Server:

1. Select the Enterprise Server instance that you want to configure.
2. Navigate to Configuration > Advanced > Database > Bootstrap Datasource
3. Complete these fields:

o Maximum Fetch Number Of Rows

This is the maximum number of rows to fetch for a SQL select statement for an Oracle database. If the
buffer size of the maximum rows is less than the maximum number of bytes, then the maximum number
of rows is used. Otherwise, the number of rows is adjusted to fit into the maximum number of bytes limit.
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o Maximum Fetch Number Of Bytes

This is the maximum number of bytes to fetch for a SQL select statement for an Oracle database. If the
buffer size of the maximum rows is less than the maximum number of bytes, then the maximum number
of rows is used. Otherwise, the number of rows is adjusted to fit into the maximum number of bytes limit.

The following shows example settings.

Select Instanca.
What do pou wank to do?

INSTALL

F Monpgemert Egent

¥ Manage SOmere

b Datphaen Drrere

¥ TL5 Sonfiouraton Settiodi

b Offine Drchestration
CONFIGURE

b Sereer Monager Users

b RO Grous

¥ Centralized Configuration
IRACK

b Liaf Agiily

b Serumr Acthety

b Takts Cachi

b Haplth Check
Diagslics

b Collect and Gensrbe Diagroscy

Runtime Mebrics ©

Uptime (i)
11 Sarps, 18 hours, &F i i bisk
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Set the SQL Statement Fetch Size on the HTML Server

You can override the default setting for database fetches by the HTML Server.

1. Use Server Manager to select the HTML server for which you want to override the default fetch size to an Oracle

database.

2. Navigate to Configuration > Advanced > Database > JDBj Runtime Properties
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3. Configure the Statement Fetch Size parameter:

You can set this integer value greater than the default value of O to override the number of records to fetch for a
SQL select statement. This is used only for Oracle database. The default value of O uses the default value of the
Oracle JDBC driver to fetch a number of records to fetch for a SQL select statement.

The following shows example settings.

 Configueation B0 i P patis,
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Allaw Personad Specs [il — (1

Serurity Cache Punge Timeout () BO000A a
Service Cache Purge Timeout (31 | g00000 d
Spec Cache Purge Timeout () BO0000 1}

Manu Cache Timeout () (500000

Spoc Ceaistency Check (1) [ i e
Spec Comsistency Check (1) [ inimal ~ i
Transmction Isokation (5 [ guiseit |

Trasesaction Timenut [ [420000

autn Fetch Tringers (0 [one ~| e

updateable oSt Timeout (1) | g 1
Usage Execution Threshold [0 [spon
Maximum Fetch Size [0 (gon 1

Open AeseltSet Timeout (51 &0000

Enable Usage Tracking  [§) mi

Erabie Usage Tracking for Unused Fetched Fiekds (31 0O a
Uzage Tracking tutput. (1) [jag | o@

Ussarge: Trarcking Active Timeout [0 (420000 |
Maximin Snsaneous Gareratioas (1) [q |
Ko Where Parentheses (7

=
Maitive JDBC deiver om AS900 (0 — (]
e T |

MESOL Query Timeout (1) 10000 7

ME 50U Quary Attempts (31 3 =
Enabile Data Privary Skip Remed (31 [ g, -
Eurnqut‘!bd! siem (U 1000 j
U= D s ~| g

Available Log Files

Refer to the section entitled: Available Log Files in this guide.
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Configuration Groups

The Configuration section displays a list of Configuration Groups that varies according to the server type. This section
lists the Configuration Groups for these JD Edwards EnterpriseOne servers:

« EnterpriseOne Enterprise Server

« EnterpriseOne HTML Server

- EnterpriseOne Business Services Server

- EnterpriseOne Application Interface Services (AIS) Server
« EnterpriseOne Transaction Server

« EnterpriseOne Data Access Server

« EnterpriseOne Data Access Driver

EnterpriseOne Enterprise Server

This section lists these Configuration Groups for an Enterprise Server:

Batch Processing
Database
Installation
Interoperability
Kernel Definitions
Logging and Diagnostics
Miscellaneous
Network and IPC
Package Builds

- Security

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

EnterpriseOne HTML Server

This section lists these Configuration Groups for a HTML Web Server :
- Cache
Database
Miscellaneous
Network

- Security
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- Web Runtime

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

Note: In the Cache group, you can use the UDOCheckInterval setting to set a specified time for the system to
automatically clear the shared UDOs cache. The default value for this setting is 24 hours (86400000 milliseconds).
Depending on the number of shared UDOs a user has access to, the UDOCheckinterval setting can be set to an
appropriate value. If the number of shared UDOs available to a user is small (for example: less than 100), you can set
a shorter time, so that the purging can take place more frequently. The UDOCheckinterval setting is applicable to
UDOs such as notification, orchestration, rule, whitelist, cross reference, form service, schedule, search group, form
extension, and personal form. (Release 9.2.3.4)

EnterpriseOne Business Services Server

This section lists these Configuration Groups for a Business Services Server:

- Cache
Database
HTTP Settings
Inbound Settings
Miscellaneous
Network
Runtime Settings
- Security

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

Note: In the Cache group, you can use the UDOChecklInterval setting to set a specified time for the system to
automatically clear the shared UDOs cache. The default value for this setting is 24 hours (86400000 milliseconds).
Depending on the number of shared UDOs a user has access to, the UDOCheckinterval setting can be set to an
appropriate value. If the number of shared UDOs available to a user is small (for example: less than 100), you can set
a shorter time, so that the purging can take place more frequently. The UDOCheckinterval setting is applicable to
UDOs such as notification, orchestration, rule, whitelist, cross reference, form service, schedule, search group, form
extension, and personal form. (Release 9.2.3.4)

EnterpriseOne Application Interface Services (AlS) Server

This section lists these Configuration Groups for an AIS Server:

- All Settings

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.
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EnterpriseOne Transaction Server

This section lists these Configuration Groups for a Transaction Server:
Database
Network
Real Time Events
- Security

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

EnterpriseOne Data Access Server

This section lists these Configuration Groups for a Data Access Server:
- JDBJ Database Configuration
Network Settings

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

EnterpriseOne Data Access Driver

This section lists these Configuration Groups for a Data Access Server:
Database
Installation
Network
- Security

For details of each Configuration setting within a configuration group, refer to the Server Manager internal help for each
setting.

Configuration ltems

This section describes:

Help
History
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Help

Each configuration item is identified using a short, readable name. Clicking the Help icon will link to the following
information

- The INI section the parameter pertains to.

- The INI entry the parameter pertains to.

- The location of the INI file being updated.

- Alist of allowed values, if applicable.

- An extended description detailing the purpose of the configuration parameter.

- The default value, if applicable.
[=] Security
The Following secton configures the security server services ubilzed by this enterprise server.

Security Server [ DENDSOWHOA
Security Server
User [g] e . JE

Password [5) .
= IMI Filename

—. DNVDEdwards\EB12_61 14\ system\bin32VJDE.INI
Default Role  [§) INI Section Name
SECURITY
Default Environment  (§) INI Entry

SecuntyServer
Data Source [i)
The name of the machine the enterprise server should
Enable History (i) use for security server services. If the enterprise
server is providing the services the value should be
Use Password File (i) set to the local machine name.,

History

History is maintained for each configuration item. The old and new values are recorded along with the user that made
the change. Changes made directly to the configuration files are not audited.

To view History, click on the History icon.

Security Mode (i) 0 |v HLE|

{
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The History - <configuration item> popup screen that appears contains these fields:

- Date

The date the change occurred.

o User

The user that made the change.
- Old Value

The value before the change.

- New Value

The value after the change.

History - Security Mode

Date

fef07 11:28 AM
Qf21J07 12:02 AM
Qf21J07 12115 AM
Qf21J07 12:30 AM

User
Lindno s
jde_adrmin
jde_adrmin
jde_adrmin

Old ¥alue

History may also be viewed for all configuration parameters for an instance.

See Also
« Audit History

Compare Instances

%]

Mew Yalue
0

1
g
0

Two or more managed instances may be selected to identify configuration differences. Each selected instance will also
be compared with the default configuration of the server group to which it belongs.

This section describes:

« Create Comparison

« Comparison Results

ORACLE
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Comparison Results

"\:_-_') Comparison Results

_Elnslﬂmeﬁelu:tinn

Shown below are all the managed instances you are authorized to view. Select the instance(s) you wish to compare. Each instance is compared to the server group default
values for that instance, in addition to any other selected instances,

Select all | Select None

Instance Name @ Server Group 6 Managed Instance Type @ Managed Home Location @
HTML srwi default EnterpriseOne HTML Server ADCA160631.us.oracle.com (C:\jde_agent\SCFHA)
cordvsni jas server example EnterpriseOne HTML Server cordvsni (ful1/appmgrfide_home [SCFHA)

Show All Values (i) |F

| Run Comparison

' In addition to comparing the configuration of the selected instance(s), each selected instance will also be compared with the default configuration of the server group to
which it belongs.

Comparison Results

Shown below are the results of the configuration comparison,

| Apply Server Group Default | @
Select All | Select None page size: 10 ™ Previous | Mext (page 1of5)
Configuration Group @ Configuration Ttem 15| Default Values for Server Group "default” HTML_srvl
=  Miscellaneous Enterprise Server Name bstravin-us
=  Miscellaneous Enterprise Server Port 6015
™ Database Database T u] I
ype
| Database Supports Large Cbjects (LOBS) false true
| Database System Datasource Name System -910
—| Database Physical Database Y910
| Database Database Server Name DENQAS3
| Database Unicode Database false true
| Database Bootstrap Environment JDva10
| Database Initial Connections 50 L
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Create Comparison

To create an instance comparison:

1. Click Compare Instances in the Work With Configurations section.
2. Select the check box for the instances to compare.
3. Select the check box for Show All Values.

If selected all configuration items for each selected instance and corresponding server group(s) will be
displayed. If not selected only configuration items that are not identical between the selected instances and
their server groups will be displayed.

4. Click the Run Comparison button.

Comparison Results

This section describes:

- Results

- Modifications

Results
The comparison results appear in a new pane under the Instance Selection section.

The comparison is detailed by these columns:
- Configuration Metric
Configuration items are associated into logical groupings, which are referred to as a Configuration Metric.

- Configuration Item

The individual configuration item that is being compared between the selected instance(s) and their
corresponding server group.

Permissions for Server Group: <Server Group Name>

Specifies configuration values.

<Instance Name>

Specifies configuration values and paths.
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Comparison Results

Shown below are the results of the configuration comparison.

Apply Server Group Default @
Select All | Select Mone
Configuration Configuration

page size: 10 Previous | Mext (page 1of 43)

Default Values for Server Group "default”

Group A Them Ll

] Logging and PrintUBEJoblog
Diagnostics

) Logging and PrintUBE JoblogQnErrar
Diagnostics

Package Builds  Package Build Location

] Package Builds | Compile Qutput

& Package Builds | Compiler Flags fnologo fc

] Package Builds | Debug Flags fFD [GZ Gz fOd fZi MDd W4 fEHs Gy /D *_DEBUG™

[] Package Buids | Define Flags /D "WIN32" /D "_WINDOWS" /D "TAMASERVER™ /D "KERMEL" /D "UNICODE™ /D ™_UNICODE"

] Package Builds | Inline Functions

[ Package Builds | Link Flags fDLL /DEBUG (SUBSYSTEM:windows [FORCE:MULTIPLE /FORCE:UMRESOLVED [INCREMENTAL:YES /VERBOSE MAP i

] Package Builds | Link Libraries jdekrnl.lib jdel.lib jdenet. lib jdeipc.lib owver.lib jdeunicode.lib v_verify.lib xerceswrapper.lib xmipublisher. lib
Modifications

You can apply the Server Group default values to an instance by selecting the configuration items and then selecting the
Apply Server Group Default button.

Troubleshooting the Configuration of EnterpriseOne
Server Instances

This section describes:

- Permission Denied
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Permission Denied

& Error

Previous Errar

full faraclefide_home/targets/SUMNWER fconfig)ias.ini (Permission denied)

Mexk Errar

If you receive an error that permission is denied to write to a configuration file, you need to ensure that the file is not
purposely locked in a manner that prevents the user under which Server Manager is running from modifying it. You
should check the file permissions to ensure the file is writable.
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52 Administer Server Groups

Overview of Server Groups

In Server Manager, you manage servers by grouping similarly purposed servers into logical groupings called server
groups. You determine how you want to group servers depending on your particular JD Edwards EnterpriseOne
implementation. For example, you may want to put all production servers in one server group and manage
development servers in another. Or, you may decide to place servers in separate server groups based on geographical
location. How you organize and manage servers in server groups is up to you.

The Management Console provides a default server group that you can use to initially manage servers. You can move
any server from the default server group to a newly created server group. A server cannot belong to more than one
server group, including the default server group.

You can include the following types of servers in a server group:

- JD Edwards EnterpriseOne Enterprise Server

- JD Edwards EnterpriseOne HTML Server

- JD Edwards EnterpriseOne Collaborative Portal Server
- Transaction Server

- PIM Synch Server

- Business Services Server

In the Management Console, you can configure default configuration settings for each type of server in a server group.
When you add a server to a server group, Server Manager automatically applies the default configuration settings for
that type of server to the newly added server.

Note: You can manage and monitor certain features of application servers (Oracle WebLogic or IBM WebSphere
Application Server) through the Management Console, but these types of servers cannot be members of a server
group. See Overview of Basic Instance Administration for more information.

Server Group Security

Server Manager contains a set of server group permissions that enable you to control the activities Management
Console users can perform on the servers within a particular server group. This layer of security enables you to control
the tasks that Management Console users can perform on a server as well as the configuration data that they can
access. You can grant permissions that allow a set of users to perform certain types of tasks in one server group, but
not another. For example, you can permit developers total access to a server group that manages servers for a test
environment, but not give the same developers access to production servers managed in another server group.

Security for server groups, or server group permissions, is assigned to user groups. See Assign Server Manager
Permissionsfor more information.
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Manage Server Groups

You can create your own unique server groups to manage different sets of servers. How you choose to manage servers
in server groups, and whether you choose to use server groups at all or just manage all servers in the default server
group, is up to you.

Note: When you create a server group, the Management Console copies default configuration settings from the
default server group to the new server group. In the new server group, you can modify the default configuration
settings as appropriate.

Create Server Group

To create a server group:

1. In the Quick Links section of the Management Console, click the Server Groups link.

Server Groups

Shown below are all the server groups that have been defined within this management domain. Any newly created server groups will inherit the configuration defined for
the default server group.

Server Group Name [i)
Group Description [i)

Create Group

Ty
|=s]

Select [Server Group]: Delete

Select All | Select Mone

Server Group Hame 1)) Group Description 0] Server Group Members )]
default The default server group. » HTML srvi

» cordvsnl ent 6116

= rte new

® test basy
example An example group » cordvsnl jas server

2. On Server Groups, enter a unigue name in the Server Group Name field.
3. Complete the Group Description field.
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4. Click the Create Group button.

The Management Console displays the new server group in the grid.

Note: You must have the consoleConfig permission to create a new server group.

Modify Server Group

This section describes:

- Add Server Group Members

« Delete Server Group

Add Server Group Members

You can move servers from the one server group to another server group, provided a second server group has been
created. Moving a server changes its group membership only; it does not modify the configuration of the server.

A server, or managed instance, cannot belong to more than one server group.

To add server group members:

1. Inthe Quick Links section of the Management Console, click the Server Groups link.
2. On Server Groups, click the group name link for the group that you want to add a server to the server group.

—| Add Server Group Members \IRe
Shown below are the EnterpriseOne managed instances that may added to this server group. The server group to which the managed instance currently belongs is shown in parenthesis.
Instance Name (j) @ BSSV (den00lkk.us.oracle.com,C:\jde_home_3\SCFHA) (9242G2) v

Add Group Member|

3. Inthe Add Server Group Members section, click the Instance Name drop-down menu to select a managed
instance (server) that you want to migrate to the server group. The list contains all the servers that do not
belong to the current server group. The group to which the servers belong is shown in parenthesis.

4. Click the Add Group Member button to add the server as a member of the server group.

The system displays all members of the server group under the Server Group Members heading.
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Delete Server Group
To delete a server group:

1. On Server Groups, click the check box next to the server group that you want to delete.

Select [Server Group]: | Delete
Select All | Select None

5y
wu

Server Group Name i) Group Description [V

Server Group Members 6]
9242G1

e JAS?

(den00lkk.us.oracle.com,C:\jde_home_3\SCFHA)
e ais 21311 inst

(den00lkk.us.oracle.com,C:\jde_home_3\SCFHA)

2. Click the Delete button.

| Note: You may not remove a server group that has server members.

474
ORACLE



JD Edwards EnterpriseOne Tools Chapter 33
Server Manager Guide Clear Table Cache

53 Clear Table Cache

Understanding Clear Table Cache

The JDB feature called Clear Table Cache can be used to improve performance by caching specific tables in the Call
Object Kernel. For tables cached by JDB, any update or delete of a record in a cached table requires a clear of the cache
on that kernel for the data to be available to all users. The adoption of the JDB Clear Cache API in specific EnterpriseOne
Applications provides up-to-date data availability. CNC administrators with administrator access can use Server
Manager to perform a dynamic cache refresh while users are logged on.

Clear Table Cache refresh allows a specific JDB table cache that is registered in the F98613 table to be cleared across
kernel processes and across all Enterprise Servers as long as they are managed by the same Server Manager. As a result,
all Enterprise Servers and all JD Edwards EnterpriseOne HTML Web Servers managed by the same Server Manager no
longer need to be bounced (restarted) in order to clear cache. Since there is no table caching for the HTML Web Servers,
it is not necessary to clear the cache on those machines.
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Using the Clear Table Cache Feature

To use the Clear Table Cache feature in Server Manager:

1. Launch the Server Manager Management Console.

ORACLE" ID Edwards EnterpriseOne Server Manager sl
Select instance... 3 Managed Homes and Managed Instances
What do you want to do?

Use the dropdown below to select the desired management view.
INSTALL
P Management Agents
* Manage Software ChMasaped Homes

P Datsbase Drivers

Select View  Managed Homes and Managed Instances

Shown below are each of the known managed homes and the managed instances they contain, If there is a managed ho

CONFIGURE it ksted here you may remove it.
: W Select [Managed Home]: . Remove | Slop| | Update
Select Al | Select None
TRACK Managed Home Location & L Managed Instances [
¥ User Actvity 1 {r ADCG160631.us oracle.com wis_bip
P Server Activity — C:\ide_agent\SCFHA Orade Weblogic Server
[ * Tedeceche | & Stopped
HTML srvl
EnterpriseOne HTML Server
4 Undetermined

2. Inthe What do you want to do? section, click the Table Cache link.
3. On the Clear Table Cache Results page there are two sections:

o Clear Table Cache by Environment

o Clear All Tables Caches in All Environments

Clear Table Cache by Environment

To clear all caches for all tables which are registered in F98613 in all environments across all Enterprise Servers that are
managed by the same Server Manager:
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Clear Table Cache Results

v) Clear All Tables Caches in All Environments

—| Clear Table Cache by Environment
This will clear cache for specified table which is registered in F98613 in specified environment across all enterprise servers

Table Name (i)
Environment Name (i)

Clear JDBJ Cache on Affected Html Servers (i) (]
Clear Table Cache

—| Clear All Tables Caches in All Environments
This will clear caches for all tables which are registered in F98613 in all environments across all enterprise servers for this

Clear JDBJ Cache on All Html Servers (i) E]
Clear All Tables Caches |

1. On the Clear Table Cache Results page, go to this section:

Clear Table Cache by Environment
2. Complete these fields:

o Table Name

Enter a valid table name that is registered as a cached table in F98613 table using the P98613 application.
o Environment Name

Enter a valid JD Edwards EnterpriseOne environment from which the table cache will be cleared.
o Clear JDBJ Cache on Affected HTML servers (Tools Release 9.2.9.3 and later)

Select the check box to clear the JDBj cache on the HTML servers connected to the respective Enterprise
servers.
3. Click the Clear Table Cache button.

The system displays a section that lists all cache that has been cleared for the requested table.
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Clear All Tables Caches in All Environments

To clear all caches for all tables which are registered in F98613 in all environments across all Enterprise Servers that are
managed by the same Server Manager:

Clear Table Cache Results

v ) Clear All Tables Caches in All Environments

—| Clear Table Cache by Environment

This will clear cache for specified table which is registered in F98613 in specified environment across all enterprise servers

Table Name (i)
Environment Name (i)

Clear JDBJ Cache on Affected Html Servers (i) ()
Clear Table Cache

—| Clear All Tables Caches in All Environments

This will clear caches for all tables which are registered in F98613 in all environments across all enterprise servers for this

Clear JDBJ Cache on All Html Servers (i) (]
Clear All Tables Caches |

1. On the Clear Table Cache Results page, go to this section:
Clear All Table Caches by Environment

2. Tools Release 9.2.9.3 and later: Select Clear JDBJ Cache on All HTML Servers to clear the JDBj cache across all
the HTML servers.

3. Click the Clear All Table Caches button.
The system displays a section that lists all cache that has been cleared for all tables in the selected
environment.

Clear Data Cache (Release 9.2.3.4)

Clear Data Cache can be used for clearing the data cache on the AIS and HTML Servers. If the HTML Server and AIS
Server are setup in a cluster, Clear Cache will clear all the relevant cache on all the members of the cluster. In the case of
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HTML Server, cache is cleared for Form Extension, Personalized Forms, and Search Group entries, and EnterpriseOne
pages (Tools Release 9.2.9.3 and later).

In the case of AIS Server, the cache is cleared for Orchestration, Notification, Form Service and Data Service, and Read
Data entries.

Using the Clear Data Cache Feature

To use the Clear Cache feature in Server Manager:

1. Launch the Server Manager Management Console.

2. On the Managed Instances section of the Server Manager Management Dashboard, click on the required
managed instance of the HTML or the AIS Server for which you want to clear the cache.

3. Do one of the following:

a. On the EnterpriseOne HTML Server managed instance page, click the Clear Caches button to clear the
Form Extension, Personalized Forms, and Search Group caches.

Note: Starting with Tools Release 9.2.9.3, you can clear the cache for EnterpriseOne pages as well with
the Clear Caches button.

b. On the EnterpriseOne Application Interface Services managed instance page, click the Clear Caches
button to clear the Notification and Orchestration caches. Click the second Clear Caches button to clear
the Form Service and Data Service, and Read Data caches.

Note: The Clear Caches button is disabled if the status of the HTML or AIS server is anything other than "Running".
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54 Health Check (Release 9.2.2)

Understanding Health Check

Beginning with Tools Release 9.2 Update 2, the Server Manager supports on-demand health checks on the following
servers:

- Enterprise Server

« HTML Server

- Application Interface Services (AIS) Server

- Business Services Server (BSSV)

- Transaction (RTE) Server

- Oracle Database Server
Note: The health check feature is supported only for the instances running with Tools Release 9.2.2.0 and higher. The
health check feature is available only to administrative users. If the user does not have permission to run the health

check on a particular instance, the message " User <user name> doesn't have access to run Health Check on this
instance" is displayed.

This section contains the following topics:

« Understanding Health Check Tasks

- Setting Permissions for Target Servers

- Granting Access to the Server Groups

« Prerequisites for an One View Report (OVR)

Understanding Health Check Tasks

The following table lists the tasks the system performs when you run the health check on an instance:

Instance Name Health Check Task
HTML Server Checks the following:
Login

Logs in to the server using the health check user name and password.

Interactive App
By default, launches the interactive application PO1012_WO01012B with version ZJDEOOO1.

Tools Release 9.2.6. An administrator can specify the interactive application and version to run
as part of executing the Health Check through Server Manager and Server Manager APIs. The
Server Manager navigation to configure a specific application and version for a health check is
Configuration = Advanced View - Miscellaneous - Health Check Configurations.

UBE
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Health Check Task

By default, runs the UBE ROO06P with version XJDEOOO1.

Tools Release 9.2.6. An administrator can specify the UBE and version to run as part of executing
the Health Check through Server Manager and Server Manager APIs. The Server Manager
navigation to configure a specific UBE and version for a health check is Configuration -
Advanced View - Miscellaneous - Health Check Configurations.

OVR

Runs the OVR using the task ID OVRHEALTHCHECK.

Checks the following:

Port Test

Runs the port test.
UBE

By default, runs the UBE ROO06P with version XJDEOOO1.

Tools Release 9.2.6. An administrator can specify the UBE and version to run as part of executing
the Health Check through Server Manager and Server Manager APIs. The Server Manager
navigation to configure a specific UBE and version for a health check is Configuration -
Advanced View - Miscellaneous - Health Check Configurations.

BSFN

Runs the GetEffectiveAddress BSFN.

Checks the following:

Login

Logs in to the server using the health check user name and password.

Form Service App
By default, launches the interactive application P01012_WO01012B with version ZJDEOOO1.

Tools Release 9.2.6. An administrator can specify the interactive application and version to run
as part of executing the Health Check through Server Manager and Server Manager APIs. The
Server Manager navigation to configure a specific application and version for a health check is
Configuration = Advanced View - Miscellaneous - Health Check Configurations.

Form Service UBE

By default, runs the UBE ROO06P with version XJDEOOO1.

Tools Release 9.2.6. An administrator can specify the UBE and version to run as part of executing
the Health Check through Server Manager and Server Manager APIs. The Server Manager

navigation to configure a specific UBE and version for a health check is Configuration -
Advanced View - Miscellaneous - Health Check Configurations.

JWT Trust Login

Checks the JWT Trust login.
Basic Auth (Release 9.2.5.2)

Checks if Basic Authentication is configured properly for the AIS Server.
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Instance Name Health Check Task
BSSV Checks the following:

- BSSV login and BSSV DB Service

Checks the BSSV login and runs the dbservice BSSV (JPRO1000 - getAddressBook).
- BSFN Execution

Runs the GetEffectiveAddress BSFN.

RTE Server Checks the following:

- DB Connection

Connection to the bootstrap database.

- Deployment

All the available JMS resources. This includes JMS Queue/Topic/QueueConnectionFactory/
TopicConnectionFactory/EJB and JDBC DataSource (if applicable).

Connection to the Event client.

- Event Trigger

If the event trigger is available and active.

Oracle Database Server Checks the following:

- Connection

Connection to the DB.

- Configuration

The File System |/0 options of the DB. Displays the status as success if the value is SETALL;
otherwise a warning is displayed.

The DB log mode. Displays the status as success if the DB log mode is ARCHIVELOG; otherwise a
warning is displayed.

The password profile information. Displays the status as success if PASSWORD_LIFE_TIME
parameter is set to UNLIMITED; otherwise a warning is displayed.

- E1User Account

The account status for the user JDE.

- Schema Deployment

The schema deployment status. Displays the status as success if the pathcode/shared shemas
are available else, displays an error.

Setting Permissions for Target Servers

This procedure is optional. If you do not set up permissions for the Target Servers, the health check uses the user name,
password, and environment of the default Bootstrap user.
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To set up the permissions for the Target Servers, add the following ini entries in jas.ini, jdeinterop.ini, jde.ini, rest.ini files

for the RTE and JAS server, BSSV server, Enterprise server, and AIS server respectively.
[HEALTHCHECK]

HealthCheckEnvironment=JDV920

HealthCheckPwd=JDE

HealthCheckUser=JDE

Granting Access to the Server Groups

To grant access to the server groups:

1. Inthe Server Manager Management Dashboard, click Server Groups link in the Configure section.
2. Inthe User Groups section, click the required name of the user group.

Select [User Group]: Create User Group... ‘ Delete User Group
Select All | Select None
User Group . Users Belonging to User 5 .
e User Group Description Group Granted Permissions
console_user Any user who successfully authenticates and posses this role may utilize the management console. If a user does not have this role they will not be permitted to No permissions have beerr
access any of the management console pages. * jde_admin assigned,
* NAREN
« IE
console_admin  This role is equivalent to having all permissions granted to a user. The jde_admin user will always have this role assigned. This permission permits to delete the No permissions have beerr
cansale log files. * jde_admin assigned,
testusergroup
‘ * IDE * managedComponents

+ monitorConfig
* appServerConfig
» consoleConfig
« userManagement

ORACLE

484



JD Edwards EnterpriseOne Tools Chapter 34
Server Manager Guide Health Check (Release 9.2.2)

3. Inthe Permissions for Server Group: default section, move the HealthCheck from the Available Options window
to the Selected Options window.

~| Permissions for Server Group: default

Use the shuttle control below to add or remove the permissions granted to members of the user group for the members of the ¢

Available Options Selected Options
arcate S T

daDriverIinstance Move
datatccessServerInstance
enterpriseServerDeveloper >
enterpriseServerinstance Move Al
viewGroupMembers -
webSessions <
webProductinstance -
Remove
<<
Remove Al

v/ Changes made to the permissions for the selected user group will take effect immediately.

4. Navigate to the Server Manager Users Page and in the Management Console Users section, select the required
user to whom you want to grant the Health Check permission.

5. Click Grant or Revoke User Groups, and select the user group to which you added the Health Check permission

in step 3.
Add User,
Grant or Revoke User Groups... | | Delete |
.. Select the user group you wish to grant to or revoke from the selected user (s).
User Group Name l testusergroup ¥
Cancel | Grant User Group Revoke User Group
* Cconsole_user
6. Click Save.
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Prerequisites for an One View Report (OVR)

The health check summary of an OVR instance is displayed along with the EnterpriseOne HTML server. Ensure that you
meet the following prerequisites to view the health check summary of an OVR instance.

1. The Bl Publisher connection with the name ONEVIEW_BIP_CONN is available.

2. Atask of Task Type as One View Report and Task ID as OVRHEALTHCHECK is available in the Work With Tasks
program (P9000).

Note: The OVR should not contain any sensitive or critical data because this report is used while running the Health
Check.

To create a Task ID called OVRHEALTHCHECK:

Access the JD Edwards EnterpriseOne application.

Type P900O0 in the Fast Path field and press Enter.

On the Work With Tasks form, click Add.

Enter the Task ID as OVRHEALTHCHECK.

Enter the required Task Name.

In the Common tab, enter the required values in the Product Code, Jargon, and Country Code fields.

cuhAhUNA
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7. Click the Executable tab, select the Task Type as One View Report, and complete the fields as shown in the
following example.

Task Revisions
v X P Eom g Toos

Task 1D % OWVRHEALTHCHECK

Task Name OWR Health Check

Common | Executable @ Task Description

Task Type

One ‘iew Report [~]

One View Report Information

Application PO1012} x O

“ersion ZJOED0D1

Form WO010128

OVR Mame MYOVR OVRO10128_1707310002CUST
Query Name DasAQ QRY010126_1707310001CUST

8. C(lick the Task Description tab, and enter the description for your new Task ID.
9. Click OK.

Note: You can create a new OVR or use an existing OVR to create the Task ID called OVRHEALTHCHECK.

Using the Health Check Feature

You can run the health check and view the summary of the server instances by using these two methods:
- Health check of an individual instance
- Health check of an individual or multiple instances from the Server Manager

When you run a health check for single or multiple instances, you will see a summary window with these icons. You can
hover over these icons to see the details.
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Icon Description
v Indicates that the health check is completed successfully.
G Indicates that there is an error while running the health check.

See the following log files for more details:

Server Manager log files if the error is NOT RUN.

Embedded Agent log files of the JDE instance on which Health Check is running if the error is
FAILED.

SM Agent log files of the registered Database server if the error is FAILED.

Jde log files of the instance on which the health check is running if the error is FAILED.

Indicates a warning. For example, warning occurs if the pre-requisites for running the health checks are

not configured properly.

Health Check of an Individual Instance

To view the health check summary of an individual instance, select the required managed instance from the Server
Manager Management Dashboard, and then click Run Health Check. The following is an example screenshot of the
Health Summary window of the EnterpriseOne AIS Server instance.

EnterpriseOne Application Interface Services: AlS

/) Available Log Files

General

Instance Properties
Status Instance Name [i
Running | stop AIS
Software Component Version Instance URL
Test connection
EnterpriseOne Application Interface Services Server 9.2.4.2 12-18-2019_11 49 | Change... | — Orchestrator Studio
Health Check Status Application Server/Cluster Instance
Run Health Check WLS jdeais (Orade Weblogic Instance: WLS jdeais, Domain: base domain, Server: AIS server)
Clear Orchestration and Notif Health Summary [ Software Component
Clear Caches EnterpriseOne Application Interface Services Server 9.2.4.2 12-18-2019_11_49
Clear Form Service and Data
Clear Caches AIS
Type: Application Interface Services
| Instance Access Configi | User; Environment: JDE,PS920
— Host: jdeais
Configure the details needed to JdeHome: [udifjde_home/SCFHA
Last Run: 23 Jan 2020 04:30:26 UTC
Status: v i
e Status 29.213.41.134
Instance State RUNNING 005
Ly
oan 4 29.213.41.134
Form Service App o
Apply
Form Service UBE v
—) Available Log Files JWT Trust Lagin v A Retum To Top
Enter a message to be written {
TIESSI0E 10 WTE Write Log Messagel
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Health Check from the Server Manager

To view the Health Check summary of a single instance or multiple instances from Server Manager:

1. Launch the Server Manager Management Console.
2. C(lick the Health Check link in the TRACK section.

ORACLE' 1D Edwards EnterpriseOne Server Manager

(2) Documentation and Support

Sign Out

" Health Check Result

‘What do you want to do?
=) Health Check Result
INSTALL . - - -
s Torget Type ® Target Machine O Server Group O All servers O [ Heaith Cheok |
» HMonage Software
» Database Drivers
CONFIGURE Torget Trve.
b ST [ E e —
» Server Groups
[ application Interface Senvices
TRACK (M Enterprise server
» user Activty

» Server Actit OHTML Server

» Health Check Llostabece sener

[ fransaction Server

iagnostics
» Collect and Generste Diagnostics
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3. Inthe Health Check Results window, select the following options as required, and then click Run Health Check:

o Target Type - Select this option to choose your target type.

Select Instance...

What do you want to do?

INSTALL

» Management Agents

| Health Check Result

) Health Check Result

Target Type @  Target Machine O Server Group O All Servers O

» Manage Software

Run Health Check
» Datzbase Drivers
Target Type ENT ENT ENT
ErAEE [ Application Interface Services Enterprise Server Enterprise Server Enterprise Server
Server Manager Users 4 a nt: JDE,
» Server Manager Users o G— — t: IE, t: IDEPSS20 t: JDE,Ps920
» Sewver Groups O ideent jdeent2 sdeants
e 1u01/1de920]5de_home/SCFHA JdeHome: /u01/ide920]ide_home/SCFHA 1u01/ide920]jde_home/SCFHA

TRACK [ patabase Server 23 Jan 2020 04:18:16 UTC Last Run: 23 Jan 2020 04:18:22 UTC 23 1an 2020 04:18:38 UTC

» User Actvity v Status: % v

» Server Actity Name status Name Status Name status

¥ Table Cache Instance State RUNNING Instance State RUNNING Instance State RUNNING

» Health Check

Port Test &z Port Test & Port Test v

Diagnostics UBE v UBE v UBE v

» Collect and Generate Diaanostics = 7 = v = 7

o Target Machine - Select this option to choose the required target machine.
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ORACLE" 1D Edwards EnterpriseOne Server Manager (2) Documentation znd Support sign Out

Select Instance...

~! Health Check Result

What do you want to do?
—| Health Check Result

INSTALL - -

o P Target Type O Target Machine ® Server Group O All Servers O Run Health|Check

lanagement Agen
» Manaae Software
» Database Drivers
Target Machine AIS

CONFIGURE jdeais Type: Application Interface Services

b Server Manager Users Djdeent User, Environment: JDE,JP5520

b Server Groups - Host: jdeais

jdeais2 JdeHome: juD1fjde_home/SCFHA

TRACK I:‘Jdealsl Last Run: 23 Jan 2020 04:23:04 UTC

» User Adtivity [[5deweb1 R v

b Server Adtivity [ ideprov Name Status

b Table Cache [Jidewebz Instance State RUNNING

» Health Check Djdeent] e 7
Diagnostics Djdeadf Form Service App v

» Collect and Generate Diagnostics EJjeenf Form Service UBE -

jdewe!
Djdedh JWT Trust Login v

o Server Group - Select this option to choose the required server group.
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sign Out

Select Instance...

~| Health Check Result

What do you want to do?

INSTALL
» Management Agents
» Manage Software
b Database Drivers
CONFIGURE
» Server Manager Users
» Server Groups
TRACK

P User Activity
P Server Activity
» Table Cache
P Health Check

Diagnostics

» Collect and Generate Diagnostics

-~ Health Check Result

Target Type O Target Machine O Server Group @  All Servers O

Server Group
[ ats_Group Type:
ENT_Group
(] JAS_Group
[ default

Host:
JdeHome:
Last Run:

Status:
Name
Instance State
Port Test
UBE
BSFN

Type:

User, Environment:
Host:

JdeHome:

Last Run:

Status:
Name
Instance State

Port Test
UBE
BSFN

User, Environment:

ENT

Enterprise Server

JDE,PS920

jdeent
[u01/jdes20/jde_home/SCFHA
23 Jan 2020 04:25:04 UTC

v

Status
RUNNING

v
v
v

ENT

Enterprise Server

JDE,PS920

jdeentt
Jub1/jdes20/jde_home/SCFHA
23 Jan 2020 04:25:15 UTC

v

Status
RUNNING

v
v
v

Type:

User, Environment:
Host:

JdeHome:

Last Run:

Status:

Name
Instance State

Port Test
UBE
BSFN

Rufi Health Check >
ENT
Enterprise Server
JDEPS920
jdeent2

[ub1/jde320/jde_home/SCFHA
23 Jan 2020 04:25:09 UTC
v

Status
RUNNING

v
v
v

o All Servers - Select this option to view the health check information for all the servers of the supported
target types configured in Server Manager.

ORACLE

492



JD Edwards EnterpriseOne Tools

Chapter 34
Server Manager Guide

Health Check (Release 9.2.2)

Health Check Result

| Heaith Check Result

Target Type O Target Machine O server Group O AN servers ®

Fun Health Chack
JaSTest a1s pIY s JASPML
Tipe: HTML Server Type: Application Inlestace Services Type: HTML Sesver Type: HTML Server Tipe: HTML Sesver
User, Enwironim nent: - Lkser, Environment:  J0E, 1PSE20 User, Environment:  1DE,IPSS20 LUkses, Environment:  JDE,1PS320 Uses, Erndronment: -~
Host i Hast: jdesis2 Host: devet Hast: jdewebd Host: v
eHorme: fub e home/SCrHA deHome: Juiide home/SCFHA deHome: fulijje._ home/SCFHA deHome: fuliiide: home/SCFHA deHome: fulijjce. home/SCFHA
Last Rurn: 23 Jan 2020 (4:27403 UTC. Last Run: 23 Jan 2020 04:27:03 UTC Last Run: 23 2an 2000 (4:27403 UTC Lasst R 23 Jan 2020 04:27:03 UTC Leat Rune: 23 2an 2000 04:27403 UTC
St 2 Status: s St s Status: s St [x]
Name Status Name Status. Name Status Name Status Name Status
Insiance Siste RUMNING Instance State RUNNING Insiznce Siste RUMNING Instance State RUNNING Instznoe Siste RUMNING
Lagin NOT RUN Login v Login v Login v Login NOT RUN
Intesactive Agp NOT RUN Form Service Apg - Intesactive Agp - Interactive App = Inteszctive Agp NOT RUN
UBE NOT RUN Form Service UBE o UBE s UBE ' UBE NOT RUN
VR NOT RUN PAT Trust Lagin - VR i ovR i VR NOT RUN
AIS s ENT A5 DB
Type: Apgiication Intesfece Senvices Type: HTML Server T Erterprise Server Type: Applicetion Intesfece Services Type: Detabase Server
User, Enwironment:  JDEPSS20 Lser, Emvronment:  J0E,PS920 User, Erwironment: J0E,PS320 User, Emvronment:  J0E,1PS920 L e
joesis. Hoat: etz ot joeit Hoat: jdezis] Host: o
deHorme: Jull e home/SCFHA deHome: Juiiide home/SCFHA deHome: i [jdea20jce.home/SCFHA deHome: Juli e home/SCFHA JeHome: /L fide: home/SCFHA
Lst Faun: 23 Jen 2020 {4:27:03 UTC Lest Fun: 23 Jen 2020 04:27405 UTC Lst Runc: 23 Jan 2020 (4:27:03 LTC Lest Fun: 3 Jan 2020 (4:27:03 UTC LestRunc 23 Jan 2020 (4:27:03 UTC
Status: " Stats: Cd Shalus: bd Status: " Stals: bl
Name Status Hame Status Name Status Hame Status Mame Status
Instance State RUMNING Instance State RUNNING Instznce Siate RUMNING Instance State RUNNING Instznce Siate RUMNING
Login 4 Login s Port Test s Login s Confection '
Farm Service App 4 Interactive App b (U3 b4 Form Service App Cd Configuration
Form Service UBE v UBE v BsFH v Form Service UBE v Schema Deplayment v
TWT Trust Login s ovR T Trust Login s E1 User Account s
ENT JASPML JASTest ENT
Tipe: Enerprise Server Typer HTML Server Tipe: HTML Server Types Enterprise Server
Uses, Environment: J0E,FSE20 Lser, Environment: - User, Environment: -+ Lises, Envirooment: JDEPS320
Host jeenitl Hast: Host: et Hasl: Jdeent2
Joesorme: 1 jeS2Ije home/SCRHL JdeHome: 01 horme/SCRHA - Ul home/SCRHA JoeHome: 01 /jeeaz0 e home/SCFHA
Last Rurn: 23 Jam 2020 04:27:08 UTC Last Run: 23 Jan 2020 04:27:03 UTC Last Run: 23 2an 2000 (4:27403 UTC Lasst R 23 Jen 2020 04:27:03 UTC
Qatus: - Staus: [%] St Q Status: ./
Name Status Hame Status Name Status Hame Status
Instance Sizte RMNING Instance Slate RUNNING Instznce Sizte RUMNING Instance State RUNNING
Port Test - Login NOT RUN Login NOT RUN Port Test v
(U3 v Interzctive App NOT RUN Interactive App NOT RUN UBE bl
o UBE NOT RUN UBE NOT RUN BESFN '
E/hO me ove NOT RUN VR NOT RUN

Understanding Pod Health Check (Release 9.2.6)

Note: The pod health check described in this section is not invoked from the Server Manager console nor as a Server
Manager REST API. It is included here because of its relativity to the other Server Manager health checks.

In the recommended EnterpriseOne production architecture, the web tier comprises a set of interrelated servers:

An HTML Server, sometimes called a "front-end" HTML Server because it receives the requests from end users'
browsers

- An application interface services (AIS) Server

- A second HTML Server, sometimes called a "back-end" HTML Server because it fulfills the requests from the
AlS Server

Taken collectively, these servers are called a "pod". For scalability and fault tolerance, it is common to deploy redundant
sets of pods, often behind a load balancer, which directs traffic across the pods. The Enterprise Server and the database
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are also essential parts of the complete stack. If any servers in the stack are experiencing a fault, EnterpriseOne
transactions will fail.

The pod health check is a lightweight service which returns the health information of the POD. In a load-balanced
environment, the load balancer can run this service to determine if it is possible to forward load to a particular POD. You
can send a HTTP GET request to an HTML Server instance to verify the health of a group of interdependent servers:

https://<IP Address/Fully Qualified Domain Name>Port>/jde/PODHealthChecker

If the servers are available, an HTTP response with the 200 status is returned, otherwise, the status is either 500
(servers down) or 404 (front end JAS is down).

Note: To run the POD health check, AlS and Server Manager Health Check must be configured on this server
instance.

In addition, the system returns the details in the JSON format. Here are some sample responses.

- If the servers are available, the system returns {"status":"pop available"}
- If the servers are down, the system returns{"status":"AIS or backend JAS not available"}

Starting with Tools Release 9.2.7.4, if the JAS instance reaches the maximum user limit, the pod health check service
returns the 409 status with the message "Exceeds maximum JAS user limit".
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355 Collect and Generate Diagnostics (Release
9.2.3.4)

Understanding Collect and Generate Diagnostics

Collect and Generate Diagnostics provides a simple interface that you use to efficiently and automatically collect
diagnostic data and system information. You have the flexibility to collect just the data that pertains to a specific server.

Collect and Generate Diagnostics is available with Tools Release 9.2.3.4.

Important: Technical tables, files, and logs may contain confidential data and passwords. Therefore, it is your
responsibility to verify that sensitive data is removed prior to attaching the collected data to a Service Request or
sharing the data.

Note: The password values in the .ini files are removed prior to collection.

The Collect and Generate button creates the following directories:
- CaptureDiagnostics
Every time you click the Collect and Generate button the directory is deleted and recreated.
- CaptureDiagnosticsZip
This directory contains the generated .zip files and a temp directory. If it does not exist, it is created.
- Temp

A sub-directory of CaptureDiagnosticsZip directory. This directory contains a copy of the most current .zip
file for the Download Zip--<instance name> link. If the collected .zip file is over two gigabytes in size, it is
recommended that you to manually copy the file. If you attempt to download the .zip file, the browser could
time-out.

It is recommend that you periodically delete the .zip files in the following directories:

Deployment Server: <install path of Deployment Server instance>\CaptureDiagnosticZip
Enterprise Server: <install path of Enterprise Server instance>\CaptureDiagnosticZip
HTML Server: <install path of Server Manager Agent >\CaptureDiagnosticZip

- Server Manager Console: <install path of Server manager Consolde>\CaptureDiagnosticZip

Deployment Servers

This section describes the available fields for the Deployment Server.
Deployment Servers
Lists the available Deployment Servers you can select to collect diagnostics.

ESU Install Issue
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Collects the ESU jde.log and the UBE files for:

Load XML Data to Table (R98403XB)
- Spec Merge Driver (R98700)
- Software Update History Report (R96701)
- Table and Index Creation (R98407)
- Table Conversion/Merge Driver (R98405)
Data Dictionary Merge (R989200P)
User Defined Codes Merge (R9600042)
- Solution Explorer Merge for ESU (R96900020)
- Service Constants Merge (R96951002)
- XMLP Merge (R96956002)
RPDF Merge (R96956202)

The jde.ini, jdbj.ini, jas.ini, jdelog.properties, ptf.log and logs from the Deployment Server are also collected.
OneWorld Client Install Issue
Collects the files under the OneWorld Client Install directory, which includes the following:

- installManager.htm
- install/oraparam.ini
- misc/ini files
- stage/products.xml
- ThirdParty/WebDevFeature/WASH4A
- WLSH4A/ install/oraparam.ini
« reponse/WXXH4A_install.rsp
- stage/products.xml
The jde.ini, jdbj.ini, jas.ini, jdelog.properties, ptf.log and logs from the Deployment Server are also collected.

Package Build Files

Collects the package.inf file, ServerLogs, the local svrpkgbuild.log, the local clientpkgbuild.log and the work folder for
the specified package name entered.

The jde.ini, jdbj.ini, jas.ini, jdelog.properties, ptf.log, local logs, and the last five instances of the Package Build pdfs
(R9621S and R9622C) in the Print Queue are also collected.

Pathcode of Package

The pathcode the package was built from.

Package Name

The name of the package to retrieve diagnostics from.
UBE Output

Collects the last five PDF files for the UBE entered in the UBE Report Name field. The jde.ini, jdbj.ini, jas.ini,
jdelog.properties, ptf.log and logs from the Deployment Server are also collected.
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UBE Report Name

The name of the UBE(s) you want to collect. You can enter multiple UBE reports by separating them with a comma.
Special characters / wildcards are not allowed in this field.

Server Management Agent Issue

Collects the Server Management Agent logs for the Deployment Server specified in the drop-down.

Collect and Generate Button

Each time the Collect and Generate button is clicked a .zip file is generated from the contents of the CaptureDiagnostics
directory with a specific naming convention (DEP_CaptureLogs.zip) and saved in the temp directory.

The following directories are created:

- CaptureDiagnostics directory replacing the current directory if it exists.
- CaptureDiagnosticsZip directory with a sub directory called temp.

It is recommend that you periodically delete the .zip files in /CaptureDagnosticsZip/temp directory.
Download Zip--<instance Name>(<host Name>,<agent Home>)

Downloads the zip file from the agent to the local machine.

Enterprise Servers

This section describes the available fields for the Enterprise Server.

Enterprise Servers

Lists the available Enterprise Servers you can select to collect diagnostics.

Enterprise Server Configuration & Logs

Collects the jde.ini, ptf.log, and the jde logs from the Enterprise Server specified in the Enterprise Server dropdown.
UBE Output

Collects the last five PDF files for the UBE entered in the UBE Report field. The jde.ini, ptf.log and logs from the
Enterprise Server are also collected.

UBE Report Name

The name of the UBE(s) you want to collect. You can enter multiple UBE reports by separating them with a comma.
Special characters / wildcards are not allowed in this field.

Server Management Agent Issue

Collects the Server Manager Agent logs, jde.ini, ptf.log and logs from the Enterprise Server specified in the dropdown.
Collect and Generate Button

Each time the Collect and Generate button is clicked a .zip file is generated from the contents of the CaptureDiagnostics
directory with a specific naming convention (ENT_CapturelLogs.zip) and saved in the temp directory.
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The following directories are created:

- CaptureDiagnostics directory replacing the current directory if it exists.
- CaptureDiagnosticsZip directory with a sub directory called temp.

It is recommend that you periodically delete the .zip files in /CaptureDagnosticsZip/temp directory.
Download Zip--<instance Name>(<host Name>,<agent Home>)

Downloads the zip file from the agent to the local machine.

HTML Servers

This section describes the available fields for the HTML Server.

HTML Server

Dropdown list of the available HTML Servers you can select to collect diagnostics.

HTML Logs

Collects the HTML logs from the HTML Server specified in the dropdown.

Server Management Agent Issue

Collects the Server Management Agent Logs from the HTML Server specified in the drop down.
Collect and Generate Button

Each time the Collect and Generate button is clicked a .zip file is generated from the contents of the CaptureDiagnostics
directory with a specific naming convention (HTML_CaptureLogs.zip) and saved in the temp directory.

The following directories are created:

- CaptureDiagnostics directory replacing the current directory if it exists.
- CaptureDiagnosticsZip directory with a sub directory called temp.

It is recommend that you periodically delete the .zip files in /CaptureDagnosticsZip/temp directory.
Download Zip--<instance Name>(<host Name>,<agent Home>)

Downloads the zip file from the agent to the local machine.

Server Manager Console

This section describes the available fields for the Server Manager Console.
Server Manager Console
Dropdown list of the available Server Manager Consoles you can select to collect diagnostics.

CNC Tables
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Collects the following technical tables from the system datasource:

Library Lists - User (FO092)
Library List Master File (FO094)
Environment Detail - One World (FO0941)

- Object Path Master File (FO0942)

- Object Path Master File Tag Table (FO0942T)
Release Master (FO0945)

« Security Workbench Table (FO0950)
Machine Master (F9650)
Machine Detail (F9651)
Deployment Locations Definition (F9654)
Deployment Locations Definition (F986101)

- OMW System Settings (F98230)
Role Relationships Table (F95921)

ESU Tables

Collects the following technical tables from the system datasource:

- Software Update Master (F9670)
- Software Update Detail (F9671)
- Software Update Pathcode Information (F9672)
- Specification Merge Logging File (F98881)
- SpecMerge Tracking (F988810)
OMMW Tables

Collects the following technical tables from the system datasource:

- OWM Project Master (F98220)

- OWM Project Users (F98221)

- OMW Project Objects (F98222)

- OMW Allowed Actions (F98223)

- OMW Status Activity Rules (F98224)
Package Tables

Collects the following technical tables from the system datasource:

Package Build Header (F9603)

- Server Detail per Portnum and Pathcode (F96511)
Package Deployment Scheduling (F98825)
Package Deployment on Servers Information (F98826)

Server Management Console Issue
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Collects the Server Manager Console logs (elagent_x.log).
Collect and Generate Button

Each time the Collect and Generate button is clicked a .zip file is generated from the contents of the CaptureDiagnostics
directory with a specific naming convention (SMC_CaptureLogs.zip) and saved in the temp directory.

The following directories are created:

- CaptureDiagnostics directory replacing the current directory if it exists.
- CaptureDiagnosticsZip directory with a sub directory called temp.

It is recommend that you periodically delete the .zip files in /CaptureDagnosticsZip/temp directory.
Download Zip--<instance Name>(<host Name>,<agent Home>)

Downloads the zip file from the agent to the local machine.

Configuring Server Manager for Collect and Generate
Diagnostics

The JDBJ Datasource and TNSNAMES need to be configured correctly to use Collect and Generate Diagnostics.
To configure Server Manager for the JDBJ Datasource:

1. On Managed Homes and Managed Instances page, under the Managed Instances column, click "home" for the
Management Console.

2. Onthe left side of the page, under the Configuration Panel, click on JDBJ Database Configuration.

3. Verify the values in the following fields are valid:

o Database Type
o Database Name
o Database Server Name
o Database TCP/IP Port
o Physical Database
o Object Owner
o Support Large Objects (LOBS)
o Unicode Database

4. Click the Apply button.

To configure TNSNAMES in Server Manager Console:

1. On Managed Homes and Managed Instances page, under the Managed Instances column, click "home" for the
Management Console.

2. On the left of the page, under the Configuration Panel, click on JDBJ Database Configuration.

3. Scroll down to Oracle Database Settings.

4. If the EnterpriseOne database is an Oracle database, complete the File Contents with the tnsames.ora
information for the sign on to the database. This is found under the Oracle Client location: product
\12.1.0\client_1\network\admin.
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Using Collect and Generate Diagnostics

To use Collect and Generate Diagnostics:

1. Launch the Server Manager Management Console.

2. Inthe What do you want to do? section, click the Collect and Generate Diagnostics link.

3. Scroll to the server type you want to collect data on: Deployment Server, Enterprise Server, HTML Server, or
Server manager Console.

4. Select a specific server from the dropdown to collect data from.

5. Check the Checkbox (es) for the data to be collected. If appropriate, provide requested information, such as
pathcode and package name for the Package options.

6. Click the Collect and Generate Button.

When the data retrieval is complete, an on-screen message will be presented providing the path to the zip file
of the collected data.
7. Click the link for the specific server to download the .zip files from the agent.

Note: It could take some time to collect all files, depending on your system.
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56 Automatic Pre-Generation of Serialized
Objects (Release 9.2.6)

Understanding Automatic Pre-Generation of Serialized
Objects

Note: The automatic pre-generation of serialized objects feature supersedes the functionality of the eGenerator
function of JD Edwards EnterpriseOne that was available in releases prior to Tools Release 9.2.6.

At some point you must generate JD Edwards EnterpriseOne specifications into Java code to access JD Edwards
EnterpriseOne applications in HTML that is delivered using HTML/JAS Web Servers. The JD Edwards EnterpriseOne
forms and applications that you generate are serialized Java objects. JD Edwards EnterpriseOne stores these objects in a
database (in serialized object tables F989998 & F989999), and retrieves them at runtime.

The automatic pre-generation of serialized objects is optional. If you do not enable this feature to pre-generate
serialized objects, then the objects will be generated on demand. If you enable automatic pre-generation of serialized
objects, you can further specify which objects to pre-generate.

If you enable automatic pre-generation of serialized objects, and you do not list specific objects, then these objects are
generated:

- All objects that are not already generated (based on entries in the serialized object tables)
- Any objects in a full or update package that are new or changed
- All objects that are part of a newly applied Tools Release

Optionally, instead of generating objects as described above, you can specifically list objects to generate in these
categories:

- Applications To Generate

- Reports To Generate

« NERs To Generate

- Business Views To Generate
Tables To Generate

- Data Dictionaries To Generate

When enabled, the process for automatic pre-generation of serialized objects is triggered by a JD Edwards
EnterpriseOne HTML Web Server machine restart or by the deployment of a new package (full or update). If multiple
HTML/JAS Web Servers are configured to use this function, the system will only generate serialized objects for one
server at a time.
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Configuring Auto Spec Generation

To configure auto-generating of serialized objects:

1. In Server Manager, select the HTML/JAS server that you wish to enable auto-generating serialized objects.
2. Navigate to Configuration > Advanced > Miscellaneous > Automatic Spec Generation Settings
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3. Complete the following fields:
o Automatic Spec Generation

Set this to true to enable automatic pre-generation of serialized objects.

The default value is false.
o Max thread pool size

Enter a value to specify the thread pool size to pre-generate serialized objects concurrently using
automatic spec generation. Valid values are from 1to 30, where the default value is 10.

o Generate Spec For Frequently Used Object (Release 9.2.8.2)

Select the Generate Spec For Frequently Used Object check box to generate specs for the previously
accessed objects. Frequently used objects are determined based on the data available in the Object
Usage Tracking table (F98911). These specs will be generated when the server starts.

o Language Preference (Release 9.2.8.2)

Select the Language Preference for serialized object. Select NONE if only the default English language
serialized objects are required. You can select multiple languages to generate specs for different
languages. NONE must not be selected along with other languages.

o Applications To Generate
The default value is blank (no specific applications will be pre-generated).

Optionally you can list a specific application, list of applications, or all applications to be automatically
pre-generated. Multiple application names must be specified with comma separators. To pre-generate
specs for all applications, use the * character.

For example, any of these are valid values:

- P01012 (single application)
- P01012, P4210, P0911, P40G30 (multiple applications)
- *(all applications)

o Reports To Generate

The default value is blank (no specific reports will be pre-generated).

Optionally you can list a specific report, list of reports, or all reports to be automatically pre-generated.
Multiple report names must be specified with comma separators. To pre-generate specs for all reports,
use the * character.

For example, any of these are valid values:

- ROOO08P (single report)
- RO008P, ROO10P (multiple reports)
- *(all reports)

o NERs To Generate

The default value is blank (no specific NERs will be pre-generated).

Optionally you can list a specific NER, list of NERs, or all NERs to be automatically pre-generated. Multiple
NER names must be specified with comma separators. To pre-generate specs for all NERs, use the *
character.
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For example, FetchUBEMapping.
o Business Views To Generate

The default value is blank (no business views will be pre-generated).

Optionally you can list a specific business view, list of business views, or all business view to be
automatically pre-generated. Multiple business view names must be specified with comma separators. To
pre-generate specs for all business views, use the * character.

For example, any of these are valid values:

- V9001B (single business view)
- V9001B, VO101E (multiple business views)
- *(all business views)

o Tables To Generate

The default value is blank (no tables will be pre-generated).

Optionally you can list a specific tables, list of tables, or all tables to be automatically pre-generated.
Multiple table names must be specified with comma separators. To pre-generate specs for all tables, use
the * character.

For example, any of these are valid values:

- F9860 (single table)
- F9860, F9210 (multiple tables)
- *(all tables)

o Data Dictionaries To Generate

The default value is blank (no data dictionaries will be pre-generated).

Optionally you can list a data dictionary, list of data dictionaries, or all data dictionaries to be
automatically pre-generated. Multiple data dictionaries names must be specified with comma separators.
To pre-generate specs for all tables, use the * character.

o Product Code Specific Objects To Generate (Release 9.2.8.2)
The default value is blank (no product code specific objects will be pre-generated).

Optionally, you can list product codes for which specs must be generated. Multiple product code names
must be specified with comma separators.

For example, any of the following are valid values:

- 01(single product code)
- 02, 03 (multiple product codes)

I Note: The * character does not apply to this field.
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57 Enabling Oracle Database Connection
Pooling (Release 9.2.6)

Configuring the jde.ini File for the Enterprise Server and
Deployment Server

To enable the Oracle Database Connection Pooling feature, use Server Manager to make settings for both of these JD
Edwards EnterpriseOne servers:

Enterprise Server
Deployment Server
1. In Server Manager, use this navigation:

Enterprise_Server_ or _Deployment_Server_Instance > Configuration > Database > Configuration > View:
Advanced > Bootstrap Datasource

2. The following settings are mandatory in order to enable Oracle Database Connection Pooling:
o Database Connection Timeout

o Oracle DB Statement Cache Size

o Use Oracle DB Connection Pool

o Oracle DB Connection Pool Max Connections
o Oracle DB Connection Pool Min Connections

o Oracle DB Connection Pool Inc Connections

The following shows the default values for the above settings (circled in red):
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ORACLE" 1D Edwards EnterpriseOne Server Manager

P I Database
What do you want.tn dod Shown below are all the configuration items within the selected configuration category.
INSTALL ¥ Any changes made to the configuration files will affect only new processes that are created. Existing processes will retain the original settings they lo:

} Management Agents

} Manage Software

b Database Drivers

} TLS Configuration Settings

—| Bootstrap Datasource

This section configures the primary bootstrap datasource used by the enterprise server. The enterprise server will connect to the database using this infi
table (F286101) and data source master (F98611).

} Offline Orchestration

Database Type [i) | Oracle Database v

CONFIGURE Database User (i) |JDE

b Server Manager Users S PreTe——

S Eneee Database Password (i)
TRACK Default Role (i) |*ALL

b User Activity Default Environment (i) |DV920

b Server Activity

Default Pathcode (i) DV920

b Table Cache
} Health Check

Diagnostics
b Collect and Generate Diagnostics

Runtime Metrics ~

Uptime i)
11 days, 19 hours, 23 minutes

Datasource Name
Object Owner
Database Server Name
Database Name
Decimal Shift

Julian Date

dnovmlix05 - 920 Server Map
SVM920

dnovmix05

ems11248

Use Decimal Shift

Use Julian Dates

Network Jobs | i) Use Object Owner (i) | Yes ..,|
5 Database TCP/IP Port (i) |1448
Kernel Jobs i) SupportLOBs (i) |Y v
19
Query Execution Time Threshold (i) [o e
Zombie Processes i)
0 Enable Data Privacy Skip Record (i) | false V|
Security Kernel Users i) Maximum Number of Data Pointers (i) |[1000
(i}
V Database Connection Timeout (i) 300 5 HE|
CallObject Users (i) .
0 Oracle DB Statement Cache Size (i) 50 B
—| 0, H]
Instance-Level CPU (%6) i/ Use Orade DB Connection Pool (i) [ ] 0
0
Instance-Level Memory (MB) (i) Oradle DB Connection Pool Max Connections (i) 30 6
22378 & & &
Oracle DB Connection Pool Min Connections (i) [p |
} Process Detail :
» Environment Variables Oracle DB Connection Pool Inc Connections  [i) [4q i@
» Disk Space Usage . P
» Kernel Ranges Oracle DB Connection Pool Debug (i) [ «| Gl
» Package Build Files Oracle Maximum Cursor Buffer Percent (i) (g EE|
» Audit History
Maximum Request Cache (i) (50 B
Idle Request Timeout (i) 5 8]
Connection Open Time Threshold (i) [p |
s Refresh Environment On OCI Server Not Connected Interval 0 i
Interoperability -

»
¥ Kernel Definitions

» Kemnel Recycling

» Logging and Diagnostics
» Miscellaneous

» Network and IPC

»

»

Package Builds
Security

-

Logging
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Configuring the HTML Web Servers

To enable the Oracle Database Connection Pooling feature for use by the JD Edwards EnterpriseOne web servers, you
must use Server Manager to modify the the JDBj Connection Pools for each of these web servers that are deployed in
your environment:

« HTML Server
- BSSV Server

- RTE Transaction Server

| Note: The Oracle Database Connection Pooling is not applicable to AIS Web Servers.

In Server Manager, use this navigation:
Web_Server_Instance > Configuration > Database > View: Advanced > Database

The following shows default values for settings in the JDBj Connection Pools section:

Runtime Metrics ' 4 N
» User Sessions \=| IDBj Connection Pools

» CallObject Stats : : - . : 9 s % . s

» 1DBj Database Caches These settings control the database connection pooling (sharing of connections) within JDBj. Connections are pooled at the physical data source level,

» Database Connections
» JDBEj Runtime

b JDEMET Stats s
» Java Environment Maximum Connections [i) [gp i@

Pool Growth Size (i) |4 E]

Configuration i

View: | Advancad ~ Initial Connections (i) 1 B

Connection Timeout [i! 300000 |
W ellafiedus

Minimum Connections (i) 0 .;,J

b Network = T ;
» Security Pool Cleaning Interval (i) 100000 L E)
» Web Runtime )
Maximum Prepared Statements (i) (g0 iz
» Logging Cache Purge Size [i) (5 i@
i i Use Orade DB C ction Pool (i) :
Work with Configurations se Urade onnection Fool |1 6|

» Compare Instances
b Save or Restore

» Configuration Summary

Oracle DB Connection Pool Factory ClassName (i) oracle.jdbe.pool.OracleDataSource o E'J

Enable Fast Connection Failover In Oracle DB Connection Tl i3
Pool

Enable Oracle DB Connection Pool Trace | |
\, [ y
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Configuring the jde.ini and jdbj.ini File for the
Development Client

To enable the Oracle Database Connection Pooling feature for use by the JD Edwards EnterpriseOne Development
Client, you must modify these files:

* jde.ini

o jdbj.ini

Development Client jde.ini

The following are mandatory settings and default values in the jde. ini file to enable Oracle Database Connection
Pooling for the Development Client:

[DB SYSTEM SETTINGS]
UseOracleDBConnectionPool=1
OracleDBConnectionPoolDebug=0
OracleDBConnectionPoolIncConnections=1
OracleDBConnectionPoolMaxConnections=30
OracleDBConnectionPoolMinConnections=0
OracleDBStatementCacheSize=50
DBConnectionTimeout=300

Development Client jdbj.ini

The following are required settings and recommended values in the jdbj. ini file to enable Oracle Database Connection
Pooling for the Development Client:

[JDBj-CONNECTION POOL]

useOracleDBConnectionPool=true
enableFastConnectionFailoverInOracleDBConnectionPool=false
enableOracleDBConnectionPoolTrace=false
oracleDBConnectionPoolFactoryClassName=oracle. jdbc.pool.OracleDataSource
minConnection=0

maxConnection=50

initialConnection=1

poolGrowth=1

connectionTimeout=300000

cleanPoolInterval=100000
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58 Server Manager - Performance Workbench
(Release 9.2.9)

Overview

Starting with Tools Release 9.2.9, you can access Performance Workbench directly from the Server Manager interface.
You can use Performance Workbench for:

Performance analysis.

Debugging.

Performance analysis of EnterpriseOne applications.

Understanding complex EnterpriseOne processes such as UBEs.
- Troubleshooting issues such as memory leaks.

Note: The concepts and implementation of the concepts of performance analysis are beyond the scope of this
document.

The Performance Workbench is run against a jdedebug. 10g file or directly against a BSFN for a specific analysis.
The jdedebug.log contains large amounts of useful data, especially regarding BSFNs, including the following details:

- Call Originator
- Call Location
Return Values
- (Call Stack Depths and Threads
- SQL Statements
- System APIs (JDB Middleware APIs and JDE Cache APIs)
- Time Stamps
Miscellaneous Data

The size of debug log files can range from hundreds of megabytes to several gigabytes. The size of these files can make
them impossible to edit or manipulate manually. The jdedebug. 10g data is far more valuable if it can be aggregated and
summarized statistically in a more concise and comprehensible format.

Performance Workbench assists you in parsing and narrowing down the log file content to present informationin a
format that is easy to interpret. Instead of downloading log files to a Microsoft Windows workstation for analysis, the
Performance Workbench enables you to create summary log files directly through the Server Manager Console. You can
access the summarized (parsed) results of the Performance Workbench utilities from the Server Manager Console and
download them to a local workstation for further evaluation.
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Supported Servers and Utilities

Performance Workbench enables you to analyze log files from the following JD Edwards EnterpriseOne servers using
the associated utilities:

Enterprise Servers

LogParse
- SQLLogParse
Performance Results
HTML Web Servers (JAS)
- JASLogParse
- SQLLogParse
Performance Results

Server Manager Permission Requirements

To use the Performance Workbench functionality for a server, you must log in to the Server Manager Console with a
user that has the enterpriseserverbeveloper permission for that server. This is applicable only for Enterprise Servers and
HTML Web Servers.

Follow these steps to assign enterpriseServerDeveloper Permission to a user group:

1. Inthe Quick Links section of the Management Console, click the Server Manager Users link.
In the User Groups pane, select the user group to which you want to assign server group permissions.

The Management Console displays a separate pane for each server group in the Management Console. Each
pane displays the permissions for that server group.

3. On Modify A User Group, scroll to the server group to which you want to add server group permissions for the
user group.

4. Select the enterpriseserverbeveloper permission from the Available Options box and then click the Move link
(single right arrow) to move the permission to the Selected Options box.

I Note: Only the users with console admin permissions (eg: jde_admin) can grant permissions to other users.

Understanding Timing Gaps

The LogParse for the Enterprise Server and the JASLogParse for the HTML Web Servers (JAS) provide an option to
generate a Timing Gaps file. When you enable the Timing Gaps option, a summary of BSFNs display at the beginning of
the summary file along with approximate timing data based on the timestamps in the jdedebug log.
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Timing Gaps can be used in conjunction with any Parse Level setting. The available levels are:

- Level1

Creates a Timing Gaps file with the total time and the percentage of time used by the BSFN.
- Level 2

Includes all data from Level 1, plus a listing of calls by duration levels with maximum, minimum, 0-second, and
1-second calls along with total time. Also, Level 2 includes the list of long-running calls that are >= 2 seconds in
duration.
- Level 3
o Includes all data from Level 2, plus detailed statistics on SQL statements.

Understanding Call Stack Files

The LogParse for the Enterprise Server and the JASLogParse for the HTML Web Servers (JAS) provide an option to
generate a Call Stack file. When Call Stack Files option is enabled, the output file contains an indented BSFN call stack
showing the program flow. This output file presents the flow of the code in a cleaner, more readable format than the raw
log file. The Call Stack Files feature is best suited for large UBE logs.

All DEBUG strings specified are also placed into the Call Stack file at the proper level within the framework of the BSFN
calls. This feature can be used in conjunction with any Parse Level setting.

For multi-threaded log files, a separate Call Stack file is created for each individual thread. The file is named by thread ID
using the following syntax:

<log file base
name> CALLSTACK THREAD <thread ID>.txt

LogParse - Enterprise Server

Important: You must enable JD Edwards EnterpriseOne debugging in the opE.1n1 file:

[DEBUG]
Output=FILE
LEVEL=BSFN,EVENTS

Access the Performance Workbench for an Enterprise Server

To access the Performance Workbench in Server Manager, you must first navigate to an existing Server Manager
instance for an Enterprise Server for which you have previously created a debug log. For example, one way to select the
Enterprise Server is:
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Select Instance... -~

|| Independent
Instances

» home
Management Console
P wis jde server
Oracle WebLogic Server

Server Group: default

P EntServer
EnterpriseOne

Enterprise Server
EnterpriseOne
Application Interface
Services

» html inst
EnterpriseOne HTML
Server

Locate and select the previously generated debug.log for the Enterprise Server and click the Analyze button.

|-| Available Log Files

Display Logs Modified Within O 1 HgueC) 2astours O 48 Hours @ 1 week O No Limit

Select [Log File]: | Delete

Select All | Select None

Filename ‘&)

[u01/jde920/e920/l0g/de 9319.l0g

The following screen displays the various Performance Workbench utility options with default values for LogParse
Options. Select the options applicable to your analysis and click the Analyze button to generate or regenerate output
files.
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Performance Workbench [fu01/jde920/e920/log/jde_18899.log]

V) ZOLLegPargs Qptions W) Performance Results
~| logparse Options
Options for logparse.
Parse Level (i) 5 «
Log Additional APIs
Generate Timing Gaps Fle [
Timing Parse Level (i) 3 b
Timing Gap (in microseconds) (i) 20000 &
Generate Call Stack File (1) [
Show Table Owners (i
Analyze

LogParse Output Files for the Enterprise Server

The LogParse utility parses large jdedebug. log files that are generated on a JD Edwards EnterpriseOne Enterprise
Server into manageable output files. This utility creates the output files in the Performance Results section with their
respective file types:

« Analysis Summary File (.html)
- TBLE CSV (.csv)
- Timing Gaps (.txt)
*USE CSV (.csv)
BSFN CSV (.csv)
Debug File (.txt)
For example:
The syntax of the output file names is:
« Summary File
<input log name>SUMMARY<ParseLevel>.html
Where <parseLevel>is a number from 1to 5, specifying the level of detail in the summary file, and which
matches the specified Parse Level when generated.
For example:

jde_9319_ SUMMARY5.html
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- TBLE CSV and BSFN CSV

<Input file> BSFN<Parselevel>.csv
<Input file> TBLE<ParselLevel>.csv

Where <parseLevel>is a number from 1to 5, specifying the level of detail in the .csv file, and which matches the
specified Parse Level when generated.

For example:

jde_9319 TBLE5.csv
jde_ 9319 UBES.txt

Important: These files are generated only when: ParseLevel >=2 and Timing Parse Level >=2.

JASLogParse - HTML Web Server (JAS)

You must create debug log by running an application with the logging level in the jas.ini set to pEsue. For example:

[LOG1]

FILE=<path to log directory>/jas.log
LEVEL=DEBUG

FORMAT=APPS

APPEND=TRUE

MAXFILESIZE=500MB

MAXBACKUPINDEX=20

COMPONENT=RUNTIME | JAS | JDBJ | BASE | BIZLOGIC

Important: It is critical to set LEVEL=DEBUG because the Business Function Timing data is only included at the DEBUG
level setting.

The maxriLESIZE parameter must be set large enough to minimize the number of individual segments into which the log
is broken.

The componeNT parameter must be set as shown in the [LOG1] example so that all the data relevant to JASLogParse
processing is included in the log.

JASLogParse is intended specifically for JAS debug logs which contain output from a single user. It is not well-suited for
logs containing output from multiple users.

When there are multiple users, the user-specific log configuration can be used to generate a JAS log for a specific single
user. In this way, separate logs can be generated for individual targeted users. For example, if the User Name is JpE1,
you can use Server Manager to configure the log file generation as shown in this example:

-] User Specific Log File Configuration A)Return To Top
eated for spedific users. Use the form below to manage the user level logging,
Select [User Log Configuration]: Delete
Log User 3 ;
e (D P aaime Log File Name : Log Level Threshold
O |JDE1 JDE1 /home1/oemora/JDEdwards/JDE_HOME targets/E THTMLServer/logs/jde1.log Low Level Troubleshooting Messages (Verbose) ™

Create New User Specific Log Configuration |
¥ Anv channes made wil he 1ilized the next fime the mananed instance is started
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Access the Performance Workbench for an HTML Web Server
(JAS)

To access the Performance Workbench in Server Manager, navigate to an existing Server Manager instance for an
HTML Web Server (JAS) for which you have previously created a debug log. For example, one way to select the HTML
Web Server is by using this navigation:

Select Instance... -

Independent Instances

» home
Management Console

» wis jde server
Oracle WebLogic Server

Server Group: default

» EntServer
EnterpriseOne Enterprise Server

------ aapterface Services

EnterpriseOne HTML Server

Locate and select the previously generated debug.log for the HTML Web Server and click the Analyze button.

| Available Log Files
Enter a message to be written to all the active log files for the managed instance.

Message To Write

Display Logs Modified Within O 1 Hemmi@pmenours O 48 Hours O 1 week O No Limit
Select [Log File]: | Delete | | | Analyze |

Select All | Select None

Filename
'u01/Oracle]DE/jde home/SCFHA/targets/html_inst/logs/elroot 20240110 0.log

() | [u01/Oracle]DE/jde home/SCFHA/targets/html inst/logs/elroot 20230428 0.log

The following screen displays the various Performance Workbench utility options with default values for JASLogParse
Options. Select the options applicable to your analysis and click the Analyze button to generate the output files.

Performance Workbench [fu01/OracleJDE/jde_home/SCFHA/targets/html_inst/logs/elroot_20240428 0.log]

W) atillogParse Optsans V) Perior & Resuylts

| JASkagparse Optins
Options for JASlogparse,
Parse Lewel (i) |2 b
Generate Timing Gaps File [
Timing Gap (inms) (i} 20 &
Generate Call Stack File (i) [
Show Table Owners  [§) [J

Analyze |
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JASLogParse Output Files for the HTML Web Server (JAS)

The JASLogParse utility parses large jdedebug. 1og files that are generated on a JD Edwards EnterpriseOne HTM Web
Server (JAS) into manageable output files. This utility creates the following output files with their respective file types:

- JAS_STDERROR (.txt)

- JAS_SUMMARY<ParseLevel>(.html)
- JAS_ERROR (.txt)

« TIMINGGAP-txt

Where <ParseLevel> is a number from 1to 2, specifying the level of detail in the summary file, and which
matches the specified Parse Level when generated.

For example:

elroot_20240110_0_JAS STDERROR. txt]
elroot 20240110_0_JASSUMMARY2.html
elroot 20240110_0_ JAS_ERROR. txt
elroot 20240110_0_ TIMINGGAP. txt

Note: You can download the files generated by Performance Workbench. To download the output files, click the
Download all in ZIP button on the Performance Results screen.

For example:

~| Performance Results

Shown below are all the files generated by Performance Workbench.

| Downlead all in ZIP

Select [Result File]: Delete

Select All | Select None

Filename i File Descriptiol
D fun1/jde920/jde_home/SCFHA/perf/results/jde_13206_BSFN5.csv BSFN CSW
| fu01/jde920/jde_home/SCFHA/perf/results/jde_13206_STDERROR.bd Debug File
1 /ubl/ided20/ide home/SCFHA/perf/results/ide 13206 TBLES.csv TBLE CSV
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SQLLogParse - Enterprise Server and HTML Web Server
(JAS)

Access the Performance Workbench for an Enterprise Server

To access the Performance Workbench in Server Manager, you must first navigate to an existing Server Manager
instance for an Enterprise Server for which you have previously created a debug log. For example, one way to select the
Enterprise Server is:

Select Instance... -

Independent
Instances

» home
Management Console
P wis jde server
Oracle WebLogic Server

Server Group: default

P EntServer
EnterpriseOne

Enterprise Server
EnterpriseOne
Application Interface
Services

» html inst
EnterpriseOne HTML
Server

Locate and select the previously generated debug.log for the Enterprise Server and click the Analyze button.

|- Available Log Files )

Display Logs Modified Within O 1 HgueC) 2astours O 48 Hours @ 1 week O No Limit

Select [Log File]: | Delete

Select All | Select None

Filename
[u01/de920/e920/log/jde 9319.log
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SQLLogParse Output files for Specific Tables

The following screen displays the various Performance Workbench utility options with default values for SQLLogParse
Options. Select the options applicable to your analysis and click the Analyze button to generate SQLLogParse output
files for specific tables.

You can enter specific tables to parse. For each table you specify, four output files are created:

—| SQLLogParse Options

Options for SQLLogParse.

Parse Level (i) 3 M
Tables to Parse (i |F986101
F9860
A
Analyze |

Examples

This section includes examples of the following output files:

LogParse
« JASLogParse
- SQLLogParse

LogParse

This example shows a list of output files generated for an Enterprise Server using LogParse with default options.
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Select [Result File]:

Select All | Select None page size:[ 25
Filename i File Description i) File

()  [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 SUMMARYS.html Analysis Summary File 131,
() [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 STDERROR.txt Debug File 683
() | [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 BSFNS.csv BSFN CSV 624
() [u0i/jde920/jde home/SCFHA/perf/results/jdedebug 3344 TIMINGS THREAD 3344-1020.b¢  Timing Gaps 2,30
D [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 TIMINGS.bxt Timing Gaps 2,30
(] [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 UBES.bt UBE CSV 96
[:] [u01/jde920/jde home/SCFHA/perf/results/idedebug 3344 TBLES.csv TBLE CsV 2,54

The following are some examples of LogParse log files. For the purpose of documentation, these examples are

truncated.

Example: LogParse - SUMMARY.html

523

ORACLE



JD Edwards EnterpriseOne Tools Chapter 38
Server Manager Guide Server Manager - Performance Workbench (Release 9.2.9)

Management Dashboard > dkteong sub04171734150 tri: aven.com [ ful

Performance Workbench [/u01/jde920/jde_home/SCFHA/perfiresults/jdedebug_3344_SUMMARY35.html]
Download Entire Log File

fnalysis of file: full/jdes20/e920/log/jdedebug 3344.log

e d Mamory pr le data IS NOT in this log wew
PW Version: PW logparse - Fab 2023

Farse Layel=5, LogAPIs=Y, TimingParsalevel=3, TimingGap=20000us, ShowTableOwners=Y, B9=Y, CallStackFile=N

&* MOTE: For truncated or client log files, these timings may not be accurate.
! BESFN logging data may be incomplete in truncated logs.

w* Total time in log file: 42940.571000 seconds

** Total time in lewvel 1 BSFNs: 0.270031 seccnds (0.0 % of tetal)

** Total < 1 us sec level 1 BSFNs: o]

e Tawen]

Tatal BSFM calls: 5

m* Max call depth: 2

** There were 1 THRERDS:

1. 3344/1020

'$' - indicates cthis BSFN has calls at level 1

'#* - indicates this BSFN has has no child calls - all time is SELF cims

2~ £ BSFN Stack Trace ssccion

~ A
6o _to Table timing section
=y -~ T 8 -~ -

BSFN counts:

U TE] BSFN name count TOTAL (s) AVG(s) < 1 us max(s) mi
i SecurepddressBookTables 1 0.15801%2 0.15801% 0 0.15801%9 0.15E
] DeterminelonlabeleaseforAEDE 1 0.108011 0.108011 o 0.108011 5.1?5
o GerhBConstantcs 1 0.031920 8] 0.031990 ] CE;
W GerSeryicePackRelsass i 0.029003 ] W i) Ezé
gw JdeInicEnwBSFN 1 0.004001 o 0 0 E-:-II
:

I0F LEVEL 0 0.000000 =nan 0 0.000000 0.00C

BSFN Stack Trace:

BSFN stack count TOTAL (=) AVG (=) < 1 ns ™

TOP LEVEL->SecursfddreasBookTables 1 1] 0.158019 o 0.1
TI0F LEVEL=>DetermineTogolaRelasasae forABDF 1 0.108011 0.108011 il :.JI
:
T0P LEVEL->SecureiddressBockTables ->ZatABConstants 1 0.031%530 0. 0 0
TOP LEVEL->DetermipneloclishelesseforARDE ->GegServicelackReleanasae |1 0.029003 0. o] 0.
ICP 1 0.004001 g 1} 0 I
-

TBLE Timing counts:
TAL DB time: 0.054934

TOTAL DBIO: 842

G 0.000065

Table name+operation count TOTAL (=) AVG (=) < 1 u= long max(s)

52
L
1 .000001 ] A - 0.000001
:
JDE _FRODUCTION. PRODDTR.F0010 SELECT 1 0.000001 0.000001 o o 0.000001
.
JOES20, 5¥920. FOO9 SELECT 2 0.000002 0.000001 0 0 0.000001
:
JPESS0.SY920. FO002] SELECT 1 0 0 o 0.000557
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Example: LogParse — STDERROR.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 STDERROR. txt]
stderr file for: /u0l/3jde920/e920/log/jdedebug_3344.log

PW logparse: May 2018 - #1
Processing: /u0l1/3jde920/e920/log/jdedebug_3344.1log...
Writing Results:
DONE!!! Summary file: /u01/3jde920/jde_home/SCFHA/perf/results/jdedebug 3344_SUMMARY5.html
Timing Gap file: /u01/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 _TIMINGS. txt
BSFN csv file: /u0l1/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 BSFN5.csv
TBLE csv file: /u0l1/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 TBLE5.csv
UBE csv file: /u0l1/3jde920/jde_home/SCFHA/perf/results/jdedebug 3344 _UBES5.txt
logparse processed in 0 seconds
(Hit ENTER..)

Example: LogParse — BSFNS.csv

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 3344 BSFN5.csv]
Level 1?,BSFN name,count ,error(2) ,TOTAL(s) ,AVG(s) ,< 1 us ,max(s) ,min(s)
#,SecureAddressBookTables ,76405784,1, 0.158019, 0.158019, 0.000000, 0.158019, 0.158019
#,DetermineToolsReleaseforABDP ,73906608,1, 0.108011, 0.108011, 0.000000, 0.108011, 0.108011

,GetABConstants ,71407432,1, 0.031990, 0.031990, 0.000000, 0.031990, 0.031990

,GetServicePackRelease ,68908256,1, 0.029003, 0.029003, 0.000000, 0.029003, 0.029003
#,jdeInitEnvBSFN ,66409080,1, 0.004001, 0.004001, 0.000000, 0.004001, 0.004001

,TOP LEVEL,63909904,0, 0.000000, -nan, 0.000000, 0.000000, 0.000000

Example: LogParse — TIMING.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 TIMINGS. txt]
The following statements took at least 0.020000 seconds in logfile: /u01/jde920/e920/log/jdedebug_3344.log:

GAP TIME (s) BSFN LINE

0.928999 : TOP LEVEL : Nov 27 06:36:58.595001 - 3344/1020 Using ICU data file "icudt521.dat"
0.050000 : TOP LEVEL : Nov 27 06:36:59.524000 - 3344/1020 About to call dispatch function, flags=0x2,
Type=13513

0.157000 : TOP LEVEL : Nov 27 06:36:59.579000 - 3344/1020 SYS:XMLDispatch Site key request send to
10.0.1.143 anykrnl m2 (SQLENT326)

0.062999 : TOP LEVEL : Nov 27 06:36:59.810001 - 3344/1020 SYS:XMLDispatch Try to send the message to
security server SQLENT326

0.032000 : TOP LEVEL : Nov 27 06:36:59.880000 - 3344/1020 SYS:XMLDispatch ODBC DBInitDriver
envr=0807E750,pool=Y.

0.032998 : TOP LEVEL : Nov 27 06:37:00.018002 - 3344/1020 SYS:XMLDispatch ODBC:S DBPerformRequest
req=087DFD58, con=087DBF80,env=016F04C0,dbc=016FCF40,spid=106 SqlDb326 A (PD920QJDE920)

0.029990 : TOP LEVEL : Nov 27 06:37:00.057010 - 3344/1020 SYS:XMLDispatch ODBC:S DBPerformRequest
req=087E2140, con=087DBF80,env=016F04C0,dbc=016FCF40,spid=106 SqlDb326 A (PD920QJDE920)

0.029999 : TOP LEVEL : Nov 27 06:37:00.093001 - 3344/1020 SYS:XMLDispatch ODBC:S DBPerformRequest
req=087E2140, con=087DBF80,env=016F04C0,dbc=016FCF40,spid=106 SqlDb326 A (PD920QJDE920)

0.029996 : TOP LEVEL : Nov 27 06:37:00.135004 - 3344/1020 SYS:XMLDispatch ODBC:S DBPerformRequest
req=087E2140, con=087DBF80,env=016F04C0,dbc=016FCF40,spid=106 SqlDb326 A (PD920QJDE920)

0.031992 : TOP LEVEL : Nov 27 06:37:00.173008 - 3344/1020 SYS:XMLDispatch ODBC:S DBPerformRequest
req=087FA758,con=087DBF80,env=016F04C0,dbc=016FCF40,spid=106 SqlDb326 A (PD920@JDE920)

Example: LogParse — UBE.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/jdedebug 3344_UBES. txt]
UBE debug tags in logfile: /u0l/jde920/e920/log/jdedebug_3344.log

Example: LogParse — TBLES.csv

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/jdedebug 3344 TBLES.csv]
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0/C mismatch,Table,Open,Close,SELECT, INSERT , DELETE , UPDATE

,F0004,1,1,0,0,
,F0005,1,1,0,0,
,F0006,1,1,0,0,
,F0007,1,1,0,0,

’
’

0
o,
0
0

’

0
0
0
0

,F0008,1,1,0,0,0,0

, JDE_PRODUCTION.PRODDTA.F0009,2,2,1
, JDE_PRODUCTION.PRODDTA.F0010,2,2,1

’

,F0012,1,1,0,0,0,0

,F0013,1,1,0,0,
,F0014,1,1,0,0

,F00144,1,1,0,
,F0015,1,1,0,0

,F0022,1,1,0,0,
,F0025,1,1,0,0

,F0026,1,1,0,0

,JDE920.
,JDE920.
,JDES20
,JDE920.
,JDE920.
,JDES20
,JDE920.
,JDE920.
,JDE920.
,JDE920.
,JDE920.

JASLogParse

’

’

ror
0

o,
0

o,
o,

0
0

0,0,0,0

0
0
0
0

$Y920.F0092,2,2,2,0,0,0
$Y920.F00921,1,1,1,0,0,0
.SY920.F00926,2,2,2,0,0,0
$Y920.F0092L,1,1,1,0,0,0
$Y920.F0093,1,1,1,0,0,0
.SY920.F00941,3,3,3,0,0,
$Y920.F00942,3,3,3,0,0

SY920.F00942T,1,1
SY920.F00945,1,1,
SY920.F00948,1,1,
SY920.F00950,2,2

rVr

0
,0,0,0
,2,0,0,0
1,0,0,
1,0,0,
3,0,0

’

o O O~

’ VY

JASLogParse

This example shows a list of output files generated for an HTML Web Server (JAS) using JASLogParse with default

options.

’

’o’o’o
0,0,0

’

’

Performance Workbench [fu01/OracleJDE/jde home/SCFHA/targets/html_instllogs/eiroot_20240428 0.log]

- | laskgparse Options

Options for JASkgparss.

The following are some examples of JASLogParse log files:

ORACLE

) Performance Result

Parse Lewvel

Generate Timing Gaps File
Timing Gap (in ms)
Generate Call Stack File

Show Table Owners

Analyze |
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Example: JASLogParse — JASSUMMARY.html
Performance Workbench [fu01/OracleJDE/jde_home/SCFHA/perf/results/e1root_20240110_0_JASSUMMARY2.html]

Download Entire Log File

ITOE
et

1]
i
Ll
[
o

JASLogParse — TIMINGGAP.txt

Performance Workbench [/u0l/OracleJDE/jde_home/SCFHA/perf/results/elroot_20240110_0_ TIMINGGAP.txt]

The following statements preceded GAPS of at least 20ms in logfile: /u0l/OracleJDE/jde_home/SCFHA/targets/
html_inst/logs/elroot_20240110_0.log

GAP (ms) : EVENT RULE : TEXTLINE

696 : **TOP LEVEL : 10 Jan 2024 22:16:11,245 [MANDATORY] - [JAS] Centralized Configuration is disabled.Not
using Centralized Configuration.
304 : **TOP LEVEL : 10 Jan 2024 22:16:11,947 [SEVERE] - [BASE]

Example: JASLogParse — JAS_STDERROR.txt

Performance Workbench [/u0l/OracleJDE/jde_home/SCFHA/perf/results/
elroot_20240110_0_JAS_STDERROR. txt]
Processing: /u0l/OracleJDE/jde_home/SCFHA/targets/html_inst/logs/elroot_20240110_0.log...
DONE: Summary file in: /u0l/OracleJDE/jde_home/SCFHA/perf/results/elroot_20240110_0_JASSUMMARY2.html
Error file in: /u0l/OracleJDE/jde_home/SCFHA/perf/results/elroot 20240110 _0_ JAS_ERROR.txt
Timing Gaps file in: /u0l/OracleJDE/jde_home/SCFHA/perf/results/elroot 20240110_0_ TIMINGGAP.txt
(hit ENTER)

Example: JASLogParse — JAS_ERROR.txt

527
ORACLE



JD Edwards EnterpriseOne Tools Chapter 38
Server Manager Guide Server Manager - Performance Workbench (Release 9.2.9)

Performance Workbench [/u0l/OracleJDE/jde_home/SCFHA/perf/results/
elroot 20240110_0_JAS ERROR. txt]
Listing of Errors in JAS log: /u0l/OracleJDE/jde_home/SCFHA/targets/html inst/logs/elroot 20240110 0.log

10 Jan 2024 22:16:11,946 - *ERROR* JdeConnectionPool DKTEORIG:6017 Error creating input or output stream for
socket: Connection refused (Connection refused)
10 Jan 2024 22:16:12,262 - *ERROR* JdeConnectionPool DKTEORIG:6017 Error creating input or output stream for
socket: Connection refused (Connection refused)
10 Jan 2024 22:16:12,269 - *ERROR* JdeConnectionPool DKTEORIG:6017 Error creating input or output stream for
socket: Connection refused (Connection refused)
10 Jan 2024 22:16:12,270 - *ERROR* JdeConnectionPool DKTEORIG:6017 Error creating input or output stream for
socket: Connection refused (Connection refused)
10 Jan 2024 22:16:12,271 - *ERROR* JdeConnectionPool DKTEORIG:6017 Error creating input or output stream for
socket: Connection refused (Connection refused)

SQLLogParse

This example shows a list of output files generated for an Enterprise Server using SQLLogParse for the F986101 table.

Filename : File Description
(] [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 FO86101 SELECT.bdt SQL Parse File
(] [u01/jde920/jde home/SCFHA/perf/results/jdedebug_3344 SQLSTATS.txt SQL Parse File
() [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 SQLParse STDERROR.txt Debug File
()  [uOl/jde920/jde home/SCFHA/perf/results/jdedebug_3344 F986101 UPDATE.txt SQL Parse File
() [u01/jde920/jde home/SCFHA/perf/results/jdedebug 3344 F986101 DELETE.txt SQL Parse File
() [uD1/jde920/jde home/SCFHA/perf/results/jdedebug 3344 F986101 INSERT.txt SQL Parse File

The following are some examples of SQLParse log files:

Example: SQLParse — SELECT.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 3344 _F986101_SELECT. txt]
**SELECT statements for F986101 in /u0l1/jde920/e920/log/jdedebug 3344.log:

(UNIQUE SELECTS & counts)
UNIQUE statements

7
TOTAL Statements

7
COUNT SQL

1 SELECT OMENHV, OMAPPLID, OMOBNM, OMDATP, OMDATS, OMUGRP, OMOAPP, OMDATM, OMOVRE, OMSY, OMSTSO, OMFUNO,
OMOCM2, OMOCMDSC FROM JDE920.SVM920.F986101 WHERE ( OMENHV = 'PD920' AND OMSTSO = 'AV' AND ( OMUGRP = 'JDE'
OR OMUGRP = '*ALL' OR OMUGRP = '*PUBLIC' OR OMUGRP = ' ' ) ) ORDER BY OMSTSO ASC,OMAPPLID ASC

Example: SQLParse — SQLSTATS.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 3344_SQLSTATS. txt]

528
ORACLE



JD Edwards EnterpriseOne Tools Chapter 38
Server Manager Guide Server Manager - Performance Workbench (Release 9.2.9)

SQL Statistics File for: /u0l/jde920/e920/log/jdedebug 3344.log

SELECTs
Unique SELECTs
UPDATEs
Unique UPDATEs
INSERTs
Unique INSERTs
DELETEs
Unique DELETEs

Example: SQLParse — SQLParse_STDERROR.txt

O O0OO0OO0OO0OO0ONJ

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 4088_SQLParse STDERROR. txt]

Parsing SQL statements in /u0l1/jde920/e920/log/jdedebug 4088.log...
F986101

Writing SQL Stats file...

Writing UNIQUE SQL files...

(Hit ENTER..)

Parsing SQL statements in /u0l1/3jde920/e920/log/jdedebug 4088.log...
F986101

Writing SQL Stats file...

Writing UNIQUE SQL files...

(Hit ENTER..)

Example: SQLParse — UPDATE.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 3344 _F986101 UPDATE. txt]
**UPDATE statements for F986101 in /u01/jde920/e920/log/jdedebug 3344.log:

(UNIQUE UPDATES & counts)

Example: SQLParse — DELETE.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 4088 F986101 DELETE.txt]
**DELETE statements for F986101 in /u01/jde920/e920/log/jdedebug 4088.log:

(UNIQUE DELETES & counts)

Example: SQLParse — INSERT.txt

Performance Workbench [/u01/jde920/jde_home/SCFHA/perf/results/
jdedebug 3344_F986101_ INSERT.txt]
**INSERT statements for F986101 in /u01/jde920/e920/log/jdedebug 3344.log:

(UNIQUE INSERTS & counts)
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59 Optimized Session Management on Oracle
Database (Release 9.2.26.0)

Overview

Starting with Tools Release 9.2.26.0, Oracle database sessions are terminated when the session time exceeds the default
threshold time. This frees up the database resources which can be utilized for subsequent database sessions.

To enable optimized session management on Oracle database, you must use the Server Manager Console to modify the
Database, Kernel Recycling, and Workflow settings for the Enterprise server and Database settings for the HTML server.

Note: Optimized Session Management is only applicable to Enterprise and HTML servers.

Note: Autonomous Database Serverless can terminate the Oracle database sessions when the session max_1pLE TIME
exceeds the default threshold time of 24 hours. For details, see /dle Time Limits in the Oracle Cloud document Using
Oracle Autonomous Database Serverless.

Configuring the JDE.INI Settings

The following are required settings and recommended values in the jde. ini file to achieve optimized session
management on Oracle Database:

[DB SYSTEM SETTINGS]
UseOracleDBConnectionPool=1
PingConnection=1
DBConnectionTimeout=60
IdleRequestTimeout=1
OracleMaxCursorBufferPercent=1
OracleDBStatementCacheSize=10

I Note: For the Sales Update program (R42800), ensure you set the value for pingConnection as o.

Note: It is recommended to set the value of oracleMaxcursorBufferpercent as 90 when you are not applying ESU using
Deploy Software Update on Web (R96701W).

[WORKFLOW]
CleanupFrequency=30
TimeoutDelay=30
WFEnvironmentMax=0
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[RECYCLING]

krnlRecycleElapsedTime=12:00

[SECURITY]
BootStrapEnvRefreshInterval=1800

Configuring the JDB;.ini Settings
The following are required settings and recommended values in the jdbj . ini file to achieve optimized session

management:
[JDBj-CONNECTION POOL]
connectionTimeout=30000
cleanPoolInterval=30000
useOracleDBConnectionPool=true
pingDatabase=true
maxSize=10
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40 Enabling Read-Only Routing for Microsoft

SQL Server Always On Availability Groups
(Release 9.2.26.0)

Overview

Starting with Tools Release 9.2.26.0, you can enable read-only routing for Microsoft SQL Server Always On availability
groups using the Server Manager Console. ReadOnly routing refers to the ability of Microsoft SQL Server to route
qualifying read-only connection requests to an available Always On readable secondary replica.

See Microsoft documentation, Readable secondary.

Prerequisites

« Prior to enabling read-only routing in JD Edwards EnterpriseOne, you must configure read-only routing in the
respective Microsoft SQL Server. See Microsoft documentation, Configure read-only routing.

« When you setup the clustering, you must provide the availability group listener name in the JD Edwards EnterpriseOne
Database data source configuration in place of the actual Microsoft SQL Server machine name. See Microsoft
Documentation, Listener.

Configuring the jde.ini Settings for the Enterprise Server
and HTML Server

To enable read-only routing in availability group for Microsoft SQL Server database, update the jde.ini settings using the
following steps:

1. For Enterprise Server, use this navigation:

Enterprise Server > Configuration > Database > Configuration > View: Advanced > Bootstrap Datasource
2. Select ReadOnly for ODBC Application Intent.
3. For HTML Server, use this navigation:

HTML Server > Configuration > Database > Configuration > View: Advanced > JDBj Runtime Properties
4. Select ReadOnly for MS SQL Application Intent.

Note: ReadWrite option is also available for the Application Intent setting. ReadWrite allows a secondary replica to
redirect read-write connection requests. See Microsoft documentation, Read/write connection redirection.
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41 Appendix A - Best Practices

Multiple Management Consoles

If desired, you can install and operate multiple separate Management Console installations on a single machine. This
model is supported in addition to the standard functionality whereby you can use a single Management Console to
manage separate JD Edwards EnterpriseOne installations.

To install multiple Management Consoles on a single machine, you should install each Management Console in
completely separate locations. The Management Console installer automatically detects a prior console installation
and will properly configure any subsequent installations. This includes the configuration of the TCP/IP ports used by
the embedded J2EE application server and the creation of the Microsoft Windows service name to ensure there are no
conflicts. Additionally, you should ensure the HTTP port supplied during the Server Manager installation is unique and
not currently in use. Refer to Verify HTTP Ports in this appendix.

When you are installing an additional Management Console on a machine it is important that the existing previous
installations be stopped. There are two TCP/IP ports utilized by server manager that must be manually configured to
prevent conflicts during the setup wizard:

- Management Server JMX Port

This is the port on which the Management Console listens for incoming connections from remote
Management Agents . The default value is 14501.

You must define this value to an unused port on the machine. A good practice is to increase the value by 1000

to 15501 for the second console, 16501 for the third, and so on, provided those ports are not used by any other

application running on the machine. You must properly set this value prior to installing any Managed Homes .
- Management Agent Starting Port

This port is the start port the Management Console will assign to remote Management Agents . The default
value is 14502.

If you will be using the new Management Console to manage machines that are also managed from another
Management Console , you must change this value. A good practice is to change this value anytime you change
the Management Agent Starting Port. Unlike the Management Server JMX Port, you can change this port at any
time, including after you have installed Managed Homes .

When you have properly configured these ports you can simultaneously start and run any other Management Console
instances on the same machine.

Management Agents

This section describes these recommendations:
One Agent Per Application Server Installation
« Management Agents on WLS
« Management Agents on JD Edwards EnterpriseOne Enterprise Servers
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« Multiple Agents on a Single Machine

One Agent Per Application Server Installation

You should only use one Management Agent to manage an Application Server installation. The reason is because if you
use multiple agents to manage the same application server it can lead to slow response times and unpredictable results
such as this scenario:

- Management Agent A

WAS_HOME/Profile1/ServerA: EnterpriseOne HTML Server
« Management Agent B

WAS_HOME/Profile1/ServerA:

For the above two agents, Management Agent B cannot determine if Management Agent A has an EnterpriseOne HTML
Server installed on WAS61/Profilel/ServerA. As a result, if you start or stop ServerA you would also unknowingly start or
stop the JD Edwards EnterpriseOne HTML Web Server .

Management Agents on WLS

In order for Server Manager to manage WLS, you should install the Management Agent on your machine that has
Oracle WebLogic Server as the oracle user. Additionally, you should enable the Management Agent to run as the oracle
user.

For UNIX systems, if you cannot install the agent as a non-root user (for example, on AlX), then install the agent as the
ROOT user and then change the owner using the chown command.

Before proceeding, you should ensure that you stop the Management Agent and select it with the new owner.

Management Agents on JD Edwards EnterpriseOne Enterprise
Servers

In order for Server Manager to manage JD Edwards EnterpriseOne Enterprise Servers, you should install the
Management Agent as the EnterpriseOne user. For example, depending on your JD Edwards EnterpriseOne
applications release, valid users might be:

- jde900
- ]jde910
- jde920
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Multiple Agents on a Single Machine

You can install multiple agents on a single machine provided you adhere to the caveats explained in these preceding
sections:

One Agent Per Application Server Installation
« Management Agents on WLS

« Management Agents on JD Edwards EnterpriseOne Enterprise Servers

Multiple WebSphere Application Servers

It is recommended that you only install only one version of WebSphere Application Server (WAS) per machine. This

is because running multiple versions of WAS on the same machine can lead to conflicts in the assignment of port
numbers, node names, and cell names. This can cause unexpected results when trying to manage applications running
in these application servers using both the native WAS management tools and through Server Manager.

Separate WAS Profiles

It is recommended that you create separate WAS profiles when managing:

Multiple environments (such as production, test, and development)

Multiple instances of a web-based server (such as HTML Web Server, Transaction Server, and Business Services
Server) in a Network Deployment (ND) WAS installation. Also in a ND WAS installation all the different WAS
profiles can share one web server definition.

Multiple foundations of JD Edwards EnterpriseOne (such as Tools Release 9.0, 91 etc.)

- Transaction Server

Note: During profile creation, it is recommended that you specify your starting port number to a value that will give
you a sufficient amount of port numbers (for example, 1000) between the last profile you created so as to not conflict
with other currently assigned ports and ports that will be assigned in the future.

Note: If you configure the WebSphere Application Server soap_connecTor appress port number outside of Server
Manager (for example, from the WebSphere Administrative Console), you must restart the Management Agent
that is managing that WebSphere Application Server instance. This is required because Server Manager uses that
port to communicate with the WebSphere Application Server and only acquires the port value on start up of the
Management Agent .
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Note: WAS Base/Standalone. The general recommendation is to use a single WAS profile to deploy and manage
multiple instances of EnterpriseOne web-based servers (such as HTML Web Server, PIM Sync Server, and Business
Services Server). This is because of the limitation of WAS Base/Standalone functionality and how the web server
plug-ins are used and modified across profiles. The exception to the general recommendation is the Transaction
Server. The recommendation is to deploy and manage the Transaction Server in a separate WAS profile. This is
because of conflicts between HTML Server and Transaction Server within the same profile. In WAS standalone, when
creating separate profiles you must create a separate web server definition and have a separate HTTP Server. See IBM
WebSphere Administration documentation for more details on this requirement.

Verify HTTP Ports

When installing any JD Edwards EnterpriseOne web-based servers that requires you to specify a HTTP port, you must
ensure that the port you specify is available and is not being used by any other application currently installed and
running on your application server. This applies not only to the instances within Server Manager, but any software
installed on that machine. The port number entered for this instance must not be in use. You must be sure to know the
ports being used on all machines in the managed domain. The installer does not programmatically determine whether a
port is used by another application, so if you specify a port that conflicts with another application unpredictable results
will occur.

HTTP Ports on UNIX Operating Systems

When using HTTP ports to install a Web-Based Server, make sure not to select a port in the range restricted by the UNIX
operating system for root access only. These are usually ports from 11024, but may include others in your particular
environment. Using a port in a restricted range will cause undesirable results as the Management Agent will not have
the rights to manage the products installed to these ports.
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Setting Up Windows Firewall in Windows Server 2008

By default, Windows Server 2008 has the Windows Firewall turned on. This default firewall prohibits Server Manager

from being fully functional. Additionally, the Server Manager Agent may not work correctly unless you follow these
procedures.

1. In Windows Server 2008, open Windows Firewall.

* windows Firewall _ (O] x|
|ﬁ.

® Tum Windows Firewall on or

Windows Firewall
off

'f' Allow a program through
W

Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your
computer through the Internet ar netwaork.

How does a firewall help protect my computer?

a«" Windows Firewall is helping to protect yvour computer

Windows Firewall is on. ¥ Change settings
Inbound cannections that do not have an exception are blocked.

Display a notification when a program is blocked: Yes

Metwark location: Domain network

What are network locations?
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2. On Windows Firewall, in the left-hand pane, click this setting:

Allow a program through Windows Firewall
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* Windows Firewall Settings

‘General Exceptions | Advanced |

Exceptions control how programs communicate through Windows Firewall, Add a
program or port exception to allow communications through the firewall,

windows Firewall is currently using settings for the domain network location.

To enable an exception, select its check box;

Program or port -
[L1BITS Peercaching

[] COM+ Metwork Access

Core Networking

[ Distributed Transaction Coordinator =
File and Printer Sharing

IRYSQL11

[JisCSI Service

Jdenet 6012

jdenet_k

jdenet_n

[JKey Management Service

McAfee Framework Service

[Jnetlogon Service |

Addprogran...' Add port... || Properties | Delete |

[V Notify me when Windows Firewall blocks a new program

| QK I Cancel Aoply
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3. On Windows Firewall Settings, on the Exceptions tab, click the Add Port button.

S > |

Use these settings to open a port through Windows Firewall, To find the
port number and protocol, consult the documentation For the program or
service you want to use,
Name: Server Manager Agent
Port number: 14502
Protocol: > TCP
" UDP
Wh he ri nin rt?
Change scope... | QK I Cancel
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4. On Add a Port, complete these fields to add a port for the Server Manager Agent:
o Name
Enter this value:

Server Manager Agent
o Port Number

Enter this value:

14502
o Protocol

Choose the radio button for this value:

TCP
5. Click the OK button.

6. Repeat Steps 3 and 4 to add another Server Manager port.
On Add a Port, complete these fields to add a port for the Server Manager JMX connection:
o Name
Enter this value:

Server Manager JMX Port
o Port Number

Enter this value:

14501
o Protocol

Choose the radio button for this value:

TCP
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7. At this point, if not already installed, you can install the Server Manager Agent for Microsoft Windows as
described in the Server Manager Guide, in the section entitled: Installing the Server Manager Management
Console and Agent.
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* Wwindows Firewall Settings | X|

‘General Exceptions | Advanced |

Exceptions control how programs communicate through Windows Firewall. Add a
program or port exception to allow communications through the firewall.

To enable an exception, select its check box:

Program or port =
[JBITS Peercaching

[J COM+ Network Access

[V Core Networking

[ Distributed Transaction Coordinator —
File and Printer Sharing

IRYSQL11

[JisCSI Service

Jdenet 6012

jdenet_k

jdenet_n

[JKey Management Service

W] Mcafee Framework Service

(Jnetlogon Service |

' Add program... ﬂ Add port... | Properties I Delete |

[V Notify me when Windows Firewall blocks a new program

| OK I Cancel Aoy
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8. On Windows Firewall Settings, on the Exceptions tab, click the Add Program button.

Add a Program e

Select the program you want to add, or click Browse to find one that is not
listed, and then click OK,

Programs:

[3J Remote File Yiewer -
Remote Heap Walker

ﬂ%Remute Process Viewer

3 Remote Reqistry Editor

CiFlEITIDtE Spy J

+3

o4

$Remote Zoom In
_fFlepurtlng Services Configuration
: ing Services Configuration Manager

“ A SMAResnurceMnniturUI

iﬁpy++ -
Path: | D:\JDE_HOME\bin\scfagent.exe | Browse... I
Change scope... | OK | Cancel |

9. On Add a Program, browse the list and locate this program:

scfagent
10. Click the OK button.
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11. At this point, if not already installed, you can install a Managed Instance for the Enterprise Server as described
in the Server Manager Guide, in the section entitled: Register or Create a JD Edwards Enterprise Server as a New
Managed Instance.
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* Windows Firewall Settings

‘General Exceptions | Advanced |

Exceptions control how programs communicate through Windows Firewall, Add a
program or port exception to allow communications through the firewall,

windows Firewall is currently using settings for the domain network location.

To enable an exception, select its check box;

Program or port -
[L1BITS Peercaching

[] COM+ Metwork Access

Core Networking

[ Distributed Transaction Coordinator =
File and Printer Sharing

IRYSQL11

[JisCSI Service

Jdenet 6012

jdenet_k

jdenet_n

[JKey Management Service

McAfee Framework Service

[Jnetlogon Service |

Addprogran...' Add port... || Properties | Delete |

[V Notify me when Windows Firewall blocks a new program

| QK I Cancel Aoply
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12. On Windows Firewall Settings, on the Exceptions tab, click the Add Port button.

Add a Port [ X |

Use these settings to open a port through Windows Firewall. To find the
port number and protocol, consult the documentation For the program or
service you want to use.,

MName: Jdenet 6012

Port number: 6012

Protocol: (s« TCP

(" UDP

What are the risks of opening a port?

Change scope... oK I Cancel
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13. On Add a Port, complete these fields to add a port for the Server Manager Agent:
o Name
Enter this value:
JDENET <port>

where <port> is a variable value for JDENET corresponding to the JD Edwards EnterpriseOne
Applications Release. See description below for valid values.

o Port Number
Enter this value:
<port>
where <port> is a variable value for JDENET corresponding to the JD Edwards EnterpriseOne

Applications Release. For example, the default values per release are listed in this table:

JD Edwards Application Release Default JDENET Port Value

9.0 6015
91 6016
o Protocol

Choose the radio button for this value:

TCP

ORACLE
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14. On Windows Firewall Settings, on the Exceptions tab, highlight the jdenet_k program and click the Add Program
button.

Add a Program [ X

You can allow communication with this program from any computer,
including those on the Internet or just from computers on your network.

MName: " jdenet_k

Path: I D:\JDEdwards\EE101DDP\systemibin32ijdenet_k.exe

Change Scope... | | QK I Cancel

15. On Edit a Program, verify the values in these fields are correct for jdenet_k:

o Name

jdenet_k
o Path

Path to the jdenet_k.exe program. For example:

D:\JDEdwards\E810\DDP\system\bin32\jdenet_k.exe
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16. Click the OK button to accept the values.

Add a Program [ X |

You can allow communication with this program from any computer,
including those on the Internet or just from computers on your network.,

Name: ® 'jdenet_n

Path: | D:\JDEdwards\ES10\DDPYsystemibin32ljdenet_n.exe

Change Scope... | | oK I Cancel

17. Repeat Steps 14 through 16 above, substituting jdenet_n.exe for jdenet_k.exe.
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18. Optionally, if the database for your JD Edwards EnterpriseOne applications reside on a different machine than
the Enterprise Server, you must repeat the applicable steps above to add a port for that database. You may
need to check with your DBA or database vendor documentation to determine the applicable port.

The below example shows the typical database port for SQL Server 2008.

Add a Port [ X

Use these settings to open a port through Windows Firewall. To find the
port number and protocol, consult the documentation For the program or
service you want to use.

MNarne: SQL Server

Port number: 1433

Protocol: (¢ TCP

(" UDP

What are the risks of opening a port?

Change scope... | OK I Cancel

ojdbc’7/,jar Support on WAS

By default, WebSphere is delivered with IBM JDK 1.6. However, when using ojdbc7.jar for JD Edwards EnterpriseOne
instances created on WebSphere to connect to an Oracle database, the only supported JDK is IBM 1.7. This version

must be installed on the WAS machine (it comes as an optional installation) and the user must enable and set JAVA
7 as the default SDK to their respective profiles in which the required instances are being created. These procedures
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are described in the JD Edwards EnterpriseOne HTML Reference Guides for WebSphere. Refer to the chapter entitled:
Installing and Configuring WebSphere 8.5.5, which is in platform-specific guides on OTN at the following links:

JD Edwards EnterpriseOne HTML Web Server on WebSphere for IBM i
https://docs.oracle.com/cd/E61420 01/doc.92/e55810/inst_config was85 ibm.htm#fEOHII216
JD Edwards EnterpriseOne HTML Web Server on WebSphere for UNIX
https://docs.oracle.com/cd/E61420 01/doc.92/e55808/inst_config was85 win.htmfisthref4
JD Edwards EnterpriseOne HTML Web Server on Microsoft Windows
https://docs.oracle.com/cd/E61420 01/doc.92/e41914/inst config was85 win.htm#isthref4
If the user fails to do this, then they will receive this error:

com. jdedwards .database.base.JDBException: [CONNECTION MANAGER BOOT ERROR] Connection Manager could not be
initialized. java.lang.UnsupportedClassVersionError: JVMCFRE003 bad major version; class=oracle/jdbc/driver/
OracleDriver, offset=6
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