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Introduction 
 
This document will describe the installation process for Materials Control MCweb version 
8.8.00.xx. 
 

General Requirements: 
 
 
Internet Information Services (IIS) > 6.0 
 
 Microsoft .NET Framework 2.0 (including all service packs and hotfixes) 
 Microsoft .NET Framework 3.5 (including all service packs and hotfixes) 
 
Note:  If the .NET Framework was installed before the IIS, you need to register 
ASP.NET. Execute %windir%\Microsoft.NET\Framework\v2.0.50727\aspnet_regiis -i from 
the command line. 
 

Supported RDBMS: 
 
Oracle 10gR2 (please find additional settings in the Troubleshoot section) 
Oracle 11gR2 
 
The Oracle Client must be installed and functional. 
 

Required Installation Files: 
 
 

• MCweb vx.x.x.x .zip  
o MCweb.Application 
o MCweb.Config 
o Infragistics 
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Setup: 
 
Extract the above mentioned zip into temporary folders. 
 

Creation of Directories: 
 
Go to c:\inetpub\wwwroot and create the required folders for the application (e.g. MCweb) 
 

• c:\inetpub\wwwroot\aspnet_client  
o required for the asp.net client  

 
• c:\inetpub\wwwroot\MCweb 

o required for the main web application 
 

 
 
 

Web Service Directory: 
Copy contents of mcweb.Application to c:\inetpub\wwwroot\ MCweb 
Copy contents of mcweb.Config to c:\inetpub\wwwroot\ MCweb 
 
The content of both folders must be copied into the same folder.  

• “MCweb.Application” contains the non-static files.  
• “MCweb.Config” contains the static files for the installation.  
• “MCweb.Config” will probably overwrite some files of “MCweb.Application”. 
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web.config Settings  
 
In older versions a tool named as “WebConfig Wizard” was used to define the 
configuration settings. 
 
It is no longer recommended to use this tool, but to edit the configuration file manually. 
 
The configuration file is named web.config and can be found in the MCweb installation 
root directory. 
 
Open the file with a standard editor (i.e. Notepad): 
 

 
 
This file controls the entire behaviour of your MCweb application. 
 
Below you can find the list of the keys which must be checked/adjusted: 
 

• Temporary Directory 
o <add key="LogPath" value="c:/temp"/> 
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Make sure that the specified directory exists. 
 

• Picture Storage Directory 
o <add key="ImagePathIIS" value="../Pictures"/> 

Make sure that the specified directory exists inside the folder \wwwroot\. 
 

• Document Storage Directory 
o <add key="DocumentPathIIS" value="../Documents"/> 

Make sure that the specified directory exists inside the folder \wwwroot\. 
 

•  Database Profile 
o <add key="PROFILE" value="fbv8.ini"/> 

This value must be set to fbv8.ini in order to load the correct configuration 
parameters from the database. 

 
• DB Brand 

o <add key="DbBrand" value="ORACLE"/> 
This value must be set to ORACLE, regardless of the Oracle version 
 

• DB User 
o <add key="DbUser" value="mcdata"/> 

Please specify here the Oracle DB user name. 
•  

 
• DB Server 

o <add key="SERVER" value="V8"/> 
Define in here the Instance/SID name of your Oracle Database 

 
 

• Password 
o <add key="PASSWORD" value="micros"/> 

The Password of the Oracle User is needed in here (i.e. micros). As this 
password is written in clear text in the sample file we strongly recommend to 
consider the encryption functionality described in the manual  
“140_MCweb_Password_Encryption” (for version 8.7.00.x and higher).. 

 
• Organisations 

o <add key="ORGANISATIONS" value="mcdata"/> 
o This value should mirror the setting “DbUser” 
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Infragistics Directory: 
Copy contents of the Infragistics to the folder c:\inetpub\wwwroot\aspnet_client  
(Necessary once only for all different MCweb Installations on one machine). 
Please ensure that the latest version of the Infragistics is used. 
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IIS Configuration: 
Install Infragistics: 

 
 Go to Control Panel > Administrative Tools > IIS > click on your host name > Sites > 

Default Website > right click > Add Virtual Directory 
 

 
 
 In the following dialog define the Alias and the physical path for the files: 

 

 
 

o Alias:    ig_common 
o Physical Path:  C:\Inetpub\wwwroot\aspnet_client\infragistics 
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 Confirm with . 
 
 Now select the new folder ig_common in the tree view on the left and open the 

context menu by right click: 
 

 
 
 select “Convert to Application” 
 

 
 

 confirm with  
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Create Application: 
 Now select the MCweb folder in the tree view and open the context menu by right 

click: 
 

 
 
 Select “Convert to Application” 
 

 
 

 Confirm with . 
 
 Next step it is recommended to execute IISRESET or restart the IIS via the 

application:  
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In the ideal constellation the MCweb service is already operational now. 
 
For the first test mark the MCweb service and select “Browse” in the left panel menu: 
 

 
 
The system will now open a browser and try to start the application: 
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Report Logo: 
 
Please ensure that the correct report logo is in place. 
The logo can be found at: 
 

 
 
C:\Inetpub\wwwroot\MCweb\Common\Rst\logo.gif 
 
This logo is part of the standard install set for MCweb, but you can also replace this logo 
with the customer’s logo. 
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Recipe Pictures: 
 
To display Recipe Pictures in MCweb some configurations needs to be done. Please see 
below all necessary settings. 
 
The ideal Picture size to avoid stretching is 320 x 200 Pixel 
 

Picture Storage: 
 
A dedicated Picture Folder on your Web Server needs to created, i.e. “RecipeImages”. 
The Folder can be situated anywhere on the network, we strongly suggest to keep 
everything on the same place i.e. C:\Inetpub\wwwroot\RecipeImages\ on the web server! 
 

 
 
 Inside this folder another folder is required. This folder must be named exactly the 

same as the Oracle User in the web.config. Here in this example in the web.comfig 
the user FBO800 is used and the folder is named in the same way: 

 

 
 

The application will always search in the {Oracle User}-named folder for the pictures. 
This allows the use of the same picture storage for different web service instances 
without sharing the pictures. 
 

 Now copy all pictures into the {Oracle User}-named folder. The picture fiels also 
could be stored in separated subfolder (e.g. by category): 
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IIS Configuration: 
 
 Please open IIS Manager (Start > Settings > Control Panel > Administrative Tools > 

Internet Information Services.  
 
Select Sites > Default Web Site > right click to open the context menu > Add Virtual 
Directory… 
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 Here define the Alias as e.g. “pictures” and the physical path pointing to the 

previously created directory. 
 

 Confirm with . 
 
 

 Select the now displayed virtual directory in the IIS Manager and open the context 
menu by right click: 

 

 
 
 Select “Convert to Application” 
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 Confirm with . 
 
 
 In the IIS Manager tree view the web application “pictures” is shown.  
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Web.config Adjustments: 
 
 Please open the Web.config file at your MCweb Installation Folder. This file can be 

found at i.e. C:\Inetpub\wwwroot\MCweb\Web.config 
 

 
 

An additional line needs to be entered, please add to the appsettings part following line 
 

 
 
 Create a backup copy of this file first. 
 
 Open the file with an editor. 
 
 Search for the following key (add if not existing). 
 
<add key="ImagePathIIS" value="../Pictures"/> 
 

 
 

o Make sure that the term “Pictures” is defined as the used alias from the 
virtual directory 

 
o The “../” indicates the Folder Structure please ensure that you use the correct 

amount of “../” if you place the RecipeImages folder anywhere else than 
explained in here. 

 
 

 In Thick Client define the same dedicated RecipeImages Folder at  
System > Configurations > Path > PICTURESTORAGE > Value: 
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o Here the network share name for this folder must be used. 
(the recipe storage on the web server must be shared, since otherwise the 
thick client users will not be able to access this folder!) 

 
 Please assigning now the pictures to recipes as explained in the related 

documentation. In MCweb these pictures will now appear in the application: 
 
 Recipes > tab Details: 
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 Recipes > Print Preview: 
 

 
 
 
 

Document Attachments: 
 
Since MC Version 8.6.6.30.x the application also supports document attachments for 
Purchase Orders and Order Requests. Please see the detailed description of this feature 
in the separate manual “136_MC_PO_internal_Attachments”. 
 

How to Speed up your ASP.NET application 
  
By switching off tracing we can speed up the application. 
Please change enabled="true" to enabled="false" in web.config files at following folders. 
 
 C:\Inetpub\wwwroot\MCweb\ web.config 
 
Below you find an extract of the web.config file. 

 
  <!--  APPLICATION-LEVEL TRACE LOGGING 

Application-level tracing enables trace log output for every page within an 
application.  
Set trace enabled="true" to enable application trace logging.  If 
pageOutput="true",  
The trace information will be displayed at the bottom of each page.  
Otherwise, you can view the application trace log by browsing the "trace.axd" 
page from your web application root.  

    --> 
    <trace 
        enabled="false" 
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        requestLimit="10" 
        pageOutput="false" 
        traceMode="SortByTime" 
  localOnly="true" 
    /> 
 
 
If you want to see what is usually collected during trace, open file  
C:\Inetpub\wwwroot\MCwebV3\trace.axd 
 

How to extend the Internet Explorer Session Timeout 
 
By default Microsoft Internet Explorer will close your MCweb Session after 20 minutes, if 
you haven´t clicked on any function at MCweb. 
 
At Timeout you will receive a message like “…session has expired”. 
 
To extend the timeout please change following at C:\Inetpub\wwwroot\MCweb\web.config 
  
You can change the timeout in minutes, i.e. as shown below to 60 minutes. 
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Troubleshooting: 
 
This section will describe some problems which can occur in certain environments. 
 

Error Log File: 
 
In case of any error the support teams will always need the current log file. This can be 
found on the c:\ drive in the defined TEMP folder.: 
 

 
 
The application creates one .err file per day, e.g. 20130417.err for the error log for April 
17th 2013. 
 
 
 

Error on first time choosing ORDERING I: 
 
Please ensure that Internet Information Services (IIS) was installed  first followed by 
Microsoft .NET Framework. 
 
If Microsoft .NET Framework was installed 1st: 
If the .NET Framework was installed before the IIS, you need to register ASP.NET. 
Execute %windir%\Microsoft.NET\Framework\v2.0.50727\aspnet_regiis -i from the 
command line. 
 

Error on first time choosing ORDERING II: 
 
Once you are logged into the system click on Ordering to see if the Database connection 
is available. If you run into error “unable to find/open oci.dll” the ASPNET-User has no 
Administrative Rights.  
If the error still occurs, make sure the oci.dll exist in c:\oracle\Ora<Version>\bin or 
wherever your Oracle was installed. 
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Open Orders not shown in Receiving: 
 
This occurs because of a bug in Oracle Patch 9.2.0.4  
In this case please upgrade your Oracle Server and Client to Oracle 10g or 11g. 
 

Pages not refreshing: 
 
If your pages are not refreshing, after you changed certain information please check that 
the following setting in your Internet Explorer > General > temporary Internet files > 
settings is set to NEVER. 
 

 
 
 
 
 

Oracle 10g settings 
 
Resolution: 
Oracle 10g uses dynamic transparent network substrate (TNS) registration, which causes 
problems when using templates.   
To get around the ORA-12528 error, add a reference to the database in the listener.ora 
file… 
 
 Common language for mortals:  
 What needs to be done on server where Oracle is installed – example for this 
instance:  
  
 LISTENER.ORA  
# listener.ora Network Configuration File:  
C:\oracle\product\10.1.0\db_1\network\admin\listener.ora  
# Generated by Oracle configuration tools.  
SID_LIST_LISTENER =  
  (SID_LIST =  
    (SID_DESC =  
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      (SID_NAME = PLSExtProc)  
      (ORACLE_HOME = C:\oracle\product\10.1.0\db_1)  
      (PROGRAM = extproc)  
    )  
    (SID_DESC =  
      (SID_NAME = testora1)  
      (GLOBAL_DBNAME = testora1)  
      (ORACLE_HOME = C:\oracle\product\10.1.0\db_1)  
      (SID = testora1)  
    )  
  )  
 Once Lines in red have been added, restart listener service, than Oracle service.  
 After that, connections from MCweb are possible.  
 

Connection Error  
 
Especially when working in 64bit environments and having the thick client and the 
MCweb server installed on the same machine, it very much depends on the sequence of 
the single installations. 
 
In general the following is recommended: 
 
 Operating System 
 .NET Frameworks 
 Internet Information Services 
 Oracle Client 64bit 
 Oracle Client 32bit 
 
In certain cases the application may not be able to find the proper Oracle Home, even 
though this is defined in the environment variables. 
 

 
 
The .err log file will show the following entry: 
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In this situation the used application pool could be changed to allow 32bit applications. 
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Domain User Support 
 
Since version 8.7.30.xx the application allows to use the Windows Domain User to login 
into Materials Control. Using this feature Domain Users known to Materials Control / 
MCweb do not need to enter the user name and the password anymore.  
 
In order to use this function the following must be configured: 
 

FMLOGIN.INI: 
Open the FMLOGIN configuration file and select the section for the database to be 
configured. 
 

 
 
[MCDATA] 
DBLogin= MCDATA/ MCDATA/MCDATA,Materials Control,fbmenue.ini 
ApplINI=fbv8.ini 
Licence=7000100 
LDAP=T 
 
The new entry “LDAP=T” must be added. Once done please save and close the file. Now 
restart the application. 
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User Configuration: 
Open the FMLOGIN configuration 
 
Go to System > Users: 
 

 
 
Here now a new field is visible. For each user the domain account name should be 
defined. 
 
Example: 
 

 
 
The application user “admin” is assigned to the domain user “DE-N-NB10-
113\jtrommeschlaeger”. 
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Using the Thick Client: 
 
When starting the Materials Control the application looks if the current Windows user can 
be found in the MC user table. 
 
If this exists … 
 

 
 
… the user does not have to enter the user name or the password anymore. He may 
select a different database using the Options button, otherwise he can just click OK to 
login. 
 

 
 
In Materials Control now at the top right corner both, the application user as well as the 
Windows user, are shown. 
 
For all Windows users not assigned to a Materials Control user the behaviour will be the 
same as without using this function. User name and password must be entered. 
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Using the MCweb Client: 
 
This feature also could be used with MCweb. 
 

Pre-requisites: 
 

 Client Computers and Web server must reside in the same domain.  
Otherwise the current domain user will be unknown to the web server. 
 

 Clients must have a direct connection to the server (no proxy in between) 
 

 Intranet only 
 
Technically, LDAP authentication via NTLM is possible over an Internet connection, but 
strongly advised against due to security and general feasibility concerns. 

 

Overview: 
 
To enable Active Directory (LDAP) authentication in MCweb, following steps have to be 
performed: 
 

1. Enable Windows Authentication in IIS 
 

2. Adjust the Web.config (use supplied default Web.config in install package) 
 

3. Configure mappings from the Domain user to the MCweb user (in  Materials 
Control / User Management) 
 

4. Distribute links / train users to open the LDAP Login page 
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ENABLING WINDOWS AUTHENTICATION IN IIS 
 
Windows Server 2008 (IIS 7): 
http://technet.microsoft.com/en-us/library/cc754628%28v=ws.10%29.aspx 
 
Windows Server 2003 (IIS 6): 
http://www.microsoft.com/technet/prodtechnol/WindowsServer2003/Library/IIS/5f8fe119-
4095-4094-bba5-7dec361c7afe.mspx?mfr=true 
 
Example for IIS 7: 
 
Open the Internet Information Services (IIS) Manager and browse to your MCweb 
instance: 
 

 
 
Locate the feature „Authentication“ and open it: 

http://technet.microsoft.com/en-us/library/cc754628%28v=ws.10%29.aspx
http://www.microsoft.com/technet/prodtechnol/WindowsServer2003/Library/IIS/5f8fe119-4095-4094-bba5-7dec361c7afe.mspx?mfr=true
http://www.microsoft.com/technet/prodtechnol/WindowsServer2003/Library/IIS/5f8fe119-4095-4094-bba5-7dec361c7afe.mspx?mfr=true
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Here the option „Windows Authentication“ is listed. In the top right corner the function 
could be enabled. 
 
Note: The Windows Authentication is not visible if the Webserver is not connected to a 
domain. 
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ADJUSTING WEB.CONFIG 
 
The Web.config needs to be adjusted to force client authentication on the LDAP Login 
page. This is necessary because “anonymous” access (via regular Materials Control 
user/password) to the application should still be allowed in general, and the browser/client 
does not send any authentication information by itself, unless it is explicitly forced to do 
so.  
 
This can be accomplished in two ways: 
 

1. Use the default Web.config supplied in the MCweb installation package 
 

a. Make a backup of the original Web.config  
 

b. Overwrite the original with the default included in the package 
 

c. Copy the entire <appSettings> section from the backup and overwrite the 
empty/default values of the new Web.config 
 

2. Alternatively, if the Web.config contains other adjustments besides 
<appSettings> that should not be lost, the new section can be added manually 
 

a. Open the default Web.config and scroll to the bottom 
 

b. Locate the <location path="LDAPLogin.aspx">[…]</location> section 
 

c. Copy the entire section to the original Web.config  
 

 

 
 
Save & close the file. 
 
Restart the IIS service using the command IISRESET. 
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ACTIVE DIRECTORY (LDAP) LOGIN PAGE 
 
The LDAP Login page can be reached via the URL: 
 http://<WebAppURL>/LDAPLogin.aspx 
 
If the Web.config is configured to allow connection to multiple databases, the 
Company/DB to log in to can be supplied as URL parameter: 
 http://<WebAppURL>/LDAPLogin.aspx?company=DBName 
 
In general the LDAP Login page functions and looks similar to the regular login page: 
 

 
 
The “User” field in this case contains the read-only “DOMAIN\Username” that needs to be 
entered in the User Management module for a successful user mapping, and of course 
varies depending on the user who visits the site. If no valid authentication (data delivered 
by the browser) can be acquired, the user is automatically redirected to the regular login 
page. 
 
In the ideal case the user will not even see this page and be logged in seamlessly, but 
this depends on the information the user has provided and of course whether the login 
itself was successful.  
 
The user will see this page, if: 
 

 An unrelated error happened during login (DB connectivity, etc.) 
 

 The current Domain user is not mapped to a Materials Control user on the 
selected DB. 

 
 Multiple databases/Companies are configured in Web.config, but no Company 

was supplied via URL parameter 
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BROWSER SUPPORT 
 
Both Firefox and Internet Explorer support Active Directory (LDAP) authentication, 
however there is a caveat when using Firefox; unlike IE, Firefox does not automatically 
have access to the user credentials of the currently logged on Windows user – instead, 
upon visiting the LDAP Login page, the browser will ask the user for his Windows 
credentials once1, which are then used for the LDAP authentication: 
 

 
 
If the user clicks Cancel he will be redirected to the regular login page. Note that this 
authentication prompt is a built-in browser feature and cannot be influenced by the Web 
application. 
 
The credentials will be saved/cached until the browser is closed. 
 
 

 
 

 
 
 
 
 
 
 

                                                      
1 The credentials will be saved/cached until the browser is closed. 
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