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Introduction 
 

This document will explain the configuration for automated updates of already installed 
Materials Control clients. This will ensure that, after a database update, each user will 
work with the most actual application only 
 
To use the Remote Update features the “Full” build only should be used. This allows to 
use all features available. 
 
This automated process can be used from version 8.6.6.10.xx and higher only! 
 
All installations older than 8.6.6.10.xx must be updated manually. 
 

Update Process: 
 
1. Preparation of Install Set for first client update 
2. Update of one workstation (Master PC) with the new application files. 
3. Now the setup for the other remaining client installations should be prepared and 

copied to a network location accessible for all other PCs. 
4. On the Master PC now start the already updated application.  

Go to System > Database Update. Run the functions “Update Database” followed by 
“Reorganization”. 

5. Defined Update parameters in System > Configuration to activate the Remote Update 
service.  
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Preparation of Install Set: 
 
As first step of the process the install set needs to be prepared for the first workstation to 
be updated. 
 
- Unpack the install set as usual 
- Gather all customized files 
- Add customized files to install set 

Customized Files: 
 
After unpacking the installation build a new folder named as “Custom” should be created: 
 

 
 
All customized files should be copied into this folder. Please make sure that the files are 
stored using exactly the same folder structure as used in the installation directory. 
 
Examples: 
SQL.INI and FMLogin.INI:  stored in the root of the custom folder 
Order Sheet and other reports: stored in correct QRP folder 
 
The content of this folder will be copied after unpacking the standard files. 
 

Main Application Update: 
 
Now one PC running Materials Control should be updated with the previously defined 
setup to …  
 … test the created install set 
 … proceed with the next steps 
 
On this one PC start SETUP.EXE and select the option to update/maintain an existing 
installation. Follow the steps as usual. 
For further details please read the documentation 
“MC_Application_Installation_8_6_6_10”.  
 
After the execution of the application update please check if all files were copied properly 
and everything works as expected. 
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Remote Update Setup Preparation: 
 
As next step install set needs to be configured for the automated execution on all other 
workstations. 
 
a) Define a directory accessible from all other workstations using Materials Control. 

The automated update will be initiated by a setting within the MC database. Once set 
the system will search for the defined network location containing the setup files.   
 

b) Prepare “unattended settings” in the install set. 
After the successful installation of Material Control on the “Master PC” now the setup 
should be changed to run unattended. 
 
The installation process is mainly controlled by 2 files: 
 

 
 
 JANINST.INI  

o This file contains the application related features. 
 

 SETUP.INI 
o This file contains the main settings for the install shield. 

 
 
Before starting at all, please create a backup of these two files! 
 
In both files please adjust the mentioned parameters only! Do not touch other definitions 
as these may result in an incomplete installation of Materials Control! 
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JANINST.INI: 
 
Open the file JANINST.INI with an Editor. 
 
The first section of this file contains parameters regarding the installation type. 
 
[Types] 
Show=T 
Unattended=T 
ShowAbortMessages=T 
 
 
Here two parameters must be checked: 
 
Unattended=T 
This parameter activates the unattended installation. Please be aware of the spelling! 
In versions 8.7.10.xx and lower the parameter must be written as Unattanded. 
In versions 8.7.20.xx and higher the parameter must be written as Unattended. 
 
ShowAbortMessages=T 
This parameter will show a button to abort/cancel the installation 

 

SETUP.INI: 
 
Now some adjustments should be done in the file SETUP.INI. 
 
In this the first section only will adjusted: 
 
ORIGIN: 
 
[Startup] 
EnableLangDlg=Y 
Product=MICROS-FIDELIO Materials Control 
ProductGUID=501B752E-DD7A-41AA-A54E-408F1925699C 
CompanyName=MICROS-FIDELIO 
ErrorReportURL=http://www.installshield.com/isetup/ProErrorCentral.asp?ErrorCo
de=%d : 0x%x&ErrorInfo=%s 
MediaFormat=1 
LogMode=4 
SmallProgress=N 
SplashTime= 
CheckMD5=Y 
CmdLine= 
ShowPasswordDialog=N 
ScriptDriven=4 
 
 
The first parameter to change controls the language selector: 
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[Startup] 
EnableLangDlg=Y 
Change this parameter to “EnableLangDlg=N” to hide this screen 
 
The following 5 entries must not be touched at all. 
 
Product=MICROS-FIDELIO Materials Control 
ProductGUID=501B752E-DD7A-41AA-A54E-408F1925699C 
CompanyName=MICROS-FIDELIO 
ErrorReportURL=http://www.installshield.com/isetup/ProErrorCentral.asp?ErrorCo
de=%d : 0x%x&ErrorInfo=%s 
MediaFormat=1 
 
 
The next part defines the type of the unattended installation: 
 
Depending on the existing installations one of the two options must be selected 
 
1. The setup will select the first installation found and updates it. 
2. The setup allows to select an existing application for update 

 This option should be used if multiple Materials Control applications are installed 
on a PC. 

 
 
The following examples will show how to configure the SETUP.INI to execute the 
installation for each type: 
 
 
 
Type 1 – The setup will select the first installation found for update: 
 The user cannot select any installation. The system will execute the application 

update on the first installation found. 
 

LogMode=1 
SmallProgress=N 
SplashTime= 
CheckMD5=Y 
CmdLine=/hide_usd /l1033 
ShowPasswordDialog=N 
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ScriptDriven=4 
 
Type 2 – The setup allows to select an existing application for update: 
 All installed applications are shown and can be selected. 

 

 
 
LogMode=1 
SmallProgress=N 
SplashTime= 
CheckMD5=Y 
CmdLine= /l1033 
ShowPasswordDialog=N 
ScriptDriven=4 
 
 
If required the installer also could use a different language per default. 
In the section explained above the parameter “CmdLine=” is shown. Besides the function 
to hide screens also the language to use can be defined here.  
The syntax is: 
/l[language_code] 
/:   defines that a parameter will be handed over 
l:   declares that a language definition will follow 
[Language_code]: 4 digit language code 
 
  Supported Codes: 
  1031 German 
  1033 English 
  1049 Russian 
  2052 Chinese 
  1041 Japanese 
  1042 Korean 
  1055 Turkish 
  1028 Taiwanese 
 
Save the adjusted files and execute the installation as usual. 
 
c) Copy install set to network location. 

Once all is configured properly the new install set should be copied to the network 
location accessible for all other Materials Control clients. 
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Database Update: 
 
On the already updated Master PC now the database update should be executed. 
 
Go to System > Database Update: 
 
Run first “Update Database”: 
 

 
 
Execute “Reorganisation”: 
 

 
 
Once this was done the database should be accessed using the new application only. 
Please proceed with the next step immediately! 
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Remote Update Activation: 
 
Now the Automated Update needs to be activated. 
 
Go to System > Configuration: 
 
In the folder [NAMES] two parameters must be defined: 
 

 
 

 RemotePath: Define the complete path to the SETUP.EXE in the previously 
defined network directory and confirm with OK. 

 
 
 

 
 

 RemoteUpdate: This is the main initiator. Enter the type and the date, separated 
by comma. 
 
The type is always “FULL”. 
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A correct entry as e.g. shown above would execute the update on March 28th 

2012 on each PC where Materials Control was started and the application update 
was not yet executed on that date. 

 
NOTE: The Remote Update Tool can be used for Standard Databases only. The Tool 
checks the entries in fmlogin.ini and will start the automated update for the default entry 
only.  
[Database]  
DB1=mcdata,MCDATA  
DB2=mctrain,MCTRAIN  
 
Default=mcdata 
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Remote Update Execution: 
 
Once all above was prepared Materials Control will now execute the update after the user 
has started the application. 
 

 
 
Materials Control will now be closed and the installation/update process will start 
immediately. 
 
Depending on the UAC configuration of the Windows PC the Operating System may ask 
for confirmation to execute SETUP.EXE. This must be confirmed with “Yes”. 
 
Once finished the installation routine will confirm this with the following message: 
 

 
 
Click on “Finish” to close the installer. Now the routine will re-start Materials Control. 
 
If this update procedure was interrupted by any issue, it will be restarted at next login at 
this PC. 
 
After completion the system creates a file named as REMOTE.INI in the Materials Control 
installation directory. 
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If the application update should be executed once again on the same day, … 
 
 either this file must be deleted on each PC manually 

 
 or the user initiates the update via the application. After the automated update was 

executed once a new entry becomes active in the menu: 
 

 
 
The system will now ask once more for confirmation… 
 

 
 
And will start the update from the defined network location as shown before. 
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Remote Update < 8.7.20.xx Warning 
 
If the database is updated from a version older than 8.7.20 to a current version the 
system will show a warning message before the Database Update could be started. 
 

 
 

 
 
The OK Button will be released only once the message was manually confirmed. 
 
The confirmation of the message will be logged in the Control Table: 
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The reason for this message is the introduction of the encrypted passwords. An old MC 
application will not be able to handle the encrypted passwords and as a result of this the 
users will not able to log in anymore. 
 
The update of the client applications must be done before the DB update was started! 
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