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This document highlights the major changes and fixes for Release 1.10 of Oracle Retail 
Brand Compliance Management Cloud Service.

Overview
Oracle Retail Brand Compliance Management Cloud Service is an integrated suite of 
applications designed to meet all aspects of sourcing, developing, and protecting 
retailer brands. The suite provides solutions for product development, compliance, 
quality, and traceability. It is designed specifically for retail, food service, and 
manufacturing businesses to develop and protect their brands, manage their suppliers, 
and ensure full end-to-end product lifecycle management.

The suite is composed of the following applications:

■ myLibrary - enables the issue, receipt, and acceptance of policies, guidelines, and 
key working documents.

■ myProduct - supports the development of products and production specifications.

■ myProject - supports the development of project briefs, plans, and workflow 
management.

■ mySupplier - enables the identification, selection, and approval of suppliers.

Functional Enhancements

The following functional enhancements are included in this release:

Note: The rebranding for the latest version of this documentation set 
is in development as part of post MICROS acquisition activities. 
References to former MICROS product names may exist throughout 
the existing documentation set.

Note: Where new fields or User Interface (UI) changes are 
introduced as part of a change, the portal owner may need to set up 
any new system text and associated translations to support it.
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Beers, Wines, and Spirits Specification
Ref S-328

The Beers, Wines, and Spirits (BWS) Specification is a new product specification 
format for beers, wines, and spirits products. A Product Characterisation & 
Composition section contains the BWS specific data. Other sections are generally as 
per the Food specification. The BWS specification has its own specific pack copy 
format and its own set of glossaries.

The specification's workflow, validation and locking rules, ability to combine multiple 
specifications, and so on, are in line with the existing specification management 
framework.

For more information, see the Oracle Retail Brand Compliance Management Cloud Service 
myProduct User Guide.

Impact on Existing Installation
A BWS specification type/format is introduced.

In existing installations, the specification sections must be configured through the Spec 
Configuration part of the Products section of the Admin area.

A BWS category appears for the configuration of glossaries for the relevant 
specification sections in the Spec Glossaries section of the Admin area. For existing 
installations, these will generally be empty.

Once configured, the BWS specification appears for use as per existing specification 
types.

Product Import API (Updates)
Ref S-334

An extension to the existing Product Import web service interface is provided to allow 
for the update of existing products using the API (previously it only created new 
products).

Impact on Existing Installation
None expected. If to be used, the API will need to be enabled by a system 
administrator; a login ID will need to be created in the External Systems in the Roles & 
Permissions section of the Admin area.

For information on building an interface to the API, see the Oracle Retail Brand 
Compliance Cloud Service Implementation Guide.

Supplier and Site APIs
Ref S-327

Web service interfaces are provided for the import and export of Supplier, Site, and 
Contact data to and from external systems. The interfaces are developed as a RESTful 
style web service.

The Brand Compliance Management portal administrator can view all submissions 
and returned messages using the Web Service Log in the Admin area.
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Impact on Existing Installation
None expected. If to be used, the API will need to be enabled by a system 
administrator; a login ID will need to be created in the External Systems in the Roles & 
Permissions section of the Admin area.

For information on building an interface to the API, see the Oracle Retail Brand 
Compliance Cloud Service Implementation Guide.

Supplier Account Deletion
Ref S-275

The ability for a power user to delete Supplier and Site accounts that have been 
created but never used, that is, those that have been created as part of an on-boarding 
exercise but the supplier has never actually registered in the portal.

For more information, see the Oracle Retail Brand Compliance Management Cloud Service 
Administration Guide.

Impact on Existing Installation
New Delete Supplier and Delete Site options appear in the Suppliers & Sites section of 
the Admin area. These will be available to users with the Power Administrator 
authority profile.

Legal Notices
Ref S-56/N-88

A link on the Home page allows the user to download a list of all third-party software 
components used in Oracle Retail Brand Compliance Management.

For more information, see the Oracle Retail Brand Compliance Management Cloud Service 
User Guide.

Impact on Existing Installation
A Legal Notices link appears in the bottom left-hand corner of the Home page for all 
users.

Password Distribution
Ref S-379

Changes are made to the processes for creating new user accounts to remove 
passwords from email messages, and instead, provide a self-registration facility. Also, 
whenever a user changes a password, the user receives a notification email message.

For more information, see the Oracle Retail Brand Compliance Management Cloud Service 
User Guide.

Impact on Existing Installation
A new Register your user option appears on the Login page. This sends an email 
message to a user with a one-time link to set their password and enable their account. 
The link remains valid for 24 hours, as does the forgotten password one-time login 
link.

Options to send reminder email messages to those who have yet to complete their 
registration is available in the user and supplier list views.
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The user also receives a notification email message whenever their password is 
changed.

Deletion of Scorecards
Scorecards can be deleted, subject to the user's role and status of the scorecard.

For more information, see the Oracle Retail Brand Compliance Management Cloud Service 
mySupplier User Guide.

Impact on Existing Installation
Scorecards at Future, In Progress, Awaiting Approval, and Awaiting Amendment 
status may be deleted by the retailer/portal owner user. Scorecards at Future and In 
Progress status may also be deleted by the supplier user, but only where the scorecard 
was originally created by the supplier.

Related Documentation
For more information, see the following documents in the Oracle Retail Brand 
Compliance Management Cloud Service Release 1.10 documentation set:

■ Oracle Retail Brand Compliance Management Cloud Service Administration Guide

■ Oracle Retail Brand Compliance Management Cloud Service Implementation Guide

■ Oracle Retail Brand Compliance Management Cloud Service User Guide

■ Oracle Retail Brand Compliance Management Cloud Service myProduct User Guide

■ Oracle Retail Brand Compliance Management Cloud Service myProject User Guide

■ Oracle Retail Brand Compliance Management Cloud Service myReports User Guide

■ Oracle Retail Brand Compliance Management Cloud Service mySupplier User Guide

Documentation Accessibility
For information about Oracle's commitment to accessibility, visit the Oracle 
Accessibility Program website at 
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support
Oracle customers that have purchased support have access to electronic support 
through My Oracle Support. For information, visit 
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit 
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing 
impaired.
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This software and related documentation are provided under a license agreement containing restrictions on use and disclosure and are protected 
by intellectual property laws. Except as expressly permitted in your license agreement or allowed by law, you may not use, copy, reproduce, translate, 
broadcast, modify, license, transmit, distribute, exhibit, perform, publish, or display any part, in any form, or by any means. Reverse engineering, 
disassembly, or decompilation of this software, unless required by law for interoperability, is prohibited.
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to us in writing.

If this is software or related documentation that is delivered to the U.S. Government or anyone licensing it on behalf of the U.S. Government, then 
the following notice is applicable:

U.S. GOVERNMENT END USERS: Oracle programs, including any operating system, integrated software, any programs installed on the hardware, 
and/or documentation, delivered to U.S. Government end users are "commercial computer software" pursuant to the applicable Federal Acquisition 
Regulation and agency-specific supplemental regulations. As such, use, duplication, disclosure, modification, and adaptation of the programs, 
including any operating system, integrated software, any programs installed on the hardware, and/or documentation, shall be subject to license 
terms and license restrictions applicable to the programs. No other rights are granted to the U.S. Government.

This software or hardware is developed for general use in a variety of information management applications. It is not developed or intended for use 
in any inherently dangerous applications, including applications that may create a risk of personal injury. If you use this software or hardware in 
dangerous applications, then you shall be responsible to take all appropriate fail-safe, backup, redundancy, and other measures to ensure its safe 
use. Oracle Corporation and its affiliates disclaim any liability for any damages caused by use of this software or hardware in dangerous applications.

Oracle and Java are registered trademarks of Oracle and/or its affiliates. Other names may be trademarks of their respective owners.

Intel and Intel Xeon are trademarks or registered trademarks of Intel Corporation. All SPARC trademarks are used under license and are trademarks 
or registered trademarks of SPARC International, Inc. AMD, Opteron, the AMD logo, and the AMD Opteron logo are trademarks or registered 
trademarks of Advanced Micro Devices. UNIX is a registered trademark of The Open Group.

This software or hardware and documentation may provide access to or information about content, products, and services from third parties. Oracle 
Corporation and its affiliates are not responsible for and expressly disclaim all warranties of any kind with respect to third-party content, products, 
and services unless otherwise set forth in an applicable agreement between you and Oracle. Oracle Corporation and its affiliates will not be 
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Value-Added Reseller (VAR) Language

Oracle Retail VAR Applications

The following restrictions and provisions only apply to the programs referred to in this section and licensed to you. You acknowledge that the 
programs may contain third party software (VAR applications) licensed to Oracle. Depending upon your product and its version number, the VAR 
applications may include: 

(i) the MicroStrategy Components developed and licensed by MicroStrategy Services Corporation (MicroStrategy) of McLean, Virginia to Oracle 
and imbedded in the MicroStrategy for Oracle Retail Data Warehouse and MicroStrategy for Oracle Retail Planning & Optimization applications.

(ii) the Wavelink component developed and licensed by Wavelink Corporation (Wavelink) of Kirkland, Washington, to Oracle and imbedded in 
Oracle Retail Mobile Store Inventory Management.

(iii) the software component known as Access Via™ licensed by Access Via of Seattle, Washington, and imbedded in Oracle Retail Signs and 
Oracle Retail Labels and Tags.

(iv) the software component known as Adobe Flex™ licensed by Adobe Systems Incorporated of San Jose, California, and imbedded in Oracle 
Retail Promotion Planning & Optimization application.

You acknowledge and confirm that Oracle grants you use of only the object code of the VAR Applications. Oracle will not deliver source code to 
the VAR Applications to you. Notwithstanding any other term or condition of the agreement and this ordering document, you shall not cause or 
permit alteration of any VAR Applications. For purposes of this section, "alteration" refers to all alterations, translations, upgrades, enhancements, 
customizations or modifications of all or any portion of the VAR Applications including all reconfigurations, reassembly or reverse assembly, 
re-engineering or reverse engineering and recompilations or reverse compilations of the VAR Applications or any derivatives of the VAR Applications. 
You acknowledge that it shall be a breach of the agreement to utilize the relationship, and/or confidential information of the VAR Applications for 
purposes of competitive discovery.

The VAR Applications contain trade secrets of Oracle and Oracle's licensors and Customer shall not attempt, cause, or permit the alteration, 
decompilation, reverse engineering, disassembly or other reduction of the VAR Applications to a human perceivable form. Oracle reserves the right 
to replace, with functional equivalent software, any of the VAR Applications in future releases of the applicable program.
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