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Preface

This Guide provides documentation on the tasks related to the handling of E2B reports
in Argus Safety. These include configuration, validation, viewing, transmitting,
monitoring and import of E2B reports.

Audience

This document is intended for the users and administrators of the Argus Interchange
application.

The Oracle Health Sciences Safety Suite

This product is part of the Oracle Health Sciences Safety Suite, an integrated solution
for end-to-end vigilance from adverse event management to signal management,
through the entire lifecycle of a medicinal product from clinical trials to
post-marketing surveillance.

Oracle Health Sciences Safety Suite
Integrated Solution for End-to-End Vigilance Through the Entire Product Lifecycle

Signal and Risk Management
Empirica Topics
Workflow - Collaborafion = Tracking =« Knowledgebase

Argus Enterprise Edition

«_ Argus Intelligence \Emﬁg)
\‘-’ —

%, Argus Safety Japan )

+ Case intake

+ Data entry and coding
+ Quality review

* Medical review

» Expedited reporting

= Periodic reporting

+ Japan workflow

Case Management and Reporting

[“ Empirica Signal )

= Scientific analysis * Monitor and mine spontaneous,
* Dperational metrics clinical, and healthcare data
* Standard and ad hoc quenies and

*+ Routine surveillance and ad hoc
repons detection

» Sell-serice dnll-down dashboards * Disproportonalty algonthms and
= Line listings and summary

otherautomated methods
tabulations * Signal analysis and verification

Business Analytics and Intelligence Signal Detection and Analysis

The Oracle Health Sciences Safety Suite consists of the following components:

= Oracle Argus Standard Edition: Manage and report adverse events through a
workflow including case intake, data entry, coding, quality review, medical review,
expedited reporting, and periodic reporting. Modules include Oracle Argus Safety,
Oracle Argus Interchange, Oracle Argus Affiliate, Oracle Argus Dossier, Oracle
Argus Unblinding, and the Oracle Health Sciences Adverse Event Integration Pack
for Oracle Health Sciences InForm and Oracle Argus.

vi



s Oracle Argus Enterprise Edition: In addition to managing the adverse event
workflow and reporting, employ a powerful and flexible business analytics and
intelligence platform for both scientific analysis and operational metrics. Modules
include Oracle Argus Analytics, Oracle Argus Insight, Oracle Argus Mart, Oracle
Argus Safety, Oracle Argus Interchange, Oracle Argus Affiliate, Oracle Argus
Dossier, Oracle Argus Unblinding, and the Oracle Health Sciences Adverse Event
Integration Pack for Oracle Health Sciences InForm and Oracle Argus.

»  Oracle Argus Safety Japan: Manage and report adverse events in Japan, and
connect the global and local workflows using a single database.

s Oracle Health Sciences Empirica Topics: Manage and document safety signals
through a workflow including validation, prioritization, assessment,
confirmation/refutation, and resulting actions.

= Oracle Health Sciences Empirica Study: Detect and analyze safety signals in
clinical trial data including adverse events, clinically significant labs,
electrocardiograms, vital signs, and shifts from baseline.

= Oracle Health Sciences Empirica Signal: Detect and analyze safety signals in
post-marketing spontaneous adverse reaction data including public health
authority databases and/or private inhouse databases such as Oracle Argus.

= Oracle Health Sciences Empirica Healthcare Analysis: Evaluate safety signals in
healthcare data including electronic medical records and administrative claims,
and support pharmacoepidemiology, comparative effectiveness analysis, and
health economics and outcomes research.

For more information on Argus Safety, visit the Oracle Health Sciences Safety suite
page at:

http://www.oracle.com/goto/pharmacovigilance.html

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers have access to electronic support through My Oracle Support. For
information, visit
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info or visit
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are
hearing impaired.

Related Documents

This section lists the manuals for Oracle Argus products. You can order printed
manuals from the Oracle iStore.

Oracle Argus Documentation

The documentation set includes:

»  Argus Safety Affiliate User Guide
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http://www.oracle.com/technetwork/documentation/hsgbu-154445.html

Argus Safety Administrator’s User Guide

Argus Safety Dossier User Guide

Argus Safety Interchange User Guide

Argus Safety Installation Guide

Argus Safety Service Administrator Guide

Argus Safety Flexible Aggregate Reporting Extensibility Guide
Argus Safety BIP Aggregate Reporting User’s Guide
Argus Safety User’s Guide

Argus Safety Unblinding User Guide

Argus Safety Minimum Security Configuration Guide
Argus Safety Japanese Administrator’s Guide

Argus Interchange Japanese User’s Guide

Argus Safety Japanese User’s Guide

Checking My Oracle Support

The Oracle Argus Safety product suite continues to grow and evolve. To help you use

it and stay abreast of updates we provide between releases, it is a good practice to

check My Oracle Support for information that enhances our released documentation.

To open the Oracle Argus Safety product page on My Oracle Support, complete the

following steps:

1.
2.

Conventions

Open a Web browser to http: /support.oracle.com

Click Sign In and enter your user information.

The My Oracle Support portal opens, displaying general news from several
categories. If you do not yet have an account, click Register here and follow the

instructions given on the registration page.

Click Knowledge.

In the Browse any Product, by Name field, enter Oracle Argus Safety.
Click Go. My Oracle Support loads the Oracle Argus Safety Knowledge Browser

Product Page.

The following text conventions are used in this document:

Convention Meaning

boldface

italic

monospace

which you supply particular values.

Boldface type indicates graphical user interface elements associated
with an action, or terms defined in text or the glossary.

Italic type indicates book titles, emphasis, or placeholder variables for

Monospace type indicates commands within a paragraph, URLs, code
in examples, text that appears on the screen, or text that you enter.
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About Argus Interchange

Oracle Argus Interchange is an electronic submission and exchange module that
enables the transmission of required ICH:E2B reporting functionality as well as the
exchange of vital drug safety information with regulators and partners worldwide.
Cases are reported instantly and accurately using standardized, worldwide reporting
and transmission processes.

A color-coded graphical display provides peace of mind by delivering real-time
insight into transmission status. Further, Argus Interchange is seamlessly integrated
with Oracle Argus Safety, facilitating import, export, and transmission of cases. In
addition, it supports immediate case triage upon electronic intake of data.

Argus Interchange provides the critical link to connect the pre-clinical and
post-marketing safety information domains. This is the crucial component enabling
pharma companies to communicate between their e-clinical and safety systems,
delivering immediate return on investment gains. Argus Interchange will allow any
standards-based systems (ICH:E2B to CDISC:ODM) to instantly exchange adverse
events data. It thereby eliminates costly data entry redundancy and any possibility for
introduction of errors.

Note: The term E2B that is used in this document refers to E2B (R2),
E2B (R3), eVAERS and E2B (R3)reports.

Argus Interchange Process Overview

The following flowchart shows the steps to follow when using Argus Interchange.

b siekac G Schedule View
0gging E2b Report E2b Report
Transmit View View

EZD Report Statuses Acknowledgement

The following table describes each of the steps in the preceding flowchart.
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ICSR

ICSR

Task Description

Logging on Explains how to log on to Argus Safety.

Schedule E2B Report Explains how to schedule an E2B Report for a case using
the New Expedited Report Dialogue.

View E2B Report Explains how to view a scheduled E2B Report in the ICSR
Viewer and check for validation errors.

Transmit E2B Report Explains how to transmit E2B reports by using the Bulk

View Status

View Acknowledgement

Reporting features in Argus Safety.

Explains how to view and understand the status of a
transmitted E2B report.

Explains how to view the detailed acknowledgement
information from a trading partner or a regulatory
authority.

The following flowchart displays the steps to import E2B Reports through Argus

Interchange:

Incoming E2B

Reports

» View Report —»| Duplicate Search

View Difference
Report

View Processed E2B

»  Accept/ Reject > Reports

The following table describes each of the steps in the preceding flowchart.

Task Description

Incoming E2B Reports Explains how to view Incoming E2B Reports.

View E2B Reports Explains how to view an Incoming E2B Report in the ICSR
Viewer.

Duplicate Search Explains how to search for possible duplicate cases in the

View Difference Report

Accept/Reject

View Process ICSR Reports

Argus Safety system.

Explains how to view differences between the current XML
being imported (a message not yet imported into the
database), the current case data in the database and the last
imported case.

Explains how to accept or reject single/multiple E2B
Follow-up/Initial reports.

Explains how to view the Processed ICSR Reports.

ICSR is a a report that contains information describing a suspected adverse drug
reaction related to the administration of one or more medicinal products to an

individual patient.
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ICSR

E2B is the international standard for transmitting medicine adverse event reports
specified by the International Conference on Harmonisation of Technical
Requirements for Registration of Pharmaceuticals for Human Use (ICH).

Minimum Requirement for Electronic Report Generation

The minimum requirements (mandatory) for generating an ICSR report are as follows:

1. One identifiable patient - any one of several data elements is considered sufficient
to define an identifiable patient (such as initials, age, sex)

2. One identifiable reporter - any one of several data elements is considered sufficient
to define an identifiable reporter (such as initials, address, qualifications)

3. One adverse event/reaction (or outcome), and
4. One suspect or interacting drug

Reporting Destination can be configured with a message profile for E2B(R2), E2B(R3),
eMDR or eVAERS report form.

E2B (R2) report contains the following information:

A: Administrative and Identification Information

A.1 - Identification of the case safety report

A.2 - Primary source(s) of information

A.3 - Information on sender and receiver of case safety report
B: Information on the Case:

B.1 - Patient characteristics

B.2 - Reaction(s)/event(s)

B.3 - Results of tests and procedures relevant to the investigation of the patient
B.4 - Drug(s) information

B.5 - Narrative case summary and further information

E2B (R3) and eVAERS reports are built using HL7 version 3 (V3) messaging standards
with the following sections:

Section A:

C.1 - Identification of the Case Safety Report

C.2 - Primary Source(s) of Information

C.3 - Information on Sender of Case Safety Report
C.4 - Literature Reference(s)

C.5 - Study Identification

Section B

D - Patient Characteristics

E - Reaction(s)/Event(s)

F - Results of Tests and Procedures Relevant to the Investigation of the Patient
G - Drug(s) Information, and

H - Narrative Case Summary and Further Information

About Argus Interchange 1-3



ICSR

eMDR reports are built using HL7 version 3 (V3) messaging standards with the
following sections:

A - Patient Information

B - Adverse Event or Product Problem

D - Suspect medical device

E - Initial Reporter

F - For Use by User Facility /Importer (Devices Only)

G - All manufacturers

H - Device manufacturers only

The following are the key features of reports in HL7 format:

1.

Structure and Cardinality - Messages are built using Health Level 7 Version 3 (HL7
V3) messaging standard.

International Standard Code Sets - International Standard Code Sets are used in
HL7 messages: ISO 5218, ISO 639-2, NCI and UCUM.

Null flavors - ICH ICSR uses the codes from the HL7 Messaging Standard to
categorize exceptions. Null flavor such as NI, NA, UNK enables transmission of
an empty element and provides an explanation for the reason for the lack of data
using codes. Confidential information such as Patient or Reporter’s name and
address can be masked by the sender due to security, privacy or other reasons by
using MSK Null flavor.

Attachments can be presented in-line within the ICSR message itself. In-line data
is transmitted as part of the encapsulated data value in the ICSR message.

About Argus Interchange 1-4



2

Configuring Argus Interchange

This section is intended for Argus Interchange Administrators. The flowchart shows
the steps to follow when configuring, reviewing, and administering Argus

Interchange.
Configure Configure Configure
ESM Mapping + Regulatory List Maintenance

Profiles I Authorities I Itams

'

Review

% Monitor View
E2b Reports E2b Reports Audit Log

y

ESM Mapping Utility

Argus Interchange mapping utility helps to configure the Argus Interchange Service.
This chapter provides the following information:

s Configuring Argus Interchange Service

» Adding a Database for Argus Interchange Service

Configuring Argus Interchange Service

You can configure the Argus Interchange Service by updating the initialization (INI)
file from the Argus Interchange Mapping interface.

1. In the Windows 2012/2012R2 server, navigate to Apps and click on ESM Mapping
tool. This opens the Service INI set up Dialogue box.

Configuring Argus Interchange 2-1



ESM Mapping Utility

= Service INI File Setup -
EMAIL Section EDI Section
IT Email [ EDI Gateway [ascway cycions =]
Lo EnT I EDI Database Name  |CYCLONE
User Email [
EDI User ID [eyclone
Sender Email |ms exchange settings
EDI Password ==

Note: Use ! sign in the email fields if you do not want to send

&mails
DTDLOG
DTD Path |c:iProgram Fies (x88)\Oracle\argus\interchangeService\DTDFiles
Enter Full Path
EL?'E. 'E_ih‘fp?frm |ci\Program Files (x88)\0racle\argus\nterchangeService
Multiple Database Section

Database | user Hame | Elapse Time EDI T Time Out Media Tx Time Out | XML Tx Time Out
{E} Add New Process

+ ASBICS ESM_LOGIN 1 Min. 10 Min 10 Min. 10 Min

< n >

ok Cancel

2. Use the items in the Service INI File Setup Dialogue to configure the Argus
Interchange Service INI file.

3. Enter the data for each field as required.

Service INI File Setup Dialogue Box
The following tables lists and describes the fields in the Service INI File Setup

Dialogue box.

Item

Description

IT E-mail

Business E-mail

User E-mail

Sender E-mail
EDI Gateway

EDI Database Name
EDI User ID
EDI Password

DTD Path
Log File Path

Enter the e-mail address that Argus Interchange Service should use
to send e-mails, if the transmit time out occurs for Physical Media
or EDI Gateway.

Enter the e-mail address that Argus Interchange Service should use
to send e-mails, if the Receive ACK time-out value is reached.

Enter the e-mail address that Argus Interchange Service should use
to send e-mails, when the user does not process the E2B Report
within the time-out value. The Argus Interchange Service uses
SMTP as its mail system.

Enter the e-mail address that Argus Interchange Service should
display, as the 'From” address in the e-mails that it sends.

Select the name for the EDI Gateway - from either Axway Cyclone
or Oracle B2B.

Enter the database name for the EDI software.
Enter the user name for EDI database.

Enter the password for the user name associated with the EDI
database.

Enter the path for the DTD file.

Enter the path where the Argus Interchange Service will write the
log files.

Configuring Argus Interchange
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ESM Mapping Utility

Item Description

Multiple Database Displays all the configured databases for ESM Service.

Section

Delete Button Click Delete to remove the entire Database Configuration from

ESM Service INI File.

Adding a Database for Argus Interchange Service

You can configure the Argus Interchange Service to support multiple database.

To configure a database:

1. In the Setup INI File Dialogue box, double click Add New Process to open the

Service DB Setup Dialogue.

Datahase Section

Service DB Setup

Database Mame
User ID

Process

Receive Process

[ Unigue Database ID
| Password

—
—

[

Archive Folder I

——

Receive Processes

Time Out Section

EDI Transmit Time Out value (File is not picked up by Gateway)
Physical Media Transmit Time Out value (File is not picked up manually)
Receive ACK Time Out value (ACK is due for transmitted reports)
Processing Time Out value (ICSR Report not Processed by User)

XML Transmit Time Out value (File is not picked up by Gateway)
Binary Transmit Time Out value (File is not picked up by Gatewvay)

MDN Time Out Value (For ICSR Reports which have received Bus ACK)

Process Elapse Time I‘l

Browse |
Browse |

Minutes

Minutes
Minutes
Minutes
Minutes
Minutes
Minutes

Hours

Cancel

2. Use the items in the Service DB Setup Dialogue to configure the ESM Service INI

file.
3. Enter the data in the fields as required.

Note: ESM Service.ini can be configured for MAX_FILES_IMPORT_
PER_RUN at database level under the Database section. This should
be set to a number. This determines how many files are read from
incoming folder so as to allocate to Receive Process(es). This includes
both ICSR reports and Acknowledgments. If it is not defined, an
internal limit of 1000 is assumed.

Service DB Setup Fields

The following table lists and describes the fields in the Service DB Setup Dialogue box.

Configuring Argus Interchange 2-3



ESM Mapping Utility

Item Description

Database Name Enter the name of the Adverse Event database.

Unique Database ID  Identifies each database uniquely. In the case of multiple databases,
the value of this field should be unique.

User ID Enter the user name for the Service.

Password Enter the password associated with the User Name entered in the
USER ID field.

Process Enter the full path of the ESMProc.exe file. The system uses this path
to locate the ESMProc.exe file.

Receive Process Enter the full path of the E2BReceive.exe file. The system uses this to
locate the E2BReceive.exe file.

Archive Folder Enter the full path where the system places the file processed by
Argus Interchange.

Receive Processes Enables you to specify multiple E2B receive processes

Count

You can specify from 1 to 5 E2B receive processes
The default is 1.

Process Elapse Time  Enter the time interval for the Argus Interchange Process to run.

Enter EDI Transmit The amount of time, in minutes, that must pass before the system
Time out Value sends an e-mail message when an E2B Report has not been
transmitted within a specified time period.

Note: The minimum value for the time-out is 10 minutes.

Enter Physical Media Enter amount of time, in minutes, that must pass before the system
Transmit Time out can send an e-mail message when an E2B Report has not been sent
Value manually by a specified person within a specified time period.

Note: The minimum value for the time-out is 10 minutes.

Enter Receive ACK Enter the amount of time, in minutes, that must pass before the
Time Out Value system can send an e-mail message when an ACK message has not
been received within a specified time period.

Note: The minimum value for the time-out is 10 minutes.

Enter Processing Enter the amount of time, in minutes, that must pass before the
Time Out Value system can send an e-mail message when an Incoming Report has
not been processed within a specified time period.

Note: The minimum value for the time-out is 10 minutes.

Enter XML Transmit Enter the amount of time, in minutes, that must pass before the
Time Out Value system can send an e-mail message when an XML file is not picked
up by the Gateway.

Note: The minimum value for the time-out is 10 minutes.

Enter Binary Enter the amount of time, in minutes, that must pass before the
Transmit Time Out  system can send an e-mail message when a binary file is not picked
Value up by the Gateway.

Note: The minimum value for the time-out is 10 minutes.
Enter MDN Time Out Enter the amount of time, in hours, that must pass before the system

Value stops polling the MDN information from the EDI server after
receiving the Business ACK for a transmitted report.

Configuring Argus Interchange 2-4



Argus Console

Argus Console

The Argus Console enables you to configure the Regulatory Authorities to which E2B
Reports need to be submitted. In accordance with ICH Guidelines, you can configure
additional Code List items with new E2B codes.

This section includes discussions of the following;:
= Configuring Regulatory Authorities

»  Configuring SMTP

= Configuring Code List Items

Configuring Regulatory Authorities

Transmitting E2B reports to an Agency/Trading Partner, requires you to create a
regulatory authority entry in the Code List. After creating the regulatory authority,
you can transmit regulatory reports to it.

To configure a regulatory authority:
1. On the Argus Console, Click Code Lists -> Argus.

2. When the system opens the Code List Maintenance screen, select Reporting
Destination from the list.

ORACLE" Welcome ayesha, Tuesday, April 20, 2010 (PRSTD60)  ‘eses T
Covotnn | ominens contavton | sorens arsasmens | promcormaesion | Tooe [
CODE LIST MAINTENANCE
Browse Reporting Destination Filter
= Field Value
Organized by | Code List v
) oo ] | ==
[ Letter Configuration ~
[ Literary Citation Total Number of Rows (11) -
(3 Local Evaluator Comment Type Agency Name - Agency Type Department Registration # Contact Type FAX FAX Cover I
- Manufacturers CBER Other A 949-453-1817
~[ 0 Medical Status COER WA 9494531817
(23 message Type Conv of FDA DG 3-D; 949.4521817 hd
(23 Nature of Event Add New Gop: T Frint |
-3 Occupations. . —
Add Hew Reporting Destination
[ Package Units
Agency Information | Local Company Contact | Ebi | smTp
[ Product Group v
- Proect D ¥ Agency Name Preferred Method Contact Type —
3 Reference Type | 0
Agency Type
(3 Report Media
o [ | [limporter
- Report Type Department L] ]
[ Reporter Information I |
[ Reporter Type Email Address FAX Cover
-[£5 Reporting Destination [ I[ | D ormine Recipient
-3 Reporting Destination Type:
[C3 Routes of Administration G T T 3
(3 study Center Title. First lame Middle Last
(3 Study Development Phiase [ [ J I ]
3 User Sies ||| Address Phone | ‘F_xi | |C0un|ry Code
Help Text FAX Ext Country Code
This screen helps in capturing Reporting A ‘ | ‘ ‘ | ‘
Destination information. Reguiatory reportsare || | <. . et E—— ~
submitted to Reporting Destination. Local - [

amnany cantact infarmatien i alsn arovided

Note: If a report is already scheduled for a Reporting Destination,
then clicking on the Delete button displays an error message that this
item is already being used, and hence, cannot be deleted.

Refer to the Argus Safety Administrator’s Guide, Configuring Reporting
Destination section for information on using Reporting Destination.
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Configuring Code List ltems

Argus Safety Codelist values are associated to E2B Codes for the applicable factory
data items. If you enter new codelist values, appropriate E2B codes must be entered
for sending the newly added data in E2B reports.
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Configuring Argus Interchange - Web

This chapter provides information on configuring web-based Argus Interchange.

Web-based Interchange Mapping

This section contains the following sections:

Navigating to Interchange Mapping
Managing Profiles

Comparing Profiles

ICSR Codes Translation

Viewing the Audit Log

E2B Extensions

Navigating to Interchange Mapping

This section provides information on navigating to the Interchange Mapping menu.

To navigate to the Interchange Mapping menu:

1.
2

Open Argus Console.
Go to System Configuration ->Interchange Mapping.

Code Lists

Business Configuration Access Management System Configuration Tools

Managing Profiles

Case Priority
Field Validation

Field Labels

LAM System Numbering

System Management (Common Profile Switches)
WorkFlow

System Numbering

SMTP Configuration

Enabled Modules.

Interchange flapping Manage Profie
Compare Profie

E2B Codes Translation
View Audit Log

Argus Interchange Mapping provides the following standard Message and
Acknowledgement profiles:

ICH-ICSR V2.1 MESSAGE TEMPLATE
ICH-ICSR V2.1 MESSAGE TEMPLATE - EMA
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s ICH-ICSR V2.1 MESSAGE TEMPLATE - FDA

s ICH-ICSR V3.0 MESSAGE TEMPLATE

s ICH-ICSR V1.1 ACKNOWLEDGEMENT TEMPLATE

s ICH-ICSR V1.1 ACKNOWLEDGEMENT TEMPLATE - EMA
s ICH-ICSR V1.1 ACKNOWLEDGEMENT TEMPLATE - FDA
= CBER EVAERS V1.0 MESSAGE TEMPLATE

= CDRHeMDR V1.0 MESSAGE TEMPLATE

This section provides information about working with profiles and includes
discussions of the following:

s Defining a Profile
s Printing a Profile
s Copying a Profile
s Deleting a Profile

Defining a Profile

This section describes viewing or modifying the rules of a profile in the Interchange
Mapping. You can view profile details by selecting a Profile from the Interchange
Mapping screen.

. Code Lists | iness Configuration |  Access | system Configuration |  Tools _

Manage Profile
Select a Profile

Profile ICH-ICSR V2 1 MESSAGE TEMPLATE - EMA -
ICHACSR V2.1 MESSAGE TEMPLATE - EMA |
- ICHCSR TRANSMIT | RECEVE |

+|- ICHICSRMESSAGEHEADER[M.1]
ﬂ SAFETYREPORT[A1]

»

Adverse Event Database Select Statement E2B Check L

1

* Profile Type is TEMPLATE. All Fields are Read-only.

4 1 r Save. Copy Frofile Delele Frint

On selecting a Profile from the drop-down, the system displays the following
information:

»  The tree view structure of ICSR elements
s The Transmit and Receive tabs
The following notes are displayed at the bottom of the screen:

= When a profile provided as part of the factory data is selected, * Profile Type is
TEMPLATE. All Fields are Read-only.
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Usin

When a custom profile is selected, * Profile Type is User DEFINED. Fields with white
background are editable.

g the Transmit Tab

B coderists | iness Ci

Access

| ssiem contpurten_| 100 [

Manage Profile
Select a Profile

Profile

ICH-ICSR V2.1 MESSAGE TEMPLATE - EMA -

ICH-ICSR V2.1 MESSAGE TEMPLATE - EMA SERIOUSHESSDISABLING

E

E

|- ICHICSR

ICHICSRMESSAGEHEADER [ W.1]
MESSAGETYPE[M.1.1]
MESSAGEFORMATVERSION [ M.1.2]
MESSAGEFORMATRELEASE [M.1.3]
MESSAGENUMB [M.1.4]
MESSAGESENDERIDENTIFER [M.1.5]
MESSAGERECEWVERIDENTIFER [ M.1.8]
MESSAGEDATEFORMAT [M.1.7a]
MESSAGEDATE[M.1.7k]
SAFETYREPORT[A1]
SAFETYREPORTVERSION
SAFETYREPORTID [A.1.0.1]
PRIMARYSOURCECOUNTRY [A11]
OCCURCOUNTRY [A12]
TRANSMISSIONDATEFORMAT [ A13a]
TRANSMISSIONDATE[A1.3b]
REPORTTYPE[A1.4]
SERIOUS[A151]
SERIOUSNESSDEATH[A152]
SERIOUSNESSLIFETHREATENING [A 1.5,
SERIOUSNESSHOSPITALIZATION [A 1.5,
SERIOUSNESSDISABLING[A152]
SERIOUSNESSCONGENTALANOMALIT 2
SERIOUSNESSOTHER[A152]
RECENVEDATEFORMAT [ A 16a]
RECEVEDATE[A16b]
RECEIFTDATEFORMAT [A1.7a]

[ v

] »

TRANSMIT |

RECEIVE |

Adverse Event Database Select Statement E2B Check mL

>

CASE_ID = :CASE_ID

[SELECT DECODE(SUM(DECODE(CASE_EVENT.SC_DISABLE, 1, 1, 0)), 0, 2, 1) SERIOUSNESSDISABLING FROM CASE_EVENT WHERE

111

1

* Profile Type is TEMPLATE

All Fields are Read-only.

[ seve || CopyProfile || D= | Print

Use the following procedure to view details on the Transmit Tab:

1.
2.

Select a profile from the Profile drop-down list.

Click Transmit.

The following table lists and describes fields on the Transmit tab:

Item

Description

Adverse Event
Database Select

Statement

ICSR check checkbox

Blind in PMDA AE
Paper Report

Enables you to enter and view the SQL logic used to extract the
value of the selected element of the profile from the AE database.

Indicates whether the selected profile is used in the ICSR check

functionality in Argus.

The ICSR check function validates E2B reports based on the
validation rules defined for the profiles.

Only profiles that have the ICSR checkbox selected are used for
validation.

Select this check box if the selected profile must be blind in the
PMDA AE Paper Report.

This check box is available only for PMDA E2B R2 Profiles for
Japanese user and if the Japanese version is enabled.

Using the Conformance Rules Tab

A new tab Conformance Rules is now available to users for all the E2B R3 based ICSR
Profiles, that is, ICH, EMA, eVAERS and PMDA. The Japanese DTD tab is not
available to PMDA E2B R3.
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The tab allows user to configure following parameters against each ICSR Element
node for which data is transmitted (as it is applicable only for E2B export logic). It is
available only for the ICSR Element Nodes (except for the Message & Batch Header
tags - N) for which data is transmitted and is not available for parent element, as the
attributes specific to validations are applicable only at root element level.

This configuration remains un-editable (read only) for all out-of-the-box E2B R3 based
ICSR template profiles (ICH, EMA, PMDA, eVAERS) but is allowed to be edited for
custom/copied profiles. (The configuration data for out of the box mapping profiles is
available with the mapping of that profile).

The Conformance Rules tab data is also copied to the new profile when user copies
any existing ICSR profile.

The following is the Conformance Tab for ICH, EMA and eVAERS profile:

Manage Profile
Pronio (RSN PO v
RAJE S NON.PHOA MESSAGECREATIONDATE
o ICHICSR
; = [ oanswr__|
BATCHMESSAGETYPE [H.11] Feld Name. Fiekd Location
BATCHMESSAGENUMS (1 12]
BATCHMESSAGESENOERIDENTIFER || ooy T— ] e [ aswea Vaiues Chock Requirea
BATCHMESSAGERECENERDENTI!
BATCHMESSAGEDATE [H15] it e —
4 1CSREPORT radatory Rlomg v
S ICHIGSRMESSAGEHEADER [N 2]
5 I — P P O, twa

MESSAGESENCERIDENTIER (1 |||
MESSAGERECENEROENTIFER |
MESEASECREATIONDATE [H 21

4 SAFETVREPORTIC 1]
SAFETYREPORTID[C11]
TRANSMISSIOHDATER3 [ €121
REPORTTYPE [C13]
RECENVEDATE [C.14]
RECEPTDATE [C15]
ADOITIONALDOCUMENTR [C.1¢
FULFILLEXPEDIECRITERIARS [ C
COMPANVNUMBIC.181]
CASESENDERTYPE [C.182]
OUPLICATER3[ G191
CASEMULUFICATION G 1111]
HULLIFICATIONREASON [€ 1115

5 DOCHELOBYSENDER [C1811]
DOCUMENT [C1681r1]
INCLUDEDOCUMENT [C 151
DOCMEDIATYPE
COCREPRESENTATION || Profie Type = Uer DEFINED. Fei wth whte Bochgronesd e oataie
< > |l

o | S —— p———

The following is the Conformance Tab for PMDA profile:

Manage Profile

Profile [RAsESH.PMDA vl

T
= IcmcsA : Al mmansr_| Y
i N | PR ] | Gt e

A
BATCHMESSAGENUME [ N12]
BATCHMESSAGE SENDERIDENTIFIER.
BATCHMESSAGERECEVERDENTIFIL
BATCHNESSAGEDATE [N.15] [ —
5 ICSREPORT X

< ICHICSRMESSAGEHEADER [ N21]
"

Dats Type [Giher =]  OataLengmn 10090

] mowes Vatses Check Required

a1 Repartiog Category Dosc Primary Valiaation Category Aot Vasasons
MESSADESENDERIDENTIFER [ 11
oo “» Gemastaiechon ecer ibeied o) | —— S
MESSAGECREATIONDATE (121 " emesteiDa reped haeied 851 | — s
J MMLWADMINTEMSICER | 12 -
. MHLWADMICSROASENUM | 241 ac Crrsesstoechon gt Markted g = Soea
ARNOTAACRCASETACE » GrerseavGR report Marisid ag] = S
MHLWADARCSRCASENUN | : e
| MDY e Aesearchirecban s Warted ) | — =
MHUWSTARTDATEREPORTIN - e —_—
MHLWSTTDTREPCRTINGTIME 1 L]
MHLWFLAGEORURGENTRERY a ety i ot couries mchdn dacoenmud ™ Swea
MMLWADAICSRCOMPLETECL
M WA A o Dimeste iecton egon imesigstonst o) = s
NHLUTLAGFORUTOFRPTCR!
o Gmesba/ADR eper v ] = =
MHLWREASONFORUTOFRPT! shpsbonsl duvy
NHUIRETROSPECTVERIAL o Grarssuinecton teger [meesigatona  —— | —
MHLIADAICSRCOUNTERME.
" [T 1 ~.
e w Ortrie VAR gt et ahonal v  — =
MHLWCOMPOUNDHUM [ 42.1; [ esearchintection report (nvesigatonal dng) 2] Smezt ~|
MHUWSUMMAR YOFREPORTC _— =~
uinisiasmunibsiontielV | P ———
< 3 i | I N Fres.

To configure the validations rule against the ICSR element, following fields have been
made available to user under the Conformance Rules tab:
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Field Type Description
Field Name / Field  Textbox Field Name/Label of the Case form or Console Ul field to which
Name (J) Length:255 AN g;el Cclelement's mapping logic corresponds to is specified in this
ICH, EMA, eVAERS : English
PMDA: Japanese
For PMDA E2B R3: Refer Mapping xIs> Mapping(Sheet)> Ul
Field Name(])
Field Location Textbox Ul Eields Location / path of the Cqse form or Consqle Ul ﬁ'e!d to
Length:255 AN :ﬁlslcfiicge element's mapping logic corresponds to is specified in

Data Type

Data Length

Mandatory Along
with

Drop-Down list

Textbox
Length: 9 chars

Drop-down list

Allowed Value Check Checkbox

Required

Allowed Values

Button

ICH, EMA, eVAERS : English
PMDA: Japanese

For PMDA E2B R3: Refer Mapping xIs > Mapping(Sheet) > Ul
Field Name(])

This drop-down list has the following options in the below
specified order:

Blank (Default)
Country

Date/Time

E2B Code

MedDRA Term/Code
MedDRA Version
Text

For PMDA E2B R3: Refer Mapping xls > Mapping(Sheet) >
PMDA Data Type DTD R3

This text box allows user to enter only Numeric Values

For PMDA E2B R3: Refer Mapping xls > Mapping(Sheet) >
PMDA Length DTD R3

This drop-down list contains the DTD_ELEMENT name that are
present under the same parent of the selected element (except the
selected element itself), with blank as the first and the default
option

Format: DTD_ELEMENT(DATA_ELEMENT)

Display Order : Same as they are listed in the Element navigation
tree on the left

For PMDA E2B R3: Refer Mapping xIs > Mapping(Sheet) >
Mandatory Along with

This checkbox is left unchecked by default

For PMDA E2B R3: Refer Mapping xIs > Mapping(Sheet) >
Allowed Values

On Clicking this button opens up Allowed value configuration
dialogue for configuring the allowed values for the selected
elements against that profile

This button is enabled only if Allowed Value Check Required
checkbox is checked

For PMDA E2B R3: Refer Mapping xls > Mapping(Sheet) >
Allowed Values
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Field

Type

Description

Primary Validation
Category

Additional
Validations

PMDA Specific
Reporting Category

Reporting Category
Description

Primary Validation
Category

Additional
Validations

Drop-Down list

Button

Label

Label

Drop-Down list

Button

This drop-down list is available for all ICH, EMA, eVAERS
profiles only.

The following option is listed in the drop-down list in the below
specified order:

Blank (Default)
Mandatory
Conditional Mandatory
Do not enter

Other Fatal Validation
Optional

On clicking this button Additional Validation Configuration dialogue
opens up, this dialogue enables users to configure the SQL based
validations for the element.

This button is available for ICH, EMA, eVAERS

All Reporting Category R3 Codes
(AA,AB,AC,AD,AE,AF,AG,DA,DB,DC,DD,DE,DEDG,BC,BD) as
configured in the Reporting_category (flex code list) are listed
here, along with Nullification.

Description of the corresponding Reporting Category is listed
here.

This drop-down list is available for PMDA profile only.

The following option is listed in the drop-down list in the below
specified order:

Blank (Default)

Mandatory

Mandatory for Completion Report
Conditional Mandatory for Completion Report
Conditional Mandatory

Do not Enter

Other Fatal Validation

Optional

For PMDA E2B R3: Refer Mapping xls > Mapping (Sheet) >
Reporting Category wise Conformance

On clicking this button Additional Validation Configuration dialogue
opens up, this dialogue enables users to configure the SQL based
validations for the element.

Available button available against each Reporting Category.
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Field

Type

Description

Save

Print

Button

Button

On clicking the Save button the changes are committed to Data
base and audit logged.

This committing of data includes any changes done in the Allowed
Value Configuration and Additional Validation Configuration
dialogues as well.

On clicking the Save button, the application logic validates that
there exists a Primary category for the ICSR Element

= In case of Non-PMDA profile: Element Level
= Incase of PMDA: Reporting category level

If there exists a row with primary category as blank, the
application displays an error message: Please select a Primary
Validation category for the element Title: ICSR Validation with OK
Button.

On clicking the print button, the application prints all the
Conformance rule tab data.

The Allowed Values Configuration Dialogue

&) Allowed Value Configliration -- Webpage Dislog

icsr Bement- i TTOTREPORTING TIMEF RAMCHN]

g Cade Description
1

2

]
T ——
Description(J) Associated |

On clicking Allowed Values, the Allowed Values Configuration dialogue (modal Dialogue)
opens. The Allowed Values Configuration dialogue lets users View, Add, Update, Delete

and Associate/De-associate the Codes and Description attribute of the Allowed values
for the particular ICSR element for that profile.

Description for fields/buttons on the Allowed Values Configuration dialogue:

Table 3—1 Allowed Values Configuration dialogue fields

Code textbox

Description textbox

Description (J) textbox

This is a textbox where user enters the Code value that is being
transmitted in the ICSR report. For example, E2B R3 Codes, ISO
code and so on.

This is a textbox where user enters the description against the
Code that is being transmitted in the ICSR report.

This is a textbox where user enters the Japanese description
against the Code that is being transmitted in the ICSR report.
This is visible only to J user (when ] module is enabled) and only
for PMDA Profile
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Table 3-1 Allowed Values Configuration dialogue fields

Edit button On clicking the edit button, the Code and Description textboxes
become enabled for user to edit

Associate checkbox User associates or de-associates the allowed value for an element
for the profile by checking and un-checking this checkbox.

Add button On clicking the Add button, a new row is added to the grid,
with Code, Description text boxes and Associate checkbox
(unchecked) enabled by default.

Delete button Deleted button is disabled by default, and is enabled only if user
selects a user created custom allowed value row in the grid

The Additional Validation Configuration Dialogue

) Additional Validation Configuration

- Webpage Diskog =]

Vaikdation Category  Message { Measagels)

Coniiensi Mandalony | [Vakie Tor 27 {QUALIFICATIONR] showld il | [SELECT CASE WHEN COUNT (1) >0 THEN 1 ELSE 0 =
[ vawe of G 2. : [END fadure FROM repor
[PRIMARYSOURCEREGPURPOSE] i 1
[C2 15 [PRIMARYSOURCEREGPURPOSEIG A 1
[TH2Wa. C 21 OUALIFICATIONRIOBEIRE
[FREELBULT.

o
= report_id AND primaryscurceregpurpase = 1 AND
fasaidicatioar’ IS NULL

Clicking Additional Validations displays the Additional Validation Configquration dialogue
which lets the user View, Add, Update, Delete, Associate/De-associate, categorize and
mark a validation to be Primary for the ICSR element of that profile.

If user marks any validation as Primary, the Associated checkbox is checked and
disabled by default.

On unchecking the Primary Validation checkbox, the Primary validation checkbox for
all other validations and the Associated checkbox and Validation Category drop-down
list for this particular validation is enabled.

For ICH, EMA and eVAERS profiles Additional Validation can be configured at the
element level, whereas for the PMDA profile the validation can be configured
individually against each reporting category for that element.

The OOTB validations are only allowed to be Associate, Disassociate, categorized or
marked as primary for the element, and the Edit button always remains disabled for
all such OOTB validations.

Description for fields/buttons on the Additional Values Configuration dialogue:

Table 3-2 Additional Values Configuration dialogue fields

Message Text area In this text area, the user specifies the message that is printed in
the validation report in case of a failure validation.
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Table 3-2 (Cont.) Additional Values Configuration dialogue fields

Message (J) Text area In this text area, the user specifies the Japanese message that is
printed in the validation report in case of a failure validation.
This is visible only to J user (when ] module is enabled) and only
for PMDA Profile.

Validation SQL Text area In this text area, the user specifies the SQL condition for the
validation that is executed in order to run this particular

validation.

Edit button On clicking the edit button, the Message and Validation SQL text
areas becomes enabled for user to edit.

Associate checkbox User associates or de-associates a validation against an element
for the profile by checking and un-checking this checkbox.

Validation Category User specifies the category of validation by selecting an option
from this drop-down list.

Primary Validation User marks a validation as primary validation against an

checkbox element for the profile by checking this checkbox.

Add button On clicking the Add button, a new row is added to the grid,

with Message, Description text areas, Associate checkbox
(unchecked) and Validation Type drop-down list (blank) enabled
by default.

Delete button Deleted button is disabled by default, and is enabled only if user
selects a user created custom validations row in the grid.

Using the Receive Tab Use the following procedure to view details on the Receive Tab:
1. Select a profile from the Profile drop-down list.
2. Click Receive.

The following table lists and describes the fields on the Receive tab:

Item Description

Import Mapping Enables you to enter and view the PL/SQL code to be processed
Logic: PL/SQL Code for the selected element of the profile during the import.

Enable Post-Save Enabled for Template and Custom profiles and is a profile level
checkbox switch. When this checkbox is marked, then post-save routines

are executed while importing an ICSR message.

Extended E2B Enabled only for Custom profiles and is a profile level switch.

When this checkbox is marked, the profile is considered as an
Extended E2B Profile (E2B+ Profile).

Current Element is When this checkbox is marked, this field is treated as part of the
part of Primary Key  Primary key. Values in Primary keys are used for matching data
in an existing case while importing Follow-up reports.

Based on the results, either a new record is created or an existing
record is updated.

Select AE column as  Displays the Argus Case Form Database column name to which
a part of Primary Key the current primary key E2B element is mapped.

This relationship compares the E2B element from the incoming
follow-up report to the related Case Form database column name
value in the target case to identify matching records in repeater
sections.
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Item Description

Always Import for Governs the default Ul behavior of the Import checkbox that
Initial /Follow-up appears against each element in the E2B Difference Report screen.
reports If this checkbox is checked for an element, the corresponding

checkbox on the E2B Difference Report screen also appears as
checked and disabled. By enforcing the behavior of always
importing that element, the user cannot uncheck the checkbox on
the E2B difference screen.

Printing a Profile
Use the following procedure to print a profile.

1. Select the profile to print from the Profile list.
2. Click Print. This prints a PDF of the selected profile.

Copying a Profile

Note: The Copy Profile option can be used to create custom ICSR
profiles with customized Export / Import mapping logic for any ICSR
element. However, any new changes / fixes applied to factory ICSR
profiles are not automatically applied on the custom ICSR profiles.
Hence, the custom profile logic may get obsolete by any Argus Safety
version upgrade which has changes / fixes applied to factory ICSR
profiles. In such a scenario, customers should re-create their custom
ICSR profile again, by copying the new factory ICSR profile and
applying their custom Export / Import mapping logic manually.

Use the following procedure to copy a profile.

1. Select the profile to copy from the Profile list.

2. Click Copy Profile, to open the Copy Profile dialog box.

3. Type the profile name in the To Profile field, and click Save.

#| DEFAULT-Copy Profile - Webpage Dialog % [ [
ey e
Copy Prafile

Copy Profile from:  ICHICSR V2.1 MESSAGE TEMPLATE - EMA

DTD Version I:l Profile Type I:l

DTDRelease [0 | Type ition |

Profile Agency |

Deleting a Profile

You can only delete profiles created or modified in the Interchange Mapping interface.
You cannot delete Template profiles.

Use the following procedure to delete a profile.

1. Select a custom profile to delete from the Profile list. The system enables the Delete
button.
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. Code Lists | iness Configuration | Access | system Configuration |  Tools _

Manage Profile
Select a Profile

Profile TesT -
[3- [CHICSR * [l ransmm RECEIVE |
- ICHCSAMESSAGEHEADER [M.1]

e Adverse Event Database Select Statement E28 Check L
MESSAGEFORMATVERSION [ M.1.2]
MESSAGEFORMATRELEASE [1.1.3]
MESSAGENUMB [ M.1.4]
MESSAGESENDERIDENTFER [ W.1.5]
MESSAGERECENVERIDENTIFER [ M.1.6 ]
MESSAGEDATEFORMAT [M.1.7a]

; MESSAGEDATE [M.1.7b]

<} SAFETYREPORT [A.1]

..... SAFETYREPORTVERSION

..... SAFETYREPORTID [ A.1.0.1] =
..... PRIMARYSOURCECOUNTRY [A1.1]

..... OCCURCOUNTRY [A12]

..... TRANSMISSIONDATEFORMAT [A1.3a]
..... TRANSMISSIONDATE [ A1.30]

..... REPORTTVPE [A1.4]

..... SERIOUS [A151]

..... SERIOUSNESSDEATH [A152]

..... SERIOUSNESSLFETHREATENING [ A1.5.
..... SERIOUSNESSHOSPITALIZATION [ A1.5.
..... SERIOUSNESSDISABLING [ A.152]

..... SERIOUSNESSCONGENTALANGMALI[ 4
..... SERIOUSNESSOTHER [ A.152]

..... RECENVEDATEFORMAT [A16a]

..... RECEVEDATE [A.16b]

[ M N [ Save || copy Pisfile. ||, peiete ) | Frint

white background are editable.

* Profile Type is User DEFINED. Fields w

2. Click Delete.

3. Click Yes to confirm.

Comparing Profiles

You can compare two profiles to find element-level differences. Select a source profile
in the left pane and a target profile in right pane, and run Compare Profiles to generate
the differences. Compare Profiles also lets you update the SQL statements (at the
element level) of the Destination Profile elements with those of the Source Profile.

To compare profiles:
1. On the Argus Interchange Mapping menu, click Compare Profiles.

2.  When the system opens the Compare Profiles dialog box, use the items in the
Compare Profiles dialog to compare profiles.

Compare Profile

Select Profile

Source Profile

Destination Profie |

Source Profile Destination Profile

Source Profile Destination Profile
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3. Enter the data in the files.

Comparing Profile Dialog Box Fields
The following table lists and describes the fields on the Compare Profile dialog box.

Item

Description

Source Profile drop-down

Destination Profile
drop-down

Show Difference Only

Compare

Source Profile pane

Destination Profile pane

Print

Update

Update All

Close

Is used for selecting a source profile from the available
profiles configured in the system.

Displays the profiles with the same version and type
(message/acknowledgement) as the ones in the Source
profile.

Note: The source profile is to be selected before selecting the
destination profile. The destination profile is disabled if you
have not selected the source profile.

Displays those nodes that contain different SQL statements
between the source and destination profiles when this
checkbox is checked.

Compares the differences between the source and destination
profiles when this button is clicked.

Note: The elements that are different in the Source and
Destination profiles are displayed in a light gray background
color.

Displays the source profile and its elements in a tree
structure. When you click on any of the elements, the
corresponding SQL statements are displayed on the source
profile textbox, which is on the left-corner below the Source
Profile pane.

Displays the destination profile and its elements in a tree
structure. When you click on any of the elements, the
corresponding SQL statements are displayed on the
Destination profile textbox, which is on the right-corner
below the Destination Profile pane.

Prints all the SQL statements of the source and the
destination profile with differences highlighted.

Note: If there are no differences between the source and
destination profiles, the following pop-up message appears:
"No differences found and no report is printed."

Updates the individual SQL statements related to each
element. Clicking the Update button also updates SQL
statements in the destination profile.

Note: The Update button is enabled when the nodes with
different SQL statements are clicked.

Updates all the differences in SQL statements across all the
elements between the source and destination profiles.

Note: When a user clicks the Update All button, the
following pop-up message appears: "Are you sure you want
to update all the SQL statements in Destination Profile with
Source Profile?" Clicking Yes updates all the SQL statements
whereas clicking No does not update.

Closes the Compare Profiles window.
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Note: The Update and Update All buttons are never enabled when
the profile selected from the Destination Profile is of the type
template.

ICSR Codes Translation

ICSR Codes Translation enables you to configure rules to translate the ICSR codes and

values in the incoming ICSR reports, which come from different trading partners to

preferred values in the AE system during case creation.

Go to Interchange Mapping -> ICSR Translation Codes to open the ICSR Code
Translation screen.

ICSR Codes Translation Fields

I Codelists | Business Configuration |  Access Management | System Configuration | Tools _

ICSR Codes Translation
Agency Name [ commen ~|
Total Number of Rows (0)
D7D Element Name Input Value Output Value DTD Element Description
No records to display.
AddNew || Dee= || P |

Add New ICSR Codes Translation
DTD Element Name Input Value Output Value
[ ez | £z | ]
DTD Element Description

Save |

The following table lists and describes the fields on the ICSR Codes Translation screen.

Item Description

Agency Name Enables the user to select an agency name from the drop-down list
OX.

# Displays the serial number.

Element Name Displays the element name.

Input Value Displays the type of input value.

Output Value Displays the type of output value.

Configuring ICSR Codes Translation

Use the following procedure to configure ICSR Codes Translation.

Configuring Argus Interchange - Web
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1. Select the Agency Name from the drop-down list box to display the Elements and
their descriptions.

2. Click on the respective field to edit the Element Name, Input Value, Output Value,
and Element Description.

3. Click Save to save your changes.

Viewing the Audit Log

The Audit Log stores changes made to the system from the application. You can also
view and filter individual changes.

Use the following procedure to view the Audit Log:
1. On the Argus Interchange Mapping menu, click View Audit Log.

2. When the system opens the Audit Log dialog box, enter the appropriate data in
each field and click Search.

Audit Log Filter

Range This Month ~  From [01-JUL-2015] To [01-JAN-2598] User Name  UserESM v

Note: For more information on Audit Log dialogue box fields, see
Audit Log Dialog Box Fields.

3. When the system displays the search results, double-click a row to view detailed
information about the changes made in the Audit Log Detail dialog box.

Audit Log
Audit Log Filter

Range ThisMonth  w  From [01-JUL-2015)  To [01-JaN-28gg] User Name  UserESH -
Total Number of Rows (3)
Activity Audit Data Date/Time User Name
Changed ADIT_COPY_OF_EMWA 8172015 11:51:35 AN Userest
Added ADIT_DTD_PROFILE 8172015 11:04:11 AN UserEsi
Added ADIT_COPY_OF_EWA 872015 10:14:09 AN UserEsM

4. Select an item in the list at the bottom of the Audit Log Details dialog to view
details of the old and new values of the selected item.
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Audit Log Details

Total Humber of Rows (2)
Rev Field DateiTime User Hame

1 Profile Name: 17-AUG-2015 11:51:35 UserESM
2 —Copy Profile— 17-AUG-2015 10:14.09 UserESM

T

Audit Log Dialog Box Fields

The following table lists and describes the fields on the Audit Log dialog box.
Item Description

From Enter the search start date.

To Enter the search end date.

Range Select a pre-configured date range on for the search.

Note: When the Argus Interchange Audit log is invoked, it shows
the default range of the last 7 days.

User Name Select a user from the list of users.
Print Prints the current view.
Search Performs the search.

E2B Extensions

You can use the existing reporting destination configuration to choose an extended
E2B profile. The system uses the agency and company identifier to identify the profile
to use and sends the information in the following XML elements:

<messagesenderidentifier>Company X</messagesenderidentifier>
<messagereceiveridentifier>Agency Y</messagereceiveridentifier>

The Interchange mapping utility also supports the defined extended E2B elements as
follows:

= A switch in the Interchange mapping tool identifies a profile as either a standard
profile or an extended E2B profile but only for the Receive tab. The additional
fields are formatted as follows:

<XXX>_EXTENSION []

where:
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XXX s the tag name followed by _EXTENSION to indicate that this is an extended
E2B tag element

When using this switch:

Do not enter any blank spaces or underscore characters ( _ ) in the XXX
naming convention.

In the extended E2B tags, the element number in the brackets ([ ] ) is always
empty. For example, Patient Ethnicity, Event Hospitalized Start Date / Stop
Date.

This switch is enabled only for profiles copied from the Factory profiles
(default unchecked). This flag is disabled for all factory profiles.

During configuration, GPS updates the DTD profile with this information
before it adds any additional E2B elements.

The extended E2B fields are mapped to existing Argus fields or to
user-defined fields, as appropriate. For example, the system maps the
following extended E2B fields to the following Argus tables.

Argus Case Form Ul Field  Argus Field Label

E2B + Field Name Description
patientethnicity_extension =~ PATIENT | Patient Ethnicity =~ Patient Ethnicity
reactionintensity_extension EVENTS | Event Intensity Event Intensity
reactionhospstartdateforma Argus Date entry format Hospitalized Start Date
t_extension YYYYMMDD or YYYYMM Format

or YYYY
reactionhospstartdate_ EVENTS | Hospitalized Start Hospitalized Start Date
extension Date
reactionhospstopdateforma Argus Date entry format Hospitalized Stop Date
t_extension YYYYMMDD or YYYYMM  Format

or YYYY
reactionhospstopdate_ EVENTS | Hospitalized Stop Hospitalized Stop Date
extension Date

The system sends an acknowledgement when the report is accepted or
rejected by the user.

You can view the extended elements for the following:

ICSR Viewer

No updates to the CIOMS / MedWatch Reports

The Decoded View / SGML View displays the additional elements added as a
part of the Extended E2B
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n  E2B Selective Intake for Initial and E2B Difference Report for Follow-up E2B
Reports

- You can selectively import the additional fields the system adds to the
Extended E2B in the Argus case.

— The PDF reports display the additional fields added to the Extended E2B.

»  The E2B Warnings/Errors display the warnings/errors if warnings or errors
defined for the fields added to the Extended E2B.
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Validating ICSR Reports

In order to successfully transmit any E2B Report, it must validated for its mandatory
components before transmitting the report.

Why perform an ICSR check?

During case data entry and prior to E2B file generation, the user may want to verify
that sufficient data and the quality of data collected will generate a valid E2B file.

To do so, a Data Validation check is required for E2B profiles and to provide a listing of
data elements that do not satisfy the criteria required to generate an E2B report.

On performing an ICSR check, the system performs a validation and lists the following
types of validation errors for the data elements that are failing the validations in 'E2B
Report data check errors and warnings":

1.

2
3
4.
5
6

Mandatory

Mandatory Optional

Together DTD Element Validation

Other Validation

Date Validation

E2B Generation Validation (Fatal Validations)

You can run an ICSR check by clicking the ICSR icon from the Quick Launch menu
shown below.

HOEE gabkiEeEEEIY )

Note: The ICSR check icon is visible on the Quick Launch Toolbar
ONLY if a case is open and active on the user session.

Running an ICSR check validates if the E2B report has all these mandatory elements
present that is required for its successful processing.

The following illustration shows a sample ICSR check report that is generated in PDF
format:
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LIRACLE ICSR Report data check errors and warnings
HEALTH SCIENCES

15-Jun-2016 01:56 GMT -6.00

Case #: DEMO-CASE-001

List of all Profiles that are validated:

1. AUDIT LOG TEST-COPY PROFILE

2. COPY OF DTD PROFILE

3. COPY OF DTD PROFILE-RD

4. COPY OF ICH-ICSR V3.0

5. ICH-ICSR V2.1 MESSAGE TEMPLATE

6. ICH-ICSR V2.1 MESSAGE TEMPLATE - FDA
7.ICH-ICSR V3.0 MESSAGE TEMPLATE

8. TESTR3ICH

9 TEST-PROFILE_TO_DELETE

Validation Type Data Element DTD Element Case Form Field Actual Error Message Profiles
Encoding Validation B.1.89.2 PATIENTDRUGREACTION Patient Tab / Other Relevant Encoded value of element tag [PATIENTDRUGREACTION] missing. |1,2, 3, 5,6,
History / Reaction 9
Other Validation B.1.10.3b PARENTLASTMENSTRUALDAT |Patient Tab / Parent Tab / Date of |Date of LMP can not be inciuded in the report since case contain 1,2,3,5,6,
| 24 LMP partial date of LMP. 9
B.1.3 PATIENTWEIGHT Patient Tab / Parent Tab / Weight | The weight reported is greater than 650 ka. 2,39
(KG)
B.1.3 PATIENTWEIGHT Patient Tab / Parent Tab / Weight |Value of element tag [PATIENTWEIGHT] does not satisfy the 1,5,6
(KG) condition [Weight can not be greater than 500 KG]
B.2i8 REACTIONOUTCOME Events Tab / Event Information /  |Value of element tag [REACTIONOUTCOME] does not satisfy the 1.2,3,5,6,

As can be seen in the PDEF, the sample report displays the case form fields where the
validation error has occurred.

Apart from the case form location where the error occurred, the report lists the type of
error, data elements, DTD elements, the actual message/cause of the error, and the
profiles which were tested for each validation type.

The validation checks are profile-dependent but every ICSR check report tests for
Mandatory Elements check and Mandatory Optional Elements check.

Report Generation Validations

The system performs the following validations at the time of report generations and
displays validation error if there are failures:

1. Missing Mandatory Elements

2. Missing Mandatory Optional Elements

3. Length Validation for character data

4. M2 Code validation

5. Report File Size validation (for HL7 Reports only)

The system displays an error message in the following scenarios:

1. While generating draft E2B or eVAERS or eMDR report using Draft tool button, if
the default Reporting Destination is not specified for E2B or eVAERS or eMDR in
Common Profile Switches.

2. While generating draft/final E2B or eVAERS or eMDR report for the Reporting
Destination which is not configured with valid Message Profile as E2B or eVAERS
or eMDR respectively.

3. While generating E2B(R3) or eVAERS or eMDR report, if the size of inline
attachments or overall size of xml file exceeds the maximum file size limit
specified in Common Profile Switches.
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Validation Rules

E2B Generation validation logic has been enhanced such that rather than executing the
validations directly on the case/LM data the validation rules is executed on the
generated ICSR report data.

The validation rules that are applicable to individual element is governed by
configuration in the Conformance Rules tab for that element for the respective profile.

Validation Rule the elements is categorized amongst the following categories:

Basic Data Validation: This category covers all the applicable validation based on
the Length of the field.

Length - This validation check validates if the data type length of output is within
with the configured Data length or not. If the data length is exceeding the
configured length then validation error is listed in the validation report.

Allowed Values Data Check: The element for which the Allowed Value Check
Required checkbox is checked is validated against the allowed values codes
associated with them using Allowed Values Configuration Dialogueue for the
respective profile.

Mandatory Along with (Together): Elements for which the Mandatory along with
element is specified, validation rule validates for such elements in the generated
ICSR the element itself and the configured Dependent element co-exist or none of
them exists in the report.

Validation Category Based: The element is validated as per the value configured
for that element in the Validation Category drop-down list in the Conformance rule
tab.

The elements for which there exists a SQL based validation for which Primary
Validation checkbox is checked in the Additional Validation Configuration
Dialogueue, the framework based validation is not executed for them; rather the
configured SQL based validations is executed for them.

These validations are categorized in two sub categories, one for the ICSR reports
for ICH, EMA and eVAERS Profile and other ICSR Report for PMDA profile

= ICH, EMA and eVAERS
The validation for the PMDA report is fired at each reporting category level:

Mandatory: The element which is configured as Mandatory should be present in
the ICSR Report; if it is not present in the report output then application displays
the validation failure in the validation report.

Conditional Mandatory: The element which is marked as Conditional Mandatory
is present based on certain condition, hence it is expected that user will configure a
Validation for it in the Additional Validation Dialogueue. There is no framework
based validation for the elements configured with this validation type in
Conformance rule tab.

Optional: The element which is marked as optional may or may not be present in
the report, but still there could be a possibility that there might exist a validation
under the Additional Validation Dialogueue and if any of the configured validation is
failed it will be listed in the validation report.

Other Fatal: There is no framework based validation for the elements configured
as other fatal validation type in Conformance rule tab.

= PMDA E2B
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Mandatory: The element which is configured as Mandatory should be present
in the ICSR Report; if it is not present in the report output then application
displays the validation failure in the validation report.

Mandatory for Completion: The element which is marked as Mandatory for
completion should be present in the ICSR Report if ]2.7.1
(MHLWADMICSRCOMPLETECLASS) = completed for that report; if it is not
present then application displays the validation failure in the validation
report.

Conditional Mandatory and Conditional Mandatory for Completion: The
element which is marked as Conditional Mandatory or Conditional
Mandatory for Completion is present in the report based on certain condition,
hence it is expected that user will configure a Validation for it in the Additional
Validation Dialogueue. There is no framework based validation for the elements
configured with these validation types in Conformance rule tab.

Do not Enter: The element which is marked as Do not enter are not present in
the report, and if they are present than application lists the validation failure
in the validation report (Argus report generation logic removes the elements
that are marked as Do not enter at the time on generation itself).

Optional: The element which is marked as optional may or may not be
present in the report, but still there could be a possibility that there might exist
a validation under the Additional Validation Dialogueue and if any of the
configured validation fails, it is listed in the validation report.

Other Fatal: There is no framework based validation for the elements
configured as other fatal validation type in Conformance rule tab.

Additional Validations: The Additional SQL based validations associated with
elements in the respective ICSR profile (element level for E2B other than PMDA
and Reporting category level for PMDA E2B), the validation is fire based on the
SQL logic specified under the Validation SQL.
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Transmitting and Monitoring Reports

Argus Safety provides utilities that enable you to schedule and transmit E2B reports.
Using these utilities, you can also track the status of the transmitted E2B reports. This
chapter includes discussions of the following;:

Logging In and Out of Argus Safety
Scheduling Reports
Generating Reports

Transmitting Reports

Logging In and Out of Argus Safety

Before starting Argus Safety, ensure that your company's Argus Safety Administrator
of your company has created an account for you and that you have the correct
Username and Password for the system. Be aware of the following:

If you enter an incorrect username or password three (3) consecutive times, the
system disables the Login button and displays the following message:

The login button has been disabled due to 3 consecutive incorrect entries of Username or
Password. Please refresh the page to enable the Login button.

The Date/Time format is DD-MMM-YYYY HH:MM:SS to reflect the 24-hour
format used by the Web server.

To log in to the Argus Safety application:

1.

Open Microsoft Internet Explorer and enter the Uniform Resource Locator (URL)
of Argus Safety Web in the Address bar.

When the Argus login screen opens, enter your username and password in the
appropriate fields.

Note: The Sign-on screen displays all the products currently in the
Oracle Health Sciences Safety Suite. Each product in the list has a
hyperlink to open the Oracle Health Sciences Resources website page
that provides the product data sheets.

Select the appropriate database from the Database drop-down list and click Login.
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oracLe  Argus Safety
HEALTH SCIENCES
Username
[ |
Password
| |
ZTFBOXS -
04-AUG-2014 02:47:35

Oracle Health Sciences Safety Suite ©

- Argus Safety - Argus Analytics - Empirica Topics
- Argus Safety Japan - Argus Insight - Empirica Signal

- Argus Affiliate - Argus Mart - Empirica Study
- Argus Interchange - Argus Dossier - Empirica Healthcare
- Argus Unblinding - Argus Reconcilistion - Empirica Inspections

Copyright ® 2014 Oracle Corporation. All rights reserved.

4. Once the system authenticates your log in, you can access the modules that are
enabled in the Console.

To Log Out of the Argus Application

Click Logout on the top-right frame of the window to log out of the application.

Scheduling Reports

Argus Safety enables you to schedule your E2B, eMDR and eVAERS reports. In
addition, it allows you to generate these reports that comply with the adverse event
reporting requirements of different regulatory agencies.

Note: When you generate an E2B report, some characters entered by
the user in the case form may not be display in the same way in the
E2B report. Some characters are represented differently in the E2B
report such as &amp; for (&), &lt; for (<), &gt; for (>), &apos; for ()
and &quot; for (") as per XML specifications.

To schedule an E2B report:
1. Open a case in Argus Safety and click the Regulatory Reports tab.
2. When the system opens the Regulatory Reports tab, click Schedule New Report.
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acome ayesha. Tussaay,aor1 29,2910 (Rs1060) WL

ORACLE Argus Safety Web
|| Acthe Cases | Warklist | Case Aetions | Reponts | Local AMate Unilen Dashboasds || Argus Canasle Argus Inskght Argus Pereeptive
Hi=E ruE=EEEEFRE
i Case Form - AF TEST "FP™ Case Status: U5 Non Exp Data Entry
General | Patient | froducts | Events | Anabysis | Acteaties | Additional information | feguiatory fieports |
e TG e
EHE Reports (1)
B Expedind (1)
B £ Peaang (1) by Destnation
{2 Subméted (8) by Destnation
13 Marked a8 Tion Submé (9] by Destinatien
B Periogic i0)
Totst Humber of Rows (1) =
Saus License Type Genorated Submined Due Heapansibic
feq TEST Report Type License # Local Comment  Notes
@ oesn  Eupa.wu Maipans 30-JUN-2000 17:18 05-JUL-2009
Iniiel  Final  E28 002 N Manust (UNITED STATES (Markesed Drug) 2002}
[ auta sienaduie: Anaraciuia e Hagn [ auto scnedute Later

3. When the system opens the New Expedited Report Dialogue box, enter the
relevant information and click OK.

2 Schedule New Expedited Report -- Webpage Dialog

New Expedited Report

Report Information

Product | Somborin{Somobrin} Taklet 200 mg - Headache w |
License # UNITED STATES (Investigational Drug) 2001 \E
Destination FRANCE {Marketed Drug) 2005

Report Form RELAND (i satoatonalDrug) 2006

[ JAPAN (Marketed Drug) 2002

UNITED STATES {Investigational Dru
[” Protect Confidentiality of Reporter and Patient
[” Blind Study Product

Group | Administrators b |
Notes |Mﬂnua|: Somborin(Somebrin} Tablet 200 mg - Headache [(UNITED STATI{
Cover Letter | hd |

% In 5 Days
Cin | | Days
" In 15 Days —
" on [po-MNN-0000 |
” In 30 Days
[ ok || cancel |

New Expedited Report Dialogue Fields
The Schedule New Expedited Report window has a drop-down list on the top section.
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The following table lists and describes the fields in the New Expedited Report
Dialogue box.

Item Function

Product Select the Company Suspect Product from this
drop-down list.

License Number Select the particular license for which the report is to be

scheduled.
Destination Select the Regulatory Agency to which the report is to be
sent.
Report Form Select the Report Form from this drop down list.
Message Type Select the message type from the drop-down list.

Note: This field is displayed when an E2B or eVAERS
report is selected as the Report Form. If the Report Form
is selected as eVAERS then the Message type is set to
ichicsr and is disabled.

Aware Date List the date when you became aware of the case.

Select the Protect Confidentiality of Reporter and Patient
checkbox if you do not wish to disclose the identity of the
reporter and the patient of the case.

Group If you want to assign the report to a specific group, the
group can be selected from this drop down list.

Notes This field is directly mapped to the License but you can
modify this field to put in extra notes, as desired.

Due Date You can decide to schedule a report to be due in either 5,
15, or 30 days or any number of days or even on any
specific date.

Note: Product, License Number, Destination, Report Form (E2B), and
Due Date must be entered in the New Expedited Report Dialogue to
schedule an E2B report.
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Note: The system allows you to generate E2B reports through AG
Service irrespective of the your access rights for blinded information.
However, the Blind protected users are not allowed to view E2B
reports despite having an Argus Interchange license. If such a user
tries to view the E2B report, the system generates the message:
"Report is generated but system is unable to show the report as user is
protected from study information."

Nullification Reports

The system can automatically schedule, generate, and transmit a Nullification Report
under the following circumstances:

= When a case is deleted and an E2B Report is submitted to a reporting destination
based on the Profile switch for sending E2B nullifications.

= When an E2B report is submitted and marked as unsubmitted from Reports |
Compliance | Submitted Reports:

— The Reason for Unsubmitting the report is sent as the nullification reason for
the report.

—  If the user selects the Send Nullification on Unsubmission of E2B Reports
check box, the system also sends a nullification to the reporting destination
where the E2B Report was previously submitted.

—  If the user does not select the Send Nullification on Unsubmission of E2B
Reports check box, the system does not send a nullification to the reporting
destination where the E2B Report was previously submitted unless the user
deletes the case.

— If a previous nullification for the E2B Report or an unsubmitted report is sent
for a case and the case is deleted at a later date, the system does not send a
duplicate nullification for the previous report.

—  When the system generates the Nullification report, the system updates the
following E2B items with updated values from the previous report.

Updated E2B Items Update Content

M.1.4 System uses a different unique number from that used in the last
report.

M.1.7a System enters the message date format.

M.1.7b System enters the message date.

M.2 System increments this value every time it transmits the report.

Al3a System enters the message date format.

A.1.3b System enters the message date.

A1.13 System enters 1=Yes on the Nullification report.

A1.131 System enters the reason for the Nullification report.

J.2 System increments this value every time it transmits the report.

J.4b System enters the PMDA Acknowledgement Number.

J.5 System increments this value every time it submits the report.

J.6 System will enter 1. 1 means that it is a completion report.
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Updated E2B ltems Update Content

1.7

System will remove the value of this tag, if it was present in the
previous report.

When you accept a Nullification report, the system creates an Action Item in the
case. The action item tells you that the system will delete the case if you click OK
on the acceptance Dialogue for all unarchived cases.

— Action Item is a type-ahead field and its default is blank.

—  The field is populated with values from the action item configured in the code
List.

— You can assign the number of days until the action item is due in the Due In
field. The system enables this field after you select an Action Item type.

—  The system calculates the due date as follows: System Date (local client date) +
Due In number of days.

— The system puts the System Date (local client date) in the Date field.

When creating the action item, you can select a value from the Code List and the
Action Item Description. The system uses the following format: Nullification: xxx

where:
xxx is the value entered in the Notes field.

By default, the system assigns the action item to the user group in the User Group
field.

—  There can be a maximum of 25 user groups in the drop-down list.

— The system performs a like search when you select a value in the User Group
field.

—  If the User Group field is blank, the system does not assign the action item.
— This is enabled after you select an action item.

If you do not select an action item, the system does not create an action item for
the case.

If you accept multiple cases, the system creates action items for all accepted cases.

The system skips open, locked, or archived cases or cases you don't have
permission to access.

If the system archives a case while you are accepting the nullification report, the
system displays the Archived Case Dialogue to enable you to open the archived
case.

After you reopen the case, the system displays the Accept Nullification E2B
Dialogue.

If you do not have permission to reopen an archived case, the system displays the
following message:

You do not have permission to Re-Open an archived/closed case.

Nullification reports are not scheduled for eMDR.
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Follow-Up eMDR Reports

If an eMDR report is manually scheduled or automatically scheduled for the same
reporting Destination, system either schedules Initial or Follow-up report based on the
same logic (product license ID and status of previously scheduled report) that is
currently existing for Device reports.

If the case was previously submitted to a Reporting Destination as MedWatch Device
report and if the same reporting destination is configured for sending eMDR report:

1. System schedules the next eMDR as a follow-up report and displays the follow-up
numbering in the Case Form ' Regulatory Reports ' Seq field by considering the
previously reported MedWatch device report.

2. System uses the same report number (F.2 or G.9) that was used in MedWatch
Device report in eMDR for the data element ufimporterrepnumber(F2) or
mfrreportnumber (G9).

3. Follow-up number that is populated in (F7 uffollowupnumber or G7
gfollowupnumber) shall be incremented from (F7 or G7) of the previously
submitted MedWatch Device report by considering the internal common profile
switch Allow generation of Report.

Example : If F/p 1 report was submitted as 0000555-2014-00011 to CDRH in MedWatch
format and the next follow-up report in eMDR format, then Mfr Report # shall be
populated as 0000555-2014-00011 and F/p number as 2.

If the previous report was sent by eMDR and the subsequent report is being sent as
MedWatch Device to the same destination, the system shall maintain the report
numbering ( F2 or G9) same as of previously submitted eMDR.

1. System schedules a follow-up report by populating Follow-up’ in the Case Form
Regulatory Reports' Seq column.

2. System uses the same report number (F2 or G9) from the previously submitted
eMDR report in the F2 or G9 of MedWatch Device report.

3. Follow-up number that is populated in (F7 or G7) is incremented from (F7
uffollowupnumber or G7 gfollowupnumber) of the previously submitted eMDR
report by considering the internal common profile switch Allow generation of
Report.

4. The MedWatch Device scheduled after the eMDR report does not respect the
Common Profile Switch "Data to print on follow up MedWatch Device form "and
system displays a warning message during manual scheduling of report as Delta
data will not be printed MedWatch Device form for this Device license as it was previously
submitted as an eMDR. In case automatic scheduling, this warning message is
logged against the report without impacting report scheduling or generation.

Example : If F/p 1 report was submitted as 0000555-2014-00011 to CDRH in eMDR
format and the next follow-up report in eMDR report fails due to some reason and
company decides to send them in MedWatch device format, then MedWatch report
shall print Mfr Report # as 0000555-2014-00011 and F/p number as 2

System includes complete data in follow-up eMDR as the other E2B (R3) reports.

Note: Common Profile Switch Data to print on follow up MedWatch
Device form does not have any impact on eMDR follow-ups.
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Downgrade report is scheduled automatically if the F/UP version does not satisfy the
Regulatory Reporting Rules defined for eMDR for a case that was previously
submitted in eMDR.

Follow-up eMDR is scheduled automatically if the Significant F/UP version is marked
as Amendment for a case that was previously submitted in eMDR (existing
functionality for non E2B (R3) reports).

Nullification reports are not scheduled for eMDR.

Follow-up eVAERS Reports

If an eVAERS report is manually scheduled or automatically scheduled for the same
reporting Destination, system either schedules Initial or Follow-up report based on the
same logic (product license type and status of previously scheduled report) that is
currently existing for E2B reports.

If the case was previously submitted to a Reporting Destination in VAERS PDF format
and if the same reporting destination is configured for sending eVAERS report:

1. System schedules an initial report by populating Initial in the Case Form Regulatory
Reports Seq column.

2, If any Follow-up reports are scheduled to the same destination at a later point of
time, system schedules a follow-up report by populating'Follow-up<##> in Case
Form Regulatory Reports Seq column.

3. System uses Case Number (as printed in the Manufacturer Control Number (that
is listed in Box 24) of the previously submitted VAERS report) in data elements
C.1.1.and C.1.8.1.

If a reporting destination is configured for eVAERS and VAERS reports and if the
previous report was sent in eVAERS format and if the subsequent report is scheduled
in VAERS PDF format to the same destination:

1. System schedules an initial report by populating Initial” in the Case Form
Regulatory Reports Seq column.

2, If any Follow-up reports are scheduled to the same destination at a later point of
time, system schedules a follow-up report by populating Follow-up<##> in Case
Form Regulatory Reports Seq column.

3. System does not use (C.1.1) from the previously submitted eVAERS report as the
Manufacturer Control Number of VAERS report.

Note: If user tries to generate eVAERS and VAERS in parallel for a
Case, then system has different MCN for eVAERS and VAERS reports
for the same case.

Downgrade report is scheduled automatically if the Significant F/UP version does not
satisfy the Regulatory Reporting Rules defined for eVAERS for a case was submitted in
eVAERS.

System auto-schedules Amendment report instead of a follow-up report for a
Reporting Destination configured with eVAERS profile, when:

a.eVAERS report was previously submitted to the same Reporting Destination for the
same license type
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b.if the latest record in the 'Amendment / Follow-up section' of Case Form ' General is
an Amendment and the Amendment record was created for previously submitted
eVAERS report

System auto-schedules a Nullification report instead of follow-up report for a
Reporting Destination configured with eVAERS, under the same conditions ( Case
deletion and manually scheduling Nullification from Reports Compliance Submitted
Reports Schedule Nullification) as per current functionality on Nullification reports for
E2B profiles.

When Nullification report is generated, following data element items have updated
values from the previous report.

= N12 batchmessagenumb
= N.15 batchmessagedate

= N2r4 messagecreationdate
n Cl2 transmissiondater3
» ClIla casenullification

» Cl112 nullificationreason

Generating Reports

Use the following procedure to generate a scheduled report.

1. E2B, eMDR and eVAERS report scan be manually generated by clicking the
draft/final links in the row that corresponds to the scheduled E2B Report in In the
Regulatory Reports tab. The report is generated and can be viewed in the ICSR
Viewer. If a validation error occurs during E2B report generation, the validation
details are stored in the Report Details Dialogue.

2. E2B, eMDR and eVAERS reports are generated by AG Services for a locked case
which has scheduled E2B report.

Attachments in Reports

Case Form Attachments are sent to Reporting Destination with E2B(R2) report as
described below:

1. If attachment classification in the case is specified in the Reporting Destination,
system reads such Attachments and converts .XLS, .TXT, .TIF, .DOC, .RTF, .PNG,
JPG or .BMP them into PDF and combine with the PDF attachments if any in the
case.

2. The single merged PDF has each attachment which is merged available as a link
(bookmark) by the classification name provided for the attached file.

3. Attachments are sent only if there is a E2B report sent out for that Agency.
Attachments are not sent for nullification reports.

Case Form Attachments are embedded within the ICSR that are sent in report format
such as E2B(R3), eVAERS and eMDR. Attachments are encoded in B64 format and sent
in the report, selection of attachments are based on Reporting Destination
configuration.Attachments for E2B(R3) are compressed before embedding to ICSR
using compression algorithm configured. Default algorithm used in DF(Deflate).
Attachments are not compressed in eVAERS and eMDR reports
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Transmitting Reports

Transmitting ICSR Reports

Argus Safety enables you to simultaneously submit multiple adverse event reports to
ease the submission process.

After submission of ICSR, the Reporting Destination which receives the ICSR sends
MDN and Business Acknowledgment to indicate the status of report acceptance.

The section below describes use of the Bulk Reporting screen to transmit E2B reports
and ICSR Transmit Status, ICSR Receive Status and Bulk ICSR transmit screen to track
the report submissions and acknowledgement.

Transmitting Bulk Reports by Form

Use the following procedure to transmit Bulk Reports by Form:

1. Click Reports ->Bulk Reporting.

ORACLE Argus Safety Web Wieicome ayesha, Tuesday, Apri20, 2010 (PRSTDG0) Salu AU DT

Active Cases | Worklist |  Case Actions Reports Local Affiliate Wilities Dashbeards || Argus Console || Argusinsight || Argus Perceptive _
Reports > Bulk Reporting
BULK REPORTING
Bulk Reporting Filter
Destination Filier | Report Form
[E28 9
Report Status Print Regulatory Report
| Scheduled/Generated | [Transmit v| as  [Final v
[ Approved Reports Only I view an
Specific Case# Study ID Product Family
\ I[ ] [y &
Total Humber of Rows (5 Displaying RowsREed rage sicchElEd =
Selected | Case Number Suspect Product SR Report Form Due Date <~
Lock State Country of Incidence Diagnosis. FILT Destination Days Past Due
Status Report Type (Event Verbatim) 7118 Initial i Follow-up (#) Downgrade
r 1004048 E2BLavMart Yoy £28 21-4PR-2010 A
& JAPAN Pain No ESM_PMDA 0
Generated Spontaneous (Pain} 7 Initial No
O 1002011 invlic(+) Yoy 28 07-FEB-2010
i JAPAN Fain F ESM_PUMDA 7
Aoproved | SPonsored Trial (Pain) 7 nital No
E2B CASE-S0 Somborin YIVI? E2b 23-JUN-2009
i UNITED STATES Rash o EMEA - XML 204
Generates | Seontaneous (rash) 7 nital No
@ £2B CASE-50 Somborin Yive E2b 28-JUN-2008
i UNITED STATES Rash No WAX Agency Name Begin Detals Details De 204
Scheduled Spontansous (rash) T Initial No ~

I Biind Study Product ¥ Mark as Subrmitted | Print Mesicsl Summary ] | Transmie | [ Frint it

2.  When the system opens the Bulk Reporting Dialogue box, enter the appropriate
data in the fields.

3. In the Report Form list, select E2B, eMDR or eVAERS.
4. Under Printing Options, select Transmit.

5. Select the Mark as Submitted check box if it is required to mark the report as
"submitted" after the transmission is successful. If Only eMDR or eVAERS are
selected, then Mark as Submitted checkbox is disabled.

6. Click OK after all the required items in the Dialogue have been entered. Use the
table at the end of this topic to understand the function of each item in the
Dialogue.

7. For selection of single report eVAERS or eMDR, Dialogue for entering
Transmission comments is not displayed. When Other Expedited reports are
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selected along with eMDR or eVAERS, then the Mark as Submitted Dialogue is

displayed as shown below:

& Transmission Comment -- Webpage Dialog

Transmission Comment

Comment

Thiz iz a transmizzion cnmment..|

8. Click OK to transmit the report(s)

OR

Click Cancel to close the Dialogue box without transmitting the report.

21 Mark as submitted -- Webpage Dialog

9.

Date |19—AF‘R—2IJ1EI 12:01

Notes

EZB transmigsio n|

| oK

|| Cancel |

If the Marked as Submitted check box was selected in step 5, the system opens the
Report Submission Information Dialogue box.

Enter the submission notes in the Notes field and click OK.
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Note: eMDR and eVAERS are marked as submitted on receiving
successful ACK3(Business Ack) and submission date is updated with
the date when the eMDR, eVAERS was submitted to the FDA ESG in
ACK1(MDN).

If Successful ACK3(Business Ack) is received and ACK1(MDN) are
not received, eMDR is marked as submitted and submission date is
updated with ACK3(Business Ack) received date.

If ACK1(MDN) is received after receiving ACK3(Business Ack) and
eMDR is already marked as submitted, then the submission date is
overwritten with ACK1(MDN) date only if it is earlier than the
already populated submission date and Transmission status of
ACK1(MDN) is displayed in the Bulk ICSR Transmit.

If ACK1(MDN) is received after marking the report submitted
manually than, manually entered submitted date is overwritten by
ACK1(MDN)date only if it is earlier than the already populated
submission date.

If the Marked as Submitted check box was not selected, the Report
Submission Information Dialogue does not appear automatically. In
this case, once the report has been successfully transmitted, it can be
marked as “submitted” from the Worklist as follows:

Go to Worklist ->Bulk ICSRTransmit and verify that the View All radio
button is selected.

Scroll in the list to locate the required report. If the report status is
“Success”, click the report icon and select Mark Report as Submitted.

In the Report Submission Information Dialogue box, enter the
submission notes and click OK.

Monitoring ICSR Transmit Status

Use the following procedure to monitor ICSR Transmit Status:
1. Click Utilities -> ICSR -> ICSR Transmit Status
2. When the system opens the ICSR Transmit Status Dialogue, enter the appropriate

data.
I Active Cases | Worklist | Case Actions | Reports | Local Affiliate | Utilities | Dashboards l Argus Console
Utilities > ICSR > ICSR Transmit Status
ICSR Transmit Status
Search Reports
Agency/Trading Partner [aLL |
@® Transmit Date Range From  [01JUN2016 | To [p1-9AN-2939 | Range | This Month v

() Message # Range From [ | To [ | Type [ (Any) | [semmn |

Type . Trading Partner Local Msg # File Name EDI Tracking ID Transmission Status
Reports  Control # Remote Msg # Transmit to EDL EDI Transmit Date EDI Receive Receipt
Enter Search Criteria
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ICSR Transmit Status Fields
The following table lists and describes the fields in the ICSR Transmit Status Dialogue

box.

Item

Description

Column Headers

Agency / Trading
Partner

Transmit Date Range
From

Transmit Date Range
To

Range

Message # Range
From

Message # Range To
Type

Print

Search

Clicking the column header sort the data by that column
alternately in a ascending and descending order.

Enables you to filter data by selecting the Agency / Trading
Partner from the list.

The search start date.
The search end date

A pre-defined date that you select from the list.

The beginning message number for the search.

The ending message number for the search.

Enables you to filter data by selecting the pre-defined Type of
Message (MSG, ACK) from the list.

Enables you to print the current view.

Enables you to perform the search.

Note:

The EDI Header control number is shown only for EDI files.

1. Select the appropriate agency or trading partner from the Agency/Trading Partner

list.

2. Select the appropriate option, Transmit Date or Message # to search by transmit
date or by message number.

Enter the appropriate search criteria beside the selected option and click Search.

3
4. In the search results, click the appropriate report.
5

The Message Acknowledgement Status Dialogue appears.

| Messsae Acknowtdgment Saus - Webpege Disoo I, el

ICSR Message Number sas2 ] Message & aasn ]
ICSR Message Date [15Junzot6 0814 | Message Date 15JUN2016 024851 |
ICSR Message Sender ID [PMDA_Sender_81 |
ICSR Message Receiver ID [PMDA_Receiver_g1 |
Transmission ACK Code [All reports loaded into database ]
Report Number Authority / Company Number  Other Number Report Status Report Type

Error Message / Comments

JP-B281_PMDA-JP14000000000C JP-B2E1_PMDA-JP14000000000¢ Report loaded Inifizl

Iilmponed Case # JPO0208, s

EFRThEE0EERieratueN Frol Bed ATFIoIN AhEh TLITH . TRESNEELIBA.
DTDIE EMHLWADMICSRCASENUMCLASS ) 7o OV w2 A TEESh T ARAIDES 1L 2IDNF - R~- AET—FLIHA.
|case_pmda_licensez - 7L 5T . —F T BPMDAS (£ A& 2513 PMDA J7r= IWFEAVR - F LTS, £Va- 1t

et R e b 1E 277 [SENDERDIAGNOSIS (B.53bDLYI—F Sh A ENFAATT. B | ZHRE | £2IL38E/EE
5], (Analysis Tab - Case Assessment - Company Diagnosis) ; "F0 371 Fx »D w5 ATERIN TLVEH AN . PATIENTONSETAGE (B.1.2.2) B A5
‘h TL'E 4. (Patient Tab-Age): D —770—- A5 —AAN@Z=Fh T E A, SHO =527 EINEW CASER - RRABB S0 -570— I —
bEES TR AT LICLaTESECEhhE . £VUa- )b Main_Create_Case ; UAb 20 TLRICESOENEELEI T 7=k
[LM_REPORT_TYPE] | DTDIEE: REPORTTYPE, E2BI-F - 1; b+ x5 T2 AIHHO @M FELXT: > -7 IL[LM_EVT_OUTCOME] . DTDEE
‘REACTIONOUTCDME, E2B1—F : 6 ; Value for SOURCE_ID not found in table LM_CAUSALITY_SOURCE for DTD element

DRUGASSESSMENTSOURCE value - F—iR 5% : ORA-01403 no data found DRUGASSESSMENTMETHOD: &7 A— /i)l 4/F0 2195 52 not
|found in Im_causality_metheod ; Value for SOURCE_ID not found in table LM_CAUSALITY_SOURCE for DTD element DRUGASSESSMENTSOURCE
value - 85 4% - ORA-01403: no data found DRUGASSESSMENTMETHOD: /0 — /3L A2/F A 20425/ 52 not found in Im_causality_method

Print__ || Closa

—
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6. This Dialogue provides detailed information about the transmission status of the
report. Enter the data for each field as required.

Message Acknowledgement Status Dialogue Fields
The following table lists and describes the fields in the Message Acknowledgement

Status Dialogue box.

Item Description

ICSR Message Number  This is the sender's transmission message number.
Acknowledgement This is the receiver's acknowledgement message number.
Message #

ICSR Message Sender ID  This is the sender name or identifier.

ICSR Message Date This is the date and time the sender transmitted the message.
ICSR Message Receiver  This is the receiver name or identification.

ID

Acknowledgement This is the date and time the message was received.
Message Date

Transmission This indicates whether the receiver loaded all transmitted
Acknowledgement Code reports or part of the transmitted reports into the database.
Report Number This is the report number for adverse event.

Authority /Company
Number

Other Number
Report Status

Report Type

Error
Message/Comments

If the ICSR report originates from a regulatory
authority /company, this is regulatory authority's/company’s
report identification number.

The system uses this number if the report originates from an
entity other than a trading partner or a regulatory authority.

Report status can be either "Report Loaded" or "Report not
loaded."

This is the report type. It can be one of the following
Initial

Follow up

Nullification

Duplicate

This indicates whether an error message or comments are
associated with the transmission or receipt of the report.

Monitoring ICSR Receive Status

Use the following procedure to monitor ICSR Receive Status:

1. Select Utilities -> ICSR -> ICSR Receive Status.

2. When the system opens the ICSR Receive Status Dialogue box, enter the
appropriate data in each field.

ICSR Receive Status Dialogue Fields
The following table lists and describes the fields in the ICSR Receive Status Dialogue

box.
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Item

Description

Agency / Trading Partner

Receive Date Range From
Receive Date Range To
Range

Message # Range From
Message # Range To

Type

Control #

Local Msg #
Remote Msg #

Total Reports
Rejected Reports
File Name
Received from EDI
Transmission Status
Print

Search

Enables you to filter data by selecting the Agency /
Trading Partner from the list.

The search start date.

The search end date.

Enables you to select a pre-defined date range
The beginning message number for the search.
The ending message number for the search.

Enables you to filter data by selecting the pre-defined
Type of Message (MSG, ACK) from the list.

The control number.

The local message number.

The remote message number.

The total number of reports.

The number of rejected reports.

The name of the received file.

The date and time the file was received.
The transmission status for the file.
Enables you to print the current view.

Enables you to initiate the search.

Note: The EDI Header control number is shown only for EDI files.

1. Select the appropriate agency or trading partner from the Agency/Trading Partner

list

2. You can search for the receive status by either receive date or message number.
Select the appropriate option among Transmit Date and Message #.

3. Enter the appropriate search criteria beside the selected option and click Search.

4. In the search results, double-click the appropriate report.

5. When the system opens the Message Acknowledgement Status Dialogue, enter the
appropriate data in each field.

Message Acknowledgement Status Dialogue Fields
The following table lists and describes the fields in the Message Acknowledgement

Status Dialogue box.

Item Description

ICSR Message Number This is the sender's transmission message number.
Acknowledgement This is the receiver's acknowledgement message number.
Message #

ICSR Message Sender ID  This is the sender name or identifier.
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Item Description

ICSR Message Date This is the date and time the sender transmitted the message.
ICSR Message Receiver  This is the receiver name or identification.

ID

Acknowledgement This is the date and time the message was received.

Message Date

Transmission This indicates whether the receiver loaded all transmitted
Acknowledgement Code reports or part of the transmitted reports into the database.
Report Number This is the report number for adverse event.

Authority /Company
Number

Other Number
Report Status

Report Type

Error
Message /Comments

If the ICSR report originates from a regulatory
authority /company, this is regulatory authority's/company’s
report identification number.

The system uses this number if the report originates from an
entity other than a trading partner or a regulatory authority.

Report status can be either "Report Loaded" or "Report not
loaded."

This is the report type. It can be one of the following
Initial

Follow up

Nullification

Duplicate

This indicates whether an error message or comments are
associated with the transmission or receipt of the report.

Validation Check of Incoming Message

Prior to updating the transmission status of the reports, the application identifies the
type of incoming message and validates the incoming message. The ICSR service
processes all the incoming messages located in a folder either in incoming EDI
directory or physical media directory. Incoming ICSR Messages are retrieved as SGML
from a shared directory. The incoming folder is configurable in Argus Interchange
Mapping Utility. ICSR message is parsed to check the validity of the SGML file using
the correct version of DTD. The incoming message is saved after checking that
message is in compliance with DTD.

The recipient of the ICSR message acknowledges receipt of message and notifies the
sender about the validity and usability of the data in the reports. The acknowledgment
message is called as ICSR Acknowledgment Message. When a message is
acknowledged, workflow status of the ICSR report is updated with one of the

following three status:

= Allreports loaded into recipient database

s ICSR Error, not all reports loaded into database

= SGML parsing error no data extracted

The acknowledgement contains two sections, one concerning the validity of the
message as a whole and the second containing comments on the validity of the
individual reports within the message. Create a folder and configure it through the
Argus Interchange Mapping Utility, where all the incoming messages can be stored.
The Interchange service processes the received message and moves it in the Archive

folder.
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The message is validated based on the ICH ICSR acknowledgement specifications and
the format of the message identified by DTD version. Correctness of receiver and
sender identifier present in the message header is also validated to verify that the
message is not sent to the wrong recipient.

The content of the message is validated based on the following:
s Required Data

s Data Type

= Data Length

= Field Value

The system identifies message type (acknowledgement) and the DTD version of the
message. If the application is unable to identify the message type or DTD version, then
the error is logged in the log table and further processing is stopped. The application
sends an email to configured email address indicating the failure to read the message.

Application checks for the presence of the duplicate in the system based on the ‘Sender

identifier” and “Acknowledgement Message Tracking #. Processing of the
acknowledgement is stopped, if duplicate message is found in the database and an
error is logged into the log table.

The following table describes the error messages and reasons for the occurrence of
corresponding errors.

Process

Error message

Possible Reason of error

Read the Incoming
message from the
folder

Identification of the
incoming message
type

Identification of the
incoming message
type

Identification of the
incoming message
type

Identification of the
incoming message
type

Validation of the
incoming message
type

Identification of the
incoming
acknowledgement

type

XML File not in path.

<<File Name>> not a valid XML File

Not valid ICH ICSR message Tag

‘<ichicsrmessageheader>’ not found

Failure to identify the type of
incoming message. Either Tag
<messagetype> is
missing/misspelled or tag does not

contain valid value. The valid values

are ICHICSR, ICHICSRACK

Record not found in CFG_PROFILE
table for DTD version '2.0', DTD
release '1.0', Active profile = 'Y' and
profile type starts 'ACK%'

M2 Validation failed for incoming
message. The following are the
elements and values:<<Element,
value>>

Invalid ICH ICSR message Tag
‘<messageacknowledgment>" not
found.

File is removed.

File format is not as per ICH
guidelines.

File does not contain the
valid ICH Message Header.

The incoming file is
identified as a message or
acknowledgment. The
identification value is wrong.

Profile does not exist in cfg_
profile table.

M2 validation failed on the
message header.

File does not contain the
valid ICH Acknowledgment
Header.
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Process Error message Possible Reason of error

Processing Record not found in MESSAGES Record is deleted from the
acknowledgment table for the ICSRMESSAGE number database.
<<MessageNum>> ICSRMESSAGE
receiver identifier <<receiver info>>
for the received acknowledgment

Processing Duplicate acknowledgment received Acknowledgment already
acknowledgment for ICSRMESSAGE number exists for this message
<<message number>> and number.
ICSRMESSAGE RECEIVER
IDENTIFIER <<receiver info>>
Processing <reportacknowledgment> section is Acknowledgment does not
acknowledgment missing from the received contain the report
acknowledgment, MESSAGE acknowledgment body.
number <<message number>>
Processing Record not found in Record is deleted from
acknowledgment SAFETYREPORT table for company SAFETYREPORT table from
number <<Company Number>> database.

and msg_id <<message id>>

Refer to the sample email messages that are sent to the configured email address in
case of message validation failure:

s In case of invalid XML format:
From: ICSR service user
Subject: <<file name>> not valid XML formats file

Content: This mail has been sent by the system to notify that the system has failed
to identify the file <<file name>> as a valid XML file.

Error has occurred on Line: <<line no>>, Source Text <<Error Text>>, Error Code
<<Parsing Error Code>>, Error Reason <<Error Reason>>

Thanks,
<< ICSR service user >>
= In case the application fails to identify the incoming message:
From: ICSR service user
Subject: Failure to Identify the Type of Incoming Message.

Content: This mail has been sent by the system to notify that the system has failed
to identify the type of the incoming message (Acknowledgement or a Message)
present in the file <<Incoming Message File Name>>.

Thanks,
<< ICSR service user >>
= In case of validation failure of the incoming acknowledgement:
From: ICSR service user
Subject: Validation Failure of the Incoming Acknowledgement.

Content: This mail has been sent by the system to notify that the system has failed
to further process the incoming acknowledgement present in the file <<Incoming
Message File Name>>.

The following are the reasons for this failure:
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#<n>. <<Insert the corresponding relevant error message.>>
Thanks,
<< ICSR service user >>

You can view the acknowledgement information of a report such as acknowledgement
message tracking #, acknowledgement report tracking #, date acknowledge initiated,
company ICSR message, and error reported by receiver, in the Report Details
Dialogue.

The status of the each ICSR report is updated based on the information extracted from
the ICSR acknowledgment, irrespective of the transmission status (Success or Failure).
Refer to the section, Viewing Acknowledgement Information, for viewing the
acknowledgement information.

Viewing Status

Argus Safety provides the feature to monitor the transmission status of E2B, eMDR
and eVAERS reports.

Use the following procedure to check the status of transmitted E2B, eMDR and
eVAERS reports.

1. Select Worklist -> Bulk ICSR Transmit.

Worklist > Bulk ICSR Transmit

|| ActiveCases | Worklist | CaseActions | Repots |  LocalAffiiate | utilies | Dashboards || Argus Console _

BULK ICSR TRANSMIT

Repers

Report Case #

Message Type Periodic Report Range Start Date End Date

[evaErs v v [ Custom Date Rz V| [01-JAN-2013 | [01-4an-2959 - Search
(Eﬂc::z ;howtrinsmlssmns that have reached a failure state || Show all i and itted) having an View Olndividual () Group @ All

Total Number of Rows (14) Displaying Rows [[RTIG Page Size s |
D Case Number Date Created Due Date Reporting Destination Status " MDN =
Transmit  EDIln  EDIOut Ack R ]
Loek Stits Case Status Date Transmitted Submitted Date Local Company Name. Message Type ransm " Rec. crHee:
i 7
%= |[77-777-0000 |[z2-722-0000 | Il |
[ | [z7-227-0000 |[z2-227-0000 | Il |
o e 15-Jan-2015 09.Jan2015 | [ evAERS RECEIVER 01 Submission fo Trading Pariner o o | a a b
& i 15-4an-2015 o = ichicsr o d o
jon Exp Dala £ <VAERS_SENDER_01
Oe: e 19-Jan 2015 09Jan2015 [ vAERS RECEIVER 01  Submission fo Local EDI Failure o o ' » ' & | -
e 19-Jan-2015 = - ichicsr — -
jon Exp Data E eVAERS_SENDER 01
0O é5 CaSE 222 12-13n-2015 16-0an-2015 [0 eVAERS RECEIVER Received Invalid MDN Receipt . e o o @ B
b 12-dan-2015 o ichicsr
US Non Exp Data E GVAERS_SENDER o
CASE T 12 tan 01 A0 tan 2015 e - - - - -
Status Details Stage Legend _) Pending D Warning © Success @ Failed

Print [ Peint List

2. Select E2B, eMDR or eVAERS report from the Report drop-down list.
3. Click the Reports tab to view the transmission status of E2B reports.

4. Click the Message tab to view the transmission status of individual E2B messages.

Viewing Acknowledgement Information

In Argus Safety, you can view detailed acknowledgement information for a report sent
to a trading partner or a regulatory authority. Use the following procedure to view
acknowledgement information.

The status of each report is updated, based on the information extracted from the ICSR
acknowledgment, irrespective of the transmission status (Success or Failure).
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The acknowledgement information such as acknowledgement message tracking #,
acknowledgement report tracking #, date acknowledge initiated, company ICSR
message and error reported by receiver is displayed in the Report Details Dialogue.

1. On the Regulatory Reports tab of the Case Form, click the E2B, eMDR, or eVAERS
report and select View Report Details.

2. When the system opens the Report Details Dialogue, click View ACK Information
to view the acknowledgement details for that report. If the report is rejected, an
error message or a comment appears in the Notes area of the Dialogue

When the Acknowledgement Information Dialogue opens:

| Acknowledgement Information — ﬁpage %alﬁ‘ |

Acknowledgment Message # [68_456 |
Acknowledgment Report # [EXE] |
| Acknowledgment Message Date [04-FEB-2015 22:08:27 |

ICSR Message # [155_348

Error Message ! Comments
imported Case # DEMO_01R, accept for demo purpose ; Mulliple valuss in List Maintenance for table
[LM_REPORT_TYPE] . DTD Element: REPORTTYPE, E2b Gode: 1 : Multiple values in List

Maintenance for table [LM_REPORTER_TYPE] . DTD Element. QUALIFICATION

Click Print to print the acknowledgement details
OR
Click OK to close the Dialogue box.
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Using the ICSR Viewer

The ICSR Viewer enables you to open E2B files and view them in different formats.

Note: The term E2B that is used in this document refers to E2B (R2),
E2B (R3), and eVAERS reports.

You can print these files from the ICSR viewer. This chapter includes discussions on
the following:

= Opening the ICSR Viewer
= Exporting an XML File

Opening the ICSR Viewer

The ICSR Viewer enables you to view your E2B reports in the following views:

View Description

XML Displays the report in the XML format. This view is applicable
for non-Japanese E2B reports.

Decoded View Displays all the data elements in groups and subgroups.
Elements are eligible for decoding with their decoded values
in parentheses. A link is provided in the Decoded View to
view the attachments that are sent along with the report.

HL7 View This view is applicable for only E2B (R3) eMDR and eVAERS
reports.This view displays the report in HL7 format.
CIOMS For details on the CIOMS view, refer to the

"E2BCIOMSMapping" document. This view is applicable for
only E2B (R2) reports.

MedWatch For details on the MedWatch view, refer to the
"E2BMedWMapping" document. This view is applicable for
only E2B (R2) reports.

Exporting an XML File
The system enables you to use the following procedure to export an XML file.
1. Click the Final E2B report type on the Regulatory Reports tab.

2. When the system opens the ICSR Viewer window, select XML from the View
Format drop-down list.
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3. When the system displays the contents of the XML file, click Export.
4. When the system displays the XML report, click File -> Save As.
5. When the system opens the Save As Dialogue box:

a. Enter a name for the file.

b. Browse to the folder where the file is to be saved

c. Click Save to save and export the XML file.

Note: Exporting an E2B report can only be done from the XML view
on final reports. If you select draft, the Export button becomes
unavailable.
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Importing E2B Reports

Incoming E2B Reports

Incoming E2B Reports can be viewed from the Incoming E2B Report screen.
This release does not support import of eVAERS.
This section includes discussions on the following:

= Conversion of E2B (R3) reports to E2B (R2) format (applicable only for E2B (R3)
reports)

= Searching for Duplicate Cases

= Using the View Differences Report

= Viewing the E2B Report

= Accepting Single/Multiple E2B Reports

Conversion of E2B (R3) reports to E2B (R2) format (applicable only for E2B (R3)

reports)

On receiving E2B (R3) report from a Reporting Destination, it is converted to E2B (R2)
format before displaying the report in ICSR Pending screen. System performs file
format checks to be in HL7 format while receiving E2B report from an Agency
configured with E2B (R3) profile. If the inbound E2B (R3) file format does not match
the expected file format by sender, the inbound transmission is not processed. System
converts the incoming E2B (R3) report to E2B (R2) format using BFC XSLs provided by
ICH.

While converting E2B (R3) to E2B (R2) format, system extends the size of
narrativeincludeclinical B.5.1 to 100.000 characters from the current size of 20,000
characters. If the text for B.5.1 goes beyond 100,000 characters due to BFC logic then
characters beyond 100,000 characters is truncated.

The system performs other data checks such as format validation, M2 validation
checks on the converted E2B (R2) report as per E2B (R2) profile that is configured in
the internal common profile switch and displays the report in the ICSR Pending
screen.

Searching for Duplicate Cases

The Duplicate Search Dialogue for E2B report allows you to search for possible
duplicate cases in the Argus Safety system. You can select different combinations of
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search criteria. When more than one criterion is selected, only cases that satisfy all
criteria are listed. By default, only the fields that are present in the E2B Report are
checked for the Duplicate Search.

Use the following procedure to perform a duplicate search.
1. Select Reports -> ICSR Pending Report.

2.  When the system opens the Incoming E2B Reports Dialogue, right-click a case to
perform a duplicate search.

3. The system displays the search results at the bottom of the Dialogue box.

Duplicate Search Dialogue Box Fields
The following table describes the fields present in the Duplicate Search Dialogue.

Field Description

Agency The name of the primary agency.

Original Case The submitter's original case number.

Number

Message Number The case message number.

Product Name The name of any product on XML.

Generic Name The active substance on XML.

Report Type The type of report.

Study ID The unique value that identifies the study.

Receipt Date The date Argus received the report and saved it in the system.

Center ID The ID of the center.

Sal. The salutation, such as Mr. or Mrs.

Suffix The sulffix, if applicable, that follows the name (e.g., Jr., Sr. I1I,
etc.)

First Name The first name of the patient.

Last Name The last name of the patient.

Country of Incidence The country where the incident occurred.

State The state where the incident occurred.

Postal Code The postal code of the area where the incident occurred.
Patient Name The name of the patient.

Event Desc. A description of the adverse event.

Initials The initials of the patient.

Onset Date The date from the first reaction or adverse event occurred.
Pat. ID The unique value that identifies the patient.

Age/Units The age of the patient.

Pat. DOB The patient's date of birth.

Gender The gender of the patient.

Reference # National Regulatory Authority's Report Number, used as a

Reference Number.

Journal The journal name of the literature reference.
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Field Description

Keyword Select the check box and enter a keyword to be searched, if
required.

Title Select the check box and enter a title to be searched, if required.

Nullification Reason

The reason the case was nullified.

Accept Initial E2Bas  Enables you to accept initial E2B as a follow-up to an existing
Follow-Up case.

Search Finds results matching the specified search criteria.

View E2B Enables you to view the E2B report.

Accept E2B Case Enables you to accept an E2B case.

Reject E2B Case Enables you to reject an E2B case.

View Warning

View Differences

Case Number

Pat. Initials

Enables you to view warnings associated with the case.

Enables you to view the differences between the XML to be
imported (a message that is not yet imported into the database),
the current case data in the database, and the last imported
case.

Note: This button is available only for follow-up and
nullification reports.

The case number of the case matching the search criteria.

Displays the initials of the patient in the case matching the
search criteria.

Action Enables you to view the Case Summary Dialogue.

Project ID Displays the Project ID of the case matching the search criteria.

Study ID Displays the Study ID of the case matching the search criteria.

Date Displays the date of the case matching the search criteria.

Country Displays the country name of the case matching the search
criteria.

Product Displays the product name involved with the case matching the
search criteria.

Event Displays the event involved with the case matching the search
criteria.

Report Type Displays the report type of the case matching the search criteria.

Reporter Displays the reporter involved with the case matching the
search criteria.

Note: The search output is displayed in the Total Number of Rows

section. You can click the Action icon to view the Case Summary
Dialogue.

Using the View Differences Report

The View Differences Report enables you to view differences between the following:
»  The current XML being imported (a message not yet imported into the database)

s The current case data in the database
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s The last imported case.

Click View Differences from the Duplicate Search screen to view the View Differences
report. View Differences is available only for follow-up and nullification reports only.

The following table lists and describes the fields in the View Differences report:

Field

Description

Trading Partner

DTD Version

Case Number

Follow Up #

Total Number of
Rows

Import

E2B Element

Current E2B

Current Case in
Database

Last Imported E2B

Accept Follow-up

Reject Follow-up
Print List
Close

Enables you to view the name of the Trading Partner sending the
E2B report.

Note: The Lock/Archive icon displayed with this field indicates
the status of the case.

Enables you to view the DTD version of the follow-up E2B
report.

Displays the sender's original case number for the E2B report.

Displays the sequence number of the follow-up for the E2B
report.

Allows you to select the type of E2B Difference to view from:
Current E2B vs. Current Case in Database
Current E2B vs. Last Imported E2B

Current Case in Database vs. Last Imported E2B
This check box highlights import differences.

Refers to the data elements in the incoming E2B report or in the
existing report.

Refers to the data in the incoming XML that has not yet been
accepted in the current E2B.

Refers to the data in the current case in the database.

Refers to the data showing the last imported E2B.

Allows you to accept follow-up reports with the corresponding
fields selected for import.

Enables you to reject follow-up reports for import.
Provides the difference report in a PDF format.

Enables you to close the window.

Displaying Differences
The differences in the E2B reports are displayed in the following manner:

= Addition - New elements on incoming XML are highlighted in grey.

s Deletion - Deleted elements are highlighted in red.

= Modification - Modified elements are highlighted in yellow.

Viewing the E2B Report

Use the following procedure to view the E2B Report:

1. Select Reports -> Duplicate Search and right-click to the Duplicate Search Dialogue

box.
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2.

Click View E2B to view the E2B report in the ICSR Viewer. You can also view an
E2B report from the ICSR Pending screen by right-clicking on a row and selecting
ICSR Viewer.

Accepting Single/Multiple E2B Reports

Use the following procedure to accept single and multiple E2B reports:

1.
2.

Select Reports -> ICSR Pending to open the Incoming E2B Report Dialogue box.
When the system opens the ICSR Pending screen:

To accept a single report, right-click on it and select Accept E2B

OR

To accept multiple reports, select the check boxes for each report and click Accept
E2B.

When the system opens the Acceptance of Initial Report Confirmation Dialogue
box, enter the password and any relevant notes.

Click OK to accept the case.

Note: The acceptance of multiple E2Bs can be performed only when
the system numbering is set to Automatic.

If the system is configured to automatically number cases, the system opens the
case accepted Dialogue appears with the generated case number.

Click OK to close this Dialogue.

Note: If the system is configured to manually number cases, you will
be prompted to enter a case number for the case that is being
accepted.

E2B Initial/Follow-up Intake

During case acceptance, you can access selective acceptance fields in the report.

The Selective Acceptance feature is enabled only for single initial ICSRs and is a
right-click option.

If you select multiple ICSRs, the system disables this button.

If you select a single follow-up or nullification ICSR, the system disables this
button.

When the system displays the E2B Difference Report Dialogue, you can select the
elements required to create or update a case without the system displaying the
Case Number and Follow-up Number in the difference report Dialogue for initial
reports.

The following changes have been made to the Initial Intake and the Follow-up
Difference Report Dialogues:

— The system displays the decoded view to enable you to select the elements
(e.g., US [United States]).

— The system prints the check box options for the Initial Intake and Follow-up
Difference Report Dialogues.
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— The label is updated to Select when selecting elements for the Initial Intake
and the Follow-up Difference report Dialogue.

You must select the following fields before the system will permit you to accept
the Initial case. By default, all the fields are selected.

— Country of Incidence (default and grayed out)

— Report Type (default and grayed out)

— Initial Receipt Date (default and grayed out)

- Any one Product

- Any one Event Term

If you fail to select these fields, the system displays the following message:
E2B cannot be imported as it does not meet minimum Argus requirements.

The system permits you to print the Initial ICSR report.

When you click Accept Initial, the system displays the Accept E2B Case Dialogue.
When you complete the data elements and click OK, the system displays the
Error/Warning message Dialogue for any elements you have selected.

Once you accept the case as an initial or follow-up case, the system attaches the
Source XML (ICSR) and the Initial Selection PDF to the case in the Additional Info
tab.

For Auto Accepted ICSRs, the system does not attach the source PDF in the case
because the source XML is attached.

Initial/Follow-up Source XML

- Attachment Classification. As specified in the Reporting Destination for the
XML source classification.

— Date. The system date when the case you accepted XML for the case.
— Description. The acceptance notes you entered for XML.

—  When you click the Source ICSR, you can see the ICSR when opening the ICSR
View (ICSR Viewer).

Initial Selection PDF

- Attachment Classification: As specified in the Reporting Destination for the
Selection Source Classification.

— Date: The system date when you accepted XML for the case.
— Description: The date you entered acceptance notes for XML.
Follow-up Source XML

—  When you click the Source ICSR PDF or the E2B Difference Report, you can
view the Initial Selection PDF or the E2B Difference Report in a different IE
window.

Once you accept a case as an initial or a follow-up ICSR, the system prefixes the
Business Level Acknowledgement Notes with the case number in the following
format:

Imported Case #: XXXXX
where:

XXXXX is the case number
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The system attaches the current notes sent in the Business Level
Acknowledgement.

If the system receives the ICSR via the physical gateway (configured at the
reporting destination level), the system sends a low level ACK to indicate the file
was received by the Argus Interchange Service.

The system places this file in the Physical Out folders as configured for the
reporting destination in the E2B Mapping Configuration.

For EDI received files, the system continues to let the EDI Gateway send the low
level ACK as it does currently.

The Interchange Services does not process the low level ACK received in the
Physical In destination folder, but enters any errors in the log file since the file will
always be rejected by the Interchange Service.

E2B Follow-up Acceptance for Closed/Locked Cases

If you try to accept follow-up information for a closed or locked case, the system
prompts you to unarchive or unlock the case for processing after entering the
password and acceptance notes.

If the case is in archived state while you are accepting the report, the system
displays the Case Re-open Dialogue to enable you to open the case.

If the case is in locked state while you are accepting a report, the system displays
the Case Unlock Dialogue to enable you to unlock the case.

After you reopen the case, the system accepts all updates as defined in the
follow-up information you selected.

If you do not have permission to reopen an archived or locked case, the system
displays the following message:

You do not have permission to Re-open an Archived/Closed case or Locked Case.

If you select multiple open, locked, or archived cases or if you do not have
permission to open the case, the system skips the cases.

The system does not create follow-up actions for cases that it accepts
automatically.

Processed ICSR Reports

The Processed ICSR Reports screen contains a list all Processed ICSR Reports. Click the
Processed ICSR Reports tab on the Incoming Reports screen to view the Processed
ICSR Reports screen.
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The Processed ICSR screen contains the following:

m  Search Criteria

Total Number of Rows

The following table lists and describes the fields in the Total Number of Rows section
on the Processed ICSR screen.

Field

Description

Originated Case#

Initial /F-U/Nullifica
tion

Trading Partner
World Wide Unique#

Import Status -
Warnings/Errors

Case # Imported As

Accepted / Rejected
By

Notes
Interchange Date

Date
Imported /Rejected

ACK Gen

Displays the Originated Case Number of the case.
Displays the Initial/F-U/Nullification status.

The name of the trading partner.
The World Wide Unique # for the case.

The import status of the case and any associated warnings/errors.

The Case Number used when importing the case.

Identifies who accepted or rejected the case.

The case notes.
The Interchange Date.

The date the case was imported /rejected.

Yellow indicates the case is still pending
Orange indicates the case is accepted with warnings / errors
Red indicates the user or system rejected the case.

Green indicates the case has been successfully imported.
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Field Description

EDI Out Yellow indicates the system is waiting to send the report out of the
EDI / XML or PHY out folders

Green indicates the report is already sent out of the EDI / XML or
PHY out folders

Red indicates that the EDI gateway failed to send the report out of
the EDI / XML or PHY out folders.
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