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Liquidity Management Channel Setup 

1.1 Introduction 

 

In this part basically, we will do configuration of Weblogic Administrative console. 

Prerequisite: Weblogic Server should be installed and oracle weblogic server domain should 

be installed as mentioned in “Oracle_Banking_Liquidity_Management_12 4 0 0 
0_Application_Setup.doc”.  

 

1.2 Steps to be followed for configuration of Administrative 
console 

1. Give the credential in the console page that you have set in Administrator Account screen. 

 

2.  Now we can see home screen. In home screen in the left side you will find Domain Structure    
column. Go to Environment and click on sever under that. 
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1.2.1 Create Managed Server 

1. Click on New to create a new server.  

Enter the following details. 

Server Name : CHANNEL_SERVER 

Server Listen Port: 8004 

Leave other fields as it is. 

 

 

2. Click Next. The following screen will come. 
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3. Click on finish. The following screen will come. 

 

 

4. Click CHANNEL_SERVER, Under Configuration click the Server Start Menu,   

In Class Path field add the following Jar path /<<weblogic 
home>>/wlserver/server/lib/consoleapp/APP-INF/lib/commons-codec-1.3.jar 
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5. Click on Save. 

1.2.2 Create Machine 

1. Under Environment click on Machine then following screen will come. Click on New. 
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2. Give the following details. 

       Name: CHANNEL_MACHINE 

       Machine OS: others 

       

 

 

3. Click on Next. Enter “localhost” or the I.P. Address of the system as Listen Address. Click 
on Finish. 
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4. CHANNEL_MACHINE is created        

 

 
 
 
 

5. Map CHANNEL_SERVER to CHANNEL_MACHINE 
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1.2.3 Connect Data Source 

 

1.2.3.1 Connect LM Data source 

1. Click on the Data Sources under Services 

 

 
 

  
 
 
 
  
 
 
 

2. Click the jdbc/lm datasource link. 
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3. Click the Targets link. 

 

 

 
 

4.Choose the Target Server as CHANNEL_SERVER and Click Save button. 
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1.2.4 Build Liquidity Managements Executable Files  

1. Edit HostConfig.properties file 

Go to the below folder 
(“…\HostWorkspace\host12.2.1\Common\com.ofss.glm.config\src\com\ofss\glm\config\proper
ties”) of the OSDC Package and Open HostConfig.properties and edit the below values: 

Protocol = http or https based on the protocol setting of the server 

Host = Host Name or IP of the Server that is Listening Address 

Port = Listening Port of the managed server (CHANNEL_SERVER) 

basicAuthenticationEnable= Enable the basic Authentication for Rest Services. 

**Note: Create folder as mentioned in LOG_PATH variable 
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2. Open the Command prompt and Point it to the OSDC package location 

 

3. Add Path 

Set the Ant path using the following Commands 
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set path=%path%;D:\ILM\osdc\apache-ant-1.9.7\bin  

 

 

 

 

4. Enter the following command to build the Host side class files. 

“ant -f build_host_jars.xml” and press “Enter” 
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1.2.5 Deploy Liquidity Management Executable Files 

NOTE : If Oracle Fusion Middleware 12c Infrastructure (Example: Weblogic Server) is 
installed and any domain is available in local system, deployment can be done using the 
script see section 2.2.6.1 else Manual Deployment can be done see section 2.2.6.2.  

 

1.2.5.1 Deployment using Scripts 

1. Change the Following values in Build.properties file under the OSDC source 

 

Use the following details: 

i. install.dir= Point to it to the weblogic home folder in the local system. For Example: 
“C:\Oracle\Middleware\Oracle_Home”. (Change it to the format as shown in the figure) 

ii. domain.path= Point it to the weblogic domain folder created for the application (i.e. 
channel_domain).  (Change it to the format as shown in the figure) 

iii. domain.name= Enter the name of weblogic domain created in the local system. Leave it 
blank if no domain exists.  

iv. wls.ui.url= Enter URL of the Weblogic Console in the following format 
t3://<ip_address>:<admin_server_port_no> 

v. wls.ui.username= Enter the username of the Weblogic Console 

vi. wls.ui.password= Enter the password of the Weblogic Console 

vii. wls.host.url= Same as wls.ui.url 

viii. wls.host.username= Same as wls.ui.username 

ix. wls.host.password= Same as wls.ui.password 
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Define remaining properties as mentioned in above screen shot. 

2. Open the Command prompt and Point it to the OSDC package location 

 

3. Enter the following command to deploy the Host EAR file. 

“ant -f DeployhostEar.xml” and press “Enter” (Windows System) 
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[Note: If user is having Linux system use the following command] 

“ant -f DeployHostEar_Linux.xml” and press “Enter” (Linux System) 
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1.2.5.2 Manual Deployment: 

For Manual Deployment, Ear (Enterprise Application aRchive) file can be deployed either from 
Local Machine or from server where Weblogic Server is installed, In case if deployment needs to 
be done from server then use FTP/SFTP client for Windows in order to move the Ear file to the 
server and do the deployment as given below. Suggested Software for FTP/SFTP client for 
Windows: Winscp 

1.2.5.2.1 CHANNEL EAR Deployment 
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1. Click on Install and go o the Drive Location where the EAR files are kept. 

 

 

 

2. Select the Host EAR File com.ofss.glm.channel.ear and click on Next 
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3. Click on Next 

 

 

 

 

4. Select the target Server For example: ITR2 
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5. Select Name for the deployment file For Example: “com.ofss.glm.channel” and click on Next 

 

 

 

6. Click on Finish. 
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7. Click on Save 
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8. After Clicking Save the Follwing Screen should appear. 

 

 

 

 

9. Click on Deployment and check the two newly installed EAR’s are available and Health column 
should have the OK status for the EAR’s 
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10. Config.xml change: Need to add the <enforce-valid-basic-auth-credentials> in config.xml file. Go to 
domain home and open the config.xml file. Add the below tags, 

            

Weblogic domain config.xml file we have to create the below entry 

(<WL_DOMAIN_HOME>/config/config.xml) 

 

<security-configuration> 

    <name>base_domain</name> 

<enforce-valid-basic-auth-credentials>false</enforce-valid-basic-auth-credentials> 
  </security-configuration> 

 

 

 

1.2.6 Start The Server 

1. Go to the domain path of oblm_domain, (e.g. 
…\Middleware\Oracle_Home\user_projects\domains\OBLM_domain\). Right click on bin folder 
and Select the “CMD Prompt Here as Administrator” to open the Command Prompt. 
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2. Run the startNodeManager.cmd file 

 

 

Note: If you get an error stating “5556 port is already in use” then follow the below steps before 
starting the node manager. 

i. Go to Weblogic Console and click on Machines under the Environment tab in 
Domain Structure section 

 

ii. Click on LM_MACHINE and then go to Node Manager tab 
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iii. Change the Listen Port to 5557 and click on Save 

iv. Go to …/ 
Oracle/Middleware/Oracle_Home/user_projects/domains/oblm_domain/nodeman
ager path and edit nodemanager.properties file as follows, 

ListenPort=5557 

Leave the rest of the properties as it was. 

 

v. Save the file 

vi. Now, repeat the steps of Section 2.2.7 

 

3. Go to Weblogic console and click on Server under the Environment tab in Domain Structure 
section 
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4. You should see the Summery of Servers page. Click on Control tab 

 

 

 

4. Select CHANNEL_SERVER and click Start button 

5. Wait till the Server State change to RUNNING 
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1.2.7 Configure SSL  

To Configure SSL, Please refer to the SSL Configuration Manual 
(Oracle_Banking_Liquidity_Management_12 4 0 0 0_SSL_Configuration.pdf) 

 

 

 

1.2.8 Test Channel Setup 

1. Open any Rest Client app EX: (POSTMAN) and select service whether GET or POST and 
provide the need request in body section. 
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2, Enter the user credentials in Authorization section and click the send button. 
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3, The credentials are correct then Response will be 200 OK and result will be shown in body section. 
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4, The credentials are wrong then Response will be 401 Unauthorized. 
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