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ORACLE

Purpose

This document describes how to install and configure the Oracle Payment Interface for
OPERA Cloud services.

Audience

This document is intended for installers of OPI to integrate with OPERA Cloud services.
Customer Support

To contact Oracle Customer Support, access My Oracle Support at the following URL:
https://support.oracle.com

When contacting Customer Support, please provide the following:

e Product version and program/module name

e Functional and technical description of the problem (include business impact)

e Detailed step-by-step instructions to re-create

e Exact error message received

e Screen shots of each step you take
Documentation

Oracle Hospitality product documentation is available on the Oracle Help Center at
http://docs.oracle.com/en/industries/hospitality/

Table 1 Revision History

Date Description
September 2019 e Initial Publication
July 2020 e Added note in Installing the OPI section.
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Pre-Installation Steps

Consider the following guidelines before installing Oracle Payment Interface (OPI):
IF UPGRADING OPI, YOU MUST READ THE UPGRADING THE OPI SECTION FIRST.

OPERA Cloud releases you can use to integrate with OPI:
— OPERA Cloud 1.20.16 or higher
— OPERA Cloud 19.2 or higher

OPI 19.1 does not install a database. If doing a clean install of OPI, a database must
be installed first.

Upgrading to OPI 19.1 from OPI 6.1 and higher is supported but MPG versions are
not supported. Prior to upgrading from OPI 6.1 to OPI 19.1 all credit card transactions
must be finalized and closed as the schema upgrade will not include the migration of
old transaction data to the OPI side. Finalizing and closing credit card transactions is
not a requirement for upgrading from OPI 6.2 to OPI 19.1 as no schema migration is
expected in this case.

Any previous versions of MPG should be uninstalled prior to installing OPI 19.1
The application requires the Microsoft. NET Framework version 4.0 or higher.

Confirm that the Java Platform, Standard Edition Runtime Environment (JRE) version
1.8.152 or higher but below 1.9 is installed on the computer where OPI is installed.

OPI requires at least 6 GB of free disk space and you must install OPI as a System
Administrator. The OPI Machine also needs 4GB RAM.

During the installation you must confirm the following:

ORACLE

Merchant IDs
IP address of the OPI Server

If there is an existing MySQL database installed, then the SQL root password is
required.

If upgrading from OPI 6.1 to OPI 19.1 and higher, then all the OPI Credentials must
be provided by hotel IT.

Workstation IDs and IPs that integrate with the PIN pad.
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Installing the OPI

1. Copy OraclePaymentinterfacelnstaller_19.1.0.0.exe to the Server. Double-click to
launch the install.

2. Select a language, and then click OK.

3. Click Next on the Welcome to the InstallShield Wizard for the Oracle Payment
Interface screen.

4. Click Next on the OPI Prerequisites screen.

Oracle Payment Interface - InstallShield Wizard @

Setup Type
Select the setup type to install.

Please select a setup type.

@ Complete
-' % All program features will be installed. (Requires the most disk space.)

b
. v

) Custom

-' *  Select which program features you want installed. Recommended for
%) advanced users,

< Back H Mext = ]l Cancel

The Setup Type screen appears.
— Complete: All program features will be installed.

— Custom: Select which program features you want installed. Recommended for
advanced users only.

5. Make a selection (only for Custom install), and then click Next. If you select
Complete Install, it will go to the Step 7 directly.

ORACLE 0.1
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Oracle Payment Interface - InstallShield Wizard CX |

Select Features
Select the features setup will install,

-

Select the features you want to install, and deselect the features you do not want to install.

escription
Pl Database Schema Descript

[ 0PI Services Sets up the Database

. [ Confi tion Taal components for the defined

onfiguration Too schema.
157.84 MB of space required on the C drive
435653, 20 MB of space available on the C drive
< Back ][ Mext = ] [ Cancel

If you selected the Custom install option, the Select Features screen appears with the
following options:

a. Database Schema
b. OPI Services
c. Configuration Tool

All three of these features must be installed. It is just a matter of whether they are all
installed on the same computer or on separate computers.

Select the features to install on this computer, and then click Next.

Accept the default installation location or click Change... to choose a different
location, and then click Next.

Click Install on the Ready to Install the Program screen.

The Setup Type screen appears.
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Oracle Payment Interface - InstallShield Wizard )

Setup Type
Select the setup type that best suits your needs.

Select Database being used.

@ MySsQL
i) S0L Server
() S0QL Express

(") Orade DB

< Back Mext = ] [ Cancel

10. Select the database type being used, and then click Next.

# NOTE:

OPI does not install any database, so the database must already be installed.
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Oracle Payment Interface - InstallShield Wizard @

Database Server “

Enter the Database Server Mame or IP.
Enter the Port Mumber.

MameIP: Jocalhost]

Port #: 3306

< Back ][ Mext = ][ Cancel

11. On the Database Server screen, enter the database details.

a. The Name/IP field defaults to localhost. This should be left as localhost if the OPI
database is installed on the same computer. If the database is installed on
another computer, the Name or IP address of that machine should be entered
here.

# NOTE:

If the database type is MySQL, and you cannot use localhost for the Name/IP
field, then some commands must be run manually on that MySQL database
before proceeding. See MySQL command link in the OPI Basic Install doc for
instructions. Setup will not complete if this is not done.

b. Accept the default Port # of 3306 (for MySQL), and then click Next.

ORACLE 2.4
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£ |

Oracle Payment Interface - InstallShield Wizard

Database Server Login
Database server requires login credentials to continue,

DBA User

Login ID:

Password:

12. On the Database Server Login screen, enter the credentials for the DBA user of the
database type selected, and then click Next.

W

a. For MySQL the Login ID: = root
b. For other database types the DBA user name/Login ID may be different.

c. Enter the correct password for the DBA user.
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-

Oracle Payment Interface - InstallShield Wizard @
Database User Credentials

~

Enter the user name and passwaord to create a new database user account that will be used
by the Orade Payment Interface application.

Password is case sensitive, should be at least 8 characters in length and must have at least

one upper case letter, one lower case letter, one number and one spedial character from the
following list: | @#£5%~&™

User Name:

Password:

Confirm Password:

< Back ][ Mext = ][ Cancel

13. On the Database User Credentials screen, enter the following details.
a. User Name: Create a new user.

b. Password: Create a password. The Password is case sensitive, and should be
at least 8 characters in length and must have at least one upper case letter, one
lower case letter, one number and one special character from the following
list:! @#$%"&*.

c. Confirm the password, and then click Next.
14. Click OK on the Database connection successful dialog.

15. Click OK on the Database Configuration operation successful dialog.

ORACLE 0.6
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Oracle Payment Interface - InstallShield Wizard [ =2 |

16.

Configuration Tool Superuser Credentials

Enter the user name and password to create the super user account for the configuration
tool,

Password is case sensitive, should be at least & characters in length and must have at least
one upper case letter, one lower case letter, one number and one spedial character from the
following list; | @#5% &=

User Mame:

Password:

Confirm Password:

< Back Mext = ] [ Cancel

On the Configuration Tool Superuser Credentials screen, enter the following
details.

a. User Name: This can be any user name. It does not have to be a Windows
account user.

b. Password: Create a password. The password is case sensitive and should be at
least 8 characters in length and must have at least one upper case letter, one
lower case letter, one number and one special character from the following
list:! @#$%"&*

c. Confirm the password, and then click Next.

17. Click OK on the Create SuperUser operation successful dialog.
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Oracle Payment Interface - InstaliShield Wizard ] 2 |
Configuration Tool Connection Settings

-

(ex. Host: Port: 8090 / Host: Port: 8090 )

Please enter the Configuration Server Connection Information:

Host: Port: 8090

< Back ][ Next > ][ Cancel ]

18. On the Configuration Tool Connection Settings screen, enter the following details.

a. Host: Enter the IP address or server name of the PC where the OPI Config
Service is installed. This will be the PC where you selected “OPI Services” to be
installed.

b. Leave the default Port of 8090.

19. Click Next.
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Oracle Payment Interface - InstallShield Wizard

Configuration Tool Passphrase

Please enter the Configuration Tool Passphrase,

from the following list: | @#5%"&*

Passphrase:

Confirm Passphrase:

Passphrase is case sensitive, should be at least 15 characters in length and must have at
least one upper case letter, one lower case letter, one number and one spedial character

g

-

[ < Back ” Mext = ][ Cancel

l

20. On the Configuration Tool Passphrase screen, enter the following details.

a. Passphrase: The passphrase is case sensitive and should be at least 15
characters in length and must have at least one upper case letter, one lower
case letter, one number and one special character from the following list:

| @#$%N&*.

b. Enter a passphrase, confirm it, and then click Next.

After a brief pause, the Configuration Wizard launches.

Qracle Payment Interface - Configuration Wizard

[}

Oracle Payment Interface - Configuration Wizard

Please select the OPl instance mode:

POS

PMS

® Opera

Cruise

ORACLE Next
HOSPITALITY

BE |

Close

21. Select PMS, select OPERA, and then click Next.

22. OPI Interface: Turn PMS on.

2-9
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OPI to PSP Communication Configuration

From the OPI Mode drop-down list, select the Terminal for the PED direct
connection or select Middleware for the middleware connection.

Enter the third-party payment service provider middleware Host IP address if
Middleware mode is selected. If Terminal mode is selected the OPI configuration
will populate another window in further steps to input the Workstation ID and IP
address.

W Oracle Payrment Interface - Configuration Wizard — x

0PIl Mode: Middleware Enable Mutual Authentication

Private Key Cert. Password: Confirm Password:

Root Certificate Password: Confirm Password:

Primary Host: https://pspshost:443 Proxy Host:

Failover Host: https://pspsfailoverhost:4 Praoxy Port:

s
ORACLE Next Clese
HOSPITALITY

Oracle Payment Interface - Configuration Wizard

OPI Interfaces

PMS m | Enable Token Exchange Support

POS .

OPI to PSP Communication Configuration:

23. Click the blue + icon to add a new merchant configuration for OPERA.

= Oracle Payment Interface - Configuration Wizard = || =] =t
Oracle Payment Interface - Configuration Wizard
PMS Merchants
™
Chain Code Property Code Name
MNe content in table
DRA&CI—E8 Main Close

HOSPITALITY

24. To configure the OPERA merchant, enter the following information:

The OPERA Vault Chain Code and Property Code; will form the Siteld value in
the Token request messages.
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Select Generate Key. You must use this key to configure the Hotel Property
Interface (IFC8). Add “FidCrypt0S|” to the generated key as the prefix. For
example: FidCryptOS|XXXXXXXXXXXXXXXXXXXXXXXXX

Enter the IFC8 IP address and port number for the Hotel Property Interface

(IFC8) server.

— Enter the Merchant name, city, and country information.

— Select the option of Only Do Refund if you want to disable differentiating

between void and refund from OPERA.

— Click Next.

Although the other populated settings are not directly related to the Token Exchange
Service configuration, Token Exchange will not be possible if the IFC8 interface is not
running, as OPI will not progress past the IFC8 startup if the IFC8 connection is not

possible.

"1}

Oracle Payment Interface - Configuration Wizard = [ =] ==
Oracle Payment Interface - Configuration Wizard

PMS Merchant

OPERA Chain: FSDH

Property Code: FSDH IFCE Key: ClruDsT6eTXGi2gUABR+v16xPGx/ARD Generate
Hlame: OP| Test Merchant IECEL o<l 192.2.0.1

City: Columbia IFC8 Host Port: 5007

State/Province: MD Only Do Refund

Country/Region: | United States of America -

DRACI—E Next Cancel
HOSPITALITY

25. Enter the OPERA payment code for each card type, and then click Next.

# NOTE:

OPI Payment Code must match the IFC CC Type configured in OPERA.

2-11
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- Oracle Payment Interface - Configuration Wizard = | =
Oracle Payment Interface - Configuration Wizard
Merchant Tender Configuration
Tenders:
OPERA Chain Code: Card Type A Payment Code
Property Code: AliPay AB
Alliance AL
American Express AX
China UnionPay cu
China UnionPay Debit CD
Debit CD
Diners Club DC
Discover DS
EC Chip EC
Hint: Double-click to edit a cell and then press Enter to submit
your change or, Escape to cancel it
DRACI—E8 Back Next Cancel
HOSPITALITY
Below is terminal mapping if you select terminal mode.
- Oracle Payment Interface - Configuration Wizard =5
Oracle Payment Interface — Configuration Wizard
Merchant Terminal Configuration
+
Workstation ID Terminal IP/Host Name
OPERATestClient 192.0.2.1 —
Hint: Double-click to edit a cell and then press Enter to submit your change or, Escape to cancel it
ORACLE’ Back Next Cancel
HOSPITALITY

26. The next configuration relates to communication from OPI to the PSP host for Token
Exchange. Enter the Oracle Cloud hosted token URL (this needs to be provided by

the Cloud provisioning team), and then click Next.

2-12
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= Oracle Payment Interface - Configuration Wizard =N 1ET
Oracle Payment Interface - Configuration Wizard
Payment Service Provider Configuration for Token Exchange
Host URL: htips.//WINT-648it:2002
Failover URL:
C)R.I’&C]—Gs Back Mext Cancel
HOSPITALITY

27. Click Finish to restart.

ORACLE' .13
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Credit Card Payment Transaction Codes

1. Loginto OPERA.

2. From the Administration menu, go to Financial | Transaction Management |
Transaction Codes to view the Credit Card Payments transaction codes setup.

Home / Financial / Transaction Management / Transaction Codes ¢ Back to Home
Transaction Codes @ kel
Manage Transaction Code (-]
* Required Field O nactive

Ounership * Subgroup Fiscal Transaction Code Minimum Amount Service Type

Property CCARD Q Q

Property Credlt Cards Adjustment Transaction Cade Maximum Amount Accounting Code

ABHI Q

Codz Defaut Pric uec Quantity Cod

20002 efault Price C Quantity Code

* Description -

Visa Tax Code

Manage Translations - +

Payment Details

Payment Type Processing Type CC Coge Account Number

@ Credit Card @ =F7 VA Q

O cash QO Manual

QO check

Q© others

Options

[ Revenue Group Cashier Payments Generates Inclusive (O ¢heck Number Mandatory O Depesit Payments
nclude in Deposit/CXL Rule O rounding Factor O AR Payments Manual Posting Print Receipt
Paidout O Membership

canel
3. Information for credit card payment transaction codes:

— EFT selection is necessary to send credit card transactions out to the integrated
payment partner for the specific Payment type.

— Manual selection will not send out any transactions to the integrated payment
partner.

— CC Code will auto-populate once the transaction code is associated to a
Payment Type.

ORACLE' 3.1
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Configuring Payment Methods for Credit Card

1. Loginto OPERA.

2. From the Administration menu, go to Financial | Transaction Management |
Payment Methods to configure payment methods for credit cards.

3. Setup the payment methods such as American Express, Master Card, and Visa with
the transaction codes.

Payment methods that are configured here will not require any validation on the
credit card number or expiration date as Chip and PIN is enabled for these payment

types.
Home / Financial / Transaction Management / Payment Methods < Back to Home
Payment Methods @ Help
* Required Field
= Property Payment Method
FRANCEC, TOKYO Q (o4
¥ View Options
Property Code Description Transaction Code  Seq
TOKYO cA cash 8000 1
TOKYO pe Direct Bill 96674
TOKYO CK Check 8020 3
TOKYO MC Master Card 8080 4
TOKYO VA Visa 8040
TOKYO AX American Express 8060 6
TOKYO PO Pay Only 9100 12
TOKYO zz z 8000 14
TOKYO oTH Other Payment 2090 26

TOKYO MAN-AX MAN - American Express 20500 30
TOKYQ MAN-MC MAN - Master Card 90502 31

TOKYO MAN-VA MAN - Visa 90501 32

Configuring Machines

1. Loginto OPERA.

2. From the Administration menu, go to Interfaces | Machines. Select New to add the
configuration for a new Machine.

3. Enter the following options, and then click OK:

a. Machine: Enter the machine name where the OPERA IFC Controller Service is
running.

b. Controller Port: Define the controller port.
c. Program: Select the program from the list.

d. VNC Port: Define the VNC port.

ORACLE' 3.2
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Manage Machine @ relp
* Required Field
ECAEALLO—US - 5001 | +
c\fidelio\ifcg\ifc8.exe ~ - 5555 +
concel

4. Click Save to add the configuration for a new machine.

Creating an EFT Interface

1. Loginto OPERA.

2. From the Administration menu, go to Interfaces | Property Interfaces. If there is
no active EFT or CCW IFC Type, select New to add the configuration for a new EFT
interface.

3. Enter the following options, and then click OK:

o

Property: Select the property name
b. IFC Type: EFT

c. Name: Oracle Payment Interface

d. Product Code: OPI

e. Machine: Select the machine where the OPERA IFC Controller Service is
running.

f. License Code: License code for interface
g. IFC8 Prod Cd: XML_OPI

h. Timeout: Define the timeout value as 240.
i. Cashier ID: Select the cashier id.

j. Path ID: Define the path id.

k. Version: This is auto populated once IFC8 establishes a link.

Home / Interfaces / Property Interfaces / Property Interfaces

Property Interfaces © Help
* Required Field O inactive
Property * Name » Machine
ROSIE Q Oracle Payment Interface 142 Q wrwnexes
+ Interface Type All Charges Timeout
EFT Q - 240 +
+ Product Code = Cashier ID version
opl 8 Q
+ IFCB Product Code « path ID
XML_OPI - 1+

4. Click Save to add the configuration for a new EFT interface.

ORACLE
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Home / Interfaces / Property Interfaces / Property Interface

Property Interface

® Overview EFT - Test EFT DO NOT CHANGE

o Primary Information

Property
« General Information ROSE

o Custom Data

o Class of Sevice

o Translation View | Style1 ~ | customize View

< Back to Property Interfaces

© Help

Product Code

cco

Interface Type

EFT

IFC number
34

Primary Information e

IFC8 Product Code

cco

Name

Cashier ID
8

Path 1D Timeout

1 60 —
Machine Message Expires Ater Menu Name
621 NPLWINTO — —
Version

12.1.0

General Information e

Handle Night Audit / End of Day Commands
CC Vault Function

Regular Transaction

O courtesy Card Handling

port

Vzlccvéss O create Prepaid during Checkin
Token Provider URL o

ke Rleridcr B :;a::; TRANSACTION

O Prepaid system ::;ﬂ B

O show Prepaid Pin

Custom Data -]

Details

£ View Options

User Defined Field Value
HTTP_USERNAME

HTTP_PASSWORD

VAULT_CERT_CHAIN_CODE CHA
VAULT_ID 341

WALLET_PASSWORD
VAULT_MAX_CC_PROCESSED

Class of Service -]

Voice Mail Notification
Disabled

Message Light
Not changeable

Automatic Check In / Check Out
Disabled

User Defined Format

Format Expression

CREDIT_CARD_HOLDER NAME

(O Dpisable Room Equipment at Check In (O Dpisable Guest Data Change at Check Out

(O Disable Room Equipment at Check Out tard Format

Defined Format

General

Translation -]

Select Transaction

@© Merchantid Q) Article Number

£ View Options
Origin Code

O Language Code

O Key Options

Merchant Id

DEFAULT

ORACLE
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Configuring the CC Vault

ORACLE

10.

11.

12.

From the Administration menu, go to Interfaces | Property Interfaces | edit EFT
IFC | General Information.

Select the check box to enable the Handle Night Audit / End of Day Commands.
Select the check box to enable the CC Vault Function.

Select the check box to enable the Regular Transaction.

The Token Provider URL should be in the format:

https://OPIHostIP.example.com

The Token Provider Protocol should be set to One Way Handshake which means
for OPI only server side certificate is required.

Go to Interfaces | Property Interfaces | edit EFT IFC | Custom Data.

The HTTP_USERNAME and HTTP_PASSWORD should be set at the Token proxy
service side that allows communication with the token proxy service URL.

OPERA uses the VAULT_CERT_CHAIN_CODE for the certificate lookup and should
be populated with what was entered during the OPI configuration for OPERA.

The VAULT_ID is auto populated based on the IFC number.
The WALLET_PASSWORD is not used for One Way Handshake.

The VAULT_MAX CC PROCESSED is set to what the Payment Partner can support
for the number of rows sent in one Token (GetID/GetCC) request. This is used during
the bulk tokenization process and when multiple folio windows exist on OPERA
Reservations. 50 is the default used when nothing is set here.

3-5
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General Information

Handle Night Audit / End of Day Commands IP Address Create Prepaid during Checkin

CC Vault Function Device

Token Provider URL
Regular Transaction

Prepaid Tnx

O courtesy Card Handling Token Provider Protacol (2) OPERA TRANsAT Q)

Port
Redeem Trx

O Prepaid system 8085 Q

Show Prepaid Pin

Custom Data

D|

Details e

ﬂ View Options

User Defined Field Value

HTTP_USERNAME

HTTP_PASSWORD

VAULT_CERT_CHAIN_CODE CHA

VAULT_ID 341

‘WALLET_PASSWORD

VAULT_MAX_CC_PROCESSED
Class of Service

Translation

Select Transaction

@ Merchantid ) Article Number O Language Code Q' Key Options

ﬂ View Options
Origin Code Merchant Id

DEFAULT

13. On the Translation panel, select Merchant ID as the DEFAULT code to run an EFT
IFC8.

Configuring CHIP AND PIN (EMV)

ORACLE

To configure the Functionality Setup:

1. Loginto OPERA.

2. From the Administration menu, go to Enterprise | OPERA Controls | Groups |
Credit Card | Parameters.

3. Online Settlement: Select this check box to allow online settlement. OPI is an online
settlement. This must be checked to activate the Chip and PIN Application Setting.

4. Select this check box to enable CHIP AND PIN payment types.

— Chip and PIN Enabled Payment Types: When the IFC | Chip and PIN
application parameter is set to Y, this option is visible and selected by default.
You may not unselect the check box. Select the LOV to choose the credit card
payment types that will trigger a Chip and PIN message with or without credit
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card data to the EMV Device. Payment types that are configured here will not
require that a credit card number or expiration date to be entered when selected
as a payment method on the Reservation screen or on the Payment screen. This
data can be provided in the response message from the Payment Partner.

Home / EMeTDISe £ OPERA Gontoss

OPERA Controls

@ OPERA Controks provide the sbilty o customize OPERA Cloud functionsity by activating or desctivating Functions, turning Parameters on or of, and selecting vales for

Seftings.
To immediataly reflect any Functions changes, dlick on reload application link below, Note: After reload you willretum to Administration Home screen,
ROSIE Q Reload Apphcation
Rories e & Breastont
Credit Card
Parameters

, Coe =

Cashiering

Channel Management

ficom Management

85

oo

5. Inthe Settings panel configure the following:

ORACLE' 3.7
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MCVA,AX

@ of

MC,VA, AX &

Authori
Credit ¢

Hotel ID

VAB131SMOKE &

Authorization at Check-In: Select the payment methods that will trigger an
automatic credit card authorization at check-in.

Authorization Reversal Allowed: Select the payment methods that can process
authorization reversals. This provides a request transaction to the Payment Partner
to remove the existing authorization on a guest credit card or debit card if the folio
payment type is changed or at check-out a different payment method is used. For
example, a guest checks in on a reservation for a 5-night stay using a Visa credit
card for payment type. At the time of authorization, a hold is put on the Visa credit
card for the total cost of the stay. If the payment type is changed to another type on
the reservation or the guest checks out using cash or a different brand of credit card,
OPERA will send a reversal request for the originally selected Visa credit card
authorization. A partial reverse authorization is not supported.

Authorization During Stay/Deposit: Select the payment methods that allow manual
and automatic authorizations following check-in and prior to check-out and
settlement. This option must be enabled in order to allow authorizations by the end-
of-day routine.

Authorization Settlement at Check-Out: Select the payment types that use credit
card authorization and settlement in one transaction request. These are payment
types that do not allow an authorization separate from the settlement/sale.

— The payment types that are available in the multi-select list of values are only
payment types configured as EFT payment types. Any one payment type can be
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selected for credit card specific rules of Authorization at check-in, Authorization
Reversal, and Authorization during Stay/Deposit. If they are selected for these
card specific rules, then the payment types will not be available for Authorization
Settlement at Checkout.

e Settlement Authorization Code: Specifies the authorization code used at
settlement if multiple authorization codes exist Pre authorizations and top-up
authorizations before the settlement

6. Goto Enterprise | OPERA Controls | Groups | IFC | Parameters, and enable
Prompt For Terminal to handle chip and pin EMV devices.

IFC

Functions

® - Video Check Out
Active X - C o -
Activate Video Check Out Functionality.

Video Check Qut Start Time

Time of Day the Video Check Out s to start.

&

Video Check Qut Stop Time

Time of Day the Video Check Out is to stop.

Parameters

Advanced Authorization Rules
O
The ability to define authorization rules bosed on Room Type, Room Class, Rate Code, Rate Category, Reservation Type and Source Code or o combination of the same.
xclusive Taxes will b ed
Exclusive Taxes will be Post
Exclusive Taxes will be Posted os If
pooiiaiinhine
Allows a terminal to be seiected for credit cord transactions

Itemizers by the POS Interface.

y the POS Interface.

Configure Credit Card Terminal

ORACLE

Configure the credit card terminals used that the payment partner will activate to have the
card swiped or manually enter in.

1. Loginto OPERA.

2. From the Administration menu, go to Administration | Interfaces | Interface
Devices | Credit Card Terminals.

3. Click New.
4. Enter the following information for the reader:

5. Terminal ID: The terminal ID number provided by the vendor. You can also locate
this number on the actual card reader device. This data is what will populate the
wWsNum tag in the OPERA/IFC8 messages.
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Terminal Label: A label or description for the terminal/device that identifies its
physical location. This helps you easily identify the terminal/device when it appears in
a list of devices.
Click Save.

£ View Options
Property Terminal Label Terminal 11D

PROP1 Terminal 104
PROP1 Terminal 05
PROP1 Terminal 106

PROP1 Terminal 107

i
ke
K
T

PROP1 Terminal 108 Terminal 08
PROP1 Terminal 109 T
PROP1 Terminal 110 h
PROP1 Terminal 111 T
PROP1 Terminal 12 kC
T

PROP1 Terminal 112

Configuring the OPERA Proxy Server URL

With an OPI Installation for an OPERA Cloud Multi-property environment, Hosting may
determine a Proxy Server is in place for all OPERA outbound calls. When this is
provided, the Hosted Proxy Server name needs to be configured in the OPERA Controls
for successful communication to the TPS endpoint.

1.

2

ORACLE

Log in to OPERA.

From the OPERA Cloud Administration menu, go to Enterprise | OPERA
Controls | Groups | General Information.

Update the settings below. Proxy Credentials, Proxy Server and Proxy Server
ByPass are controlled by the Hosted environment in use.

Proxy Credentials: Proxy Server’'s username and password. (e.g.
proxyuser.password)

Proxy Server: Proxy Server for http calls from within the database server.

Proxy Server ByPass: Bypass Proxy Server for the configured Local Address and
entered separated with a comma. Whole Domains can be entered in the format
* <DOMAIN NAME>
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= e Sunday, 08 May, 2016
@?f% A Cloud Enterprise *  Inventory »  Financial »  Booking »  Client Relations Interfaces
Home / Enterprise / OPERA Corirols < Back 1o Home
OPERA Controls © Hei

Property

@ OPERA Controls provide
Functi

PROP1  First Property In this Schema

General

Configuring the Hotel Property Interface (IFC8)
Instance to the OPERA Hotel Property Interface
(IFC)

The OPERA IFC Controller is required for communication between the OPERA PMS and
IFCS8. If the IFC controller is not previously installed, then refer to the OPERA IFC
Controller and Hotel Property Interface (IFC8) Information and Installation Guide found
at:

https://docs.oracle.com/cd/E94145_01/docs/Oracle%20Hospitality%200PERA%20IFCS8.
pdf

To configure the link between the interfaces:

1. Inthe Hotel Property Interface, go to the PMS1 tree and select OPERA in the
application layer.

2. Enter the OPERA IFC number in the parameter IfcNum value.

Arsroown T ==
11D %ML Configuration Parameter | Value I
ﬁ :;5151 IfcNum ER
. ‘ _— IfcAuthey 2
Q Frinter Configuration
@ Moritor Properties CcDecSeparator % -
I]jl Application Layer CcMerchantld
: l].l MaxTrackZLlength @ -1
@ Protocol Layer Enable_UTF8 L
i Q Physical Layer
Q General Properties

You can find the OPERA IFC number in OPERA on the IFC Configuration of the
related Hotel Property Interface (IFC) (Row_ID).
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EFT - Test EFT DO NOT CHANGE

Property Interface Type Product Code IFC number
ROSIE EFT cco 341

.: ML Configuration - | Value |
ﬁ I;ﬁ; [feMum lg” j
. —_ IFebuthkey ]

} ‘ Printer Configuration

- Moritor Properties CelecSeparator @ .

3. Gotothe PMS1 tree in the Physical Layer.

4. Enter the port number into the Parameter value Port. This is the port IFC8 uses to
communicate with the OPERA IFC controller.

5. Select Enter and Apply to re-initiate IFC8, and then click Save.

@ IfcB Setup for "Physical Layer” \E\
Il <ML Configuration Parameter | Walue |
ﬁ IF':_Em LayerT LIRGS
) ) ) CheckState El A
Q Prirter Configuration
-4 Monitor Properties Port 3| s0m
.- Application Layer Parari El LOCAL

Q Protocol Lager

L TCP
Q General Properties

Configuring Authentication for the Hotel Property
Interface (IFC8) with OPI

You must secure the connection between OPI and the Hotel Property Interface (IFC8) by
exchanging encryption keys at startup. This authentication key must be defined by OPI.
The corresponding key must be entered in the Hotel Property Interface (IFC8)
configuration.

1. Inthe Hotel Property Interface (IFC8) configuration, go to the IFC1 tree, and then in
the Application Layer, select the XML_OPI option.
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B3] 18 Setup for "XML_OPT"

o

L] =ML Configuration

{0 IFC1

L., Printer Canfiguration
’ Monitor Properties
[]_;D Application Layer
- 3 =ML_oPI
i Protacal Layer
Q Physical Layer
- PMS1

% General Properties

Parameter

DoubleFPostingSize
Ifesuthk ey
EFT_ReguestTimeout
DLS_RequestTimeout
[ ataR esyncOption
SingleThread

2. Copy the generated key from Configuring OPI - OPERA merchant step 3, and add

“FidCrypt0S|” to the generated key as prefix.

For example: FidCryptOS|XXXXXXXXXXXXXXXXXXXXXXXXXX

3. Copy this string into the IFC8 Parameter IfcAuthKey value field.

- PMS1

Q General Properties

[FrdLithk.ey

i) 18 Setup for "XML_OPI" [
AW lﬁ'”— Configuration Parameter | Y alue |
- IFC -

: DoublePostings

Q Print,ar Eonfigur:alinn Ifz:ut:K:: e j

Q Manitar Properties

M Application Layer EFT_RequestTimeout Ig 80%

: ﬂ;ﬂ =WL_0ORI DLS_RequestTimeout E a0

Q PIDlD_m' Layer D ataResyncOption Ig 1]

@ Physical Layer SingleThread EL

Farameter

DoublePozstingSize
[Foduthk.ey
EFT_RequestTimeot
DLS_RequestTimeout

D ataRezpncO ption

SMODGOI...

4. Gotothe IFC1 tree and select the Physical Layer.

5. Enter the port number in the port value. This is the same port that was configured in

OPL.

ORACLE’
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M3 168 Setup for "Physical Layer” ==
ll';ﬂ ﬁL Configuration Parameter I Walue I
- IFC
< Layerl TCF
Q Printer Configuration Ehy KStat %Y
0 Monitor Properties Fekoiae
’ Aypplication Layer Port |g| a007
4@ Protocol Layer Param ®] LocaL
L. TCP
- PMST
- General Properties

6. Click Apply, IFCS8 reinitiates.

The IfcAuthKey value now shows an encrypted key and the entered string is now
encrypted by IFC8.

7. Inthe Hotel Property Interface (IFC8) configuration, go to the IFC1 tree, and then in
the Application Layer, select the OPERA option.

B3] 16c8 Setup for "OPERA” o

D XML Configuration Patameter ] Value

Q‘j i lfcNum EE
’ Printer Configuration licActhiey =
@ Monitor Properties IfcCrypteth =
{1 Application Layer CeDecSeparator f

(1) OPERA CcMerchantld
L3 Protocol Layer MaxTrack2Length
® Physicel Laye Enable_UTF8
@ General Properties =

Current Opera versions do not yet support RsaAes encryption method.

[feCrypthd eth
[ R P P

8. Change the Parameter value IfcCryptMeth (for IFC8 PMS OBJECT) from “RsaAes”
to “Des3ldx_Opera_1".

. iy |

lfcCrypthdeth @I Dezalds_Opera_1 LI ‘
. [l

— -

9. Click Enter and Apply.

10. Click Save and then click OK to close the IFC8 Configuration form.
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IFC8 now connects with OPI and the OPERA IFC Controller. To verify IFC8
successful status, confirm that all 6 status indicators are green.

P —————————
T T =)

File Properties Info
[IFC1] -» XML_MFG/TCP=5011:LOCAL

LtafASYhhYWIkxCTRxDzgh/xtQMOCKTEMYSSfvhZ8ywpwhcggeB8Sweu+WHOioxcEL4hLP
TWJD42JVRI/E3yDxUz08t10bz GnE46C8TXVIpDWNnxFfiYkio="/> L

[04.29/11:06: 51120/0 > L

[04 25/11:06:51] <Messl vi3> Changel inkState:Alive

[04.28/11:06:61] <MessLwvi3> Monitor security: "Mask security relevant fiekds for all
schemas™

[04.29/11:06:511#1/0 => <LinkAlive Date="160429" Time="110651"/>

[04.29/11:06:51]#1/0 <- ; <LinkAlive Date="160429" Time="110651"/> L

[04.29/11:06:51]#0/0 -> , <Linkalive Date="160429" Time="110645"/> L

[0:4.29/11:06: 51801 <= <LinkAive Date="160429" Tme="110645"/>

[ Reft:0/0 [ Link:Alive (B9 comm:Syne
[PMS1] -> OPERA/TCP=5501:LOCAL

<attribute type="WSNum"/>

<Aftribute Type name="TotalAmount™/>

<attribute type="TotalAmount™/>

</ElementType>

=/Schema= L
[04.29/11:06:51F1/0 == <Linkalive Date="160429" Time="110651"/>
[04.29/11:06: 51]#1/0 <- 4 <LinkAlive Date="160429" Time="110651"/> L
[04.29/11:06:51#0/0 -> ; <LinkAlive Date="160429" Time="110661"/>L
[04.29/11:06:510/1 <= <LinkAlve Date="160429" Tme="110651"/>
[04.29/11:06:51] <MessLvi3> ChangelinkState.Aive

Refi#:0/0 Link:&live Comm:Sync
IfcBusi ¥10.0.0 [IfcAction Y10.0.0 C:YFidelio\ FCEYMF G T mp 7908 <ml 11:.0657 -

Perform the Bulk Tokenization

Bulk Tokenization is used to convert all historical credit card data in the OPERA database

to tokens.

Toolbox>Utilities>Data Management>Credit Card Vault Conversion

QPERA Cloud Utilities = System Setup ~
Home / Utilities / Data Management / Credit Card Vault Conversion < Back to Home
Credit Card Vault Conversion @ Help
* Required Field
= Property
[Rosie K}

Select the Start Tokenization button to initiate the process of bulk tokenization.

# NOTE:
De-tokenization is not allowed in OPERA Cloud.

ORACLE
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Certificate

For every Cloud Server (Ul and WS) OPERA has there is a deployment properties file
where the application security path is located. It is in the below location where OPERA
expects to find the certificate/JKS for hosted OPI TPS.

# NOTE:

Certificates are required on the OXI and OEDS machines.

ful0l/micros/opera/security

Name
B ..
FIRST

a OPI_Listener.cer

For information about creating the certificate in OPI TPS, refer to the Self-Hosted Token
Proxy Service Installation and Configuration Guide:

https://docs.oracle.com/cd/E79534_01/docs/E91140-05.pdf
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Upgrading the OPI

VERY IMPORTANT: Read and follow the upgrade directions.

# NOTE:

OPI 6.1 and higher can be upgraded to OPI 19.1

OPI 6.1 t0 19.1.0.0 Upgrade Steps

ORACLE’

4.

Right-click and Run as Administrator the
OraclePaymentinterfacelnstaller_19.1.0.0.exe file to perform an upgrade.

Select a language from the drop-down list, and then click OK.
Click Next on the Welcome screen to proceed with the installation.

Prerequisites for the installation will be checked, including the required free drive
space, details of the host environment, and the Java version that is present.

Click Next on the OPI Prerequisites screen.

Oracle Payment Interface - InstallShield Wizard @

5.

OPI Prerequisites “

Following is some information related to your system:

Current Date & Time 23-05-2018 14:16:47 -
Free space on drive C: 35766 MB

Extended memory: 3145272K

Selected language: English/1033.

Computer default language: English/1033.

This is a 64 bit Operating System.

OS version Windows 7 Ultimate Service Pack 1

OS version 6.1

Found Java version JRE 1.8

Found Java Home C:\Program Files\Javaljre1.8.0_131

A version of OPI has been found.6.1

A 6.1 version of OPI is installed - C:\OradePaymentinterface v

4 b

< Back Next > J [ Cancel ]

Click OK on the OPI Upgrade screen.
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OPI Upgrade

A6.1 version of OPI has been detected. The installer will have to perform a
complete uninstall of 6.1 before upgrading to 19.1. The next message will ask if
you want to completely remove OPI and all of its components. Click Yes to the
next message to upgrade OPIto 19.1.

oK ] [ Cancel

WARNING:
You must click Yes.

If you click No, you will have both OPI 6.1 and OPI 19.1 installed and neither
will work.

Explanation: OPI will migrate the existing MySQL configuration information, but all
previous OPI applications will be removed before the new files are installed.

6. Choose a Destination Location. Accept the default installation location or click
Change... to choose a different location.

7. Click Next.

The Ready to Install the Program screen displays.
8. Click Install.

The Setup Status screen displays for a few minutes.
Setup Type

— For database type, select MySQL. No other database type is supported for
upgrades.

Database Server

— Name/IP: The Hosthame or IP Address used for communication to the MySQL
database. This must be left at the default of localhost.

— Port #: The Port number used for communication to the database
Database Server Login

— DBA user

— Login ID: root

— Password: root user password for MySQL database.
Database User Credentials

— User Name: This must be a new user name. It cannot be the same user from the
6.1 install.

— Password: Password for the new database user.

Configuration Tool Superuser Credentials
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— User Name: This can be any user name. It does not have to be a Windows
account user.

— Password: Create a password, and then confirm it.
Configuration Tool Connection Settings

— Host: Enter the IP address or server name of the PC where the OPI Config
Service is installed. This will be the PC where you selected “OPI Services” to be
installed.

— Port: Leave at 8090.
Configuration Tool Passphrase

— Enter and confirm a passphrase.

— Click Next.

— The Configuration Wizard launches.

— Continue to follow on-screen directions, verifying settings as you go.
PMS Merchants

— On the Merchants screen, click the wrench icon to the right of the existing
merchant.

— Verify the merchant settings are correct.
InstallShield Wizard Complete
— Click Finish to allow a reboot.

— If you cannot immediately reboot, you must stop and then start the OPI Service
for the current settings to take effect.

OPI1 6.2 t0 19.1.0.0 Upgrade Steps

1. Right-click and Run as Administrator the
OraclePaymentinterfacelnstaller_19.1.0.0.exe file to perform an upgrade.

2. Select a language from the drop-down list, and then click OK.

3. Click Next on the Welcome screen to proceed with the installation.
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Oracle Payment Interface - InstaliShield Wizard

Welcome to the InstallShield Wizard for Oracle
Payment Interface

The InstallShield Wizard will install Oracle Payment

TrbkavEama am o maramobar  To camkicos clicle ek
o A oS

Oracle Payment Intetface - InstallShield Wizard x|

a

N
'0' This install will perform a major upgrade from 6.2.0.0 to 19.1.0.0,
VL

\

= Back I MNext = I Cancel

4. Click Next on the OPI Prerequisites screen.

Oracle Payment Interface - InstallShield Wizard

OPI Prerequisites

Following is some information related to your system:

Extended memory: 3177976 K

The Schema feature has been previously installed.
The Services feature has been previously installed.
The Config feature has been previously installed.
Selected Language: Englishf1033.

Computer default language: English/1033.

This is a 64 bit Operating System.

OS5 version Windows Server 2008 R2 Standard Service Pack 1
0OS version 6.1

Found Java version JRE 1.8

Found Java Home C:\Program Files\Javaljrel.8.0_60
A version of OPI has been found.6.2

7]

InstallShield

A

X

< Back I Mext = I Cancel |

5. Choose a Destination Location. Accept the default installation location or click

Change... to choose a different location and click Next.

6. Click Install when the Ready to Install the Program screen displays.

7. Click OK when the Database upgrade operation was successful screen displays.

8. Enter the configuration Server connection information.

ORACLE
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Oracle Payment Interface - InstaliShield Wizard X
Configuration Tool Connection Settings

Please enter the Configuration Server Connection Information:
(ex. Host: Port: 8090 / Host: Port: 8090 )

Host: Port: 78090

[ < Back ][ Next > ][ Cancel

9. Click Finish to restart your computer.
Oracle Payment Interface - InstallShield Wizard B

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed Oracle
Payment Interface. Before you can use the program, you
musk restart your computer,

@ Yes, I want to restart my computer now.
" No, I will restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

< Back I Finish I Gancel |

ORACLE
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