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Oracle Real Application SecurityDEIR(C(IPDBEEDEIBIEREZAF—IYH'EFEN. Real Application
SecurityI> 74T/ DZBITMERIENF T . AF—VREZHB(CTRILEFTEEIN, BT -V OinaBMEH(CED
WTYERRENEHBRF — Y EHIBTEHDEE Ao

Oracle Real Application SecurityDES&E(IPDBEBETY .

Oracle Real Application Security® 7)o —>3> - 1—H—(3, BHEIZPDB(CTFHTIL - T —AX—ANE)ICERTE
ENTVERY—ER%ZERAL TEDPDBIIER TEE T,

BEIAR:
Oracle Database¥IZDXI\FTF b 7—FFIFv BN B I FTFH N T —FFI0FvORIE,

PDBB LUk 4 IRPDBICIE#HE 9 32U —EXDHEE DM, Oracle DatabaseBIEE 4 FESBL TZa0,
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2 PIoVr—33> - 1--8K077V5—-33>-0-) D8
%

COBEOAHNBITRDESDTY,
® 7 -3 1—HY—DWERKICDONT

® 7 )r—33>-0—JLOWRKICDOWNT

® 7JVr—33> -1 -pLU7Vr—33> - 0-ILOBERHE

o J1)>3)ULADT TV —S 3 AERDAFS(CDONT

BHEIER:
[XS PRINCIPAL/\wH—= ]

PIVr—33> - 1-H—DEKICOWNT
COIAT(E ROIEE(COWVWTERALE T,

® 7 —33>-0—YH—-7HI NDOWVT

® By -3 1—H—-7hI> bDOVERK

e EiIE0JA> -7V r—33> - 1—Y—-TH> MOVERRIC DT

® SQL*Plus PASSWORDIY> REERAULLEY TV —23> - -5 -0/ XT— ROty b

e 7 -3 15— XD

® 7 —33>-1-HY-DI&5E

PIVg—33>-1-Y—-FHIYMOWT

TEROT —AIN=Z- 1T~ T-AIN=R-ZF—XZFBL. TNBOAF—X (MU TREOEET —IN-Z -7y 3>
ZERR CEFT .

7IVT—23> - 1-Y—(FF7 IR ZF 2B LFEAN, RICPIERIBIDO@ERAT S 1) MERERF OO~
I 5ENTONE, FREEZNU T —IN-RICHL T IVT 23> - 2y a> zER cEaEd. 7V —33>-1—
=& INBO7HI> M AF—V(CEEERFBN. XSCONNECT 7 ) —2a> -0- I HicnNs07 Vs —23> - 1-H—(C
F5&EnTONE, BE0J1>- 75232 - -5 THhUO RN U TT —IN-RICEEER I 2L T EE27 4
R=Z Y2V ZER S BEETEET . &7 TVT—23> - A-T—(CTOT7 VR U TEIDH TR LB TEET,

COIROABFROESDTY: 7)o —23>- 15— - THhOV MeERk S 2 — g2 FIE,

PIVTr—23>-1-Y—-FH9Y Melemd 35— B FIR
IV =33 1-H—-THU> Mefepi 3 3— R BFIER. ROEBHTY

1. TF1UF1 - IR —Zvsec_mgrZRDEIHERR L. CDI1—H—(lcreate sessionT—4N—2HEPREReal
Application Security xs_session_adminT —AN—X-0-J)LZ2{F50U%F 9, /R(C.
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xs_admin_util. grant_system_privileged—JLZ34TUTReal Application SecurityD&/N> AT AHER
PROVISIONZT —AN—X - 1-H—&£L Thsec_mgricfF5UF 9, Real Application SecurityD&/\S AT LHE
FEZERALT. tF1U7( ¥R —reLTA—Y POV Z2ERUIED. )NAD—ROEERTYI A OEIBNTE
BLI(CRDET,

sqlplus /nolog

SQL> connect sys/password as sysdba

SQL> grant create session, xs_session_admin to sec_mgr identified by password;

SQL> exec sys. xs_admin_util. grant_system_privilege( provision', 'sec_mgr’,
sys. xs_admin_util. ptype_db) ;

2. Real Application Security®PROVISIONS 27 AMERRES2(3T —5—ZDCREATE USERS XFAHERDLIN
M3 D1 -5 —-¢LTSQL*PluslcOF 1> ULEF T,

sqlplus sec_mgr
Enter password: password
Connected.

XS_PRINCIPAL/Cwar—= %3, [ XS PRINCIPAL/\Wo—= |2 SH880L., F(C[CREATE_ USERJOS—<v |
ZhESRL TIZE 0N,

7Ir—23> - 1--8LU00- I EVERR. BEFIHIBRT DIeHCHERIERZIFO>TLIRENHDET, C
NESDHER(E, T—IN=R - 1 -BLUO-IZ2/ERk . ZEEEI(FHIBRITBIcDIHEBRREIUS AT LERICED
THlfHENF T, cNBZSVSQLXDEEM(E. Oracle Database SQLEZEUI7L 2 AESIBUTZEL,

3. XS_PRINCIPAL. CREATE_USERTOS =S+ T7 W —>3> - 1-H—%{ERULET
BRI TEEIRL . ROIEOIERICHEDTIZE L,
o BiiRyII—33>-1-Y— -7hU> NOVERK
o EENIA>-7IVI—23>-1—Y—-THI2 bOVERKICOWVT

TDOMMDIRY
TIVT =332 Y= ThIO MfERk U, 700 —23> - 1- Y- ORI 20- L2207 HI0 NI ST
EFY, MG BIF07 ) 23> - - -A07TVI —23> - O- OIS 5 SHRL THZE,

H@R7IVI—>3> - 1-Y—-7h9> FOVER

SQL*Plus Tl NXFEFFIAXF TR/ N FOXBINEIEERBIZD . IRDAA RSA IR TIEE W,

® ZHIVINXFFRIIFIRIENESENZT I Nr—23> - 1-Y— & PhUo gz &5 | FAFTH
AT SQL*Plus [(3EHE I 2 EBENHDET
TeEZ L RDESICRDFET,
CONNECT “lwuser1”

Enter password: password
Connected.

® N\NFFIIFHEXFNEEND T IV —23> -0-)DO%&#FIE, ZE5IARFTHEAT SQL*Plus
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(CAPTIRENHDFT .
JERE IRDESEDFT .

GRANT cust_role TO “app_regular_role”;

BRI —23> - 15— - THhO MR T BI5E . AF V51803 RIEEOZRIZARRI DIHIERT DI
F—NREEELET . N HEROMSEFERFR T, RRIFBRBRNOHERINTT  AF—YRZIEELRVE
A XSINULLAMERENF T

BR7 -3y - 1-Y— - Thoo Neteri I 33 ROFIBEEITUET .
1. 0J4>2U%F 9,
feb Z(E, sec_mgrh'CREATE USERIEPRZIF->TL\BIBE. ROLS(COTA1ILET .

sqlplus sec_mgr
Enter password: password
Connected.

2. 7r—23>- 15— -THhU> MeERRLET .
TEZE IROLIEIEDFT

BEGIN

SYS. XS_PRINCIPAL. CREATE_USER (" Iwuser1’) ;
END;
/

DBAO—)LZHF D1~ —(&, IRDELSICDBA_XS_USERST—4-F 1723+ V-E1-2RIVEE T, 1- Y- DOIFRizhE
SO CEEI, #HMl(E. [DBA XS _USERS |ZZBRU TLZEL,

SELECT NAME FROM DBA_XS_USERS;

NAME

XSGUEST
LWUSERT

COHAICE BEFO7 T -3 - 1—F— - THU> MIFRRENF T XSGUESTI—H—-7HI> N, ITICHF
EI0 BRIERINTVSIATAERDI-Y—-7HI2hTY,
XS_PRINCIPAL. CREATE_USERTTO> —>vma¥#ld, [CREATE USERTOS — v |#SHBRL TZAL,

XS_PRINCIPAL. DELETE_PRINCIPALT OS> —v%fERAL T —23> - 1-H— - TV MeHIBRTEES
(IDELETE_PRINCIPALTO> —v |2 EH8]),

BiEOJA4> - 7IVr—33>-1—Y—-7Hh Y MOYERRICONT

COIEOAEIROEEDTT,

o BIENJA>-7IV—33>-1—Y—-7hI> bOVERK
¥BOJA> -7V -3 - 15— -7hU> belEk 3 3FE
7V —23> - A—Y—-7HhI> b DI ZAT— MESEDEETE

B
L

\//
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® Oracle Label Securityd> T+ A MDEIEDT 1> - Ty 3> TOMEL

BEiE0J4> -7 Vr—33> - 1-Y—-7hoo bOVER

75 —33> - 1—H—-THI> MefERUTT —IR-R([CEEFEDT 1O TEET, TN, SSOPWeb1>4T71— 2@
TOJ4> B, SQL*PlusICEIEDY 1> I 3L ORMBERRITI ZMBNHD 1 - —(C1&I5F9 . BIEDJ/>-1—
H—(Z(F. NAT—-RNMETT,

E#O0JMY-7IVs—-23Y-1-Y—-FNUY Me{ER I 3FIR
BEOJA> - TIVT—23> - 1-Y— ThOD MR I 3IC1E ROFIBERITUET .
1. 775 —23> - 1—5— - THOU el Ei S 2— i B FIRDHBACHE L TOT 12 LETS,

sqlplus sec_mgr
Enter password: password
Connected.

2. 7Vr—23>- -5 —-ThU> MetERRLET .

FREZE TIAS T —=AR=R - AF—IHHRTHZ 7SV —23> - I—H— - 7HI> Mwuser 124ER T BIC(4.
ROISCUET,
BEGIN
SYS. XS_PRINCIPAL. CREATE_USER
(name => ' |wuser1’
schema => "HR");
END; /

»

4

» AF—INFELBVSE, BEOJTIVEREBLET,

CMReal Application 1—H—-hER THREMDT —IN=R - AT 1) MOZFIFFADIHICT —AN—-A(TE
BRI DL RAF—IDTIAID  ZAF—XEVTERINE T, X (E ROLSTRDET,
SELECT COUNT () FROM EMPLOYEES;

3. V=232 - 15— -THU> bONZD— RE/ERRLES
TEZ L IROLICIRDFT

BEGIN

SYS. XS_PRINGIPAL. SET_PASSWORD (" Iwuser1’, ' password ) ;
END;
/

[SET_PASSWORDJO>—v | DFRBAICRE S T/\A D — RZEETELF T . SET_PASSWORDT OS> — v EFHT 5L,
KR = RELUtYpe/\TA—FICEITWTREEHEEN B BRI (CIERR S TORREEFEREL type/ (S A—HDENT 1
D2IFIRIBAINET,
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J_’ password (FTF17RINAT— RICESFHRZ TIZEWV, NAT—ROA1 RS1> 058, Oracle
Database 741U 1 - 4 F2SBUL T,

4. profeWSTOI7AIWVEVERRL. COTOTrPANET T r—23> - 1-H—-PHUO NIBIDHTET,
FEZE IROLITREDFET
CREATE PROFILE prof LIMIT PASSWORD_REUSE_TIME 1/1440 PASSWORD_REUSE_MAX 3
PASSWORD_VERIFY_FUNCTION Verify_Pass;

BEGIN
SYS. XS_PRINCIPAL. SET_PROFILE (" Iwuser1’, " prof’);
END;

COTOTPANEEINH TEI1—H—(F. ALTER_USERIEPRZ1F>TL\BIMENHDE T, s¥HlllE. [SET PROFILE
JO3—>v |[#SBBU T,

5. O—JLXSCONNECTZ 1 —H—(AfF 5L TF —IN-ZAND 7 IR % H B LFE T .
TERE RDLITHDFT
BEGIN
SYS. XS_PRINCIPAL. GRANT_ROLES (" Iwuser1”, " XSCONNECT") ;

END;
/

R TTIVr—23> - -5 = - THOO NAERZZNIDXTET ., TV ULADT TV —2a AEROS S(C DOV TICFBED
LTLIZE L,

ZO%. I-T—FROLIT —IN-A (B TEET . L X E IROLSCRDFT

CONNECT Iwuser1
Password: password

BiE7IVUr—-33> - 1-Y—--7HU MDD IR T — RREEDFETE

AT2aA> T, ZONRT—RICNZAT— RIEEE() W21\ AT - R) 28 TE T 2L T BIEE (L, /(XD — RTIIIRAREEH
AED|FER{TETReal Application Securitylc 1-H—%281TTE% 9. /\RT—MEEIZRELRVSEDT IAIL AD
W3- 7TV A XS_SHAS12T 9, 8#ll(. [SET PASSWORDJO>—>v |BLUISET VERIFIERJO>—
v "B RRUTE,

BI2-1TEOROFIRICHREN, PIVT—23> - -5~ THD> MWUSER1D/\w1- ZILTUZLXS_SHAS127%{EFAEL T, )\

AT~ RIREEZXS$VERIF IERST 1733 URDRIE R TREUIABICERTE I B1HDXS_PRINCIPAL. SET_VERIFIERTT
S—SvOERTEERLET.

1. DBA_XS_OBJECTSE1—-ZRWVVSE T, 1—Y—-LWUSERIDIDMEZEISLET .

2. IDN'2147493730T&3 11— —LWUSERTDXSSVERIF IERST 1723 URZRIVE B ET . ARFEAREEDABE(C(S.
AATME"T" TEEN. ZOE(CI0O> (2 )HtE. XS_SHAS1 20AKEEHEREI 1 T T D2 RUET . TNUFIHAT
#2THBHLHREINET

3. "T"ZEOIRFHES A ZEAL T, I-Y—LWUSER1 DIREEZEZTELE T . ROBI(E. INSORFIEZRLET .
B2-1 N\w>1-7ITUZLXS_SHAS512ZFA U/ NRT— MEEEDFRTE
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sglplus sec_mgr
Enter password: password
Connected.

SQL> column name format A10;
SQL> column owner format A6;

SQL> select NAME, OWNER, ID, TYPE, STATUS from DBA_XS_OBJECTS where NAME = "LWUSER1" ;

NAME OWNER ID TYPE STATUS

LWUSERT SYS 2147493730 PRINCIPAL VALID

SQL> column user# format 9999999999;

SOL> column type# format 99;

SQL> column verifier format A62;

SOL> select USER#, VERIFIER, TYPE# from XS$VERIFIERS where USER# = ' 2147493730 ;

USER# VERIFIER TYPE#

2147493730 T:9BA95SFEF2C2630A2BAACF2E7C5E41BOD50CDC7BOB60CG8BADAFES1F8155D0 2
02F99EEAFID95477E4749870C67FDE8T0E154ED17809C359777F979E269010
823FB981B2A998915EB1439FE3C6C1542A239C

SQL> BEGIN

SYS. XS_PRINCIPAL. SET_VERIFIER (' Iwuser1’,’ T:9BA95FEF2G2630A2BAACF2E7C5E41B0D50CDC7BOB6
0C88ADAFE81F8155D002F99EEAF9ID95477E4749870C67FDE87OE154ED17809C359777F979E269010823FB
981B2A998915EB1439FE3C6C1542A239C" , XS_PRINCIPAL. XS_SHA512) ;

END;

/ 2 3 4 5

PL/SQL procedure successfully completed.

COFIEZIERICT T I3 ARGEDEESI TOMmS N AREENEFEESN TSI - —DOXSVERIFIERST 172 3FUR
OVERIF IERFIDIERE—EL TV EBNGDET . 7TV —23> - 1-H-DNRTD— ReZEI 5L REHERET1 T%
EEIIATS 3> THBN(AREHENZEEENET,

ZOBITE AREEZFOIKBEIVEBICGERTEL T, EFN3FIEEFRRUET  IMEHENSRTEUARSIHEES 1 TE— I NE
D, XS$VERIFIERST (723t URZB WS RIZEE(CT VT -3 1Y~ (CRIRESNBAERDIREHE(IC/ (AT — ROIREE
ZERTEIDATIANGDNET . b X (S| REHEARGEERE Y1 T2 XS_SALTED_SHATICZEE I 3155(d. ROF/NEZEIT
bia_o

SQL> BEGIN

SYS. XS_PRINCIPAL. SET_VERIFIER (" Iwuser1’, " S:14DCOF5ABB72FC869549B1F845C548E0BEF7B863A116DB24DFAE22F0501
E,
XS_PRINCIPAL. XS_SALTED_SHA1) ;
END;

/ 2 3 4

PL/SQL procedure successful ly completed.

SET VERIFIERJO>—Iv(IiRI LIS, i, 7T —33> - 1—H—LWUSERS(ZER TESNARHES JUMREE YA
LEIUTHREISERLTZE0,

Oracle Label Securityd>7+AMDEEDI 1> -Yy>3>TOMHIL
Real Application Security 1—H—0fzsMO0racle Label Security®HR—MIDWTERBALEY

Oracle Database 12cJ)—2X2 (12.2)H5(E. Oracle Label Security©Real Application Security1—H—h't
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R—REN3L3CRDFELR. TN, Real Application Security 1—H—hE#E0J 4> %L TReal Application
Security 1—H— w3  HBEFEUZEE(C, B DOracle Label Securitys2a]Z#{T{ETE32L2RBEKULE T, Oracle
Label Security1>7FANI Y 3> OiEsEP(CHEIENE T,

BIEIEH:

® Real Application Security1—H—(Cx1930racle Label Security®HR— b5, TERDT —HR—
A2 aoAQ7IVr—23> -ty s OiEkEE SBU TS,

® Oracle Label Security®s¥#l(d. Oracle Label SecurityEI2E i1 FESIBUTIZE0,

SQL*Plus PASSWORDIY Y REEALE7IVT—>3> - 1-H—-D)XAT—RDY
yh

TH1)T1EEEsec_mgreUT, create sessionT—AN—XHEFREReal Application Security®
xs_session_adminT —AN—X-O0-)LZ$F5, 5[, sec_mgr(llET—AIN—-X - 1—H—¢LTReal Application
Security®PROVISIONER/NS AT MERMMI 52N £ T, Real Application SecurityDes/\> AT L©ERZERLT,
THI)71 - NR=DrEL T =0 ZERRLIED. KD - ROFEFEPL Y OBEEBNTERLITRDET, 512-2
(C. TF )T EEEHSQL*Plus®PASSWORDIY > RE(ERAL TI1—H— Iwuser20/S A0 —RzUy h g 27552 R~UE
9,

12U 1—H—lwuser2. LT, BAZRMIIGEEE SN TLS TS 3> (JavadATTACH_SESSIONTOS — v & (3
attachSession () XV RZEAL GEEENICEZYS 3> )M ENZSQL*Plus PASSWORDIY > RE(ERALTEILT -
NAD—REEZITIHE. v aIC(FALTER_USERHERR A ZE T, PASSWORDIY> RIC1—H -2 %IEE T INENHD
9,

Bl12-3(2. YAV CBARNIGEBENTVS 7 TV —>a> - 1Y~ lwuser 2, ©ILT-)KAD—REEZEITL, 1—
H—-t2y>a>(CALTER USERHEBRNRV V. COIRIEICKEILIZCEZRULET

B2-4(C. ALTER USERHEBRZIF D2y A (CBRARMIGER‘EEIN TV 7o —23> - -~ lwuser 2/, ©ILT- /XD~
REEZRITCEILERLEFT. - -0 T-NAD—-REEFRINLEFT .

SET_PASSWORDZO> —>+ Tl LR D—ROTOC T MIFRSNER AN, F/IVEPREL TDReal Application
Security PROVISIONMEPR £/z(3F —HX—ZDALTER USERIERRDV\INMDHE(CRDE T, (SET_PASSWORD(EZReal
Application Security PL/SQLTO3>—>+THh. SQL*Plus PASSWORD TF RV E(SERL TEEW, ) 1-H -ty
> 3>(CPROVISIONER/|MEBRETZ(FALTER USERIERRN'®ZHE . ERO7 VT —2a> - 1-H— 2y a> (BRMIGERS
SNTUVBEZEOTAY -ty 3 25D FeldT —IR—-Z - 1-H— w232 (2Dt 3 > (CPROVIS IONE/VEPR F 12 (&
ALTER USERIERRN®ZIIHZE)NSAERDT T -3 - 1-H—DNRT- Ry NCEXT D7 V-3 - 1—
-0\ AT—-R2ZEJ 355, SQL*Plus®PASSWORDIY> RIFIH/CZT—ROA Sz KHEB Ao

512-2 2y a> (CBARMY(SGERESN TUVRWMZ SIS, DBANR D — REBIRIETI Y —Iwuser2®/VAD—RzUtzy b
9%

sqlplus sec_mgr

Enter password: password

Connected.

SQL> BEGIN
2 SYS. XS_PRINGIPAL. CREATE_USER (' Iwuser2’) ;
3 END;
4/
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PL/SQL orocedure successful ly completed

SQL> PASSWORD Iwuser?2
Changing password for Iwuser2
New password: password

Retype new password: password
Password changed

f12-3 Y2 a> ([CBARM(SOEREEN TUVSIHE(C. 1Y —Iwuser2(3)L T - )R- REEZEITUEULIN Ty2a>
(CALTER USEREBRN AN OIIz8D, #AEICRBALFLLE

sqlplus sec_mgr
Enter password: password
Connected.
SQL> DECLARE
2 SESSIONID RAW(16) ;
3 BEGIN
4 SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser2’, sessionid) ;
5 SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;
6 END;
1/

PL/SQL procedure successful ly completed.

SQL> CONNECT Iwuser?2

Enter password: password

Connected.

SQL> SELECT SYS. XS_SYS_CONTEXT (' XS$SESSION , " USERNAME’ ) FROM DUAL;

XS_SYS_CONTEXT (" XS$SESSION' , ' USERNAME’ )

LWUSER2

SQL> PASSWORD [wuser?2
Changing password for Iwuser?2

0ld password: password

New password: password

Retype new password: password
ERROR:

ORA-01031: insufficient privileges

Password unchanged

BH2-4 vy as(CBERMISEFSESNTED, 1-Y—Iwuser2dty< 3> ICALTER USERMERNHDIZE. LT /(X
J—REBE(IRRINLET

sglplus sec_mgr

Enter password: password
Connected.

SQL> CREATE ROLE pwdchg;
Role created.

SQL> GRANT ALTER USER TO pwdchg;

Grant succeeded.
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SQL> EXEC SYS. XS_PRINCIPAL. CREATE_ROLE (NAME => "resetpwd_role’, ENABLED => TRUE);
PL/SQL procedure successful ly completed.

SQL> GRANT pwdchg TO resetpwd_role;

Grant succeeded.

SOL> EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (' Iwuser2’,’ resetpwd_role’) ;

PL/SQL procedure successful ly completed.

SQL> CONNECT Iwuser2

Enter password: password

Connected.

SQL> SELECT SYS. XS_SYS_CONTEXT (' XS§SESSION', ' USERNAME’ ) FROM DUAL;

SYS. XS_SYS_CONTEXT (" XS$SESSION", " USERNAME’ )

LWUSER2

SQL> PASSWORD Iwuser?2
Changing password for Iwuser2
0ld password: password

New password: password

Retype new password: password

Password changed
SaQL>

7IIVr—33>y - 1-Y-0tEz D8

XS_PRINCIPAL. ADD_PROXY_USERZO>—>+v#&{FERIZE. 7 r—33> - 1-H—2EIMULTRIO7 V-3 - 1—
HY—2RIBL. 2075 —33> - 1-5-07 V7 —33> - 0- )V aftETEE T, JOFS - I-—%EILTVRIEE.
DBMS_XS_SESSIONS. SWITCH_USERZO> —>+v&ERAL Ty 3> T —33> - - —%IDBZ3TENTEET,
app_user 1h 7 Ur—33>-0-)brolelBLUrol e2#3F>TVRELET , 12-5Tld. app_user 1O7 ) —23>-0—
Jbrole1lBLUrole2%app_user2(CARIBEESE TL\E T, add_proxy_user (" app_user1’, "app_user?2’,

pxy_roles) EWLVSTI—)UICELDT. app_user2htapp_user 1THIDEEND, app_user 1OO—)L THBrolelHLUrol e2%x ik
ATEET, TNICLDO T, app_user2(CO0-)LFft5ENnF A,

DBA_XS_ROLE_GRANTSE 1—DRIEE(CLOT. O-Jbroles1B&Uroles2hMt 5N TULSD(Lapp_user 1DHT
app_user2(C(Fft5EnNTURLCE, BdUapp_user2(dT0FS - I-H—¢LLTOHFINSOO-) %5 EZ(FBENRE
nxd.,

DBA_XS_PROXY_ROLESE 1—DRIEE(CLOT, app_user2(F 7O+ - 1—H—T, app_user 1H"9—4wk- 1—H—THD,
H—yk-O0-)UFrole1BLUrole2THZENREINFET,

DBA_XS_SESSIONSE 1—DRIERICED T, app_user2hinty>a> 00+ - - —THAEHERENFT

DBAO-%ZIF D7 —33> - 15—, Hl2-6(=:9EHD. app_user20tya># B LT NI —33>-1—
H—%app_user | ([CHIDEZBENTEET,

COBITIE. &¥Capp_user2 T3 zVERKL. BNISEREL TWE T, IRIC. app_user2%app_user 1(CHIDE X,
app_user10O0-)L THdrolelBLUrol e2=HEEALTLE T,

DBA_XS_ROLE_GRANTSE1—MRISHICLOT. O-Jlroles1BLUroles2hMft 5N TWBDILapp_user | DHT
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app_user2(l(FfFt5EnTVRLCE, BdUapp_user2(ZT0FS - 1-H—LLTOHFNSOO-) %5 EZ(FBEHRE
nx9g,

DBA_XS_SESSION_ROLESE 1—0DRIEE(CL-T. O—JlroleldBLUrole2(d. app_user1htapp_user2(cINEZSNIZE
Uty ay IDICEESIFBNTVBCEN RENE T,

DBA_XS_SESSIONSE 1—DRISHICLDOT. app_user2h'icDtysa>nI0+s - 1-H-THdLERENET,
BI2-5 JOF>- 75 -23> - 1-H - D8Rk

sglplus sec_mgr
Enter password: password
Connected.

SQL> EXEC SYS. XS_PRINCIPAL. CREATE_ROLE (" rolel’, true) ;
SQL> EXEC SYS. XS_PRINCIPAL. CREATE_ROLE (" role2’, true) ;

SQL> EXEG SYS. XS_PRINCIPAL. CREATE_USER (" app_user1’, " HR’) ;
SQL> EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" app_user1’, 'password’);
SQL> EXEGC SYS. XS_PRINCIPAL. CREATE_USER (" app_user2’, ' HR') ;
SQL> EXEC SYS. XS _PRINCIPAL. SET_PASSWORD (" app_user?2’, 'password’);

SQL> EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_user1’, 'rolel’);
SQL> EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_user1’, 'role2’);

DECLARE
pxy_roles XSSNAME_LIST;
begin
pxy_roles := XS$NAME_LIST( rolel’, 'role2’);
sys. Xxs_principal.add_proxy_user (target_user => "app_user1’, proxy_user => "app_user2’, target_roles
=> pxy_roles) ;
end;

/
SQL> SELECT grantee, granted_role FROM DBA_XS_ROLE_GRANTS;
SQL> SELECT proxy_user, target_user, target_role FROM DBA_XS_PROXY_ROLES;

SQL> SELECT user_name, sessionid, proxy_user FROM DBA_XS_SESSIONS;

B512-6 Ly a>OERRET V-3 - 1-H—-OEX

sqlplus sec_mgr

Enter password: password

Connected.

SQL> EXEC SYS. XS_PRINGIPAL. CREATE_USER (' app_user1’, "HR") ;

SQL> EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" app_user1’, 'password’);
SQL> EXEG SYS. XS_PRINCIPAL. CREATE_USER (" app_user2’, HR');

SQL> EXEG SYS. XS_PRINCIPAL. SET_PASSWORD (" app_user?2’, 'password’) ;

SQL> EXEC SYS. XS_PRINCIPAL. CREATE_ROLE (" rolel’, true) ;
SQL> EXEC SYS. XS_PRINCIPAL. CREATE_ROLE (" role2’, true) ;

SQL> EXEC SYS. XS_PRINCIPAL. CREATE_USER (' app_user1’, "HR") ;
SQL> EXEG SYS. XS_PRINGIPAL. SET_PASSWORD (" app_user1’, 'password’);
SQL> EXEC SYS. XS_PRINCIPAL. CREATE_USER (' app_user2’, 'HR') ;
SQL> EXEG SYS. XS_PRINCIPAL. SET_PASSWORD (' app_user?2’, 'password’) ;

SQL> EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_user1’, "rolel’);
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SQL> EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_user1’, "role2’);

declare
sessionid raw(16) ;
begin
sys. dbms_xs_sessions. create_session (' app_user2’, sessionid);
sys. dbms_xs_sessions. attach_session(sessionid) ;
sys. dbms_xs_sessions. switch_user (" app_user1’);
end;

/
SQL> SELECT grantee, granted_role FROM DBA_XS_ROLE_GRANTS;
SQL> SELECT sessionid, role FROM DBA_XS_SESSION_ROLES;

SQL> SELECT user_name, sessionid, proxy_user FROM DBA_XS_SESSIONS;
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BHEIRE:
® SQLO¥#M(F. Oracle Database SQLE:E)J7L > A&S LTI,

® PL/SQL APID:¥#l(E. Oracle Database PL/SQL=:E)T7L > A& 8BUTZE0,

BEESLUEBNFIVUF—33>-0-)
Real Application Security Tld. =7V —>3> -0-)LEBIN T )T —23> - O- IV EFERTEET,
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o FTHIN-IANEEZNIZHE
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SNBEFRNBDFA LTI R, YA I RAZICGREEESNIBE NS0 AT RN)ICEDVWT, B 7 VT -3
>-O0-)Z8(CTEET, Oracle Databaseld. Ty asHMRYSEEENEE(CINBOTA L7 NetERL
E I

BIEOC1—Y—(CEN 7TV —33> - O- IV EERIATSIIZMBEEIHDER A EEOBIMES JUEIN{EAPIEEL T
T —23> - O0- B ERIEEMCT B5EEHDER A BN 7T —23> - 0- )V 2thd7 V-3 -0—
R ETRTEETEZRAN, MMOT7 TV —23> -O0- I EENO— UGS RTEETIEETT,
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® ENT7IUT—>3>-0-)LOVERK

® 7JUr—33>-0-)LDIRE

REFIVT—23> - 0-IVOVER%
BT TV —23>-O-VER I BIC(E. CREATE ROLES 2T AEPRZFF D1 —H'—sec_mgr&LTSQL*PluslCOJ AL,
XS_PRINCIPAL. CREATE_ROLETOS — v 2 fERLET

512-7(C, app_regular_rolebWIIBEE T U —3> - O- )\ &2VERR S % 755%2~UFT . start_datedSLUend_date/V
IA=AT, COT7 TV —23>-0-\OF )71 T R BRI R TR ZIEELF T . enable/VSX—H(FTRUEICEERTELF
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9, ROIEESBL TIZEL,

7IVr—23> - -5 —A\OT7 )7 —23> - 0-)OFFS(CDONT
H12-7 ZAEF IV —23>-0-ILOVERL

sqlplus sec_mgr
Enter password: password
Connected.

DECLARE
st_date TIMESTAMP WITH TIME ZONE;
ed_date TIMESTAMP WITH TIME ZONE;
BEGIN
st_date := SYSTIMESTAMP;
ed_date := TO_TIMESTAMP_TZ (' 2013-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI:SS");
SYS. XS_PRINCIPAL. CREATE_ROLE

(name => "app_regular_role’
enabled => TRUE
start_date => st_date
end_date => ed_date);
END;
/

B7IVT—>3>-0- VOB
BN 7TV —23> - O—VERL T BIC(E. CREATE ROLES 2T AEPRZ R D1—H'—sec_mgr&LTSQL*PluslcOJ AL,
XS_PRINCIPAL. CREATE_DYNAMIC_ROLETOIS —Sv&{EALEY.

512-8(Z. app_dynamic_roletWLWSEIERY 7S —3 3> - O— )L &VERN S 25558 RUET . AT 3> Dduration/\S5X—4
TlE 7TV —23> - 0-OT T4 THIRI (D) ZIETELF T . scope/\IX—4(F. COO-ILOEMERZISELFT .
SESSION_SCOPE (5 JAJL M) #/=(FREQUEST_SCOPEDWV\INHZIETE CEE I, SESSION_SCOPET (L. BIMEEN=EHEY
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O-IUE, Ty ashSEEERRL TR E Ty AV (OEREUISE TE. BRI RETT (v OB EiEF CHE
LT BISCEARINTHETEL TLRLMEE) . REQUEST_SCOPET(&, O— Uty 3> OB ERERRIE (CHERN(CIRDE T,
ZOBITE BTV —23> - O0-IUF40D R 70717 THD, BREEFRTEO7 TV —23> -y 3a>0
SESSION_SCOPE(CEXTEENF T . ZDfcsd. BN P IT—23> -0, Ty OEEERIRL Ty > 2 BEEREL
[EE5. BTV -3 - 0- I OVERAZ OIS REIFIFR40 3 2B X BVNEDE 7 IT1I T,

B12-8 BT TV —>3>-0-ILOVERK

sqlplus sec_mgr
Enter password: password

Connected.
BEGIN
SYS. XS_PRINCIPAL. CREATE_DYNAMIC_ROLE
(name => 'app_dynamic_role’,
duration => 40,
scope => XS_PRINCIPAL. SESSION_SCOPE) ;
END;
/

7IUr—33>-0-IVDIREE

BIEERDOZEE%(E. wFReal Application Security AT 1/ MAREE S 2L 2 BEHLET . XS_DIAG/ (wr—(C
(. IN5OZEENReal Application Security A7 14 MElDIEME R BIR(CEREZ 5 X RVELIICT BIRFEAPIO Y
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BHHEOFIREG. 7IVT—23> - I-F-FE7TVT-23> - 0- OB LT IHENRSSEHDFT . HMIDIC,
O-IVOIERAT ST LB BZHIRIBZDH TEHET . COHmE. 7TV —23> - O-IVOWERIT S L THRIREH
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BHNB(CLSHIRORDERNBEELROESDTT .

T)r—23> - 1-9-MRIEEM(FIBB LR TH TERINEARIR) TERVEE. TOREDT7 )7 —
23> - 1-H -0ty a (3ERRTEEE A,

N

\!

® 7o —33> - 0-ILMRIEEMTERBRVNEE. 7Ur—33> - 1-Y—(3ty3 3> Ten7Usr—33>-0-)
(BLMMEEDF)ZFERATEEE A

o BHOT IV —23> - 0-IOHBENF THZT7 IV —23> - 0-ILOIHE . DM REL1DDBRIER THN
(F FO7IVr—23>-0-)VERATEEY,

® 7Vr—2a>-O0- I OHERMGESNREEN TRBVGS ., ERMISEN2 7TV —23> - - -Fd 7T
Vo—23>-0-UE. 207 V5—23> - 0- )W BLMEROF ) ZERTEER A,

"
& EMRR TIW 33y 1Y tT I —Sa - D- OIS NBHIBOEE & ARELTH
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BlI2-9 7IVr—23>- 1-F-0OBBEOFE

sglplus sec_mgr
Enter password: password
Connected.

DECLARE
startDate TIMESTAMP := TO_TIMESTAMP (
"2012-01-01 11:00:00", " YYYY-MM-DD HH:MI:SS");
endDate TIMESTAMP := TO_TIMESTAMP (
"2013-01-01 11:00:00", " YYYY-MM-DD HH:MI:SS");

BEGIN
SYS. XS_PRINCIPAL. CREATE_USER
(name => ' |wuser1’
start_date => startDate
end_date => endDate) ;
END;
/

B12-10 7V -23> - 1-Y-07TV5-23> - 0-IVOBHOKE

sqlplus sec_mgr
Enter password: password
Connected.

DECLARE
startDate TIMESTAMP := TO_TIMESTAMP (' 2012-01-01 11:00:00", ' YYYY-MM-DD
HH:MI:SS);
endDate TIMESTAMP := TO_TIMESTAMP (' 2013-01-01 11:00:00", " YYYY-MM-DD
HH:MI:SS);
BEGIN
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SYS. XS_PRINCIPAL. GRANT_ROLES

(grantee => " |lwuserl’,
role => "app_regular_role’,
start_date => startDate,
end_date => endDate) ;

END;

/

U )WADT IV —SaIgERDOHFESICDONT
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sqlplus sec_mgr
Enter password: password
Connected.

BEGIN

SYS. XS_PRINCIPAL. CREATE_USER (' lwuser1") ;

SYS. XS_PRINGIPAL. GRANT_ROLES (" Iwuser1’, "appll1_regular_role’);
END;
/

BEO7IVI—33y - 1-—-A07V5—-33> -0-I0fH5
BI2-12(2. 7TV —23>-0—)bappl1_regular_rolezBEFEO7 IV —>3> - 1—HY—Iwuser (L 59 355 %RU

9, BTV —23> - 0-VeBFO7 -3 - - - (53 32LETEE R A
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BiI2-12 BIFO7IVr—33> - 1-9—A0O7)r-23>-0-)ILOft5

sqlplus sec_mgr
Enter password: password
Connected.

BEGIN

SYS. XS_PRINGIPAL. GRANT_ROLES (' Iwuser1’, "appll1_regular_role’);
END;
/
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sqlplus sec_mgr
Enter password: password
Connected.

BEGIN

SYS. XS_PRINCIPAL. GRANT_ROLES (grantee => "app_regular_role', role => "appll1_regular_role’);
END;
/

PIVT—33>-0-WNADFT—IN—-R-0-IDF5

7T =232 -0-JUCT —AR-R -O0-)V2f1593(c(F. SQL GRANTSZZ{EFLF Y . DBA_ROLEST—%-F1923FY-
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sqlplus sec_mgr
Enter password: password
Connected.

GRANT cust_role TO app_regular_role;
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3-1(F. ACL, 7T —2a R, 7V —>3> - 1-HY— 7 UF—23>-0-ILBEDReal Application Security
OO R—R MERUTVET,

[X|3-1 Real Application Security®7—+7IFv

Web Server / External
Clients Identity Store
K; @ Oracle Database
"', ' To Access
= '

_» Application Server

JEE Applications

Real Application Security
Java Container

ACLs, Application Privileges, Users, Roles

Real Application Security
Java APls Policy

i 1M 1 1 1
Synchronization
Real Application Security "'?—I"‘ {J! ’i( 1 1 ' O\* /O

lr
'y it Ig

tndvn

I‘

Application AG L N
Session Cache  Cache ; Application Sessions
Connection Pool Attached : |1.E ...................... :
~ 15 |3 |
DB Session DB Session B U [_l U l_'
1 2
U JOBC = DB Sessu:ln DB Sessnn 08 Sassmn DB Sessuon
DB Session
3

SAL*Plus
VDL EVEVERODYEVINF IS

TPIVr—23> w3 as(d, REROT—INR—R -2y 3> LDERERER BN TVE T, eE XL EROT —IR—-Z -7y

>3
2 BE, IR - —- 747074740, TNEOIR-1-H—-0tF1U71 - RS —%2BHUFEA. CNITHL
TROESICRDFET,

® 7r—33> -ty avlE IVR-I-H—-0tF1UF¢-IFTFANeHTVIALLET . NUTED, 7TV —33
JE IR A= TPATIFTATA(CEDNT, PIERBNEITT —AIR—ADRBI AN A LN ERATEET,

® 7 —23> -ty ad(d, BEFCEIROT —IN-R -y a (BB RIENTEET,
® Oracle Real Application Clusters (Oracle RAC)IRIBEDIARTD./—RIMS7ITATEET,
TIVTr—23> -2y adIclE, REROT—IR—R -2y as (CHRNTRDINTA—I VA EOA)Y MHDFET
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® TERDT—AIN—R- 2y a> DM BVA—N—AYRTIERL TEE T,
® T —AN-XTHEFFL. BNSR/\ROIANTEHRATEET,

® Real Application Security T, Fvy>12ERLTIFA 7> M LDV IV BHOEES LUV I IREEZ
IREETEFT , 20K CNSOZEE(DREBIDT —AN—-R -3 RNWTETT -IR-R (BN BTz, T4
N=2+-37> RNy TOEIZIRAUET .

7IVr—33> - 2933y DEREA T FOAICDNT
COIHEOABIIRDESDTT,
® 7 V)r—33> -ty 3> DVERL

o ELZT7INr—23> -ty a>OVERL

® ERDT—AINR—=R -y ADTI)T—23> -2y a>MiEsE

® 7 —33> 2w 3>MCookieDEHTE

e ELT7IT—33> -ty AT -3 1-H—DEIHT

o REDTINT—23> -y ORIO7 VT3> - I-F—ADREOT7 VT —>3> - I-H-OtIEZ

e JO—/)VL-J=)L)\WJ- AR~ )\D RS- TOS—SHrDVERRICDWNT

® 7 —323>-12y2a>070—/Ub-J=)L)\wJ - AR> k- )\> RS DHERK

® 7 —33> -ty a DiRE

® ERDT—AN—=R w3 hB0 7TV —33> -ty 3> OEfE AR

® 7 -3 -twIa OhEE

PIVr—33>-y3a> D

7I)r—23>-t2w3a>ld. PL/SQLTDBMS_XS_SESSIONS. CREATE_SESSIONTO> —>v#={EHY %hH\ JavaT
XSSessionManager752McreateSessionXVy REERAL THERR CEET, 7UT—33> -y a a2 Ek 92155, £
179%1—H—((E. CREATE_SESSIONZ U — 3 AERNINETY . COHERR(L. XS_SESSION_ADMINT —AX—-Z-0O—
)V7Z2BU RS9I %h . XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE APIO—)LIC&>TEUYS TEE I (FEM(S.
[GRANT_SYSTEM_PRIVILEGEJO> —Sv |#ESHEL TEE) . CREATE_SESSIONTOS —S+v(CLoT. sessionid
OUT/NSA—HDFTHRIER Y a0 O— BB F(CT — I AINE T . CO—E#MBIFE. BHod-ITyia s
SIBI2I5S(EATEE T, DBA_XS_SESSIONST—4 - F4923FU-E1—(l. T—AR=ADIARTOT T )r—3> -7y
SIAUHRRENET,

YA  OVEREF (CVERREN DR — LARR—ADUYRANIETE TEE T, YA DIERIF(CR— ARR-AZIBELILIGS.
- TT(FR—LAR=R(3FF B 7 ) —>3>4#BEMODIFY_NAMESPACEZ/Z(SMODIFY_ATTRIBUTE, &3L\M&
ADMIN_NAMESPACE> R 7 LHEFRZFFEFT .

I3-1(Z, Iwuser 1 TOT7 IV —>3> -3 a> O GE2R~UET,
BI3-1 75 —33> - w3 a> O

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid);
END;
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BEIER:
® COPL/SQLIOY—>vDIEXDz¥M(Z. CREATE SESSIONTOY—Sv&SBBU TS,

® Java createSessionXYyRO#EX (JavadocHZ R ) DaFH (. Oracle Database Real Application
Security Java APIVJ7L > 2= S8BUTIZE,

® ZDHRIDIavaDBIDFFHIE, FI6-2ESHRL TS,

E&7IVUr—33>-ty>a>OiErk

PL/SQLTDBMS_XS_SESSIONS. CREATE_SESSIONTO> —>+v%{FEFEY %h . JavaTXSSessionManager 752D
createAnonymousSess i onXVYREERULT. B&Z7TVr—33> -ty a z Ve 33 EHTEE 9., PL/SQL API%E
UTERTY 3% EM T BICE. BRIERINEI-H-RDXSGUESTZIEE I INENHNET,

5I3-2(C, BRIEERINEI Y —XSGUESTZE AL CTER YA % EMR I %552 R~UET,

EZ7 V-3 -ty a sz ERUIES. ZOTYSavIC@aMIE 1 - —2EINHTREN TEET,

B13-2 EZT7r—2a> -2y a> ek

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' XSGUEST’, sessionid) ;
END;

BEIRE:
® Z(MPL/SQLIO>—SvDiEX D%, CREATE_SESSIONTO> —Jv#&SBRUTIZEL,

® Java createAnonymousSessionXYy RDOES (JavadocHz ) DaF#ll(E. Oracle Database Real
Application Security Java APIUJ7L > ZA&SBBUTZE,

® CDHRIDIavaDBIDFFMIE, HI6-2ESHRL TS,

WEDFT—IN=R-2Y3arAD7IVT—33> - tySa> 0ERE

TIr—23> -ty a a2 ERT 3. T—IN=Z -y as(CBHEMFDNENDDET . COIRVE. ERELIFEINE
9, PL/SQLTDBMS_XS_SESSIONS. ATTACH_SESSIONTO> —>+v%{FF 9 %h . JavaTXSSessionManager 752D
attachSessionXVyREERAL T, 7IVT—23> - 2y a a2 R OT —IN-R - 2y as (CREMF 2 ENTEET,
F=AR=Z AN —EICEETEZ T T -3 - 2w aid. 120 T, DBA_XS_ACTIVE_SESSIONSENHIT —
B-74923H) - E1—(C. TAIR-ADIRTOEEF T NVT—23> -ty ar hRRENE T,

COTOS—SvEFEITIBICL. MDY - 1—H—(CATTACH_SESSIONZ U —S 3 4 RN ETT . COMERR(L.
XS_SESSION_ADMINF—AAR—Z -O0—)L %80 TEUS T Bh . XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE APITJ—)LICdD
THETEFT, fF—AAIR-ZARIBEITIHE. 1—H—(CFR—LAAR—RAIIFTB7 TV -3 AER
MODIFY_NAMESPACEZ/=(ZMODIFY_ATTRIBUTE. 33U \EADMIN_NAMESPACES 2T AMERRHHETY
BI3-3(C. TIVT—23> - 2w % T —AIR—R -2y 3 (O8fE 9 3554 ~UET .
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Oracle Database 12cUl)—22 (12.2)H5(&. Oracle Label Security TReal Application Security 1—H—h"
R—RENBLICRDFELTZ, TN, EFSIRVETICReal Application Securityt?wsa>(COracle Label Securityd>
FFAMMEIEN 3126, Real Application Security1—H—-tw>3>TO0racle Label Securityi2n]23R{7TE3
CEEBEBRUEY, Oracle Label Securitylc&oT. 7—4 - INDTEE. 1—H— - INLOEIH T, HLUOracleT—4
N=2ANOKEZLT T —23> - T —ADIREN T BE(CIRDE T,

lz&Z (&, Oracle Label Security7—% - INIVEERT2E . HELANUCEIGANZ2ROZATIHIBZENTEET,

T=4-IRJUE. LA, A=A N T —=T D320 MR- NTHERRENET , 20T —4 - INIUC(E 1201

AL, OE _EDTV/I—RX b, OB QT —-THEREMIFENTOET . I/N—MAY MERT 2L LAILAICED

NVHIEZER TE FEOTOZIINIB I 2IANTOT—HICREUIUN— MY MERU TN ZFIEENTEE
9, T IBEETH B, BRI I —TICRHERFZENTEET,

F/z. Oracle Label Security 1—H— SN ZFERT 3L, IAIATET —INDT IR ICHIFIZINZ BI2dDINIE, &
A= (CBIDHTRIENTEE T B1-H—(JE. LN RRBLBIIN-TOEFEHEIDH TN, By as(d20:R
B EFEANTIMEL CEDEFERNDINITET —HICTIEATEET,

&5(C. Oracle Label SecurityDIERIIRUS —EBTHD . COERZFERT 2L, 1-H MR RIEFEEITI 3
ODIFEDIEIR. £z31-H-NFBEOINRRINDT —FICTIC T BI2OIFEDIERE, 1-H— (IR TEET,
RS —EBDOHER (. FULL. READ. COMPACCESS. PROFILE_ACCESS. WRITEUP, WRITEDOWN, WRITEACROSSTY

Oracle Label Securityz{EH9 3¢, MSATYR- AR R-TOJ S0 ERTEFT, FSATYR-ANZR-TOJ3 A1
“yMNZ. 1DBL EdLabel Security #ERZ{FSENEANTR-TOS—Sv, J7o033>F () \Wor—ST9, NSATYR:
ARNFZR-TOT5 4 12y N3 I-F—MMERZT5EN TV REZSITHSNIE S A TRITURD. BEOINILOT—4
ZEITERLICTBIHIERAENET, TOJI L Iy NAERZAF 5T Z2E T, I- (O ERIERZZIRAY(C
WS ENTEFT,

Oracle Label SecurityZz{E9 %&£, 7—4 - INVEEEDI—T— - SNVHIWNEZOMm S ZEEL. EH)RERZ 1—
H—(CEIDH TR, REERF—I2ERTRS—DNEAINE T, R(TR)S—NEREINBRC. SN -EF1)74(C
Lo TR —EBDNUMBERFINFRICAERREN. RS —RICUBIEZRENTT =7 - INEZEUVEBENIS SN E T,
BllE, 1-P—(CHUTRRFEIERREVTYERR TEE T . RITRUS —ZBRT 2BRIC, ¥R 2 Be&HIA TS 3> %218TE T
EFY, lz& X (L. READ_CONTROLAEHIA TS 3> (3R Z RIS EHSIREEL. WRITE_CONTROLIEDMUIZENSIRELET .

Real Application Securitytzy>3>TOracle Label Security1>7F A ML T D&, SELECTHLUDMLUIR/E(CSD
T. Real Application Security 1—H'—(C3FU TERBIESN TLVBFERNRENE T,

YA EBIO—ILE BT BTIC. PL/SQL ATTACH_SESSIONTOS —Sv TEIMO—ILOUZ MEES CENTEET S
IR
,‘ T -3 HBRT I8 . FATOT I —33>- IO R-1—H'—- 753321 ATTACH_SESSION ...

s DETACH_SESSION 0435324 - JOWIARTEUE SN TWB T ERTESRL TIEE W, (FEM(L. [TERDT -9 —
Aty ashbn7 IV —2a> -ty as OEsE AR RS EU T, )

BI3-3 75 —>3> -2y a> OEss

DECLARE

sessionid raw(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid) ;
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

END;
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BEIER:
® COPL/SQLIOY—>vOIEXOz¥M(Z. ATTACH SESSIONTOS—SvASBBRUL TR,

® Java attachSessionXVyRO#EX (JavadocHZ R ) DaFH (. Oracle Database Real Application
Security Java APIVJ7L > 2= S8BUTIZE,

® CDAAIDIavaDFIDEFEIE. F16-37S8RL TUZE,
® Oracle Label Security®s¥#ll(&. [Oracle Label SecurityEIEE 1Rl

7IVr—33>-t2v3a>mCookieDEHTE

7V —23> -2y a  (THEEDCookiek BEhEF 13T, PL/SQL®MDBMS_XS_SESSIONS. SET_SESSION _COOKIEZO

3 —IvR{ERIBH. JavadXSSessionManager 75 AMsetCookieXVw RE{EFALE Y, Cookield. 7y a> DRk S
(CCREATE_SESSION PL/SQL API%IEU CRIE(FIFBIEETEEI,, Cookield. 7T r—33> -ty 3> ORICWebH A
ML TI—-Y -0ty a(IBdiAFNZ =2 T, REIRIUI-H—HZDWebH A "MSEINMEVITIZA NS ZE, 7T
Dr—23> -2y a>ICCookiehx(EaN., H—/I\—-HtewS 3> b1 - -2 @M FI5NZLS(CRDFET,
ZOTO>—>v%EITIBIC(E. T —(CMODIFY_SESSIONZ U —3 3 4R 53 INEBNHDET , COIERIL.
XS_SESSION_ADMINT —AAR—Z -0—)L%@U THE I Bh'. XS_ADMIN_UTIL. GRANT _SYSTEM_PRIVILEGE APIOJ—)LIC&D
THUSTZEFY,

13-4, 7TV —33> 12w 3> 0DCookiexsHE T 2552 ~UFT .
13-4 7I)—23>-t2y3a>OCookieDHTE

DECLARE

sessionid raw(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid);

SYS. DBMS_XS_SESSIONS. SET_SESSION_COOKIE (" Cookiel’, sessionid);
END;

BEIAR:
[ ZO)PL/SQL?OEI:/—>V®$§Y®E¥%IH(I\ SET SESSION COOKIEJO>—>vaSBBLTRE,

® Java setCookieXVwRDIEN (JavadocH)DaFHl(E. Oracle Database Real Application Security
Java APIUJyL > 2% ZSBEUTIZEL,

® ZDHRIDIavaDBIDFFHE. §16-20Z2S8RUTIEE0,

EBZ7Vr—33>-ty3asA07IVr—33> - 1-—-0DEIYT

BEEESNTUVBERZ 7TV —33> -ty a [C&aifdEn 7 Vr—33> - 1-H—%EINDH T3(2(E. PL/SQLD
DBMS_XS_SESSIONS. ASSIGN_USERIO> —>v%{EFRI 3. JavadXSSessionManager 75 AMass i gnUser Xy R%&{E
BUEY, I-Y—%2E0HTRL, I-Y—-via o BERNS&aifdE 1Y - (CEEINFT,

ZOTOS—SvEEITIBICE TA R YFrFI3HEH - —(CASSIGN_USERZ VT — S S AERNMHETY . COMERR
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(&, XS_SESSION_ADMINT —4A~R—X - O0— )L %80 THS I B . XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE APIO—JLIC
SO THETEE T, F— LAAR-RAEBEIZIIHE . 1-H—(LIR—LARR-R(TH I BT TV -3 AER
MODIFY_NAMESPACEZ/z(ZMODIFY_ATTRIBUTE. &3\ \FADMIN_NAMESPACES X7 MERHMT SN TV ELHDET .
EFI0—)LDYR N, DBMS_XS_SESSIONS. ASSIGN_USERTOS — S+ AL TEMICTEET .,

Oracle Database 12cUl)—22 (12.2)H5(&. Oracle Label Security TReal Application Security 1—H—h"
R—haN3L3(DFELI. Real Application Security 1-H—hW\WINHdDOracle Label Security/RS —T320]&
NTVBIHE(L. assign_user I-ILOEITHRIC, ZAEI{TEReal Application Security 1—H—- v 35335

NI tF1)FT1ZBaIHEEIIENE I . Real Application Securityt?y3>TOracle Label Security 1> 7+ Mh'EE

793¢, SELECTELUDMLIRIEICEST. Real Application Security 1—H—(C3U TERRISN TLW\BiEERMEENF

ER

BI3-5(C. 7IVT—33>- 1Y~ Iwuser 127 V5 —323> - £33V (CEIDH TR HEERUET
BI3-5 7TV —23>-ty2asAOT7 IV r—33> - 1-H-DEIHT

DECLARE

sessionid raw(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" XSGUEST' , sessionid) ;
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. ASSIGN_USER (' Iwuser1’) ;

END;

BEIRE:
® COOPL/SQLIO>—vDiEX Ds¥#l(E. ASSIGN_USERTO> —Sv&SRUTIEE,

® Java assignUser XYy ROESZ (JavadocHz ) D5EM(&. Oracle Database Real Application Security
Java APIUJ7L > 2% SBBU T,

® CDHRAIDIavaDBIDFFEHE, FI6-5FSHRL TS,

® Real Application Security1—H—(C%1930racle Label Security®biR— hDsEM(L, TERDT —HR—
Ay a7 NI —23> -y 3 OiEFEESIRL TUZEL,

® Oracle Label Security®s¥#(&. [Oracle Label SecurityEI2&E 1 Rl

REOT7IVr—33>-tv3ayoslor7IVr—33y - 1——-ADORED7IVIr—
33y -1-Y-DE X

PL/SQLTDBMS_XS_SESSIONS. SWITCH_USERTOS> —>v%{ERI %\ JavaTSessiond>FTIT—AMswitchUser XV
REEELT. BIEOT I —33> - 2y3as0tF 1051 - DT F AN 38EUR T AU —3 3> - 1—H— OFRICHIER
(EUREF1UT (- 1o FE AN A T 0SB ETEET, MOT I —33> - 1-H— % RIBT 301, FIE xR
EEEITIBHIC. BEOT TV -3 - ty3ay - 1-H—%5—Fyh- 1-H—0T0+3 - 1-H— L TRESBNEN
HNFET ., . XS_PRINGCIPAL. ADD_PROXY_USER PL/SQL API%&U TEITLET .

1-H—%YIDEZ 3L, 2ODGFTE1I—HF—RIT1I-—H— -ty B EINET,
TOFAREDT— Ty b T —33> - 1—H— 1, TOF3 - 1-H— BTSN IS -0-L(T0ES-0-)L)DY
Z MRS TVBIES. ZNBIREYS I TEMLENES,
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Oracle Database 12cUl)—22 (12.2)H5(&. Oracle Label Security TReal Application Security 1—H—h"
R—RENBLI(CRDFELIZ, TN, target_user®Oracle Label Securityd>FFZX MY, proxy_usertzwazhs
target_usertysa  ADOYIB ZBF(CHEIISNBEZRBIRUETD

VB ZIREDE. 7V —330 0% — ©AAR-ZAB S VB EARIFE L ITHETEET, keep_state/ VS X—SINTRUEIZES
ESNTWBIHE . 7T —23>0OR— hAAR-ABIVBEEIIRNTRFINEITH . TNENOBE. Ty 3> OLEID
IREE(FIRTHESINET,

= LAR-AZIBEIIHE . 1-H—(CFR—LAR=A(XTZ 7T —>3>HERMODIFY_NAMESPACEZ/Z (3
MODIFY_ATTRIBUTE. %L \FADMIN_NAMESPACE> RF AERMISEN TV IAENHDE T,

BI3-6(2, 7TV —23> - I—Y—lwuser 1ZIRTEO 7 VT —23> - 2y 307 -3 - 1—H— lwuser2(CHIDE X
35555 RUET . L= LAAR—Z T T —MDns1BLUNns2HSYSDBAIC L THERR SN TVBIMMEBNSH B EISFRLTLE
20\,

513-6 IRIEOT7IVT—33> -y 007 Vr—323> - - —-AO7 Vr—>3> - 1-H—-0EX

DECLARE

sessionid RAW(16) ;

nsList DBMS_XS_NSATTRLIST;
BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’), DBMS_XS_NSATTR( ns2')) ;

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);

SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. SWITCH_USER (username => ' lwuser2’
keep_state => TRUE,
namespaces => nsList);

END;

BEIRE:
® COPL/SQLIO>—vDEX Ds¥l(E. SWITCH USERTDOS —vaSERUTLIZAL,

® Java assignUser XYy ROESZ (JavadocHz ) DaF#(&. Oracle Database Real Application Security
Java APIUJ7L > 2%=SBBUTIZE W,

® CDHRIDIavaDBIDFFHIE, Fl6-6ESHRL TS,

® Real Application Security1—H—(C%1930racle Label Security®HR— hDsEM(L, TERDT —HR—
Ao Q7T —23> -ty 3o OEsEES IR L TS,

® Oracle Label Security®s¥#(&. [Oracle Label SecurityEI2&E 4 Rl

90-)N0-J=WNYD - ARY -\ RF-TOS—FvDIERICONT
- ARY RN\ RS- TOS - Dv(d, SEED3 [Etzy MEENTONATIRSBDEIBDET

e X, RDcal Iback_procedure TIFBEFDPL/SQLIOS —SvHIBTELFIH. TNIEARD NI\ RITHD, 22D
XN RIEET T,

PROCEDURE cal Iback_procedure (sessionid in raw, error out pls_integer)

EAIDORZIC(E. sessionid (RAN), BLUIS—&KEDOEMIAERTBZ0UT/SA—=FerrorM2DD/\GX-INEENZF
9, sessionidic(E. IR MM -ENetyS 32Oty  IDMEINENE T, OUT/NSX—Herrorz{EHI L. /N
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bR 0-RTIS—ZRRTEFT,

PROCEDURE cal Iback_procedure (sessionid in raw, user in varchar2, error out pls_integer)

2BBORZACE 2O M NA-UIe1—Y—Z48E T 21 DEN/ 5 X—Suser (VARCHAR2)DNEZFNFT .

I5—{E(F. PL/SQL AAKF (B TOVI T, error:= 0; DISBMEICRIIGEE T INEBNHDFT .

F5URVE, I5— TORA-46071: 4 Rk - /v FS5<name-of-event-handler> TIT S —MFHELE
L7=1 (CHEWT, BIOIZ— TORA-1405: 7= v F L=BIDMEANILL T9 1 HFEEL. I5—EN NULL
THdEHREINFT,

ROBIE, 2B ORROI-ILN\Y) - TOS—SveERAULL IS~ BORRNBEEZRLTVET .

CREATE OR REPLACE PACKAGE CALLBACK_PACKAGE AS

PROCEDURE CALLBACK_PROCEDURE (sessionid in RAW, user in VARCHAR2, error out PLS_INTEGER) ;
END CALLBACK_PACKAGE;

/

CREATE OR REPLACE PACKAGE BODY CALLBACK_PACKAGE AS
PROCEDURE CALLBACK_PROCEDURE (sessionid in RAW, user in VARCHAR2, error out PLS_INTEGER) IS
BEGIN
error = 0;
dbms_output. put_line (' Inside callback procedure’) ;
EXCEPTION
WHEN OTHERS THEN
error:=0;
dbms_output. put_line( Error’);
END CALLBACK_PROCEDURE;
END CALLBACK_PACKAGE;

BEIRE:
® 7 —33>-12y2a>070—/)Ob-J=)L)\yJ - AR> k- )\> RS DIERK

PIVT—23>-ty2a>090-)Nb- 1= WINY T - ARY k- I\Y RS DS

J0=JUb- D=y -ARY RN\ RS BRETBRHED YA AR MFEEUREEITREL Ty R EE
BB, RS LUEETES, FRIERINIPL/SQLITOS—SvTY, y2a -ANRY MIEEHROTO0—/UL-J-)IL\y
DARY )\ RSEBIITEET . PL/SQLIOS —SvEMERLUIES. TNTNROTOS ~SvEERLT. TNEBRER
(SBIREIRT Bh EMEF LT BTN TEET,

® DBMS_XS_SESSIONS. ADD_GLOBAL_CALLBACK
COTO>—Sv=ERLT, -\ - AR~ )\O RS EFRUET
® DBMS_XS_SESSIONS. DELETE_GLOBAL_CALLBACK
COT0>—>vERLT, J0-/0L- -\ SR ERUET .
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® DBMS_XS_SESSIONS. ENABLE_GLOBAL_CALLBACK

ZOTOS—Sv=ERUT, BRICIBICIETRUEZ, BRI BICFFALSEDEZIEEL T, F/O0-/UL-J-)LI\w/ -

T03—SvaEsbEEENELET .

CNBMAPIZZEITI B(C(E. 1—H—(&. CALLBACKZ )T — 3 4ERZIF > TV ENHDET . NI,
XSPROVISIONERZ U4 —23> - O— )L %8 U CEMS I 0. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE API%Z1—)L 93
CETEUSTEEYS, 7 VT —23> - w23  TERI 1D E0J0—-/Ub- D=\ AR N )\ RSZAERR TEET
BEOT-IWN\Y) AR~ )\ RS%HERL TS, Oracle DatabaseTld. /\> RIDMERRSNIZNEF TEITENET

ATV T ROFIECR O TEITIEFZEETEFT .

1. DBMS_XS_SESSIONS. DELETE_GLOBAL_CALLBACKZ OS> —>+%E4TL CBAFOI-ILN\wIZ I NTERRARRLET
2. DBMS_XS_SESSIONS. ADD_GLOBAL_CALLBACKTO> —Sv%ZE1TLUTCA-I\v)%EiRUEFT .

BI3-7 723> -y2a>cod0-/NL- -\ DER

BEGIN

SYS. DBMS_XS_SESSI10NS. ADD_GLOBAL_CALLBACK
(DBMS_XS_SESSTONS. CREATE_SESSION_EVENT,

" CALLBACK_SCHM' , * CALLBACK_PKG" , * CALLBACK_PROC ) ;
END;

/

FZ3-1UT TSI AR N\ RIZERTED Y 3> - AR MERUET .

x3-1 - I AR NN\ RSZERTEDZYZA> - ARU A

AP VI (W] S

T —23> - 2w a> OVERK

BIEOT7 TIT—33> - 2w a  AOEss

7 Vo —>a> -0- I oBIL

7 Vo —>a> -0- )L OENL

BEINRE7IT—23> - 1-Y-0EB&K 7 )r—23> - tyia>
NDEIHT

B3GR ET IV —33> - - —-hBRID&RHTE 7 )T —
23> - 1-H-AOYEX

BRNET VT2 - I-Y-PB07 V-3 - 1-H-

70

J-IN\YODRITEShBE5H

v as MERENTZ .

tyIarhhEiEINEE.

N7 —2 3> - 0- I hiEMEENz&.
BT -3 -0-)LHERN SNz &,
A RN (LY a @SN 7 s —
23> -y 3> OBEEDTA>O—ERELTI-ILEn

BIHE).

BEINRI-Y-HERZT7IVTr—13>-tw3adic
ZhH TN,

7V —23> - -0z 5N (7Y
-3 1-Y-Hx07 -3 - 1-H—(C
RENRVEE),

7IVr—23> - 1-H-HNI0BIsNE (7N
-3 1-Y-Hrxo7)o—33> - 1-H—(C



ty>ay ARV J-I\NYINRITEN S

NDE)F REN3155).
BET -3 -0-IOBEME 7T -23>-0-IhEMEeEni.
ST ) —23> - O0-ILOBENE 7T -3y - O0- I hEMEEnzi&.

BIFO7 IV —23> - 2y as F @7 —IN-Z -ty as o0& Ty 3> MNEERRIREN BRI,
TERERR

BFEOT7IIT—23> -ty a EF 3T —IN—-2- v 0T vy a i iEINSEI.
TIr—33> - y2a F 3T —IN—-R -ty OEEOT AT ty 3y MEEAEIREINZE1(TYS 3> OB SRR

N7V —23> - 2w > OEZEDTATO—EBEL
_C] _} béﬂé%’é) o

Y3 ORI TV — 23> BB ORFEDIREEERERME I DELET . 15]3-7(C. CALLBACK_PROCEWSIRAEZ 5% TE
32370-)0L-3-)\W)rzEiRI 275 E2RUET (TNIE. /W —ZCALLBACK_PKGTEZR SN, R+—Y
CALLBACK_SCHMIC& > TRRBEENE T ).

IRREMDCALLBACK PROC(Z., /X> NCREATE_SESSION_EVENT®SO—/UL-J=)L\wOEL TEERENE T
ZOABOHIS SV ETOS —Sv OB DFFEM(E, ROIBEZSHRL TLIZE,
® ADD_GLOBAL_CALLBACKZO>—>v

® DELETE_GLOBAL_CALLBACKJO>—>v

® ENABLE_GLOBAL_CALLBACKIO>—>+v

7IVr—33>-tv3yaynRE

BEOI-Y—-7Ir—33> - ty3a z2{R1F I BIC(E. PL/SQLODBMS_XS_SESSIONS. SAVE_SESSIONTO> —Sv#{E
B9 3h. JavadXSSessionManager 75 AMsaveSessionXVy R2{EREUEY ., RFAERELZ(ERI30E. IRTEOYI3
EEIUEYS AR FERLT. Ty OB 2Oy A (CENE(GIE T 2N BNDDIIBE T . RFEIRFELZFERLL
WSS, v ao0ZE (L, IRIEOYS a3V MNEFERFR RSN ICOHMID Y IV RRENET,

J-) 11— —hCOREEEITI BDIHAER (I EBHDE B A

3-8(C, IMIEDI—H—- 75— - v a %R 793552 ~UET,

5I3-8 IRIEDI—H— -7 Vr—33> -ty DREF

BEGIN
SYS. DBMS_XS_SESSIONS. SAVE_SESSION;
END;

BEIEH:

® CNSMPL/SQLIOS—SvDREXX DsFHl(E. SAVE_SESSIONT OS> —SvaSHRUTIZEL,
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® Java detachSessionXVyRO1EN (JavadocHz ) DsFHl(&. Oracle Database Real Application

Security Java APIUJyL > ZZZBEUTLIZEL,

® ZDHRIDIavaDBIDFFHIE., HI7-4%SHRL TS,

WRERDT—IN=R - YAV HSDT7IVIr—33> -ty a> 0EEAEIR

ROVTNHDTOS—SvEERAL T, REROT—AIN=R -2y 3o b7 VT -3 -ty #EERRR TEE T,

® DBMS_XS_SESSIONS. DETACH_SESSION (abort => FALSE)

COTOS—Sv&EAIBL. Ty EERRL T RRICEYI IV OEEMREFENTHSFEEULINTO
ZEZAZYNTEFT . abort/{SA—5%ZFALSE (T I ME)(FETET L. MDY IV TRITSNIRTO

EEMREFEINE T HMERIN TV 1Y - (3. EIOHERZU TIORFZEITTEET,
DETACH_SESSION(Z, SE(ICRIEBEINTLS YAV (SHUTEITEINE T
® DBMS_XS_SESSIONS. DETACH_SESSION (abort => TRUE)

ZOT0S—SvEERT L. BREZFRFEIICLYS A2 EERERTEET, abort/\SA—4%ZTRUEIIEE I 3L,
WREOEYZ I TRITEINRZEEN D) \WISNE T ERELE Cy 2 as (U TThnO—-)leR—AR

R—ADZE(IWREINFT,

BI3-9IC, T=AN=Z -2y ao M7 VT —23> - 2y  ZBERERL (EE 21y NI 3552 RUET .
DETACH_SESSIONZAERDIHFA TI—ILL T\ IRFEEE SN TOS Y2 3> 2 BHEREIR TEX T

Java®XSSessionManager 75 AMdetachSessionXVy Ra{FHTEET,
f13-10(C, BEHREFEE I (LTI —33> - 2y aoh BT —IR—R - 2w a3 Bt AR I 3552 ~UE T,

IR

,‘ TIVT -3 MFES A INTO7TT—23> - IV R-I—H— 733> ATTACH_SESSION ...

» DETACH_SESSION J0%9'52>% - JOvIA TESEN TWS L ZMERRL TXIZE W, (FHEMlIE. [TEREDT -~

2y as Q7T =232 -ty a3 miEks | ZSBUTIZEW, )

B13-9 75 —>3> -ty a> OEfEAEBRETSY b

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. DETACH_SESSION:
END:
B3-10 7 Ur—<3> -y 3> OEERREEREIEIZY

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid) ;
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;
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SYS. DBMS_XS_SESSIONS. DETACH_SESSION (TRUE) ;
END;

BHEIER:
o Zn‘S(DPL/SQLjEIi—yV(D’f%YO)ﬁ:’ﬁEI(I\ DETACH SESSIONJO>—>v&SBBLTIEE0,

® Java detachSessionXVyRO#EX (JavadocHZR)DaFH (. Oracle Database Real Application
Security Java APIVJ7L > 2= S8BUTIZE,

® ZDAIRIMIavaDBIOFEMIG, §16-21Z2S8RU TS,

PIVT—33>-ty>a> Ol

PL/SQLTDBMS_XS_SESSIONS. DESTROY_SESSIONIO> —>+#%{ER9 %h . JavaTXSSessionManager 75 XD
destroySessionXVYREFERALT, 7UTr—33> - w33 ai& T TEF9 ., OO —>vid. 7 r—33> -3y
DBRERDEYS A Z T AN TEGERRRLED,

COTOS—-SvEFEITIBBE. BITIS31—H—((&. TERMINATE_SESSIONZJUS —Sa iERNMHETY . COHEMR(E.
XS_SESSION_ADMINT —A~R—2R -O— )L 28U CEYS I SN . XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE APIO—JLIc&>
THSTEEY.

BI3-11(2, PIVT—23> -2y  #IEE I 27552 RUET .
BI3-11 75 —-23> -y OigE

DECLARE
sessionid RAW(16) ;
BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;
SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;
END;

BEIRE:
® CMPL/SQLIO>—SvDiEX DaEM(E. DESTROY_SESSIONJOS— v &SBUTIZE,

® Java destroySessionXVy RO (JavadocHzI ) D5F#H (. Oracle Database Real Application
Security Java APIUJ7L > Z=S8RUTIZEL,

® CDARYDIavaDBIDFEMIE, 516-22%S8BUTIEE W,

7IVr—33>-v3a>yDIREDIREICDONT
COEORBIIRDESDTY,
0 R— AR -T>TL—NefERURR—LAAR—ZADVERRIC DT
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® 7 —33>-twia  TOR—LhAR—ADFEME

® 7 -3 -twia  TOYI IV BIEDNTE

® 7 -3 -twia  TOyI I EEORE

® 7 -3t a> TOHRY LEEDVERK

® 75 —23> -1y 3> TOR—LAR—ADHIBR

® v TOT -3 -0- OB

® w3 TOT -3 -0-)VOENL

RX=AhAAR—=R-T2ITV— M fERULR—AAR—ADVERICOWLT

TIVT—23(F Z—LAR-ZZEALT, 7T -2  TEERSNBHLEDRT 2SI ET . 7TV -3V (3.
BE. RV -3 -y a2 TRUR—LAZR-ZZERTIRENGDDET . 1~ AXR=Z-F>TL— M,
L= LDAR-AZEESIVIEME T BDDTTETT

L=LAR=R-FT2 T =M K= LAR-REZDTONT1ZEELES . CNZMERAL T, 7TV —23> - 2y3 3> TR—
LAR=ZEREMELEFET o R—LARR-ZADERIG, ENEZEEI DT I — MR THIVLENHDET .

COIEOANBIIRDESDTT,
® X— L AR-Z-TTL— OB ER
® X—/LAR—=Z-E1—-(CD\T

® 7 —33>-twa DR —LhAR—Z T T — bOVERL

F—=HDAR—-R-7ITV— MNOIERER
Z=LAR=Z -T2 TU—NF ROEONEENE T
® R—LhAR—ZADZHI
TIVT—232 2= AAR=ADERICEO T, R—LAR-ZAN—EICGHBIEINFT . CO%aik. 7Vr—33>-
Y23 TOR—LAAR—ADVERR RS IERENE T,
O LX—LAR=Z-)\UR5
Z=LAR=Z - )\U RS BIHHBNRE FFEUSENZEEICT-ILENE T, /U RSDIBEFATS > T,
R=LDAR=A(E ARY MUIET 7> 723V ([CBHEM T BTENTEFT T AN MUER(CEHREIN TOSEIEICHT
FRARENFITINBLNC, Y=L TTDIP> T2 A hEEIEINE T . AR MAIETP> )2 3(C(3, 513K
EUTEMS. BIHHESIUANAY M I-FRIEELET . LEAL ROLICADET.

FUNCTION event_handl ing_function_name (
session_id IN RAW,
namespace IN VARCHAR2,
attribute IN VARCHAR2,
old_value IN VARCHAR2,
new_value IN VARCHAR2,
event_code IN PLS_INTEGER)

RETURNS PLS_INTEGER;

e EMHUAN
BHUANIE, R—AZAR-RA WU TERINBENESINET . CNSOBMEE. R— L AR—ZDVERBFC
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WA TRRENE T,
BHELE ROATI3 - T—IRIEETEFT,
e FJAILME

B 7IVT—23> -2y 3> TOR—LAR-ADVERREFICT T4 METHIEA(bENE T . TIAL b
filBE. AR 454 TFIRSTREAD_EVENT&HLUF IRSTREAD_PLUS_UPDATE_EVENT (&, EIFFICIFTECEEE Ao

® ANIKNHLT
B RO N1 TRIEETEFT
® FIRSTREAD_EVENT
EORETNTVWRVWEHN S ICHRAMONIEEICR—LAR=R - \DR5ZD-ITB(E

DARY NI TEETELET o CDANY S I TEIEETEZDIE, BIECT I MENERES
NTWRWNEEDHTY

® UPDATE_EVENT
BIHENEFEINEES(CR—LAR=Z I\ RSED-)IVT BT, COAIRI N ILTHIBELE
9,

® FIRSTREAD_PLUS_UPDATE_EVENT

BOZRTESNTORVEENRISRHFEBNIZEE, FFZOMENEFIEINZES(CR—ALR
R=ZN\IRSEI-IFBICE. COARI N HLTHIBELFT . COARI N AL THRIBETED
DL, BT IAIMENEESN TORWNSEEDHTY,

® —/ZAR—-ZACL

L= ©AR=RIZVEDIODIERET )L o XT—AAR—IRVEL. T2 T — MGEEESNEACLICL O TREENF T,

T IA) R TI& NS_UNRESTRICTED_ACLAYT> T L —NMIEETESNTHED., 7> T — MSERRENTE R — LAZR—RIC
XIS EHIPROBIENEFFOISNE T

L=DAR=R-E1—I[CDWVT

ROT—=HT4933H)-E1-2BWERBET, BEBIVIRTOT VT —33> - 2y3a> DR~ LAR-R -T2 T —
b R=LZAR=R-F2 T — NBHESSUR—LZAR-AB (BT BB ARRTEET

® DBA XS_NS_TEMPLATES

® DBA XS_NS_TEMPLATE_ATTRIBUTES

® DBA_XS_SESSION_NS_ATTRIBUTES

® V$XS_SESSION_NS_ATTRIBUTES

PIUTr—33>-tv3a>DR—LhANR—R - TIL— MOYERK
L= DLDAR=-F> T —NetErs 9 3IC(d. PL/SQLOXS_NAMESPACE. CREATE_TEMPLATED OIS —Sv%{EFE I %H\. Java
MSessiond>9JIT—AMDcreateNamespace XV RE(ERLET .

BI3-12(2, 7TV =232 - 2y2 a2 DR—LAR=R -T2 T~ bns12fEif S 275752 RUET . COR—LAAR-ZDEM
(&, BHEUZ battrsZERALTEREINET . COR—LRR—R-T>TL— T NS_UNRESTRICTED_ACLAYF> L —MC
WEENTVRID. 72T — MBERRENTER— ARR—ACHT I BRI BRDIRIENFFRIENET S

JI-AII-F—(F R=LZR=Z -T2 T~ hS VB M 2 EIR TESADMIN_ANY_SEC_POLICY Vo —2 3 4&BR %R >
TVWBRENHDFT .
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BI3-12 R=LAR=Z-FT>TL—bDVERK

DECLARE

attrs XS$NS_ATTRIBUTE_LIST;
BEGIN

attrs := XS§NS_ATTRIBUTE_LIST Q) ;
attrs. extend 3) ;

attrs (1) := XS$NS_ATTRIBUTE (' attr1’, valuel’,
XS_NAMESPACE. UPDATE_EVENT) ;

attrs(2) := XS$NS_ATTRIBUTE (' attr2’, null,
XS_NAMESPACE. FIRSTREAD_PLUS_UPDATE_EVENT) ;
attrs(3) := XS$NS_ATTRIBUTE (' attr3’, valuel');

SYS. XS_NAMESPACE. CREATE_TEMPLATE (name=>" ns1’,
description=>" namespace template 1',

attr_| ist=>attrs,

schema=>" SCOTT’,

package=>' PKG1’,

function=>"FN1’,

ac|=>" SYS. NS_UNRESTRICTED_ACL" ) ;

END;

/

BEIEH:
® COPL/SQLFOS—SvOMEXDEME. CREATE TEMPLATETOY—SvASRU TR,

® Java createNamespaceXVw RDIES (JavadocHzR) DEF#lE. Oracle Database Real Application
Security Java APIUJ7L > 2% SBBUTIZEW,

® ZDHAIDIavaDFIDFFHIE. §16- 102U T2,

PIVr—23>-ty>a>yTOR—AAR—-ZADVIHAL

IROEAND NOFEAEBRFC, COIADFRBAICHE D TR —LARR=RA T T~ M fERT 3L T R—LAR-R%ZHEALTE
R

COIEOABIIRDEBDTY,

TSIV MERRENICEE(CR—LAR-AZ KBRS D75 7E

A  MEREESNIEEE (LR —LAR-2AZHERE T 2757

ZEMGE7 IV —23> - Y- NEZT7IVT—3> -y adICBIDE TONEE (R —LAR-ZAEJHA{E T
35

® V-3 -yiaserIVr—2a3> - I-Y-—hIDBZISNIE E(CR—LAR-2=HHRL I 2755%

® HARAY(CR—LAR-RZHEME I B 5%

Y BEREN L EICR—DAANR—-AZYIRML T B 5%
PL/SQL®MDBMS_XS_SESSIONS. CREATE_SESSIONTO> —>v%fEAT3h. JavadXSSessionManager 752D
createSessionXVy REERALTIIIT—23> - 2y a 2R3 2155 . FIHIMES 21— LAAR-ADUR MeIEETEE
ER
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BI3-13(2. 7TV =232 - 2y a>ZVERK T BEEIC. 2DDR—LAR—Ans1BLUNns22 ¥R T 2755 RUET .

Y2 DR ICR— AAR-AEIBEUSRE. - TTllFr—AZAR-R(IT T BT — 3 4ER
MODIFY_NAMESPACEZ/z(ZMODIFY_ATTRIBUTEN St 5&NTLBH . ADMIN_NAMESPACES 25 IMERNMISENTUVBIMNE
N&HDET,

E=
&
& 513-13 TEARNE R LA R HIETBR—LIA-Z- T TL~ MITEEEN TSR EN O
g-o

BI3-13 7IVT—23> -2y a e El S DEECR— LAR-AZHEE I 2 5%

DECLARE

nsList DBMS_XS_NSATTRLIST;

sessionid RAW(16) ;

BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’), DBMS_XS_NSATTR( ns2'));

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid, FALSE, FALSE, nsList);
END;

/

BSEIAR:
[ ) ZO)PL/SQL?OEI:/—)V@*ﬁyméﬂﬁfﬂ(& CREATE_SESSIONJO>—>v#SBBU TS,

® Java createSessionXYyROESZ (JavadocHzl ) D5 (L. Oracle Database Real Application
Security Java APIVJ7L > 2= Z8EUTIZE,

® CDHRIDIavaDBIDFFHI, F6-2ESHRL TS,

Yy MEBENELECR—AAR—-RAZ ML T 5755k

PL/SQL®MDBMS_XS_SESSIONS. ATTACH_SESSIONTO> —>v%fEI Bh\. JavadXSSessionManager 752D
attachSessionXVyRZERLTEYI A Z2EE I 3155 PIHA LT3 R—LAAR-ADUANEIEETEEFT,

Bl3-14(1C. PTVT =230 2y a  #EBIES BESIC. 2DDR—LAR—Ans1BLUns 2% HHAL 9275752 RUET .

L= LAR-AZIEEI I HE . 1-H—(CFR—LAR=A (T B 7T —> 3> HEBRMODIFY_NAMESPACEZ/Z(3:
MODIFY_ATTRIBUTE. &% \FADMIN_NAMESPACES 27 AERRMISEN TV 2AENHDET,

TR
*
& 51314 TEARNSR - LR R HIETBR—LIR-Z -T2 TL— MITEEEN T BREN O
a_o

BI3-14 7TVT—23> -2y A @EE S BEECR— LAR-RZHEE T 2 75E

DECLARE
nsList DBMS_XS_NSATTRLIST;
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sessionid RAW(16) ;

BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’), DBMS_XS_NSATTR( ns2')) ;

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid) ;

SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid, NULL, NULL, NULL, NULL, nsList);
END;

/

BHEIER:
® COPL/SQLIO>—SvDIEXXDsEM(E. ATTACH SESSIONTOS—SvASBRLTZE,

® Java attachSessionXVyRO#EX (JavadocHZ R ) DaFH (. Oracle Database Real Application
Security Java APIUJ7L > 2% SBBUTIZEL,

® ZDHRIDIavaDBIDFFHIE. HI6-3ESHRL TS,

BEIEP IV -3 - A-Y-DPERT7IVI—33> - £y2avICBIDYTENELECR—AAR—-A
ZHRMET S5

PL/SQL®MDBMS_XS_SESSIONS. ASSIGN_USERTO> —>v %I Bh\. JavadXSSessionManager 75 2Mass i gnUser X
YWY REBRAL T —23> - 2y a7 )T —23> - 1-H-%2EIDHTRIHE. ¥IEMET 2 R—LARR-ZDVR M
EETEFI.

L= LAR-2ZIBE T 2HE . 1—H—IC(ER—LAR=RICH T BT ) —a>+ERMOD IFY_NAMESPACEZE (3
MODIFY_ATTRIBUTE. 3\ \IADMIN_NAMESPACE> AT MEBRIMTSENTVBRENHDE T,

13-15(C. PIVT—23> -2y a7 VT —33> - - —%E|DYTREEC, 2DDR—ALAAR—Ans1H L Uns 2= FEA

1E9 37552 R~UET,

oy
& 5I3-15 TERENZR—LAAR—AlL. BT BR—LIR—2- T T — MEESNTOIRENSDE

»
ED

BI3-15 7)o —23> -2y a7 VT —23> - 1-H—%EIDH TREESTR— LAR-A%ZHEE T 2 55E

DECLARE

sessionid RAW(30) ;

nsList DBMS_XS_NSATTRLIST;

BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’), DBMS_XS_NSATTR( ns2')) ;
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" XSGUEST’, sessionid) ;
SYS. DBMS_XS_SESSIONS. ASSIGN_USER (username => ' lwuser2’,
sessionid => sessionid,

namespaces => nslList);

END;

/

BIEIEH:
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® COPL/SQLIO>—vDiEX DM, ASSIGN_USERTOS —Jv&SHRUTZEL,

® Java assignUser XYy RO (JavadocHz ) DaF#A(E. Oracle Database Real Application Security
Java APIUJyL > 2AZZBRUTLIZE W,

® CDHRIDIavaDBIDFFEHIE, Hl6-5ESHRL TS,

FIVr—23>-2y33yTrIVr—23aY - 1-F-IIDBASNELEICR—ARNR—-RZ LTS
&

PL/SQL®DBMS_XS_SESSIONS. SWITCH_USERTOS —S+%{ERY 30\ JavadSessiont>FIT—ZAMswitchUser XYy
REERL TV —23> - 2y2ay T NV —23> - I-Y-2IDEX 358 . YIEMET 21— LAR-ZADUAMEIETE
TEET,

F—DAR-ZEIBEI BB E 1T~ (FR—LZR-R(IFT BT TV~ 3 HEBRMODIFY_NAMESPACE /(¥
MODIFY_ATTRIBUTE. &3\ \ZADMIN_NAMESPACES 25 MERRMMTSEN TV HENHOET

» YA oEEEEIC lwuser1 N5 Iwuser2 ADYIBZZBRNCTB(CE, ROLSCEMIC Iwuser1 DI—Fy
p’ NeI—H—-¢UT lwuser2 ZEHRIDZNENHDFET,

exec XS _PRINCIPAL. ADD PROXY USER (' lwuser2’, ' Iwuserl’);

BI3-16(C. 7IVT—23>-2y2a>Tr IV —23> - I-Y—%t)DEZBLE(C, 2001~ LAR—Ans1B&Uns 22 ¥
1£9 37552 R~UET

=
&
& 513-16 THEARNGR- LR R HIETBR—LIR-Z -T2 T~ MTEEEN TV BLEN O
7,

BI3-16 7o —23>-y2a> TN —33> - - -2YIDBRBLE(CR— LAAR-RZXEME I B T55E

DECLARE

sessionid RAW(30) ;

nsList DBMS_XS_NSATTRLIST;

BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’), DBMS_XS_NSATTR( ns2')) ;
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid) ;
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. SNITCH_USER (username => ' Iwuser2’
namespaces => nslList);

END;

/

BEIEH:
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® COPL/SQLIO>—vDIEX D:FME. SWITCH_USERTJOS —JvaZSBRUTRE,

® Java switchUser XYvRO#E3Z (JavadocHz ) DaF#A(E. Oracle Database Real Application Security
Java APIUJyL > 2AZZBRUTLIZE W,

® CDHRIDIavaDBIDFFHIE, HI6-6ESHRL TS,

BAREICR— DANR—-AZ#RAET 575

7IVr—23> -2y 3  TBRRIYCR — ARAR—AEHIRRL I B(C(E. PL/SQLODBMS_XS_SESSIONS. CREATE_NAMESPACE
TO3—>v%ERT3H. JavadSessiont >4FTI1—ADcreateNamespace XV Ra{ERLET,

DBMS_XS_SESSIONS. CREATE_NAMESPACED DS —>v% X179 d1mE . I-)MAI1—H—(F F—LAZAR-Z(CHHF S
MODIFY_NAMESPACEY V) —= 3 AEfR%$FoTL DN, ADMIN_NAMESPACES R 7 AERZRF>TL\BENGDDE T,

BI3-17(2. 7TV —323> - 2y a> THRRIICR—LAAR—Zns 1 2 FIEIE 3 3 /5552 R UE T

TR
*
& B13-17 CEARN SR - LR R ST BR—LIR-Z T T~ MITEEEN TR EN 0%
g_o

B13-17 7T —23> -2y a> THHRN(CR—LAR -2 %ML T3 755%

DECLARE

sessionid RAW(30) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. CREATE_NAMESPACE (' ns1’) ;

END;

/

BEIRE:
® CMPL/SQLIO>—SvDiEX D&, CREATE_NAMESPACEJ S — v S RL TEEL,

® Java createNamespaceXVw RD#EM (JavadocH ) DEFfH (&, Oracle Database Real Application
Security Java APIUJ7L > 2= SBBU TR,

® ZDHAIDIavaDFIDFFHE, §16-10ZSBUTIZE,

7IVr—=33>-y33>TcotyiaryBiHnssE
BEOLYI IV EHEOERIETET BT, PL/SQLODBMS_XS_SESSIONS. SET_ATTRIBUTETOS —Sv%{ERE T %H\.
JavadSessionNamespacef>AII—A - XUy RDsetAttr ibuteXVy RzERUET,

J-IMRIT—H—(C. R=LRAR—R(CXFFBMODIFY_ATTRIBUTEY JUS —2 3 4R %1359 5h . ADMIN_NAMESPACES 27
LERZST2HENHDET
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4

» BHC(F, &K 4000 XFORIONFIHEZIGINTEET,

BI3-18(2, 7 Vr—33> - tyia>OFEEattr 1(CiBval 1235 E I 3555 RUFT,

BI3-18 7T —23> -2y 3 DR~ LAAR-ABHEDFRTE

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBS_XS_SESSIONS. CREATE_NAMESPACE (' ns1’) ;

SYS. DBMS_XS_SESSIONS. SET_ATTRIBUTE( ns1’, 'attr1’, 'vall’);
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;

END;

/

BSEIAR:
[ ) Z(DPL/SQLjD:/—ﬁT’(D’f%Y(Dgi%EH(Zt\ SET ATTRIBUTEJO>—>vHSRBULTZEL,

® Java setAttributeXVyRDIE (JavadoceR) DEF#ll(E. Oracle Database Real Application
Security Java APIVJ7L > 2= Z8BUTIZEW,

® JavaTOZOARIDFEMIZ, yv2a> - 2— AAR-ABHEDETECDOVTESIBL TZE0,

7IVr—=33>-yv3a>cottyiaryEiHtomns
BEOTYI IV EHOMEZEUS T B(C(E. PL/SQLODBMS_XS_SESSIONS. GET_ATTRIBUTETOS —Sv2fERTBH\.
Java®MSessionNamespacef>5IT—RX - XVwRDgetAttributeXVyRz{ERALEY,

J—)URIZ—H—(C. DBMS_XS_SESSIONS. GET_ATTRIBUTET OS> —Sv%{ERAL TR M ZEUS I 31 DIERZ (159 2bh
B(IHOFEA.

IR

,‘ EHENEEINTHSS. B FIRSTREAD_EVENT MMEEINTUVRIEA. BIHBEEHEBSET 3L,
s R—=LAR=Z AR NN\ RSHT=ENET, BE. R—AXR=Z-ARY R I\UR5-TOS—Sv(CdoT,
EBHOENREIN. MO7 T — 30 BB OUIBIZINEITENET .

BI3-19(C, 7TV —33> -ty a D@ attr 12BME 9 3552 R~UFE T,
B13-19 7)o —23> -y a0 — hAAR—-AE OIS
DECLARE
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sessionid RAW(16) ;

attrib_out_val VARCHAR2 (4000) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. CREATE_NAMESPACE (' ns1’) ;

SYS. DBMS_XS_SESSIONS. SET_ATTRIBUTE( ns1’, "attr1’, 'vall’);
SYS. DBMS_XS_SESSIONS. GET_ATTRIBUTE (' ns1’, ’attr1’, attrib_out_val);
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;

END;

/

BHEIER:
® COPL/SQLIO>—SvDIEXDs¥M(E. GET _ATTRIBUTEJOY —Sv&S8EUL TR,

® Java getAttributeXVyRDiEX (JavadoczR) DaF#ll(E. Oracle Database Real Application
Security Java APIVJ7L > 2= Z8BUTIZE,

® JavaTOZDIRIDFEMIF, Ty a3 - F— AAR-ZABHEDEUSESHRL TEE 0,

7IVr—33>-v3a>TcOhAILABEDIER

R—LhAR=ZATHRAE LB EVERR T 3(2(F. PL/SQLAODBMS_XS_SESSIONS. CREATE_ATTRIBUTEZOS —Sv%fEHTS
H\. JavadSessionNamespace{>AIT—R - XVvRDcreateAttributeXWVyRz{ERLUET,

HATLEHE 72T — NEMLERBDET ., 72T - MM R—LAZR=Z -T2 T~ hO—EBTHD. K—LRR~
ADVERKF(C Y 3> TEBIMICVERRENETS . DRI LEHE(E. CREATE_ATTRIBUTETOS —Sv%ERL TR —LARR-X
TTOUSLEICHERRLET

J=)UI7 VT =23 K= LAR—=AICKT S ZMODIFY_ATTRIBUTEZ U —2 a3 4ERRZ(H 59 5h\
ADMIN_NAMESPACES 257 IMERRZAT S I 2 ENHDET .

513-20(C, 7T —23> - Y2 a>DOR— LAR—ATHAA LIE M customat tr 2/Ep 927552 R~UET .

513-20 7V —33> - 2w3a>OHRY L %— hAR—ABIEDOVER

DECLARE

sessionid RAW(16) ;

attrib_out_val VARCHARZ2 (4000) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);

SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. CREATE_NAMESPAGE (' ns1’) ;

SYS. DBMS_XS_SESSIONS. CREATE_ATTRIBUTE (" ns1’, ' customattr’, ' default_value_custom’, NULL) ;
SYS. DBMS_XS_SESSIONS. SET_ATTRIBUTE (" ns1’, " customattr’, ' newvalue’) ;

SYS. DBMS_XS_SESSIONS. GET_ATTRIBUTE (' ns1’, 'customattr’, attrib_out_val);
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;

END;

/

BIEIEH:
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® COPL/SQLIO>—vDiEX DeFH(E. CREATE_ATTRIBUTEJOS—SvaSHRULTKIZEL,

® Java createAttributeXVyRDIES (JavadocHeR) DaFl(E. Oracle Database Real Application
Security Java APIUJyL > 2= ZBRUTLIZEL,

® CDHAIDIavaDFIDFFH. §16-132SRU T2,

IV —33> - v3a>TOR—AANR—ADHIER

PL/SQLTDBMS_XS_SESSIONS. DELETE_NAMESPACET OIS —>+v%{EFI 9 %N\, JavaTSessionNamespace{ >FIT—AD
deleteAttributeXVyREERAU T, F— AAR—ZABLUZNICI O THRBISNZIRTOBEEZ 7 V-3 -y a>

NSHIBRTEEY,

T —H—(F, F—LZAR—=Z(CXxFFBMODIFY_NAMESPACE U4 —> 3> ¥R %3 TLVBH. ADMIN_NAMESPACES X
FTIERZIF O TVBRENHDFET

BI3-21(2, PTVT—23> - 2ySaohBR—LAR—-Ans 1 ZHIBR I 275552 R~UFET .

BlI3-21 7IVT—23> - 233 DR~ ARR—-XDHIBR

DECLARE

sessionid RAW(16) ;

out_value VARCHAR2 (4000) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. CREATE_NAMESPACE (' ns1’) ;

SYS. DBMS_XS_SESSIONS. SET_ATTRIBUTE( ns1’, 'attr1l’, ’'vall’);
SYS. DBMS_XS_SESSIONS. GET_ATTRIBUTE (' ns1’, "attr1’, out_value);
SYS. DBMS_XS_SESSIONS. DELETE_NAMESPACE (' ns1’) ;

SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;

END;

/

BEIAR:
[ ) ZO)PL/SQLDOEI:/—)V@*%Y@ESF%IH(I\ DELETE NAMESPACEJO> —>vaSBBLTRE,

® Java deleteNamespaceXVw RD#EX (JavadocH ) DEFfH (&, Oracle Database Real Application
Security Java APIVJ7L > 2= S8BUTIZE,

® ZDARIMIavaDBIOFEMIG, §16-11ZS8U TS,

tvSa>ToF7IVF5—-33> -0-I0BEE

FI—33 -y3ay - I-H—OEEM SENAEET -3 - O-LOREEM LT BIC(E. PL/SQLD
DBMS_XS_SESSIONS. ENABLE _ROLEZO> —v#{EFRA I 3H. JavadSession{>FIT—ADenab|eRoleX )y REERAL
59,

DBA_XS_SESSION_ROLESENHYFT—4 -7 443 3F-E1—(l(E. IRTOTZ IV —33> -y 3> TcaxMbenTun3 7y
T—33>-0-ILHUZARENF T, VEXS_SESSION_ROLESENHIT —4-FT 4033 -E1—(C(F. IREEBIN TV 7 )T —
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23>y 3> TEMICROITWR 7 U -3 - 0-ILHA RN ET,
513-22(C, PV —33> - v 3> cO-IaBN I 25 EaR~UET,
513-22 7 —23> -y a>Tcoo-ILoBaRMt

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. ENABLE_ROLE (" auth1_role’) ;

SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;

END;

/

BEIRE:
® COOPL/SQLIO>—vDiEX Ds¥#l(E. ENABLE_ROLEJO> —Sv&SBRUTEEL,

® Java enableRolexXVy RO#E3Z (JavadocHz ) Da¥H(&. Oracle Database Real Application Security
Java APIUJ7L > 2% SBBU T,

® ZDHRIDIavaDBIDFFEMIE. FI6-7ESHRL TS,

v a>TO7IVIr—-33> -0- IV DEH{E

BEOLYII>T7IVT—33> -0- )V a8t 9 3. PL/SQL®MDBMS_XS_SESSIONS. DISABLE ROLEZO>—>v%&
BRI 3H. JavadSession{>FIT—ADdisableRoleXVyREERLET,

BI3-23(2, 7TV —23> -2y a> TO- IV 2ENCT 2552 RUET .

BI3-23 75 —23> -y 3> coO-ILOEL

DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;
SYS. DBMS_XS_SESSIONS. ENABLE_ROLE (" auth1_role’ ) ;
SYS. DBMS_XS_SESSIONS. DISABLE_ROLE (" auth1_role’);
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;

SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;
END;

/

BSEIER:
® COPL/SQLIO>—vDIEXDsEM(E. DISABLE  ROLETOS —SvESRL T,

® Java disableRoleXVyRDIEN (JavadocHza\ ) D5Fil(d. Oracle Database Real Application Security

Java APIVI7L > 2&SBEU TS,

® CDHRIDIavaDBIDFHIE, Fl6-8FSHRL TS,
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® ASSIGN USERJO>—>v

® SAVE SESSIONJO>—>+
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T03—vHLUCREATE_DYNAMIC_ROLETOS —Sv 2RI BEHTEET . CNUE. YER T 2> 2 UUTEU T,

85



J—JL7TH'ALTER USERZEZ(FALTER ROLEIEPRZIFOTVRTENMBICRDEY , Ffzld. SET_ACLTOS—Sv%ERLT.
TV )OVDVERRAEICACLZERR T B EBTEET . NUTE TV )LD 7 TV -3 - 1-H—TH23h0—-)L T
HBMNISU T, J-IL7ThFRRUIEAERR ERICHERR Z 3> TLVBZENMBI(CRDFE T, SET_ACLTOS —S+%EHUTACL
RERTEIZEIC, 7T —23> - I-H-FEENIO—-)LEACLOMmANEIEL TLWBIHENHDFT , Ffz. ACLIESYSR
F—YIAERRENTVBRENHDET

YAV REICFED Y SARRP BB THD . AT LAEAROACLE(EXIRER ST - —F2FO—ILICEREIN
JEACLICE DT, y2aY - NR =S¥ Ty a AR (DL Uty 2 aAE R MY 5 EN TV EN'SHDET .
ADMINISTER_SESSIONAEPR(C(E. AFEDINTOYZ SAERIENITNTOET . COHER(E. IRTOLYSIUEREE
Cd&3IE SRTLAREDACLERETV ) UVEBOACLZERUT, Y23y -YR—Sv(t5332ENTEET . #iL
VMERZER I BRRIC(E. MO RT MEREFBCLSCEEENEMENF T . 1 - —F@FEMIO—)USEKESNIACL
(& SATLEHRDOACLZA—=I-F1RLET
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Real Application Security 7)o —33> - 1-H— (2> 3> OFERRICERUR)
(CE&TESNT ACL Ffz(d> 27 s ACL 0 CREATE_SESSION #&[R . JVU>/\LEHR
ACL TRISMEGEINIZE . RIEFKRELET,

Real Application Security 7)o —33> - 1-H— (2> 3> OFERRICERUR)
(CE¥TESNIz ACL 23> X7 s ACL 0 ATTACH_SESSION #&PR. EEYO—)L (7Y
A OVERRICEERUR)(CERTESNT ACL £12(3S A7 A ACL D
ENABLE_DYNAMIC_ROLE #&fR. JU>/CLEE ACL TR SMNESRINEBE. 12
E(FRBLET

DL TSNS FIMTE Real Application Security 7)o —33> - 1-H—(5%
TE&NIc ACL Fz(d> A7 ACL D ASSIGN_SESSION #&BR. EHEY0—)L(t7y>3a> o
YERICAERUR)ICEEE SN ACL Fz(d> A5 s ACL 0 ENABLE_DYNAMIGC_ROLE
HEBR . 201, EBRIO—-ILAIBEREENTVRIBEE. CNSOMERNFIYvIENE
9, N> UVER ACL TR SMEGEENIGS. BIFFRBULET.

TOFABRROID. Ty ARG FIVIENEE A

Ty AAEREFIVIENER A

Ty AAEREFIVIENER A

Y AUHERBFIVIENEFR Ao F—LAR-ZHEROHNFIVIENET

Yy AUAEREFIVIENFE A,

Real Application Security 7 U —33> - 1-H—(tw>a> OVERKICERUR)
([CE¥TESNTZ ACL Fz(3> X5 /s ACL 0 TERMINATE_SESSION &R,

Real Application Security 77U —33> - 1-H—(tw>a>OERICERUR)
([CERXTESNT ACL F/2(3> A5 ACL @ MODIFY_SESSION 4R

Real Application Security 77U —33> - 1-H—(tw>a>O/ERKICERUR)
(CEXTESNT ACL F/2(E> A7 ACL D MODIFY_SESSION 4R

Real Application Security 77U —33> - 1-H— (v a>OERICERUR)
([CEXTESNTZ ACL F/2(3> X5 ACL O MODIFY_SESSION 4R

Ty AAEREFIVIENER A
Y AAEREFIVIENE R A - HERDHNFIVIENFT .

87



BSEIAR:
® GRANT SYSTEM PRIVILEGEJOY—SvHLUREVOKE SYSTEM PRIVILEGETOS —>v

® tt+i1U71-J5A
® CREATE_USERJOS—v. CREATE_DYNAMIC_ROLEJO>—SvBLUSET_ACLIOS—Sv

® DBA_XS_USERSH&LUDBA_XS_DYNAMIC_ROLES

ACLZERULEITVYYIIWAD YAV ERDNS

15— ORI EE 1Y - DFERARIC. ACLZERUL TII> 2 )ONCEY &R 59 25OV TERAL &
3-0

ROBITE I-T—DIERBSHS LT - —DIER &I, USER_ACLEWVSACLEIERRL TNy 3 iERR 21
53237552 R~UET,

E=)(C. USER_ACLEWVSACLZYERYL . #EPRADMINISTER_SESSION%Z 1 —H— [wuser3(CfT5 L. #EBRCREATE_SESSION.
MODIFY_SESSIONS &LTFATTACH_SESSIONZ T —H— Iwuserd(CfF5U. #EPRCREATE_SESSIONS LUMODIFY_SESSION%Z
d—H—lwuserbfH5LFT,

sqlplus /nolog

SQL> CONNECT SYS/password as SYSDBA

SQL> GRANT CREATE SESSION, XS_SESSION_ADMIN TO SEC_MGR IDENTIFIED BY password,
SQL> EXEG SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" PROVISION', ' sec_mgr’

SYS. XS_ADMIN_UTIL. PTYPE_DB) ;

CONNECT SEC_MGR
Enter password: password
Connected.

DECLARE
ace_list XS$ACE_LIST;

BEGIN

ace_list := XS$ACE_LIST(

XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “ADMINISTER_SESSION™" ),
granted=>true,
principal_name=>" Iwuser3’),

XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “CREATE_SESSION™",” “MODIFY_SESSION”", " “ATTACH_SESSION""),
granted=>true,
principal_name=>" Iwuser4’ ),

XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “CREATE_SESSION”" ,” “MODIFY_SESSION""),
granted=>true,
principal_name=>" [wuser5')) ;

sys. xs_ac|. create_ac| (name=>" USER_ACL’ ,
ace_l ist=>ace_|ist,
sec_class=>" SESSIONPRIVS'
description=>" Session management’) ;
END;

RIC, I—H—lwuser 3B LU lwuserdZERL L. CNBSOI1—H—(CUSER_ACLEVSACLZfA S ULET,
BEGIN
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SYS. XS_PRINGIPAL. CREATE_USER (name=>" Iwuser3’
schema=>" HR’
acl=>"USER_ACL ;

END;
/
EXEC SYS.XS_PRINCIPAL. SET_PASSWORD (' Iwuser3’, ' password ) ;
BEGIN
SYS. XS_PRINCIPAL. CREATE_USER (name=>" Iwuser4’
schema=>" HR’
ac|=>"USER_ACL ;
END;
/

EXEC SYS. XS_PRINGIPAL. SET_PASSWORD (' Iwuserd’, ' password ) ;

RIS, 1—Y—lwuser 5%Z4ERL L. SET_ACLTOS —>v%fERAL TUSER_ACLEVWSACLZZD1—Y—(SFRELEY .

sqlplus SEC_MGR
Enter password: password
Connected.

BEGIN

SYS. XS_PRINCIPAL. CREATE_USER (name=>" Iwuser5’
schema=>"HR’ ) ;

END;

/
EXEC SYS. XS_PRINCIPAL. SET_ACL (" Iwuser5’, " USER_ACL") ;

BSEIAR:
® GRANT SYSTEM PRIVILEGEJO>—SvHLUREVOKE SYSTEM PRIVILEGEZO>—>+v

® tt+i1U74-J35A
® CREATE_USERJO>—v. CREATE_DYNAMIC_ROLEJO>—SvHLUSET_ACLIOS—>v

® DBA_XS_USERS&&LUDBA_XS_DYNAMIC_ROLES
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4 7IVT—33a RS L7 I AHIHY R MOIER

COETI(E. Oracle Database Real Application Security ©7 )T —Sa RS LU 77 A A MACL) =18
%3 27ACOVWTERBALE T . ACLZAERK. SREDLUZEE T 3737E. ACLEF1UF1HMBdDOracle Databasetz
F1UT1 - XWX LEMBEERI 3 5ECDOVWTEHRBALET

COEDIEBRKIE. IROEBDTT,
® 7 r—I34EBRICDVT

® tF1UT(-ISADIBAICOWVT
® 7L A MDIEARLICONT
® T—5-tFi1U7«

® ACILNA>F1>)

PIVr—a A&RICONT

F—ANR—=2RI(C. CREATE TABLEREDEFITEZRSNIES AT LER, UPDATEREDAT S 1 MERNHDFT, I>5-T
FAR T IVT =2 TERITDUEDHDIZLDIAT LMERE. BE. 7T — a0 ERERF(ENFT . Real
Application Security Tl&. 7T —2a EREMINBNBDIERDEERZT —IN-ATEALTWET, 7T —
SAVRREE. INBSOARG LTIV - AERZ 7 TV —23> - LNIVDIREICT S 277 IR LET . C
NEOT7 IV —23> - LRIVDIREICES T, Bl 1TER@FEIVORIELANIVTT —F(CTFA I LA > - PRI BN BIEE
([CTDFT,

T7IVT =S AERDROITROINREDYY — R (BRSNS RENBIHE . 7T - AEREERULT, 79—
A ATSTINCIGFTBT IVT =23 - LNV ORI FRARETEE T, FIeld, VY-ZNDNA Y R ETIIRVGE. SR
TIMERERICETEATETT.

EhEIEH:

ACLOIEBRDIEERICDLNT
COIEORBFROESDTT: EHIER

SRFUHER

Real Application Security DEEFIHERIC(L. MOT7 )T -3 ABROTY MMBEM(CEENET . EFNERICEE
NBBRT7IVT -3 AERE. IREDOTF 1T 1 - IS AE e (FAESIN T TUT — S AERICL O TERSINIATEDT
TV -3 ABBRTI (GEL. 1T 1 - VS ADIERMICOVWTESRBLTIEEW) . EFHERNMI S ERIIIETEINSL.
TOBBERT )7 —> 3 AERBIBRN AT S EFIETINET,

EHIEIRAGICY TV — 3 AERRp I B LUP2NIRERN (CEFNDHE . 7TV — ST ARRICAGEZT SIS, plEp20Dil
IAMMIEENET, 22U, p1Ep20mAZSSU T, AGZfT 59 52LICFBDER Ao

EHRMERE ROBMIOHITIZIIEET

o 7IVr—a AERDEY M) —TEL TE—DIEREL TI S TERID. 7IVT -3 AEROEIEN TS
BOFY, I —-TZBEERNT7IVT—SAERTRINE, 7TVT - A&ROY b -T2 FFRIA(IC
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FoTIN=TROET TV -2 ER =R TE 2. Ty MRS N RIECRDF T
o H—7IVr—Sa ERFIvICEIVNTI TS AE ROy MR 2RI E LA TEFY,

#14-1T(d. UPDATE_INFOLLSEEFIEFRZHRPRIVSEH 171 - JSRITENUL TWET . EEFIEPRIC(E. BEEAEFRD
UPDATE. DELETES LU INSERTH EENF T

IV —TBBEENEHOISHERDIZE . TOAD/\—EOBIRICEINT, SEHHERICHU TEROTEY > T1IZANFE
FHHREEMNDDET . EFNERZR I TN THIRZTER I A EHNEREZOAD /N -EOER 42 BEMFREVRPE
SRE)EEEIDIMENDDET, LA (S Javat+1UT( TRURBIMREZZ R I 3155 EHHEROISRICZOEY>
TAYRZIBIRT DL TOINTOAY N\~ ([CEFER TIIRAEBI CT VT — S 3 AERZERRRI (AT 5 BTEICIRDET
Ui T IRTOXIN-(CERIDE T TVT -2 AERET S U TE, EFMERZIEENT 5T BILTERDER A,

Bl4-27T (3. EEHIHEBRUPDATE_INFOICREER Y T — S AEBROUZA MZENIL TWET .

EHNER(E. 7TV —23> -0 TIEBDERA. 7TVT -3 -O0-ILBEKRE VY- R%REIT D7 IV -2 AERT
(FBDERA. 7TVT—23>-0-IE, O-IL-R=2DT7 I AHHHOH K ZMEITI BN T Vs —33> - 1-H-HiE
FATE37 VT -2 &R 7 )71 T F I @IF T IT1 TS BIDIMERLET .

Flz. EFHER(E, TF21UT1 - IFATREHOFER A TFIVT1- I3 (E I-F (A E5TEZ7TVT -2 UAERTIESHD
FRA. TFIUFTA-I3R(E ACLTH G FIMES TEIENNERESTT NI - MEROTY MeRUET , TF+1Y
T4 JSATERTER 7 VT - AERICEDNT, tF1U51 - IS AN TELDEFNERZER TEET,

EHIERIC(F. TOADN—EUTBOEFNERZZHDEN TEET . EHIERDAS /N —HER(F, ZOELIEREFLL
F1U7 1 - ISR (FBFEEDTFIVT1 - I5R) TER I DR ENHBLITERL TV, EEFHERDEERTE. Y17
VSRR ENF B Ao

Bla-1 TF2)71 - ISANOEFIERDIENN

BEGIN
SYS. XS_SECURITY_CLASS. ADD_PRIVILEGES (sec_class=>"HRPRIVS',
priv=>"UPDATE_INFO’,
implied_priv_list=>XS$NAME_LIST (" “UPDATE™" ,

" “DELETE™, " “INSERT™));
END;
Bll4-2 SEHIEIRADISEMERDENN
BEGIN
SYS. XS_SECURITY_CLASS. ADD_IMPLIED_PRIVILEGES (sec_class =>"HRPRIVS', (priv=>"UPDATE_INFO',
implied_priv_list=>XS$NAME_LIST (" “UPDATE™", ' “DELETE™, ' “INSERT""));
END;

COIEOABEFROESDTT : ALLIER

ALL#ER

ALLFEPR (. SBRIERSNIELNERTT , IRNTOTF1UT1 - I5R(CFALLAERNSDD. CNICEZOTEFIUT1-I5D
IRTOT VT =S AAERNISENET . ALLIE. IRTOTFI)T 1 - ISATHRMICERINTVSIDIFTIEHDFR AN,
ACLICESERIISsNIctd 1T 1 - IS ACEDVT, ST AL TR SN FT . 7T —Sa iR M+ 1Y
T4 D32 RIGEINFRIFHIBREN DN, TFI1)T1 - ITADALLOH—T 1 F)FT1EZAELET,
ALLABRAESRZ(ERI 9 %L, Real Application Security T, 7V —2aY (U TERSNZ Y V-3 - 1-H—
ullc, FFEDIERP1ZBRCINTO 7 IV -2 AERZAT 5T D& ol PO FIHIRIS -2 RIRTEET, Fl4-3(C,
TIVT—=23> QIR TOT7 VT -2 AR S ENZ 171 V5 AAppSecur i tyClassDACLZRUET . ACEDIIE
FATEHIIC LT, pl1ZBRALLA 7 U —23> - I-H—ul [ 58N2EMREENET .
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Hl4-3 ALLAEBR{T S DfER
select NAME, SECURITY_CLASS, PARENT_ACL from DBA_XS_ACLS:

NAME SECURITY_CLASS PARENT_ACL

samp | eACL AppSecurityClass

select ACL, ACE_ORDER, GRANT_TYPE, PRINCIPAL, PRIVILEGE from DBA_XS_ACES;

ACL ACE_ORDER  GRANT_TYPE  PRINCIPAL PRIVILEGE
sampleACL 1 DENY U1 pl
sampleACL 2 GRANT U1 ALL

tF¥IUT1 - IS5 ADERICONT
COETI. ROBEICOVTHIALET.

® tF1UT(-JSAICONT

® 7174 - DS ADFKAEK
o HERDBEREHLLTOTFI1)T1:- I35 A
® DMLtt1U51-U35RK

® t7F1UT4 - IS ADIREEICDNT

® t+i1U51-USADEME

TF1UF1- V3 AICDONT

TF1UFT1 - ISR TIVT—STAERO Y NOBMEE T . BEOTF1YT (- I5ATRACT IV - ERETE
FCEFT, tF1UF1-I3AE ACLATH G FIBIEE TEZ 7 VT - EROY MFIBRLES . TF1UT1-95

Al BHEI D7 TV AERDIL IS 2 EEHE I DIHPICHHEEBFHC, ACLZEF1UT1 - IS AICREE I 2FER
TEHDEY .

Real Application Security Tl EBRIEZRINT VT -3 ABRBLUEF 1T 1 - I3 A0y MR- &N TV
FIN, CFIUTA - ISRZERL T IVT -S> THBOHRI L P IV T - AEREER T DEETEET, (RS
N3ATZ1IMDEISA(E, TBOATSTINIEATRIREMEEO Y MR T EF 1T 1 - VS RICBEEMIFENE T, #HIA
HOT IVT - MERDEBRN S ENDIBRIE RN EF )71 - I3 ANHNFT

TFIUF1 - ISRCEDT ZLOTTVT -3 MEREEIR I 2HIAIN I LENEFE S . 1DOACLE. 1D0TF1UF1-Y
SAICEEEMIIENET . COTF1UT1- 3R (LT ACLN TS TER 7 VT — S A AEROBNE RN ERINET

BATSIINHA1TTE ZO7TVT -2 AERZTR— NI BTENTTHET . ZXORBIATZ1I M- 91T TERIEOH
By M HBTEET ., NSO TDIEEZEIRIL T 2120, TF1UT1 - ISATIEHRAENDR- henF T,

t+1Y71 - V5 ADFEEH

TFIVF1- IR BROTF1UT1 - ISANBT T -3 ARRZMATEF S FOLFIYT1-I3ACE HROt+1Y
T4 DSATERSNTVDIRTOT7 VT -2 AERNMERNCEFNE T, TF1UT1 - ISATHEATEZ 7V -3
HERE. TFI)TA - IFATERSNTVST IV -2 4&RE HOTF1UT (- I5ZANSHEENTWS 7 )T —23
JHEBRDMEEETY .
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TF1V571-I3ATIE BROEFIUT1 - ISADVANAEETEFT . INSOIRDISATHEATED Y TV — 23 HERIE.
FOISATERTERLIIRDFT , FEZDIRDEF1UT1-I5ATRUT TV S S AERENIEREINTLSIHE,
FOT7 VT -2 AERCI O TROT VT — S 3 ABBRNBIRE(IA /-1 RENF T,

B4-4(C. HRPRIVSEWLWS 151 - IS ADIERKIC LB TF 1T 1 - IS ADHMEZRUE T . HRPRIVSTF 171935 (4.
2207 ) —34&BRVIEW_SENSITIVE_INFOBSLUUPDATE_INFOZEZL TL\EY , UPDATE_INFO(L, UPDATE. DELETE
BELUINSERTEWSARDI DDIERRNIEEAN CEFNDEXNER T . T+1YF71- V5 ZAHRPRIVS(E. parent_| ist/{5X—
ATIBEINIDNLEF 1T 1 - IZ AN T TV — S AERE R AL ET .

Bla-4 LF1)71 - I5ADMADIRR

DECLARE
pr_list XS$PRIVILEGE_LIST;
BEGIN
pr_list :=XS$PRIVILEGE_LIST(
XS$PRIVILEGE (name=>" VIEW_SENSITIVE_INFO' ),
XS$PRIVILEGE (name=>" UPDATE_INFO’
implied_priv_list=>XS$NAME_LIST
(" “UPDATE™, " “DELETE™, "“INSERT""))):

Sys. xs_security_class. create_security_class(
name=>" HRPRIVS' ,
parent_list=>XSSNAME_LIST (' DML' ),
priv_list=>pr_list);

END;
/

EROBHEFELTOEFIVFT(-I5R

ACLIC(E. ZOBE#EBE L TE—OtFI1UT( - I5ANEEFNET . ACLICLO T, REMNROT —FEI(IHBECKT T DT
D 2T BTV ) T VT -2 AERNMTEENETH, [F5TE20EZ0FIUT( - ISATEERIN
TWBT7 )T —S 3 AERDAH T, secur ity _class/\SA—A%ERALT. ACLOTF 1T (- I35 A%IBTELET . ACLIC
WUTTIVT =S AERNERSN DS 7IVT—SaABROTF 171 - I3 A& ACLOTFIUT1 - I5RAICEDV
THERENF T (ACLICIE I REEMIIBNIcEF 2T 1 - I3 AN S EN D). TF1UT1- I3 RZIBTELRVES. DML
TF1UT1 - I5ZANTIAI S F VT - ISREVTERENE T, ERBACLIC, 2OBEXMEHEL TRUEFIUT1 I35
AESHBENTEET,

DMLtE+1UF1-95A

DMLEF 171 - J5R(E, FBHICERESN TN AV AR=IVFRAERRENE S DILEF21UT (- 53R ATDTIMNE
VEDT=sbDIEEND 7N —>a>HEBR (SELECT, INSERT. UPDATESLUDELETE)AN'EFNET . ACLICE O TZDEFIUT 1+
DI AMETESNRWVMGE . DILBACLOT IA ~-EF1UF1 - ISRICRDET

Real Application Security@DML7 VT —> 3 A&R(E 7—AIN=-R - AT MEREBUTHD, 2DME 74
R=ZADATZ1I - LRI DIRVEIC SIS THEITESNE T . 12/2L. Real Application Security®DML7 )4 — 3 AZBR
(. T=AIR=ZFKICHKUTReal Application SecurityT —4 -+ 17 N BIMEEN TUVRIBEICOIMERTEEY,

t+1YF1 - IS5 ADEREECONT

EIPERRNZEEZ(L. Wi Real Application Security A7 1) MARSET 2 EEHBHLET . XS_DIAG/ Wi —(C
(&, INBMZEENReal Application Security A7 14 MNEIDEMRERICESEZ 5 X RVES(CT BIREEAPIDTY
MYEENZEY.
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TF1UT1 - ISADIRIEDFEM (L. VALIDATE_SECURITY_CLASSI7>723> %S HRUTIZE,

TF*1UF1 - VS ADIEE

TF1U71 - ISRERIET B, TFIVT1 - IFRAERDT TVT— S AERZVERR . BIRSLUHIBRI 2/spD IO —
SYHEENBPL/SQLI\WT—XS_SECURITY_CLASSO IO — v ERLET . 2O/ \Wr—((F. EF1UT1-I5AD
HRERZEIRIZLHOTOS—SvEEFNET (| XS_SECURITY_CLASS)Wr—2 |#EH]).

514-5T(d. ADD_PARENTSZACENL T, FROLF1)7 1 IS5 AGENPRIVSZHRPRIVS ZF1)7 1 - JSAITENL TVET
14-67T(d. REMOVE_PARENTSZECEAL T\ BROTF1)7 1 - VS5 AGENPRIVSZHRPRIVS ZH1) 571 - IS AHSHIBRL TWE T

514-77T(&. ADD_PRIVILEGESZ#CENL T. UPDATE_INFOLW\OEERIHERRZHRPRIVSZF 151 - V5 AICENILTVWET . &
HIMEPR(C(Z, HEEAEPRODUPDATE., DELETES LU INSERTAEENE T . ADD_PRIVILEGESZfEFAAL T+171-I5X(CHE
BO7IVT—23ERZEBITEDLISEFRUTZEN, FEllE. [EHIHEIR |2 S8RUTIZEW,

1514-8T(&. REMOVE_PRIVILEGESZ#281L T. UPDATE_INFO77 )& —= 3 A& FRZHRPRIVSEF 151 - S5 ZANSHIBRL T
AES I

#14-9T (. REMOVE_PRIVILEGESZHEENL T, IARTDT VI —>A&RZHRPRIVS T+ 1T 1 - IS ZANBHIBRL TVET

#14-10T(d. ADD_IMPLIED_PRIVILEGESZHCENL T, BEER Yo —> 3 AEBRDYZ e &I FRUPDATE_INFOISENNL
TWEY,

#4-117TI(F. REMOVE_IMPLIED_PRIVILEGESZ#CENL T, HEEAMEPRDELETEZEEXUHEPBRUPDATE_INFONSHIBRL TLE T

f614-12C(d. REMOVE_IMPLIED PRIVILEGESZACEIL T, INTOEEER 7 ) — S 3 AR EFIHEIRUPDATE _INFOH'S
HIBRLTWET,

TO3—2vIC&o T IBELREF 151 - ISROHAXFE 25 E TEF T, 514-13T(S. SET_DESCRIPTIONZEZEIL T\
HRPRIVSH1UT 1 - IS5 ADERBAX FH aa EL TL\E T,

514-14T(&. DELETE_SECURITY_CLASSZACENL T, 7 Il hOHIBRAT S 3>DEFAULT_OPTIONZ L THRACL ACL%Z
HIBRLTWE T . COATZ A&, [XS_ADMIN_UTIL/ (W -2 I TERENTLEY,

f14-5 EELLEFIVT 1 - ISATOROEF1)71 - J5ADENN

BEGIN
SYS. XS_SECURITY_CLASS. ADD_PARENTS (" HRPRIVS' , ' GENPRIVS' ) ;
END;

Bl4-6 IEELILEF1)T1-I5ATOIDL EDFEISADHIBR

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_PARENTS (' HRPRIVS', ' GENPRIVS' ) ;
END;

Bl4-7 EF1U71-I3ZAD1DU EOT TV~ AEBRDENN

BEGIN
SYS. XS_SECURITY_CLASS. ADD_PRIVILEGES (sec_class=>"HRPRIVS',
priv=>"UPDATE_INFO’,
implied_priv_list=>XS$NAME_LIST (" “UPDATE™",
"“DELETE™", ' "INSERT™")):
END;

$14-8 BELILEFIYTA - I5ANED 1D EOT IV -3 AEROHIBR
BEGIN
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SYS. XS_SECURITY_CLASS. REMOVE_PRIVILEGES (" HRPRIVS' , " UPDATE_INFO’ ) ;
END;

Bl4-9 FBELIEFIYTA - ISATOIRTOT TIT— 3 AEROHIBR

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_PRIVILEGES (' HRPRIVS') ;
END;

Bl4-10 EHHERADL DL EOIEE T ) —> 3 AEBRMEN]

BEGIN
SYS. XS_SECURITY_CLASS. ADD_IMPLIED_PRIVILEGES (pr iv=>"UPDATE_INFO’

implied_priv_list=>XS$NAME_LIST (" “UPDATE™

"“INSERT™"));
END;

Bla-11 EFRERNSOIFTEDIFE T TVT — >3 AERDHIBR

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (" UPDATE_INFO' , " “DELETE™" ) ;
END;

Bl4-12 EEXRERNSDI N TOIEERT )T — 3 &R OHIBR

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (" UPDATE_INFO") ;
END;

Bl4-13 FBELIZEFIYT (- ISADRANFHIDLTE

BEGIN
SYS. XS_SECURITY_CLASS. SET_DESCRIPTION (

"HRPRIVS' , ' Contains privileges required to manage HR data’);
END;

Bl4-14 FBELIZEFIYT (- ISADHIFR
BEGIN

SYS. XS_SECURITY_CLASS. DELETE_SECURITY_CLASS (" HRPRIVS' , XS_ADMIN_UTIL. DEFAULT_OPTION) ;

END;

P ABIEUA bDERRICDOWT

ZOIET(F. ROER(COWVWTERIALET .

® ACLBELUACEICDWLT

® ACLELUACEDIERK

® 7t AFIEI A MDIREE(C DT
® 7 ZHENA NDEST

o ACLOIEFEDIESRICDUT

® JIILFULAIGREEDIERICDNT
® J)>3)N -9
® VU IBHRDIER
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o ACED:HmIER
o ACLR

® ACLOHAOY -E1—(CDWT

® tX1)F4¢- I3 2A0HH0OY - E1—(CDNT

ACLEELTACEICOWT

Real Application Security(d. 77XV AMACL)ISHIGLTHED. HER[T 5. IEEH IR L RS HRES =
BR—KUTWET, ACLIE. 7T —2a  ERIEREYR— NI BLIARREINTHD, 75— d. BELLHOTR
LROHIERZHIHTEES, RAIOBE R}, 7VTr—23> - 1-H—HACL aDiER AU TERRISN TL\WBh EFERR
FRLERCADET, 7T —2a 0 ERIERE. PRIBET —IR—ZADOM S THR— MNENBAPIAIELD (RESNFET . &
NBSDOAPICELST, 7IUT—2a (3. BEIFXOFEGRREDMEIRF R RETEET,

BRIV R RITI BRI, 7T -2 TIMEBRT T —S 3 AEREHER T IRENDDFET, et X 7TUr—33
>hiapproveP07 )7 —S A& RZNEL T 355 . BRIOBEFal (CEEMFISNICACLEIFEL. Real
Application Security®tya>htal D7 Vo — a3 EBRapprovePOICKU TEREIEN TLINESH =R S D AT
ERITIDMENDDFT, RO HECRITIBHCE. TIVT -3 MEFEESN TVBR BN HRESERU TS
Vo T4 F1UT(Tld. ROITICACLZBHE(FIIZE SRS EZIRITIETCCOIBZHRELTHD. T4
F1UT1 RIS —(CEo T, BIREFIAREE. SQUIREEZFERAL TEROITORY ML, XON\—1TAD7 IR %
HFEH S DIz fEFENBACLICED Y M2 BhEHF AT EN TEET

F—=A-EF1UT1- AT LICE. ITICEREMIIBNIZACLZIR T SQUEE FHHDET . COSQLER F(&. 1TICRIE TS
SNIEACLEBRZFERAL GRRAIFIvIEERITUES . T IAVRTE. BIERIC&O T I-P-HIEBEHFTEIN TV IN
TOITHRENE T . CNSDACLER %, &Ry MeHIFR T 2WHERED D5 25E L THRREIE TERU T, FFEDITICHT
PRV ICRERETEET, UIhH T, 1T —DFRAJ(CE DU\ TapprovePOIREDFFEDIRIEICKT L TINBDITD
HEFRRI DL, FERYMSBICHIPRTEET,

Real Application Security> 27 AT(& T—IR—-ADSQURIENRA T4 T (CEITENB I8 7V —> 3> 0ty
T4 - 15— %FRE T RHMEDEFENFIRESNFT . DFED. 7T —23>D1DOED T BSQLA > ST 30 WEIC
$oT. ZOIR—RD MOIEBICHBRICTITAEINZZEEHDFR Ao

ACLIE YWY T BT ILD T —S 3 AERZIETE S LT VY- A%RELE T, ACLIE. 7IEAHIfEIT
>NJ(ACE)DUZARTHD. ZACER, VY- AEWRIATSFRIFIBEEEIN TV T T VT - AERETU 2 )C)LEDRID
W EEEBLET ., TUDVNNLE T—-IR—X-1—H—h\ Real Application Security® 7 )r—>3>-1-H-%F
7 )r—23>-0-ITY,

7O ZHIET> NJ(ACE)

FPORABIHIY M(ACE) (&, 7TV -3 AR T 5%2ERL. ACLIE, UY—-RITINA > ReNIe7 TV — s ABBROAT

5otyheRUET . IIT VY-RLE T-IN-ZFK, KOG, FFSQLAEEZERL GERENLERDITOZYIT
G, UIEhDoT WY=ZN70EReENBE. DVY —RICBHEMIISNIZACLOI N, 7L ERHESREINF T

ACET(E FEDTIZZ)UVEIIRIC, PTVT =23 HERERAMMDT —IN—R - T —INDT I Mg S F I FIEELF
¥, ACEENBEK(L. (REI DT —ZIBELFEA(INE. ACESLUACLOMERT, F—5y T —HICACLZBIESR S
BILETITNHNET ),

ACLOEZEACET> NJZVERL I BTl XSSACE_TYPESA THURMHEENTVE T XSSACE_LISTATZ 1 M, #EPRDUR b
& ERMI S ERIJBETZINZ TV 2 )L TR ENE Y . ACERSEDIBHRIC(IE. DBA_XS_ACESE1—2:@U T/ T
SR
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ACLE LU ACEDYERL

#14-15T (3. HRACLEWSACLEVERRL TWET . CHACLIC(E. ace_| i stITAZHNSNIZACEN S ENE T, ace_| istTE
FEN TV 77U -3 4R (&, HRPRIVSEF1UT (- VS AT TEE Y, st_dateBS&Uen_date/{SX—HT. D
ACLOT 5747 12 FRMEIS R AL T ISR 2 8 ELE S (SELECTH LUVIEW_SENSITIVE_INFOZ U4 —S 3 AEBR DA+ h —BF
B THALITEFRUTZEW),

Bl4-15 7o AHIEZ SOVERK

DECLARE
st_date TIMESTAMP WITH TIME ZONE;
en_date TIMESTAMP WITH TIME ZONE;
ace_list XS$ACE_LIST;

BEGIN
st_date := SYSTIMESTAMP;
en_date := TO_TIMESTAMP_TZ (' 2019-06-18 11:00:00 -5:00’

"YYYY-MM-DD HH:MI:SS TZH:TZM');
ace_list := XS$ACE_LIST(

XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" “SELECT”", " VIEW_SENSITIVE_INFO’ ),
granted=>true,
principal_name=>" HRREP’
start_date=>st_date,
end_date=>en_date),

XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" UPDATE_INFO’ ),
granted=>true,
principal_name=>"HRMGR' ),

XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" “SELECT”" ),
granted=>true,
principal_name=>"DB_HR', principal_type=>XS_ACL.PTYPE_DB)) ;

sys. xs_ac|. create_ac| (name=>" HRACL'
ace_|list=>ace_|ist,
sec_class=>" HRPRIVS',
description=>"HR Representative Access’);
END;

/
ZACEIC(E, RIS DSy RTHZ TV )LE, TIVT -2 AEBRDURMYEENE T, HER(TSFRO MY T
MBI IE D EZRIIFT

® IES

® Xin

o ACEDRIEHBLURTH

E&
BRI SNERENDE, 7TVT -2 AERIJIESENF T, 14-16TIE. ElterantedDfEZFALSEICEREL T, T
SNSRI TVT -2 AEREIEBL TWET . TIAMEIZTRUETY

Real Application Security®ACLTI(E. ACEDIEFATEFHIEDHNTR— hENFE T UVIIANSNIZ 7 TVT -2 a4
PRZ(T5FIFIETR I ZRIDACER. RIENRTSETIETICRELUET ., DBA_XS_ACESOIEZSHRL TZE,

Hla-16 1ERDIESS

XS$ACE_LIST (
XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" UPDATE_INFO’ ),
granted=>FALSE,

97



principal_name=>" HRREP'
)

KRER

BEUVT T2 4&R%E, 1DZBECIRTOIV 2NN S 25E. 20TV 2REELES (inverted®
HZTRUE(CERELE T ). B invertedDT I MEB(J. FALSETY , {514-17T(&, RERENTZO—)LHRGUESTICXT I 24
BRATS(C LT, O-IWEMEENTURVWIRTOI Y~ (LT TVT -3 ERMISENTVET.

Bla-17 70— AERORER

XS$ACE_LIST (
XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" UPDATE_INFO’ ),
inverted=>TRUE,

principal_name=>" HRGUEST’

),

ACEDRRBS LU TH

ACECE(C, BB ER T BICED VW EHI#ZE2EL T, ACEZBRICT 2 ZIEETSE I,

f514-18T(d. TIMESTAMP WITH TIME ZONEF—4EDAT>a @ Estart _datedsLUend_datelcL>T. ACEDERIHEA
BZEELUTCVET, end_dateDfE(L. start_dateDBELDEOBRFCTIHENGHDET .

#14-18 ACEDRIIsAE LR THODERE

XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “SELECT™",’ VIEW_SENSITIVE_INFO ),
granted=>true,
principal_name=>" HRREP'
start_date=>st_date,
end_date=>en_date))

PO AHIEHYA MDOIREICDOWNT

EIPERRNZEEZ(L. widReal Application Security AT 1) MARSET 2 EZHBBHLET . XS_DIAG/ Wi —(C
(. CN50ZEENReal Application Security A7 17 NEIDEM R BEMRICEFEZ2 5 X BV\EIICT RARELAPID Y
MESENET.

ACLOIRSEDFFHA(E. VALIDATE _ACLI7>723>%Z 8L TLIZEL,

PO AHHEY R SDEF

ACLZIRIES BICE, ACLZVERB SV BRI 3T0S —Sv i EFN3PL/SQU W —IXS_ACLOTOS — v fERALF
T [XS_ACL T —2 |ZBBRUTLIZE L,

f5]4-19T(&. APPEND_ACES#%#2&)L CT. ACE®Mace_entryZHRACL ACLIZEANLTWEY , ACEICLDT. SELECTAEREN
DB_HRF—AIR—R - 1—H—(ft5&NnFd,

1514-20TI(d. REMOVE_ACESZ#ZENL T HRACLEWLSACLMS IR TOACEZHIBRL TLE T,

J03—v(cdo T ACLOEF 1T 1 - IS5 RZERTEFIFEELF Y, §14-21TId, SET_SECURITY_CLASSTOS —Sv%
FCEIL T\ HRPRIVSEZH1YF 1 - U5 X% ACLOHRACLICEREH I TLE T

154-22T(&. SET_PARENT_ACLZ#CENL T Al IDepACL ACLZHRACL ACLOFRDACLEL TERTEL TW\EY , fkiRA1 T (&
EXTENDICERTESNE T .

#4-237TI(3. REMOVE_ACL_PARAMETERSZHCENL T ACLID IR TOACUNIA—SZHIBRLTLET .
98




#4-247T (&, REMOVE_ACL_PARAMETERSZH#ZEAL T. ACLIDREGION/SSA—HZHIBRL TVEF T,
#4-25T (&, SET_DESCRIPTIONZ#2&)L T. ACLOHRACLOERBRZFZEL TVE T,
#14-26T(&. DELETE_ACLZFZENL T\ T I bOHIBRAT S 3> %4EFU TACLOHRACLZHIBRL TL\E T

Bl4-19 77 AFIEIZAMDACEDIENN

DECLARE
ace_entry XS$ACE_TYPE;
BEGIN
ace_entry := XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “SELECT”" ),
granted=>true,
principal_name=>" DB_HR',
principal_type=>XS_ACL. PTYPE_DB) ;
SYS. XS_ACL. APPEND_ACES (' HRACL' , ace_entry) ;
END;

$14-20 ACLNMSDI N TOACEDHIER

BEGIN
SYS. XS_ACL. REMOVE_ACES (' HRACL ") ;
END;

$14-21 ACLOEF1UT (- IS ADEE

BEGIN
SYS. XS_ACL. SET_SECURITY_CLASS (" HRACL' , ' HRPRIVS') ;
END;

B14-22 FROACLOETEF(IZE

BEGIN
SYS. XS_ACL. SET_PARENT_ACL (" HRACL" , " Al IDepACL" , XS_ACL. EXTENDED) ;
END;

f14-23 ACLOIRTOACUNSIA—ADHIFR

BEGIN
SYS. XS_ACL. REMOVE_ACL_PARAMETERS (' ACL1") ;
END;

#l4-24 ACLTOIETEURACLISX—SDHIFR

BEGIN
SYS. XS_ACL. REMOVE_ACL_PARAMETERS (" ACL1", " REGION’) ;
END;

#l4-25 ACLOFREAX FHIDEETE

BEGIN
SYS. XS_ACL. SET_DESCRIPTION (" HRACL',

"Grants privileges to HR representatives and managers.’) ;
END;

14-26 ACLOHIBR

BEGIN
SYS. XS_ACL. DELETE_ACL (" HRACL" ) ;
END;
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ACLOHEFRDIEERICOWNT

REATICE2DDORNHD. SRTART -5 tF+1U71 THREENAT 1 M3 3 Z3DMUERRZEREITL. 1—H—(Cdo
TENMENSQUEE FIhOIRTO7IT -3 EREMITUET

ACLOT7 TV —3 3 ¥ER %R B(C(d. SQLIEEFORA_CHECK_ACLZI—JLUEY .
ORA_CHECK_ACL (acls, privilege [,privilege]l ... )

ORA_CHECK_ACL SQLEEF (. ACLOIBFATEUZNCOWTZ VT -3 AEROUR M s HEiLE T . Ml 7O R (S,
IRDIDDARY MOVWTNINFELE T BF THTIENF T,

o IBESNTIRTOT TS UAEROAI SN, BU7 TV -3 AERDBIENRIESORICFHEAEL TS5
B fERELT, 7TV —2aUERMIG2ENZET,

o IEESNIT IV —SatAEROLIT NN, BENRSORICIERINTVSIHE, fERELT. 12U DT
JVT -2 AERMESENF T,

® ACEQURMYIRTIRZRENTIHE  FEREL T, —BOT7 VT -3 ERMI52ENET.

7 IV -3 R HIES 128, OracledIEFATEDACERMERL . VIIA RSN TV -3 EREF SIS
LI DACEZIRE I BE, FHBZFLELET

RFFE1-DITICEAEMISNIACLZIRH I B(C(E. SQLEE FORA_GET_ACLIDSZ
ORA_GET_ACLIDS (table, ...)EUTA-ILUET, lzEX(E, Ftab(x 37TV —>3 4 Rpr i vERMEATI B(ClE, 1—
Y-RIEE TROMEER %EJJJ[ILﬁ@'

ORA_CHECK_ACL (ORA_GET_ACLIDS (tab), priv)

ZDIT7>I2AUCED T PIVT—SaAERMIGEN TVIMEBENTLIH(FFEDESSTHRUVN) EWSERIIC
I RIEIBEZFHENTEFT . MWInT dlava APIHERTEFT.

NIVFUANIVEEEEDEERICD LT

YIFUANERBEECEH T, 1Y —(F SATLFIFIBACLZBU T, RAEDLAIUCEDWTTI VT -2 ERZISET
EF9, YATAFIIBIACLT(E, 7TV —23> - 1-H- ORI ZRBRUEBIHO—)UCEDWT, AT 1IN
927 VT2 AEROR/INRO7 VT -3 iRy M EUET . 7 VT —23> - 1-Y—(& ATS1INITIE
AULDETBE, TPATIA-IONREBEIEIEB T, RDADDREELANINCE DV TERE R F L (SR SR 2= £,

® EESREE(T7A 7 IUA=IA)

® EESREE(TPA 7 IA=IEY)

® FEﬁ%uanE(jT"f?'jj_)l/W)

o FAZFRSE(TrA 7 IA=IE})
SATAHIFIBIACLT (L, 7TV —2a D& RNV T T IV —23> - - —(GEAIN2 7 )T - AEREIETE
TEFY, BIEE Q. 75— BEHHCEDVWT EBREE (> TRHEDI-Y—(SBIIDT7 VT —> 3 A&R 7z (T
BTEEI(COLSRBMOTINT—2aAERE. AT AFIFIBIACLISHIIL TVETD), HI4-28HBLTUM514-29T (4.
SATLFIFIBRIACLARELTVET,
U -H4T
Real Application Security®JU>)\W(7IVo—23> - - -7V —-23>-0-)L)(CH0X. Real Application
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Security Tl 7 —AIN=R - 1-H-BL00-)UCEIGERTS NI R- haNFd . > X7 LhReal Application
SecurityZy2a> 01> 7F AN TACLZEHEI I 3155 7T—IN—R - AF—Y(CEIHERM S(FBEREINEIN, 74
R=2-0-JUCEDGERMMSEZEBEINF I (ZNSIFReal Application Security 1—H—n0O—)L-UZXMD—EFTHSD
Jz8) ACLAT. #BEDACEICLS T )UKERZ(F 5 TEET,

P AR DIER
PICADVITIANCIE, 2DDFER (trueFfzldfal se)H'&pDE T,
® trueDFER(E. YVIIRA NN T - AERMI 52N 2L BIRUET
® falseDiERIE, VIIARSNT VT S TAERMISFENBRVWMELGZIN DL ZBRLET,

ACEDFHiilERF
ACE(3. ACLPYICHIR I 3IIERF CEHEieN & T, FEDACERSHEILZAER(E. ROVTNICRDET,

o TV -SIARRMISENET.

o TIUT-SIaAERMETENET,

o 7T -SaAEROGSEEEHTONER A
BHBACENFIOACETIEEEN TV 7 IV — S IAEIRE(T SU T35, ACERIEEICHEEN /5. TORRIE
EECBOET.

ACLik

ACL(Z. BEE—DFDACLNSBERICHIR T ZENATRE T, PIUT—2a  (FEROATS IV SR TRIS -2 HEBTE
F9, 7= RIS T RUITIANI2DDACLIE ENZIBE. PILAEERT I IV LADRIZFERE. ACLD
&2 DT AEERER DT T4 ACEDIEE T, Real Application Security Tl #LRACLHK A (R4 =534l
(CEB0R)BLUHIHIACLHRE (AND)EWLVS2DDFA TOMBE I T4 IANER— e F T,

COIEORE(FIRDESDTT
® HI5RACLARKAK
o HIFIACLARAK

HLERACLA AR

HLSRACLAR & (IEFAA E5TMIC L B0R) TIE, &Y —DE FAINSER EAIET(FNS#ET) ACENTHEiENF I . ik
SRACLIKEAT (. 7IVT -2 AERIE, FEREROACLMERZIT ST 252N, FEIROACLMERZIES
FRLETEINET . RIRCE VIIANENLT VT -2 AR 2 AR (AT S F2HER T ZRAIDACLICLO T, &
FAIERNMREINFT . RO SF(FHESORIC. FKDOACLISSICFHBSN L EHDFEA . COFHEIL—ILIE.
ACLADACEDNERAFEHIE RU TH B ETERL TS,

IROBITIE, Al IDepACL ACLZHRACL ACLOIRDACLEL TEREL TWEY , f 51 F(LEXTENDED(CEREESNE T,

514-27 HLSRACLHRA

BEGIN
SYS. XS_ACL. SET_PARENT_ACL (" HRACL" , " Al IDepACL" , XS_ACL. EXTENDED) ;
END;
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HI# ACLHE R

FIFIACLHR A (AND) T, ACLOFEER TtruelCFHliaN3L3(C. FEROMSDACLTY VT - AERZT 5T 200
ELHDET .

T —2a>2kotFius( - RS-k, 7T —23> O IRTOACLAEIUERDACLICE > THIFIIN BB E(THETT
TEEY, REX(E BEITATIA-NARITFIET 20DEL TREEEN L 1Y —SELECTHERR AN D 7 U — 3 HERR
ZIEFOENTERY O II - RIS—2ZEZFT, l4-28(F. CORIS—DHIFIACLZRL THD (K #S5( TXCONSTRAINED
(CEHTESNFEY). XSPUBLICT U —33> -0 2iEDIARTOT7 VT —3 3> - 1—H—(CSELECTHERR WMt 52N £ 9 . &
B 7 ) —23> - 0—)LOF IRENALLA BN B2 D&, REET7A 7 IA—=IOREBCWNB T IV r—23> - 1-H—DHTHD
CUSERUTKIZEW, UhD T IPA 79— IVREBO 7 )T —23> - 1—H—(C(&. HRPRIVSEF1UT 1 - IS ADIARTD
TV —SaAERMMT 52N F9 . COACLICESTguestACLBEDIARTHOACLYHIFIEN B8, Hl4-29(%, TNAD
ACLOT7 IV — 3 ABBR DA SHFIREWALL_ACLICL - THIFIINZ LR RLTVWET

H14-28 FIFIACLIRA: TrAT7 DAL BB OFREHER

DECLARE
ace_|list XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(
XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (' “SELECT™" ),
granted=>true,
principal_name=>" XSPUBLIC' ),
XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" ALL"),
granted=>true,
principal_name=>" FIREWALL )) ;
sys. xs_ac|. create_ac| (name=>" FIREWALL_ACL’
ace_l ist=>ace_|ist,
sec_class=>"HRPRIVS’
description=>"0nly select privilege if not inside firewall');

END;
/

BEGIN
SYS. XS_ACL. SET_PARENT_ACL (' GuestACL", ' FIREWALL_ACL", XS_ACL. CONSTRAINED) ;
END;

#14-29 BTV AEROEER

SQL> select ACE_ORDER, GRANT_TYPE, PRINCIPAL, PRIVILEGE
from DBA_XS_ACES
where ACL="FIREWALL_ACL ;

ACE_ORDER  GRANT_TYPE PRINCIPAL PRIVILEGE

1 GRANT XSPUBLIC SELECT
2 GRANT FIREWALL ALL

ACLOAHAOY -E1—ICDWT
ACLIZIZROHAOY - E1—hHHDFET .
® DBA_XS_ACLSHAOY - I:“:L—( [DBA_XS ACLS|ZZ8R)

® DBA_XS_ACESH#O%Y-E1—(IDBA_XS_ACES|%2ZHR)

102



F¥1U51-95A0H50%7 -E1—[CDOWNT
X 1UF1 - D3R CEROAFIOT - E1—hHHDET,
® DBA_XS_SECURITY_CLASSES (IDBA XS SECURITY_CLASSES |#£88)

® DBA_XS_SECURITY_CLASS_DEP (IDBA_XS_SECURITY_CLASS DEP|ZZHR)

® DBA_XS_PRIVILEGES (I DBA_XS_PRIVILEGES |Z£1R)

F=5-Ff1U51
T—=H X 1T EDT ACLHT =4 - UL AEMEN DT O:RIES )L — T (CEEE AN ET,

CNEED T 7V —23Yd. 79 LILALZO 7 I ERZERUIRIS - 2B T T—IN=Z LAV —T7 -3
EBOHERZERZSLUMITTEF T INSOT—4-LILAICIE, 1TOTy MBI 2SQLMEEL . #BlIENIITZiR
EIDACLOMANEENFT . ACLOFHIE. AF—YFIBETIIBKTIVNT—23> - I- - ([CBEIEFT,

COIAICIRORNEYINEFENFT:
® T—H-LILA
® J(SA—FERDACL

F—H-VIr
Real Application Security®7—4-t+1U71 - RIS —DF =4 -LILAILEO T ACLIRDITICEEMIISNET,
FT=3-UILAILERD2DODOAEHHDET .

1. 17Oy MaEIRI 3SQLiEEE L TERIRENTIL -,

2. 17T 27 IR - RIS —%IBTE S SACLOTY R,

FT—4-F1UF4TlF. BHEITBACLICLOTHISENZDML Real Application Security7 o —> 3 AERZEEL
9, DataSecur ityE>1—ILT(E, ZOME L. O (DMLS®D) Real Application Security 7 ) —3a &R (3
AT CEEB A COLSIRT T -SRI, SQUEE FF2(3T —4 - LIV AMREEAI TCHECK_PRIVILEGEEE F%itt
B9 3LE(C. DMUREO—IREL TIDOY S AMICHEATTEF T

NSA-S{ERDACL

BT =9 VILATE XSA=IDty MfERT 2L —IL2EERL TVt INSD/\SA—IDRIBBETRIZDITHE
RENFT, INBOITOLEYRTIE, BBDIACLIMEEENBIENHDFT  UILh DT ACLEATOTY MDD BIELT 3
(& T=5-LILA- =)L BDISA—HIDERTE FMEAKIFLET

ACLINA YT 40
F=AR=A Tl IROFFETIY—AHAERZINA>O RTEFT,

o HERMSO—IREVTBARMICINAYRTEFY, tbZ(E T-AIR=R - AT MER(L. GRANT wser N
update ON tab/e MREDVERITSO—IRELTUY-RIIINI>RENET,

® ALTER SYSTEMYSCREATE ANY TABLESZXTAHEPRDLS(C, 1EPRITSXD—EBELTYY - A @EELLIRE
BREZRO—RELTIO-/IUINAVRIZELETEEY,

[E4K(IC. Real Application Security7 U —>aAERIZIRDFA TOVWTNNMIRDET,
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T4 %1951 - N)>—D—EBEL T ACLBLUT =4 - LIV ABBU TR/ 1> Ren&Ed (7 -4 - 21V
TADIERZSIR).

ZOEFRO—EBLLTVY-RITO-/UUINI> RENFT,
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5 F—49-tF+21YF71 DB
COBONBFIROEBOTTY,

® F—43-tF1)5/((CDNT

o F—4-tF1UT( KIS —DIRFECONT

® T—45-tF1U51- RIS —DIEEDIEREE

® T—H-UILADEETHIDWNT

® FINDENDT TV~ HEBRDEF

® T HIN—ZAKRFLEFEI-(CHFTET—F-F1U5F1-N)S—DBEIMEICONT

® YX4—/T4T7—IVEEZRDReal Application Security/R)>—DIERKICDWNT

® T—4- X171 - RS —DF7 )T -3 HERDEIE(CONT

® BEQUEATH CURRENT_USERE1—0f#F

® Real Application Security: 2ADFELD

® XF—Y-LNJLDReal Application Security/RS —EIBICDWNT

T=4-2F1UF1ONT

F—4-tF1UF1&(E, OracleI>A—T5AZNIRTOIAVR—F> NMEBU T, fi—aniz5E%ERULTOracle
Database®7 =4I 27 Vo —23> - 1-H -7t A% Hlild 2886 T . Oracle Database Real
Application Security T7 —AN—2DFRF(IE1—ZFRETBICE. T—7-UILA( T =5 -LILL IS8R 2ERR L TR
EIDITEIEEI DNENDDET

T3 LILINDOT7ICRZHIRI B 7= - LILAZELT TV~ - A —FET7 TV —23> - O-ILEEDIE
PRZRUIZ1I D EO 77 A EHEA MACL) ZBHER IIET . T - LILALZOBHET ZACLOMESR(E. T—45-LILA
FRIEIFENFT

SEAFEDF XTI BT IERAZFIR T B(CE FHICLIDU EDOTIVT—S AR ERLET .. TN, HEROHD 7T
Uo—23> - 1Y -DOHIZOF DT 7SR IIHE(EFITT,

F—4-tF1)7¢(4. Oracle Virtual Private Database (VPD)DILsRMERETT . 7TV —23> - 1—H—HF—4HR—
AREEIREZFEE I NI, 74 - 772 R%HIBR I ZWHERER4HNVPDIC L TENIENE T . VPDOFEHIE.
Oracle DatabasetzF1U71 - J1 F=SBBUTIZEL\, Oracle Database Real Application Security Tl&. ACL%
BAT D1 NIEBEMF IR U I TUTENCT T B 70 A 55 (CHIBR TE 2R R ET L2 ERLU T, VPDOBEZZES
(THERUTWVWET, e, 7T —2a> -ty asbittysay - 075 ANME. (I-Y—-0-)bettya> - R—LZR-2Z
ZBUQ)EDTFI17(CHOTVET,, &5I(C, Real Application Security(C(E JHBEOT—4-T4733FUHHDET,

Oracle Database Real Application Security T —4-tF+1U71%Z48k I 3. ROFIEZEITIINENHDE
ER
1. 7= -2F2UF1 - RUS—&IERRLET . T -7 - TFIUT (- RUS—(CEo T 1DBLEDT =5 -LILLZTEEL.
BT =43 VI LADACLZBHES I TT =4 - LIL LS ZVERRLET . T—4 - T+ 17 ¢ - RS —(BIEBORE 4%
Bo. 75 - TR FMICHIE T R TEE T BHOKRF(FL 1T AUT—7-F1UT(-R)>—%
HBETEEY, NCED, RBLUE1-Oy MEERTHEATE M —aNc T U ETEZERR TEE T,
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https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG007

B5-1615-1(C, T=4-F1Y7¢ - RIS —DIEEZRUET .

2. RETIRFLRQE1I—-(CT—H - EF2UFT1 - RUS—-Z2EEMITET
XS_DATA_SECURITY. APPLY_OBJECT_POLICY PL/SQLTOS>—>v%EITL T, IREI DT -7 -LILLABLUFI%
SORPE1-(CHLTT -7 - 2F1Y71 - RIS —EBIMETEET,
TIVT—23> - 2F1UFT4T ROITZEHL. BRFICEUROIFEDHCERED 7 I 22 HIR S 2HEN DD
1%&. 2DMDAPPLY_O0BJECT_POLICYTOS —Sv2ERLT. MADT—4-t+1U71 - RIS —ZHif TS 2HEN
BDEY, &z E —FDAPPLY_OBJECT_POLICYTOS — S+ TIERDITZEHI B ERDML

statement_types%htE4TU(INSERT. UPDATE. DELETERE). #8/5MAPPLY_OBJECT_POLICYZ O —SvT(35H|
HIDI6bICSELECTMstatement_typesDAHEHEITUE T o

155-5415-5(C. APPLY_OBJECT_POLICY O3> —SvOfERAEZRUET . FHl(E.
APPLY_OBJECT_POLICYJO>—SvaSEBRUTIZEW,

3. 7= -F1UF1 - RUS—IRAEVLE T 5. T -5 - 21T - RS —DIREFESERUTIZE,

7= - 2F1UT1 - RV —DIREECONT

BIREROZE%(E. WFReal Application Security AT 1/ MAREE S 2L 2 BBEHLET . XS_DIAG/(wr—(C
(Z. CN50OZEENReal Application Security A7 17 NEIDEMRBERICERIE T BREE2 5 X RV\ES(CT BHREE
APIOYMYEENFT,

F—4-EF1UT1 RIS —DOIREEDFEM(E. VALIDATE_DATA_SECURITYJ7>2 3% ZBBUTIE,

=4 -2F1UF1 - RKUS —DIBiEDIRAR
74t 20T - RS —ZERR T BICIE, XS_DATA_SECURITY. CREATE_POLICY PL/SQLIOS —SvAMEALET.

[5-1(, 75 - UL ABIKIEFIFIFI (EB5BEMPLOYEESZR (CE SN 2) ISR SN BHR. EMPLOYEES_DS¢LY5Real
Application Security7—4 -+ 1U71 - RS —DIEIEZRUET . 77 - LILABIKITIE. 75 - tF21)71- RS> —
MEREEN31T(60%2(31000EZ3F DDEPARTMENT_ID) &, 2NSDITICREETIFSNTZACL (HRACL)ZEZEL TVET,
FFFIT(E, COMZRT — A% RN BIeHITHERVIEW_SENSITIVE_INFOIEBRZ{EFEL T, EMPLOYEESZRMSALARYZ!(C
EFENZMEH T -IOHIKIEEERL TVET,

X5-1 EMPLOYEESRI(Z/ERcN3Real Application SecurityT—4-tFa1U7¢ RS> —
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Security Classes Data Security Policies EMPLOYEES
— HE.EMPLOYEES_SC —1 HR.EMPLOYEES_DS
e L] DEEARTMENT _ID
Privileges
Realm Constraints L SALRRY
SELECT —_
Data Realm Constraints

VIEW_SENSITIVE_INFO

‘DEFARTMENT_ID in [60, 100}

ACLs

Column Constraints

— HE.HRACL

'EALARY

Grant SELECT to
Employves Role

Grant SELECT,
VIEW_SENSITIVE_INFD
Lo Manager Role

I5-1T(d. F5-1CTRSNTVWET =4 - EF1UF1 - RUS—=ERRLTVET,

BEIRE:
[CREATE_POLICYJO>—>¥ |

T4 %1571 - NS~ (& YERRRICAREE T D ENSDDF T . 5543 VALIDATE DATA _SECURITYJ7>933>
ZSRUTIEE,

T4 %1571 - RS —DFERNIA-FIROESD T,
o RUS—%&: Tnid. 75 -EF1)57¢ - RS- D&RTIZERLFT .
BI5-1TF AERR I BT =7 - TF1U71 - RIS —D&FTEL TEMPLOYEES_DSZEFRRL TWL\ES,

® F—4-LIABIK: T—5-LILLAFIKITIE, T—4-tF1)571 - RIS —DEAENST -5 - LILAGJT)E ENBO
T4 -VILACBEEMIISNBACLZERLE T .

515-1T(&. realm_consUZXNa{FE LT, EMPLOYEES_DS/RUS —DF—4 - UILAKIFIZERLTVET .
realm_cons(&. 60F/z(3100DDEPARTMENT _IDEZ+FDIT THERENE T ., CNBSDIT(E. HRACLZZ X HIAEHIA b
([CREERIBNET,

o JFHIK: FIFHITE, T—7-LILABIKIOHESFT -5 33 2B MENZERLFT .

515-1T(F. column_consHlHI#I%EMPLOYEES_DS/RS —(CREEfHF TLE T, column_cons(d.
VIEW_SENSITIVE_INFOAEPR(CL > TSALARYZZ4REL TLE T,

BiI5-1 T=5-LF1Y7¢- RIS —DIEIE

—— Create the ACL HRACL

DECLARE

ace_list XS$ACE_LIST;

BEGIN

ace_list := XS$ACE_LIST(

XS$ACE_TYPE (privilege_list => XS$NAME_LIST (" SELECT' ),

granted => true, principal_name => 'Employee_Role’),

XS$ACE_TYPE (privilege_list => XS$NAME_LIST (' SELECT', ’'VIEW_SENSITIVE_INFO'), granted => true
principal_name => 'Manager_Role’)) ;
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sys. xs_ac|. create_ac| (name => 'HRACL', ace_list => ace_list, sec_class => "HR. EMPOLYEES_SC') ;
END;

—— Greate variables to store the data realm constraints and the column constraint.
DECLARE

realm_cons XS$REALM_CONSTRAINT_LIST;
BEGIN

—— Create a data realm constraint comprising of a data realm (rule) and
—— an associated ACL
realm_cons :=
XS$REALM_CONSTRAINT_LIST (
XS$REALM_CONSTRAINT_TYPE (realm=> ' DEPARTMENT_ID in (60, 100)’
acl_list=> XS$NAME_LIST (' HRACL ))) ;

—— Greate the column constraint.
column_cons :=
XS$COLUMN_CONSTRAINT_LIST (
XS$COLUMN_CONSTRAINT_TYPE (column_Ilist=> XS$LIST (' SALARY" ),
privilege=> "VIEW_SENSITIVE_INFO')) ;

— Create the data security policy.

SYS. XS_DATA_SECURITY. CREATE_POLICY (
name=>' HR. EMPLOYEES_DS'
realm_constraint_l ist=>realm_cons,
column_constraint_I ist=>column_cons) ;

— Enforce the data security policy to protect READ access of the EMPLOYEES table
—— and restrict access to the SALARY column using the VIEW_SENSITIVE_INFO
— privilege.
sys. xs_data_security. apply object _policy(
policy => 'HR. EMPLOYEES_DS’
schema => "HR’
object => 'EMPLOYEES'
statement_types => ' SELECT’
owner_bypass => true);

END;

T=% - VIWADEEETHICOWNT
COIACIIRDONEYINEFNET:
® T—4-UILADWEEDIBERICDNT

® 3T —4-LILLADFERICDNT

® h XTIV ERUIN)S —iREET S5 — DR

T—4 LIV LADISEDERAZECDNT

T=5-UILAR 1D EQOATZII M AV RIVADEENTY o ATSII M A2 RIVA (S REFFE1-DE—DITICES
EAFIBN. ATS 1) MOBIMIRICEFNZITOEFBECLOTHBIENE T KT BT —7-LILALBINT 5L
WAOWSZFERFICER TEFT BIRULIESD. ACLTE. T—7-LILAICKIT BT VT —S ARG5S ZEERLET .

T4 -UILLAHIKIZERLU T, 77 UILLZACLICBIER 3E T, §15-2T(3. realm_conseW\57 =4 - LILAKIKIZ/E
U TWET . T4 LILLABIRIC(E, 7= LILLEAER T BIebDAZ N =T - L= EFENET . T—5- LILAIC(E.
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DEPARTMENT_IDA'60ZF/c(E100DITHEENFT . realm_consTld. T—4- LIV AICBIE(FFBTz8DHRACLELVSACLE
EELTVET,

=5 UIVAARDATSIIN A DRIV ADAT =T (&, SQLREDHZRDI —ILTRESNEITH, TNEAT>1I6
@i%%ﬂﬁ(d]‘@“é% KEIESTOWHERED TERTE R ENDDE T, I5-20SQLiHEE(L. DEPARTMENT_ID in (60,
100) TY,

sCIRLIZSQLT TORA-28113: R —RBEICT S —MNHYET . | BEDIS-HREUUEE. NU—R- Tl %
FERALTIS-OREZARE TEFI . FH#lld, [FL—X-T7 )V ERUR) S —IREET S — DR 1 ZSHRL TXTZE W,

#15-2T(&, HRACLEVWSE—DACLZERLTVET . T—4- LILAR. EBEOACLICEEERF2ZEN BIHET. RUACLZ
BHOT—5- VI AR TERTEET,

OEH> )L - A+ —YDORDERSEEE SR DR DFC DV THEETUE T,

ORDER_ID CUSTOMER_ID ORDER_STATUS SALES_REP_ID ORDER_TOTAL

2354 104 0 155 46257
2355 104 8 NULL 94513.5
2356 105 5 NULL 29473.8
2357 108 5 158 59872.4
2358 105 2 155 7826

ORDERSZRDEATIE BEINXATSIIMOATS1I M A > XFVZXTY . ORDER_IDFNTTRENTLV\DEME(L BEEE A
TSI A2 2ID 2 —RICHBI T BIHDEF—TY, IEXE RDEICBDET .

® 1DDATSIINADRIYA(1DDAT) THERREN ST —4 - LIV Lo Teb Z (S ORDER_ID=2354¢ L\SWHERES A4 %245
FHTEFI,

® EHOATSIIN AV RV ATHBRRENDT =4 LIV L, fe&Z(E, CUSTOMER_ID=104& WSWHERES {42 EFRL T
BHOITZIEETEEY,

& RONBEATIBRENDT =7 - UILA(1=1EVOWHERER A TERINET).
T=8-UILADOEERTTEOBFROESDTT
o RDIBLEDEMBZSQLEMZEALET,

ZDFE . IRDEIIWHEREEMAZERLET .
CUSTOMER_ID=104

TEFNDT=ATHZSNEEE (L, 75 UILAILIOTNEENLT -5 (C BN ICRBRENET,
® WHEREFHT/(SA—-5ZERALFT.

ROESNT = UILLEISA—HETEET,

CUSTOMER_ID=8PARAM

ZOPITIE, JNSA—SPARAMNER 7 BEERIDICEIEMIISNTVBEIREL TVEY , TR THERZIS5T 2
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BE FEDNIA-NBEIAERZT 5 I INENHDET . COF1TOWHERER 42 ST -7 - LIVAICES &S
FBNIZACLTNSA—IDBZAEE T DM ENDDFT . INICLD, BAFIDEBDOZLDT -4 LILLAZIERNRT S
ZERK BARIDICEDVWUERM 52 FRk TEE T

® SYHML-FIUT—23Y -y aY BRI BRIBESRICEIAYN-2vT V-V &ERALET,
CDIATDAYN =T b= DBIE RDEBDTT
CUSTOMER_I1D=XS_SYS_CONTEXT (' order’, ’cust_id")

Jel2U. 2 as B FR GBI EBICE DA =297 b=, BEI/ERRL TUZEW, e X (3, IRTEDT
-3 1-H—-%#RMRI By 3 ZEUSERE . X2 )N—2v T+ )L—)bco |=USERTIERI3ELET
Oracle DatabaseT(d. EROITEY M ERHISTE TSI A (COBRERERMNTERVED), 7TVT—23
> A=H=SC0TTE 7 T)r—23> - 1-H—JSMITHT (. AUITCRRBIEREDRDZ AN DDET, /2L, A
IN=2wT)b—)beol="SCOTT' (&, BIAERDITCRUFERICFHMIEN 3. [ER(CHEEELET,

T =8-UILLAOVERLDFFHIE., [EF89T =4 - LILADEAICOVT I ZSHRL TZE L XS_SYS_CONTEXTOZFHA(.
[XS_SYS_CONTEXTI7>723> [6ZHU T,
BI5-2 FT=4-LILLAHIKIOIBRRE R

realm_cons := XSSREALM_CONSTRAINT_TYPE (realm=> 'DEPARTMENT_ID in (60, 100)",
acl_list=> XSSNAME_LIST (" HRACL')) ;

BT =4 -LILADEERICDONT

B85 —4 - LILAT(E. Oracle Databaselc&oT. T—ADEFFH T —4 - LIV LADFERZ(1DT —IDEEH i
nNF9, 527 —4-UIAFKRTIHERATEEIN, E1—TIHMEATEEEA.

TR VI LEERCTBICE, ZDis_staticEExtruellZRELF T ROBIT(E, 52T —4-LILAZIERRLTVWETD,

realm_cons := XS$REALM_CONSTRAINT_TYPE (realm=> 'DEPARTMENT_ID in (60, 100)’,
acl_list=> XSSNAME_LIST (' HRACL' ),
is_static=> TRUE);

RTVT7FAZXR-E1-(MV)ZERAL T, RESNDZRDITE. ENSZREITDACLEDRID/ 1> FEHEFFLET . INBIE,
BT =45 - LILANT =5 -2F1)71 - RS —(CEFNBWNNCEENCERENFT . INBOMVT(E., STRUILYS 1
DOHNYIR—h&N., RAR125EDACLHMERDHE —1TICBHEMIISNET .

A RkENBMVORZTIE. mv (TABLEROWID, ACLIDLIST) £/2D&FI A, CZTTABLEROWIDIZARFESNDERDITERL.
ACLIDLIST(SRAWEL DB (CAZINEN TLSACLIDIEDYR T Y, 1 4 D16/ MENERESN TR MMBERENE S,

Oracle DatabaseT(&, 7 Vr—23> - 1-5—15—4-LILADT—AICHUTEEEZETIBUIC. BINT—4-L
AN EHEENE T, BT —4-LILLAZERLUT, REE1- DM A DITZRETEET, BT —5-LILAIK. ERFT—

- UIVAICRHEESNZBHCHIRISNRVZSD . REFEMENDDET BT —45 - LILAEZAOBE (CIEHRIL—)L
(& NTA=XDRICFE T BRI RN DD ESERUTIZEL,

EROEBHHFEALRVD 7= - LIV L AN —OFHEIL -V MEMBIZE. 8T -5 - LILAZ(ERU TERZIRE
FRLENRFT T DMENDDFT . SATEICERTENDER(E. ACLIDSOIBFAMVASELN(CUILYS 12NN 20
MVEDRIEIATE HRIBIREMENHDET . BIEE(F. BRROMETVOIRATLADNTA XD ABMHHIE I WHUEZIRTE
FIMBNGHDFT .

FT—=3-VILLAHIFIZEIBNCT BIC(E. EDis_staticBI42FALSE(CERTET DN is_staticBEZEELET . ROBITII.
BT - LILLEERRLTWET .

realm_cons := XS$REALM_CONSTRAINT_TYPE (realm=> "DEPARTMENT_ID in (60, 100)",
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acl_list=> XSSNAME_LIST (" HRACL" ),
is_static=> FALSE) ;

=R TPV EERUIRY S —REET S — DHERR

realmEZRTERIMNLSQLT T0RA-28113: R S—EEICTS—AHYET, | BEDXYT-IPRRENE
B =2 TV ERUTIS - DRRZARETEFY . bL—R-T7AIVICF REROIS &, BEDREZRU
VPDEI-MHNENET BE. E1—DSQLTFA M DL TAEARA TSR EMB IS —ME1-OBX(CEFNET,

h—2ZBRCTB(C(E. ALTER SESSIONAEPRZHF DI~ —¢LTSQL*PluslcOF /L&,

IRTOT =5 LILABIKIL— V& (BERENTNGA—FHBEEBO) U= - TP AUV T35S IROXEANILET
ALTER SESSION SET EVENTS ’ TRACE[XSXDS] disk=high’ ;

IS EOFIEA( \— R)ETHRICXDSHEFROVPDE 1~%245> T3 3155 IROXZANILET,
ALTER SESSION SET EVENTS ' TRACE[XSVPD] disk=high’;

FlE T—AIN=RAD R ZADHEME TP A INTROITZENMU T, ML —RZBRCTEET,

event="TRACE [XSXDS] disk=high”
event="TRACE [XSVPD] disk=high”

CDP—R - TPV DIBFEARH T BT, IROSQLON REFATUET .
SHOW PARAMETER USER_DUMP_DEST:

b —2ZENCTDRENDDIHE ROXEFEITUET

ALTER SESSION SET EVENTS ' TRACE[XSVPD] off";
ALTER SESSION SET EVENTS ' TRACE[XSXDS] off’;

BEIAR:
® 5:—’9°JG:F_"L'JU_'{(XSXDSEBJLU“XSVPD)’(/\‘) =X« NL—X([CDNT
o N —X-J7A(IIVDERSEDEME. Oracle DatabaseBIEE A RaSIBL TEEL,

SINDEMDT7 IV -3 HERDER
FIANNTE, AFCHTBPIERE, 75+ LI LIS NEACLICE TRESNET . FF2, HRIL- T -3
BRI DS ERE CEET

KRIDFNZREI B, RTCSEHAEINDT -4 - TF1U71 - RIS~ (BIFIFIOUZ MEENUF T .

FE

" Real Application Security TERIEMRAESIZ{ERL TR A > ST -5t BB LUHEINT 31z, 1000

FIOAVWRDGE(E, FRETEDFNEUCHIBRNHDET . FIEREAREXIRINEOEETN 1000 LITFTHIE

HMAETY, (FROFIE + ROREIRINE <=1000). 2EX(E ROFUEND 998 DIFE(L. &K 2 5l

DIRENFRIENZ—75. ROFIEIN 990 DIHFE(F. /=K 10 FIORENFEIENET  REXTROFIEN
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FFRISNEZIB A DA (.

FORA-28113: R o—iEEBICTS—AHYFET . | 'RSNET,

fzEZIE OEAF—~<DPRODUCT _INFORMATIONZR(C(E. LIST_PRICEFIN'EEFNFT . REMARORREIFEDHTIVCH
PRI 3155, 01U TVWBRFGIELSEDHNBE D OEERL TV HITTVORRBOEMESIR TE2LI(C, BIOTIY
T—234EBR%ZLIST_COLUMNZR(ICEATEE T,

f55-3(C. ACCESS_PRICEY U4 —2a>4EBR TLIST_PRICEIZ{R:E I 2FHIHIZRLET .

SIHIFIZENT BRTICIE, hTTV13HELV140R (KT IET S0E. PRODUCT_INFORMATIONRDR DI Z5RETS
SELECTZ(CL DT, IRDENDHRENF T

PRODUCT_ID PRODUCT_NAME CATEGORY_ID LIST_PRICE
3400 HD 8GB /SE 13 389

3355 HD 8GB /SI 13 NULL

2395 32MB Cache /M 14 123

1755 32MB Cache /NM 14 121
FHEIFIDERE. h7IV132EIBIIRFTIEEECE, ROB O RENET,

PRODUCT_ID PRODUCT_NAME CATEGORY_ID LIST_PRICE
3400 HD 8GB /SE 13 389

3355 HD 8GB /SI 13 NULL

2395 32MB Cache /M 14 NULL

1755 32MB Cache /NM 14 NULL
CNISFU. h7OV14%2 BRI 3ERFTIEEEC(E. ROEDNRENET,

PRODUCT_ID PRODUCT_NAME CATEGORY_ID LIST_PRICE
3400 HD 8GB /SE 13 NULL

3355 HD 8GB /SI 13 NULL
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PRODUCT_ID PRODUCT_NAME CATEGORY_ID LIST_PRICE

2395 32MB Cache /M 14 123

1755 32MB Cache /NM 14 121

INBOBITIE, HER3355OEAMEINILLTY . FRET )T —23> TRAIFET —IDEBEOENILLZ S IENATEE
ERFBBIDBE(F(CNULL) Z X B3 B(C(F. COLUMN_AUTH_INDICATOR SQLI7>I23> & ERAL TITOFHENEERISNTL
BDNENZREEDLET « REBBIDT —HZNULLIASMDIETY RIS B(C(3. COLUMN_AUTH_INDICATOR SQLI7> I3 3> % &
ODECODEFTZ(CASERSEZ{E I B L DICSELECTSX ZZEE LF T .

1515-4(Z. COLUMN_AUTH_INDICATORT7>42 3> %L THREReIDT —4% #5320 . DECODERS %8 AL TNULLZAE
restrictedCEHRI BSELECT 2 ~UET,

ZNLARE, NULLODDDICR RIENTABNRRENE T, T ZE hTTV130BRFEESEN DI AL TREOEM 2R
RIBE IRODEDNRENET

PRODUCT_ID PRODUCT_NAME CATEGORY_ID LIST_PRICE
3400 HD 8GB /SE 13 389

3355 HD 8GB /SI 13 NULL

2395 32MB Cache /M 14 restricted
1755 32MB Cache /NM 14 restricted
BEIRR:

® FLANIDOEF1UT1%EAT ELFOREZUINIFNFEIRIOT -5 - 71923 - E1—- DM, Oracle
Database Real Application SecurityT —4% 747333 -E1—%#SBUTIZEL,

® COLUMN_AUTH_INDICATORI7>%>3>
® T —5-tF1)F1- N> —ADFIFIFIEZRDBI. §5-12SBU TS,

® 7J-r—3>TO0racle Call Interface (OCI)Fz(ZIDBCEERAT 35S, FIDRAIDHDOCIH LU
IDBCYZ )T —2 3> OiEmESIBL TS,

#15-3 BRSNICENOT VT - AERDH S5

column_cons :=
XS$COLUMN_CONSTRAINT_LIST (
XS$COLUMN_CONSTRAINT_TYPE (column_I ist=> XS$LIST (' LIST_PRICE'),
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privilege=> "ACCESS_PRICE)) ;

BI5-4 FREIET —HDOHERH LUNULLIEDY RS

SELECT PRODUCT_ID, PRODUCT_NAME, CATEGORY_ID

DECODE (COLUMN_AUTH_INDICATOR (LIST_PRICE), 0, 'restricted’, 1, LIST_PRICE) LIST_PRICE
FROM PRODUCT_INFORMATION

WHERE CATEGORY_ID = 13;

F=AN—-AREEBE1I-ISHTEIT—5 - EF1VFT 1 - RUS—DEREICD
W
XS_DATA_SECURITY. APPLY_OBJECT_POLICYZO> —I+v(C&o T REZEFE1—-(CT—4-EF1UT1 - RIS —ZBALET .,
COIRICIIRONEYINEENFT:

® APPLY_OBJECT POLICYJO>—>v%f#ERUIZReal Application Security®BE#hb

® APPLY_OBJECT POLICYJOS—S¥IcddT —IN—RAKRDEEFFEICONT

® KT AT BACLOZHM55EICDNT

APPLY_OBJECT_POLICYJ'D>—¥v%{ERAUKReal Application Security®
B3I
XS_DATA_SECURITY. APPLY_OBJECT POLICYFOS—Sv&{ERALT, T—IN—AF&R(FE 1T TReal

Application SecurityzBxhCLE T, $5I5-5T(d. OE. ORDERSZRI(ZXFU TORDERS_DST —4 - #F1UF1 - RUS —%HBRNIC
ULTWET, 3F#l(L. [APPLY OBIECT POLICYJO>—>v |ZSBBU TS,

f515-5 XS_DATA_SECURITY.APPLY_OBJECT_POLICYDEM

BEGIN SYS. XS_DATA_SECURITY. APPLY_OBJEGT_POLICY (po!licy=>" ORDERS_DS’,
schema=>' OF’ ,
object=>" ORDERS’) ;

END;

COEOARBFROEBDTY : FKFEC(FE1—(CHITDEEDR) S —DEACOVT,

KIFLFELI-ICHTREHDRYS—DEAICDONT
RFLEFE1—-(SHUTEROT -4 - tF1)57¢ - RS —2BAHTEFIT, RKFLEFE1-MEROT—45-F1UF71- R
S—(CIOTREINTUVWRIEE. 7IWr—23> - - —(F, IRTORIS — (Lo TEFRIESN TV TICOHF T IEATESE
G, EZE HBBRTHRIS—10T =45 - UILAILEFENTLBH, BUTHRIS 207 -4 - UILAICEEFNTULRVEE.
7= A-Y—(3ZOITICTIEATEFE A
HEF1UT1ERULIICHEBELE T, Tl Col 1 HMEF DN —TIRESN TUVBIHEIC DV TIRETLFE S (Policy 15'Privl
THIZIRFEL. Policy2h'Priv2 THIEAREET B1RE). Coll(CFIERT B, 7IVI—23> - I-H—(TIRTOT7 TV —
SAAEBR(Privl, Priv2RE)MIEENTUVBRENHDFET . DFD. FIRUS —(CLOTREINBFITIE, FIZRELT
WBIARTORYS —(C&oTT7 IV -3 - I-Y— (P I EMI S SN2 BN HDE T,

APPLY_OBJECT_POLICYDOY—3VIC&BT—IN—ARDEE S/ EICDONT

ARO[ T4 - UL ADIES DIEAR(C DOV T (RSN TLSRDOE. ORDERSZR (.
XS_DATA_SECURITY. APPLY_OBJECT_POLICYZ{ERL TAMESNTLET . THIC(E. SYS_ACLOIDIER RIINEMEN
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TVWEY, COFIE, T—FENNUMBERT ., 7JUT—>3> - 1-H—BIROACLH#EI FZUAN TOWET , ROKRIC(E. 7TV
J—23>-1--EEROACLHRI FO5000EFENTHD, TNIFEXID 2356(CLOTHBIENZATS 1IN 125>

AT I BEEDIERM ST

TR
,‘ SYS_ACLOID FEZR7RF! (L. XS_DATA_SECURITY O —SvDITENBFIC apply_option /NSA—H(ME
» XS_DATA_SECURITY. APPLY_ACLOID_COLUMN ZE 3 C&IC&rTBIMETEET . Real Application
Security Tl&. 1 D0 ACLID D&% SYS_ACLOID F(HENITEE T,
CUSTOMER_I ORDER_STATU SALES_REP_I
ORDER_ID D S D ORDER_TOTAL SYS_ALCOID
2354 104 0 155 46257
2355 104 8 NULL 94513.5
2356 105 5 NULL 29473. 8 500
2357 108 5 158 59872. 4
2358 105 2 155 1826

227 NEBOFRIACLERIF (& XTV7IFAXR-E1—(MV)ISA&IENE T

TABLEROWID

AAAO/8AABAAANTCABJ

AAAO/8AABAAANrCABL

ACLIDLIST

60FB8AAA40D46CIEE040449864653987

60FB8AAA40D46CIEE040449864653987

KICBGEMIBNET— - LILAFIET—5 - LILABIFIOFERIERZHEER IS4, DBA_XS_REALM_CONSTRAINTSF—
5-F4923F-L1-ERIVERET, 544, [DBA_XS_REALM_CONSTRAINTS [ZBHRU TS,

KT —FIFTBACLOFHISS EICDWNT

Oracle Databaseh'ACLOTY bzEHil 9 2155 . RO SFEFIEE MR SN m T HmzEIELET, 20
&. ACLONEFZIBE(CGTRITBCENEETY , ROZITICBHERIFISNIZACLIE. ROIEF T -iicNEd,

1. ATITIMAVAIDAICHTIEEDHERTSICLBIACL (PIVF—>3> - 1-F—EBERDACLEEAIF)
HRAICEHESNFT . ACLZAERRL TAT S 1T M- AV AV A CEINT BT55EDFFMIE. 77 AFIH) R bOtE

BR(CDWTESIBL TIZE 0,

2. BT —4 - VLA OHEPRMTSIC L BACLYY, 7IVF—23> - 1-—-EBRDACLORICGHEENFT
BROBNT 8- LILLWHSHE. ENSET -4 tF1U71 - RIS — (YR (CHIR I 2IEF TeHiieNE g
AT =4 - LILLADFFHR(E, 52097 —4 - LILADERICOVWTZEERL TLIEE L,

3. BT —5 - VILABIK OHERRITSICE BACLY ., BRBICFHESTN XY BEHROBNT —5-LILLNHSHE. €
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NBEA)S—(CYIBNICHIR I ZIEF TN E T . BINT—4 - UILADSEM(Z, 52095 —4 - LILADOERIC
DV TZSBLTZE0,

NAY—/7147—)VEiERDReal Application SecurityRU>—DIER
(EDWT
COBEICEIRONEYINEENET

® YR9—/747—)EERMDReal Application Securityh)>—(ZDWNT

® YAH—/T4T=) T =4 -UIL A\OFEEDIBER(C DT

® Y24—/74T7—)VEiER TReal Application SecurityRU—% ek 9 34l

YA9—/T14T7—=IERDOEHMZL. Oracle Database 2HTlavafiF&E 4 ROIPABLUOracle ADFAERUEREYAY—
[TAT=I T TV —23>OVERKICEE T 2B 2 S RU TEE,

YAY—/FT17—I)VBiERDReal Application Security RUS—[CDWNT

NAA—/TAT - EERTHERATEZT -4 - tF1U71 RIS —ZERR TEE T, BFE . VAT -KREREITZEDOEEUR
VS —TEDTAT-INRZIFRETEET, YAF—/T17—ILEFKDReal Application SecurityRU>—Z{ERLITBE. NS

DORICTIEITZINTOI-H =N YRI-FNST 1TV RIHREATEZR— SRS — (O TINZITITEN'T
SEER

NS —BLUNRI—/T1T— IR TR RE IR (A&, ROEBDNTT,

o BHOT1T-IEE. 1DOYRI-RNMN)S—ZMEATEET,

® T T—ILEKE. MOT(T—IRNSR)S —ZMETEET,

® 1207 1T-ILER(E. BEDOYRI-RNMRIS —Z A TEEXY,
NAI-FRORIS—DWITNHEIcaNzs, 7Vr—23> - 1-5—(& TAT-IROMET BT P IEATEET,

A= [TAT=)IT=5 - LI ADIBEDEAFICDONT

YA5—/T17—)VEEZRDReal Application Security/RUS—%ERL S 3(C(E. RTEICT -4 - EF1UT (- RUS—%4F
I BREBNIHDET . T4T-INRDET - tF 151 - RIS —T. XRI—/FT17=)T=5 - LILLEEDHBIET. T4
T ILERDIRFETT THINAI—FR2RUET . YAF— /717 —)VESiEFE TReal Application Security/RU>—%#/ERkd
BBIOFNES. 6BLUT7(C. RRI—/FAT =T =5 UL VRS LMERIS 37555 . XA—/FAT— - TF—5- 1
F1U71 - RS —ZERR U TR R —/T1T7— IV RGBT 2550017 R~RUET .

BI5-6(C NAI—=/T 4T T =9 -LILLOBERUET

ROISTFEFELET .
® when_conditionT(d. WEREBIE[EIARIC, T—H%T/IAIT BIzbDT 4TI ROZLZIETELFT,
when_conditionh'truellsficN 3L, Oracle DatabaselC &> TY RS — RS —hEAINFT ., COEZR(E
HBROJEETY,
® parent_schemaT(d, YVAI-FKEZSORAF—YDZBIZIEELET .
® parent_objectT(d, YVAA—KRDEZBIZIBELET,

® primary_keyTCld. YVAA—KDFEF—ZIEELET.
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® foreign_keyTld. T4T7-ILRONEBF—%IBELFT .

#5-6 XA9—/T47—=)-T—=5-LILLs

realm_cons := XS$REALM_CONSTRAINT_TYPE
(parent_schema=> ' OF’

parent_object=> ' CUSTOMERS'

key_list=> XS$KEY_LIST (XS$KEY_TYPE (pr imary_key=> ' CUSTOMER_ID’
foreign_key=> "CUSTOMER_ID’
foreign_key_type=> 1)),

when_condition=> "ORDER_STATUS IS NOT NULL")

Y A5 —/717—)VBiER TReal Application SecurityRU>—%&{ER% 3 351

COBITE SHE> T - 23— EFERLE T, SHAFT—XI(C(F. YZA—-FKR THBCUSTOMERSELVSFNBHDET . YAT—FKD
CUSTOMERS(C(E. SALESEULVST 1T —ILFRE. COUNTRIESEWLSEI1DDT 1T -ILERNESENET . RDBFIT(L. CUSTOMERS
FESALESFRDFZEEND 77 Z Dz HICCOUNTRIESER TEZRINIHURR R LGRS LUBRGET — Y2 KB (CHEIT
%Real Application SecurityRU> %1793 552 RUET . Flz. 1—H =L THICUST_INCOME_LEVELS LU
CUST_CREDIT_LIMITOFT —4%2X AT 3EB4NHDFES (ESKADDIEHICTRERKRTV ICRENBEET BESRA - TFY

AMREDT—H—%&BFRL).,

FE

COBININTOEEITYY RF. T—9R—2D DBA O—)L#3E5D SYSTEM 7HD> MREDT —HIR—-X - 1—H—(C
,‘ Lo THEITTEET(DBA O—JLIC(F. Real Application Security BEIBHIZIDBEIHERMISEN TSR
B 9), EBIC EFIUTA U5 ACL BLUT—4-tF1UT1 - RIS —FRF—EMATS 17 N THB 8. Tn
BOATS1IMNE. AP [LIBETRBEEENDORF—YR2EARNIMERIZHENGD, T—IR-Z -7y
33>OFIAI R ZF—ITH3 SYSTEN TEIATS I NMIBRRENFE Ao

IRTAUAF—X(SH)ICEFND3DORDERAF. IRDESDTT

—— SH. CUSTOMERS in the master table

Name

NulI? Type

CUST_ID
CUST_FIRST_NAME
CUST_LAST_NAME
CUST_GENDER
CUST_YEAR_OF_BIRTH
CUST_MARITAL_STATUS
CUST_STREET_ADDRESS
CUST_POSTAL_CODE
CUST_CITY
CUST_STATE_PROVINGE
COUNTRY_ID
CUST_MATN_PHONE_NUMBER
CUST_INGOME_LEVEL
CUST_CREDIT_LIMIT
CUST_EMAIL

— SH. SALES is a detail table

Name

NOT NULL NUMBER
NOT NULL VARCHAR2 (20)
NOT NULL VARCHAR2 (40)
CHAR (1)
NUMBER (4)
VARCHAR2 (20)
NOT NULL VARCHAR2 (40)
NOT NULL VARCHAR2 (10)
NOT NULL VARCHAR2 (30)
VARCHAR2 (40)
NOT NULL CHAR(2)
VARCHAR2 (25)
VARCHAR2 (30)
NUMBER
VARCHAR2 (30)

NulI? Type
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PROD_ID NOT NULL NUMBER (6)

CUST_ID NOT NULL NUMBER
TIME_ID NOT NULL DATE
CHANNEL_ID NOT NULL CHAR (1)
PROMO_ID NOT NULL NUMBER (6)
QUANTITY_SOLD NOT NULL NUMBER (3)
AMOUNT_SOLD NOT NULL NUMBER (10, 2)
—— SH. COUNTRIES is a detail table

Name Null? Type
COUNTRY_ID NOT NULL CHAR(2)
COUNTRY_NAME NOT NULL VARCHAR2 (40)
COUNTRY_SUBREGION VARCHAR2 (30)
COUNTRY_REGION VARCHAR2 (20)

[¥5-2(C, YERESNTY RS —/7 47 —)LESEZR (CUSTOMERS - SALES - COUNTRIES)(GEIFHEN 35522 Real
Application Security7—4 -+ 171 RS —OBIEZRUET CROFIETEIE %, CORIICHR<FNETF iz 557 8A
LE9).

1. ESRZ-PFIRN-O-IVBLUBES 27V —>3> - - —(CHZ T, I-0X, 7RUN, PST7ELET7IVN
EWSAD OB (LTS ) IW(P TV~ - O- B LB T7TVT —23> - 15— ) #ERUET .

2. VIEW_SENSITIVE_INFOMERRZAERL . ZDHEPRZ XTI SREEHEE I HSH. CUST_SEC_CLASSZAERNLF T .
3. ESRZ-7FUZRN-O0-JUICVIEW_SENSITIVE_INFOtEPRZ{TS5ULET.

4. BTN —TERI DX FFIRREGIONE S AT A TR I DI, gk z/(SA—-IE T2 -2 ELT—5 LI
LB ZERLET,

5. VIEW_SENSITIVE_INFO#&FRZ{EFL T2 D05 CUST_INCOME_LEVEL&S KTUCUST_CREDIT_LEVELZ{RFE T 25
K2R LET

6. AICYERRULIZT =4 - LILABIRIBS LUFIEIRIZIEE S 57 —4 - TF1Y7 1 - RUS —SH. CUSTOMER_DSZAERXLE Y o
7. SH. CUSTOMER_DST =% - £+ 1UF 1 - IRV —DIL— U\ SA-HDZRIB LUT B2 EFRUET

8. M EICACLZVERRL T, SR 70 A2 E LT 2580 —)UICH U TEED 7 It A E2EFa]LE 9, 3—0Ov/N
s DI T (d. SELECTAERR%ZEurope_salesO—JUICAT S L. SELECTELUVIEW_SENSITIVE_INFOiZE[E%
Business_AnalystO—)UICfH5UET .

9. /U X—4REGIONDIENBIg & (I—Ov/NBE)EELWVEWIIL — )L &SI 1T(C. BBIRHOZACLZE RS IFET,
4DDEMIFKITTTL TTNEITL. ZOACL%ESH. CUSTOMER_DST—4 -7+ 115 ¢ - RUS —(TENILE T,

10. N A= [TAT=IWERDT =45 U LFIFIZVERL . CUSTOMERSY RA—RDIRDITICKT I 277 AN 1~
P—(FFIENTVBIHECDH . I—F—HMSALEST4T—ILZROL - RICPIERATERLICLFET
11. SH. SALES_DSF—% -+ 151 - RIS —ZAERL TCDT =4 - LILABIKIZ B TUE S o

E5-20%R9—/7 17— IRICFE, EF—(PK) - T4 =L RELUSNEBF—(FK) - T4 =L RE T=5- LIV ARIFIS LUF
HZAER I BBRAEAINDEEDIENNT1 =)L FERENTVET . NSOPKBLUFKBIMRZERATDE YAT—KRICE
REN2E0LEUT -4 tF+1U71 - RIS DT T-ILRICEBAINE T . COFEDIHZ A, IEX (S, SELECTIERZ
CUSTOMERSY R —ZR(AF5U . SH. CUSTOMER_DSF—% - 2+ 1171 - RS — (L Lo THEA TSN DI N TOACLESALES T«
FToIRIGEAINE Y.

X5-2 YA59—/T4T—IVEhERICVERENIZReal Application SecurityT—4-tz+1)71 RS> —
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Security Classes Data Security Policies Objects (Tables) Master

SH.CUST _SEC_CLASS EH.CUSTOMER_DS PR— CUSTOMERS

L]

Privileges e OB O Ty
g | =H.SALES_D= _|_ ™ cust_10_FK

SELECT

- CUST_FIRST NAME
o —— Realm Constraints

. CUST _INCOME_LEVEL
Data Realm Constraints T —LEV

COET_CREDIT_LIMIT

‘COUNTRY_ID in
{ SELECT COUNTRY_ID

ACLs from SH.CQUNTRIES® II
— ] ‘where
A " ] o 4 COUMTEY _REGION =
h E ope sSalas — o W,
View BEuropse sale £ IT ‘HEGION) Detail
‘EEGIONT ‘Eurcps’
parent ohject —» *CUSTOMERS' SALES

‘View Americas sales®

-  primary key-—s *CUST_IDC
foreign_key —» 'CUST_ID"

— ‘REEGIOH' ‘hmericas’
- L | cusT_ID FE

‘Wiew RAgias galeg’

FROD_ID
1| *REZION® *Asia’ Column Consgtraints .
A o
‘Wiew Africa sales’ *CUST_INCOME_LEVEL! "
\REGTON® 'Africa’ *CUST_CREDIT_LIMIT-
Detail
Principals COUNTRIES
ghies :i-ésrgrrl?ﬂ'ﬂ} COUNTRY_ID FE
Eurcpe_saleas |[Smith COUNTRY_REGION
Americas_sales | Jamas COUNTRY _NAME

U Asia sales Miller

= Africa_sales |Martin

Businsss_fnalyst | Turnar

CNBOYRY—/T17—)VFEMDReal Application Security/R)>—%/ER I (T, ROFINEZEITUED,

1. BCEmEBRO-ILSLIUI-Y—, DFED, (O—)LEurope_sales, 1—H—SMITH). (O—JLAmer icas_sales.
1—H—JAMES). (O—JLAsia_sales. T—H—MILLER). (O—JLAfrica_sales. I—H—MARTIN). BLUTZLR
K7D ERF OME—DI - -0 T(O—-)LBusiness_Analyst, 1—H—TURNER)Z/ERRLE T .

BEGIN
sys. xs_principal. create_role (name => 'Europe_sales’, enabled => TRUE) ;
sys. xs_principal. create_role (name => 'Americas_sales’, enabled => TRUE) ;
sys. xs_principal.create_role(name => 'Asia_sales’, enabled => TRUE) ;
sys. xs_principal.create_role (name => 'Africa_sales’, enabled => TRUE);
sys. xs_principal.create_role (name => 'Business_Analyst', enabled => TRUE);

sys. xs_principal. create_user (name => ' SMITH , schema => "SH');
sys. dbms_xs_principals. set_password (username => ' SMITH’,
password => ' password ,
type => XS_PRINCIPAL. XS_SHA512) ;
sys. xs_principal. grant_roles(grantee => "SMITH, role => 'Europe_sales’) ;

sys. xs_principal. create_user (hame =>’ JAMES’, schema => 'SH');
sys. dbms_xs_principals. set_password (username => ' JAMES',
password => ' password’,
type => XS_PRINCIPAL. XS_SHA512) ;
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sys. xs_principal. grant_roles(grantee => ' JAMES’, role => 'Americas_sales’);

sys. xs_principal. create_user (name => 'MILLER', schema => 'SH') ;
sys. dbms_xs_principals. set_password (username => "MILLER’,

password => 'password’

type => XS_PRINCIPAL. XS_SHA512) ;
sys. xs_principal. grant_roles(grantee => 'MILLER , role => "Asia_sales’);

sys. xs_principal.create_user (name => 'MARTIN', schema => 'SH’) ;
sys. dbms_xs_principals. set_password (username => 'MARTIN’
password => 'password’
type => XS_PRINCIPAL. XS_SHA512) ;
sys. xs_principal. grant_roles(grantee => 'MARTIN' , role => "Africa_sales’);

sys. xs_principal. create_user (hame => ' TURNER', schema=> "SH');
sys. dbms_xs_principals. set_password (username => ' TURNER’
password => 'password’
type => XS_PRINCIPAL. XS_SHA512) ;
sys. xs_principal. grant_roles(grantee => 'TURNER’, role => 'Business_Analyst’);
END;

. HRERT| R ARFE T BID(CVIEW_SENSITIVE_INFOAEBRMSH. CUST_SEC_CLASSt+1UF1- I35 AZEHRLFT .

BEEBLUDMLAICT -4 - CF 1T TRESNTAT ST N7 7 RT 212 DITL L OIERR(E. SYSRF—
XOEF1Y71-J5ADMUCERIERINTVET,
DECLARE
pr_list XS$PRIVILEGE_LIST;
BEGIN

— Let’s call the new privilege VIEW_SENSIATIVE_INFO
pr_list := XS$PRIVILEGE_LIST (XS$PRIVILEGE (name => 'VIEW_SENSITIVE_INFO'));

sys. Xxs_security_class. create_security _class(
name => ' SH. CUST_SEG_CLASS’,
description => 'Security Class to protect CUSTOMERS and SALES data’
parent_list => XS$NAME_LIST (' SYS.DML"),
priv_list = pr_list);
END;

. HsZ/(SA—HET DI —INEENDT - LILATIKIZERL TS, SIEIFIZERLT

VIEW_SENSITIVE_INFOMERR T#Rr5€3 52 DDF!|CUST_INCOME_LEVEL&S KTFCUST_CREDIT_LIMITO#RIZIEEL
&9, MR, SH. CUSTOMER_DST—% - 1UF1 - RUS —ZA/ERL T, L= DI\SA-HDERIELVT -5 % T
g®UFI.

TFIUF1 RIS —T(E HISOBERS LUIRTET — 92 R1BBIACLTDEI T IR ENGDDES . INZRITI D
EDLD(E, ISERUEOT -5 - LILAZERLU T, COBFEZmAORICHL TITITETT . L. ZORITIE.
BIDFTEZRLTVET . 2FD B—DIL—ILH'EFNST -5 - LILATHIEZ/(SA-HEL T X AY—/T47—
IWEARZERL TEEIZ )= EIRLLE T .

DFED., RIS — DIt CZADFFIZVERR T DD T(FAL, g/ \SA-FEFT 2RI — I D EENBHE—DFIHI
RS BT NNERIITY

COUNTRY_ID in
(select COUNTRY_ID from SH. COUNTRIES where COUNTRY_REGION = &REGION)

I—ILDSCZFFIEREGIONNEPRIC(F/INSA—ATH B EE S AT ACERRSE (.
xs_data_security. create_ac|_parameter JO>—vEBIL T, M) —DEREZIC/INTA—HIELEETFRITD
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MHENBDFT . Fe. NIXA-HMBOT —YEZIEE T 2MENHDFT . MBI XFHT —HEL TEIISN 3128,
COBITIIXS_ACL. TYPE_VARCHARYZ70Z(EAL TVWEFET . HR—hEN3BIDT—524(3., #UERD
XS_ACL. TYPE_NUMBERT 9,

DECLARE

rows_secs XS$REALM_CONSTRAINT_LIST;

cols_secs XS$COLUMN_CONSTRAINT_LIST;
BEGIN
—— Define the realm constraint with a rule that parameterizes regions

rows_secs := xs$REALM_CONSTRAINT_LIST(

XS$REALM_CONSTRAINT_TYPE (
realm => "COUNTRY_ID in (select COUNTRY_ID from SH. COUNTRIES ' ||
"where COUNTRY_REGION = & || 'REGION)'));

—— Define the column constraint to secure CUST_INCOME_LEVEL and
—— CUST_CREDIT_LIMIT columns by using the VIEW_SENSITIVE_INFO privilege
cols_secs := XS$COLUMN_CONSTRAINT_LIST(
XS$COLUMN_CONSTRAINT_TYPE (
column_list => XS$LIST (" CUST_INCOME_LEVEL', ' CUST_CREDIT_LIMIT ),
privilege => "VIEW_SENSITIVE_INFO')) ;

— Create the data security policy
sys. xs_data_security. create policy(
name => ' SH. CUSTOMER_DS’
realm_constraint_list => rows_secs,
column_constraint_list => cols_secs
description => 'Policy to protect sh. customers table’);

— Register the name and data type of the parameter in the rule
sys. xs_data_security. create_acl| parameter (
policy => 'SH. CUSTOMER_DS’
parameter => 'REGION’
param_type => XS_ACL. TYPE_VARCHAR) ;
END;

. ACLZAERKL TS E(CFRERD 7 I A 255 I UE S . 3—0v)/ sk D154 . SELECTZEurope_salesO—)UICfT
509, #. - OERZBEENTERR7 I AEZHF5. CUST_INCOME_LEVELH LU
CUST_CREDIT_LIMITOFDFT —AESIBTESDLS(C. SELECTELUVIEW_SENSITIVE_INFOHEFR%Z
Business_AnalystO—JULICfTS5UET,

DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
ace_|ist := XS$ACE_LIST (
XS$ACE_TYPE (privilege_list => XS$NAME_LIST (" SELECT ),
granted => true,
principal_name => 'Europe_sales’),
XS$ACE_TYPE (privilege_list =>
XSSNAME_LIST (" SELECT', "VIEW_SENSITIVE_INFO'),
granted => true,
principal_name => 'Business_Analyst'));

sys. xs_ac|.create_acl (name => 'View_Europe_sales’
ace_list => ace_|list
sec_class => ' SH. CUST_SEG_CLASS’
description => "Authorize read access for the Europe region’);

— The ACL must be associated with rows that satisfy the rule where the value
— of the parameter REGION is equal to Europe. For example the constraint
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— rule becomes the COUNTRY_ID in
—— (select COUNTRY_ID from SH. COUNTRIES where COUNTRY_REGION = 'Europe’).

sys. xs_ac|. add_ac|_parameter (acl => 'View_Europe_sales’
policy => ' SH. CUSTOMER_DS’
parameter => 'REGION’
value => 'Europe’);
END;

ABDIDOHUE(TRUN, T ELIVGTIVN)OWTHEACLZVERL TR0 7 7 2 AMEZFFRILET

DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
ace_|ist := XS$ACE_LIST(
XS$ACE_TYPE (privilege_list => XS$NAME_LIST (" SELECT" ),
granted => true,
principal_name => ' Americas_sales’),
XS$ACE_TYPE (privilege_list =>
XSSNAME_LIST (" SELECT', "VIEW_SENSITIVE_INFO'),
granted => true,
principal_name => 'Business_Analyst'));

sys. xs_ac|.create_acl (name => 'View_Americas_sales’
ace_list => ace_list,
sec_class => ' SH. CUST_SEC_CLASS’
description => "Authorize read access for the Americas region');

sys. xs_ac|.add_ac|_parameter (acl => 'View_Americas_sales’
policy => ' SH. CUSTOMER_DS’
parameter => 'REGION’
value => "Americas’);
END;

DECLARE
ace_list XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(
XS$ACE_TYPE (privilege_list => XSSNAME_LIST (" SELECT' ),
granted => true,
principal_name => "Asia_sales’),
XS$ACE_TYPE (privilege_list =>
XS$NAME_LIST (" SELECT', ' VIEW_SENSITIVE_INFO'),
granted => true,
principal_name => 'Business_Analyst'));

sys. xs_ac|.create_acl (name => 'View_Asia_sales’
ace_list => ace_|ist,
sec_class => ' SH. CUST_SEC_CLASS’
description => 'Authorize read access for the Asia region');

sys. xs_ac|.add_ac|_parameter (acl => 'View_Asia_sales’
policy => ' SH. CUSTOMER_DS’
parameter => 'REGION’
value => "Asia’);
END;

DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
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ace_|ist := XS$ACE_LIST(

XS$ACE_TYPE (privilege_list => XS$NAME_LIST (" SELECT' ),
granted => true,
principal_name => 'Africa_sales’),

XS$ACE_TYPE (privilege_list =>

XSSNAME_LIST (" SELECT', " VIEW_SENSITIVE_INFO'),

granted => true,
principal_name => 'Business_Analyst'));

sys. xs_ac|.create_acl (name => 'View_Africa_sales’
ace_list => ace_|ist,
sec_class => ' SH. CUST_SEC_CLASS’
description => "Authorize read access for the Africa region’);

sys. xs_ac|.add_ac|_parameter (acl => "View_Africa_sales’
policy => ' SH. CUSTOMER_DS’
parameter => 'REGION’
value => "Africa’);
END;

. FNE3TYERRLIZSH. CUSTOMER_DS/RUS —7%3#AL T, CUSTOMERSZR(ICXT I 35BN 7/ E A2 ARELF T .

BEGIN
sys. xs_data_security. apply_object_policy (

policy => 'SH. CUSTOMER_DS’
schema => 'SH’
object => ' CUSTOMERS'
statement_types => ' SELECT’
owner_bypass => true);

END;

. T=3-UIWLDIYAI— [T 47—V EI2VERR L TSALESRZARELE T . CONRY—/T 17— ILEIKITIE, FIOF
JNE3N56F TICERBALIZEDE R D BRI —ZEALE T . DFD. CUSTOMERSY R —RDIMDITICH TS
POEAN DY - (FFR]ENTUVBIBEICOFH . ENI1—Y—(FSALEST 1T —)LEROL - RICPIZATEE T,

DECLARE
rows_secs XS$REALM_CONSTRAINT_LIST;
BEGIN
—— Define the master—detail constraint
rows_secs := xs$REALM_CONSTRAINT_LIST(
XSSREALM_CONSTRAINT_TYPE (
parent_schema => ' SH’
parent_object => ' CUSTOMERS'
key_list => xs$key_list (xs$key_type (primary_key => 'CUST_ID’
foreign_key => 'CUST_ID’
foreign_key_type => 1))));

—— Create a policy to enforce the constraint.
sys. xs_data_security. create_policy(
name => ' SH. SALES_DS’
realm_constraint_list => rows_secs
column_constraint_list => null);

—— Apply the policy to protect read access of the SALES table.
sys. xs_data_security. apply_object_policy (
policy => 'SH. SALES_DS’
schema => 'SH’
object => 'SALES’
statement_types => ' SELECT’
owner_bypass => true) ;
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END;

8. I-Y-HEEEERITTERLIC, A TSI LAILDSELECTHERRZPUBLICICAT 5L E T

GRANT SELECT ON sh. customers TO PUBLIG;
GRANT SELECT ON sh. countries TO PUBLIG;
GRANT SELECT ON sh.sales TO PUBLIC;

9. I—-Y-NMARTINEL THERIL . RIEEZEITL TI—Y—MARTIND 7 I HHIS TOIRTET — 9% =R,
CUST_INCOME_LEVEL&LUCUST_CREDIT_L IMITHIDHEZRRRSEIFIRONV A VIIBZRUE T

CONNECT MARTIN/we |l come

SELECT c. COUNTRY_NAME, c. GOUNTRY_ID, ct.CUST_FIRST_NAME, PROD_ID, QUANTITY_SOLD
FROM sh. customers ct, sh.sales s, sh.countries ¢
WHERE c¢t. CUST_ID = s. CUST_ID AND

ct. COUNTRY_ID = c. COUNTRY_ID;

COUNTRY_NAME CO CUST_FIRST_NAME PROD_ID QUANTITY_SOLD
South Africa ZA Forrest 8050 2
South Africa ZA Mitch 17505 11
South Africa ZA Murry 32785 7
South Africa ZA Heath 3585 12

F=4-2F1UF1 - RUS—DF7IT V-3 AAERDERICDONT
COIAICIRDREYINSFNFT :
® Real Application Security/R)>—0tzF 1T 1HEERD/ 1/ (RICDNWT

® SQL*Plus SET SECUREDCOLIY>ROfEA

Real Application SecurityRV>—DtF1UT FESRDINAICRICDONT
IRDT—AN—ZR - 1—H—(3. Real Application Security/h)>—DtF1)7 (MR %)/ (A )NATEET,
® User SYS
® EXEMPT ACCESS POLICYZZAFLMEMRZRF DT —AINR—X-1—H—
o NS —NERINZATZ 1 bOFREE

T4 F21951 - N)Z—DPREE/\(NIEEOHDATZ1INIBRZNSL. ATV bOPREE. ZOR
U =&/ AINATEET . TIAINTE FREE/ A )NREEFFIENFE A,

ATS1MEE G BURICHUTBIOE 1—Z/ERRU. 2DE1—-%REBBReal Application Security/RU
S—(CBIDHTRIEETEET,

SQL*Plus SET SECUREDCOLIY> RODfER

SQL*Plus SET SECUREDCOLIN> RT(&, FIZ2S R8I SHERZFFLBVI Y-, TF1)FT W RRABIZRNRETS
SQL*PlusOHIT, TF17RINEZRRT BDTEZNAINARTEET . TIAI M- THFAMZFEIRT B TRT DT+
AMZIETETEFT . TIAI M, OFFTT,

SILANILOEFIUTAHERIT, SET SECUREDCOLAONICERTESN TL\BIHE . IRESNIHNFFEF1UT 1 - LARILHARER
BINZITRET BSQL*PlusDHESI(F . WRIYAXENIETHFANERET IAIN M A2 ST —HCEEABNET . TN,
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ANF—-T—HBACDHBERAENET . EEATSZIIMOT - IENEHEEZZIERA.

X

SET SECUREDCOL {OFF|ON} [UNAUTH[ORIZED] text] [UNK[NOWN] text]

)54

NKSA=4 BT

ON 5| FRR I BHERDRVNI—F—(Z(Z, FHEOHMDIDCTIAI S A ST —IDT AR
(xRS, FIOTFIUT 1 - LAIDRIBRISEF. FHBEOHDDCERRIFF (2222
FRENET (B CEAEN TV EDIERNI R TRMES), 1235 —A0x8 LU,
EEFOFIEN. F2FIRTED COLUMN 1T RO TEEREINLFIEF TIEMAFNET,
FIAIKNT(E, DI R OFF T,

OFF B nFRITBAERODBRVT TV —23> - 1-H—0FHBEOHNDD, BLUFIOEF1)F(- LA

UNAUTH[ORIZED]

IV ARBARFIMEDONDDIC, NULL BN FRRENE T

FTEAMCIEOT, FIRRIDHERDRVNT TV —33> - I—H— (U T, RESNHIICR
RIBTIEANIETETEFT ., COTFAMNE. TIA MD*xxxxDHMNDDICRIRSNF T,

PIRFIFIERK 30 XFFTERDORBFTHAMAEE TEET . INLDRVTFANIL]
DIETANF T ZRZESVTFANML. IR TEOHENHDET

UNK [NOWN] FEZANCELT, TFIUTA - LALSRIARFICRRENZTF A MIEE TEES (BIICEA
SN TUWBISFEDHERSARIATAMES). COTFANE. TTALRD?2222220HDDICER
SNEY,
FIEFRERA 30 XFFTABORBFETTANHEETEET, INEDEVTFI NI
DETANET, ZZEESDTEANE. BIAF CHONEBIHDET,

i1

SET SECUREDCOL ON

SELECT empno, ename, sal FROM emp ORDER BY deptno;

ZOBDEAERDESDTT

EMPNO ENAME

7539 KING
7369 SMITH
7566 JONES
7188 SCOTT
7521 WARD
7499 ALLEN

DEPTNO SAL
10 sokekokokkokk
20 800
20 2975
20 3000
30 sokekokokokokk
30 sokskokokokokk

6 rows selected.

B2

125



SET SECUREDCOL ON UNAUTH notal lowed
SELECT empno, ename, sal FROM emp ORDER BY deptno;

COBIDEAFIROESDTT
EMPNO ENAME DEPTNO SAL

7539 KING 10 notal | owed
7369 SMITH 20 800
7566 JONES 20 2975
7788 SCOTT 20 3000
7521 WARD 30 notal | owed
7499 ALLEN 30 notal | owed

6 rows selected.

BEQUEATH CURRENT_USERE1—-0DfH

kK. Oracle DatabaseDt 1—(FFEBREIEREFRALTVET, DED, 71T 0T1T1 FIERICEEZZ(F3SQL
T2 %FITI BIHETY. RITEEROPL/SQLEEFIavadr> )23 aRITI 35 E(1C. BIEODAF—IHBLUER
EOI1-Y-NE1-OFAIBEEISKESIN. IWEANCRO>TVBO-ILAT7>I3 3> DOEITEFEAN TE 1—-OPIEE (I
A CPUBLICICERESNZ T,

RITEERETEREIERD/\WII 37> NMERZMEL T 255, Oracle Database PL/SQLEZEUT7L Y AHSIEL
TRV,

R

l —BBDFEIAH SQL T7>723>(SYS_CONTEXT () 12 USERENV ) 12&) (& BIRRDIL—ILOBISTY . ZNHDT7
223U EREEROC1-N5I-IEnNTE, BIGREOTY VT —33> - 1-Y-ORBEZERULES .

Oracle Database 12cUl)—2X1 (12.1)ARETIE. COEMFZAERK S DBEQUEATHE TE 1—%Z/ERK TEF 9 - BEQUEATH
BE PATOTATAEIAER(CRZEZZ S BSQLIF I3y FATEMEROPL/SQLIOYIS A 12k, HLUE1—
TEBINTW3Ilavalr 723 MRIEODZAF—X., BEQI-Y-BLUBREBCHR- TV O-)LzfEaExt1-Y—
DIRBENSMIEKTINEHERELETS . TN BEITTO7IVT -3 1-H DRI THEIEICI-R2ETINE
O&mBReal Application Security 7 ) —2a ([ TFEFITT,

£ 1—7%E# TBEQUEATH CURRENT_USERZ{ERLT. E1—TERENTV3. HERICEEZ (I3 EITEIER DT> I33
SHRTEDAF -, REDI-H-HBLPIREBRICBO>TVRO- 2R EE Tt 1— - DRIBNSHIR AT %5 T
%E1—%{ERULEY . CREATE OR REPLACE VIEWSX DB (3. Oracle Database SQLE:EUI7L VARSI TIZEL,

#515-7(. BEQUEATH CURRENT_USERE1—T., EATEMEROIOI S A 12y MeieBcD7 VT —23> - 1-H-DIRIE

TRITTEBLIICTB757E2RUET  USERZAUSERI DE1—-W5IBIRT BI5E . RITEERD T >3 (JUSER2DIR
IRTEENET,
E1—7EF TBEQUEATH DEFINERZ{EFAL T, E1—TSBENTW3. HEIRICLEZZIDERITEERDIT> 723> n'R

FEORAF—X, RIEOI-T-BIWHERTEEMNCBOTVS O ZE 1 - EREBORIENSHRASEIE1—ZFRLEFT .
BEQUEATHEINMETE ST TLVRLEZE . BEQUEATH DEFINERT®HSEHRENF T,

N

BEQUEATH_DEF INERE 1—(CBEQUEATH CURRENT_USERE1—A\DZBEENEFNDIHE. SIRENJE1-OERITEERDOT?
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2230 TIHRE 1 - DR & DIERMEREINE T,
{515-8I(Z, BEQUEATH DEFINERE1—(C&o T\ E1—FiEEDRIZE TR AN EITEEROTOI S A- 1=y e RITID

EHDIRFREER S 27EZRUET . USERZDUSERIDE1—NSi#IR%EITSE E1—DORITEERDT7> 723> HUSERT
DRI TEEENET

BHEIER:

VPDELUFGAR) S —TOERITEERD JUEEEEROEROZEME. Oracle Databasetz+1U7 1 -4 FMaSHg
LTLIZ&L,

f5-7 BEQUEATH CURRENT_USERE 1—0DEMETE

SQL> CONNECT USER1/USERT

Connected.

SQL>

SQL> — You first create an invoker's rights function to determine who the current SQL> — user really
is.

SQL> CREATE OR REPLACE FUNCTION CALLED_AS_USER RETURN VARCHAR2 AUTHID CURRENT_USER IS

2 BEGIN

3 RETURN SYS_CONTEXT (" USERENV', ' CURRENT_USER’) ;

4 END;

5/

Function created

SQL> — Note that you do not need to grant EXECUTE to called_as_user, because even
SQL> — BEQUEATH CURRENT_USER views do name resolution and privilege checking on
SOL> — the references present in the view body using definer’s rights

SQL> CREATE OR REPLACE VIEW BEQUEATH_INVOKER_VIEW BEQUEATH CURRENT_USER AS
2 SELECT CALLED_AS_USER FROM DUAL;
View created.

SQL> GRANT SELECT ON BEQUEATH_INVOKER_VIEW TO PUBLIC;
Grant succeeded.

SQL> CONNECT USER2/USER2
Connected.

SQL> SELECT * FROM USER1. BEQUEATH_INVOKER_VIEW:
CALLED_AS_USER

USER2

f515-8 BEQUEATH DEFINERE 1—DEEFTE

SQL> CONNECT USER1/USER1

Gonnected.

SQL>

SQL> — You first create an invoker's rights function to determine who the current SQL> — user really
is.

SQL> CREATE OR REPLACE FUNCTION CALLED_AS_USER RETURN VARCHAR2 AUTHID CURRENT_USER IS

2 BEGIN

3 RETURN SYS_CONTEXT (" USERENV', ' CURRENT_USER’) ;

4 END;

5/

Function created
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SQL> — Note that you do not need to grant EXECUTE to cal led_as_user, because even
SQL> —— BEQUEATH CURRENT_USER views do name resolution and privilege checking on
SQL> — the references present in the view body using definer's rights.

SQL> CREATE OR REPLACE VIEW BEQUEATH_DEFINER_VIEW BEQUEATH DEFINER AS
2 SELECT CALLED_AS_USER FROM DUAL;
View created.

SQL> GRANT SELECT ON BEQUEATH_DEFINER_VIEW TO PUBLIC;
Grant succeeded.

SQL> CONNECT USER2/USER2
Connected.

SQL> SELECT * FROM USER1. BEQUEATH_DEFINER_VIEW;
CALLED_AS_USER

USERT

COIEONEIIRDEBNTY: SQLIF> )23 e EAUIRE 7 TV —23> - 15 —DIFE.

SQLI7>I33 % ERUV LRSI 7IVIr—33> - 1-5—0D%E
SYS_CONTEXT () . USERENV () . XS_SYS_CONTEXT () IREDSQLI7>I> 3V (& EEREBIERDE1-HSI1-ILENIFET
b, BAREOT -3 - 1--0OREBEZIRUE T, HBACLOHTE 7IVT—2a2[EX T8RN TVWSE1-0t
F1U71-3>F7FZANBEQUEATHTONT 1 ) [CEDWTEE T 7 VT —23> - 1- Y- % REITZNENDDET
Oracle Database 12c))—21 (12.1)TEASNIOROFHLW\IT72I23> Tld, XTSEEENTLVSE 1—DBEQUEATH
JTONF1ZERBUT, 7 -3 - 1-Y-#FETEET,
® ORA_INVOKING_USER: CODI7>3a % FERI3E. 1oT7FAMREMBREINTVST —IR-Z - 1-H-D%
HINNRENE T, T7> I3 N EREERDIEFRANSEEEIEN DL, T—IN-R - AT D1 NRBEOZRIN
IRENZY , 128195 1—H—hReal Application Security7 Vo —>3> - 1-H-TH2IBE. EEIXSSUSER
MRENEY,
® ORA_INVOKING_USERID: COI7>I3a>%ERATRE. ITFAMIRIEFEREIN TV T —IN-Z - 1-H-D
#HAIF(ID)MRENE T, TP 72N ERBERDIBEFRANSIREIZNDL ., T—IN-R - ATS1I N NEE
DIDMEENFT
89 31— —hReal Application Security 7 Vr—33> - 1-H-TH3%HE. TP I3 EHT. IRT
MReal Application Security7 Vs —>3> - 1-H— (BN, EFROT—IN-R - 1-H -5 FE(EE
DB FHRENE Y,
® ORA_INVOKING_XS_USER: CDI7>02a % {ERT3E. 17+ AMIRTEEAEINTL\SReal Application
Security7 U —23> - 1-H-0&RINERENET .
EEITZ1-—T-NT—IN-R - 1-H-TH3HBE. ENILLIREN T,
® ORA_INVOKING_XS_USER_GUID: CDI7>9>a>%zERT %L, 17+ AMIRTEERENTLSReal
Application Security7 o —23> - 1-H—0:#51F(ID) RSN £,
EEITZ1I-—T-NT—IN-R - 1-H-TH3HBE. ENILLINREN T,
RO, ORA_INVOKING_USERHSLTFORA_INVOKING_XS_USERZEIVVEHE 2T —AIN—X - 1—-H—USER1ZRUET . CD
J1—H—(FReal Application Security7 U —>3> - 1—H -T2\ z&. ORA_INVOKING_XS_USERT(INULLAIREN
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ia_o

SQL> CONNECT USER1

Enter password:

Connected.

SQL> SELECT ORA_INVOKING_USER FROM DUAL;

ORA_INVOKING_USER

USERT
SQL> SELECT ORA_INVOKING_XS_USER FROM DUAL:;

ORA_INVOKING_XS_USER

BIEIEH:

® BIRDSQLITZ>I23a> B LUSYS_CONTEXTREDD I7> 33> 05 M(E. Oracle Database SQLE:EUJ7
L > 2%E8RU TIZEW,

® XS_SYS_CONTEXTJ7>%9>3>

Real Application Security: 2&DFEH

COIET(E BEANRT -4 -tF1UF1 - RIS —ZTEE I BH(C. Real Application Security DI TORLSZE£LHF
9, NI [2FUA: EZEEBEROTT1VTA ASEE(HR)TEITHBNULHRS FUABICEDIVWTVET,

COIEIC(E. FIESZE(CURNSSFUATIHASN TVRRREIZICDVWTIRET TS, ROREYINESFNET .
COIEICFRONEYINESENFT:
® EROHRIFUA: TSR

® tF+1UT(HRTEDEIT

HARDHR>FUA: ERIRY
IRDEEAZIDOVWTIRETLET
® Real Application Security®1—H—&0—-)V&VERM T BIcHDSYST—H —EL TOIEHE

o N-IBFUT7IVr—23> - 15 —DVERK

® 151 -VSABFIUACLOIER
® 7—45-tF1)F1- RIS —DIERK

® Real Application SecurityA7> 14 bOIREE

® XRDT—H-tF1U51-N)>—DEE

Real Application Security®1—Y—¢0—-)Z{ERKTIHDSYSI—Y—EULTDIER
Real Application Security®I1—H—£0-)LZ2{ER% T BIC(E. SYST—H'—EUTER I BDLEDH N EICRDET,

f515-9 SYSI—Y—-¢UTiE#:
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SQL> connect sys/é&passwd as sysdba
Connected.

O-VE&TT7IVT—>3> - 1-5—DF8k
T —ANR=Z-0-)LOVERK

F—AR—ZR-0-)LDB_EMPEAERL L. COO—IUCHBRFIERZ(GSULET . coO-)L&ERLT. 7 Vr—33>-1—
Y—(IWBRATS I MEREZFSUET.

7V —23>-0-IOVERK
7)r—23>-0-)WIADODB_EMPFT—AR—Z-0-)LOfF5

3207V —23>-0—)UDB_EMPT —AR—R - O- )L 25U T ENENHRADT IR CHREBRATS 1/ MER%
HOL3CUET,

7T —23> 1-Y-DOVERk

7T —23> - 1-H—DAUSTINZ (ITEBPIC)VERRL . 1~ —-7TUo—>3> - O—JLEMPPLOYEES KU T_ENGINEERZ S
50L&,

ZOBITIE ROLITRDFET

FE

o OJADREEEICTEDIC. AXNFOZBIEEMR TEET ., CNICLoT. I-HY—(F. SQL*Plus A®OOT (>
,’ B E (IR (CB | AR TEFT, REXE ROLSCRDET,

sqlplus DAUSTIN

BIEIEH:

7V =23 A=Y =0T —IR-Z-DJA UFE I BRI FXBIOFFM(E, BRI —23>-1-5—-75
0> bOVERRESBRU TLIZE L,

7T —23> - 1-H—SMAVRISZ (HREBPI(C)VERRL . 1—H—- 7T —>3> - O—)LEMPLOYEES LU
HR_REPRESENTATIVEZAH5ULF T

HRI—H—ADMN)>—EIRHERADMIN_ANY_SEC_POLICYDfIS
HRI—t—(CADMIN_ANY_SEC_POLICY+&fRZ{15L% T,

f515-10 DB_EMPO—I)LDYERY
SQL> create role db_emp;

Role created.
SQL> grant select, insert, update, delete on hr.employees to db_emp;

Grant succeeded.

BI5-11 —REREEEROY VI —>3>-0—LEMPLOYEEDYERK
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SQL> exec sys. xs_principal.create_role(name => "employee’, enabled => true) ;

PL/SQL procedure successful ly completed.

BI5-12 ITERPIADT TV —>3>-0—-ILIT_ENGINEERDVERK

SQL> exec sys.xs_principal.create_role(name => ' it_engineer’ , enabled => true);

PL/SQL procedure successful ly completed.

f515-13 HREBPIFAD 7 Vs —23>-0—J)VHR_REPRESENTATIVED/ERK

SOL> exec sys. xs_principal.create_role(name => "hr_representative’, enabled => true) ;
PL/SQL procedure successfully completed.

15-14 &7 —>3>-0-)ADDB_EMPT—4AR—-Z-0-IDfF5

SQL> grant db_emp to employee;

Grant succeeded.

SQL> grant db_emp to it_engineer;

Grant succeeded.

SQL> grant db_emp to hr_representative;

Grant succeeded.

B15-15 7IVr—3> - 15 —-DAUSTINDVERL

SQL> exec sys.xs_principal.create_user (name => 'daustin’, schema => "hr');
PL/SQL procedure successfully completed.

SQL> exec sys.xs_principal.set_password (' daustin’, ' password ) ;

PL/SQL procedure successful ly completed.

SOL> exec sys.xs_principal.grant_roles (' daustin’, "XSCONNECT')

PL/SQL procedure successful ly completed.

SOL> exec sys.xs_principal.grant_roles( daustin’, ’employee’);

PL/SQL procedure successful ly completed.

SOL> exec sys.xs_principal.grant_roles( daustin’, ’it_engineer’);

PL/SQL procedure successful ly completed.

#5-16 7 Ur—>3> - 1-H—-SMAVRISOVERK

SQL> exec sys.xs_principal.create_user (name => "smavris’, schema => "hr’);
PL/SQL procedure successfully completed.

SQL> exec sys.xs_principal.set_password (' smavris’, ' password ) ;

PL/SQL procedure successful ly completed
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SQL> exec sys.xs_principal.grant roles (' daustin’, "XSCONNECT'):

PL/SQL procedure successfully completed.

SOL> exec sys.xs_principal.grant_roles( smavris’, 'employee’);

PL/SQL procedure successful ly completed.

SOL> exec sys.xs_principal.grant_roles( smavris’, "hr_representative’);

PL/SQL procedure successful ly completed.

f515-17 HRI—H—-ADORJS —EIEHERADMIN_ANY_SEC _POLICYDft&5
SQL> exec sys. xs_admin_util.grant_system_privilege (" ADMIN_ANY_SEC POLICY, HR');

PL/SQL procedure successful ly completed.

tF+1YT1 - ISABELVACLOIER
TF2)71 - DSADIER
FRIERBODMLEFIYT (- I5ACEIVWTEF1UFT1- 5 ZAHR_PRIVILEGESZAFRXLF Y » HR_PRIVILEGES(C(Z.
SALARYZUAD 77 A% HI4HI S 3T UL WEBRV IEW_SALARYA'®HDE Y .
ACLOAERK
EMP_ACL. IT_ACLEELUHR_ACLO3DDACLZ/ERL T, B TEZR I D7 —7 - F1YT1 - RIS —DHERZFSLEY
ZOBITIE. ROLICRDFT
® T11h513: EMP_ACLZ/ERKL. EMPLOYEE(CSELECTHKLUVIEW _SALARYAERRZ(F5ULET
® 721h523: IT_ACLZVERLL. IT_ENGINEERICSELECTHERRZATSUF T,

® 730h533: HR_ACLZVERLL . HR_REPRESENTATIVEICKIU T, IRTORZEB DL 11— ROFRREEFZITIIZED
(DSELECT. INSERT. UPDATE. DELETEF —A—X4&BRE . SALARYFI RIS BIzDDVIEW_SALARY 7 JUr—33>
1ERZASLET,

15-18 HRPRIVStH1Y71 - U5 ADIERK

SQL> declare
2 begin
xs_security_class. create_security_class(
name => "hr_privileges’
parent_list => xs$name_list (' sys.dml’),
priv_list => xs$privilege list(xs$privilege( view salary )));
end;

/

0 N o Ol b~ W

PL/SQL procedure successful ly completed.

f515-19 ACLO{ER%: EMP_ACL. IT_ACLSLUHR_ACL

SQL> declare
2 aces xs$ace_list := xs$ace_list();
3 begin

4 aces. extend (1) ;

5

6

— EMP_ACL: This ACL grants EMPLOYEE role the privileges to view an employee’'s
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Ji == own record including SALARY column.
8 aces (1) := xs$ace_type(privilege_list => xs$name_list( select’, view_salary’),

9 principal_name => ’employee’) ;

10

11 sys. xs_ac|. create_ac| (name => "emp_acl’

12 ace_list => aces

13 sec_class => "hr_privileges’);

14

15 — [T_ACL: This ACL grants IT_ENGINEER the privilege to view the employee
16 == records in IT department, but it does not grant the VIEW_SALARY
17 == privilege that is required for access to SALARY column

18 aces (1) := xs$ace_type (privilege list => xs$name_list (' select’),

19 principal_name => ' it_engineer’);

20

21 sys. xs_ac|. create_ac| (name = "it_acl’

22 ace_list => aces

23 sec_class => "hr_privileges’);

24

25 — HR_ACL: This ACL grants HR_REPRESENTATIVE the privileges to view and update all
26 == employees’ records including SALARY column.

27 aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’, ’insert’

28 "update’, 'delete’, 'view_salary’),
29 principal_name => "hr_representative’);

30

31 sys. xs_ac|. create_ac| (hame => "hr_acl’

32 ace_list => aces

33 sec_class => "hr_privileges');

34 end;

35 /

PL/SQL procedure successful ly completed.

7—4-t*1YU51-RUS—DIERL
EMPLOYEESFR(DT —4 - ZF+ 171 - NI —ZAERRLE T . RUS —(F. SALARYSIZARFE T 23D0DT =4 - LILAFIKIE1DD
BIRIFEERLETT .
ZOBITIE ROLITRDET
® T7h523: 30077 -LILLFIHIZERLFT.
® 1T27h530: SALARYFIDZRRICVIEW_SALARY 7 U —3 3 ElRZ BRI 25IHIH 2 EZLFT .
® 1732h1'535: 3007 —4-LILAHIKIETEI#ZEZEEMPLOYEES_DST —% - t+1U71 - RUS —ZVERR L E
ED
FRNDT—5-ZF1Y71- RIS —DEHA
EMPLOYEESZRICT —4- £+ 1T (- RIS —ZBALFT .
#15-20 EMPLOYEES_DST —4- 417 - /K> —DFERK

SQL> declare
2 realms xs$realm constraint_list := xs$realm constraint_list();
cols xs$column_constraint_list := xs$column_constraint_list();
begin
realms. extend (3) ;

3
4
5
6
Ji — Realm #1: Only the employee’s own record.

8 == EMPLOYEE role can view the realm including SALARY column.
9 realms (1) := xs$realm_constraint_type (
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10 realm => "email| = xs_sys_context (' xs$session’’,’ ' username ')’

11 acl_list => xs$name_list (' emp_acl’));

12

13 —— Realm #2: The records in the IT department.

14 == IT_ENGINEER role can view the realm excluding SALARY column
15 realms (2) := xs$realm_constraint_type (

16 realm => "department_id = 60’

17 acl_list => xs$name_list( it_acl’));

18

19 — Realm #3: All the records.

20 == HR_REPRESENTATIVE role can view and update the realm including SALARY column.
21 realms (3) := xs$realm_constraint_type (

22 realm ='1=1

23 acl_list => xs$name_list (" hr_acl’));

24

25 — Column constraint protects SALARY column by requiring VIEW_SALARY

26 — privilege

27 cols. extend(1) ;
28 cols (1) := xs$column_constraint_type (

29 column_list => xs$list( salary’),

30 privilege => "view_salary’);

31

32 sys. xs_data_security. create_policy (

33 name => 'employees_ds’
34 realm_constraint_list => realms,

35 column_constraint_list => cols);

36 end;

37 /

PL/SQL procedure successfully completed.

f515-21 EMPLOYEESZRADEMPLOYEES_DSt+1U7 (- RS —0DiE

SQL> begin
2 sys. xs_data_security. apply_object_policy (

3 policy => "employees_ds’
4 schema => "hr’

5 object =>"employees’) ;
6 end;

17/

PL/SQL procedure successful ly completed.

Real Application SecurityA7'S 19 MRS

CN5MReal Application Security A7 19 MAERRUTZAE T, CNSZIREEL TINTIELHBRREN TWVB L2 ERRL
¥9,

f515-22 Real Application SecurityA7>14 MORREE

SQL> set serveroutput on;
SQL> begin
2 if (xs_diag.validate workspace()) then

3 dbms_output. put_line C All configurations are correct.’);

4 else

5 dbms_output. put_I ine (" Some configurations are incorrect.’);
6 end if;

7 end;

8 /

All configurations are correct.
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PL/SQL procedure successful ly completed.

SQL> — XS$VALIDATION_TABLE contains validation errors if any.
SQL> — Expect no rows selected.
SOL> select * from xs$validation_table order by 1, 2, 3, 4;

no rows selected

ROT—5-2F21V71 - RKUS— DI
515-23(C. ZRHR. ENPLOYEESDF—4 - £+ 1UT 1% BT BRI MIRIFERLET .

#l5-23 ROFT—H-F1Y71 - RIS —DEHL

BEGIN
SYS. XS_DATA_SECURITY. DISABLE_OBJECT_POLICY (policy => 'EMPLOYEES_DS', schema => "HR', object =>
"EMPLOYEES') ;
END;
/

t+1YF HRTEDRIT
tF1UFHRFEFBEOOSE TEITENFT,
o BHICTIVr~3> - 1—H—DAUSTINEL TEIEOI AV EFITUTHS, 7T —33> - 1-H—SMAVRISEL T
FTLET.
EEBMBES, 1Y —HHR. ENPLOYEESTRICKIL TRISEESRITL. B LI RESALARYFIC7IEALT

FRCEBINENERUES , COTEDFRBAE. [EEOT A2 EALEF1VT(HRTEDEITIZBRU T
Z&u,

® Real Application Securitytzya>(GEFELE T
CDTETI(L. Real Application SecurityBIBE (L. EfEI 27T —23> - 1-H—(CUTReal

Application Securitytzy>a>z{ERkUET . COTEDERBAIL. Real Application Securitytzy= 3> (JiEfE
SNctF 17 HRTEDETZSIRU TUZAL,

AF—¥-ULAIDReal Application SecurityRUS—E(CDWNT

BIUZAF—YAH k2 BT TVr—33>24K(CES. Real Application SecurityRUS —BIEEADAF—T - LAIE
FROMIEZSRBALE T,

Oracle Database 12cUl)—2Z2 (12.2)H5. Real Application SecuritylC(EAF—Y - LANJUERMBINENEUE,
NI TRUS —BIBE(L. 27 TVT -3 AT 5ENEAF—YBLUEEN)S — @8 FIEE(CDH . RIS —%/E
B BEFBLIGEATERLICRDFEUR. 208D, BILAF—YANCHDIEERZ BV TVT—2a> 24K T, RS —Z4EBIIC
BIEBLUBEITERLSICRDET , FT7TVT -3 MO EORF - TEITINTVWSISIR-IDE1-FT1>7 -2 F
DA COESBR)S —BEOLANIHNRBRTT, S5(C. RIS —EBEFNEOREAROE 2 D7 VT—23>07 —
B F1U71 NS -2 BB LPER TERUNLEENDZLIICRDET,

AF =X LNLOT =5 tF1)71 - NS —EIROFIR
AF =X -LNIVOT —5-2F2)71 - NS —EIRE KR T 200 ROMEENENB LUEENFUL,

® GRANT_SYSTEM_PRIVILEGEZ OS> —+¢REVOKE_SYSTEM_PRIVILEGEDOS —Sv (. schema/\SX—ADiBANIC
JOTHEBEMIEREN  ROIBX(TRI LIIC FTFEDAF—XDT—AIN-Z - I-F-F @7V —-23>- 1~
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H'—(CReal Application Security/ERZ{F5HLUVBUVEL TERLICRDEUR,
XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (

priv_name IN VARCHAR2,

user_name IN VARCHAR2,

user_type IN PLS_INTEGER := XS_ADMIN_UTIL. PTYPE_DB,
schema IN VARCHAR?) ;

XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (

priv_name IN VARCHAR2,

user_name IN VARCHAR2,

user_type IN PLS_INTEGER := XS_ADMIN_UTIL. PTYPE_DB,
schema IN VARCHAR?) ;

CCC. schema/\SX—AIHERNMIEENZAF - TI ., TDIHERNI AT MER TH 35S, fB(ENULLTY,

® t31UF¢-/5ZXADMIN_SEC_POLICYHEBRANN)S —EI®(Create, Read, Update, and Delete)##2{/FTDX
F—NCHUTERTERLSCHLERENEUIZ, D8, RIS —EIRE (FADMIN_SEC_POLICYAEFRZHFEDR
F—XOI1-H—(MF5L. FE5ENEAF YA TRIS — - T—T1 T MEIBL., EBRIO7 ) T—>a> IR
S—EBIRMERATEET ., COMBEILROFZER2Z(TDAPIIC(E. Real Application Security&I2E/\wor—>
(DXS_ACL. XS_DATA_SECURITYSLUXS_SECURITY_CLASSH'ZENE T

o NS —BIREN HB7 VT -2 O 5ENTAF YNNI —%Z58F1 I 3D, W) —i8HI FHOEFRLL
327 - F1)71 -5 ZXAPPLY_SEC_POLICYHERRNNEMENELIZ. T—7 - T+ 21T - RIS —D5RFIFT(C, IR

OF—45-TFIIFAAPINFIVIENFT.
® XS_DATA_SECURITY. APPLY_OBJECT_POLICY

® XS_DATA_SECURITY. REMOVE_OBJECT_POLICY
® XS_DATA_SECURITY. ENABLE_OBJECT_POLICY
® XS_DATA_SECURITY. DISABLE_OBJECT_POLICY

773> AUDIT_GRANT_PRIVILEGE TGRANT_SYSTEM_PRIVILEGETOS —S+DESENEITENET

°
B

77
& 773> AUDIT_REVOKE_PRIVILEGE CREVOKE_SYSTEM_PRIVILEGEZOS —vDESENEITEINET,

°
By

® FiLL\T—%-714933FY-E1—DBA_XS_PRIVILEGE_GRANTSHMENNEN., T —AN—ZAD IR TNDReal
Applicaton Security> 27 AFKIZ(ERAF - - LNVOIERFT SHERRENET

® 5[, ROE1—-MEMENFUIZ, ALL_XS_SECURITY_CLASSES. ALL_XS_SECURITY_CLASS_DEP,
ALL_XS_PRIVILEGES. ALL_XS_IMPLIED_PRIVILEGES. ALL_XS_ACLS. ALL_XS_ACES.
ALL_XS_POLICIES. ALL_XS_REALM_CONSTRAINTS. ALL_XS_INHERITED_REALMS,
ALL _XS_ACL_PARAMETERS. ALL_XS_COLUMN_CONSTRAINTS.
ALL_XS_APPLIED_POLICIES,. DBA_XS_PRIVILEGE_GRANTS

COBECIRDOREYINEENFT: AF—X - LALDOT =45 - tF1)71 RS — DR ES LUBEL

AF—=N-LADT—5 - F1UT1 - RUS—DRES SV ML

2207V -2 ERERICAF Y- LALOT —5 - tF 1074 - RIS~ EELTEME T BIPECOVTHIALET.
ROBITIE, 200777 >3 BIREMIAF - LANOT—5- 227 RIS —ERELTEMEL, 20088

BRF—VEEETBITECOVTHIALET, 20, T—5- F1UT(- RIS —ZEHEL, TN502007 T - 3>

BIEEI-Y-N53RT LMERZEDE I /5EZRUET
7V -2 EREI-Y-%ERL. RERO-IVZNH5LET.

EXEC SYS. XS_PRINCIPAL. CREATE_USER (NAME => "app_admin_user1’, SCHEMA => "HR');
136



EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" app_admin_user1’, " PASSWORD ) ;
EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_admin_user1’, " XSCONNECT") ;

EXEC SYS. XS_PRINCIPAL. CREATE_USER (NAME => "app_admin_user2’, SCHEMA => "SH');
EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" app_admin_user2’, " PASSWORD ) ;
EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" app_admin_user2’, " XSCONNECT") ;

SYSFEIe(FT—H—(CL>TATESENIZGRANT ANY PRIVILEGEDW\INODIERR(TS%3F DReal Application Security&
BEN, SZAFLEBRADMIN_SEC_POLICYEAPPLY_SEC_POLICY%. HRESHDRAF—Y(CW G 2R 7 ) —3 3> E1EE
1-H—-T&3Real Application Security 1—H—PTYPE_XS(CAT5ULFT,

EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" ADMIN_SEC_POLICY", "app_admin_user1’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "HR");

EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" APPLY_SEC_POLICY', "app_admin_user1’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "HR");

EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" ADMIN_SEC_POLICY', 'app_admin_user2’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "SH);

EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" APPLY_SEC_POLICY', "app_admin_user2’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "SH);

RIS, NS —BIRENBNOATSII MRS %7 TV -2 3> O EORISERL. BIMELEFT, L X (S
EMPLOYEERFE DT —%4 - T+ 1U7 1 - RUS—EMPLOYEES_DSZAERR I 34l(d. HRTE- RVUT N T—4-zF1U71 - RU>—
DYERICOVTIZBERU TS W, FERRUIES NS —EIRE(FHRAF —YOEMPLOYEESZR(CT —4- £+ 1T - NS —
EMPLOYEES_DSZi@EFRLE Y,

BEGIN
SYS. XS_DATA_SECURITY. ENABLE_OBJECT_POLICY (policy =>" EMPLOYEES_DS’,
schema=>" hr’
object=>"employees’) ;
END;
/
BEGIN
SYS. XS_DATA_SECURITY. ENABLE_OBJEGT_POLICY (policy =>" CUSTOMERS_DS’,
schema=>" sh’
object=>' customers’) ;
END;
/

T=9-tF1V71 - RUS—DEMEL 1T - DS AT AHERDEGEL

7421071 - RIS~ LI~ DS AT IMERZEDH S A OV THRIALEY .

T =5 F1U7 (- RIS —ZEIMEL 1~ DS RT MERZEDE S /57%

HRZ+—< DEMPLOYEESZROEMPLOYEES_DST—%- 171 - RS —ZEIME T BIC(E. RS —BBENRERITUET.

BEGIN
SYS. XS_DATA_SECURITY. DISABLE_OBJEGT_POLICY (policy =>" EMPLOYEES_DS’ ,
schema=>" hr’
object=>"employees’) ;
END;
/

SHRF—<DCUSTOMERSZRMCUSTOMERS_DST —4 - 4171 - RS —Z I E T B(C(S, RS —BERENRERITLET.
137



BEGIN
SYS. XS_DATA_SECURITY. DISABLE_OBJEGT_POLICY (policy =>" CUSTOMERS_DS’
schema=>" sh’,
object=>" customers’) ;
END;
/

O—Jbpolicy_admin_roleMSTFAL(BUO-ILHENEESNTUVSBORI S —EIBENFIEI D RIEEEN G I28) T
T)r—33>  EBE ] —Y—app_admin_user1&app_admin_user20> 27 AMERZEDHE I (C(F. RICTRI LIIC, SYSIE
PREZIEI—H—(CL>TIISEIZGRANT ANY PRIVILEGEMEBRDUL\S N AHERFDOReal Application Security&EIE&EH,
J1—Y—app_admin_user1&app_admin_user2d> X5 /\+&#PEADMIN_SEC_POLICYEAPPLY_SEC_POLICYZEXDHUZEY
EXEC SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" APPLY_SEC_POLICY', "app_admin_userl’,

SYS. XS_ADMIN_UTIL. PTYPE_XS, "HR');

EXEC SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" ADMIN_SEC_POLICY', "app_admin_user1’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "HR);

EXEC SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" APPLY_SEC_POLICY', 'app_admin_user2’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "SH');
EXEC SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" ADMIN_SEC_POLICY', "app_admin_user2’
SYS. XS_ADMIN_UTIL. PTYPE_XS, "SH');
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6 Java72JUs—33>TMDReal Application Security
D{EF

COETI(L, Java7Z )r—23>TReal Application SecurityZ{FEI3755E(CDWTEREALET . COEDIERK(L. R
DEBNTT,

o FRIEDHHAEICDONT

® Real Application Securitytzy>a>NOEIE(COWVT

® Java APIZ(ERULE7 IV r—33> - 1—-H—05%;

® ACLEERULIY VT —23> - 1—HY—D5Ra[cDV\T

o AEBEIENI-XT—X: JavaTDERE

fhEEQ#HIMEICONT

XSSessionManager 75 A&, v2a>D34 T - B4 =EBIBLE T, v a ek, G, E|Z T, EEARRRO LU
ZIIAVYRZIRMHUE T, T 1 7IT1ET12EITIIAVYREIRBELUET,

COEITE. ATOREYICDOVWTERBALET
® FREERE—RCDWT

® getSessionManagerXVyROERE

o FRIEFvvS 158TEDNDEE(CDNT

EERERE— FCOWT
1 DO BB E— R ERTEED,

® TAA)WFY-E—R - TAR)WFIEFR Ty 3> YRSy Z2EUSLET
T4 ZA\YFv - E—RTlE, TA4R)WFv - I-H— (L33 BIEH LUF vy 1 PO ADERNNRETY , 7 -3
> A—-H—(C(F, v a3 FrEF vy EREAETYT, 2D0FBHIER BT —IN—X-0—)bxs_session_admind L
Uxs_cache_adminzT 4/ ) \WFv (A5 TEET,
X IVFTAORZN-TS5HF74 TG 7TV —23> - 15— ([CR/INEDERZ (IS5 T INENHD 8. FREBHEAKIC(E
FTARA)WFv - E—RaBBEHLET .

getSessionManagerAYvy RO{EARAE

FREEEAE— RCOWVWTTEHRALZRRIEBRRE— MR Ty a> - YR =Sy ZEUS I 2757 EN 1 DHDET .

® T(R)\WFv-1—H—DIEmFE(HEGEOT- I EELFT ., COSETE. REBRIERNT1R/\vwFr(lft5En
9, 2D0FBRIERFTT—IR—Z-0-Jlxs_session_admindLUxs_cache_admin&T 42/ \wFy- 1—H—(C
F5T2HENIGDET . T4 WFv - 1-H—(&, BIZ0J A>Real Application Security 1-H—T79,

TAANYFv - = RZERLUT. Y23 NR—SvD1 > AFVA%ZEUS I B2 ET. Real Application SecuritydfE/E
ZFIATEE I (16-1%2Z8]), XSSessionManager 75 XMgetSessionManager XYy R(KF)2ERLT. ty23r-¥
R=SvDA VR AZEEUET . COXVYR(E, BE—DIEHEI(3EFDT— )L 2 AU TReal Application

Securityttwsa> ¥R —SvEFIEAELE T . getSessionManager XYy RDI1—)L7TlC(E. Java Authentication and
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Authorization Service (JAAS)&EPREXSSecur ityPermission(”initSecurityManager”) " ETY,
TY23a> -NR—SrDOER

Real Application Securityty>a> - Yx—Jv(d. #Z#DReal Application Security7 Vo —23> - 1-H—(Ch
DO TV A ARFZFR R I DAFHEL - — DIEH CHIRAMEENF T, Ty3a> -NR—Sv(C Yy SRR ERN D5 S
Y23y RE=SYOTFOEZT7 VI —23> - 1-Y- L3y 3 ARFERGEAE T, 7Vr—23> - 1--0tya>
BRIEFEBEINZN-T1EUTEITTEET, 23> ¥R =Sy B I3y AR 28R I 3128,
createSessiond&UattachToSess i ontEPRZAZ#EMReal Application Security 7 U —33> - 1-H—(CEEHFS
FRINEFHDEB A 2OV - NR—SYICIROMERNMHETT,

o TRENF vy 1dnlcT —4%=EIE I 3zshDReal Application SecurityT—IN—X - ATS1I MER.

® 7w 3> -¥R—v¥hHReal Application Security7Us—23> - 1-H-BLUNEP 1 - (Chho Ty 3
DERAERRETE(REAE I 2Dy 3 - A TH (I EIRIER.,

tyia> ¥R —voo-)L
w3 NR—Svhiitryay - YR — v OER CRUIAERRZIF DIEH(C(E. RO2D00-ILHMETY,

® RDIERZFF DT —HN—X-0—)lxs_cache_admin,
® Real Application SecurityI> T4 F{ DB EEBLUAIT —IDEIRAZITIHEIR
® T —XHAFHNI—REEITIBIHDIER
® ADMIN_SESSION#EPR#Z¥FDReal Application Securityd—JLxs_session_admin
INBOO-IUES AT ATERIEREINTVET .
Bl6-1 B—iEREEAL UJava Ty ay -NR—Sv D1 VR AZBUS S 3 755%

static XSSessionManager manager;

static Connection dispatcherConn = null;
int cacheMaxIdleTime=30;

int cacheMaxsize=2048000;

String host;

String port;

String sid;

dispatcherConn = DriverManager. getConnection(” jdbc:oracle:thin:@” + host + “:” + port + ":” + sid,
dispatcherUser, dispatcherPassword) ;

manager = XSSessionManager. getSessionManager (dispatcherConn, cacheMaxIdleTime, cacheMaxsize);

PEIEFrYI1IREDZEE(CDNT

A -NR—=v(d FIEA{EEN 3L ACLY Security 7 SRIBERBRED—EBDT —FDFry> aADBINZERIALET .
CDFvy>1-T—-AIBFIATEET, Ty il BTEETEZT IAINRE CTHIRALENET.,

COEITE LFOREYI(COWTEREALE T

® ATV 174 RIEFRIDERTEICDOVNT

® HEAFYYI1-HAADEFEICDNT

® ATV 174 RIEFRIOEISICDONT

® FEAFvYI1-HAADEUS(C DT
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® Ty ahsmI>NDHEIBRICDNT

® Ty a1MEZEICDNT

mAFTYS1- 74 RIVEFRIDFETEICDIUT
BAFrYS 174 RVEERI#STET BIC(F. XSSessionManager75AMsetCacheMaxIdleT imeXWy RafERLET.,
setCacheMaxIdleTimeXVUw (&, FvvS INEFRL TrEHE CEIRARFB(7) 2R ELET.

FrySahBAT ST MOTTYF HEkI TS, XSSessionManagerhisetCacheMax1d|eTimeXVy RTEEESNIAELREIUHEA
E(ChlzoTupdateCache XYy RZI— LU TVRWVEE(E. AT 1/ MR T HilCupdateCache XYy RVG&HIHY (CHEENE
NT. Frv2 1dNEIRTOATS 1T MEIBRI THHEN RSN ET . setCacheMaxIdleTimexXVyROI—IL7T(C(E.
JAASHEBRXSSecur i tyPermission (“setCacheMaxIdleTime”) MAETY,

BAFTYI1- YA XDEREICDONT
BATvYI1-HA X %ETET BT, XSSessionManager 75 AMsetCacheMaxSizeXVy RaERALFET . COXAVYRIE,
FREBOF vy 10HA X%/ TELUET .

Frw2 10T IAN N4 X(E10MBTY, &/ \Fvrv>1- HA X (F1IMBTY, setCacheMaxSizeXVyROI—)L7Tlc(d.
JAASHEBEXSSecur i tyPermission (“setCacheMaxSize”) WAHETY,

BAFrY>1- 74 RIVEREIOEGICOWNT

BAFrYI 174 RVEERIZEE I 3(C(3. XSSessionManager 75 AMgetCacheMax1dleTimeXVy RafERALET ., 2D
AVYR(E, FvvS 1%2EH I BzdHDupdateCache I—ILAF vy 1L TITONRVRARBE (9)2RUET .
getCachemaxIdleTimeXVwRDI—)L7T(llE. JAASHEBRXSSecur i tyPermission (“getCacheMaxIdleTime”) MHET
9,

BAFYI1- YA XOHISICOWNT
BAFrYS1- YA X HES T B(C(d. XSSessionManager 75 AMgetCacheMaxSizeXVy RaERLFET ., COXVYR(E,

FrvI1DEAYA X%IN\1 MBI TRUEY . getCacheMaxSizeXVyROI—)L7t(C(E. JAASIERR
XSSecurityPermission("getCacheMaxSize" ) ' ETY,

Ftry>ans5DI> NIDHIBRICOWT

Frv2ans Iy MZHIBRS 3(1CE FryS 1BIBRT IV IUZXLDKEARLANILEEBERENET . KAARLANILE, T—
ANHIBRENBRICKE) — - F vy 27T DV BEDH B ZRELF T Ty 1- YA AW EKAARSETBE.
Frv aHIBRT I IV LI T, FrvS 1 YA AMEKAARISET DFTI> MDEIBRENE T .

COIAT(E. Fry2 15> MZHIBRS BIDDROT7ITAETA(COVWTERBALET .

® KAMZDEHTEICDNT

® S/KAMZEDEUS(CDOWNT

o {E/KAMZDEUS(CDWNT

IKBIEDERTEICDONT
IKPAAERESTE T BIC(3. XSSessionManager 75 AMDsetWaterMark XYy Ra{ERALFE I, setWaterMark XYy ROI—)L 7t
(C(Z. JAASHEPRXSSecur i tyPermission (“setWaterMark™) "AETY,

BKAZEDOHUSICOWVT
F v 10EKAAER VST B(TIE. XSSessionManager 75 AMgetHighWaterMark Xy Ra{ERLFET .
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{BKBIEDHISICONT
Frv> 10EKAAER VST B(ZIE. XSSessionManager 75 ZAMgetLowWaterMark Xy Ra{EHELFE T,

FrvSa1DIUTPICDONT
FRABH ST v 17BARMICH) 7 BIC(E. XSSessionManager 75 AMc | earCache XYy REFERALFET . COAVY R,

RN HEF v 1B RNV TUET . clearCacheXVyRMI—)Lrt(l(d. JAASIER
XSSecur ityPermission (“clearCache”) "AETT,

Real Application Securitytzy>a>O&EE(CDOUT
ZOETE. BFORNYICONTHIALET,

® Real Application Security1—H—-twa>OVER

o 7\ —33> -ty 3 miEsk

® 7JVr—23>-1-Y-DELTELFNEZ

® Real Application Security77)F—<3>-0-ILOBERME

® 73> - 1—H—UTOR—LAAR-IRIEDEITICONT

o ZOADtYS I BB IT(ETADEITICDONT

o 7 r—33> -ty a OEfEEER

® Real Application Security7JUs—>3> - 2w as OlgE

Real Application Securityl—H—-t&v>3> DR

Real Application Security 1—H—-twa> (fe& X (E1—H— Iwuser (L33 lws)Z/ER T (I3,
XSSessionManager 75 AMcreateSessionXVy RefERALE T (16-2%ZS88). createSessionXVyR(KZF)(E. 87E
UTEINGA=AZBL T ==Ly a2 ER UE TS - CORMEZEITI B ET —IN-2DFV> RN TR ETY
E{Real Application Security 77U —3> - 2y2a>#ERR S (3. XSSess ionManager 75 AM
createAnonymousSessionXVy RE(EALET . COYS > O7 T —a  FBRIERBOEZ 1Y -THdlsh.
DAVYRICI—H—= - GA=FEEENE B A

EEBMOXYYRE, CookietRh—LAAR-ADERETR-MFT .

CookiezfEFRLT. CookiefBNMEEENZH YA hiESIN2E T, FTHRIC/ERENzReal Application Security
TIVT—23> -2y a ZfFBROI-IIV THBITEED,

INIA=BELTEEINDZR—LAAR—ZEFERUT, Y3 adlf—LAAR-2 B TEFT, sHll(E, tya>y - 1-H—&u
TOF—LAR=ZIRVEDFEITIONTESIRU TZE,

Oy =B I EMCHFEDT Nr—23> - 1-J-2BEIHTTEET, COBE. ERI1-H-0tyIasniREn—
BRI EARIFEINTVE T, 3EME. 7JVT—2a> - 1 -5 —-0EIH TEFUEZESIBU TS,

f5l6-2 JavaThReal Application Securityttya>OIER 5%

Session lws = null;

static XSSessionManager manager;
static Connection IwsConn = null;
static String user = “lwuser”;
String cookie="nst”;
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Iws = manager. createSession(lwsConn, user, cookie, null);

7IVr—33>y-tv3aymiEsE

TV —23> -y a miEitd 33, XSSessionManager 75 AMattachSessionXVy REERALET (l6-3%2S08).
attachSessionXVYwR(AZF)(d. IDBCIER &g ESNTZReal Application Security 7 U —33> w33 - ATt
DNSEFELET . BNV VT —23> - O- OB EE(EEM L., Ty as0R— ARR—ZDVERS USRI E DS
EBTVET,

16-4IR T £IIC. IDFzIFCookieZ FRAL Ty av B G I 2B TEE Y. CookieZERAUIL YA DEEDR!

OB, 517-22SBBU THEE N,
f516-3 JavaTmReal Application Securitytzy> 3> 0i&EfE5E

Session Iws = null;

static Connection IwsConn = null;

static XSSessionManager manager;

static String user = “lwuser”;

String cookie = “Iwscookie”;

List <String> edynamicRoles = new ArrayList <String>( ;
edynamicRoles. add (“EDYNROLEOO1”) ;
edynamicRoles. add ("EDYNROLE002”) ;

List <String> ddynamicRoles = new ArrayList <String> () ;
ddynamicRoles. add (“DDYNROLEOO1”) ;
ddynamicRoles. add (“DDYNROLE002”) ;

Iws = manager. createSession (lwsConn, user, cookie, null);
manager. attachSession (IwsConn, Iws, edynamicRoles, ddynamicRoles, null, new
Timestamp (System. currentTimeMillis()));

#l6-4 CookieZfERU CEREI 37704

Session lws = null;
static Connection lwsConn = null;
static XSSessionManager manager ;

lws = manager. attachSessionByCookie (IwsConn, “myCookie”, null, null, null, null, null);

PIVT—23>-1-Y—- DY TILBIEZ

Bty asiedimaild. BTHO7VT—33> - I- Y- ([CHEIHETTEFY, £ ty2ao g TicrVr—33

> 1-HY-(CBIDHTENTUVRIBER. ty3a z2Rln7 Vs —23> - 1- - (DB X2ENTEET . 5501550,
TIr—23> - 1-5—%ZI0HTRINIDEZZF0C. Ty arMEEEINTOSZHENHDFT,

PRIOERZ 7TV —23> - 1-H—(CaFI%ZEIDH T3(C(E. XSSessionManager752MassignUser Xy RE(ERELES
(Bl6-5%Z88), assignUser XYY R(KF) (&, y2a> - IO7FANI-Y-BLUO-IV) % Iwuser REDFFEND I~
H—(CEBUFIN, BIFOR—LARR-ZZIFIFLE T attachSessionXVyREBUFSET. FEDNENIO-ILHB LY
FZ=LAR=Z N\SA=ATRABFICEYS I EEEIILETEET, BERYIaVEMEE. Blod-)L =B THIBRENG
WHEDBNRERITRDET

twiay - 1-J-#ZadE 1 - —(BEZ TERVW)DISEINZFI{TE1-Y—(CEEIBIC(L. SessionATZ17bD
switchUser XUy RZERALET.

Ty 3> OBFERFCEID B TONEIN 7 VT — 23> - O- V2 RFF I DU TAMIERICIR0FT . BRIV —33>-
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0=V 7 VT —23> - -5 -0 7TV —23> -0-)L - UANMCEEEN DB SICOH FTRR 7 )r—23>-
1-Y—-(CHUTUREFINE T, BEtyavEHE. Ty aBHEIAMUZY MENBRUNEDBRBER(CBDFTT.

ZOXVYR(E TYy2a> - DD FFANA-Y-BLU0-) 25—y b - —(CEBULFI N O-ILOZEDOFEHE.
[RIEQT7IVT—23> - w23 0BIO7 )T —23> - - —AQIRIEQT7 IV —23> - 15 -0ONEZ 12508). T
TAWKTIIBIFEOR— ARR-RZFRFLER Ao BIFOR—LAR-2AZRIFI 215 E (L. SessionAT 17D
switchUserKeepStateXVyRa{ERATEEY, attachSessionXVyREFUSET. FFEDEIFIO-ILHLUPR—LAR—
2 NGA=ATEBFICEYS A 2EE IR LD TEET,

Bl6-6(C, PIVr—33> - I—H—% lwuser h'5 lwuser 1(CHIDEE 2 375352 R~UF T . switchUser XV R AKFETREN
TWEY,

516-5 JavaTrZ I Ur—33> - 1-H—%tw3I 3 (CBIDY T3 5%

Session lws = null;
static XSSessionManager manager;
static String user = “lwuser”;

manager. assignUser (Iws, user, null, null, null, new Timestamp (System. currentTimeMillis()));

Bl6-6 JavaTty>a 07 Vs—33> - 1-Y-24I0&22375%

Session Iws = null;

Vector<String> |istOfNamespaces;

static String user = “lwuser”;

List<String> nslistl = new ArrayList<String> () ;

manager. assignUser (Iws, user, nslistl, nslist2, nslist3, new Timestamp (System. currentTimeMillis()));

Iws. switchUser (" Iwuser1”, | i stOfNamespaces) ;

Real Application Security7Z2'Us—33>-0-)IOBEZE

Real Application Security7 )4 —23>-0-JU(&. Real Application Security7 o —>3> - 1-H—F(3BID
Real Application Security7 U —23>-0—-)UCDH TS5 TE30-)L T, Real Application Security 77U —
23> -0-)UE T—IR=Z - 0-)V&BU T 58N3T —IN-RIERTY . T —IN—RIERITT —HR—Z -O0—)U AT
5an. 7-4AX-Z-0-J)llFReal Application Security 7)o —<3>-0-JUfF52NET . Real Application
Security7 -3 - 1-H-BLU7TVr—23> - 0-)LOsEME. [TU>2)0UL: I-5-8L00-)L 1#SRBUL T
FZ&L,

COIETIE, 7V5—33> - O—IUEERHIBN TVWBIRDIRECDWTERBALEY

® Real Application Security77Us—>3>-0-)LOBERE

® Real Application Security 7)o —<3>-0-ILOERME

® Real Application Security 77U —>3> - O-)LABEINESH DHEER

Real Application Security72’Us—->3>-0-)IOEZE

I3 OREO T IV -3 - 1-H—(F5ENTLVBReal Application Security 7)o —23> -0-)L2BRICT
3(C(E. Sessionf>AT1—ADenableRolexXVy REFERALFY (4l6-72508),
BEOTIr—23>-0-)VHMRIEEMNCROTUVSISE. enableRoleXVyR(AF)DIRIEHDFR A COREC(E
F=AR=ADTI> RN THRETT,

f516-7 JavaTReal Application Security7 Vo —23> -0-I2BXNCT25%
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static Session lws;
static Roles r1;

r1=new Role ("HROLE1”, null,0) ;
Iws. enableRole(r1);

Real Application Security72’'Us—33> -0-)LOEZHE

v OIREDT V-3 - 1-H— (58N TL3Real Application Security77Us—23> -0-)L2BHICT
BIC(&. Session{>AI1—AMdisableRoleXVyRefRALE S (H16-8%S8R) . CORIE(CIT—IR=IDITV> Ry
THAETY ., disableRoleXVYRFAFTREINTVET,

f516-8 JavaTReal Application Security7 Vs —>3> -0- ) 28T 25

static Session lws;
static Roles r1;

r1=new Role ("HROLE1”, null,0) ;
Iws. enableRole(r1) ;

Iws. disableRole (r1) ;

Real Application Security72Vs—33> -0-IVHEZHESH OHESR
BESNET7IVI—33>-0-)Lh'Real Application Security7 U —23> -2y 3> TERICROTOWIHNEIHEZTR
NI B((E. Sessiond>ATI1—ADisRoleEnabled XYy RafERALET (16-9%ZER), isRoleEnabled XYY RIEKFT
RSNTVET,

COAVY RICBEHEAT BN TUVNST —IR—IREFIHDFER A COXVYRET—)L I B(C(FadministerSession Real
Application Security 7 Vo —> 3 AEBRNKRETY,

f16-9 JavaTReal Application Security 77U —>3> -O—-)LH BRI TVIHNEINETANS 2755%
static Session lws;

Iws. enableRole ("HROLE1™) ;

boolean b = |ws. isRoleEnabled (“HROLE1”) ;

Y23y - 1-Y—EUTOR—AAR—-RBEDEITICONT

Z=LAR=A(&, TY23> - FFZANDEBIBEDIIN T TS, 7TVT—aUd 2= LAR-RZERLT. 7TV —
SAVTERINBIELBEORTZIZINLE T IREDO YA - 1Y —(J3 (R—LRR-RICFTD)
MODIFY_NAMESPACES LU (JBIHE(CKI T 5) MODIFY_ATTRIBUTEZ T —SaAERNMMHE T I o R— ARR—ADFHM(E.
[R—LAR=RZ T T — MfER LR — ARR—ZADVERRIC OV T IZSBRU TLZEL),

COIATE ROTITAETADRITIELCOVWTERIALFET .
® X—LAR—ZADVERK

® X—/LhAR—-ZDHIR
® X—LhAR—ZADIZERAIAERL
0 X—LhAR-ZABEMOFERGECDONT
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=L ANR—ADVERL

JavaTAR—LAR-2Z{ER T BIC(&. Session{>FT1—ADcreateNamespace XUy RzEALFET (H16-10%2S58R),
createNamespace XYy R(KF)(E. ZAINMEEULZRIE—ET 2R —LAR-Z T TU— N~ RF21 X MeERULT.
FLWWEYS 3> - K= LAR=ZAEVERRLET . IRV N\ RIATI T — b RFIXD NTIBESNTVRIHA(L. I8ESN
AR )\ RS, 2072 T — MERUTERSNIEINTOR—ARR—-A(SEHAENEY,

-
l BIDIETERBALE createSession H&Uf attachSession XYW RICR—AZAR—ZAZZINGA—HELTET

»
EICED R=LAAR-RAZERR T BEETEFT,

16-10 JavaTOR—LAR—ADIERSTTIE

Session Iws = null;

SessionNamespace ns = |ws. createNamespace (“TESTNS1”) ;

F—hAAR—ADHIFF

JavaTR—LAR—AZHIBRI B[S, Sessiond>ATI1—ANDde | eteNamespaceXVy Rz{FERAULET (F16-11%258R),
deleteNamespace XV R(KF) (&, Ty ashbRk—LAR-AZHIBRLE T,

f516-11 JavaTOR—LAR=ADHIBRSE
Session lws = null;

SessionNamespace ns = |ws. createNamespace (“TESTNS1”) ;

Iws. de| eteNamespace (“TESTNS1”) ;

F—HAANR—ZADHEERE IR VERY

Y33  R— AAR—AERITR—L©AR—R - ATS 1/ MeBEERIICVER S B(C(3. Session{>5J1—AMDgetNamespace
AV RZERLE T (516-12%2Z08). getNamespace XYY REFKXF TRENTVET  IBESNTcR—LAR=ZNT TIFF
£9355(E I5-HR0-anF9.

Z—AAR—ADNFH|RIFZEUE I B(C(L. SessionNamespacef > IT—ADtoString XUy REERAUET.
f516-12 JavaTHR—LAR—2EIEERCVERR T D57

Session lws = null;

SessionNamespace ns2 = |ws. getNamespace ("TESTNS1”) ;

F—hAAN—-ZAETEDERTTEICONT

TY23>  R=LAR=R(E BE—OF7 T —23> -2 1- )y 3> ORI DI TRE NI 2B 2 BIRLE I
Y23 - K= LAAR=A(E B—DR—LAR=R BE—O7 ) AFIHHIREY b FLEFEOR—LAAR-ADEEZEEA
R METAR)WFFRE—DINY M)\ U RS- TOS—SvZA&LET .

COIETIE. ROTITAET1DERITHECDOVWTERBALE T,

® 7v33> - R—AAR-AEMEDIERK
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® w3 K- hAR-ABHDEECDNT

® w3 - R—hAR-AEHEDEUS

o EHDYRL
o EHoUtyh
o EHDHIBR
Y>3y - R—hAAR—-ABIEDER

JavaTtwiay - R—LAR—-AB % VER T B(C(E. SessionNamespacef > IT—ADcreateAttr ibutexXVwRz{EH
LEFI (Hl6-13%ZHR), createAttribute XUy R(KF)(E. R—LAAR=-RIFHUWVEHZ/ERKRLUET .

516-13 JavaTDty 3> - R—LAR-ABEDIERR5E

String namel="empid’ ;
String valuel1="JB007";
SessionNamespace ns;

SessionNamespaceAttribute sal=ns.createAttribute (namel, valuel);

Y33y - R—hAAR—-ABHEDRECDONT

JavaTtway - R—LAAR-ABHZRTET (L. SessionNamespace( >FTIT—AMsetAttributeXVyREEALE
ED

Y3y - R—AAR—-ABIEDHS

JavaTtyay - R—LAAR-ABEHZEUS T B(C(S. SessionNamespace( >FI1—ADgetAttributeXVyRzEALE
J(fl6-14%ZS8), getAttributeXVYR(KF)E. NIA-ATIREINZLZROBE G EZRLET,

H6-14 JavaThtw 3> - Z—hAR—-AEHEOEE %

String name="empid’ ;
String value="JB007";
SessionNamespace ns;

SessionNamespaceAttribute sa=ns. createAttribute (name, value) ;

String attrvalue = ns. getAttribute (“empid”).getValue() ;
ns. getAttribute ("empid”). setValue (“newValue”) ;

BHEOVYA M
L= LAR-ZHDEMZVANTBIC(E. SessionNamespaced > IT—AD | istAttributesXVyREFERLET (H16-15
ZZH8), |istAttributesXVYR(KXF)(E. RF—LAR-ADBEHRDESZRULET

f516-15 JavaTEMZUANT 27574
String namel="empid’ ;

String valuel="JB007";
SessionNamespace ns;

SessionNamespaceAttribute sal=ns.createAttribute (namel, valuel) ;

for (Enumeration e = ns. |istAttributes() ; e.hasMoreElements() ;) {
System. out. printin(” — “ + e.nextElement());
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EiEovutyh
JavaTREMZ Iy g 3IC(d. SessionNamespacef > 5 J1—ADresetAttributeXVyREFERALET (Hl6-16%2Z8),
resetAttributeXVyR(XF)(E. XR—LAR-ADEHZT IAN MBICUEZYRUET,

#l6-16 JavaTEMZUY NI BT5E

String namel="empid’ ;
String valuel1="JB007";
SessionNamespace ns;

SessionNamespaceAttribute sal=ns. createAttribute (namel, valuel) ;

ns. resetAttribute (“empid”) ;

BIEOHIPR

JavaTiEMZHIBR I B(C(L. SessionNamespaceqf>FTT—AMDde leteAttributexXVyRz{ERLFET (Fl6-17%2S58),
deleteAttributeXVyR(KF) (& R—LAR-IAADFFEDEMEZHIBRLET

f516-17 JavaTOEEDHIBRSE

String namel="empid’ ;
String value1="JB007";
SessionNamespace ns;

SessionNamespaceAttribute sal=ns. createAttribute (namel, valuel) ;

ns. deleteAttribute ("empid”) ;

tv3aY NR=IVvELTDR—=LAAR=AIREDRITICOWNT

BR—hAR=RIC(E, SHENR— LAAR—REZDBHHIRETEINERE S BIeHICACLABIEIB N TVWET . 7
T—2a>TIREOEYIAY - I - —HR— AAR-ZAZIRETERVELIICU, Ty ¥R -yl EEF e 9 3155
(F. Ty3a> - ¥R—JXSSessionManager EL TINEITOITENTEET,

XSSessionManager (C(d. R—AAR—AZEIR T BsbDSessiontLTA—/N—0— RENEXYY ROy M\BDE T, {F/H
AR [ty2ar - AU TOR— AAR=ZIRIEDOFEITICOVTITOEYS 3> - - - (I 25RBAE IR T,

w33 YR—S AV AT AXSSess i onManager (37U —33> - 1— RTERARIEETRUVMEE I HD. [EFaSNZ1>
TIANSII)Fv - LAV —Ehteys a3 YR —SvEERU T CO&SRBEF 1T TIRESNER— LAAR-AERETEF
ER

DDty aYEhE7IF1EFADRITICOWNT
COETE. UFONCYICOVNTERBALES .
o w3 (CEEFFBNIZ0racleiZOEEIC DT

® a7 r—33> - 1-H—IDOEURICDONT

® w3 Mty 3 IDDEVS
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o v a DN FHIFRIFOEUSCOWLT

® v 3> CookieDEUS

® 7v33> -XA—SvELTDYS A IETITAT - A1 LTI NDEETE

® t7wi3> -YR—JviLTOEYI 3> CookieDERTE

tySay(CBEMF5NIzOraclefE iR DESIC OV T

IRV a2 RENTUVRIHEIC. v ad(CRaES SN TLVB0racleig i #EUS 9 3(C(d. Sessionf>AJ1—
AMgetConnection XV REFERLET,

ty3a>o7IVsr-33> - 1-¥—-IDOESICOWVT
BEOEY > 07 ) r—23> - 1-5—#BIF(ID)ZES 9 3IC(d. Session{>FI1—AMgetUser [dXVY REFERAL
353-0

w2307 V-3 - - —-HEBENEIHEIERT B(CF. Sessiont > TT—AD i sAnonymous XAV Ra{ERALF
9,
v oty a>IDOE

BEOYI 3> 0ty a 8B+ (ID)ZES 3 3. Sessiond>AI1I—ADget ldXVY REFRALEY (416-18%2%&
BR). get IdXVYRIERF TRENTVET,

f516-18 JavaTtyva Oty 3> IDEEE T2 57E

Session lws=null;

System. out. printin( “The Session ID is” + Iws.getld());

Y3 a> DX FFIRODEUSICONT
w23 DX FHNRIRZEUE I B(C(E. Sessiond>HTT—ADtoStr ing XV Ra{FEHUEY .

tv>3>CookieDEUS
I A FEREINZF 173ty 3> CookieZENE 9 3(C(4. Sessiont>FJI1—ADgetSessionCook i e XV R fE
BUZEI (#16-19%Z08), getSessionCook ieXVYREKRFTRENTVET,

16-19 JavaTtF17Rtyv 3> CookiexBEVS 93 /53%

static Session lws;

System. out. printIn(lws. getSessionCookie()) ;

w3y - IR—=IveELTOEYSIAVIEFIT 1T - 94 L7 MDETE

v A  THL LTI NEEETE I BI(C(E. SessionManager1>45J1—ADsetInactivityTimeout Xy RZ{ERLET . CD
AVYRIE, DEAIOTYS 3> A1 LTINERELETD,

setlnactivityTimeoutXVy R BEDOEYSAY - F1LT7IMERZA -S54 RLET . XVYRBRDESDTT

sessionManager. setInactivityTimeout (Session session, int minutes) ;

y33a> -V —=IvELTDTYS3I> CookieDERTE
I IVfEREINZTF 1712ty 3> Cookiez % TET BIC(L. SessionManager4{>4J1—AMsetCook i eXVw RafE
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FULEFT (16-20%2288). setCookieXVy R(KF)(E, COYSa> TIEREN T+ 1713y 3>CookieZ RUE Y .
XVYRERDESDTT

sessionManager. setCookie (lws, “newCookieValue™) ;

f516-20 JavaTtF17R2ty 3> CookieziSET D54

static XSSessionManager manager ;

manager. sessionManager. setCookie (Iws, “chocolate chip”):

7IVr—33> - tv3a>y OiEEEERR

JavaTReal Application Security7 )or—<3> -ty 3> #i@iEfEER I 3(C(. XSSessionManager 752D
detachSessionXVyRa(EALEY (16-21%S88), detachSessionXVyR(KXF)(E. ATS1IMNe/\SA-HELTZ S
ANy Az BEREBRUE T . detachSessionXVy R d—)UE, T—=AR=Z - LAILDUIIZAMDIARTOEE#IZY
NUET . COIRFESRITI B(LET—IR-ZADTI RN THRETY,

f516-21 JavaTReal Application Securityt?y> 3>z EiEHEBR I 2754

Session lws = null;

static XSSessionManager manager ;
static Gonnection lwsConn = null;
static String user = “lwuser”;
String cookie;

lws = manager. createSession (lwsConn, user, cookie, null);
manager. attachSession (IwsConn, Iws, null, null, null, new Timestamp (System. currentTimeMillis())):;

manager. detachSession (lws) ;

Real Application Security72'Us—33> - £y3a> O

JavaTReal Application Security7 )or—>3> -y 3> %I 3IC(E. XSSessionManager 752D
destroySessionXVyREBRALFET (16-22%S88). destroySessiond VY R(XF) . T—IN-IFHRATS 1V M
Y23 - ATSTIMNe\GA-FELTRIFANET . COXVY RZD- LU, RSNy a> [FIVMDS PO ATE
IRIRNET . CORMEOEITH LY 3> DIERRICET —AR=ZADTV> RN THRET T,

f516-22 JavaTReal Application Securitytzy> 3> #lEES 27575

Session Iws = null;

static Connection IwsConn = null;
static XSSessionManager manager ;
static String user = “lwuser”;
String cookie;

Iws = manager. createSession (lwsConn, user, cookie, null);
manager. attachSession (IwsConn, Iws, null, null, null, new Timestamp (System.currentTimeMillis()));

manager. detachSession (lws) ;
manager. destroySession (IlwsConn, Iws);
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Java APIZ{ERUE7IVI—33> - 1-Y—-03R3E

75 —33> - 1-Y—-0REEE. 7TVTr—3 3> THEBEREETF1UT(HEEETT, 7 -3 - 1-Y—0REEC(E
XSAuthenticationModule752%#{EFALEY . XSAuthenticationModule75ZAMauthenticateXVwREERALT, 7S
Dr—23> - 1 - —-ERSEERZREELE T (f16-23%2Z88), authenticate XYY REKRFTRENTVET,

516-23 JavaTO7IVr—33> - 1-Y—0REE 5%

boolean authOk = false;
String dbUser;

String passwd;

String host;

String port;

String sid;

authOk = XSAuthenticationModule. authenticate (host + “:” + port + “:” + sid, dbUser, passwd);

ACLEEARULEZIVT—>3> - 1-H¥—-0DREICDO T

alb, 7T -3 THEBERFEE T 1T MEET T, Real Application Security Tl F28IRS —(3 772l
R MACL)EF TV —S 3 AEBRN BB SN E T . CNBIEReal Application SecurityT —AR—X TEZR SN, HfE
By 1TEEEINE T, 7T - AERET —MERT T, T—FER(E. T7>02a> DT IEREET —IDiR
VEDERIAEREINE T 77230 My 3o \DEFZEE I 3L, FHilc A2 —ENEBEa R ET —IN-Z -5 —
N—=(CLHOTEENICHITENET,

Acl 1dI5R(F. RDIRFEERITIDZEAVY RERBLET,
® ACL B FDIERK
® checkAcIXWyRDERSE

® 1FTEDACLICEHES IS N TWDT —FHERDEUSC DT

ACLEEBIFDIERR

PO ZHIFE A MACL) BRI FZVERL I B(C(E. Acl 1dISADA—/\—0—RENTZ/NSA-HETVANSIAID 1 D%FERL
F9($516-24%2Z88) . RAW/\{1FU-F—INSACLERIFZ2/ERXR I 2HBEE. ROIVANIZERLET,
public AclId(byte[] raw)

COAVARS)=EEEN T BE. RIGEDora_get_acl i dsEEFNSRENZRAWI A FUZERU TACLER FHYWERK
NF9,

AEBACLEEBIFHSACLEER F2/ERMR I 2mE (. ROIVANSIAZERLET .,
public Aclld(java.util.List<java. lang. Long> ids)

COAVANSI%EREN T BE. WEBACLIERFZ AU TACLERI FhERENF T,
Bl6-24 ACLERIFDIERNTTE

Session lws = null;
static byte[] aclRaw;

Aclld id = new Aclld(aclRaw) ;
boolean ret = |ws. checkAc| (ac|Raw, “UPDATE_INFO”) ;

151



checkAcIAYY ROERAE

IBESNIET —NMEBRD1 DL EDACLZF 1Y 3(C(3. XSAccessControl ler75AMcheckAc| XUy REERLET

FT—HERIL. Acl ldATSTI RN TCEEESNTOWS1 DL EDACLEBBEUTFIVIESNET . checkAcI XUy R(E, IARTD
F—AERNACLTEEINTUVIEEICDHtrueZzRUET . B —DACLTINTOIERZ([F 5 I I E(FRVCEICE
BUTREV, f16-25(7R T &3(C, checkAc | XV RE(ERTZ(CE Y a> MR E T,

Bl6-25(C, T—EBRprivileges22(CBHE(TIFSN TUVBACLOBE A2 RUET,
B16-25 B8ELRT —HERDACLZEMS T 3574

boolean ret;

Session Iws = null;

Aclld id2 = new AclId(ids);

List <String> privileges22 = new ArrayList<String>();

ret = XSAccessControl ler. checkAcl (Iws, id2, privileges22);

YEDACLICERHEMTIIENTVWET —HERDESICOWNT
BEDACLTRSENTVWST —HERDESHEUS I B(C(E. Session75ADgetPrivileges XV RZERLET .

FE
»
,’ F—4-tF1)74(2(% checkAc| XV RZEREL. #EETF1U71(C(E checkPrivilege XUy REFERLF
g_o

ABEBODI1-AF—A: JavaTDEIE

COIET(E, PRIBDT—4 - F1UT(BhEV )T - R ZIREE I %755 %5BALET . CDJavafl(d. [Real
Application Security: £&E0OFELD | THALEEFIVTIABEE(HR)SFUAICEDIVTVWEY . YO TILHRRF—Y
DEMPLOYEESRZERALF T . I TIE. 2 ADReal Application Security7 ) —33> - 1—H—DAUSTINS LU
SMAVRISZ{#FUT. Real Application Security®#l2%rUE T, HllE. ROEZ1—-IUCHEITEET,

o iEERSEE DI IE
® IEHiDRTELREEOHHAL

® v 3 DEELPHEIEAPITORE

® T AR-—ZATOREEDEIT

® JU—> - Py TREDELT

® mainxXYwR
] /SRS ERE R DER TE

FfE B S TE I DI, DISPATCHER I - —HBLUINZT— RZ/ERK L. COI1—H—(CxscacfeadminBS LU
xsessionadmin Real Application SecurityEI2tERZ{(T5U£9,
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exec xs_principal.create_user (name=>' dispatcher’, schema=> HR');
exec sys.Xxs_principal.set_password( dispatcher’, ' password ) ;

exec xs_principal.grant_roles(’ dispatcher’, ’'xscacheadmin’);
exec xs_principal.grant_roles(’ dispatcher’, 'xssessionadmin’);

B0 ELREBOYIEME

ZOBITIE, setupConnectionXVy REERL TF —IN—-ZANDEHZ/ERLLF T . setupConnectionXVYyR(E, IRDLS
B FHEINZSIEEL TRIFANET,

args[0]=7—AR-X-1-Y-

args[1]1=/{ZXD0—Rk

args[2]=/RAb

COXVYYRIZ, oracle. security. xs. XSSecur i tyManager 75 AMgetSessionManager XV Rz1—)L U THRAEDOHIHEA
{IEBITVET,

public static void setupConnection (String[] args) throws Exception {
mgrConnection =
DriverManager. getConnection (args[2], “dispatcher”, “password’) ;

mgr = XSSessionManager. getSessionManager (mgrConnection, 30, 2048000) ;

appConnection = DriverManager. getConnection(args[2], args[0], args([1]);

J

Y23 OEELHEEBAPITORE]

ZOBIT(E. queryAsUser XV RERL Ty 3> %S TEL. FiEfEcheckAc | XVYRTERBEILE S . COBIT(E, Zyia
SEVER U 3EFEL TS, queryEmployees XUy RzE1—=)LUE T . T —IN—ATORIEEDZEITDqueryEmployees XYy
Ri{&. ACLTUPDATEXERRZF 1YL, TRUEDIZES(FEFZFRILET . ACLTVIEW_SALARYZ U —S 3 A& R BE
FIvIU. TRIEDIZE(L. SALARYFUAD 7T RE . SALARYSIDHEZR T — A% SUINTOMEE L 1- ROFREFFILE
9., MEBLI-ReRRUILET. Ty asmsEf iR, Ty o 2EUET,

private static void queryAsUser (String user) throws SOLException {

System. out. printIn("¥nQuery HR. EMPLOYEES table as user ¥”” + user + “¥"7);

try {
Session Iws = mgr.createSession (appConnection, user, null, null);
mgr. attachSession (appConnection, Iws, null, null, null, null, null);

queryEmp loyees (lws) ;
mgr. detachSession (lws) ;
mgr. destroySession (appConnection, |ws) ;

} catch (Exception e) {
e. printStackTrace () ;

F—AN-ZATOMEEDET
COBITIE. queryEmp loyeesXVw REEHLU THRT —AR—Z (WU THEEEE2EITUED.

public static void queryEmployees (Session |ws) throws SQLException {
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Connection conn = |ws. getConnection() ;
String query =
“ select email, first_name, last_name, department_id, salary, ora_get_aclids(emp) from
hr. employees emp where department_id in (40, 60, 100) order by email”;

Statement stmt = null;
ResultSet rs = null;

System. out. printf (” EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY¥n");

try {

stmt = conn. createStatement () ;
rs = stmt. executeQuery (query) ;

while (rs.next()) |

String email = rs. getString ("EMAIL") ;

String first_name = rs. getString (“FIRST_NAME”) ;
String last_name = rs. getString (“LAST_NAME®) ;

String department_id = rs. getString ("DEPARTMENT_ID") ;
String salary;

if (((OracleResultSet)rs). getAuthorizationlndicator (“SALARY”) == AuthorizationIndicator. NONE)

salary = rs. getString ("SALARY") ;
}
else {

salary = “sxpkk”;

J

byte[] aclRaw = rs. getBytes (6) ;

String update, viewSalary;

if (XSAccessControl ler.checkAc! (Iws, aclRaw, “UPDATE”)) {
update = “true”;

}

else {
update = “false”;

J

if (XSAccessControl ler.checkAcl (Iws, aclRaw, “VIEW_SALARY")) ({
viewSalary = “true”;

}

else {
viewSalary = “false”;

J

System. out. printf ("%9s|%12s|%12s|%6s | %8s | %8s |%8s¥n”, email,
first_name, last_name, department_id,
salary, update, viewSalary);

}
} catch (Exception e) {
e. printStackTrace() ;
} finally {
try { if (rs !'=null) rs.close(); } catch (Exception e) {};
try { if (stmt != null) stmt.close(); } catch (Exception e) {};
}
}
}
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queryEmployeesXVwR(E, 7TUr—<3> - 1—H—DAUSTINS LUSMAVRISOfE /5 (XU TEITEINET .
D—> PYTIRVEDEIT
COBITIE AT LD —>TYTIRVECc | eanup XYy RE(ERLEY

public static void cleanupConnection() throws Exception {
mgrConnection. close () ;
appConnection. close() ;

mainxXYy R

ZOIAT(, stBALIZIavafldmainX Yy ReRUEFT . COIRICE, TOTSLEFRITIIDICAVIR—- T 2REDHD
BRABINYT—263FINET,

import java.sql.Connection;
import java.sql.DriverManager;
import java.sql.ResultSet;
import java.sql.SQLException;
import java.sql.Statement;

import java.util.ArrayList;

import java.util.List;

import oracle. jdbc. OracleDriver;

import oracle. jdbc. OracleResultSet;

import oracle. jdbc. OracleResultSet. AuthorizationIndicator;

import oracle. security. xs.Role;

import oracle. security. xs. Session;

import oracle. security. xs. XSAccessControl ler;
import oracle. security. xs. XSSessionManager ;

/**
* HR demo java version, check data security related privilege at mid-tier
*/

public class HRDemo {

static Connection mgrConnection = null;
static Connection appConnection = null;
static XSSessionManager mgr = null;
static String user = null;

public static void main(String[] args) {

try {
DriverManager. registerDriver (new OracleDriver () ;

if (args. length >=3) {
user = args[0];

} else {
System. out. printin(“Usage HRDemo user pwd dbURL™) ;
System. exit (1) ;

}

setupConnection (args) ;

queryAsUser (“"DAUSTIN™) ;
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queryAsUser (“SMAVRIS™) ;
cleanupConnection() ;

} catch (Exception el) {
el. printStackTrace() ;
}
}

1. JavaToOtF+1UT HRTEDEITTIL. Real Application Security > R—%> Mes&E I dfehlCtzF1UT4
HRFTE - IR—3%> hOETE TERBAUSRTER IV T MIEITEIN TV L ZFITRELET .
2. Javad—RzI2)/\(ILLUET,

$ORACLE_HOME/ jdk6/bin/javac —classpath
$ORACLE_HOME/rdbms_ho/j ! ib/xs. jar : $ORACLE_HOME/db java/lib/ojdbc6. jar HRdemo. java

& DK 6% Oracle fh—L-FAL OIS xs. jar BAU 0jdbeb. jar EEBIAERATHLBNBEOE
I, BB jar &Y IDK TREWELAVCENBIET.,

3. Javad—RzZETUFEY,
$ORACLE_HOME/ jdk6/bin/java —classpath
$ORACLE_HOME/rdbms_ho/jlib/xs. jar:$ORACLE_HOME/dbjava/lib/ojdbc6. jar

HRdemo db_hr db_hr jdbc:oracle:thin:@myserver :myport:mysid

A

JavaTotF1UT HRTENZEITTIL. Real Application Security I>R—3%> Nes&ES 2lehlctz+1U7(HRTE-
JUIR=2> hOFETE CaBAUIRRTE AU T MIEITEIN TR L ZRIRELET . TF1UFT(HRTEZEITIBE. 20D
SEORBRMRENET,

BYOBERIE. 7)o —23> - 0—-)VENP_ROLES LU T_ROLEZ$F D7 U —33> - 1—H—DAUSTINTEI TSN 3128,
CO1-Y-([JITEFIDMEFEEL I- R2R R TEEIN BROHESL - RUIMDOSALARYFIFFR R TEER A BIETE
DFER(IRDEBDTT,

Query HR. EMPLOYEES table as user “DAUSTIN”
EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY

AHUNOLD|  Alexander | Hunold| 60| wkkkk|  false| false
BERNST| Bruce| Ernst]| 60| wkekk|  false| false
DAUSTIN]| David| Austin| 60| 4800| false] true
DLORENTZ| Dianal| Lorentz| 60| wwkkk|  false| false
VPATABAL | Valli| Pataballal| 60| x|  false| false

7)r—23>- 1-5—-DAUSTINIE. B3 DL I—ROSALARYSIFT —ADHFRRTE., MBDI—H—DLI—RICOVTEZD
SF RN TEFE A

2BBORERE. 7JUr—23>-0—)LEMP_ROLESLUHR_ROLEZKF D7 VS —>3> - 1-H—-SMAVRISTEITENS
. COI-Y—FINTOREEL - FERRELUVERTEET . BEROERIROEBDTT .
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Query HR. EMPLOYEES table as user “SMAVRIS”
EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY

AHUNOLD|  Alexander | Hunold| 60| 9000 | true| true
BERNST| Bruce| Ernst]| 60| 6000 | true| true
DAUSTIN| David| Austin]| 60| 4800 truel true
DFAVIET| Daniel | Faviet| 100] 9000 | truel true
DLORENTZ | Dianal Lorentz| 60| 4200 truel true
ISCIARRA| Ismael | Sciarral 100] 7700| truel true
JCHEN | John| Chen| 100] 8200] truel true
JMURMAN| Jose Manuel | Urman| 100] 7800 | truel true
LPOPP| Luis| Popp| 100] 6900 | true| true
NGREENBE | Nancy| Greenberg| 100] 12008| truel true
SMAVRIS | Susan| Mavris]| 40| 6500 | true| true
VPATABAL | Valli| Pataballal 60| 4800 | truel true

7)o —23>- 15 —-SMAVRIS(E, SALARYFIDIARTDT — A2 EVINTOMEEL I- MR R TEET,
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7 Oracle Fusion Middleware&Real Application
SecurityD#iS

Real Application Security(Z. fz&X(E0racle Fusion Middleware TR TE3 7 )r—a &R0 1—
HY-sLU0-) - BR—MBIILEY . Oracle Fusion MiddlewareT(&. 2aIR)S — - YRx—SJvEERALTI-—Y -
A>T -2ADEFERSLUVE—FREIC 1Y -HBLU00-) 2 HBOE—URT NICHEBE T BEHTEE S Real
Application Security®&=h5(3, HEI-H-BLU00-IL(TIVT—23> - 0-)L=Z8)(E0racle Fusion
Middleware(C &> THNEBICEIREN B 128 AMEBIEENTZTI )0V TS HREEDFIEMEE LUFREHRIE(L. Java
7 )r—>3>ThHReal Application SecurityDERATHRBLEEDERUTY .

COEDHBFIROESDTT,
® JEB1—H-BLUSHEBO—)LCOVT

o MNERI1—H-HLUO-)ILOtys 3> API

SEB1—-Y-BLTAEBO—-IICONT

ANERL—H—(F. H—ERCTFITLALTWRIY R1I-H-T9 ., 1-H—IE#R(E. —A%(CWebLogic AuthenticatorT4>
A2 BTAT o T4T4 - ANV ICA&HENE T . CO1—H—(&. 7—HIN-X - 1-H—-TEReal Application
Security7 U —33> - I-H-TEHDFF A EPI-H— (&, T—IR=R(TYNTU> MEIFEFE AL L. FHEB
A-Y—=@F7NT—23>0 - T=ADT—IR=RTIERXFT 22BN HDET . UIzAS T, Real Application Security1>
TFEANEY2A)NCDESBRI - - (CHUTERESN BEBRT —F( I3 1Y —-D7 I A% H#UET .

EL1-Y— (RN TRV I1—Y—, DENERB MR IIEN TOWRWI-Y-T9, BEZI1-Y—(F. T-9IX-2
MBIV - F =R EDIRESNTUVRWWY =RCOH T IR EHFBIENE T, 7Vr—33> T BELQI1-Y-0OFEHR%
BRFEREIENICTETED,

AEBO-IVEIIIN-T L I-F-BLUZOMDIT I -TOEET. BEBEL I BN TEET, IEXE JIL-TIC
(FAERICRANII N -T2 EDBIENTEET .

HEBT TV —>3> -0-)beld. 15— T -TELUT7TVT 23> -0-LOEET. BEEIEL TN TEFT . C
OO-VE7IVr—2a BB THD, 7IVT—23> RIS —TERIZEDROT, I2EED>TF Tadetlh CERLEINEDFE
Bho 7TV -3 -0-JUE. 7IVT -2 a0 OETEFICOARREND LD, AD-TIB/ESNTVETS, COO-ILIE. [F
U7 -3 - ZO-TTEEEINTVRMO 7 VT —23> - O-I B LV I - T4 X I-Y—F e FI - v
TEFT, 7V —23>-0-)UE. Re]OHIBICERLET,

BRI —H—EERR(C. SMEP0—- LB LUV TS —23> -O0-)LIEReal Application Security> 2T ALY U MatE
5% A. N5 Real Application Security ACLA 7 TV —2 3T —4 - Pt A EZ AT 59 3550 {E R
TNF9,

AMEBO-IBLUT7TVr—23> -0-IUE T—45- POEROFROMITUE S . NP L—H - (EV<ONDEXRN BT -4
NR=2ERZBELL. BEINET T -3 RV TSELECTZEITIBIeHDA TSI MER T . CNSDIER
(. I-H—-tya>nEsEIFICERNCRDReal Application Security&8f7 )0 —23> -0- )L 2 BU T 5 TEE
9, e ZE NP LY —F 20— IUHERRZ (T 5T 3IC(E. ACLOYERRBFICACEURNTIUZ )L 51T %

XS_ACL. PTYPE_EXTERNALEUTIBTELE T, 55(E. [CREATE_ACLIO> —>v |ZSBRU TS,

SMER1—H—-0tysay-E-R
Real Application Security(d. Tv3as(CHUTRD2DDIRIEE— ReYR— N NUET
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® tt+17-F—R

TF17-E-RTR. 75 LFIVFANT —IR-Z - - )\-THEATENET . TIAIITE, TF217-E-FTIE
IRTOI-Y - (WU TIDOYS 3> MERMENE Y.

o EFHE-R

EFET-RE 7= tF 1T DT —IR=A - H = =TI PREETHAITENZE-—RTI, COLSBRE-RT
(. Real Application Security CE#&RENZ37 -7 - tF1UTH /()N XENE T, DIz, EFEE—RTOLY
23> OVERKIIAERRTSIRIET T,

{EFEE— RIE. T4&)WF(CCREATE_TRUSTED_SESSIONIEFRN S®BIHmE(C D WEPI—T— (I U THOIHEFOIE
NE9., COERE. T4 R)WFv - 1-H— (U TORDLSIAT S5 TEET,

XS_ADMIN_UTIL. grant_system_privilege ( CREATE_TRUSTED_SESSION', ' dispatcher’,
XS_ADMIN_UTIL. PTYPE_XS) ;

fNEp1-vy-sL00-IDtvS3vAPI
COIETF, MEPI1 - —-BLUO0-ILOROIBRICDOWVWTERIALED,
® NE1—YH-DR—LAR=X

® 7w a>DVERL
o tvI a3 MmiEfE

® YIS NADI-H-DFIHT

® i DRFLEYI I OHIE

AEBI1—F—-DR—LAR—-R
HHEBL—Y—DFR—LAR=R(F, Ty a2 DVERK. EFES JUEIH T ICRBIHRFHEE(C Lo T ben &g, 4801 —
=& ROT7ITAET1ZRITTEFT

o TYIAANERREEOR—LARR-ABLVEEDIER

o YA MERBLVI-Y-DEIHTEFOR—LAAR-ABHDFTE

o YA DRIFOEFEDHER

v a> OVERK

Real Application Security 7\ —>3> w32z /ERk 3 3(C(d. XSSessionManager 75 2McreateSession XYy
RefERLE.

HEBL-H-DIHE. COXAVYREH - N-BLUENICIET BHRIERIRICSessionA T D17 MRk — LAR=AB LU
BIEEEBIHVERRLET . Fo. COXVY RIFR—LARR=RZVERRL R—LAR—R /BHEABETIEEENIST 2B 4% %
TEULFY ., CookieZzfERLT. CookiefENNZEEEN N YA iEESN2E T, FAR(C/ERkENTzReal Application
Security7 Ur—23> -ty a 24RO - L TltBlI TEF T .

354

public abstract Session createSession(java. sql.Connection conn,
ExternalUser eUser,
java. lang. String cookie,
java.util.Col lection<{NamespaceValue> nav)
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throws InvalidXSUserException,
AccessDeniedException
Java. sgl. SQLException
XSSessionException,
Inval idXSNamespaceException

public abstract Session createSessionTrusted(java. sql. Connection conn
ExternalUser externalUser,
java. lang. String cookie
java.util. Col lection<NamespaceValue> nameSpaceValues)
throws InvalidXSUserException,
AccessDeniedException
Jjava. sql. SQLException
SQLException,
XSException,
Inval i dXSNamespaceException

INSA=4
KSA-4 sHeA
conn F—HAR=Z - H—=)\—-3> RN)wTD IDBC &k

eUser F/z(d externalUser v ad(CE@EFFIFSNEAMNERI—Y—

cookie HNER1—H - DRI ER2N 37y 3> Cookie

nav /(& L= LDAR=AB LU= LAR=R (U TR I 2 IEE DU R ~
nameSpaceValues

£l
B7-1(. #+8B 15 —MDReal Application Securitytzy>a> e EZRUE T . createSessionXYyRIKFT
RENTVET,

f17-1 4+ 1—HY—mDReal Application Securityt?y>3>DVERL

static Connection Iws_conn =null;

static XSSessionManager sm = nul | ;

Iws_conn = DriverManager. getConnection (Iws_conn_string, username, password);
sm = XSSessionManager. getSessionManager (privConn, 20, 29999999) ;

String trituser = “TUSERO1”;

String cookie = “some_cookie”;
String extuser = “ExtPrincp”;
String extuuid = “ExtPrincp”;

Session lws = null;

List<AttributeValue> nsavList = new ArrayList<AttributeValue>();
AttributeValue nsavl = new AttributeValue (“"ATTRO1”, “valuel”) ;
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nsavList. add (nsav1) ;

AttributeValue nsav2 = new AttributeValue ("ATTR02”, “value2”) ;
nsavList. add (nsav2) ;

NamespaceValue nav = new NamespaceValue (“NSTO1”, nsavList) ;
List<NamespaceValue> nsList = new ArrayList();
nsList. add (nav) ;

/* create session with external user name in secure mode with namespace attr-vals and cookie */
Iws = sm. createSession(lws_conn, new ExternalUser (extuser, extuuid), cookie, nsList);
sm. destroySession (Ilws_conn, |ws);

/*Create external user session in secure modex/
Iws = sm. createSession(lws_conn, new ExternalUser (extuser, extuuid), null, null);
sm. destroySession (Iws_conn, |ws);

/*Create external user session in secure mode with namespace attribute values */
lws = sm. createSession(lws_conn, new ExternalUser (extuser, extuuid), null, nsList);
sm. destroySession (Iws_conn, |ws) ;

/* create session with external user name in secure mode with cookie */
Iws = sm. createSession (lws_conn, new ExternalUser (extuser, extuuid), cookie, null);
sm. destroySession (Iws_conn, Iws);

/* create trusted session with only external user name */
Iws = sm.createSessionTrusted (Iws_conn, new ExternalUser (extuser, extuuid), null, null);
sm. destroySession (Iws_conn, Iws);

/* create session with RAS user name in secure mode with namespace and cookie */
lws = sm.createSession(lws_conn, trituser, cookie, nsList);
sm. destroySession (Iws_conn, Iws);

v a> 0iERE
TV —23> -2y 3 &8t 9 3(C(d. XSSessionManager 75 AMattachSessionXVYw REERUET .,

SMEB1—-H—-0IFE. ZOXVYRFIDBCIERZIEEENILEYS 3> - ATSTIMOERELE T . COXVYYR(E., EIEIT7TY
T—23>-0-)b, SMEB0— ). SREERF I ZERTEL. Y23 DR —LAR-AEERRLET . ERBLURTET 2 R—LR
R=ZBIUVEDIIET 2R~ LAAR-ABEDUA AT ELET o R—LAR—ZANMFELRVIG S COXVYREFR—LR
R=RZAERL. WL DREITEERELFTT .

354

public abstract void attachSession (
java. sql. Connection conn
Session session,
java.util.Collection<java. lang. String> enabledDynamicRoles
java.util.Collection<java. lang. String> disabledDynamicRoles,
java.util.Col lection<ExternalRole> externalRoles
java. util.Col lection<NamespaceValue> nav,
java. sql. Timestamp authenticationTime)
throws java. sql. SQLException,
AccessDeniedException,
Inval idSessionException,
XSSessionException,
Inval idXSNamespaceException

public abstract Session attachSessionByGookie (
java. sgl. Connection conn,
java. lang. String cookie
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java.
java.
java.
java.
java.

util.Col lection<java. lang. String> enabledDynamicRoles,
util.Collection<java. lang. String> disabledDynamicRoles,
util.Collection<oracle. security. xs. ExternalRole> externalRoles,
util.Collection<oracle. security. xs. NamespaceValue> namespaceValues,
sql. Timestamp authenticationTime)

throws java. sql. SQLException,

AccessDeniedException,

Inval idSessionException,
XSException,

Inval i dXSNamespaceException

public abstract Session attachSessionByID (

java.
java.
java.
java.
java.
java.
java.

sql. Connection conn,

lang. String id,

util.Col lection<java. lang. String> enabledDynamicRoles,
util.Collection<java. lang. String> disabledDynamicRoles,
util.Collection<oracle. security. xs. ExternalRole> externalRoles,
util.Col lection<oracle. security. xs. NamespaceValue> namespaceValues,
sql. Timestamp authenticationTime)

throws java. sql. SQLException,

AccessDeniedException,
InvalidSessionException,
XSException,
InvalidXSNamespaceException

JNSX—4
NSA=45 B2l
conn TV —23> -y a (GBS I 3T — IR — sk
session EfEI3tviay - AT N
cookie t7w>3> Cookie
id w3 kBl F
enab|edDynamicRoles BTN T IV -3 - 0-IZ20OES
disabledDynamicRoles T IHN T ITr—33> - 0-IZDES

externalRoles

BRI MEBO0-IDES

nav X/z(d namespaceValues R—OhAR—-ABLVERTE I DB HEDUR S
authenticationTime FT—AR=Z - H—)\—(OXR(ET BRI IFE]
151

I 7-2(C. 8B 1—HY—mDReal Application Securitytzys 3> Oi&EfE575%2RUET . attachSessionXVyR(IKFT

RSNTVEY,
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Ty > OEERFOIMEBO—)LOEME

o AMIBO-ILIE. Ty avicLTEMEENE. Ty 3> - 1DFTFAM—EZIDEL TSNS, coO—)L
ID(E, FREEBET —AIN—R - B —)\—Di /5 (U TeheckAc | XUy REI—)LUTeEE (L7 A CERINE
9, NI, BEDReal Application Security 7)o —23> -0-IVEEEN 7 )T —23>-0-ILERIUTT,

® Real Application Security ID(&. O—LFACLICE D TSIBENTVBNEIMNCHNNS T, Ty 3> OiEiERs
([CEESNIEIARTOAMEBO—-ILISHULTEIDHTANE D,

o EB0—IILORAT-TE. Ty a3 OEEF I (LEERRPROERAN T, SEB0—ILFEE DY S 3> D&
LTBRICTERVZS. BAZRIYICEERNCT AN E(IHDFER A CDI. RYIDTYS A OEFEICEIDH TN
O-JUE. O-ILABUEIDHTENRVNED, ROty 3> OEERICBERICEMICERDEFR A,

COEIME(L. REIDTYS A OEREICTL TEIDE TSN TUT -2 3> - O-)LANR Dy s3> O:EFERF (CE B
HCBEMCRBIZEDReal Application Security 7 U —23> -O0-)LEI(EEN 7TV -2 3> - 0-)L O

VREFOTKERDFT
o yia>miEiE. SMEBO—ILF Y3 ZEREARIRL CHIER I 3F CRAMZR5F T, O-ILEI1-T—-(Cx
LCERDHI ZEHTEFT

f17-2 4+ 1—HY—mDReal Application Securitytzy 3> 0iEsE

static Gonnection Iws_conn =null;
static XSSessionManager sm = nul | ;

Iws_conn = DriverManager. getConnection (Iws_conn_string, username, password);
sm = XSSessionManager. getSessionManager (privConn, 20, 29999999) ;

String cookie = “some_cookie”;
String extuser = “ExtPrincp”;
String extuuid = “ExtPrincp”;

Session lws = null;
Session lws2 = nul |

List<AttributeValue> nsavList = new ArrayList<AttributeValue>();

AttributeValue nsavl = new AttributeValue ("ATTRO1”, “valuel”);
nsavList. add (nsav1) ;
AttributeValue nsav2

nsavList. add (hsav2) ;

new AttributeValue (“"ATTR02”, “value2”) ;

NamespaceValue nav = new NamespaceValue (“NSTO1”, nsavList) ;

List<{NamespaceValue> nsList = new ArrayList();
nsList. add (nav) ;

List <String> dynamicRoles = new ArrayList <String>();
dynamicRoles. add (“DYNROLE0O1”) ;
dynamicRoles. add (“DYNROLE002”) ;

List <ExternalRole> extRoles = new ArraylList <ExternalRole> () ;
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extRoles. add (new ExternalRole ("EXTPRINO17)) ;
extRoles. add (new ExternalRole ("MYEXTPRINO2”)) ;

Iws = sm. createSession(lws_conn, new ExternalUser (extuser, extuuid), cookie + “secure”, nsList,
false) ;

sm. attachSession(Ilws_conn, Iws, enabledDynamicRoles, disabledDynamicRoles, extRoles, null, null);
sm. detachSession (lws) ;

sm. attachSession(Ilws_conn, Iws, enabledDynamicRoles, disabledDynamicRoles, extRoles, null, new
Timestamp (System. currentTimeMillis())):

sm. detachSession (lws) ;

sm. attachSession(Iws_conn, Iws, enabledDynamicRoles, disabledDynamicRoles, extRoles, nsList, null);
sm. detachSession (lws) ;

sm. attachSession (lws_conn, Iws, enabledDynamicRoles, disabledDynamicRoles, extRoles, nsList, new
Timestamp (System. currentTimeMillis())):

sm. detachSession (lws) ;

Iws2 = sm. createSession (lws_conn, new ExternalUser (extuser, extuuid), cookie + “trusted”, nsList,
true) ;

lws2 = sm. attachSessionByGookie (Iws_conn, Iws. getSessionCookie(), null, enabledDynamicRoles,
disabledDynamicRoles, extRoles, null, null);

sm. detachSession (Iws2) ;

lws2 = sm. attachSessionByGookie (Iws_conn, |ws. getSessionCookie(), null, enabledDynamicRoles,
disabledDynamicRoles, extRoles, nsList, new Timestamp (System.currentTimeMillis()));

sm. detachSession (Iws2) ;

Yy asAN1-H-DEIYT
LUFIOERZI Y- (C&RI%ZEINZ TAIC(E. XSSessionManager 75 AMassignUser X)W RE(ERALFET,

SR -DI5E. COXYYREUBIOBZ I - —(IEELLI-T—%2EIDET, BV —>3>-0-)L. S8
O-IVELUSRER R ZRTELF T . R~ AAR-R/BIHEDVAMMEESNTVSIHE COXVYRIFELRVER—
LAR=ZZAERNL . HILT DI ELET .

354

public abstract void assignUser (
Session session,
ExternalUser targetUser,
java.util.Gol lection<java. lang. String> enabledDynamicRoles,
java.util.Gol lection<java. lang. String> disabledDynamicRoles
java.util.Gol lection<ExternalRole> externalRoles
java. util. Col lection<NamespaceValue> naValues
java. sql. Timestamp authenticationTime)
throws java. sgl. SQLException
AccessDeniedException
InvalidSessionException
XSSessionException
Inval idXSNamespaceException

JNSX=4

KSA=%H £HAp

session 1-F-ERDL TS YZa - ATSTI b

targetUser SREEICEDWVWTH#IER{EEN S ExternalUser A1 b
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KSA-5 i8R

enab |edDynamicRoles BT REN TS )r—33>-0-ILZOUZ N
disabledDynamicRoles s CTRAEIN T IV —23> - 0-)LZ0OYUZ S
externalRoles BHICTHEBO-ILOES
namespaceValues F—LhAR=ZABLUEHTE T DM IR HEDUZ b
authenticationTime 1Y CRENTIA LRI T

il

f517-3IC. Real Application Securitytzy>a> #2581 —H—(CEINH T 5752 RUE T, assignUser XYY RIFKF
TRENTLET,

f517-3 Real Application Securitytty> 3>z 1—H—(CEIDHTEHE

static Gonnection Iws_conn =null;
static XSSessionManager sm = nul | ;

Iws_conn = DriverManager. getConnection (Iws_conn_string, username, password);
sm = XSSessionManager. getSessionManager (privConn, 20, 29999999) ;

String cookie = “some_cookie”;
String extuser = “ExtPrincp”;
String extuuid = “ExtPrincp”;

Session lws = null;

List<AttributeValue> nsavList = new ArrayList<AttributeValue> () ;
AttributeValue nsavi
nsavlist. add (nsav1) ;

AttributeValue nsav2
nsavList. add (hsav2) ;

new AttributeValue ("ATTRO1”, “valuel”) ;

new AttributeValue (“"ATTR02”, “value2”) ;

NamespaceValue nav = new NamespaceValue (“NSTO1”, nsavList) ;

List<{NamespaceValue> nsList = new ArrayList();
nsList. add (nav) ;

List <String> dynamicRoles = new ArrayList <String>();
dynamicRoles. add (“DYNROLE0O1”) ;
dynamicRoles. add (“DYNROLE002”) ;

List <ExternalRole> extRoles = new ArrayList <ExternalRole> () ;
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extRoles. add (new ExternalRole ("EXTPRINO17)) ;
extRoles. add (new ExternalRole ("MYEXTPRINO2”)) ;

lws = sm. createAnonymousSession (Iws_conn, cookie + “trusted”, nsList, true);
sm. attachSession(lws_conn, Iws, null, null, null, null, null);

sm. assignUser (lws, euser, dynamicRoles, dynamicRoles, extRoles, null, null);
sm. detachSession (lws) ;

lws = sm. createAnonymousSession (Iws_conn, cookie + “secure”, nsList, false);
sm. attachSession(lws_conn, Iws, null, null, null, null, null);

sm. assignUser (lws, euser, dynamicRoles, dynamicRoles, extRoles, null, new
Timestamp (System. currentTimeMillis())):

sm. detachSession (lws) ;

lws = sm. createAnonymousSession (Iws_conn, cookie + “trusted”, nsList, true);
sm. attachSession(lws_conn, Iws, null, null, null, null, null);

sm. assignUser (lws, euser, dynamicRoles, dynamicRoles, null, nsList, null);
sm. detachSession (lws) ;

tyIavoEREEEYIIIDORIE

FT—AR=Z Y- \=(CvS 3> OEEZRFL. Ty m@EEUIFE(CT SIS, XSSessionManager 752D
saveSessionXVyRZz{ERALET .

WEPD-H—DI5E. COAVYREIREDOTYS 2R FUET . detachSessionXAVy REBIFRIC, COXAVYR(F/N W -T>
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detachSessionXVyREFERD. COXVYR(TEFEEINTVR Y2 2 RIELEFET . COAVYRIE, EICT7TVr—23> -
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5354

public abstract void saveSession(Session session)
throws java. sql. SQLException,
NotAttachedException,
XSSessionException

public abstract void abortSession(Session session)
throws java. sql. SQLException,
NotAttachedException,
XSException

il

f517-4(. Real Application Security# &b 1—H— -ty 3> % R1F 3 2755%R~UET . saveSessionXVYREKRFT
RSNTVET,

f517-4 Real Application Security9MB1—H—- v a R F I35 %

static Gonnection lws_conn =null;
static XSSessionManager sm = nul | ;
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Iws_conn = DriverManager. getConnection (Iws_conn_string, username, password);
sm = XSSessionManager. getSessionManager (privGonn, 20, 29999999) ;

String cookie = “some_cookie”;
String extuser = “ExtPrincp”;
String extuuid = “ExtPrincp”;

Session Iws = null;

List<AttributeValue> nsavList = new ArrayList<AttributeValue> () ;
AttributeValue nsavl = new AttributeValue ("ATTRO1”, “valuel”);
nsavlist. add (nsav1) ;

AttributeValue nsav2 = new AttributeValue ("ATTR02”, “value2”) ;
nsavlist. add (nsav2) ;

NamespaceValue nav = new NamespaceValue ("NSTO1”, nsavList) ;

List<NamespaceValue> nsList = new ArrayList();
nsList. add (nav) ;

List <String> dynamicRoles = new ArrayList <String>();
dynamicRoles. add (“DYNROLEOO1”) ;
dynamicRoles. add (“DYNROLE002”) ;

List <ExternalRole> extRoles = new ArrayList <ExternalRole> () ;
extRoles. add (new ExternalRole ("EXTPRINO17)) ;
extRoles. add (new ExternalRole ("MYEXTPRINO2)) ;

Iws = sm. createAnonymousSession (Iws_conn, cookie + “trusted”, nsList, true);
sm. attachSession(Ilws_conn, Iws, null, null, null, null, null);

sm. assignUser (lws, euser, dynamicRoles, dynamicRoles, extRoles, null, null);
|ws. de|eteNamespace ("NST01”) ;

sm. saveSession(lws) ;
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<listener—class>oracle. security. xs. ee. session. Appl icationSessionListener</|istener-class>
<{/listener>

RAA V18R%: OPSSH&UOracle Fusion MiddlewareTE{E937I
F—23>-ty>3a>-y—EADEE
COIET(E, 7V —23>- 933> - Y—E2%EAT 37 TV — 23U B RRTHRSRAF BRSOV TERBALET
COIRICIRONEYINEENFT:

® BIESRM

o FENEM

® EENMERNKICOVT

Bl

Real Application Securityz{ER33(C(&. 7IVT—23> - y2a> - H—EXEOPSSO /5 %0racle Fusion
Middleware®Java EEJ>FHICT TOAU TR T 2UENDDET .

WebLogic ServerDiza. BIERHIIROESDTT,

® Oracle database 12c JDBCRSA /N U TEMERIESNIZIRFAR—XDWLS RAA > (OPSS(E#EMMAFNT
WET) o BETIHEEEUT, 12D RS//\arfZl3 TRZEDIDBC jarBMmE(ICRBZENHNE I (UCP.
118N, SQLXMLEE),

® Oracle Database 12cU)—2X1 (12.1)LAp#

WebLogic Server 10.3.68&012.1.2 JRFJU—Z(Oracle Fusion Middleware®—&B)DIEE. {1E9I3IDBC
RS54 /\(EOracle Database 12cH#aT(d&HDFEE A, Oracle Database 12¢ JDBC jar (ojdbc6. jar&/z(&

ojdbcl. jar BV B IRHEREICIGUIZZDMDjar) ZESL. CNBDjarezWebLogic Server®J3Z/NADHIISENNT
BIHENDDET, FEHRFIEL. Oracle WeblLogic Server JDBCT —4 -V —2ZNEIREDTIS 3> B2ESIBLTZAL,

IDBCRSANET=ANR-ZADN\ =23 —EURVBE . Real Application Security 24 ILADOFEMEIFTIS— - Xvtz—
INRRENTERBUE T IRIHZRUET
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® Oracle Database 11g JDBCR54/{fOracle Database 12cTERINTVSIHE., H—/(—-0J(XOT
F— AYT—INTRRENET: A VY FARELTWDEORASEY 3y - IA2—U v #HtTEE
A

® Oracle Database 12c¢ JDBCR54/{hOracle Database 11gTERAINTWSIHE . Y—/(—-0J(OXDIT
F— AWl —IHWRIRENFT: 0RA-00439: #gE(XFERATE=EF A Fusiont*xa )T+,

FEhERK

TG =232 T IVr—23> - 2y33> - B —ER%ERAIB(CE ROFENBRLFIRCHVET . FllEE, WebLogic
10.3.684£0112.1.2, JRFUU-ZADOM A IERATEFT .

1. Real Application Security jarz{>AR=)LLET

xsee. jar&xs. jar (ORACLE_HOME/jlib/)%&. 7JUr—23  CHETERHIBET (LI NICIE-UET,
WebLogicDIBE . #EZEN3IHBFAEDOMAIN_HOME/ | ibTI . CNICED. BURXA T TO1ENZ< 0TI
s—33>TReal Application Security jars B TEFY,

2. Real Application Securitytzy>3> - ¥ R—SvDESEAZ/ERLET o

7IVr—2a>ty2ay - J4VADT TV =3 ABRRICOWT TERBALIE LIS, Y2y - Xk — v D EEEIERA
(FOPSSOEAEIEBAR N THERR T DENHDFT . CNIE. OPSSRUT MAERL TITOTEN TEFT . OPSS
AT NOERSEDFZEME. Oracle Application Server Containers for J2EEF1)74 - 14 RD
[OPSSZIN)T N DIEZSERL TLIZEL,

createCred (map="oracle. rdbms. ras’, key="default’, user="myUsr’, password="myPassword’)

WAy - RR—SvDEAZERRIE. RAAUICHERREN TUVST JA4)L MOBAEEEBA A R (TASHEN TL\ET . map&
(. Real Application Security7 Vs —>3>-ty23> - B —EACERIEFRSIN TLBoracle. rdbms. ras(C
FRIRENDDET  CNEEIEENTHED. BETEF A

3. J—RiEBRZReal Application Security jard7/ILAFTEUET,

[T 704X NMIDWT | TERBAUTELS(C, CSFiERR%xsee. jar 71 IUVIAT ST IMEBLNHDET , CNE. OPSS
AT MERLTITVEY,
grantPermission (codeBaseURL="file:$ {domain. home} /| ib/xsee. jar’,

permClass="oracle. security. jps. service. credstore. CredentialAccessPermission’,
permTarget="context=SYSTEM, mapName=orac|e. rdbms. ras, keyName=+", permActions="read’ )

Ak OkeyName () (FINTOF—FHTT . FEDTIVT -3V EIFIHEREINTWIHE, T T4 NASD
F—(2E NP EAER(IESHDEE A,

4. web. xm| Z#8R%L. Real Application Security API (GEfE/iEFEARRR)2IFUNHUL T, 7 Vr—23>%EILR/F
TOAUET, web. xmI BEDISITHERKREINBNMCDOVTIS, f18-22SHRU TLIZEL,

A, Z#DIava EERFFIETT,

attachSessionPrivileged APIZ7 U —23> - 1— RTHFUHIIHZEE [HERFAZAPICOWVT TEHBALE
EBD(CSessionCodePermissionz7 )r—23> - - RATSI2MENGDDET , NI FIEILUTVET,

REFEDHITT,

grantPermission (codeBaseURL="file:§ {domain. home}/servers/Defaul tServer/tmp/ WL _user/MyWar/pi47
ig/war /WEB-INF/lib/trusted. jar’, permClass='

oracle. security. xs. ee. session. SessionCodePermission’, permlarget=" MY_NS_DROLE,
permActions="attach’)
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grantPermission (codeBaseURL="file:$ {domain. home}/|ib/xsee. jar', permClass=
oracle. security. xs. ee. session. SessionCodePermission’, permlTarget=" MY_NS_DROLE,
permActions="attach’)

OPSSZAUTNC(E, WLSEIRY—/I-REATINTVBBENBIET . COFB 7 TO-FTIE, A> 51485
DHYR—ReNET . FIBAG. BTV — 3 ERENMTINERGHOETH, FIBLS3(E. EIHERICD
WTTHBIRN TV B LSICEBME TEE T,

BENBARICONT

Oracle Fusion MiddlewareT(&. #8pk1—T()T1ZERL T IVT—>3> - )~ THLBREZIBRR TEE T,
WebLogicDizE . CHUIRAA BRI Y- RTT, SEDOWLSU)-Z(U)—-212.1.3) Tl COEBRRI1HF—RICEDT
FNELNS3 (FENER)ZBEMETEET COBBTTO—F((E AT ABRRZYR— N TEREVIFISREHDET (B
Y- (-NEITEINTOREE).

¥Rk 1 H— REHCE) 9 D¢ (CORACLE_HOMED> /orac |e_common/common/bin/config. sh). ;JROI1—H—-4>5HT1—-X
(UD)H7R&N. Real Application Security#8mIEFROA HZKDHIAVE-IHFRRENET,

® SHOUITIK, 7VWr—33>-tv3 3> - H—EX(Z. 1#IR9I 30racle Fusion MiddlewaretgED1DELTER
RSNF T, BRI 3L, TOKIFEMR(OPSS. JRFO—ER)EHEIM(GRIRESNE T,

® 2DHNDUITIE, TIAI S -Y2 3> -XR—SvDEGERZA NI BLIKDHENET

- RERZG5IBUIEHDFER A CNIE. BEIEERINEXMIT7A )2 RAA > Dsystem- jazn-data. xml T7-)UICHE
BIdIET. BEMATONE T . BRTERSNoXmIT7AIUIE. BRI RN TOReal Application Security1—R
ERASIEFENET,

BIEENT NT—2aU B0ty 3y -XR—Sv BRI LR RELREE . BB IFMCLEFIE2Z2EITIDN.
UINSHRI B+ -2 2B 2EBNDDET . BUF—2%Z27 VT —23>0web. xml (CEITRENDDEFT , COBE.
IVTZ(ANT2)E5|EHEorac | e. rdbms. rasCEESN TLVBIzs, 1— MERZ(FSIZNE(EHDFLT L. IATD
F—(FITICABBIATEENTVRIHTT,

7IIUr—33>-1v33>APIICOVT

7TV —23> - 12y3a> APLIE. 5 XApplicationSessionServiceZTU TERII XYY RELTAMENE T, APLIE. IR
OIS TINMIE DWW ESNEIREOT7 -3 - 2y 3> TEMELF T . RAPIOWERTIE, ID7HY -3 h A
ERY(CEITIN, IBIEOT VT —33> - 1w ao b IS 1) MNe—E T BENFESREINF T . A— DR OHIEE.
ApplicationSesseionExceptionfflItnRO0—2NFd, HITS1I MU THFRIET ed(C, 7TV —33> - 2w 32 APID
J-J)L7cd—R(E. FE(CSub ject. doAsSOAEBTRITI ZMENHDF T, 3EHMll(E. IDKDSubject. doAsZSIBL TZE0N,
COEITE ITFOREYIICDOWTERBALE D,

® 7 ) —33>-tw33 APLIC DT

® 1ERFAZAPIICDNT

® R—AhAX—XAPICDWT

® HEPRFTWIAPIICDWT

72Ur—33>-tv3a>APICDOWT
COEITIE. ATFOREYIICDOWTERBALE T .

® 7 —33> -ty a  ADEREICDNT
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® 7\ —33> -ty ashbmEiE Rk

® 7 IVr—33> -ty a DIEE

FIVT -3 - ySavADEFICONT

REQI-F-07TVr—2a> - tyia e, BEDT—IN-RIEGHICE-ELET

REQI-Y-07TVr—33> - tysav (@8I 37U —33> - 01— R I-R-R-HEREBBHDER A 7T
T—232- YAV FEZOFFTEWEL. BIEICL O TEIDIERNFAZENDEEHDEE A,

378

public static void attachSession(java. sql.Connection conn)
throws ApplicationSessionException

INSA=4

KSA-4 B

conn F—AR=R H—){—-35> RN)wTD IDBC &t
il

BI8-38LUMFI8-6ZSRL TLIEE L,

PIIUr—33>-y3a>yh s 0EEaRiR

BEOI-Y-07)r—33> - y3a i BFEDT —IN—IBHRHSEBFEERUET .
T7IVr—23> -2y a3 wZBC7 )T -3 - 1— RORERIOv I S EFERRIR T AL EPBEHUE T, TOURE, &
SNEEHEHNELVWI-—Y—DTF TETINTORVI- R S5EINZTENHDET AFREICT T —33> -ty 3%
wE(GEERERRI DL I-ILTThEETY,

EEARERHN I—)LEN T, BUEGTEEHIBEEI-)LEN3E. H—N\—FaioE®EE N7 S Ir—3a3> - ty3avhbs
OEFERERZEITUC. BEQ 7 U —23> - w3 a(SEFELE T,

5374

public static void detachSession(java. sql. Connection conn)
throws ApplicationSessionException

JINSA—%

KSA=-5 Bl

conn F—AR=R H—){—-357> RN)wTD IDBC &t
1)

518-3(C. EFED LNESERRPRAPIZ T —IN—ARIEBEEEIFERIZY T - 1-RarUFE T, -l BEat
T—RICEDWT, @I L OEEAERR - VOB R RE T INENHDET
518-3 7 U —33>-t7w3a>APL: AttachSessionéDetachSession

/*¥
* Typical application code calling attach/detach for database query

*/
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public void queryHR (Connection conn) {
String query = “ select emp.employee_id, emp.salary from hr.employees emp”;
Statement stmt = null;
ResultSet rs = null;
String id, salary;
try {
// attach connection to the current application session
ApplicationSessionService. attachSession (conn) ;
stmt = conn. createStatement () ;
rs = stmt. executeQuery (query) ;
while (rs.next()) {
id = rs. getString ("employee_id”) ;
salary = rs. getString(“salary”) ;
}
} catch (ApplicationSessionException e) {
} catch (SQLException e) {
} finally {
// detach the current application session from the connection
try { ApplicationSessionService. detachSession(conn); } catch (Exception e) {}
if (stmt != null) try {stmt.close();} catch (SQLException e) {};
if (rs !'=null) try { rs.close();} catch (SQLException e{};

PIUr—33>-tv3a>oilE

F—AR-ZATIREOT7 VT —33> - 2y #EL T, IIEOALYROETITFA M SHEIBRULES . 2. 0T 7Y
NS (LT T =S a (L TR T BN BDETS . S C I L TRESNRIEO 7SI -3 - by a w1l
=UFY,

B

public static void destroySession(java. sql.Connection conn)
throws ApplicationSessionException

NSA—=4

KNSA=4 Bl

conn F—AR=R - H—)\—-39> RNyT D IDBC 55
il

BI8-4C, T IVr—23a> w3y - H—E2=WEIZH> T - 1-ReRUET,
518-4 7o —23>-t2yS3>API: DestroySession

void doLogout (HttpServletRequest request) {

DataSource dataSource = null;
Connection conn = null;

try {
InitialContext ic;

try {
ic = new InitialContext();

dataSource = (DataSource) ic. lookup (“ jdbc/myDBDS”) ;
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if (dataSource != null)
try {
conn = dataSource. getConnection () ;
} catch (SQLException e) {
e. printStackTrace () ;
}
} catch (NamingException e) {
e. printStackTrace () ;
}
// invalidate Http session
request. getSession(). inval idate () ;
// destroy XS session at DB
ApplicationSessionService. destroySession (conn) ;

} catch (ApplicationSessionException e) {
e. printStackTrace () ;
} finally {

if (conn != null)

try {
conn. close () ;

} catch (SQLException e) {
}

HERFISAPIICDOWT
COIAT(E ROMEYIICOWTERBBLE T : 7V —23> - ty2a> TOEIO—)LOEZNE .

7V =33y -ty>a>coEo-ILoazt

RIEQT7 VT —23> - YAV #FEDT —IN—IEGCEFEL . BIELIE 7 T —23> - w23 TReal
Application SecurityEHI0-)LZBELET . CNICED, PTUVT—23> - K= HAAR—=ADFRTERE—EBDT —HIR—
IR EITI DI, EFETE R 7T —23> - - RIC— R ([CRVMERZ(I 5 TEET,

NE. BFEDERETEZT7 -3 - 0-ROT7 IV —23> -ty iER 2 FI& I B8 TY ., Real Application
SecurityBIHI0— L&, EEEFICEMMEENE T . SR TE3]—- K&, javad—RERICIHOTHBIINE T,

354

public static void attachSessionPrivileged (java. sql. Connection conn
java. lang. String role)
throws ApplicationSessionException

JINSA—4

KKSA—% SR

conn T—AR=Z-H—)\—-3> RN T D IDBC &t
role BEOEHIO—IL. VI NBETHINENHDET
15l
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BEDEIRIO-IULEZENEN. H18-5 (jazn-data. xm| T/FEENIAER )[R &5(CT— R-R—ZAER(CBIE(T AN T
L\ig_o

BI8-6%SHRL TLIZE L,
ERLOERE

javattF1U741 - XRX—SvHA> THINATTH N FICAPITHREPICHERRNF v IENE I . J-ILTTHER N H 25
BN FEOO-ILHIRIS — - TP TEREINO-ILEE—IT 2L EBRLED). FEOSHIO—)LHNEFSF
(LB EENF T 1ERNMRVMEE . APIFAccessControlExceptionTHREILFE T,

J-J)Lcd—R(cal ler. jardpAI)e7TVr—23> - y3a> - H—EX-1—R(xsee. jar)dmAEb.,
SessioncodePermiss i ont&ERZIFOTLVBAENHDET , cal ler. jarh I T HCLHOTEBIFUEINZIHESF. Ih
T+ TY, caller. jarMBIOTINT—23> - - RICEHTHFUHEINZIBE. 7IUT—23> - 1— RICCOERIMHED
ESMNE. D=L MHIRTLES . D=L T VT —SaUCCOWERNM B ERVNGE . J-I)Ltd

AccessControl ler. doPrivilegedTnull AccessControl lerContext#3§EUIzattachSessionPrivileged &l EUH
FIENTEET, 5Hl(E. Java APIZSERL TREV INEFEITIBIET, cal ler. jarF7Ur—23> - 1—-R2M@E
HIEFELFT,

BNO-ILE REOT VT —23> - 2y  TERGEREEN T VT —23> - 2y  TOHBEIMEENET . EHES &
EREAEIROEABIANTEIMESNE T . T —IN—ATYIIANEREIEL CEBINO-ILIERSN TV ENHDFT . TE
FEINTVRVMBEE . ROBISMRO-ENET: 0RA-46055: EH A O—LAFEESINFE LT,

#I8-5 1EPRFIRAPI

{grant>
{grantee>
<{codesource>
<url>file:${domain. home}/servers/Defaul tServer/tmp/_WL_user/MyWar/pi47ig/war/WEB-
INF/1ib/trusted. jar’" </url>
<{/codesource>
{/grantee>
<{permissions>
<{permission>
{class>oracle. security. xs. ee. session. SessionCodePermission</class>
<name> MY_NS_DROLE</name>
<actions>attach </actions>
</permission>
<{/permissions>
<{/grant>
{grant>
{grantee>
<{codesource>
<ur I1>file:${domain. home} /lib/xsee. jar</url>
</codesource>
{/grantee>
<{permissions>
<{permission>
<class>oracle. security. xs. ee. session. SessionCodePermission</class>
<name>MY_NS_DROLE</name>
<actions>attac </actions>
</permission>
<{/permissions>
<{/grant>
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ZOEITE. LTOREYIICDOVWTERBALE T,
® R—LhAR=ADVERICDWT

® —AhAR—ZADHIBRICDWT

® - LNAR-ZABMDFEECONT

0 (= LAR-ZABMDHIBRICOWNT

® (R~ LAAR-ZABHOEE

F—HAANR—ZADIERRICONT

REOT VT 232 - Y232 TR—LAAR-RAERLET . FEESNER—LRR-ANT —IN-ZATERIEZRSN TV
T 77 —23> - 29232 TADMIN_ANY_NAMESPACEAZBRNEIMEEN TL\RIEZMRE EiEeN 7)o —23> -7y
23> HMODIFY_NAMESPACEI#{FZRITI B ELZR— LhAR—AACLTHH BRI I 2 ENHDFT .

X

public static void createNamespace (java. sql. Connection conn
java. lang. String name)
throws ApplicationSessionException

JNSA—=4

KSA=45 B

conn F—AR=R - H—)\—-3T> RNwTD IDBC &t
name BEDR—LAR-2%
151

PI8-6ZSBRL TLIZEL,

F—LAR—ADHIFRICOWVT

REOTIVT 23> - 2y ao SR — LAR=RZHIBRUET  IEEENR—AZAR=ZANT —IR- X TEHIERINT
WT 7T —23> - 2v23> TADMIN_ANY_NAMESPACEAERRNEZMEEN TV BIHEEBRE, EiESN 7 Vs —33> -
w32 H'MODIFY_NAMESPACEIR{EZ RITI DL ZR—LAR—AACLTEHF R I 2ENHDET

354

public static void deleteNamespace (java. sgl. Connection conn,
Jjava. lang. String name)
throws NamespaceNotFoundException,
ApplicationSessionException

JNIA—=4
KSA=4 5REH
conn F—AR=R H—){—-357> RN)wTD IDBC &t

181



KSA-4

S&II

name YBEEDLR—LAR—R%E,

il
BI8-6%ZERL TLIZE L,

F—LAR—-AEEDEECDONT

BHHEZIRIEOT VT 23> - 2y 3> OR— LAR=ASHELET . IEESNR—LAAR=ZANT —IR-XTHEHIE
FESNTVT, 7TV —23>-12y>3> TADMIN_ANY_NAMESPACEFERRNMEIMEEN TV IIBEZIRE. EiEEN7JY
T—23>-t2y>a>hMODIFY_ATTRIBUTERR(FZRITI BT R— AAR—AACLTHFRI I B ENHDET .

Z—=LAR=ALBHENMFELRWMEE. APIIFEDETEMEZFHRLET . FEI25A(E. BIFOEZFEMECE
ELET,

X

public static void setNamespaceAttribute (java. sql. Connection conn
java. lang. String name
java. lang. String attribute
java. lang. String value)
throws NamespaceNotFoundException
ApplicationSessionException

INSA=4

KSA-4 sREA

conn F=AR=R - H—=)\—-59>RNyT D IDBC 5%
name BEDR—LAAR—-2E

attribute BEDR—LAAR-ABE L

value BEDR—LAAR-AEMHE

5l

BI8-6%SERL TLIZE L,

F=hAR—ZARMEDHIFRICOWNT

BAIEO7 VT —23 - 2y2a> TR— LA AN SEIEHIBRUE T . IEESNIR—LAR-ZANT —IN-ATEHIER
ENTVT, 7T 23> - t2y>3> TADMIN_ANY_NAMESPACEIERRNVERMEEN T SIBEaEIRE. E@isaniz7 U —
23> -2y>a  AMODIFY_ATTRIBUTEIE/FE (TS BTEEFR— LANR—RAACLTHF RIS DU ENHDET

354

public static void deleteNamespaceAttribute (java. sql. Connection conn
Jjava. lang. String name,
java. lang. String attribute)
throws NamespaceNotFoundException
ApplicationSessionException
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INSX=4

NKSA-5 shEA
conn T—IN=R-H=)\=-39> RNyT D IDBC #fi
name BFEDR—LAR-RE
attribute REDR—LAR-ABHE
il

BI8-6%SHRL TLIZE L,

F—LhAR—-AEEDHYS

REOTIVT—23> - 2y2a> TR—LAR=ANSB MM ZEUSUET  FFEDR—LARR—ZZERR I 2N ENGHDET .
T—AIN—RIEGINE T, COBRIECH I BEREBFIVIENEE A,

R—hAR—-2%ZE 3 BAPI(getNamespaceAttr ibuteAFh) (& ADNSGA-HELTT —AIN-RIEH=IFEET . NS
OAPILE. IVMOIRTEDT VT —33> - 233> TR—LAR-ZAZEHU, BERNEET —IN-IARICSNTFAALET .
ERGEEITRZUNENGDFET . EESNL T IT—23> -ty a2 ERL T, Y- NP R—LARR-ANEE#ZA] T
EDNENEIFELET .

RFEDEFETERT7 IV —33> - - RCDH R~ LAR-ADFEZIFEILET . #tld. R—ARR-XTHAEHEMR
(MODIFY_NAMESPACE. MODIFY_ATTRIBUTE)Z#5 DEEYO—)L TEFE TEF I . IS, attachSessionPrivileged API%Z
fERL. R— ARR-ZHERDOHZ2EIO—IUATESFT DL TEIRTEFT,

354

public static java. lang. String getNamespaceAttribute (java. lang. String name
java. lang. String attribute)
throws NamespaceNotFoundException
ApplicationSessionException

JNSA—4

NKS5A—4 EIL

name BEDR—LAAR—R%
attribute BWEDR—LAR-AEHEL
151

BlI8-6(, K= LAR—ZAPIZAEAL TR—LAR-RZHEL. 7TVT—23> - 2y 3> OHERFIRAPIZER I YT
W-B=TLyb-TA%RUET

TIVT =232 = hAR=ZADEAFTEC OV THD THNEEERR
IROBRIEIRT. 7IVT—23> - %= AZAR=-ADERSEOVTEBRAZFLDHET,

® Real Application SecurityI(4ILAE, INTOT7 TVT—23> - K= hAR-2ZIREDT I )r—23> -ty 3>
[CFvry>aUET,
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® YEI7IEADIZE . T—AN-RIFAMT IVT—23> - 233V ER I DNENHDFT . COKRFR T,
ELTTVT—23> - 2= LAR-ABFEHEEN TV EE A

® I1—H—-DLEBOT7IEITIE, JMIVINEIC, 7IVT—23> - 2y a s (AERENIEINTDOR—LAR~
AEIVMDIRTEDT TV —23> - 23 ascF vy 1UET,

® 7JUr—23>-0-RERE MEOT T332 - 2ySas B Rk— LAAR-2Z 7T AVET . ZEFIRIE.
KESWIREOT VT —23> - 2y23> VM) DEZZEE IS, I—/{-ADFIVR-NYTTY, ZDHIC, &
EHTAPLICET —IN—IEH/ (GA—INHDET . 2L, FREDBME, T—IR-A(CPIE AR TIIVMOIRTE
7TV —23> -2y ash5aRAER0-HIURIETT.

® = AAR-ZADZEENEFEICT T I3 BERNBFHSEEEINLT VT -3 - 2y2a RT3 T
([SEFEENT TV —23> - 2y AU (CHBIEENE T . BN 7 )T —23> -2y as (FINRT B—Y-X
(RIEOT VT —33>-y33>) 2 BRI BHTY,

o IRIEDTSITr—33>-ty3a>Dx—AhAAR—R(F. Web7TUr—33>0Ohttp)I IZ MNERN TR TY . D7
TVT—2a2 VD TER—LAR-RAZEETEFT, ZE (L. Real Application Security I ACE>TIRTE
DhttpU I X MOBIIARFIC1EIEIFTEEENE T, RUttpUI I A M TITONIGEIEIINT, WIEODT7 VT —
23> - YA OEUAR—LAR-AZZBUET .

® 7J)r—23>-0—RiE R=LAAR-ZBOEEZFTRCHIELFT . IRIEOT VT —33> - Ty 3> DR — LR
R=2ZV\DTHFHRAHED ., F—LAAR=RZAPIZI— LU TR—LAAR—AZEF I INEONERELET .

$18-6 RK—LRR—ZAPI

/*%
* Trusted application code (servlet filter) sets up namespace
* Using privilege elevation and namespace APIs
*/
public void doFilter (ServletRequest request, ServletResponse response, FilterChain chain) throws
I0Exception, ServletException {
Connection conn = null;
try {
conn = myDatasource. getGonnection () ;
// Attach an application session with a dynamic role
ApplicationSessionService. attachSessionPrivileged (conn, “myNSRole”) ;
try {
// Get the current value
String currentValue = ApplicationSessionService. getNamespaceAttribute (“mySecuredNS”
“myAttribute”) ;
// 1f the current value is not desired, set it.
if (“myValue”. compareTolgnoreCase (currentValue) != 0)
ApplicationSessionService. setNamespaceAttribute (conn, “mySecuredNS”, “myAttribute”,
“myValue”) ;
} catch (NamespaceNotFoundException e) {
// Namespace is not found, create it
ApplicationSessionService. createNamespace (conn, “mySecuredNS”) ;
// Set the attribute
ApplicationSessionService. setNamespaceAttribute (conn, “mySecuredNS”, “myAttribute”
“myValue”) ;
}
} catch (SQLException e) {
} catch (ApplicationSessionException e) {
} finally {
// Detach an application session.
try { ApplicationSessionService. detachSession(conn); } catch (Exception e) {}
if (conn !=null) try { conn.close();} catch (Exception e) {}
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// Execution of application code.
chain. doFi |l ter (request, response);

HERFIVIAPIICOWT

COIETIE, RONEYIICDOWTERBALE T . ACLOIERDF T/,

ACLOHERDFIVY
IBESNHEROBREEINTVWBR 7 VT —33> - 2y 3 % FERU T, ACLOMEREFIVILEY . ROEA_EOFENE
{/\ig-o
o EIEINIHBEHRNMEEIN TV AIRENHDET  AERF IV, BIEINTVB T NT—33> -ty aV (CHDOE
F9, attachSessionPrivilegedd—)LZNUT. BEENTVWB 7T —33> - 2y33V(C BEO7 -3
>y AV DL DIEREF S TEET,
® APIFACL IDOAFINGA—S%EVBEUET . . ORA_GET ACLIDEE FAERAUTENSEVEEATENT
x¥9, COEEFE. IRIEOITICEEMIIAN TV —EDACL IDERUET,
® CMDAPIE, #EREZDATIINGA—HEEUELFT , CDATTINSA—H(E. SELECTZE/Z(ZUPDATEREDDMLIER D
D1 -Y—EZEIERTY,

3%
public static boolean checkPrivilege (java. sql. Connection conn,
byte[] acls,
java. lang. String privilege)
throws ApplicationSessionException
NS4
KSA=5 Bl
conn F—AR=2Z - H—=)\—-3T7> RNJwTD IDBC $&#t
acls TR TOHED ACL ID
privilege BTEDIER %
il

BI8-7T(L. FTICREMIFENTLSACLZEUSL T. ACLOUPDATEREPRZFTvILET .
518-7 1EPRFTYIAPI

public Collection<Employee> queryHR (Connection conn ) {

Statement stmt = null;
ResultSet rs = null;

Col lection<Employee> result = new ArraylList<Employee> () ;

try {
// attach session
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ApplicationSessionService. attachSession (conn) ;

stmt = conn. createStatement () ;
rs = stmt. executeQuery (query) ;

while (rs.next()) {
Employee emp = new Employee();

emp. setld(rs. getString ("EMPLOYEE_ID")) ;

AuthorizationIndicator ai =
((OracleResultSet) rs). getAuthorizationlndicator ("salary”) ;

if (ai == AuthorizationIndicator. NONE) {
emp. setSalary (rs. getString (“salary”));
} else {
emp. setSalary (“stktkr™)

}

// get ACL associated with the row

emp. setAcl (rs. getBytes (“acl|_id”)) ;

// check “update” privilege

boolean canUpdate = ApplicationSessionService. checkPrivilege (conn, emp.getAcl (), “UPDATE”);

emp. setUpdate (canUpdate) ;
result. add (emp) ;

emp. setFname (rs. getString (“first_name”)) ;
emp. setLname (rs. getString (“last_name™)) ;

emp. setEmai | (rs. getString ("email”)) ;

emp. setPhone (rs. getString (“phone_number™)) ;
emp. setManagerld(rs. getString (“manager_id”)) ;
emp. setDepld (rs. getString (“department_id”)) ;

}
} catch (ApplicationSessionException e) {
e. printStackTrace () ;
// process me
} catch (SQLException e) {
// process me
e. printStackTrace () ;
} finally {
if (stmt != null) try {stmt.close();} catch (SQLException e) {};
if (rs 1= null) try { rs.close();} catch (SQLException e) {};
try {ApplicationSessionService.detachSession(conn);} catch (ApplicationSessionException e)

}

return result;
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Rem Copyright (c) 2009, 2014, Oracle and/or its affiliates.
Rem All rights reserved.

SET ECHO ON
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SET FEEDBACK 1
SET NUMWIDTH 10
SET LINESIZE 80
SET TRIMSPOOL ON
SET TAB OFF

SET PAGESIZE 100

— A PL/SQL function to determine manager—report relationship
conn hr/hr;

create or replace package hrutil as
function ismyreport (id IN PLS_INTEGER)
return PLS_INTEGER ;

end hrutil;

/

create or replace package body hrutil as

function ismyreport (id IN PLS_INTEGER)
return PLS_INTEGER is
mycount PLS_INTEGER ;
myid PLS_INTEGER ;

begin

select employee_id into myid from hr.employees
where UPPER (email) = XS_SYS_CONTEXT (" PROFILE_NS', ' EMAIL’);

select count (employee_id) into mycount from hr.employees
where employee_id = id start with manager_id = myid
connect by prior employee_id = manager_id ;
return mycount ;
end ismyreport ;
end hrutil ;
/

—— Greate a dynamic role for object privileges for external users
connect sys/password as sysdba
show con_name;

—— Greate a dynamic role for HR object privileges.
exec xs_principal.delete_principal ( HROBJ' , XS_ADMIN_UTIL. CASCADE_OPTION) ;
exec xs_principal.create_dynamic_role (' HROBJ' ) ;

—— Create a db role to have HR object privileges

drop role hr_db_obj;

create role hr_db_obj;

—— Grant object privilege to the db role

grant select, insert, update, delete on hr.employees to hr_db_obj;

— Grant db role to dynamic role
grant hr_db_obj to HROBJ;

— Create a security class with privilege view_sensitive_info, and
— aggregate privilege update_info that implies data privileges
update, delete, insert, which come from pre-defined security class
— DML.
DECLARE

priv_list XS$PRIVILEGE_LIST;
BEGIN

priv_list :=XS$PRIVILEGE_LIST (

XS$PRIVILEGE (name=>" VIEW_SENSITIVE_INFO' ),
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XS$PRIVILEGE (name=>" UPDATE_INFO’
implied_priv_list=>XS$NAME_LIST
(' “UPDATE™", ' “DELETE”", "”“INSERT')));

Xxs_security_class. create_security_class(
name=>" HRPRIVS'
parent_| ist=>XS$NAME_LIST (' DML' ),
priv_list=>priv_list);
END;

—— External Principal (app role) Used for data security:
— Such a principal must match the OPSS policy store

— roleName="HRREP” guid="37EDOD108C2F11E2BF802D569259982"
— roleName="HRMGR” guid="4077A2B08C2F11E2BF802D569259982"
— roleName="EMP”  guid="F917C3608CF011E2BF802D569259982"

— Create an EMP Acl to grant EMP, HRMGR and HRREP privileges to access an employee record in the
restricted departments
DECLARE
ace_|list XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(

XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" “SELECT”", " VIEW_SENSITIVE_INFOQ’ ),
granted=>true,
principal_name=>"“37EDOD108C2F11E2BF802D569259982""

principal_type=>XS_ACL. PTYPE_EXTERNAL)

XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" UPDATE_INFO’ ),
granted=>true,
principal_name=>"“4077A2B08C2F11E2BF802D569259982""

principal_type=>XS_ACL. PTYPE_EXTERNAL),

XS$ACE_TYPE (privilege_list=>XS$NAME_LIST (" “SELECT”" ),
granted=>true,
principal_name=>" “"F917C3608CF011E2BF802D569259982""

principal_type=>XS_ACL. PTYPE_EXTERNAL)) ;

xs_acl. create_acl| (name=> ' EMP_ACL’
ace_list=> ace_list,
sec_class=>" HRPRIVS’
description=> 'Employee access to his/her data’);
END;
/

—— Create a self Acl to grant EMP privileges to for an employee to see and update his own record
—— Grant UPDATE, VIEW_SENSITIVE_INFO privileges to the EMP role
DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(
XS$ACE_TYPE (privilege_list=> XS$NAME_LIST (" “UPDATE™", 'VIEW_SENSITIVE_INFO")
principal_name=>" “F917C3608CF011E2BF802D569259982""
principal_type=>XS_ACL. PTYPE_EXTERNAL)) ;

xs_ac|. create_ac| (name=> ' SELF_ACL’
ace_list=> ace_list,
sec_class=>"HRPRIVS'
description=> 'Employee access to his/her data’);
END;
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— Create Manager ACL, to allow a manager to see his employee’s salary
— Grant VIEW_SENSITIVE_INFO privileges to EMP role on the Manager’'s employees

DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(
XS$ACE_TYPE (privilege_list=> XS$NAME_LIST (' VIEW_SENSITIVE_INFO'),
principal_name=>""F917C3608CF011E2BF802D569259982""
principal_type=>XS_ACL. PTYPE_EXTERNAL)) ;

xs_ac|. create_ac| (name=> ' MGR_ACL’

ace_list=> ace_|list,

sec_class=>"HRPRIVS’

description=> 'Manager can see his reports salaray’);
END;

—— Create data security policy for the EMPLOYEE table. The policy defines
— an instant set to control the access to the employees in department
— 60 and 100. [t also defines an attribute constraint to control
—— the access to sensitive column SALARY.
DECLARE

inst_sets XS$REALM_CONSTRAINT_LIST;

attr_secs XS$COLUMN_CONSTRAINT_LIST;
BEGIN

inst_sets :=

XS$REALM_CONSTRAINT_LIST(
XS$REALM_CONSTRAINT_TYPE (realm=> ' DEPARTMENT_ID in (60, 100)’,
acl_list=> XS$NAME_LIST (' EMP_ACL )));

attr_secs =
XS$COLUMN_CONSTRAINT_LIST(
XS$COLUMN_CONSTRAINT_TYPE (column_Iist=> XS$LIST (" SALARY" ),
privilege=> "VIEW_SENSITIVE_INFO')) ;

xs_data_security. create_policy(
name=>" EMPLOYEES_DS’
realm_constraint_list=>inst_sets
column_constraint_|ist=>attr_secs) ;
END;
/

—— Add more instance sets to the above data security
declare

inst1 xs$REALM_CONSTRAINT_TYPE;

inst2 xs$REALM_CONSTRAINT_TYPE;
begin

instl := xs$REALM_CONSTRAINT_TYPE (realm=> "UPPER (email) = XS_SYS_CONTEXT ("' PROFILE_NS'', "' EMAIL"")’
acl_list=> XSSNAME_LIST (" SELF_ACL')) ;

xs_data_security. append_realm_constraints (' EMPLOYEES_DS’, instl);
inst2 := xs$REALM_CONSTRAINT TYPE (realm=> "hr.hrutil. ismyreport (employee_id) = 1’
acl_list=> XS$NAME_LIST (' MGR_ACL")) ;

xs_data_security. append_realm_constraints (' EMPLOYEES DS', inst2);
end;
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/
— Apply the data security policy on the table

begin
XS_DATA_SECURITY. apply_object_policy (schema=>"HR', object=>" EMPLOYEES’
policy=>" EMPLOYEES_DS’ ) ;
end;

/

— Grant more privileges for the dispatcher.
exec XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" ADMIN_ANY_NAMESPACE’ , " ts’, XS_ADMIN_UTIL. PTYPE_XS) ;
grant select on sys.dba_xs_session_roles to ts_role;

EXIT;
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<?xml version = 1.0 encoding = 'UTF-8 ?>
<web—app xmlns:xsi="http://www. w3. org/2001/XMLSchema—instance”
xsi :schemalLocation="http://java. sun. com/xml/ns/javaee http://java. sun. com/xml/ns/javaee/web—
app_2_5. xsd”
version="2.5" xmlns="http://java. sun. com/xml/ns/javaee”>
<filter>
<filter-name>JpsFilter</filter-name>
<filter-class>oracle. security. jps. ee. http. JpsFilter<{/filter-class>
<init-param>
<param-name>enab | e. anonymous</param—-name>
<param-value>true</param-value>
</init-param>
<init-param>
<param-name>remove. anonymous. role</param-name>
<param-value>false</param-value>
</init-param>
<init-param>
<{param-name>app| i cation. name</param-name>
<param-value>MyHRApp</param-value>
</init-param>
<{I-— Following needed for Menu Security —>
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{I—=init-param>
<{param-name>oracle. security. jps. jaas. mode</param—-name>
<param-value>subjectOnl|y</param-value>
</init-param—>
<filter>
<filter>
<filter-name>ApplicationSessionFilter</filter—-name>
<filter-class>oracle. security. xs. ee. session. Appl icationSessionFilter</filter-class>

<init-param>
<{param-name>app| ication. datasource</param—-name>
<param-value> jdbc/myDBDS</param-value>

<{/init-param>

<init-param>
<{param-name>dynamic. roles</param—name>
<param-value>HROBJ</param-value>

<{/init-param>

<I=—

<init-param>
<{param-name>dispatcher. pool. max</param-name>
<param-value>90</param-value>

</init-param>

==

<{I-— init-param>
<{param-name>app | ication. id<{/param-name>
<param-value>MyHRApp</param-value>

</init-param>

{init-param>
<{param-name>session. provider</param-name>
<param-value>XS</param-value>

</init-param>

<init-param>
<{param—-name>db. ur |</param-name>
<param-value>jdbc:oracle:thin:@myhost:1521:0rcl</param-value>

</init-param>

<init-param>
<{param-name>dispatcher. id</param-name>
<param-value>ts</param-value>
</init-param>

<init-param>
<param-name>dispatcher. pwd. map</param—name>
<param-value>XS_MAP</param-value>

</init-param>

{init-param>
<param-name>dispatcher. pwd. key</param—name>
<{param-value>XS_KEY</param-value>

</init-param>

{init-param>
<param-name>dispatcher. pool.min</param-name>
<{param-value>3</param-value>

</init-param>

{init-param>
<param-name>dispatcher. pool. max</param-name>
<param-value>10</param-value>

<{/init-param —>

{I—init-param>
<{param-name>namespaces</param-name>
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<param-value>sec_ns</param-value>
</init-param—>
</filter>
<filter>
<filter—-name>MyFilter</filter—name>
<filter-class>trusted. MyFilter</filter—-class>
<filter>
<filter-mapping>
<filter-name>JpsFilter</filter—name>
<ur |-pattern>/*</ur|-pattern>
<dispatcher>FORWARD</dispatcher>
<dispatcher>REQUEST</dispatcher>
<dispatcher>INCLUDE</dispatcher>
</filter—-mapping>
<filter-mapping>
<filter-name>ApplicationSessionFilter</filter—-name>
<ur |-pattern>/myhr</ur|-pattern>
<ur |-pattern>/mysession</ur | —pattern>
<ur |-pattern>/myupdate</ur | -pattern>
<ur |-pattern>/logout</ur|-pattern>
<dispatcher>FORWARD</dispatcher>
<dispatcher>REQUEST</dispatcher>
<dispatcher>INCLUDE</dispatcher>
</filter-mapping>
<filter-mapping>
<filter-name>MyFi | ter</filter—-name>
<ur |-patternd>/myhr</ur|-pattern>
<ur |-pattern>/mysession</ur |-pattern>
<ur |-pattern>/myupdate</ur |-pattern>
<dispatcher>FORWARD</dispatcher>
<dispatcher>REQUEST</dispatcher>
<dispatcher>INCLUDE</dispatcher>
</filter—-mapping>
<listener>
<listener—class>oracle. security. xs. ee. session. ApplicationSessionlListener</|istener-class>
<{/listener>
<{servlet>
<servlet-name>MySession</servlet-name>
<servlet—class>app. MySession</servlet—class>
{/servliet>
<{servlet>
<servlet-name>LogoutServlet</servl|et—name>
<servlet—class>app. MyLogout</servl|et-class>
{/servliet>
<{servlet>
<serv|et-name>MyHR</serv|et-name>
<servlet-class>app. MyHR</servlet-class>
{/servlet>
{servlet>
<{servlet-name>MyUpdate</serv|et-name>
<servlet-class>app. MyUpdate</serviet-class>
<{/servlet>
<servlet-mapping>
<{serv|et-name>MySession</serv|et—-name>
<ur |-pattern>/mysession</ur |-pattern>
<{/servlet-mapping>
<{servl|et—-mapping>
<servlet-name>LogoutServlet</serv|et-name>
<ur |-pattern>/logout</ur|-pattern>
</servlet-mapping>
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<servlet-mapping>
<servlet-name>MyHR</serv|et—name>
<ur |-pattern>/myhr</ur |-pattern>
</servlet-mapping>
<servlet-mapping>
<{serv|et-name>MyUpdate</serv|et-name>
<ur |-pattern>/myupdate</ur | -pattern>
<{/servlet-mapping>
<{security-constraint>
{web-resource—col lection>
<web-resource—name>my servlet</web-resource-name>
<ur |-pattern>/myhr</ur|-pattern>
<ur |-pattern>/mysession</ur |-pattern>
<ur |-pattern>/myupdate</ur |-pattern>
<{/web-resource—col lection>
<auth-constraint>
<{role-name>val id-users</role-name>
</auth-constraint>
</security-constraint>
<login-config>
<auth-method>CLIENT-CERT, FORM</auth-method>
<{form-login-config>
<form-login-page>/login. jsp</form-login-page>
<form-error-page>/error. jsp</form-error-page>
</form-login-config>
<{/login-config>
<{security-role>
<role-name>val id-users</role—name>
<{/security-role>
</web-app>

YN - 3=y 7IVr—33>(MyHR.java)lcDWT
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/* Copyright (c) 2009, 2014, Oracle and/or its affiliates
Al'l rights reserved. ¥/

package app;

import
import

import
import
import
import

import
import

import
import

import
import
import
import
import

import
import
import
import

import

public

java. io. [0Exception;
java. io. PrintWriter;

java. sqgl. Connection;
java. sgl. ResultSet;
java. sql. SQLException;
java. sgl. Statement;

java.util.ArrayList;
java.util.Collection;

javax. naming. InitialContext;
javax. naming. NamingException;

javax. servlet. ServletConfig;

javax. servlet. http. HttpServlet;

javax. servlet. ServletException;

javax. servlet. http. HttpServletRequest;
javax. servlet. http. HttpServletResponse;

javax. sql. DataSource;

oracle. jdbc. OracleResultSet;

oracle. jdbc. OracleResultSet. AuthorizationIndicator;
oracle. security. xs. ee. session. Appl icationSessionException;

oracle. security. xs. ee. session. Appl icationSessionService;

class MyHR extends HttpServlet {

private static final String CONTENT_TYPE = “text/html|; charset=UTF-8";

String query = ” select emp. EMPLOYEE_ID, emp. first_name, emp. last_name, “ +

emp. emai |, emp. phone_number, salary, emp.manager_id,
emp. department_id, ora_get_aclids (emp) as acl_id” +
“ from hr.employees emp”;

public void init(ServletConfig config) throws ServletException {

}

super. init(config);

public void queryHR (PrintWriter out) throws ApplicationSessionException {

DataSource dataSource = null;
Connection conn = null;

try {
InitialContext ic;

try {
ic = new InitialContext();

dataSource = (DataSource) ic. lookup (“ jdbc/myDBDS”) ;

if (dataSource !'= null)

try {
conn = dataSource. getConnection() ;
} catch (SQLException e) {
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e.printStackTrace() ;

}
} catch (NamingException e) {
e. printStackTrace () ;
}

try {
queryHR (conn, out) ;
} catch (Exception e) {
e. printStackTrace () ;

}
} finally {

if (conn != null)
try {
conn. close() ;
} catch (SQLException e) {
}

}

public void doGet (HttpServletRequest request
HttpServletResponse response) throws ServletException
[0Exception {
response. setContentType (CONTENT_TYPE) ;
PrintWriter pw = response. getWriter () ;

pw. printIn (HEADER) ;

pw. printin(“<h1><font size=¥"+2¥">RAS Session Service Demo</font></h1>”);
pw. printin(“<font size=¥"+1¥">");
pw. printin(“You are logged in as <b>” + request. getRemoteUser ) + “</b>");

try {
queryHR (pw) ;

} catch (ApplicationSessionException e) {
e. printStackTrace () ;

J

pw. printIn (FOOTER) ;
pw. close () ;

public Collection<Employee> queryHR (Connection conn ) {

Statement stmt = null;
ResultSet rs = null;

Col lection<Employee> result = new ArrayList<Employee> () ;
try {
// attach session

ApplicationSessionService. attachSession (conn) ;

stmt = conn. createStatement () ;
rs = stmt. executeQuery (query) ;
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while (rs.next()) |
Employee emp = new Employee() ;

emp. setld(rs. getString (“EMPLOYEE_ID")) ;

AuthorizationIndicator ai =
((OracleResultSet) rs). getAuthorizationlndicator ("salary”) ;

if (ai == AuthorizationlIndicator. NONE) {
emp. setSalary (rs. getString (“salary”)) ;
} else {
emp. setSalary (“stkdokr™)

}

// get ACL associated with the row

emp. setAc| (rs. getBytes ("acl_id")) ;

// check “update” privilege

boolean canUpdate = ApplicationSessionService. checkPrivilege (conn, emp. getAcl (), “UPDATE”);

emp. setUpdate (canUpdate) ;
result. add (emp) ;

emp. setFname (rs. getString (“first_name”)) ;
emp. setLname (rs. getString (“last_name”)) ;

emp. setEmai | (rs. getString (“email”)) ;

emp. setPhone (rs. getString (“phone_number”)) ;
emp. setManagerId(rs. getString (“manager_id")) ;
emp. setDepld(rs. getString (“department_id”)) ;

}
} catch (ApplicationSessionException e) {
e. printStackTrace () ;
// process me
} catch (SQLException e) {
// process me
e. printStackTrace () ;
} finally {
if (stmt != null) try {stmt.close();} catch (SQLException e) {};
if (rs !'=null) try { rs.close();} catch (SQLException e) {};
try {ApplicationSessionService. detachSession(conn);} catch (ApplicationSessionException e)

}

return result;

}

public void queryHR (Connection conn, PrintWriter out ) {
Collection<Employee> list = queryHR (conn) ;
PrintWriter pw = out;
pw. printin(“<br>Displaying employee record(s) that you can access.<br>");
pw. printin(“</font>”) ;
pw. printIn(“<i>NOTE: Salary is only shown if you are authorized to view,

and ID is shown as a link if you are authorized to perform an update.</i><br>”);

out. printin(“<table border=¥"1¥">");
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String tmp;

if (list.size() > 0) {
out. printIn("<tr>”);
out. printIn ("<th>ID</th>") ;
out. printin(“<th>First Name</th>”);
out. printIn(“<th>Last Name</th>”);
out. printIn (“<th>Emai I</th>") ;
out. printlIn (“<th>Phone</th>") ;
out. printIn(“<th>Salary</th>”) ;

out. printIn(“<th>Department ID</th>”);
out. printin(“<th>Manager ID</th>”);
out. printIn("</tr>");

for (Employee e: list) |

if (e.canUpdate()) {

tmp = “<a href=¥"update. jsp?id=" + e.getld() + “¥">” + e.getld() + "</a>";
} else {

tmp = e.getld(;
}

out. printIn (“<tr><td>” + tmp + “</td>”);

out. printIn(“<td>” + e.getFname() + “</td>”);
out. printIn(“<td>” + e.getLname() + “</td>”);
out.printIn(“<td>” + e.getEmail ) + “</td>”);
out. printIn(“<td>” + e.getPhone() + “</td>”);
out. printIn(“<td>” + e.getSalary() + “</td>”);
out. printIn(“<td>” + e.getDepld() + “</td>”);
out. printin(“<td>” + e. getManagerId() + “</td></tr>");

}

out. printin("</TABLE>") ;
[E
class Employee {

String id;

String salary;
boolean update;
String fname;
String Iname;
String email;
String phone;
String managerld;
String depld;
byte[] acl;

public void setld(String id) {
this. id = id;
}

public String getld() {
return id;

J
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public void setSalary(String salary) {
this.salary = salary;

J

public String getSalary() {
return salary;

J

public void setUpdate (boolean canUpdate) {
this. update = canUpdate;
}

public boolean canUpdate () |
return update;

J

public void setFname(String fname) {
this. fname = fname;

J

public String getFname() {
return fname;

J

public void setLname(String Iname) {
this. Iname = |name;

J

public String getLname() {
return Iname;

J

public void setEmail (String email) {
this.email = email;

J

public String getEmail ) {
return email;

J

public void setPhone(String phone) {
this. phone = phone;
}

public String getPhone() {
return phone;

J

public void setManagerld(String managerld) {
this. managerId = managerld;

J

public String getManagerld() {
return managerld;

J

public void setDepld(String depld) {
this. depld = depld;
}
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public String getDepld() {
return depld;

J

public void setAcl (byte[] acl) {
this.acl = acl;

J

public byte[] getAcl ) {
return acl;

J
}

private static String HEADER = “<html xmlns=¥"http://www.w3. org/1999/xhtml|¥"><head>”

+

+ 4+ + + + + + F F F A+ A+ A+ + o+ o+

“<meta content=¥"text/html; charset=UTF-8%¥" http-equiv=¥"content-type¥”/>”
“<title>Oracle</title>”

“<link href=¥"css/general.css¥” type=¥"text/css¥” rel=¥"stylesheet¥”/>”
“<link href=¥"css/window. css¥” type=¥"text/css¥” rel=¥"stylesheet¥”/>”
“<link href=¥"css/login. css¥” type=¥"text/css¥” rel=¥"stylesheet¥”/>”
“<script type=¥"text/javascript¥”>”

if (top != self) top. location. href = location. href;”

“<{/seript>”
“<style type=¥"text/css¥”">”

“htm!| { background—color: #001C34;}”
“{/styled>”
“</head>”
“<body onload=¥"document. loginData. j_username. focus () ; ¥>"
div id=¥"top¥">”
<div id=¥"login-header¥”>”
<div id=¥"login-logo¥">"
<img src=¥"images/|ogo.png¥”/>”
“/divy”
</divy”
div id=¥"content¥”>”
“ddiv id=¥"app_data¥“"><div id=¥"title¥"></div>";

private static String FOOTER = “<a href=¥"/myapp/logout¥”>Logout</a>"

+ 7</divo</diva<div id=¥"info¥ " ></div></div></body></htm|>";

IV =33 - 32— hAR—-RAEKE T BHDIT 15 (MyFilter.java)lcDWT

BI8-11(2, PTVT =232 - R—= ©AAR-RZEHTE S BILHDIT 1A% RUETS . COT1ILAIEIMYHR. javabWSERTT, 18-
TR T IVT—23> - 2y2a> - TVIDT > TIAER (web. xml T71)L) TSEBRENTVET,

COTVAERUEDjareLTT T014 I 2RENHD. jardr1ILIcSessionCodePermissionz{t 59 2HENHDET .

CDT4IAFEIVEXS_SESSION_ROLESE 1 —%ZRLVEHE T, Real Security Applicationtzya>00-) 2Rz RUET,

RIC, COITNWAIMEFETEZT7 VT —23> - - R(T1IVA) D — L ZR—A(getNamespaceAttribute) MFIES B hH

EONRAICTFIVIIE55%TEL. FIELRWSE, v aiER A& (attachSessionPrivileged)ZERALTE
F2UFA - DVFAHIRE— AAR=ABLUR—LAR—ZAPI (createNamespace., setNamespaceAttribute)zs%EL T
FL=LAR=RZERR U F—LAR-RAEHZHELE T,

BI8-11 7T —23> - R—AAR—A%RTE I DIHDT1ILA

/* Copyright (c) 2009, 2014, Oracle and/or its affiliates
Al'l rights reserved. ¥/
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package trusted;

import
import
import
import
import
import
import

import
import
import
import
import
import
import
import
import
import
import

The

public

Jjava. io. [0Exception;

java. sqgl. Connection;

java. sgl. ResultSet;

java. sql. SQLException;

java. sgl. Statement;

javax. naming. InitialContext;
javax. naming. NamingException;

javax. servlet. Filter;

javax. servlet. FilterChain;

javax. servlet. FilterConfig;

javax. servlet. ServletException;

javax. servlet. ServletRequest;

javax. servlet. ServletResponse;

javax. servlet. http. HttpServletRequest;
javax. sql. DataSource;

oracle. security. xs. ee. session. ApplicationSessionException;
oracle. security. xs. ee. session. Appl icationSessionService;
oracle. security. xs. ee. session. NamespaceNotFoundException;

Demonstrate how trusted application code (a filter) can set up
security critical namespace using session privilege elevation and
namespace APIs

filter should be deployed as a separate jar, and SessionCodePermission

should be granted to the jar

class MyFilter implements Filter {

private FilterConfig _filterConfig = null;
DataSource myDatasource = null;

public void init(FilterConfig filterConfig) throws ServletException {

}

_filterConfig = filterConfig;

public void destroy() {

}

_filterConfig = null;

public void querySessionRoles (Connection conn) throws SQLException {

String query =
“select role_name from v$xs_session_roles order by role_name”;
String roles = null;

try {

Statement stmt = conn. createStatement () ;
ResultSet rs = stmt. executeQuery (query) ;

System. out. printIn(“<p> roles in RAS session (from myfilter):<{/p>”);
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System. out. printIn (“<TABLE>") ;
while (rs.next() {

roles = rs. getString (1) ;
System. out. printIn("<tr><td>” + roles + “</td></tr>");

}
System. out. printIn("</TABLE>") ;
} finally {

J

return;

private boolean namespaceExists (String ns, String attribute, String value) throws
ApplicationSessionException {

try {
return value. equalslgnoreCase (ApplicationSessionService. getNamespaceAttribute (ns,
attribute)) ;
} catch (NamespaceNotFoundException e) {
return false;

J
}

private Connection getConnection() {

DataSource dataSource = nul|;
InitialContext ic;

try {
ic = new InitialContext(); //TODO cache context

dataSource = (DataSource) ic. |ookup (”jdbc/myDBDS”) ;

if (dataSource != null)
try {
return dataSource. getConnection() ;
} catch (SQLException e) |
e.printStackTrace () ;

1
} catch (NamingException e) {
e. printStackTrace () ;
}

return null;

public void doFilter (ServletRequest request, ServletResponse response,
FilterChain chain) {

Connection conn = null;

try {

String email = ((HttpServletRequest)request). getRemoteUser () ;
if (email != null & !namespaceExists ("PROFILE_NS”, “EMAIL”, email )) {
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conn = getConnection() ;

//AccessController. doPrivileged(new AttachAction(conn), null);
ApplicationSessionService. attachSessionPrivileged (conn, “SESSION_NS_DROLE™) ;

ApplicationSessionService. createNamespace (conn, “PROFILE_NS™);
ApplicationSessionService. setNamespaceAttribute (conn, “PROFILE_NS”, “EMAIL”, email);

ApplicationSessionService. detachSession(conn) ;

}

} catch (ApplicationSessionException e) {
e. printStackTrace () ;

} catch (Exception e) {
e. printStackTrace () ;

} finally {

if (conn != null)
try {
conn. close() ;
} catch (SQLException e) {
}
}

try {

chain. doFilter (request, response) ;
} catch (I0Exception e) {

e. printStackTrace () ;
} catch (ServletException e) {

e. printStackTrace () ;

J

HRTFEDI1—-AT—A - 1-¥—-0-)UONT

HRTEDI—RT—ATIE. PAToTATABEBAN (1P —%. I-H-2D)/(RT-R I -T&HNEENET . 5.
OPSSt+1UF1 - ARFP(LET IV —23> - 0-I)LED—F-B LTI -ThB 7)o —23> -0-IADIVE T HEFN
F9. H8-12(C. 21— —LPOPPICDVT, I—H—-BLUIIN—ThB 7T —23> - O0-IADIYE S I ZTI2HD
J—R- ARy oRUET

BI8-12 - -BLMIIN-ThB7IVr—23>-0-IADIYE>S

<{app-role>
<name>EMP</name>
{display-name>Employee for dept #60 and dept #100</display—name>
<description>HR manager for dept #60 and representative for dept #100</description>
<guid>F917C3608CF011E2BF802D569259982</guid>
<class>oracle. security. jps. service. policystore. ApplicationRole</class>
<members>
<member>
<class>weblogic. security.principal.WLSUserImp|</class>
<name>LPOPP</name>
</member>
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</members>
</app-role>

HRFE(1) - AEELPOPPELTOIAVICONT

7<8-1(C, EFEBLPOPPEL TOT AU E(C PV EATERNEEL - ReRLET . £EORSERUIINOLI-RE
JUBDORSEHREFR R TE. B OEIEIBIREEH TETEI,

COT7ICAE R RICLOTERESNE T
® LILABKUHERR(TS(1): DEPARTMENT_ID in (60, 100) &KUSELECT to EMP

® LIILABLUHERRSTS(2): UPPER (email) = XS_SYS_CONTEXT (“PROFILE_NS™, “EMAIL") &L TUUPDATE,
VIEW_SENSITIVE_INFO to EMP

® BIH%: SALARY(C(ZVIEW_SENSITIVE_INFOIEFRNMAETT

fa5d. I-Y—(CRMERN BB ECOHT RSN BFHERNGIIHEX)VEL TIDIRENE T (FRICT1FUY)
3l T),

BI8-1 w3y - H—EZHRFE(L) - MHEBLPOPPELTOIA>

ID £ ] BFA-N BEES w5 EBPIID NA*—=IvID
103 Alexander Hunold AHUNOLD 510.222.338 **x**x*x gQ 102
8
104 Bruce Ernst BERNST 590.423.456 ****x*x*x gQ 103
8
105 David Austin DAUSTIN 590.423.456 ****x*x*x gQ 103
9
106 Valli Pataballa VPATABAL 590.423.456 *x**x*xx gQ 103
0
107 Diana Lorentz DLORENTZ 590.423.456 ****x*x*x gQ 103
7
108 Nancy Greenber NGREENBE 515.124.456 **x*x*x 100 101
g 9
109 Daniel Faviet DFAVIET 515.124.416 *****x*x 100 108
9
110 John Chen JCHEN 515.124.426 **x*x*x 100 108
9
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ID % i3 B A=) EHEES w5 &BFIID N&*—IvID

111 Ismael Sciarra ISCIARRA 515.124.436 *x**x*x 100 108
9

112 Jose Urman JMURMAN 515.124.446 ****x*x*x 100 108
Manuel 9

113 Luis Popp LPOOP 133.444.555 6900 100 108
5

HRFE(2) - HRMGR&LTOT A VICOWNT

#8-2(C. HRYZ—Z¥HRMGREL TOT A U UIHGAICT I EATERMEEEB L I- RERUET . INTOREBDIRSIFIR
ZFRRTE, INTONEEEDEIRITIBIREEF TETEI

COTIERER. IROVIVASSUHERMT S Lo TERTESIE I : DEPARTMENT_ID in (60, 100). SELECT. UPDATES &
UWVIEW_SENSITIVE_INFO to HRMGR.

fa5(3. I-Y—(CRMERN BB ECOHTRIN . EFHERNDIIHSFIELTIDHRENE T (FRICAFUY)
ZT).

BI8-2 w3y - H—EZHRTE(2) - HRYA—JFHRMGRELTOT (>

ID % 3 BFA-N EREES w5 &BFIID N&*—=IvID

103 Alexander Hunold AHUNOLD  510.222.338 9000 60 102
8

104 Bruce Ernst BERNST 590.423.456 6000 60 103
8

105 David Austin DAUSTIN 590.423.456 4800 60 103
9

106 Valli Pataballa VPATABAL  590.423.456 4800 60 103
0

107 Diana Lorentz DLORENTZ  590.423.456 4200 60 103
7

108 Nancy Greenberg NGREENBE 515.124.456 12008 100 101
9

109 Daniel Faviet DFAVIET 515.124.416 9000 100 108
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ID % 3 B A= EHEES w5 &BFIID N&*—IvID

9

110 John Chen JCHEN 515.124.426 8200 100 108
9

111 Ismael Sciarra ISCIARRA 515.124.436 7700 100 108
9

112 Jose Urman JMURMAN 515.124.446 7800 100 108
Manuel 9

113 Luis Popp LPOOP 133.444.555 6900 100 108
5

HRTE(3) - F—A-¥R—=IveLTOTA2ICONT

F8-3(C. F—L-XR—=vAHUNOLDEL TOVA Y UTBEC PV EATERMEBL - RRUET . F—A-XR—SvDia
SEREIFRRTEEIN REDEBFLIFERIEFHTEY . BOOEBEIBIROHEHTEEI .

COTICE L, ROUVINABIVHERMSICEOTERESINET: is my member (employee_id) =1&
VIEW SENSITIVE_INFO to EMP,

a5 & I-Y—(CRRMERDHDHEICOHTRRIN. BEFMERNGDIIZEEVSVELTIDNRENE T (RICAFIy)
3l T),

f8-3 ty>3> - H—EAHRTE(3) - F—L-¥R—ZrAHUNOLDELTOTA>

ID % 3 BEFA-N EEES ws &BFIID N+—IvID

103 Alexander Hunold AHUNOLD  510.222.338 9000 60 102
8

104 Bruce Ernst BERNST 590.423.456 6000 60 103
8

105 David Austin DAUSTIN 590.423.456 4800 60 103
9

106 Valli Pataballa VPATABAL 590.423.456 4800 60 103
0

107 Diana Lorentz DLORENTZ  590.423.456 4200 60 103
7
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ID

108

109

110

111

112

113

%

Nancy

Daniel

John

Ismael

Jose

Manuel

Luis

i3

Greenberg

Faviet

Chen

Sciarra

Urman

Popp

BFA-N

NGREENBE

DFAVIET

JCHEN

ISCIARRA

JMURMAN

LPOOP

EHEES

515.124.456
9

515.124.416
9
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9
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9
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9

133.444.555
5

w5

% %k % >k %k xk

%k K >k kK

>k %k K >k %k xk

%k k >k %k k

ok ok ok ok k

>k %k K >k 5k k

&BFIID

100

100

100

100

100

100

N&*—IvID

101

108

108

108

108

108
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9 Oracle Database Real Application Securitys—
H-749333V-E1—-
CDETI(L. Oracle Database Real Application Security Cieitenss—4-749>37Y-E1—-(CDWVWTEREALE T,

FO-1(C. cNBOE1-%FEHE T, Oracle Real Application SecurityBhiEDZDMDT —4 - FT19>3FU-E1—(L,
[Oracle Databasel)JyL > Z @ Z8RL TKIZE W,

#9-1 Oracle Database Real Application SecurityT—4-749>3FY-E1—

T=9-749>3FY-E1— BiE=EHeA

DBA_XS_OBJECTS IATOD Real Application Security A7
SIIMFTRENET

DBA_XS_PRINCIPALS IRTOT7 -3 - 1-H-BLU0T77)

T—23>-0-INFRRENES

DBA_XS_EXTERNAL_PRINCIPALS IRTINEBT IV —23> - - =54
7IVr—23-0- I hRRENET

DBA_XS_USERS IRTOT7 IV —23> - 1-H-H&RReEn
9

USER_XS_USERS T7IVT—23> - A-Y-DEFRE I3 7hI>
MBEIRN T RSNET

USER_XS_PASSWORD_LIMITS REDTASLTWB TP VT —33> -1~

Y—-0)/(2T—- RFIRNFRRENFT

DBA_XS ROLES IRTOT7IIT—33> - 0-Ih R RENZF
9

DBA XS DYNAMIC ROLES IRTOB T TVT—33> - O—-ILHERRS
nf9

DBA_XS PROXY_ ROLES IRTOTOFS - 7o —33>-0-ILHR
AN AF-E]

DBA_XS_ROLE_GRANTS IATDH Real Application Security 77

Vo—23>-0-IOSIRRENET
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T—8-7149%3FVU-E1—

DBA_XS_PRIVILEGES

USER_XS_PRIVILEGES

DBA_XS_IMPLIED_PRIVILEGES

USER_XS_IMPLIED_PRIVILEGES

DBA_XS_SECURITY_CLASSES

USER_XS_SECURITY_CLASSES

DBA_XS_SECURITY_CLASS_DEP

USER_XS_SECURITY_CLASS_DEP

DBA_XS_ACLS

USER_XS_ACLS

DBA_XS_ACES

USER_XS_ACES
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T—8-7149%3FVU-E1—

DBA_XS_POLICIES

USER_XS_POLICIES

DBA_XS_REALM_CONSTRAINTS

USER_XS_REALM_CONSTRAINTS

DBA_XS_INHERITED_ REALMS

USER_XS_INHERITED_REALMS

DBA_XS_ACL_PARAMETERS

USER_XS_ACL_PARAMETERS

DBA_XS_COLUMN_CONSTRAINTS

USER_XS_COLUMN_CONSTRAINTS

DBA_XS_APPLIED_POLICIES
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T—8-7149%3FVU-E1—

DBA_XS_MODIFIED_POLICIES

DBA_XS_SESSIONS

DBA_XS_ACTIVE_SESSIONS

DBA_XS_SESSION_ROLES

DBA_XS_SESSION_NS_ATTRIBUTES

DBA_XS_NS_TEMPLATES

DBA_XS_NS_TEMPLATE_ATTRIBUTES

ALL_XDS_ACL_REFRESH

ALL _XDS_ACL_REFSTAT

ALL_XDS_LATEST_ACL_REFSTAT

DBA_XDS_ACL_REFRESH

DBA_XDS_ACL_REFSTAT
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DBA_XDS_LATEST_ACL_REFSTAT

USER_XDS_ACL_REFRESH

USER_XDS_ACL_REFSTAT

USER_XDS_LATEST _ACL_REFSTAT

V$XS_SESSION_NS_ATTRIBUTES

V$XS_SESSION_ROLES

DBA_XS_AUDIT_POLICY_OPTIONS

DBA_XS_AUDIT_TRAIL

212

=R

RENFY

F—AR-ZANDERICHITIERIFVUILY
212370 ACLYILYS 2237 - 2574
ANFTRESNET

I-Y-NPBLTVSROINTOFEN
ACL Iy I8 ENRRENET

I1-Y-FBLTVBRRICHUTEITEN
eI RTOERN ACLYILYS1-23T DR
TAAERENFRENET,

I-Y-HFrBL TV BRI I DEHTY
Jbw>a-23J0 ACLYILYS1-23T7 -
T—HANTRRENET

BIEOT7 V-3 -v33a> D% — LR
R=AEBHCRITRERER LTS,

RIEO7 VT —33>-2w3 3> TERIC
BoTWBIARTO7IVr—23>-0-) &K
~UET,

Real Application Security D SEE
NS —([CEERSNZEEBAT 3 #58RU
F9, 5¥#l(Z. [Oracle Database JJ7L
S ANESERLTLIZEL, Oracle
Database Real Application Security
RIBECTOMAEAICOOWVTIE Oracle
Database F+1)71- {1 RIZERULT
1220,

EZE &Nz Real Application Security
OFFHIEIRMEMHENE T . FFHS.
[Oracle Database UJ7L >R J=Z8 LT
{fZ&\L\, Oracle Database Real
Application Security IRIETOMEER
([CDWTIETOracle Database 7171 -
H4 RIZSRUTIZE,



https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=REFRN23884
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=REFRN23884
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=REFRN23886
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367

T—5-749>3FV-E1—-

DBA_XS_ENB_AUDIT_POLICIES

=R

Real Application Security DS EE
AS—DERRI-T-DUA MR RUE
9, :¥#l(&. FOracle Database UJ7L>
AJ=SBEU TLIZ&L\, Oracle Database
Real Application Security IRIE TR
BEACOVTIEIOracle Database t
F1UF1 - 4 RIZSIRUTLZE 0,

COIAT(L, RDOracle Database Real Application SecurityT—4 7497337 U-E1—(CDWTERBALE T,

DBA_XS_OBIJECTS

DBA_XS_OBJECTST —4 T 44733 -E1—((F. T -HAR-ZRDINTDOEEFDReal Application SecurityA7>14

rUZRENET,
BaEE 71—
® DBA_ XS PRINCIPALS
® DBA XS SECURITY_ CLASSES
® DBA XS ACLS
® DBA XS POLICIES
® DBA XS NS TEMPLATES
5 F—4RY NULL B
NAME VARCHAR2 (128) ATSTHREG
OWNER VARCHAR2 (128) ATSTHRNOFGE
D NUMBER NOT NULL  #TS1HRDERI RS
TYPE VARCHAR2 (18) ATSTHINDIA T, BIRERMBIRDESDTY,

213

® PRINCIPAL (77U —>3>-1—-Y—/7
JVr—23>-0-))

® SECURITY CLASS
® ACL

® PRIVILEGE

® DATA SECURITY (7RU>—)


https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=REFRN23885
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=REFRN23885
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367
https://www.oracle.com/pls/topic/lookup?ctx=en/database/oracle/oracle-database/19/dbfsg&id=DBSEG367

5 F—HE NULL i8R
® NAMESPACE TEMPLATE
STATUS VARCHAR?2 (8) ATSTINDRT—HR, BIRERMBGRDESDT
ER
® INVALID
® VALID
® EXTERNAL

DBA_XS_PRINCIPALS

DBA_XS_PRINCIPALST—%+-F 14337 U-E1—(Cl&. T—AN-AADIRTOEIFO7 T )r—>3> - 1-H-BLUGT7 )
J—23>-0-)Ih'seenEzd,

BiEr -
® DBA_XS_USERS

® DBA XS_ROLES

® DBA_XS_DYNAMIC_ROLES

® DBA_XS_PROXY_ROLES

® DBA_XS_EXTERNAL_PRINCIPALS

5l F—AR NULL Bl

NANE VARCHAR2 (128) USSR TV —S35 - 1~ 8
SUOT7r—-23>-0-))

GUID RAW (16) )220 00—\ —E=38BIF
TYPE VARCHAR2 (12) T2 DIAT , BIRERMERRDESDT
E
® USER
® ROLE

® DYNAMIC ROLE

EXTERNAL_SOURCE VARCHAR2 (128) T2 )LDANERY -

DESCRIPTION VARCHAR2 (4000) TSI CL DS

214



DBA_XS_EXTERNAL_PRINCIPALS

DBA_XS_EXTERNAL_PRINCIPALST =% -7 443> 3F)-E1—(Z(&. INTOMNEB 7 VT —23> - - F-BLUT7TVs -3

>-O0-ILHMZReENEd,
BEEE 1 —

® DBA_ XS_PRINCIPALS

® DBA_XS_USERS

® DBA_XS_ROLES

® DBA_XS_DYNAMIC_ROLES

® DBA_XS_PROXY_ROLES

5

NAME

758

VARCHAR2 (128)

NULL

%ﬂ

SEB> )L D&RET

DBA_XS_USERS

DBA_XS_USERST—%-7 1733+ -E1—(C[F. T—ARN-ZATERSNTVWIBFOIRTOY VT —>3> - - —H5gik

N9,
BiEr1—

® DBA_XS_PRINCIPALS

® USER_XS_USERS

® DBA _XS_ROLES

® DBA_XS_DYNAMIC_ROLES

® DBA_XS_PROXY_ROLES

5l

NAME

GUID

EXTERNAL_SOURCE

ROLES_DEFAULT_ENABLED

F— 58

VARCHAR2 (128)

RAW(16)

VARCHAR2 (128)

VARCHAR2 (3)
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NULL

ErL

7T -3y 1-Y-0%&REl

7V —-23> - 1-5-0J0-/)\L—
=akhlF

LDAP RE, 7 IUr—33>-1-5-0
HHERY—R

7IVr—23> - 1-Y-(fF583nTu
BZINRTOT7INT—23>-0-IVHFJ#
IWRTBERTBOTVIHEIHZRUE
g, ANME YES BLUNO T,



5

STATUS

ACCOUNT_STATUS

LOCK_DATE

EXPIRY_DATE

PROFILE

SCHEMA

START_DATE

END_DATE

DIRECT_LOGON_USER

VERIFIER_TYPE

ACL

DESCRIPTION

57—y

VARCHAR2 (8)

VARCHAR2 (32)

DATE

DATE

VARCHAR2 (128)

VARCHAR2 (128)

TIMESTAMP (6)WITH TIME
ZONE

TIMESTAMP (6)WITH TIME
ZONE

VARCHAR2 (3)

VARCHAR2 (11)

VARCHAR2 (128)

VARCHAR2 (4000)

NULL

NOT NULL

S&II

7N —23> - 1-F-DRF—45R,
BB ACTIVE KU INACTIVE
TY,

1-H-0BEEDJ(> - )TAT—RRY
S—DPNIVNAT=HR THOY Y
OvJEnTLahH. HARUINTH SN
Ov7ERBREN TLINERULE T,

BEDJ/> - 1-Y-(SHLTIhU>
trtOyrenz 844

BEiE0J4> - 1-5-0)\X0—RHER
RUINCRZ B

7I)r—23> - 1-Y—(CREEMTS
NTVWBT—AIR=Z - TOT7A I DZHEI

7V —-33> - 1-Y—-2F-¥

1-Y-0BFEa

1-9-0BM&TH

COI1-HY—-HEFEOT A AEEZTE
TUVBHEINERLET

EiE0J4> - 1-Y—(CEHTANT
W\BAREFHEBEDSA T, XS_SHAS12 &
XS_SALTED_SHA1 DHMERTEZFT, )

Real Application Security 7v=13
AERR.

7T —-33> - 1-H -0

USER_XS_USERS

USER_XS_USERST =4 7193+ -E1—(C(& IRTEDT TV —23> - I-F- WG I3 7h0> MERN GCikEN & d,
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REEE 1 —

DBA_XS_USERS

DBA_XS_PRINCIPALS

DBA_XS_ROLES

DBA_XS_DYNAMIC_ROLES

® DBA XS_PROXY_ROLES
5 F—458 NULL
NAME VARCHAR2 (128)
STATUS VARCHAR2 (8)
ACCOUNT_STATUS VARCHAR2 (32) NOT NULL
LOCK_DATE DATE
EXPIRY_DATE DATE
DIRECT_LOGON_USER VARCHAR2 (3)
DESCRIPTION VARCHAR2 (4000)

%ﬂ

REOT VT —23> - 1-H—0D%&Hl

REO7 IV —23>-1-Y-0R57~
AR, BZN3ME(L ACTIVE & INACTIVE
DHTY,

WEOI-Y-0BEE0J1>-)(X0—
RARUS—DTHI> N AT—HR. BED
J2E(&. UNLOCK. LOCKED LU
EXPIRED T, UNLOCK (&, IRIEDI—
Y—-07ho> MIBEVTWSZEZRUE
ER

RECI-Y-0BEZEDT1>-y3a>
(SRHUT7HI> bt OyIEns B

BrEOI-Y-0BEE0J(> -ty
(CFULTINZD— ROEARRYINIC 22 H
1

CO1—-Y—-NEEOJ 1 HEEZR>T
WBDEIHERLET

7o -23> - 1-H -0

USER_XS_PASSWORD_LIMITS

USER_XS_PASSWORD_LIMITST—% -5 19337V -E1—(C(d, IRAEOT AL TWS 7 TVT—23> - 15 -0/ AT RFIIR
WEEiREn&d, DBAGCOE1—2MVEET, BE0DJ 1> - 1-Y-0OHIREHRTEEY,

BEEE 1 —

5

F—AR NULL

ﬁll
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5 F—458 NULL shEA
RESOURCE_NAME VARCHAR2 (32) NOT NULL )¢z —R-UY—20O%& i
LIMIT VARCHAR2 (128) ZOYY—RICERENTTHIPR

DBA_XS_ROLES
DBA_XS_ROLEST —4-F1933+)-E1—(C(d. T—IR-ZRDIRTOBHZOT T — 3> - DBk nsd.,
BiEr -

® DBA_XS_PRINCIPALS

® DBA XS_USERS

® DBA XS_DYNAMIC_ROLES

® DBA_XS_PROXY_ROLES

® DBA_XS_ROLE_GRANTS

5l F—4E NULL Bl
NAME VARCHAR2 (128) PR =33 O— L%,
GUID RAW (16) 7T -3 - 0-IL0H 00—V — =3I F
EXTERNAL_SOURCE VARCHAR2 (128) LDAP BE. T —33> - O—LOSRER—
2
DEFAULT_ENABLED VARCHAR (3) TR =335 OB TA N T
TWBHESH, fElE YES (3 NO T,
START_DATE TIMESTAMP (6)WITH TIME PR =33 - O— OB R ORIE B
ZONE
END_DATE TIMESTAMP (6)WITH TIME P33 O— LSRR DHE T B
ZONE
DESCRIPTION VARCHAR? (4000) P =23 - O— LA

DBA_XS_DYNAMIC_ROLES

DBA_XS_DYNAMIC_ROLEST—%-F 1733 -E1—(C(d. T—AIN-ZAAD IR TOBIHFOEIN 7 TV —23> -0-ILh'5E
RENFI,

BEEE 71—

® DBA_XS_PRINCIPALS

218



® DBA XS_USERS

® DBA_XS_ROLES

® DBA_XS_ROLE_GRANTS

5

NAME

GUID

DURATION

SYSTEM_DEFINED

SCOPE

ACL

DESCRIPTION

F—5m

VARCHAR2 (128)

RAW(16)

NUMBER

VARCHAR2 (3)

VARCHAR2 (7)

VARCHAR2 (128)

VARCHAR2 (4000)

NULL

&II

B 7)o —23> - 0- VORI

BT -3 -0-I0J0-) UL —E5#
B+

O-ILH 70574 T (RS TUVEARS (9 BEAT)

7IVT—23>-0-IHS AT AEEOO-ILHE
SHERUEFET . BIREME( YES SLUNO T,

75 —23>-0-)OR]—FS, BIREMEIL
SESSION &40 REQUEST TY,

Real Application Security w3 &R,

B 7)o —>3> - 0- )LD,

DBA_XS_PROXY_ROLES

DBA_XS_PROXY_ROLEST—%-7(4>3#1)-E1—(C(&. IATDReal Application Security 7O+ - 7)o —23>-0-

LORENEEREINET

BEEE 71—

® DBA_XS_PRINCIPALS

® DBA_XS_USERS

® DBA_XS_ROLES

® DBA_XS_DYNAMIC_ROLES

® DBA _XS_ROLE_GRANTS

5

PROXY_USER

TARGET_USER

TARGET_ROLE

F— 5

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

NULL

&H

TO0F3 -7 -3 - 1-H—-D&HiI

A=y 7 IVr—23> - 1-—D&H(]

A=y 723> -0-)LD&RE]
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DBA_XS_ROLE_GRANTS

DBA_XS_ROLE_GRANTST =4 -7 433 H1)-E1—(Z(&. IATODReal Application Security7JUr—33>-0-)LOft5

HEtienFg,
BEEE 1 —
® DBA XS PRINCIPALS

® DBA_XS_USERS

® DBA_XS_ROLES

® DBA_XS_DYNAMIC_ROLES

® DBA_XS_PROXY_ROLES

5 F—5E

GRANTEE VARCHAR2 (128)

GRANTED_ROLE VARCHAR2 (128)

GRANTED_ROLE_TYPE VARCHAR2 (11)

START_DATE TIMESTAMP (6)WITH TIME
ZONE

END_DATE TIMESTAMP (6)WITH TIME
ZONE

NULL

%ﬂ

7T —23>-0- Mt EENs )
JOL DR

E5EN7 IV —23> - 0- I O&H]

F5ENr0-IL0O%AE]

75 —23> - 0- IO S0OEZEARD
BHSEH

7T —-23> - O0- IO 5OBEZNERRID
®7H

DBA_XS_PRIVILEGES

DBA_XS_PRIVILEGEST =% 71933+ -E1—(C(&. T—AN-RICEERIN TSI TDReal Application Security

TIVr—SABRNMZNENE T,
BEEE 71—
® USER XS PRIVILEGES

® DBA_XS_IMPLIED_PRIVILEGES

® USER_XS_IMPLIED_PRIVILEGES

® DBA XS_SECURITY_CLASSES

® ALL_XS_PRIVILEGES

51 7— o8

NAME VARCHAR2 (128)
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NULL

&H

7T -3 AEROERAT



5 F—45R NULL
SECURITY_CLASS VARCHAR2 (128)
SECURITY_CLASS_OWNER VARCHAR2 (128)

DESCRIPTION VARCHAR2 (4000)

$II

T2 EREEGEFIYT - I5R
D

T2 AEREE0EF1)T1- I3
OFFEE

7V -3 AR DR A,

USER_XS_PRIVILEGES

USER_XS_PRIVILEGEST—%-F19>3FVU-C1—(l(& IRFEDOI-H-HBLTVSEF 1T - I5RICEEFNZ 7 I -

SAAERNMIZARENET
BiEr -
® DBA_XS_PRIVILEGES

® DBA_XS_IMPLIED_PRIVILEGES

® USER XS _IMPLIED_PRIVILEGES

® USER XS_SECURITY_CLASSES

® ALL_XS_PRIVILEGES

® ALL_XS_IMPLIED_PRIVILEGES

5 758 NULL
NAME VARCHAR2 (128)

SECURITY_CLASS VARCHARZ2 (128)

DESCRIPTION VARCHAR2 (4000)

L

7T - AEBRDEH

TV -2astERE S EFIYT- I3
EZET]

7T =23 AEBRDFREA.

ALL_XS_PRIVILEGES

ALL_XS_PRIVILEGEST—% T 193+ -E1—((F. IRIEQDI-—H—HQ7ICATERCF 171 - ISR L TERNEH D
I8TESNS. INTDReal Application Security 7 Vo —> 3 A&RNMIZNENET,

BEEE 1—
® USER XS PRIVILEGES

® DBA_XS_IMPLIED_PRIVILEGES

® USER_XS_IMPLIED_PRIVILEGES

® DBA XS_SECURITY_CLASSES
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5 F—45R NULL
NAME VARCHAR2 (128)

SECURITY_CLASS VARCHAR2 (128)
SECURITY_CLASS_OWNER VARCHAR2 (128)

DESCRIPTION VARCHAR2 (4000)

ﬁll

7TV -2 AEROERT

T -2 EREEGEF1UT - I5R
LT

T2 AEREE0EF1T1- I3
OFFEE

7V -3 AR DR A,

DBA_XS_IMPLIED_PRIVILEGES

DBA_XS_IMPLIED_PRIVILEGEST—% -7 19237V -E1—((E, T—HAR-Z|

SecurityDI N TOBBED 7 TUT—>a i ERNMZMENET

CEFEENTLVS. Real Application

BEr1—

® DBA_XS_PRIVILEGES

® USER_XS_PRIVILEGES

® USER_XS_IMPLIED_PRIVILEGES

® DBA_XS_SECURITY_CLASSES

® ALL_XS_PRIVILEGES

® ALL XS_IMPLIED_PRIVILEGES

® ALL _XS_SECURITY_CLASSES
5 F—458 NULL
PRIVILEGE VARCHAR2 (128)
IMPLIED_PRIVILEGE VARCHAR2 (128)
SECURITY_CLASS VARCHAR2 (128)
SECURITY_CLASS_OWNER VARCHAR2 (128)

%ﬂ

BEERD Y VT -2 AERe S8 7TV —
SAUERORH]

BEERDY TV —> 3 AEROEAR]

T2 EREEDEFIYT- I3
DEH

T2 astERE S EFIYT- I3
OFFEE

USER_XS_IMPLIED_PRIVILEGES

USER_XS_IMPLIED_PRIVILEGEST —#-F (733 -E1—(l(d, IREDQI-T-HFABLTVSEF1)T1 - I5RCEFEN
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BEEERDT TV — S AERNMZNENFT

BiEr -

® DBA_XS_PRIVILEGES

® USER XS_PRIVILEGES

® DBA_XS_IMPLIED_PRIVILEGES

® USER XS_SECURITY_CLASSES

® ALL _XS_PRIVILEGES

® ALL_XS_IMPLIED_PRIVILEGES

® ALL_XS_SECURITY_CLASSES

5

PRIVILEGE

IMPLIED_PRIVILEGE

SECURITY_CLASS

F—458 NULL

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

%ﬂ

BEERD Y VT -2 AERe S8 7 IV —
SAUEBRDART

BEERDT TV — >3 AR DA

TIVT -2 AERE ST EF1UT - I5AD
E2ET

ALL_XS_IMPLIED_PRIVILEGES

ALL_XS_IMPLIED_PRIVILEGEST—% T 19> 3FH)-E1—(C(d. IRIEQDI-H—-HQ7ICATE20F1)71- V3R LHTH
MEFENETESNS. IATODReal Application SecurityBEEREN 7 T —S 3 ABRNIZ MENE T,

BEr 1

® DBA_XS_PRIVILEGES

® USER XS_PRIVILEGES

® USER XS_IMPLIED_PRIVILEGES

® DBA_XS_SECURITY_CLASSES

5l

PRIVILEGE

IMPLIED_PRIVILEGE

SECURITY_CLASS

F—HE NULL

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)
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%ﬂ

BEEO7 TV -2 AEREELT7 TV —
SAUAEBRDZH]

BEEAD 7 TV — 23 AEBRDERT

T2 asERE S EFIYT- I3
LT



5 F—458 NULL

SECURITY_CLASS_OWNER VARCHAR2 (128)

$II

T -2 EREEGEFIUT - I5R
OFFEE

DBA_XS_PRIVILEGE_GRANTS

DBA_XS_PRIVILEGE_GRANTST—%-747>3FV-E1—(C(F, T—AIR-RICEE

SAT L LRIVEZERAF =X - LRIV IR TOIERS SHIRARENET
BEE1—
® USER XS _PRIVILEGES

® DBA XS_PRIVILEGES

SN TL%Real Application Security®

5l F—H95 NULL
PRIVILEGE VARCHAR2 (128)

GRANTEE VARCHAR2 (128)

GRANTEE_TYPE VARCHAR2 (5)

SCHEMA VARCHAR2 (128)

%ﬂ

7TV =23 AEROERT

7O EMIS SN -Y - D&

ERSZEEDIAT: T-AIN-IF(S
Real Application Security D1—-HY—%
rz@Eo-Jv

HERDAF—Y

DBA_XS_SECURITY_CLASSES

DBA_XS_SECURITY_CLASSEST—% -7 19237 U-E1—(C(F, T—AN-R(ICEZERENTLS IR TOReal Application

SecuritytF1Us1-I5ZANMARNENET,
BaEL 1—
® USER XS SECURITY CLASSES

® DBA_XS_SECURITY_CLASS_DEP

® USER XS_SECURITY_CLASS_DEP

® ALL XS_SECURITY_CLASSES

® ALL XS_SECURITY_CLASS_DEP

51 548 NULL B
NAVE VARCHAR? (128) 1T H5ADRHET
OWNER VARCHAR2 (128) t¥a1)51 - IS AOFBE.
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5 F—45E NULL

DESCRIPTION VARCHAR2 (4000)

$II

TFIUT (- I5ADERA,

USER_XS_SECURITY_CLASSES

USER_XS_SECURITY_CLASSEST —% -7 17> 3H)-E1—((&. IRTFEDI-H-HFEBL TSI TMDReal Application

SecurityzF1UF1 - I5AMARENZET
BEE 1—

® DBA_XS_SECURITY_CLASSES

® DBA_XS_SECURITY_CLASS_DEP

® USER XS_SECURITY_CLASS_DEP

® ALL_XS_SECURITY_CLASS_DEP

® ALL_XS_SECURITY_CLASSES

5l TR NULL
NAME VARCHAR2 (128)
DESCRIPTION VARCHAR2 (4000)

shEA

TF+1YT1-I5ADERT,

TF1UT1 - I5ADER.

ALL_XS_SECURITY_CLASSES

ALL_XS_SECURITY_CLASSEST—%-71733H)-E1—(C(d, REDI-T-H7IEATES IR TDHReal Application

SecuritytF 151 - I5ZANMARNENET,
BaEr 1—

® USER XS_SECURITY_CLASSES

® DBA_XS_SECURITY_CLASS_DEP

® USER XS_SECURITY_CLASS_DEP

® ALL_XS_SECURITY_CLASS_DEP

5 F—58 NULL
NAME VARCHAR2 (128)

OWNER VARCHAR2 (128)

DESCRIPTION VARCHAR2 (4000)

%ﬂ

TH1)71- IS5 RADEH,

TF+1UT (- ISAOFESE.

TFIUT (- IS ADERA,
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DBA_XS_SECURITY_CLASS_DEP

DBA_XS_SECURITY_CLASS_DEPT—%-F 17333 Y-E1—(C(F. T—AIR-RICERINTVSIINTOLF1UT1 - I5AHED
RIFBEMRNRARENE T,

BEEE 1 —
® USER XS SECURITY_CLASS DEP

® DBA_XS_SECURITY_CLASSES

® USER XS_SECURITY_CLASSES

® ALL XS _SECURITY_CLASS_DEP

® ALL_XS_SECURITY_CLASSES

51 F—458 NULL E%ER

SECURITY_CLASS VARCHAR2 (128) F1UT1 - HI5AD&HT
OWNER VARCHAR2 (128) t+1U51- V5 A0FEE
PARENT VARCHAR2 (128) BEF1U7(- 520480
PARENT_OWNER VARCHAR2 (128) Ut 1T - IS ADFEE

USER_XS_SECURITY_CLASS_DEP

USER_XS_SECURITY_CLASS_DEPT—%4-F 1733+ -E1—(C(F. IRTEDQI-H-HFEL TV IKFTF1UT1 - I5ADH
TFIVF1 - ISANARENET

BEEE 71—
® DBA XS SECURITY CLASS DEP

® DBA_XS_SECURITY_CLASSES

® USER XS_SECURITY_CLASSES

® ALL_XS_SECURITY_CLASS_DEP

® ALL_XS_SECURITY_CLASSES

5 F— 4B NULL 588

SECURITY_CLASS VARCHAR2 (128) tF1UT4 - ISAOEH]
PARENT VARCHAR? (128) FEF1UTA - IFADEH]
PARENT_OWNER VARCHAR? (128) S+ 115 HSADFEE
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ALL_XS_SECURITY_CLASS_DEP

ALL_XS_SECURITY_CLASS_DEPF—4-7 173 3H)-E1—(C(d. REDI-T-HI7IEXTEZ 171 ISAMMKIFL T
WS IRTORASEF 1T - IS ANMRARENET

BEEE 1 —
® USER XS SECURITY_CLASS DEP

® DBA _XS_SECURITY_CLASSES

® USER_XS_SECURITY_CLASSES

® ALL_XS_SECURITY_CLASSES

5 T—HE NULL 3%EA

SECURITY_CLASS VARCHAR2 (128) F1UT1 - HIS5AD&HT
OWNER VARCHAR2 (128) t+1U51- V5 A0FEE
PARENT VARCHAR2 (128) 10T - IS ADLEI
PARENT_OWNER VARCHAR2 (128) Bt 1T (- ISAOFEE

DBA_XS_ACLS

DBA_XS_ACLST—%+-T19>3F-E1—(l(F. T—AR=-RICEZREINTLBIIRTOEIFDReal Application Security
ACLHMZARENEY,

BEEE 71—

® USER_XS_ACLS

® DBA XS_ACES

® ALL XS_ACLS

51 758 NULL  3iEA

NAME VARCHAR2 (128) ACL 0% i,

OWNER VARCHAR2 (128) ACL OFREE.

SECURITY_CLASS VARCHAR2 (128) ACL (CBSEFHIBNTOREEIUTL-F5
ADZH]

SECURITY_CLASS_OWNER VARCHAR2 (128) ACL [CREEfIIBN TV EF1)T1- 05
ADFhBE.
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5 F—4HE NULL ETL

PARENT_ACL VARCHAR2 (128) ¥ ACL 0%,

PARENT_ACL_OWNER VARCHAR2 (128) HACL OFhE&E

INHERITANCE_TYPE VARCHAR2 (11) ACL #7551 F(EXTENDED FTz(3:
CONSTRAINED)

DESCRIPTION VARCHAR2 (4000) ACL D35BH

USER_XS_ACLS

USER_XS_ACLST—4 T4 3H)-E1—(C(d. IRIEOI-H—-HFrIBELTWBRIRTOACLIIZARENET,
BEEE 71—

® DBA XS_ACLS

® USER XS_ACES

® ALL_XS_ACLS

® ALL XS_ACES

51 F—4E NULL i
NAME VARCHAR? (128) ACL D481,
SECURITY_CLASS VARCHAR? (128) ACL (CEEf BN TS EF 1T -5
SADEHE
SECURITY_CLASS_OWNER VARCHAR? (128) ACL [CBERIIBN TS EF 1715
SADFRBE.
PARENT_ACL VARCHAR? (128) #1 ACL DA
PARENT_ACL_OWNER VARCHAR? (128) 38 ACL OFFEE
INHERITANCE _TYPE VARCHAR2 (11) ACL k75 F(EXTENDED &Iz(3
CONSTRAINED)
DESCRIPTION VARCHAR2 (4000) ACL D3B8
ALL_XS_ACLS

ALL_XS_ACLST—%-719>3FV-E1—(l(F. IREFEQDI T -H7IXTE3EIFDINTDReal Application Security
228



ACLHRRENFT .
BEE 71—

® USER_XS_ACLS

® DBA XS_ACES

5

NAME

OWNER

SECURITY_CLASS

SECURITY_CLASS_OWNER

PARENT_ACL

PARENT_ACL_OWNER

INHERITANCE_TYPE

DESCRIPTION

F—58

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (11)

VARCHAR2 (4000)

NULL

&II

B3

ACL DO%&Hil.

ACL OFREHE.

ACL (CEBEfHIIBNTWSEF1U71-95
ADZE]

ACL (CREEfIIBNTOSEF+IYFT1- U5
ADFEAE.

R ACL O%&Hi,

] ACL OFFE&E

ACL Ofix#451 J(EXTENDED F/z(&
CONSTRAINED)

ACL Dz5BA

DBA_XS_ACES

DBA_XS_ACEST—%-T1723aFV-L1—-(C(F, T—IN=X|

9,
BEr1—
® USER XS_ACES

® DBA XS_ACLS

® ALL XS_ACES

® ALL XS_ACLS

EE

SNTVBIRTO7IEZHAHTI> MI(ACE)HMUZ RSN

5

ACL

OWNER

F—58

VARCHAR2 (128)

VARCHAR2 (128)

229

NULL

ﬁll

ACL D4Rl

ACL OFhE#&



5 -8 NULL 571

ACE_ORDER NUMBER NOT NULL  ACL ATO ACE DIEREES

START DATE TIMESTAMP (6) ACE OBEXHEARIRIAH

END_DATE TIMESTAMP (6) ACE OBEXEARIR TH

GRANT_TYPE VARCHAR2 (5) ACE 1" GRANT & DENY DESSTHBHh%E
FBELET

INVERTED_PRINCIPAL VARCHAR2 (3) T3 )V REEEN3I8E (S YES. 2Nn
B Di5E(E NO

PRINCIPAL VARCHAR2 (128) ACE W@ SN3 V>N 0&ET]

PRINCIPAL_TYPE VARCHAR2 (16) T =33 I—H— T r—33
>-O-IRE, FU>)LD91 T

PRIVILEGE VARCHAR2 (128) T —S ARG

SECURITY_CLASS VARCHAR2 (128) ACL D2 - THIEET 15455
ZADEAEI

SECURITY_CLASS_OWNER VARCHAR2 (128) ACL DR I—THIEETZE1UT (55
ADFRE&E

USER_XS_ACES

USER_XS_ACEST—%-F 1723 -E1—(C(F, IREOI - -HFIBL TWSACLOIRTO7 I AHH#IT> M(ACE)H
DARSNFT,

BiEr1—
® DBA_XS_ACES

® USER XS_ACLS

® ALL XS_ACES

® ALL XS_ACLS

5 F—HR NULL

%II

ACL VARCHAR2 (128) ACL D41
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5

ACE_ORDER

START_DATE

END_DATE

GRANT_TYPE

INVERTED_PRINCIPAL

PRINCIPAL

PRINCIPAL_TYPE

PRIVILEGE

SECURITY_CLASS

SECURITY_CLASS_OWNER

57—y

NUMBER

TIMESTAMP (6)

TIMESTAMP (6)

VARCHAR2 (5)

VARCHAR2 (3)

VARCHAR2 (128)

VARCHAR2 (16)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

NULL

NOT NULL

S&II

ACL ATO ACE DlEF&E=
ACE OBE31EARIFEE
ACE OBEZIEAREE TH

ACE ' GRANT & DENY OES5THDNVZ
BELFY

TV )LD R EREN Bi5E (1 YES, 2N
LAt 15513 NO

ACE W@R2EN37> ) ULO&R]

75 —33> - - -7 Usr—33
>-O-RE, JU>2)ULD4 T

7TV =23 AEBRDE AT

ACL DZI-TJ#IEEIZ+1)571-75
ADZH]

ACL ORXD-T#IsEIDF1UF71-935
ADFREE

ALL_XS_ACES

ALL_XS_ACEST—%-F 17237V -L1— (L}, IRIEDQI-H-HN7IEATEZIRTO7IEAFIFII> M(ACE)HA b

nx9.
BiEr1—
® USER XS_ACES

® DBA XS_ACLS

5

ACL

OWNER

ACE_ORDER

F— 58

VARCHAR2 (128)

VARCHAR2 (128)

NUMBER
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NULL

NOT NULL

s&ll

|

ACL O%&HiI

ACL OFFB#E

ACL ATO ACE DlEFE&ES



5 F—45R NULL Bl

START_DATE TIMESTAMP (6) ACE OB EARIRI A

END_DATE TIMESTAMP (6) ACE OBEsIHARE TH

GRANT_TYPE VARCHAR2 (5) ACE ' GRANT & DENY DEE5TH2h%
BELET

INVERTED_PRINCIPAL VARCHAR2 (3) TS LR EESN B2 (4 YES. 2N
St oi5E(E NO

PRINCIPAL VARCHAR?2 (128) ACE MEEXNZ T ULOZET

PRINCIPAL_TYPE VARCHAR2 (16) T =33 I—H— 7T -3
>-O0=iE, T2 IOVD54 S

PRIVILEGE VARCHAR?2 (128) T — S AERDLH

SECURITY_CLASS VARCHAR?2 (128) ACL DR I—FRIEETZE1UT(- 55
AD4HI

SECURITY_CLASS_OWNER VARCHAR?2 (128) ACL DR I-THRIEET L1155
ADFREE

DBA_XS_POLICIES

DBA_XS_POLICIEST—%-T44>3FV-E1—I(C(F. T—AN-RICEHRINTVBIIRTOEEFDReal Application

SecurityT—%-tF1)71 - RIS —HNIZR&NFT,

BEEE 71—

USER_XS_POLICIES

DBA_XS_REALM_CONSTRAINTS

DBA_XS_COLUMN_CONSTRAINTS

ALL_XS_POLICIES

ALL_XS_COLUMN_CONSTRAINTS

ALL_XS_REALM_CONSTRAINTS

5

NAME

F— 58

VARCHAR2 (128)

NULL

ﬁll

T=8-tF1)71 - N> —D&RE]



5

OWNER

CREATE_TIME

MODIFY_TIME

DESCRIPTION

F—HE NULL

VARCHAR2 (128)

TIMESTAMP (6)

TIMESTAMP (6)

VARCHAR2 (4000)

$II

F—=A-2*19571-N)>—-OPEE

NS —DVERL B B

NS —DRAEZE R

T—48-tF1)71 - N> - D5

USER_XS_POLICIES

USER_XS_POLICIEST—4-T¢49>3FV-E1—(C(& IRIFEOI - -HFIEL TV IR TOEEFDReal Application
Security7—%-tF1UF1 RIS —HIZRENFET

BEEE 71—

® DBA _XS_POLICIES

® USER XS _REALM_CONSTRAINTS

® USER XS COLUMN_CONSTRAINTS

® ALL _XS_POLICIES

® ALL XS _COLUMN_CONSTRAINTS

® ALL_XS_REALM_CONSTRAINTS

5l

NAME

CREATE_TIME

MODIFY_TIME

DESCRIPTION

F—H8 NULL

VARCHAR2 (128)

TIMESTAMP (6)

TIMESTAMP (6)

VARCHAR2 (4000)

%ﬂ

T =8 tF1)71 - N> —D&RE]

NS —DVER B

NS —DERFRZEE B

T =45 EF1U71 - KU —D5%EA

ALL_XS_POLICIES

ALL_XS_POLICIEST—%-F44>3H)-E1—(l(F. WEDI-T N7 A TE3ELFEOIRTDOReal Application
Security7—4%-tF1UF1 - RIS —HIZARNENFET

BEEE 1 —

® USER XS_POLICIES

® DBA XS_REALM_CONSTRAINTS

® DBA XS_COLUMN_CONSTRAINTS

233



5

NAME

OWNER

CREATE_TIME

MODIFY_TIME

DESCRIPTION

F—HE NULL

VARCHAR2 (128)

VARCHAR2 (128)

TIMESTAMP (6)

TIMESTAMP (6)

VARCHAR2 (4000)

ﬁll

F=A-tF1U71 RIS —D&8]

F—5-tF1UF RS~ OFTEE

NS —DVER B

NS —DERAEZEE AR

T—48-tF1)71 - N> - D5

DBA_XS_REALM_CONSTRAINTS

DBA_XS_REALM_CONSTRAINTST —#%-F 4733 -E1—(l(d. T—AIN-ZAHRDIRTOBEFDReal Application

SecurityLJLANFRRENET

BEEE 71—

® USER XS _REALM_CONSTRAINTS

® DBA_XS_COLUMN_CONSTRAINTS

® ALL XS_REALM_CONSTRAINTS

® ALL XS_COLUMN_CONSTRAINTS

5

POLICY

POLICY_OWNER

REALM_ORDER

REALM_TYPE

STATIC

REALM

ACL

F—458 NULL

VARCHAR2 (128)

VARCHAR2 (128)

NUMBER NOT NULL

VARCHAR2 (13)

VARCHAR2 (7)

VARCHAR2 (4000)

VARCHAR2 (128)
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%ﬂ

T =45 EF1UF71 - RIS —DEA]

F—=4-2*19571-N)>—-OPEE

T—48-tF1)71 - KIS —ATOUILLADIER

LILLDHAT . BZNME(F. REGULAR.
PARAMETERIZED &40 INHERITED TY,

LJVLhY STATIC & DYNAMIC DESSTHZhVE
R~UET

T=4-UILhA

et

LIV L34 TH REGULAR DIZE(CL IV AICEIE
F1IBNTLS ACL



5 F—48 NULL

ACL_OWNER VARCHAR2 (128)
PARENT_OBJECT VARCHAR2 (128)
PARENT_SCHEMA VARCHAR2 (128)

ﬁll

A
REGULAR LILAICESERHFBNTLS ACL O
Fhie&

LIVIs-A4TH INHERITED DIZEDIRAT>1
VANOZZET]

LIVL-54TH INHERITED DIZEDFRATS1
IThDAF—Y

USER_XS_REALM_CONSTRAINTS

USER_XS_REALM_CONSTRAINTSF—% -7 17233V -E1—(C(F, IRTFEOI-F-HPRBEL TLS IR TOEIFDReal

Application SecurityL)LANFRRENET,
BiEL 1—
® DBA_XS REALM_CONSTRAINTS

® USER_XS_COLUMN_CONSTRAINTS

® ALL XS_REALM_CONSTRAINTS

® ALL_XS_COLUMN_CONSTRAINTS

5l F—48 NULL
POLICY VARCHAR2 (128)

REALM_ORDER NUMBER NOT NULL
REALM_TYPE VARCHAR?2 (13)

STATIC VARCHAR2 (7)

REALM VARCHAR?2 (4000)

ACL VARCHAR? (128)

ACL_OWNER VARCHAR2 (128)

235

shEA

T=8-tF1)71 - N> —D&E]

T—48-tF1)571 - RIS —ATOUILLADIER

LIVADAA T, BEHIME(E. REGULAR.
PARAMETERIZED &40 INHERITED TY,

LIVLAK STATIC & DYNAMIC DES5THDNVE
ENVEI)

F=4-LILhA

LIV L9477 H REGULAR DIZE(CLIVAICES
EfFIFSNTUVS ACL

REGULAR LILAICESERHFBNTLS ACL O
Fhie&



5 F—458 NULL

ﬁll

PARENT_OBJECT VARCHAR2 (128) LIVLs-54 71 INHERITED OIS 0EATS T
ANOZT:T]
PARENT_SCHENA VARCHAR2 (128) LIVLs-54 715 INHERITED (S &0EATS T

TPDAF-Y

ALL_XS_REALM_CONSTRAINTS

ALL_XS_REALM_CONSTRAINTST—#4 -7 149> 3FVU-E1—(l(3. IRFEDI-T-H7IXTE3EHF DI TDReal
Application SecurityLILAWSRRENET,

BEEE 1 —
® USER XS REALM CONSTRAINTS

® DBA_XS_COLUMN_CONSTRAINTS

5l F—48 NULL EL

POLICY VARCHAR2 (128) F=4-F1)571- RS —DZ A

POLICY_OWNER VARCHAR2 (128) P15 —OFEE

REALM_ORDER NUMBER NOT NULL  — .t 11T - RS — A TOLIL ADIERE

REALM_TYPE VARCHAR2 (13) LILLADAA T, B3hHEME(L. REGULAR,
PARAMETERIZED &4 INHERITED T9-

STATIC VARCHAR2 (7) LJLLsh STATIC & DYNAMIC DEBSTH23hVE
RUFT

REALM VARCHAR2 (4000) F_5.UlLh.

ACL VARCHAR2 (128) L)Ly -S4 TH REGULAR IS ATV AICESE
5N TLS ACL

ACL_OWNER VARCHAR2 (128) REGULAR L)L AIZBEE(F AN TLS ACL D
FrE#E

PARENT_OBJECT VARCHAR2 (128) L1914 FH INHERITED DIEEOEAT> 1
WANOZZ:N]

PARENT_SCHEMA VARCHAR2 (128) L)L -54TH INHERITED DIEEDEAT> 1
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ﬁll

5 F—HE NULL A

VANOYE Sl

DBA_XS_INHERITED_REALMS

DBA_XS_INHERITED_REALMST—%-7 149337 V-E1—(l(F. T—AIN-ZAD IR TOHEFEENZReal Application
SecurityLJLANFRRENET

BiEr -
® USER_XS_INHERITED_REALMS

® DBA XS_REALM_CONSTRAINTS

® ALL_XS_INHERITED_REALMS

® ALL_XS_REALM_CONSTRAINTS

5l F—458 NULL 5HER

POLICY VARCHAR2 (128) F—4-F1U71 - RIS —D&EI

POLICY_OWNER VARCHAR2 (128) F—4- x5 - RS-0 eE

REALM_ORDER NUMBER NOT NULL  5— %t 1154 - RUS— N TOLIL ADIE
52

PARENT_OBJECT VARCHAR? (128) F|ATS I NORHT

PARENT_SCHEMA VARCHAR2 (128) BATSTIRNDIE—T

PRIMARY_KEY VARCHAR? (128) IAG—FADFIL

FOREIGN_KEY VARCHAR2 (4000) FAF— L ERNOBZE LB

FOREIGN_KEY_TYPE VARCHAR2 (5) B — D1 T, BIEERMEIL NAME LU

VALUE TY .

USER_XS_INHERITED_REALMS

USER_XS_INHERITED_REALMST —% -7 1433+ -E1—I(C(&. IRTEOI-H-HFIBL TLB IR TOfREENIzReal
Application SecurityL)LADERRENET,

BEEE 1 —

® DBA XS_INHERITED_REALMS

® USER_XS_REALM_CONSTRAINTS
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® ALL_XS_INHERITED_REALMS

® ALL_XS_REALM_CONSTRAINTS

5

POLICY

REALM_ORDER

PARENT_OBJECT

PARENT_SCHEMA

PRIMARY_KEY

FOREIGN_KEY

FOREIGN_KEY_TYPE

57—y

VARCHAR2 (128)

NUMBER

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (4000)

VARCHAR2 (5)

NULL

NOT NULL

ﬁll

T =8 tF1)71 - N> —D&RET]

T—=4-F1951-N)>—HNTOLILLADIE
FF

BATZ1bDRH]

BATZ1IMDRF-Y

NAF—FRADHI%E

FAF—VENOFILEIHE

HEBF—DH1T . BIRERME(E NAME KU
VALUE T9,

ALL_XS_INHERITED_REALMS

ALL_XS_INHERITED_REALMSTF—%+F14>3F)-E1—(l(F. IRTEQI - -Q7ITXTERMESINIEIRNTOReal
Application SecurityL)L AW RENET,

BEr 1

® USER XS_INHERITED_REALMS

® DBA XS_REALM_CONSTRAINTS

5l

POLICY

POLICY_OWNER

REALM_ORDER

PARENT_OBJECT

PARENT_SCHEMA

F—5m

VARCHAR2 (128)

VARCHAR2 (128)

NUMBER

VARCHAR2 (128)

VARCHAR2 (128)
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NULL

NOT NULL

%ﬂ

Pat Ak e S U P ) U B2 O I

F—5-tF1UF1 RS- ORI S

T=48-tF1)71 - NS —ATOLILADIE
Fr

BATZ1IbDZH]

BATZ1IMDRF-Y



5

PRIMARY_KEY

FOREIGN_KEY

FOREIGN_KEY_TYPE

F—4HE NULL

VARCHAR2 (128)

VARCHAR2 (4000)

VARCHAR2 (5)

ﬁll

NARHI—RADIE

74T EROFI LB

SMNEBF— D5 T . BIREME(S NAME S LU
VALUE T9,

DBA_XS_ACL_PARAMETERS

DBA_XS_ACL_PARAMETERST—% -7 1723 -E1—(C(d. INTOBEFDReal Application Security ACL/USX—4H

FReNFEd,
BEEE 71—

® USER XS _ACL_PARAMETERS

® DBA_XS_REALM_CONSTRAINTS

® ALL_XS_ACL_PARAMETERS

® ALL XS_REALM_CONSTRAINTS

5

POLICY

POLICY_OWNER

ACL

ACL_OWNER

PARAMETER

DATATYPE

VALUE

REALM_ORDER

REALM

F—458 NULL

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (4000)

NUMBER

VARCHAR2 (4000)

%ﬂ

ACL D)\SX=AINERSNTVST -4 -Z+21
U741 - NS —D&HAT

ACL \SA=INERINTVST —4-zF1Y
F1-N)>—OFFEE

ACL DOz&Hi

ACL OFFE#E

ACL NS A—=HDHI

ACL \SA=HDF -8

ACL /\SA-50fE

T—=4-2F1951-N)>—RTOLILLADIER

ACL \SA=5%ZEZBLILL
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USER_XS_ACL_PARAMETERS

USER_XS_ACL_PARAMETERST —%-T17>3F)-E1— (&, IRFEOI-TF-NIFRBELTVST -4 - tF+1UF1 - NI —(CFE
BINTVBIRTOACUIA—INRIRENET

BEEE 1 —

® DBA XS_ACL_PARAMETERS

® USER_XS_REALM_CONSTRAINTS

® ALL_XS_ACL_PARAMETERS

® ALL_XS_REALM_CONSTRAINTS

5

POLICY

ACL

ACL_OWNER

PARAMETER

DATATYPE

VALUE

REALM_ORDER

REALM

F—HE NULL

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (4000)

NUMBER

VARCHAR2 (4000)

&II

B3

ACL DI\SA-INERINTVST -5 -1
U741 - RUS—DFE]

ACL O%&HI

ACL OFFE&E

ACL XS A= DE]

ACL J{SA=ADT —HEY

ACL XSA—=H0ME

F=4-tF1)71 - N)Z—ATOLILLADIERF

ACL \SA=5ZEBLIVA

ALL_XS_ACL_PARAMETERS

ALL_XS_ACL_PARAMETERST —% 714> 3+V-E1—(l(3, IRFEDQI-H-HT7ICXTERT—4 - tF1)74 - RIS —(CE
FEINTLBEIFEDIANTOReal Application Security ACLINSX—INRRENFT,

BEr1—

® USER_XS_ACL_PARAMETERS

® DBA _XS_REALM_CONSTRAINTS

5

POLICY

F—HE NULL

VARCHAR2 (128)

240

&H

ACL D)(SA-AINERSNTVST - -7+2
YT -S> —D&AT



5

POLICY_OWNER

ACL

ACL_OWNER

PARAMETER

DATATYPE

VALUE

REALM_ORDER

REALM

F—HE NULL

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (4000)

NUMBER

VARCHAR2 (4000)

ﬁll

ACL )\SA=INERINTVST —4-zF1Y
F1-N)>—OFFfEE

ACL O%Hi

ACL OFFE®&E

ACL /NS A—=HDH

ACL \SA=HDF -8

ACL \5A-50fE

T=48-tF1)571 - RIS —ATOUILLADIER

ACL \SA=9%EDLIL L

DBA_XS_COLUMN_CONSTRAINTS

DBA_XS_COLUMN_CONSTRAINTST —4 54933+ -E1—(l(E, T—AR-RICEEINTLBIANTDReal Application
SecurityFHIFINMA RENET,

BEEE 71—

® USER_XS_COLUMN_CONSTRAINTS

® DBA_XS_POLICIES

® ALL_XS_COLUMN_CONSTRAINTS

® ALL_XS_POLICIES

5l

POLICY

OWNER

COLUMN_NAME

PRIVILEGE

F—HE NULL
VARCHAR2 (128) NA
VARCHAR2 (128) NA
VARCHAR2 (128) NA
VARCHAR2 (128) NA

E2L

S EH eS0T -5 - T+ 1UT1 - RIS —DEH]

SHERZE0T -5 - F1U7 (- RIS —DFEE

SIHIFINERENTLSHI DR

SINDTICACHBER T TV — S AERDER]

USER_XS_COLUMN_CONSTRAINTS

USER_XS_COLUMN_CONSTRAINTST =% -7 4723+ -E1—(l(d, IRFEDQI-T-HFELTLS IR TDReal
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Application SecurityZIHIFINIZ haNFT
BiEL 1—

® DBA_XS_COLUMN_CONSTRAINTS

® USER_XS_POLICIES

® ALL XS_COLUMN_CONSTRAINTS

® ALL_XS_POLICIES

51 F—H8 NULL 588

POLICY VARCHARZ (128) S ESDT -5 tF1U7¢ - RUS—DREI
OWNER VARCHAR2 (128) SIEIRIESDT -5 tF1UT1 - RS —OFFEE
COLUMN_NAME VARCHARZ (128) B EEEN TOBEI D& H]

PRIVILEGE VARCHARZ (128) SINDTIERCHBIRT )T — A AEROLHT

ALL_XS_COLUMN_CONSTRAINTS

ALL_XS_COLUMN_CONSTRAINTST =% - 49>3FV-E1—(C(E, IRFEDI-H-H7IEATEZ IR TDReal Application
SecurityFHEIFINMA NENET,

BiEr -

® USER XS _COLUMN_CONSTRAINTS

® DBA _XS_POLICIES

5 F—458 NULL shed

POLICY VARCHAR2 (128) NA SFINE ST -4 - TF1)71 - RIS —D&H]
OWNER VARCHAR2 (128) NA SHNESDT -4 - ¥ 171 RIS —DOFEE
COLUMN_NAME VARCHAR2 (128) NA B EIF DS EREN TLBHIDZET

PRIVILEGE VARCHAR2 (128) NA SINDTICR(CHERT T —>aAEROERT

DBA_XS_APPLIED_POLICIES

DBA_XS_APPLIED_POLICIEST—% 744337 -E1—I(C(d. Real Application SecurityT—4-t+1)71 - R)>—HEG
O TVBRIRTDT —AHAIR—R - AT 1) MIFRRENFT,

BEEE 71—

® DBA_XS_POLICIES

242



® ALL XS_POLICIES

51 F—48
SCHEMA VARCHAR? (128)
OBJECT VARCHAR?2 (128)
POLICY VARCHAR?2 (128)
POLICY_OWNER VARCHAR?2 (128)
SEL VARCHAR2 (3)
INS VARCHAR2 (3)
UPD VARCHAR2 (3)
DEL VARCHAR2 (3)
1DX VARCHAR2 (3)
STATUS VARCHAR2 (8)

NULL

NOT NULL

NOT NULL

NOT NULL

S&II

ATZ1IMeEBRF—X

T—AR=ZADT 4 - ZFIVFAHIEAT STV b
D

ATS1IMCRERIIBNTVST -4 t+1Y
T4 - RS — DR

ATS1IMCEERIIBNTVST—45- T+l
F1-N>-OFFBEE

SELECT XX(S/L THERNRRYS —

INSERT X (SxfL THRRNRMRIS —

UPDATE SZ(SxfL TRRNRMRYS —

DELETE XX (SxfL THRERNRMRIS —

INDEX SZ(CXf L TERNIRRIS —

ATSIINCHLTT =4 -2+ 1UT1 - RIS —DE

HCBOTVSEE(L ENABLED, 2N DS
(& DISABLED

ALL_XS_APPLIED_POLICIES

ALL_XS_APPLIED POLICIEST—#4-F1%733aF-Ea—I(ClE. IRTEDI—H—HReal Application SecurityT—4%-t+1
D74 - RS —(CTPIEXTERINRTDT —AIN=R - ATSTI MERRENE T,

BiEr1—
® DBA _XS_POLICIES

51 F—48
SCHEMA VARCHAR2 (128)
OBJECT VARCHAR2 (128)

NULL

NOT NULL

NOT NULL

243
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|

ATZ1IMeEVRF-X
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5 F—45E NULL

S&II

B
POLICY VARCHAR? (128) ATSIINCBBEMIFENTVST -5 - +1Y

T4 RS —D&HEI

POLICY_OWNER VARCHAR2 (128) NOT NULL 4TS/ MoBEEBA BN T BT -4 11
54 RS —OFFEH

SEL VARCHAR2 (3) SELECT SZ(T3L THEZNARARIS —

INS VARCHAR2 (3) INSERT 2L THERIRIS —

UPD VARCHAR2 (3) UPDATE SZ(CxL TESRNBARIS —

DEL VARCHAR2 (3) DELETE SZ(CHUL THERNRARYS —

IDX VARCHAR2 (3) INDEX SZ(T3x L TSN RAR)S —

STATUS VARCHARZ (8) ATSTINTHUTT -5 - LF 171 - RIS —hE
RO TUVBIHE (L ENABLED, ZNLISDISE
(& DISABLED

DBA_XS_MODIFIED_POLICIES

DBA_XS_MODIFIED_POLICIEST —% 71433+ -E1—(C(E. Real Application SecurityT—%-t+1U7¢ - RUS—H
ZEINTVZIRTDT IR AT 1T MFTRENET

BEr 1
® DBA _XS_POLICIES

® DBA XS_APPLIED_POLICIES

5i) F—4B NULL B

POLICY VARCHAR2 (128) NOT NULL ATTHNIBSERIFANTVST—4-F1Y
T4 RS —D&HEI

OBJECT VARCHAR2 (128) NOT NULL S —HR—ZDF—4- tE 1T HES N

TSI hO%R

DBA_XS_SESSIONS

DBA_XS_SESSIONSENYT —4 - T123FU-E1—(Cld. T—AIR=ZAADIRTO7 VT —33> - Ty as h&RReNEd,
FT—AR-AEBEDHNCOE1-HSIBIRTEET,
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REEE 1 —

® DBA XS_ACTIVE_SESSIONS

® DBA_XS_SESSION_ROLES

® DBA XS_SESSION_NS_ATTRIBUTES

5

USER_NAME

SESSIONID

PROXY_USER

COOKIE

CREATE_TIME

AUTH_TIME

ACCESS_TIME

INACTIVE_TIMEOUT

F—48 NULL
VARCHAR2 (128) NOT NULL
RAW (16) NOT NULL
VARCHAR2 (128)

VARCHAR? (1024)

TIMESTAMP (6) NOT NULL
TIMESTAMP (6) NOT NULL
TIMESTAMP (6) NOT NULL
NUMBER (6)

&II

B3

7IVr—323> -y 307 -3y - 1-H—
%

7IVr—33> -2y 3> malF

J042- 705 -23> - 1-H-0%&A]

YA (CBEERIIBN TS, H—/{—D—ED
Cookie f&

7TV —33> 2w 3> OVERk S

7T -3y - Y- IR (RN

7T —23> -2y a R 7 I SN L)

TIVT =23 -2y ar 94 AT7INUIzERH RSN
BEFfE(9)

DBA_XS_ACTIVE_SESSIONS

DBA_XS_ACTIVE_SESSIONSENIT —4 - T149>3F)-E1—(C. T—AR-ADINTOFEEET7 TVo—>3> -ty aohisk
RENFT, T-AIRN-RBBEDOHNCOE1-N5EIRTEFT .

BEr1—

® DBA_XS_SESSIONS

® DBA XS_SESSION_ROLES

® DBA XS_SESSION_NS_ATTRIBUTES

5

USER_NAME

SESSIONID

F—4HY NULL
VARCHAR2 (128) NOT NULL
RAW (16) NOT NULL
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5 F—48 NULL

ﬁll

DATABASE_SESSIONID NUMBER T3 S 3 A BB BN T BT —
HIR=2Z-12y23> 1D,

PROXY_USER VARCHAR2 (128) FO%S T — 33> T—H— DL

COOKIE VARCHAR2 (1024) Y2 A (CEEM BN TLS. —/\—0—ED
Cookie f&

CREATE_TIME TIMESTAMP (6) NOT NULL 7704 — 33> - by S 3 YRR S S

AUTH_TIME TIMESTAMP (6) NOT NULL T =33 1—H—HRGICEREFan =14,

ACCESS_TIME TIMESTAMP (6) NOT NULL 74— 33> by as haiE 7o 2 an B

INACTIVE_TIMEOUT NUMBER (6) P — 3> oSBT N E B
N285fE(5)

DBA_XS_SESSION_ROLES
DBA_XS_SESSION_ROLESEINIT —5- T4 7333 - C1—(Cld. PTUT—23> -ty 3> TR TLE P T —2a> -
O-UZRENED,
BEr 1
® DBA XS _SESSIONS

® DBA_XS_ACTIVE_SESSIONS

® DBA XS_SESSION_NS_ATTRIBUTES

51 7498 NULL B8
SESSIONID RAW (16) NOT NULL 7 5yr—335-ty3a> ID
ROLE VARCHAR? (128) NOT NULL 7 5ys—3a5-0-1L%

DBA_XS_SESSION_NS_ATTRIBUTES

DBA_XS_SESSION_NS_ATTRIBUTEST =% -7 1733 -E1—((d. JRE(ICFRFINARETOY VT3> - 2y2a>0
L= LAR-ABHENTRRENET

BEEE 1 —
® DBA XS SESSIONS

® DBA XS_ACTIVE_SESSIONS
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® DBA XS_SESSION_ROLES

5

SESSIONID

ATTRIBUTE

NAMESPACE

VALUE

DEFAULT_VALUE

FIRSTREAD_EVENT

MODIFY_EVENT

57—y

RAW (16)

VARCHAR2 (4000)

VARCHAR2 (128)

VARCHAR2 (4000)

VARCHAR2 (4000)

VARCHAR2 (2)

VARCHAR2 (2)

NULL

NOT NULL

NOT NULL

[BMEDAT,

F—=LAR=AD%4H]

EAESO ]

BHOT IA ME

BN ECHRAEBNDE
ECNIRS-Tr> 0230 h
BENINEINERLET, B
AE/ME(L YES SLUNO TT,

BHMNZEEENBEE(T/\ DR
57223 g N SN
ENemLET . BIREME(E
YES $LUNO TT

DBA_XS_NS_TEMPLATES

DBA_XS_NS_TEMPLATEST—%-T 14933 -E1—(l(E. IATDReal Application Securityt—AZR—X-F7>TL—b

hEEdEn&d,
BEr1—

® DBA XS_NS_TEMPLATE_ATTRIBUTES

5l

NAME

HANDLER_SCHEMA

HANDLER_PACKAGE

558

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)
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5 F—AR NULL L)z

HANDLER_FUNCTION VARCHAR2 (128) 2 fAR=R -\ RS- T
D3>

HANDLER_STATUS VARCHAR2 (7) 2 N\AR=R SRS T7

2923 VALID &
INVALID DES5THDNE

RS
ACL VARCHAR2 (128) R fAR=2 TS FL—
O ACL D4R,
DESCRIPTION VARCHAR2 (4000) R fAR=2 TS FL— N
DA,

DBA_XS_NS_TEMPLATE_ATTRIBUTES

DBA_XS_NS_TEMPLATE_ATTRIBUTEST —% -7 1/>3FU-E1—(l(& XF—LAR=R-T>TU—h- RFIXDNTEREINTL
BINTOR—LAR-ABENEEdRENET

BiEr -
® DBA_XS_NS_TEMPLATES

5l F—48 NULL

%ll

B

ATTRIBUTE VARCHAR2 (4000) R NZAR=2 TS FL— N T
BINTLIREEDEA]

NAMESPACE VARCHAR? (128) R ZR=R-F TN TA

SRV ZEENTWBR— LR
R—2AD&HEI

DEFAULT_VALUE VARCHAR2 (4000) F—NAR=R T T — NTE
HBENTLVREMHEDOT IA ME

FIRSTREAD_EVENT VARCHAR2 (3) BRI CEHEBNELE
[CHR—LAR=Z- I RS- TP
DAV BN BNEINER
LET . BHMER YES BEUNO
T,

MODIFY_EVENT VARCHAR2 (3) B ENEEEINZEECR—
LAR=R- NI RS- T7>)23>
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5

NULL

ﬂll

hEEENIHEINERLE
9. BIMEI YES BLUNO T
g_o

ALL_XDS_ACL_REFRESH

ALL_XDS_ACL_REFRESHT—%-F 1923+ -E1—(C(d. 7IVT—23> - - - D57 I XA RERERDI N TOEHIACL

Iy 1R ENTRRSNET

BEEE 1 —

® DBA XDS_ACL_REFRESH

® USER_XDS_ACL_REFRESH

5

SCHEMA_NAME

TABLE_NAME

ACL_MVIEW_NAME

REFRESH_MODE

REFRESH_ABILITY

ACL_STATUS

USER_SUPPLIED_MV

START_DATE

REPEAT_INTERVAL

REFRESH_COUNT

COMMENTS

57—

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (11)

VARCHAR2 (5)

VARCHAR2 (1)

TIMESTAMP (6) WITH TIME
ZONE

VARCHAR2 (4000)

NUMBER

VARCHAR2 (240)

NULL

NOT NULL

NOT NULL

NOT NULL

S&II

BA

AF—XD&AE]

EOLZT]

ZOFERD ACL MV D&Rl

ON COMMIT. SCHEDULED Z/z(% ON DEMAND
COMPLETE ZF7zld INCREMENTAL

STALE FJz(d FRESH

Y F2(EN

A4 WA TOEICEITHIRT D 1-I)Ilen Ty
2UILy> 123 (RS 1-IenNTW35
&)

YILYS1-237%FEITID
repeat_interval (AT 21—)LENTL\315

=)

ZO ACL MV BiZnFTIUILy> 1enfzml

E5\

VILy>andX> b
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ALL_XDS_ ACL_REFSTAT

ALL_XDS_ACL_REFSTATF—% 74933 -E1—(C(F. 7TVr—33> - A——hB 7 A RERR(CTHUTEITENET
NTOFRHACLYILYS 1 23T DRAT— IR EBRENRRENF T,

BEEE 1 —

® DBA XDS_ACL_REFSTAT

® USER_XDS_ACL_REFSTAT

5 F—HE NULL  &RBH
SCHEMA_NAME VARCHAR2 (128) NOT NULL  z%—vo 42
TABLE_NAME VARCHAR? (128) NOT NULL ==y
REFRESH_MODE VARCHAR2 (9) ON COMMIT. SCHEDULED #/z(& ON DEMAND
REFRESH_ABILITY VARCHAR2 (11) COMPLETE &7z(3 INCREMENTAL
JOB_START_TIME TIMESTAMP (6)WITH TIME YIS~ ST ORSLARE
ZONE
JOB_END_TIME TIMESTAMP (6)WITH TIME Iy 1 ST DR T
ZONE
ROW_UPDATE_COUNT NUMBER B2 ACL ORIHAICKTL TEHrENATE
STATUS NUMBER Refreshment job status:
0 ([FRIhZBIRL. ENUNNDIZERIS—&H
BHRRSNET,
ERROR_MESSAGE VARCHAR2 (4000) I5-DI5— Xvt—S(FFETRHE).

ALL_XDS_LATEST_ACL_REFSTAT

ALL_XDS_LATEST_ACL_REFSTATT —#4-F719>aFV-E1—(l(&, 7IVr—33> - - D57 A AJEERFRICTLTE
ITENITINTORHOFFIACLYILYS 1- 3T DRT— I RERENZRENE T . ALL_XDS_ACL_REFSTATT (/333Y-
E1—¢(RUCRAF—Y2FEEIN, 20IT0OBTYhTT,

BEEE 1 —

® DBA XDS_LATEST_ACL_REFSTAT

® USER _XDS_LATEST_ACL_REFSTAT

® ALL XDS_ACL_REFSTAT
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5 F—4E NULL ShEA
SCHEMA_NAME VARCHAR? (128) NOT NULL  Z—vo&ai
TABLE_NAME VARCHAR2 (128) NOT NULL  =p4ah
REFRESH_MODE VARCHAR2 (9) ON COMMIT. SCHEDULED #/z(& ON DEMAND
REFRESH_ABILITY VARCHAR2 (11) COMPLETE Z/=(& INCREMENTAL
JOB_START_TIME TIMESTAMP (6)WITH TIME YILwS - S37 ORIAEL
ZONE
JOB_END_TIME TIMESTAMP (6)WITH TIME YTy 1-S37 DR T B
ZONE
ROW_UPDATE_COUNT NUMBER F209 ACL OREIEAICKT U CEHSNIZITE
STATUS NUMBER Refreshment job status:
0 (IR IhZEIKL. TN DIBEEF IS -
BHRREINET,
ERROR_MESSAGE VARCHAR2 (4000) IS—-0I5— Xwt—S(IFEITES).

DBA_XDS_ACL_REFRESH
DBA_XDS_ACL_REFRESHT =4 - 74473+ -E1—(C(&. T—HN—RAADIRTORIACLUILYS 1R ENTREINET
BEr 1

® ALL XDS ACL REFRESH

® USER_XDS_ACL_REFRESH

51 748 NULL B8

SCHEMA_NAVE VARCHAR? (128) NOT NULL  z+—<o2ai

TABLE_NAME VARCHAR? (128) NOT NULL  =qp&ah

ACL_MVIEW_NAME VARCHAR? (128) NOT NULL  zpzEm ACL MV O

REFRESH_MODE VARCHAR? (9) ON COMMIT. SCHEDULED /z( ON DEMAND
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5

REFRESH_ABILITY

ACL_STATUS

USER_SUPPLIED_MV

START_DATE

REPEAT_INTERVAL

REFRESH_COUNT

COMMENTS

57—y

VARCHAR2 (11)

VARCHAR2 (5)

VARCHAR2 (1)

TIMESTAMP (6)WITH TIME
ZONE

VARCHAR2 (4000)

NUMBER

VARCHAR2 (240)

NULL

ﬁll

COMPLETE &7z(& INCREMENTAL

STALE F7z(3 FRESH

Y FZ@EN

HA LAY TOEICETHNAT S 1-)lEnTL)
ULy 1-T3T (AT 1-)enTW\3ias

YILwS1-237%F(T9 3 repeat_interval
(RT21-ENTVBIBE).

INFTICERITEINUILYS 10K

VI 10X b

DBA_XDS_ACL_REFSTAT

DBA_XDS_ACL_REFSTATT—#4 T 19337V -E1—(Cd. T—AIN—-ARN TEITINILINTOFENIACLYILYS 1-23TDR

T—HABRENRRENE T,

BEEE 71—

® ALL XDS_ACL_REFSTAT

® USER XDS_ACL_REFSTAT

5l

SCHEMA_NAME

TABLE_NAME

REFRESH_MODE

REFRESH_ABILITY

JOB_START_TIME

JOB_END_TIME

F— 58

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (11)

TIMESTAMP (6)WITH TIME
ZONE

TIMESTAMP (6)WITH TIME
ZONE

252
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NOT NULL

ErL
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ROZH
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5 F—48 NULL  &iBA
ROW_UPDATE_GOUNT NUMBER 5789 ACL ORIEAICK U TEFIENIATEL
STATUS NUMBER Refreshment job status:

0 [FAkIhZRRL. ENLSHDIZEE IS
SHTRRINET

ERROR_MESSAGE VARCHAR2 (4000) T5-DT5— - dyt—S(IFETHEE).

DBA_XDS_LATEST_ACL_REFSTAT

DBA_XDS_LATEST_ACL_REFSTATT —%-7 4733+ -L1—(C(F. T—AIRN-AANTEITENICIRTORIDOEENIACLYT
Ly 1- 23T DRAT—HREENTRRENE T, DBA_XDS_ACL_REFSTATT1433FV-E1—tEUAF—YZIFEFIN, 20
TOBTEYRTY,

BiEr -
® ALL _XDS_LATEST_ACL_REFSTAT

® USER _XDS_LATEST_ACL_REFSTAT

® DBA XDS_ACL_REFSTAT

5 F—4H8 NULL BTl
SCHEMA_NAME VARCHAR2 (128) NOT NULL  z4—< o4z
TABLE_NAME VARCHAR2 (128) NOT NULL =gy
REFRESH_MODE VARCHAR2 (9) ON COMMIT. SCHEDULED Z/z(% ON DEMAND
REFRESH_ABILITY VARCHAR2 (11) COMPLETE Z/z(3 INCREMENTAL
JOB_START_TIME TIMESTAMP (6)WITH TIME YIS 1 - ST ORSHARS)

ZONE
JOB_END_TIME TIMESTAMP (6)WITH TIME YIS ST DR T IS

ZONE
ROW_UPDATE_COUNT NUMBER 53H ACL ORIFAICHU TEHiaN/=i74
STATUS NUMBER Refreshment job status:

0 (FRINZEIRL. TN DIZE RIS
SHTRRINET
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51 F— 58

ERROR_MESSAGE VARCHAR2 (4000)

NULL

ﬁll

I5-DOI5— - XE—S(FETHR).

USER_XDS_ACL_REFRESH

USER_XDS_ACL_REFRESHT —#%-F >3 -E1—(2(F. I-F-HPRBEL TLSROINTOFENACLYILYS 158 TFEH

RRENFET,
BiEr -

® ALL_XDS_ACL_REFRESH

® DBA XDS_ACL_REFRESH

51 F-5m
SGHEMA_NAME VARCHAR2 (128)
TABLE_NAME VARCHAR2 (128)
ACL_MVIEW_NAME VARCHAR2 (128)
REFRESH_MODE VARCHAR2 (9)
REFRESH_ABILITY VARCHAR2 (11)
ACL_STATUS VARCHAR2 (5)
USER_SUPPLIED_MV VARCHAR2 (1)

START_DATE TIMESTAMP (6) WITH TIME
ZONE

REPEAT_INTERVAL VARCHAR2 (4000)

REFRESH_COUNT NUMBER

COMMENTS VARCHAR2 (240)

NULL

NOT NULL

NOT NULL

NOT NULL

%ﬂ

AF—XD%H1I

ROGHE]

ZDFROD ACL MV D]

ON COMMIT. SCHEDULED F7z(d ON DEMAND

COMPLETE &7z(& INCREMENTAL

STALE FJz(& FRESH

Y EZ(EN

A WA TORICEITH AT S 1-)LENTuL
2UILw31-23T (AT 1-IIENTVBIEE)

YILwS 1237 %E1T9I 3 repeat_interval
(RTZ1-)ENTVBIES).

INFTICEITEINRYILYS 10EIEL

UILy> 20X b

USER_XDS_ACL_REFSTAT

USER_XDS_ACL_REFSTATT —%-5 497237V -E1—(l(F, I—F-HFrBLTVSRIH U TEITEINIIRTOREIACLY

Iy21-23T ORT—HARENFRRENET
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REEE 1 —

® ALL_XDS_ACL_REFSTAT

® DBA XDS_ACL_REFSTAT

5

SCHEMA_NAME

TABLE_NAME

REFRESH_MODE

REFRESH_ABILITY

JOB_START_TIME

JOB_END_TIME

ROW_UPDATE_COUNT

STATUS

ERROR_MESSAGE

F—5m

VARCHAR2 (128)

VARCHAR2 (128)

VARCHAR2 (9)

VARCHAR2 (11)

TIMESTAMP (6)WITH TIME
ZONE

TIMESTAMP (6)WITH TIME
ZONE

NUMBER

NUMBER

VARCHAR2 (4000)

NULL

NOT NULL

NOT NULL

&II

AF—X DR

ROGHE]

ON COMMIT. SCHEDULED Z7z(& ON DEMAND

COMPLETE &7z(& INCREMENTAL

YLy 1237 ORIIEIFA

UILy21- 230 O T EFZ

5589 ACL ORIERICH U TE#ENATE

Refreshment job status:

0 (IR INZEIRL. ENUNDIZERIS—&F
SHRRENET,

I5—-DI5— - XvE—J(fFEIHET).

USER_XDS_LATEST_ACL_REFSTAT

USER_XDS_LATEST_ACL_REFSTATS—%-749>3FV-E1—(2(d I-T-NPRBL TLVSRICHL TERITENILIRTOR
FOBRIACLYILYS 1- 3T DAT—HABENZRRENET . USER_XDS_ACL_REFSTATF1/23F1-E1—¢RURF—
REFFEEIN 20IT0OHTEY AT,

BEEE 71—

® ALL XDS_LATEST_ACL_REFSTAT

® DBA XDS_LATEST_ACL_REFSTAT

® USER XDS_ACL_REFSTAT

5

SCHEMA_NAME

F— 58

VARCHAR2 (128)

255

NULL

NOT NULL
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5 F—5E NULL  &iBA
TABLE_NAME VARCHAR2 (128) NOT NULL Z=p4&mHi
REFRESH_MODE VARCHAR2 (9) ON COMMIT. SCHEDULED F/z(& ON DEMAND
REFRESH_ABILITY VARCHAR2 (11) COMPLETE F7z(d INCREMENTAL
JOB_START_TIME TIMESTAMP (6)WITH TIME YILwS 1S3 DORILAER
ZONE
JOB_END_TIME TIMESTAMP (6)WITH TIME IS 1.3 DR TEFA
ZONE
ROW_UPDATE_COUNT NUMBER F789 ACL ORIEACH U TERSNATE
STATUS NUMBER Refreshment job status:
0 (JRINZEIRL. ENLISDIZE RIS &
SHRRINET
ERROR_MESSAGE VARCHAR2 (4000) IS—OIS— - XWE—J(FEIHHE).

V$XS_SESSION_NS_ATTRIBUTES

V$XS_SESSION_NS_ATTRIBUTESENHIT —4-T 1733 -E1— (L3 REDIVIIAPDIR TRFRTOT —IR—-ZHADIN
TOT7 T =232 2y2 3> DR~ LAAR- LB MR T BIBIRNFRENET . COE1—(CF. PITAITRERDIRRE:
RERENFL Ao T—AIN-AEBBDOHNCDLE1-NSEIRTEFT .

BEEE 71—

® DBA XS_SESSIONS

® DBA_XS_SESSION_NS_ATTRIBUTES

® V$XS_SESSION_ROLES

5l F—4HR NULL Bl

NAMESPACE_NAME VARCHAR2 (4000) Z— IAR—ADZ I

WORKSPACE_NAME VARCHAR2 (129) R NZAR=2DT—=H A=+ A=A D
Z A

ATTRIBUTE_NAME VARCHAR2 (4000) EHEOZET.
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5

ATTRIBUTE_VALUE

ATTRIBUTE_EVENTS

ATTRIBUTE_DEFAULT_VALUE

ATTRIBUTE_TYPE

CON_ID

57—y

VARCHAR2 (4000)

VARCHAR2 (4000)

VARCHAR2 (4000)

VARCHAR2(4000)

NUMBER

S&II

BHEDE

CORBMICRES I NTVBAIRY

BT IA) ME

JE D4 T (TEMPLATE Z/z(& CUSTOM)

1>77 1D

V$XS_SESSION_ROLES

V§XS_SESSION_ROLESEZHYT —4 - T 1723 F-E1—(Cld. IMEOUITIZAMDT VT —23> - 233> TEMCBOTVS
IRTOT7 NI —23> - 0-IHERENET,

BEEE 71—

® DBA_XS_SESSIONS

® DBA_XS_SESSION_ROLES

® V$XS_SESSION_NS_ATTRIBUTES

5l

ROLE_WSPACE

ROLE_NAME

FLAGS

CON_ID

TR NULL

VARCHAR2 (129)

VARCHAR2 (4000)

NUMBER

NUMBER

7V —23>-0-IDT—-IAR-2Z,

BWRT I —23>-0-IO&RE]

AT—HX-TFYJ

1>577 1D
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10 Oracle Database Real Application Security
SQL I7>933>

CMETI(E. Oracle Database Real Application Security CERRIEERSQLI7> I3 3>H LU TS —SwICDWT
EALE T,

#10-1(&, INBOTF>I23VBLUTOS —SvaEEDHFT . FI7I330ELVTOS - SrOsFlIERIE. COXRDE
(L@Dig_o

#10-1 Oracle Database Real Application Security SQLI7>9>3>8 L0703 -+

SQLI7>I33>FrRIBo0y—-Iv (GLERE]

COLUMN_AUTH_INDICATOR J7>%23 #8EUROFINMFEDRDIT TR ENTVSNEINEREZRLET .

~

P

XS SYS CONTEXT J7>9>3> IRIEOT7 VT —33> - w330ty a B IS LU XS$GLOBAL_VAR
F=LhAR-AEHZEISLE T,

ORA CHECK_ACL J7>%>3> 75 —33> - 1-H—H ACL ODUR NI TRIVE BN )T —
SNEREIFONEIHNZHEERLFT

ORA_GET_ACLIDS J7>433> R1IEOT7 VT —23> - 1—H—0 XDS SHEORODATS TN A V29>
Z(CRAERFIBNTLS ACL S BIFOUR MRUET,

ORA_CHECK PRIVILEGE 7727923~ BEUSI AT MERN 7 VT —23> - I-Y— (52N TV HhEIN%E
FERLFET

TO_ACLID J7>923> FEEINZ ACL %0 ACL ID ZRUFT

COLUMN_AUTH_INDICATORI7>9>3>

COLUMN_AUTH_INDICATORT 7> 23> (&. #8TEULROFINFEDRDIT TEREISN TSN EIN 2 HEEELE T . IRTEDY
TVr—23>- A-Y-H7=-4- %171 - RS~ (Lo TRIEDITOINBEND 7 I L 22 BRI 2N TUVSIHE . F2dFIH
T4 F1)71 - RIS =L TREINTURWMESE. 1ZRUES, 7IUr—33> - I-H-MRajanNTLRVNEE
(F0ZRULEY .

354

COLUMN_AUTH_INDICATOR (col)
RETURN BOOLEAN;

ISX=4

NKSA-5 B4

&II
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KSA-4

&II

Bl

col EFFE1-05,

ZDI\SA=FE AT M-I TOFNF 3R ZZIFANE A

il

SELECT po_number, project_id, region

DECODE (COLUMN_AUTH_INDICATOR (price), 0, 'xxxxxx', 1, price) price
FROM purchaseorder

WHERE po_number

BETWEEN 10000 and 10003;

BHEIER:
® COLUMN_AUTH_INDICATORT >4 3> M lRMERRBIL, [FIADEBINDT T )7 — 3 tEROER 12 S8BU T
fZ&0

® FILNJ-tF1UFT1ZERIIELFDOFRZIANT BALL_ATTRIBUTE_SECS. DBA_ATTRIBUTE_SECSH LU
USER_ATTRIBUTE_SECST—%4-F 14331 -E1—D5¥(E. Oracle Database Real Application Security
T=H3-74923H) - E1—=SBULTEEW

XS_SYS_CONTEXTI7>9>3>

XS_SYS_CONTEXTT7>%23>T(&. PL/SQL APIZfERUIEREL TEURDA—N—Ay REFEAESE I, IREOTTY
T—23>-2y2a>0ty a3V EHICHRUR(CTIEATEF T, SYS_XS_CONTEXTI7> 723> FE (. SYS_CONTEXTI7>%
2AVOEFZZS-)2JU. SYS_CONTEXTICHIEF BT TV —23> - 223> EL TERBATEE T . XS_SYS_CONTEXT(S. Y
DIZAPENTR—LAR-RAEBHEZRUET  FIELRWGE NILLZRUET .

F10-2(C, BRTERBDR—LAR—ZAXS$SESSIONOE 2 RUF T

#&10-2 FRIERFE/SX-4

KSA-4 RhiE

CREATED_BY BEO7 IV —33> - tvia =25 UIEFREE .
CREATE_TIME REOT7 VT —33> - 2w a s BMERRSNIZIEA

COOKIE Cookie [BNEEENZH YA MEEINZET. FARICERS

Nz Real Application Security 77U —23> - ty2a> %= 9K
OI-)L TR BIDAERTES, NIA-FELTEENZ F1T
12 tzws3> Cookie,

CURRENT_XS_USER YERRDIRIE 7747 (CR- T3 Real Application Security 7w
23> 7V -3y - 1-H-0&Hl,.
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KSA-4

CURRENT_XS_USER_GUID

INACTIVITY_TIMEOUT

LAST_ACCESS_TIME

LAST_AUTHENTICATION_TIME

LAST_UPDATED_BY

PROXY_GUID

SESSION_ID

SESSION_XS_USER

SESSION_XS_USER_GUID

USERNAME

USER_ID

Z4) |

FEPRNIRTE 757172122 TLV% Real Application Security 2y
23> -7 Ir—-23> - 1-Y-0#BIF

REOTIVT—23> - 2y U THEESNIZIET 9747 - 914 I
79 ME (5 EEAI).

w3 -7V —33> - - —(CLo Ty avhREICT I RS
nreiszl,

twiay - 7T —23> - -hRE&IERAIENTEIFA,
TIr—23> -ty AR EHRENIEFA,
SESSION_XS_USER ([ChM> TIRIED Y 3> %F L Real
Application Security &ya> -7 —23> - 1-H5—05#5!
o

7IVr—23> -y 30ty a iRl F.

O4JA>BEMD Real Application Security y>3> -7 )r—33
> 1-H—-0%H1.

054> B0 Real Application Security y>3> -7 )r—-323
> 1-H -8 F,

vy -7 —-33> - 1-Y-4,

ty3> - 7 —33> - - —0#E8IF,

RIE&E“EEINTULBReal Application Securitytysa> - 7 U —23> - 1-H—-0ZR1ZEUS I 3(CE. ROFEERD

XS_SYS_CONTEXTI7> 023> ={ERTEXT

XS_SYS_CONTEXT (' XS$SESSION", " SESSION_XS_USER’)

F—AR-Z -y IV (IRIEEHSN TLBReal Application Securitytty2a>h RRWEE. J7>933(INULLEZRL
9, EREDERE1-RBE, EXEOERBEMOARANSI-ILENHEETE. J7>73aV(RTEEEINTVS
Real Application Securitytzysa> -7 )r—>3> - 1-9—-%2RUEY,

IRTEEfESN TLVBReal Application Securityty> 3> - 7JUs—23> - 1-H—0i#BIF(ID)2EUS I 3(C (&, RD

FZNDXS_SYS_CONTEXTI7> 723> RAERTEES

XS_SYS_CONTEXT (" XS$SESSION', " SESSION_XS_USER_GUID" )

FT—ANR=Z -y 3V (ARTEEH SN TLBReal Application Securityttya>h RRVEE . J7>933 (INULLEZRL
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F9. EHREOERC1-RE, EEEDERBEMOAANSI-ILENHEETE, I3 BIRTEE‘RINTVS
Real Application Securitytysa> -7 )r—>3> - 1-9-IDZRULFET,

X

XS_SYS_CONTEXT (
namespace IN VARCHAR2
attribute IN VARCHAR2)
RETURN VARCHAR2;

JNIA—=4
KSA—4 B
namespace 7IVr—23> - FF A MDE T XFEHFEFROVWINHATIEETEET,
REOT7 VT -3 - 2y a DR — L AR— BRI 3158 A 2R T RIS,
V$XS SESSION_NS_ATTRIBUTES T=H-74933FY-E1—-HBUVEEET.
attribute namespace 7 JUr—>3>-1>FF A MNAD/INTA—4,
)

SELECT XS_SYS_CONTEXT (" XS$SESSION', " SESSION_ID") FROM DUAL;

ORA_CHECK_ACLI7>%7>3>

ORA_CHECK_ACLT7>%93axld. 7TUr—23> - 1-H—HACLOUZ MRS TRIVE BN 7 )7 — S a A& R %I D
ESNEtERLE Y, OracleT —AR—ZTlE. T =4 - TF 171 - RUS—DBRHCBOTVRRICHLTIZ T —23> - 1—
H-hM&EE2EITURLEL. COTF I N BBNICERINE T . I8ESNT VT —> AR 7 V-3 -
1-H—(fF5EN TS5BS, ORA_CHECK_ACLIZ1ZRUET . 7UT—23> - I-H—(F5EINTLRWMB S, 02K
LE9I,

3%
ORA_CHECK_ACL (
acls IN RAW,

(privileges IN VARCHAR (128))+)
return NUMBER;

JSSA—4
NSA=4 Bl
acls 8 /U1 hd ACL ID ® RAW UZ K, #Fa]aN3 acls DERAZE 250 T,
privileges FIVIENTVB T VT —S AR, FEIEN37 I —SaHERRDRAZE
100 T9,
ol

RO T3, ORA_CHECK_ACLZAEFIL T, ACLT ACLTY I —23> - 1-H—(CP1BLUP27 T -3 AERMI 52N

TLBHEIHNEHEERLET .
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SELECT ORA_CHECK_ACL (TO_ACLID ("ACL1"),"P1", "P2") INTO ACLRESULT FROM DUAL;

ORA_GET_ACLIDSI77>9>3>

ORA_GET_ACLIDST7>43>3>(&. IRIEDT VT —33> - 1-H-07 -4 - £F1U571 - RIS —WIEORDATS 1O A>
AV AICEERTBNTVSACL IDDURAMERULET . IRIEDITAD PV EAHEMISENTVS5E . ORA_GET_ACLIDS
(F—ET BT 45 LILLAFIFICEER FBNTVS IR TOACLERIFZEMS I DIz, OracleT —IN—R(FIRTDE)
97 =5 LILABIKIL - ZEHELE S . T—5- LILATIKINN RS — - T4 T =L BIROT 1T - LR TIEESN TV 5 E.
ORA_GET_ACLIDS(Z. YAH—RET1T—ILRNSACLIERI FZEUSUE YT . /DT -7 - TF1UF1 - RIS —DIRISEH
ENTL\215E. ORA_GET_ACLIDS(FER)S —(CRAERIFBNTVSACLZRLE T .

X

ORA_GET_ACLIDS (
table_alias IN VARCHAR2,
(privileges IN VARCHAR (128))+)

RETURN RAW;

J8SA—4

K5A—=4 BT

table_alias BHSOEEEOEFERFE1— ATSTIRDOBIE.,
KN XDS Wi THIEEMERBLUEFT , CNZEFTOICE. DBA XS APPLIED POLICIES 7—
5-F4533F - E1-EBOEEET,
XDS HIEOFE(CAERENZE 1— 21T T IS, BLUE 1—(CHEEOD XDS [E0FENHS

5. Oracle 7—AR—-2(IERD 1 DOHZRULET,
privileges Ranfz ACL #BIFCREMISNTOB T U —S 3 ABRE . FalanN3 7V —3aiE

IROSAZ(E 100 TY,

Wl

SELECT ORA_GET_ACLIDS(t, "SELECT", "VIEW_LOC') from SCOTT.DEPT t;

ORA_CHECK_PRIVILEGEJD7>7>3>

ORA_CHECK_PRIVILEGET7>%3 33, $8ELIAERRN Y TVT —23> - 1-H— (A 52NTVIHEHEEEELE T, 15
ESNIAERN Y )T —23> - 1T - (AT 5ENTVS15E ., ORA_CHECK_PRIVILEGE(Z1ZRLFT . CDTP>I33 (.
CREATE_SESSIONREDS AT MEPR(CIIL TOHERELE S » AT LMERN 7TV —33> - I-H— (52N TLRL
HaE. 02RLET.

354

ORA_CHECK_PRIVILEGE (
(privs IN VARCHAR (128))+)
return NUMBER;

ISX=4
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KSA-4

s&ll

privs FIYIENTOSHER R FFRISNAHERDERAER(L 100 TY,

il

IROMBITIE, ORA_CHECK_PRIVILEGEZAEAL T, 7 JUsr—>3> - 1—H—(CCREATE_SESSIONS X T AHERRAUT S&N TL)
BNEHERETRLET

SELECT ORA_CHECK_PRIVILEGE (" CREATE_SESSION') FROM DUAL :

TO_ACLIDIZ7>9>3>
TO_ACLIDI7> 334 ACLAIIRMHEENTUVWARACL IDZRERULEYT,

354

TO_ACLID (
(acls IN VARCHAR (128))+)
return NUMBER;

JNIA—=4

NKIA=H ShEA

acls ACL ID #E=9 ACL M%&Hi,
11

ROBNE, TO_ACLIDT7>23>%{EAUTACLIOACL IDZRLF T
SELECT ORA_CHECK_ACL (TO_ACLID (" ACL1"),"P1", "P2') INTO ACLRESULT FROM DUAL;
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11 Oracle Database Real Application Security

PL/SQLI\Ys—S

CDETI(L. Oracle Database Real Application Security CERE]EERPL/SQL/ o —(CDWTERBALE T .

F11-1CINBONYT —S2RmUET . &)W —SOFHEMIEIRE. CORDECHDET,

#<11-1 Oracle Database Real Application Security PL/SQL/\ws—>

PL/SQLIwo—3

DBMS_XS_SESSIONS /\ys—=

XS_ACL \yg—=

XS_ADMIN_UTIL )\ -

XS_DATA_SECURITY \wo—=

XS_DATA_SECURITY_UTIL )\yo—=

XS_DIAG /\wy—=

XS_NAMESPACE /{wy—=

XS_PRINCIPAL )\wg—=

XS_SECURITY_CLASS J\wo—=

ﬂ

B4
TIVT—23> -y BRI IT0IS L EHET.

7 ZHEAHVZA MACL)DVERR. B, HIFR. HLVNSA-SHEMENNE
HIBRZ4TOI2bDY T TOT S LNEFNFT

NUN=-8TT0TSLNEENET,

T =5 F2UF1 RIS~ BET 45 - LILAKIKI. FIEHIS LU ACL
INSA=5%VERL. B, BIBRI2HDOBTTOISLNEFENET,

1-Y-RAOFF ACL OB ENILYZ1%2RTT1—)b $FU ACL YD
Ly 1-E— ROy MFEREAS TR UILYS 2CEE I 3D
JI0IS LN EENET,

Real Application Security A7 17 hOBTERREIREZ 2L, 55
BlaneFEELR— N300t T0I5 L0 EFENET .

R=LAR=R -T2 T~ LU HEVER . BIRBLVHIBRI 318D
BII0JSLNEFENET.

TV —23> - - -BLU0- I 21ERR. BIRBLUHIBRT 20D
J70Js L0 EENET,

TFIVF1 - ISAB LU ZDIERE/ER . BIRSLUHIBRI B0 Y T
OJSLNEENET . tF1UT1- IO EZER T30S T0)
PINGEY:VIET R

COIAT(E. "RDOracle Database Real Application Security PL/SQL/\Wo—S(CDWTERBALE T
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DBMS_XS_SESSIONS/N\w/o—3%
DBMS_XS_SESSIONS/\w&r—>(&k, 7IUr—23> -y a2 E1BULEY.
COECIROREYINEENFT

o t¥i)r1-ET)L

®
® ATSIUNH4T AVANTHI - TPYI AV S ) LBEVES
® DBMS_XS_SESSIONSHIIOISADEL]

F¥1U51-EFN

DBMS_XS_SESSIONS/Cw&r—> (&, SYSAF—RIAERENET . /NI —SOERITHERR(FPUBLICICAT 52N FT . E1T9D
I—Y—(2(3 FFEDREICT I 2B BERNMETT

TE
IROTEFUE 2= LAR=Z AR MR I7> )3 (CEENREI-R2EERLED,

attribute_first_read_operation GONSTANT PLS_INTEGER :

1
modify_attribute_operation CONSTANT PLS_INTEGER := 2;

IRDEES AR MAIBT 7> 232 ZFF DR — hAR— AN DFFEDRB DI FRANY Meiinl T2y MEZRLE T .

attribute_first_read_event CONSTANT PLS_INTEGER 1;
modify_attribute_event CONSTANT PLS_INTEGER 2;

IROTEEUL, L= AAR=R AR NMET7 733 (LS TRESNBZEIEEEOHZED - ReEHRLF T,

event_handl ing_succeeded CONSTANT PLS_INTEGER 0;
event_handl ing_failed CONSTANT PLS_INTEGER 1;

IRDTEEL(E. ADD_GLOBAL_CALLBACK. DELETE_GLOBAL_CALLBACK#& &LTFENABLE_GLOBAL_CALLBACKITS —+ADA ST
ELTREAENETS

create_session_event CONSTANT PLS_INTEGER := 1;
attach_session_event CONSTANT PLS_INTEGER := 2;
guest_to_user_event CONSTANT PLS_INTEGER := 3;
proxy_to_user_event CONSTANT PLS_INTEGER := 4;
revert_to_user_event CONSTANT PLS_INTEGER := 5;
enable_role_event CONSTANT PLS_INTEGER := 6;
disable_role_event CONSTANT PLS_INTEGER := 7;
enable_dynamic_role_event CONSTANT PLS_INTEGER := 8;
disable_dynamic_role_event CONSTANT PLS_INTEGER := 9;
detach_session_event CONSTANT PLS_INTEGER := 10;
terminate_session_event CONSTANT PLS_INTEGER := 11;
direct_login_event CONSTANT PLS_INTEGER := 12;
direct_logoff_event CONSTANT PLS_INTEGER := 13;

ATSIIN B4 AVANS I8 -T720230 ) ZLELTHE

ZOINYT—SIE IROATSTIN 4T ADANTDT - T720230 2 ) Z AESVGRANTX D ERSN TLET,
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CREATE OR REPLACE TYPE DBMS_XS_NSATTR AS OBJECT (

——— Member variables

namespace varchar2 (130),
attribute varchar2 (4000) ,
attribute_value varchar2(4000),

—— Gonstructor for DBMS_XS_NSATTR type

—— Only namespace name is mandatory

CONSTRUCTOR FUNCTION DBMS_XS_NSATTR (
namespace IN VARCHAR2,

attribute IN VARCHAR2 DEFAULT NULL,
attribute_value IN VARCHAR2 DEFAULT NULL)

RETURN SELF AS RESULT) ;

CREATE OR REPLACE PUBLIC SYNONYM DBMS_XS_NSATTR FOR SYS.DBMS_XS_NSATTR;
CREATE OR REPLACE TYPE DBMS_XS_NSATTRLIST AS VARRAY (1000) OF DBMS_XS_NSATTR;
CREATE OR REPLACE PUBLIC SYNONYM DBMS_XS_NSATTRLIST FOR SYS. DBMS_XS_NSATTRLIST;

GRANT EXECUTE ON DBMS_XS_NSATTR TO PUBLIC;
GRANT EXECUTE ON DBMS_XS_NSATTRLIST TO PUBLIC;

CREATE OR REPLACE PUBLIC SYNONYM DBMS_XS_SESSIONS FOR SYS. DBMS_XS_SESSIONS;

GRANT EXECUTE ON DBMS_XS_SESSIONS TO PUBLIC;

DBMS_XS_SESSIONSHD ‘DY SADER

#11-2 DBMS_XS_SESSIONSHI 7073 LADE]

¥ 70935 A

CREATE_SESSION JO>—>v

ATTACH_SESSION JO3—>v

ASSIGN_USER JO>—>v

SWITCH_USER JO>—>v

CREATE_NAMESPACE JO>—>v

CREATE_ATTRIBUTE JO>—>v

SET_ATTRIBUTE JO>—>v

EIL

BENT VT —23> - I-Y-ZOFR 7TV —23> - 2ys3
SRAERLET .

IREORERELT —AIN-R - 2v2a %, tvia> ID THEplansr
TVr—33> -y as (GEELFT .

BEESNI-Y—-%ZIRTEEFEEIN TS ER Real Application
Security v aICEIDHETEY,

RoEEIN TV y 3 07 V-3 - - —%208& X%
6_0

RIEEEINTVWBR 7 =23 - ey a (SRR 7 Vo —23>
L= LhAR-2AZERRLET,

REEEEIN TR T VT —23> - 2y 3> DI ESNIZ7 TV —
232 - 2= LAR=R(FRNAY L2 FRkLE T .

RIEEESINTVWR 7 T —33> - w33 O — A AR—-ANDIE
ESNEBHECFHRULVMERESELET .
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¥70954

GET_ATTRIBUTE JO>—>v

RESET_ATTRIBUTE JO>—>v

DELETE_ATTRIBUTE JO>—>v

DELETE_NAMESPACE JO>—>v

ENABLE_ROLE JO>—>v

DISABLE_ROLE JO>—>v

SET_SESSION_COOKIE JO>—>v

REAUTH_SESSION JO>—>v

SET_INACTIVITY_TIMEOUT JO>—>v

SAVE_SESSION JO3—>v

DETACH_SESSION JO>—>v

DESTROY_SESSION JO>—>v

ADD_GLOBAL_CALLBACK JO>—>v

ENABLE_GLOBAL_CALLBACK JO>—>v

DELETE_GLOBAL_CALLBACK JO>—>v

s&ll

RTEEEENTVS T NI —23> - 2y  OR—LAAR-ZAADE
HOEZESLET .

RTEEEEINTVS T VT —23> - 2y 3> OIBTE UL R — LA AR~
AROT VT =23 - = L AR- BT DB Y UET

IRTEEREEINTVB T VT — 23> DIETE UL R — LARR=ZAN5HE
EUBMZHIBRULES .

RTEEEEIN TS T VT —23> - 22 av B IEESNIE R — LA
R=ABLVEDREIEZHIFRLET .

B1DEEIN TV 7 VT —33> - w33  TEBO7 ) —33
>-0-)zBRILET,

RN TWS 7 T —23> - 2y a3 NS RBEOT7 T —
23> - O0-VEECLET .

EBESNZzYy>3> ID THULL Cookie EZERELET

EBESNZYZ 3> ID THBISNS 7Y 3> ORIRERIF X ZE
FLET,

BESNITYS 3> OIETIT4T - 94 LTI ME%Z D BRI TIRTEL
ig_o

REEREINTOS Y 3> TRITSNE R B 2R F E LI KHUE
bia-o

IRTEOHERELT —AIN-R -2y 3>z, BEEO7 ) r—23>-
Ty asnSEERARLET .

ty23aY ID THEESNEYS IV EWEL I T LT,

BIFOARY N \> RS%T—AIR-R(EFRLFT .

event_type /\SX—ATIBEESNEZYI 3> - AR NS O-)N)L -
d-L)\OEBNEIEERCLED,

BFo/0-)0UL-0-)\w)- 7Y T3 %HIBRUES
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COIET(FRODBMS_XS_SESSIONSHI OIS AICOWTEREALE T

CREATE_SESSIOND O>—3v

CREATE_SESSIONTO> —v(3d., fEEENI-Y-ZOFR 7 TV —23> -y a = ERLEYS . f9kOI-IL TRy
2R SRIDHIEATES Y 3R F2RUET .

Ty a3 FEET 23> - - —FR@ENEB7 VT —23> - - -THERRTEET . Ty av(HMERE-RERE
TF17-E-RTERTEET EBFEE-RTE 79 2F 19571 - FyIR AN ZEN&ET . F17-E-RTIE Tt
F1U71 - FYINETINE T,

ST RTORELYS I OMREREYR— NENEFRA. ZOMOEER. DEOEF17 - E-RTOFRELYI >, (E58
E-RTOMER YA, Fe@EF17 - E-RTOAEIZYS AV (EYR-bENF T,

namespaces/\IX—A(, YERK T 21— LhAR—R VERR T DB IES LURE I IBIEMED3IDNDUARNTT , CNFAT 3>

DINSA=HTT , T IAI MBEFNULLT I XSSGLOBAL_VARB LUXSSSESSIONR—AZAR—ZAEZDBEFE (LY 3> TE
HTEJEETY,

DT aE, ITEONERE Y 3> 2 RICYERR SN Ie 7 TV —33> - S 3 [GEFEUF R A. COIRI%ZEITT
BICFATTACH SESSIONTO>—>v%ERUET.

JTO3—Sv%FETIB 15—, username/\SX—FTIBEINI T TVT—33> - 1—H— (T3S BCREATE_SESSIONT
TV - AERNMNETY , Ty OVERBHC/ERREN 2R — ARR—ZADUANAETEE TEE T TS a> DIERKEFIC
R—IL©AR-2ZIEEUISE. - TTll(FR—LAR=RIGITB7 ) —> 3 +EBRMODIFY_NAMESPACE Xz (%
MODIFY_ATTRIBUTEAMF SN TL BN, ADMIN_NAMESPACES X7 MERNMT SN TVBRENHDET,

X

CREATE_SESSION (

username IN VARCHAR2,

sessionid OUT NOGOPY RAW,

is_external IN BOOLEAN DEFAULT FALSE,
is_trusted IN BOOLEAN DEFAULT FALSE,
namespaces IN DBMS_XS_NSATTRLIST DEFAULT NULL,

cookiie IN  VARCHAR2 DEFAULT NULL) :

INTA=5

KSA-5 SHEA

username TINT =232 Ly a e tE I IRET TV - 23> - - F @SB o —2a -
1-Y-0%&Hl,

REOLYS > OI-T-2BIVT IV —33> - 0-IOUZAMARZRS BIC(E,
DBA_XS_USERS 7—4-71723H)-E1—-%2RVEEET, INTOT7 T3> -1~
Y-BLU00-IN%21&Z%FI 3(c(F. DBA_XS_PRINCIPALS 7477337 U-E1—-%RD
LICHVERFT,

1-Y-:

SELECT NAME FROM DBA_XS_USERS;

O-Jb:
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KSA-4

ﬂll

SELECT NAME FROM DBA_XS_ROLES; SELECT NAME FROM DBA_XS_DYNAMIC_ROLES:

sessionid FRRICVERR U7 T —23> -y 3> 0ty 3> ID. SROWTNADSEEERLT. 7y
33> ID #EUSTEET,

® SELECT XS_SYS_CONTEXT (' XS§SESSION', " SESSION_ID") FROM DUAL;

® DBMS_XS_SESSIONS. GET_ATTRIBUTE JO>—vD{ER.

is_external Y3 BINER ) )0 - 2y A EUTHERR T BNEIMETELET . CNIFATS 3> 0)(S5
X—HTF, TIA Ml FALSE T. ZEYS > #VER T 2 #RUETS . NULL fB(E
FALSE #EBKLET,

is_trusted YA EERE—REEF1T - E- ROEESTHER T AN EISTELET . E8BE—RTE.

F=3-FIUT1 - FYININANZAENET , TF217-E-RTE T-7EF1U71 - FvIN
HMATENFT . SNEATZI>DINSGA-HTY, TIAI ME( FALSE T, £F+17-E—RER
UF Y. NULL fE(& FALSE Z=BRLF T

namespaces &AL BESIVBEHED 3 DOUZAR, F—AAR=ZANMYSaons 79T ATERVN, &
DEIBR—LAR=R T T — MEELRWMESF. I5-HRA0-2NFd,

cookie AU TERTES B —/\—Cookie ZIEELET ., TNFATZA>D/SA—HTT, T
J#)L ME(E NULL T, Cookie (XL TFAIENZmARE 1024 N1 KT,

Bl

DECLARE
nsList DBMS_XS_NSATTRLIST;
sessionid RAW(16) ;
BEGIN
nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR (' ns1’), DBMS_XS_NSATTR( ns2')) ;
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid, FALSE, FALSE, nsList):
END;

ATTACH_SESSIONJ'O>—S¥

ATTACH_SESSIONTO> —>v(d, IRTEDRERE T —AIR—Z - 7w 3> %ty aVID (session_id) TikBlena 74—
23> -y AV(GERELE T, ERESN Iy a(C LD, vy a w2 ERR U7 V-3 - 1-Y—(C(EEFERHEDN
(OfFEFENTVRO-ILBLUCOYS 3> DREDEZFEIFF TARISEEYS 3> - Z-T0N 723> -0—
IHERNTRDET . A T3>0/ 5 X—Henable_dynamic_roles&{ERAUTEII 7TV —33> -O—ILOUYART
ATTACH_SESSIONZZEATURISE. RSN TLREIMN 7T —23> - O0-)Lh ey a3 U TaERNICRDE T, BifI0—
JLDOYUZ NeEEHICT BIC(E. AT2a> D)5 X—Hdisable_dynamic_roleszfERAUTUANISELE T,
EFEIRERIC3DDIE(R—LAR-X, B, BHE)DUANIEETEET  A—LAAR-ABLVBEHENMERIN. B
ENEEINE T, NI, Ty ad (lFTET 2R —LAR-ZABLVEMHEICHINZ TYERRSNE T,
ZOTO>—>vaFETIBICE, DY 3> - 1—F—(CATTACH_SESSIONZ VT —S 3 AZRDNME T, L—AAR—

AZIEEIDEE. 1T —(LEFR—LAR-A(H T D7 TV —> 3 AEBRMODIFY_NAMESPACEZ/Z(IMODIFY_ATTRIBUTE,
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&HBUNFADMIN_NAMESPACES X T MERNMIT SEN TV ENHDET

BETREY(CIEFEEN TL\S w33 (Java®ATTACH_SESSIONTOS —Sv & (dat tachSess ion () XVw REfERL CGEfEE
NTVB3 YAV )WBSIFUHENTIEZE. 2y a>(CALTER_USERIERRNWAZETHD. PASSWORDIY> RIC 1T —&NMEE
ENTVNIE SQL*Plus PASSWORDOY> REAERL TEILT - /NRAD— REBEZITITENTEFT

354

ATTACH_SESSION (
sessionid
enable_dynamic_roles
disable_dynamic_roles
external_roles
authentication_time

IN XS$NAME_LIST DEFAULT NULL
IN XS$NAME_LIST DEFAULT NULL,
IN XS$NAME_LIST DEFAULT NULL,

IN TIMESTAMP WITH TIME ZONE DEFAULT NULL,

namespaces IN DBMS_XS NSATTRLIST  DEFAULT NULL) ;
INTGA=%H
NSA-5 E2L
sessionid 7TV =232 - 2y a Oty a ID. ROVTNAOERERL T, tysa

enable_dynamic _roles

disable_dynamic_roles

external_roles

authentication_time

> ID ZEMS TEEY,

® SELECT XS_SYS_CONTEXT (" XS$SESSION', " SESSION_ID") FROM
DUAL ;

® DBMS_XS_SESSIONS. GET_ATTRIBUTE O3 —>+vfER.

T7IVT—23> -y a> TEMICT D, 45920 -ILOYR L, NEAT
22DSGA=HTY FEESNVINH OB O ILHTFELRVS A,
Ty OEENRRUET . Ty a> MU )L - 2y a> DiBE .
BT BHEBO-ILDUANIEE TEET . INSOO—)ULEFEAEFRENDF
THEWRBEFCAD, ROEFETT IA N TIERITRDFEA.

REOEYS > OT7 VT —23> - 0- DU NAREETS BIC(E.
DBA_XS_SESSION_ROLES 7—=%-74933F)-E1—%ZBUVEEET. IN
TONT T -3 -0-)LDOUAMIRZRT RIS,
DBA_XS_PRINCIPALS 74749333 -E1-ZRDLIICEVEEFT .

SELECT NAME, TYPE FROM DBA_XS_PRINCIPALS;

Y3  TEICIZEIO-ILDOUR N, SNEATSIZDNSA-FTT,
Y2 hNEBTU )L - 2y  DIHFEICHMERO—-ILOYR K. CNEAT3
SONGA=HTY , INSOIMERO—UREERFRIZEE TR RFX(THD, R
OEFETT IAN N TIBEBNCBOFR A,

Y2 AU TEFHSNIEREERFZ . CNEATZ 2 DNFA-FTY, Bl
RO TIEET 2ENHDET .
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S&II

KSA-4 B

YYYY-MM-DD HH:MI:SS.FF TZR

namespaces 2l BESIUBHED 3 DOUR R, R—LRAR=ZNMZY2 a7 AT
SRV COLIBR—LAR=R -T2 TU— MBFEELRWVES (. I5-HR
D_éhijo

Bl

DECLARE

nsList DBMS_XS_NSATTRLIST;
sessionid RAW(16) ;
BEGIN
nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR (' ns1’), DBMS_XS_NSATTR( ns2')) ;
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid, NULL, NULL, NULL, NULL, nsList):
END;

ASSIGN_USERIO>—33+v

ASSIGN_USERTO> —>v(d, H8ESNLT VT —33> - - Y- 2 IREEE N TV ER T VT —33> - w33 UIcED
EIETH

IBEOLYS 3> TR TVBO-IUE. COREEBFRIFINET ., AT>3>D/5X—Henable_dynamic_rolesH &
Udisable_dynamic_roles(d. BXhFE(EERNCITZEHIO0-ILODEINVANIBTELE T, EIDHTHNEI-H—-HIMB
DiGE(d. BRI ZNEBO-ILDOUANEIBE TEET,

B TRER(S3DVE(R—LAR-R, B, BHE)DVANAEETEFT Ty asCR—ARR-ABLVREIEME
BN, BHAENERESNET . NIE. Y2 aUCI TIFET 2R —LAR-ZABLUVBHEICINZ THERRENE Y,
Z0TOI—SvEEITIBICE TARWFvF G 1T —(CASSIGN_USERZ VT — S AERNNETT . £— LR
R-ZZIBEIDHE . 1Y —(CER—LAR-RICH T B 7T —> 3 4+EBRMODIFY_NAMESPACEFTz(3:
MODIFY_ATTRIBUTE. %3\ \FADMIN_NAMESPACES RF AMERMISEN TVDAENHDE T,

3%
DBMS_XS_SESSIONS. ASSIGN_USER (

username IN VARCHAR2,

is_external IN BOOLEAN DEFAULT FALSE,
enable_dynamic_roles [N XS$NAME_LIST DEFAULT NULL,
disable_dynamic_roles IN XS$NAME_LIST DEFAULT NULL,
external_roles IN XS$NAME_LIST DEFAULT NULL,
authentication_time IN TIMESTAMP WITH TIME ZONE DEFAULT NULL,
namespaces IN DBMS_XS_NSATTRLIST DEFAULT NULL) ;
JNSA—=4

NKSA=45 BL;]

username KRO7 IV —23> - 1-H—-D&H,

BF0O7 )T —23> - 1-P-DUZMARZR I B(C(S.
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KSA-4

is_external

enable_dynamic_roles

disable_dynamic_roles

external _roles

authentication time

S&II

DBA_XS_PRINCIPALS 7=%-749233Y-E1-ZROLIICREVEEFT.

SELECT NAME FROM DBA_XS_PRINCIPALS;

BENT VT —23> - - Y- 1T -hESHEIBELET . NEA
T2 ONFA=HTY, 7IA MB(E FALSE T, 7 ) —23> - 11—
HEDHTENTVSTEZRUEF S . NULL (% FALSE ZZIRLEF T

Tr—2a> -y a> TEMICTZEN0-ILOUZ N, CNEAT>3>0/5
X_Q_C‘g-o

REOEYSI>O7 VT —23> -0-IOUA MRS BIC(E.
V$XS_SESSION_ROLES F—=%-749233V-E1-ZEVEEFT, IRT
OB 7 ) —>3> - 0-)LOUR MARZRT B(C(S.

DBA XS _DYNAMIC _ROLES 7=%-71733)-E1-2RO&SCRVE
[CELS

SELECT NAME FROM DBA_XS_DYNAMIC_ROLES;
Ty a> TERICIIBMIO-ILOUR N, CNEATZ32DN5X-5TT,

T7r—2a> - 1-9—-mE 7 NV —2a> - -5 -0B&(csNo-)Lol
Z |\o :n(ijj}ﬂ)@}\oax_gfjo

Y2 AU CTEFSNIEREERFZ . SNEATS 2 DNSA-FTY, Bl
RO TIEET 2ENHDET .

YYYY-MM-DD HH:MI:SS.FF TZR

namespaces &l BESIVBEHED 3 DOUAR, A= AZAR—ZANMtYSa>hs 7t AT
ERVD, COIIBR—LAR=Z T T — MEELRWEEF. I5—HR
D_énijo

il

DECLARE

nsList DBMS_XS_NSATTRLIST;

sessionid RAW(16) ;
BEGIN

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR( ns1’),DB) ;
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;

SYS. DBMS_XS_SESSIONS. ASSIGN_USER (username => ' |wuser?2’,

END;

namespaces => nsList);

272



SWITCH_USERJTO> -3+

SWITCH_USERTO> —>v(3, IRTEEEENTVS Y2 a> 07 )T -3 - - -%t)0EZEI.

XS_PRINCIPAL. ADD_PROXY_USER PL/SQL APIZ{ERL TRIDT7 VT —33> - 1I-H—HEROTOF S ZEUS I HIL T
B2RFEERTIBRIC, REOT IV —23> - 1-Y-PIM9-Syb- 7)o -23> - 1-5-0J0+> - 1-H—(CoT
WBIMEN®DDFT . F—Syh- I —-DT(IAIU>T - 7IVr—23> - 0-IOUZA MY 3> TEHITIRDET

YAV OIREOT VT —23> - = AAR-ZARARIFF I G E TEE T VBN T BR—LAR-ABLUHTE
FIBMBEOVAMAEETEFT . R—AAR-RZIEET 35S 1-T—(LEFR—LZAR-RA(F I BT TVT -3 AEIR
MODIFY_NAMESPACEZ/Z(SMODIFY_ATTRIBUTE. 3\ \(FADMIN_NAMESPACES 7 AERNMTSENTVIHENHDFET .

WX
SWITCH_USER (
username IN VARCHAR2,
keep_state IN BOOLEAN DEFAULT FALSE,
hamespaces IN DBMS_XS NSATTRLIST  DEFAULT NULL) ;
INSA—4
KSA-45 Bl
username B ZLEOtF1UT-FF AN O -V -1 - -5,
BEO7IVr—33> - - —OUA MeA&RZRI B(C(F. DBA XS USERS 7—%-744
23y E1—-mROLSCREVEEFT,
SELECT NAME FROM DBA_XS USERS;
keep_state TIVT =330 2= ©AAR—=ZAMBIEFEN BN EINZFIFILET
AJRERMEITRDESDTY,
® TRUE: MDIARTOLYIIIREEAZTBLRVNLSISEEELFT,
® FALSE: v 3 ORINIRERIUTLET . TIANMETY .
namespaces &l BESIVEMED 3 DOUZRR, 2= AAR=ZNYSa> S 7oA TERVD,
ZDIIRE—LAR—R T T — MEFEIELRVEE(F. I5-HR0-2NFT,
il
DECLARE

nsList := DBMS_XS_NSATTRLIST (DBMS_XS_NSATTR (' ns1"), DBMS_XS_NSATTR(' ns2')) ;
sessionid RAW(16) ;
BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. ATTACH_SESSION (sessionid) ;
SYS. DBMS_XS_SESSIONS. SWITCH_USER (username => ' lwuser?2’
keep_state => TRUE,
namespaces => nsList);
END;
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CREATE_NAMESPACEZO>—v

CREATE_NAMESPACETO> —>v (3. IRTBEFEEINTVB T TV —23> - Ly aUFMA— LAAR-RZERRUETS . K= L
AR=A(HIEI 2R~ LAR=Z TV T~ MY AT AITFES DHENDD, FELRVE, CORIEEIS—%2A0-UF
T COIREDRE . R~ LAR-ABIUTV T — NMAER SN2 DB N Y S 3> TIERBTREICIRDET

J-)7Ed1—Y—(C(E. MODIFY_NAMESPACEY VT —SasiERNMNETY,

XX
CREATE_NAMESPAGE (
namespace IN VARCHAR2) ;
JNSX=4
KSA=45 B
namespace VERR I 28— LhAR—ADEHT. COZBIDBIFDR—LAR—Z T T— b REIXAD MIWMET
9, K//IWXF%ZXBITEIXFHORAY/ XL 128 XFTTI,
IREOTYS OB FEDR— LAAR—ADYANARZR T B(C (4. EEGE(C
V$XS_SESSION_NS_ATTRIBUTES ¥—%4-T 4433+ -E1—%2RIVEEFT,
DBA_XS_SESSION_NS_ATTRIBUTES 7—%4 71433+ -E1—%#RIVWEE T, IRTO7 S )Tr—33
> YA DINRTOR—LAR-AZHRBCEET,
DBA_XS_NS_TEMPLATES &&U DBA_XS_NS_TEMPLATE_ATTRIBUTES ¥ —% 54433 3)-E1—T
R—LAR=Z T T - N LUBHDUA M REIWVEEBCENTEET,
0l
BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_NAMESPACE (" J_NS1' ) ;
END;

CREATE_ATTRIBUTEZ'OY—->Vv

CREATE_ATTRIBUTET OS> —>v (&, IRTBEEEINTVBT7 TV —33> - £y a3  DIBTESNIR— ARR—AFFN RS Ln
BHZERRLET . F—ARR=ZNY2 3> T TIEMATIRETRUNZDEIBR—LAR=R -T2 T — MIFELZL
BaE I-IMAO0-2nF9.

J-)L7ed—HY—(CIIMODIFY_ATTRIBUTEY TS — S AEBRMS 5N TV ENHDE Y

354

PROCEDURE create_attribute (

namespace IN VARCHAR2,

attribute IN VARCHAR2,

value IN VARCHAR2 DEFAULT NULL,
eventreg IN PLS_INTEGER DEFAULT NULL);

ISX=4

KSA-4 ErL
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KSA-4

ﬂll

namespace BHEMERESNDR—LARR=R, TY2 AR LAAR-ZAMFELRWE SR, I5-HAO0-2N&
¥ KN\ XFZXFIFTEXFIDEATAX(E 128 XF T,

attribute VERR I BBIED I, X//I\XFEXBITEXZHDRAYAX(E 4000 XFTT,

value BHOTIAIN ME, KX//INIFEX BT EXZFI0SmAY/ (& 4000 XFTI,

eventreg BHCHU T/ O RIHETENBAARY No CNEATS A DINGA—HTYS , COISTA—HDEIL. K
OLINHTY,

® DBMS_XS_SESSIONS. attribute_first_read_event

IR T2, BHEEEVIIA N ZEL. BHEDENEESN TLRVSE(C
J-IENFET ., ORI N TIANMEN NULL [CERESN TV E(COHEIRTEE
9, ZOfE(E. XS_NAMESPACE /CwAr—>&1z(d Admin API @ FIRSTREAD_EVENT TE&R(Cxt
HUET,

® DBMS_XS_SESSIONS.modify_attribute_event:

IR T7>0230 (3 BHEREVIIAMRET BN -IENET . COfE(.
XS_NAMESPACE /\w4 —Z&fz(& Admin API @ UPDATE_EVENT I ELET .

BHENSHOFTERDANRS NHUTEFRINTVSIHAE. /\DRIE, BZR I mIlCE NI b
NTORWSEICKRITINET . BEIANRY MEIRINTVIHEE BENEESNBZUCT/\>
RIND-NENET AIRD NI R—=LARR=R(ARY ~ )\ RSN D DIBEICOHFEFTRTE, TNU
HOIZERIS-HIA0-SNET.

Bl

BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_ATTRIBUTE (" NS1", " NS1CUSTOM' , " NS1CUSTOMDEFAULT" ) ;
END;

— Example with firstRead event set
BEGIN
SYS. DBMS_XS_SESSIONS. create_Attribute (' ns1’, attr4’, NULL,
DBMS_XS_SESSIONS. attribute_first_read_event) ;
END;

SET_ATTRIBUTEJD'O>—S¥

SET_ATTRIBUTEZO> —>vid. RIBEREIN TLS Y abICBHEFIBN TLSR— AZRR—ZADIBTEESNIEBIHECHUL
WMBZERTELET . /\O RS- T729230(3 BHEICWHU Tupdate/ R MEEESN TUVBIHZE(CTI-ILENE T F—ALX

R=ZMFELRVDEIBREINTULRIBEE I5—HRO-2NET . FET DR—LAR-AITHIET 3T TL— MRV
BEE. I5-MRO0-aNn%9,

J-)L7e1—Y—(CIIMODIFY_ATTRIBUTEY JUT — S aAERNMISEN TV ENHDF T .
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(4
SET_ATTRIBUTE (

namespace IN VARCHAR2,
attribute IN VARCHAR2,

value IN VARCHAR2) ;
NSA=%H

NKSA-4 =i

namespace BHECBHEMIBNTVSR—LAZR-ADEHT K//NXFEXFIT DX FHORATA XL

128 XFTY,

WREOEYZ I OBIFOR—ARR—ADVANARZR T B(C(S. EFEE(C
V$XS_SESSION_NS_ATTRIBUTES —%-71733FVU-E1—-ZRILEE T,
DBA_XS_SESSION_NS_ATTRIBUTES 7—%4-71923F)-E1—%RWEE T, IRNTO7IVI -3
> Y2V DINRTOR—LAR-RZHERTEET

DBA_XS_NS_TEMPLATES &&Uf DBA_XS_NS_TEMPLATE_ATTRIBUTES 7—%-71933}U-E1—T

R=LAR=Z -T2 I~ M IVBHDOIVAMREVEEZEN TEET .

attribute BIZE DR — L ZR— AR OBIZOE D2 BT
BIFDOR— LAAR—AE O MARZRT B, V$XS SESSION_NS_ATTRIBUTES S
5345333 -E1- R VA EET,

value BHOFHUME, X//IN\XFEXBNTEXFH0RAY (X 4000 XFTT,
BICREEF IS N TVBEHFOMBOUR N8R T 3(C(4.
V$XS SESSION NS ATTRIBUTES 7—4 74933 -E1—-%BVEEFT,

14l

BEGIN

SYS. DBMS_XS_SESSIONS. SET_ATTRIBUTE (' J_NS', " JohnNSAttr1’, " John bio’);

END;

GET_ATTRIBUTED'O>—%v

GET_ATTRIBUTETO> —>v(d, IRTBEEEN TV Y2 a2 DR~ LAAR-ZADIEELNLBEDEZEUSLES . £— LR
R=AHEF DT IV~ MFELBVNESE, I5-HRO-ENFT, BESNZBENMFELRVEER} ZZOXF

SINRENFT

JBMEAENNULLT, firstRead /> MEKESN. COLSHH TRIHEN IV FNBIIHEE. BHED/\DRS-T7>723

P A-IENES,

J-0Lmd-Y-(C3 EOEREM SN TVIBERFHDFEA.

354

GET_ATTRIBUTE (
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namespace IN VARCHAR2,

attribute IN VARCHAR2,

value OUT NOCOPY VARCHAR2) ;
INSX=4

KSA-4 ErL

namespace IS IBIEDR—LAR—R K/IN\XFZ2XR TN FINDHRATAX(E 128 XFTI,

REOEY2 > OBIHFOR— ARR—ADYA NMARZRT DI, BHEE(C
V$XS_SESSION_NS_ATTRIBUTES 5—%-F71J23FV-L1-ZzEWEEFT,
DBA_XS_SESSION_NS_ATTRIBUTES 7—% 71733+ -E1—-2BVWEET. IRTO7IVT—23>-
Y2 AaZDINRTOR—LAR-RZHERTEFT .

attribute EE33BIEDEH. K//INXFEX BT E2XFHIOEAYA (& 4000 XFTY, EHATIEELE
MDA NIRRT B(C(E, V$XS SESSION NS ATTRIBUTES T=H-F74933FY-E1—%F
VEEETD,

value EE9 3E EOME.,

fEFARTRE B IHEDUR MIRZR T BIC(E. VSXS_SESSION_NS_ATTRIBUTES 7—4-5¢%
2aFV-E1-ZEVEEET.

il

DECLARE
attrVal VARCHAR2 (4000) ;

BEGIN
SYS. DBMS_XS_SESSIONS. GET_ATTRIBUTE (' J_NS1", " JohnNS1Attr1’, attrVal) ;
END;

RESET_ATTRIBUTEZ'OY—>v

RESET_ATTRIBUTET OS> —>v (&, IRTBEFEIN TR YA DR — AAR-ANTREEDEET J4) ME(TFTET %15
B)FENULLICUEY NUE T . BIHECT IAIVMBENMETESNTULRIHE. BT JA4 MBICUTY RNENE T . BIENT T4
JVMERUTHERREN., attribute_first_read_event TY—72NTWL3I5E(E. MENNULLICERTESN. FHEALELT
N—=Ja3NE9 ., BENT IAIMERUTYER SN, attribute_first_read_eventTY—J2NTLVRLMEE(E. fEHNULL
(CERESINFT,

J-)L7e1—Y—(Z(IMODIFY_ATTRIBUTEY JUT — S AERNMISEN TV ENHDFET .

354

PROCEDURE reset_attribute (
namespace  IN VARCHAR2,
attribute IN VARCHAR2) ;

INSX=4

NKSA-5

&II

Bl
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KS5A-5 BEE
namespace BIMESOR—LAR-ZA0%B. K/INXFEXR T X FIIDHERATAX(E 128 XFTY,
attribute Uty b 2RO X/ FEXFITIXFIIDRAY1X(E 4000 XFTY,
il
BEGIN
SYS. DBMS_XS_SESSIONS. RESET_ATTRIBUTE (' ns2', " attr1’);
END;

DELETE_ATTRIBUTEJTO> -3+

DELETE_ATTRIBUTETOS — v (&, IRTBEFEEIN TV YV DIBEENR— ARR-ZANBIEESNIE S LURSE
HIFBNTVSMEZHIBRLET . HDAILBHEOHEIFRTEFT , 7T — NBHFHIBR TEF AL IEESNIZBIENFTE
LRWSER. I5-HR0-2NET,

J-Ie7 VT —23 U (EMODIFY_ATTRIBUTEY T —2 3 AERMMT 52N TL BN HDE T,

X

DELETE_ATTRIBUTE (
namespace IN VARCHAR2,
attribute IN VARCHAR2) ;

INSX=4

NSA-5 B

namespace HIFR T 2BIEICREMIIBN TSR —LAR—R, KN\ FZXBITEXFIIDRATAX(E
128 XFTY,

IREOYS 3> OBIFOR—LAR—ZADVA NIRRT BIC(F. EAER(C
V$XS_SESSION_NS_ATTRIBUTES 5—%-F 1733+ -L1—-%2RVEEET.
DBA_XS_SESSION_NS_ATTRIBUTES 7—% 71933+ -L1—-2BVEET. IRTOT7Vr—23> -
Y2 aZDINRTOR—LAAR-RZHERTEFT .

DBA_XS_NS_TEMPLATES &4 Uf DBA_XS_NS_TEMPLATE_ATTRIBUTES 5 —%-71733FU-E1—TH~—

LAR=Z -T2 T~ M LUVBHEDUR MR VAR ZTENTEET,

attribute HIBRI 2E .

RTEOTYS 2 OBHFDOR—AZAR-ADIANAREE S DI, BAEE(C
V$XS_SESSION_NS_ATTRIBUTES 7—%-F 17233V -E1-Z2RVEEFT.
DBA_XS_SESSION_NS_ATTRIBUTES 7—% -7 1933+ -E1—-2BVEE T, IRTOT7IVT—23>-
Y2 aZDINRTOFR—LAR-RZ2HERTEE .

B
BEGIN
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SYS. DBMS_XS_SESSITONS. DELETE_ATTRIBUTE (" JohnNS1", " JohnNS1Attr1") ;
END;

DELETE_NAMESPACED O>—3v

DELETE_NAMESPACETOS —v (3. £—AZRR-ABLUEDBHZIRIDEEEIN TV 7 TVT—33> - Ty 3> H5HIBRL
ig_o

J-)7Eh1—Y—(C(E. MODIFY_NAMESPACEY VT —S asERNMNETY,

354

DELETE_NAMESPACE (
namespace  IN VARCHAR2) ;

INSX=4
KSA-4 BIL
namespace HIBR I 2% —LAR-ZADERT. X//NXFZXBIFTIXFIIORATIX(E 128 XF T,
IRIEOYS 3> OBIHFDOR—LAR—ZADVANARZR T BIC(F. EHER(C
V$XS_SESSION_NS_ATTRIBUTES 5 —%-F1733FU-L1-Z2VEEFT.
DBA_XS_SESSION_NS_ATTRIBUTES 7—%-71/>3+Y-E1—-2BVEET. IRTO7IVT—23>-
Y2 DINRTOR—LAR-RZHERTETE .
DBA_XS_NS_TEMPLATES &4Uf DBA_XS_NS_TEMPLATE_ATTRIBUTES 5 —%-719>3+-L1—T%~—
LAR=Z TV TL— B LUBHEDUZA N RIWVE R RN TEFT
il
BEGIN
SYS. DBMS_XS_SESSIONS. DELETE_NAMESPACE (" JohnNS1") ;
END;

ENABLE_ROLEZD'O>—3v

ENABLE_ROLEO> —>+v (4, IREEEINTVWBR 7T —33> - 2y 3> TEBO 7 VT —23> - 0- I EBLET .
O-ILNI TICBERNIROTWRIEE. ENABLE_ROLETOS —>v(3 7933 2 ETUFRA. 2OTOS—3v (&, IRIEOT7)
=33y 1-H—([CEEMSENTOWEET ST —23> - 0-ILOFENCLET . BT U —33>-0-)UEERIC
TEEEA.

CORVETIE, -1 -7 VT -3 AEREARETT .

5374

ENABLE_ROLE (
role  IN VARCHAR2) ;

INSX=4

KSA-4 ErL
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KSA-4

ﬂll

B3
role BT BR0-ILOLH K/INXFEXATEXFF0RAT/X(E 128 XFTT,

REOEYS > O7 VT332 -0-OUZAMEIREES BICE, V$XS_SESSION_ROLES 77—
B-74923F) - E1-ZBVWERET, INTO7 T -3 - 0- )L E&ER T B(C (3.
DBA XS _SESSION_ROLES 7—%-749233V-E1-ZRDLIICRVERFT.

SELECT ROLE_NAME FROM V$XS_SESSION_ROLES; SELECT SESSIONID, ROLE FROM
DBA_XS_SESSION_ROLES;

il

BEGIN
SYS. DBMS_XS_SESSIONS. ENABLE_ROLE (" auth2_role’) ;
END;

DISABLE_ROLEJTO>—-33v

DISABLE_ROLEZO> —>v (3, 8ESNET T —33> - 2y ao B EBOT7 ) —33> -0- )V 2 EBxhCLFET . IRTE
EEEINTWB 7 U —23> - w3 a> TO—-I)ILHS TICERD (TR TULBHERITE > TLRUWEE, DISABLE_ROLE(ETY
S EEFTUERA. BN TV —33> - 0—-IUIEMICTEF R Ao VI mERRUZT )T —33> - 15 —(CE 12T
BEa3nNTOEET ) r—323> - 0-ILOHENCTEFT,

COIETIE. -1 -7V - AEREARETT .,

53

DISABLE_ROLE (
role  IN VARCHAR2) ;

IXGA=5

KSA-4 BrL

role LT 20-ILDORET, K/ N\XF2XBTEXFIDERATIA(E 128 XFTY,
REOLYSI>OT7 VT —23> - 0-)LOURANARFE I B, VEXS_SESSION_ROLES F—4-
T4723FY-E1-2RVEEET . INTOT VT -3 -O-) 2 IRFEI B,
DBA_XS_SESSION_ROLES 57—%-717233Y-L1-ZROLIICEVEEFT .
SELECT ROLE_NAME FROM V$XS_SESSION_ROLES; SELECT SESSIONID, ROLE FROM
DBA_XS_SESSION_ROLES;

Bl

BEGIN

SYS. DBMS_XS_SESSIONS. DISABLE_ROLE (" auth1_role’);
END;

SET_SESSION_COOKIEZO>—33v

SET_SESSION_COOKIETO>—>v (&, &Nty 3V IDTH UL\ CookiefEZEETELE T . IEEESNYS AN EE
LRV Cookie IR TOI—T—- 7T —23> - 2y a  MT—ATRMES. I5-NIZA0-2N&Y,
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ZOT0>—SvaEITI3IC(E. I—H—(IMODIFY_SESSIONY JUS —S 3 AERIMT SEN TV ENHDET .

X
SET_SESSION_COOKIE (
cookie IN VARCHAR2,

sessionid IN RAW DEFAULT NULL) ;

J$S5—4
NSA=45 S
cookie 4R Cookie M4 #i, Cookie ([CXL THFAIEN2RmAE(L 1024 XF T, Cookie &ld—E(C
FTRANENDDET,
RTEO Y 3> OBEFD Cookies MU ME&ZRT B(C(1.
XS_SYS_CONTEXT (XS$SESSION' .’ COOKIE' ) RIS
sessionid T7IVr—33> v a>0tyay ID, FIAIL MEE NULL T, ROWVWINHDSEZERL T,
i3> ID #EETEEY,
® SELECT XS_SYS_CONTEXT (' XS$SESSION', "SESSION_ID') FROM DUAL:
® DBMS_XS_SESSIONS. GET_ATTRIBUTE O3 —>v &,
w33y ID #IEELALD NULL ZA P LSS, SET_SESSION_COOKIE (FIRTEDT ST —33> -
twa>ntyia> ID #ERLFET,
151
DECLARE
sessionid RAW(16) ;
BEGIN

SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid) ;
SYS. DBMS_XS_SESSIONS. SET_SESSION_COOKIE (" cookiel’, sessionid) ;
END;

REAUTH_SESSIOND'O>—v

REAUTH_SESSIONTO> —> v, I8Ny 3V IDORI RIS Z A IRITOZ TEFHLUET, 7 Vr—332(F. 7
TVr—33> - 1Y —%EBEREIUESICCOTOS—Sv -V T DINELHDET,

REAUTH_SESSION OS> —>va{EALT. 7 V-3 FidHh @y — /N —TERAEREE SN TLRWEHIL LTI N
BolkO-IL2BZNCUE T, reauthSession JavaXVyRa1—)L 93 EHTEET,

COITP>2a EFRITIB(CE 1Y —(CMODIFY_SESSIONT TV —S 3 ABRMI SEN TV ENHDET .

354

REAUTH_SESSION (
sessionid IN RAW DEFAULT NULL) ;

ISX=4

281



KSA-4

ﬂll

sessionid T3> v as0tySay ID. CONSRA—HEATSS TS, TIA)MBE NULL T, )
OVSNH O ERERLT. ty3ay ID #EUSTEEY,
® SELECT XS_SYS_CONTEXT (' XS$SESSION' . " SESSION_ID') FROM DUAL;
® DBMS_XS_SESSIONS. GET_ATTRIBUTE O3 —v0EH,
v ID ZEFELRUVN NULL Z A AUREEE. REAUTH_SESSION (FIRFEDT7 IS —33> -ty
23>0ty ID #ERALET,
il
DECLARE

sessionid RAW(16) ;

BEGIN

SYS. DBMS_XS_SESSIONS. REAUTH_SESSION (sessionid) ;

END;

SET_INACTIVITY_TIM EOUTO>—>%

SET_INACTIVITY_TIMEOUTO>—>v(d. IRTEEEINTWBREYSaDIET7IT14T - 94 AT I MBR D BEAI CERTELE
9. IETIT4T A4 LTIMEL. OracleT—IR=ZAWT7T)r—23> -2y a w88 T U VY- AWERIEN 3 R1(CFES
NBEARIETIT1 IR ERUET, time/\IXA—HCEDEZSTELLOETRE. TN A0-SNFT . BBty 3>
IDMETESNBAN YAV HMFEELRVNSE S, I5-HA0-2NF9,

AL LTI MBEZERTETRRIDA XL, setlnactivityTimeout JavaxXVwRE(ERATARZETT, xmlconfig. xml Bk J7
ANTTIANRDITO-)NIL 91 LTI MBE%ZERTETEET, 240 (465 EHBHUET

TPV —23> -yt ROy 3 NEEIN TOWARIEIEF )T 1T (T2 914 AT INITEF A RIRT
e 2L, REROYS N T IVT—23> - 2w SERE I BIENCEFHINE T,

COT0>—SvaFEITI3(CE. =)Lt 1—H—(CMODIFY_SESSIONZ VT —> A& RMMT 52N TV ZHENHDE T,

7374
SET_INACTIVITY_TIMEOUT (
time IN NUMBER,
sessionid  IN RAW DEFAULT NULL) ;
JNIA—=4
NSA=4H Bl
time DERITOIETHTAT A4 LTI ME, time NTX—4% 240 (4 BERE)ICERTE I BLEHEDHLE
9, TO(0)E(L. EBNMERTHD. Ty ashIETITATIREE(CL S TERILBRVCEZBIRUE T,
sessionid TIUT -3 -ty a 0tyiay ID. FIAL MER NULL T, JROVSNH O EZERELT.

w23y ID ZES TEE Y.

® SELECT XS_SYS_CONTEXT (" XS$SESSION', " SESSION_ID’) FROM DUAL;
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&II

Bl

® DBMS_XS_SESSIONS. GET_ATTRIBUTE O3 —>vDER.

w33 ID ZIETELRUVD NULL Z A AIUTEISE. SET_INACTIVITY_TIMEOUT (FEIRIED 7TV —
23>ty otyiay ID 2EAUED.

1

DECLARE
sessionid RAW(16) ;
BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (" Iwuser1’, sessionid);
SYS. DBMS_XS_SESSIONS. SET_INACTIVITY_TIMEOUT (300, sessionid);
END;
/

SAVE_SESSIONJ'O>—v

SAVE_SESSIONT OS> —>v (3, IRTEEEEIN TVS Y3V TRITENTINTOEE 2R FL. BEZRF I IRIOTY
2AV(GERUERICLET

J-d-Y-WCOBRFERITI DDIHAEREHBEBHDFE A

3%

SAVE_SESSION;

(SA=4
2o

il

BEGIN
SYS. DBMS_XS_SESSIONS. SAVE_SESSION;
END;

DETACH_SESSIONDOY>—-Sv

DETACH_SESSIONTO> —v (&, IRTEDRERELT —IN-R -2y 3%, EEFEOT TVT—23> -y ashoiEiEfErR
LET o T—AIR=R-2y3asld, 7T —23> -2y as(GEFEI BRIOISTFANIRDEY , 112 KT DI6(CHE
RIEHEBRVZD, EROI-T-NHCDTO>—SvEEITTEET,

B

DETACH_SESSION (abort IN BOOLEAN DEFAULT FALSE) ;

ISX=4
NKSA-5 EIL
abort TRUE (SHEELIHER, IREDOTYS > TERITENEEENT -/ \WIEnNFd . T IAL MED

FALSE (CHEEUIZA. Y23  TRITSNLIRTOEEN KGN T . ZOINS5X-4F(C
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NULL fENMEESNIIZA(E. FALSE ELTIRONE T

il

BEGIN
SYS. DBMS_XS_SESSIONS. DETACH_SESSION;
END;

DESTROY_SESSIOND O>—3+

DESTROY_SESSIONIO> —>v (3, IEEEN YA #WELF S COTOS—Sv(E 7TV —23> -y ash5IRT
DAEROYS > IR OERERFIRLE T . Y2 as MEESINTRE. Tyt (U TN L8R ZRITTEFE
Ao CDRIETIE, 7TV —23> - I-F-OEEDT A ZBU THERESNI Y S AU (SR TEF R A
Z0T0>—SvaFEITIBIC(E. 1—H—(CTERMINATE_SESSIONZ )7 —>aAERNMNE T,

B

DESTROY_SESSION (
sessionid IN RAW,

force IN BOOLEAN DEFAULT FALSE) ;
NIX=4
KSA=4 B
sessionid 7TV =23y -2y as0tyaY ID. ROWSNHOSEEERUT. tySay ID ZEUSTEE
ER

® SELECT XS_SYS_CONTEXT (' XS$SESSION', " SESSION_ID') FROM DUAL;
® DBMS_XS_SESSIONS. GET_ATTRIBUTE O3> —>vfER.

w3 3> ID ZIBELRUVN NULL Z A A UTEE . DESTROY_SESSION (FIR1ED 7T —33> -7y
23>0twa> ID ZFERALET .

force FALSE (CERTESNTVRIRE. IEESN Y3 MREERINTUVRE, CORMEFIS—%A0—
UZ9, TRUE [GERESNTUVRIEE . IREEZEIN TV 7 U —33> -ty il ETE £,
NEATSIDINGA-HTT,

1

DECLARE
sessionid RAW(16) ;
BEGIN
SYS. DBMS_XS_SESSIONS. CREATE_SESSION (' IwtSessionl’, sessionid);
SYS. DBMS_XS_SESSIONS. DESTROY_SESSION (sessionid) ;
END;
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ADD_GLOBAL_CALLBACKIO>—-3v

ADD_GLOBAL_CALLBACKTO>—>v(d. BEfFDPL/SQLITOS —SvZevent_type/\IX—FTIEEEINI Y IARVE(CA
RYM NI RFEVTERUFT . BEMIIBNTANRY MOFEERFCRITI BeHICRU Y3 ARETH U TER DAY
N \URSZENTEXY, JO0-/UL-0=)L)\W)-TOS—SvZIEBINTDE. I-IN\WJ-TOS—SvOERTHEENICE
TRDFT, AUy a> - AR NMSHUTEZOTI-ILWINENNEIN TWSIEE . ENSEEFRIERCAEDTEITIN
9. 2FD, JRATEHENLI-I/\Y) - TOS—SvIRAICEITINE T COTOS—Sv(E BABAAS K- H1TH
BESNTVSIHZE, FEO-L)/\W) - JO0S - SvMFELRVNGEICIS—%2Z0-UEY,

ZOTOS—SvZIERCEITIBICE, CALLBACKY TV —> 3 AERNWNETY . OO—)LIE, PROVISIONERF —HN—X -
O-)Lz@BU CHS TEET.

354

ADD_GLOBAL_CALLBACK (

event_type IN PLS_INTEGER,
cal Iback_schema IN VARCHAR2,
cal Iback_package IN VARCHAR2,
cal Iback_procedure IN VARCHAR?) ;

INSA=4

KSA-4 shEA
event_type IRDANT AL THSEIRUET
® CREATE_SESSION_EVENT
® ATTACH_SESSION_EVENT
® CREATE_NAMESPACE_EVENT
® GUEST_TO_USER_EVENT
® PROXY_TO_USER_EVENT
® REVERT_TO_USER_EVENT
® ENABLE_ROLE_EVENT
® DISABLE_ROLE_EVENT
©® ENABLE_DYNAMIC_ROLE_EVENT
® DISABLE_DYNAMIC_ROLE_EVENT
® DETACH_SESSION_EVENT
® TERMINATE_SESSION_EVENT

® DIRECT_LOGIN_EVENT

cal Iback_schema J-WN\Y)-TOS—Sv MERRENIZAF —Y OZRTZANDLET .
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KSA-4 B4

cal Iback_package D=\ TOS—SvMERENT W —SOZRTIEADUET , -IL\Y
- 70>—-Sv R R7O> DB E (L NULL % cal Iback_package /{5 X—%
ELTEITRENDDET . COINSX=FE. T=)L\W7 - TO>—Svh) v —
SAICHIIBEICDHATICTT,

cal Iback_procedure J0-)0b- -\ EEIBTOS—SvDEAETZANDUET,

il

BEGIN
SYS. DBMS_XS_SESSIONS. ADD_GLOBAL_CALLBACK (
DBMS_XS_SESSTONS. CREATE_SESSITON_EVENT,
" APPS1_SCHEMA’, " APPS2_PKG'" , ' CREATE_SESSION_CB’ ) ;
END;

ENABLE_GLOBAL_CALLBACKIO>—-3v

ENABLE_GLOBAL_CALLBACKZO> —v(3. /0—/VL - I—-)L)\w) - TOS—SvORITEENE(FENCLET . CDOIAR
> NEEER BN TVSI-ILN\WH - TOS Sy METESN TORWMBE(E. COF 00—/ 1= IL\wIICBEEIFSNT
WBIARTOI=)L\Y) - TO> S N ENE (LR CRDFT , BNBRANRY N FLTMETESN TV NMESIRTI )L
N\l - TOS—SvMEEINTLRIBEF. I5-HR0-2NFT,

5374
ENABLE_GLOBAL_CALLBACK (
event_type IN PLS_INTEGER,
enable IN BOOLEAN DEFAULT TRUE,

cal Iback_schema IN VARCHAR2 DEFAULT NULL,
cal Iback_package IN VARCHAR2 DEFAULT NULL,
cal Iback_procedure IN VARCHAR2 DEFAULT NULL) ;

INSX=4
NKSA-5 shiBA
event_type RDANY N AL TSEIRLET

® CREATE_SESSION_EVENT
® ATTACH_SESSION_EVENT
® CREATE_NAMESPACE_EVENT
® GUEST_TO_USER_EVENT
® PROXY_TO_USER_EVENT
® REVERT_TO_USER_EVENT

® ENABLE_ROLE_EVENT
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® DISABLE_ROLE_EVENT

® ENABLE _DYNAMIC_ROLE_EVENT

® DISABLE_DYNAMIC _ROLE_EVENT

® DETACH_SESSION_EVENT

® TERMINATE_SESSION_EVENT

® DIRECT _LOGIN_EVENT
enable A=)V 3=\ %ECST BMEMICT INEIEELES . TIAIL ME(:

TRUE ©. B EEKUET,

cal Iback_schema A0-)00 - A= INIHMERENIERF—Y D2 BT ANLET .
cal Iback_package H0-)0L- A=NIHERRENTZ) S — S0 & FIE A UES,
cal Iback_procedure A0-)0L- -\ EET 20— SvDLETEANIUET .
51
BEGIN

SYS. DBMS_XS_SESSITONS. ENABLE_GLOBAL_CALLBACK (
DBMS_XS_SESSTONS. CREATE_SESSION_EVENT
TRUE, ' APPS1_SCHEMA’, " APPS2_PKG', ' CREATE_SESSION_CB') ;
END;

DELETE_GLOBAL_CALLBACKZ'O>—3%

DELETE_GLOBAL_CALLBACKZO>—>+v(d. 40—V - D—ILI\wHEZEFENSHIBRUES . (F0—/C0L-0—)L)\wIE4RFH)
BRUFE A )J-IL\wH - TOS—SvMEESNTORWMEE(E. 0/ 0—/0L- =)L) \WIICEBERIFSNTVBIARTO
J-)\W5 - TO—Sv A EIBRENE T . EBXIRARY MY4 THHEESNTUVRIEER. IS-HA0-SnF9,

3%
DELETE_GLOBAL_CALLBACK (
event_type IN PLS_INTEGER,

cal Iback_schema IN VARCHAR2 DEFAULT NULL,
cal Iback_package IN VARCHAR2 DEFAULT NULL,
cal Iback_procedure IN VARCHAR2 DEFAULT NULL) ;

JNIA—=4
KSA—4 Bl
event_type IRDANRD N4 THBIEIRUET
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ﬂ

B4
® CREATE_SESSION_EVENT
® ATTACH_SESSION_EVENT
® CREATE_NAMESPACE_EVENT
® GUEST_TO_USER_EVENT
® PROXY_TO_USER_EVENT
® REVERT_TO_USER_EVENT
® ENABLE_ROLE_EVENT
® DISABLE_ROLE_EVENT
® ENABLE_DYNAMIC_ROLE_EVENT
® DISABLE_DYNAMIC_ROLE_EVENT
® DETACH_SESSION_EVENT
® TERMINATE_SESSION_EVENT

® DIRECT_LOGIN_EVENT

cal Iback_schema A0-)CL D=V \WINEREENIEZAF - D& FTIEAILET,

cal Iback_package A0-=)CL-J=)\IDERRENIZ) S —S 0% FiE AHUED,

cal Iback_procedure J0-)0L- 0= N\w)%EEIZTOS—SvDEFIZANILET,

Bl

BEGIN
SYS. DBMS_XS_SESSIONS. DELETE_GLOBAL_CALLBACK (
DBMS_XS_SESSIONS. CREATE_SESSITON_EVENT,
" APPS1_SCHEMA", " APPS2_PKG' , " CREATE_SESSION_CB’) ;
END;
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XS _ACLN\vwr—-3

XS_ACL/\wr—= (3, 7RIV Z M ACL) 2V ERRS U BRI ZT0S —SvaERLET .
COECFRONEYINEFNET:
® XS ACLWWT—>ot+iUT4-E5)

® Y
® AJSTHN-HAT . ADANSHA -T2 h33> . S )Z hBLUMHS
® XS ACLHITOYSLDEK

XS_ACLNYT—S0t+1UF71-EFN

XS_ACL/\w&—=(&, SYSRF—V(AERRENZE T

IRTORF—XDACL. TF+1UF1-I3A, TF1)571 - RIS —RBEDRAF - -ATS1I) M EIETED
ADMIN_ANY_SEC_POL ICY4#PRA'DBAO—)LICA 5ENET

I—-Y—F. ZF V(I BRESOURCEO LT 5ENTLIIHE(C, BEOAF—XADODAF - -ATS1) M EETE
&9 . RESOURCEO—JLELUXS_RESOURCEY FUT —23> - O—IUC(&, PIVT—23> RO —EIRZEMR T Des(c. X
F—YADRF—Y - ATZ1I MOBIESSERNT SN ZAF—YADRYS — - 7—F1T77 MNOBIR[CHER,
ADMIN_SEC_POL ICY#&EPRNEFENFT

APPLY_SEC_POLICYtEPRZft 52N e 13 A+ V(TN -8 F 2 ERTEEI . COERZIF DI -3,
VRS SENIAF —YADRYS -5 B2 EIRL T 7T -S> RO —EIRZIER TEET .

iy

TEXX

ROEIBACLIA THEEZELET,

EXTENDED CONSTANT PLS_INTEGER := 1;
CONSTRAINED CONSTANT PLS_INTEGER := 2;
IROEZIT) )W T EEZLET,

PTYPE_XS CONSTANT PLS_INTEGER := 1;
PTYPE_DB CONSTANT PLS_INTEGER := 2;
PTYPE_DN CONSTANT PLS_INTEGER := 3;
PTYPE_EXTERNAL CONSTANT PLS_INTEGER := 4
IROTEZZISA—IDEIA T TEELFTT,
TYPE_NUMBER CONSTANT PLS_INTEGER := 1;
TYPE_VARCHAR CONSTANT PLS_INTEGER := 2;

ATSIIN-B4T . AVANS DD -T72D253Y ) ZABLTHE

ZOINYT—ZIE IROATSTINH4T  ADANSDT - T332 ) Z AESVGRANTX D ERSN TLET,

— Type definition for ACE
CREATE OR REPLACE TYPE XS$ACE_TYPE AS OBJECT (

— Member Variables
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privilege_list XS$NAME_LIST
is_grant_ace NUMBER
is_invert_principal NUMBER
principal_name VARGHAR2 (130) ,

principal_type NUMBER
start_date TIMESTAMP WITH TIME ZONE,
end_date TIMESTAMP WITH TIME ZONE,

CONSTRUCTOR FUNCTION XS$ACE_TYPE (
privilege list IN XS$NAME_LIST

granted IN BOOLEAN :
inverted IN BOOLEAN :

TRUE
FALSE,

principal_name IN VARCHAR2,
principal_type IN PLS_INTEGER := 1,

start_date IN TIMESTAMP WITH TIME ZONE := NULL,
end_date IN TIMESTAMP WITH TIME ZONE := NULL)
RETURN SELF AS RESULT,

MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
MEMBER
)

PROCEDURE set_privileges (privilege_list IN XSSNAME_LIST),
FUNCTION get_privileges RETURN XS$NAME_LIST

PROCEDURE set_grant (granted IN BOOLEAN),

FUNCTION is_granted RETURN BOOLEAN

PROCEDURE set_inverted_principal (inverted IN BOOLEAN),
FUNCTION is_inverted_principal RETURN BOOLEAN,

PROCEDURE set_principal (principal_name IN VARCHAR2),

FUNCTION get_principal RETURN VARCHAR2,

PROCEDURE set_principal_type (principal_type IN PLS_INTEGER),
FUNCTION get_principal_type RETURN PLS_INTEGER

PROCEDURE set_start_date(start_date IN TIMESTAMP WITH TIME ZONE),
FUNCTION get_start_date RETURN TIMESTAMP WITH TIME ZONE
PROCEDURE set_end_date (end_date IN TIMESTAMP WITH TIME ZONE),
FUNCTION get_end_date RETURN TIMESTAMP WITH TIME ZONE

CREATE OR REPLACE TYPE XS$ACE_LIST AS VARRAY (1000) OF XS$ACE_TYPE;

XS _ACLYDO’'OYSLDERN
F11-3 XS_ACLHI OIS LAOER

Y2095 A BIL

CREATE_ACL JO>—>v PO ZHEIEIZ MACL)ZAERRLE T

APPEND_ACES JO>—>v 1 DL EO7 7RI M(ACE)ZBIFD ACL (CENMULET .
REMOVE_ACES JO>—>v ACL "5IARTD ACE ZHIBRLE T,

SET_SECURITY_CLASS JO>—>v ACL Dt +1)71- V5 AZREFIIEELFT .
SET_PARENT_ACL JO>—>v ACL OF ACL ZaXEFIZFERELFT
ADD_ACL_PARAMETER JO> -+ F—=H-tF1U71-RU>—0 ACL NIA-HEZENULET
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S&II

REMOVE_ACL_PARAMETERS JO>—J% ACL O ACL /\SX-ALBEZHAIBRLFT .

SET_DESCRIPTION JO>—>v ACL DA FHNasELE T

DELETE_ACL JO>—>v

fEESN ACL ZHIBRLET .

ZOIETIIROXS _ACLHT OIS AICDVWTERALEY .

CREATE_ACLD'O>—3%
CREATE_ACLTOS —Svld. HLLP 7R HIHUZ MACL)ZAERLET

3%
XS_ACL. CREATE_ACL ( name IN VARCHAR2,
ace_list IN XS$ACE_LIST,
sec_class IN VARCHAR2 := NULL,
parent IN VARCHAR2 := NULL,
inherit_mode IN PLS_INTEGER := NULL,
description IN VARCHAR2 := NULL) ;
J\NSX—=4
KSA—5 e
name YERX 93 ACL D&HEI,
Za1(E. SCOTT. ACL1 DL&SICAF—XTIEEMENE T . BRIOAFT YA HMRVESE. IR
TEOtYa> - AF—IYMBESNET, leeX(E COBUHIT(E. ZBIN ACLT ELTIBES
N, IRIEOZXF—IH SCOTT DIZAI(C, SCOTT. ACL1T (CAERENE T,
ace_|ist ACL ADT7HERHIFI> N(ACE)DUR R,
sec_class ACL MZO—T&Iz(394 THIEES BF1UT1 - I3 ADERET. TF1UT1-I3ANEEZN
TUOWRWEE(L. DML 75ZA0F JAIL MOEF 1T 1 - IS5 RELTERSNE D,
Z8i(E. SCOTT. ACL1 OLSICAF—XTIEEEINE T , BEIOAF—YEBAHRVEE(E. IR
TEOtYa> - AF—IYMBESNET, leeX(E COBUHIT(E. ZBIN ACLT ELTIBES
N, IRIEODZXF—IN SCOTT DIFEIC. SCOTT. ACL1 (CAERENET,
parent L ACL Z(FEI355).

B, SCOTT. ACL1 DSICAF—NTIEEENE T . BRIDAF—YEPD I RVEEE, 1]
EOEY23> - ZF-INEEEINFT, e E CORUHITE. ZRTHACLT ELTIEES
N IREDRAF—YN SCOTT DIZEI(C, SCOTT. ACL1 (CRBRENF T
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inher it_mode # ACL MMETESNTLBIBAIHRE— R, A TE3fE($ EXTENDED F/z(3 CONSTRAINED
_Ga_o

description ACL OAT>3>ME5BA,

1

IROBIE. HRACLEWSACLZVERRLET « CDACLIC(E, ace_| i stlCABHNESNIZACENSENE T, ace_| istTIERAEINDS

HEPR(Z. HRPRIVSEFH 171 - 5 AD—EFTT,

DECLARE
ace_|ist XS$ACE_LIST;
BEGIN
ace_list := XS$ACE_LIST(
XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" “SELECT”", " VIEW_SENSITIVE_INFO’ ),
granted=>true,
principal_name=>"HRREP' ),
XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" UPDATE_INFO’ ),
granted=>true,
principal_name=>"HRMGR')) ;
SYS. XS_ACL. CREATE_ACL (name=>" HRAGL'
ace_list=>ace_list,
sec_class=>' HRPRIVS’,
description=>' HR Representative Access’)
END;

APPEND_ ACESJO>—v
APPEND_ACESO>—>+(%. 1D EMACEZELFOACLISENUET,

354
XS_ACL. APPEND_ACES (
acl IN VARCHAR2
ace IN XS$ACE_TYPE) ;

XS. ACL. APPEND_ACES (
acl IN VARCHAR2
ace_list IN XS$ACE_LIST) ;

JNIA—=4

NSA=4H Bl

ac| ACE %IBH193 ACL D481,
28, SCOTT. ACLT D&AICAF—Y TIEEIENFT . BBRIDAF—VEBDHRVES(E. IRTED
tw Ay - AF—IMMETEINF T, LEX L CORUHITIE, BRI ACLT ELUTIBEIN. IRTEDR
F+—H SCOTT MIFEIC. SCOTT. ACLT (CABRENET,

ace ACL (3Bh193 ACE.
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ace_|ist ACL (LBhI9 5 ACE DU,

il
RO, HRACL ACLICACEZENNILEY . ACEICE DT, SELECTAEFRADB_HRT —AN—X - 1—T—(fF5ENFT,

DECLARE
ace_entry XS$ACE_TYPE;
BEGIN
ace_entry := XS$ACE_TYPE (privilege_|ist=>XS$NAME_LIST (" “SELECT™"),
granted=>true,
principal_name=>"DB_HR',
principal_type=>XS_ACL. PTYPE_DB) ;
SYS. XS_ACL. APPEND_ACES (' HRACL' , ace_entry) ;
END;

REMOVE_ACESD'OY>—Sv
REMOVE_ACESTO3 —>v(d. ACLIMSIARTHACEZHIBRLET .

354

XS_ACL. REMOVE_ACES (
acl IN VARCHAR2) ;

JNIA—=4

NSA=45 71

ac| ACE %HIB2 93 ACL D431,
28, SCOTT. ACL1 DIAICAF— Y TIERIENFT . BBRIDAF—VEBDNRVBES(E. IRTED
w3 AF—IHETESNF T, XK CORUBITE, ZFETH ACLT LLTIBESIN., IRTEDR
F+—H SCOTT DIFEI(C. SCOTT. ACL1T (CRBRENZET,

11

RO, HRACLEWSACLHMS IR TOACEZHEIBRLET

BEGIN

SYS. XS_ACL. REMOVE_ACES (' HRACL') ;
END;

SET_SECURITY_CLASSI'O>—3¥

SET_SECURITY_CLASSTO>—>v(d. ACLOTF1UF1 - I3 RZKHEFFEELET,

354
XS_ACL. SET_SECURITY_CLASS (
acl IN VARCHAR2,

sec_class IN VARCHAR2) ;

INSA=5
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&II

B3
acl H1UT(-I5R%HTET S ACL DZEI.

A&, SCOTT. ACL1 OLSICAF—NTIEEENE T . BRIDAF—VEPD I RVEEE, ]
DY 3> - AF—YHEESNFT . LEX (L CORUHITIF, %BTH ACLT EUTIEES
N IBEDRF—YH SCOTT DIZEI(C, SCOTT. ACL1 (CRBRENF T

sec_class ACL OR-TF (31 THEET 2 F1UT( - ITADE B,

A&, SCOTT. ACLT OLSICAF—YTIEEENE T . BRIOAF—VEDHRVGEE. 1]
EOLY > - AF—NYMEESNFT . LEX(E CORUHITIE, ZRTH ACLT EUTIETES
N IBEDRF—YN SCOTT DIZEI(C, SCOTT. ACL1 (CABRENF T

Bl
ROBIE. HRPRIVS 171 - S5 2%HRACL ACLICREE(HIET
BEGIN
SYS. XS_ACL. SET_SECURITY_CLASS (' HRACL', " HRPRIVS') ;
END:

SET_PARENT_ACLO'O>—-3v

SET_PARENT_ACL(%. ACLOFRACLZETEFIIZELET,

L5354

XS_ACL. SET_PARENT _ACL (
acl IN VARCHAR2,
parent IN VARCHAR?,

inherit_mode IN PLS_INTEGER) ;

JNIA—=4

NSA-45 571: ]

ac| HENTEIDINENHD ACL DZH.
2 H(E. SCOTT. ACL1 DLIICRF—YTIERFENET . ZBIDAF—VEDHRVNES(E. IRTE
DOty a> - AF—IMMETEINF T, XL COBIUHITIE. &ETH ACLT LLTIEESN. IR
FEDZE—H SCOTT MIZAI(C. SCOTT. ACL1 (CABRENET

parent # ACL O&Fi.,
2. SCOTT. ACL1 DLIICZF— Y TIERTENET . BRIDAF—IEDHRNES(E. BTE
DOty a> - AF—IMETEINF T, XL CORIUHITIE. &ETH ACLT ELTIEESN. IR
TEDZE—H SCOTT MIEAI(C, SCOTT. ACL1 (CABRENET,

inher it_mode HAE— R, Nl ROVWSTNHOETT,
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EXTENDED (extends from). CONSTRAINED (constrained with)

il
IROBITIE, Al IDepACL ACLZHRACL ACLOFRDACLEL TEREL TWEY . fk A5 F(LEXTENDED(CEREESNE T,

BEGIN
SYS. XS_ACL. SET_PARENT_ACL (" HRACL" , " Al IDepACL" , XS_ACL. EXTENDED) ;
END;

ADD_ACL_PARAMETERIZO> -3+
ADD_ACL_PARAMETER(Z, 5*—4 -z 17 - RS —DACLSA—HBEEILET

3%

XS_ACL. ADD_ACL_PARAMETER (
acl IN VARCHAR2,
policy IN VARCHAR2,
parameter IN VARCHAR2,
value IN NUMBER) ;

XS_ACL. ADD_ACL_PARAMETER (
acl IN VARCHAR2,
policy IN VARCHAR2,
parameter IN VARCHAR2,
value IN VARCHAR2) ;

XS5~

K5A—% e

ac| J(SA—5mIENNS S ACL DLAET.

R, SCOTT. ACL1 DISICAF—NTIEEIENF T . BRIDAF—VEI DN BVSEER, IRTED
Y2 a>  ZAF-IMEEEINFT . LeAE CORUAFITE,. &ZRTH ACLT LU TIEESN. IRTEDR
F—<h SCOTT DIFEI(C. SCOTT. ACL1 (CARRENFE T,

policy ACL J\SX—IWERRENIET =4 - 2+ 151 - RS — D A1,

R, SCOTT. ACL1 DISICAF—NTIEEIENF T . BRIDAF—VEI DN BVEEE, IRTED
Y2 a>  ZF-YMEEENFT . EAE CORUAFIT(E. &ETH ACLT LU TIEESN. IRFEDR
F—N SCOTT DIZEIC, SCOTT. ACLT (CRBRENFE T,

parameter F—H-F1)71- RIS —TEZESN TS ACL /ITA—IDEET.
value {EF93 ACL /{5 X—4D1E,
151

IRDA(F. ACLIOREGION/CSA—HRENILET . ACUSIA—IIMER SN ST —45 - T+ 1UT ¢ - RUS —DERTFTEST_DS
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T, REGION/CSX—HOAEFNESTTT .

BEGIN
SYS. XS_ACL. ADD_ACL_PARAMETER (" ACL1", " TEST_DS', "REGION', "WEST');
END;

REMOVE_ACL_PARAMETERSD O>—3v

REMOVE_ACL_PARAMETERS(&. ACLOIETESNIZACLNIX—AZHIBRLET , /ISA—FZMEESNTLRVIZE(E ACL
DIRTOACUSA=INEIBRENF T,

354
XS_ACL. REMOVE_ACL_PARAMETERS (
acl IN VARCHAR2,

parameter IN VARCHAR2) ;

XS_ACL. REMOVE_ACL_PARAMETERS (
acl IN VARCHAR2) ;

JNIA—=4

NSA=45 571::

ac| JCSX—4%HIBRT 3 ACL DA,
£ B1(%. SCOTT. ACL1 DLSICAF Y TIEMENFT . ZBIOAF—YEPDHROVESE., IRTED
w3y - AF—IMEFEINET . 2EXIE CORUHITIE, ZaTH ACLT ELTIEESN. IRTEDX
F—<H SCOTT DIBAI(C. SCOTT. ACL1 (CARSRENET,

parameter ACL W'SHIBR T ZHEDH B/ SA—HID&HI,

151

RO (&, ACLT ACLNMSREGION/SSA—4%EIBRLET

BEGIN

XS_ACL. REMOVE_ACL_PARAMETERS (' ACL1’, ’REGION');
END:

ROBNE, ACLIDIRTOACLINSGX—AZHIBRLET .

BEGIN
SYS. XS_ACL. REMOVE_ACL_PARAMETERS (" ACL1") ;
END;

SET_DESCRIPTIOND O>—3v

SET_DESCRIPTIONZO> —>v (%, ACLOSRBAN FHIZeELFT

B
XS_ACL. SET_DESCRIPTION (
acl IN VARCHAR2,

description IN VARCHAR?2) ;
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INSX=4

KSA=4 BT

ac| SiBR%ERTET S ACL D&HET,
2%, SCOTT. ACL1 DLSICRF—YTIEMEINET , BHIOAFT—IIBOHRVES(E. IRTE
DYy - 2F-IHETESINET, etz (E. CORUAITIE. GETH ACLT £LTIEESN. 1]
TEDRF—<H SCOTT DIZEI(Z. SCOTT. ACL1T (CAZRENET,

description ACL DEHBASZZES,

15

IROBIE. HRACL ACLDERBRZERTELF T o

BEGIN

SYS. XS_ACL. SET_DESCRIPTION (" HRACL' , ' Grants privileges to HR representatives and

END;

managers. ) ;

DELETE_ACLD'O>—v
DELETE_ACLTO> —>+v (3. #8ESNIZACLZHIBRUET

354

XS_ACL. DELETE_ACL (
IN VARCHAR2,

acl|

delete_option IN PLS_INTEGER := XS_ADMIN_UTIL. DEFAULT_OPTION) ;

JNSA—4
KSA-4 ahBA
ac| HIbR9 3 ACL DA,

delete_option

R, SCOTT. ACL1 DIESICRAF—NTIEENENF T . BRIDAF—VEIDNBVMEEE, IR
EOtY2a> - ZF—YMBEESINFT . LEXE CORUAITIE, %RTH ACLT EUTIEES
N REORF—NH SCOTT DIZEIC. SCOTT. ACL1 (CARRENF T,

EATBHIBRATS 3> T4 tF1UT1- RIS —(SHU T IROATZ I OEMERRELCT
g_o

® DEFAULT_OPTION:

TIAWR AT T, AMTSRENTVRWMEECOH ACL ZHIBRTEET .
ACL MibDIZFR TS IREINTLSI5E(F. ACL ZHIBRTEFE A

RERE T8 2F1)571 - RKIZ—D—EBTH D ACL ZHIBRULIELIHZ AR,
HIBRISBENRERLET
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KSA-4 B2l
® CASCADE_OPTION:

NRT—R-AT2aUE, ACL ZHIBRL, T7—7-EF21U51 - RIS —DFT =45 - LILAI
HIKD ACL SIREHIBRLET

® ALLOW_INCONSISTENCIES_OPTION:

REEDFOIATZACTE AAMDIST1T4h5 ACL ADELE/\1> RS8N HS
HETE ACL ZHIBRTEET . COE—RTIF. ACL WHIBRENE I, SHR(IHIBR
SNFEA.

il

IROBE T I bOBIBRAT 3> %{EFL THRACL ACLZHIBRLET

BEGIN
SYS. XS_ACL. DELETE_ACL (" HRACL" ) ;
END;
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XS_ADMIN_VUTIL/\W =%
XS_ADMIN_UTILW —ZI(Z(E, D/ o —STERI AN --8TT0TS LNEENET.
COECFRONEYINEFNET:

o t¥1)51-EF)

o EH
® ATSTHN-HAT . ADANSHA - T 33>, ) Z LU E
® XS ADMIN UTILYI 055 LDEH

F¥1U51-EFN

XS_ADMIN_UTIL/Nwo—2 (&, SYSZRF—NIAERENE S . J—-ILiTll(E. CO/\wr—S(Cd I 3FRITEDHERNHDFET
1—-Y—-Ffz(3O—)LDReal Application Security> 27 MERZ(TSHILFEDET(C(E. SYSIERNMNHETT,

l-.-l

TEZX

IROEZIBIBRA TS 2 EELFI .

DEFAULT_OPTION CONSTANT PLS_INTEGER := 1;
CASCADE_OPTION CONSTANT PLS_INTEGER := 2;
ALLOW_INCONSISTENCIES OPTION CONSTANT PLS_INTEGER := 3;

ROELITV> )OI T2 EELET .

PTYPE_XS CONSTANT PLS_INTEGER := 1;
PTYPE_DB CONSTANT PLS_INTEGER := 2;
PTYPE_DN CONSTANT PLS_INTEGER := 3;
PTYPE_EXTERNAL CONSTANT PLS_INTEGER := 4;

ATSION BT ADANS DB - T7o033> ) ABLVHIE
ZOIT—IIClE ROATSTIN 94T AVANTIH-TroH33> . S )= LB EURMNTSD E RSN TOET

CREATE OR REPLACE TYPE XS$LIST IS VARRAY (1000) OF VARCHAR2 (4000) ;
CREATE OR REPLACE TYPE XS$NAME_LIST IS VARRAY (1000) OF VARCHAR2 (261) ;

XS _ADMIN_UTILYD 2'0Y5ADEHN

F11-4 XS_ADMIN_UTILBITOI 3 LADEH]

Y2095 A B3 EREA

GRANT_SYSTEM_PRIVILEGE JO>— J—-Y—ZFfz(30-JUIC Real Application Security A7 MEEZ{TS
S L&D

REVOKE_SYSTEM_PRIVILEGE JO>— I1-—HY—Ffz(30-)LH5 Real Application Security AT AMERZEY
S DELET.
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COIET(EROXS_ADMIN_UTILBT IO S AICOWTERBALEY .

GRANT_SYSTEM_PRIVILEGEZO> -3+

GRANT_SYSTEM_PRIVILEGETOS —Sv%ERL T, 1—HY—Fz(Z0—JLICReal Application Security> 27 AERz 4T
HUFY, SYSEI(FGRANT ANY PRIVILEGEAEPRZFF D1 —DHNCDRIEZEITTEFT.

BEE 77232 AUDIT_GRANT_PRIVILEGEICL DT S RTLMEBRFIZ(ERF—VHERZ(T 5 I BICHDIRTD
GRANT_SYSTEM_PRIVILEGED—)Lh'EEEENE T,

5374
XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (
priv_name IN VARCHAR?2,
user_name IN VARCHAR?2,
user_type IN PLS_INTEGER := XS_ADMIN_UTIL. PTYPE_DB,
schema IN VARCHAR2) ;
NS4
NKIA=H SheA
priv_name {1593 Real Application Security A7 AMERF(IAF—VHERDZRIZIEELE
9,
user_name Real Application Security O3 X7 MERFZERF+—VIERZH 5321 - —F(E
O-)LO&ZEIZIEELET .
user_type 1-H5-0914T . TIAIKITET -IR-R - 1-H-T7,
schema HEBRNMT 52N 32+ —Y., ZOMEIRN'S 2T AER TH2IEEA, fBE NULL TY,
11

RDBITIE, 7—AN=R - 1—HY—dbuser 1Z{ERLL T, CDT—HIR—R-1—H—I(CReal Application Securityt&fE
ADMINISTER_SESSIONZ{F5U. user_type&L T IAIL RDXS_ADMIN_UTIL. PTYPE_DBZIETELFI M. CNEFTIAIL b
ECHIHIEEFARETT,

SQL> CREATE USER dbuser1 identified by password;

SQL> EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" ADMINISTER_SESSION', 'dbuser1’,
XS_ADMIN_UTIL. PTYPE_DB, "HR1");

ROBITE, 7TV —23> - 1—Y—user 1Z24ERRL. CO7—23> - 1—H—(CReal Application SecuritytZR
ADMINISTER_SESSIONZ{F5U. user_typeZzXS_ADMIN_UTIL. PTYPE_XSEUTIBTEL. AF—YZHR1EVTIBELF Y,
SOL> EXEG SYS. XS_PRINCIPAL. CREATE_USER (" user1’, " HR1") ;

SQL> EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" user1’, ’password’);

SQL> EXEC SYS. XS_ADMIN_UTIL. GRANT_SYSTEM_PRIVILEGE (" ADMINISTER_SESSION', "user1’,
XS_ADMIN_UTIL. PTYPE_XS, "HR1");
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REVOKE_SYSTEM_PRIVILEGED OY—3v

REVOKE_SYSTEM_PRIVILEGEZ{ERL T, 1—Y—Ffz(dO—J/Lh5Real Application SecurityD> X5 AMEBREZFR
F—VHERZEDELE T . SYSHEPRE/Z(ZGRANT ANY PRIVILEGEAERRZHF D1 —DHNDIRIEZFEITTEET

BEE 77232 AUDIT_REVOKE_PRIVILEGE(CL DT S AT MERFIZAF—VIERZEVDIH I TLHDIRTD
REVOKE_SYSTEM_PRIVILEGEJ—)Lh'EEEENF T,

3%
XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (
priv_name IN VARCHAR2,
user_name IN VARCHARZ,
user_type IN PLS_INTEGER := XS_ADMIN_UTIL.PTYPE_DB,
schema IN VARCHAR2) ;
JI\NSX=4
KSA=4 B
priv_name HEWD’H 9 Real Application Security A7 L©MERFZ(EAFT—V1ERDZBIZIEELE
ER
user_name Real Application Security D> X7 MEREIZ(EAF—VERZEDEIT 1I-Y—F2(
O-IO%EIZIEELEFT .
user_type A-Y—0F4T. TIAWITET —HIR-R - 1-H-TT,
schema HERDEXDHEN A+ —Y . TOIERNS AT MER THd154E . fBIENULL T,
il

ROBIT(E, 7—HAR—=R - 1—H—dbuser 1Z/ER%L T. COF7—AIR—X- 1-H—h5Real Application Securityt&fR
ADMINISTER_SESSIONZERDSHU. user_type&U TFIA4)L hDXS_ADMIN_UTIL. PTYPE DBZIEELE I M, cNEFTIAIL B
ECHIHIEEFARETT,

CREATE USER dbuser1 identified by password;

SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" ADMINISTER_SESSION', " dbuser1”, XS_ADMIN_UTIL. PTYPE_DB,
"HR1") ;

ROBITE, 7TV —33> - I—Y—user 12ERRLT. COT7TVr—23> - 1-H—hBReal Application Securityi&
BEADMINISTER_SESSIONZERDSEU. user_typekUTTIAIL FDXS_ADMIN_UTIL. PTYPE_XSZIETELFE T,
SQL> EXEC SYS. XS_PRINCIPAL. CREATE_USER (" user1’, HR1");

SQL> EXEC SYS. XS_PRINCIPAL. SET_PASSWORD (" user1’, "password’);

SQL> EXEC SYS. XS_ADMIN_UTIL. REVOKE_SYSTEM_PRIVILEGE (" ADMINISTER_SESSION', "user1’,
XS_ADMIN_UTIL. PTYPE_XS, "HR1");
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XS_DATA_SECURITY/\Wo—%

XS_DATA_SECURITY/Cws—2(2(d, T7—4-F21UF1 - N>~ BhET —4- LILAEIK. SIHEIFISLTACUNSA-5%/E
Bk B, HIBRI 2D IO —SviEFENET,

COIRICIIRONEYINEENFT:
o t¥1)51-EF)
® AJSIIN-H4T AVANSYE - T7D33>, S)ZhEFUH S
® XS DATA_SECURITYHJJOJ3LDEH]

XS_DATA_SECURITYN Y —-3DtF+1UT1-EF)

XS_DATA_SECURITY/Cws—(3, SYSRF—NICVERENF T . INTORF—YDACL. TF1YUF1-I3X, tF+1U71 -
S—REDAF—Y-ATD1I M EIRTESADMIN_ANY_SEC_POLICYADBAO— U FT5ENET, Fe.
ADMIN_ANY_SEC_POLICYZf+5&MN TL\S 1~ —(&. ENABLE_OBJECT_POLICY. DISABLE_OBJECT_POLICY.
APPLY_OBJECT_POLICY#5&UREMOVE_OBJECT POLICY OS> —+%1—ILTEET,

I—-5—(F. RF V(I BRESOURCEO-)L 2T 5N TLBIHE(C, BEOXF—XADOAF - -ATZ1I M EIETE
&9 . RESOURCEO—JLELUXS_RESOURCEY TS —23> - O—IUC(&, 7TV —23> RO —EIRZEMR T DIes(c. X
F-IYADZF Y- AT 1V FOBIEB SRS SENTAF—YADR) S — - 7=F1T7) N\OBIR (KT,
ADMIN_SEC_POLICY#EPRN'EENF T

APPLY_SEC_POLICY+EPRZAT SN e 1 —(d. R+ - T IMN)S -8 F 2 ERTEET ., COMERZR D13,
HEPRAT SENIAF —YADRYS -5 B2 EIBL T 7T 23> A0S —EIRZIER TEET .

ATIIIN-B4T . AVANS I8 -T72D253Y ) ZAELTHE

Z0)\WT—SIF IROATZ 1IN AT AV AN - T72923> ) Z ABLUGRANTX N EERENTLET.

—— Create a type for key

CREATE OR REPLAGE TYPE XS$KEY_TYPE AS OBJECT (

primary_key VARCHAR2 (130) ,

foreign_key VARCHAR2 (4000)

— Foreign key type; 1 = col name, 2 = col value

foreign_key_type NUMBER,

—— Constructor function

CONSTRUGTOR FUNCTION XS$KEY_TYPE
(primary_key IN VARCHAR2,
foreign_key IN VARCHAR2,
foreign_key_type IN NUMBER)
RETURN SELF AS RESULT,

MEMBER FUNCTION GET_PRIMARY_KEY RETURN VARCHAR2,

MEMBER FUNCTION GET_FOREIGN_KEY RETURN VARCHAR2,

MEMBER FUNCTION GET_FOREIGN_KEY_TYPE RETURN NUMBER,

)

CREATE OR REPLACE TYPE XS$KEY_LIST AS VARRAY (1000) OF XS$KEY_TYPE;
CREATE OR REPLACE TYPE XS$REALM_CONSTRAINT_TYPE AS OBJECT (

—— Member variables

realm_type NUMBER,

—— Member evaluation rule

realm VARCHAR2 (4000) ,
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—— acl| list of instance set

acl_list XS$NAME_LIST,

—— isStatic variable for instance set. Stored as INTEGER. No boolean datatype
—— for objects. False is stored as 0 and TRUE is stored as 1

is_static INTEGER,

— Indicate if the realm is parameterized

parameterized INTEGER,

— parent schema name for inherited from
parent_schema VARCHAR2 (130),

— parent object name for inherited from
parent_object VARCHAR2 (130),

— keys for inherited from

key_list XS$KEY_LIST

— when condition for inherited from
when_condition VARCHAR2 (4000) ,

— Constructor function — row_level realm
CONSTRUCTOR FUNCTION XS$REALM_CONSTRAINT TYPE

(realm IN VARCHAR2
acl_list IN XSSNAME_LIST,
is_static IN BOOLEAN := FALSE)

RETURN SELF AS RESULT,

— GConstructor function — parameterized row_level realm
CONSTRUCTOR FUNGCTION XS$REALM_CONSTRAINT_TYPE
(realm IN VARCHAR2
is_static IN BOOLEAN := FALSE)
RETURN SELF AS RESULT,

—— Constructor function — master realm

CONSTRUCTOR FUNCTION XS$REALM_CONSTRAINT_TYPE
(parent_schema IN VARCHAR2,
parent_object IN VARCHAR2,
key_list IN XS$KEY_LIST,
when_condition IN VARCHAR2:= NULL)
RETURN SELF AS RESULT

—— Accessor functions

MEMBER FUNCTION GET_TYPE RETURN NUMBER,

MEMBER FUNCTION GET_REALM RETURN VARCHAR2,

MEMBER FUNCTION GET_ACLS RETURN XS$NAME_LIST,

MEMBER FUNCTION IS_DYNAMIG_REALM RETURN BOOLEAN,

MEMBER FUNCTION IS_STATIG_REALM RETURN BOOLEAN,

MEMBER FUNCTION IS_PARAMETERIZED_REALM RETURN BOOLEAN

MEMBER FUNCTION GET_KEYS RETURN XS$KEY_LIST,

MEMBER FUNCTION GET_PARENT_SCHEMA RETURN VARCHAR2

MEMBER FUNCTION GET_PARENT_OBJECT RETURN VARCHAR2

MEMBER FUNCTION GET_WHEN_CONDITION RETURN VARCHAR2,

MEMBER PROCEDURE SET_REALM (realm IN VARCHAR2),

MEMBER PROCEDURE ADD_ACLS (ac| IN VARCHAR?2),

MEMBER PROCEDURE ADD_ACLS (acl_list IN XSSNAME_LIST),

MEMBER PROCEDURE SET_ACLS (acl_list IN XSSNAME_LIST),

MEMBER PROCEDURE SET_DYNAMIC

MEMBER PROCEDURE SET_STATIC,

MEMBER PROCEDURE ADD_KEYS (key IN XS$KEY_TYPE),

MEMBER PROCEDURE ADD_KEYS (key_list IN XS$KEY_LIST),

MEMBER PROCEDURE SET_KEYS (key_list IN XS$KEY_LIST),

MEMBER PROCEDURE SET_PARENT_SCHEMA (parent_schema IN VARCHAR2),
MEMBER PROCEDURE SET_PARENT_OBJECT (parent_object IN VARCHAR2),
MEMBER PROCEDURE SET_WHEN_CONDITION (when_condition IN VARCHAR2)
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)

—— Create a list of realm constraint type

CREATE OR REPLACE TYPE XS$REALM_CONSTRAINT_LIST AS VARRAY (1000)
OF XS$REALM_CONSTRAINT_TYPE;

—— Create a type for column(attribute) security

CREATE OR REPLACE TYPE XS$COLUMN_CONSTRAINT_TYPE AS OBJECT (

— column list

column_list XS$LIST,

— privilege for column security
privilege VARCHAR2 (261) ,

—— Gonstructor function
CONSTRUCTOR FUNCTION XS$COLUMN_CONSTRAINT_TYPE
(column_list IN XS$LIST,
privilege IN VARCHAR2)
return SELF AS RESULT,
MEMBER FUNCTION GET_COLUMNS RETURN XSS$LIST,
MEMBER FUNCTION GET_PRIVILEGE RETURN VARCHAR2,
MEMBER PROCEDURE ADD_COLUMNS (column IN VARCHAR2),
MEMBER PROCEDURE ADD_COLUMNS (column_list IN XS$LIST),
MEMBER PROCEDURE SET_COLUMNS (column_list IN XS$LIST),
MEMBER PROCEDURE SET_PRIVILEGE (privilege IN VARCHAR2)
)
— Create a list of column constraint for column security
CREATE OR REPLACE TYPE XS$COLUMN_CONSTRAINT_LIST
IS VARRAY (1000) of XS$COLUMN_CONSTRAINT_TYPE;

XS_DATA_SECURITYHIJOVSADERN

F11-5 XS_DATA_SECURITYHIJOJ 3 LADOER]

¥2' 7095 A FEE R EH A

CREATE_POLICY JO>—>v T =4 2F2UFT1 - NS —ZERRLET .

APPEND_REALM_CONSTRAINTS 7O 1 DB EDT—5-UILABIKZEEFDOT -7 - ZF+ 1071 - RS —(SENN
:/_9"7 bia-c

REMOVE_REALM_CONSTRAINTS 7O EESNZT =4 £F1UT1 - RIS —DIRTOT -4 - UL LdIKIZHI
DARPAY BRUF .

ADD_COLUMN_CONSTRAINTS JO>— 1 DB EOFEIfZIEEEINLT 45 - tF1UF1 - RUS —(GEMULF
ﬁ 6_0

REMOVE_COLUMN_CONSTRAINTS JO 7—4-tF1)71 - RUS—D5IRTOHFIHIZHIBRLET .

A

CREATE_ACL_PARAMETER JO>—>v  #BESNIT—4-EF1U571-R)>—D ACL NSA—-5%/ERRLET .

DELETE_ACL PARAMETER JO>—2v  $8EENLT—4-tF+1YF1- RIS —H5 ACL NSA—HZHIBRLET .
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¥70954 e AR

SET_DESCRIPTION JO>—>+ BESNT—4- 3171 - RIS —DFRANFINE R ELET .

DELETE_POLICY JO>—>% F—=H-F1)571- RS —ZHIBRUFT .

F11-6 RFLEFE1-TT—5-LF1V571 - RIS —2ERIB/HDXS_DATA_SECURITYH T TOT S LDOEL

Y2095 A e R AR

ENABLE_OBJECT_POLICY JO>—>v BESNERFLEFE1-0F7 -7 - T+ 171 - RS —2BHICLET,

DISABLE OBJECT POLICY JO>—>v  $E8ESNLRFZEE1-DT—45-tF+1UT1 RIS -2 8 LETS

REMOVE_OBJECT_POLICY JO>—>v  $EESNERFBEI-ZHIFRE IS, 22T -4 - tF1UT1ZHIBR
bia-o

APPLY_OBJECT_POLICY JO>—>v BESNRFEE1-07-7-2F1)571 - RS- 2EHFFEE
BRLET,

COIET(EROXS_DATA_SECURITYHBITOYSAICOWTEREALE T,

CREATE_POLICYZO>—Sv
CREATE_POLICYTOS —Sv(d, #iiRT—4 - t+1U71 RIS —ZAERLET

XX
XS_DATA_SECURITY. CREATE_POLICY (
name IN VARCHAR2,

realm_constraint_list [N XS$REALM_CONSTRAINT_LIST,
column_constraint_list IN XS$COLUMN_CONSTRAINT_LIST := NULL,

description IN VARCHAR2 :=NULL) ;
INS5A=%H
NKSA-5 A
name YERR S 27 =4 L+ 171 - RS —DEHT,

£ H(E, SCOTT. POLICYT DLIICAF -V TIEENENE T . HBIDAF—VED

DHIRVSER BIEOEYS 3> - AF-IMEEENFT . EAE COREU
BIT(F. &ETH POLICYT EUTIEESN, IRTEDAF—H' SCOTT DIFAI(C,
SCOTT. POLICY1 ([CARRENF T,

realm constraint_list F—3- %174 RIS~ (L TRESNBITERETZT - LIL LK
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NSA—4 EIL
column_constraint_list NEATA>TY, IREITIEIEECAERDUZ N,
description F—Htx1UF1- RIS —DA T3> 05,

il

IRDA(E. USERT. EMPLOYEES_DSEWVST =4 - F1UT 1 - RUS —%VERRLET . T4 - LILAKIKIZERL T, BBF9ES
605 LUM00(CEEET 2T —H2RELET . Tz, SALARYSI(BIH)NAD7IER (35 HIFZ2ERL THIBRENE T,

DECLARE
realm_cons XS$REALM_CONSTRAINT_LIST;
column_cons XS$COLUMN_CONSTRAINT_LIST;
BEGIN
realm_cons :=
XS$REALM_CONSTRAINT_LIST(
XS$REALM_CONSTRAINT_TYPE (realm=> ' DEPARTMENT_ID in (60, 100)’
acl_list=> XS$NAME_LIST (' HRACL ))) ;

column_cons :=
XS$COLUMN_CONSTRAINT_LIST (
XS$COLUMN_CONSTRAINT_TYPE (column_Ilist=> XS$LIST (' SALARY" ),
privilege=> "VIEW_SENSITIVE_INFO')) ;

SYS. XS_DATA_SECURITY. CREATE_POLICY (
name=>" USER1. EMPLOYEES_DS'
realm_constraint_l ist=>realm_cons,
column_constraint_I| ist=>column_cons) ;

END;

APPEND_REALM_CONSTRAINTSO' O>—3v

APPEND_REALM_CONSTRAINTS OS> —>v(d, 1D EDFT—4-LILAKIKIZEIFDT -4 - £+ 171 - RS —(SENILE
ER

354
XS_DATA_SECURITY. APPEND_REALM_CONSTRAINTS (
policy IN VARCHAR2,

realm_constraint IN XS$REALM_CONSTRAINT_TYPE) ;

XS_DATA_SECURITY. APPEND_REALM_CONSTRAINTS (
policy IN VARCHAR2,
realm_constraint_list IN XS$REALM_CONSTRAINT_LIST) ;

JSSA—4
NKSA=4 BT
policy F—45-U LEEEMNd 37 -4 - t+ 171 - RS —D&H.

Ai(E. SCOTT. POLICY1 DLS(CAF N TIEEIINET . ZRIDAF—VEDH
BRWSEE IREOEYS 3> - ZF-INMEEINFT, LZE CORUHIT
(&, &ATH POLICYT ELTHEESN. IRTEDZF—NH SCOTT DIFEIC,
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KSA-4

S&II

SCOTT. POLICY1 ([CABRENZE T,

realm_constraint F—4tF 1T RIS~ SBINT BT~ LILAFIH,
realm_constraint_|ist T4 tF1)74 RIS — (GBS BT —4 - LILAFIFIDOURA K,
15
IROBIE, FART—4 - LIV AIFIZENPLOYEES_DST—4 - 115 - RS —(SENULF T,
DECLARE
realm_cons XS$REALM_CONSTRAINT TYPE;
BEGIN
realm_cons :=

XS$REALM_CONSTRAINT_TYPE (realm=> 'DEPARTMENT_ID in (40, 50)
acl_list=> XSSNAME_LIST (" HRACL')) ;

SYS. XS_DATA_SECURITY. APPEND_REALM_CONSTRAINTS (
policy=>" EMPLOYEES_DS'
realm_constraint=>realm_cons) ;

END;

REMOVE_REALM_CONSTRAINTSD O>—33+
REMOVE_REALM_CONSTRAINTS TS —Sv(d, =4 F1UF( RIS~ D5 INTOT 4 - LILAKIKIZHIBRLE T

X

XS_DATA_SECURITY. REMOVE_REALM_CONSTRAINTS (
policy IN VARCHAR2) ;

J$S—4

NKS5A=4 BT

policy F—3-UIL LG EEIBR S 25 —4 - t+1UT1 - RS — D% B,
ZH(E. SCOTT. POLICY1 DLSCAF Y TIEEFENF T, ZHIDAT—YEDIHRVMES (. IRIED
YA ZF-IIMEFESNET, e X(E CORUAITIE. &FTH POLICYT £LTISESN. IRIED
ZE—H SCOTT DIZAI(C. SCOTT. POLICY1 (CARRENET,

51

ROGI(&. EMPLOYEES_DST—4 -+ 1UF1 - RUS—DS IR TOT =4 - LILASIFIZEIBRUET

BEGIN

SYS. XS_DATA_SECURITY. REMOVE_REALM_CONSTRAINTS (" EMPLOYEES DS’ ) ;
END;

ADD_COLUMN_CONSTRAINTSIO> -3+

ADD_COLUMN_CONSTRAINTST OS> —>v (4. 1D LOFIEIHI%ET -4 £+ 171 - RIS —(SEBIILET .
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354

XS_DATA_SECURITY. ADD_COLUMN_CONSTRAINTS (
policy IN VARCHAR2,
column_constraint IN XS$COLUMN_CONSTRAINT TYPE) ;

XS_DATA_SECURITY. ADD_COLUMN_CONSTRAINTS (
policy IN VARCHAR2,
column_constraint_list IN XS$COLUMN_CONSTRAINT LIST);

IXSA=%5
NKSA-4 ahAA
policy BIEHIEENT T —5 - tF1U71 - RIS —D&RT.
A&, SCOTT. POLICYT DLSCAF—YTIEEENE T . RBIDAF—VED
DHRBVSER REOEYS 3> - AF—IHRENET, EX(E CORE
CHIT(L, &ETh POLICYT ELTHEEZN. IREDRAF -V SCOTT DIHE
(C. SCOTT. POLICY1 (CABRENFT
column_constraint ENIEELE R
column_constraint_list BANT 35 EIFIDUZ .
1
IROAY(E. COMMISSION_PCTFI(Cx3 925! Hl#9ZEMPLOYEES_DSF—%4 - £+ 1UF1 - RS —(SENLET
DECLARE
column_cons XS$COLUMN_CONSTRAINT_TYPE;
BEGIN
column_cons :=

XS$COLUMN_CONSTRAINT _TYPE (column_I ist=> XS$LIST (' COMMISSION_PCT" ),
privilege=> 'VIEW_SENSITIVE_INFO');

SYS. XS_DATA_SECURITY. ADD_COLUMN_CONSTRAINTS (
policy=>" EMPLOYEES_DS’ ,
column_constraint=>column_cons) ;

END;

REMOVE_COLUMN_CONSTRAINTSOOY>—>v
REMOVE_COLUMN_CONSTRAINTSO>—>+ (3, T—4-F1UF 1 - RUS—HBIARTOFIEIFIZHIBRUE T,

354

XS_DATA_SECURITY. REMOVE_COLUMN_CONSTRAINTS (
policy IN VARCHAR2,) ;

INSX=4

NKSA-5 EILE

308



KKS5A=% Bl
policy B RGBT 2T -4 -t 1T - RIS — D&,

R0, SCOTT. POLICYT DLSICAF—NTIEENENE T . BRIDRAF—VEFD N RVMEER, IRTED
Y23 - AF—YPMBESINT T, LA CORUAITIE, &aIA POLICYT ELTIEESN. IRED
AF—YNH SCOTT DIFEIC, SCOTT. POLICYT (CARRENF T

il
IROAF(F. EMPLOYEES_DST —% -2+ 151 - KU — W5 IR TOFHIFIZHIBRLET

BEGIN
SYS. XS_DATA_SECURITY. REMOVE_COLUMN_CONSTRAINTS (" EMPLOYEES_DS’ ) ;
END;

CREATE_ACL_PARAMETERD O>—3¥
CREATE_ACL_PARANETERTOS —S¥ (3. 74 F1UF1 - RS~ DACUSA—F=AERLET

X

XS_DATA_SECURITY. CREATE_ACL_PARAMETER (
policy IN VARCHAR2,
parameter IN VARCHAR2,
param_type IN NUMBER) ;

JCSX—4

NSA=4 sHeg

policy ACL JSSA—%VERR T BINEDHDT —4 - ¥ 171 - RIS —D&HE,
2 Hi(&. SCOTT. POLICY1 D&SICAF— Y THERENET . ZRIDAF—VEBDHRMES (., IR
EOYIA> AF—IMMEESNFT, l2EZ(E CORIUBITIE, ZaTH POLICYT ELTISER
. IRTEDZFE—TH SCOTT MIZAIC. SCOTT. POLICYT (CARFRENFT

parameter YER% 93 ACL J\SX—9D% 8T,

param_type JCSA—HDFT—HBL, ZhiE 1 (NUMBER)EZ(E 2 (VARCHAR)TY,

151

ROMGI(%. DEPT_POLICYELSACL/SSA—S%EMPLOYEES_DST—4 - 4 1UF 1 - RUS — (LU TYERRLE T .

BEGIN

SYS. XS_DATA_SECURITY. CREATE_ACL_PARAMETER (' EMPLOYEES_DS', ' DEPT_POLICY' 1)
END;

DELETE_ACL_PARAMETERIO>—Yv
DELETE_ACL_PARAMETERTDOS —v(3, T7—4-F1UF - RIS —DACUIA—5%HIBRLE T
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(4
XS_DATA_SECURITY. DELETE_ACL_PARAMETER (

policy IN VARCHAR2,

parameter IN VARCHAR2,

delete_option IN PLS_INTEGER := XS_ADMIN_UTIL.DEFAULT OPTION) ;
JNSX=4
KSA=45 B L
policy ACL )\SX—5%HIBRT 3T —4 - tF1UT 1 - RUS— DR H,

R, SCOTT. POLICYT D&SICRAF—NTIEEHENE T . BRIDRAF—VEPD D RVEE(R,
WIEOLEYA> - AF-INMMEEINFT . LEXE CORUAITIE, %AETH POLICYT LT
EeN., IWIEOZXF—YN SCOTT DIHFE(C, SCOTT. POLICYT (CABRENFT

parameter HIBR9 2 ACL /\TX—HDZH].

delete_option BRI REIRATI A ROATS A HERTEEY,
® DEFAULT_OPTION (FTAJLR):

FTIAIN- AT T A TSIREINTORWMEEICOH ACL NSA—FZHIBFTE
F9. ACL \GX—452SRIMDI>T1T1hd%mE(F. ACL/ISA—FZHIBRT
SFEA.

® CASCADE_OPTION:

HAT—R-AT2aU(E ACL NIA—HZZNIC I DS IREEBICHIBRUE T, TF1Y)
T4 - )3 2%HIBRT 21T —(C& INSOSIRZHIFRI SERBMBETT

® ALLOW_INCONSISTENCIES_OPTION:

AESOHFATS A>T OIS TATANB LI T1TAA\DEE/\ 1> RSB NS
BIGATEEDITATAZHIBRTEET . IO TA TN BIDMKFIED— B THDHE
(F. BHIBRAREZL . I5—DEENFT.

Bl

ROBIE. TIAI S AT>3>%EFUTDEPT_POLICY ACL/NSXA—45%ZENPLOYEES_DST —%4 -2+ 1UF ¢ - RIS —h5H|
BRLET .

BEGIN
SYS. XS_DATA_SECURITY. DELETE_ACL_PARAMETER (' EMPLOYEES_DS', " DEPT_POLICY",
XS_ADMIN_UTIL. DEFAULT_OPTION) ;
END;

SET_DESCRIPTIONDOY—3%
SET_DESCRPTIONITOS —v(d, EEINLT —4 - tF1U71 - KU —OHRAXFI R ELETS .
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354

XS_DATA_SECURITY. SET_DESCRIPTION (
policy IN VARCHAR2,
description IN VARCHAR2) ;

JASA—4

KSA=4 Bl

policy SER%EERTET BT Y- ¥ 1UT( - RUS—D&AET.
ZFilZ, SCOTT. POLICYT OLICRF—Y TIERTENFT . RRIOAF—YEPSI DRV S,
REOTYS I AE—IHIEEINET, feez (. CORIUAITIE. &Fint POLICY1 L TE
ESN. IRTEDOZAF—IH SCOTT MIFEI(C. SCOTT. POLICYT (CAERENET .

description fEESNET -5 - 174 RIS —OHBASIF .,

14l

SROMBIE. EMPLOYEES_DST—4 -t 10T 1 - RS — DS BASI 25 %8 ELET

BEGIN

SYS. XS_DATA_SECURITY. SET_DESCRIPTION (" EMPLOYEES_DS',
"Data Security Policy for HR.EMPLOYEES');
END;

DELETE_POLICYJO>—>v

DELETE_POLICYTO>—>v(d. 7—4-EF1UF1- RIS —ZHIBRLET

354
XS_DATA_SECURITY. DELETE_POLICY (
policy IN VARCHAR2,

delete_option IN PLS_INTEGER := XS_ADMIN_UTIL.DEFAULT_OPTION) ;

JASX—4

KKSA—4 SieA

policy YIBR S BT —4 - 1UT( RIS — D&,
&, SCOTT. POLICY1 DLSICAF - TIEMINET . BHIDAT - DHRNES
(&, BIEOYS 3> - ZF—IHMEESNET, L (E. CORIUAITIE. &FTH POLICYT &L
TIEE2N. MIEDZF—H SCOTT DIZAIZ, SCOTT. POLICY1 (CARERENFT,

delete_option ERATBEIRATIA. tF1UT( RIS~ (U T ROATS > OEEIRU T,

® DEFAULT_OPTION:

FTIAINN AT TR A TSBEINTOVRVMESICOHT—F - TF1UF 1KY
S—RHIRTEFT, T - TF1VT1 - NS -2 BRI MO I T1 T4 h'r D15
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KSA-4 B2l
Bld T8 tF1)571 RIS —ZHIBRTEE R A
® CASCADE_OPTION:

NAT=R-ATZaUE T=5-2F21Y71 - RIS -2 NI T ZSIRECEITHIBRL
F9, 75 F1U71 - RIS —ZHIBR T 21— (F. INSOSEREHIBRLET

® ALLOW_INCONSISTENCIES_OPTION:

REBEEOHFTIATIATE MBOIFATANBIOTATAADELE/ A > RSEH
HIIBETHEDIOTATARHIBRTEF T, I TA TAHHIDIKEFEIED—EBTHD
BA(E. HIBRDKRERL., IS—hERENFd.

il
ROBIE. TIAI S ATS3>%EFUTEMPLOYEES_DST—4 - £+ 1UF 1 - RIS —ZHIBRLE T,

BEGIN
SYS. XS_DATA_SECURITY. DELETE_POLICY (" EMPLOYEES_DS’
XS_ADMIN_UTIL. DEFAULT_OPTION) ;
END;

ENABLE_OBJECT_POLICYJDO>—%

ENABLE_OBJECT_POLICYTOS —v(d, EEINRFFEI—DT 5 - tF1UT1 - RIS —ZBHICLET,
ENABLE_OBJECT_POLICY(d, FRE(FE 1~ (CHL TACLR=ZADITLAI T =4 - £+ 1UF 1 - RUS % BZHLET .
FETDIRICHUTAOR— PRI VAR MERATURE T, 237/ \WIDBM T, 7—4-tF1U71 - NI>—%B%
([CTBENBERIBENHDET
RAEO1-Y-NMERATRERRILEE1I-0T -5 tF1UT1 - RIS —DRT—IRZRNB(C(L.
DBA_XS_APPLIED_POLICIEST—%-74723F)-E1-%ZM\EEET.

RS —D3&HIAIC, APPLY_SEC_POLICYAERRICII S 3F IV INEITENET

354

XS_DATA_SECURITY. ENABLE_OBJEGT_POLICY (
policy IN VARGHAR2,

schema IN VARCHAR2,

object IN VARCHAR2) ;

JNIA—=4
NIA=45 e
policy BMCITBT—4-tF1)71 - RIS —D&HEI,

R, SCOTT. POLICYT D&SICAF—NTIEEENE T . BRIDAF—YEPDHRVMES
(&, IRTEDOEYZ A - AF—IYHBESINET, 1L X (S CORUHITIE, ZAETH POLICYT £L
TIEESN. IREOAF—H SCOTT DIZA(C, SCOTT. POLICYT (CAERENE T,
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NKSA=45 SheA

schema BRICITBREIL1-EESDRF - OLAET.

object F—=A-tF1UF1 RS- BRCITIREIEI-D&E],
151

RO, salesAF—YDproductsRICKTUTXDSEBRIICLET

BEGIN

SYS. XS_DATA_SECURITY. ENABLE_OBJECT_POLICY (policy =>' CUST_DS', schema=>"sales’, object=>"products’);
END;

DISABLE_OBJECT_POLICYJO>—-3v

DISABLE_OBJECT_POLICYTO>—>v (. HEESNLRELFE1-DT -5 - TF1UT1 - RUS—ZERDICLET
DISABLE_OBJECT POLICY(&. FF2(FE1— (XU TACLN=ZDITLAI T =45 - tF 171 - RIS —ZEIDCLET

AT IRICTU T UR—NEEEIIAR- MEITIT 255, FET/\WJOBEMT. Real Application Security%
NI BENERMGENDDET .

REQI-Y-MMERRIgEREREREE1I-DFT -4 - TF1UT 1 - RS —DAFT—HRAZANB(C(L.

DBA XS APPLIED_ POLICIEST—4:-T4933F-E1—-%z2BVEEZET,

MU —Ds&HIRTIC. APPLY_SEC_POLICYMEBRICKXI S 2 F TwINEITEINET

X

XS_DATA_SECURITY. DISABLE_OBJECT_POLICY (
policy IN VARCHAR2,

schema IN VARCHAR2,

object IN VARCHAR2) ;

JASX—4

KKSA—4 SieA

policy | BT —4- 171 - RS — DR,
&, SCOTT. POLICY1 DLSICAF - TIERINET . BHIDAT - DOHRNES
(&, BIEOEYS I - ZF—IHAEESNET, L Z(E. CORIUAITIE. &FTH POLICYT &L
TIEEEN. BTEDZFT - SCOTT DIZA(Z. SCOTT. POLICY1 (CABRENET,

schema T BEERIE1-EEZDIE—IDEHET,

object F—A )T 1 RS —HEHNCTBEFFE 1-D&HI,

15

RO, salesAF—YDproductsRICTUTXDSEEMICLET

BEGIN

SYS. XS_DATA_SECURITY. DISABLE_OBJECT_POLICY (policy =>"CUST_DS', schema=>'sales’, object=>'products’) ;
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END;

REMOVE_OBJECT_POLICYJ'O>—Sv

REMOVE_OBJECT_POLICYZ OS> —>v (&, EESNIRFFE1-ZHIBRETIC, 2IhST—4-EF1U71 - RUS—ZHIBR
L&9 . REMOVE_OBJECT_POLICY(d. F##9F —4- L)L AIKI TENABLE_XDS(C& > THERRENIZACLY TV S/ AR -E1—%
HIBRLE Y,

REOI Y- MEATIRERRFFE1—DFT -7 - TF1UF1 - RV —DRF—FRZFAN DI,
DBA_XS_APPLIED_POLICIEST—#-747>3}3V-E1-ZBVEEFT,

RS —Ds&HEIRTIC, APPLY_SEC_POLICYMEBRICXI S B2F 1w INEITENE T,

354

XS_DATA_SECURITY. REMOVE_OBJECT_POLICY (
policy IN VARCHAR2,
schema IN VARCHAR2,
object IN VARCHAR2) ;

JCSX—4

KKSA—% 5iEA

policy YIBRT 35 —4 - 1T - RS — D&,
Z8i(Z. SCOTT. POLICYT D&LSICRF—Y TIERTSNET . BRTOAF—TEPINBES
(&, BIEOYS 3 - ZF—IMEFESNET, 2L X(E. CORUHITIE. &FTH POLICYT &L
TIETESN. BIEDZF—H SCOTT DIEAIC. SCOTT. POLICY1 (CABRINZET,

schema F—4 X UT/ RS —RBIBR T BRI 1- 2 SDRF - DL,

object F—4- X151 - RS —%YIBR I RRF(FE 1—DZET

151

RO, salesAF—YDproductsFTHNSCUST _DST—4-tzF 171 - AU —%2HIBRLE T .

BEGIN

SYS. XS_DATA_SECURITY. REMOVE_OBJECT_POLICY (policy=>" CUST_DS', schema=>'sales’, object=>"products’);
END;

APPLY_OBIJECT_POLICYDOY—3v

APPLY_OBJECT_POLICYZOS —>v (& EESNIT —IN-ZAKRFL(FLE1-0OF7 -7 - T+ 171 - RS- 2B F(EHE
EBMCLET.

REOQI-T-MEARIRRRFEE1-0FT -4 -TF1YF1 - NS —DRFT—HRZFANBIC(E,
DBA_XS_APPLIED_POLICIEST—%-7¢9>3H)-E1-ZBVEREFT,

MU —Ds&HIRTIC. APPLY_SEC_POLICYMERRICXI S 2F TwINEITENE T,

354
XS_DATA_SECURITY. APPLY_OBJECT_POLICY (
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policy

schema

object

row_acl
owner_bypass
statement_types
aclmv

IN VARCHAR2,

IN VARCHAR2,

IN VARCHAR2,

IN BOOLEAN DEFAULT FALSE

IN BOOLEAN DEFAULT FALSE

IN VARCHAR2 DEFAULT NULL,
IN VARCHAR2 DEFAULT NULL ) ;

)54

IKSA=4 Bl

policy BT ZT—4- 1057 - RUS—D&ET,
Z(E. SCOTT. POLICY1 DLSCRF— Y TIERTENET . ZEIDAF—VEBD N\
AlF. BEOEYS I - ZF—IHMEFESNET, L X COBUAITR. &FEIN
POLICY1 £LTHBTESN. IRTEDAF—H' SCOTT DA, SCOTT. POLICYT (CAEREN
ia-c

schema BYFEEEEBMNCTIIL -3 EF G 1-2SDRF—YDEH.

object F—4- %151 - RS —2EDFFEEENCITIIL—IaFIRF(EE1-0%
EI

row_ac| FIA4JL N FALSE TF, TRUE [CERTESNTULBIEE(E. FEFRROF SYS_ACLOD %/ER

owner_bypass

statement_types

aclmv

Llia—o

ATS1IINOPRBERT -5 - tF1Y71 - RIS 2\ )XTEET . T I ME FALSE
_C‘a-c

A4 (&, SELECT. INSERT. UPDATE. DELETE $&Uf INDEX T,

TIT—23>-tF2)74ICED, ROTEEFHIINENDD. RUROFFEDFTIAD
ST I ZEHIBRENZI5E (3. 2 DD APPLY_OBJECT_POLICY JO>—SvAERAL
TET—4-TF1U71 - RIS —ZHETL. BRI —ZIEHE(CHEI TS BN HDET, I
EX(E, —750 APPLY_OBJECT_POLICY O3 —Sv TIIERDITEEFHI BIeHIELR
DML statement_types %Z/t4TL(INSERT, UPDATE, DELETE 72&). /5D
APPLY_OBJECT_POLICY O3 —>vT(IFHIFIDI=s(C SELECT ) statement_types
DHEHATUET o

F8) ACL 1B3RZX>TFT VAT 21— -0 MV Z22iEELET . MV (L3,
TABLEROWID & ACLIDLIST @ 2 DDFINSHNFT s aclmv DF JA4)L ME(S NULL T

1

IROBIE HRZF—YDEMPZRICXIL TDEPT_POLICYF =4 - £+ 151 - RUS -2 B/HICLET,

BEGIN

sys. xs_data_security. apply_object_policy (

315



END;

policy => "HR. EMPLOYEES_DS’

schema => "HR’
object => 'EMPLOYEES’

statement_types => ' SELECT

owner_bypass => true) ;
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XS_DATA_SECURITY_UTILN\YS -

XS_DATA_SECURITY_UTIL/\w—> (3, - -RADFHIACLOBENILYS 12T 21— BITFACLYILYS 1+
E-REIZYMEFREASTIORUILYS 2CEE T 21—T4UT1 - )\wo—>TT,

COIECIRDONEYINEFNET:
® F+i1UF¢-EF)

® TN

® XS DATA_SECURITY_UTILYIJO435LDEH

F¥1U51-EFN

XS_DATA_SECURITY_UTIL/\wT—1(3, SYSZAF—NIVERRENET . 2O\ —SICEENDTOI S 0%ETIB(F. NNy
T—S(Cx I BEXECUTEAERRN I E T,

TEEN
ROMBFACLMVIILYS 1-E— RSHLTER TS,

ACLMV_ON_DEMAND CONSTANT VARCHAR2 (9) "ON DEMAND’ ;
ACLMV_ON_COMMIT CONSTANT VARCHAR2 (9) "ON COMMIT" ;

FRIIACLMVISH I RUTLYS 1051 TERDEBDTY .

XS_ON_COMMIT_MV  CONSTANT BINARY_INTEGER := O;
XS_ON_DEMAND_MV ~ CONSTANT BINARY_INTEGER := 1;
XS_SCHEDULED_MV ~ CONSTANT BINARY_INTEGER := 2;

FRIACLMVOAIL TERDEBDTY o

XS_SYSTEM_GENERATED_MV ~ CONSTANT BINARY_INTEGER :
XS_USER_SPECIFIED_MV ~ CONSTANT BINARY_INTEGER :

I
o

XS_DATA_SECURITY _UTILY2 7 0YSADER

F11-7 XS_DATA_SECURITY_UTILYITOJ S LOEH

Y2095 A B 5B

SCHEDULE_STATIC ACL REFRESHJ I—-Y-RICXII 25889 ACL DBEENILYS1%2RTZ1-ILLET

03 —3v

ALTER_STATIC ACL_REFRESH JO>— ACLYUILw>1-E—REIZYMNEFFFASTIOR-UILYS 1CEELF
DA ER

COIET(IROXS_DATA_SECURITY_UTILBITOJ S AICOWVWTERBALE T

SCHEDULE_STATIC_ACL_REFRESHIZTO>—-3v

SCHEDULE_STATIC_ACL_REFRESHIOS —v%{ERL T, 1Y -KICXI I 2EHIACLOBENILYS 1% FI(ERT
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T1-JLUET, start_dateSLUrepeat_interval /NSXA—FCNULLIENSEENIHGEX. UILYS 1% ENE(CRBTEE
g_o

REOI Y- MERARTEERREFLFE1—SHU TEITENITIRTORIIDACLYILYS 1- 3T DAT I RZFNB(C
(&. ALL_XDS_LATEST_ACL_REFSTAT. DBA_XDS_LATEST_ACL_REFSTATH&U
USER_XDS_LATEST_ACL_REFSTATT—%:74723F3Y-L1-ZRVEEFT . INTOFFNACLYILYZ1-23
7257 —-HEREE. ALL_XDS_ACL_REFSTAT. DBA_XDS_ACL_REFSTATH&LU
USER_XDS_ACL_REFSTATT —#%-74733F)-L1—(cHDFET,

5374
XS_DATA_SECURITY _UTIL. SCHEDULE STATIC ACL_REFRESH (
schema_name IN VARCHAR2 DEFAULT NULL,
table_name IN VARCHAR2,
start_date IN TIMESTAMP WITH TIME ZONE DEFAULT NULL,
repeat_interval IN VARCHAR2 DEFAULT NULL,
comments IN VARCHAR2 DEFAULT NULL ) ;
X544
NKIA=H ShEA
schema_name FENEITBAF—NDZFIEIBELET,
table_name FH0 ACL VIS 1L TR E—E(SHBI T B d(CHNR DA+ — Y& EEBICERE
nsz=%.
start_date COREME. COUILYS 10ETHRT S 1-)IENTVWBRIIOBHEIBELET . I7
22 MEDRUF U EN2I5E(E. REZICIETESNI start_date &
repeat_interval B3 ORI 1—)UERINE T, BNBFI—)L. ISy MFE (LY
ILw1-23J(CdoTEITENE ACL VILYS 10 R ETHERN XDS_ACL_REFSTAT
[GEMENEY,
start_date 8LU repeat_interval H'NULL OFFDIHE(E. VIS 1hBIEFICEE
#an. BFEOUILYS1- 202 1-IIVSEESNE T, BIRFUILYS 1T UJLy
2 1-E—REZZEURLZS. 1T7(d XDS_ACL_REFRESH (CiBfIENFEA .
repeat_interval UILwS 17430 I RFREISELE I . RIERIFRE(E. DBMS_SCHEDULER /Cvsr—>dh
LSS ER(F PL/SQL AU TIBETEFY , AL B XOEROZEME.
Oracle Database PL/SQL /W —SHEUSGA T - UI7L > AESIBU TS,
FBEINERZEHMEL T, YIS 10IREIE TR ZRELE T . repeat_interval %
BEULRWSE., 2373 IBELERMIEEC 1 BOAERTEINED,
start_date LU repeat_interval Z{FEMHL. end_date ZF JAJL D NULL (CUTE
DBMS_SCHEDULER /\w4—>%ERLTYILYS 13T #ERRLET .
Comments 3T OIX MABELET . TIAINT(E. CORERNILL TS
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il
SYS. XS_DATA_SECURITY_UTIL. SCHEDULE_STATIC_ACL_REFRESH (" aclmvuser’, 'sales’, SYSTIMESTAMP,

"freg=hourly; interval=2");
ALTER_STATIC_ACL_REFRESHZOOY>—-%v

ALTER_STATIC_ACL_REFRESHIO> —SvZ{ERAL T, ACLUILYS 1-E— REIZYNFFIFAS TV R-UILYS 1(CE
BLET,

5354

XS_DATA_SECURITY _UTIL. ALTER_STATIC_ACL_REFRESH (
schema_name IN VARCHAR2 DEFAULT NULL,
table_name IN VARCHAR2,

refresh_mode IN VARCHAR2) ;

NP
KS5A-4 sHeR
schema_name KNBI AT —YDZBZIEELET .
table_name BB ACLUILYS 1-F— REZEEI3RE—BISHAI T BHCRF— YR EEBIEREIN
e
refresh_mode ON COMMIT Z/z(d ON DEMAND
il

SYS. XS_DATA_SECURITY_UTIL. ALTER_STATIC_ACL_REFRESH (" acImvuser’, "sales’, refresh_mode=>"ON COMMIT" ) ;

319



XS_DIAG)/\Ywr—3

XS_DIAG/\wr—(C(F. TV )b, £F1Y571-I3A, ACL. 77 - F1UF1 - RS> — R=LAZAR-ZABLVPT—IR
R=ZAADIRTOATZ1I bDOT 4 - tF 1)1 OBIENRRIEZZII YT IO S ANEFNET . INTOHI IO
J30& ATZ1I M EMRZEICTRIEZRL. ENLIDIZECENENFALSEZRUE Y . #BIENIZARES(COL
T, error_limi t/\SA=ATHEELLA *&Ad)ﬁ'—kii(li_?éi‘ﬁ FTH'XSSVALIDATION_TABLEARFEZRICHEAZINE Y
I1-Y—@. CORERZBVER T, Xyt—2- 0K IS0, BHRATS1IMNIBUS/ (R REES O EZH;
B I BDICIEII DA REIEDH DT DD B ARIBIRBEDBIRIOVWGHAIEN AR EZHIBI TEET,

COIEICFRONEYINESENFT:
® +i1UF¢-EF)

® XS DIAGHIJOJSLDEH

F¥1U51-EFN

XS_DIAG/\w&r—2(d, SYSAF—NIVERENET . D—ILit(lld, 20/ —S (LT 2EITEDHEPRN %D, XS_DIAG/ (Y
=% K179 BIC(FADMIN_ANY_SEC_POLICY> 2T LMERNHETI . XS_DIAG/ (w4 —(CxF 3 SEXECUTEHERRAY
PUBLICICAT5&NE T . XSSVALIDATION_TABLEARZIEZR(C I BSELECTHEPRN'PUBLICICT 52N & T

XS _DIAGHD O'OYJSLADER
#£11-8 XS_DIAGHT 095 LDEH

Y2093 A L

VALIDATE_PRINCIPAL J7>%923> TV )IVEAREELE T .

VALIDATE_SECURITY_CLASS J7>923> THIUTA - ISREAREELET

VALIDATE_ACL J7>79>3> ACL ZHRFELET

VALIDATE_DATA_SECURITY J7>7J23> T=A4-tF 171 NS —ZARFE I D FFEDRICHLTT -

B-+1U54 RIS —ZARFELFT .

VALIDATE_NAMESPACE_TEMPLATE J7>%923> F—=LAR=R 7> —M2IRFELET,

VALIDATE_WORKSPACE J7>7>3> D—)JAR-AEWEIRFELF T .

ZOIATIFROXS_DIAGHITOJSAICOVWTERBALFT .

VALIDATE_PRINCIPALI7>933>

VALIDATE_PRINCIPALT7>)2asd TV )OVEARTELES . CDTF>I2aUE ATS1I MBI RIBE(CTRIEZ R
U NS DIZECFALSEZRUE T . BISNEBAREEIIOVT, IBINTEIRBEDRARKITEIBFT. 171
XS$VALIDATION_TABLEARZER(CHRASNF T . 1Y — (3 ARFEKRBOREZFANBHARFERZ B VSR D2HEN'D

320



UE N

X

validate_principal (name IN VARCHAR2,
error_limit IN PLS_INTEGER := 1)
RETURN BOOLEAN;

JNIA—=4

KSA=4 Bl

name LI BATS 1 bD&HT,

error_limit IR R (AN TERAREEDFRKRE,
151

U220 - —user 1ZIREEL THS, REENHIHE(HREIRERBIVEEFT.
begin

if sys.xs_diag.validate_principal Cuser1’, 100) then
dbms_output. put_Iline (' The user is valid.");
else
dbms_output. put_Iline (" The user is invalid.");
end if;
end;

/

select * from xs$validation table;

TU>2)C0b, O—Ibrol e1ARFEL TH'S . REEN DD IHZEARIERZRVWERFT,

begin
if sys.xs_diag.validate_principal ( rolel’, 100) then
dbms_output. put_line (' The role is valid.");
else
dbms_output. put_line( The role is invalid. );
end if;
end;

/

select * from xs$validation_table;

VALIDATE_SECURITY_CLASSI7>7>3>

VALIDATE_SECURITY_CLASST7>93 3, F1UF4 - IS REIREELET . COT7>I2aUE ATSTIMBERIRIGE
(CTRUEZERL. TN DIZEICFALSEZRUE T  sikBISNBEAREE(OVT, B TEI R BEDRARICET 5F
T, 4TH'XSSVALIDATION_TABLEARFERICHEASINF T . 1—H—(3, IREEKREMDIREZFANDHIARFERZE VS ED
HENHDET

354

validate_security_class (name IN VARCHAR2,
error_limit IN PLS_INTEGER := 1)
RETURN BOOLEAN;

INSX=4
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KSA=4 Bl
name WREEIBATS 1 bD&HT,
error_limit IREERIARIN TERIAREES DAL,
0l
tF1UF1 - I35 Xsec1 ZAREEL TH'S . REENDIBEIARIIRZBVEEET,
begin
if sys.xs_diag.validate _security class( secl’, 100) then
dbms_output. put_Iine (" The security class is valid.”);
else
dbms_output. put_Iine( The security class is invalid.’);
end if;
end;
/

select * from xs$validation table;

VALIDATE_ACLI7>9>3>

VALIDATE_ACLT7>)2axd, ACLRAREELE T . CDI7>I2aUE ATS 1) MIEMBIZAICTRIEZEREL. ENSAD
BAICFALSEZRULE T . sikBIENc B REE(OVT, IS TEI RN EEDRAIGETZET, 17N
XS$VALIDATION_TABLEARZER(CHRASNF Y . 1Y — (3 AREEKRBDREZ AN SRR Z B VE R DHEN'D
UE I

354

validate_acl (name IN VARCHAR2,
error_limit [IN PLS_INTEGER := 1)
RETURN BOOLEAN;

JNSA—4

NKSA-45 Bl

name WEETDATS 1 hDE&HI,
error_limit RIERITAEINTERIREEDRAE.
5l
ACL ac [ 1ZREEL THS. REEN SIS IREIRZBVEEET,
begin

if sys.xs_diag.validate_acl ("acl1’, 100) then
dbms_output. put_line( The ACL is valid.’);
else
dbms_output. put_line( The ACL is invalid.’);
end if;
end;
/

select * from xs$validation_table;
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VALIDATE_DATA_SECURITYJ7>9>3>

VALIDATE_DATA_SECURITYT7>)2as&, 7—4- L+ 1VTAZARFELES . CDTP>I2aUE AT MIEIRIHE
(CTRUEZRL. ENLSMOIZEICFALSEZRLE T sBISNBRAREEIOVT, BN TEIRBEDRALISET 5F
T, 4TH'XSSVALIDATION_TABLEARFEZRICHEASNF T . 1—H—(3, IREERBMDIRREZ AN HIARFERZEVEED
HENHDET

COTPI2AUE NS —ARFEDRIA IV 3DHNET

® pol icy’NULLLIAL T, table_namehNULLDIBE . T7>03a M) —hERAEIN 3 IR TORISHUL TRY
3 —HA&REELE T, table_nameh’NULLDIBS. table_owner (ENULLLASTDIZE THEMRINFTT,

® policyttable_name®mEAHNULLLSINDIZE . T7>03 3 3FEORICTU TR —#AREELE T,
table_owner MEESN TULRWEE(F, IREOAF—IHMERINFT,

® RS —HNULLTtable_namehNULLLADIZE. J7>73a  ERISCERAINTOS IR TORI S —2RICHT
UTHEEELE D, table_owner MEESN TULR WS E(F, IRIEOAF—IMMERINET,

354

validate_data_security(policy IN VARCHAR2 :=NULL,
table_owner IN VARCHAR2 :=NULL,
table_name IN VARCHAR2 :=NULL,
error_limit IN PLS_INTEGER := 1)
RETURN BOOLEAN;

J\NSX—=4

KSA=45 Bl

policy WREETBATS 1 MD&HFT,

table_owner KFRFEI-DRF—YDEHI,

table_name KF(FE1I-DEHT,

error_limit IREER(CIGINTEZ AR EDRAEL.
il
WRAINTVWBIARTORTRIZ —pol icy 1 ZIREEL TH'S . REENHIIESIAREIIREZBVETEET,
begin

if sys.xs_diag.validate_data_security(policy => "policyl’,

error_limit => 100) then
dbms_output. put_line (' The policy is valid on all the applied tables.");
else
dbms_output. put_line (' The policy is invalid on some of the applied tables.’);
end if;
end;

/
select * from xs$validation_table;
BEDRTMRIZ—pol icyl ZIREEL THS, REEHNHIIHE(IREIIRZEVEEET,

begin
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if sys.xs_diag. validate_data_security (policy => "policyl’
table_owner => 'HR’
table_name => 'EMPLOYEES'
error_limit => 100) then
dbms_output. put_line( The policy is valid on the table.");
else
dbms_output. put_Iine( The policy is invalid on the table.’);
end if;
end;

/

select * from xs$validation_ table;

FREORISEAZINTVSIRTONIS —ZARFEL TH'S. REENGIBEIARIREZBVEEFT,

begin
if sys.xs_diag.validate_data_security(table owner => "HR’,
table_name => 'EMPLOYEES’
error_limit => 100) then
dbms_output. put_line( All the applied policies on the table are valid.’);
else
dbms_output. put_Iline (" Some applied policies on the table are invalid');
end if;
end;

/

select * from xs$validation_table;

VALIDATE_NAMESPACE_TEMPLATEJ7>933>

VALIDATE_NAMESPACE_TEMPLATED7>23(&, K= ARR—RZAREELE T o COT7>I23U G AT ST NVERNRIE
BICTRUIEZERL. ENLISMDIZEICFALSEZRUE T slBISNIEBEAREE(OOVT, BN TEI A BEDRAITETD
FT. FTHXSSVALIDATION_TABLEARZERICHEA SN I . 1T — (& MEEKBORRAZFANRDHHARFERZRVEE
DIRENHDET .

354

val idate_namespace_template (hame IN VARCHAR?,
error_limit IN PLS_INTEGER := 1)
RETURN BOOLEAN;

INSA=4

KSA=4 Bl

name WREETDATS 1 hDE&HEI,
error_limit MREER(AZIN TEZREEDER KRR,
151
R—=HDAR=Ans1ZIREEL THS . REEN D IS (AREIREZBVEEET,
begin

if sys.xs_diag. validate_namespace_template (' ns1’, 100) then
dbms_output. put_Il ine ( The namespace template is valid.);
else
dbms_output. put_I ine ( The namespace template is invalid.’);
end if;
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end;

/

select * from xs$validation_table;

VALIDATE_WORKSPACEJZ7>7>3>

VALIDATE_WORKSPACET7>72 a3 IRTOV—FAIT7) NARFELES . DFED, T—IAR-RITFFTEI D INTOAT
S1IMNEIDIDDITF>IS AV EERUTRIELES . COT7I33VE IRTOAT S 1) M BRI RIZE(CTRUEZRL,
ZNLISHOIBE(CFALSEZRLE T . SBISNIE R AR EEIOOVT, IBINTEIREEDORALISEIBF T, 171
XS$VALIDATION_TABLEARFERICHRASNF T . 1—H'— (3 ARFEKBOREZ AN BHARFERZ VSR DM BN
UE I

X

validate_workspace (error_limit IN PLS_INTEGER := 1)
RETURN BOOLEAN;

JNIA—=4

K5A—=4 588

error_limit TR IARIN TR RS DRALL,

15

J—HJZAR—=ZARDITRTOAT ST NARTEL THS, RESH HIIES(CHRIREREVEEET,
begin

if sys.xs_diag. validate workspace (100) then
dbms_output. put_I ine (" The objects are valid.’);
else
dbms_output. put_line(’ The objects are invalid.’);
end if;
end;
/

select * from xs$validation_table;
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XS_NAMESPACENY -3
XS_NAMESPACE/ (W —(l(d, R—LARR=R T T — M LUB M ZERR . BIRSLUHIBRT 212D T IO S LNE
INFI,
COIRICIIRONEYINEENFT:
o t¥1)51-EF)

® El
® ATSIUNI4T AVANTII - TPYI AV S ) LBEVES
® XS_NAMESPACEHTT0YSLDEH

F¥1U51-EFN

XS_NAMESPACE/\wor—= (3, SYSAF—V(CAERENE T o R—LAAR=Z -T2 T~ MNBHOERZEFEI I3
ADMIN_ANY_SEC_POLICYH'DBAO—JLICfH5ENFT

ﬁ

EEL

BEARY NERIIROESDTY,

NO_EVENT CONSTANT PLS_INTEGER := 0;
FIRSTREAD_EVENT CONSTANT PLS_INTEGER := 1;
UPDATE_EVENT CONSTANT PLS_INTEGER := 2;
FIRSTREAD_PLUS_UPDATE_EVENT CONSTANT PLS_INTEGER := 3;

ATSION-BA4T  AVANSDE - T7o033> ) ABLVHIE
ZOIT—IIClE ROATSTIN 94T AVANSIH-TroD33> . 3 )= LB EURMNTSD E RSN TOET

—— Type definition for namespace template attribute
CREATE OR REPLACE TYPE XS$NS_ATTRIBUTE AS OBJECT (
—— Member Variables

—— Name of the namespace template attribute

— Must be unique within a namespace template

—— Cannot be nul |

name VARCHAR2 (4000) ,

— Default value assigned to the attribute
default_value VARCHAR2 (4000) ,

— Trigger events associated with the attribute

— Allowed values are :

— 0 : NO_EVENT

— 1 : FIRST_READ_EVENT

—— 2 : UPDATE_EVENT

— 3 : FIRST_READ_PLUS_UPDATE_EVENT
attribute_events NUMBER,

—— Constructor function

CONSTRUCTOR FUNCTION XS$NS_ATTRIBUTE
(name IN VARCHAR?,
default_value IN VARCHAR2 := NULL
attribute_events IN NUMBER := 0)
RETURN SELF AS RESULT,
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—— Return the name of the attribute

MEMBER FUNCTION GET_NAME RETURN VARCHAR2,

—— Return the default value of the attribute

MEMBER FUNCTION GET_DEFAULT_VALUE RETURN VARCHAR2,

— Return the trigger events associated with attribute

MEMBER FUNCTION GET_ATTRIBUTE_EVENTS RETURN NUMBER,

— Mutator procedures

—— Set the default value for the attribute

MEMBER PROGEDURE SET_DEFAULT_VALUE (default_value IN VARCHAR2),

— Associate trigger events to the attribute

MEMBER PROCEDURE SET_ATTRIBUTE_EVENTS (attribute_events IN NUMBER)
)5

CREATE OR REPLACE TYPE XS$NS_ATTRIBUTE_LIST AS VARRAY (1000) OF XS$NS_ATTRIBUTE;

XS_NAMESPACEYI 2’0V SADERN

#11-9 XS_NAMESPACEYTJ0J S LOEH

¥770935A EHEA
CREATE_TEMPLATE JO0>—>v R —LAR=R -T2 T — MARRRLET
ADD_ATTRIBUTES J0O3—>v BEFOFR— LAR=Z -T2 TL—NC 1 DU EORMZENLET .

REMOVE_ATTRIBUTES JO>—>v Z=LAR=Z -T2 TU—M5 1 DU LOBHEZHIBRULET

SET_HANDLER JO>—>v FBESNER—LAR=Z T T— NI\ RS- T7> 033 % BNIDYTE
3—0

SET DESCRIPTION JO3—>v BESNER—LAR=R -T2 T — MNDFREAX E %S ELET .

DELETE_TEMPLATE JO>—3>+v BESNER—LAR=R T T — MeHIBRUET

COIATIHROXS_NAMESPACEH I JOJ S AICDOWTEHREALEY .

CREATE_TEM PLATEDO>—-S%
CREATE_TEMPLATEZO>—>v(3, Fifit—LAR-Z -7 T — MetERLE T,

53
XS_NAMESPACE. CREATE_TEMPLATE (
name IN VARCHAR2,
attr_list IN XS$NS_ATTRIBUTE_LIST := NULL,
schema IN VARCHAR2 := NULL
package IN VARCHAR2 := NULL
function IN VARCHAR2 := NULL
acl IN VARCHAR2 := ' SYS.NS_UNRESTRICTED_ACL
description IN VARCHAR2 := NULL) ;
JNSX=4
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KSA-4 ErL

name VERT 3% — LAR—R - T> T — D& R,

attr_list F—L2AR=2-FY T —NIEENZBIEL. TNEDT I MBS LU UPDATE_EVENT 3¢
OBIERBMHARI N,

schema R=LAR=Z-FYTL— DI\ RS- TP D33 EBAF -V,

package L=LAR=R T T =MD\ RS- D723 S0/ \wor—2,

function F=LAR=R-F>T— DN RS- TP>933> . N\ RS- T7oI2av(d, BHEARY D

FAERF(CO-ILENFT,

ac| ZOR—LAR=ZF>TL— D ACL D& HT. ACL MEHENTURIMES. FIA N,
75 —33> - 1-Y— (LB EHIROBE IR F2 ] I 3ERIE RS ACL
SYS. NS_UNRESTRICTED_ACL T3,

description L=LAR=R T TV—NDATSa>DFRBAFS

il

IRDAB(E, POALLr sEVSIR—LRR=Z T2 T — MARRRLEFE T o R—LARR=R -T2 T —MC(Z, attr listTEZRSNT
VWBRBRHDUAMYEFNET , F—LAAR—=Z -T2 T — DI\ RS- T7>33(dPopul ate_Order_FuncMHEINEYS, &
DI\ RZ- T2, SCOTTRF—NICEENZ0rders_Pckg/\wo—SD—EB T, R—LARR—RZ -T2 T —NC(E.
T2 I~ MBEREN ek — AAR =R I B RFIBRDIEVEZFFE] S BNS_UNRESTRICTED_ACLAYT> JL — NCFRTES
ncunEd,

DECLARE
attrlist XS$NS_ATTRIBUTE_LIST;
BEGIN
attrlist := XS§NS_ATTRIBUTE_LISTQ) ;
attrlist. extend(2);
attrlist(1) := XS$NS_ATTRIBUTE (' desc’, 'general’);
attrlist(2) := XS$NS_ATTRIBUTE (hame=>" item_no’,
attribute_events=>XS_NAMESPACE. FIRSTREAD_EVENT) ;
SYS. XS_NAMESPACE. CREATE_TEMPLATE (' POAttrs’, attrlist, 'SCOTT’,
"Orders_Pckg’ , ' Populate_Order_Func’,
" SYS. NS_UNRESTRICTED_ACL' ,
"Purchase Order Attributes’);
END;

ADD_ATTRIBUTESO'O> -3+
ADD_ATTRIBUTESTOS —Sv(d. BHFDR—ARR-Z-F> T~ N1 D EOBMHEZEMLET .

354
XS_NAMESPACE. ADD_ATTRIBUTES (

template
attribute

IN VARCHAR2,
IN VARCHAR2,
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default_value IN VARCHAR2 := NULL,
attribute_events IN PLS_INTEGER := XS_NAMESPACE.NO_EVENT) ;

XS_NAMESPACE. ADD_ATTRIBUTES (
template IN VARCHAR2,
attr_list IN XS$NS_ATTRIBUTE_LIST) ;

INSA=H

NSA=%H Bl

template BHEEABINENAR—LAZAR—Z-T> T — NDE&ET,
attribute SEN IR ESOEZET N

attr_list ENTIEEDUA N,

default_value BHOFIAI M.,

attribute_events B (CRIEMISNTOVREEFANRY MIEDBIEANRT N,
¢l

IROBIE, item_typet WIBMHZPOAttr sR— AZAR—R(SEBIULET . IBNSNDFTRE DT I MEEBHEANR> ~
HIEELET,

BEGIN
SYS. XS_NAMESPACE. ADD_ATTRIBUTES (template=>" POAttrs’, attribute=>" item_type’,
default_value=>" generic’,
attribute_events=>XS_NAMESPACE. update_event) ;
END;

REMOVE_ATTRIBUTESD'OY—3¥

REMOVE_ATTRIBUTES OS> —> vl X—LAAR—=Z-T>TL— M5 1D EOBHEZHIBRULET . BIEZHITEESN TV
BRUVES(E. IRTOBEILR—LAR=R - T T — M BEIBRENET,

3%

XS_NAMESPACE. REMOVE_ATTRIBUTES (
template IN VARCHAR2,
attribute IN VARCHAR2) ;

XS_NAMESPACE. REMOVE_ATTRIBUTES (
template IN VARCHAR2,
attr_list IN XS$LIST);

XS_NAMESPACE. REMOVE_ATTRIBUTES (
template IN VARCHAR2) ;

ISX=4

NKSA-5

ﬁ“
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KSA-4 ErL

template BHEENEIBREINZR—AZR=R - T T — ND&HI.
attribute HIBR I 2B D& HI,
attr_list BB I 3BHERZDUZ N,
151
ROBNE, item typeBEZPOAttrsZ—AZAR—ZANBHEHIBRUET .
BEGIN
SYS. XS_NAMESPACE. REMOVE_ATTRIBUTES (' POAttrs’ .’ item_type')
END;

IROABE, POALLr sR—AZR=R -T2 T~ MSIRTOREHZHIBRLET .

BEGIN
SYS. XS_NAMESPACE. REMOVE_ATTRIBUTES (' POAttrs’) ;
END;

SET_HANDLERITO>—->V
SET_HANDLERTOS —Sv(d. $EESNR—LARR=R-FYTL—NI\U RS- T2 723> B0 TET,

7374
XS_NAMESPACE. SET_HANDLER (

template IN VARCHAR2,

schema IN VARCHAR2,

package IN VARCHAR2,

function IN VARCHAR2) ;
JNSX—4
NKSA=45 Bl
template I\URS- T3 BBET BR—LAR-Z - T T — MBI,
schema I\ORS =TT I3 3% EHAF
package I\ORS- TP 93305280 —S D% 8.
function Z=LAR=R-F> T = DI\ RS- TP 33> D& 8.
151

ROB(E. Populate_Order_Func&WWSI\>D RS- T7>4933>%P0Attr sh— L AR—A -T2 T — MNP U TGRELFT .

BEGIN
SYS. XS_NAMESPACE. SET_HANDLER (' POAttrs’, ' SCOTT’,
"Orders_Pckg' , ' Populate_Order_Func’) ;
END;
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SET_DESCRIPTIONDOY—3%
SET_DESCRIPTIONO>—v(d, IEESNAR—LZR-R- T T~ MDA FHIERELET .

X

XS_NAMESPACE. SET_DESCRIPTION (
template IN VARCHAR2,
description IN VARCHAR2) ;

JA5A—4
KS5A=%5 ELL
template BBARERTET 3R — LRAR—R T TL— hDOLAT,
description EESNR—LZAR-Z-T> T — MDA T,
il
ROBIE, POALtrsR—ARR—R T T — OB FHN R ELET .
BEGIN
SYS. XS_NAMESPACE. SET_DESCRIPTION (' POAttrs’, ' Purchase Order Attributes’);
END;

DELETE_TEMPLATEZ'OY—Sv
DELETE_TEMPLATEZ OS> —>v(&. F8ESNR—LAAR—Z - T — M BIBRULE T .

5354
XS_NAMESPACE. DELETE_TEMPLATE (
template IN VARCHAR2,

delete_option IN PLS_INTEGER := XS_ADMIN_UTIL.DEFAULT_OPTION) ;

JN5A—5

KSA=5 Bl

template BIBR T 2 —LAAR—Z-T> T — MDD,

delete_option EATBYIRA T3> . F—LhAR—R T T —NTHU T ROATZ 3> OBWEIZRU T

ED

® DEFAULT_OPTION:

FTIAINR- AT TR AR TSREINTOVRVMESICOHR—LAR=R-F> T~
MEBIBRTEFT . F—LZAR-R -T2 T~ M BRI BZMOI > T1T1H 0255
(& R=LAR=R -T2 T~ ZHIBRTEER Ao

® CASCADE_OPTION:

NAT—=RAT2aUE R=LAR=R -T2 TL— M2 I 2B BECHITHIBRL
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KSA-4 B2l
FF o R=LAR=Z-TUIL— MBI 21— —(d. ENSOSBEHIBRLET .
® ALLOW_INCONSISTENCIES_OPTION:

AREEOHFTATI TR MOIFTATAHBITATAADELINA > RSIEH
HIBETETDI TAT1ZEIBRTEE T . IFT1 TAHRIOKTFIED—E THD
BEE. HIBRHIKREL, IS—hEKENEd.

il
ROBNE. T I MOBEIBRAT S 3> #{EFAU TPOAttrs#— AZR=R - 7> T — M HIBRLE T .

BEGIN
SYS. XS_NAMESPACE. DELETE_TEMPLATE (' POAttrs’, XS_ADMIN_UTIL. DEFAULT_OPTION) ;
END;
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XS_PRINCIPALN\YS -

XS_PRINCIPAL/ WY — (I, 7TV —23> -T2 ) OUVOERL. BIRESLUHIBRICERINZ IO —SvhEgFnE
I, INBOTTIT—23>2- T )V, 7TIVr—33> - 15— ZET YT -3 - 0- B LUVEN 7T -3
>-O0-IhEENET,

COIECIRONEYINEFNET:
e txi)F(-EF)

® TN

® AJSIYN-H4T AVANSYE - T7D33>, S)ZhELUH S

® XS_PRINCIPALHIFOYSLDEH

¥1UF1-EFN
XS_PRINCIPAL/\w4—> (. SYSZAF—VIAERRENFE T,

Real Application Security®PROVISION(ERRZ3F D1 - —(3. 7T —>3a> 01— —-e0- )V &VERk. ZEF(3H]
BRCEET, 7T —23> - 1-Y-BLUO0-IOER . EEF(FHIBRICHEBRERE. T—IN-Z - 1-H-BLY
O-)LOYER. ZEFIHIBRICDEBROERUS AT MERICL O TEIBENAMRDEUR,

I-.-I

EEX
ROERII-—S-DRT—IZAREELFT,
ACTIVE CONSTANT PLS_INTEGER := 1;
INACTIVE CONSTANT PLS_INTEGER := 2;
UNLOCKED CONSTANT PLS_INTEGER := 3;
EXPIRED CONSTANT PLS_INTEGER := 4;
LOCKED CONSTANT PLS_INTEGER := 5;
IROEX IOV - AD-TZEERLET,
SESSION_SCOPE  CONSTANT PLS_INTEGER := 0;
REQUEST SCOPE  CONSTANT PLS_INTEGER := 1;
IRDEFIARETHEBEDIA TR EELFT
XS_SHA512 CONSTANT PLS_INTEGER := 2 ;

XS_SALTED_SHA1 CONSTANT PLS_INTEGER :

ATSIION-B4T AVANSIH - T720230 SIZAB LTS
ZOIST—IILlE ROATSTIN AT AVANTIH- Tro D335, S )= LB EURMNTSD E SN TOET

— Type definition for roles granted to the principals
CREATE OR REPLACE TYPE XS$ROLE_GRANT_TYPE AS OBJECT (
—— Member Variables
— Constants defined in other packages cannot be recognized in a type
— e.g.  XS_ADMIN_UTIL. XSNAME_MAXLEN
— name  VARCHAR2 (XS_ADMIN_UTIL. XSNAME_MAXLEN) ,
name VARCHAR2 (130),
—— Start date of the effective date
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start_date TIMESTAMP WITH TIME ZONE,
— End date of the effective date
end_date TIMESTAMP WITH TIME ZONE,

CONSTRUCTOR FUNCTION XS$ROLE_GRANT_TYPE (

name IN VARCHAR2,

start_date IN TIMESTAMP WITH TIME ZONE:= NULL,

end_date
RETURN SELF AS RESULT,

IN TIMESTAMP WITH TIME ZONE:= NULL)

MEMBER FUNCTION get_role_name RETURN VARCHAR2,

MEMBER PROCEDURE set_start_date(start_date IN TIMESTAMP WITH TIME ZONE),
MEMBER FUNCTION get_start_date RETURN TIMESTAMP WITH TIME ZONE,

MEMBER PROCEDURE set_end_date (end_date IN TIMESTAMP WITH TIME ZONE),
MEMBER FUNCTION get_end_date RETURN TIMESTAMP WITH TIME ZONE

)

CREATE OR REPLACE TYPE XS$ROLE_GRANT_LIST AS VARRAY (1000) OF XS$ROLE_GRANT_TYPE;

XS _PRINCIPALBD O'OYSLDERN

F11-10 XS_PRINCIPALY T J0JS LOEH

¥2' 7095 A

CREATE_USER JO>—>v

CREATE_ROLE JO>—>v

CREATE_DYNAMIC_ROLE JO>—>v

GRANT_ROLES JO>—>v

REVOKE_ROLES JO>—>v

ADD_PROXY_USER JO> =¥

REMOVE_PROXY_USERS JO>—>v

ADD_PROXY_TO_DBUSER

REMOVE_PROXY_FROM_DBUSER JO>—

DAY

EIL

7T —23> - 1-Y-%ERUET,

7V —23>-0- IV EERRLET

B ) —>3> -0V ERRLET .

1 DU Q7 VT —23>-0- W27 V-3 - TU> ) UAT
S5UF9,

1 DB EoO- N7 TVr—23> -T2 ) OV BSERDELES

A=y 7 IVr—23> - 1-5-0J0+> - I-Y-mBENMuF
g_o

A=y 7IVr—23> - I-Y-0OigEENI0+> - 1-Y-&F
REIRTOTOFS - 1-H-%ZHIBRULET

F—AR=R - A-5—(CT0F> -7 Vr—33> - I-H-HEBINLE
ER

F=AR=Z - A-HY=-h5T0+> - 7V —23> - 1-H—%HIBRL
ia_o
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¥70954

SET_EFFECTIVE_DATES JO>—>v

SET_DYNAMIC_ROLE_DURATION JO>—

PAY

SET_DYNAMIC_ROLE_SCOPE JO>—>v

ENABLE_BY_DEFAULT JO>—>v

ENABLE_ROLES_BY_DEFAULT JO>—>v

SET_USER_SCHEMA JO>—>v

SET_GUID JO>—>v

SET_ACL JO>—>v

SET_PROFILE JO>—>v

SET_USER_STATUS JO>—>+v

SET_PASSWORD JO>—>v

SET_VERIFIER JO>—>v

SET_DESCRIPTION JO>—>v

DELETE_PRINCIPAL JO3—>v

s&ll

7V —23>- - -FE0- OB R ZREEEIEELE
g_o

BN 7TV —23> - O- I ORBRE (D BAL) 2 S EFIEELE
ED

REQUEST_SCOPE %> SESSION_SCOPE &, N7 U —23>-0—
WORI-T & EFEFEEBLFT .

7T =232 - 0- 2 BEIENCLET,

BEINI-Y-CEFISINTVWSIRNTOO-IL2BEE
(FENCLET

75 —23> - - —-DF—IR—-R - AF - ZRELET .

SAER1—Y—FFO—-)LO GUID ZERELET .

7T —33> - 1-HY—FI(F8RI0—)LIC Real Application
Security ty> A AERZRTELE T,

TNr—23>- 1-9—-0J0Ir/ I Z5%ELFT . Real
Application Security 7o —23> - 1-H5—-07—-4AN-2fEH
T —HIR=R - AVRAV A VY- ZHIR T D, —&ED)Y— X
FRELVINRT—R)NGA-FTT,

ACTIVE. INACTIVE. UNLOCK. LOCKED. EXPIRED i2&, 7 Uor—<3
> A-Y—-THhIDMDRT—HREHTEF(FEELET

TV —=23> - A= ThIY MDD - REeREFFZEEL
9,

TV =232 1= 7h> MOIRGIHERE 2R TE FITIZEEL
ia_o

7V —23> - 1I-—-FE0- OB FINERELET,

7T —33> - 1-Y-FFO- I ZHIBRUET

COIET(EROXS_PRINCIPALB IO S AICOWTEREALE T
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CREATE_USERJDO>—-3+v

CREATE_USERTO> —>v(d. $iMR 7TV —23> - 1 —%AFRRUET . 7TV —23> - 1-HY—%/Fk I B(C(3CREATE
USERS T MERNHETT .

DBA XS USERST—%-71723F3Y-CL1—-%FEALT. IRNTO7TI—23>- 1-HF-DURNEUS TEE T,

7974
CREATE_USER (
name IN VARCHARZ2,
schema IN VARCHAR2 := NULL,
status IN PLS _INTEGER := ACTIVE,
start_date IN TIMESTAMP WITH TIME ZONE := NULL,
end_date IN TIMESTAMP WITH TIME ZONE := NULL,
guid IN RAW = NULL,
external _source IN VARCHAR2 = NULL,
description IN VARCHAR?2 = NULL,
acl IN VARCHAR2 = NULL) ;
JNSX=4
NKNIA=4H Bl
name VeR 927 ) —33> - 1-H—0&Hi.
status EREBED1—H—DAT—HR, TN ROVWINHDIETT,
ACTIVE. INACTIVE,
T JA)LMiE(Z ACTIVE TY,
{i& PASSWORDEXPIRED &4 U LOCKED (. Oracle Database Release 12.1
(12.1.0.2)UBF(IIFHLETT,
schema 1-Y—(CBEMFET—IR—Z - ZF—X ., TNEFAT3>TT,
start_date 1-Y—-7hor MERICR3E . CNEATI3> T,
end_date A—Y—-7Ho> MMERNCRZ B4, CNEATI> T,
end_date MEEINTL\ZIEEL. start_date HIBEEIINEHNHNFT,
guid I1—5-0 GUID, cNIFME 1 - —(CHLTOHBRITY .
external_source ZOI1-H-DOY-ATHZ3IATLADEE]. CNEATSI> T,
description 1—Y—-7hI> bR, CNEATS3>TY,
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KSA-4

acl|

ﬂ

Real Application Security Y2 a &R, 74 MBETU>2)VUIC ACL hE&ES
NBWCEZERT S NULL T, ACL (& SYS AF—X(CEBEFL TV ENHD, Z5TR
WMEEREIS-NA0-2nF9,

>3 )0UICERTES S Real Application Security v 3> #&R(Z. Real
Application Security A7 17 hDEAMRBNAELTLVBRENHD, TOS—SvD
J-RICFFEL TV BN HDET .

A AER(L. Ty a3 BIEICBASL TS Real Application Security 7)o —
23> I-HY—(TF®ESN TS ACL [ THRBISNE T, e X (& Ty a>OrEkig
emi5E . 1-)L7t T Real Application Security 7 U4—33> - 1—H— (3% FESN
TWL3 ACL (C CREATE SESSION tEFRHMETESN TLVBMENHDET,

TV )OVEBO ACLAERR(TS (S, BEFEOS AT ALNIL -2y AEIRS 5 LDE5E
ENET AERFIVIE RADCTU>)OLCBET D ACL TEITEN. RIS
(HREDHUTUE T . HERF TV TIEGRSNIIS S IREGHERTNEIS—TRELE
F o (AS(COIEBICERSIINOIEE . SESSION_SC TF+1)7 - ISR ICEEMIIBNT
227 ACL TOFIYINERITEN., COERF VI OFRERCEDIVTRIEN AR INET(
KELET,

il

ROPNF. I-T—=ERLFT .

BEGIN

SYS. XS_PRINCIPAL. CREATE_USER (" TEST1") ;

END;

ROBIE I-T—ZERL. I-Y—DRAF—ELUBIRBEIEELFT.

DECLARE

st_date TIMESTAMP WITH TIME ZONE;

BEGIN

st_date := TO_TIMESTAMP_TZ (' 2010-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI:SS

TZH:TZN') ;

SYS. XS_PRINCIPAL. CREATE_USER (name=>" u2’,

END;

schema=>" scott’,
start_date=>st_date) ;

CREATE_ROLED'O>—3%
CREATE_ROLETO> —Sv(d. #iR7 V-2 3> - O—- IV ElERUE Y . BREEP T —23> - O—)VE{FRL Y BICISCREATE

ROLES ZF MERNMHETT .

DBA_XS_ROLEST—%4-71723FU-La1—%=EALT. 7JV5—23>-0-)LOUAMFRIRB ™R THIREDREIELED

(CHSTEET
B
CREATE_ROLE (

name

IN VARCHAR2,
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enabled IN BOOLEAN := FALSE

start_date IN TIMESTAMP WITH TIME ZONE := NULL,
end_date IN TIMESTAMP WITH TIME ZONE := NULL,
guid IN RAW = NULL,
external_source IN VARCHAR2 := NULL,
description IN VARCHAR2 := NULL);
JNSX=4
KSA=45 B L
name VERR I 27TV —23> - 0-)LD&HT.
enabled VERBEICO-LEBNCTINEINEISTELET . TIA4)L ME(F FALSE T, O—JLHYWER

BFCERCRBEZEIRUET,

start_date O-ILhERCRZB M, TNEATI3>TY,

end_date O—-JLHMESN (T3 B4t CTNEATI3>TY,

end_date NMEEINTL\RIHEEI(L. start_date HIEEIINEHNHNFT,

guid O-JL® GUID., ChIFFEBO—)LISH L TOHEHEINET .,
external_source ZOO-IVDOY—-ATHBI AT LOEH CNEATSS T,
description O-JLORBB(AT3>).
151
RO, hrmgrEWS 7TV —23> -O0—- )V aVERRLET .
BEGIN
SYS. XS_PRINCIPAL. CREATE_ROLE (' hrmgr’ ) ;
END;

ROBIE. hrrepeW\WS7 VT —33> - O0-IVaERRULFET . Flo. O-IL2ERCL. IWEOB{H20-I)LORBEEVTED
HTFI,

DECLARE
st_date TIMESTAMP WITH TIME ZONE;
BEGIN

st_date := SYSTIMESTAMP;

SYS. XS_PRINCIPAL. CREATE_ROLE (name=>" hrrep’
enabled=>true,
start_date=>st_date) ;

END;

CREATE_DYNAMIC_ROLEZ'O>—3¥
CREATE_DYNAMIC_ROLEZOS— v (3. #LL\ENKI 7 U —23> - O-IVEFRLES . BIRVP TV —2a>-0-IUd. 77

338



U —2a> TERSNEECEDVT, 7V —2a (Lo TEMICENE3ERNICTERS N7 Ir—23>-
O—)LZ{ER% S B(CIFCREATE ROLESZAT LMERRNWHETT

DBA_XS _DYNAMIC ROLEST—%-71933+)-E1—-%fERALT. INTOENT TV —33>-0-IOUZ MR

REDBHLEEICBISTEFT

3%
CREATE_DYNAMIC_ROLE (
name IN VARCHAR2,
duration IN PLS_INTEGER := NULL,
scope IN PLS_INTEGER := XS_PRINCIPAL. SESSION_SCOPE,
description IN VARCHAR2 = NULL,
acl IN VARCHAR2 = NULL) ;
JNSX=4
KSA=45 B
name VER S 2B 7 SV —23> - O—-ILDE&HT,

duration

scope

description

ac|

BN 7V —23> - O- OB EAL) . CNEATZ > ORETT.

BNV —>3> -0-)IOX]-TE 4. nlaeME(E SESSION_SCOPE HS&Uf
REQUEST_SCOPE T, T JJL MiE(d XS_PRINCIPAL. SESSION_SCOPE TJ

B 7)o —>3> - 0-ILOATS 3> 05,

Real Application Security Y>3 &R, T IV MBZTU> /0L ACL HERESN
BWCEZEIRT S NULL TY, ACL (& SYS AF—NICEBFIL TLBENHD, 25 TRVE
BEIS-IrRA0-2nZ9,

> )0UCERTES S Real Application Security w23 #ERR(Z. Real Application
Security A7 17 hOEEMRANCHEITOIREN S, TO>—SvOI-)LREICTFEIELT
WDENHDFT,

YA MERR(E. Ty asAREICEIS U TLV% Real Application Security E/890—JUIC
RTESNTLS ACL (- THEFIENE T, leex(E EIRIO—)L TOEFSIRIEDIZ S, B8y
O—JUICESTESNS ACL (C ENABLE_DYNAMIC_ROLE #E[RNWHETT,

TV )OVEBO ACL HER(TS(E. BEFEOS AT ALNIL -y A AERM S LDE RSN
FIAERFIVIE. RACTUZ ) OUCBIHET D ACL TEITEN. BINUIHZEJIRIE
MHATUE T HERF TV TIEEINISE . IF#FIERATRIS - TRBLET . (456
EEB(CERBENIZE . SESSION_SC +1)71 - ISACEEM TSNS AT A ACL T
DOFTYINRITEIN, COERF VI DRERICEDVWTHRIEN R INE (I RLET .

B

IROBE. sslrolekWSEIN 7TV —23> - O—- L 2ERRLET .

BEGIN
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SYS. XS_PRINCIPAL. CREATE_DYNAMIC_ROLE (" sslrole’) ;
END;

IROB(E. reprolebWSEIN 7TV —23> - O—- IV 2ERRLE T, Flz. O—I)LOEARIZ 10093 ELTIEEL. O-)LOUSIT
AN ZRD-THBRUFT,

BEGIN
SYS. XS_PRINCIPAL. CREATE_DYNAMIC_ROLE (name=>" reprole’
duration=>100,
scope=>XS_PRINCIPAL. REQUEST_SCOPE) ;
END;

GRANT_ROLESDO>—3v

GRANT_ROLESTO> —2v (&, 1D EDT7 TV —23>-0- W27 TVo—23> - )22 )UATSLES 7IVT—23> -
O-)Zf35FB(CIFGRANT ANY ROLESRFAHERRNHETT,

DBA XS _ROLE_GRANTST—%-719233U-E1—%EALT. INTOO-ITSOUZ MRIEE IR THRED
FHAEEBICHIETEE T,

3%

GRANT_ROLES (

grantee IN VARCHAR2,

role IN VARCHAR2,

start_date IN TIMESTAMP WITH TIME ZONE:= NULL,
end_date IN TIMESTAMP WITH TIME ZONE:= NULL,);

GRANT_ROLES (
grantee IN VARCHAR2,
role_list IN XS$ROLE_GRANT_LIST) ;

JNIA—=4

NSA—4H ahBA

grantee O-ILHMt5EN3 7> )OL0D&EI,

role F5EN230-)IL0O&HI,

role_list F5930-)LDOURN,

start_date EHIERZEN, NEATIASO/NTA-FTT,
end_date MENEMREIRIOREH. CNEATI20/IN5A—-HTT,
151

mOBE. BIE B LR T B%IEELU THRREPO—)L % 1—H'—SMAVRISICAT 5 LET

DECLARE

st_date TIMESTAMP WITH TIME ZONE;
end_date TIMESTAMP WITH TIME ZONE;
BEGIN
st_date := TO_TIMESTAMP_TZ (' 2010-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI:SS
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TZH:TZN') ;
end_date := TO_TIMESTAMP_Tz (' 2011-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI:SS
TZH:TZN) ;
SYS. XS_PRINCIPAL. GRANT_ROLES (" SMAVRIS", "HRREP’, st_date, end_date):
END;

IROAF(E, HRREPSLUHRMGRO—)L 21— —SMAVRISICAT SULFT .

DECLARE
rg_list XS$ROLE_GRANT_LIST;
BEGIN
rg_list := XS$ROLE_GRANT_LIST (XSSROLE_GRANT_TYPE (' HRREP" ),
XS$ROLE_GRANT_TYPE (" HRMGR' ) ) ;

SYS. XS_PRINCIPAL. GRANT_ROLES (" SMAVRIS", rg_list);
END;

ROBIT(E. O—)LXSCONNECTZ 1 —H—XSUSERICAN 592575752 RUET . COER(T S(CLOT. I—H—XSUSER(F/ (X
J—REERAUTT —IN-R(FEH TEDLIIRDFET
EXEC SYS. XS_PRINCIPAL. GRANT_ROLES (" XSUSER", ' XSCONNECT") ;

REVOKE_ROLESJTO>—-3v

REVOKE_ROLESTOS —v (3, IEEESNIAERZEENSIBELO-ILZEDELES . O-ILMEEESN TORVSE(E,
HERZMEENSINTOT VT —23> - O- I FEDEENET . O-)L 2 SETEEDE I (CIEGRANT ANY ROLESZF A
ERIETT.

DBA XS ROLE_GRANTSFT—%-749233Y-E1—ZfEALT. IRTOO-ITE5OUZ MzRE R THRZRED
FHlEEBICHIETEE T,
3%

REVOKE_ROLES (
grantee  IN VARCHAR2,
role IN VARCHAR2) ;

REVOKE_ROLES (
grantee  IN VARCHAR2,
role_list IN XSSNAME_LIST) ;

REVOKE_ROLES (
grantee IN VARCHAR2) ;

J8SA—4

K5A—4 88

grantee O—-LAEDEENB 7 U —23> - U0,
role BT 7SI —>a> - O0-ILOEHT,
role_list O IO—ILEDUZN,

15
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ROBIF, - —SMAVRISHSHRREPO—)LZERDIELF T

BEGIN
XS_PRINCIPAL. REVOKE_ROLES (' SMAVRIS’, " HRREP" ) ;
END;

IROBIE. 1—5—SMAVRISHMSHRREPS KUHRMGRO—)LZERDHLF T .

DECLARE

role_list XSSNAME_LIST;
BEGIN

role_list := XSSNAME_LIST (' HRREP", "HRMGR') ;

SYS. XS_PRINCIPAL. REVOKE_ROLES (" SMAVRIS', role_list);
END;

ROBIE, 5N TLSIRTOO-)I21 - —-SMAVRISHSEDEUE D,

BEGIN
SYS. XS_PRINCIPAL. REVOKE_ROLES (" SMAVRIS' ) ;
END;

ADD_PROXY_USERJDO>—+

ADD_PROXY_USER(Z. I8ESN7 ST —33> - - —0F—S vk 1-H—-&EMULET . TNICLD, 7TVTr—33>-
A-HY-P9—-Syh- 1-5—-0TOFSEUTHEBETEF T, COTOS—SVICE2DDITXFvHHNFET . RAIDITEF v
Tld, target_roles/VSX—4%{FERAL T, JTOF - 1-Y—(CEIDHTEZY-Svh-1-HF-0O0-)IOY Ty MIgETE
F9, 2BB DI JRFv T, target_roles/\SA=INRVzo, F—Fvh- I-HF-DIRTOO-)LATOFS - 1-H—
(CEIbHTANE T,

JO0F> - 1-Y-%BIMEFHIBR I BICIFALTER USERS R T AERNIMRETT,

354

ADD_PROXY_USER (
target_user IN VARCHAR2,
proxy_user IN VARCHAR2,
target_roles IN XS$NAME_LIST);

ADD_PROXY_USER (
target_user IN VARCHAR2,
proxy_user IN VARCHAR2) ;

INSA=4

KSA=45 B L

target_user TOFIEUTHBETER [ RDA-T YN -7 ) r—23> - 1-H—D%&H],.

proxy_user J0+2 -7 -3 - 1-H-04&81,.

target_roles TOF3 - 1-J-HT0FIEUTHEETE R -y h-1—H—-O0—LDOUR K, CD/I5A—4

(FZBTY , BRI NULL BEELRIB &R Y-Sy - 1-Y—-00-)L2aLTtro+ -
I—Y—%=EBRULET . ENLUNDIZE. proxy_user /NTA—HT(3 target_roles /\TX—
AIIBEIBEMEREINET,
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il

ROBF, 1—H—=DJONESHI Sy b+ T—H—SMAVRISOTOF > EU THERETEBLI(CLET . DUONESICA T 52N 25—
'+ 0—)UIFHRREPS LUHRMGRT I,

DECLARE

pxy_roles XS$NAME_LIST;
BEGIN

pxy_roles := XS$NAME_LIST (' HRREP', ' HRMGR') ;

SYS. XS_PRINCIPAL. ADD_PROXY_USER (" SMAVRIS’ , ' DJONES' , pxy_roles) ;
END;

ROBIE, =5y k- O—)USKU TBRRIIBNULLIEZELF 9. D&FD. 4—4Svh- 1-H—-'SMAVRIS'OO-)L2 70+ -
J1—9—'DIONES'(CBIDH TEE A

BEGIN
SYS. XS_PRINCIPAL. ADD_PROXY_USER (" SMAVRIS", " DJONES’, NULL) ;
END;

IROBIE, A=k 1—H—'SMAVRIS'OIARTOO-)L %2 IO+ - 1-H—"'DIONES'(CEIDK TFT,

BEGIN
SYS. XS_PRINCIPAL. ADD_PROXY_USER (" SMAVRIS’, " DJONES’ ) ;
END;

REMOVE_PROXY_USERSIOY—ov

REMOVE_PROXY_USERSTOS—v(d, #—Hyb- 7 AT —33>- 1-HF-D1DFRR>INTOTOF+S - 1~ DORIE( 1
EERRLET, BEMIANETOFS - 0-UE TOFS - 1-H—-(CHL TEEMICHIBRENEY.

JO¥S - 1-Y—ZBMEEHIBRT BICFALTER USERS 2T IMERNIBETT.,

354

REMOVE_PROXY_USERS (
target_user IN VARCHAR2) ;

REMOVE_PROXY_USERS (
target_user IN VARCHAR2,
proxy_user IN VARCHAR2) ;

IXGA=5

NKSA-5 =R

target_user TO+> OEEMINEIRENSY -y b T -3 - 15—,

proxy_user A=y b I-S-H5EEM I 2fER I D EDHZ IO+ - 7 V-3 - 1-H—,
il

ROBIE A=Yk I-F—SMARISOIARTOTOF - 1-H-ZHIBRLET .

BEGIN

SYS. XS_PRINCIPAL. REMOVE_PROXY_USERS (' SMAVRIS' ) ;
END;
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ROBE. TOF - 1-HF—DJONESZS—4'w b« 1—H—SMAVRISHS B IFARBRLEF T o

BEGIN
SYS. XS_PRINCIPAL. REMOVE_PROXY_USERS (" SMAVRIS' , " DJONES’ ) ;
END;

ADD_PROXY_TO_DBUSER

ADD_PROXY_TO_DBUSER(Z., EEENA—Fyh-TOF> - 7o —23> - - -#IgE2INT —IN-R - 1-H—(JB
muEs. 7 Ur—323> - 1-9—-(FEEDTA> - I-H-THINENHDET . INCLD, 7TVT—23> - 1-H-H5H—
YR T —AIN=R- 1 -DTOF L THERETEF T, TIAINTIE H—Hyh- 1T —(CEIDHTEN TV IRTD
O-2J0+2 - 1-Y-MMEATEEY, OracleT —AN-ZELBERRIC, I—FYh-T—AIN-Z-1-H-0OFTA h-O-)L
(HEFR(CBRTIRDEFT , I—Tvh-T—AIRN=X- - -(CEIDHTEN TV ZDMOO—ILIFSET ROLEXZ{EARLT
MIECEFT.

J0+3-1-5-%7—IN-Z- 1-Y—(3EBNIFB(CFALTER USERS AT IMERNIHETT

B

ADD_PROXY_TO_DBUSER (
database_user IN VARCHAR2,

proxy_user IN VARCHAR2,
is_external IN BOOLEAN := FALSE);
INSA=5
KSA=4 B
database_user TOFSEL THEE TR BIRDI— 'y - F—IR—R - TP~ D&H.
proxy_user FOES - TV —2 3> - 1-F-DO%Hl.
is_external 1-H—h9ME81—H—Th2HEED Real Application Security 7 U —33>-1—

Y-THINEIBET B/ (5A—Y,

Bl
ROBIE 7TVT—23> - —-DJONESHF =Sy b - T—ANR—=Z - 1—H—SMAVRISDTOF> U THERE TEBLIICLF
a_o

BEGIN
SYS. XS_PRINCIPAL. ADD_PROXY_TO_DBUSER (" SMAVRIS", " DJONES’, TRUE) ;
END;

REMOVE_PROXY_FROM_DBUSER7°IJ°/—°/“1"

REMOVE_PROXY_FROM_DBUSERZO> —+v (3. T—AR—R - 1—H—-h50%3 - 7 U —33> - 1 - — %@ ERIRL
9, BhEAIrsNEIOFS -0-I)UE, 7V —-33> - - - s B3EN(CHIBRESNE T,

J0F3 - 1-Y-%7—-IR-Z- 1—HF—H5HIBRI BIC(FALTER USERS AT LAERNMHETY,

WX

REMOVE_PROXY_FROM_DBUSER (
database_user IN VARCHAR2,
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proxy_user IN VARCHAR2) ;

INIA=4

NS5A=4 i8R

database_user O+ OBHEMIFNERIREN S-Sy - T—AIN-Z - 1T —,

proxy_user A=y hT—AR=Z - 1I-F - NSRBI 2 RFR T 2B NDHD IO+ - 7 IVr—33>-

l_ﬁ\_o

i

ROBIE TOF - 1-H—DIONESEH -5y~ T —HNR—=R - 1—H—SMAVRISHSBHE(T I EZBRLET .

BEGIN

SYS. XS_PRINCIPAL. REMOVE_PROXY_FROM_DBUSER (" SMAVRIS" , ' DJONES’ ) ;
END;

SET_EFFECTIVE_DATESOO>—3v

SET_EFFECTIVE_DATESTO>—>v(d. 7V —33> - - —FREO0-ILOB%EZEELEEELFT,
start_datedLUend_dateDfEHNT JA)L NTNULLEL TIETESNTWRIBE. D7 Vr—33> - -5 —(JIRIFEMT
(FRVVE8D, COREDT T —23> - - -0ty a2V R 3 3EETEE R Ao

T7Ir—23> - 1-P—(HLTCOTOS—Sv2EITI BICIFALTER USERS AT LERNMMETT, 7IUr—23>-0—
ML TCOTOS—Sv%FEITIBICIFALTER ANY ROLES T LMERNMHETT,

3%
SET_EFFECTIVE_DATES (
principal IN VARCHAR2,
start_date IN TIMESTAMP WITH TIME ZONE:= NULL,
end_date IN TIMESTAMP WITH TIME ZONE:= NULL) ;
JASX—4
KKSA—4 SieA
principal BWE%EEIZTII—33> - I-H—FE0-IL0&aEi.
start_date B3 EARIORAE.
end_date BXHROR T H,
Wl
RO, 1—H—DJONESDEN AERELET .
DECLARE

st_date TIMESTAMP WITH TIME ZONE;
end_date TIMESTAMP WITH TIME ZONE;
BEGIN
st_date := TO_TIMESTAMP_TZ (' 2010-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI:SS
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TZH:TZN' ) ;
end_date := TO_TIMESTAMP_Tz (" 2011-06-18 11:00:00 -5:00", " YYYY-MM-DD HH:MI :SS
TZH:TZN' ) ;
SYS. XS_PRINCIPAL. SET_EFFECTIVE_DATES (principal=>"DJONES’
start_date=>st_date, end_date=>end_date) ;
END;

SET_DYNAMIC_ROLE_DURATIONZO>—33v

SET_DYNAMIC_ROLE_DURATIONZOS —>v (3., BV —23> -0V OBRR SR EEEEELEY , BA32 T8
ELET.

O-)ILZZEFB(CIFALTER ANY ROLES AT AHERRNMETT,

X
SET_DYNAMIC_ROLE_DURATION (
role IN VARCHAR2,

duration IN PLS_INTEGER) ;

JASX—4
KSA=H SieA
role BT ST —>3> - 0-ILO&H.
duration BN 7S —3a> - 0— )L OBBR (D BAT) . COMBEREDMECRTES BEFTEER A
51
ROBIE, reprol eI 7T —23> - O0—)LOHARIZ60 (R ELET .
BEGIN
SYS. XS_PRINGIPAL. SET_DYNAMIC_ROLE_DURATION( reprole’, 60) ;
END;

SET_DYNAMIC_ROLE_SCOPEJ'I>—3v

SET_DYNAMIC_ROLE_SCOPEZOS —v (&, B 7 U —33> - O—-IDAD- TR EFIEBLETS, Ty>a>
(SESSION_SCOPE)&/z(&)/ T A M(REQUEST_SCOPE) 21— J#IBIRTEE Y,

O-)ZZEFB(C(FALTER ANY ROLESRFTAHERRNHETT,

354
SET_DYNAMIC_ROLE_SCOPE (
role IN VARCHARZ,

scope IN PLS_INTEGER) ;

JNSA=4
NKSA=45 Bl
role FT7Nr—33>-0-)IDO&HI.
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KSA-4

ﬂll

scope FMET DB T —23>-0-IORT-T, ERTESMER
XS_PRINCIPAL. REQUEST_SCOPE # & U} XS_PRINCIPAL. SESSION_SCOPE T9,

0l
IRDBNE. reprol BBV —23> - 0-)IDOXD-T#VII AN ZD-TEEELET
begin

SYS. XS_PRINCIPAL. SET_DYNAMIC_ROLE_SCOPE (' reprole’ , XS_PRINCIPAL. REQUEST_SCOPE) ;
end;

ENABLE_BY_DEFAULTZO>—3v
ENABLE_BY_DEFAULTTOS —Sv(d, BEEF N —a> - O- VA B ERSIICLET

BRCHOTWRIEE., 7Ur—33>-0- UMt 50T ) OV U TEENICERICRDET , BIHICRITULSE
B 7IVr—33> - 0-JUBHERIBNTWAER (L. 7T —23> -0-IH )Y 5EENTUWRIBETHE
ZHCRDFER Ao

7TV —23>-0- IV ZZEE I B(CIFALTER ANY ROLES T AHERNMHETT,

354
ENABLE_BY_DEFAULT (
role IN VARCHAR2,

enabled IN BOOLEAN := TRUE) ;

JSSA—4
KKSA=4 el
role EET -3 - 0-IDO&ET.
enabled 7 ) —23>-0-)L0 enabled B, 7% TRUE (RETBE. 75— -0-)ILH
FIANNTERELTI-IENES , T T4 Ml TRUE T,
1
ROI(E. HRREPZ )4 —23> - O—JLMenab | edE 4% TRUEICEELET
BEGIN
SYS. XS_PRINCIPAL. ENABLE_BY DEFAULT (' HRREP' , TRUE) ;
END;

ENABLE_ROLES_BY_DEFAULTITO>—-3v

ENABLE_ROLES_BY_DEFAULTIO>—>v(d. 7Vr—23> - 1-H—(CBEET5EN TV IRTOY IV -23>-0-)L%
BINFIZFERNICLET

7T —33> - I-H- (L TCOTOS—Sv%EITI BICIFALTER USERSZF AERNMHETY

354

ENABLE_ROLES_BY_DEFAULT (
347



user

IN VARCHAR2,

enabled  IN BOOLEAN := TRUE);

J{SA—4

NSA=45 571:: ]

user 7 —33> - 1-H-0&sl.

enabled TV —33> 1-H—((EEF5INTVRIRTOT ST -3 -0-I)L0 enabled [
%,
enabled BMH4#% TRUE (&FETZE. 7IUT—33> - 1-H—((EIBEFS5SNTVRIATO
T3> - 0= IHERNCTRDETS . TJ4)L Ml TRUE T,
enabled BM4#% FALSE [CERFET2E. 7S —3a3> - 1-H— (BB 5EN TR IAT
OF7 TVr—33>-O0- )V EFHCTRDF T,

151

IROBIE, 7T)r—33> - - —SMAVRISICEIBEF 5N TV IR TOO-IIL2BRIICLFET .

BEGIN

SYS. XS_PRINCIPAL. ENABLE_ROLES_BY_DEFAULT (" SMAVRIS’ , TRUE) ;

END;

SET_USER_SCHEMADO>—-33+
SET_USER_SCHEMATOS —S¢ (3, 7TV~ 3> 1-H~DF —IN-2- ZF—ERELFT.
7TV =232 1-Y—CHLTTOTOS—SvERITI BICIFALTER USERSZTIMERNMBETY,

354

SET_USER_SCHEMA (
IN VARCHAR2,

user

schema IN VARCHAR2) ;
JCSX—4
NSA=4 el
user 7=y - 1-Y -0,
schema 1—H—(CRAEfHF BT —AN—R - AF—Y D4 HT, IN% NULL (SERTETBE. TARTORAF—
JEER NI ENET,
15l

ROBF. HRZRF—Y% 11— —DJONESICBHEIIET

BEGIN

SYS. XS_PRINCIPAL. SET_USER_SCHEMA (" DJONES’ , "HR") ;

END;
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SET_GUIDJO>—v

SET_GUIDTOS> —>v(d, V> /ULOGUIDZERTELEYS . TU> ) UUESNEBI - —F(E0- L THRIMHENDD, 1]
EOGUIDENULLTHDAHENHDET ,

7V —23>- 1-P— (L TCOTOS—Sv%EITIBICFALTER USERS AT LHERNHETY, 7 IUr—33>-0—
MU TCOTOS—Sv%EITI BICIFALTER ANY ROLES T LMERNMHETT,

TR
’i
b SET_GUID h#gE9 318 1—H—0 external _source BN RESINTUVIRENHDET,
5374
SET GUID (
principal IN VARCHAR2,
guid IN RAW) ;
JNSX=4
NKSA=45 neA
principal HAER 1 —H—F 30— L DL HT,
guid ShER1—H—FT=(Z0-)LO GUID.
11
ROFNE, I-H—Alex®GUIDZEELET .
BEGIN
SYS. XS_PRINCIPAL. SET_GUID (" ALEX" , " 7Tb6cb3a98f8ad4e20ac31a37419¢cc7fad’ ) ;
END;

SET_ACLO'O>—v
=]}
SET_ACLTO>—>vlE. I8ENT7 V-3 - 1-Y—F(3@3MO0—-)LICACLZERELF I,

cnT0>—->v(E. J-)ILTh'Ee/)MEBREL TReal Application Security®PROVISIONAERRZIFoTLBEEMEBLLE
I, U)W T TV —23> - - —-THIHE. T—IN—ADALTER USERIER%ZIF DI -t F . coJO>—
SvaI-ITEFT, TUD)ULHEIMNO-)L Thdina. T —IN—RX-0—-JLOALTER ROLEFEPE#IFOI-H—6F. C
OJ0>—>vEI-ILTEFET,

/=354

SET_ACL (principal IN VARCHAR2,
acl IN VARCHAR2) ;

ISX=4
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KSA-4

ﬂll

principal  ACL Hs&FE2NZT7 T —33> - 1—H—F(EE80—IL.

acl Real Application Security vy a>1&R.

FRLEOER

ACL(ESYSAF—NTHERR T 2IBENHDET .

7V —23> - 1-H—-F(EEO0— VISR ESNACLIE. AT LAREDACLEA—/\-F1 RUE T,

v AaAER(E. Ty I RIEICRASUTUVBReal Application Security®d7 ) —23> - 1-H— I (3@8H0—-IUIC
RTESNTUVBACLICHE S TERFIZNE T, feb RS, Ty a> DIERIRIEDIZ S . 1—)L7t TReal Application Security

T IUr—33> - 1—H—(ERTESNTLBACLICCREATE_SESSIONFERRDMETESN TLVBRENHDET , £iolk. ENHYO—
I TOEFSRVEDIBRE . B0 —JUIERTESN TLBACLICENABLE_DYNAMIC_ROLEAEFRNIETESNTLBMLENHDFT,

U2 )VEBOACUERT S (E. BEFOS AT ALAIL - Ty AR S SDBEEINE T R F v/ (3. AT
U2 2 )OUCBHET ZACLTRITEN, BRINUIBEJRENGATUET  HRF IV TIESINLZ A, IRFIIIERT
RBIS—TREULFT . (S5 (CHIEBCERSRN OGS, SESSION_SCEF1YT1 - IS RICBIHEM IIBNIES AT AACLT
DOFIVINERITEN. COWERF IV IDRERICEDIVWTURIENRINE L (EKRULFT .

il

Bl11-1 75 —23>- 1-5-TESTIADACLIEIRCREATE_SESSIONMDERTE

IROBITIE, ACLHEPRCREATE_SESSIONZIETELIL 7 VT —23> - 1—H —test1IRELF T,

BEGIN
SYS. XS_PRINCIPAL. SET_ACL (" test1’, " CREATE_SESSION") ;
END;

SET_PROFILEJTO>—->v

SET_PROFILETO>—>v(d, 7TV —23> - 1-H-0J0I7 V2R ELEFT . TOI71ILIE. Real Application
Security7 U —23> - 1-H—-07 —IR=2ERAFEPT —IR=Z AV AIVR )Y -2 % HIRT D, —EDUY -l
BRELVNRT—RNGA=FTY, 7TV —23> - 1-H-LTOI7V A LD BEFOI>TATA THhINENHDFET .

C0T0>—SvaEiTI 21—~ (4. ALTER_USERIERRZRF> TV ENHDET .

7TV —33> - 1-H—(CEIDETENTVWBRTOI7AIIHHhRAT — R- AT % {ERAUTHIBRENZE, 201 —-DF T4
V- TOI71 B BRCERNCRDFET,

3%
SET_PROFILE (
user IN VARCHAR2,

profile IN VARCHAR2) ;

J\NSX=4
KSA=4 Bl
user Real Application Security 7o —>3>- 1-H-0&g1. BIFO7 V-3 - 1—
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KSA-4

ﬂll

F-THanENHDET .

profile TOI714 VD&,

Gl
IROBIT(E, profeWSTOT7AINEVER L. profEW\SIOT71 )L & xsuser EWNS 7 IV —33> - 1-H— (R ELF T,

CREATE PROFILE prof LIMIT PASSWORD REUSE_TIME 1/1440 PASSWORD_REUSE_MAX 3 PASSWORD VERIFY_FUNCTION
Verify_Pass;

BEGIN
SYS. XS_PRINCIPAL. SET _PROFILE (" xsuser’, prof’);
END;

SET_USER_STATUSD'OY>—Sv
SET_USER_STATUSTO> —>vlk. 7T —33> - A—Y—-ThHIO MRT IR &S EFIEELFT,
7= - - — (L TZOTO>—>v%E1TI BIC(FALTER_USERIERNNETT,

5354
SET_USER_STATUS (
user IN VARCHAR2,
status IN PLS_INTEGER) ;
NSIET )
KSA=%H 7L
user AT =A% REFEEHIINEDHD 1Y~ 7HU> hD&F].
status Real Application Security 1—H—-7h9> hrOFFRAT—HR . AT—HANBEIFELEID

D3ACHIBIENTEET,

® ACTIVE B&U INACTIVE - ThB 2 DOT7HI M AF—H2{E(E, 1—Y—-T7HD>
MY T TV —33> -2y 3> % e mi T PHEBRB JUT7 T —33> - 2y 3 (EfE T
DIERICEELET,

ACTIVE (CBETESNTWRIBE. 7 r—2a3> - 1-5-FEE‘0J(> - ThI M
ERALT. BRI ZAD—RTT—IR-R(COJL>TEES . THIONIHEBR TS
V-3 AERN®DRI%E. 7 Vr—23> - 1-5— 70U —23> -ty a z1E
BRURD7Z T —23> -ty asGEFETEEY,

INACTIVE (GERTESNTUVWRIBE., 7T —33> - 1-Y— (38512 20— RTHo
THEEDIA> - THIY MfERLTT —IR-R(CO0T(1>FBLFTET, 7T
=232y m B LD ) —23> - oy a(OERE T BCL(ETEER
/\}O
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KSA-4 ErL

® UNLOCK, LOCKED F/z(& EXPIRED - CNBMAT—4HR1E(L. EIEOYJ 1> Real
Application Security 7V —33> - 1-H—(CDV\WTOHHERENET

UNLOCK (SR TESN TWLBIEA . 7hD> MY LOCKED OBRIC7 ) —33> - 1—H—-
Tho> bhBON., 7V —23> - - —(FEE0JA> - THho o MefERLTE
MRINZA D= RTTF—AIR=Z(COTA > TEBRLIRDFET,

LOCKED (CEETESNTWBIHE., 7V —23> - 1-Y-07h0> MIOvIEnEd.
BIRNZD-RTHOTE, BEOTA> - THU> MeAERUL - Y —1E5k (35 a]
SNFEA. 7THOD M OVIENTVSIZE 1—Y—-7HD> MY ACTIVE THN
(F BEOJAOEETTEERAN, I-J-37Vr—33> - ty3a>#ERLI
D7 TVT—23> -2y aU(CEREFT BN TEET,

EXPIRED [CEXEEINTVIZE. 7TV —23> - - 077> MIHARREINIC
B0FT, BB/ AD—-RTOEEDTA> - 7ho> MeAER U - — &5k (35F
AlENEIN OJAVEFICN R D - R EE S IHNENGDDET

® PASSWORDEXPIRED (FF#£%2) - CORT—HAEF)U-Z 1 (12.1.0.2)ABET(E
FEHEREIOTVET,

J\SA—4 status (CABDEZEESETDE, ORA-46152: XS ¥ F4 - EMHEI—
H— ' AF—FAMEESINFTE LII5-NRENFET,

il
ROBIF. 1—P—DJIONESDI—Y'— - 27 —H %L OCKEDICERTELF I -

BEGIN
SYS. XS_PRINCIPAL. SET_USER_STATUS (' DJONES’ , XS_PRINCIPAL. LOCKED) ;
END;

SET_PASSWORD2'O>—%

SET_PASSWORDZ OS> —v (&, 7 Ur—23> - 1—H—-ThU> hOINRD— R TEFIZEELEYS , SET_PASSWORDZO
S=SvEEAT DL NAT—RELUtype/ (TXA—FICEDVWTHREEHERENMER SN ARGEHEEE type/\SA—IDIEN T 1
D2IPIRIBAINET,

E#E0/J 1> Real Application Security 1—H'—(&. oldpass/\IX—A%{ERL TIEZIEES LT BN/ XT—R
ZEETEEY. IH/NAT— ROMENRELELTVRIHE. SITIBENCOT 1 R EIEAEIL. 0RA-28008: IH/ SR
J—RKAELL HY FRBAIT-NEEINFET, IELVIBA/RT—-REIETEITZIET. Fi#/(RT-RIEEINF LA

PI)r—23> - 1-5—=(CdLTcnT0S—SvEFRITIB(CE. Fz(IDReal Application Security 1—H—-m/(Z
J—REZEIB(C(E. ALTER_USERIERNNETY,

AEBIDZ M7 EIEASN =1 T4 DReal Application Security 1—H—(&. B D/NAT—-REEETEFEHA. N
S5N1—-Y—(F. ;TDIDANTE B DONRD—R2ZEEI2NENHDET . feL X (L. Oracle Internet Directory 11g
DY=ZX1 (11.1. )PNEBR NP DS I RI1I-Y—-w)LJP—EX(C(E. Oracle Identity Managerh'gtd 3
Oracle Identity Self Service{>%71—%Z{ERAU T/ RAD—R2EEL TZEW, $F#ll(. [Fusion Middleware
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Oracle Identity ManagerCOt)LJ-H—EX - 92V DEITIZESIRUTUIZEW. R1T1TReal Application
Security 1-H—HEBIDX KNP ERIEACN TOWRH ZHIT I B(C (S, TF 1T BIRB(SEEL TILEV. BN TS
BEEE TN - B N-RIRIC\ZAD- REEN T RI-HY— - ©L I —-EXRIIREEN TV h e R TIEE
(AN

OZh - RFVINA -7 =A== T3, SET_PASSWORD#E{ELSQL*Plus PASSWORDIY> RiGMALE6TOvIENF T

X

SET_PASSWORD (
user IN VARCHAR?2,
password IN VARCHAR2,
type IN PLS_INTEGER := XS_SHA512,
opassword IN VARCHAR2 :=NULL);

INSA=4
KSA=%H anBe
user JRD—RERETD 7 VT3> - 1-H— - ThU> hD%&HET.
password BETB/XT—R,
type IR T~ RICER I DIRZRMERE D1 T T TA)L ME(E XS_SHAS12 TY . AREFHERES 1T (3.
ROVWTNNTHINENDDET,
XS_SHA512, XS_SALTED_SHA1
opassword |H/VZAD—R, Real Application Security 1-H5—-hHB3 0/ A0-REEIRIHE. C
DINGA=INMETY , IBESNTVWRWEES. I-Y-EFBED DO/ RT-REZEFI0(C
WHERIERZIFOTVBRENSDDET .
i)
OB, 7IVr—23> - 1-H—SMAVRISD/N XD — REEETELE T . /N2 T— ROXS_SHAS 1 4% EHkEE Y1 THIETELE T
BEGIN
SYS. XS_PRINGIPAL. SET_PASSWORD (' SMAVRIS' , ' 2Hrd2Guess’ , XS_PRINCIPAL. XS_SHA512) ;
END;

SET_VERIFIERZOY>—S%

SET_VERIFIERTOS —>v(d, 7T —23> - 1—H— - 7H> MOV ERE# S E F T2 (FEELF I, SET_VERIFIERTTO
S—SvEERT L. AREEHEE type/ \IX—ADIENT 1723 )ZRXSSVERIFIERS(IEAZNE T, CNICLD., BIRE(E
JNAT— RT(ERAREEEBED RGN BN T T —H—%Real Application Security((B1TTEFY,

7 Vr—23> - 1-H—(SHLTcOIO>—SvEEITI BICIFALTER_USERIERNINHETT,
O>hIb- ZFVINA -« T —HR—ZT(F. SET_VERIFIERIZVELSQL*Plus PASSWORDIY> RIE@ A EETOVIENET,

7374
set_verifier (
user IN VARCHAR?2,
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verifier IN VARCHAR2

type IN PLS_INTEGER := XS_SHA512) ;
JASX—4
K5A=4 BT
user RETEE DR ETROT VT —3 3> - 1-H— D%,
verifier HRETHBEE U TIERT 23251,
type (BT RTEED I T, CNIE ROVTNHTT,

XS_SHA512, XS_SALTED_SHA1

Bl
LWUSER3EWSERTOI—H—HERRE. /AAT— ROMRIEHERES 1 TXS_SALTED_SHAI TEREZN TLSELETY

RIC, DBA_XS_OBJECTSE1—ZfILVEE T, I—H—LWUSER3DIDIEZEMSLE S .

SQL> column name format A10;
SQL> column owner format A6;
SQL> select NAME, OWNER, ID, TYPE, STATUS from DBA_XS_OBJECTS where NAME = ' LWUSER3' ;

NAME OWNER ID TYPE STATUS

LWUSER3 SYS 2147493770 PRINCIPAL VALID

R, IDH2147493770 T3 1—H—LWUSER3DXSSVERIF IERST 1723 )RZRIVEEE T,

SQL> column user# format 9999999999;

SOL> column type# format 99;

SQL> column verifier format A62;

SQL> select USER#, VERIFIER, TYPE# from XS$VERIFIERS where USER#t = ' 2147493770 ;

USER# VERIFIER TYPE#

2147493770 S:14DCOF5ABB72F(C869549B1F845C548EOBEF 7B863A116DB24DFAE22F0501E 1

IREEAEEEDIBIC(E. A TMBE"S"TEEN. TORICTIO> (2 )H5eE. XS_SALTED_SHA1DARFFH#ERES 1 T THBLERL
FY, NIV T#1THIEBRENFT

"S "EFUIRIHMEEAZERAUT. 1-Y—LWUSER3DIREE ZERELE T o

BEGIN

SYS. XS_PRINCIPAL. SET_VERIFIER (" Iwuser3’, " S:14DCOF5ABB72FC869549B1F845C548E0BEF7B863A116DB24DFAE22F0501
E",
XS_PRINCIPAL. XS_SALTED_SHA1) ;
END;

/ 2 3 4 5

PL/SQL procedure successfully completed.

COFIBZIEFEICTT T I3 ARFEDBEEIA TOmA N ARFENERESNTVS I —DXS$VERIFIERST 1723k
OVERIFIERFIDIEIRE—EL TV ENHDET . 7TV —23> - 1—H-D)\AT— R2ZEE I BE. ARFEERES 1 T%Z
EEI AT THENCRIHENZE ESNET.
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RIDBIT(E., REEZ2FOIKBEIUECREL T, EFN5FIEZRRUET  ARFHEN SR E UTARGEHEEE Y TE—ET DD
&0, XS$VERIFIERST /33t URZRVWERILEICT TV —33> - 1- P~ (CRRENZERB DIREHEIC/ N T — RDI&
SEZERTEI AT AUNHDET . LEX (S ARFEEEARTEEBES 1 T2XS_SHAD12(CE B I 3155(3. ROFIEZERITUE
a-o

SQL> BEGIN

SYS. XS_PRINCIPAL. SET_VERIFIER (' Iwuser3’, ' T:9BA95FEF2C2630A2BAACF2E7C5E41B0OD50CDC7BOB6
0C88ADAFE81F8155D002F99EEAFIDI5477E4749870C67FDE87OE154ED17809C359777F979E269010823FB
981B2A998915EB1439FE3C6C1542A239C

XS_PRINCIPAL. XS_SHA512) ;

END;

/ 2 3 4

PL/SQL procedure successful ly completed.

N TEE7 ) r—>3> - 1—H— - THhI> bOTzshD)\ 2D — FIEEE DR TE | TRUTWB 7 I —33> - 1—H—
LWUSERT(CEREINIAREHBEAREIHEBE Y1 TERIU TH I EISERL TS,

SET_DESCRIPTIONJTO>—->v
SET_DESCRIPTIONOS—SvZfERAL T, 7V —2a> - > OFtBA%RELEY .

75 —33> - - — (L TCOIO>—SvEFEITIBITIFALTER USERS AT MERNINETY, 7 Ur—33>-0—
JUSHLTZOTOS—SvZEITI BICIFALTER ANY ROLES ZFAERNNETT,

X
SET_DESCRIPTION ( principal  IN VARCHAR2, description IN VARCHAR2) ;

J$S—4

NSA=45 B

principal SiBREERTEI B/ LDZET,

description TU>)CVICRET B3R BESC T,
11

ROBIE. PV —3> - O0—)LHRREPDSHBA% SR ELET

BEGIN

SYS. XS_PRINCIPAL. SET_DESCRIPTION( HRREP, " HR Representative role’);

END;

DELETE_PRINCIPALDO>—S%
DELETE_PRINCIPALTO> —Sv(d, 7TV —23>- 1-H—-FR@7IVT—23> - 0- L zHIBRLES .

7V —23> - 1-H— (L TCOTOS—Sv%FEITI B(C(FDROP USERS AT LMERNNETT . 7T —23>-0-)L
(CHLTCOTOS—S+%ZZEITIB(C(FDROP ANY ROLESRT LMMERNMHETT,

3%
delete_principal (
principal IN VARCHAR2,
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delete_option IN PLS_INTEGER:=XS_ADMIN_UTIL. DEFAULT_OPTION) ;

JASX—4
K5A=4 BT
principal YIBR S 37U —3a> - 1I-H—F @7 7 —33> - 0- I O&sT.,

delete_option

EAIBHIBRATS 3> . ROATS IV %EATEEY,

® DEFAULT_OPTION:

TIAWBATZAS TR, AMTSRENTORWMEEICOHF TSV HIBRTEE
9. T2V eSBIMOI T T1h 52 mE > T2/ ZHIBRTEEE
AJO

REZE TV )L EENLT TV —23> - 0- IV ZBIBRUELSELTB A
HIBRIBENRERLET

® CASCADE_OPTION:

WAT—R-AT2aU & 7T —33> - A-Y-F @7 Vr—23>-0-)%ZNIC
WIBBHRELEICHIBRLET . 7TV —33> - I-Y—-F @7 Vr—33>-0-)
ZHIBRI 21 -Y-(ClF. INBOSRZHIBRI SHEREVETT .

® ALLOW_INCONSISTENCIES_OPTION:

AREEOHFAIATIAD TR MOITATANB I TATAADIELE/NA > RSEEH
HRIGETETDI TATAZHIBRTEET . I T4 T/ D HIDIKFED—EBTHD
BA(F. HIBRNKREU, IS—hERENEd.

Bl

RO, DEFAULT_OPTIONZAEARL CT1—Y—SMAVRISZHIBRLE T

BEGIN

SYS. XS_PRINCIPAL. DELETE_PRINCIPAL (" SMAVRIS") ;

END;
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XS_SECURITY_CLASS/\ws—%

XS_SECURITY_CLASS/\w&r—I(Z(d, TF1YUT1 - IS AB LU EDIERZVERL. BIEESLVHIBRT 3D TO>—SvhiEaE
NE9. )\ —2(C3, TF1UT1 - I5RDMAEZEIRI 30 T0> - SrHEFNET.

COIECIRDONEYINEFNET:
® XS SECURITY CLASS/WwWy—>nt+1V71-ET)

® XS SECURITY_ CLASSHI 04 3LNDER

XS_SECURITY_CLASSKAY -3 DtF+1UT1-EF)

XS_SECURITY_CLASS/\w&r—= (3. SYSAF—RIAERENE T . INTOAF—NYDACL, TF1UF1-I3R, F1)71 R
US—REDAF—Y - ATS1) N BEIRTESADMIN_ANY_SEC_POLICYADBAO—)LICfT5ENE T,

I—-5—(F. RF V(I BRESOURCEO—-IL 2T 5N TLIIHE(C, BEOAF—YADOAF - -ATZ1I M EIETE
&9, RESOURCEO—JLEBLUXS_RESOURCEZ TUT —23> - O—)UC(&. 7TV —2 3> RO —EIRZEMR T Des(C. X
F-IYADZF Y- AT 1V OB STHERMT SN AF—XADR)S — - 7=F1T7) N\OBEIR (K ET,
ADMIN_SEC_POL ICY#ERRN'EENF T,

APPLY_SEC_POLICYtEPRZAT 5N e 1 —(d. A+ V(ST IMN)S -8 F 2 EIRTEFI . COHERZIFOI-T (&,
HEBRAT 52N AF —YAOR)S -5 EI BB T 7T -3 RORS —EIBZIER TEET,

XS_SECURITY_CLASSHI 7’05 LADERN

F11-11 XS_SECURITY_CLASSHI 0I5 LADEH]

Y2093 A L

CREATE_SECURITY_CLASS JO>—>v FRREFIUT (- IS RZAERRLET

ADD_PARENTS JO>—>v BESNIEF1)T1-I35R(C 1 DB LOFREF1)71-I5R%E
hovEd.

REMOVE_PARENTS 70> —>v BEINZEFIUT1-I5AD 1 DU EOREF1Y71- 75 %H|
BRUET .

ADD_PRIVILEGES JO>—>v BESNIZEF1YT1-J3RIC 1 DU EDERRZENLET .

REMOVE_PRIVILEGES JO3—>v FESNEFIUT(- 930 1 DLLEOERZHIBRLE S .

ADD_IMPLIED_PRIVILEGES JO>—>v FEESNIEFHERC 1 DL FOEFEOIERZENMULET .

REMOVE_IMPLIED PRIVILEGES JO>—>v  SEIERNS 1 DI L OREEROIERZHIFRLEFT .

SET_DESCRIPTION JO>—>v FBESNEFIUT (- IS ADRAX FHZZELFT .
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¥70954

S&II

DELETE_SECURITY_CLASS JO>—>+ fEESNEFIUT (- IS5 ZAZHIBRLE T .

COIET(FROXS_SECURITY_CLASSHIJOJSAICODWTERBALE T

CREATE_SECURITY_CLASSTO>—Sv
CREATE_SECURITY_CLASSIZ#THRt+1U71 - U5 RE(ERLET

X

XS_SECURITY_CLASS. CREATE_SECURITY_CLASS (
name IN VARCHAR2,
priv_list IN XS$PRIVILEGE_LIST,
parent_list IN XSSNAME_LIST := NULL,
description IN VARCHAR2 := NULL);

J$S—4

IKSA=4 el

name VERR T BE1YT( - U5 ADERET,
2. SCOTT. SC1 DLIICAF -V TIERFENE T, ZHFIDAF—TEBINRVNESE. IHED
Y3y ZAF-IMEEINE T, exIE CORUAITE. 2aTh SC1 £LTIEE2N. IO
2 —TH SCOTT DIRAIC. SCOTT. SC1 (CEERENET

priv_list T I)T1 - ISRCEHBIIERDUZN,

parent_list ¥ 171 - IFANRFENZEEF 1T - I5ZADUR R, TNEATIIS T,

description TF1UT4 - ISADATS VDA,

ol

ROBF. HRPRIVSEWSTF YT 1 - IS AAERRLE T . TF21UT1- ISR, priv_| i stTERSNTLSIERDO LY
MEENFT. TF1UT1-I5R(E. DILISRZHEF1)71- IS AELTERLE T

DECLARE

pr_list XS$PRIVILEGE_LIST;

BEGIN

pr_list :=XS$PRIVILEGE_LIST(
XS$PRIVILEGE (name=>" VIEW_SENSITIVE_INFO' ),
XS$PRIVILEGE (name=>" UPDATE_INFOQ’ ,
implied_priv_list=>XS$NAME_LIST
(" “UPDATE™, " “DELETE™ , '“INSERT™)));

SYS. XS_SECURITY_CLASS. CREATE_SECURITY_CLASS (

name=>' HRPRIVS' ,

priv_list=>pr_list,
parent_list=>XS$NAME_LIST('DML’));

END;
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ADD_PARENTSD O>—33+
ADD_PARENTSTT>—v(d, fEESNIEF1UT1 - IFRICI D LD EF1UT( - I52%BIMUET .

X

XS_SECURITY_CLASS. ADD_PARENTS (
sec_class IN VARCHAR2,
parent IN VARCHAR2) ;

XS_SECURITY_CLASS. ADD_PARENTS (
sec_class [N VARCHAR2,
parent_list IN XSSNAME_LIST) ;

JCSA—4

NSA=4 E7L

sec_class HI52MENNEN3tE1U71 - I520&H.
£2FilE. SCOTT. SC1 DIACAF -V TIERENE T . BEIDAF—YEPDHRVES (. IRTED
Y33y ZF—IHMEEINE T, exE CORUABITE. ZaTh SC1 £LTIEEXN. IRED
Z2F—H SCOTT MIZAIC. SCOTT. SC1 ([CABRENET

parent BIlaN38ttr1U5(-I520%81.

parent_list BN 38I5ZADYUZR,

ol

RO, FE1UT( - IS5 ZAGENPRIVSEHRPRIVS X 1151 - IS5 AISEBIILET ,

BEGIN

SYS. XS_SECURITY_CLASS. ADD_PARENTS (" HRPRIVS’ , ' GENPRIVS' ) ;
END;

REMOVE_PARENTSO'O>—Sv
REMOVE_PARENTSO> —>v (3. I8ESNZF1)T1 - I3 AD1 DU OIS 2 ZBIBRUET

354

XS_SECURITY_CLASS. REMOVE_PARENTS (
sec_class IN VARCHAR2) ;

XS_SECURITY_CLASS. REMOVE_PARENTS (
sec_class IN VARCHAR?2
parent IN VARCHAR2) ;

XS_SECURITY_CLASS. REMOVE_PARENTS (
sec_class IN VARCHAR2,
parent_list IN XS$NAME_LIST);

INSX=4
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KSA-4

&II

Bl

sec_class HISZHHIBRENZF1UT( - ITADERET,

ZAE(E, SCOTT. SC1 DLIICAF X TIEEIENF T . BRIDAF—VEIDH BB E(E, IRED
y23> - AF—IMBEINE T, X CORUAITE, &aiht SC1 L THEESN, IRED
AF—YNH' SCOTT DIFEIC, SCOTT. SC1 (CARRENF T,

parent HIBR S 28+ 1UT 1 I35,
parent_list HIBR S 2EE1UT1 - IFADYA R,
15
ROGNZE. FtF1U571 -5 AGENPRIVSEHRPRIVSZX 171 - V5 AN SHEIBRLE T
BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_PARENTS (" HRPRIVS’ , ' GENPRIVS' ) ;
END;

ADD_PRIVILEGESD'OY>—3Sv
ADD_PRIVILEGESTO>—>v(d, TF1UF1-J35R(C1DL EDOWERTENMULFT .

3%

XS_SECURITY_CLASS. ADD_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR2,
implied_priv_list IN XS$NAME_LIST := NULL,
description IN VARCHAR2 := NULL);

XS_SECURITY_CLASS. ADD_PRIVILEGES (
sec_class IN VARCHAR2,
priv_list IN XS$PRIVILEGE_LIST) ;

JESA—%

IKSA=4 el

sec_class HERRMEINENZ TF1UT( - IS ADERET,
ZH(E. SCOTT. SC1 DESICAF -V TIERFENET , ZLHIDZAF—VEPIHRMBES
(%, BIEOYS A - ZF—IHEFESNET, feeZ(E CORUAITIE. &FIH SC1 &L
TIgEIN. BIEOZT—H SCOTT DIRAI(C. SCOTT. SC1 ([CABRENEY,

priv IBINT BHERDZET.

priv_list BINTBHERDUZ K,
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NSA—4H i8R
implied_priv_list BN ZBEEROIERDA T a> DU N,
description BINENZERDA T3> D5,

il

IROBIF. UPDATE_INFOLWSEFIHERRZHRPRIVS EF1UF 1 - VS RTEMUFT . EFIHER(C(L. BEEADIEPRUPDATE.
DELETES LU INSERTAEENE T

BEGIN
SYS. XS_SECURITY_CLASS. ADD_PRIVILEGES (sec_class=>"HRPRIVS', priv=>" UPDATE_INFO’,
implied priv_list=>XS$NAME_LIST (" “UPDATE™
"“DELETE™, " “INSERT""));
END;

REMOVE_PRIVILEGESD' 0> —3v

REMOVE_PRIVILEGESTO> —Sv(&, fEEEINIEF 151 - IS5 AN 1D EOHERRZHIBRULEF S . HEBRB FI(FUZ MME
ESNTORBWMSER, FBESNEFIUT1 - ISANS IR TOIERNHIFRENE T .

X

XS_SECURITY_CLASS. REMOVE_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR?2) ;

XS_SECURITY_CLASS. REMOVE_PRIVILEGES (
sec_class IN VARCHAR2,
priv_list IN XS$NAME_LIST) ;

XS_SECURITY_CLASS. REMOVE_PRIVILEGES (
sec_class IN VARCHAR2) ;

J8SA—4

KSA—=4 BT

sec_class ERNHEIBRENZ 1T 1 - IS5 2ADEH.
ZH(E. SCOTT. SC1 DLSICZAF - TIERIINE T, BHIDAT—IEPINRVES (L. I
Oy 2F-IHMEEINET, X (E. CORUAITIE. &FTH SC1 LLTIEERN. 18
FEDZF—IH SCOTT DIRAIC. SCOTT. SC1 (CAERENET,

priv HIBR S RAEPR DA,

priv_list HIBR S BHERDUZ N,

Wl

SROMFIE, UPDATE_INFOKEPRZHRPRIVSE1UT (- IS5 ZAHSHIBRLET .

BEGIN
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SYS. XS_SECURITY_CLASS. REMOVE_PRIVILEGES (" HRPRIVS", " UPDATE_INFO" ) ;
END;

ROBNE, HRPRIVSTH YT 1 - IS ANB IR TOIERZHIBRLE T

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_PRIVILEGES (" HRPRIVS' ) ;
END;

ADD_IMPLIED_PRIVILEGES7'O>—3+v
ADD_IMPLIED_PRIVILEGESTOS —Sv(d. SEHIHEIRIC1 DI EDBERRDIERRZENLET

354

XS_SECURITY_CLASS. ADD_IMPLIED_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR2,
implied_priv IN VARCHAR2) ;

XS_SECURITY_CLASS. ADD_IMPLIED_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR2,
implied_priv_list IN XS$NAME_LIST) ;

JASA—4
K5A—=4 sig
sec_class HEBRMBINZINZTF 1T - IS5 ADEBI.
& aEi(E. SCOTT. SC1 DLIICAF -V TIEERENF T . ZRIDAF—VEPONRVEE
(&, BIEOYS 3> - ZF—IMETESINT T, 2EX(E. CORUHITIE. &Fiht SC1 &
UTEEEN., IEDAF—H SCOTT DimAI(C. SCOTT. SC1 ([CAZRENFET .
priv IEERDIEBRHNE NS N D EFIMERDZHI,
implied_priv BN BEEERDIERR .
implied_priv_list EHIER(IBINT BIZERDIEPRDUZ N,
1
ROAN S, EEXIHEPRUPDATE_INFODRESEADIEFR DU X M2HRPRIVSF 151 - /5 R SEMULET,
BEGIN
SYS. XS_SECURITY_CLASS. ADD_IMPLIED_PRIVILEGES (sec_class=>" HRPRIVS', priv=>"UPDATE_INFO",
implied_priv_list=>XS$NAME_LIST (" “UPDATE”’, ' “DELETE™, ' “INSERT”"));
END;

REMOVE_IMPLIED_PRIVILEGESTO>—S%

REMOVE_IMPLIED_PRIVILEGESTOS — v (3. SEHMEIRNSIEESNIHEEADIERZHIPRLE T . HEIRNMEESNTLR
VISE(F SR TOIERROIER D EFHERNSHIBRENE T,
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354

XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR2,
implied_priv IN VARCHAR2) ;

XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (
sec_class IN VARCHAR2,
priv IN VARCHAR2,
implied_priv_list IN XS$NAME_LIST) ;

XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (
sec_class IN VARCHAR2,

priv IN VARCHAR2) ;
JCSX—4
KSA=4 SR
sec_class HERAYIBRENZEE YT (- IS5 RO,
ZBiE. SCOTT. SC1 DLSICZAF—ITIEMEINET , BHIOZF—TEFDHR S
BlF. BEOEYS A ZF—IHMEFESNET, L X CORIUAITR. &FIN
SC1 ELTHETESN. BIEDZE— T SCOTT DISA(C. SCOTT. SC1 (AR RENE
a-o
priv BEERDIEPR NI PR EN B EHAER D BT,
implied_priv EHIERNSYIBR T BIEEADVELR.,
implied_priv_list ELIEIRNSHIBR T BIZERDIEPRDYZ N,
Wl
RO, EXIFEPRUPDATE INFODRSERDIEFRDELETERHRPRIVSEF1UT 1 - H5 AN BHIBRLET .
BEGIN

SYS. XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (" HRPRIVS', " UPDATE_INFO’, " “DELETE™" ) ;
END;

IXOBIE. EEFIHEBRUPDATE_INFODI N TOBEEADIEBRZHRPRIVS TH 1T 1 - IS ANSHIBRLE T .

BEGIN
SYS. XS_SECURITY_CLASS. REMOVE_IMPLIED_PRIVILEGES (" HRPRIVS', " UPDATE_INFQ’ ) ;
END;

SET_DESCRIPTIONDOY—3%
SET_DESCRIPTIONIO> —Sv (3, #EEEN I+ 1UT1 - VI ADHIBXFFERELFT

354

XS_SECURITY_CLASS. SET_DESCRIPTION (
sec_class IN VARCHAR2,
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description IN VARCHAR2) ;

JASX—4

K5A=4 BT

sec_class SEARSTES RUE1UT( - IS ADEB.
Z8ilE. SCOTT. SC1 MEICRF - TIERIEINET . BHIOZF—TEPIDRVES(E. HIED
Y3y X -IHMEEINET, e Z(E CORUAITIE. &EIH SC1 ELTIEESN. HIED
AF—<H SCOTT DIZmEI(T. SCOTT. SC1 (CARENF T,

description EESNIEF 1T (- IS ADAZF

15

ROMIE. HRPRIVSEF1UT 1 - IS5 ADSRIEXFH AR ELEFT .

BEGIN

SYS. XS_SECURITY_CLASS. SET_DESCRIPTION (
"HRPRIVS’, ' Contains privileges required to manage HR data’);
END;

DELETE_SECURITY_CLASSOO>—%
DELETE_SECURITY_CLASSO>—>v(d., I8 SN+ 1UT (- V522 HIBRLET .

5354
XS_SECURITY_CLASS. DELETE_SECURITY_CLASS (
sec_class IN VARCHAR2,

delete_option IN NUMBER:=XS_ADMIN_UTIL. DEFAULT_OPTION) ;

JCSX—4

KKSA—% B71:):

sec_class YIBR T Bt 1UT (- IS ADEHT,
ZAEiI(E. SCOTT. SC1 DLSICAF -V TEEIENF T . BRIDAF—YEBDHRVEEE. IRTE
Ovay - ZE—IHIBESNET, ez lE CORUAITIE. RN SC1 LLTIEESN. 18
TEDOAF—H SCOTT MIZEIC. SCOTT. SC1 ([CAZRENFT .

delete_option EATRYIBRATI I . ROATS I RERTEET,

® DEFAULT_OPTION:

FIAIK- AT TR A TSREINTORWMEEICOHTFIUT( - IS AZHIBRT
EFY, tF1UT1- U522 BRIBMOL T4 T1h % dEE(E EF1U571-I5R%
HIBRCEFE A
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NKSA=45 Bl
® CASCADE_OPTION:
HRAT—RATIaF, tFa1VT1 - IS5 2%ZNCTTIZSBELEICHIBRLET . T
F1UF1 -5 2A%HIBRT 21 -H—(C(E. INSOSIBRBIBR I IIEREMNETT,
® ALLOW_INCONSISTENCIES OPTION:
REEOHFRIATI IO TR MOITATANB IO TATAADIEL/ 1> RSB NS
BIGETHEDI> T(T(ZHIBRTEET,
151
IROBNE. TIA AT 3% ERAUTHRPRIVS X 21T 1 - IS5 22 HIBRULE T .
BEGIN

SYS. XS_SECURITY_CLASS. DELETE_SECURITY_CLASS (" HRPRIVS' , XS_ADMIN_UTIL. DEFAULT_OPTION) ;
END;
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Real Application Security HRTE

COEDOAHBFIROESDTT,

+1)FHRTEDHIE
BAPVT P TERITEN AR

TF1)FHRTE-IIR—F> bOETE

EiEO) A ERAUEEE1UT(HRTEDET

Real Application Securitytyay(GEfEEsNct+1)T71HRTEDEIT

F31YT(HRTE- V-2 TvT - ZOVTOELT

Java{ > AJI1—ATOtF1UT(HRTEDELT

RASADMZfERUILEF1YTAHRTEDZEIT(COWVT

+1UF HRTFEDIE

COANBEIE(HR)TEF. EARMIReal Application Security (RAS)#EEDFER S EZRULET . COF1—NTIL
(F. IVRY=IROI-RT—R S FUATT, PL/SQLRVVUTR, JavadOI S L VY-R - TpAILE LU0 - T71)UE
Real Application Security HRTE - J71)LZ2&8RUL TR,

HRTE[R. RO3DOUILERFDT =4 -2+ 1YT1 - RS — @A T 2 E THR. EMPLOYEERZRELF I .

1.

MEEOEAEOLI-R-UILL. ACL EMP_ACLIZCOUL IV LZ%ZFIFEIL . SALARYSUZS DU AT IR T RIz8D
emp loyeet&R%= 7o —>3> -0- AT 5ULFET,

ITEBFILILAROIARTOLI— R, ACL IT_ACLIZZDOULIL LZFIEIL . SALARYSWZBRLIVAICT I XTI D128 D

it_engineert&R&=7 U —33> -0-UAHS5ULFET .

. INTOREEELI—R-UILA. ACL HR_ACL(E, COUILLZEHIHEIL. SALARYFNZZ DUV AILT I XS 3128

Ohr_representativet&Rz2 7 Vr—>3> - 0—-IUAHELET .

HRTEF. RS —DRERITHI2ADT VT —33> - I- -2 FELEFT

ITEBRAD 7 SV —>3> « 1—H—T&HBDAUSTIN, 17TV —23> -0—Jbemp loyeed LU it_engineer #3&>
TVET, 2O, BRROUILA# LBEPUILA#2CTIEATEET, DF0. [TEPIOREREEL 1- REERR T
FIH. BDOHRELI—REBRVTSALARYS(FZR R TEFEE Ao

HREBFID 7TV —33> - 1—H—THBSMAVRIS, K37 —23> -0—)bemployeeB LU
hr_representativezfFoTV\E T, 2D, BIRDOLIVA# 1B IUUVIVA#3(CTPIEATEE S, DED. IRTD
REBELI-R2RRBLUEHTEEI,

HRFE - ZOUTNIRDZE%RUET

Real Application SecurityA7S1 N7V —23> - 1-Y—, 77U —->3>-0-)b. ACL. EF1U71-935
ABLUT =4 TF 171 - RIS =) DIERL TS

T =48 tF1)71 - RIS —ZERUTROIT(VILARIKIZER) B LUT FIHIHZER) 2 RET 57575

PINT—23>- 1-H-tUTT —AIN-RAICEHEDT A>3 5E(\RT- R E), HLUReal Application
Securityya>zVERk. &G, EIERRBLUIEES 2575
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® Real Application Securitytty>a> 7 r—23> - 0- VBB LOERCT D55,

BAVVITNCRITEND0HE
t+1UFTAHRTEDI AT — A& RO—EDPL/SQLANIT MeRITUT, MR- Mes&TEL. TEEEITUET .
® hrdemo_setup. sql: ROYIBHITICETTEDIVM—R MR TELF T,

® Real Application SecurityEIE&EEL TT—AIN—X - 1-H—%{ERLL. Real Application
Security BEIRE LU TRHL CAVR—3R> MefERRLE T .

® 7—AN—Z-0—)LDB_EMPZAERLET .
® [TV V-3 - 1—H—DAUSTINZVERRLE T,
® HRYJU —33>-1—H—-SMAVRISEVERLE T .

JUr—>3>-0-)lemployee. it_engineer®LUhr_representative&ERLL. TNADE T )T —
3>-0-JUTT—HANR—Z-0-)LDB_EMPE{FEULET,

[ ]
N

® 7 )4 —33>-0-)lemployeeB LUt engineer®z7 ) —33> - 1—H—DAUSTINICIH S LET,

® 7 U4 —33>-0-)lemployeedLUhr_representativex 7 )r—33> - 1—H—SMAVRISICIH S5 UE
9,

® VIEW_SALARY#EPRZAVERNL . 1HEPROBEMEFZERE I Bhr _privilegesttF+aUT (- ISR ZERRLET
® EMP_ACL. IT_ACLEKUHR_ACLD3DDACLZVERMLET o

® EMP_ACL(Z. SALARYFIASDNEXEEBBOL 1— RERRI BIDSELECTT —IXR—RIERE
VIEW_SALARY 7?4 —2 3 4&BR Zemp loyeeO— LIRS ULET

® [T_ACL(Z. it_engineerO—JLICITEBFIANDAEZEEL I— REeRRI BIHDSELECTT —HR—
AHERDIHTEU . SALARYFUND 77 ACHEEIRVIEW_SALARYHEPR(ZTSUER A

® HR_ACL(Z. hr_representatived—)LICXHU T, IRTORZEE DL I- ROFREEFHZITO
SHDSELECT, INSERT, UPDATE. DELETET —AX—Rt&EFRE. SALARYF 2RI BI8bD
VIEW_SALARY7Z Vo —> 3 Ag8RZ G50 FT,

® HRTEE RDIDOUILAESEIFZFF DT -4 - F1Y51 - RS —EMPLOYEES_DSZAER S LUNER I
BZET. HR. EMPLOYEERZARFELF T,

o MEXEEBDEBOLI-R-LILL. ACL ENP_ACLIZCOLIL LEFIFEIL. SALARYSN ZZDLUILAICT
D23 3IHDemployeet&EPR%E 7)o —23> -0- U SULET,

o ITEFILILARDIARTOLI—-R, ACL IT_ACLEZOLIL AZHIFEHIL . SALARYZIZBRL IV AT
LRI BIHDit_engineertEfRE7 IV —>3> -0—-)UAFFLET,

® INTOMEELI-R-LILA. ACL HR_ACLIZ. COLILLZEFIEIL. SALARYS ZZHLUIVAICT
D29 BzHDhr_representativet&ERz7 Vo —33> -0—-IUHSUET

o ET —HDRNICVIEW_SALARYHEPRZERI BTL TSALARYSZARFE T 25 HIHT,
® {ERESNIZINTOATSIINARIEL T, INTORBRNIELVCEZFEERLE T .

® DISPATCHERI—Y—Z/ERL. COI1—H—0D/{RXT—FZEEL. O—JLXSCONNECTES &L Uxsdispatcher
ZZODISPATCHERI—HY—(IAf59%L T, RREIEREDIBR ZHELET .

® hrdemo. sql: BEIEOJ A TTEEZEITL. ROTEZRUET,
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IT7)7—23>-1—5—DAUSTIN(E. ITEBFIOL I— KRR TEFIHN, BOOIESL - ROFFRR
TE BOOLI-ROEFHEFTEFEA.

HR7 VS —33> - 1—H—SMAVRIS(E, SALARYFIDIRTDIGSIT2ETCINTOL I REFRRTE,
EROLI-FEEHTEET,

® hrdemo_session. sql: Real Application Securityt?y>a>z/EpH LUNEFET 2T EZ2EITLU. RDIEZR

bijo

Real Application Security&IB&EEL TEREL. 7IUT—23> - 1-H—-SMAVRISOT7 T )r—>3>-
v ZER L GEFRBLET,

WEDI—-Y—-%SMAVRISEL THRRLET

REDQI—Y—SMAVRISICH U TEMICROTWST—AIR—=X-0-)L%ZDB_EMP, 7 Vo —>3>-0-)%
employee. hr_representativedSLUXSPUBLICELTERRLET

SMAVRIS7 Vo —23> - 1—H—(F. SALARYFID IR TOIESITEEVINTOL - Re R R TEET,

hr_representativeZExNCLT. 7V —23> - I—H—SMAVRISHE D OREEL I1- ROARRT
ERLOCHIPELET

hr_representativezBERNCLT. SMAVRISZ U —23> - 1—H— M SALARYSIDINRT DI EITES
LIRTOLI-R2BURRTERLICLET,

TIVT =232 -2y a N BIEERRRLET .
TIVT =232 -2y a e RUES,

® hrdemo_clean.sql: 7 U4s—33>-0-), 7Ur—33>-1—-H— ACL. T—IR=Z-F1UF1- RS> —,
F—ANR—-2-0-)b. Real Application SecurityEBI21—H—-HLUPRIET 1 R/\wFv - 1-H-%zHIBrI 37
Y—> Py NREEEITUET,

® hrdemo. java: Java{>4J1—A&EAUTHRTEZEITUETD,

tF1UT(HRTE - IR—F>2 hDFETET. Real Application Security®& I MR—3%> MYWERLEN 255 ZAMDLKD

WOEEIRIDOFRITEEEIFHRAISERALET

TF+1UFHRFTE-OVR—%> PDFEE
Real Application Security®I>R—%> NefER I B(CE. FI'SYS/1—H—EUTSYSDBATIE I 2NENHDET,

define passwd=&1
connect sys/&passwd as sysdba

COIEBOANBEITRDODESDTY,
o O-ILBFUT7IVr—23> - I—H—DVERRICDWVT

® 1T 4 - ISABLUVACLOVERICDWNT

® F—4-tF1UF¢ RIS —DIERICOVT

® Real Application SecurityA7> 14 bORREEICDWT

sl /E RS BB AR DER TE(CDOWT
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O-VB&V7IV5—-33> - 1—-H—-DVERRICDOWVNT

7 U4 —33>-0—)LEMPLOYEE. IT_ENGINEER. HR_REPRESENTATIVEB LUF—4AR—Z-0—)LDB_EMPEVERLLE T,
DB_EMPO—)L(Z. YERXUTZDAUSTINESMAVRISD2 DD 7 r—33> - 1—H— (. BRATS 1Y MERZ(T 5931z
ERLFT ., REIC. RI-—Y—(TRUS —EIEHEBRADMIN_ANY_SEC_POLICYZ{t5UF 9,
SYS/1—H—¢UTSYSDBATIE ST LE T,

define passwd=&1
connect sys/&passwd as sysdba

—RRRIR B ADOY ) r—23> - 0—)LEMPLOYEEZVERRLE T o

exec sys.xs_principal.create_role(name => "employee’, enabled => true);

ITEFIAO7 VT —>3>-0—)VIT_ENGINEERZVERRLE T

exec sys.Xxs_principal.create_role(name => 'it_engineer’, enabled => true);

HREBPIFD 7 U4 —3> - O0—)LHR_REPRESENTATIVEZ/ERRLE T .

exec sys.Xxs_principal.create_role(name => 'hr_representative’, enabled => true);

ATZ1I MERT S OIdDT —HN—X -O—)LDB_EMPZVERRLEY o

create role db_emp;

3207V —23>-0—-)UDB_EMPT —AR—R - O- )2 5L T, TNTNHLIRADTICRCHERATS 1) MER%
BHOLIICUET,

grant db_emp to employee;
grant db_emp to it_engineer;
grant db_emp to hr_representative;

7T —23> - 1-Y-%ERLET

7T —23> - 1-H—DAUSTINZ (ITEBPIC)VERRL . 1—H—-7TUo—>3> - O—JLEMPLOYEES LU T_ENGINEER%Z 4
5UF9,

exec sys.xs_principal.create_user (name => 'daustin’, schema => "hr’);
exec sys.xs_principal.set_password (' daustin’, ’welcomel’);

exec sys.xs_principal.grant_roles( daustin’, ' XSCONNECT');

exec sys.xs_principal.grant_roles (' daustin’, '"employee’);

exec sys.xs_principal.grant_roles( daustin’, 'it_engineer’);

7V —23> - 1-H—SMAVRISZ (HREBPI(C)#ERR L. 1~ —- 7)o —>3> - 0—)LEMPLOYEES LU
HR_REPRESENTATIVEZAH5ULF T

exec 8ys.xs_principal.create_user (name => 'smavris’, schema => 'hr');
exec Ssys.xs_principal.set_password(’ smavris’, 'welcomel’);

exec 8ys.xs_principal.grant_roles( smavris’, ' XSCONNECT' ) ;

exec 8ys.xs_principal.grant_roles( smavris’, 'employee’);

exec 8ys.xs_principal.grant_roles( smavris’, 'hr_representative');

HRI—H—(TR S —EIBHEBRADMIN_ANY_SEC_POLICYZ{H5ULFT,
exec sys.xs_admin_util. grant_system privilege (" ADMIN_ANY_SEGC_POLICY', HR');
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tF1VUF1 - ISABLVACLOERICOWNT
BYIC, HERRIEREDB_EWPO— LI SUET.

RIC, BRIERBEODMLEF 1T 1 - JSACEDNTEF 1T (- J5AHR_PRIVILEGESZ4FRk L F 9 - HR_PRIVILEGES(C
(&. SALARYZUND 7T 2% HI1HIS 2% UL MEBRVIEW_SALARYH'$DE T , £4&(C. EMP_ACL. IT_ACLSKLUHR_ACLD3DMD
ACLZFRRLET

HRI-Y—-¢UTERLET.

connect hr/hr;

WMEBRATS 1) MERZDB_EMPO—)LICfAELET ., COO-IEFERLT. 7Vr—33> - - —(BRATSTIME
RaEfd50F9.

grant select, insert, update, delete on hr.employees to db_emp;

declare
begin
sys. xs_security_class. create_security_class(
name => "hr_privileges’,

parent_list => xs$name_list (' sys.dml’),
priv_list => xs$privilege list(xs$privilege( view_salary’)));
end;

/

EMP_ACL. IT_ACLEELUHR_ACLO3DDACLZ/ERL T, B TEZR I 27— - F1Y71 - RIS —DHERZ(TSLEY

declare

aces xs$ace_list := xs$ace_list();
begin

aces. extend (1) ;

—— EMP_ACL: This ACL grants EMPLOYEE role the privileges to view an employee’s

== own record including SALARY column

aces (1) := xs$ace_type(privilege_list => xs$name_list (' select’, view_salary’),
principal_name => 'employee’ ) ;

sys. xs_acl. create_ac| (name => "emp_acl’,
ace_list => aces
sec_class => "hr_privileges’);

— IT_ACL: This ACL grants IT_ENGINEER role the privilege to view the employee
== records in IT department, but it does not grant the VIEW_SALARY
== privilege that is required for access to SALARY column
aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’),
principal_name => " it_engineer’);

sys. xs_acl. create_ac| (name => "it_acl’
ace_list => aces
sec_class => "hr_privileges');

— HR_ACL: This ACL grants HR_REPRESENTITIVE role the privileges to view and update all
== employees’ records including SALARY column
aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’, 'insert’
"update’, "delete’, 'view_salary’),
principal_name => "hr_representative’);

sys. xs_acl. create_acl| (name => "hr_acl’
ace_list => aces
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sec_class => "hr_privileges’);
end;

T—4-tF1Y71 - RIS —DFERICONT

EMPLOYEEZRDT —4 - T+ 1T 1 - IRUS —ZAERRLET . KU —(F, 3DDUILAHIFIESALARYSN ZIRE T 2 HIH )2 ERR
big_o

declare
realms xs$realm constraint_list := xs$realm_constraint_list();
cols xs$column_constraint_list := xs$column_constraint_list();
begin

realms. extend (3) ;

— Realm #1: Only the employee’s own record
== The EMPLOYEE role can view the realm including SALARY column.
realms (1) := xs$realm_constraint_type (
realm => "email = xs_sys_context (' ' xs$session’ ', 'username’')’,
acl_list => xs$name_list( emp_acl'));

— Realm #2: The records in the IT department.
== The IT_ENGINEER role can view the realm excluding SALARY column
realms (2) := xs$realm_constraint_type (

realm => "department_id = 60’

acl_list => xs$name_list( it_acl'));

— Realm #3: All the records
== The HR_REPRESENTATIVE role can view and update the realm including SALARY column
realms (3) := xs$realm_constraint_type (

realm ='1=1

acl_list => xs$name_list( hr_acl’));

— Column constraint protects SALARY column by requiring VIEW_SALARY
— privilege
cols. extend(1);
cols(1) := xs$column_constraint_type (
column_list => xs$list(' salary’),
privilege => "view_salary’);

sys. xs_data_security. create_policy(
name => 'employees_ds’,
realm_constraint_list => realms,
column_constraint_list => cols) ;
end;

/

EMPLOYEESZRICT —4 - £+ 1UF ¢ - RS~z BEALET .

begin
sys. xs_data_security. apply_object_policy (
policy => "employees_ds’
schema => ' hr’
object =>"employees’) ;
end;

/
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Real Application SecurityA2'S 19 FOIRZEICDWNT

ZNBMReal Application Security A7 17 MeERR UL T CNSEIREEL TIRTIELBRREN TWVRZ EETESR
9,
begin
if (sys.xs_diag.validate workspace()) then
dbms_output. put_line (" All configurations are correct.’);
else
dbms_output. put_Il ine (" Some configurations are incorrect.’);
end if;
end;

/

—— XS$VALIDATION_TABLE contains validation errors if any.
— Expect no rows selected.

select * from xs$validation_table order by 1, 2, 3, 4;

FRiEEREE R DR EIC DT

HTERIZTRIBREEMERERTELET . CNICE. Real Application Security B IBHEPR (XS_SESSION_ADMING
L TUICREATE SESSION)D+ 35T —MHERZIFILRL, v a BB Ehr_sessionDIERBESIENET, v EIR
(. &7V —-23> - 1-H—-0Real Application Securityt?y> 3> #BIBG 3L (CETZIFEET ., SBIC, NI
(FDISPATCHERI—H'—BLUNRT—REERR T D EE . CDI1—H—(CXSCONNECTH LUXSDISPATCHERDReal
Application Security EIREERZ(T5IDENEENET,

grant xs_session_admin, create session to hr_session identified by hr_session;
grant create session to hr_common identified by hr_common;

7TV —33> - 15—ty wSEITIH0. JavaT EDTA ) WFv - 1-H—H{ERRLFET

exec sys.xs_principal.create_user (hame=>" dispatcher’, schema=>"HR’) ;
exec sys.xs_principal.set_password (' dispatcher’, "welcomel’);

exec sys.xs_principal.grant_roles (' dispatcher’, ' XSCONNECT' ) ;

exec sys.xs_principal.grant_roles (' dispatcher’, 'xsdispatcher’);

BiEO0J A &EALEEFIUTIHRTEDRIT

HRTE&RITIBICIE. 3 ENPLOYEES ST T_ENGINEERZ U5 — 3> D- L OFHE DT IV —23> - 1—H—
DAUSTINEL THERELET

conn daustin/welcomel;

SUBONMODICT IAIN DA > S =5« PRV R (*H ¥+ 4% ) ZAERL T+ 1T THREENIIMEZSQL* Plus(cR
NI BIIERNAINAALET
SET SECUREDCOL ON UNAUTH sokskskoksor

BEEEEITLT 7o -23>- 15 —-DAUSTINITEBFIOL I— R RN TERNE D OSALARYFIDHFR R TEDIE
ZRUET,

select email, first_name, last_name, department_id, manager_id, salary
from employees order by email;

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees order by email;
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EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY

AHUNOLD Alexander Hunold 60 102 sokkokkodok
BERNST Bruce Ernst 60 103 sokokokkodok
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 skokskokokokok
VPATABAL  Val i Patabal la 60 103 srokkkskok

5 rows selected.

REIORVT VT —23> - I-H-OFHES SUF1UT1 - LA ARBARFHEONDD(CNUIHEZ FR R I DL T, TF1
U7 TIRFESNIINEZSQL* Plus(CRINI B757EDT JA) MRIRISGRTELF T .
SET SECUREDCOL OFF

EIMREEEITUC, 7T —23> - -5 - 0—- ROEFHZZRISNRVCEERUET,
update employees set manager_id = 102 where email = "DAUSTIN' ;

SOL> update employees set manager_id = 102 where email = "DAUSTIN ;

0 rows updated.

RI&E2ETUT LI-RIEESNTULRWVCEZRUET,

select email, first_name, last_name, department_id, manager_id, salary
from employees where email = 'DAUSTIN' ;

SQL> select email, first_name, last_name, department_id, manager_id, salary

2 from employees where email = 'DAUSTIN' ;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
DAUSTIN David Austin 60 103 4800

1 row selected.

EMPLOYEECHR_REPRESENTATIVED® 5 DO—)LZRF D7 ) —23> - 15 —SMAVRISEL THERLE T .

conn smavris/welcomel;

BETEEITULT. 7r—23> - -5 —SMAVRISH'SALARYSIZ SV IANTOL I- R R R TEREZRUET .

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40
order by department_id, email;

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Val i Patabal la 60 103 4800
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6 rows selected.
B&EEEETUT 7Vr—23> - - =SMAVRISHA IR TOL - RICTIEATER L ZRUET .
select count(x) from employees;
SQL> select count (*) from employees;
COUNT ()

1 row selected.

LI-ROEFHZEITLT. 7V5—23> - 1-H—SMAVRISHL I—- REZEF TSR LERUET
update employees set manager_id = 102 where email = "DAUSTIN' ;

SQL> update employees set manager_id = 102 where email = "DAUSTIN';

1 row updated.

F&EE2FTLT LI-FIEEN TSI 2R ULET,

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where email = 'DAUSTIN' ;

SQL> select email, first_name, last_name, department_id, manager_id, salary

2 from employees where email = 'DAUSTIN' ;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
DAUSTIN David Austin 60 102 4800

1 row selected.

L—-RZEFLT. ;tDIREEICRUET
update employees set manager_id = 103 where email = 'DAUSTIN' ;

SOL> update employees set manager_id = 103 where email = "DAUSTIN’ ;

1 row updated.

Real Application SecuritytZyv>aYy(GERZEhEt+1UF HRTEDR

17

Real Application Securityt?y>a>(GEFFEENTLSTE2EITIBIC(E. Real Application Security EI2&EH &1
(L7 TVT—23> - - -0ty a z/EkU. TNSEREITZENDDET . TOTZT. Ty avID%RIET 2%/
BUET .

connect hr_session/hr_session;
var gsessionid varchar2(32) ;

declare
sessionid raw(16) ;
begin
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sys. dbms_xs_sessions. create_session (' SMAVRIS' , sessionid) ;
:gsessionid := rawtohex (sessionid) ;
sys. doms_xs_sessions. attach_session(sessionid, null);

end ;

/

RIEOI1I-J-%2FRRUFET,

select xs_sys_context (' xs§session’, username’) from dual;
SOL> select xs_sys_context (' xs§session’, username’) from dual;

XS_SYS_CONTEXT (" XS$SESSION' , ' USERNAME' )

SMAVRIS
1 row selected.

RIEO7 VT —33> - I-H— (U TERICRITWRT —IR-ZAB LUV T7 N —23> - 0- )V 2R R UET,

select role_name from v$xs_session_roles union
select role from session_roles order by 1;

SQL> select role_name from v$xs_session_roles union
2 select role from session_roles order by 1;

ROLE_NAME

DB_EMP

EMPLOYEE
HR_REPRESENTATIVE
XSPUBLIC

4 rows selected.

B&EEEETLT. 7IUT—23> - 1-H—-SMAVRISH'SALARYZIZ SBINTOL - KRR TEREZRUET .

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40
order by department_id, email;

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Val i Patabal la 60 103 4800

6 rows selected.

B&E2ETLT. 7IUT—23> - I-H—-SMAVRISAIARTOL I-RICPIERATER 2 RUET

select count (*) from employees;
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SQL> select count (x) from employees;

COUNT ()

1 row selected.

HR_REPRESENTATIVEO—)LZERNICLEFT . NUCKD, 7TV —23> - 1-H—SMAVRISIZBE D OL I— ROAHFRRTED L
S(CHIRENET .

exec dbms_xs_sessions.disable_role( hr_representative') ;

BEaEOET

select email, first_name, last_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40
order by department_id, email;

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40

3 order by department_id, email;

EMATL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY

SMAVRIS Susan Mavris 40 101 6500

1 row selected.

HR_REPRESENTATIVEO—)LZEZICL T, 7IVTr—23> - I-J—HSALARYFIZELIRTOL - RERRTEDLICLE
g_o

exec dbms_xs_sessions. enable_role (' hr_representative’) ;

BIEaEaETUT. 7T —33> - I-H—HSALARYFNZ SO IR TOL - Re R R TERTLERUET,

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40
order by department_id, email;

SQL> — SMAVRIS can view all the records again

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Valli Patabal la 60 103 4800

6 rows selected.

BMETZEITLT. 7r—23> - - —SMAVRISHIARTOL I-RICTFIEATER L ZRUET

select count (*) from employees;
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SQL> select count (x) from employees;

COUNT ()

1 row selected.

TIVT—33> -ty B E R L TR LES

declare

sessionid raw(16) ;
begin

sessionid := hextoraw(:gsessionid) ;

sys. dbms_xs_sessions. detach_session;

sys. dbms_xs_sessions. destroy_session(sessionid) ;
end;

/

t+1UF(HRTE-JU-2T7YT - RAIVUT MDEST

HRTEZEITUIET. W—-> - 7y Z0UT e EITL T IATDReal Application Security > R—3%> MEHIBRT
SEL

Bt (C(3. Real Application Security&IBE LU TIERL. IR—3%> MOBIBRERIELET .

define passwd=&1
connect hr/hr;

EMPLOYEESRNST -4 - EF1U5 1 - RIS —ZHIBRLFT .

begin
xs_data_security. remove_object_policy (policy=>"employees_ds’
schema=>"hr’, object=>"employees’) ;
end;

/

TFIUT 1 ISAEACLEZHIBRLE T .

exec sys. xs_security_class. delete_security _class( hrprivs’, xs_admin_util.cascade_option);
exec sys.xs_acl.delete_acl ("emp_acl’, xs_admin_util.cascade_option);
exec sys.xs_acl.delete_acl (" it_acl’, xs_admin_util.cascade_option);
exec sys.xs_acl.delete_acl ("hr_acl’, xs_admin_util.cascade_option);

T =8 tF1)71 - RIS —ZHIBRLFE T .

exec sys. xs_data_security. delete_policy( employees_ds’, xs_admin_util.cascade_option);

SYS/1—H—&EUTSYSDBATHERILE T .

connect sys/&passwd as sysdba

7T =232 -0-VELOT7 TV —23> - - -%HIBRLET .

exec sys.Xxs_principal.delete principal (' employee’, xs_admin_util.cascade_option);

exec sys.xs_principal.delete _principal (" hr_representative’, xs_admin_util.cascade_option) ;
exec sys.xs_principal.delete_principal ( it_engineer’, xs_admin_util.cascade_option) ;

exec sys.Xxs_principal.delete _principal (" smavris', xs_admin_util.cascade_option);

exec sys.xs_principal.delete_principal (" daustin’, xs_admin_util.cascade_option);
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T=ANR=Z-O0-)I=ZHIBRUEY
drop role db_emp;

Real Application Securityty> 3> EIREZHIBRUET

drop user hr_session;

T —AN=ZNOEH G IERU— 1Y -ZHIBRLE T,

drop user hr_common;

FRfEfE CT{EREN TLADISPATCHER I - —ZHIBRUE T .

exec sys.Xxs_principal.delete_principal ( dispatcher’, xs_admin_util.cascade_option);

Javaf1>HII—ATOEFI1UFIHRTEDELT

Java( > AII—ATOTF1UFT(HRTEDEITICENREINZ2DORIEEDAK. ASEEIENDI1 -2 —Z: JavaTh
EEOIH S IDIEZSEEUTIIZEL,

RASADMZ{ERULEEF1VFTIHRTEDEFTICOWNT

535740 1-H—-A>5J1—-A%(EHALTReal Application SecurityT—4-t+1)71 - RIS —%/ER T BIz6HD.
RASADMOERSEICDWTEREALE T,

Oracle Database Real Application Security&I2(RASADM)Tld. ¥5J4h)L - 1—H—-A>5T1—2%EAL T,
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RAS Administration

(>) Introduction

In Oracle Database Real Application Security (RAS), the data security policy secures the recards within an object, i.e., at:
records are identified by a SCL predicate, termed a Data Realm. Associated with each data realm is an access control [i:
the privileges required to access rows and columns of the data realm. An ACL secures a data realm by cantrolling acces
roles. Oracle RAS can define and associate custom application privileges with DML actions (select, insert, update, and d
class. For example, an administrator could create an ApproveTransaction privilege, which controls whether a user can ta
on specific rows. When additional application privileges are used to protect particular columns, itis known as column au

To configure data security in Cracle Database Real Application Security, please follow these steps:

1. Create application users and application roles.

2. Create application-level custom privileges in a privilege class.

3. Create a Data Security Policy by creating Data Realms and associated ACLs. Associate custom privileges to protectec
column authorization.

4. Apply the data security policy on the table orview to be secured.

Policy Summary
Users and Roles Count Data Security
Application Users from External Stores o Data Security Policies
Application Users in Database 2 Data Realms
Application Roles from External Stores 1] Privilege Classes
Application Roles in Database 5 Application Mamespaces
1-4

381



Policy Modification Report

Modification Count Last 1 Hour Last 24 Hours Last 7 Days
Drata Security Policies 1 1 1
Privilege Grants to Data Realms 3 3 3
Application Users in Database 2 2 3
Application Roles in Database 3 3 5

» | Data Security Policies

» | Privilege Grants to Data Realms

» | Application Roles in Database

¥ | Application Users in Database

Auditing

»* | Audit Policies

¥ Audit Policies Enabled

Set Screen Reader Mode On

RDIR)ERITUET .

7IUr—33>-0-VDYERICOWLT
7TV —323> -0 VERR L T —49R—2ZDB_EMPO-LAISTET B ECDVWTERBLET .

ROD— R+ AZRYNITRI L3I, SQL*PluszfEAAL T —45R—ZAMDB_EMPO—)LZER%L . HR. EMPLOYEESMDSELECT.
INSERT. UPDATES LUDELETEHERRZZCDO—IUAI ST 2HENHDET

— Create database role DB_EMP and grant necessary table privileges.
— This role will be used to grant the required object privileges to
— application users.

CREATE ROLE DB_EMP;

GRANT SELECT, INSERT, UPDATE, DELETE ON HR. EMPLOYEES TO DB_EMP;

SEH(E. hrdemo_setup.sglESBRULTZEL,
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ZDHIRDTIE, 7TVr—23>-0-)b, EMP_ROLE. IT_ROLESLUHR ROLEZFERLL TS, &I —2a> -0-)V&E%
ELET .
CDHAAIE. IRD2DDFFEDNINHTITIENTEET,

® RASADMEERAL TINBOT T -3 -O-VEERLET .

® HEBTLIN)-H—N-Z%ERLT. 207N -B=N\= (7T —-23>-0-)V=ERRLET .
EEBDT—ATH. HRTEDBZELIROT TV -3 - O—-IHYWERRENET .

® ENP_ROLE

® IT ROLE

® HR_ROLE
BRE(C, ROI—R-ZZRYNIRY £3(C, SQL*PlusZfERL T, INS07 5 —23> -O0-ILENENICT —HIR-ZD
DB_EMPO—)L&{H 5L,

—— Grant DB_EMP to the three application roles, so they have the required
— object privilege to access the table.

GRANT DB_EMP TO EMP_ROLE;

GRANT DB_EMP TO IT_ROLE;

GRANT DB_EMP TO HR_ROLE;

FEH(E. hrdemo_setup.sglESBRBULTEEL,

® RASADMZAGFFEHUIZ7 r—23> - O0—)LOVER RS IBL TLE& L)

RASADM#%ERUE7IVUT—33> - O0-IVDYERK
RASADMZAERRUL T7 T —23> -0-) Ve 2755 CDWTERBELE D .

=&AC TO=-W157%90v90, TO—IVOVER 120Uy IUET ,

1. 77U5—> 3y - O—)L-R=STROT1—ILRICIEREANDLET

O-JV44: EMP_ROLEZ A DLET

. BBR: REEERERBAZ A NULET,

O-)-%47" 74D TROLE] Z#IRLET.

d. 7IANWNTER: TiXL] 2BIRUED,

2. TO-ItE1es23>ola-N174—ILRTIA 120Uy 0 UAMSDB_EMPO—-)LZ&ERU T, B 0T
SLUTGENMULEY,

3. [ZEEQ@EA 1= )YIUT, EMP_ROLEZ ) —23> - O—- IV EVERRLE T,

4. O—JLEMP_ROLEZZwIL T, COO-)LDIREL 1—2FRULEIT (ROAT)-> 23y e S8R),

5. COFEZHEDRL T, [T_ROLESLUHR_ROLEZ )T —23> - O- IV EVERRLET . CCTH. CNBOT7T)r—23
>-O0-IEA LT 5937V —-23> - 0-)LE&HDFER A

oo oo
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RAS Administration

dome | poices  Pruieges | Namespaces | Users

Home * Roles » Manage Role

Application Role | Cancel | | Delete |

Role Hame *  EMP_ROLE

Drescription

Raole Type REGLULAR

Enabled by Default * Yes -

Start Date | |
End Date | |
Role Grants
Role * |EJ
Start Date |
End Date |
Direct Role Grants

Directly Granted Roles

Granted Role  Start Date  End Date

DB_EMP - -

Indirect Role Grants

Indirectly Granted Roles

no data found

PIVUr—33> - 1-Y—-0D{ERMICONT
723> I-P-OERB LN T 20-ILOIFT SOV TERBALE D,
COAZRI T, &7 TV -3 - - —%ERL T, W59 27TV —33> - 0-IV &7 Vo —2a> - -5 - 50
¥9,
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CDHARIE IRD2DDFFEDVNITNHTITITENTEF T,
® RASADMZERLT. 77U —>3> - 1—H—DAUSTINS KUSMAVRISZ/ERL L F T .
ROG5ERTLET
® 77U —3>-0—)LEMP_ROLES KU T_ROLEZDAUSTINIEAT S LES
® 7JVUs—23>-0—)LEMP_ROLESKLUHR_ROLEZSMAVRISICAT S LES

® NEBT(LIN-H-N—%ERLT. 2OTALIN - B—N=-TT7I)r—>3> - 1T -F@F7Nr—>3>-1—-
Y= —T=VERRULET
EE5DT—ATH. ZOHRTEICHUL TROP IV —23> - - —MERRENE T,
® DAUSTIN
® SMAVRIS

ROM52RTLET.
® 7 Us—33>-0—)LEMP_ROLE%Z 1—H—DAUST INSLUSMAVRISICATSULE T
® 7JUs—23>-0-)VIT ROLEZ1—H—DAUSTINICAFTSULET.
® 7Js—23>-0-)IHR_ROLEZ1—H—SMAVRISICAFTSULET .
® RASADMZMERULLTIVT—23> - 1-F - DIERRESIRU TS,

RASADMZERURE7IVUIr—33> - 1-Y—DIERk
RASADMZ(SERUE 7 —33> - 1-H—OVERRC DV TERBBLE S .
8. T1-Y=157%70v50. [1-F—DER 127 )vIUET,

1. [PIVr—33>-1-Y=- 1723201 —F —DEER-IT. ROT - RIEREADLEFT,
a. fafl: DAUSTINEAAILES
b. 5iBA: FAEAHRAZADLET.
c. 7IANWM-AF—N: THR] Z&EIRLFT.
d. FIAbTO-eEME: T ZBRUET,
e. A7-9A: 707471 BERUET,
2. IO-1351E923> T 75— - 1-Y—daust inlc A3 5337 U5 —23> - 0- IV &&RUET . [~ 17
7y TEMP_ROLEZEIRL. TO—Jb]: J14—)LRICIBEREASILET .
. EM IZIVYIUT, CoO0-eft50ET . COTORZ#EDRL T, 1T_ROLEZDAUSTINICAT SLET .
. [ZEO@A 12Vy)U T, 7IVr—23> - 1-H—DAUSTINZVERRLE S
. Y -DAUSTINZZUYIL T, CHOI1-T-DiREL1-2FRRUFI (RORI—-> - 23y b e SER).
. COFNEZ#E0RL T, EMP_ROLESLUHR_ROLEZ 7 —23> - -5 —SMAVRISICAT 5 LE T,

A Ul b~ W
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Application User | Cancel | | Delete

User Hame *  DAUSTIM

Description

Default Schema HR A
Roles Default Enabled * Mo
Status * | . j
Start Date | |
End Date | |
Role Grants
Role -
Start Diate | |
End Date | |

Direct Role Grants
Directly Granted Roles

Granted Role  Start Date  End Date

[l EMP ROLE - -

[l 1T _RrROLE - -

Indirect Role Grants
Indirectly Granted Roles
Indirectly Granted Role  Root Role Grant Path

DB_EMP EMP_ROLE =DB_EMF

DBE_EMP IT_ROLE =DB_EMP
X

F—4-£F1V51 - KU —DIERRICONT
F—H-F1)F1- NS —%VER T DIcdDTOTR - JO—-CDVWTERBBLE D,
CDAAYIT(E, HRDEMOF—4 - ¥ a1UF1 - RIS —%ZERMRULET . REILRDEBDTT,
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® N> —DFEHREANLET.
® HRPRIVSHEBRYSAEVIEW_SALARYHEPRZVERR L FT o
® SALARYZIZER]ZVERNL. HRPRIVSHEPRISRZERL T, COFGEARLET .

® 3007 —4-UILATHEREN ST =4 LILAFRRIZERLET . BUILARIREE IR, ITPJEABLUHRY
JERICHIGU. ENENICACLABIER BN TVE S (ACLICIE, &IV 2)UUCEBITT IR Z SIS DL5(C
ERINAERLGENZTINET),

® HRDEMOFT—%4-t+1UF¢ - RS —2BEZMEL CGERLET .
ZOIACIRONEYINEFNET:

RUS—1EEROAND
RASADMY V)T —2a #ERUIRT =4 - £+ 1U71 - RIS —1BFROANICOVWTEHRALET
T =5 2F2UF1 KIS %R T B(C(E TRYS— 1270950, THERIST 20Uy L TTRY S — B IR-S2FRRUE

ER

1. RUS—1BER-STROTL =)L RTINS —1EHREANLET

a.
b.
C.

d.

RUY—-ZAF—V: [~ 127UvI0T THR) B&EIRULET.
RUS—4%4: Employees_DSEVVIEZEIZANILET,

SHBA: CORUS —DRGERERAZANLET.

HEBRISA: T$i#1%7)v)0 T, HRPRIVSIERR IS 2 ZERLLE T

2. HERISAR-ZTROIEHRZANDUET,

a.
HERRISA G ELHRAZANDLET.

S0 a0 o

g.

RIS R 1EBRIS A% HRPRIVSEALET

PIVTr—3a iR tERE: VIEW_SALARYEWLWO&ZRIZADIULET

. PIAVT—>3a4EmR 5 REEERERAZADUET,

PIVT—3a iR BEEOER: TER) 27UvI0F9.

[EN1Z27UyIU T, VIEN_SALARYHERRZ 7 U — S ABRUAMIENILET . RORZSIRL TS
LY,

[ZEDEA 1%Z7')y0U T, HRPRIVSIERI SAZRFLE T .

3. BRIVIEBRVSAR-STRDIGEHREAIVET,

a.

REMRATITIMDAF—N: [~ 1270 T THR ZBIRLET,

b. FREMWRATSTHIN: TA1%29UvILT. TEMPLOYEES] #&IRULFT,
IROAIU—> 33y M. Employees_DST—4 - tzF+1UF1 - RV —DIRUS —1BERIR—>%2RUTVET,
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RAS Administration

Home ¥ Privileges * Manage Privilege

Privilege Class E

Privilege Class Schema * HR [

Privilege Class Name * HRPRIVS |

Description The privilege class with the
VIEW _SALARY scope.

Application Privileges

Privilege Name *

Description

Implied Privileges [l Select [[Jupdate [Dinsert [l Delete

Application Privileges

Hame Description Select Insert Update Delete

VIEW SALARY - - - - -

4. RN 1Z7 )9 THIEBRIR—-S(TFEEILET

SR a] DAERY
T =45 %271 - RS —OFIERRIEB D DVERRIC DV TERBALET
1. SIEBAIR—-IT ROIBEHEZ AU IR ZERRLET .
a. Bl: T~ 127U T, TSALARY] Z#EIRLFY,
b. #BR: [~ 1Z7UyIU T, TVIEW_SALARY] ZZERUFT,
2. EMIZEIUYIUT, FIEREZFIRIRIUAMSENILET .
RDADI—=> 23y M3, VIEW_SALARYHEPR(CLDERESNZAERESALARY S ER R 2 2 OB RIR -2 RUE T .
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RAS Administration

m Policies Privileges Namespaces Users Roles Settings

Home * Policies * Paolicy Information

® - ® ®

Palicy Information Column Authorization Data Realm Authorization  Apply Policy

Column Authorization Cancel

Caolumn | ||I|

Privilege | ||I|
Column Authorization Created

Column  Privilege Privilege Description

] SALARY VIEW_SALARY -

3. RAJZ7 I ILTT =4 - LIVARBEIR-J(CRBEILET .

7 —4-LIVLABRIDIERL
T—8-tF1)71 - RIS —0OF =5 - LIV LEREIER D OVERKIC OV TERBALF I .
3207 =4 LIV LSRRI ZRDESIHAERLET .
® [T _ROLEMMISENZI—Y—h SALARYZIZBRAITEBFIOL I— REFRRTEDLIICLET
® ENMP_ROLENMIS2nzd1—Y—n' SALARYFIZECEDOLI- MR R TEHLIICLET
® HR_ROLENMISENeI1—H—h SALARYFIZELINRTOL - FERRBLUVEH TEBLICLET

1. 7—=5-LIABBRIR-ZT, ROI1— )L RICEIRZ AU T, ITEBFIDA> /N —HSALARYZI LS DEBFIL O— RIC
TICRFBIHDT =7 LILLEVERRLET .

a. SiiA: EEHRHRAZANDLET.

b. SQLREE: >1%27UyIL T, MEEENY —TJ1—IL RE2RELET . ROT1—ILRICIEIRZANDLET .

c. SU4a: [~ 127090 T, 5I4aDEPARTMENTZ2IRLE T .

d. WBEF: [Nz IL =88R FRRIRLET,

e. fH: {EELT60ZANLFT.

f. AND/OR: COATZ AU (FERLEFT.

g. DA Z)YyILTSQLIREEZAER LT .

]

ROBEE(C, FTTRRULITEFIDT =4 - LIV AFREIZRUET
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RAS Administration
m Policies Privileges Namespaces Users Roles Settings
Home * Policies * Paolicy Information
o= o= —
. . o :
Palicy Information Column Authorization Data Realm Authorization  Apply Policy
Data Realm Cancel
Name *
Description
Realm Type REGULAR -
SQL Predicate * A
o . P
(> Predicate Builder
ACL
ACL Name * ||EI| New || Modify |
Data Realm Created
Name Description Realm Type S0L Predicate ACL Parent Reorder
IT Department IT employee REGULAR  DEPARTMENT_ID=60 HRE.IT ACL . AN
1-1

2. ACL#&: [+1Z27U0yJUTIT_ACLZERRLE T . IRDT1—ILRICIEIRZ A DLET

a.
. ACLBIHIV R bOFRBR: (CRIEERERAZ A LET .

Q@ ™m0 a0 o

ACLBIEYA FOACLA:([CIT_ACLEASILFT

ACLHIEHY R FOACLIE: D1 —)L MIERLEI

RS0V )T T<-120U9IU TV VEEIRULE T .

ERMAS50ITUSYI-5947T, I-F-2)UyILET.
ERAISOITUSDI - ZART T, F=IN=R2)VILET,

RIS OITVUSZIL-T1V5: T, DAUSTINEA DU TIRSRZVUYILES . EIR 127Uy IL TS
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JULEUTIDAUSTINIZEIRULE T
h. HEPRMTSOHERR: T, 7 A b AT 3> SELECTZIZIRULEY .
i. HERMIEOE: T, AT AIEHERUET.
j. BEMIZ7UYIUT, COMERMSZENMUET

RDAT)—=> 23y M, TR UIZIT_ACL ACLE, ZDOSELECTHERRA'IT_ROLEO—)UASENTWSIEZR
VE

RAS Administration

m Policies Privileges HNamespaces Users Roles Settings

Haome * Paolicies * ACL

Access Control List (ACL) E

ACL Name *  IT_ACL

Description

(3) ACL Inheritance

Privilege Grants
Principal * | Al Except [
@ Grant
Privilege * SELECT - . —
Grant Type ) Deny
Start Date | End Date |

Privilege Grants

Grant Type  Principal All Except Principal Type  Principal Store  Privilege  Start Date  End Date

[C]  GRANT IT_ROLE - ROLE DATABASE SELECT - -

3. 7=5-LIAfE5: BEMIZIUYILTIDT -5 - LILLADIERZMSUET
4. 7=5-VIVASBRIR-2T, BIIZ7)yIU T ROT—45 - UILAGREIDBINZRIBLET . RDOT4—)LRICE
HRZANUT, REENSALARYFZECBEBOL - RICPIZATERLIICT BIeHDT 5 - LILLAZERRLET .

a. #iBA: FEEEEREAZ ADLET,
b. SQLiREE: UPPER (email) = XS_SYS_CONTEXT (" XS$SESSION', " USERNAME' ) E AFILE T
c. PVE1-127UyIU T, BEROEREFRL. FEALLEONEINZIHEEELET .

5. ACL#&: [+1%2)UyIUTEMP_ACLZAERLEF T IRDI1— )L NTIBEIREZAILE T,

a. ACLHIEUAMDACLA:(CEMP_ACLEASILFT
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. ACLBIfHIV R bOFRBR: (CRIEERERAZ A LET .
ACLHIEHYZ FOACLIRE: J1—)L MNIERLET .
. RIS OTU> 2L T T<-12099IU TV OVERULE S .
BRSOV S I -54TT. I-Y—-%7IwILET.
BRSOV - ARNP T, F=IN-R%JIWILET,
RIS OITVUSIL-T1V5: T, DAUSTINEA DU TIRERZ VU ILET . EIR 127Uy IL TS
JULELTIDAUSTINIZEIRUET
h. HEPRMTSDHEBR: T, 7 IA) b AT>3>SELECTZIZIRUE Y,
i. HERMISORE: T, AT AIEHERLET.
j. BEMIZ7)YIUT. COERMSZENMULET .
k. 2—Y—SMAVRISIZXI LTINS 2 DDA SR ZHEDIRL T, 1—H —SMAVRISICSELECTE LU
VIEW_SALARYZ TV —> 3 AERZATSUET .
6. 7=4 -LILAfIS: NEMIZIUYILTIOT 5 - UILLADERZ(F50FT .
7. 7=5 -VIWABRIR-T, [BM 127U T, ROT—5- LIV LAFRBIDENIZFRIELES . JROT—ILRICIE
HEADUT HRIBEENSALARYINZEEIRTORZEE DL I— RCP VAL TEH TERLIICIT DD
T -UILLZERRLET .
a. #BA: ERSRAEANDLET,
b. SQLiREE: UPPER (email) = XS_SYS_CONTEXT (" XS$SESSION", " USERNAME' ) E AFILFT
c. PVE1-127UyIU T, BEROEREFRRL. FRALLEONEINZHEERLET .
8. ACL#: [+127UyIUTHR_ACLZ/ERRLE T . IRDTA—IL RICIEZRZ A D LET .
a. ACLHIHVA FDACLA:(CHR_ACLEADLFT .
. ACLHIEIY R bOFRBA: (CRIEE R ERBAZ A D ULF T
ACLBIHEYA FOACLIH: I —)L MIERLFT .
. RSOV T T<-120U9IU TV VEIRULE TS .
BRSOV Y N -54TT. I-Y-%7IwILET.
RISV S - ARNP T, F=INR-2%Z)UIUET
RIS DOITVUSS IV -T1V5: T, SNAVRISEA DU TRFEEZUYILES , IR 127UyILTII> S
JOLELT TSMAVRIS] Z&RULE T,
h. {ERRTESOHEIR: T, TIA4) b AT>30 SELECTZEIRLE Y,
ERI5OMNE: T, AT 5 HEIRVET,
COMEPRMT 5 FNEZ#ED1RL T, UPDATEZSMAVRISICATSULFT .
. AEBRIEDT)> )T [<-120UyIU T2 OV EEIRUES
BRSOV S I -54TT. I-Y—%7IwILET.
MERFEOTVI I - ART T, F=INR=-RZ)VYILFET
RIS DOIVUSS IV -T4V5: T, SNAVRISEA DU TIRFEEZUYILES , [BIR127UyILTII> S
JOLELT TSMAVRIS] Z&RULE T,
HEPR{ISOHEIR: T. UPDATEZEIRLE T
. R EOA5:T. A T35 2ERUET .
. COF)EZS5(C2[E#E0IRU T, INSERTEDELETEZSMAVRISICATSLE T .
MBI 1Z27)yIUT COERMSSZEMULET .
9. F=4-LIAfI5: NEMIZIVYILT, COT—4-LILAERE]ZT =45 - LILAFEEIOUAMIENUEY ,

ROAI) =223y M, FERUIL3DDT =4 LILASREIETERRUILTERR] 27 RL TWEY,

@ "o a0 o

@ "o oo o

- X Y

2 3

oo T o
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RAS Administration

Home * Puolicies * Policy Definition

Policy [Canoel][ﬂelete]

Policy Mame *  HR.Employees_DS

Description

Protected Objects
! HR.EMPLOYEES |~ | Add

Data Realm Authorization
Realm
Hame Description Type S0L Predicate ACL
IT Department 1T employee REGULAR  DEPARTMENT_ID=G0 HRE.IT ACL
HR Data HR employee REGULAR  1=1 HRE.HR ACL
Realm
lyself My own REGULAR  email = HE.EMP ACL
ACCESS. ¥5_sys_contextCxs$session’'username’)
Column Authorization
Column Privilege Privilege Description

SALARY  VIEW_SALARY -

RUS—DiEH
F—=H-F1)F1- RIS —OBERACDOWTERALE D .
Employees_DST—4-ttF1UF+¢ - MU —% BRI ZFIEL, XOEHDTT,

1. RUS—DBRAR->T. TEME] BEIRIZECLHOTRYS—DEAT—)LRICIBREA L. COT—F-
171 - RS -2BLET,
RO —=> -2y NT(E. FTepkUIZEmp loyees_DST—4 -2+ 171 - RUS =M TRUS = IR—S(CTTICBRIC
MEINTERREINTVET,
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Oracle RAS Administration

Home * Policies * Apply Policy

O e e

Puolicy Infarmation Column Authorization Data Realm Authorization  Apply Policy

Apply Policy

Policy Mame *  HR.Employees_DS
Object Hame * HR.EMPLOYEES

Apply Palicy © Apply
© Remove
@ Enable
© Disable

2. ZEEDERA %))y T, Employees_DST—4-tzF 171 - RUS—%/ERRLE T,
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A Real Application Security®OEaIEZRFTAT SITIM

COAfHEFT(E. Real Application SecurityDXROEFIERBEATSIINDWTEHBLED

o 1—H—

e 0-)

® X—LhAR-X
® T+1)571-J5R
e ACL

1-Y-

XSGUEST - > ZXFATEFEMDReal Application Security 1-H—(&. BREIERZ7ITABCTFHNENTVET,

O-Jb
Real Application Security(3. =7 ) —23>-0-I)b, BN 7T —23> - 0- B LVT—IR—-Z -0-)ILDOZEFHI
EEBHTT—33>-0-)VeiRftUET,
COEICIRONEYINEFNET:
o EEYI —-23>-0-)

o N IVs—-23>-0-)L

e FT—AR-Z-0-)l

REFIVUF—>3>y-0-)
Real Application Securityld. ROBRIERFIZE 7 -3 -0-)VRHUET,

® XSPUBLIC - CO7 VT —23a>-0-)LIdT—AR—ZAADOPUBLICO—)LEEHRTY . IATDReal Application
Security7 r—33> - 1-H- (458N %9.

® XSBYPASS - ACLZHI#IF S AT AICLOTERENBHIPRZ /1 /\AF Bl fERENB0-)L,
® XSPROVISIONER - PROVISIONS KUCALLBACKERR %1159 31z fEAEN30—)L.

® XSSESSIONADMIN - v 3> EH(CfERIN30-)L.

® XSNAMESPAGEADMIN - R—AZAR—-REHEE(ICfERIN20-).

® XSCACHEADMIN - HrffifEdvy> 1 E(ICEREN30-)L,

® XSDISPATCHER - T/ R/\WFv(CLo Ty as BIR, X~ AZR-AEEBLUPHBF vy 1B (EHREINS
D _)l/o

® XSCONNECT — JURD—RhE&ESNT=Real Application Security7 Vo —33> - 1-H—HF—AR-X(IF
B CEBNEINE IS BT fERAIT B0,
BN 7IVUr—->3>-0-)
Real Application Securityld. ROBRIERFEIN 7 )r—>3> -0- )V RMHUET,
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® DBMS_AUTH

COT7Nr—>3>-0-)UE, 7o —23> - - -0 HRREICIRFLES . 7)o —23> - 1-H—HReal
Appllcatlon Security> AT ATERDT —IN-AFREE A E= AL TEB0I A - 7 ) r—23> - 1-5-¢
n o nEéntL\éiﬁA(Lﬁ)‘ﬂ(Labig—o

® EXTERNAL_DBMS_AUTH

ZOT7 V-3 -0-)F. HNEB7 VT —23> - - —OREBIREECIRIELE T . NP7 U —33>-1—
H—h'Real Application Security> 2T ATERDT —IN— AR AE2EAL THEPEEDT A> - 7Y
-3 - LU TGERIIEN TLRIBE(ICBRICRDETD,

® DBMS_PASSWD

CO7IVT—23>-0-& 7IVr—23> - 1-H—0ORHRRE(IKTFLE S . 7TUT—>3> - 1-H—hHReal
Application Security> 27 AT/NRT— REREESEZERL TBEZOIA> - 7 )r—23> - 1-H—EUTERS
31’1_@\5%:&%%(;&0??0

e MIDTIER_AUTH

COT7IVT—23>-0-)Ud. 7TV —23> - 1-H-OREPIRREICELE S . 7T —3a> - 1-J—-HrhfkE

#BUTReal Application Security> 2T ATERAIEN TVRIBEICERICRDET . PR, coT7T—

23> - 0-) %7 —AR=ACBARMITEL. 7TVT -3y - 1-H - DHhREICLH TEREESNIcC e ZIBTELET .
® XSAUTHENTICATED

COT7 -3 -0-)& 7IVr—23> - 1-—0OBHRRE(KFLE T, 7TV —23> - 1-H-H (1B
Flz(3HfEE%ZEUT) Real Application Security> 27 ATiReESN TLWRIBEICERICRDET,

® XSSWITCH
CO7IT—23>-0-& 7IVr—23> - I-P—-0ty s a I REBICFLES . 7 Vr—23> - 1-5—-0
Real Application Securitytzy>3>h'switch_userIRIEDIEREL TYERENTEIHZE. DFD. 7TtDReal
Application Securitytzy>3a>0J0+3 - 1-H-h7)r-23> - 15— ([CHDBZSNIEBSICBICTRD
95
T-IR=-Z-0-I
Real Application Security(d. JROF7—IR—X-O- )L Z2iRHLE T,
® PROVISIONER - PROVISIONSLUCALLBACKIEPR #1F DT —AXR—Z-0—)b,
® XS_SESSION_ADMIN - ADMINISTER_SESSIONAZ[R%3FDF —4AR—X-0-)L,
® XS_NAMESPACE_ADMIN - ADMIN_ANY_NAMESPACEFEPRZ+F DT —AN—X-0-)b,
® XS_CACHE_ADMIN - fhfiEtvys 1BIBfERTEST—IRN-X-0-)l,

L—=AhAAR—R
Real Application Security(d. ROFERTERBFAR—LAR-AZIHUET,

® XS$GLOBAL_VAR - NLS/Z4NLS_LANGUAGE. NLS_TERRITORY. NLS_SORT. NLS_DATE_LANGUAGE.
NLS_DATE_FORMAT. NLS_CURRENCY. NLS_NUMERIC_CHARACTERS. NLS_ISO_CURRENCY. NLS_CALENDAR.
NLS_TIME_FORMAT. NLS_TIMESTAMP_FORMAT, NLS_TIME_TZ_FORMAT. NLS_TIMESTAMP_TZ_FORMAT,
NLS_DUAL_CURRENCY. NLS_COMP. NLS_LENGTH_SEMANTICS&&LUNLS_NCHAR_CONV_EXCPZEZHF T »

XS$GLOBAL_VARAR—LZR—A(F. ¥ERZWME LT B ERCReal Application Securitytywaz(CO—-RTEFY,
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® XS$SESSION - JZ4CREATED_BY. CREATE_TIME. COOKIE. CURRENT_XS_USER. CURRENT_XS_USER_GUID.
INACTIVITY_TIMEOUT, LAST_ACCESS_TIME. LAST_AUTHENTICATION_TIME. LAST_UPDATED_BY. PROXY_GUID,
SESSION_ID, SESSION_SIZE. SESSION_XS_USER. SESSION_XS_USER_GUID. USERNAMES JTUUSER_IDZEHF

a-o

t¥1UF1-93X

Real Application Security(d. ROFBRIEERZLF1VT1 - I3AB LV T IVT - AERZIRELET

® DML - DMUERTF+1YT 195X, ACLICEOTZEDEF1UT 1 - IS5 AMEEESNRWVGE, DILAI'ACLOT IAIL
hEF1UF1-ISRTBOET, FEM(E, [DMLEF1UT1 -5 SR TKIZEW, ATS 1T MEERORDH
BTV -2 EREEHET .

SELECT - AT 1) M HERDIER
INSERT - AT 17 MetEA S BHER.
UPDATE - AT 17 NeEE# 9 SHEIR.
DELETE - AT 1/ hzHIBR I 2HEIR.

® SYSTEM - SZFA-tF1VF1 I3 ROF TV - NEREEHET

PROVISION - FIDMOI> )L - RFaX> N EHTI BHER. PROVISIONIERRBFS, U)—X12.2H5
(FReal Application Security7U> ) COL(A—Y—Fzd0-)V) DVERK. HIBRH JUZE FICHERENL
sRENFUTZ. CDReal Application Security> X7 AHERR(E. Real Application Security®1—
P—-O-VZERRB JUEE I BHDIAERL TV, T—IN—2DRERD I —ERRERS LU 1~
Y-ZEERZ2ESHZ BN T,

CALLBACK - 70—/CL-3=-)L)\W)IZERE LUERI HHER
ADMIN_ANY_SEC_POLICY - EIBEIERDIEIR,
ADMIN_SEC_POLICY - HMBEDORF—XTATZ1I M EIRIDIER,
ADMIN_NAMESPACE - {EREDFR—LAR-2ZEHE T 51ER.

® SESSION_SC - v2a>-tF1U51 U35, ROT7IVT—S &R EHET .

CREATE_SESSION - Real Application Security1—Y—-tv>a>%z/Emk 9 &R,
TERMINATE_SESSION - Real Application Security 1—H—-tw>3> %487 9 31&R.
ATTACH_SESSION - Real Application Security1—H— -t as(LEsE T 21ER.
MODIFY_SESSION - Real Application Security 1—H—-tw> 3> OS2 ZEE I 31EMR.
ASSIGN_USER - EE4&Real Application Security1—H'—-tv3 a3 (C1-H—%EIDY TEHER.

ADMINISTER_SESSION - Real Application Security®1—H—-tv> 3> SR DIERTHO.
CREATE_SESSION. TERMINATE_SESSION. ATTACH_SESSION. MODIFY_SESSIONS LU
SET_DYNAMIC_ROLESOE#ITT

SET_DYNAMIC_ROLES - v2a>OEFIRES LU 1Y —BIZH TEIETDReal Application
SecurityZB#0- LB ES SCENMEZIRET DHER.

® NSTEMPLATE_SC - R—AZAR=Z-F>TL—b-EF1UT1- I3, ROV IVT -2 AEREEHFT o

MODIFY_NAMESPACE - 7y>3> - R—ARR—-A%ZZE I DHER,
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® MODIFY_ATTRIBUTE - v23> - R—LAAR-AEIHEZZEE I HER.

® ADMIN_NAMESPACE - R—AZR—-XEIEADERT. MODIFY_NAMESPACECMODIFY_ATTRIBUTEDEEHY
T,

ACL

Real Application Security(d. ROBRITERBACLEZIRBALET .
® SYSTEMACL - SYSTEMEZF1UF 1 - IS5 A¥ERZ {153 BI8DACL,

PROVISIONS KTUCALLBACKAZEPR ZPROVISIONERT —A R —X - O—)LHBLUXSPROVISIONER Real Application
Securityd—)UIAF5ULET,

ADMIN_ANY_SEC_POL ICY#EPR%ZDBAT —ANR—X -O—JUAFTSZUFT
ADMIN_SEC_POL ICY#&FRZRESOURCES LUXS_RESOURCET —ANR—XR -O—JUIATHLE T

ADMIN_ANY_NAMESPACEAZPR% . DBAS &LUXS_NAMESPACE_ADMINT —4~~—Z -O0—)L&. XSNAMESPACEADMINS KU
MIDTIER_AUTH Real Application SecurityO—JUcAS5UET,

® SESSIONACL - SESSION_SCt+1)71 - V5 AHEBRZ(5 I BIHDACL.

ADMINISTER_SESSION#EPEZXS_SESSION_ADMINT—4A/~—X - O—)LHSLUXSSESSIONADMIN Real Application
Securityd—=)UIAF5ULFT,

® NS_UNRESTRICTED_ACL - ADMIN_NAMESPACEAZPRE7%ZPUBLICT —4/~—X-O—)LBSLUXSPUBLIC Real
Application Securityd—JUfF59DACL.
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B SIDERIDIzHDOCISLVIDBCTIVT—>3> DB

COFEROABIIRDESDTT,
® OCIZ{HRUBIEREIA > —ANEUSIC DT

® JDBCZ{EARUIIEREIA > ST —ADEISCONT

OCIZ{ERAULESERE A > Tr—SFDHRISICOWNT
Oracle Call Interface (OCI)7FUs—3a>(d. 7—4-tF1U71 - RUS—DBERTRITVST —IR=ZARITTIEZAL.
R ST —-ANF T ANTEE T,
® FINI1—H—(HUTERRIEN TVRWVWEHIKTENTEB S, 1> —AI KRB0 JeebnullFIEN 1-H—ICR
IIEER
o JFEROIZHIMTTERVSE. M NF (F(ERR VBN > ST —FT AR |LEBIC - —-(CRENET
HIEH (BRI ZEBEL R DRDFIOVTNMNKREBRIDIZE | 3284 > ST —A(E AR 1ERD, RFFMDE
BEERBHNBEL TnUlMENMERENET,
® FINI—H— (U CGERANFEHIRTENIE A, Sl NISMBE LU > S —IheRe]( > oo —F1R L T1—
Y—-((RENZE9,
OCIRDI—-R(E. 1—H—(CHIRAERZBA I BHDED T, FIDRAIIFEHREES I DI, FI/NwIrPh (> REl
(FEZEEINDESCRDI—R- NV IFZiRE T DNENHDE T, 57 —IN 1~ )\yI7(CRENIAE T, FRelEHROS
(CBHEFFSNTVBRNI—- REFIVITEET, BIFRRI( > ST —5E, 7T —2a (Lo TERIN TV EEF (L
A RN OEERICEBRATEET, 7VT—2a N 5I5R8]1 > 2 —%BSL TLRWEEE BRDI—R-)\vIrz
REITIVNEEHDFE A
COEITIE ITFOREYIOWTERBALE T,
® =hH1—ROES DS
® RoJ/> S —ATORNI-—RELUA ST —ADFEREEICONT

® RBADFRAIA> ST —HICBITHESICONT

® JtF1UT1(CRIF B0CINECIRDfER

EDJ— ROESDHI

RORDI-REERALT, SRR ZRLET.
® ORA-24530: FHBEFI—Y—(CXHUTERRIESNTLERBA
® ORA-24531: FMEDFRFENARBATY,
® ORA-24536: FIORBINREATY

REMBEOFREIA >4 —4(0RA-24531)HVWINHDFIICH U TRENZIHZE . OCITr> 723> - AT —HA(E
0GI_SUCCESS_WITHINFOICR2D, I5—UUETIS—0ORA-24536NEHEL TUUEEINE T, ZE%INIET 38, 7TV
=233y FDORIIC DL TE40CI_ATTR_NO_COLUMN_AUTH_WARNINGZTRUEICFEETEE T

no_warning = TRUE;

O0CIAttrSet (stmthp, OCGI_HTYPE_STMT, (void *)&no_warning, O,
OCI_ATTR_NO_COLUMN_AUTH_WARNING, errhp) ;
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0CI_ATTR_NO_COLUMN_AUTH_WARNINGDT JA)L bDT —)UBISFALSET Y,
FIB-1(C. BRDI—FzHS 9 50CII— ReirULE T

IB-1 FIEBRIDIHOOCINSDERDI— FOES

0CIDef ineByPos (stmthp, &dfnhp, errhp, 1, (void *)data_bufp, (sb4)data_bufl,
data_typ, (void #*)&data_ind, (ub2 *)&data_rlen
(ub2 *)&data_rcode, (ub4)0CI_DEFAULT) ;
status = 0CIStmtFetch (stmthp, errhp, 1, OCI_FETCH_NEXT, OCI_DEFAULT) ;
if (data_rcode == 24530)
printf (“column value not authorized, indicator=%d¥n”, data_ind);
else if (data_rcode == 24531)
printf (“column value authorization unknown, indicator=%d¥n”, data_ind);
else
printf (“column value authorized, indicator=%d¥n”, data_ind);
/* process column data */

ol -9 TORDI-RELTA I T—-FDIERTGEICONT

St 1UT1DHBRICTIERATBICF D RLEBIIN/ A RFFEZRSNTOVSESICRDI- M7 IR T BN D
DF9 . RDI-ROT7I7ERENBVNGEE. 7TIVT -3V, 1225 —SEBZIEUHRIRTE 3L ICTMENMBOFEL TER
BN TLVIHEINZ DI D ENHDET .

SIOEFIVTA BRI TVWSIZAIC AV RFZBER T 1> ST -SRI DIVENBDET . 1> ST —Ihitedt
ENTHSY . FHENEERISN TLWRUVWNIRIARZE. OracleT —9N—Z(FI5—-0ORA-1405ZRLF Y.

BIEDOFERINABARIZ S, 8804 >S40 —4(0RA-24531015E)H . 1-Y-([CRENZBEEORERDI—NIBTELE
9, LR FIDOnullDITyF(ORA-1405)BLUFIDEHET(ORA-1406)(E nullASNDIHENRBADEREIA > ST —4
EEBICRENZDERABF(CHEET DN HDET . TDIFE . 7TVT—23U(EZ0FIORDI— REL TORA-1405%0RA-
1406 T($72<{ORA-24531%ZBUSLF T . Dz, 7TV -3 (FFNDENI— RORA-1405F(FORA-1406(cAkTF
LCnullDzyFE@FUIDIETONIEHER I ZER S CEETEE E A

EB-1BLUVEB-2(C, WA ST —50EIE. RDI—R. A>T —IBLURDAT IR EEDHFT

READEREIA >S5 T—FCEATHIESICONT

AEADFZERIA >S5 —H(0RA-2453 1) A VTNADFICT L TRENZHZE(F. OCIZENT TV -3 (CREN DT,
OCIJ7>%33>« A7 —4A(F0C1_SUCCESS T(3/2<0CI_SUCCESS_WITH_INFOICR2DE T . [EBFIC. ORA-24536(£77
T—2aUIRENBIS— - )\D RUSBKESNE T . COEEZFIYIU. FRITESNBSQLZAREEL W7V 32 % RT
FIMENHNFT . I5—0RA-24536(F., FINEREIENZNFIOTF VT HBERCBOTVRWMEETRENDIS—(C
BELTT,

SMBEN KRB F(FERPIBEDZE . OCII7>)23> - 27 —HR - - RIZEESNFE A

TIAIRTIE BRI EEIARARERBICH U TAUCRDFT , 7IVT -2 3> B I5-2AIRTBLI(CFRETEN TV S
EN®HOES . 7T 23> THEF VT DR TETHD, REARREI1 > ST — 5% ER I 2553 FHENTTvF
ENBRICOCISI/\> RILTOCHE40CI_ATTR_NO_COLUMN_AUTH_WARNINGZ TRUE(CEZTE IBE(c kD, OCIZEEZATIC
TEEY,

ZKB-1T. OCIEDA > —9D7T IAI hOFRBI EMEZERPALE T
XRB-1 A>T —IOEE(TIAILR)
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IND>Ri{E#. RCi2 IND#Eft. RCEKiE INDXREH#H. RC

e SliE IND#Zft. RCiRft 3t # iR

RipA] = OCI_SUCCESS  OCI_SUCCESS OCI_SUCCESS  OCI_SUCCESS
I5— =0 I5— = 1405 I5—- =0 I5— = 1405
IND = -1 IND = N/A IND = -1 IND =-N/A
RC = 24530 RC = 24530 RC = N/A RC = N/A

ANBR Null SUCCESS_WITH SUCCESS_WITH SUCCESS_WITH SUCCESS_WIT
_INFO _INFO _INFO H_INFO

I>— =24536 I5— =24536 15— =24536 I5— = 24536

(0) (1405) (0) (1405)
IND = -1 IND = N/A IND = -1 IND = N/A
RC = 24531 (0) RC = 24531 RC = N/A RC = N/A
(1405)
ZNi NULL 14 SUCCESS_WITH SUCCESS_WITH SUCCESS_WITH SUCCESS_WIT
HOEHETA _INFO _INFO _INFO H_INFO
L
I5— =24536 I5— =24536 I5— =24536 15— = 24536
(0) (0) (0) (0)
IND = 0 IND = N/A IND = 0 IND = N/A
RC = 24531 (0) RC = 24531 (0) RC = N/A RC = N/A
ZNi NULL 14 SUCCESS_WITH SUCCESS_WITH SUCCESS_WITH SUCCESS_WIT
POYHETH _INFO _INFO _INFO H_INFO
n
I5— =24536 I5— =24536 I5— =24536 I5— = 24536
(24345) (24345) (1406) (1406)
IND = data_len IND = N/A IND = data_len IND = N/A
RC = 24531 RC = 24531 RC = N/A RC = N/A
(1406) (1406)

BEIAR:
Oracle Call InterfaceJ0/) Y —Z - 4 RDOZFR2-4(Z, HItF1UT(RUOT IAN MO I TYFEMEN RSN TLE T
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7<B-27T(&. 0CI_ATTR_NO_AUTH_WARNING/\VSX—AMTRUEICERESN TLSIZE DT IAI MOEMEZEHBALE T,
&RB-2 Rel(>ST—HDEMWE(TIAIE) - OCI_ATTR_NO_AUTH_WARNING=TRUE

IND#Ef#t, INDRiZf,

LB il INDi#Zft, RCIRft INDKRiEft. RCiEft RCKIZt RCHKE{#
N Null I5—- =0 I5— = 1405 I5—- =0 I3- =
1405
IND = -1 IND = N/A IND = -1
IND = N/A
RC = 24531 (0) RC = 24531 RC = N/A)
(1405) RC = N/A
BB NULL B DD I5— =0 I5—- =0 I5- =0 I5—-=0
tIETRL
IND =0 IND = N/A IND =0 IND = N/A

RC = 24531 (0) RC =24531(0) RC=N/A RC=N/A

“~BR NULL 4+hD  SUCCESS_WITH_ SUCCESS_WITH_I I3— = I5— =
UHETHD INFO NFO 1406 1406

I5— = 24345 I5— = 24345 IND = IND = N/A
data_len

IND = data_len  IND = N/A RC = N/A
RC = N/A)

RC = 24531 RC = 24531

(1406) (1406)

SEF1UF«ICEATBOCIDERICDONT

0CIDescr ibeAny () I7>43avlE. 23— - AT D1/ MOBRRMIBERZBCLET . 7T — >3>T(i F—H%TTY
FI2R1(FUNFIHIFI TREESN TLINEINZIN D ENNERIZENDDET . COIBEREEAL T, T-IBLUA>
T—HZAIES 2L57 TV -2 % i1 RTEET ., CNIE. BIFNSQLZAIET 37 )T —>a (A& I 5F T, OCUV
IA=H )\ RILOEMHEOCT_ATTR_XDS_POLICY_STATUS(Z. ubdFT—ABITHD, IRDIEZIFDENTEET,

® 0CI_XDS_POLICY_NONE: FIFf(ZMRUZ—DXDSNIZ—([FBERCBOTVERA
® (OCI_XDS_POLICY_ENABLED: FDRS—(FERNCROTVET
® (0CI_XDS_POLICY_UNKNOWN: /RS —(FABATY

BIZF—HZN0CI_XDS_POLICY_NONEDIZE . FHEFE(CIFREIEITY  SIZXT—5RAH0CI_XDS_POLICY_ENABLED®DI%
A SMERIEReIF X REBPIITY, FIRAT— /5’7\73‘001 _XDS_POLICY_UNKNOWND1E . FIMEER ] (EE(ICIARBFIT
a_o

5IB-2(C. 0CIDescr ibeAny () J7>933>%ERAUTAF—Y - AT 1 bty MU TR A EER CERYa)is
ENVEL IS
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BEIER:
[Oracle Call Interface0%73<Y—X-H4R]

f51B-2 BRREVRECIRZBEZNCT BIzhDOCIDescribeAnyI7>733>DfFE A

void desc_explicit()
{
const char *table = “col_sec_tab”;
ub4 pos;
ub2 numcol ;
0GIParam *paramh;
0GIParam *col Ist;
0CGIParam *col ;
ub4 colnamelen, colseclen;
ubl colname[20] ;
ub1l *colnm;
ub4 colsec;
ub4 tablen = strlen((char *)table);

checkerr (errhp, 0CIDescribeAny (svchp, errhp, (dvoid *)table, tablen
OCI_OTYPE_NAME, 0, OCI_PTYPE_TABLE, deschp));

checkerr (errhp, OCIAttrGet (deschp, OCI_HTYPE_DESCRIBE, &paramh, O,
OCI_ATTR_PARAM, errhp));

checkerr (errhp, OCIAttrGet (paramh, OCI_DTYPE_PARAM, &numcol, 0
OCI_ATTR_NUM_COLS, errhp));

checkerr (errhp, OCIAttrGet (paramh, OCI_DTYPE_PARAM, &collst, 0
OCI_ATTR_LIST_COLUMNS, errhp))

printf (“Number of columns = %d¥n¥n”, numcol);

printf (“ Column No  Column Name Column Security¥n”);
printf (” ¥n¥n”) ;

for (pos = 1; (ub4) pos <= numcol; pos++)
{
checkerr (errhp, 0CIParamGet (collst, OCI_DTYPE_PARAM, errhp
(dvoid *%)&col, pos));

checkerr (errhp, OCIAttrGet ((dvoid *)col, (ub4) OCI_DTYPE_PARAM,
(dvoid **x)&colnm, (ub4 *) &colnamelen
(ub4) OCI_ATTR_NAME, errhp));

memset (colname, ' ', 20);
strncpy ((char *)colname, (char *)colnm, colnamelen) ;
colname[10] = "¥0';

checkerr (errhp, OCIAttrGet ((dvoid *)col, (ub4) OCI_DTYPE_PARAM,
(dvoid *x)&colsec, (ub4 *) &colseclen
(ub4) OCI_ATTR_XDS_POLICY_STATUS, errhp));

printf (" %d %s %s¥n”, pos, colname
((colsec == 0CI_XDS_POLICY_ENABLED) ? “ENABLED”
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((colsec == OCI_XDS_POLICY_NONE)  ? “NONE”
((colsec == OCI_XDS_POLICY_UNKNOWN) ? “UNKNOWN” :
“ERROR™)))) ;
J

return;

}

IDBCZERULIIERRIA > ST —5DEISICOWNT

IDBCP VT —2aUd, 7= - 2F21UT1 - RIS DB TV T —IN-ARICTIEAL, B >S5 —9D5 %
FANTEFT, COIATERAATSIDBC APIZfERL T ROFIOTFIUT(BHES LUV -8 r] 2 TSI .
COIEOABEFROESDTT,

o EDFDTF1)T(EBIEDHESZACDNT

® XDFDI1-H—-EBa]DIERICDNT

o 11T EBMSIUI—Y-FRE]OERDS)

ROFIOtF1VT 1 EHEDTHERICONT

oracle. jdbc. OracleResultSetMetaDataf >4J1—AMgetSecur ityAttributeXVwR(CED, FIOFT—4-F1U71-
M —-EBHEERTEET ., tF 1T BHEOEREIRDESBDTT,

public static enum SecurityAttribute
{
NONE,
ENABLED,
UNKNOWN ;

J

Secur i tyAttributelCRIEERME(L. ROEHDTT,

® NONE(F. B(CHUTHIT =4 - F1UTF1 - RS —HEZI TRVCEEIFCEKRLUET ., cNid. FITRYS —hh@EAS
NTULRLD, RUS—DBRICRI>TORVNCEZERULET .

® ENABLED(F. UL THNIT =4 - £+1U5 ¢ - RIS — BRI TH D EZIFICRIRLET .

® UNKNOWN(Z. BIDFNF—4 -+ 1UF1 - RIS — D RBATHD L ZBBICRKRLEFT . CORS, eEX(EFIN 200
SIDHES T, —ADICOHT -7 - TF1VTH BN D DB E(CHELETDENHDET,

getSecur ityAttr ibuteXVYRICIIRDIITZFvHHDET
public SecurityAttribute getSecurityAttribute (int index0fColumnInResultSet) throws SQLException;

getSecurityAttributeXYwR(Z, FldDSecurityAttributefEZzREUE T,

BEIAR:
getSecur i tyAttributeXVwyROFIE., 5IB-3%2S8EL TEE W,
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KOFD1—-Y -] DHERICONT

oracle. jdbc. OracleResultSet1>45J1—AMgetAuthorizationlndicator XYy RT(E, FID
AuthorizationlndicatorBIE%MEERTEE I, Authorizationlndicator BHEDERETRDESBDTT,

public static enum AuthorizationIndicator

{
NONE,

UNAUTHORIZED,
UNKNOWN ;

J

Authorizationlndicator(CRIEEIME(L. RDESDTY,

® NONE(Z. 57 —ANDT I ANRRI &SN TWB L ZBBICRKRUE T . 1—H—hERIBEERZH: DN, FlictE+a
T B N R VBT REEN'SHDF T .

® UNAUTHORIZED(Z, BT —ANDT JZANERBIESN TWRWEZBICRIRLET

SHBENEVSENZIBE. 208110 —A 35U TEMRIFEIFIR S —(CEDWTEHMEEN T, 1-H—-H
FIMEADT7IEA%RRIESNTORWEE (L. NULLAENZRE] (> >0 —4
AuthorizationIndicator. UNAUTHORIZEDEE BT TVT— AV IIRENET,

RBB]ONR—-ZF(CBET BN H 25 EE. sHficNziEN Author i zat ionIndicator. UNAUTHORIZED>
S —RLEBICT VT —IaNIRENET . 7TV -3¢ RENeT —9% IR ZHICRE]A > ST — %R
SEIBARENHDET,

® UNKNOWN(Z, FEB]A > ST —5% ¥ TERVEZRRICRIRLET .

H—)\—(&. BEEEDFHIPR LI\ TA—Y D ZADFHEIFICED, SELECTP AT ADZRBIA > —ANHIRTICKET L
H&HDET . CORTE, LEXLEEBICHIRNBERL . LAEE FINREIELARTEEININEIHET —/\-h5Et
BTERVMERCRETIUNDDET . COLIBRSFUAT(E, H—N—FERET >S5 -4
AuthorizationIndicator. UNKNOWNZ 7 U —2aYICRUET . RDEL. FIRHEREL R BFIBEICKTUTEDE
S(CHEEE T BMIEU T NULLEZIENULLIAMCRDE T,

7T —2as(d UNKNOWNERE] 1 > S0 — A% R LTS A(IC. ROMECTIER I 2ENSDINEINZHIRIT D
HENHHFT , FERBLUEOTRKNERERDTINSDOREDE ONUILLEZ IR T 3L ICHETSNTLDIEE.
TIVT -2 AU ERVBZAERTEFT 2N DIHE, 7TVT -3 BRMECU TEBYIRT 723> % RT
FRENBERIZGENDDET

getAuthorizationIndicator XV ROEIIIRDESDTT,

/%%

* Accepts the column index number as an argument and retrieves the corresponding column security
Authorizationlndicator value

*/

public Authorizationlndicator getAuthorizationlndicator (int columnindex) throws SQLException;

/%%
* Accepts the column name as a string and retrieves the column security AuthorizationIndicator value

*/

public AuthorizationIndicator getAuthorizationlndicator (String columnName)throws SQLException;
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® S| TEEINZRSINMERRIZE. BIOXVYR(E SALException Z20-LFT .

® FINNRIENTLSIHE. IDBC 1—H—(C(F NULL iBEL TRRENF T . COIHE. HIFMIR
O—NFtEA.

BHEIER:

getAuthorizationIndicator XYwRDBIE, 5IB-3%2SHBLTZE0N,

tFIVF BHES LU 1Y Rl DR D5

BIB-3(Z, TF1VTABHS LU I - -2 nl 2RI dlcdHDgetSecur i tyAttr ibuted LUgetAuthorizationXWUyR
OERSFEEZRUET, TOUSATE. YO TIVENPRZERLU TFIEZRUET,

EMPERIZRDLS(CHBRR SN TVET .

HIBS 5594 MY tFI1VF1EE

1 EMPNO FIITBHERL

2 ENAVE TOTAT BT
3 JOB TFIUTBIERL

4 MGR TO74TRtE1UT¢
5 HIREDATE REAREFIUTEBS
6 SAL 774 TBEF YT/
7 GOMM TFIUTBIERL

6 DEPTNO FOFAT BT

JOUSLTE ROVIBHNEITENFT

1. EMPERNBITEEIRLET

2. getSecurityAttributeXVyREFERLUT, ERYMOZINOTF1)F(E&EZMELET cNBZFIRHLE
LTHADLEFT

3. getAuthorizationIndicator XV RZERAL T, RENFMED 1R ZiERLEFd . JOJ 34K N5
OfEZEAU. ROLIICERKELET .

NULLEU TRENZKREZRIDIEIFA D DT RAAURISLF (k4% ) CRIRSNE T
FIB-3tF 1T B LU 1T SR o] DR

PreparedStatement pstmt = conn. prepareStatement (“SELECT * FROM EMP”) ;
406



ResultSet rs = pstmt. executeQuery () ;

OracleResultSetMetaData metaData =
(OracleResultSetMetaData) rs. getMetaData () ;

int nbOfColumns = metaData. getColumnGount () ;

OracleResultSetMetaData. SecurityAttribute[] columnSecurity
= new OracleResultSetMetaData. SecurityAttribute[nb0fColumns];

// display which columns are protected:

for (int i=0; i<nb0fColumns; i++)

{
columnSecurity[i] = metaData. getSecurityAttribute (i+1);
System. out. print (columnSecurity[il) ;
System. out. print ("¥t”);

}

System. out. printin();

System. out. printin(”
while(rs.next())
{

for (int colIndex=0;col Index<nb0fColumns;colIndex++)

{

OracleResultSet. AuthorizationIndicator visibility

= ((OracleResultSet)rs). getAuthorizationIndicator (colIndex+1) ;
if(visibility == OracleResultSet. AuthorizationIndicator. UNAUTHORIZED)

System. out. print (“xxkx”) ;
else
System. out. print(rs. getString(col Index+1)) ;
System. out. print ("¥t”) ;
}
System. out. printIn("");
}
rs.close() ;
pstmt. close () ;

TOUSABROENZERLET .

NONE  ENABLED  NONE ENABLED  UNKNOWN ENABLED  NONE  ENABLED
7369  SMITH CLERK 7902 1980-12-17  sokekk null 20
7499  ALLEN SALESMAN 7698 1981-02-20  *#*x 300 30
7521 WARD SALESMAN 7698 1981-02-22  sokkk 500 30
7566  JONES MANAGER 1839 1981-04-02  sokekk null 20
7654  MARTIN SALESMAN 7698 1981-09-28  sokekk 1400 30
7698  BLAKE MANAGER 1839 1981-05-01  sxxx null 30
1782 CLARK MANAGER 1839 1981-06-09  *#*x null 10
7788  SCOTT ANALYST 1566 1987-04-19 k% null 20
7839  KING PRESIDENT nul | 1981-11-17 k% null 10
7844  TURNER  SALESMAN 7698 1981-09-08  *#x*x 0 30
7876 ADAMS CLERK 1188 1987-05-23 k% null 20
7900  JAMES CLERK 7698 1981-12-03 k% null 30
7902  FORD ANALYST 7566 1981-12-03  sxkx null 20
7934  MILLER  CLERK 1182 1982-01-23  *#x*x null 10
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C Real Application Security HRT7E-I741)l
COfFERICE. V=R - TrAEDT - TP/ VOB AN EENFT . HRTEDZEMRETBA(E. Real Application Security
HRTECHDET .
COEFROABIRDESDTT,
® tF1UF(HRTEDEITHZE

® tF+1UF(HRFEDRI)TK
® ZZHVTNITUTAERKSINZ0Y - J7 1)

TF¥1UFHRFEDEITHE
tF1UFHRTEEEITIBICE. IRORAI T N RSN TWBIBICEITUET .

1. 0% -J74)bhrdemo_setup. |ogZVERN S B35 TEAY)S Mhrdemo_setup. sql #=TLEY .

2. TE- 29T Mhrdemo. sql ZBIEODJ A TEITUET . SNUZLDOY - T )bhrdemo. |oghWERENET o

3. Real Application Security?y>3>%BARII(CVERRL TIEFET ST £+ AU Rhrdemo_session. sql 34T
LEI . ZNICLDOY - T7 A Ibhrdemo_session. loghWERESNF T,

4. JavaT Ehrdemo. javaJr{IL2RITUET . NICLDOY - T Ibhrdemo. loghERENE T,

5. 0% -J74hrdemo_clean. |ogZERk 3 3%5)—> 77y« 27T hhrdemo_clean. sql ZE{TUE T

tF+1UFIHRTEDAIUT b
F£C-11C. ROV MBEVERENBOY - TP ALOUR NS TPAILORBADUSIEEBITRUET
FC-1 HRFE-ZHUT™DT - T7 A

AOUT’b nJ-J74
hrdemo_setup.sql hrdemo_setup.log
hrdemo.sq| hrdemo.log
hrdemo_session.sql hrdemo_session.log
hrdemo.java hrdemo.log
hrdemo_clean.sql hrdemo_clean.log

COIRCF ROAIVT K- Tr( I EENET .

hrdemo_setup.sql

ERTEZAIY T ’hrdemo_setup. sqlDY—Z-T71 )

SET ECHO OFF
SET FEEDBACK 1
SET NUMWIDTH 10
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SET LINESIZE 80
SET TRIMSPOOL ON
SET TAB OFF
SET PAGESIZE 100
SET ECHO ON

define passwd=&1

— Introduction

— The HR Demo shows how to use basic Real Application Security features
— The demo secures HR. EMPLOYEES table by creating a data security

— policy that grants the table access to:

— Data Security Policy

—(1) An employee can view his/her own record including SALARY column
——(2) An IT engineer can view all employee records in IT department,

== but cannot view employee's salaries.

—(3) An HR representative can view and update all employee records

—Sample Users and Their Role Grants:

— 1) DAUSTIN, an application user in IT department. He has role employee

== and it_engineer. He can view employee records in IT department, but he
== cannot view the salary column except for his own

— 2) SMAVRIS, an application user in HR department. She has role employee
== and hr_representative. She can view and update all the employee records

— 1. SETUP - User and Roles

connect sys/&passwd as sysdba
—— Greate an application role employee for common employees.
exec sys.xs_principal.create_role(name => "employee’, enabled => true);

—— Greate an application role it_engineer for IT department.
exec sys.xs_principal.create_role(name => ' it_engineer’, enabled => true);

—— Greate an application role hr_representative for HR department.
exec sys.xs_principal.create_role(name => "hr_representative’ , enabled => true);

—— create a database role for object privilege grants
create role db_emp;

— Grant DB_EMP to the three application roles, so they have the required
— object privileges to access the table

grant db_emp to employee;

grant db_emp to it_engineer;

grant db_emp to hr_representative;

— Create two application users:

— DAUSTIN (in IT department), granted employee and it_engineer.

exec 8ys.xs_principal.create_user (name => 'daustin’, schema => 'hr');
exec Ssys.xs_principal.set_password(’ daustin’, 'welcomel’);

exec 8ys.xs_principal.grant_roles( daustin’, 'XSCONNECT');

exec sys.xs_principal.grant_roles( daustin’, 'employee’);

exec 8ys.xs_principal.grant_roles( daustin’, 'it_engineer');
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—— SMAVRIS (in HR department), granted employee and hr_representative
exec sys.xs_principal.create_user (name => 'smavris’, schema => "hr');
exec sys.xs_principal.set_password( smavris', "welcomel’);

exec sys.xs_principal.grant_roles(’ daustin’, ’XSCONNECT');

exec sys.xs_principal.grant_roles( smavris', 'employee’);

exec sys.xs_principal.grant_roles(’ smavris’, "hr_representative’);

— Grant HR user policy adminisration privilege
exec sys. xs_admin_util. grant_system_ privilege (" ADMIN_ANY_SEC_POLICY', HR');

— 2. SETUP - Security class and ACL

— Connect as HR
connect hr/hr;

— Grant necessary object privileges to db_emp role
—— This role will be used to grant the required object privileges to
— application users

grant select, insert, update, delete on hr.employees to db_emp;
— Create a security class hr_privileges and include privileges from the predefined DML security class.

— hr_privileges has a new privilege VIEW_SALARY, which is used to control the
—— access to SALARY column.

declare
begin
sys. Xxs_security_class. create_security_class(
name => "hr_privileges’,

parent_list => xs$name_list( sys.dml ),
priv_list => xs$privilege_list(xs$privilege( view_salary )));

end;
/
—— Create three ACLs to grant privileges for the policy defined later.
declare
aces xs$ace_list := xs$ace_list();
begin

aces. extend (1) ;

—— EMP_ACL: This ACL grants employee the privileges to view an employee’s

== own record including SALARY column.

aces (1) := xs$ace_type(privilege_list => xs$name_list (' select’, view_salary’),
principal_name => "employee’) ;

sys. xs_acl. create_ac/| (hame => "emp_acl’,
ace_list => aces
sec_class => "hr_privileges’);

— IT_ACL: This ACL grants it_engineer the privilege to view the employee

== records in IT department, but it does not grant the VIEW_SALARY

== privilege that is required for access to SALARY column

aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’),
principal_name => ' it_engineer’);

sys. xs_ac|. create_ac| (name = "it_acl’,

ace_list => aces
sec_class => "hr_privileges’);
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— HR_ACL: This ACL grants hr_representative the privileges to view and update all
== employees’ records including SALARY column
aces (1) := xs$ace_type(privilege_list => xs$name_list (' select’, 'insert’
"update’, 'delete’, 'view_salary’),
principal_name => "hr_representative’);

sys. xs_ac|. create_ac| (name => "hr_acl’,
ace_list => aces
sec_class => "hr_privileges’);
end;

/

— 3. SETUP - Data security policy

— Create data security policy for EMPLOYEE table. The policy defines three
— realm constraints and a column constraint that protects SALARY column
declare

realms xs$realm constraint_list := xs$realm_constraint_list();

cols xs$column_constraint_list := xs$column_constraint_list();
begin

realms. extend (3) ;

— Realm #1: Only the employee’s own record
== employee can view the realm including SALARY column
realms (1) := xs$realm_constraint_type (
realm => "email = xs_sys_context ("' xs$session’’,’ ' username ')’
acl_list => xs$name_list( emp_acl’));

—— Realm #2: The records in the IT department.
= it_engineer can view the realm excluding SALARY column
realms (2) := xs$realm_constraint_type (

realm => "department_id = 60’

acl_list => xs$name_list( it_acl'));

—— Realm #3: All the records
== hr_representative can view and update the realm including SALARY column.
realms (3) := xs$realm_constraint_type (

realm ='1=1

acl_list => xs$name_list (" hr_acl’));

—— Column constraint protects SALARY column by requiring VIEW_SALARY
— privilege
cols. extend(1) ;
cols(1) := xs$column_constraint_type (
column_list => xs$list(' salary’),
privilege => "view_salary’);

sys. xs_data_security. create_policy(
name => "employees_ds’
realm_constraint_list => realms,
column_constraint_list => cols);
end;

/

— Apply the data security policy to the table
begin
sys. xs_data_security. apply_object_policy (
policy => 'employees_ds’
schema => 'hr’
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object =>" employees’) ;
end;

/

— 4. SETUP - Validate the objects we have set up.

set serveroutput on;
begin
if (sys.xs_diag.validate workspace()) then
dbms_output. put_line( All configurations are correct.’);
else
dbms_output. put_I ine (" Some configurations are incorrect.’);
end if;
end;
/
—— XS$VALIDATION TABLE contains validation errors if any
— Expect no rows selected.
select * from xs$validation_table order by 1, 2, 3, 4;

— 5. SETUP - Mid-Tier related configuration

connect sys/&passwd as sysdba

— create a session administrator who has only

— RAS session administration privilege (no data privilege),

— and is responsible to manage RAS session for each application user

grant xs_session_admin, create session to hr_session identified by hr_session;
grant create session to hr_common identified by hr_common;

—— craete a dispatcher user for java demo, to set up session for application user
exec sys.xs_principal.create_user (name=>"dispatcher’, schema=>'HR');

exec sys.xs_principal.set_password(’ dispatcher’, "welcomel’);

exec sys.xs_principal.grant_roles (' dispatcher’, 'XSCONNECT ) ;

exec sys.xs_principal.grant_roles ( dispatcher’, 'xsdispatcher’);

exit

hrdemo.sql

hrdemo. sql ZZVT MDY —R - T74 Lo COZAPVT NIEIEDT A> TTEEETUET,

SET ECHO OFF

SET FEEDBACK 1

SET NUMWIDTH 10

SET LINESIZE 80

SET TRIMSPOOL ON

SET TAB OFF

SET PAGESIZE 100

COLUMN EMAIL FORMAT A10
COLUMN FIRST_NAME FORMAT A15
COLUMN LAST_NAME FORMAT A15
COLUMN DEPARTMENT_ID FORMAT 9999
COLUMN MANAGER_ID FORMAT 9999
COLUMN SALARY FORMAT 999999
SET ECHO ON
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—— HR Demo — PL/SQL with RAS direct logon user

— This demo shows RAS runtime, using RAS direct logon user
— Each user directly connects to database and accesses employee table
— RAS policy is automatically enforced.

— Connect as DAUSTIN, who has only employee and it_engineer role
conn daustin/welcomel;

SET SECUREDCOL ON UNAUTH sekskokokok

— DAUSTIN can view the records in IT department, but can only view his own
—— SALARY column

select email, first_name, last_name, department_id, manager_id, salary
from employees order by email;

SET SECUREDCOL OFF

— DAUSTIN cannot update the record.
update employees set manager_id = 102 where email = 'DAUSTIN' ;

—— Record is not changed.
select email, first_name, last_name, department_id, manager_id, salary
from employees where email = 'DAUSTIN' ;

— Connect as SMAVRIS, who has both employee and hr_representative role
conn smavris/welcomel;

—— SMAVRIS can view all the records including SALARY column.

select email, first_name, last_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40

order by department_id, email;

— EMPLOYEES table has 107 rows, we expect to see all of them.
select count (x) from employees;

—— SMAVRIS can update the record.
update employees set manager_id = 102 where email = 'DAUSTIN' ;

—— Record is changed.
select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where email = 'DAUSTIN' ;

— change the record back to the original.
update employees set manager_id = 103 where email = 'DAUSTIN' ;

exit

hrdemo_session.sql

hrdemo_session. sql 27T R DY —R - T74 ). COZHVTNE. Real Application Securityt?ys 3> %zBR-REVCVER
L. EBRELET S
SET ECHO OFF
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SET FEEDBACK 1

SET NUMWIDTH 10

SET LINESIZE 80

SET TRIMSPOOL ON

SET TAB OFF

SET PAGESIZE 100

COLUMN EMAIL FORMAT A10
COLUMN FIRST_NAME FORMAT A15
COLUMN LAST_NAME FORMAT A15
COLUMN DEPARTMENT_ID FORMAT 9999
COLUMN MANAGER_ID FORMAT 9999
COLUMN SALARY FORMAT 999999
SET ECHO ON

— HR Demo — PL/SOL with Session API

— This demo shows RAS runtime, using RAS user as application user.
—— The user does not logon to database, but a RAS session is created
— and attached for each user before accessing employee table

— Connect as RAS session administrator.
connect hr_session/hr_session;

— Variable used to remember the session ID
var gsessionid varchar2(32) ;

— Create an application session for SMARVIS and attach to it
declare
sessionid raw(16) ;
begin
sys. dbms_xs_sessions. create_session (' SMAVRIS', sessionid) ;
gsessionid := rawtohex (sessionid);
sys. doms_xs_sessions. attach_session(sessionid, null);
end ;

/

— Display the current user, it should be SMAVRIS now.
select xs_sys_context (' xs§session’, username’) from dual;

— Display the enabled application roles and database roles.
select role_name from v§xs_session_roles union
select role from session_roles order by 1;

— SMAVRIS can view all the records including SALARY column.

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40

order by department_id, email;

— EMPLOYEES table has 107 rows, we expect to see all of them.
select count (*) from employees;

— Disable hr_representative role
exec dbms_xs_sessions.disable_role( hr_representative') ;

— SMAVRIS should only be able to see her own record

select email, first_name, l|ast_name, department_id, manager_id, salary
from employees where department_id = 60 or department_id = 40

order by department_id, email;

414



— Enable hr_representative role
exec sys.dbms_xs_sessions. enable_role( hr_representative') ;

— SMAVRIS can view all the records again

select email, first_name, last_name, department_id, manager_id,

from employees where department_id = 60 or department_id = 40
order by department_id, email;

— EMPLOYEES table has 107 rows, we expect to see all of them.
select count (x) from employees;

— Detach and destroy the application session.
declare

sessionid raw(16) ;
begin

sessionid := hextoraw(:gsessionid) ;

sys. dbms_xs_sessions. detach_session;

sys. dbms_xs_sessions. destroy_session(sessionid) ;
end;

/

exit

hrdemo.java

JavaTEDY—X-J74 )l hrdemo. javaTd,

import java.security. GeneralSecurityException;

import java.security. InvalidAlgorithmParameterException;
import java.security. Inval idKeyException;

import java. secur ity. NoSuchAlgorithmException;

import java. security. spec. Inval idKeySpecException;

import java. sgl.Connection;
import java. sqgl.DriverManager;
import java.sqgl.ResultSet;
import java. sqgl.SQLException;
import java.sql.Statement;

import java.util.ArrayList;

import java.util.List;

import oracle. jdbc.OracleDriver;

import oracle. jdbc. OracleResultSet;

import oracle. jdbc. OracleResultSet. AuthorizationIndicator;

import oracle. security. xs. AccessDeniedException;
import oracle. security. xs. Inval idXSNamespaceException;
import oracle. security. xs. Inval idXSUserException;
import oracle. security. xs.Role;

import oracle. security. xs. Session;

import oracle. security. xs. XSAccessGontrol ler;

import oracle. security. xs. XSException;

import oracle. security. xs. XSSessionManager ;

/*¥

* A simple java application implemented using RAS.
* [t shows:

* — How to setup RAS session manager
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* — How to manage RAS sessions

* — How to use Golumn authorization indicator
* — How to check privileges using “checkAcl” function
*/

public class hrdemo {

// application connection, should be created with unprivileged user
// in RAS case, the user only needs DB connection privilege
private Connection appConnection = null;

// RAS dispatcher’s connection, should be create with a RAS dispatcher user
private Gonnection mgrConnection = null;

// RAS session manager, to manage session for application user

// Must be instanciated with disptcher’ s connection

private XSSessionManager manager = null;

public static void main(String[] args) |

try {
DriverManager. registerDriver (new OracleDriver () ;

if (args. length = 1) {
System. out. printin(“Usage hrdemo dbURL") ;
System. exit(1);

}

hrdemo demo = new hrdemo () ;

demo. setupConnection (args[0]) ;

demo. queryAsUser (“DAUSTIN®) ;
demo. queryAsUser (“SMAVRIS”) ;

demo. ¢ leanupConnection() ;

} catch (Exception e) |
// we don't handle exception for now
e. printStackTrace () ;
}
}

private void queryAsUser (String user) throws SQLException, XSException {
System. out. printIn("¥nQuery HR. EMPLOYEES table as user ¥”” + user + "¥"7);

Session |ws = manager. createSession (appConnection, user, null, null);
manager. attachSession (appConnection, Iws, null, null, null, null, null);

queryEmp loyees (lws) ;

manager. detachSession (lws) ;
manager. destroySession (appConnection, Iws);

J

public void setupConnection(String url) throws SQLException, XSException, GeneralSecurityException {
// dispatcher’ s connection
mgrConnection =
DriverManager. getConnection(url, “dispatcher”, “welcomel”);

// RAS session manager
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manager = XSSessionManager. getSessionManager (mgrConnection, 30, 2048000) ;

// connection used for application query
appConnection = DriverManager. getConnection (url, “hr_common”, “hr_common”);

J

public void cleanupConnection() throws SQLException {
mgrConnection. close () ;
appConnection. close() ;

J

public void queryEmployees (Session |ws) throws SQLException, XSException {
// using DB connection that has been attached to a RAS session
Connection conn = |ws. getConnection() ;
String query = ” select email, first_name, last name, department_id, salary, ora_get aclids (emp)
from hr. employees emp where department_id in (40, 60, 100) order by email”;

Statement stmt = null;
ResultSet rs = null;

System. out. printf(” EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY¥n");

try {

stmt = conn. createStatement () ;
rs = stmt. executeQuery (query) ;

while (rs.next() {

String email = rs. getString ("EMAIL") ;

String first_name = rs. getString ("FIRST_NAME”) ;
String last_name = rs. getString (“"LAST_NAME”) ;

String department_id = rs. getString ("DEPARTMENT_ID") ;
String salary;

if (((OracleResultSet)rs). getAuthorizationIndicator ("SALARY”) == AuthorizationlIndicator. NONE)

salary = rs. getString ("SALARY”) ;
}
else {

salary = “sxxrax”;

J

byte[] aclRaw = rs. getBytes (6) ;
String update, viewSalary;

// call checkAcl to determine whether can update the database record
if (XSAccessControl ler. checkAc!| (Iws, aclRaw, “UPDATE”)) {
update = “true”;
}
else {
update = “false”;

J

if (XSAccessControl ler. checkAcl (lws, aclRaw, “VIEW_SALARY")) {
viewSalary = “true”;

J

else {
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viewSalary = “false”;

J

System. out. printf ("%9s|%12s|%12s|%6s | %8s |%8s|%8s¥n”, email,
first_name, last_name, department_id,
salary, update, viewSalary);

}
} finally {
try { if (rs !=null) rs.close(); } catch (Exception e) {};
try { if (stmt != null) stmt.close(); } catch (Exception e) {};
}
}
}

hrdemo_clean.sql

D) =>7vT s ZOVTRDY—R - T7A )Lidhrdemo_clean. sql TY,

SET ECHO OFF

SET FEEDBACK 1
SET NUMWIDTH 10
SET LINESIZE 80
SET TRIMSPOOL ON
SET TAB OFF

SET PAGESIZE 100
SET ECHO ON

define passwd=&1
connect hr/hr;

— Remove policy from the table
begin
sys. xs_data_security. remove_object_policy (policy=>"employees_ds’

schema=>"hr’, object=>"employees’);

end;

/

— Delete security class and ACLs

exec sys. xs_security_class. delete_security_class( hr_privileges', xs_admin_util.cascade_option);

exec sys.xs_acl.delete_acl ("emp_acl’, xs_admin_util.cascade_option);

exec sys.xs_acl.delete_acl (" it_acl’, xs_admin_util.cascade_option);

exec sys.xs_acl.delete_acl (hr_acl’, xs_admin_util.cascade_option);

— Delete data security policy
exec sys. xs_data_security.delete_policy (' employees_ds', xs_admin_util.cascade_option);

connect sys/&passwd as sysdba

— Delete application users and roles

exec sys.xs_principal.delete principal (' employee’, xs_admin_util.cascade_option);

exec sys.Xxs_principal.delete_principal ( hr_representative’, xs_admin_util.cascade_option);
exec sys.xs_principal.delete_principal (" it_engineer’, xs_admin_util.cascade_option) ;

exec sys.xs_principal.delete_principal (" smavris’, xs_admin_util.cascade_option);

exec sys.xs_principal.delete_principal ("daustin’, xs_admin_util.cascade_option);

— Delete database role
drop role db_emp;
— Delete session administrator
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drop user hr_session;
— Delete the common user used to connect to DB
drop user hr_common;

— Delete dispatcher user used by mid-tier
exec sys.xs_principal.delete_principal (' dispatcher’, xs_admin_util.cascade_option);

exit

BAVUTNMCHUTEMSNZOY - T7 ()
COTBOPVEE, ZC-LICRENRIIT NERITUTERENSRODY - TPAN T s

® hrdemo_setup.log

® hrdemo.log

® hrdemo_run_sess.log

® hrdemo.log

® hrdemo_clean.log

hrdemo_setup.log

hrdemo_setup. logd71)l.

SOL> @hrdemo_setup

SQL>

SQL> define passwd=&1
Enter value for 1: sample
SQL>
SQL>
SQL> — Introduction
SQL>
SQL> — The HR Demo shows how to use basic Real Application Security features.
SQL> — The demo secures HR. EMPLOYEE table by creating a data security

SQL> — policy that grants the table access to

SQL> — Data Security Policy

SQL> —

SQL> —— (1) An employee can view his/her own record including SALARY column
SOL> —(2) An IT engineer can view all employee records in IT department,

SQL> — but cannot view employee' s salaries.

SOL> —(3) An HR representative can view and update all employee records

SQL> —

SQL> —

SQL> —Sample Users and Their Role Grants:

SOL> ——1) DAUSTIN, an application user in IT department. He has role employee

SQL> —— and it_engineer. He can view employee records in IT department, but he
SQL> —  cannot view the salary column except for his own

SQL> ——2) SMAVRIS, an application user in HR department. She has role employee
SQL> —— and hr_representative. She can view and update all the employee records
SQL> —

SQL>

SQL> — 1. SETUP - User and Roles

SQL>

SQL>

SQL> connect sys/&passwd as sysdba

Connected.

SQL> — Create an application role employee for common employees
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SQL> exec xs_principal.create_role(name => "employee’, enabled => true);
PL/SQL procedure successful ly completed.

SQL>

SQL> —— Create an application role it_engineer for IT department

SQL> exec xs_principal.create_role(name => ' it_engineer’, enabled => true);
PL/SQL procedure successful ly completed.

SQL>

SQL> —— Create an application role hr_representative for HR department
SOL> exec xs_principal.create_role(name => 'hr_representative’, enabled => true);
PL/SQL procedure successful ly completed.

SQL>

SQL> —— create a database role for object privilege grants

SQL> create role db_emp;

Role created.

SQL>

SQL> — Grant DB_EMP to the three application roles, so they have the required
SQL> — object privileges to access the table

SQL> grant db_emp to employee;

Grant succeeded.

SQL> grant db_emp to it_engineer;

Grant succeeded.

SQL> grant db_emp to hr_representative;

Grant succeeded.

SQL>

SQL> — Create two application users:

SQL> — DAUSTIN (in IT department), granted employee and it_engineer.

SQL> exec xs_principal.create_user (name => "daustin’, schema => "hr');
PL/SQL procedure successful ly completed.

SQL> exec xs_principal.set_password (' daustin’, 'welcomel’);

PL/SQL procedure successful ly completed.

SOL> exec xs_principal.grant_roles (' daustin’, 'XSCONNECT');

PL/SQL procedure successful ly completed.

SOL> exec xs_principal.grant_roles( daustin’, 'employee’);

PL/SQL procedure successfully completed.

SOL> exec xs_principal.grant_roles( daustin’, 'it_engineer’);

PL/SQL procedure successful ly completed.

420



SQL>
SQL> — SMAVRIS (in HR department), granted employee and hr_representative
SQL> exec xs_principal.create_user (name => 'smavris’, schema => "hr');

PL/SQL procedure successful ly completed.

SOL> exec xs_principal.set_password (' smavris’, 'welcomel’);

PL/SQL procedure successful ly completed.

SOL> exec xs_principal.grant_roles (' smavris’, "XSCONNECT ) ;

PL/SQL procedure successful ly completed

SOL> exec xs_principal.grant_roles( smavris’, '"employee’);

PL/SQL procedure successful ly completed.

SQL> exec xs_principal.grant _roles (' smavris’, "hr_representative’);
PL/SQL procedure successful ly completed.

SQL>
SQL> — Grant HR user policy adminisration privilege
SOL> exec xs_admin_util.grant_system privilege (" ADMIN_ANY_SEC_POLICY', HR');

PL/SQL procedure successful ly completed.

SQL>
SQL>
SQL> — 2. SETUP - Security class and ACL
SQL>
SQL>
SQL>
SQL> — Connect as HR

SQL> connect hr/hr;

Connected.

SQL>

SQL> — Grant necessary object privileges to db_emp role

SQL> — This role will be used to grant the required object privileges to
SQL> — application users

SQL>

SQL> grant select, insert, update, delete on hr.employees to db_emp;

Grant succeeded.

SQL>
SQL>
SQL> — Create a security class hr_privileges and include privileges from the predefined DML security
class.
SQL> — hr_privileges has a new privilege VIEW_SALARY, which is used to control the
SQL> — access to SALARY column
SQL> declare
2 begin
Xs_security_class. create_security_class(
name => "hr_privileges’
parent_list => xs$name_list (' sys.dml’),
priv_list => xs$privilege list(xs$privilege( view salary')));
end;

0~ O O bW
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PL/SQL procedure successful ly completed.

SQL>
SQL>
SQL>
SQL> —— Create three ACLs to grant privileges for the policy defined later.
SQL> declare
2 aces xs$ace_list := xs$ace_list();

3 begin

4 aces. extend (1) ;

5

6 — EMP_ACL: This ACL grants employee the privileges to view an employee’s
1 == own record including SALARY column

8 aces (1) := xs$ace_type(privilege_list => xs$name_list( select’, view_salary’'),
9 principal_name => ’employee’) ;

10

11 xs_acl. create_ac| (name => "emp_acl’

12 ace_list => aces

13 sec_class => "hr_privileges');

14

15 — IT_ACL: This ACL grants it_engineer the privilege to view the employee
16 == records in IT department, but it does not grant the VIEW_SALARY
17 == privilege that is required for access to SALARY column

18 aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’),

19 principal_name => ' it_engineer’);

20

21 xs_acl. create_ac| (name => "it_acl’

22 ace_list => aces,

23 sec_class => "hr_privileges');

24

25 — HR_ACL: This ACL grants hr_representative the privileges to view and update all
26 == employees’ records including SALARY column.

217 aces (1) := xs$ace_type (privilege_list => xs$name_list (' select’, ' insert’

28 "update’, 'delete’, 'view_salary’),
29 principal_name => "hr_representative’);

30

31 xs_acl. create_ac| (name => "hr_acl’

32 ace_list => aces

33 sec_class => "hr_privileges');

34 end;

3B/

PL/SQL procedure successful ly completed.

SQL>
SQL>
SQL>
SQL>
SQL> — 3. SETUP - Data security policy
SQL>
SQL> — Create data security policy for EMPLOYEE table. The policy defines three
SQL> — realm constraints and a column constraint that protects SALARY column
SQL> declare

2 realms xs$realm constraint_list := xs$realm_constraint_list();

cols xs$column_constraint_list := xs$column_constraint_list();
begin

realms. extend (3) ;

~N o O1 B~ W

— Realm #1: Only the employee’ s own record
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8 == employee can view the realm including SALARY column
9 realms (1) := xs$realm_constraint_type (

10 realm => "email = xs_sys_context (' xs$session’’,’ ’username’’)’
11 acl_list => xs$name_list (' emp_acl’));

12

13 — Realm #2: The records in the IT department.

14 == it_engineer can view the realm excluding SALARY column
15 realms (2) := xs$realm_constraint_type (

16 realm => "department_id = 60’

17 acl_list => xs$name_list( it_acl’));

18

19 — Realm #3: All the records.

20 == hr_representative can view and update the realm including SALARY column.
21 realms (3) := xs$realm_constraint_type (

22 realm ='1=1

23 acl_list => xs$name_list( hr_acl’));

24

25 — Column constraint protects SALARY column by requiring VIEW_SALARY
26 —— privilege

27 cols. extend (1) ;

28 cols (1) := xs$column_constraint_type (

29 column_list => xs$list( salary’),

30 privilege => "view_salary’);

31

32 xs_data_security. create_policy (

33 name => "employees_ds’

34 realm_constraint_list => realms,

35 column_constraint_list => cols);

36 end;

37 /

PL/SQL procedure successful ly completed.

SQL>

SQL>

SQL>

SQL> — Apply the data security policy to the table
SQL> begin

2 xs_data_security. apply_object_policy (

3 policy => "employees_ds’
4 schema => "hr’

5 object =>"employees’) ;
6 end;

17/

PL/SQL procedure successfully completed.

SQL>
SQL>
SQL>
SQL>
SQL> — 4. SETUP - Validate the objects we have set up
SQL>
SQL> set serveroutput on;
SQL> begin

2 if (xs_diag.validate_workspace()) then

3 dbms_output. put_line C Al'l configurations are correct.’);

4 else

5 dbms_output. put_Il ine (' Some configurations are incorrect.’);
6 end if;
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7 end;
8 /

Some configurations are incorrect.
PL/SQL procedure successful ly completed.
SOL> —— XS$VALIDATION_TABLE contains validation errors if any

SQL> —— Expect no rows selected.
SOL> select * from xs$validation_table order by 1, 2, 3, 4;

DESCRIPTION

OBJECT

NOTE

-1020
No ACE in the ACL
[ACL “SYS”. “NETWORK_ACL_30D45882EF095A86E053BOAAESOAF5F8™]

1 row selected.

SQL>
SQL>
SQL>
SQL> —— 5. SETUP - additional configuration for Java demo
SQL>
SQL>
SOL> connect sys/&passwd as sysdba

Connected.

SQL>

SQL> — create a session administrator who has only

SQL> — RAS session administration privilege (no data privilege)

SQL> — and is responsible to manage RAS session for each application user

SQL> grant xs_session_admin, create session to hr_session identified by hr_session;

Grant succeeded.

SQL> grant create session to hr_common identified by hr_common;

Grant succeeded.

SaL>

SQL> — craete a dispatcher user for java demo, to set up session for application user
SOL> exec xs_principal.create_user (name=>' dispatcher’, schema=>"HR’);

PL/SQL procedure successful ly completed.

SOL> exec xs_principal. set_password(’ dispatcher’, ’welcomel’);

PL/SQL procedure successful ly completed.

SOL> exec xs_principal.grant_roles (' dispatcher’, ' XSCONNECT' ) ;

PL/SQL procedure successful ly completed.
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SQL> exec xs_principal.grant_roles (' dispatcher’, 'xsdispatcher’);
PL/SQL procedure successfully completed.

SQL>
SOL> exit

hrdemo.log

hrdemo. logJ74)l.

SQL> @hrdemo
SQL>
SQL>
SQL>
SQL> — HR Demo — PL/SGL with RAS direct logon user
SQL>
SQL> — This demo shows RAS runtime, using RAS direct logon user.
SQL> — Each user directly connects to database and accesses employee table
SQL> — RAS policy is automaticlly enforced
SQL>
SQL>
SQL> — Connect as DAUSTIN, who has only employee and it_engineer role
SQL> conn daustin/welcomel;
Connected.
SQL>
SQL> SET SECUREDCOL ON UNAUTH sksokskstok
SQL>
SQL> —— DAUSTIN can view the records in IT department, but can only view his own
SQL> —— SALARY column.
SQL> select email, first_name, last_name, department_id, manager_id, salary

2 from employees order by email;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
AHUNOLD Alexander Hunold 60 102 xfoksokx
BERNST Bruce Ernst 60 103 soksfokokx
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 sokstokstork
VPATABAL  Valli Patabal la 60 103 sototokskodor

5 rows selected.

SQL>

SQL>

SQL> SET SECUREDGOL OFF

SQL>

SQL>

SQL> — DAUSTIN cannot update the record

SQL> update employees set manager_id = 102 where email = "DAUSTIN ;

0 rows updated.

SQL>

SQL> — Record is not changed

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where email = 'DAUSTIN' ;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
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DAUSTIN David Austin 60 103 4800
1 row selected.

SQL>

SQL>

SQL>

SQL> —— Connect as SMAVRIS, who has both employee and hr_representative role

SOL> conn smavris/welcomel;

Connected.

SQL>

SQL> —— SMAVRIS can view all the records including SALARY column.

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;

EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Val i Patabal la 60 103 4800

6 rows selected.

SQL>
SQL> — EMPLOYEES table has 107 rows, we expect to see all of them.
SOL> select count (x) from employees;

1 row selected.

SQL>

SQL>

SQL>

SQL> — SMAVRIS can update the record

SOL> update employees set manager_id = 102 where email = "DAUSTIN ;

1 row updated.

SQL>
SQL> — Record is changed.
SQL> select email, first_name, last_name, department_id, manager_id, salary

2 from employees where email = "DAUSTIN ;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
DAUSTIN David Austin 60 102 4800

1 row selected.

SQL>
SQL> — change the record back to the original.
SQL> update employees set manager_id = 103 where email = 'DAUSTIN ;
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1 row updated.

SQL>
SOL> exit

hrdemo_run_sess.log

hrdemo_run_sess. logd74 )L,

SQL> @hrdemo_session
SQL>
SQL>
SQL>

SQL> —— HR Demo - PL/SQL with Session API
SQL>

SQL> — This demo shows RAS runtime, using RAS user as application user.
SQL> — The user does not logon to database, but a RAS session is created
SQL> — and attached for each user before accessing employee table

SQL>

SQL>
SQL> — Connect as RAS session administrator
SOL> connect hr_session/hr_session;
Connected.
SQL>
SQL> —— Variable used to remember the session ID;
SQL> var gsessionid varchar2(32) ;
SQL>
SQL> —— Create an application session for SMARVIS and attach to it
SQL> declare
2 sessionid raw(16) ;

3 begin

4 dbms_xs_sessions. create_session (" SMAVRIS’, sessionid) ;
5 gsessionid := rawtohex (sessionid);

6 dbms_xs_sessions. attach_session(sessionid, null);

7 end ;

8 /

PL/SQL procedure successful ly completed.

SQL>
SQL> — Display the current user, it should be SMAVRIS now.
SOL> select xs_sys_context (' xs$session’, username’) from dual;

XS_SYS_CONTEXT (" XS$SESSION' , * USERNAME" )

SMAVRIS
1 row selected.

SQL>
SQL> — Display the enabled application roles and database roles
SOL> select role_name from v$xs_session_roles union

2 select role from session_roles order by 1;

ROLE_NAME

DB_EMP
EMPLOYEE
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HR_REPRESENTATIVE
XSCONNECT
XSPUBLIC
XS_CONNECT

6 rows selected.

SQL>

SQL> —— SMAVRIS can view all the records including SALARY column.

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Valli Patabal la 60 103 4800
6 rows selected.
SQL>
SQL> — EMPLOYEES table has 107 rows, we expect to see all of them.
SOL> select count (x) from employees;
COUNT (*)
107
1 row selected.
SQL>
SQL> — Disable hr_representative role
SQL> exec dbms_xs_sessions. disable_role( hr_representative’) ;
PL/SQL procedure successful ly completed.
SQL>
SQL> —— SMAVRIS should only be able to see her own record.
SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500

1 row selected.

SaL>
SaL>
SQL> —— Enable HR_ROLE

SOL> exec dbms_xs_sessions. enable_role( hr_representative’) ;

PL/SQL procedure successful ly completed.

SQL>
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SQL> — SMAVRIS can view all the records again

SQL> select email, first_name, last_name, department_id, manager_id, salary
2 from employees where department_id = 60 or department_id = 40
3 order by department_id, email;
EMAIL FIRST_NAME LAST_NAME DEPARTMENT_ID MANAGER_ID SALARY
SMAVRIS Susan Mavris 40 101 6500
AHUNOLD Alexander Hunold 60 102 9000
BERNST Bruce Ernst 60 103 6000
DAUSTIN David Austin 60 103 4800
DLORENTZ Diana Lorentz 60 103 4200
VPATABAL  Valli Patabal |a 60 103 4800

6 rows selected.

SaL>

SQL> —— EMPLOYEES table has 107 rows, we expect to see all of them.

SQL> select count (x) from employees;
COUNT ()
1 row selected.

SaL>

SQL> — Detach and destroy the application session.

SQL> declare
2 sessionid raw(16) ;
begin
sessionid := hextoraw(:gsessionid);

dbms_xs_sessions. destroy_session (sessionid) ;

end;

3
4
5 dbms_xs_sessions. detach_session;
6
Ji
8 /

PL/SQL procedure successfully completed.

SaL>
SQL> exit

hrdemo.log

Java hrdemo. logd7 ().
Query HR. EMPLOYEES table as user “DAUSTIN”

EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY

AHUNOLD|  Alexander | Hunold| 60|
BERNST | Bruce| Ernst]| 60|
DAUSTIN]| David| Austin| 60|
DLORENTZ| Dianal| Lorentz| 60|
VPATABAL | Valli| Pataballal| 60|

Query HR. EMPLOYEES table as user “SMAVRIS”

ootk |
sofoforok |

4800 |
sokokokok |
sofokokok |

false| false
false| false
false| true
false| false
false| false

EMAIL | FIRST_NAME | LAST_NAME | DEPT | SALARY | UPDATE | VIEW_SALARY

AHUNOLD|  Alexander | Hunold| 60|
BERNST| Bruce| Ernst]| 60|
DAUSTIN]| David| Austin| 60|

9000
6000 |
4800|
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DFAVIET| Daniel | Faviet| 100] 9000 | true| true

DLORENTZ| Dianal| Lorentz| 60| 4200 | true| true
ISCIARRA| Ismael | Sciarra| 100] 7700| true| true
JCHEN| John| Chen| 100| 8200 true| true
JMURMAN| Jose Manuel | Urman|  100] 7800 | true| true
LPOPP| Luis| Popp| 100] 6900 | truel true
NGREENBE | Nancy| Greenberg| 100] 12008| truel true
SMAVRIS| Susan| Mavris| 40| 6500 | truel true
VPATABAL | Valli| Pataballal 60| 4800 | true| true

hrdemo_clean.log

hrdemo_clean. logd7A)l.

SQL> @hrdemo_clean

SQL>

SQL> define passwd=&1

Enter value for 1: test

SQL>

SOL> connect hr/hr;

Connected.

SQL>

SQL> — Remove policy from the table

SQL> begin
2 xs_data_security. remove_object_policy (policy=>" employees_ds’
3 schema=>"hr’, object=>" employees’);
4 end;
5 /

PL/SQL procedure successful ly completed.

SQL>

SQL> — Delete security class and ACLs

SOL> exec xs_security_class.delete_security_class( hr_privileges, xs_admin_util.cascade_option);
PL/SQL procedure successful ly completed.

SOL> exec xs_acl.delete_acl| (emp_acl|’, xs_admin_util.cascade_option);

PL/SQL procedure successful ly completed.

SOL> exec xs_acl.delete_acl (' it_acl’, xs_admin_util.cascade_option);

PL/SQL procedure successful ly completed.

SOL> exec xs_acl.delete_acl (hr_acl’, xs_admin_util.cascade_option);

PL/SQL procedure successful ly completed.

SQL>

SQL> — Delete data security policy

SOL> exec xs_data_security. delete_policy(’ employees_ds', xs_admin_util. cascade_option) ;
PL/SQL procedure successful ly completed.

SQL>

SQL> connect sys/&passwd as sysdba

Connected.

SQL> — Delete application users and roles

430



SQL> exec xs_principal.delete principal ("employee’, xs_admin_util.cascade option) ;
PL/SQL procedure successfully completed.

SOL> exec xs_principal.delete_principal (" hr_representative’, xs_admin_util.cascade_option) ;
PL/SQL procedure successful ly completed.

SOL> exec xs_principal.delete_principal ( it_engineer’, xs_admin_util.cascade_option) ;
PL/SQL procedure successful ly completed.

SOL> exec xs_principal.delete_principal (" smavris', xs_admin_util.cascade_option);
PL/SQL procedure successful ly completed.

SOL> exec xs_principal.delete_principal (' daustin’, xs_admin_util.cascade_option) ;
PL/SQL procedure successfully completed.

SaL>

SQL> —- Delete database role

SQL> drop role db_emp;

Role dropped.

SaL>

SQL> —— Delete session administrator

SQL> drop user hr_session;

User dropped.

SQL> — Delete the common user used to connect to DB
SQL> drop user hr_common;

User dropped.

SQL>

SQL> —— Delete dispatcher

SQL> exec xs_principal.delete_principal (' dispatcher’, xs_admin_util.cascade_option);

PL/SQL procedure successful ly completed.

SaL>
SQL> exit
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3 (high)OPL—R LNV EEETETEE T ZxD-3T. =R LAILOVTERBALE T,

Tl ROAEATEFT .
ALTER SESSION SET EVENTS ' TRAGE [XSSESSION] disk=[low, medium, high]’

RDSQLXZERULT, COP —ADIZFRZARZRTEE T .
SHOW PARAMETER USER_DUMP_DEST;

F=D-3(C. B ML —Z-LAJLDXSSESSIONKL — ADAEZRUET .
#&RD-3 XSSESSION L —ROAE

ARV b M=R-LAI1 (1K) M=Z-LARN2 () M—=R-LAI3 (B)
createSession ROBWNEENET. N—=Z-LNIL L DIE LA 2 EREU
BICHIZ TROIEERD
® 1-Y-% ZFNFT.
e tzwi3>mtzy>3> ID e 1-H—-GUID
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ARV b

attachSession

detachSession

createNamespace

switchUser

f—ZR LA (1K)

RDIERNEZENET
e 1-H-%

e v a3 ntry>3> ID

ROBHRNEENTT,
e 1-H-%

o EIEAERREIOTYIA>
Dty 3> ID

ROBHRNIEENFET,
e 1-H-%
® t7w>3> 1D

o EMHERIF OV NI —
23> K= HhAR=X

ROBHRNEENTT,
e 1-H-%

® w3 Mtws3> ID
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Ro—=ZR-LARI2 () BL—ZR-LARI3 (F)

o ERiISA. &
HREREIERFA
Jo-)\VES
F—=LAR=ZA,
Cookie BHR/R
ctotyiadig
4

M —=X-LNIL1DIE B—X-LNIL 1 E2 DIER
BHEEMZTROBIRN (SR TROBHRNIEENE

EEUEED 9,
e O-)l o EHERIF DT
J—=23>-%—=AhR
R=2
LAV 1 EED LA 1 BEU 2 EEU

M —=X-LNIL1IDIE  M—X-LNL 1 E2 DIER
BIMXTROBEwN (SR TOROBEHRSEZENF
EXUETE ER

o {ERNBEA. B O RX—LAR=Z-)\>
FREREERFZ. ]
J0-)\VEE
F—LhAR=Z,
Cookie [B#/*
Loty adig
4

M —=X-LNIL1DIE M—X-LNL 1 E2 DIER
BIMXTROBHwRN (SR TOROIEHRNZENF

SENZET, ER
e -l o EERIF DTN
T=23> % —hR
R—R



AN> b f—ZR LA (1K) Ro—=ZR-LARI2 () BL—ZR-LARI3 (F)

assignUser ROBRIEENET Ro—Z-LARL1OE  K—Z-LAL1E20IER
BN TROBERA  (CHIZ TOROIBERISENS
o 1-H-% SENEY, ER
e w3 mtyi3> ID e O-) ° E,liﬂa%;%jyju
T=23>-F%—hRX
R=2Z
setAttribute ROBRIEENET . LAIL 1 ERD LAIL 1 8EU 2 ERD
® X—/AR-2%

® setAttribute I#{ED
BIEEDIFTEDRED
Za1bLME

deleteAttribute ROBENZENET. LRIV 1R LAIL 1 8&U 2 LD
® F—LAR-2%,

® deleteAttribute I#(E
DRIEZDRFEDEED
Za1bLME

FIDAARY NMIHIZ T ZEHMFTEAARD bxs_session_stateZERL T, 7T —23> - v a> DIRTEDIRGERES S TTE
F9, ROSQLX %fEFBLT. xs_session_stateA R M —22BZHCLET .

ALTER SESSION SET EVENTS ' immediate eventdump (xs_session_state)’ ;

ARNY N HY TR Ty2aYID. I-Y—%& VERRIFZ). RAZEREEAI. JO0—/)UVEER—LAR-ZARE, 1-Y—-F
O—/VULEEIZ(UGA) XE)—AADIRTO Y3V BB 3IEmRIEFNET . > TCE AT -RigEnt+1 71218
BICEI3EIREZINEE A

PIVT—33> - UYL (XSPRINCIPAL)AARY M= - NL—=RI[CDWT

IRDSALSZ ZAEFU T, XSPRINCIPALIYAR—R> MTHUTARY M= - NL—2EBRICLET
ALTER SESSION SET EVENTS ' 46150 trace name context forever, level="1", level="2", level="3

al

CZZT. 46150(EXSPRINCIPALA A NBE:ESHFANTLVB0racleT —AN—R-I5—&ES T, 1 (low). 2 (medium)Ffz
(3 (high) DAL =R LANIVEERETEE T RD-4T. b= LNILICOWTERBBLE T .

Tl ROAEATEFT .

ALTER SESSION SET EVENTS ' TRACE [XSPRINCIPAL] disk=[low, medium, high]":

ROSQLX ZfERLT. COM —ADIZFREARZRTEE T .
SHOW PARAMETER USER_DUMP_DEST;
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FD-4(2. BB —Z-LANLDOXSPRINCIPALRL —ROAEZRUET .

#D-4 XSPRINCIPALKL—ZADAE

AN> b MNo—ZR LA (1K) f—R-LRIN2 (R)  B—R-LAIL3 (F)

O-ILoBxME ROBIRNEEINFTT . M—=Z-LRL 1 DIEE LAV 1 BLU 2 EFU
(SR TROIEHRNEF
[ ] l_ﬂ‘_% nig_o

® >3 mtzy3> ID ® O-ILOEIL,
1RVE(CRBRUI
e, ZRN
OJ(CEedken
9, ez O0—
IVMFIELIRL
BEevP1-v-
(CO-ILht 5
NTVRWNES
(&, IRAENKRER
FRENHNFT

O- LMt ROBRISENES, Mo—Z-LAJL 1 OEB  LAL 1 BE52 LR
CHIZ TROBBRISE
o D-ILIEMEENE Nty

DOty a> TEIICHEST

WBIARTOI1-H—-0-— o O—-/LOENL

) BRAEICERBUTE
Bald. REN
OJ(CsEsRkenE
ER

O-)L-J 5%k ROBHRNESENZET, LA 1 EED LA 1 BLU 2 LEEU
o 1-H-%

® w3 Dty 3> ID

TF1UFT 1 - VS A(XSSECCLASS )TNV M= - NU—=ZAICDWNT
IRDSALSZZAE L T XSSECCLASS > M—R> MU TAARY M= - NL—2EBRICLET .
ALTER SESSION SET EVENTS ' 46149 trace name context forever, level="1", level="2", level="3"";

ZZT. 46149(FXSSECCLASSA N> MBEATHIBNTLVS0racleT —AN—R - I5—&ES T, 1 (low). 2 (medium)Ffc
(3 (high) DML =R LA EHETEFT

Tl ROAERTEXT
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ALTER SESSION SET EVENTS ' TRACE [XSSECCLASS] disk=[low, medium, high]";

ROSQLXZERUT, COR —ADIZFIZIRRTEEY
SHOW PARAMETER USER_DUMP_DEST:

RO —RBRNEENET
® ISR FUSAMER, EXNERBLE, tF171- I3 R MOAF
® tF1UF1-JSADHIBROIBER. Frv>anSOEN 2N BET DRISACEHIZBIRNEFENET
® tF1UF1-ISRETS—BEDHIIMELEBIR

ACL (XSACL)AAY MR=2Z - No—RICDWNT

ROSALSZZ{FEREL T XSACLIV M= MU TARY M= - N\L—2EBRCLFET,
ALTER SESSION SET EVENTS ' 46110 trace name context forever, level="1", level="2", level="3""

ZTT, 46110[EXSACLA AR NCRSEAHIBNTLVB0racleT —9R—2 - I5—BETT . 1 (low). 2 (medium)E/z(E3
(high)DRL—R - LAV ESZETEET,

FF, ROXE(EATEET,

ALTER SESSION SET EVENTS ' TRAGE [XSACL] disk=[low, medium, high] ;

ROSQLXZERUT, COR —ADBFIZIRRTEEY
SHOW PARAMETER USER_DUMP_DEST:

#=D-5(C. &M —Z-LNLDOXSACL L —RDARBZRUET
&RD-5 XSACLML —Z2ODAE

ARV b MN—ZR-LARIL (1K) Fo—Z-LAN2 () M—R-LAI3 (F)

ACL [CXI9 2HERDIEER.  IROBHRHI S ENZET . M —Z-LNL 1 DIER AL 1 BLU 2 LERAU
(CHNZ TROIEHRNEE
—YLHBEROACLD nzxy,
%E%
e ACLmO—-R%
S8 ACL 51

=4 - EF1UFT1(XSXDSEELUXSVPD)IAY M=R - NL—=ZICDONT

RDOSALSZZFERL T XSXDSIUM—R Y MU TANRY M= - NL—2EBRNCLFET,
ALTER SESSION SET EVENTS ' 46049 trace name context forever, level="1", level="2", level="3"";

ZZ T, 46049(FXSXDSA > MCBIEATIFSN TS 0racleT —AN—-X-I5—&BESTI. 1 (low), 2 (medium)F/z(F3
(high)OBL—Z- LNV ZERTETEET . RD-6T. L= LAJUCOWTERBALF T,

FIElE ROAERTEFTT
ALTER SESSION SET EVENTS ' TRAGE [XSXDS] disk=[low, medium, high]";
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ROSQLXZERULT, COR —ADIZFIZIRRTEEY
SHOW PARAMETER USER_DUMP_DEST:

FD-6[C. B —Z - LAILDXSXDS AL —ADABZRUET
&RD-6 XSXDShL—ZOARE

ARY b M =R -LAIL1 (1K) Mo—=Z-LAI2 () M=Z-LAN3 (B)
SATLhJO-NLeEE  ROBIRIEENFT M—=Z-LAJL 1 OIEBIINZ  LAL 1 8EU 2 AU
(SGA)lCO—-RenfeT— TROBRNEENFT,
Bt 1UT 4 RET N ® FERINIIN\SA-HE%R
(DSD) ot+iUr1-5-45-L o VI AHIHIA

IWLEFIIL—=IL (ACL)zR!IF

IRDSALSZZAFEFAL T, XSVPDIR—RD MU TARY M= - L —2=BRNICLET
ALTER SESSION SET EVENTS ' 10730 trace name context forever level [1, 2, 3] ;

ZZT. 10730(FXSVPDAAY MEBEfHFBNTLVS0racleT —AN—-R - I5—&ES T, 1 (low). 2 (medium)F/(E3
(high)OBL—Z LNV EERTETEE T RD-6T. L —Z-LAJUCOWTERBALF T,

F(F RO ZAERATEES
ALTER SESSION SET EVENTS ' TRAGE [XSVPD] disk=[low, medium, high];

FD-6(C. B —Z-LANILDOXSVPD AL —ZADABEZRUET .
#&RD-7 XSVPDA—XDAE

ARV Mo—Z LA (IK) N —Z-LAJL2 () N —Z-LAIL3 (B)
® IZFL-HO-NL ROBWISENET, No—Z-LARJL 1 OB N—Z-LAJL 1 QIEEIC
$EIS(SGA)IcO— R ATROIBRISENET, MR TROBEISENE
ankF—4-t+1 o /\—RE#MfT. VI MR 7,
g REIAS R WraErz(d SQL STRRAT ® SQL XXhAER
(DSD) th) XDS 34T [FEITENZEED ® BIAEMNO XDS
180 VPD E1— WEO7 -3 AT ST N
o RIEDNT—AN— >etwiay-d- BEEfT NI —
2 ySay TRIT ® FERINI/\5A-Y H—2BLUERC CRWII ] -
SNEFRTOREE fBzf07 =9 LA RoTVBO-IL EMBNTVET
SQL XX FHRUL =)L, 'UCKE RTO ACL DNE
593 ACL SCZAB LU
ACL 3%31F

BISHIREEY > TIRFRICDOVNT

BIFHFELE T L. Real Application Security I R—3R> MOIREEIBERN N — R - T7A)IUCH > Ten 9, &£D-8T.
{84 MReal Application Security 1>M—3%> NMCDWTH > TaN2IBIRICOVTERBALE S .

ZD-8 Real Application Security®I>R—%> MAIEIEES > FIER
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Real Application Security

AVR-2>b

XSSESSION

XSPRINCIPAL

HI5HBE R

o 7Ur—33>-twIa i RREIER

® 7 -3ty a>-0-)L-UANT VT —23> - Ty a>OIATOO—

V. BRR0-). #ERR0-ILELVT—IN-Z-0-)L)
® 27 A00-)-J37-)\w>azk
® 1-—H—-)\wIake SAFTLARNOI-T—-(A5ENEZED-I

o JUSI)ULITHryS 1IRAER

ty>a>stconT

Real Application Securityd>R—%> NiEEt (&, Real Application Security> 27 AN/ TA—X> ADRIREDR!
(CF&75% 9, &=D-9T. M4 MReal Application Security®I>R—%> MIDWTUNESNZHRETHCDWTERBALE T .

#D-9 Real Application Security®I>R—%> MINTA—I > ATt

Real Application Security
m by S S IREENB )OO A— > AfRst

XSSESSION ® {ERSNIET IV -3y - y3ar#
o EIEBLNEERRIREINIT TV —23> - 2y a8
® {ERSNIER—LAR—RES
® E{TEnf1-v--I-)LI\yI
XSPRINCIPAL o GaNb/Ebeniz0—)LEL
® JU)L-FryS1-TADEES
® )23 )C)LEEN{EDEIER
R+ ryS 1 ® t7y1a> -y 1EIHADEER
® JUZZ)UL-FvyS 1RHEADEIES

® tFi171-J5A-Frv> 1RHADEIER

fRERE M —ADER

FREER — AT, /\wor—>oracle. security. xsZERALFT , CNITRDLSICLTITICENTEFT,
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1. 0T - TrAUDF T - ATV #I8ELF S RIHZRUET

handlers= java.util. logging. ConsoleHandler

. level= SEVERE

java.util. logging. ConsoleHandler. level = FINEST

java.util. logging. ConsoleHandler. formatter = java.util. logging. SimpleFormatter
oracle. security. xs. level = FINEST

2. VMBS CRIDABRZBRLE T .

java -Djava.util. logging. config. file=logging. properties

AR CIETESNIZ/\V RS(T74)b, V=)V (0T B D ERKRENET

Real Application Security 1—H—(&. F23E. 3801, Ty 3> BBRLCHEE)ava APIZERATEET, 1-H—(4.
RREEAPIEDA>ATTI—ADT ) \WIBNREB(TIROTHZE(C, NU—RZAUNITRENTEEFT . NL—R(F BEARNRI—
- 2AY) BES 27223 FRERE. BEN\SA—4. RUMERERRIENTEET,
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FIsE

POtAHEI> MJ(ACE)

T7IEZEHEIZANRADI> M), FBEENLI) D2 IO TP I R%ZF R FI2FERIEUES . 1D EDOACEN 772
UZABR(ACL)ICUR REN, ZZTIFACEDIER (CRRN'SHDET o

PO AHIEIYA M ACL)

PHEZHEIEIS NDOUZR R, 38ESNRVY-ZANOT7 I A E2FE I3V ) UL #IBILET , Oracle Database
Real Application Security T(&. ACLEERLTI1-U—1ERZEHELFTI .

ACE

(77 ZAH#IT> N (ACE) 1ZZ 88U TIE W,

ACL
[ 75 ABIEIR NACL) [ESHRL TR,
SHER

OIERZSOIER . SEFHERMISI(HHESINDE, TOIRTOFIERBGSF(FHESINET.

7IVr—->a>y-0-)

7IVT =232 A-Y-F@RIO7 V-3 - 0-)UCOHF5TEZ0-),

7IVr—33>-tviay

7 IVT—2aUCOHEHEUBIRNEENZ 1Y~y 3>, RERO"EE"T—IN-Z - 2y3a> EFRRD, 7
T—23>-y2adld. MU 723 0NV REDBEOT —IN—-R VY - RZRFLEFR Ao

7IIUr—33y.-1-HY—
2F—XEFIEET. T-AIR—ZANOFERBHEC T TV —23> -2y a B ERTER 1-Y—-ThIo R,

SILAIVDEFIUTA
ROFIHEDHERR B SHAE,

hARS LiER

OracleT —AN—R(CLOTERIERINTORUMER, [ AT MEIR IBSRUTIES L,
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T—=%-VILh

7L ZEH) A SACL) (CREER 3B ETT IERAZHHT D, T—IN-ZARHDITOEY ~. NIE 1D EDOATZ 1Y
b A2 2H2ZANBIBREENET . [EIEIT =5 - LILAFIF B LU ERN T =4 - UL AT [BSHRU TUIZE W,

F—IR-X-0-)

T—AIN=Z -1 —([COIMIE5TEZ0-) . EE0-ILEEFINET . [7TVT—23>-0-)L IBSRUTIZEW,

T-IN-R 1Y

T—AN=ZAAERKEN AF—X%FO1-T—-THhoobh, EET-Y-LEFENFT, [7T)T—>3>-1-F- &5
BRLTLIZE L,

EACL

T =4 - LIV AT (CEREM BN TVS 77 AHIEIVRA N,

B2V —-33>-0-)
J1—H—HSSLEERLTOI A>T RIEEY. I8EUERIOI A>3 3I8ERE,. —EDIRR T TOHEZNTRZ0-).

BT —5 - LILABIFY

Y175 LILABIKIT —H(U TRIERZRITI SLWHEREREEN BRI TSNS T~ - LILA, [E3)T -5 -
LILAIRY JEERUTIZE N,

weetF1UT~

TV —2 3> OMBEAD 1 —H— - 7O %I 2XN=X 1. IzEZ (S, Oracle Database Real Application
Security Tld. checkPrivilege O XYy RE(ERUTITICH I DACLOERZHERZL . F8ESNIZ1 DA EDACLTIHFE
DOHERRNEDITICEIEMIFBNTLDHEINEHIBILE T, 5Fllld. 1ERFTYIAPIICOVTESERUTIZE,

J0-N\)—=5EBIF(GUID)

7T —2ao P 1-Y -0ty 3 ERe BRI BIDIAER TEZIEBID. COHMBIF(E INTOET—ETHIL
(FREESNFRAN OB FZHEKR T D2 —BF—ORIIFEICZ Ve EEOR]EEMHRRDET ., [ =55 F
(UID) J6ZRRU TS,

GUID

[J0-)VUL—EG#5F(GUID) |ZZ8RUTLIZEW,

EE0-)0

TEROT —AN=Z-0-)L,
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EE1-Y-

AF—XREFFIB I MERDT —IN—-A -1 —-THIUh,

F—DLAN—R

TIV—23y - Ly AV OREEE RIS BRI EONTHISERENEIY T

ATSTIOMADRTVR

7 =5 -LILAO—EBTHAE—DUL—STFILEDIT. T B THBIRNET,

NI — RREE

IT7FFIDNZAT—R2N\YS 10N =232 T CON-TIVEFBASEC4A T A-T 1> XFFIELTI>A-RENET,
TV

I1-Y-F@FI-Y-0EEE IN=TFIO=WEEREINET ., [7TVr—2a3> - 1Y — |BLU 7TV —>3>-
O-)L IEZBRUTZE,

R

U2 ) QU TS SE(FHES TEERNFIIHER. [ SEXUEIR ). [NRILMER IBLU S AT LER IBERUT

JZ20N,

T¥1UF1- 93K
ACLICBE:ESHIBEDTERERNDHBIMTEES.

arEYACL

BREYT =4 - LILABIFI(CBIHEMHISNTVS 7 I AFIHIVA N,

T —5 - LILABIY

I1-5-h17 =4 VILAFIKIT - AU TRERZERITI LNCERITINRBVLS(CWHERBREEN vy 1 (CA&HNE N
TWdT =4 UL [E8H97T =45 - LILAEIF) IS ERU T2 W,

SAT LER

OracleT —AIN—R (LI TRMENZFBRITERBEDIER . [ HAYMER [ESBU TS,

—=lhlF(VID)

OracleT —AR-2ZHW 1 —H—F (30— )L OB ER T 32— BE0ORERHE F. T—IN—R I A—T5A XELART1—
Y-ty 3 Bl BT 3dEREINET . [J0-)UL—E5#3] F(GUID) I6SBU TS,
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UID
[— &5 T (UID) IZBRU T,

1-Y-0uEx

7T =232 A-F-HRIO1 - -DOTOF L THERES DH8EE. 7TUT -3 REE(DFED, R—LARR-ZEEH) (&
IO —Y—PSHEHFNF I, 171 - IOTFANIFFIRI - -0 TF AN RRLET .
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=5l

ACDEFGIIJMNOPRSTUVWX

o F7UEZHITHI>NI(ACE)
o ME 1
e EE 1
o FUEZHIEUZNACL)
e MIFE 1
o TALINJ
o B—=R-TyA)b, MEBIS-ZFBRIDIHOER 1
o BINT—4-LILAKIKY
o MIE 1
o ACLOFHMIER 1
o FHMMIER 1
o BRMIT—H-LILLHIKY
o ACLOFHmIER 1
o FRIT—H-LILL
o MiE 1
o I1-Y-EI
o I 1
o ACE
o EFE 1
o FHENERF 1
o ACL
o NINZI-FY 1
o ACL
o ACEDENNL
o /MUK 1
o TFIF(HFAOEE 1
o THIFHRA 1

o fERE 1
o FLIRARAK 1
o FHBITF
o Y29—/F17—IFE. ACLHBIFOEUE 1
o A 1
o HIF 1
o MR 1

o HRAACL
o FACLOZE 1
o WLFLAILERSE 1
e ACLOHIB&1
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e 23-7
. TE 1

e ACL

o [PUEREHIRNESR
e ACLBLUACE

. WE 1

o VERR 1
. MR

. W=

1
o M1

e ALL_XDS_ACL_REFRESHtE1—-1
e ALL_XDS_ACL_REFSTATE1-1
e ALL_XDS_LATEST_ACL_REFSTATE1-1
e ALL_XS_ACESE1-1
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e ALL_XS_SECURITY_CLASSESE1—1
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e WE 1,4
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o 7Nr—3a>-ttwiay
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e USER_XS_SECURITY_CLASS _DEP 1
e USER_XS_SECURITY_CLASSES 1

e USER_XS_USERS 1

e V$XS_SESSION_NS_ATTRIBUTES 1
e V$XS_SESSION_ROLES 1

e when®Ez%
o TAT-IRDMBEBEDIETE 1

e XS_ACL PL/SQU\wr—=
o WE 1
e ADD_ACL_PARAMETER 1
o APPEND_ACES 1, 2
o EH 1
e CREATE_ACL 1
e DELETE_ACL 1
o ATIIHNHA4T . ADANSHH - TPo23> 1
e REMOVE_ACES 1, 2
e REMOVE_ACL_PARAMETERS 1
o tFIUF-EFN 1
e SET_DESCRIPTION 1
e SET_PARENT_ACL 1,2, 3,4
e SET_SECURITY_CLASS 1, 2
e XS_ADMIN_UTIL PL/SQL/N\wFr—=
o WE 1
o EH 1
e GRANT_SYSTEM_PRIVILEGE 1
o ATTIVNE 1
e REVOKE_SYSTEM_PRIVILEGE 1
o tFIUF-EFN 1
e XS_DATA_SECURITY_UTIL PL/SQL/\wo—>
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o HWIZE 1

e ALTER_STATIC_ACL_REFRESHJO>—>+v1

o EH 1

e SCHEDULE_STATIC_ACL_REFRESHZO>—>v1

o TFIUT(-EFI L
XS_DATA_SECURITY PL/SQL/\wor—>

o MIZE 1

e ADD_COLUMN_CONSTRAINTSIO>—>v 1

e APPEND_REALM_CONSTRAINTSIO>—>v1

e APPLY_OBJECT_POLICY 1

e APPLY_OBJECT_POLICYJO>—>+v1

o CREATE_ACL_PARAMETERIO>—>v1

e CREATE_POLICYJO>—->v1

o DELETE_ACL_PARAMETERTO>—>v1

e DELETE_POLICYZO>—->v1

o DISABLE_OBJECT_POLICYJO>—>v1

o ENABLE_OBJECT_POLICY

o TANR-IARNDFE 1

e ENABLE_OBJECT_POLICYO>—3v1

o ATSIHNAHAT . ADANSHH - T7>D33> 1

e REMOVE_COLUMN_CONSTRAINTSIO>—v1

e REMOVE_OBJECT_POLICYZO>—->v1

e REMOVE_REALM_CONSTRAINTSIO>—>v1

o THIUFT(EFI 1

e SET_DESCRIPTIONZO>—>v1
XS_DIAG PL/SQU\wr—>

e WIE 1

o TFIUF(-EFI 1

e VALIDATE_ACL 1

e VALIDATE_ACLI7>%33>1

e VALIDATE_DATA_SECURITY 1

e VALIDATE_DATA_SECURITYJ7>%933>1

e VALIDATE_PRINCIPAL 1, 2

e VALIDATE_PRINCIPALI7>%933>1

e VALIDATE_SECURITY_CLASS 1

e VALIDATE_SECURITY_CLASST7>%33>1

e VALIDATE_WORKSPACEJ7>4>3>1
XS_DIAG PL/SQL PL/SQL/\w&r—>

e VALIDATE_NAMESPACE_TEMPLATEJ7>%33>1
XS_NAMESPACE PL/SQL/\vr—=>

e WIE 1

e ADD_ATTRIBUTESIO>—>v1

o T 1

e CREATE_TEMPLATE 1

o CREATE_TEMPLATEZO>—->v1
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DELETE_TEMPLATE 1

ATS1INH4TF . AVANSHH - T3> 1
REMOVE_ATTRIBUTESTOY—3v1
FF-EFN 1
SET_DESCRIPTIONTO>—3¥1
SET_HANDLERFOS—3¥ 1

XS_PRINCIPAL PL/SQU\wo—=

BIZE 1
ADD_PROXY_TO_DBUSERFO—v1
ADD_PROXY_USER 1
ADD_PROXY_USERFO—3v1

EE 1

CREATE_DYNAMIC_ROLE 1
CREATE_DYNAMIC_ROLEFO3—3v1
CREATE_ROLE 1
CREATE_ROLEJO3—3v1
CREATE_USER 1, 2
CREATE_USERTO>—3v1
DELETE_PRINCIPALFOY—3v1
ENABLE_BY_DEFAULT/OS—3v1
ENABLE_ROLES_BY_DEFAULTZO> -1
GRANT_ROLES 1, 2
GRANT_ROLESFO3—3v1

ATS1ON 94T AVANSHH - T3> 1
REMOVE_PROXY_FROM_DBUSERFOY—Sv1
REMOVE_PROXY_USERSTO>—Sv1
REVOKE_ROLESFOY—3v1
FUF-E5N 1

SET_ACLYO>—3v1
SET_DESCRIPTIONTOS -1
SET_DYNAMIC_ROLE_DURATIONZO3—3v1
SET_DYNAMIC_ROLE_SCOPE/O3—3v1
SET_EFFECTIVE_DATESZ/OY—>v1
SET_GUIDFO3—3v1

SET_PASSWORD 1
SET_PASSWORDFOY—3v1
SET_PROFILE 1
SET_PROFILEFOY—3v1
SET_USER_SCHEMAZO>—>v1
SET_USER_STATUSFO—3v1
SET_VERIFIER 1
SET_VERIFIERTO> -1

XS_SECURITY_CLASS PL/SQU\wo—=

BE 1
ADD_IMPLIED_PRIVILEGES 1, 2
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ADD_IMPLIED_PRIVILEGESTO3—3v1
ADD_PARENTS 1
ADD_PARENTSTO3—3v1
ADD_PRIVILEGES 1, 2
ADD_PRIVILEGESTO3—v1
CREATE_SECURITY_CLASSFO3—3v1
DELETE_SECURITY_CLASS 1
DELETE_SECURITY_CLASSTO3—Sv1
REMOVE_IMPLIED_PRIVILEGES 1
REMOVE_IMPLIED_PRIVILEGESTO—3v1
REMOVE_PARENTS 1
REMOVE_PARENTSTO—3v1
REMOVE_PRIVILEGES 1
REMOVE_PRIVILEGESTOY—v1
FF- €5 1

SET_DESCRIPTION 1
SET_DESCRIPTIONZOY—3v1

e XS_SYS_CONTEXTI7>723>1
o XSSessionManager

clearCache 1
createAnonymousSession 1
createSession 1
getLowWaterMark 1
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