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1.0 INTRODUCTION

1.1  Purpose and Scope
The scope of this document is to describe the installation, upgrade and configuration of Reporting Studio
release 47.0 to be used with release 47.0 of OCEEMS.

1.2 Acronyms and Terminology

TERM DESCRIPTION
Ad Hoc Reporting Creating reports on the fly without any predefined template.
Configuration Managing i-net Clear Reports configurations. A configuration contains all

options to configure i-net Clear Reports.

Data Source Configuring the data sources to be used for report generation.
Configuration

OCEEMS Reporting Term used for all the reporting features accessible from OCEEMS

Studio
Report Designer An interface for designing and editing report templates files.
Repository Directory containing existing reporting templates
Task Planner Scheduling/Planning report templates to generate reports at desired time.
Template i-net Clear Reports template (.rpt format) for creating report.
Table 1: Acronyms and Terminology
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2.0 SOFTWARE REQUIREMENTS

Either of the following web browsers should be present on the OCEEMS client:

o Microsoft® Edge Version 125.0.2535.51 (Official build) (64-bit) or later
o Mozilla Firefox® Version 115.11.0 or later
o Google Chrome Version 125.0.6422.112 (Official Build) (64-bit) or later

The configuration of Reporting Studio 47.0 has been tested on the browsers mentioned above. It is recommended to
use them for optimal performance.
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3.0 INSTALLATION/UPGRADE OF REPORTING STUDIO R47.0 (I-NET CLEAR
REPORTS 23.x or 25.x)

Reporting Studio 47.0 is based on i-net Clear Reports version 23.x or 25.x. The earlier versions of Reporting
Studio were based on i-net Clear Reports version 17.x. Therefore, an upgrade path shall also be available for
customers using version 46.6 of Reporting Studio.

3.1 Prerequisite
‘netstat” command must be installed on the system.
1 Disk space requirement in /tmp
To run i-net Clear Reports, the size of ‘/tmp’ directory should be greater than 1GB. This is a system requirement
for i-net Clear reports and cannot be changed.

2 Contents of Reporting Studio zip file
The following items shall be available inside the Reporting Studio 47.0 zip.

S. ITEM NAME PURPOSE
No.
1 i-net Clear Reports RPM i-net Clear Reports RPM clear- Installation RPM for i-net Clear

reports-server-<version>.rpm The | Reports

following names are acceptable:

- clear-reports-server-
23.10.422.rpm

- clear-reports-server-

25.4.260.rpm
2 E5MS Filter Jar E5msFilter-<version>.jar Used for Reporting  Studio
functionality
3 NMS Server Classes Jar NmsServerClasses.jar Used for Reporting  Studio
functionality
4 MySQL JDBC Connector | mysql_connector.jar Used to create connection to
Jar EAGLE Element Management
System’s database
5 Authentication Plugin authentication.script.zip Used for  Reporting  Studio

functionality

The i-net Clear Reports installation RPM (item 1 in above table) shall be used for installation/upgrade of i-net Clear
Reports 23.x. The rest of the items in the zip file (items 2, 3,4 and 5 in the table above) shall be used after installation
of i-net Clear Reports.

3 License key from i-net Clear reports

A valid license for i-net Clear Reports version 23.x or i-net Clear Reports version 25.x should be available on the
system before proceeding with installation/upgrade to Reporting Studio 47.0. In case the license for i-net Clear
Reports is not available, contact My Oracle Support. Refer to Appendix B for instructions on accessing My Oracle
Support.
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3.2 Installation of Reporting Studio

Follow the instructions of the respective version that you are using:
I.  clear-reports-server-25.4.260.rpm
Il.  clear-reports-server-23.10.422.rpm

Follow the steps for clear-reports-server-25.4.260.rpm
The steps for installation of Reporting Studio 47.0 are given below. These steps should be performed by super user ‘root’.

% Check for Port Availability
1. In the system, check whether the 9000 port is free or not. i-net Clear Reports run on port 9000.
Run the following command:

# netstat -tulpn|grep 9000

a) If output of the above command is blank, as shown below, then skip step 2:

9 bin)#

Figure 1: Blank output of netstat command

b) If output of the above command is similar to the following, then move to the Step 2:
tcp6 0 0:::9000 :::* LISTEN 17869 /java

In the above output, the number “17869” is the PID of the process.

2. Run the following command to kill the process in the Step 1.b.

# kill -9 <PID of the process at step 1.b>
e.g. kill -9 17869

3. Unzip the Reporting Studio zip file to the reporting-studio directory using the command given below:
# unzip <reporting studio zip> -d reporting-studio

The versions of the following versions as follows:
iNet 25 reporting-iNet25-47.0.0.1.0-470.2.1.zip
iNet 23 V1043085-01.zip

4. Move to the new reporting-studio directory created in above step and verify the contents of reporting
studio zip file by running the following command:

# cd reporting-studio
#1
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5. Check all jars and scripts are available as per EMS and i-net release:

[root@EMS4 reporting-iNet25- .0-470.2.17# 11

total 261732

-rw-r--r-—. 1 root root 275426 Jun 18 06:47 authentication.script.zip
-rw-r--r-—. 1 root root 256608588 Jun 18 05:21 clear-reports-server-25.4.260.rpm

-rw-r--r--. 1 root root 8364 Jun 24 2025 E5msFilter-iNet25- .0-470.2.1.jar
-rw-r--r-—. 1 root root 2428320 May 5 13:57 mysql_connector.jar

-rw-r--r--. 1 root root 8682589 May 5 13:57 NmsServerClasses.jar

[root@EMS4 reporting—iNet25- .0-470.2.1]# I

Figure 3: Contents of the Reporting Studio Zip

6. Once you are inside the same reporting-studio directory created in the above steps, install the i-net Clear
Reports RPM by running the following command:

# rpm -ivh clear-

reports-server-25

.4.260.rpm

0-470.2.1]4

Figure 4: Installation of clear-reports-server rpm

7. Copy jars and plugin to same folder as done in below logs:
cp ESmsFilter-iNet25-47.0.0.1.0-470.2.1.jar NmsServerClasses.jar /usr/share/i-net-clear-reports/lib/
cp mysql_connector.jar /usr/share/i-net-clear-reports/lib/driver/
cp authentication.script.zip /usr/share/i-net-clear-reports/plugins/

8. Run the following commands from the root user to ensure that the non-root user has the permission to
restart/start/stop/status clear-reports-service. Assuming the admin username is emsadmuser, run the
below command. If the User ID of adminuser name is different, replace emsadmuser with the admin
username in the following commands.

echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports restart' | sudo tee -a /etc/sudoers
echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports start' | sudo tee -a /etc/sudoers
echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports stop' | sudo tee -a /etc/sudoers
echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports status' | sudo tee -a /etc/sudoers

Figure 5: Giving permission to non-root user to start/stop/restart clear-reports-server
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9. Move to the directory /Tekelec/WebNMS/bin and run the script inetService.sh restart with the
non-root user to restart the i-net service.

# cd /Tekelec/WebNMS/bin
# sh inetService.sh restart

Figure 6: Restarting i-net server.

10. Go to a browser (preferably Chrome) and open the URL: http://<IP Address of the Server>:9000.

The following screen will open.
= D

i-net Clear Reports

=\

Setup

Figure 7: i-net Clear Reports home page

A
1. Click the button to accept the cookies (at the bottom of the screen, this only comes the first time
when you are opening this page). Click the Setup option on the i-net Clear Reports home page. It will open
the i-net Clear Reports Setup window as shown below:
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Your server installation is not complete. Please execute the web-based Setup here. Please
enter the UUID from the following file on the server:

usr/sharefi-net-clear-reports/webconfig.txt

Figure 8: i-net Clear Reports Setup window

12. Log in with the non-root user and go to i-net installation directory. Run the following commands to view
the contents of webconfig. txt file. Get UUID form webconfig. txt. Copy the UUID value. After copying
the UUID, paste the same UUID in text box at the i-net Clear Reports Setup window in the browser.

[emsadmuser@EMS4 bin]$ cat /usr/share/i-net-clear-reports/webconfig.txt
PROTOCOL http

ADDRESS localhost

PORT 9000

URL http://localhost:9000

UUID 15cc3eb0-e8cb-43d3-8877-96db2d146c60

13. Click Start as shown in the following screenshot after pasting the UUID.
i-net Clear Reports
4 Setup

Your server installation is not complete. Please execute the web-based Setup here. Please enter the UUID from the following file on the
server:

/usr/share/i-net-clear-reports/webconfig.txt

15cc3eb0-e8cb-43d3-8877-96db2d146¢60)

Figure 9: Pasting the UUID in the UUID text box

14. On clicking Start in the previous step, it will continue with the setup. Then click on the “Modify settings”.
Fill in the Product License and Webserver Settings as follows:

- Click the edit button ¢ . Fill in the License details in the popup.
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i-net Clear Reports
A Setup

oty seungs [

/ i-net Clear Reports
/|

Setup

136,149, 2605 A0 B8 b1 E0SA 6532488

PFUMMIHD

HEY{RZ2PBkgBSK+ EbaluiweaZ g I ZADY 3g==

Pius Trial Licanse for 90 days {

xpirs on Sep 8, 2025) with 2 clients

S
‘Webserver sattings

Figure 10: Product License and Webserver Settings

15. Enter the i-net Clear Reports 25.x Product License, by clicking Edit:

Change License Key

Insert the license key from your license file here. Comments are removed automatically.

2PoU3Tfjvid/i0Tut+eLJaQody/edvial/c8sHoRACTV1hycfgdd9yNgaV3I2fgtixSetN+0ri3VIfgd S4TIFKaaVIK|fTSjbuZMAQUveb/akB
Jyi6Z2P9kg5sKj+E5qlx/wsqZCgrfgZ40Y3g==

m Cancel

Figure 11: Entering the i-net Clear Report License

Click OK after entering the License.

16. Click Continue to Webserver Settings.
17. Open Webserver Settings and change the port (using the edit button) from 80 to 9000 and update the
Base URL with http://<ip_of_the_EMS_server>:9000, as follows:
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i-net Clear Reports
d  Setup

Figure 13: Changing port from 80 to 9000
Click the “Execute” button as shown in above screenshot, after changing the Port and Base URL.

18. After clicking Execute in the previous step, the i-net Clear Reports installation will be completed as shown
below:

i-net Clear Reports
4 Setup

If you want to get some information about the first steps with the application, click on the 'Getting Started' button. To start immediately
you may choose 'Open Startpage'.

Please note

Completion of the installation

Currently no authentication with local users via PAM s possible. If you want this feature, PAM needs read-access to the /etc/shadow file, Run the following commands:
$ sudo bash "/usr/share/i-net-clear-reports/enable-pan-for-user.sh" clearreports
Afterwiards restart your server. If your server runs as a service, then you can use one of the following commands to restart it

$ sudo service clear-reports restart (atematively $ sudo systesctl restart clear-reports )(atematively $ sudo /etc/init.d/clear-reports restart )

Figure 14: i-net Clear Reports installation completed

.  Follow the steps for clear-reports-server-23.10.422.rpm
The steps for installation of Reporting Studio 47.0 are given below. These steps should be performed by super
user ‘root’.

% Check for Port Availability
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1. Inthe system, check whether the 9000 port is free or not. i-net Clear Reports run on port 9000.
Run the following command:

# netstat -tulpn|grep 9000

a. If output of the above command is blank, as shown below, then skip step 2:

Figure 1: Blank output of netstat command

b. If output of the above command is similar to the following, then move to the Step 2:
tcp6 0 0:::9000 :::* LISTEN 17869 /java

In the above output, the number “17869” is the PID of the process.

7.1.146rpm) #

Figure 2: Non-Blank Output of netstat command
2. Run the following command to kill the process in the Step 1.b.
# kill -9 <PID of the process at step 1.b>
e.g. kill -9 17869

3. Unzip the Reporting Studio zip file to the reporting-studio directory using the command given below:
# unzip <reporting studio zip> -d reporting-studio

4. Move to the new reporting-studio directory created in above step and verify the contents of reporting
studio zip file by running the following command:

# cd reporting-studio
#1

5. Check all jars and scripts are available as per EMS and i-net release:

5:08 authentication.script.zip
:10 clear-reports—server—23.10.422.rpm

:17 E5SmsFilter- .0-470.1.0.jar
5:08 mysql_connector.jar
5:16 NmsServerClasses. jar

Figure 3: Contents of the Reporting Studio Zip

6. Once you are inside the same reporting-studio directory created in the above steps, install the i-net
Clear Reports RPM by running the following command:
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# rpm -ivh clear-reports-server-23.10.422.rpm

Figure 4: Installation of clear-reports-server rpm

7. Copy jars and plugin to same folder as done in below logs:

# cp NmsServerClasses.jar EsmsFilter-47.0.0.0.0-470.1.0.jar /usr/share/i-net-clear-reports/lib/
# cp mysql_connector.jar /usr/share/i-net-clear-reports/lib/driver/
# cp authentication.script.zip /usr/share/i-net-clear-reports/plugins/

8. Run the following commands from the root user to ensure that the non-root user has the permission to
restart/start/stop/status clear-reports-service. Assuming the admin username is emsadmuser, run the
below command. If the User ID of adminuser name is different, replace emsadmuser with the admin
username in the below commands.

# echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports restart' | sudo tee -a /etc/sudoers
# echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports start' | sudo tee -a /etc/sudoers
# echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports stop' | sudo tee -a /etc/sudoers
# echo 'emsadmuser ALL=(root) NOPASSWD: /sbin/service clear-reports status' | sudo tee -a /etc/sudoers

Figure 5: Giving permission to non-root user to start/stop/restart clear-reports-server

9. Move to the directory /Tekelec/WebNMS/bin and run the script inetService.sh restart with the
non-root user to restart the i-net service.

# cd /Tekelec/WebNMS/bin
# sh inetService.sh restart
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Figure 6: Restarting i-net server.

10. Go to a browser (preferably Chrome) and open the URL: http://<IP Address of the
Server>:9000.

The following screen will open.
E=ES

i-net Clear Reports

{4
o g [ :“3\ g—l
Setup Repository Store

Figure 7:i-net Clear Reports home page

1. Click the Setup option on the i-net Clear Reports home page. It will open the i-net Clear Reports Setup
window as shown below:
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Your server installation is not complete. Please execute the web-based Setup here. Please
enter the UUID from the following file on the server:

usr/sharefi-net-clear-reports/webconfig.txt

Figure 8: i-net Clear Reports Setup window

12. Log in with the non-root user and go to i-net installation directory. Run the following commands to view
the contents of webconfig. txt file. Get UUID form webconfig. txt. Copy the UUID value. After
copying the UUID, paste the same UUID in text box at the i-net Clear Reports Setup window in the
browser.

[emsadmuser@EMS3 bin]$ cat /usr/share/i-net-clear-reports/webconfig.txt
PROTOCOL http

ADDRESS localhost

PORT 9000

URL http://localhost:2000

UUID a0ec7aa0-5555-44da-95bd-63b4ea2732f0

[emsadmuser@EMS?3 bin]$

13. Click Start as shown in the following screenshot after pasting the UUID.

i-net Clear Reports
A Setup

Your server installation is not complete. Please execute the web-based Setup here. Please
enter the UUID from the following file on the server:

{usr/share/i-net-clear-reports/webconfig.txt
alecTaal-5555-44da-95bd-63b4ea2 7320
Figure 9: Pasting the UUID in the UUID text box

14. On clicking Start in the previous step, it will continue with the Setup and ask for the Product License,
Permission Settings, and Webserver Settings as shown below:
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/ I-net Clear Reports
P

Setup

PRODUCT LICENSE

System Information
Public DNS Domain
Available IP addre: 192.168.122.1, 10.75.136.149, 2606:b400:605:0912:5054 f.fe31:4573
Available processors 4

4
No valid license entered

ownload a trial icense. Please visi ¢
act URL to a ‘

PERMISSION SETTINGS

WEBSERVER SETTINGS

Figure 10: Product License and Webserver Settings

15. Enter the i-net Clear Reports 23.x Product License, by clicking Edit:

Change License Key

Insert the license key from your license file here. Comments are removed automatically.

XigNH20JIxEaBXTYMnVIgoWgFsY SZYgZ AviiadREIU4SY xy KJBvVud3YvTEr1RQ8g 3wl zapAg52z/i6 AUNZ AwCJH+9Th2 K
TkekRQe2XpHT 1ghPy5tRMopLmELxhfHuQIpflZoQVCgeBpdmsvHMuTNRIWXInUSyrhg/BEISLEKNxwVLIMMOTODICA8rFB2

L2QInh2ZUSmoREIuYMVErdrm1ae SZ6tPIIR/BLIVLIB+fipc TK3GUDIV2eGTICFuluzM2eJ ALHEY XK IPWAGTINAI4XOAITXD:
mohBnN+e+pS1iDNOHWExKxdk\WhOsleb26dLc) EOBRr+twdWCVw==

m Cancel

Figure 11: Entering the i-net Clear Report License

Click OK after entering the License.

16. Click Continue to Permission Settings.

17. Click restrict radio and enter a Master password (using this password master user will have unrestricted
access):
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PERMISSION SETTINGS

Caution: You should only allow unr a:,t Cled access in cases Where you are pos your server is not
accessible by outside users u v anyone a em and/or data. Please
specify a master password to have an administrative access to your server. Those settings can be changed
again later.
Permissions ® Restrict (O Do nat restrict
Master Password | ------------ |
Confirm Password | ssssssssssas

Continue to YWebserver settings

Figure 12: Click on the Restrict Button. Create Master Password

18. Click Continue to Webserver Settings.
19. Open Webserver Settings and change the port from 80 to 9000 and update the Base URL with
http://<ip_of_the_EMS_server>:9000, as shown below:

WEBSERVER SETTINGS

Port 9000

The Baze URL of the i-net Clear Reporis Server is the external adresse to reach your server. It can be uszed to create links going to
the i-net Clear Reporis Server for your end users. If your server will not be reached with this host name by end users, but via a proxy
or similar, then please change the Base URL accordingly.

Base URL http://10.75.136.149:9000 |

Figure 13: Changing port from 80 to 9000
Click the “Execute” button as shown in above screenshot, after changing the Port and Base URL.

20. After clicking Execute in the previous step, the i-net Clear Reports installation will be completed as shown
below:
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I-net Clear Reports
A Setup

The installation completed successfully.

If you want to get some information about the first steps with the application, click on the
'Getting Started' button. To start immediately you may choose ‘Open Startpage'.

Please notice:

Completion of the installation

Attention: Login with local users of the server is not possible (PAM)

Currently no authentication with local users via PAM is possible. If you want this feature, PAM needs read-access to the
setc/snadow file, Run the following commands:

$ sudo bash "/usr/share/i-net-clear-reports/ensble-pam-for-user.sh" clearreports

ANenvards restart your server If your server runs as a service, then you can use one of the following commands to restan it
$ sudo service clear.reports restart (aftematively § sudo systemctl restart clear.reports ) (alternatively s sudo

fete/init. 8/clear-reports restort )
Getting Started Open Startpage

Version 23.10 264

Figure 14: i-net Clear Reports installation completed
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3.3 Configuration of i-net Clear Reports

. Configuration for clear-reports-server-25.4.260.rpm

1. After the successful installation of i-net Clear Reports. Assuming the admin username is emsadmuser, run
the following command. UserID of adminuser name is different. Replace emsadmuser with the admin
username in the following commands.

a. Run below commands on the EMS server CLI using the root user:

# sh /usr/share/i-net-clear-reports/enable-pam-for-user.sh clearreports
# su - emsadmuser

# cd /Tekelec/WebNMS/bin/

# sh inetService.sh restart

# sh inetService.sh status

Figure 15: Give permission to Clear Reports user

b. Click Open Startpage to open the i-net Clear Reports Startpage.

i-net Clear Reports
4 Setup

f you want to get some information about the first steps with the application, click on the 'Getting Started' button. To start immediately
\ay choose 'Open Startpage'

ternatively $ sudo /etc/init.d/clear-reports restart )

oo

Figure 16: Click on the “Open Startpage” button
On clicking Open Startpage in the previous step, the following window will appear:
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i-net Clear Reports

©

Report Designer Ad Hoc

—

=l

g
a

Figure 17:i-net Clear Reports Startpage

2. Click Login and then enter the non root user username/password as displayed in the following screenshot.
emadmuser

.......

Figure 18: Click on Sign Up > Create a User

3. On Login, we get the following page.

o)
i-net Clear Reports
W i h
¢ & v B £ =
Figure 19: Enter NonRoot Username/Password
4. Click the Data Sources Card.
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Data Sources

Figure 20: Data Sources Card

5. The following page will open. Click Add Data Source on the header and from the drop-down, select the
Create new Data Source option.

#7 i-net Clear Reports | Daa Sou

The intertace provides an averview of the avallable report data sources defined in the applicatior
Sample Database

Typs  SmAISOL Dataoase
Database Path  /imp/com.net Sesigner sampledatabase-clear...

Figure 21: Create new Data Source option

6. The following pop-up will appear. Enter the following details:

Create Data Source - eSmsdb

Basic Settings

Title e5Smsdb

Database Type MySQL

User

Password e

Host localhost

Database WebNmsDB -

Validate Cancel

Figure 22: Create New Database details

a. Click Validate.
b. Click Save.

The following screen will appear on the Data Sources page.
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#7 i-net Clear Reports

esmsdb Sample Database
Type  SmaliSOL Datatiase

Database Path  Amp/com.inet desgnessamplodatabase-clear...

Figure 23: New Data Sources added

Click Card Browser E on the header.

Data Sources

# i-net Clear Reports
Figure 24: Card browser on the header

Click the Configuration Card as shown below.

8.
#7 i-net Clear Reports s
e5msdb Sample Database , iﬁ" Yj"
o el T .2 & @
Figure 25: Configuration Card
- On getting the below popup, click “Close welcome dialog”
=
T Welcome to the configuration interface
The configuration application provides a quick and easy way to manage your server.
Using the search bar at the top you can quickly navigate through the available settings without opening each dialog individually.
In the user menu, you can switch between default and advanced view to make profound changes.
S —————— |
Figure 26: Welcome to Configuration Popup
9. Inthe following page, click User(“E”) on the right corner on the header and select the Switch to Advanced

View option.

July 2025
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= # i-net Clear Reports  coviguraiic

¥ Server Settings
/ Administration of the config

urations of your servar

General
=
o 2 = =
Corpa e Lowas Wt Servr ja— o
Communication
i N n
=4 < : | [
/PR saane o
v
Securil ity

Figure 27: Switch to Advanced View

The Advanced View of Configuration Page will be as follows:

= # i-net Clear Reports  configuat

¢ Server Settings
7@ Adm

inistration of the canfigurations of your server

Defat - Manse
General
] [ - E & o
r el a = I ~
E ! F,
o ) -7/ = & Frr
Company Info License Wab Server ‘Wabserver Defendar Appearance Logging Job-Exacution Othar Options
Communication
‘ a fa
=k - -4 [
Culgoing i Srvr Notfcatons snae s
(SMTP)
Security
- ol
=0 2 e o
@ 4 ]
Login Users and Groups Data Protection Report Locations. Repart URL
Paramaters
Report
. o __ i
s Ll J = = =
(¥ [7] E
Font Behavior Layout Performance Custom|zation Cache POF Export PostScript Export Document Expert
Ll el

Figure 28: Advanced View of Configuration page

10. Open the Home page of inetClearReports again. i.e http://<IP of the EMS Server>:9000. Click on the Drive
Option. The following page will open.
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= #7 i-net Clear Reports i ] E

i 0 (mE F-od 8 orive x
Size  Last Modified Details
Figure 29: Drive option
1. Click on Kk (“Manage Connections” Button at the bottom left of the screen). The

New connection

following pop-up will appear. Click “New connection”
option.

and select the “Server file system”

Manage external connections

Configured external services

New connection +

% Server file system
L New Server file system link ...

Figure 30: Add drive from file system

12. The following popup will appear.

Configuration of a new connection

Connection to service 'Server file system'

Name of the connection |

Path

Figure 31: New Connection popup
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13. Run the following command from the EMS server CLI from the root user. Assuming the admin username is
emsadmuser, run the below command. UserID of adminuser name is different. Replace emsadmuser with
the admin username in the following commands.

Usermod -a -G emsadm clearreports
su — emsadmuser
/Tekelec/WebNMS/bin/inetService.sh restart

Output:

[root@EMS4 ~]# usermod -a -G emsadm clearreports

[root@EMS4 ~]# su - emsadmuser

[emsadmuser@EMS4 ~]$

[emsadmuser@EMS4 ~]$ /Tekelec/WebNMS/bin/inetService.sh restart
Redirecting to /bin/systemctl restart clear-reports.service
[emsadmuser@EMS4 ~1%

14. Click the Folder icon on the Connection Popup
15. In the Selected Path field, enter /Tekelec/WebNMS/reportingStudio/ as displayed below:

Select Folder /Tekeleo/WebNMS/reportingStudio

1/ [ Tekelec [] WebNMS [ reportingStudio

=/ n

9 clearreports

Selected Path:
[Tekelec/WebNMS/reportingStudio

m Cancel

Figure 32: Select Folder for add repository
Click OK.

16. Fill in the name of the connection as “reportingStudioDrive”. The popup will appear like the following. Click
OK.
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Configuration of a new connection

Connection to service 'Server file system'
Name of the connection reportingStudioDrive

Path [Tekelec/WebNMS/reportingStudio I~

OK Cancel

Figure 33: Add drive from file system

17. The Manage external connections pop-up will appear. Click on Close.
Make sure that the Drive Page looks like below image.. It must have the newly created
“reportingStudioDrive” section in the left panel and on Clicking it it will show as the image below.

= # I-net Ciear Reports o W e E

% boernon 00GCanst aEKE savEE. 3PN

Figure 34: Add Drive

18. Open the “samplereports” section as seen in the left bar. Click on the three dots on the right in the file
browser and click on “Create Link”.

samplereports

k2
-—

Upload
3 New Folder
f Create link
E Permissions
«{ Share
View Options
= List

i Grid

@ Show details
Name View

File Name

v Title Property
Figure: Create Link
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19. The Create Link pop-up will open. Select the “reportingStudioDrive” that was created in step 17 and then
add the name of the link as you like. Here we will name it “reportingStudioDriveLink”.

Create a link x

Target of the link
B reportingStudioDrive
® Dive

2 reportingStudioDrive

Name of the link
Craate

n the folder ‘samplersparts’ as

Create ink )

Figure: Create a link popup
20. Click the Create Link button to create the link.

21. Click the Checkbox beside the “reportingStudioDriveLink”, then click the three dots on the right. Click the
permissions option.

1t Drive / samplereports £ B M X 3 =omOIF-

MName Size Last Modified
applcation 72728, 1:42 AN
feature TIT25, 1:42AM

Eo reportngSudoDriveLink 7raizs, zaeAm

dioDriveLink

P Gompress 1o 2ip

&) Rename
Mave
B copy

& oot
] Copy nk URL

W Permissions

22. Set the permissions as shown in the following screenshot. Click “Apply” and “Save”.

Folder permissions x

Access permissions for folder 'reportingStudioDriveLink'

Use parmissions explicitly set for this falder -

User groups with permissions

(o] .

a4 Administrators Read, Write, Execute repors ~
28 sueen Read, Write, Execule reporls +
-

Users with permission

0 root fowner) Read, Write, Execute reports

o

23. Go to the Home Page (http://<IP address of EMS Server>:9000). Click the Configuration card. On the
Advanced Configuration page, under the Report Section, click Customization card.
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Report

‘ - - '
/ s ) = Ll Ll
K/ (£ ] Q % == [7]
ot P Loyt Patamance Comtavbiten Cache #OF Expon PostSerot Expor
- P P
= 1) r
Boamenibpor Spradshoet Expor Pt Sesh

Figure 35: Report Section

24. The following pop-up will appear. Click Add a Servlet Filter. Enter
com.tekelec.ebms.filter.E5msFilter inthe Servlet Filter field. Click the v icon.

a . "
& Customization X

Lib Directory
Add a Lib Directory
Formula Expander Class(es)

Add a Formula Expander Class
Property Checker
SenvistFIter oo tekelac.e5ms.fiter E5msFilter

Add a Servlet Filter

Language Resource

Collation

4 Default Collation

-

Figure 36: Customization Pop Up
Click Apply and then Save.

25. Click the Card Drawer button on the top right of the header and click the Users and Groups card.

Back to Start Page

e

€ i 3
1] i
Report Designer Ad Hoc Store
¢ & ¥
1"
v
Configuration Data Sources Diagnostics
= 2~0
—_— [ ¥V O
Drive Maintenance Users and Groups

Figure 37: Users and Group card
The following screen will appear.
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# i-net Clear Reports

[Teer—

88 ysers and Groups
s

20 Anusers

B Administrators
3 Adrinistra

@ srseomuser

Figure 38: Users and Group Card

26. Click New User and navigate to the Logins tab.

A create new: User x

Preassign PAM Authentication

A login (PAM
specifying the

Add Login (Authentication Required)

To create

cure, at le

473 PAM Authentication

Apply “ Cancel
Figure 39: Create New User Pop-up

a. Enter “root” in the User field under Preassign PAM Authentication.
b. Click Preassign User for PAM Authentication.

Logins

PAM Authentication &

Figure 40: PAM authentication root setup

27. Click the Permissions tab and assign all the permissions as displayed below. Click Apply and then Save.
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€3 create new: User X

Permissions

Drive Reports
© Drive @ Execute All Reports
™ Mounts @ Ad Hoc Reporting

[ Create share link @ Ad Hoc and Designer Data Sources

[ Remote Designer

Administration
[ Data Source Configuration
[ List users and groups
@ Create users and manage general data
& Administrate users and groups

 Server Administration

Apply m Cancel

Figure 41: Permission of the root user
In this step if the user created and the permission is not present as shown in the below screenshot then
please logout and restart the browser. Login using the same non-root user that was used in step 2 and continue

the process by repeating from step 20.

28. Verify the Permissions as follows:

# i-net Clear Reports

All Users And Groups.

208 AlUsers
-

root

3 Administrators

Master Data Groups
@ emsadmuser Logins Permissions
PAM Authentication
root
S
Drive
Mourts
Sessions ’ Create share link
Execute All Reports
Ad Hoc Reporting

Ad Hor and Designer Data Seurces

Remota Designer

Data Source Configuration

Figure 42: Verifying permissions

29. Click Cards Browser. Select the Store card.
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W | ia

Report Designer Ad Hoc

¢

Configuration Data Sources Diagnostics

B & =
—— LV O
Drive Maintenance Users and Groups
Figure 43: Store Card

30. The following page will appear. Select the Authentication tab.

# i-net Clear Reports

r Integrated HTML Viewer s

Integrating the HTML Viewer will show the toolbar and the logged in user in the viewer.

Ovenview  Instated® Applications Datasources  Intsgration  Intedaces  Repoing  Samples  System  TaskPlanner  Web API

Figure 44: Authentication tab on Store Page
31. Click the grayed-out Script Authentication card.

Authentication of users with Login accounts provided by an
external web server running a special login script.

Figure 45: Disabled Script Authentication
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32. Click Activate.

# i-net Clear Reports

Thers & 6 connection to the public store. An automatic chack for updates fs therefors not passible,

Script Authentication

Authentic

s with Login accounts provided by an external web server running a special login script,

The login script has to result in XML output defining the user name and optional roles of the user.
This login type s a sub-type of the System Authentication,

sssssssssssssss

Figure 46: Script Authentication Page

33. After script authentication, the following page will be updated to provide the restart option, click on it as
follows:

#7 i-net Clear Reports | store
There is no connection to the public store. An automatic check for updates is therefore not possible.

In order to apply the changes to the plugins, the server must be restarted.

Script Authentication

The latest version is installed.

e plugin will be started after restart of the server -

Authentication of users with Login accounts provided by an external web server running a special login script.

Figure 47: Restart option

34. If the browser asks to re-login as shown below, then close the browser tab and log in as non-root user
again.
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Fiure 48: R-Iogi )

a. TypetheURL http://<IP address of the EMS Server>:9000/
b. Login as non root user with your password.

35. Click Card Browser and click the Configuration card.

Back to Start Page

Report Designer Ad Hoc Store

Configuration Data Sources Diagnostics

a =

Drive Maintenance Users and Groups

Figure 49: Configuration Card

G

Login

36. Under the Security section, click login . The following pop-up will appear.
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Login Types

m System Authentication

% PPmpmbd otovsei

- s

Add Login Type ~

[ Allow Creation of new Users

& Users stay logged in

Reset Authentication Groups

With a click on ‘Reset the cached { groups are reset and all affected users are logged out. With a login of these users, the
current memberships are determined and marked.,

Reset Members

Save Cancel Apply

Figure 50: Login pop-up

37. Click the Three Dot menu beside the System Authentication option and select Edit.

N System Authentication J
PAM Authentication

‘ Edit

i-net Clear Reports Login
ﬂ P 9 Delete
Users can sign up for new accounts

Figure 51: Edit System Authentication

The following screen will appear.

% system Authentication x

System Login Type | PAM Authentication - |

Help m Cancel

Figure 52: System Authentication

1. Click on the Drop Down and select the “Internal Webserver” option.
Click on the “OK” button.

% system Authentication X

System Login Type | Internal Webserver - |

Help m Cancel

Figure 53: System Authentication

38. The following screen will appear. Click Apply. Click Save.
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Login Types

System Authentication n
Internal Webs

i-net Clear Reports Login

Add Login Type =
[ Allow Creation of new Users

8 Users stay logged in

Reset Authentication Groups

With a click on 'Reset members' the cached memberships of the authentication groups are reset and all affacted users are logged out. With a login of these users, the
curent memberships are determined and marked.

Reset Members

Figure 54: Login pop-up

39. From the Advanced Configuration View, under the General Section, click the Web Server card.

GENERAL

=

Logging

a

Wb Server

L))

Webserver Defendar

Company Info License Appearance

© &

Job-Execution Other Options

Figure 55: Web Server card
The following pop-up will appear:

Gonnections
Trpe TR
i P-aciess
LLLLLL
HTTPPort  s0m
Externalviskio UAL  bnipe100.75.136.148:0000
Perfarm:

orver Larguage

Server Restart

Horm yeu have e oo b estar the curont servee. Al unssued charges wi be cat, The rostan il
i 8 36-rakcing. Note: I e Wi seever port Pk cHang8d, you e 10 i e LRL sty i your bronessr

Server Restan

Security

Nots: For e setting SameSite: “Non",
1 i 6., 000 By BIORY.

 HTTPS pamection rom e clent i tha never & equied, This can be made possibls by the sbove-aifustable cormsction

s

Figure 56: Web Server pop-up

Cancul  foply

40.In the Type field, select the HTTPS option from the drop-down.
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Type HTTPS o

Bind IP-Address HTTR
HTTP and HTTPS
Context HTTPS

Figure 57: Select HTTPS

41. Update the PORT section as follows:

Type | HTTPS M |

Bind IP-Address Opfional: IP Adresse or H e |
Context | ! |

HTTPS Port | 9000 |
Extemnal visible URL | hitp:10.75.136.149:9000 |

Figure 58: Updating the Web Server pop-up

42. Select the Create self signed HTTPS certificate option.

Creaie zelf signed HTTPS cerificale

Figure 59: Self Signed Certificate

43. Fill the certificate form as follows:

Organization: <Use Organization Name>
Location: <use Organization location>
Country Code: <use Organization country>
FQDN: <use EMS server IP>

= Create self signed HTTPS certificate x

Fully Qualified Domain Name (FQDN) | 10.75.136.149 |
Organization | CRACLE |
Location | North Garolina |
Country code | us |
Target folder | ihomeicleamreports/.i-net software/reporting_User_Default! ssh — |
Help m Cancel

Figure 60: Self Signed Certificate Form Details
Click OK.

44. The Web Server form will be as follows.
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Connections

Type  HTTPS -
Bind IP-Address
Context  /
HTTPS Port 9000
External visible URL  hitp://10.75.136,149.:9000

Certificate Source  Provide a custom certificate from the server -
Public Certificate  /home/clearreports/.i-net software/reporting_User_Default/.ssh/10.75.136.143_ORACLE_North_Carolina_&
Private Key  /home/clearreports/.i-net software/reporting_User_Default/.ssh/10.75.136.143_ORACLE_North_Carolina_Bt

Domains (FQDN)  10.75.136.149

Create self signed HTTPS certificate

Validate the Certificate

Performance

Max Concurrent Requests 500
Max HTTP Requests 250
Max Heap Memory MB -
Server Language
Server Country

Other VM Arguments

Server Restart

Here you have the optian to restart the current server. All unsaved changes will be lost. The restart wil take a moment to complets. Subsequently, the configuratian inter-
face is self-reloading. Note: If the Web server port has changed, you need to adjust the URL manually in your browser.

Help m Cancel Apply
Figure 61: Filled up Web Server Form

45. Click Apply, and then Restart Now.

46. At this point, the Ul will freeze while loading.

47. Change the URL by adding https to it, instead of http. The page will load (If it if already logged out then
ignore the step 43).

48. Logout of the Reporting Studio GUI from the top right User icon.

49. Open the EMS GUI.

50. Launch Reporting Studio by selecting Tools, and then Reporting Studio.
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Tools | Look And Feel Window

Security Administration Alt-5

Change Password

[y

% Themes

Eagle Discovery

Eagle Inventory

LSMS Discovery -
EPAP Dizcovery

Report Designer
Reporting Studio

MBI

NBI Agent Configuration

SHKP w3 Group Management
SHKP v3 View Management
NBI FTP Configuration

A Licenze Details

o OCEEMS Motifications
OCEEMS Notifications Settings

EAGLE Compatibility Version
Figure 63: EMS GUI

51. The following page will load on the browser. Click Internal Webserver.

#7 i-net Clear Reports

Enter username and password

Sign up for a new account

Figure 64: Open Reporting Studio from EMS GUI

The following page will load:
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i-net Clear Reports

v = ih

Report Designer Ad Hoc Reporting Repository Store

X B ¥ B B

Configuration Data Sources Diagnostics Maintenance Users and Groups

Figure 65: Configured Reporting Studio

Reporting Studio is now completely installed and configured.

If you get the following page,

Click on “Back to Start Page” from the Card Options Button
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oA Q

Back to Start Page

smme, -
- A S I
Q 1 [ s |
Report Designer Ad Hoc Store

&

Configuration Data Sources Diagnostics

| 7 ‘ m
= ar:
Drive Maintenance Users and Groups

After that you should see the following start page

i-net Clear Reports

€ i Eh

Report Designer Ad Hoc Store

A & ¥ 3 & 2

Configuration Data Sources Diagnostics Drive Maintenance Users and Groups

After logging in again, open Drive from the Start Page. In the Drive page, if you are unable to see the
reportingStudioDrive that was created in Step 16, then follow step 10-22. This will solve the issue.
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I1.  Configuration for clear-reports-server-23.10.422.rpm

1. After the successful installation of i-net Clear Reports. Assuming the admin username is emsadmuser, run
the following command. If the User ID of adminuser name is different, replace emsadmuser with the admin
username in the following commands.

a. Run below commands on the EMS server CLI using the root user:

# sh /usr/share/i-net-clear-reports/enable-pam-for-user.sh clearreports
# su - emsadmuser

# cd /Tekelec/WebNMS/bin/

# sh inetService.sh restart

# sh inetService.sh status

=: active (rumning) since Fri

Figure 15: Give permission to Clear Reports user

b. Click Open Startpage to open the i-net Clear Reports Startpage.

Currently no authentication with local users
t file. Run the following ¢

via PAM is possible. If you want this feature, PAM needs read-access to the

e learreports
ervice, then you can use one of the following commands 1o restart it
d temect tart clea tz ) (altematively s sud

Figure 16: Click on the “Open Startpage” button

ANerwards restan your se

On clicking Open Startpage in the previous step, the following window will appear:
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i-net Clear Reports

¢ w 0O

Report Designer Ad Hoc Reporting Repository

Figure 17:i-net Clear Reports Startpage

2. (lick Login and then click Master Password as displayed in the following screenshot.

’ Master Password

Enter usemame and password

i-net Clear Reports

==

Q I 1

q . g A
Report Designer Ad Hoc Reporting Repository

Figure 18: Click on Login > Master Password

3. On clicking Master Password, the following screen will open. Enter the password created in step 17 of
Section 2.2 and click Login.
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#7 i-net Clear Reports

Welcome to the remote interface. Login with your password
to use the web server functions.

ELL LTI

Figure 19: Enter Master Password

On logging in, the following screen will appear:

+Q
i-net Clear Reports
= E =
\\\ = -
@ \?J b= A
Report Designer Ad Hoc Reporting Repository Store
A B v & &
Configuration Data Sources Diagnostics Maintenance Users and Groups
Figure 20: Landing Page of Clear Reports
4. Click the Data Sources Card.
Data Sources
Figure 21: Data Sources Card
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5. The following page will open. Click Add Data Source on the header and from the drop-down, select the
Create new Data Source option.

# i-net Clear Reports | Dpatasources Add Data Source ~ 5§ M

Create new Data Source

Import Data Source

A
—
-0
L

Data Sources

The interface provides an overview of the available report data sources defined in the
application

SAMPLE DATABASE

Type SmallSOL Database
Database Path  /Amp/com.inet.designer sampledatabase-. .

Figure 22: Create new Data Source option

6. The following pop-up will appear. Enter the following details:

Create Data Source - eSmsdb x

‘ Basic Settings Connection/Authentication Security Performance Miscellaneous

Compatibility Settings Permissions

Title ‘ e5msdb

Database Type ‘ MySoL -

User ‘ root

Host ‘ localhost

Password ‘ ----- |

Database ‘ WebNmsDB -

Help m Validate Cancel

Figure 23: Create New Database details

c. Click Validate.
d. Click Save.

The following screen will appear on the Data Sources page.
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#7 i-net Clear Reports | Datasources

% Data Sources

The interface provides an overview of the available repert data sources defined in the
application.

E5SMSDB aLD § SAMPLE DATABASE

Type  MySQL Type SmallSQL Database
Host  localhost Database Patn  ftmp/com.inet designer.sampledatabase-
Database WebNmsDB

User  root

Fort 3306

v The dala source "e5msdb” has been
saved.

Figure 24: New Data Sources added

7. Click Card Browser on the header.

I # i-net Clear Reports

Figure 25: Card browser

8. Click the Configuration Card as shown below.
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# i-net Clear Reports | aasources RS = A M

%Dala- \(: 59 @

he interface provides an overview of the aval
applicatic Report Designer_Ad Hoc Reparting Rsposifory

ESMSDB

Store

Type MySOL

Host  localnost . se-
Database  WeDNmsDE ‘(
’ .

User oot
Port 3306 /" __Configuraiion Data Sources Diagnostes
-0
L
Maintenance Users and Groups

Figure 26: Configuration Card

9. Inthe following page, click User(“M”) on the right corner on the header and select the Switch to Advanced
View option.
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GENERAL

il
Company Info

COMMUNICATION
@A
-

Qutgoing Mail Server
(SMTP)

SECURITY

Login

REPORT

N4

Font

COMPONENTS

#7 i-net Clear Reports | connguration

2 Configuration

S Administration of the configurations of your server

8 L] =
License Web Server Appearance Legging
~

Notifications SIMIME

e T

Users and Groups Data Protection

Behavior

Figure 27: Switch to Advanced View

The Advanced View of Configuration Page will be as follows:
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Master

@ Help

Edit my data

]

Swilch to Advanced View

i}

Welcome Dialog

Keyboard Shortcuts

Change Appearance

© -1 B

About

«f Logout
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/7 i-net Clear Reports  Confguration 8

.’ Configuration

Administration of the

nfigurations of your senve:

D Mamag
GENERAL
e | ) " = i
¢ 3
[0 S = ) 7 Q@ o
Cormasey ks Libiusa Web Serve Wetiserver Defender Agearance Logging Job-Exncution Other Options
COMMUNICATION
n
- "4
r heerfcatons SMINE
SECURITY
S0
43 v W L
Login Usars and Groupa Data Protestion Rlaport Locaions
REPORT
n
. s, e
s/ 1 L] J % - =) [7]
Fent Benaweor Laysat m Cache POF Exg PostSeript Expont
bt
= (] nr
Documant Expon SorRaTEneEt Expon Fan Tas Expon
COMPONENTS
-
3 =
Ad Hee Regorting Reposiory

Figure 28: Advanced View of Configuration page

10. Under the Components section, select Repository.

COMPONENTS

el

Ad Hoc Reporting Repository

Figure 29: Repository option

1. The following pop-up will appear. Click Add repository and select the from file system option.
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. Repository xX

Repository List

from file system

. i from a database
™) /home/clearreports/.i-net software/reporting_User_Default/samplereports

from persistence

Add repository ...«

User Directories

[ User Directories enabled

Mote The guest account is deactivated. You need to activate it first to change the user
directory for the guest account.

Help m Cancel Apply

Figure 30: Add repository from file system

12. The following screen will appear.

7. Add repository from file system

Path [~ |

Help m Cancel

Figure 31: Add repository

13. Run the following command from the EMS server CLI from the root user. Assuming the admin username is
emsadmuser, run the below command. If the User ID of adminuser name is different, replace emsadmuser
with the admin username in the following commands.

usermod -a -G emsadm clearreports
su - emsadmuser
/Tekelec/WebNMS/bin/inetService.sh restart

Output:

[root@EMS4 ~]# usermod -a -G emsadm clearreports

[root@EMS4 ~]# su - emsadmuser

[emsadmuser@EMS4 ~]$

[emsadmuser@EMS4 ~]$ /Tekelec/WebNMS/bin/inetService.sh restart
Redirecting to /bin/systemctl restart clear-reports.service
[emsadmuser@EMS4 ~]$

14. Click the Folder icon on the screen as shown in step 16.
15. In the Selected Path field, enter /Tekelec/WebNMS/reportingStudio/ as displayed below:
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Select folder

3/ Tekelec 3 WebNMS

| =/ ‘ [ projects
| [ clearreports ‘ (= provisioningresults
(= provisicningtemplates

(=] reportingStudio

(= reports

(=) serviets

[ state

(= StudieTools

Selected paih.

m Cancel
Figure 32: Select Folder for add repository

Click OK.

16. The following screen will appear. Click OK.

&, Add repository from file system

Path Mekelec/\WebNMSireporiingStudio/ = ‘

Help n Cancel
Figure 33: Add repository from file system

17. The Add Repository pop-up will appear. Click the checkbox beside the
/Tekelec/WebNMS/reportingStudio option.

Click Apply, and then Save.

P&, Repository x

Repository List

(] inome/cleareports/ i-net software/reporting_User_Default/samplereports VALID

™~ Tekelec/WebNMS/reporting Studio

Add repository .. «

User Directories

[ user Directories enabled

Note The guest account is deaclivated. You need to activate it first to change the user
directory for the guest account.

Help @ Cancal Apply
Figure 34: Add repository

18. On the Advanced Configuration page, under the Report Section, click Customization card.
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REPORT

4 il Q %
Font Behavior Layout Performance Customization
[ Ll L, |
- sa = X]
Cache PDF Export PostScript Export Document Export Spreadsheet Export

4
_——
AT

Plain Text Export

Figure 35: Report Section

19. The following pop-up will appear. Click Add a Servlet Filter. Enter
filter.ESmsFilter in the Servlet Filter field. Click the v icon.

com. tekelec.ebms.

Lib Directory
Add a Lib Directory

Formula Expander Class(es)

Add a Formula Expander Class

Property Checker
x

Add a Serviet Filter

Serviet Filter N §
com tekelec g5ms filter E5msFilter

Language Resource

Collation

[ Default Collation

Primary

‘ Cancel Apply

Figure 36: Customization Pop Up

Click Apply and then Save.
20. Click the Card Drawer button on the top right of the header and click the Users and Groups card.

July 2025

Upgrade/lInstallation Guide 55 of 72

Confidential — Oracle Internal



# i-net Clear Reports | confguration

Back to Start Page

< Configuration

é?‘ Administration of the cc
¢ W B

SECURITY Report Designer Ad Hoc Reporting Repository
@ @B §
[ = ()
Login Users and Groups Data Protection _.
Store
REPORT

s m o @

Font Behavior Layout C i Data Sources Diagnostics

Cache PDF Export PostScript Export

)
Bl

Maintenance Users and Groups

Figure 37: Users and Group card
The following screen will appear.

# i-net Clear Reports

All Users And Groups -

-~
-:‘Q_ Users and Groups
28 Alusers

3 Administrators
’ [ £ oo ] Rt~ |

Active User 1

Master Users 1

@ Master Gul 0
i-net Clear Reports Users 0

Deactivated User 0

Groups 2

Specific groups 2

0

0

Figure 38: Users and Group Card

21. Click New User and navigate to the Logins tab.
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#3 Create new: User

Master Data Logins Sessions Groups Permissions

No logins added

PREASSIGN PAM AUTHENTICATION

A login (PAM Authentication) can be preassigned without specifying
the password. Permissions can be assigned in advance

ADD LOGIN (AUTHENTICATION REQUIRED)

To create an account, enter a username and choose a secure, at
least 8-character long password

Pass rd

Repeat Pq rd
d : l.; PAM Authentication
n
m Cancel

Figure 39: Create New User Pop-up

c. Enter “root” in the User field under Preassign PAM Authentication.
d. Click Preassign User for PAM Authentication.

3 Create new: User X
Master Data Logins Sessions Groups Permissions

Y PAM Authentication
{13 root

Sh

Figure 40: PAM authentication root setup

22. Click the Permissions tab and assign all the permissions as displayed below. Click Apply and then Save.
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Master Data Logins Seszions Groups Permissions

[E} Open inheritance details

Reports Administration

M Execute All Reporis [ Data Source Configuration

M Ad Hoc Reporting [ Manage Users and Groups

M Ad Hoc and Designer Data Sources u”u GRANTED [ server Administration GRANTED
M Remote Designer s
™ Repository oy GRA

Help Apply E Cancel

Figure 41: Permission of the root user

23. Verify the Permissions as follows:

# i-net Clear Reports

All Users And Groups
24 Alusers
- F

3 Administrators
)
MASTER DATA

LOGINS

I P2M Authentcation

@ Master
o=
Display Name: rost
4 en

root

SESSIONS

GROUPS

88 AlUsers

PERMISSIONS

Execute &l Reports

A Hac Reporting

A0 Hoc and Designer Data Sources
Remote Designer

Repository

Data Source Configuration
Manage Users and Groups
Server Adminisation

Figure 42: Verifying permissions

24. Click Cards Browser. Select the Store card.
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Back to Start Page

v & B

Report Designer #d Hoc Reporting Repository

ih

Store

X 2 ¢

Configuration Diata Sources Diagnostics
Maintenance Users and Groups

Figure 43: Store Card

25. The following page will appear. Select the Authentication tab.

#7 i-net Clear Reports  Sore
There is no connection o the public store. An automatic updates is therefore not possible.

DOCX file embedding s

Reads a DOCX document and allows to embed the document in a report file.

23.10.295

Overview  Instalied Administration  Applications  Authentication  Communication  Datasources More ~

AUTHENTICATION

A PAM Authentication A Product Authentication
Authentication of users with login accounts B authentication of users with usemame and
on Linux / MacOS operating systems usin, password managed by this application

Windows Authentication
S Autnentication of users with Windows
accounts. Users can log in with local user

Figure 44: Authentication tab on Store Page
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26. Click the grayed-out Script Authentication card.

27. Click Activate.

o
[
T

]

Figure 45: Disabled Script Authentication

# i-net Clear Reports | Store

‘There is no connection o the public store. An automatic check for updates is therefore not possible.

Script Authentication

The plugin is currently deactivated.

ACTIVATE =
The plugin is stopped

Authentication of users with Login accounts provided by an external web server running a special login script.

The legin script has to result in XML output defining the user name and optional roles of the user.
This login type is a sub-type of the System Authentication

Figure 46: Script Authentication Page

28. After script authentication, the following page will be updated to provide the restart option as follows:

#Z i-net Clear Reports | Store i M
There is no connection to the public store. An automatic check for updates is therefore not possible. 3 Retry Enler Public Store

In order to apply the changes to the plugins, the server must be restarted. (Y Restart

—

Script Authentication

The latest version is installed.

he plugin will be started after restart of the server

Authentication of users with Login accounts provided by an external web server running a special legin script.

Figure 47: Restart option

29. If the browser asks to log in again as shown below, then close the browser tab and log in as master again.
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* O 0@ :

Store

 CEENEID = 5 O M OR m 3 S0
Figure 48: Re-login

a. TypetheURL http://<IP address of the EMS Server>:9000/
b. Login as master with your master password.

30. Click Card Browser and click the Configuration card.

Back to Start Page

¢ @ B

Report Designer Ad Hoc Reporting Repository

ih

Store

&

¢ N
Diata Sources Diagnostics

(73

Maintenance Users and Groups

Figure 49: Configuration Card

31. Under the Security section, click login. The following pop-up will appear.
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Login Types
Y System Authentication n
PAM Authentication
P i-net Clear Reports Login N 1
Users can sign up for new accounts

Master Password T

Add Login Type =

4 allow Creation of new Users

M users stay logged in

Reset Authentication Groups

‘With a click on 'Reset members’ the cached memberships of the authentication groups are reset and all affected users are logged out. With a login of these users,
the curmrent memberships are determined and marked

Reset Members

Help E Cancel Apply
Figure 50: Login pop-up

32. Click the Three Dot menu beside the System Authentication option and select Edit.

System Authentication 4
PAM Authentication

‘ Edit

i-net Clear Reports Login
ﬂ P 9 Delete
Users can sign up for new accounts

Figure 51: Edit System Authentication

The following screen will appear.

% system Authentication X

System Login Type | PAM Authentication - |

Help m Cancel

Figure 52: System Authentication

2. Click on the Drop Down and select the “Internal Webserver” option.
Click on the “OK” button.

% System Authentication X

System Login Type | Internal Webserver - |

Help m Cancel

Figure 53: System Authentication

33. The following screen will appear. Click Apply. Click Save.
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Login Types

System Authentication 1

Internal Webserver
4 i-net Clear Reports Login T n
Users can sign up for new accounts

Master Password T

(4 Allow Creation of new Users

Add Login Type ~

M Users stay logged in

Reset Authentication Groups

With a click on 'Reset members’ the cached memberships of the authentication groups are reset and all affected users are logged out. With a login of these users,
the current memberships are determined and marked

Reset lembers

Help m Cancel Apply
Figure 54: Login pop-up

34. From the Advanced Configuration View, under the General Section, click the Web Server card.

GENERAL

®« 01 5 F O

License Web Server ‘Webserver Defender Appearance Logging

©

Job-Execution Other Options

Figure 55: Web Server card

The following pop-up will appear.

Connections
e [ \
Sratpsgsrens | |
s [ \
wrrron [ a0 |
Extemal visiie URL ‘ P10 75 136 149-9000 ‘
MaxConcuent Requests | 500 |
MacHTTR Requests | 250 |
Max Heap Memary | Cur ve- |
Server Language | |
S ]
\ \

Other VM Argumants

Server Restart

Here you have the option 1o star the curtent server A1 unsaved changes wil be 1ost. The a ‘Subssquenty,
Interface 1 safaeloading. Note: If the Web sérver por has changed. you néed 1o adwst the URL manually in your biewiser

Security
Hole: For the sefiing SameS e: Hone. an HTTPS chent fo the a possible by the
o0 typ o Culside .0, done by prosy
Cookis SameSite | Reiaed -
Frame Embedding | Aays alovied -
Allowed Origns | |

Figure 56: Web Server pop-up
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35. In the Type field, select the HTTPS option from the drop-down.

Type HTTPS o
Bind IP-Address Ll ILL
HTTP and HTTPS
Context HTTPS

Figure 57: Select HTTPS

36. Update the PORT section as follows:

Type | HTTPS - |

Bind IP-Address | Dptional: IP Adresse or Hostname |
Context | ! |

HTTPS Port | 9000 |
Extemal visible URL | hittp://10.75.136.149:9000 |

Figure 58: Updating the Web Server pop-up
37. Select the Create self signed HTTPS certificate option.
Create self signed HTTPS cerificale
Figure 59: Self Signed Certificate

38. Fill the certificate form as follows:

Organization: <Use Organization Name>
Location: <use Organization location>
Country Code: <use Organization country>
FQDN: <use EMS server IP>

S Create self signed HTTPS certificate x

Fully Qualified Domain Name (FQDN) | 10.75.136.149 |
Organization | CRACLE |
Location | Horth Carolina |
Country code | us |
Target folder | ihomeicleamreports/.i-net software/reporting_User_Default! ssh I~ |
Help m Cancel

Figure 60: Self Signed Certificate Form Details
Click OK.

39. The Web Server form will be as follows.
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_' Web Server X

Connections
Type | HTTPS - |
Bind IP-Address | Opfional: IP Adresse or Hostname |
Context | i |
HTTPS Port | 2000 |
Extemnal visible URL | hitp-#110.75.136.149:9000 |
Cerlificate | fhomefcleameports/ i-net software/reporfing_User_Default/ ssh/10.75.136.149_0RACLE_Morth_Ca — |
Private key | thomefcleameports/ i-net software/reporiing_User_Default! ssh/10.75.136.149_0ORACLE_Morth_Ca1 [~} |
Create self signed HTTPS cerificate
Validale the Cerfificate
Performance
Max Concurrent Requests | 500 |
Max HTTP Requests 250 |
Max Heap Memory | e e 3 | ME ~ |
Server Language | |
Server Country | Us |
Other VM Arguments | |
Server Restart
Here you have the option to restart the current server. All unsaved changes will be lost. The restart will fake a moment to lete. the

interface is self-reloading. Note: If the Web server port has changed, you need to adjust the URL manually in your browser.

Server Restar

Security

Help Save Cancel Apply

Figure 61: Filled up Web Server Form

40. Click Apply, and then Restart Now.

41. At this point, the Ul will freeze while loading.

42. Change the URL by adding https to it, instead of http. The page will load.
43, Click Save.

44. Click User(“M”) and then click Logout (Logout from Master).
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Master
(O]

Help

Edit my data

Switch to Default View

# > r @

Welcome Dialog

E8 Keyboard Shoricuts
?‘ Change Appearance
@ About ...

L | Logout

Figure 62: Logout from Master

45. Open the EMS GUI.
46. Launch Reporting Studio by selecting Tools, and then Reporting Studio.

Tools | Look And Feel Window
‘| Security Adminiztration AltS

Change Password

[y

% Themes

Eagle Discovery

Eagle Inventory

LSMS Discovery -
EPAP Dizcovery

Report Designer
Reporting Studio

MBI

NBI Agent Configuration

SHKP w3 Group Management
SHKP v3 View Management
NBI FTP Configuration

A Licenze Details

o OCEEMS Motifications
OCEEMS Notifications Settings

EAGLE Compatibility Version
Figure 63: EMS GUI

47. The following page will load on the browser. Click Internal Webserver.
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#7 i-net Clear Reports

P Master Password

Enter usemame and password

Sign up for a new account

Figure 64: Open Reporting Studio from EMS GUI

The following page will load.

+ @
i-net Clear Reports
‘7 \ 1 ‘ = ‘ e}

¥ ® & B

Report Designer Ad Hoc Reporting Repository Store

o D :‘Q

X B ¥ A&
Configuration Data Sources Diagnostics Maintenance Users and Groups
Figure 65: Configured Reporting Studio

Reporting Studio is now completely installed and configured.
Upgrade/lInstallation Guide 67 of 72 July 2025

Confidential — Oracle Internal



4.0 CHECKING IF I-NET IS INSTALLED OR NOT

Run the following command with ‘root” user to check whether i-net is installed or not:

In case of clear-reports-server-25.4.260-1.x86_64
[emsadmuser@EMS4 ~]$ rpm -ga | grep -i clear
clear-reports-server-25.4.260-1.x86_64
[emsadmuser@EMS4 ~]$

In case of clear-reports-server-23.10.422-1.x86_64
[root@EMS3 reporting-studio]# rpm -qa | grep -i clear
clear-reports-server-23.10.422-1.x86_64

[root@EMS3 reporting-studio]#

If the output is like “clear-reports-server-23.10.422-1.x86_64” or “clear-reports-server-25.4.260-1.x86_64", then it is
installed as shown below:

[emsadmuser@EMS4 ~]$ rpm —-ga | grep -i clear
clear-reports—-server-25.4.260-1.x86_64
[emsadmuser@EMS4 ~]$ I

Figure 66: Checking if i-net is installed or not

If the output is blank, then it is not installed.
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5.0 STARTING THE I-NET SERVICE

1. Give Permission to the NON-Root User (this needs to be run only once): Run the following commands
from the root user to make sure that the non-root user has the permission to restart/start/stop/status clear-
reports-service. Assuming the admin username is emsadmuser, run the below command. UserID of adminuser
name is different, replace emsadmuser with the admin username in the below commands.

# echo 'emsadmuser ALL=(root) NOPASSWD: /shin/service clear-reports restart’ | sudo tee -a /etc/sudoers
# echo 'emsadmuser ALL=(root) NOPASSWD: /shin/service clear-reports start" | sudo tee -a /etc/sudoers

# echo 'emsadmuser ALL=(root) NOPASSWD: /shin/service clear-reports stop' | sudo tee -a /etc/sudoers

# echo 'emsadmuser ALL=(root) NOPASSWD: /shin/service clear-reports status' | sudo tee -a /etc/sudoers

AL vice clear-r
Figure 54: Giving permission to non-root user to start/stop/restart clear-reports-server

2. Move to the directory “/Tekelec/WebNMS/bin” and run the script “inetService.sh start” with the non-root user,
to start the i-net service.
# cd /Tekelec/WebNMS/bin
# sh inetService.sh start

Figure 55: Starting the i-net Service with root user
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6.0 UNINSTALLING I-NET

Run the following commands using the root user in the EMS Server CLI.
e rm -rf /tmp/clear-reports-$currentinetUser.out
e rpm -ev clear-reports-server
o rm -rf /usr/share/i-net-clear-reports/

Remove the configuration if it is required. If the configurations are not removed, it will be restored on re-installing i-net
Clear Reports.

To remove the configuration, follow the following steps:
Run the following commands with root user:
# rm -rf /home/clearreports/.java/.userPrefs/com/inet/report/config/cc/Default/

# rm -rf /home/clearreports/.java/.userPrefs/com/inet/report/config/datasource/e5msdb/
# rm -rf /home/clearreports/.i-net\ software/reporting_User_Default/AllUsers/*
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7.0 APPENDIX A: Report Data Rendering and Generation

When to use:

When there is heavy data processing and rendering required for any report
When time taken to generate report is more than 10 min.

Procedure:

1.
2.

Launch Reporting Studio from Ems GUI
Open Configuration section and Switch to Advance View.
a. Use section - 3.3 of Reporting Studio Installation document -> Step - 7, 8 and 9 to go to Configuration
Section.
Goto Report -> Cache
Change Engine Cache Timeout: 0

Engine Cache Timeout 0 Hours «

Change Data Cache Timeout: 45 Min

Data Cache Timeout 45| Minutes «

Save and Apply
Restart i-net Service.
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8.0 APPENDIX B: MY ORACLE SUPPORT

ACAUTION: Use only the guide downloaded from the Oracle Technology Network
(OTN) (http://www.oracle.com/technetwork/indexes/documentation/oracle-comms-tekelec-
2136003.html).

Before upgrading your system, access the My Oracle Support web portal (https://support.oracle.com)
and review any Knowledge Alerts that may be related to the System Health Check or the Upgrade.

Web portal (preferred option): My Oracle Support (MOS) (https://support.oracle.com)

Phone: Contact your local Oracle Global Customer Support Center (http://www.oracle.com/support/contact.html)

Make the following selections on the Support telephone menu:

1. Select <2’ for New Service Request
2. Select ‘3’ for Hardware, Networking and Solaris Operating System Support

3. Select ‘1’ for Technical Issues and when talking to the agent, please indicate that you are an
existing Tekelec customer
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