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About This Document

Scope

The scope of this document includes all functionality a user must know in order to effectively operate the
Messaging Manager (MM) application. It does not include detailed design of the service.

Audience

This guide is written primarily for Messaging Manager (MM) administrators. However, the overview
sections of the document are useful to anyone requiring an introduction.

Prerequisites

A solid understanding of UNIX and a familiarity with IN concepts are an essential prerequisite for safely
using the information contained in this user guide. Attempting to install, remove, configure or otherwise
alter the described system without the appropriate background skills, could cause damage to the
system; including temporary or permanent incorrect operation, loss of service, and may render your
system beyond recovery.

Although it is not a prerequisite to using this guide, familiarity with the target platform would be an
advantage.

This manual describes system tasks that should only be carried out by suitably trained operators.

Related Documents

The following documents are related to this document:

e Advanced Control Services User's Guide

e Control Plan Editor User's Guide

e Messaging Manager Technical Guide

¢ Messaging Manager Navigator Technical Guide
e Service Management System User's Guide

e SMS Email Interface Technical Guide

e Session Control Agent Technical Guide

vii



Document Conventions

Typographical Conventions

The following terms and typographical conventions are used in the Oracle Communications Convergent
Charging Controller documentation.

Formatting Convention Type of Information

Special Bold Items you must select, such as names of tabs.
Names of database tables and fields.

Italics Name of a document, chapter, topic or other publication.
Emphasis within text.

Button The name of a button to click or a key to press.
Example: To close the window, either click Close, or press Esc.

Key+Key Key combinations for which the user must press and hold down one
key and then press another.

Example: Ctrl+P or Alt+F4.

Monospace Examples of code or standard output.

Monospace Bold Text that you must enter.

variable Used to indicate variables or text that should be replaced with an
actual value.

menu option > menu option > Used to indicate the cascading menu option to be selected.

Example: Operator Functions > Report Functions

Used to indicate a hypertext link.

Specialized terms and acronyms are defined in the glossary at the end of this guide.
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Chapter 1
System Overview

Overview

Introduction

This chapter provides an overview of the Graphical User Interface for Messaging Manager configuration
and explains at a high level how Messaging Manager works.

In this chapter

This chapter contains the following topics.

What is Messaging Man@AgEr? ...........uuueiiiiiiiiiiiieie et e e e e e et e e e e e e e e eaareeeeaaaeeas 1
Messaging Manager COMPONENTS ...........uuiiiiiiiiiiiiiieee e e e e e et e e e e e s et e e e e e e e e seanrereeeas 3
ConfigUration OVEIVIEW .........cciiiiiiiiiie ettt e e e e e e e e e e e s et b e e e e e e eeeenabraaeeeaeeeaananes 6
[ Eo V(0] 4 IS TU ] o] oo ] SRR 11
Preconfigured PACKAGES ........c.uiii ittt 12

What is Messaging Manager?

Introduction

Messaging Manager (MM) is a messaging system for mobile networks. It acts as a Virtual Message
Point (VMP) for a variety of different messaging traffic (for example: SIP, email, and SMS). Depending
upon the role that it is performing, the VMP can act as any of the following:

e Message Service Center (MSC)

e Short Message Entity (SME) that terminates and/or originates messaging traffic

e Email host.

Messaging Manager integrates advanced routing and protocol delivery options with extended service
control, in order to support all forms of traditional MO SMS and MT SMS services while retaining flexible
support for new types of messaging.

Processing model

Messaging Manager's architectural approach as a Virtual Message Point means that all messaging
involves transactions that can combine real time charging with direct delivery to the destination. This is
the "new messaging model" that is aligned with the Internet age, and replaces the previous "store-and-
forward" model with higher value and lower cost infrastructure.

The VMP processes all message services in real time, but it can integrate transparently with an existing
SMSC for store-and-forward processing when real time delivery is not possible. It delivers:

e High capacity messaging on low cost infrastructure

o Very flexible switching and routing serving a multiple purposes

e Proven efficiencies using real time charging and delivery

e Enhanced message services using a service creation environment (SCE)

e Performance gains over existing SMSC infrastructure

Chapter 1, System Overview 1



e An enhanced customer experience

Messaging Manager provides a broad range of message processing capabilities at both the network
layer and at the service layer. To the network it presents standard signaling interfaces to act in the role
of:

e SMS-IWMSC (SMS Inter-Working MSC)
¢ SMS-GMSC (SMS Gateway MSC)

e HLR (proxy and emulation services)

e Email host (with SEI)

By performing multiple functions in one system, Messaging Manager simplifies the messaging
infrastructure and frees up resources.

Messaging Manager components operating at the network layer can route traffic from one
communication path to another and will automatically perform protocol translation based on the inbound
and outbound communication paths. This can be statically configured through the management Ul but
can be dynamically overridden during transaction processing by the service control layers. Typically all
message traffic arriving at the VMP is processed for charging (if necessary) then immediately directed to
the destination. This process of delivering directly to a destination is known as First Delivery Attempt (or
FDA).

When huge traffic spikes occur (such as during holiday peaks, or events such as televoting) Messaging
Manager can absorb the load and groom traffic to provide smooth processing and near real time
delivery.

Deployment diagram

This diagram shows the Messaging Manager deployment architecture.
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MM Service .
config -_
ACS SMF |
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Administrator's
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Messaging Manager features

Messaging Manager provides the following features:

o FDA (First Delivery Attempt). SMS are directly delivered (through SS7) without going through an
SMSC.

e Overload protection from SMS traffic peaks, for example, special events (New Year) or application
peaks time (televoting). MM, enables you to offload your SMSCs and protect them from traffic
peaks. This enables you to extend your capability to handle extreme traffic peaks in an efficient
way.

e Value-added SMS services. These include:

Flash messaging

Auto-reply

Anti-spam

SMS copy to mobile or email

SMS-MT forwarding

Voting campaigns

¢ Real-time charging

e The ability to provide SPOC (Single Point of Contact) to ASPs to attract more ASPs on your
networks and to differentiate your offering on value-added interactive applications

Messaging Manager Components

Messaging Manager components

The major Messaging Manager components are:

Component Description
Messaging Manager A multi-protocol gateway and multi-function router that can receive and
Multigate send short messages. Its layered architecture allows all signaling and IP

protocols to connect to a common set of service logic, maintaining
independence between transport protocols and the user-defined routing
scheme that defines the messaging model. For a full description of this
component, see Messaging Manager Technical Guide.

Messaging Manager A Mobile Station location service that can perform and/or emulate HLR
Navigator lookups by other components or network elements, caching the results to
optimize network signaling and direct SMS transmission toward service
logic. For a full description of this component, see Messaging Manager
Navigator Technical Guide.

Messaging Manager A set of service control feature nodes that execute as a message control
Director plan and provide enhanced logic for message delivery, routing, and
charging and offers extended message attribute controls. For a full
description of this component, see Messaging Manager Technical Guide.

Messaging Manager A central Ul for management of routing schemes and message control
Manager plans that are used to configure and control all service logic components.
This component is fully described in this guide.
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Messaging Manager Director

Messaging Manager Director provides complete control over all aspects of the VMP services. lts
advanced service control facilities enable extended and customised SMS processing, including real-time
billing interaction, by supporting user defined message control plans.

Message control plans can be triggered from Messaging Manager Multigate and include service logic
based many properties, such as:

e Incoming path names (that is, protocols and connections)

e Transaction types, such as Submit, Deliver, Notify or Route Info messages
e Originating and/or destination address

e Location of originating and/or destination mobile station

e Message content

e Time of day.

A message can be triggered from Multigate to a specific message control plan to provide extended
(customer specific) service logic. For example, Messaging Manager Director may modify any routing
options before signalling to Multigate to continue delivery so that Multigate routes the message
according to the new options.

Messaging Manager Director can ensure that delivery proceeds only if charging is satisfied, such that
delivery and charging proceeds as a single transaction.

Messaging Manager Multigate

Multigate is the core VMP component that provides multi-protocol message handling. It employs a
“message model” abstraction that gives enormous power to the service designer in classifying, filtering
and routing message traffic. Multigate provides the message delivery and retry logic driven by the
message model and dynamic changes made by Messaging Manager Director. The following features
are provided:

e Routing for all types of SMS, including protocol translation

e High speed criteria-based classification/filtering/switching

e First Delivery Attempt (FDA) to a destination handset or ASP

e Alternate delivery options for conditional and/or optimal routing

e Forwarding to a specified SMSC or ASP through a load weighted group

e Service logic triggering for charging and enhanced message services

e Service level OA&M support (statistics and alarms) and EDR management

Messaging Manager Multigate can trigger to a message control plan based on different criteria:

e Incoming path (and hence protocol)
e Originating address (or address "domain"), and/or
e Destination address (or address "domain").

Adapters

Messaging Manager Multigate utilizes a set of adapters to provide support for different messaging
protocols. Available adapters include:

Adapter Used For

MAP Adapter GSM networks

1IS41 Adapter CDMA and TDMA networks
SMPP Adapter ASP/SMSC proxy connections
UCP/EMI Adapter ASP/SMSC proxy connections
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SCA Adapter SIP connections

During inbound processing, adapters identify the arrival path and translate received messages into a
common format used by Messaging Manager.

During outbound processing, routing is based on the path and the message's details and drives the
adapter for that path. Each path can have a single connection to a specific machine or it can support
multiple connections to the same destination and provide weighted load-sharing across several
machines.

Messaging Manager Navigator

Messaging Manager Navigator provides location services for Messaging Manager and performs the
following roles.

e HLR location query and cache

e HLR location query proxy with caching

e HLR emulation

Navigator can be called by other Messaging Manager components to query the HLR for the destination

switch address for real time delivery of SMS. It then caches the results to reduce loads on the HLR
when there is a subsequent query for the same information.

Navigator can also accept HLR query traffic, such as from a foreign SMSC attempting to locate a mobile
station, and proxy the request to the actual HLR. On the return path it caches the switch address
returned, then substitutes its own Messaging Manager node address as the switch address in order that
the foreign SMSC will forward any stored SMS to Multigate for processing. This allows "termination
services" to be applied to SMS, and, for example, anti-spam checks, to be made.

Stale cache entries are detected on delivery failure, automatically refreshed, allowing the delivery
operation to retry.

Messaging Manager Manager

Messaging Manager Manager is the GUI-based design and deployment system that allows all service
configuration to be created and updated for execution. This component is the major focus of this user
guide.

The two main instruments for configuring Messaging Manager are:

e Routing schemes
e Message control plans

Routing schemes define the message model to Multigate and Navigator, including all message
classification, filtering, triggering and routing rules. The key to configuring the full functionality of
Messaging Manager is understanding the message model and routing scheme concepts described
within this guide.

Message control plans leverage off Advanced Control Services (ACS), which is an underlying platform
technology for service control. This is where you can customize services by placing conditional logic for
service execution within the message control plan. It is also where the transaction management occurs
for locking real-time charging with message delivery. You create control plans in the Control Plan
Editor. For more information, see CPE User's Guide. For information about the available feature nodes,
see Feature Nodes Reference Guide.
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Configuration Overview

Introduction

Messaging Manager processing falls into three logical parts. Understanding the different parts is
important to understand how to configure an MM service. The three parts are:

1 Incoming classification (addressing) (on page 6)

2 Message processing (on page 8)

3 Outbound routing (on page 9)

Routing schemes

Routing schemes provides configuration which is concerned with service design and message control.
Routing schemes are managed from Messaging Manager Manager (hosted on the SMS).

Note: The configuration in eserv.config provides only the Messaging Manager configuration parameters
that are global to the software (or SLC).

Routing schemes define and control the following aspects of SMS processing:

e Adapters (on page 75)

¢ Interfaces

e Paths and Connections (on page 15)
e Transaction types (on page 18)

e Routing class (on page 20)

e Address Domains (on page 27)

e Congestion Control (on page 29)

e Screening (on page 98)

e Triggering (on page 122, on page 29)
e Routing (on page 31)

Incoming classification (addressing)

This table describes how Messaging Manager processes inbound messages.

Stage Description

1 Messages are received over a protocol-specific adapter.

The configuration of which adapter will be used is done in eserv.config. For more
information about eserv.config, see Messaging Manager Technical Guide.

For signaling protocols, the PC, SSN, GT and potentially the setting of the GPRS support
parameters, are used to direct the inbound message to the correct adapter.

2 The adapter establishes the inbound connection and path for the message using the
configuration in the currently deployed routing scheme.

Notes:

e The adapter matches against the connections in the paths which have been
configured to be available to it.

e The best match is used.
e |P protocols do not have a default path.

For more information about paths and connections, see Paths and Connections (on page
15).
3 A default routing class is assigned to the message, based on its transaction type. Each

6 Messaging Manager User's Guide



Stage

Description
transaction is classified as one of Submit, Deliver, Notify, Route Info or Command.

Exception: If the message has a command routing class, it will be forwarded directly to the
configured default path for that protocol. For more information, see Default routing (on
page 32).

For more information about routing classes, see Routing Class (on page 20).

Each message is assigned to a default SMSC. Operations performed by Messaging
Manager will take place in a fashion consistent with the assigned SMSC name.

For more information, see SMSCs (on page 24).
Screening options are applied, which potentially filter out undesired messages.
For more information about screening configuration, see Screening Rules (on page 25).

The originating address and destination addresses are matched against address rules to
determine the originating domain name and the destination domain names.

For more information about addressing rules, see Address Domains (on page 27).

Incoming classification diagram

This diagram shows the logic involved in processing incoming messages.

Adapler IFs MAP | 1S41 | IP | SIP .MMS|

N ——,

T

Adapter matches to
Address connector and then path. Match connector
classification  Best match to Path. and path
IP has no default,
h
Roufing class set based Routing class
on transaction type. established
Relay
Routing
Class? Yes
h 4
Screening Apply rules based on Screening rules Drops matching traffic.
=treening transaction type applied Optionally writes EDR
Match on one or more of: Originating Addr for
Doamain Incoming Path Prefix ) Originating domain and
’ 97 Et Domain matchin B
Classification  Qriginating Address Prefix omain matening Destination Addr for
Destination Address Prefix Destination Domain.
r
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Message processing

This table describes how Messaging Manager processes messages.

Stage
1

Description

Based on the criteria assigned by the classification rules, the message is checked by
congestion control. This may result in transactions being throttled.

For more information about throttling, see Congestion Control (on page 29).
Based on the transaction type, messages are then directed to one of four sets of trigger

rules, for Submit, Deliver, Notify or Route Info transactions. This may result in triggering
to ACS to run a message control plan in order to control delivery processing options.

Control plans can change message parameters.
Having selected a best match trigger rule it is possible to modify the transaction's routing
class from its default value (assigned during incoming classification). A matching trigger
rule may be one of the following:

e Perform an action

e Trigger to ACS to run a control plan
For more information about triggering, see Triggering (on page 122, on page 29).
If the message was triggered to a control plan, and the control plan returned a release
INAP (that is, the control plan exited after a Disconnect node, or an error exit), the ACS

release cause is mapped to an action or error code. The action or error code is added to
a Nack which is returned to the source of the message.

For more information about action and error codes, see Messaging Manager Action and
Error Codes (on page 139).
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Message processing diagram

This diagram shows the logic involved in processing messages.

Throttling Apply Throttling Throws away matching
Rules Rules traffic.
e Dok o Apply Submi
b ion?
Originating Address Prefix. ransaction’ Trigger Rules
Trigger Matched messages
Rules : :
either triggered to
control plan or an action
Match on one of: is taken. Routing Class

Terminating Domain, or

Info, -:lr' Malify

Apply Deliver
Trigger Rules

may also be changed.

Terminating Address Prefix. ansaction?
No
Mo hanged
Routing Class,

Change to Deliver or

Motify only,
pormain Domain matchin
Classification g

Rowfing 5
\_ L Yes changed to
Deliver or
otify 2
Mo
b

Outbound routing

This table describes how Messaging Manager processes outbound message routing.

Stage Description
1 Outbound routing takes place based on the routing class.

When applying:
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Stage

Outbound routing diagram

Description

e Submit routing, the key determinant of the outbound path is the message center
name and the originating or domain address.

e Deliver routing, the key determinant of the outbound path is the destination
domain name or prefix, and/ or originating domain name or prefix.

e Locate routing, the key determinant of the outbound path is the destination
domain name or prefix, and/ or originating domain name or prefix.

For more information about routing, see Routing (on page 31).

One or more outbound paths may be selected by the routing rule. If there is more than
one, then each is tried in turn, until "success" occurs, or a permanent error is

encountered.

The adapter for each selected path will build the appropriate PDU, based on the path
protocol, and select a connection within the path for transmission.

If a message control plan is active, it will be notified of the outcome from outbound routing
to complete any service logic, such as finalize charging, retry by switching to an alternate

route.

This diagram shows the logic involved in outbound routing of messages.

Deliver!
Locate
Routing
Rules

Submit
Routing
Rules

Match on one of:
Destination Domain ar
Address Prefix.

Match on one of:
Message Centre,
Originating Domain, or
Crriginating Address Prefix

Adapter IFs MAP “

Interfaces and nodes

v
Apply Deliver Includes initial FDA,
I{ﬁ:tit Ii::zs Roules to Paths listed in rule.
g If MAP, SCA from MCN used.
¥
Apply Submit Includes fail over FDA
Routing Rules Routes o Paths listed in rule.
Default
Routing?
vy

Route to specified
path

Y

Routing nodes can provide connections for one of the following:
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e Al IP connections of a routing scheme
e Connections only for certain ASPs

This means a connection does not need to support all the capabilities of its associated routing scheme
in order to be a valid connection.

Routing schemes can be configured with interface records. An interface record is a virtual IP connection
that may be supplied or instantiated by real IP addresses on one or more routing nodes. Each node can
assign a different IP address to an interface record.

Routing nodes are configured with a list of real 'IP addresses'. When a routing scheme is assigned to a
routing node, you can map any of the routing scheme interfaces to the node's IP addresses. This
defines what (if any) contribution that node makes to the scheme's routing interface requirements.

When is a Delivery Report produced?

Delivery Reports are generated and sent as a completely separate transaction (like other SMSs that
Messaging Manager handles). That means existing routing and retry functionality can be used to deliver
the DR.

Messaging Manager generates a delivery report (DR) in the following conditions:

e An ‘early acknowledged’ message is subsequently unable to be delivered. Messaging Manager can
be configured to generate a delivery report regardless of whether or not the originator requested it
(through the alwaysProduceNonDeliveryReceipt parameter).

e |If Messaging Manager successfully delivers a message by FDA and the originating party requested
a delivery receipt, then a delivery report is generated and sent to the originator

Platform Support

ACS description

Advanced Control Services (ACS) provides a call state model and service control platform for the
message control plans used by MM Director to provide enhanced services.

ACS is an application support platform that allows many different types of service logic to be
implemented in a common fashion. ACS runs on the Service Logic Execution Environment (SLEE). It
provides the container for service logic execution in the form of user defined service control plans, as
well as providing various mobile and telephony support functions. Hence ACS provides a foundation
technology for users to develop and execute customer specific service logic for all forms of voice,
messaging, and data services.

Service logic developed by the user is executed as an ACS service control plan. In MM service control
plans are referred to as a message control plans. Message control plans are created through the ACS
ACS Control Plan Editor.

CPE description

The ACS Control Plan Editor (CPE) is a graphical interface that allows the user to build service control
plans. This allows the user to define multiple message control plans to implement the various message
services. The CPE provides many tools that allow the user to route messages according to such factors
as originating and destination addresses, MNP information, geographic location, time of day, and to
collect statistical information from the message during delivery processing.

For information about the features available in the CPE, see CPE User's Guide.

For information about the Messaging Manager feature nodes, see Feature Nodes Reference Guide.
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Message control plan

A message control plan is similar to a flow chart. It defines the decisions and actions made to determine
the routing of a message. Exactly the same technology is used in routing voice and data calls.

A message control plan consists of multiple different decision points or actions called feature nodes.
Each feature node has one entry point that is invoked after exiting a previous feature node, but may
have multiple output paths. Each output path can be connected to different “next” feature node so that a
directed graph is created where there are many different paths possible. Based on decisions made at
execution time, each message delivery transaction will follow just one path. This means that it is simple
to create services for message processing with user defined branches and actions, (that is, conditional
service logic).

A message control plan can be as simple or as complex as required.

Preconfigured Packages

Introduction

Upon installation, you can install each of the following pre-configured packages automatically on each
target machine. You can use the default services provided as-is, or as examples.

e EDR - Express Delivery Routing

PME - Personal Message Exchange

e SAF - SMS Anti Fraud

e VAS - Value Added Services

Package structure

This table describes the components configured with each package.

Component EDR PME Home Routing SAF
SS7 Yes Yes Yes Yes
Inbound MO Yes Yes
Outbound MO Yes Yes
VAS Yes Yes
Inbound MT Yes Yes Yes
Outbound MT Yes Yes Yes Yes
Internet Yes

EDR Yes

PME Yes

SAF Yes
Components

This table describes the function of each field.

Component Description

SS7 MAP/CDMA adapter.
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Component Description

Inbound MO e MAP/CDMA SME path (already created by SS7
component)
e Set local domain if match local network prefix
Inbound MT e MAP/CDMA MC In path (already created by SS7
component)

e Set default routing path to built-in SME
e Set destination domain to local.

Outbound MO MAP/CDMA MC Out path, set as default routing path for
corresponding SME path.

Outbound MT MAP/CDMA SME path (already created by SS7 component).

VAS e SMPP/EMI adapter

e SME path/connection for each ASP.

e If IP address specified for SMSC, create MC
path/connection and make default

¢ routing path for ASPs.

Internet Email / IM adapters and paths, configured to match the SCA
and SEI applications.
PME e Trigger all local MT to PME control plan

e Trigger MO to (enhanced) direct SMS to email / IM to
the corresponding control plan. Maybe needs to be
another package or component.

e Trigger all other MO to control plan that does direct
delivery only, but EDR triggering takes precedence.
This isn’t necessary as we have to intercept MT from
the local SMSC anyway, but is more efficient.

e Definition of profile tags.

For more information, refer to Personal Message Exchange.

EDR Trigger all MO to control plan that does FDA.

SAF e Turn on all screening rules
e Default routing of inbound MO messages will apply.

Default control plans

This table describes the function of each default control plan.

Control Plan Description More
Information
Direct_Delivery Sets message routing class to 'Deliver' and then Routing Class
attempts to deliver it. (on page 20).
EDR Sets message routing class to 'FDA' and then attempts |Routing Class
to deliver it. (on page 20).
Email_to_SMS Takes incoming email messages and translates
parameters and addresses in order to allow SMS
delivery. Included as a sub-control plan in
PME_Delivery.
Enhanced SMS to Email |Looks up the last digit of the destination address MM IM/Email.
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Control Plan Description More
Information
(number) and sends the message as an email to the
corresponding email address book entry.
Enhanced_SMS to_ IM Looks up the last digit of the destination address MM IM/Email.
(number) and sends the message as an IM to the
corresponding IM address book entry.
IM_to_SMS Takes incoming IM messages and translates Instant
parameters and addresses in order to allow SMS Messaging
delivery. Included as a sub-control plan in (on page 219)
PME_Delivery.
PME_Delivery General delivery control plan with PME functionality. PME Delivery.
PME_Provisioning Interprets the SMS and sets PME configuration items PME
for the subscriber. Provisioning.
SMS_Submit Classifies incoming submit messages by type (SMS, IM
or email) and processes IM and email addresses for
messages of those types.
SMS_to_Email Takes the first word of the message body as an email SEI Technical
address, and sends an email to that address with the Guide
rest of the SMS message body as the email message
body.
SMS_to_IM Takes the first word of the message body as an IM Instant
address, and sends an IM to that address with the rest | Messaging

of the SMS message body as the IM message body.

(on page 219)

SMS to IM_via_TAN

This control plan will be set to trigger on numbers in the
temporary access number range. The destination
address (temporary access number) is looked up, and
the associated IM address is used to send the message
on as an IM.

Included as a sub-control plan in SMS_Submit.

Refer to PME Control Plan Scenarios for examples of these control plans.
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Chapter 2
Message Routing and Processing

Overview

Introduction

This chapter explains how Messaging Manager routes and processes messages and the key concepts
involved in understanding the routing and processing configuration options available in the GUI.

In this chapter

This chapter contains the following topics.
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Paths and Connections

Introduction

All message traffic entering and leaving the VMP does so through a communication channel known as a
path. A path is a logical entity that contains one or more connections of the same type.

Paths

Paths are a simple abstraction concept which is used when configuring the rest of the system. By
mapping connections to paths the complexity of each connection is encapsulated and hidden within the
path itself. The path then becomes the "communication port" visible to other parts of the messaging
processing model.

Each path has a name. Using a naming convention for paths helps to manage the configuration (for
example: paths are the means of identifying where traffic is being routed, and paths are also the lowest
level at which statistics can be collected).

Inbound paths

All inbound traffic is assigned an inbound path based on the path configuration and the message details
(including which adapter the message arrived over). The inbound path enables the user to categorize
and manage the message in the Messaging Manager configuration. Inbound paths can be used to treat
message services in different ways, even where the messages are almost identical to those arriving on
other paths.
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Example: Given a specific address (such as the short code "123") it is possible to assign a different
address domain name based on the inbound path, effectively providing multiple address spaces.

Outbound paths
All outbound routing functions take through a selected path.

Warning: Since a path may have multiple connections, it is important that each connection within an
outbound path can be used to reach the same destination(s), otherwise the configuration may result in
frequent routing failures.

Connections

Connections define the details required to connect to another entity on the network which handles short
messages. All short message traffic in or out of the VMP will occur through a connection.

Because Messaging Manager supports multiple messaging protocols which require different
configuration, connections have complex configuration, which is different depending on the protocol
used.

Connections may be:

e Socket-based IP connections, as are used for communication between an ASP and SMSC. Socket-
based protocols (such as SMPP and EMI) are straightforward. Each connection corresponds to a
TCP connection in the underlying transport layer.

e Signaling-based virtual connections that are used between network elements. Signaling protocols
are considered virtual connections because they do not correspond to the underlying
(SUA/SIGTRAN) transport layer connections. Instead, they relate to network elements addressed
within the SCCP layer (and above) and the ability to use a TCAP transaction as a temporary
connection for the purpose of message transmission.

IP paths

Each IP connection is associated with a path, but a path may have many connections that can provide
the same service.

For example, an ASP may have several machines that can be used to provide a common set of content-
based services. Messaging Manager Multigate can have a separate connection configured to each
server so that any load can be shared across these servers. If one server is unavailable, this is
transparent to the system as a whole, and hence the service is not impacted. To achieve transparent
failover, all IP connections available to an ASP should be configured in a single path. As long as one
connection is open, then the path is available and the service is also available. Load distribution is
defined by setting a weighting for each server in the path.

To simulate ASP connections to an SMSC, each separate ASP service may need its own path and
connection(s) defined between Messaging Manager Multigate and the SMSC. By doing this, Messaging
Manager will appear to be a range of ASPs to the SMSC and the administrator can define how the ASP-
Multigate paths map to the Multigate-SMSC paths. This may be one of:

e 1:1, to proxy traffic through from a "real" ASP to the SMSC and vice versa
e N:1to aggregate ASP traffic down to one (or a few) connections to an SMSC

Signalling paths

Because all destinations can be reached through the signaling network, connections and paths can be
used to partition communication across all the network elements into separately-manageable streams.
These are known as signaling paths.
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Outbound

Example: A network has several SMSCs that can be used for store-and-forward processing. To
configure them correctly, you need to decide how you want to control the traffic that is sent to each
individual SMSC.

e |f the SMSCs are to be used as a group of redundant store-and-forward nodes, then they can be
represented as connections on a single path. Each SMSC connection can be given a weighting so
that the path will be used to distribute traffic according to available capacity. In this manner it is
simple to process the "submit" traffic and route it for store-and-forward processing while hiding the
complex details about the SMSC cluster from the Messaging Manager system behind a single path.

¢ To route traffic to SMSCs based on specific transaction properties, each SMSC should be
configured on a separate path. This enables routing decisions to be made and traffic to be
conditionally directed to the appropriate path.

For other network destinations (predominantly traffic direct to subscriber handsets through an MSC), it is

possible to have a single path that can reach all destinations. However, this traffic can also be arbitrarily

split into more than one path, to enable other functionality such as collecting statistics for different

destinations.

Inbound

Many inbound classification and filtering rules use the inbound path as a discriminator. Consequently
inbound paths must be defined with downstream service logic in mind.

Example: Subscribers may be given a Service Center Address (SCA) as part of the subscribed service
profile. This is then transmitted in each SMS sent through the VMP. The SCA value can be used to
match a signaling connection, and hence an inbound path. Other SCCP parameters, such as the SSN,
the Point Code, or the Global Title Address can also be used to match incoming traffic onto virtual
connections and inbound paths. So, although all signalling is received over a set of SIGTRAN links, the
traffic can be divided into various streams by the administrator and assigned to different inbound paths.
So Messaging Manager can implement a "Virtual SMSC" by mapping the incoming SCA onto a path,
then treating traffic arriving over that path in a special manner.

Connection and path identification

Each adapter instance receives messages on one of many different connections defined for that adapter
instance. Whenever an inbound message is received, the adapter must determine which connection the
message arrived on, and map the connection to the associated inbound path.

For IP protocols (SMPP, EMI, and SIP), this is straightforward because the TCP connection on which a
message is received correlates directly with a configured logical connection. A relationship between the
TCP connection and the logical connection is established when the TCP connection is created.

For SS7 protocols (1IS41 and MAP), there is no persistent connection across messages, so instead,
Messaging Manager matches a logical connection to a message by comparing the SCCP address of the
originating node (contained in the message) with the list of defined connections. Once the best match is
established, it is used to identify the inbound path for that message.

A MAP connection is considered a match for an:

e MO-FSM message if its:

= GT, SSN, PC match the message's SCCP CgPA parameter
= SCA is a exact match of the message's RP-DA parameter

e MT-FSM message if its:

= GT, SSN, PC match the message's SCCP CgPA parameter
= SCA is an exact match of the message's RP-OA parameter

Only one path and connection can be assigned.
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SS7 connection matching rules

Since Messaging Manager allows the value "ANY" to be used in a connection's GT, SSN and PC
specification, the potential exists for many matches. This table shows the set of rules for identifying the

best match on a connection.

Precedence RP-DA (MO-FSM) CgPAPC CgPA SSN CgPA GT
RP-OA (MT-FSM)

1 (best match) Exact Match Exact Match Exact Match Prefix Match
2 Exact Match Exact Match Exact Match ANY

3 Exact Match Exact Match ANY Prefix Match
4 Exact Match Exact Match ANY ANY

5 Exact Match ANY Exact Match Prefix Match
6 Exact Match ANY Exact Match ANY

7 Exact Match ANY ANY Prefix Match
8 Exact Match ANY ANY ANY

9 ANY Exact Match Exact Match Prefix Match
10 ANY Exact Match Exact Match ANY

11 ANY Exact Match ANY Prefix Match
12 ANY Exact Match ANY ANY

13 ANY ANY Exact Match Prefix Match
14 ANY ANY Exact Match ANY

15 ANY ANY ANY Prefix Match
16 (worst match) | ANY ANY ANY ANY

Transaction Types

Introduction

The Messaging Manager Multigate system handles inbound messages slightly differently based on the
transaction type, and assigns a different default routing class to each one. The routing class is the
primary control value for determining how the message will be subsequently handled for onward routing.

Regardless of which path is assigned, all inbound messages are classified as being one of the

transaction types in this table.

Transaction Type | Description
Submit MO SMS from a handset or Submit from an ASP.
Deliver Any of:
e MT SMS from a foreign SMSC
e local SMSC (including sending to an ASP)
e FDA
Notify All delivery receipts.
Route Info HLR every request to determine the MSC that is serving a handset.
Command All other message types.

Note: IP protocols use terms Submit and Deliver, SS7 uses MO and MT.
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Submit type

A Submit transaction refers to a message that is being introduced into the messaging network (for
example: MAP MO_FSM, IS41 SMDPP (Submit), SMPP submit_sm or EMI). These messages
originate from a subscriber on the network or from an external ASP connected to the network. Typically
these messages need to be authorized and are subject to charging operations.

When the message first passes through the detection point in Messaging Manager Multigate, Submit
transactions are assigned a routing class of “Submit”.

To provide extended service control for Submit transactions, including charging and/or routing control,
the customer may implement one or more message control plans that are triggered through the Submit
trigger rules.

Deliver type

A Deliver transaction refers to any attempt to deliver a message directly to the destination address (for
example: MAP MT_FSM, 1S41 SMDPP (Deliver), SMPP deliver_sm or EMI). This may occur during the
First Delivery Attempt (FDA) that takes place from within Messaging Manager Multigate during a Submit
transaction processing, or due to any subsequent delivery attempt that is intercepted from the network.
Messages that are delivery attempts from a foreign SMSC may be redirected to Multigate by Navigator
and will enter the system as a Deliver transaction.

When the message first passes through the detection point in Messaging Manager Multigate, Deliver
transactions are assigned a routing class of “Deliver”.

To provide extended service control for Deliver transactions, the customer may implement one or more
message control plans that are triggered through the Deliver trigger rules.

Notify type

A Notify transaction refers to a delivery receipt (DR) message. These are typically intercepted by
Messaging Manager Multigate after an SMSC completes its final delivery attempt (successful or not)
and purges the SMS.

When the message first passes through the Detection Point in Messaging Manager Multigate, Notify
transactions are assigned a routing class of “Deliver”.

To provide extended service control for Notify transactions (including refunds on non-delivery), the
customer may implement one or more SMS Service Plans that are triggered through the Notify trigger
rules.

Routelnfo

The Routelnfo transaction is a request which is sent to an HLR to determine information regarding a
destination handset prior to send SS7 deliver transactions. Information can include:

e The address of the MSC currently serving the handset
e GPRS subscription information

e IMSI
e LMSI
e MIN

e ESN

Command type

All other messages are considered Command transactions and are assigned a routing class of “Relay”.
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Note: These messages do not undergo further processing, but are immediately directed to the default
outbound routing path that was configured for the message's inbound path.

Summary

To summarize, when a message passes through a detection point it is assigned, each transaction is
assigned the following default routing class.

Transaction Routing Class
Submit Submit
Deliver Deliver
Notify Deliver
Route Info Locate
Command Relay

Routing Class

Introduction

Routing classes are the message attribute which has the greatest impact on outbound routing control.
The routing class is first assigned a default value based on the transaction type (for more information,
see Transaction Types (on page 18)). The default routing class can be overridden by subsequent
service logic and set to a new value. Assigning new routing classes enables dynamic control over
routing.

Although outbound routing is one of the last events in the message model, it is useful to understand
routing classes when setting up inbound configuration because a lot of the inbound configuration is used
to set up the transaction for its eventual outbound routing treatment.

Routing class overview

There are five defined routing classes, and each class has its own method of determining “how” and
“‘where” to send a message. All routing classes ultimately result in external operations.

Routing Class Method Description

Default routing Uses the default routing path attached to the inbound path.

Submit Applies almost exclusively to Submit transactions and indicates to Multigate that it
should attempt to "submit" (or forward) the message to an SMSC. From the
SMSC viewpoint the message arrives in exactly the same manner as if it came
directly from the network switch, or a connected ASP. Hence Messaging
Manager stands in the submission path to apply enhanced services and acts as
an SMS Proxy between the originating party and the SMSC.

Deliver Can be applied to Submit, Deliver and Notify transactions and indicates to
Multigate that it should attempt to "deliver" (or forward) the message directly to
the destination. From the destination viewpoint the message arrives in exactly
the same manner as if it were being forwarded by the SMSC. Hence Messaging
Manager provides enhanced services and acts as an SMSC.

FDA Applies mainly to Submit transactions and indicates to Multigate that it should
perform First Delivery Attempt routing. This means a new Deliver transaction is
created and this will drive the Deliver method as described above. However, in
the event the Deliver does not succeed, the Submit method is driven for the
transaction. Hence the FDA routing class makes use of the Deliver and Submit
routing classes in order to drive service logic and external operations.
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Routing Class Method Description

Locate Causes the Routelnfo (MAP SRI4SM or IS41 SMSRequest) message to be sent
to an HLR, using the configured Locate routing rules.

Behaviour

When performing routing, Messaging Manager behaves in the manner appropriate for that routing class
and as expected by the destination. For:

e Signaling paths, where the destination is an:

= SMSC, Messaging Manager appears to be an MSC
= MSC, Messaging Manager appears to be an SMSC.

e [P connections, where the destination is an:

= SMSC, Messaging Manager appears to be an ASP
= ASP, Messaging Manager appears to be an SMSC.

Default routing

Messages with the Default routing class are routed directly to the default outbound path configured for
the inbound path they arrived on. The outbound path will have the same protocol, but must be a
different path.

Default routing rules are configured in the path definition. Any given path may have a "Default routing
path" assigned, and (to support aggregation) more than one inbound path can use the same outbound
Default routing path.

If outbound routing is called upon to perform "Default routing" routing and no outbound Default routing
path is defined for the inbound path, then the transaction is failed.

Default routing routing is used for Command transaction types. When the message arrives, the
outbound routing is actioned immediately. Such transactions do not pass through the upper layers of
the message model, but are simply transferred from the inbound to the outbound path. Messaging
Manager does not process these messages.

It is possible for an inbound path to have no associated outbound "Default routing" path (that is, Default
routing routing is disabled for this path). Transactions attempting a Default routing operation from such
an inbound path will fail with a Permanent Error and a message is logged to Intensive Logging.

Submit

For the Submit routing class, Multigate expects to send a "submit" PDU to a message center. The type
of PDU will depend on the outbound path selected, and hence the actual protocol to be used. It does
not depend on the inbound protocol.

For example, if it is a:

e MAP path, then a MAP MO_FORWARD_SHORT_MESSAGE will be constructed

e SMPP, a submit_sm PDU will be constructed

The PDU is then sent over one of the connections available for that path.

In either case, an SMSC is expected as the end-point. The path(s) to be used are configured as Submit
rules in the Routing table. These rules mean that a "best match" is made to select the routing entry.
More than one path can be defined for a routing entry, and each will be tried until one of the following
occurs:

e "submit" is successful

e A permanent error occurs
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e The path list is exhausted
If there is no "best match" Submit rule in the Routing table rule, Multigate will attempt a Default routing
operation.

Note that Submit routing really only makes sense for Submit transactions.

Deliver

For the Deliver routing class, Multigate expects to send a "deliver" PDU to the final destination. The
type of PDU will depend on the path selected, and hence the actual protocol to be used.

For example, if it is a:

e MAP path, then a MAP MT_FORWARD_SHORT_MESSAGE (MAP v3), or
FORWARD_SHORT_MESSAGE (MAP v1 or v2) will be constructed

e SMPP, a deliver_sm PDU will be constructed

The PDU is then sent over one of the connections available for that path.

In either case, an SME (that is, either an MSC or ASP) is expected as the end-point. The path(s) to be

used are configured as Deliver rules in the Routing table. These rules mean that a "best match" is made

to select the routing entry. More than one path can be defined for each given routing entry, and each

will be tried until one of the following occurs:

e "deliver" is successful

e A permanent error occurs

e The path list is exhausted

If there is no matching Deliver rule in the Routing table, Multigate will attempt a Default routing

operation.

Note: The Deliver routing class can be used from a Submit, Deliver or Notify transaction.

Submit transactions

When used from a Submit transaction, the Deliver routing class requests what is sometimes referred to
as a "single shot" delivery. In this case the current transaction is suspended and a new transaction is
invoked with:

e The same Inbound Path

e The same Originating and Destination Address domains

e Arouting class of Deliver

This new Deliver transaction proceeds through inbound processing to trigger control and may trigger
Deliver service logic.

If the Deliver transaction:

e Succeeds, the original Submit transaction is deemed successful
e Fails, the original Submit transaction fails as well
This is why it is referred to as single shot delivery.

Deliver and Notify transactions

The Deliver routing class is the standard mode of delivery for a Deliver or Notify transaction. The
transaction is synchronous with the delivery of the message to its final destination. If the Deliver
processing is successful, the Deliver transaction is deemed successful, otherwise the Deliver
transaction fails. The originating party is then notified of the outcome through a protocol level
acknowledgment.
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Locate

For the Locate routing class, Multigate expects to send a "Routelnfo” to the HLR. The type of message
will depend on the path selected, and hence the actual protocol to be used.

For example, if it is a:

e MAP path, then a SEND_ROUTING_INFO_FOR_SM will be constructed

e CDMA, a SMSRequest will be constructed

The message is then sent over one of the connections available for that path.

In either case, an SME (that is, an HLR) is expected as the end-point. The path(s) to be used are
configured as Locate rules in the Routing table. These rules mean that a "best match" is made to select

the routing entry. More than one path can be defined for each given routing entry, and each will be tried
until one of the following occurs:

¢ "Routelnfo" is successful
e A permanent error occurs
e The path list is exhausted

If there is no matching Locate rule in the Routing table, Multigate will attempt a Default routing
operation.

FDA

For the FDA routing class, Multigate expects to perform a first delivery attempt of a "deliver" style
protocol unit over a path that has an SME (ASP) as the end-point.

Note: The FDA routing class can be set for a Submit, Deliver or Notify transaction.

Submit transactions

When used from a Submit transaction the FDA routing class requests what is commonly referred to as a
"first delivery attempt". In this case the current transaction is suspended and a new Deliver transaction
is invoked with:

e The same Inbound Path
e The same Originating and Destination Address domains
e Arouting class of Deliver

This new Deliver transaction proceeds through inbound processing to trigger control and may trigger
Deliver service logic.

If the Deliver transaction:

e Succeeds, the original Submit transaction is deemed successful and completes normally without
further external operations.

e Fails, then the original Submit transaction resumes by invoking the Submit routing class. I[f this is
successful then the Submit transaction completes normally.

Only in very rare cases will both the Deliver and Submit routing classes fail and result in Submit
transaction failure.

Deliver and Notify transactions

The Deliver routing class is the standard mode of delivery for a Deliver or Notify transaction. The
transaction is synchronous with the delivery of the message to its final destination. If the Deliver
processing succeeds, the Deliver transaction is deemed successful, otherwise the Deliver transaction
fails. The originating party is then notified of the outcome through a protocol level acknowledgment.
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SMSCs

Introduction

Based on the incoming path, all messages arriving at the VMP are assigned to an SMSC. This is a key
aspect of Messaging Manager as it acts as a Virtual Message Point (VMP). For each Submit
transaction it can attempt to deliver messages as though they came from the SMSC assigned to the
transaction and will it will use this SMSC to store undelivered messages, if necessary.

Defining SMSCs

Within a routing scheme the administrator may define as many SMSCs as required. Each SMSC record
should correspond to an actual SMSC, or a group of network elements (each may be a separate SMSC)
that together implement an SMSC.

The main consideration is that an SMSC has a Global Title Address that is used as the Service Center
Address (SCA) in various network transactions. For example, when Messaging Manager attempts
delivery to a handset, it will perform an HLR lookup. This is a MAP
SEND_ROUTING_INFORMATION_FOR_SM in GSM networks and carries the SCA. If the device is
not available then the SCA is placed in the MWD (Message Waiting Data) in the HLR and when later the
device becomes available the HLR sends an alert to the SCA. Hence this same SMSC is also where
the message will be stored by the Submit method.

The SMSC is assigned based on the incoming path, but more than one path (even all paths) can be
assigned to a single SMSC. During message control and processing it is possible to change the
assigned SMSC, but this is then preserved throughout a Delivery routing and (if required) the Submit
routing process.

ASP Groups and Parameters

ASP accounts

An ASP account contains information about an Application Service Provider (ASP). It records the
services it provides and the limits which restrict how it can use the system. ASP accounts are a type of
ACS customer, and use the ACS customer profile. For more information about ACS customers, see
ACS User's Guide.

ASP groups and templates

Every ASP account belongs to an ASP group. ASP groups define the default information for all the ASP
accounts within that group. This can be used to streamline configuration by allowing a common
parameter to be changed at one point, and automatically propagate that change to all appropriate ASP
accounts.

Similarly, ASP accounts can be constructed as a templates. Templates are incomplete ASPs which can
be cloned into one or more fully-functional ASP accounts. An ASP account template cannot be used as
an ASP account (that is, it cannot be used to create paths and connections in a routing scheme). An
ASP account cannot be used as a template for creating other ASP accounts, only templates can be
used for this purpose.
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ASP groups and parameter defaults

Any ASP account parameter that is editable at group level can be defaulted to group level (that is, a
value is not required for it at the ASP account level). All parameter widgets which can be edited at the
group level will be displayed with a Default to group level check box. If the parameter cannot be edited at
group level, the check box will not be displayed. If the Default to group level check box is selected, the
parameter at the ASP account level will be defaulted to the value set at the ASP group level. This value
is not saved in the ASP account profile, and any value already there will be removed if and when the
dialog is saved.

Tip: The value stored at the ASP group level is displayed in a tool tip when the mouse is hovered over
the default check box.

Screening Rules

Screening rule list

The set of screening rules available is different for each transaction type as shown in the following table.

Rule Type Submit Deliver Notify Routelnfo
Calling Party Filter (on page 25) Y Y Y Y
Delivery Sequence Correlation (on page 26) Y Y

Destination Address Screening (on page 26) Y Y Y Y
Isolated Delivery (on page 26) Y Y

Layer Address Correlation (on page 26) (GSM Y Y Y Y
only)

Originating Address Screening (on page 27) Y Y Y

Roaming Location Validation (on page 27) Y

Notes:

e Screening rules are not applied to traffic from any path which has the This is a trusted path check box
selected. For more information about this check box, see Path screen fields (on page 82).

e To use the full screening capabilities, a valid screening license must be purchased. Unlicensed
users will only have access to the originating address screening and destination address screening
rules.

Monitoring screening rules

If a screening rule is in monitoring state, the rule is not applied. Instead an EDR is written recording the
SMS/call details, and the screening rule ID for the rule which would have blocked the SMS/call.

Note: If a rule is in monitoring state, an EDR will be written regardless of whether the Write EDR check
box is selected for that rule.

For more information about EDR post-processing, see EDR Reference Guide.
Calling Party Filter

This check is used to:

e Screen out (blacklist) known rogue entities on the network (pirates)
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e Allow (white list) known safe entities
A message will be screened if all of the following apply:

e ltis received on a path that is does not have the This is a trusted path check box selected
e The “Calling Party Filter” rule is configured for the message's transaction type
e The message's SCCP calling party global title is matched by the screened global title list

When this rule is selected the Global Title Screening Rules (on page 105) panel is displayed on the
screen.

Delivery Sequence Correlation

If an inbound deliver or notify message is received on a path that is not flagged as trusted and the
“Delivery Sequence Correlation” rule is specified, Messaging Manager will compare the message
parameters with the corresponding Routelnfo that was previously received. Message parameters are
matched as follows, and the message is screened out if any of the comparisons fail:

MT SMS Field Expected Value

SCCP Calling Party SCCP calling party of the Routelnfo

SCCP Called Party GT returned by Messaging Manager in response to the Routelnfo
SCA SCCP calling party of the Routelnfo

Destination Address Screening

Destination address screening rules check the digits of the destination address against a configured list
of prefixes. For each address prefix, an address rule will specify that the message has either passed or
failed screening.

If the address rule is a:

e 'pass'rule, it will assign a destination domain for subsequent processing.
o ‘fail rule, it will specify the action to take.

When this rule is selected the Destination Screening Rules (on page 109) panel is displayed in the
bottom part of the screen.

Isolated Delivery

When a mobile-terminated SMS (MAP MT-ForwardSM and IS41 SMDPP) is received, the isolated
delivery rule checks that a Routelnfo message (HLR lookup) was received before the SMS. If a delivery
sequence correlation rule (described above) is also used, Messaging Manager will check that the details
in the two requests match up.

If MSID masking is on, or an Accept action is used, MM responds to incoming Routelnfo messages with
a temporary IMSI (or MIN). This means that when a subsequent deliver or notify message is received, it
will use the MM-generated IMSI, so can be linked with the previous Routelnfo.

If an inbound deliver or notify message is received on a path that is not flagged as trusted, the “Isolated
Delivery” rule will check that the IMSI corresponds to one that was previously generated in response to
a Routelnfo. The message will be screened out if this is not the case.

Layer Address Correlation

When a message is received, MM can do a basic check to ensure that the parameters provided in the
SCCP layer and MAP layer are consistent.
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If this rule is used and a MAP message is received on a path that is not flagged as trusted, MM will
verify that the prefixes of the following MAP and SCCP address match:

Message Type SCCP Field MAP Field

Routelnfo CallingParty Service Centre Address
Deliver / Notify CallingParty SM-RP-OA

Submit CalledParty SM-RP-DA

The number of digits to compare for the SCA Consistency check is determined by finding the longest
country prefix matching the address, in the SCA Consistency Rules (on page 106) panel displayed in
the bottom part of the screen.

Originating Address Screening

This rule checks the digits of the originating address against a configured list of prefixes. For each
address prefix, an address rule will specify that the message has either passed or failed screening.

If the address rule is a:

o 'Pass'rule, it will assign an originating domain for subsequent processing
o 'Fail' rule, it will specify the action to take

When this rule is selected the Originating Screening Rules (on page 109) panel is displayed in the
bottom part of the screen.

Roaming Location Validation

An additional correlation check can be applied to mobile-originated SMSs (MAP MO-ForwardSM and
IS41 SMDPP) to validate that when a message comes from a local subscriber via a foreign network, that
subscriber is actually known to be roaming.

If a mobile-originated SMS is received on a path that is not flagged as trusted, this rule will force
Navigator to query the HLR to determine the MSC serving the originating subscriber. A message will
pass if the Calling Party SCCP Address and MSC address from the HLR match, to the determined
number of digits.

When this rule is selected the RLV Prefix Rules (on page 111) panel is displayed in the bottom part of
the screen.

Address Domains

Introduction

Each message transaction involves an originating address as the message sender, and a destination
address as the message receiver. These are generally E.164 or Short Dial Code (SDC) digit strings.

Messaging Manager enables you to assign an originating domain and a destination domain for each
message based on the originating and destination address and/or incoming path. Messaging Manager
uses domains as one of the criteria for matching when performing throttling, triggering and routing.

Note: If no domain is configured, the message will use the default domain.

By setting up domains to group addresses subsequent message processing and routing configuration
can be simplified.

Examples:
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e By using one or more address or path prefix matches you may group together all the numbers that
belong to a specific operator into a single domain, and then name the domain so the ownership of
the numbers is obvious.

e A domain can be defined to contain all "foreign international" numbers.

e For an ASP the same approach can be used to group any SDC numbers into a domain that is
named to reflect the service provider.

Domain classification

Here is a simple diagram showing an inbound message going through the domain classification
process.

=

.| Inbound path Address
.—@ classification

Example: If a message arrives with an Originating address of 021 185 3821, Messaging Manager looks
up originating address screening and destination address screening rules to find a match.

Example address classification

This table shows a typical address classification table.

Path Prefix Address Prefix Address Domain
Foreign 1 USA

Foreign 61 Australia

* 031 Telefony

* 035 Teleco 3

Test 0219 Test

Using the above table, Messaging Manager uses the path and originating address to find a match on the
listed prefixes. When a match is found, the originating domain will be assigned from the Address
domain for the rule. In this example, the path name of "any" and prefix of 035 results in an originating
domain of Teleco 3 being selected.

By using the inbound path name as a qualifier there can actually be many "address spaces" set up for
the same numbering scheme. For example, even where the originating address is the same for two
messages, depending upon which path the message takes into Messaging Manager it can be placed
into a different domain.

As another example, based on the SCA, an inbound path can be assigned (described as "virtual SMSC"
support above) and then the terminating address (say 333) can be assigned to a different terminating
domain name - one may be "Sport" and another "Weather". This means that the same destination
number (333) can be routed to a different application as they "appeared" to be sent to a different SCA
and hence Messaging Manager can implement behavior associated with the different SMSCs.

The originating domain name is significant in Submit processing rules and the terminating domain name
is used for Deliver processing rules.
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Congestion Control

Throttling rules

Throttling rules match on domain and transaction type. A "best match" throttling rule is selected by the
transaction and this rule will specify the congestion point for such a transaction.

For a matched domain, it starts to drop traffic when the total traffic is above the specified limit. Matching
on domain enables Messaging Manager to throttle different services at different congestion points.

Applying throttling

The throttling congestion point is simply a percentage value and indicates the point at which this type of
transaction is considered to reach a point of congestion in the system and be throttled. The value
relates to the overall concurrent transaction limit for the system.

Example: By setting a value of 75%, for a given domain (like Televoting) then, in effect, the administrator
is ensuring there is a 25% headroom for other types of transactions. Televoting transactions will be
throttled when the system has reached 75% capacity and hence a Televoting event cannot cause
disruption to all other types of messaging.

Triggering

Introduction

Triggering rules provide the core message processing functionality. Messages which match transaction
type and domain and/or address prefix are processed in one of the following ways:
e By using a specified control plan.

e By performing a specified action. Available actions are: route, route unchanged, relay, accept,
reject, or discard.

Matching messages can also have their routing class changed.
By triggering to a message control plan, extended service logic can be applied to perform more detailed

checks and processing on the message; for example, to filter out unwanted transactions (anti-spam
function), or to apply charging or alternate routing controls.

The trigger rule also provides the first opportunity to select a transaction in order to apply a new action
or routing class, thus changing the default value.

Example: If you require all Submit messages to undergo a First Delivery Attempt (FDA), then it makes
sense to set the routing class to FDA on the appropriate Submit trigger rules. This means that the
message control plan does not need to set the routing class, and if a control plan is not used the
processing will continue with the routing class changed to FDA.

Trigger rules

Messaging Manager triggers based on the best match against domain name and address prefix.

e Submit transactions match on originating domain name and address prefix.
o Deliver, Notify and Routelnfo transactions match on destination domain name and address prefix.
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Message Control Plan options

Trigger rules which specify that the message is triggered to ACS, nominate or guide the selection of the
message control plan to execute. When the control plan returns signaling to Multigate, it can indicate
which transaction processing action to take.

Signal Description

Release Perform one of:
e Accept (reason code 127)

e Reject (reason code 1 to 118)
e Discard (reason code 126)

Continue (or no | Progress to outbound routing with parameters unchanged.
control plan Will be one of:

matched) ¢ Route action for Submit, Deliver or Notify transaction types
e Relay action for Routelnfo transaction type
Connect Progress to outbound routing with modified parameters.

Will be one of:
¢ Relay, Route, or Route Unchanged action from the Attempt Delivery
Pending node

e Route action from the Attempt Delivery Pending with Billing node

Note: Actions can be specified directly without the need to invoke a control plan.

Accept action

The Accept action sends the release cause code 127 to Messaging Manager.
The Accept action does nothing with the message, but tells the caller that it was accepted.

For control plan configuration details see Accept feature node.

Discard action

The Discard action sends the release cause code 126 to Messaging Manager.
The Discard action drops the message without sending any response to the caller.

For control plan configuration details see Discard feature node.

Reject action

The Reject action sends a specified (default configured value, or feature node configured value, see
Reject feature node.) Release cause code to Messaging Manager. The Reject action sends an error
back to the caller.

If this is a:

e Submit transaction, the subscriber will see a "Message not sent" indication on their handset.

o Deliver, Notify, or Routelnfo transaction, then the caller (an SMSC) will keep the message for a
subsequent retry unless a permanent error is signaled.
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Route action

For the Route action, various parameters may have been changed by the service logic within the
message control plan. By dynamically modifying parameters in the message control, Messaging
Manager provides flexible control over transaction processing. The parameters that may be changed
and the effects of changing the value are described in this table.

Parameter Effects of modification

Originating address Used to mask or alter the identity of the sender.

Originating domain Used to modify any routing rules that are based on the originating domain
name.

Destination address Used to alter the destination service address.

Destination domain Used to modify any routing rules that are based on the destination domain

name (perform alternate routing)

Routing class The routing class can be changed under service logic. This is most
effective for Submit transactions to attempt as “single shot” by assigning
the routing class to “Deliver”, or for performing a First Delivery Attempt by
assigning the routing class to FDA.

Message Centre Used to modify the SMSC name that is used for Submit processing to an
SMSC.

Route Unchanged action

The Route Unchanged action passes messages back to the originating network without modification, for
delivery to the subscriber by the originating network. The Route Unchanged action applies only to
Routelnfo transactions only. It differs from Route actions only in the following ways:

¢ When analysing the result of a Routelnfo transaction request, the identity of the sender stays the
same, it is not altered or masked.
e Mobile Switching Center (MSC) information is not set in the Routelnfo transaction response.

Relay action

The Relay action is the same as for the Route action, with the Originating SCCP address modified so
that the response is sent directly to the caller. This action applies to Routelnfo transactions only.

Routing

Introduction

Outbound routing is based on:

e Routing class
¢ Domain and/address prefix (destination and/or originating depending on routing class)
e (for Submit routing class only) SMSC

In general, outbound routing of messages proceeds according to the assigned routing class for the
transaction.

Note: Failure either due to delivery failure or due to no path being specified does not necessarily mean
that the message will not be delivered. If a control plan has been triggered, and has an active
NoAnswer trigger, then we will return to the control plan and it may determine to re-attempt delivery
using an other mechanism, or even to retry using the same mechanism.
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Default routing

When Messaging Manager needs to force relay a message, it routes it down the default routing path.
For more information, see Default routing (on page 21).

Default routing paths are used when Messaging Manager has determined that the message can only be
delivered through the same protocol it was received on. For example, if a message utilizes protocol-
specific features, Messaging Manager ignores the allocated routing class and default routing is
performed. Default routing paths always use the same protocol as the inbound path.

Submit routing

Each routing rule is defined in terms of an originating domain (or address prefix), destination domain (or
prefix), and routing class (for example: Submit, Deliver).

Deliver routing

This table describes the criteria Messaging Manager uses to determine the best match for routing which
doesn't follow the default routing rules.

Best Match Routing Class Originating Destination

1 (Best) Deliver Longest Prefix Longest Prefix
2 Deliver Exact Domain Longest Prefix
3 Deliver “ANY” Domain Longest Prefix
4 Deliver Longest Prefix Exact Domain
5 Deliver Longest Prefix “ANY” Domain
6 Deliver Exact Domain Exact Domain
7 Deliver “ANY” Domain Exact Domain
8 Deliver Exact Domain “ANY” Domain
9 (Worst) Deliver “ANY” Domain “ANY” Domain

Determining the best match submit routing rule

This table shows the criteria Messaging Manager uses to determine the best match for Submit message
which don't use the default routing rules.

Best Match Routing Class Message Center name Originating

1 (Best) Submit Exact Match Longest Prefix
2 Submit Exact Match Exact Domain
3 (Worst) Submit Exact Match “ANY” Domain
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Chapter 3
Messaging Manager Screens

Overview

Introduction

This chapter explains how to use the Messaging Manager (MM) screens. The screens are used to
maintain the Messaging Manager configuration database.

Because database data related to any screen can be changed at any time, no attempt is made to
explain how the various screens and database content work together. For information about how
everything works together, see the chapter on Configuration Scenarios (on page 165).

In this chapter

This chapter contains the following topics.
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Introduction

Database configuration

Parts of the Messaging Manager configuration are located in a database. The database is maintained
through the Messaging Manager screens.

Configuration sequence

While the Messaging Manager screens can generally be used in any sequence, some screens depend
on information configured by other screens. Consequently, the following sequence is recommended:

Add all required adapters.

Add all required schemes.

For each scheme, add all required domains

For each scheme, add all path requirements.

For each scheme path, add all path connection requirements..

For each scheme domain, add all address screening rule requirements.
For each scheme, add all routing requirements.

For each scheme, add all triggering requirements.

Add all node requirements.

O© 00O NO O WNNPE

Note: Originating/ destination address screening rules depend on path prefix, therefore advisable to
create paths first, although there is no hard dependency.

The screen detail information below is presented in this sequence.
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Example network

For the purposes of this document let us pretend that the network entities that are to be configured to

use Messaging Manager are as follows:
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These details will be used throughout the document as we work through examples of setting up and
configuring Messaging Manager to perform standard services.

Starting the Messaging Manager Screens

Accessing the application

Before you can open any of the Messaging Manager screens, you must log into Service Management

System.

For more information about logging into SMS, see SMS User's Guide.
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SMS Login screen

Here is an example of the SMS Login screen.

O SMS Login [Z”ille

ORACLE

COMMUNICATIONS
Network Charging
and

Control

User Narme | |

Password | |

| OK || Cancel |

Logging into SMS

Follow these steps to log into SMS.

Step Action

1 In the User Name field, type your username.

2 In the Password field, type your password.
Notes:

e Passwords are case sensitive.

e You have three attempts to enter a correct username and password before the User
ID is locked. If this happens, you must see your System Administrator to re-activate it.

3 Click OK.
Result: You see the Service Management System main screen.
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Services Menu

SMS main screen

Here is an example of the Service Management System main menu showing the Messaging Manager
menu options.

2 SU - Service Management System

Qperatar Functions Help
ACS Service

ing Manager Configuration

Replication
Action and Error Codes

OR g Raouting Scheme Edit Control
hh‘

Messaging Manager menu options

This table describes the menu options accessible from the Messaging Manager menu option.

Menu Description

Configuration Provides access to the creation and maintenance screens for triggering, paths,
domains, screening, throttling and routing rule configuration.

See Messaging Manager Configuration Screen (on page 39) for details.

Replication Provides access to the creation and maintenance screens for MM node
replication configuration.

See Messaging Manager Replication Screen (on page 135) for details.

Action and Error | Provides access to the creation and maintenance screens for MM release cause
Codes codes.

See Messaging Manager Action and Error Codes (on page 139) for details.

Routing Scheme | Provides access to the enabling screen for MM routing scheme components.
Controls See Messaging Manager Routing Scheme Edit Control (on page 161) for details.

User Access Control

Access templates

To prevent unauthorized access, an additional security template for Messaging Manager replication can
be found in the SMS application.

For details on creating user access templates and general access authorization, see SMS User's Guide
chapter on configuring users.
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Messaging Manager User access template

Here is an example showing the Messaging Manager system administrator template for restricting user
access to Messaging Manager activities.

£ SU - User Management

[ Find ][ Save ][ Delete ][ Clear ][ Close ]
User | Template | Templake Creation |Quality of Service

Template Name | Messaging Mgr Admin | Descripkion | Full access to Messaging
Available Permissions Allocated Permissions
1-5M5 ~ =-Apps

SPM =M

LIS EI---MMX License Configuration

LPC . leCreateDelete

U330 B [ Release Cause Configuration

Woucher Manager | leCreateDelete

[=-¥M5 EI MM Replication Configuratian
=J-MM License Configuration | leCreateDelete

. LeCreateDelste =-#MS Screens

-Readmadify LCreateDelete

: -ReadOnky

=M Release Cause Configuration

. lecreateDelste

-Readrodify

: Readdnky

EI M Replication Configuration

o CreateDelete
I P T

Chapter 3, Messaging Manager Screens 37






Chapter 4

Messaging Manager Configuration
Screen

Overview

Introduction

This chapter explains the tabs that are available on the Messaging Manager Configuration screen and
the configuration that is achieved using these screens.

In this chapter

This chapter contains the following topics.
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Messaging Manager Configuration Screen

Introduction

The Messaging Manager Configuration screen enables you to configure resources used by MM. It
contains these tabs:

e Schemes (on page 45)

e Nodes (on page 41)

¢ Networks (on page 52)

e SMSCs (on page 54)

e ASP Parameters (on page 56)

e ASP Groups (on page 61)

e ASPs (on page 64)

Accessing the Configuration screen
Follow these steps to open the Configuration screen.

Step Action
1 Select the Services menu from the SMS main screen.
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Step Action

O 5L - Service Management System

File
Renplication
Action and Errar Codes
ORA Routing Scheme Edit Contral
hh’
2 Select Messaging Manager.
3 Select Configuration.

Result: You see the Messaging Manager Configuration screen.
For more information about:

e The screen's content and how to enter configuration information, see the other topics in this chapter.

e How all the information works together to create the Messaging Manager configuration, see
Configuration Scenarios (on page 165).

e Logging into the Service Management System screen, see SMS User's Guide.

Messaging Manager Configuration screen

Here is an example Messaging Manager Configuration screen.

O SU - Messaging Manager Configuration |’._||’E|P5__<|
Modes | Schemes SMSCs Mebworks ASP Parameters ASP Groups ASPs
MNode Description Scheme Group Last Updated By
x4 3ts3-scp LEE a |05{3ulf2010 11:22:14 =] ~
w
IP address Redirection Last Updated By
0.0.0.0 | [13{May 2010 09:55:17 [rr_aDmMIN |~
192.168,26.232 HES 121{May(2010 09:16:58 L [
w
[ ade. ][ Edt. |[ Remowe..

crmxd Sts3-scp (10 4) was last uopdated by SU on OSUWE2010 at 11:22:94 using terminal 182 168 25 65

40 Messaging Manager User's Guide



Naming conventions

As part of the configuration process, names for items such as paths and connections are required.

To make maintaining a large number of configuration items easier, a naming convention should be
used, such as basing path names on the destination.

Example: For incoming MAP protocol based messages, paths are automatically generated using path
names similar to:

¢ MAP_MC_Adapter_Name
e MAP_SME_Adapter_ Name

Nodes

Introduction

The Nodes tab allows you to add and change the values for the nodes. The nodes for Messaging
Manager to load are established at installation time, and can be the SLC name (default) or any other
name entered at that time. The node definition is created with default values that may then be changed
through the node configuration screens.

To concatenate user messages, MM needs to be able to process all network packets that are part of a
user message on a single MM node. This node is selected based on the B-party address, which will be
the same for all message segments.

This is achieved by using a directory function that can map each destination number to a particular
processing node.

This makes it necessary for all the MM nodes to be aware of each other and be able to pass a message
on to any other node. This is done with a minimum amount of configuration required by the user by
putting node data into the existing replicated node table as part of the install of each SLC instance.
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Nodes tab

Here is an example of the Nodes tab.

O 5L - Messaging Manager Configuration g@g|
Modes Schemes SMSCs Mebworks ASP Parameters ASP Groups ASPs
Mode Description Scheme GEroup Last Updated By
cmxd3ts3-scp 153 A [05{2ulf2010 11:22:14 sU ~
v
IP address Redirection Last Updated By
0.0.0.0 | [13{May 2010 09:55:17 [rr_aDmMIN |~
192.168.26.232 WES i21May/2010 09:16:58 su |
v
[ ade. | Eat. ][ Remove..

chud 3ta3-sc0 (10 £) was fast updated by SU on OSU0WER0T0 at 112294 ysing terminal 192 168 2565

Nodes fields

This table describes the function of each field.

Field Description

Name A unique identifier of the MM instance. Set during the SLC node installation.

Redirection Port

The listening port on the node being configured. Other nodes will connect to it
using this as the destination port.

Note: Default value requested by the install process.

The IP address used by the MM instance for communicating with other MM
instances.

Note: Default value requested by the install process.

Concat Group

Defines a set of processing nodes that work together to join concatenated
messages. This node does not redirect concatenated messages to other SLCs if
the group is NULL.

Note: Default value is NULL.

Routing Scheme

The scheme name to associate with this node. This can be any of the configured
Scheme names. See Schemes (on page 45).

Note: Default value is (Unspecified).

Interface Interface record used by this node.
These values are configured in the scheme which is assigned in the Routing
Scheme field.

IP Address IP address of network adapter used for the interface in the corresponding

Interface column.
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Field Description

Note: This field can be changed by clicking in the cell.

Description An optional description of the node.

IP address fields

This table describes the function of each field.

Field Description

IP Address IP addresses which either are or are not available to be assigned to an interface
in this node.

Used for Whether or not this IP address can be used for redirection.

redirection Only one of a node's IP addresses can be used for redirection.

Adding IP addresses

Follow these steps to add a new IP address.

Step Action
1 In the Nodes tab, select the node to add an IP address to.
2 Click Add....

Result: The Add IP Address to 'node' screen appears.

Add IP address to ‘eng-host06-z1* @

1P Address: ||

[] Used For redirection

[ Help H Cancel ]

3 Enter data in the fields to configure this record.
For more information about the fields on this screen, see IP address fields (on page 43).
4 Click Save.

Editing IP addresses

Follow these steps to edit the details of ip address records.

Step Action

1 On the Nodes tab, select the node which is associated with the IP address to edit.
Result: The IP addresses available to the selected node will appear in the bottom panel.

2 Select the IP address record to change and, and click Edit....

Result: The Edit IP Address from 'node’ screen appears.
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Step Action

Edit IP address of ‘eng-host06-z1"* E]

IF Address:  |192.0.2.0]

[ Used For redirection

[ Help ][ Cancel H Save ]

3 Edit the fields with the changes to make.

For more information about the fields on this screen, IP address fields (on page 43).
4 Click Save.

Removing IP addresses

Follow these steps to remove an IP address record from a node.

Step Action
1 On the Nodes tab, select the node to remove an IP address record from.
Result: The IP addresses available to the selected node will appear in the bottom panel.
2 Select the IP address record to remove, and click Remove....
Result: The Remove IP address 'ip' prompt appears.
3 Click Remove.

Result: The IP address is removed from the database.

Adding nodes

Nodes cannot be added using the configuration screens.

Nodes can only be added at installation time for the SLC being installed, using the host name as the
node name. See Installation Guide.

Editing nodes

Follow these steps to edit an existing node record.

Step Action
1 From the table on the Nodes tab, select the node to edit.
2 Click Edit or double-click the record.

Result: The Edit Node 'Node_Name' screen appears.
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Step Action

Edit Node "eng-host06-z1"

Mame:
Redirection Port: | 7377
Concak Group: Drawan
Raouting Scheme: | DocTest b
Interface IF Address
NIC_A 192.0.2.0 ey
MIC_E (Unassigned)
192,1658.14.156
w
Description: Created from Python
[ Help l [ Cancel ] [ Save ]
3 Edit the fields with the changes to make.

For more information about the fields on this screen, see Nodes fields (on page 42).
Notes:
e The Routing Scheme list box lists all the schemes which can be assigned to this node.

e The node name cannot be changed once it is installed. The only way to change is to
remove the SLC concerned and then re-install using the desired node name.

e You can change the values of the IP Address column by clicking in the cell to change.

4 Click Save to save the updated Node record in the configuration database.

Deleting nodes

Nodes cannot be deleted using the configuration screens.

Nodes can only be deleted by the removal of a SLC.

Schemes

Introduction

The Schemes tab allows you to manage all the routing definitions for the Messaging Manager
configuration.
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From this tab you can add or edit schemes, specifying the name and description. You can also edit the
scheme configuration by opening the Schemes screen. This is documented in the chapter - Messaging
Manager Schemes (on page 73).

Note: Schemes are assigned to nodes in the node configuration on the Nodes tab.
A scheme is a set of rules for how to treat and route messages.
These rules define, for multiple protocols, what:

e Paths touse

e Connections to use
e Billing domain to use
e Filtering to use

e Actions to take

Note: Only one scheme may be used by each instance of Messaging Manager. However, where several
instances of MM are running, each may use a different scheme.

Configuration options

This table shows the functions to be configured for a scheme.

Function Description More information
Adapters Configure protocol adapters. Adapters (on page 75)
Interfaces Configure network interfaces. Interfaces (on page 78)
Paths Configure the paths associated with adapters. Paths (on page 80)
Connections Configure connections used by paths. Path Connections (on
page 85)
Screening rules | Configuring screening and anti-spam rules. Screening (on page 98)
Addressing rules | Configure address categorization rules. Addressing (see

"Address Domains" on
page 27, on page 114)

Throttling rules Configure throttling rules. Throttling (on page 119)

Triggering rules | Configure triggering rules. Triggering (on page
122, on page 29)

Routing rules Configure outbound routing rules. Routing (on page 128)

For more information about how these functions are configured together in a scheme (including the
order in which rules are applied), see MM User's Guide, Message Routing and Processing topic.
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Schemes tab

Here is an example of the Schemes tab.

© SU - Messaging Manager Configuration

[ Mew..., ][ Edit... ][ Delete, ., ][ Refresh ][ Close ]

Modes Schemes SMSCs Metworks &SP Parameters ASP Groups A5Ps

Scheme Active Nodes Mekwork Description Last Updated By
Mobinil SMS Gy Default For CR 106857 ZZ2[ 2010 13:12:06 Su
153 1 Default 05/ Iulf2010 11:22:14 =i

b

Copy... ] [ open... ] |:|In niEw window
TS2 (10 1) was last Wodated by SU on 032010 &t 112214 Lsing terminal 192 168 2565
Schemes columns
This table describes the content of each column.
Column Description
Scheme Name of the routing scheme.
Active Nodes Number of nodes using this routing scheme.
Network The network which this scheme will use unless overridden by other configuration.
This column is populated by the Default Network field.
Description Meaningful description of this routing scheme.
Last Updated Date and time when this routing scheme was last updated.
By User ID of last update for this routing scheme.
Schemes buttons
This table describes the function of buttons specific to the Schemes tab.
Note: Some buttons are only available for some routing schemes.
Button Description
Copies the currently selected scheme and all associated data to a new scheme.

See Copying schemes (on page 48).

Cpen. .. Displays the selected scheme details for editing.
See Opening schemes (on page 47).

Opening schemes

To view and manage a scheme configuration, it must be opened.
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Follow these steps to open a scheme:

Step Action
1 In the table on the Schemes tab, select the record to open.
2 If one or more schemes are already open, perform one of the following actions:
e Select the In New Window check box to open the selected scheme in a new

window

e Deselect the In New Window check box to open the selected scheme in one of the
current scheme windows.

3 Perform one of the following actions:
e Double-click the record in the table
e Click Edit

Result: The Messaging Manager Scheme 'scheme_name' screen appears.

O SU - Messaging Manager Scheme ‘Doc SMS GW*

[ Mew... ] [ Edit. .. ] [ Delete. .. ] [ Refresh ] [ Clase ]
Adapters Interfaces Paths SCreening Addressing Throttling Triggering Routing
Adapter Protocol Last Updated By
COMA_Adaptor IS4 CoMA 06/Ockf2010 15:40:59 sU ~
SIP Adaptor SIF 06/ 0ck/2010 15:41:15 U
SMPP Plugin SMPP 15/1ul{2010 11:058:52 M _ADMIN

CONA Adzptar (10 21) was fast updated b SU an 08Oct2010 st 15:40:59 nsing termingl 192 168 25 81

For details on using this screen, see Messaging Manager Schemes (on page 73).

Copying schemes

A new scheme can be added from scratch or based on an existing scheme.
Follow these steps to create a new scheme from an existing scheme.

Note: All nodes, adapters and scheme details are copied from the existing scheme and attached to the
new scheme.

Step Action
1 In the table on the Schemes tab, select the record to copy.
2 Click Copy.

Result: The Copy Scheme 'Scheme_Name' screen appears.
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Step Action

Copy Scheme ‘edr_homer_saf_pme_Route' E|
‘You are ahoutto save a copy ofthis scheme under a new name.
This will create a new scheme with a copy of all existing configuration elements.
Modes assigned to the old scheme will MOT he affected.
Save As: edr_homer_saf_pme Route
Description:  Created by ConfigComponent ~
W
[ Help ] [ Cancel ]
3 In the Save As field, enter the name of the new scheme.
4 In the Description field, enter a description of the new scheme.
Result: The Save button becomes available.
5 Click one of:

e Save to save the new scheme record in the configuration database
e Cancel to close the panel without copying the scheme

Note: Copying a scheme will copy all the existing configuration elements of the original
scheme to the new scheme.

Scheme fields

This table describes the function of each field on the New Scheme and Edit Scheme screen.

Field Description

Name The scheme name.

Note: This field cannot be changed after it is first saved.

Default Network [ The network to use unless overridden by other configuration.
The values configured in this field are displayed in the network column.

Description Free text description for this scheme.

Also create A check box on the new scheme. Select to auto generate a default domain.
default domain
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Adding schemes

Follow these steps to add a new scheme to the configuration database.

Step Action

1 From the Schemes tab screen, click New...
Result: The New Scheme screen opens.

New Scheme g|

Marne:

Default network: | Default w

Description: Y

&lso create default domain

[ Help ] [ Cancel ]
2 In the Name field, enter the name of the new scheme.
3 In the Description field, enter a description of the new scheme.

4 If you wish this scheme to:
¢ Also create a default domain, leave the Also create default domain check box
selected. This will create domain named 'Default’.

e Otherwise deselect the Also create default domain check box.
Result: The Save button becomes available.
5 Click Save to save the new scheme record in the configuration database.
Note: When a scheme is created, a set of default paths will be created that cannot be changed by the
user. These paths are created as follows:

e For each MAP adapter record these predefined paths will be created:

= MAP_SME_Adapter_ Name
= MAP_MC_Adapter_Name

e For each IS41_CDMA adapter record these predefined paths will be created:

= [S41_CDMA_SME_Adapter_Name
= [S41_CDMA_MC_Adapter_Name

e For each IS41_TDMA adapter record this predefined path will be created:
= 1S41_TDMA_SME_Adapter_Name

e For each Internal adapter record this predefined path will be created:
= INTERNAL_SME_Adapter_Name

Editing schemes

Follow these steps to edit an existing scheme record.

Step Action
1 In the table on the Schemes tab, select the scheme to edit.
2 Click Edit or double-click the record.
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Step Action
Result: The Edit Scheme 'Scheme_Name' screen opens.

Edit Scheme ‘edr_homer_saf_pme_Route'

Mame: | |

Default networlk: |DeFauIt v|

Description: Created by ConfigComponent ~

W
[] Alsa create default domain
[ Help ] [ Cancel ] [ Save l
3 Configure this record by entering data in the fields on this screen.
For more information about the fields on this screen, see Scheme fields (on page 49).

4 Click Save to save the updated scheme record in the configuration database.
Deleting schemes
Follow these steps to delete an existing Scheme record.
Step Action
1 In the table on the Schemes tab, select the record to delete.
2 Click Delete.

Result: One of the following dialogs appears:
e The Delete Scheme 'Scheme_Name' confirmation prompt appears:

Delete Scheme ‘MO_MO*

\_?\/ Are ywou sure you want ko delete this scheme?

[ Delete l [ Don't Delete ]

e The Scheme In Use prompt appears.

£ Scheme In Use

4 routing nodes are using this scheme - it cannot be deleted

3 If the scheme can be deleted, click one of the following:
e Delete to delete the record from the configuration database

e Don't Delete to cancel the delete.
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Networks

Introduction

The Networks tab allows you to define the global (outside routing schemes) parameters to achieve the
desired flexibility of the foreign subscriber gateway.

Networks tab

Here is an example of the Networks tab.

> 51 - Messaging Manager Configuration

[reren | [_com |

Modes Schemes SM3Cs Metwarks A5P Parameters &3P Groups A5Ps

Mekwork, Description Last pdated By
Default |DeFau|t Metwork, installed by MM |13I|'Jan,|'201E| 17:15:02 Feitl_ADMIN ~

Defauit (10 1) was [ast wociated Dy MV ADVIN on { 3an2010 &t 17:75:02 waing terminal M instali

Networks columns

This table describes the content of each column.

Column Description

Network Name of the network.

Description Meaningful description of this network.

Last Updated Date and time when this network was last updated.

By User ID of last update for this network.

Networks fields

This table describes the function of each field.

Field Description

IMSI Masking e Selected - Specifies that MM will replace real MSIDs (IMSls or MINs) with
internally generated temporary MSIDs.

e Deselected - Default - temporary MSIDs not used, unless Accept trigger
rules for a Routelnfo action are encountered.

IMSI MCC Country code to use when building temporary IMSIs.
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Field Description

IMSI MNC Network code to use when building temporary IMSls.

MSIN prefix Fixed initial digits of the MSIN part of the IMSI when building temporary IMSIs.

MSIN length <= 15 Number of digits to use for the remaining part of the MSIN when building
temporary IMSls.

MIN prefix Up to 10 fixed initial digits to use when building a temporary MIN.

Editing networks

Follow these steps to edit an existing network.

Step Action
1 From the table on the Networks tab, select the network to edit.
2 Perform one of the following actions:
e Double-click the record in the table
e Click Edit
Result: The Edit Network 'Network_Name' screen appears.
Edit Network ‘Default X]
Mame:
IMSIMCC: |00 IMSIMNC: | 00
IMSI masking
MSIN prefi: | O M3IM length: |5 v
MIN prefix: 0
Description:  Default Metwark, installed by MMy A
w
[ Help ] [ Cancel ] [ Save ]
3 To generate temporary MSIDs (for IMSIs or MINs), select the IMSI masking check box.

Note: Leaving the IMSI masking check box deselected makes all but the Description field
unused for all except Routelnfo actions.

Masking takes place regardless, using the values from this configuration screen when
Accept trigger rules for a Routelnfo action are encountered.

4 When generating temporary MSIDs for IMSlIs, enter the country code to use in the IMSI
MCC field.

5 When generating temporary MSIDs for IMSls, enter the network code to use in the IMSI
MNC field.

6 When generating temporary MSIDs for IMSls, enter the fixed initial digits part of the MSIN
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Step Action
in the MSIN prefix field.

7 When generating temporary MSIDs for IMSls, enter the number of remaining digits to use
(up to 15) for the MSIN in the MSIN length field.
8 When generating temporary MSIDs for MINs, enter the fixed initial digits to use (up to 10)

in the MIN prefix field.

Note: A MIN is exactly 10 digits in length, hence the number of digits to use for the
remaining part of a temporary MIN is determined by the length of the MIN prefix.

9 Enter the network description in the Description field.
10 Click Save to save the updated network record in the configuration database.

SMSCs

Introduction

The SMSCs tab allows you to map a message center to a Service Center Address (SCA). If required, the
SCA may be entered as a Global Title.

You can associate a SMSC with a path if it is used to receive messages from ASPs or handsets, but not
if it is used to receive messages from a SMSC.

An SMSC can be associated with a path, meaning that a message received on that path will also be
associated with that SMSC. Also, the SMSC assigned to a message plays a part in routing of the
message if the message is a ‘Submit’ type message.

SMSCs tab

Here is an example of the SMSCs tab.

> 51 - Messaging Manager Configuration

[ Mew., ][ Edit. .. ] [ Refresh H Close ] .

Modes Schemes SMSCs Mebworks ASP Parameters ASP Groups ASPs

SM3C Service Centre Address Last Updated By
Default 0 [13/3anf2010 17:15:00 MM _ADMIN A

Defauit (10 1) was Jast wodated Dy MV ADMIN on { 302080 gt 177500 dsing ferming! ML instali

54 Messaging Manager User's Guide



SMSCs fields

This table describes the function of each field.

Field

Description

SMSC name

The name of the SMSC.
This field is required.

Service Centre
Address

The Service Center Address for the SMSC.
This field is required.

Adding SMSCs

Follow these steps to add an SMSC to the database.

Step Action

1 From the SMSCs tab screen, click New.
Result: The New SMSC screen appears.

SMSC name: |

Service centre address:

[ Help H Cancel ]

2 In the SMSC name field, enter name of the new SMSC.

For more information about the fields on this screen, see SMSCs fields
(on page 55).
Result: The Save button becomes available.

3 In the Service centre address field, enter the service center address for
the SMSC.
4 Click Save to save the new SMSC in the configuration database.

Note: When MM is installed, a default SMSC is created. The initial SCA value of this default SMSC is
setto 0. This should be change to a valid value when the initial configuration of MM is done.

Editing SMSCs

Follow these steps to edit an existing SMSC.

Step Action
1 From the table on the SMSCs tab, select the record you want to edit.
2 Perform one of the following actions:

Double-click the record
Click Edit

Result: The Edit SMSC screen appears.
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Step Action

Edit SMSC "SMSC_ 2 El

SMSC name: sMsC_2|

Service centre address:  |g54a2q

[ Help ][ Cancel H Save ]

3 You can change the Service centre address for the SMSC, as required.
4 Click Save.

Deleting SMSCs

Follow these steps to delete an existing SMSC record.

Step Action

1 From the table on the SMSCs tab, select the record to delete.
Note: You cannot delete the default SMSC.

2 Click Delete.
Result: The Delete SMSC confirmation prompt opens.
3 To delete the SMSC record from the configuration database, click Delete.

ASP Parameters

Introduction

The ASP Parameters tab allows you to configure the elements which appear on the ASP screen, which is
used by ACS customers to manage their ASP account.

The GUI will refer to the list of constants from this group whenever it needs to present the configurable
ASP group, template or account parameters (that is, in the New or Edit dialog box for each type of
object).

For more information about ASP accounts and groups, see ASP Groups and Parameters (on page 24).
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ASP Parameters tab

Here is an example of the ASP Parameters tab.

O SU - Messaging Manager, Configuration

’ e, .. ] ’ Edit... l [ Delete. .. ] ’ Refresh ] [ Close ]
Modes Schermes SMSCs Metbworks ASP Parameters A5P Groups £5Ps
. Label Type Tag ‘widget Level Last Updated By

u] 0 Identification Title 13/May 2010 09:55:12 |MMx_ADMIN A
1 0|Routing Title: 13/May (2010 09:55:12 |MM=_ADMIN
1 1|A3P short codes Skrings 6| Texthox GTA 13/May 2010 09:55:12 |MMx_ADMIN
z2 4 [Max MM4 Connections Integer 4|Textbox GTA 13/May (2010 09:55:12 |MM=_ADMIN
2 1 {Max EMI Connections Integer 1|Texthaox GTa 13/May 2010 09:55:12 |MMx_ADMIN
z2 3|Max CIMD Connections Integer 3|Textbox GTA 13/May (2010 09:55:12 |MM=_ADMIN
2 0|Pratocol Limits Title 13/May 2010 09:55:12 |MMx_ADMIN
z2 5[Max MM? Connections Integer 5| Textbox GTA 13/May (2010 09:55:12 |MM=_ADMIN
2 2[Max SMPP Connections Integer 2 |Textbox GTa 13/May 2010 09:55:12 |MMx_ADMIN

[ohentification(iD 1) was last Uodated Dy MUK AOMIN on 1 300aw 2010 at 059:55:1 2 uaing terminal XS upgrace

ASP parameters fields

This table describes the function of each field.

Field

Description

Dialog label

Label as presented in the Create and the Edit ASP accounts screens.

Required.

Parameter type

Data type (integer, boolean or string) to be used when storing values for this
parameter in the ACS Customer profile block.

Title defines a page title of the configuration wizard. This enables you to group

related parameters.
Required.

Page number

The panel on the Create and the Edit ASP account screen that this parameter will

appear on. Required.

GUI widget

Presentation widget to use on the Create and the Edit ASP account screens for

this ASP parameter.

Required (unless Parameter type is set to title).

Row on page

Where on the Create and the Edit ASP account screen this parameter should
appear. (The page is set by the Page number field).

Profile tag

The profile field to store the value of this ASP parameter to, if the value is set at
the ASP account level (the value is not stored in the profile if it is set by a default,

or is a null value).

This drop down list is populated by the profile fields associated with the ACS

Customer profile block on the ACS Configuration screen.
For more information about profiles, see ACS User's Guide.
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Field Description

Special meaning | Whether this ASP parameter is part of a specific set of ASP parameters which
have a specific purpose in MM.
ASP short code  The ASP parameter will store ASP

short codes which can be used in IP

connections for this ASP account.

Short codes are entered as a space or
newline separated list.

Max protocol This ASP parameter will store the
connections maximum number of connections of
this protocol allowed for an ASP.

Optional.

Maximum length [ Max number of characters allowed for the value of this ASP parameter. For both
integer and string this will constrain the length of the associated text box (if any).

Note: Only applies to parameters where Parameter type is set to integer or string.

Default value Value the ASP parameter will default to. Optional.

Note: A default value may be also set at the ASP Group level.

Editable level These check boxes define which levels the widget can be edited at:
e ASP group

e ASP template
e ASP account

For more information about how these levels work to set defaults, see ASP
groups and parameter defaults (on page 25).

A value is If this checkbox is ticked, the ASP account will not be saved unless this ASP
mandatory parameter has one of:
e Been given a specific value

e Set to the ASP Group default (if one is available)

Allowable values | The values that this ASP parameter can have.

Can be expressed as a range, or a list. A variable can be defined with a single

allowable value. If this field is empty, then all values for the given data type will

be allowed. For strings, you can specify a regex value to be used for validation.

Note: To create a list with a restricted set of options, you must:

o make the widget type = list, and

e code the allowable values as a comma separated list in Allowable values (for example, a list with
names would be entered as: 1:0ne, 2:Two, 3:Three, 4:Four

Title

Titles are used to provide the labels for the ASP configuration screens (Create and Edit ASP Groups,
Create and Edit ASP Template and Create and Edit ASP Accounts).

Notes:
e Only one title can be defined for each page.

e The title will be displayed at the top of the page only, regardless of any value in the Row field.
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Adding ASP parameters

Follow these steps to add a new ASP parameter to the configuration database.

Step Action

1 From the ASP Parameters tab, click New...
Result: The New ASP Parameter screen opens.

This screen enables you to create new ASP parameters which will then be available for
use in the ASP account screens.

New ASP Parameter, E|

Plegse anter g labeal for this 4 5P parametar

Dialog label: Parameter bype: v
Page number: GUIL widget: W
Row on page: Profile tag: w
Special meaning: "

IMazximum length: Default value:

Editable levels: [JGroup [ Template  [] Account [ A walue is mandatory

Allowable values:

’ Help ” Cancel ][ Save ]

2 Enter data in the fields to configure this record.

Note: If you do not set a value for maximum length, it will default to 0. This will mean this
ASP parameter cannot have a value entered for it in the Create and the Edit ASP account
screens.

For more information about:
e The fields in this screen, see ASP parameters fields (on page 57)

e ASP accounts, see ASP Groups and Parameters (on page 24)
3 Click Save to save the new ASP parameter in the configuration database.

Editing ASP parameters

Follow these steps to edit an existing ASP parameter.

Step Action
1 In the table on the ASP Parameters tab, select the parameter to edit.
2 Click Edit....

Result: The Edit ASP Parameters 'asp_Parameter_Name' screen opens.

This screen enables you to edit existing ASP parameters used in the ASP account
screens. For more information about ASP accounts, see ASP Groups and Parameters
(on page 24).
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Step

Action
Edit ASP Parameter ‘MAX SMPP Connections’ E|
Dialog label: A SMPP Connections| Parameter bype: | Inbegers R
Page number: 2 EUT widget: Lisk w
Row an page: 5 Praofile tag: Divert Address Busy (17) w
Special meaning: | Max SMPP Connections b
Maximum length: |0 Default value:
Editable levels: Group Template Account [ & walue is mandakory
Allowable valuss:
[ Help ] [ Cancel ] ’ Save ]

Edit the fields with the changes to make.

Note: If you do not set a value for maximum length, it will default to 0. This will mean this
ASP parameter cannot have a value entered for it in the Create and the Edit ASP account
screens.

For more information about the fields in this screen, see ASP parameters fields (on page
57).
Click Save to save the updated scheme record in the configuration database.

Deleting ASP Parameters

Follow these steps to delete an existing ASP parameter record.

Warning: If you delete an ASP parameter, it will delete all the values for that parameter in all the ASP
accounts and ASP groups.

Step
1
2

Action

In the table on the ASP Parameters tab, select the record to delete.
Click Delete....

Result: The Delete ASP Parameter confirmation prompt appears.

This prompt enables you to delete an existing ASP parameter. For more information
about ASP parameters, see ASP Groups and Parameters (on page 24).

Click one of:
e Delete to delete the ASP Parameter from the configuration database

e Don't Delete to cancel the delete
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ASP Groups

Introduction

The ASP Groups tab allows you to define groups of ASP accounts.
ASP Groups should be configured before ASPs are configured.

For more information about ASP accounts and groups, see ASP Groups and Parameters (on page 24).

ASP Groups tab

Here is an example of the ASP Groups tab.

O SU - Messaging Manager Configuration

I Mesn, . H Edit... ][ Celete. .. H Refresh H Close ]

Modes Schemes SMSCs Mebworks ASP Parameters ASP Groups A5Ps

Mame Last pdated By
ASP Group 1 0&fOck2010 16:10:17 S A
ASF Group 2 0602010 16:11:04 S

W
ASP Grown 2010 21 was fast updated by S0 on 08002010 at 161104 using termingl 192 168 25 81
ASP groups fields
This table describes the function of each field.
Field Description
Name Customer allocated name for customer group.
Other fields The other fields in this screen are configured in the ASP Parameters tab.
The panels in this screen are configured by the Title objects in the ASP Parameters
tab.
For more information about configuring the fields which appear on this screen,
see ASP Parameters (on page 56).

Adding ASP groups
Follow these steps to add a new ASP group.

Step Action
1 From the ASP Groups tab, click New...
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Step Action

Result: The New ASP Group screen opens.

This screen enables you to add new ASP groups. For more information about address
rules, see ASP Groups and Parameters (on page 24).

B New ASP Group - Page 1 of 3 - Introduction E|

Topics
Introduction -
a5P short Code
Praotocal Limits

Pleass enler a narme for this ASP groun

Marme:

2 Enter data in the fields to configure this record.

Notes:

e The values in this screen will set the defaults for the ASP accounts which use this
ASP group. Where no default should be set in the ASP accounts, do not enter a
value here.

e To save an ASP group, you must have a value in the Name field.

e Other than the Name field, all the fields in this screen are configured on the ASP
Parameters screen. For more information about these fields, refer to your
administrator.

3 Click Save to save the new ASP group in the configuration database.

Editing ASP groups

Follow these steps to edit an existing ASP group.

Step Action
1 In the table on the ASP Groups tab, select the group to edit.
2 Click Edit....

Result: The Edit ASP Groups 'asp_Parameter_Name' screen opens.

This screen enables you to edit existing ASP groups. For more
information about ASP groups, see ASP Groups and Parameters (on
page 24).
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Step Action

B Edit ASP group ‘ASP Group® - Page 1 of 3 - Introduction

Topics
v [Introduction -
" |A4SP Short Code
Frokocal Limits
Marne:  |ASP Group
v >
] [
3 Edit the fields with the changes to make.
Notes:

e Other than the Name field, all the fields in this screen are configured
on the ASP Parameters screen. For more information about these
fields, refer to your administrator.

e The values in this screen will set the defaults for the ASP accounts
which use this ASP group. Where no default should be set in the
ASP accounts, do not enter a value here.

4 Click Save to save the updated Scheme record in the configuration
database.

Deleting ASP groups

Follow these steps to delete an existing ASP group record.

Warning: Do not delete an ASP group which is being used by one or more ASP accounts. You will not
be able to edit those ASP accounts after the ASP Group has been deleted.

Step Action
1 In the table on the ASP Groups tab, select the group to delete.
2 Click Delete....

Result: The Delete ASP Group confirmation prompt appears.

This prompt enables you to delete an existing ASP group. For more information about
ASP groups, see ASP Groups and Parameters (on page 24).

3 Click Delete to delete the ASP group from the configuration database.
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ASPs

Introduction

The ASPs tab allows you to define ASP accounts and provides a convenient way to rapidly allocate ASP
paths and connections.

ASPs tab

Here is an example of the ASPs tab.

> 51 - Messaging Manager Configuration

ews, ., [ Refresh ] [ Close ]
Modes Schemes SM3Cs Mebworks A5P Parameters &3P Groups ASPs
Mame Type Last Updated By
LY
W
Protocol Scheme Path Connection Last Updated By
.
w
ASPs fields
This table describes the function of each field.
Field Description
Name The unigue name of this ASP account or template.
Type Defines whether this record is an ASP template or an ASP account.
Based on The template to base this ASP account on.
template .
Notes:

e This field is only available on the New ASP screen. Once an ASP account or
template has been created its association with the template is lost.

e You can link the ASP account to a group other than the group specified in the
template selected in this field.

Allocate to ASP | The ASP group this ASP account belongs to.
group This field is populated by the records on the ASP Groups (on page 61) tab.
This field is required.

Note: This screen will have other configuration on later panels. This configuration is defined in the ASP
Parameters (on page 56) tab. The specific configuration which appears here will be the configuration
which is defined for the ASP group specified in the Allocate to ASP group field.
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Adding ASP accounts or templates

Follow these steps to add a new ASP account or ASP account template.

Step Action
1 From the ASP tab screen, click New...
Result: The New ASP screen opens.

This screen enables you to add new ASP accounts and account
templates. For more information about ASPs, see ASP Groups and
Parameters (on page 24).

B New ASP - Page 1 of 3 - Introduction §|
Topics

Inkroduckion S .

5P Short Code Flagse enfer @ name for ihis AP

Frokocal Limits
Marne:
Type: (%) Account () Template
Based on template; A
Allocate bo ASP group: W

v >
2 Enter data in the fields to configure this record.
Notes:

e ASP account templates provide a set of configuration which can be
used to pre-populate configuration in a new ASP account. Once
the ASP account is saved, its relationship with the template is lost.

e Other than the Name, Type, Based on template and Allocate to
ASP group fields, all the fields in this screen are configured on the
ASP Parameters tab.

e Defaults are configured on the ASP Parameters tab, and on the
ASP Groups tab, in the ASP Group selected in the Allocate to ASP
group drop down list. For more information about these fields, refer
to your Administrator.

o |If afield cannot have data entered in it (even when the default
check box is deselected), it may have a maximum field length of 0.
Check the ASP Parameters record for this field (for more
information about setting the Maximum field length, see ASP
parameters fields (on page 57).

3 Click Save to save the new ASP account or template.
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Editing ASP accounts and templates

Follow these steps to edit an existing ASP account or ASP account template.

Step Action
1 In the table on the ASPs tab, select the record to edit.
2 Click Edit....

Results:

e |[f the record was an ASP account, the Edit ASP account 'asp_Account_Name'
screen opens.

e |[f the record was an ASP template, the Edit ASP template 'asp_Template_Name'
screen opens.

Edit ASP Template ‘Alternate Connection Maxes' - Page 1 of 3 - Introduction

Topics
v Introduction ~
" [A5P Short Code ]
Protocol Limits

Mame: |=rnate Connectian Maxes”

Type:

Allocate to ASP group:  |ASP Groupl (W

[ Help ” Cancel ] [ Continue l [ Save

These screens enable you to edit existing ASP accounts and ASP account templates.
For more information about ASP accounts and templates, see ASP Groups and
Parameters (on page 24).
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Step

Action

B Edit ASP Account "Telco Services’ - Page 1 of 3 - Introduction

Topics
Introduction ~

v

43P Short Code

Frotocal Limits

Mame: Telco SBrvices|
Type:

Allocate bo ASP group: | ASP Group |+

Conkinue l [ Save l

Edit the fields with the changes to make.
Notes:

e Editing ASP account templates will not affect the ASP accounts which were based on
that template.

e Other than the Name and Allocate to ASP group fields, all the fields in this screen are
configured on the ASP Parameters tab.

e Defaults are configured on the ASP Parameters tab, and on the ASP Groups tab, in the
ASP Group selected in the Allocate to ASP group drop down list.

e For more information about these fields, refer to your Administrator.

o |If afield cannot have data entered in it (even when the default check box is
deselected), it may have a maximum field length of 0. Check the ASP Parameters
record for this field (for more information about setting the Maximum field length, see
ASP parameters fields (on page 57).

Click Save to save the updated ASP account or template in the configuration database.

Deleting ASP accounts and templates

Follow these steps to delete an existing ASP account or ASP account template.

Note: Deleting ASP account templates will not affect the ASP accounts which were based on that

template.

Step Action

1 In the table on the ASPs tab, select the record to delete.
2 Click Delete....

Result: The Delete ASP confirmation prompt appears.

This prompt enables you to delete an existing ASP account or ASP account template.
For more information about ASP groups, see ASP Groups and Parameters (on page 24).

Click Delete to delete the ASP account or template from the configuration database.

Chapter 4, Messaging Manager Configuration Screen 67



IP connections

The bottom panel on the ASPs tab contains a list of IP connections currently associated with the ASP
account selected in the top panel. It contains all paths and connections owned by the adapter instances
in all routing schemes that have been associated with that ASP account.

Note: This panel is only displayed when an ASP Account is selected in the top panel.

IP connection fields - ASPs tab

This table describes the function of each field.

Field Description

Protocol Protocol this IP connection will use.
Desired protocol (restricted to this ASP's supported protocols).

Routing scheme | The routing scheme this IP connection will be part of.

Note: This field is populated by the Schemes (on page 45) tab, with schemes
which can support the protocol selected in the protocol field.

Adapter The adapter this IP connection should use.
Note: This field is populated by the Adapters (on page 75) option in the Schemes
detail.
Make new Create a new adapter with the name entered in this field. Optional.
adapter (named) | Thjs adapter will be added to the scheme specified in the Routing scheme field.
Path Paths in the selected scheme supporting that protocol and already associated

with the ASP. Alternatively a text box can be completed, to name the new path
that should be created to hold the new connection. In this case the validation,
and the database updates, are performed in a single unit of work so the dialog will
either display an error message objecting to the path or connection fields, or it will
create the path and connection together in one transaction.

e Login username

e Login password

¢ Routing interface to select for local listen

¢ Routing interface to select for local source

e Failover check box

Make new path Create a new path with the name entered in this field. Optional.

(named) This path will be added to the scheme specified in the Routing scheme field.
ASP short code | ASP short code for the service which will use this connection. Optional.

Failover check If another connection in the path disconnects, then MM will attempt to open paths
box with this check box selected.

Can be toggled on the tab for immediate database update.

Enabled check Enable and disable connections as can be done in the Connections list inside a
box routing scheme.

Can be toggled on the tab for immediate database update.
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Adding IP connections in ASPs

Follow these steps to add a new IP connection to the ASP account selected in the top panel.

Step Action

1 From the ASPs tab, click Add....
Result: The New connection for ASP Account screen opens.

Mew IP Connection for ASP “Test Customer’ El

Mo schemes found sioporting that protocol - please selfect another

Protocol: I
Routing scheme: w
(%) Adapter: w

(") Make new adapter (named):
() Path:
(%) Make new path (named):

ASP short code: w

[ Help H Cancel H Conkinue ]

This screen enables you to create and edit connections belonging to an ASP without
leaving the ASPs tab. For more information about connections, see Paths and
Connections (on page 15).

2 Enter data in the fields to configure this record.

This screen creates a connection in the selected routing scheme, and will create a new
path if necessary. The fields in this screen generally must be completed in a top-down
order.

For specific information about the details required for this protocol, see Path Connections
(on page 85).
3 Click Save.
Result: The details are saved, and the New 'protocol' connection screen opens.
For more information about filling out this screen, see Path Connections (on page 85).

Editing IP connections in ASPs

Follow these steps to edit an existing IP connection from the ASPs tab.

Step Action
1 In the table on the ASPs tab, select the record to edit.
2 Click Edit....

The Edit protocol Connection 'Connection_Name' dialog for the selected IP connection
opens. The edit connection dialog includes all the connection configuration fields relevant
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Step Action
to the type of protocol. These fields are not visible when you open the New IP Connection
for ASP dialog.
Note: You can also edit connections from the Paths tab by selecting and opening the
associated scheme on the Schemes tab.

3 Update the fields as required. See:

e |IP Connections (on page 87) for more information about configuring IP
connections and for information about the connection fields for the different
connection protocols

e Paths and Connections (on page 15) for general information about paths and
connections

4 Click Save to save the updated IP connection in the configuration database.

Example Edit SMPP Connection dialog

Here is an example edit connection dialog for the SMPP protocol. In this example, the name of the

connection is XMSP12.

-

-
Edit SMPP Connection "XMSPL2" 5
Mame: ¥M5PI2|
Weighting: 10
Enabled || Precpen RX T% || Shadowed
1P address / host name Forl
Local username: m2 Local listen: - | [4321
Local password: = Local source: - [0
Remote username:  |r2 Remote listen:  |cwm.me,uk 4321
Remote password: [ Remote source:
Connections allowed: |1
SMPP Options
SMPP version: .3.4 - Max. concurrent transactions: | 1024
Qutgoing timeout: 10
System ID: 256G MMX Idle timeout: 0
System type: |[MMX Heartbeat interval: 0
[T] Augment IDs [] e56 Extensions
[ Help J I Cancel J [ Save I
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Deleting IP connection in ASPs

Follow these steps to delete an existing IP connection from an ASP account.

Step Action
1 In the table on the ASPs tab, select the record to delete.
2 Click Delete....

Result: The Delete IP connection confirmation prompt appears.

This prompt enables you to delete an IP connection associated with the
ASP selected in the top panel. For more information about
connections, see Paths and Connections (on page 15).

Note: This prompt is the same as the delete connection screens which
are accessible from the Paths & Connections option in the Schemes tab.

3 Click Delete to delete the IP connection from the configuration
database.
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Chapter 5
Messaging Manager Schemes

Overview

Introduction

This chapter explains the functionality of the Oracle Communications Convergent Charging Controller
Messaging Manager Schemes screen. The Schemes screen is accessed through the Messaging
Manager Configuration screen and is the main screen for configuring the paths, addressing, screening,
triggering, routing and throttling of Messaging Manager schemes.

In this chapter

This chapter contains the following topics.

Messaging Manager SChEME SCIEEN ..........oiiiiiiiiiiiieieee et e e e e e et ee e e e e e e e eaaes 73
F o F= o] (T PSP PR U PPR 75
11 (=T =T S 78
P AN e e e e e e e e e — e re e e e e e e e e — e treaeeeeaannraereeeaeeeaaannn 80
Path CONNECLIONS ......oiiiiiie et e e e e r e e e e e e e sane e e e e e e e e e e annneeeneaaeeeeannnes 85
] O o g T =T 34 o 1SS 87
S A 7] o 1= o 1 o] o T S US 96
RS Ted =TT oo T USSP URPR 98
Global Title Screening RUIES .........ueiiiiie e e e 105
SCA CONSIStENCY RUIES ... e e e e e e as 106
SCreeNiNG RUIES ... ...ttt e e et e e e e e e e et e e e e e e e e e e annneeeeaaaa s 109
RLV PrefiX RUIBS ...ttt e e e e e e e e s e e ee e e e e e e e nnes 111
AAArESSING ...ttt e e e e e e e e e e e n e 114
TFOTING ettt e e e e e et e e e e e e e e e e 119
B ILA L [ 1] 1 e T PP PO PPPPPP R PPPPP 122
ROULING ettt e e e ettt e e e s e s e e e et e e e s e s nnnnneeeeeeeaaannn 128

Messaging Manager Scheme Screen

Accessing the Messaging Manager Scheme screen

You access the Messaging ManagerScheme screen through the Schemes tab of the Messaging Manager
Configuration screen. For details, see Opening schemes (on page 47).

Scheme tabs

The Scheme screen allows you to configure the details of a scheme.

This table describes the tabs on the screen.

Tab Description See

Adapters Defines the adapters which route traffic to and from the Adapters (on page
scheme. 75)

Interfaces Defines the interfaces which are available to the scheme. |Interfaces (on page
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Tab Description See

78)
Paths Defines the paths available to the scheme. Paths (on page 80)
Screening Defines the anti-spam rules for the scheme. Screening (on page
98)
Addressing Defines the addressing rules for the scheme. Addressing (see

"Address Domains"
on page 27, on page
114)

Throttling Reports summary of all the domain throttling values. Throttling (on page
119)

Triggering Defines the triggering rules for the scheme. Triggering (on page
122)

Routing Defines the routing rules for the scheme. Routing (on page
128)

Adjusting panel displays

On the Screening and Paths tabs you can expand or collapse the panels on the screen using the arrows
on the horizontal/ vertical bar between the panels.

O SU - Messaging Manager Scheme TS 3

I Mew., .. H Edit... l ’ Refresh ” Close ]

Adapters Interfaces Paths Screening addressing Throttling

Ada... | Path E/F | T... (C anneckion
Inkernal IMTERMAL_DR Inte...| YE5 |~
‘Wince T... [Wince Test Path SME YES
Wince T... [Vince Test 2 SME YES

The following describes how to adjust the display:

o To Display only the right hand panel:
Click the arrow which points left.
Result: Only the right hand panel is displayed.

O SU - Messaging Manager Scheme ‘TS 3

I Mew. .. H Edit... ] [ Refresh H Close ] —-_.

Adapters Interfaces Paths Screening Addressing Throttling Triggering Routing

|[: —anneckion Weight Percent %o

o To Display both panels when only the right hand panel is displayed
Click the arrow which points right.

e To Display only the left hand panel
Click the arrow which points right.
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Result: Only the left hand panel is displayed.

£ SU - Messaging Manager, Scheme 153

[ Mew. .. H Edit... ] [ Refresh ” Close l

Adapters Interfaces | Paths | Screening Addressing Thrattling Triggering Rauting

Adapker Path E/P Trusted -Ij |
Internal INTERNAL_DR. Internal YES ~
Wince Test Wince Test Path SME YES
Vince Test 2 Wince Test 2 SME YES

e To Display both panels when only the right hand panel is displayed
Click the arrow which points left.

Adapters

Introduction

The Adapters tab enables you to add, change and delete adapter records. Adapters are used by
Messaging Manager to communicate to the network using different protocols.

Entries in the eserv.config file identify which adapters will be loaded by Messaging Manager at startup.
The link between eserv.config and the adapter configuration values is made on this tab.

It is important to note that there may be many adapters configured in the system that use the same
protocol, but each adapter may only use a single protocol.

Note: Messaging Manager provides a special adapter, which has a protocol of INTERNAL, for
communications between the Send Short Message feature node and Messaging Manager. This is the
only function of the INTERNAL adapter.
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Adapters tab

Here is an example of the Adapters tab.

O SU - Messaging Manager Scheme ‘Doc SMS GW'

[ Tew, .. ] [ Edit... ] [ Delete. .. ] [ Refresh ] [ Close ]
Adapters Interfaces Paths SCreening Addressing Throktling Triggering Routing
Adapter Protocol Last Updated By
COME_fdaptar 1541 COMA 06/0ct {2010 15:40:59 U
SIP Adaptor SIP 0&/0ckf2010 15:41:15 =
SMPP Plugin SMPP 15/ ulj2010 11:08:52 MMz _ADMIN

COMA Adtapdor (10 121) was izst tpdated Dy SO on QG0cE2000 st {0:40:09 waing terminal 192 168.25.87

Adapters fields

This table describes the function of each field.

Field

Description

Adapter

The name of the adapter. The name must exactly match the adapter name
specified in the adapterName parameter in the eserv.config configuration file.

Note: The SLEE will fail to successfully start, or restart, if the adapters you
configure in the Messaging Manager Ul do not have a corresponding adapter
section defined in the eserv.config file. For more information about configuring
adapters in eserv.config, see Messaging Manager Technical Guide.

Protocol

List of available protocols that an adapter can use.

Adding adapters

Follow these steps to add a new adapter to the configuration database.

Step Action

1 From the Adapters tab, click New.
The New Adapter dialog displays.
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Step Action

MNew Adapter 29
Mame:
Prtocol
INTERMAL
1541_CDMA
1541_TDMA
MAP
SIP
SMPP
[ Help ] [ Cancel Save
2 Enter the name of this adapter in the Name field. The name must exactly match the
adapter name specified in the adapterName parameter in the eserv.config configuration
file.
For more information, see Adapters fields (on page 76).
3 Select the protocol that this adapter will use from the Protocol list.
4 Click Save to save the new adapter record in the configuration database. The name of

the new adapter displays in the Adapter field on the Adapter tab.

Editing adapters

Follow these steps to edit an existing Adapter record; for example, to update the adapter name to match
what is in the eserv.config file.

Step Action
1 From the table on the Adapters tab, select the record to edit. Click Edit or double-click the
record.

The Edit Adapter 'Adapter_Name' dialog displays.
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Step Action

Edit Adapter '"MAP Plugin’ 2

Mame: MAP Plugin

Protocal:  |EpL
INTERMAL
1541 _CDMA
1541 _TDMA
SIP
SMPP

[ Help ][ Cancel H Save ]

2 Update the name of the adapter in the Name field to match the adapterName parameter
in the eserv.config configuration file .

For more information about the fields on this screen, see Adapters fields (on page 76).
3 Click Save.

Deleting adapters

Follow these steps to delete an existing adapter record.

Step Action
1 From the Adapters tab, click Delete.
The Delete Adapter adapter_name dialog displays.
2 Click Delete to delete the record from the configuration database.
Interfaces

Introduction

The Interfaces tab enables you to configure Interface records.

Interfaces are used in IP connections and nodes. The |IP addresses associated with interfaces are
defined in nodes. An interface record in a scheme can have a different IP address in each node the
scheme is assigned to.
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Interfaces panel

Here is an example of the Interfaces tab.

3 SU - Messaging Manager Scheme ‘Doc SMS GW' |Z||E|fz|

[ e, .. l[ Edit... ][ Delete. .. ][ Refresh ][ Close ]

Adapters Interfaces | Paths SCreening Addressing Throktling Triggering Routing

Marne Last Updated By
NIC_& 2212010 12:55:44 =i A
MIC_F 22 (2010 12:58:51 ] 1
NIC_C Z2IUlj2010 12:58:57 S
NIC_[ ZZIljz010 12:59:04 =

This rauting Inferfaee (10 29) was fast wodated Dy U an 22002000 ot 12:08:44 using tenming! {92 1658 25,68

Interfaces fields

This table describes the function of the field.

Field Description

Name The name of this interface.

Adding interfaces

Follow these steps to add a new interface to a routing scheme.
For more information about interfaces, see Interfaces and nodes (on page 10).

Step Action

1 On the Interfaces tab, click New....
Result: The New Routing Interface screen opens.

Mew Routing Interface E|
arme: || |
[ Help ] [ Cancel ]
2 In the Name field, enter the name of this interface.
3 Click Save to save the new Interface record in the configuration
database.
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Editing interfaces

Follow these steps to edit an existing interface name.

For more information about interfaces, see Interfaces and nodes (on page 10).

Step
1
2

Action
On the Interfaces tab, select the record to edit.

Click Edit.
Result: The Edit Routing Interface 'Interface_Name' screen opens.

Edit Routing Interface 'If_NIC-A’ X

Marme: |IF_MIC-A

[ Help H Cancel H Save ]

In the Name field, update the interface's name.
Click Save.

Deleting interfaces

Follow these steps to delete an existing interface record.

Step

Paths

Action

On the Interfaces tab, select the record to delete.

Click Delete....

Result: The Delete Routing Interface confirmation prompt opens.
Click Delete to delete the record from the configuration database.

Introduction

The Paths tab enables you to add, update and remove the user-defined paths for this scheme. All paths

into and out of Messaging Manager need to be specified in this tab.

A path is a common label applied to a collection of similar connections. Connections are grouped as

follows:

e Messages received from connections within the same path will be treated equally. Routing,
classification, relay rules, all downstream processing will only examine the path, and will not

examine the individual connection details.

e Outbound delivery will select a path, and it is assumed that all connections within that path are
functionally equal. Weighting parameters and outbound connection parameters may determine that
one connection is preferred over another, but any single message delivered on that path may select

any valid connection at any time.
All connections in a path must:

e Connect to the same endpoint type (SMC or SME)
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e Use the same protocol (one of SMPP, EMI, MAP, IS41_CDMA, or IS41_TDMA) through the same
adapter

Paths tab

Here is an example of the Paths tab.

© SU - Messaging Manager Scheme 'SMS GW' CEE
[ Mew.. ][ Ede.. | [ Refresh || close |
Adapters Irterfaces Paths Sereening Addressing Throtting Trigaering Routing
Adapher Fath EfF Trusted : Conmeckian Weight Percent %
CDMA_Ada... [I541_CDMA SME_COMA_...|SME | VES |~ 1541 _COMA_SME COMA_Adaptor AUTC | o o ~
COMA&_Ada.., [I541_CDMA_MC_CDMA_A. .. [MC YES |
Internal  |INTERNAL DR Intenal | YES
SIP Adaptar  [SIP_MC_SIP Adapkor_ALITO [MC YES
SMPP Plugin  |[ASP SMPP 447222 SHE YES
SMPP Pugin  |ASP SMPP 447123 |5pE | ¥ES
SMPP Plugin &SP SMPP 447321 !smz YES
b b
[ Select Al I | Select None ] Edit.

84 COMA SME CDMA Adapdor AUTO (10 267) waa last updaled by SU on 0802010 & 154059 wsing erminal 192,168 25 81

Note: The columns on this screen can be expanded or collapsed in the same way as for the Screening
tab. For more information about how to use this functionality, see Adjusting panel displays (on page
74).

Paths tab columns

These tables describe the content of each column. The information is sorted by adapter and then path.

Column Description
Adapter The adapter this path is using.
Path The path name.

Note: This name must be able to be matched at least once against the entries in
the path prefix list.

E/P Displays the endpoint type of each path.

Trusted Indicator of path spam trustworthiness.

These column contents are for the selected adapter and path combination.

Column Description

Connection Lists all the connections for the selected path.

Weight Lists all the weightings for the selected path.

Percent % Lists all the calculated weighting percentages for the selected path.

Paths tab buttons

This table describes the function of each button, specific to the Paths tab, at the bottom of the tab.
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Note: Buttons are active depending on the selection context.

Button

Description

Select All

Selects all the paths for this scheme.

Select None

De-selects any selected paths for this scheme.
This button is available whenever a path is selected.

Copy

Copies the data from the currently selected record ready for pasting into
another record.

ga[;

Faste...

This pastes a previously copied set of data into the current record.

AdjustWeights... |

Opens the Adjust Connection Weights on Path Path_Name screen.

— [———

Add Connectian... l

Opens a new screen with blank connection record fields.

Edit...

Opens the Edit Connection screen for the selected connection.

Eemave. ..

i

Deletes the selected connection record.
This button is available on selecting a rule.

Other path buttons

This table describes the function of other buttons found on Paths tab sub panels.

Note: Buttons are active depending on the selection context.

Button

Description

Eemaove. ..

il

Don't Remove

After selecting a path connection and clicking Remove..., if you are sure
you want to delete the selected record, click Remove to proceed. If you do
not want to delete the record, click Don't Remove.

[ Equalise Weights ]

Used to adjust the weighting of all connections for the selected path to be
equal.

Path screen fields

This table describes the function of each field in the New Path and Edit Path screens.

Field Description

Name Name for this path. This field is required.

Adapter The adapter this path will use. The field is required.
Endpoint type The destination type. There are two options:

e MC (Message Centre - SMSC)
e SME (Short Message Entity - ASP or MSC).
This field is required.

ASP account

The ASP account that is associated with this path.
This list is populated by the ASPs (on page 64) tab.
Optional.

This field is not available on paths that use an SS7 or internal
adapter.

ASP short code

If you select a short code, MM will set up a deliver routing
rule to this path, where short code is the destination address
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Field Description

of the rule.

The available short codes are the short codes configured for
the ASP account selected in the ASP account field.

This field is not available on paths that use an SS7 or internal
adapter.

Optional.

Default routing path | The path to use when no matching routing rule can be found
when using the route action. This field is optional.

Warning: If this path is needed and has not been provided
here, the message is dropped.

Message centre SMSC associated with this path. See SMSCs (on page 54)
for an explanation of the association.

Notes:

e This field is disabled (grayed out) if you select MC for the
endpoint type.

e If you have selected SME for the endpoint type, this field
is required.

Statistics category | The text entered in this field will be added to the DETAIL
column of the SMF_STATISTICS database table.

This field is optional. For more information, see MM
Technical Guide.

Note: For delivery reports this value will automatically be
INTERNAL_DR.

Max messages/sec | Sets the maximum number of messages per second allowed
through the path for EMI and SMPP protocols.

This field is optional.

This is a trusted Whether or not messages received on this path will go
path through the screening rules. Trusted paths do not have
screening applied to them.

Enabled This path is available for traffic.

For incoming paths, a disabled path will not be available to
be assigned to messages.

For outbound paths, a disabled path will not be used to carry
traffic.

Notes:

e If you disable all the paths for a routing rule, the routing
rule will stop delivering traffic.

e Changing the enabled status of a path does not change
the enabled status of the path's connections.
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Adding paths

Follow these steps to add a new path to an adapter.

Step
1

Action

From the Paths tab, click New.
Result: The New Path screen appears.

New Path E|
Marne:
Adapter: L
Endpoint byvpe: L
Default routing path: w

Statistics category:
This is a trusted path

Enabled

[ Help H Cancel ]

Fill in the Name, Adapter and Endpoint type fields.
For more information about the fields in this screen, see Path screen fields (on page 82).

If you have selected for the endpoint type:

e MC, select a value from the default routing path field if a default routing path is
needed for this path

e SME, select a value from the SMSC: drop down list

Configure any remaining fields to complete the path.
Click Save to save the new path record in the configuration database.

Editing paths

Follow these steps to edit an existing path:

Step
1
2

Action
In the table on the Paths tab, select the record to edit.

Click Edit at the top of the tab or double-click the record.
Result: The Edit Path 'Path_Name' screen opens.
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Step Action

Edit Path *SMPP_SME' E|

Mame: SMPP_SME|

Adapter: SMPP1 “
Endpoint bype; SME w
A5P accaunt: w
ASP short code: w
Default routing path: w
SMSC: Defaulk W

Skatiskics cateqgary: SMPP_SME
Max messages/sec:

This is a trusted path

Enabled
[ Help ] [ Cancel ] [ Save ]
3 Edit the fields to reflect the changes you need to make.
For more information about the fields in this screen, see Path screen fields (on page 82).
4 Click Save to save the path record in the configuration database.

Deleting paths

Follow these steps to delete an existing path.

Step Action
1 From the table on the Paths tab, select the record to delete.
2 Click Delete.
Result: The Delete Path 'Path_Name' confirmation prompt appears.
3 Click Delete to delete the record from the configuration database.

Path Connections

Introduction

When adding a connection to a path, the input screen shown will depend on the protocol type used by
the adapter.

For IP connections (EMI, SMPP, SIP), see IP Connections (on page 87).
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For all other protocols, predefined paths and their SS7 connections are automatically added when the
adapter is created. These predefined connections cannot be edited or deleted. However, more paths
and connections may be added. For details, see SS7 Connections (on page 96).

Multiple connections can be configured for each path. These are used by Messaging Manager for
receiving and delivering messages.

About user authorization for local and remote connections

Convergent Charging Controller provides a secure credential vault for storing the user names and
passwords and for authorizing users. Messaging Manager stores the user names and passwords for
local and remote connections to the secure credential vault and retrieves them when it needs to
authorize a connection.

When you add an EMI or SMPP connection, you specify the local user name and password for
connections into Messaging Manager and the remote user name and password for connections from
Messaging Manager to a remote system. You can edit the connection to change the local or remote
user password if required. See Changing connection passwords (on page 95) for more information.

Adjust connection weightings

Follow these steps to adjust the weighting that are given to each connection in a path.

Note: The weightings of connections can only be adjusted for user defined connections.

Step Action
1 From the Paths tab, click Adjust Weights....
Result: The Adjust Connection Weights on Path 'Path_Name' screen appears.
Adjust Connection Weights on Path "EMI_Test’ E]
SMSC_A ] 1 [ Failover
SMSC_E; J 56 [] Failover
SMSC_C Failower

Equalise Weights

[ Help ][ Cancel ][ Save ]

2 Adjust the ratio of the weighting for each connection as required. Weightings may be
adjusted either by moving the slider using the mouse, or by entering a weighting ratio into
the field to the right of the slider.

3 Select the Failover check box for any connections to be used in the case that all other
connections fail.

Note: This check box is meaningless for SS7 connections.

4 To set the weighting of all connections to be equal, click Equalise Weights.
5 Click Save to save the new connection weights.
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Deleting connections

Follow these steps to delete an existing connection.

Step Action

1 From the table in the right-hand panel on the Paths tab, select the
connection to delete.

2 Click Remove....

Result: The Remove Connection 'Connection_Name' confirmation
prompt will appear.

3 If the connection can be deleted, click Delete to delete the record from
the configuration database.

IP Connections

Common connection fields

This table describes the function of each field in the top part of both the EMI and SMPP connection
screens.

Field Description
Name The name of the connection.
Weighting The weighting to apply to this connection when determining which connection to

use. This value is converted to a percentage of the weightings for all the
connections on this path, which in turn is used as the loading factor for the
connection.

Allowed values:

0 (zero) to 100, where 0 is the failover connection weighting. The connection with
zero weighting will be used when all other connections cannot be used.

Enabled
Selected Allow Messaging Manager to use this connection for traffic
Deselected Do not allow Messaging Manager to use this connection for
traffic
Preopen
Selected Messaging Manager opens this connection on startup.
Deselected Messaging Manager waits for a message to open the connection
RX
Selected The remote endpoint receives messages from Messaging
Manager
Deselected The remote endpoint does not receive messages from
Messaging Manager
>
Selected Allow this connection to transmit messages (remote point of
view)

Deselected Do not allow this connection to transmit messages
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Field

Description

Shadowed

Available only for SMPP connections where the SMPP path endpoint is
SME.(Short Message Entity).

Selected Messaging Manager reports successful login to the ASP only
after Messaging Manager logs in to the default routing path as
defined in the SME path

Deselected Messaging Manager reports successful log in to the ASP

immediately

Local username

Authorized user name for Messaging Manager access from ASP.

Local password

Required password for the user name specified in the Local username field. When
you edit a connection, a check box is displayed to the left of Local password. To
change the local password, select the check box and enter a new password. To
specify no password, leave the password field empty.

Remote Authorized user name for Messaging Manager to access SMSC.

username

Remote Required password for the user name specified in the Remote username field.

password When you edit a connection, a check box is displayed to the left of Remote
password. To change the remote password, select the check box and enter a new
password. To specify no password, leave the password field empty.

Connections Allow the same ASP to connect this number of times on the same port using the

allowed same login.

Local listen IP address or host name of the local listener defined in eserv.config.

Port Port number of the local listener.

Local source

The Messaging Manager local source to use for connections to a remote listener.

Port

Port number of the local source.

Remote listen

IP address or host name of the remote listener for connections from Messaging
Manager.

Port

Port number of the remote listener.

Remote source

The remote source for connections to Messaging Manager.

Adding EMI connections

Follow these steps to add a new EMI type connection to the selected path.

Step Action

1 From the Paths tab, click Add Connection.
Result: The New EMI Connection screen appears.
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Step Action

Mew EMI Connection

Marne:

W'eighting:

1

Enabled [ | Precpen

Local username:

Lacal passward:
Remake username:
Remoke passward:
Connections allowed: |1

EMI Options

Window size:

Max window quene length:
Login orig. bype of number:

Login orig, number plan I0;

ClrRx [T

100
1024

International number |+

E.164 address

[P address s host name

Lacal listen:
Local source:
Remote listen:

Rerote source:

Alert poll time:
Alert address:
Alert prokocal 10:

hd Session timeouk:

P appl wia abbrev, no.

-1

Defaulk source address:

Response timeout: |4

Allow alt, source address: Response poll time: |2
Provide ¥M3C in HPLMM: Fl Defaulk protocal I0: |0
Allow user time zones: ol
CDR information:
[ Help ] [ Zancel ]
2 Complete the fields as required in the top part of the screen. See Common connection

fields (on page 87).

Note: When adding a new connection the Save button becomes available when you have
entered content and the Name field.

3 Complete the EMI Options fields as required. See EMI connection fields (on page 89).
4 Click Save to save the new Connection record in the configuration database.

Note: The system determines which type of connection is required by the looking at the protocol that is
used by the adapter selected when creating the path. This protocol is used to open the correct type of
New Connection screen.

EMI connection fields

This table describes the function of each field in the EMI Options area of the EMI Connection screen.

Field

Description

Window size

Determines the number of messages that Messaging Manager can receive from
the ASP before waiting for a response.

Allowed values: 0-100
Default: 100
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Field

Description

Max window
queue length

When the Window size is exceeded, the messages are queued up, this
parameter determines the length of the queue.

Messaging Manager can queue outgoing messages to cope with temporary
peaks in outgoing load that result in the window filling up.

Default: 1024

Login orig. type

Originator Type Of Number.

of number Allowed values:
-1 none (default)
1 international number (starts with country code)
2 national number
6 Abbreviated number (short number alias)
Login orig. Originator Numbering Plan ID.
number plan ID | Allowed values:
-1 none (default)
1 E.164 address
3 X121 address
5 Private (TCP/IP address/ abbreviated number if
omitted)

Default source
address

Where there is no source address supplied Messaging Manager will generally
use the Login username if supplied. This option allows a specific source address
to be used instead.

This field is optional.

Allow alt. source
address

If set to true, will allow Messaging Manager to accept Alternate Source
Addresses.

Default: Selected (true)

Provide VMSC in
HPLMN

If true Messaging Manager will populate the VMSC address in the HPLMN field if
available.

Default: Not selected (false)

Allow user time
zones

If set to true, the EMI adapter converts timezones of all outgoing times using the
user timezone from a genericSM.

If set to false the adapter does not perform any timezone conversion.
Default: Not selected (false)

CDR information

Used to allow connection based static information to be added to the CDRs. The
exact information entered into this field will be entered into the CDR. It is
recommended that any information entered into this field uses standard CDR
format.

For more information about CDR format, see EDR Reference Guide.

Alert poll time How long, in seconds, to wait before polling for alerts.
Default: -1
Alert address The address of Messaging Manager that is sent to the message centre in MT
alert messages.
Default: 0
Alert protocol ID | Alert Protocol Identifier.
Default: 639

Session timeout

Timeout (in seconds) for the EMI connection to the ASP.
Default: -1 (that is, it never times out)
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Field Description

Response Determines the time in seconds that the IP adapter listener will wait for a

timeout response from the ASP to any EMI message it sends.
However, a distinction is made between messages queued for transmission
because the connection is down and those which have been sent.
MM does not timeout responses for sent messages. Therefore the backup route
will not be tried unless a negative response is received or if the connection is
already down.
Default: 4

Response poll The length of time (in seconds) between polls.

time Default: 2

Default protocol |Default Protocol Identifier.

ID Default: 64

Editing EMI connections

Follow these steps to edit an existing EMI type connection.

Step
1
2

Action
From the table on the right-hand panel of the Paths tab, select the record to edit.

Click Edit at the bottom of the screen or double-click the record.

Result: The Edit EMI Connection 'Connection_Name' screen opens, where
Connection_Name is the name of the selected connection.

Update the fields as required. See Common connection fields (on page 87) and EMI
connection fields (on page 89) for information about the available connection fields.

Click Save to save the connection record in the configuration database.
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Example Edit EMI Connection dialog

Here is an example edit connection dialog for the EMI protocol. In this example, the name of the
connection is XMSP11.

i ™
Edit EMI Connection 'XMSPI1' [
Mame: XMSP1Y|
Weighting: 10
Enabled Preopen RX ™
. D . . IP address / host name Port
Local username: ml Local listen: - 1234
Local password: [ Local source: - 0
Remote usermame: [rl Remote listen: | cwm.me, uk 1234
Remote password: [ Remote source:
Connections allowed: |1
EMI Options
Window size: 100 Alert poll time: -1
Max window queue length: | 1024 Alert address: ]
Login orig. type of number: :Internaﬁonal number Alert protocol ID; :PC appl via abbrev. no, -
Login orig. number plan ID: E.164 address - Session timeout: -1
Default source address: Response timeout: |4
Allow alt., source address: Response poll time: |2
[
Pravide VMSC in HPLMM: ] Default protocol ID: |65
Allow user time zones: [
CDR information:
[ Help ] [ Cancel ] [ Save ]
L -y

Adding SMPP connections
Follow these steps to add a new SMPP connection to the selected path:

Step Action

1 From the Paths tab, click Add Connection....
Result: The New SMPP Connection screen appears.
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Step Action

MNew SMPP Connection &
Mame:
Weighting: 1
| Enabled Preopen RX ™ Shadowed
IP address / host name Faort

Local username: Local ligten: -
Local password: Local source: -
Remote username: Remote listen:
Remote password: Remote source:
Connections allowed: |1
SMPP Options

SMPP version: | 3.4 - Max. concurrent transactions: | 1024

Outgoing timeout: 10
System ID: MM Idle timeout: 0
System type: |MMX Heartbeat interval: 0
| Augment IDs e5G Extensions
Help Cancel Save
2 Complete the fields as required in the top part of the screen. See Common connection

fields (on page 87).

Note: When adding a new connection the Save button becomes available on entering the

Name field.
3 Complete the SMPP Options fields as required. See SMPP connection fields (on page 93).
4 Click Save to save the new connection record in the configuration database.

Note: The system determines which type of connection is required by the looking at the protocol that is
used by the adapter selected when creating the path. This protocol is used to open the correct type of
New Connection screen.

SMPP connection fields

This table describes the function of each field in the SMPP Options area of the SMPP Connection screen.

Field Description
Version The version of SMPP that will be used by default.
Default: 0x34 (version 3.4)
System ID ID of Messaging Manager application. Used on SMPP messages.
Default: Oracle MMX
System type System type on SMPP messages.
Default: MMX
Max. concurrent | Number of concurrent transactions allowed per second.
transactions Default: 1024
Outgoing timeout | Timeout, in seconds, on outgoing side.
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Field Description
Default: 10
Idle timeout How long a connection may be idle for.
Default: 0
Heartbeat Specifies the length of time to wait after receiving a message from the peer until
interval an enquire_link message is sent. The connection will be closed if an
enquire_link_resp (or any other kind of message) within the time specified by
outgoingTimeout is not received.
Default: O (that is, no heartbeats sent)
Augment IDs If selected, the message ID sent back to the ASP by MM will be prefixed with the

correlation ID from the outgoing SMSC connection.

Note: This field is only available for SMPP connections in an ASP path.

Correlation ID

The correlation ID of the SMPP SMSC connection.
Notes:
e This field is only available for SMPP connections in an SMSC path.

e The Correlation ID allows two connections to be related, by placing the same
smscCorrelationld setting for both connections. It is used where there are
different connections used for rx and tx to the SMSC and they need to be
related, for example, so they can use the same name in persistent store keys.
For more information, see MM Technical Guide.

eSG Extensions

Whether to transmit non-standard data on this connection. That is, is the path
used to communicate with SEl instead of an SMPP ASP.

Editing SMPP connections

Follow these steps to edit an existing SMPP type connection.

Step Action
1 From the table on the right-hand panel of the Paths tab, select the record to edit.
2 Click Edit at the bottom of the screen or double-click the record.

Result: The Edit SMPP Connection 'Connection_Name' screen opens, where
Connection_Name is the name of the selected connection.

3 Update the fields as required. See Common connection fields (on page 87) and SMPP
connection fields (on page 93) for more information about the available fields.
4 Click Save to save the connection record in the configuration database.
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Example Edit SMPP Connection dialog

Here is an example edit connection dialog for the SMPP protocol. In this example, the name of the
connection is XMSP12.

r

-
Edit SMPP Connection "XMSPI2' [
Marme: ¥MsP12|
Weighting: 10
/| Enabled Preopen [J|RX [F]TX Shadowed
IFP address / host name Fort
Local username: m2 Local listen: - 4321
Local password; Local source: ~ |0
Remote username: r2 Remote listen:  |cwm.me.uk 4321
Remote password; Remote source:
Connections allowed: |1
SMPP Options
SMPP version: | 3.4 - Max. concurrent transactions: | 1024
Qutgeing timeout: 10
System ID: e5G MMX Idle timeout: 0
System type: | [MMX Heartbeat interval: 0
Augment IDs 256 Extensions
| Help | | Cancel | | Save |

Changing connection passwords

Follow these steps to change the password of the local or remote user for an EMI or SMPP connection.

Step
1
2

Action

From the table on the right-hand panel of the Paths tab, select the record to edit.
Click Edit at the bottom of the screen or double-click the record.

Result: The Edit protocol Connection 'Connection_Name' screen opens.

Note: You can also edit a connection record from the Asps tab.

Select the check box to the left of the password field you want to change.

Result: The password field is enabled.

Enter a new password in the password field. To specify no password, leave the password
field empty.

Click Save.

The new password is saved in the credentials vault.
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SS7 Connections

Adding SS7 connections
Follow these steps to add a new SS7 type connection to the selected path.

Step Action

1 From the Paths tab, click Add Connection....
Result: The New SS7 Connection screen appears.

New 887 Connection @

This rauting scheme is currently deployed on 1 SCP

Mame: Enabled
[ Inbaund
SCCP Calling Parly point code (exact match) SCCP Called Parly point code. Atleast ohe of GT and FC
Js required.
SCCP Calling Parly subsystern number (exact matci) SCCP Called FParly subsysiern number (required)
SCOF Calling Pary giobal title (prefix match) SCOP Called Pary ciobal e Digits

SCCP Calied Pary giobal titie Transiation Tiype

2 Enter a name for the connection.

The inbound connection is used for matching the inbound path. The outbound connection
sets the connection for outbound messages. Both are allowed.

If required, select one or both check boxes.
Result: The fields below each check box will become active.

Note: The Save button becomes available if you select the Inbound check box.

4 Complete the fields as required See SS7 connection fields (on page 97) below.

Note: If you select only the Outbound check box the Save button becomes available after
you have entered a PC and an SSN in the fields.

5 Click Save to save the new connection record in the configuration database.

Note: The system determines which type of connection is required, by the looking at the protocol that is
used by the adapter selected when creating the path. This protocol is used to open the correct type of
New Connection screen.

Virtual SMSCs

You can create virtual SMSCs in order to provide different services to different groups of end users. The
users are provided with the Service Centre Address (SCA) of the virtual SMSC instead of the "real"
SMSC's SCA. This allows Messaging Manager to route based on the SCA to which the message is
addressed and provide different services based on the SCA.
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Messaging Manager allows the inbound path assigned to a message to be based on the SMSC SCA:

¢ To which the message is addressed, in the case of mobile originated messages
e Received from, in the case of mobile terminated messages

SS7 connection fields

These tables describes the function of each field.

In and Outbound

Here are the fields available for both inbound and outbound paths.

Field Description

Name The name of the connection.

Enabled Is this connection available for traffic?
Inbound

Here are the fields available for inbound path.

Field Description

Remote PC The SCCP calling party point code This parameter takes priority over SSN
match.

Remote SSN The SCCP calling party subsystem number.

Remote GT The SCCP calling party global title (prefix match).

Note: Each of these fields is active only if the Match any check box beside it is not selected.

Outbound

Here are the fields available for outbound path.

Field Description

PC The SCCP called party point code This parameter takes priority over SSN match.

SSN The SCCP called party subsystem number.

GT The SCCP called party global title (prefix match).

TT The translation type of the SCCP called party GT.

Weight The relative load for this connection on the path. This value is converted to a
percentage of all the connection weights on this path which in turn is used as the
loading factor for the connection.

Allowed values: 0 to 100.

Failover There is no concept of failover for SS7 connections, so this field is ignored.

Congestion Whenever this number of consecutive congestion responses is received, the

threshold SMSC will not be used until the back-off period expires.

Note: This field is only available if the destination point is an SMSC (that is,
endpoint type is MC).

Congestion If congested, the number of seconds to wait before retrying the SMSC.

backoff

Note: This field is only available if the destination point is an SMSC (that is,
endpoint type is MC).
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Editing SS7 connections

Follow these steps to edit an existing SS7 connection:

Step Action
1 From the table on the right hand panel on the Paths tab, select the record to edit.
2 Click Edit at the bottom of the screen or double-click the record.
Result: The Edit SS7 Connection 'Connection_Name' screen appears.
Edit 57 Connection ‘MAP._MC_2MAP. AUTO! E|
Mame: Enabled
SCCP Calling Pary point code fexact match) STCP Called Pary point code. At least one of GT and FC
I required.
SCCP Calling Pary subasystern number (exact maich) SCCP Called Pafy subsystem number (required]
SCCR Calling Parby global btie (orefic matchy) SCCP Called Parhe giobal Bitle Digits
Senice centre address (exact match) SCCP Called Paty giobal title Tranalation Type
Messages
SECONHS
[ Help ] [ Cancel ] [ Save ]
3 Change the fields as required. See SS7 connection fields (on page 97).
4 Click Save to save the new connection record in the configuration database.
Screening

Introduction

The Screening tab controls the screening-out of undesired messages, by allowing the creation of rules
that check various message parameters such as originating and destination addresses.

The top part of the tab contains the current list of rules for the selected transaction type.

The bottom part of the tab shows any extra details available for the currently selected rule.

Monitoring screening rules

If a screening rule is in monitoring state, the rule is not applied. Instead an EDR is written recording the
SMS/call details, and the screening rule ID for the rule which would have blocked the SMS/call.

Note: If a rule is in monitoring state, an EDR will be written regardless of whether the Write EDR check
box is selected for that rule.

For more information about EDR post-processing, see EDR Reference Guide.
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Screening tab
Here is an example of a Screening tab.

O SU - Messaging Manager Scheme ‘Doc SMS GW' Q@gl

[ Mew. .. ][ Edit... ][ Delete... ][ Refresh ][ Close ]

Adapters Interfaces Paths Screening Addressing Throttling Triggering Routing

[] &l Rules Monitar Cnly

Transaction bype: |Deliver w
Rule ID Rule Mame Action Monitor Mode | Write EDR Last Updated By
1 Calling Party Filter Accept Mo Yes INFCICE NN N4 R 45 lsu S
2 Delivery Sequence Correlation Rejeck (12) Ma Yes su
3 Destination Address Screening Screen Mo Yes Screening rule list =]
4 Isolated Delivery Detection Accept Mo Yes (ISl 010 U0 TF =L

aw

Global Title Screening Rules - these rules are qlobal and apoly fo all routing schemes
Global bitle: | 322342 Add Remove Selected

Glabal Title Alow Screening rules for d
32234 L] selected Rule and Action | [~
322342 [] : . 05

1 giobal titie prefix removed

This 845 ruie (10 1) was fast updated b S0 on 080c2010 at 054845 waing lermingl 192 {168 25,87

Note: The columns on this screen can be expanded or collapsed in the same way as for the Paths tab.
For more information about how to use this functionality, see Adjusting panel displays (on page 74).

Screening tab columns

This table describes the content of each column. This table is sorted by rule name.

Column Description

Rule ID The numeric ID for the rule. This is auto-generated on creation of the rule.

Note: This field cannot be changed after it is first saved.

Rule Name One of the rule types in screening rule list.

Note: This field cannot be changed after it is first saved.

Action The action that will be taken if this rule causes the message to fail screening.
Notes:

e This does not apply to the originating and the destination address screening
rules, as these will specify an action for each configured prefix.

e This field cannot be changed after it is first saved.

Monitor Mode Whether or not this rule is in monitor state. YES or * means the rule is in monitor
state.
For more information about monitoring, see Monitoring screening rules (on page
25).

Write EDR Indicator for EDR production when the rule is invoked.

If the rule is in monitor state, and the rule has been set to not write EDRS, this
column will show * and EDRs will be written until the rule is moved from
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Column Description

monitoring to applying.

Screening rule fields

This table describes the function of each field.

Field Description

Transaction type | The type of message being handled by Messaging Manager, selected from a
configured list.

Allowed values:

e Deliver
¢ Notify
¢ Route Info
e Submit
Rule type The name given to the rule, selected from a built-in list, as described in Screening

rule list (on page 25).

Action The action the rule will perform when invoked, selected from a configured list.
Allowed values:

Accept Do not do anything with the message, but return
an ACK to the originator.

Discard Drop the message without sending any response
to the originator.

Reject Do not do anything with the message, and send
an error back to the originator.

Release cause The error code to use that explains the reject reason. See Action and Error Codes
(on page 139).

Monitor mode Do not apply this rule. Instead monitor the effect this rule would have if it was
applied.
For more information about monitoring, see Monitoring screening rules (on page
25).

Write EDR Causes an EDR to be written when the rule is invoked.

Note: This value is ignored if the rule is in monitoring state. A rule is being
monitored if its Monitor this rule check box is selected, or the Monitor check box on
the Screening option is selected.

Screening rule list

The set of screening rules available is different for each transaction type as shown in the following table.

Rule Type Submit Deliver Notify Routelnfo
Calling Party Filter (on page 25) Y Y Y Y
Delivery Sequence Correlation (on page 26) Y Y

Destination Address Screening (on page 26) Y Y Y Y
Isolated Delivery (on page 26) Y Y

Layer Address Correlation (on page 26) (GSM Y Y Y Y
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Rule Type Submit Deliver Notify Routelnfo
only)

Originating Address Screening (on page 27) Y Y Y

Roaming Location Validation (on page 27) Y

Notes:

e Screening rules are not applied to traffic from any path which has the This is a trusted path check box
selected. For more information about this check box, see Path screen fields (on page 82).

o To use the full screening capabilities, a valid screening license must be purchased. Unlicensed
users will only have access to the originating address screening and destination address screening
rules.

Calling Party Filter

This check is used to:

e Screen out (blacklist) known rogue entities on the network (pirates)
¢ Allow (white list) known safe entities
A message will be screened if all of the following apply:

e ltis received on a path that is does not have the This is a trusted path check box selected
e The “Calling Party Filter” rule is configured for the message's transaction type
e The message's SCCP calling party global title is matched by the screened global title list

When this rule is selected the Global Title Screening Rules (on page 105) panel is displayed on the
screen.

Delivery Sequence Correlation

If an inbound deliver or notify message is received on a path that is not flagged as trusted and the
“Delivery Sequence Correlation” rule is specified, Messaging Manager will compare the message
parameters with the corresponding Routelnfo that was previously received. Message parameters are
matched as follows, and the message is screened out if any of the comparisons fail:

MT SMS Field Expected Value

SCCP Calling Party SCCP calling party of the Routelnfo

SCCP Called Party GT returned by Messaging Manager in response to the Routelnfo
SCA SCCP calling party of the Routelnfo

Destination Address Screening

Destination address screening rules check the digits of the destination address against a configured list
of prefixes. For each address prefix, an address rule will specify that the message has either passed or
failed screening.

If the address rule is a:

e 'pass'rule, it will assign a destination domain for subsequent processing.
e 'fail' rule, it will specify the action to take.

When this rule is selected the Destination Screening Rules (on page 109) panel is displayed in the
bottom part of the screen.
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Isolated Delivery

When a mobile-terminated SMS (MAP MT-ForwardSM and 1S41 SMDPP) is received, the isolated
delivery rule checks that a Routelnfo message (HLR lookup) was received before the SMS. If a delivery
sequence correlation rule (described above) is also used, Messaging Manager will check that the details
in the two requests match up.

If MSID masking is on, or an Accept action is used, MM responds to incoming Routelnfo messages with
a temporary IMSI (or MIN). This means that when a subsequent deliver or notify message is received, it
will use the MM-generated IMSI, so can be linked with the previous Routelnfo.

If an inbound deliver or notify message is received on a path that is not flagged as trusted, the “Isolated
Delivery” rule will check that the IMSI corresponds to one that was previously generated in response to
a Routelnfo. The message will be screened out if this is not the case.

Layer Address Correlation

When a message is received, MM can do a basic check to ensure that the parameters provided in the
SCCP layer and MAP layer are consistent.

If this rule is used and a MAP message is received on a path that is not flagged as trusted, MM will
verify that the prefixes of the following MAP and SCCP address match:

Message Type SCCP Field MAP Field

Routelnfo CallingParty Service Centre Address
Deliver / Notify CallingParty SM-RP-OA

Submit CalledParty SM-RP-DA

The number of digits to compare for the SCA Consistency check is determined by finding the longest
country prefix matching the address, in the SCA Consistency Rules (on page 106) panel displayed in
the bottom part of the screen.

Originating Address Screening

This rule checks the digits of the originating address against a configured list of prefixes. For each
address prefix, an address rule will specify that the message has either passed or failed screening.

If the address rule is a:

e 'Pass'rule, it will assign an originating domain for subsequent processing
o 'Fail' rule, it will specify the action to take

When this rule is selected the Originating Screening Rules (on page 109) panel is displayed in the
bottom part of the screen.

Roaming Location Validation

An additional correlation check can be applied to mobile-originated SMSs (MAP MO-ForwardSM and
IS41 SMDPP) to validate that when a message comes from a local subscriber via a foreign network, that
subscriber is actually known to be roaming.

If a mobile-originated SMS is received on a path that is not flagged as trusted, this rule will force
Navigator to query the HLR to determine the MSC serving the originating subscriber. A message will
pass if the Calling Party SCCP Address and MSC address from the HLR match, to the determined
number of digits.

When this rule is selected the RLV Prefix Rules (on page 111) panel is displayed in the bottom part of
the screen.
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Adding Screening rules

Follow these steps to add a screening rule.

Step Action

1 From the Screening tab, select the transaction type for the required rule from the
Transaction Type drop down list.

Note: The New button is unavailable when all allowable rules have been added for the
transaction type. No more rules can be added.

2 From the Screening tab, click New.
Result: The New SAS Rule screen appears with the selected transaction type pre-
populated.
New SAS Rule X

Rule Icfantification

Transackion type: Deliver w

Rule type: Calling Party Filter w

Ruie Processing

Ackion: w

[] Monitar Mode

Write EDR.

[ Help ]| Cancel

3 Select the new rule from the Rule type drop down list.

Note: This list shows what rules can still be added to the selected transaction type.

4 Select the action this rule will perform from the Action drop down list.

Note: This list shows all the allowed actions for the rule type.

5 If the reject action was selected, select the ACS release cause number form the Release
cause drop down list.

Note: This list shows all the allowed ACS release cause numbers that have been
configured. See Action and Error Codes (on page 139).

6 Complete the rest of the fields on the screen.

For more information about the rest of the fields on this screen, see Screening rule fields
(on page 100).
7 Click Save to save the new rule record in the configuration database.
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Editing Screening rules
Follow these steps to edit a screening rule.
Step Action

1 From the Screening tab, select the transaction type for the required rule from the
Transaction Type drop down list.

Result: A list of rules for the transaction type are shown.
2 From the Screening tab, click Edit.
Result: The Edit SAS Filter Rule 'Rule_Id' screen appears.

Edit SAS Filter, Rule B1 &l

Ruie [dentification

Transaction bype:

Rule kype: Originating Address Screening

Rulie Frocessing

[ Monitar Mode

Write EDR

[ Help l [ Cancel l [ Save ]
3 To cause an EDR to be generated when this rule is invoked, select the Write EDR check
box.
4 Click Save to save the new rule record in the configuration database.

Delete Screening rules

Follow these steps to delete a screening rule.

Step Action

1 From the Screening tab, select the transaction type for the required rule from the
Transaction Type drop down list.

Result: A list of rules for the transaction type are shown.
2 From the table on the Screening tab, select the record to delete.

Note: The default originating or destination address rules cannot be deleted.

3 Click Delete.
Result: The Delete SAS Rule 'Rule_Name' confirmation prompt appears.
4 Click Delete to delete the record from the configuration database.
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Global Title Screening Rules

Introduction

Global title screening defines originating global title (GT) prefixes that are one of the following short
messages when calling party filter is active for the transaction type:

e Barred from sending
e Allowed to send

Note: The screening is global, that is, the list applies to all routing schemes.

When applying a rule, the system goes through the list and applies the longest, starting with the same
digits, prefix rule. For example, 44 will be applied over 4, 4 over a blank prefix.

Global Title Screening Rules panel

Here is an example Global Title Screening Rules panel of the Screening tab.

This panel is visible when you select the Calling Party Filter (on page 25) rule type.

]

Global Title Screening Rules - these pules are global and apaoly fo a0l rouhing schemes

Global Litle: Add Eemove Selected

Global Title Allow Last Updated By
Thu Mov 15 02:49:23 GM... 5U Es
22234 Tue Mow 13 22:20014 GM, ., [MME_aDMIN

322343

3

Tue Mov 13 22:20:014 GM... [MME_ADMIN

This SAS rule (D 259 was last updated by SU on 14Mow2007 at 01:23:45 using terminal 127000001001

Rules buttons

This table describes the function of each button, specific to the panel, at the bottom of the tab.

Note: Buttons are active depending on the selection context.

Button Description
Add Add a new rule.
Find Locates a rule containing the entered digits.
Remove Selectad Deletes the selected rule.

Finding arule

Follow these steps to find a rule.

Step Action

1 Enter the number string to find in the Global title field.
Result: The Find button becomes available.

2 Click Find.
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Step Action

Result: The first rule containing the entered string is highlighted.
3 Click Find repeatedly to cycle through the rules containing the entered string.

Adding arule

Follow these steps to add a rule.

Step Action

1 Type the prefix number string to add as a new rule in the Global title field and click Add.
Result: The typed number is added to the list.

Note: You can add a blank prefix. In this case, if there are no other prefixes that override
the rule, then the rule will apply to all prefixes.

2 In the Allow check box, to:
e Blacklist this prefix, deselect the box

e Allow the prefix, select the box.

Removing a rule

Follow these steps to remove a screening rule.

Step Action
1 Locate and select the rule to delete. Either use the scroll bar or the Finding a rule
procedure.
2 Click Remove Selected.
Result: The Remove Global Title Prefix 'Global_Title' confirmation prompt appears.
3 Click Delete to delete the record from the configuration database.

SCA Consistency Rules

Introduction

The SCA consistency rules are available when Layer Address Correlation (on page 26) is selected as
the rule type.

This check is for MAP messages only and confirms that the MAP layer and SCCP layer are consistent
with their calling and called party addresses. The SCA consistency rules match the SCCP address
against the country prefix and then compare the MAP and SCCP addresses based on the match length
digits value.

Note: The SCA consistency rules are global and apply to all routing schemes.

SCA Consistency Rules panel

Here is an example SCA Consistency Rules panel of the Screening tab.
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This panel is visible when you select the Layer Address Correlation (on page 26) rule type.

-

SCA Consistency Rules - these fules are qiobal and apoly to aif routing schemes

Country Prefix: | Edit.. || Remove Selected |

Country Prefix Match Length Last Updated By
343 |3 [12{Mar/z009 22:11:02 [su ES
W

T 324 conalstency rife removed

Thia ZAS rle (10 86) was fast wodated Dy U on 1 200ap2009 gt 295504 ysing termingl 192 168,762

Rules buttons

This table describes the function of each button, specific to the panel, at the bottom of the tab.

Note: Buttons are active depending on the selection context.

Button Description

Edit an existing rule.

Add... Add a new rule.
Edit. ..

Find Locates a rule containing the entered digits.
[ Rermove Selected Deletes the selected rule.

Finding SCA Consistency Rules

Follow these steps to find SCA consistency rules.

Step Action

1 Type the prefix number string to find in the Country prefix field.
Result: The Find button becomes available.

2 Click Find.

Result: The first rule containing the entered string is highlighted.
Click Find repeatedly to cycle through the rules containing the entered string.

w

Adding SCA Consistency Rules

Follow these steps to add new SCA consistency rules.

Step Action

1 Click Add....
Result: The New SCA Consistency Rule screen appears.
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Step

Action

X

New SCA Consistency Rule

Courtry Prefix: ||

Digits ko Match: |4 v

[ Help H Cancel ]

Enter the prefix digits to compare in the Country Prefix field.

The number of digits to compare is automatically calculated, but this can be overridden if
required by selecting from the Digits to Match drop down list.

Click Save to save the new SCA consistency rule record in the configuration database.

Editing SCA Consistency Rules

Follow these steps to edit SCA consistency rules.

Step
1

Action

Locate and select the SCA consistency rule to edit. Use either the scroll bar or the
Finding SCA Consistency Rules (on page 107) procedure.
Click Edit....

Result: The Edit SCA Consistency Rule 'Country_Prefix' screen appears.

Edit SCA Consistency Rule: “343°

Cauntry Prefix:

Digits to Match: | g Iy

[ Help H Cancel ][ Save ]

Override the number of digits to compare by selecting from the Digits to Match drop down
list.

Click Save to save the SCA consistency rule record in the database.

Deleting SCA Consistency Rules

Follow these steps to delete a SCA consistency rule.

Step
1

Action

Locate and select the SCA consistency rule to delete. Use either the scroll bar or the
Finding SCA Consistency Rules (on page 107) procedure.

Click Remove Selected.

Result: The Remove SCA Consistency Rule 'country prefix' confirmation prompt appears.
Click Delete to delete the record from the configuration database.
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Screening Rules

Introduction

Screening rules apply to both destination and originating addresses. This topic illustrates how to
configure originating address rules. There is no procedural difference between the destination and
originating address types.

Screening Rules panel

Here is an example Screening Rules panel of the Screening tab.

This panel is visible when you select the Destination Address Screening (on page 26), or Originating
Address Screening (on page 27) the rule type.

&

Criginating Screening Rules - these rulies apply to the routing scheme as & whole and do ot depend an fransaction dvne

Path Prefix Filker : Path Prefix Criginaking Address Prefix Action Release Cause
# | [MAP_SME_MAP2 31 [Accept | ~

31
33
MAP_SME_MAPZ

W

3 This screening rule (0 213 was [ast updated by SU on 14Mow2007 at 00:57:54 using terminal 18216800...

[ showal | Remove. | | ade. |[ Eat. || memove..

This SAS rule (1D 2y was last updated by ME_ADMIRN on 1 3Mow2007 at 22:20:22 using terminal mmxTool

Screening rule panel buttons

This table describes the function of each button, specific to the Screening Rules panel, at the bottom of
the tab.

Note: Buttons are active depending on the selection context.

Description

Add a new screening rule.

Edit... Edit an existing screening rule.

Remove... Deletes the selected path prefix filter (and all rules that use the filter), or
deletes the selected path prefix screening rule.

‘ ‘ o]
c

I I:p =
o o

= S

Show Al Shows all the screening path prefix rules.

Screening Rules fields

This table describes the function of each field.

Field Description

Path_Direction The path prefix filter.
path name prefix

Path_Direction The address prefix.
address prefix
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Field Description

Perform action The drop down list is the action which will be attached to the screening rule.
You can select from:

e Allow

e Accept (this drops the call)
e Reject

e Discard

Release cause If the perform action drop down list has the reject action selected, this field is the
error code which will be returned with the reject message.

Note: These are defined on the Global tab (on page 141) of the Action and Error
Codes screen.

Adding Screening rules

Follow these steps to add new destination or originating address screening rules.
Step Action
1 Select the Path Prefix Filter to add the rule to.

Note: If this is a rule for a new filter, this step can be ignored and the filter is added as part
of adding the rule.

2 Click Add.
Result: The Add Address_Type Screening Rule screen appears.

Add Originating Screening Rule EJ

This routing scheme is currently deployved on 1 SCP

Screening sefection chiteria

Incoming path name prefic MAP_SME_MAPZ
Originating address prefix:

Screening responae

Petform action: Allow v
[ Help ] [ Canicel ] [ Save ]
3 If missing, type the path prefix filter in the Path_Direction path name prefix field.
4 Continue to configure this record by entering data in the fields in the middle of this screen.
For more information about the fields on this screen, see Screening Rules fields (on page
109).
5 If th)e Reject action selected, select the error code from the Release cause drop down list.
6 Click Save to save the new screening rule record in the configuration database.
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Editing screening rules

Follow these steps to edit destination or originating address screening rules.

Step Action
1 From the Screening tab, select the Path Prefix to edit from the Screening Rules panel table.
2 Click Edit....

Result: The Edit Address_Type Screening Rule screen appears.

Edit Originating Screening Rule g|

This routing scheme is currently deployed on 1 SCP

Screening selection criteria

Incoming path name prefix: MaP_SME_MAPZ
Originating address prefix: 31

Screening response

Perform action: fccept b
[ Help l [ Cancel l [ Save ]
3 Edit the fields to reflect the changes you need to make.
For more information about the fields in this screen, see Screening Rules fields (on page
109).
4 Click Save to save the screening rule record in the configuration database.

Deleting screening rules

Follow these steps to delete Destination or Originating Address Screening Rules.

Step Action

1 From the Screening tab, select the Path Prefix to delete from the Screening Rules panel
table.

2 Click Delete.
Result: The Remove Screening Rule screen appears.

3 Click Delete to delete the record from the configuration database.

RLV Prefix Rules

Introduction

The RLYV prefix rule allows you to configure how many digits must match for the roaming location
validation check.

The number of digits to match can be configured based on the address prefix.
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When doing the roaming location validation check, MM will compare the MSC address from the HLR
against the configured prefixes to determine how many digits to match.

A message will pass the roaming location validation check if the calling party SCCP address and MSC
address from the HLR match, to the determined number of digits.

RLV Prefix Rules panel

Here is an example RLV Prefix Rules panel of the Screening tab.

Note: This panel is visible when you select the Roaming Location Validation (on page 27) rule type.
Roaming location validation rule types are only available for submit rules.

RLY Prefix Rules - these riles are alobal and apoly to &I routing schermes
Prefix: Add.. | Edit. |[ Remove Selected
Prefix Match Length Last Updated By
21 2 08/Julf2008 04:11:28 s
5555 4 08/ ulf2008 03:0%:45
w
This A3 rule (1D 661 2y was last updated by M_ADMIN on 1Junf2008 at 00:46:13 using terminal mmxTool

Rules buttons

This table describes the function of each button, specific to the panel, at the bottom of the tab.

Note: Buttons are active depending on the selection context.

Button Description

Add a new rule.

Edit an existing rule.

IE IE
=l 2

Eind Locates a rule containing the entered digits.

[ Eemove Selected Deletes the selected rule.

Finding RLV Prefix Rules

Follow these steps to find RLV prefix rules.

Step Action

1 Enter the prefix number string to find in the Prefix field.
Result: The Find button becomes available.

2 Click Find.

Result: The first rule containing the entered string is highlighted.
Click Find repeatedly to cycle through the rules containing the entered string.

w
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Adding RLV Prefix Rules

Follow these steps to add new RLV prefix rules.

Step Action
1 Click Add....
Result: The New RLV Prefix Rule screen appears.
New RLV Prefix Rule X
Prefix:
Digits ko Match: |4 w
[ Help ] [ Cancel ] [ Save ]
2 Enter the prefix digits to compare in the Prefix field.

Note: You can add a blank prefix. In this case, if there are no other prefixes that override
the rule, then the rule will apply to all prefixes.

3 The number of digits to compare is automatically calculated, but this can be overridden if
required by selecting from the Digits to Match drop down list.
4 Click Save to save the record in the database.

Editing RLV Prefix Rules

Follow these steps to edit RLV prefix rules.

Step Action

1 Locate and select the RLV prefix rule to edit. Use either the scroll bar or the Finding RLV
Prefix Rules (on page 112) procedure.

2 Click Edit....

Result: The Edit RLV Prefix Rule 'Prefix' screen appears.

Edit RLY Prefix Rule: *123"

Prefix:
Digits ko Match: | 5 “w
[ Help ] [ Cancel ] [ Save l
3 Override the number of digits to compare by selecting from the Digits to Match drop down
list.
4 Click Save to save the record in the database.
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Deleting RLV Prefix Rules

Follow these steps to delete an RLV prefix rule.

Step Action

1 Locate and select the RLV prefix rule to delete. Use either the scroll bar or the Finding
RLV Prefix Rules (on page 112) procedure.

2 Click Remove Selected.
Result: The Remove RLV Prefix Rule 'Prefix' confirmation prompt appears.

3 Click Delete to delete the record from the configuration database.

Addressing

Introduction

The Addressing tab enables you to:

e Add, update and remove address rules for originating and destination prefixes for each path prefix
e Add, update and remove domains

e Select a domain to map each rule against

Each message that enters the system is assigned to a domain for each of its originating and destination
addresses. Domains are configured as a group, so all routing and triggering changes are applied to the

entire domain. A domain allows specification of throttling levels. Additionally, it plays a role in
determining control plan selection and routing selection.

Any given routing scheme defines a single set of domains which are used to classify both originating
and destination addresses. The originating and destination domains are used to determine the outbound
route. Each domain may contain as many address rules as required.

A domain is defined by the set of domain address rules which reference it. A domain is associated with
a single scheme, and a domain address rule belongs to a single domain in that scheme.

A domain address rule identifies a set of addresses and associates that set with a set of paths. The
address set is specified by an address prefix (for example, 00644) and a message type, (for example,
Normal, delivery receipt, non-delivery receipt).

An address is considered to be a member of the set defined by the rule if the leading characters of the
address match the address prefix and the message type matches the specified type.

The set of paths is identified by a path prefix which works in the same fashion as the address prefix, so
a path is considered to be a member of the paths set defined by the rule if the leading characters of the
path’s name match the path prefix specified in the rule.
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Addressing tab

Here is an example Addressing tab.

O SU - Messaging Manager, Scheme ‘Doc SMS GW* |Z||E|r5__(|
[ e, . ] [ Edit. .. ] [ Delete, .. ] ’ Refresh ] [ Close ]
Adapters Interfaces Paths Screening | Addressing | Throttling Triggering Routing
Path Prefix Criginating Prefix Domain Destination Prefix Damain Domain Updated By
~ 01 Defanle T 102 |[Fram SMSC | & |Default 15/3ulf2010 10:5... [5U
Default N [(Reject) | [(Reject) | [EmaLL 08/0ct/2010 10:4,..[5U
EMAIL From SM3C 16/ulj2010 13:4... |SU
Local Local 03/0ckf2010 10:4.,, 50
SMSC
- < | >
b b
[ &dd ] ’ Edit ] ’ Remove ’ &dd ] ’ Edit ] ’ Remove ’ e ] [ Edit ] ’ Delete ]

Local (1D 62) was last Wodated by U0 on 080cb2010 at 10046:53 using terminal 192168 25,81

Pre-populated screen areas

The following areas of the Addressing tab will be pre-populated, if you have created a new scheme:
e With a default domain:

I Adapters Interfaces Paths Screening | Addressing | Thrattling Triggering Rauting

Path Prefix Qriginating ... Domain Destination ... Domain I Domain Updated
[Def ault IS [Def auit | A | Default |05/Marz009 0z

¢ \With no default domain:

I Adapters Interfaces Paths Screening | Addressing | Throttling Triggering Routing

Path Prefix Originating ... Domain Destination ... Domain Damain Updated
|(Reject) | s |(Reject) | A

The default path prefix is blank, therefore the default address rules will apply to any prefix.

A default rule with a (Reject) domain is created when there is no domain applied.

Adding a Path Prefix

The Path Prefix area lists the path prefixes that have address rules defined.

A new path prefix is added when you create an address rule that is not attached to any path prefix. See
Adding Address rules (on page 116) for details.
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Removing a Path Prefix

Follow these steps to remove a path prefix.

Step
1
2

Action
In the table in the Path Prefix area, select the prefix to remove.

Click Remove.
Result: The Delete Path Prefix confirmation dialog is displayed.

Delete Path Prefix

L ] Are vou sure you wank to remove all addressing rules under this path prefix?
‘““:1/ This routing scheme is currently deploved on 1 SCP

[ Remave ] [ Don't Remove ]

Click Remove to delete the path prefix and all its addressing rules or Don't Remove to
cancel the delete.

Adding Address rules

Follow these steps to add new destination or originating address rules.

Note: Address rules must be allocated to a domain. If there are no domains in the list, you need to
Adding domains (on page 118) before you add a rule.

Step
1

Action

Select the Path Prefix to add the rule to.

Result: The originating and destination prefixes for the selected path prefix are displayed
in the tables to the right.

Note: If this is a rule for a new filter, this step can be ignored and the filter is added as part
of adding the rule.

In the table for the required address type, click Add.
Result: The New Address_Type Address Rule screen opens.

New Originating Address Rule §|

This routing scheme is currently deployed on 1 SCP

Carmain: Accepk b
Incoming path name prefix:

Address prefix:

[ Help ][ Cancel H Save l

In the Domain field, select the domain to map the rule against.

Note: If the domain is not in the list, you need to click Cancel and Adding domains (on
page 118) before you add a rule.

In the Incoming path name prefix field, enter the prefix.
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Step Action
Note: This field is pre-populated with the path prefix selected in Step 1.

5 In the Address prefix field, enter the prefix.
6 Click Save to save the new rule record in the configuration database.

Result: Rules are created in pairs. For example, if you create an originating address rule,
a destination address rule for the path prefix will be created with a default domain of
(Reject).

Editing address rules

Follow these steps to edit a destination or originating address rule.

Step Action
1 Select the Path Prefix of the rule to edit.

Result: The originating and destination prefixes for the selected path prefix are displayed
in the tables to the right.

2 In the table for the required address type, click Edit.
Result: The Edit Address Rule screen appears.

Edit Address Rule @]

Domain: Local w
Incoming path name prefix;: |

Address prefix: 0z

[ Help ” Cancel ” Save ]

3 If required, modify the fields, as described in Adding Address rules (on page 116).

Note: If this is a default rule, the '(Reject)’ domain is included in the list, otherwise, only
the defined domains appear in the list.

4 Click Save to save the rule record in the configuration database.

Removing Address rules

Follow these steps to remove an address rule from either an originating or destination prefix.

Step Action
1 In the table in a Prefix Area of the Addressing tab, select the record to remove.
2 Click Remove.

Result: The Remove Screening Rule confirmation prompt appears.
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Step Action

Remowe Screening Rule

P | Are you sure you wank ko remowve this addressing rule?
\-':/ This routing scheme is currently deploved on 1 SCP

[ Remove l [ Don't Remove ]

3 Click Remove to delete the rule or Don't Remove to cancel the delete.

Adding domains

Follow these steps to add a new domain to the scheme.

Step Action
1 From the Domain area of Addressing tab, click New.
Result: The New Domain screen opens.
New Domain E|
Marne: | |
[ Help ] [ Cancel ]
2 In the Name field, enter the name of the new domain.

Note: Domain is defined within the context of a single routing scheme, and must have a
unique name within that scheme.

3 Click Save to save the new domain record in the configuration database.

Editing domains

Follow these steps to edit an existing domain.

Step Action
1 In the table in the Domain area of Addressing tab, select the domain record to edit.
2 Click Edit.

Result: The Edit Domain 'Domain_Name' screen opens.

Edit Domain ‘MAP Inbound® ﬁ|

Mamne: | MAP Inbound |

[ Help ][ Cancel H Save ]

3 Change the field value as required.

Note: Changing the name will be reflected everywhere this domain is used within the
scheme.

118 Messaging Manager User's Guide



Step Action
4 Click Save to save the changed domain record in the configuration database.

Deleting domains

Follow these steps to delete an existing domain:

Step Action
1 In the table in the Domain area of Addressing tab, select the record to delete.
2 Click Delete.

Result: The Delete Domain 'Domain_Name' confirmation prompt appears.
3 Click Delete to delete the record from the configuration database.
Throttling

Introduction

The Throttling tab provides a summary report of the throttling values for the selected scheme. This tab
allows you to define throttling rules in terms of Originating Domain, Destination Domain, and Message
Type (Detection Point).

A throttling rule defines the conditions that must be met to throttle a message at a particular limit,
specifically in terms of the message’s originating & destination Domains and message type. For each
message received or generated internally, MM evaluates the message against the throttling rules table
to determine if the message is to be throttled.

This provides the ability to implement throttling rules for scenarios such as preferring subscriber-
subscriber messages to tele-voting messages, or putting a system-wide throttle on ASP outbound traffic.

For example, tele-voting may be recognized by the destination prefix address of “778”. The system may
be configured so that tele-voting messages will be throttled when the message rate reaches 80% of the
maximum system throughput. The remaining 20% is always available for non tele-voting destinations.
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Throttling tab

Here is an example of the Throttling tab.

2 5U - Messaging Manager Scheme ‘Doc SMS GW'

[ Mew... ” Edit. .. ” Delete... ” Refresh H Close ]

Adapkers Interfaces Paths Screening Addressing Thrattling

Destination Dormain
Diefault

Detection Paoink Qriginating Dormain

Default

Dieliver

Triggering Raouking

Throttle %%

100

okify ENMAIL Local

100

This throtting ruiz (10 1) was last wodated b SU on 0&0ck2040 s 1005495 psing terminal 192 168 25 81

Throttling rules fields

This table describes the content of each field.

Column/Field

Detection Point

Description
The transaction type the throttling rule applies to. Possible values are:
e Deliver
e Notify
¢ Route Info
e  Submit

For more information about transaction types, see Transaction Types (on page
18).
Required.

Destination The Domain to which the message’s destination number belongs. Required.
Domain

Originating The Domain to which the message’s originating number belongs. Required.
Domain

Throttle at The level at which throttling is to be applied to messages of this type when

overload conditions apply. Required.

A percentage of the system maximum concurrent transactions, from 0 to 100
Inclusive.

0 = Throttle (reject) all messages of this type.
100 = No Throttling, allow all messages of this type.

For more information about Domains, see Address Domains (on page 27).

120 Messaging Manager User's Guide



Adding Throttling rules

Follow these steps to add throttling rules.

Step
1

From the Throttling tab, click New.
Result: The New Throttling Rule screen appears.

Mew Throttling Rule §|

This routing scheme is currently deployed on 2 SCPs

[Detection poink:

Destination domain:

Qriginating domain:

Throttle at: 100 Yo

[ Help H Cancel ][ Save l

Editing Throttling Rules

Follow these steps to edit an existing Throttling Rule

Step
1
2

This routing scheme is currently deployved on 2 SCPs

Detection paink:

Destination domain: | Default W
Criginating domain: | Default W

Throttle at: 100 Yo

[ Help H Cancel ][ Save ]

Select values required in each field as described in Throttling rules fields (on page 120).
Click Save to save the record in the configuration database.

From the table on the Throttling tab, select the record to edit.

Click Edit.
Result: The Edit Throttling Rule screen appears with the data for the rule selected
populated.

Edit Throttling Rule X

Change the fields, as described in Throttling rules fields (on page 120), as required.
Click Save to save the Throttling rule in the configuration database.
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Deleting Throttling Rules

Follow these steps to delete a throttling record from the database.

Step Action
1 From the table on the Throttling tab, select the record to delete.
2 Click Delete.

Result: The Delete Throttling Rule confirmation prompt appears.
3 Click Delete to delete the record from the configuration database.
Triggering

Introduction

The Triggering tab enables you to add and maintain Trigger rules. Triggering rules enable MM to decide
whether to trigger the message to an ACS control plan for processing, or directly apply an action.

There are four sets of trigger rules:

1 Submit
2 Deliver
3 Notify

4  Route Info
The Detection point field indicates the set to which the rule belongs.

A trigger rule can optionally specify a routing class. If present, this will be assigned to the message,
replacing the existing class when the rule is matched to the message.

A trigger rule either specifies an action to perform, or details of a control plan to invoke. If a control plan
is used, the result that it returns to Messaging Manager will determine the action.

Trigger control

Each Message Type (Submit, Deliver, Notify and Route Info) has its own trigger rules. The transaction
is matched against the appropriate rule set to determine the trigger action.

The selected rule may specify a change to the routing class. For example, with a Submit transaction, it
is useful to set the trigger routing class to “FDA” so that a First Delivery Attempt becomes the default
routing action. This alleviates the need to always set the value to “FDA” in the SMS Service Plan (if it is
triggered).

Any change to the routing class occurs regardless of whether the trigger fires or not. If the trigger rule
has an SMS Control Plan defined, and the trigger is active, then service control triggering occurs and
the SMS Control Plan is invoked to monitor and control the message delivery.
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Triggering tab

Here is an example of the Triggering tab.

O SU - Messaging Manager, Scheme ‘Doc SMS GW*

I Mew. .. H Edit... ” Delete. .. ” Refresh ” Close ]

Adapters Interfaces Paths Screening Addressing Thrattling Triggering Raouting
Detection paink: | Deliver w
Dest, Domain | Dest, Addr... Action Set Routing... | ... .. ACS Custorner Call Plan
Default Route Diliver A

Local

This trigger nle (10 21 was last updated by SU on 0802000 2t 12:57:57 wsing tenminal 192 168 25 87

Triggering fields

This table describes the fields that form part of the selection criteria when deciding which (if any) trigger
rule to use.

Field Description

Detection point The transaction type of the message.
Allowed values:

e Deliver
e  Submit
e Notify

¢ Route Info
See Transaction Types (on page 18) for details.

Originating Trigger rule applies to messages which have this originating domain. For more
Domain information, see Screening Rules (on page 109).
Notes:

e Either Originating Domain or Originating Address prefix must be defined, but not
both.

e This field is only available when a submi t detection point is selected.

Originating Trigger rule applies to messages which use this originating address (prefix).

Address prefix Notes:

e Either Originating Domain or Originating Address prefix must be defined, but
not both.

e This field is only available when a Submit Detection Point is selected.
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Field Description

Destination Trigger rule applies to messages which have this destination domain. See
Domain Screening Rules (on page 109).
Notes:

o Either Originating Domain or Originating Address prefix must be defined, but not
both.

e This field is only available when a Deliver, Notify or Route Info
detection point is selected.

Destination Trigger rule applies to messages which use this destination address (prefix).
Address prefix .
Notes:
o Either Originating Domain or Originating Address prefix must be defined, but not
both.

e This field is only available when a Deliver, Notify or Route Info
detection point is selected.

Note: The originating and destination address can be any operator specific number used by an ASP; for
example 2222. Telephone numbers cannot be used.

This table describes the rest of the trigger rule fields.

Field Description
Perform action What action the trigger is to perform if NOT triggering a
control plan.
Allowed Values:
e Accept
e Discard
e Reject
e Relay (Route Info detection point only)
e Route

¢ Route Unchanged (Route Info detection point only)

For more information about triggering to control plans, see
Triggering (on page 122, on page 29).

Release cause If you set Perform action to Reject, then select the release
cause to send back to the switch from the Release cause list.

Note: You configure the release causes listed in this field on
the Global tab (on page 141) of the Action and Error Codes
screen.

Set routing class Select Set routing class when you want to override the default
routing class for SMS messages. You select the routing class
override from the predefined list of routing classes.

Note: Available for relay or route actions only.

The list of supported routing classes depends on which

detection point you select. The Deliver, Notification

and Submit detection points support these routing classes:
e Deliver

e FDA
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Field

Description

e Submit

The default Routing Info detection point supports only the
Locate routing class.

For more information about routing classes, see Routing
Class (on page 20).

Trigger a call plan
in ACS

Select this check box if you want messages to trigger an ACS
control plan.

Use scheduled call
plan if present

Select this check box if you want the control plan that is
scheduled for the ACS customer to be used.

Use this named call
plan

Select this check box if you want to specify the control plan to
use. You specify the customer who owns the control plan in
the ACS customer field, and the name of the control plan in the
Call plan field.

ACS customer

Enter the ACS customer who owns the named control plan.

Note: This field is a searchable combo field. For more
information about how combo boxes can be used, see
Combo boxes.

Call plan

Enter the name of the control plan that this rule uses.

Note: This field is a searchable combo field. For more
information about how combo boxes can be used, see
Combo boxes.

Adding Triggering rules

Follow these steps to add a new Triggering Rule to the selected Scheme.

Step Action

1 On the Triggering tab, select the Detection Point that the trigger rule is to apply to and click
New.
Result:

1 For a'Deliver', 'Notify' or 'Route Info' Detection Point the following New Trigger Rule

screen appears, or

2 For a 'Submit' Detection Point the New Trigger Rule screen appears with Originating
Domain and Originating Address prefix instead of Destination Domain and Destination

Address prefix.
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Step Action

X

New Trigger Rule

This routing scheme is currently deployved an 2 SCPs

Trigger Sefaction Criteria

Detection paoink: E:leli'.-'er

Destination Domain: | w |

Destination Address prefix; | |

Trigger Processing

(%) Perform action: |Route w |

[] 5et routing class: | |

() Trigger a call plan in ACS
Use scheduled call plan if present

Use this named call plan

| @
| )

Flease press ENTER after keying custormer ar call plan names.
This will cause the value entered to be retrieved and validated.
You can search in either field by entering padial names.

Maote that a lirnit of 100 rows is returned in each list. Wyou cannot
find the iterm you're looking for, please narrow your search criteria.

[ Help l [ Cancel l [ Save ]
2 Select or enter the fields, as described in Triggering fields (on page 123), as required.
3 Click Save to save the new Triggering rule in the configuration database.

Editing Triggering rules

Follow these steps to update an existing Triggering rule.

Step Action
1 From the table on the Triggering tab, select the record to edit.
2 Click Edit.

Result: The Edit Trigger Rule screen appears.
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Step Action

X

Edit Trigger Rule

This routing scherme is currently deployved on 1 SCF

THgaer Selection Critatia

Detection point: E:leli'u'er'

Destination Dorain: |anal w |

Destination Address prefix: | |

THgger Processing

() Perfaorm action: | |

[] 5et routing class: | |

(%) Trigger a call plan in ACS
[Juse scheduled call plan if present

Ise this named call plan

ACS customer! Poss w |E|

Call plan: FME_DeIiver';-' hd |@

FPlease press ENTER after keying custarmer or call plan names.
This will cause the value entered to he retrieved and validated.
You can search in either field by entering padial names.

mote that a limnit of 100 rows is returned in each list. Ifyou cannot
find the itern you're looking for, please narrow your search criteria,

[ Help ] [ Cancel ] [ Save l
3 Select or complete the fields, as described in Triggering fields (on page 123), as required.
4 Click Save to save the Triggering rule in the configuration database.

Deleting Triggering rules

Follow these steps to delete an existing Triggering rule.

Step Action
1 From the table on the Triggering tab, select the record to delete.
2 Click Delete.

Result: The Delete Trigger Rule 'Rule_Name' confirmation prompt appears.

3 Click Delete to delete the record from the configuration database.
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Routing

Introduction

The Routing tab enables you to enter and maintain rules that define what paths are used and the
sequence they are used in.

Routing tab

Here is an example of the Routing tab.

2 SU - Messaging Manager Scheme ‘Doc SMS GW'

[ Mew,., H Edit. .. H Delete... H Refresh H Close ]

Adapters Interfaces Paths Screening Addressing Thrattling Triggering Routing

Raouting class: |Deliver

Dest, Domain | Orig, Domain Dest, Addr...  Orig. Addr.... Paths
Frarm SMSC 447123 ASP SMPP 447123 -
Frarm SMSC 447321 A5P SMPP 447321
EMAIL 447222 ASP SMPP 447222 (and 1 other)
w

Thia rauting rife (10 163) was fast undated by SU on O0&0ck2010 at 12:59:53 using terminal 192 165 23.67

Routing fields

This table describes the function of each field.

Field

Description

Routing class The routing class type for this outbound route.

Allowed values:
e Deliver

e  Submit
e Locate

SMSC

The SMSC to use for this outbound route.

Note: This field is only available when a Submit Routing class is selected.

Destination

domain

is configured.
This field is populated by the Domains panel for this routing scheme.

Notes:

not both.

SMSs with this destination domain will use this outbound route if no better match

e Either Destination domain or Destination address prefix must be defined, but

e This field is only available when a Deliver or Locate Routing class is selected.
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Field

Description

Destination
address prefix

SMSs with this destination address prefix will use this outbound route if no better
match is configured.

The destination address prefix to use for this outbound route.
Notes:

e Either Destination domain or Destination address prefix must be defined, but
not both.

e This field is only available when a Deliver or Locate Routing class is

selected.
Originating SMSs with this originating domain will use this outbound route if no better match
domain is configured.
This field is populated by the Domains panel for this routing scheme.
Note: Either Originating domain or Originating address prefix must be defined, but
not both.
Originating SMSs with this originating address prefix will use this outbound route if no better

address prefix

match is configured.

Note: Either Originating domain or Originating address prefix must be defined, but
not both.

Paths List of paths available to this outbound route. Can be selected and manipulated

sequencing into any desired preferential sequence.
Note: Disabled paths will not appear in this drop down list.

Retries The number of times to retry the path before proceeding to try the next path in the
list.
Note: These fields are available for MAP and 1S-41 protocols only, for EMI and
SMPP protocols the entry fields are disabled (as shown for the Deliver and
Submit screen examples above).

Interval The duration in seconds between retrying a path.

Adding Routing rules

Follow these steps to add a new routing rule:

Step Action
1 On the Routing tab, select the Routing class that the routing rule is to apply to and click
New.

Result: One of the following screens appear depending on the Routing class:
a 'Deliver' Routing class:
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Step Action
(X

New Routing Rule
This routing scheme is currently deployed on 1 SCP
Routing class: T
SMSC: | Default |
Qriginating domain: | w |
Criginating address prefisx: | |
~Paths sequencing
COMAL_SMSC vl
Retries: D |:|
Path Retries | Inkerval
&
“
Move L Mowve Down Remove
[ Help ] [ Cancel Save

b 'Submit’ Routing class:
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Step Action

New Routing Rule ['X |
This routing scheme is currently deployed on 1 SCP
Routing class: |Deliver w |
Destination domain: | w |
Destination address prefix; | |
Originating domain: | w |
Originating address prefix; | |
Paths sequencing
EMAIL_SME_Emaill v |
Path Retries | Inte...
~
w
Mowve L fove Down Eemove
[ Help l [ Cancel Save

¢ 'Locate' Routing class:
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Step Action

New Routing Rule E|

This routing scheme is currently deployed on 1 SCP

Raouting class:
Destination domain: w

Destination address prefix:

Paths sequencing

1541_CDMA_SME_CDMAL v
0 Add
Path Retries | Inte...
~
w
[ Help ] [ Cancel ]

2 Select or enter the fields, as described in Routing fields (on page 128), as required.

3 Select a path to use for this Route from the Paths sequencing drop down list.

4 Click Add to add the selected path to the list of paths to use.

5 Repeat steps 3 and 4 until all required paths are listed.

6 Select each path in turn and enter their number of retries and duration (seconds) between
retries in the Retries and Interval fields.
Click Update to save the values.
Note: These fields are available for MAP and 1S-41 protocols only, for EMI and SMPP
protocols the entry fields are disabled (as shown for the Deliver and Submit screen
examples above).

7 Sort the path list into the desired sequence by selecting the path and then clicking Move
Up or Move Down.

8 Click Save to save the new routing rule in the configuration database.

Editing Routing rules

Follow these steps to edit an existing routing rule:

Step Action

1 On the Routing tab, select the Routing Class for the routing rule to update.
Result: All rules for the selected routing class are displayed in the table.

2 From the table in the Routing tab, select the record to edit.

3 Click Edit.

Result: The Edit Routing Rule screen applicable to the Routing class for the selected
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Step Action

record appears.
4 Select, enter or sort the fields, as described in Routing fields (on page 128), as required.
5 Click Save to save the routing rule to the configuration database.

Deleting Routing rules

Follow these steps to delete an existing routing rule:

Step Action
1 In the table in the Routing tab, select the record to delete.
2 Click Delete.
Result: The Delete Routing Rule 'Route_Name' confirmation prompt appears.
3 Click Delete to delete the record from the configuration database.
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Chapter 6
Messaging Manager Replication Screen

Overview

Introduction

Replication is the process used to ensure several instances of databases are kept synchronized. This
chapter explains the Messaging Manager replication process.

In this chapter

This chapter contains the following topics.

Messaging Manager RepliCation .........ccooooooiiiiiiice e 135
Messaging Manager Replication SCre€N...........coocuiiiiiii i 136
REPICATION ... ——— 137

Messaging Manager Replication

Introduction

Configuring Messaging Manager replication enables you to replicate MM data only to nodes which are
running MM. Setting up replication has three parts:

1 Configuring Messaging Manager replication

2 SMF database synchronization across the platform

3 Messaging Manager run time synchronization.

For more information about replication, see SMS User's Guide.

Configuring MM replication

The Replication tab on the Messaging Manager Replication screen enables you to specify which nodes
receive Messaging Manager data through replication.

SMF database synchronisation

The replication process copies all the updates to the SCP database on each SLC, as defined by SMS
Node Management, Table Replication tab.

Replication configuration is set up by clicking the Create Config File button in SMS replication screen.
For more information about the SMS replication process, see SMS User's Guide.

MM run time synchronization

On a regular basis MM Multigate checks MM database tables for any changes made. When found, the
differences are extracted and copied to the run time Messaging Manager configuration. This technique
allows for Messaging Manager configuration to continuously be updated without the need to stop and
restart.
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For more information about how to configure the configuration checking period, see
loadIntervalSeconds parameter in MM Technical Guide.

Messaging Manager Replication Screen

Introduction

The Messaging Manager Replication screen enables you to configure which nodes receive MM data.
It has only one tab, the Replication tab.

Accessing the Messaging Manager Replication screen

Follow these steps to open the Messaging Manager Replication screen.

Step Action
1 Select the Services menu from the SMS main screen.

3 SU - Service Management System E||E|E|

Caonfiguration

Replication

Action and Errar Codes

DR e Routing Scheme Edit Control
hh

2 Select Messaging Manager.
3 Select Replication.
Result: The Messaging Manager Replication screen displays.
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Messaging Manager Replication screen

Here is an example of the Messaging Manager Replication screen.

2 SUJ - Messaging Manager Replication |Z||E|g|
[ Refresh l [ Close ]
Feplication |

Mode Mumber Description Replicated
301 SCP ] ~
351 BE ] M
L

Replication

Introduction

The Replication tab enables you to specify which nodes (SLCs) should have Messaging Manager data
replicated to them.

Configuring Messaging Manager replication
Follow these steps to flag the Messaging Manager nodes to be included in replication.

Step Action
1 Open the Messaging Manager Replication screen.
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Step Action

O SU - Messaging Manager Replication |Z||E|r5__(|
Replication |
Mode Mumber Description Replicated
301 |scP | |~
351 3 [ [l I
b
2 Review the listed Messaging Manager nodes. In each Replicated check box, perform one

of the following actions:
e Select, to have the node replicated

e Deselect, to stop the node from being replicated
3 Click Apply to save to the database.
Result: SMS will update the "Allocated Replication Groups" in "Table Replication" for all
selected nodes.
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Chapter 7

Messaging Manager Action and Error
Codes

Overview

Introduction

This chapter explains how to configure the reject action error codes.

In this chapter

This chapter contains the following topics.

P2Ve3 (o) o =T 0 o N = g oY S o o [T 139
Global ACtion N ErTOr COAES.......cooiiiiieieee ettt e e e e et e e e e e e e e s e e e e e e eeabanas 140
5] 1Y, T 143
EMI144

VA P e e e e 146
LS e e 147
SIP 149

Release Cause MapPing ....c.oouueeii ittt e ettt e e e st e e s sbte e e e abre e e e s aneeeeeeae 150
=g ro] 1Y F=T o o] o o [P O PP PPPPPPPPUPPPPPO 155

Action and Error Codes

Introduction

The Action and Error Codes configuration allows error codes to be mapped to release causes, and vice
versa, and to identify the default release cause for the Reject action (the Discard and Accept actions
have permanent, fixed cause values).

Accessing Messaging Manager Action and Error Codes
Follow these steps to open the Messaging Manager Action and Error Codes screen.

Step Action
1 Select the Services menu from the SMS main screen.
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Step Action

O 5L - Service Management System
File

Qperatar Functions Help
ACE Service

Configuration
Renplication

Action and Errar Codes

OR Q Routing Scheme Edit Control
hh’

2 Select Messaging Manager.
3 Select Action and Error Codes.
Result: You see the Messaging Manager Action and Error Codes screen.

For more information about:

e The screen's content and how to enter configuration information, see the other topics in this chapter.

e How all the information works together to create the Messaging Manager configuration, see
Configuration Scenarios (on page 165).

e Logging into the Service Management System screen, see SMS User's Guide.

Release Cause and Error Mappings panels

Each protocol-specific tab (that is, all the tabs except for the Global tab) have two panels:

1 Release Cause Mappings panel at the top
2 Error Mappings panel at the bottom

Each panel has its own set of New, Edit and Delete buttons in the top right of the panel. These buttons
enable you to work with the records in the corresponding panel.

Global Action and Error Codes

Introduction

The Global tab displays the global list of action and error codes which define ACS Release Cause values
and corresponding error types which may be mapped to protocol-specific error codes.
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Global tab

Here is an example Global tab.

5U - Action and Error Codes

Tew [ Refresh ] [ Close ]
Global |
ACS Release Cause | Error Type Descripkion Is Default Path Fail Last Updated By
1 Transient Metwork resource shortage Mo Z710ckfZ2010 22:59:45  |MMX_ADMIN
z Transient Metwork Faillure (s} Z7/OckfZ010 22:59:45  MMX_ADMIN
3 Transient Invalid Teleservice ID o 27/0ckf2010 22:59:45  [MMX_ADMIN
4 Transient: Other netwark problem Mo 27/0ckf2010 22:59:45 MM _ADMIN
S Transient Service centre congeskion Mo Z7/0ckf2010 22:59:45 MMx_ADMIN
& Transient PLIM system Failure o 27/0ckf2010 22:59:45  MME_ADMIN
7 Transient HLR system Failure Mo 27/0ck/2010 22:59:45 MM _ADMIN
3 Transient WLR. system Failure Mo 2710ckf2010 22:59:45  MMX_ADMIN
=l Transient Previous WLR system Failure [} Z7/OckfZ010 22:59:45  [MMX_ADMIN
10 Transient Conkroling MSC system Failure [ a] 27I0ck/2010 22:59:45 MM _ADMIN
11 Transient WIMSC system Failure Mo 2710ckf2010 22:59:45  [MMX_ADMIN
12 Transient EIR system Failure (s} Z7/OckfZ010 22:59:45  MMX_ADMIN
13 Transient Bad gateway o 27/0ckf2010 22:59:45  [MME_ADMIN
21 Permanent  |[Encoding problem Ves 27/0ckf2010 22:59:44 MM _ADMIN
22 Permanent Missing expected parameter es Z710ckf2010 22:59:44  MMX_ADMIN
23 Permanent Missing mandatory parameter es 27/0ckf2010 22:59:44  MMX_ADMIN
24 Permanent  |JUnrecognized parameter value fes 27/0ck/2010 22:59:44 MM _ADMIN
25 Permanent Unexpected parameter value es 2710ckf2010 22:59:43  MMX_ADMIN
26 Permanent User Daka size error ‘Yes Z7/0ckf2010 22:59:43 MMx_ADMIN
27 Permanent Invalid parameter Yes 27/0ck/2010 22:59:43  [MME_ADMIN
23 Permanent  |Error in address service centre Ves 27/0ckf2010 22:59:43 MM _ADMIN
29 Permanent Invalid absolute Yalidity Period es 2710ck/2010 22:59:43  MMX_ADMIN
30 Permanent Shaort message excesds maximunm es 27/0ckf2010 22:59:43  MME_ADMIN
31 Permanent  (Unable to Unpack GSM message fes 27I0ck/2010 22:59:44 MM _ADMIN

ACS release cauas 1 (10 £ was fast undated e MU AN on 2740082070 gt 22:59 45 wsing terming! P1TI03T{5ME

Global fields

This table describes the content of each editable column.

Field Description

ACS Release The release cause value posted to Messaging Manager by ACS.

Cause Note: The maximum allowed value is 118. Higher values are internal system
defaults that cannot be changed.

Error Type The type of error this cause number represents. Values are Permanent,
Transient, Abort.

Description What the error cause number represents.

Is Default Indicates if the cause is the default for the Reject, Discard, or Accept actions.
Note: You are able to modify only the default Reject action. The other actions are
predefined.

Path Fail Whether or not the error code causes a bypass of retires on the current path.

The default for:
e Transient failures is "No" (clear box). You can change this to "Yes" if
required.

e Permanent and Abort failures is "Yes" (ticked box). These errors will
always cause a path failure. The check box will be ticked and disabled.

Chapter 7, Messaging Manager Action and Error Codes 141

B[(=1[ET




Adding Global Release Cause

Follow these steps to add a Global Release Cause.

Step
1

(204, BEF NNV}

Action

From the Global tab screen, click New.
Result: The New Release Cause screen opens.

New Release Cause E|
ACS Release Cause:
Description: -~
w
Error bype: Transient hd
Path Failure: IF]
This is the default action For: w
[ Help ] [ Cancel ]

See Global fields (on page 141) for a description of each field.
In the ACS Release Cause field, enter the release cause number.

Note: Must be a unique number, less than 118.

Enter the description for the release cause in the Description field.

Select the type of error for this release cause from the Error Type drop down list.
Select the Path Failure check box if you wish this release cause to be a path failure.
Select the default action for this release cause from the This is the default action for drop
down list.

Note: Select the Reject option if this release cause is to be used as the new global reject
action cause. For everything else, select null option.

Click Save to save the new release cause record in the configuration database.

Editing Global Release Cause

Follow these steps to edit a global error code.

Step
1
2

Action
In the table on the Global tab, select the ACS release cause to edit.

From the Global tab screen, click Edit.
Result: The Edit Release Cause 'Code_Number' screen opens.

142 Messaging Manager User's Guide



Step Action

Edit Release Cause "1003"

X

ACS Release Cause:
Description: abort - XMS_REL_INT_ABORT A
W

Error bype: Transienk hd

Path Failure: ]

This is the default action For: b4

[ Help l [ Cancel l [ Save ]
3 Change the fields as required. See Global fields (on page 141) for a description of each
field.

4 Click Save to save the release cause record in the configuration database.

Deleting Global Release Cause

Follow these steps to delete a Global Release Cause.

Step Action
1 In the table on the Global tab, select the ACS release cause to delete.
2 Click Delete.
Result: The Delete Release Cause 'Cause_Number' screen opens.
3 Click Delete to delete the record from the configuration database.

Note: To delete this code, it must have already been removed from the protocols.

SMPP

Introduction

The SMPP tab defines, for this protocol, the:

e Error codes returned to the caller for each ACS release cause
e ACS release cause for each error code

Chapter 7, Messaging Manager Action and Error Codes 143



SMPP tab

Here is an example SMPP tab.

SU - Action and Error Codes [’._|[’E|r5__(|
’ e, .. ] ’ Edit... l [ Delete. .. ] ’ Refresh ] [ Close ]
|SMPP|
If it cannot be detarmined by the rufes beiow, SMPP Cormmand Statls 1s detived fromn the fvoe of arrar iy
Tranaight faliure; ESME_RX_T_AFPN (0x54)
Fetmahent faillre:  ESME_RX_F_APFN (Qx53)
Abart ESME_RSVEERR (x0T
Release Cause Mappings | Mew... ] [ Edit... ] [ Delete, .,
ACS Release Cause | Error Type SMPP Command ... Last Updated By
11 Permanent 11 11/Marf2009 00:45.,,, MMx_ADMIN ~
1z Transienk 2] 11/Marf2009 00:45,,, [MM_ADMIN ;
o1 Permanent 51 11 Marf2009 00:45.,, [MMy_ADMIN
o2 Abort 52 11/Marf2009 00:45,,, [MM_ADMIN —
[=%=] Tramciank [=4=] 11 R = M O00 00 A PARA AnRATRL b’
Error Mappings [ Mew, .. ] [ Edit... l [ Delete. ..
SMPP Cammand 5., ACS Release Cause | Error Type Last Updated By
11 11 Permanent 11 Marf2009 00:45.,, [MMy_ADMIN ~
45 12 Transient 11/Marf2009 00:45,.. [MMx_ADMIN F
o1 51 Permanent 11 Marf2009 00:45.,, [MMy_ADMIN i
52 e ahbort 11/Marf2009 00:45,.. [MMx_ADMIN
[=%=] [=4=] Trarmciank 11 R = M O00 00 A PARA AnRATRL b
Release Cause Manning for 11 (10 583) was last updated Dy MW ADIN an § 122009 st 0004539 Lsi

SMPP fields

This table describes the content of each column.

Field Description

SMPP Command | The status code to map against the ACS release cause.

Status Note: Must be a unique release code for this protocol.

ACS Release The release cause number used by Messaging Manager to pass back to ACS.

Cause Note: This is defined on the Global tab (on page 141).

Error Type The type of error the ACS release cause number represents.

Note: This is defined on the Global tab (on page 141).

EMI

Introduction

The EMI tab defines, for this protocol, the:
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e Error codes returned to the caller for each ACS release cause
e ACS release cause for each error code

EMI tab

Here is an example EMI tab.

5U - Action and Error Codes

[ Mew.. . ” Edit. .. ” Delete. .. ” Refresh H Close ]

I it cannot be determined by the ries Hajow, EMS Error Code J5 sat to o,

Release Cause Mappings [ Mew... l [ Edit... ] [ Delete. ..
Cantext ACS Release ... | Error Twpe EMI Error Code | Last Updated By
General s Permanent 2 11/Marf2009 00.., MM _ADMIN A
General 24 Transient 4 L1/Marf2009 00.. ., [MM:X_ADMIN
General z21 Transient 1 11/Marf2009 00.., MM _ADMIN
w
Error Mappings [ ews.., ] [ Edit... ] [ Delete. ..
Context EMI Error Code | ACS Release .., | Error Tyvpe Last Updated By
General 4 24 Transient 11/Marf2009 00.. ., [MMX_ADMIN A
General 1 z1 Transient 11/Marf2009 00, [MME_ADMIN
General 2 22 Permanent 11/Marf2009 00.. ., [MMX_ADMIN
w

Release Cause Mapaing for 2 (10 588) was last upcated by ML ADWN an §1AIa2009 st 004539 wsin.

EMI fields

This table describes the content of each column.

Field Description

Context The circumstances in which this mapping will be applied.

EMI Error Code

The error code to map against the ACS release cause.

Note: Must be a unique release code for this protocol.

ACS Release The release cause number used by Messaging Manager to pass back to ACS.
Cause Note: This is defined on the Global tab (on page 141).
Error Type The type of error the ACS release cause number represents.

Note: This is defined on the Global tab (on page 141).
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MAP

Introduction

The MAP tab defines, for this protocol, the:

e Error codes returned to the caller for each ACS release cause
e ACS release cause for each error code

MAP tab

Here is an example MAP tab.

SU - Action and Error Codes

’ e, .. ] ’ Edit... l [ Delete. .. ] ’ Refresh ] [ Close ]
| ....... ap |
If it cannot be determined by the rufes Deiow, GEM Error Code is detived from the e of arror indic ated
Trahslent failure:  defaull ransientFaillre ErrorCocs
Anthing else; defauitFaimanantFaiilreE oz oce
Release Cause Mappings [ Mews, .. ] [ Edit... l [ Delete, .,

ACS Release ... | Error Twpe GSM Error Code | CauseCode/A...  Last Updated By
31 Transienk 31 11/Mar/2009 00, [MEx_ADMIRN .
34 Transient 32 4 11/Mar /2009 00, Mk _ADMIN i
26 Permanent 32 & 11/Mar/2009 00, [MEx_ADMIM
39 Transient 34 11/Mar /2009 00, Mk _ADMIN 0
51 Permanent = 11/Mar/2009 00, [MEx_ADMIM 3z

Error Mappings [ Mew, .. ] [ Edit... ] [ Delete, .,

GSMError Code | CauseCodefA..,  ACS Release ... Error Type Last pdated By
& k] Transient 11/Mar /2009 00, .. MR _ADMIN ey
31 31 Transient 11)Mar /2009 00.., [MME_ADMIN T
32 4 34 Transient 11/Mar /2009 00, .. MR _ADMIN
32 3 36 Permanent 11)Mar /2009 00.., [MME_ADMIN -
24 39 Transient 11/Mar /2009 00, .. MR _ADMIN 3z

Release Cause Manning for 21 (10 530) was last updated Dy MW ADWIN an 122009 st 004539 Lsi

MAP fields

This table describes the content of each column.

Field

Description

GSM Error Code

The GSM MAP error code to map against the ACS release cause.

Note: Must be a unique release code for this protocol.

CauseCode/Acce | The cause value for an SM Delivery Failure.

ss Denied

Reason

ACS Release The release cause number used by Messaging Manager to pass back to ACS.
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Field Description

Cause Note: This is defined on the Global tab (on page 141).

Error Type The type of error the ACS release cause number represents.
Note: This is defined on the Global tab (on page 141).

Actions available

From this tab, for a release cause mapping you can:

e Adding release cause mapping - MAP, 1S-41 (on page 151)
e Editing release cause mapping - MAP, 1S-41 (on page 153)
¢ Deleting release cause mapping (on page 154)

For an error mapping you can:

e Adding error mapping - MAP, IS-41 (on page 156)

e Editing error mapping - MAP, 1S-41 (on page 158)

e Deleting error mapping (on page 159)

1S-41

Introduction

The 1S-41 tab defines, for this protocol, the:

e Error codes returned to the caller for each ACS release cause
e ACS release cause for each error code
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IS-41 tab

Here is an example 1S-41 tab.

SU - Action and Error Codes

S[=1E

’ e, .. ] ’ Edit... l [ Delete. .. ] ’ Refresh ] [ Close ]
|IS41|
IF it cannot be detarmined by the rufes Dejow, F5-41 SMS Cauwse Code s derived frorm the hape of etror In
Fermahent faliure:  defauitPermanentFaiiureCalseCods
Anthing else; defauiTransientFailleCauseCone
Release Cause Mappings [ Mews, .. ] [ Edit... l [ Delete, .,
Conkext ACSRelea...  Error Type 15-41 5M5 ... | Causealue = Last Updated By
SMS 31 Transienk 33 11/Mar/2009 ., MM _ADMIN .
M5 41 Permanent 1 11/Mar /2009 |, [MME_ADMIN ]
SMS 43 Transienk 3 11/Mar/2009 ., MM _ADMIN
M5 42 abort Z 11/Mar /2009 |, [MME_ADMIN
SMS 93 Transienk j] 11/Mar/2009 ., MM _ADMIN 3z
Error Mappings [ Mew, .. ] [ Edit... ] [ Delete, .,
Conkext 15-41 3M3 ... | Cause Yalue = ACS Releas... Error Type Last Updated = By
SMS 1 41 Permanent 11/Mar /2009 ... [MIE_ADMIN - | A
SMS 3 43 Transient 11Mar/2009 ... [MMX_ADMIN [
SMS 2 42 Abort: 11/Mar /2009 ... (M _ADMIN
SMS 38 93 Transient 11/Mar/2009 ., MM _ADMIN
SMS 33 a1 Transient 11/Mar /2009 ... (M _ADMIN 3z
Release Cause Manning for 33 (10 591) was last updated Dy MW ADWIN an 122009 st 004539 wsi

IS-41 fields
This table describes the content of each editable column.
Field Description
Context The circumstances in which this mapping will be applied.
1S-41 SMS The cause code for an 1S-41 error (SMDPP, or SMS Request) to map against the
Cause Code ACS Release Cause.
Note: Must be a unique release code for this protocol.
Cause Value Not used for IS-41
ACS Release The release cause number used by MM to pass back to ACS.
Cause
Error Type The type of error this Release Cause number represents.

Actions available

From this tab, for a release cause mapping you can:

e Adding release cause mapping - MAP, 1S-41 (on page 151)
e Editing release cause mapping - MAP, 1S-41 (on page 153)

148 Messaging Manager User's Guide




e Deleting release cause mapping (on page 154)
For an error mapping you can:

e Adding error mapping - MAP, 1S-41 (on page 156)
e Editing error mapping - MAP, IS-41 (on page 158)
e Deleting error mapping (on page 159)

SIP

Introduction

The SIP tab defines, for this protocol, the:

e Error codes returned to the caller for each ACS release cause
e ACS release cause for each error code

SIP tab

Here is an example SIP tab.

5U - Action and Error Codes |Z||E|E|

[ Mew.., ][ Edit... H Delete, .. H Refresh H Close ]

If it cannot be determined by the ries below, S51P Staltus s derlved from the haoe of error indicated byt
Tranaignt failure: Status 500
Pearmanent fzilure.  Stalus 600
Release Cause Mappings | Mew... ] [ Edit... ] [ Delete. ..
ACS Release Cause  Error Type SIP Status Last Updated By
51 Permanent 404 11/Marf2009 00:45,., |MMx_ADMIN A
52 Abort G603 11/Mar/2009 00:45,,, |MMx_ADMIN M
53 Transient 503 11/Mar/2009 00:45... |MMx_ADMIN
W
Error Mappings [ Mew.. . l [ Edit. .. ] ’ Delete. ..
SIP Command Sta...  ACS Release Cause | Error Twpe Last Updated By
404 = Permanent 11/Mar/2009 00:45, ., |MMx_ADMIN e
S03 53 Transienk 11/Mar/2009 00:45, ., MM _ADMIN M
a3 52 Abort 11/Mar/2009 00:45, ., |MMx_ADMIN
W
Relegae Calse Mapping for 404 (10 598) was last wodated Dy MV ADMIN on { {Afap2009 at 004529 1.
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SIP fields

This table describes the content of each column.

Field Description

SIP Status The status code to map against the ACS release cause.

Note: Must be a unique release code for this protocol.

SIP Command The status code to map against the ACS release cause.

Status

ACS Release The release cause number used by Messaging Manager to pass back to ACS.
Cause Note: This is defined on the Global tab (on page 141).

Error Type The type of error the ACS release cause number represents.

Note: This is defined on the Global tab (on page 141).

Release Cause Mapping

Introduction

The names of the fields, except the release cause field, on the following screens, are different,
depending on the protocol selected.

Adding release cause mapping - IP

In this example the SMPP protocol has been used. Apart from the different error code names, the add
procedure is identical for the following protocols:

e SMPP

e EMI

e SIP

Follow these steps to add a release mapping to a protocol.

Step Action

1 From the Action and Error Codes screen, click the required protocol tab to add the

release mapping to.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The top table on the tab displays the release cause mappings.

2 To the right of Release Cause Mappings label at the top of the release cause mappings
panel, click New....

Result: The New Release Cause Mapping screen opens.
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Step Action

New Release Cause Mapping le

45 Release Cause: |

SMPP command skatus:

You must enter an error code,

[ Help ” Cancel l

Note: The New Release Cause Mapping screen for the EMI protocol also has a Context
field not shown in this screen shot. For more information, see EMI fields (on page 145).

3 If you are creating an EMI release cause mapping, enter a context into the Context field.
4 From the ACS Release Cause drop down list, select the global release cause number to
map with.

Result: The error type and description of the release cause are displayed below the fields.
For more information about how to configure what text displays here, see Global fields
(on page 141).

ACS Refeaso Couse: |

SMPP command status:

Tranaignt - Network resource shotage

5 Enter the protocol error code to map to in the bottom field. The name of the field varies
according to the protocol:
Protocol |Field name More information
SMPP SMPP command status [ See SMPP fields (on page 144).
EMI EMI error code See EMI fields (on page 145).
SIP SIP Status See SIP fields (on page 150).
Note: Must be a unique release code for this protocol.
6 Click Save to save the new release cause mapping record in the configuration database.

Adding release cause mapping - MAP, 1S-41

In this example the MAP protocol has been used. Apart from the different error code names, the add
procedure is identical for the following protocols:

¢ MAP

o [S-41

Follow these steps to add a release mapping to a protocol.
Step Action

1 From the Action and Error Codes screen, click the required protocol tab to add the
release mapping to.
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Step Action

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The top table on the tab displays the release cause mappings.

MAZSRelease O, Error Type 135M Error Code CauseCodelne,..  Last Updaked By
1 Transient 34 04/1anf2003 03:... MME_ADMIN ~
= Transient 34 04/3an /2008 03:.., [MMX_ADMIM =
3 Transient 34 04/1anf2005 03:... [MM_ADMIN hd
Release Cause Mappings[ Mew... ” Edit... ” Delete...
2 To the right of Release Cause Mappings, click New.

Result: The New Release Cause Mapping screen opens.

Mew Release Cause Mapping E]

ACS Relase Cause N

ESM errar code: | |

CauseCode/dccessDeniedReason | |

ou must enter an error code,

[ Help H Cancel ]

3 Select the global release cause number to map with from the ACS Release Cause drop
down list.

Result: The error type and description of the release cause are displayed below the fields.
Refer to Global fields (on page 141).

ACS Roloaso Causo O |

(35M errar code: | |

CauseCodefdccessDeniedReason | |

Tranaight- Mehwark faifine

4 Enter the protocol error codes to map to in the bottom fields. The names of the fields vary
according to the protocol:
e MAP - see MAP fields (on page 146).

e [S-41 - see IS-41 fields (on page 148).
Note: Must be a unique release code for this protocol.
5 Click Save to save the cause mapping record in the configuration database.

Editing release cause mapping - IP

In this example the EMI protocol has been used. Apart from the different error code names, the edit
procedure is identical for the following protocols:

e SMPP
e EMI
e SIP
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Follow these steps to edit a release mapping for a protocol.
Step Action

1 From the Action and Error Codes screen, click the required protocol tab to edit the
release mapping for.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The top table on the tab displays the release cause mappings.

2 In the Release Cause Mappings table on the tab, select the record to edit.

3 To the right of Release Cause Mappings label at the top of the release cause mappings
panel, click Edit....

Result: The Edit Release Cause Mapping screen opens.

Edit Release Cause Mapping E|

ACS Release Cause:
EMI error code: 2

Patmanant - Syntax error

[ Help ” Cancel ” Save ]

4 Change the text in the field, if required. The name of the field varies according to the
protocol:

e SMPP - SMPP command status. See SMPP fields (on page 144).
e EMI - EMI error code. See EMI fields (on page 145).
e S|P - SIP Status. See SIP fields (on page 150).

5 Click Save to save the cause mapping record in the configuration database.

Editing release cause mapping - MAP, 1S-41

In this example the MAP protocol has been used. Apart from the different error code names, the edit
procedure is identical for the following protocols:

¢ MAP
o [S-41
Follow these steps to edit a release mapping for a protocol.

Step Action

1 From the Action and Error Codes screen, click the required <protocol> tab to edit the release
mapping for.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The top table on the tab displays the release cause mappings.
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Step Action

ACS Release ., Error Type 35M Error Code CauseCodef/ac,.,  Last Updated By
1 Transient 34 04/ 1anf 2008 03:... [MME_ADMIMN ~
2 Transient 34 04/1anf2003 03:... MME_ADMIN
5] Transient 34 04/1anf2003 03:... [MME_ADMIN B
Release Cause Mappings[ Mew... ][ Edit... ][ Delete... ]

In the Release Cause Mappings table on the tab, select the record to edit.

To the right of Release Cause Mappings, click Edit.
Result: The Edit Release Cause Mapping screen opens.

X)

Edit Release Cause Mapping

ACS Release Cause:
G3M error code: 32
CauseCode/AccessDeniedReason | 4

Transient - SC-Congestion

[ Help l [ Cancel l [ Save ]
4 Change the text in the fields, if required. The names of the fields vary according to the
protocol:
e MAP - see MAP fields (on page 146).
e [S-41 - see IS-41 fields (on page 148).
5 Click Save to save the cause mapping record in the configuration database.

Deleting release cause mapping

In this example the EMI protocol has been used. The delete release mapping procedure is identical for
all protocols.

Follow these steps to delete a release mapping from a protocol.

Step Action
1 From the Action and Error Codes screen, click the required protocol tab to delete the
release cause mapping from.

Result: The Protocol tab shows all the release cause and error code mappings currently
defined for the protocol. The top table on the tab displays the release cause mappings.

Context ACS Release C... | Error Type EMI Error Code Last Updated By

General 33 Transient 4 04/1anf2003 03:... MME_ADMIN ~

General 65 Permanent 4 04/1anf2003 03:... [MME_ADMIN

General 37 Permanent 3 04/1anf2003 03:... [MME_ADMIN

General Gt Transient 3 04/1anf2003 03:... [MME_ADMIN

—anor s | 2 Darrn ancn 13 s N 1= 2000 02 PR S TIRATRL b
Release Cause Mappings [ Mew... ] [ Edit... ] [ Delete... ]

2 In the Release Cause Mappings table on the tab, select the record to delete.
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Step Action

3 To the right of Release Cause Mappings, click Delete.
Result: The Delete Release Cause Mapping 'Cause_Number' screen opens.
4 Click Delete to delete the record from the configuration database.

Note: This does not delete the error code, just the release mapping.

Error Mapping

Introduction

The names of the fields, except the release cause field, on the following screens, are different,
depending on the protocol selected.

Adding error mapping - IP

In this example the EMI protocol has been used. Apart from the different error code names, the add
procedure is identical for the following protocols:

e SMPP

e EMI

e SIP

Follow these steps to add an error mapping to a protocol.

Step Action

1 From the Action and Error Codes screen, click the required protocol tab to add the

release mapping to.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The bottom table on the tab displays the error mappings

Context EMI Error Code ACS Release C... | Error Type Lask Updated By

General 37 125 Transient 04/1ani2008 03:,.. |MMX_ADMIN
General 14 7a Permanenk 04/1ani2008 03:,.. |MMX_ADMIN
General 36 125 Transient 041anfZ008 03:... MME_ADMIN
General 13 77 Permanant 041anf2008 03:... MME_ADMIN
(marEr s | el 128 Tramciank Od lamd 2005 N3 PARAY A TRATRL
Errar Mappings [ Mew. .. ] [ Edit... l [ Delete. .
2 To the right of Error Mappings, click New.

Result: The New Error Mapping screen opens.
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Step Action

New Error Mapping

()

EMI efrar code:

ACS Release Cause: w

You must select a Release Cause,

l Help ” Cancel ]

3 Enter the protocol error code to map to in the top field. The name of the field varies
according to the protocol:

Protocol | Field name More information

SMPP SMPP command status | See SMPP fields (on page 144).

EMI EMI error code See EMI fields (on page 145).

SIP SIP Status See SIP fields (on page 150).
Note: Must be a unique release code for this protocol.

4 Select the global release cause to map with from the ACS Release Cause drop down list.

Result: The error type and description of the release cause are displayed below the fields.
Refer to Global fields (on page 141).

acsReeess Cause: |

Transiaht - Mabworl faillre
5 Click Save to save the new release mapping record in the configuration database.

Adding error mapping - MAP, 1S-41

In this example the MAP protocol has been used. Apart from the different error code names, the add
procedure is identical for the following protocols:

e MAP

o [S-41

Follow these steps to add an error mapping to a protocol.

Step Action

1 From the Action and Error Codes screen, click the required protocol tab to add the
release mapping to.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The bottom table on the tab displays the error mappings.

35M Error Code CauseCodefdc...  ACSRelease C... Error Type Last Updated By
1 9z Permanent 04/1anf2003 03:... [MME_ADMIN ~
5 a1 Permanent 04/1anf2003 03:... [MME_ADMIN
6 1 95 Transient 04/1anf2005 03, [MME_ADMIN hd
Errar Mappings [ Mew... l [ Edit... l [ Delete...
2 To the right of Error Mappings, click New.
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Step

Action

Result: The New Error Mapping screen opens.

Mew Error Mapping g|

35M error code: | |

CauseCodefAccessDeniedR eason | |

ACS Release Cause: | - |

[ Help H Cancel ]

Enter the protocol error codes to map to in the top two fields. The names of the fields
vary according to the protocol:
e MAP - see MAP fields (on page 146).

e 1S-41 - see IS-41 fields (on page 148).
Note: Must be a unique release code for this protocol.
Select the global release cause to map to from the ACS Release Cause drop down list.

Result: The error type and description of the release cause are displayed below the field.
Refer to Global fields (on page 141).

Acs Reesss Cuse: |

Translant- Nebyork fallline
Click Save to save the error mapping record in the configuration database.

Editing error mapping - IP

In this example the EMI protocol has been used. Apart from the different error code names, the edit
procedure is identical for the following protocols:

Follow these steps to edit a release mapping for a protocol.

Step
1

Action

From the Action and Error Codes screen, click the required <protocol> tab to edit the release
mapping for.

Result: The Protocol tab shows all the release cause and error mappings currently defined
for the protocol. The bottom table on the tab displays the error mappings
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Step

Conkexk
General

Action

EMI Error Code

37

125

ACS Release C...

Errar Tyvpe

Transient

Last Updated

04/Jan/2008 03:...

By
MM _ADMIN

General

14

73

Permanent

04/Jan 2008 03:...

MM _ADMIN

General

36

125

Transient

04/Jan 2008 03:...

MM _ADMIN

General

13

77

Permanent

04/Jan 2008 03:...

MM _ADMIN

(Canar )l |

20

120 Trancian F

N =) 2008 02 AR TARATR

ErrnrMappings[ Mew... ][ Edit... ][ Delete...

In the Error Mappings table on the tab, select the record to edit.

To the right of Error Mappings, click Edit.
Result: The Edit Error Mapping screen opens.

Edit Error Mapping

EMI efror code:

Farmahent - Syhtax error

l Help ” Cancel ” Save ]

Note: The name of the field varies according to the protocol:

Protocol

Field name

More information

SMPP

SMPP command status

See SMPP fields (on page 144).

EMI

EMI error code

See EMI fields (on page 145).

SIP

SIP Status

See SIP fields (on page 150).

Change the ACS Release Cause, if required.

Click Save to save the error mapping record in the configuration database.

Editing error mapping - MAP, IS-41

In this example the MAP protocol has been used. Apart from the different error code names, the edit

procedure is identical for the following protocols:

Follow these steps to edit a release mapping for a protocol.

e MAP
o IS-41
Step

1

Action

From the Action and Error Codes screen, click the required <protocol> tab to edit the release

mapping for.

Result: The Protocol tab shows all the release cause and error mappings currently defined

for the protocol. The bottom table on the tab displays the error mappings
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Step Action

G3M Error Code CauseCodefAc,,.  ACSRelease ... Error Twpe Last Updated B
1 az Permanant 041anfZ008 03:... MME_ADMIN A
5 a1 Permanent 0441anf2008 03:,.. |MMX_ADMIN
& 1 95 Transient 04/1ani2008 03:,., |MMX_ADMIN e
Error Mappings [ Tew. ., ] [ Edit... ] [ Delete, .

In the Error Mappings table on the tab, select the record to edit.

To the right of Error Mappings, click Edit.
Result: The Edit Error Mapping screen opens.

Edit Error Mapping

55M errar code: | |

CauseCode/AccessDeniedReason | |

ACSRolaso Cause . |

Transight - SC-Congestion

[ Help H Cancel H Save l

Note: The names of the top two fields vary according to the protocol:
e MAP - see MAP fields (on page 146).

o 1S-41 - see IS-41 fields (on page 148).
4 Change the ACS Release Cause, if required.
5 Click Save to save the error mapping record in the configuration database.

Deleting error mapping
In this example the EMI protocol has been used. The delete error mapping procedure is identical for all
protocols.

Follow these steps to delete an error mapping from a protocol.

Step Action
1 From the Action and Error Codes screen, click the required protocol tab to delete the release
cause mapping from.

Result: The Protocol tab shows all the release cause and error code mappings currently
defined for the protocol. The bottom table on the tab displays the error mappings

Conkext EMI Etror Code ACSRelease O, Error Type Last Updated B

General 37 125 Transient 041anfZ008 03:... MME_ADMIN A

General 14 73 Permanant 041anf2008 03:... MME_ADMIN

General 36 125 Transient 041anfZ008 03:... MME_ADMIN

General 13 77 Permanant 041anf2008 03:... MME_ADMIN

imanaral =4 128 Tramciank Od lamd 2005 N3 rARA ACIRATR| b/
Errar Mappings l Mew. .. ] [ Edit... l l Delete. . ]

2 In the Error Mappings table on the tab, select the record to delete.
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Step Action

3 To the right of Error Mappings, click Delete.
Result: The Delete Error Mapping 'Cause_Number' screen opens.\
4 Click Delete to delete the record from the configuration database.

Note: This does not delete the error code, just the error mapping.
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Chapter 8

Messaging Manager Routing Scheme
Edit Control

Overview

Introduction

This chapter explains how to manage routing scheme components.

In this chapter

This chapter contains the following topics.
Routing Scheme Edit CONIOl ...........cooiiiiiiiiice e e e e e e e e e e eanes 161

Routing Scheme Edit Control

Introduction

This tab controls which routing components can be configured using the Messaging Manager GUI.

Accessing Routing Scheme Edit Control
Follow these steps to open the Messaging Manager Routing Scheme Edit Control screen.

Step Action
1 Select the Services menu from the SMS main screen.

O SU - Service Management System E“E|E|
File

Operatar Functions  Help

ACES Service

ing Manager Configuration
Replication
Action and Error Codes

DR A Routing Scheme Edit Control

2 Select Messaging Manager.
3 Select Routing Scheme Edit Control.
Result: You see the Messaging Manager Routing Scheme Edit Control screen.

Chapter 8, Messaging Manager Routing Scheme Edit Control 161



For more information about:

e The screen's content and how to enter configuration information, see the other topics in this chapter.

e How all the information works together to create the Messaging Manager configuration, see
Configuration Scenarios (on page 165).

e Logging into the Service Management System screen, see SMS User's Guide.

Routing Scheme Edit Control tab

Here is an example Routing Scheme Edit Control tab.

[@] SU - Routing Scheme Edit Control = | B -

Mew... Edit. .. Delete... [ Refresh ” Close l

Routing Scheme Edit Control

Use this screen to enable/disable edit access to selected parts of the Routing Scheme.
Unlicensed components can be disabled to prevent edit access and improve configuration ease of use.
This screen does not control licensing: all licenses are controlled separately by node configuration files.

Group Component Used For These Functions Enabled
Adapters APT Define adapters for service control applications -
COMA Define IS41/COMA adapters for 557 connections
EMI Define UCPEMI adapters for IP connections
MAP Define MAP adapters for 557 connections
SIP Define adapters for SIP connections
SMPP Define SMPP adapters for IP connections
TOMA Define I541/TDMA adapters for 557 connections
Gateways MO SMS Receive MO SMS from the network
MT 5MS Receive MT SMS from the netwark
VAS SMS Send/Receive SMS from IP connections
Options SAS Allow SMS Anti-spam Screening controls
EDR Allow Express Delivery Routing and retries
MCP Allow triggering to Message Control Pack

Columns

This table describes the contents of each column of the Routing Scheme Edit Control tab.

Column Description

Group Identifies which component group the other columns relate to.

Component Identifies the component within the group.

Used for these Describes which functions use this component.

Functions

Enabled Indicates if the component is available for configuration (selected check box).

162 Messaging Manager User's Guide




Editing scheme controls

Follow these steps to edit the scheme controls.

Step
1
2

Action
Open the Messaging Manager Routing Scheme Edit Control screen.

Go through the listed components and perform one of the following actions:
e Select the Enabled check box to allow use of the component

e Deselect the Enabled check box to bar the use of the component

Click Apply to save the flag information to the database.

Result: SMS will perform Messaging Manager configuration replication for all the selected
nodes.
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Chapter 9
Configuration Scenarios

Overview

Introduction

This chapter explains how Messaging Manager configuration is completed through the use of several
scenarios.

In this chapter

This chapter contains the following topics.

MoDbile t0 SMSC MESSAGING .. .uuvveiieeeeeiiiiiieieee e e e cec et e e e e e s e e e e e e e e e sbareeeeeeeeeseanbrseeeeeeesaaaanes 165
Application 1o Mobile MESSAQING ......uuuuuuiiii s 174
Mobile to Application MeSSAgING ......cccieieeeie e 187
Mobile to Mobile triggering 10 ACS ... 207
Tk e= g AV [= 1= o o o PR 219
g 1 PRSP 224

Mobile to SMSC Messaging

Description

The Mobile to SMSC messaging (MO SMS) service allows subscribers to send short messages from
their mobile phone to the SMSC, for delivery to another mobile phone.

This example covers creating a routing scheme to route messages to an SMSC through IP. Each set of
steps for this example follow in the order presented.
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MO SMS diagram

Using only the Messaging Manager base module, MM can be configured to provide an MO SMS
service. In this example we will receive mobile originating MAP messages and deliver to the SMSC
over TCP/IP using the SMPP protocol. The following diagram shows the modules required.
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Process overview

This table lists the procedures that you need to follow to complete this scenario.

Step Action

Create MAP adapter (on page 166)

Create routing scheme (on page 167)

Create message center (on page 168)

Create SMPP adapter (on page 168)

Create SMSC path (on page 169)

Create SMSC connection (on page 170)

Create domain (on page 172)

Create submit routing rule (using MAP domain out to SMSC path)

0 NO O WN -

Create MAP adapter

The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for
the MAP protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
adapters = [

# First adapter (MAP)
{
# adapter identifier.

#
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adapterName = "MAP1"

}
Follow these steps to configure a MAP adapter, which will be used for receiving inbound SMSs.

Step Action

1 Configure the MAP adapter in the MM eserv.config file. For more information, see MM
Technical Guide.

2 On the Configuration screen, Adapters tab, click New.

Result: The New Adapter screen opens.
In the Name field, enter MAP1.

In the Protocol field, select MAP.
Result: The screen should look like this:

New Adapter, E|

Tarme: MaF1

Protocol:  |EpD
IMTERMAL
1541_CDMA
1541_TOMA
SIP
SHPP

[ Help ] [ Cancel ] [ Save ]
5 Click Save to save the new adapter record in the configuration database.

Create Routing Scheme

Follow these steps to create a new routing scheme.

Step Action

1 On the Configuration screen, Schemes tab, click New.
Result: The New Scheme screen opens.

2 In the Name field, enter Mobile2SMSC
Result: The Save button becomes available.

3 Ensure the Default network field is set to Default.

4 In the Description field, enter a description for this scheme.
Example: Scheme for Mobile to SMSC messaging.

5 Ensure the Also create default domain check box is selected.

Result: The screen should now look like this:
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Step Action

New Scheme

X

Mame: tobilez SMaC
Default network: | Default w
Description: =cherne For Mobile ko SMSC messaging A

W
&lso create default domain
[ Help ] [ Cancel ] [ Save ]
6 Click Save to save the new scheme record in the configuration database.

Result: Messaging Manager automatically generates an MC (to/from an SMSC) and an
SME (to from an MSC/HLR) path for the MAP1 adapter created in step 1.

Create Message Center

Follow these steps to create a Message Center.

Step Action
1 On the Configuration screen, Message Centres tab, click New.
Result: The New Message Centre screen opens.
2 In the Message Centre Name field, enter Message Centre 1
3 In the Service centre address field you would normally enter the global title of the service
center to be used. For IP service centers, this is not used, but something has to be
entered.
Result: The Save button will appear.
New Message Centre E|
Message centre name: Message Centre 1

Service centre address; | 1

[ Help ” Cancel ” Save ]

4 Click Save to save the new record to the database.

Create SMPP adapter
The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for
the SMPP protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
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adapters = [

# Third adapter (SMPP)
{

# adapter identifier.
#
adapterName = "SMPP1"

}
Follow these steps to configure an SMPP adapter, which will be used for submitting SMSs to the SMSC.

Step Action

1 On the Configuration screen, Adapters tab, click New.
Result: The New Adapter screen opens.

2 In the Name field, enter sMPP1

3 In the Protocol field, select SMPP.

Result: The screen should look like this.

Mew Adapter

X

Mame: SMPRL

Protocal:  |EMI
INTERMAL
IMTERMAL_IP
1541 _CDMA
1541_TDMA
MaP
SIF

SMPP

[ Help ” Cancel ” Save ]

4 Click Save to save the new adapter in the configuration database.

Create SMSC path

Configure one or more outbound paths to the SMSC over the SMPP protocol.

Follow these steps to add the required paths.

Step Action

1 In the grid on the Configuration screen, Schemes tab, click on the Mobile2sSMSC scheme
to add the outbound paths to and click Open.

Result: The Messaging Manager Scheme 'Mobile2SMSC' screen opens.

2 Select the Paths tab and click New.

Result: The New Path screen opens.
3 In the Name field, type Mobile2SMSC SMPP SMSC
4 From the Adapter drop down list, select SMPP1.

Result: The Save button becomes available.

Chapter 9, Configuration Scenarios 169



Step

Action

From the Endpoint type drop down list, select MC.
Result: The screen should now look like this:

New Path X]

This routing scheme is currently deployed on 2 SCPs

Marne: MobileZ3MSC SMPP SMSC

Adapter: SMPP1 ~
Endpoint bype: _ w
Defaulk routing path: w

Statistics category!

Max messages/sec:

This is a trusted path

[ Help H Cancel ][ Save ]

Note: Where the message is being sent using SMPP to an SMSC, we select MC as the
endpoint. Where the message is being sent to an ASP, we select SME as the endpoint.

Click Save to save the new Path to the configuration database.

Repeat steps 3 to 8, adding the Mobile2sMSC sSMPP ASP path with and Endpoint of
SME.

Create SMSC connection

Follow these steps to add a connection to the outbound path.

Step
1
2

&)

© 0 N O

Action

In the table on the Paths tab, select the Mobile2SMSC SMPP SMSC path.
Click Add Connection.

Result: The New SMPP Connection panel opens.

In the Name field, enter Mobi1e2SMSC SMSC Connection 1.

In the Weighting field, enter 10

Select the Preopen, RX and TX check boxes to allow the receiving and sending of
transmissions.

In the Remote username field, enter msgout

In the Remote password field, enter msgout

In the Remote listen field, enter 205.100.97.53
In the Remote Listen Port field, enter 5000.
Result: The screen should now look like this.
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Step

10
11

12
13
14
15
16
17
18

Action

New SMPP Connection

This routing scheme is currently deployved on 2 SCPs

Mamne: | Mobile25MSC SMSC Connection 1

v|Preopen  |v|Re v Tw
F IP adddvess / host hame

Part

Local username: I:I Local listen: |NIC_F'.

wl ]

Local password: I:I Local source: |NIC_F'.

vl ]

Remaote username: Remate listen: | 205,100.97.535

|| 5000

Remote passwaord: msgouk Remote source: |

Connections allowed:

SMPP Options

Oukgoing timeouk:

System ID: eSiE_MM Idle timeout:
System bype: Heartbeat interval:

Correlation ID:

H

SMPP wersion: | 3.4 w Max, concurrent transactions: | 1024

()

[ Help H Cancel H Save l

Click Save to save the new connection to the configuration database.

In the table on the Paths tab, select Mobile2SMSC SMPP ASP path and click New

Connection.

In the Name field, enter Mobile2SMSC ASP Connection 1.
In the Weighting field, enter 10.

Select the RX and TX check boxes.

In the Local Username and Local Password fields, enter 1clout.

In the Remote Username and Remote Password fields, enter msgout.

In the Remote Listen field, enter 205.100.97.53.
In the Port field, enter 5000.
Result: The screen should look like this:
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Step Action

New SMPP Connection

X

This routing scheme is currently deployed on 2 SCPs

Marme: | Mobile2SMSC ASP Connection 1

Preopen R LS
D . . IP address /s host harme Paor

Local username: Local lisken; |NIC_.¢\ V|

Local password; Local source; |NIC_.¢\ V|

Remate usernane: Remate listen: | 205.100,97.53 | | S000 |
Remote password: Remote source: | |
Connections allowed: EI

SMPP Options

SMPP version: |3.4 w Max. concurrent transactions: | 1024

Oukgaing timeout;

SystemID: | eSE_MMY Idle timeout I
Syskem type: Heartbeat interval: I:l

Cotrelation I0:

H

[ Help ” Cancel ” Save ]

19 Click Save to save the new connection to the configuration database.

Create domain

Identify the domains that are wanted to route to the SMSC through IP.

Follow these steps to add routing address prefixes:

Step Action

1 In the table on the Configuration screen, Schemes tab, click on the Mobi1e2SMSC routing
scheme and click Open.
Result: The Messaging Manager Scheme 'Mobile2SMSC' screen opens.

2 Select the Domains tab and click New.

3 In the Name field, enter MAP Inbound.
Result: The screen should now look like this:
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Step Action

New Domain E|

This routing scheme is currently deploved on 2 SCPs

Mame: | MAP Inbound |

[ Help H Cancel H Save ]

4 Click Save.
Result: The Domain will be saved and be selected in the table.

5 Select the Screening tab and select the Originating Address Screening rule.
6 Click Add.
7 In the Incoming path name prefix field, enter MAP TInbound.
8 In the Originating address prefix field, enter 033.
9 Select MAP Inbound from the Allocate domain drop-down list.
Result: The screen should now look like this:
Add Originating 5creening Rule E|
This routing scheme is currently deployved on 2 SCPs

Sereening selection criteria

Incoming path name prefix: | MaP Inbound |

Originating address prefix; | 033 |

Sereening response

(%) Allocate domain: | w |

() Perfaorm action: | |

[ Help l [ Cancel l [ Save ]

10 Click Save.
11 Steps 7 to 11can be repeated to build up a list of routing address prefixes for this routing

scheme.

Create Submit routing rule

The Routing rules enable Messaging Manager to have a list of paths to attempt routing over.
Messaging Manager will attempt routing using the first path, second and so on down the list.
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Follow these steps to establish a list of paths.

Step Action

1 In the table on the Configuration screen, Schemes tab, click on the Mobile2SMSC scheme
and click Open.

Result: The Messaging Manager Scheme 'Mobile2SMSC' screen opens.

2 Select the Routing tab and click New.
3 In the Routing Class drop down list, select Submit.
4 In the Message centre drop down list, select Message Centre 1.
5 In the Originating domain drop down list, select MAP Inbound.
6 From the Paths sequencing drop down list, select Mobi1e2SMSC SMPP SMSC.
7 Click Add.
Result: The screen should look like this.
New Routing Rule E|
This routing scheme is currently deployed on 2 SCPs
Routing class; Submit w
Message centre: Message Centre 1 b
Qriginating domain: MaAP Inbound w
Originating address prefix:
Paths sequencing
Mobile23MSC SMPP SMSC w
Retries:
Path Retries | Inte...
Mobile25MSC SMPP SMSC ] [o |~
W
[ Help ] [ Cancel ] [ Save l
8 Click Save.

Application to Mobile Messaging

Description

Application to mobile is a simple service that provides basic delivery of SMSs to a mobile phone.
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Application to Mobile diagram

Using only the Messaging Manager Base module, MM can be configured to provide an application to
mobile service. In this example we will receive EMI protocol messages from ASPs and deliver them to
an SMSC over SS7 using the 1S-41 protocol.

The following diagram shows the modules required:
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Process overview

This table lists the procedures that you need to follow to complete this scenario.

Step Action
Create EMI adapter (on page 176)

Create routing scheme (on page 176)

Create EMI SMSC path (on page 177)

Create EMI SMSC connection (on page 178)

Create EMI ASP path (on page 179)

Create EMI ASP connection (on page 180)

Create address range (on page 181)

Create throttling rule (on page 184)

Configure trigger rule (on page 184)

Configure routing rule (on page 185)

Configure (on page 186)Messaging Manager node (on page 186)

= =2 O o NOoO O WNDN

- O
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Create EMI Adapter

The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for
the EMI protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
adapters = [
# Second Adapter (EMI)
{
# adapter identifier.
#
adapterName = "EMI1"

}
Follow these steps to configure an EMI adapter, which will be used for receiving inbound SMSs:

Step Action

1 Configure the EMI Adapter in the Messaging Manager eserv.config file. For more
information, see the MM Technical Guide.

2 On the Configuration screen, Adapters tab, click New....
Result: The New Adapter screen opens.

3 In the Name field, type EMI1.

4 In the Protocol field, select EMT.

Result: The screen should look like this:

New Adapter g|

Marne: EMI1

Protocal: [

INTERMAL
1541 _CDMA
1241 _TDMA
MAP

SIP

SMPP

[ Help H Cancel H Save l

5 Click Save to save the new Adapter record in the configuration database.

Create Routing Scheme

Follow these steps to create a new routing scheme.

Step Action

1 On the Configuration screen, Schemes tab, click New.
Result: The New Scheme screen opens.

2 In the Name field, type App2Mobile

Result: The Save button becomes available.
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Step Action

3 In the Description field, type a description for this scheme.

4 Ensure the Also create default domain check box is ticked.
Result: The screen should now look similar to this:

New Scheme E|
Mame: AppzMobile
Default network: | Default w
Description: Scheme For Application ko Mobile messaging ~
“

Also create default domain

[ Help H Cancel H Save ]

5 Click Save to save the new Scheme record in the configuration database.

Create EMI SMSC path

Follow these steps to create a default routing path to an SMSC via EMI:

Step Action
1 In the grid on the Schemes tab, click on the App2Mobile scheme.
2 Click Open.
3 Select the Paths tab and click New.
Result: The New Path screen opens.
4 In the Name field, type EMI sSMSC

Note: The Name can be generic since this path can also be used by other paths as their
default routing path.

5 From the Adapter drop down list, select EMI Adapter.
Result: the Save button becomes available.
6 From the Endpoint type field, select MC.

Result: The screen should now look similar to this:

Chapter 9, Configuration Scenarios 177



Step Action

New Path x|

This routing scheme is currently deploved on 2 SCPs

Marne: EMI M3

Adapter: EMIL w
Endpaint tvpe: _ w
Defaulk routing path: w

Statistics category:
Max messagesisec:

This is a trusted path

[ Help ” Cancel ” Save ]

7 Click Save to save the new Path to the configuration database.

Create EMI SMSC connection

Follow these steps to create and configure an EMI SMSC connection:

Step Action
1 In the grid on the Paths tab, click on the EMI SMSC path.
2 Click Add Connection.
Result: The New EMI Connection screen displays.
3 In the Name field, type EMI SMSC Connection.
Result: The Save button becomes available.
4 In the Weighting field, type 10.
5 Tick the Preopen, RX and TX check boxes to allow the receiving and sending of
transmissions.
6 In the Local username and Local password fields, type 1ocal.
7 In the Port fields, type 5000.
8 The EMI Options will have default values assigned.

These can be changed as required. For instance, select Allow Alternative Source
Address and force a Session Timeout of 60 seconds.

Result: The screen should now look similar this:
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Step

Action

X

New EMI Connection

This routing scheme is currently deployed on 2 SCPs

Marne: | EMI SM3aC Conneckion

v |Preopen || Rx || T
F IP address s host harme

Far
Local usernare: Local listen: |NIC_.¢\ W | 5000
Local password: Local source: |NIC_.¢\ w | 5000
Remate username: I:I Remote listen: | | | |

Remote password; l:l Remoke source: | |
Connections allowed: El

EMI Options

Window size: | 100 | Alert poll time; | -1 |
Max window queue length: | 1024 | Alert address: | |
Login orig. type of number: |International nurmber v| Alert protocol I0: |PC appl via abbrev. no. v|
Login orig. number plan I0: |E. 164 address W | Session tmeouk: | -1 |
Defaulk source address: | | Response timeout; | 4 |
Allow alt, source address: Response poll time: | 2 |
Provide WMSCin HPLMN: [ Default protocol 10: | 0 |
Allove user time zones: J

CDR infarmation: | |

[ Help H Cancel H Save ]

Click Save to save the new Connection to the configuration database.

Create EMI ASP path

Follow these steps to create and configure the inbound ASP path:

Step
1
2
3

Action

In the grid on the Schemes tab, click on the App2Mobi le scheme.
Click Open.

Click the Paths tab and click New.

Result: The New Path panel opens.

In the Name field, type Stock Quotes

From the Adapter drop down list, select EMI1

Result: The Save button becomes available.

From the Endpoint type drop down list, select SME.
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Step

Action

From the Default routing path drop down list, select EMI sMscC.
Result: The screen should now look similar to this:

New Path X]

This routing scheme is currently deployed on 2 SCPs

Mame: Stock Quotes

Adapter: EMI1 L
Endpoint bype: SME w
Defaulk routing path: m w
Message centre: Default L

Statistics category!

Max messages/sec:

This is a trusted path

[ Help H Cancel ][ Save ]

Click Save to save the new Path to the configuration database.

Create EMI ASP connection

Follow these steps to create and configure an EMI connection to the ASP:

Step
1
2

N o o b

Action

In the grid on the Paths tab, click on the Stock Quotes path.
Click Add Connection to add a Connection to the selected path.
Result: The New EMI Connection screen displays.

In the Name field, type Stock Quote 1.

Result: The Save button becomes available.

In the Weighting field, type 10.

Select the RX and TX check boxes to allow the receiving and sending of transmissions.
In the Local username and Local password fields, type stock.

In the Local listen port field, type 5000.

In the Local source port field, type 1512

The EMI Options will have default values assigned.

These can be changed as required. For instance, select Allow alt. source address and force
a Session timeout of 60 seconds.

Result: The screen should now look similar this:
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Step Action

New EMI Connection

X

This routing scheme is currently deployed on 2 SCPs

Marme: | Stock Quate 1

Preopen |v|Rx [+ Tw
D F IP address s host harme

Por
Local usernare: Local listen: |NIC_.¢\ W | 5000
Local password: Local source: |NIC_.¢\ w | 1512
Remate username: I:I Remote listen: | | | |
Remote password; l:l Remoke source: | |
Connections allowed: El

EMI Options

Window size: | 100 | Alert poll time; | -1 |
Max window queue length: | 1024 | Alert address: | |
Login orig. type of number: |International nurmber v| Alert protocol I0: |PC appl via abbrev. no. v|
Login orig. number plan I0: |E. 164 address W | Session tmeouk: | &0 |
Defaulk source address: | | Response timeout; | 4 |
Allow alt, source address: Response poll time: | 2 |
Provide WMSCin HPLMN: [ Default protocol 10: | B4 |
Allove user time zones: J

CDR infarmation: | |

[ Help H Cancel H Save ]

9 Click Save to save the new Connection to the configuration database.

Create address range

Identify the domains that will be used to route from the ASP (short code 123) to a mobile phone.

Follow these steps to add new domains:

Step Action

1 On the Schemes tab, select the App2Mobi 1e routing scheme.
2 Click Open.

3 Select the Domains tab and click New....

4 In the Name field, type Stock Quotes.

Result: The screen should now look similar to this:
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Step

10
11
12
13

Action

New Domain r5__<|

This routing scheme is currently deployved an 2 SCFPs

Marne: | Stock_Quotes |

[ Help ][ Cancel H Save ]

Click Save.

The Domain will be saved and be selected in the grid.
Click New....

In the Name field, type Telco Local Subscribers.
Result: The screen should now look similar to this:

Mew Domain §|

This routing scheme is currently deployed on 2 SCPs

Mame: | Telco_Local_Subscribers |

[ Help ][ Cancel H Save l

Click Save.

The Domain will be saved and be selected in the grid.

Select the Screening tab and select the Originating Address Screening rule.
Click Add....

In the Incoming path name prefix field, type Stock Quotes

In the Originating address prefix field, type 123.

Select Stock_Quotes from the Allocate domain drop-down list.

Result: The screen should now look like this:
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Step

14
15
16
17
18
19

20

Action

Add Originating Screening Rule El

This routing scheme is currently deployed on 2 SCPs

Screening selection critera

Incoming path name prefix;: | Stock, Quotkes |

Originating address prefix; | 123 |

Srreening response

(%) Allacate damain:

(" Perform action: | |

[ Help ] [ Cancel ] [ Save ]
Click Save.
Select the Destination Address Screening rule.
Click Add....

In the Incoming path name prefix field, type Stock Quotes.
In the Destination address prefix field, type 056.
Select Telco Local Subscribers from the Allocate domain drop-down list.

Result: The screen should now look like this:
Add Destination Screening Rule &|

This routing scheme is currently deployed on 2 SCPs

Screening selection critera

Incoming path name prefix;: | Stock, Quotkes |

Destination address prefix; | 056 |

Srreening response

(%) Allacate damain: TEeI-:-:u_L-:u:al_‘:‘-ut-:'-u:riher:'-

(" Perform action: | |

[ Help H Cancel H Save ]

Click Save.
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Step Action

21 Steps 16 to 20 can be repeated to build up a list of address prefixes for the domain.

Create Throttling Rule

Follow these steps to set the throttling values for the path. Traffic from the ASP will only be accepted if
the system is running below 50% capacity:

Step Action
1 Select the Throttling tab and click New.
2 In the Detection point field, select Submi t.
3 In the Originating domain field select Stock Quotes.
4 In the Throttle field, type 50
Result: The screen should look like this:

Mew Throttling Rule g|

This routing scheme is currently deployved on 2 SCPs
Detection point: Subrnit w
Destination domain: w
Qriginating domain: | Stock_Quotes w
Thrattle at: 50 %o

[ Help l [ Cancel l [ Save ]
5 Click Save.

Configure Trigger Rule

Follow these steps to configure a trigger rule:

Step Action

1 On the Triggering tab, click New.

2 From the Detection point drop down list, select Submit

3 From the Originating Domain drop down list, select Stock Quotes.

4 Select the Route action from the Perform action: drop down list.

5 Select the Set routing class check box and from drop down list, select Deliver

Result: The screen should look like this:
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Step Action

X)

New Trigger Rule

This routing scheme is currently deploved on 2 SCPs

THgger Selection Critetia

Detection point: |Submit w |

Originating Damain: |Stu:u:k_Quntes w |

Originating Address prefix; | |

THgger Processing
(%) Perfaorm action: |Ru:uute W |
Set routing class: E:'E!li'n.-'E!r'

(3 Trigger a call plan in ACS
Use scheduled call plan if present

IJse this named call plan

| @
| &

Flease press ENTER after keying custarmer or call plan names.
This will cause the value entered to he retrieved and validated.
You can search in either field by entering padial names.

mote that & limnit of 100 rows is returned in each list. Ifyou cannot
find the itern you're looking for, please narrow your search criteria,

[ Help H Cancel H Save l

6 Click Save.

Configure routing rule

The Routing rules enable Messaging Manager to have a list of paths to attempt routing over.
Messaging Manager will attempt routing using the first path, second and so on down the list.

Follow these steps to establish a list of paths:

Step Action

1 Create CDMA Adapter (on page 191) as in the Mobile to Application Messaging scenario
if it doesn't already exist.

2 On the Routing tab, from the Routing class drop down list, select Deliver.

3 Click New....
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Step Action

Result: The New Routing Rule screen will open. The Routing class field will be populated
with Deliver.

From the Destination domain drop down list, select Telco Local Subscribers.

From the Originating domain drop down list, select Stock Quotes.

From the Paths sequencing drop down list, select IS41 CDMA SME CDMA Adapter.
Click Add.

Results:
e The path will be added to the Paths sequencing list.

e The screen should now like similar to this:

N o o b

x)

New Routing Rule

This routing scheme is currently deployved an 2 SCPs

Routing class: E:IEIi'.-'Er'

Destination damain: |Te|c0_L0caI_Subscribers - |

Destination address prefix: | |

Criginating domain: |St0ck_Qthes w |

Originating address prefix: | |

Paths sequencing

IS41_CDMA_SME_IS41_CDMA_SME_CDMA Adapter “ |

Path Retries | Inte...
1541_CDMA_SME_IS41_CDMA_SME_CDMA Adapter o [o |~

[ Help H Cancel

8 Click Save.

Configure Messaging Manager node

To enable loading of a routing scheme by Messaging Manager, the scheme is associated with the node
listed in the eserv.config file.

Follow these steps to associate the scheme just configured with the SCP01 node:

Step Action
1 From the table on the Nodes tab, select the node, in this example, SCP01.
2 Click Edit.

Result: The Edit Node screen opens.
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Step Action

3 From the Scheme list, select APP2Mobile.
Result: The screen will look similar to this:

X

Edit Mode *5CPO1*

Mame: | |
IP Address: | 192,168.15.117 |
Redirection Port: | 4377 |
Description: | Created from Python |
Scheme:

MIC A [ 192.168.15.117 |
NIC B: [ 192.168.15.117 |
Concatenation Group! | 43 |

[ Help ] [ Cancel ] [ Save ]

4 Click Save.
5 Click Close.
Result: This example configuration is now complete.

Mobile to Application Messaging

Description

The mobile to application to service provides delivery of SMSs that originated on a mobile phone to an
ASP.

Messaging Manager will attempt to deliver the SMS directly to the ASP, falling back to an SMSC if the
direct delivery (FDA) fails.

Setting the scene

This example covers the configuration required for the following flows:
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FDA deliver attempt success

SMSC

RC=Subrmt

Message (1S41-COMA) | Convertto RC=FDA
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Default routing path attempt success

MM ASP SMSC

RC=Subrmit

Message (IS41-COMA) Convertto RC=FDA,
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Mobile to Application diagram

Using the Messaging Manager Multigate and the Messaging Manager Director modules, MM can be
configured to provide a Mobile to Application service. In this example we will receive mobile originating
IS-41 messages and deliver them to ASPs over EMI using FDA. This diagram shows the modules
required.
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Process overview

This table lists the procedures that you need to follow to complete this scenario.

Step Action
Create a CDMA adapter (on page 191)
Create routing scheme (on page 192)
Create SMSC path (on page 193)
Configure SS7 SMSC path connection (on page 193)
Assign default routing path to inbound CDMA path (on page 194)
Create outbound path (on page 195)
Configure outbound path EMI connection (on page 196)
Create EMI SMSC path (on page 197)
Configure inbound path EMI connection (on page 198)
0 Create originating domain (on page 200)

= O 00 NO OO b WN -
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Step Action

11 Configure originating domain rule (on page 201)

12 Create destination domain (on page 200)

13 Configure destination domain rule (on page 201)

14 Create throttling rule (on page 202)

15 Configure trigger rule (on page 203)

16 Configure deliver routing rule (on page 204)

17 Configure submit routing rule (on page 205)

18 Configure Messaging Manager node (on page 206)Messaging Manager

Create CDMA Adapter

The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for
the 1S41 CDMA protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
adapters = [
# IS-41 CDMA Adapter
{
# adapter identifier.

#
adapterName = "CDMA1"

}
Follow these steps to configure a CDMA adapter, which will be used for receiving inbound SMSs:

Step Action

1 Configure the CDMA adapter in the Messaging Manager eserv.config file. For more
information, see MM Technical Guide.

2 On the Configuration screen, Adapters tab, click New....
Result: The New Adapter screen opens.

3 In the Name field, enter cCDMA1

4 From Protocol list, select 1S41 CDMA.

Result: The screen should now look like this:
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Step Action

New Adapter [5__<|
Name: | CDMAL |
Protocal:  |EMI

INTERNAL
1541_CDMA
I541_TDMA
MAP
SIP
SMPP
[ Help ] [ Cancel ] [ Save l
5 Click Save to save the new adapter record in the configuration database.

Create Routing Scheme

Follow these steps to create a new routing scheme.

Step Action

1 On the Configuration screen, Schemes tab, click New.
Result: The New Scheme screen opens.

2 In the Name field, type Mobile2App.
Result: The Save button becomes available.

3 In the Description field, enter a description.

4 Ensure the Also create default domain check box is selected.
Result: The screen should now look similar to this:

New Scheme §|

Mame: | MobileZApp |

Default netwark: |DeFauIt w |

Description: Scherne For Mabile bo Application messaging A

&lso create default domain

[ Help H Cancel H Save ]

5 Click Save to save the new scheme record in the configuration database.
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Create SMSC path
Follow these steps to create a CDMA SMSC path.

Step Action

1 In the table on the Schemes tab, select the Mobile22App scheme to add the default
routing path to.

2 Click Open.

3 Select the Paths tab and click New....
Result: The New Path screen opens.

4 In the Name field, enter CDMA SMSC

Note: The Name can be generic since this path can be used many times by other
schemes/ paths as their relay path.

5 From the Adapter drop down list, select CDMA1L.
6 From the Endpoint type drop down list, select MC.
7 Select the This is a trusted path check box.

Result: The screen should now look similar to this:

New Path X

This routing scheme is currently deployed on 2 SCPs

Mame: CDMA SM3C

Adapter: CDMAL w
Endpaint bype: .
Default routing path: w

Skatistics category:

This is a trusted path

[ Help H Cancel ][ Save ]

8 Click Save to save the new path to the configuration database.

Configure SS7 SMSC path connection

Follow these steps to add a SS7 connection to the SMSC path.

Step Action
1 In the table on the Paths tab, select the cbMaA sMScC path.
2 Click Add Connection.
Result: The New SS7 Connection screen opens.
3 In the Name field, enter SMSC Connectionl
4 Select the Outbound check box.

Chapter 9, Configuration Scenarios 193



Step Action

5 In the SS7 field, enter 021
6 In the GT field, enter 071234567

Note: When adding a new connection the Save button becomes available after entering
either PC or GT and SS7 fields.

7 In the Weight field, type 1 (may need to deselect the Failover check box first).
Note: With a single connection, any non-zero value equates to a maximum loading.
Result: The screen should now look like this:

New 557 Connection El
This routing scheme is currently deploved on 2 SCPs
Mame: SM3C Connectionl
[] tnbaund utbound
Remate PC: Match ary PC PC:
SCCR Calling Parly point code (exact maleh) SCCR Calied Parly point code. Al fzast one of GT and PC
Jis requiract
Remote S5M: Match any 55K = H 021
SCCPR Cailing Pary subsystern nurmber fexact match) SCCP Caled Pay subsstem nurmber (required]
Remate GT: Match ary GT GT: 071234567
SCCP Calling Pary global titfe (preflx matcf) SCCP Called Pary global titfz
Weight: 1 % []Failover
Caongestion threshald: MESsaGes
Congestion backoff; SECONGS
[ Help ] [ Cancel ] [ Save ]
8 Click Save to save the new connection to the database.

Assign default routing path to inbound CDMA path

Follow these steps to assign a default routing path to the predefined CDMA SME path. This will be used
for all inbound MO traffic that has no specific routing rule defined.

Step Action
1 In the table on the Paths tab, select the inbound path
IS41 CDMA SME CDMAl Adapter.
2 Click Edit.
Result: The Edit Path 'path_name' screen appears.
3 From the Default routing path drop down list, select cCDMA SMScC.

Result: The screen will look similar to this:
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Step

Action

Edit Path 'I541_CDMA_SME_CDMA1_Adapter’ 3

This routing scheme is currently deployved on 2 SCPs

Mame: | 1541_CDM#&_SME_CDMAL_Adapter |
Adapter: |CDM.0.1 v |
Endpaint type: |SME w |
Diefault routing path: |CDM.0. SM5C v |
Message centre: |DeFauIt w |

Skatistics categoary: | |

This is 4 trusted path

[ Help H Cancel H Save l

Click Save.

Create outbound path

Follow these steps to create an outbound path to the EMI ASP.

Step
1

Action

Select the Paths tab and click New.

Result: The New Path screen opens.

In the Name field, enter Pop Idol

From the Adapter drop down list, select EMI1
From the Endpoint type drop down list, select SME.
Result: The screen should now look like this:
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Step

Action

New Path X

This routing scheme is currently deploved on 2 SCPs

Marne: Pop Idal

— ET
Endpaint tvpe: SME w
Defaulk routing path: w
Message centre: Default w

Statistics category:
Max messagesisec:

This is a trusted path

[ Help ” Cancel ” Save ]

Note: Where the message is being sent using EMI to an SMSC, we select MC as the
endpoint. Where the message is being sent to an ASP, we select SME as the endpoint.

Click Save to save the new path to the configuration database.

Configure outbound path EMI connection

Follow these steps to create and configure an EMI ASP connection.

Step
1

2

Action
In the table on the Paths tab, select the path Pop Idol.

Click Add Connection.
Result: The New EMI Connection screen opens.

In the Name field, enter Pop Idol connection.

Note: When adding a new connection the Save button becomes available on entering the
Name field.

In the Weighting field, enter 10.

Select the Preopen check box to allow the connection to open on Messaging Manager
startup/ reload.

Select the RX and TX check boxes to allow the receiving and sending of transmissions.
In the Local username and Local Password fields, enter popidol

In the Local listen Port field, enter 5000

In the Local source Port field, enter 1512

The EMI options will have default values assigned. These can be changed as required.
Result: The screen should now look like this:
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Step Action

New EMI Connection

()

Marme: | Pop Idal Connection |

v |Preopen || Rx || T
F IP address f host hame

Far
Local username: Local lisken: |NIC_.¢\ w | 5000
Local password: Local source: |NIC_.¢\ w | 1512
Remate username: I:I Remote listen: | | | |
Remote password; I:I Remote source: | |
Connections allowed: El

EMI Options

Window size: | 100 | Alert poll time; | -1 |
Mayx window queue length: | 1024 | alert address; | |
Login orig. type of number: |International number | Alert pratocal 10 |PC appl via abbrew. no, |
Login orig. number plan I0: |E.164 address W | Session timeout: | -1 |
Defaulk source address: | | Response kimeaut: | 4 |
Allow alt, source address: Response poll time: | 2 |
Provide YMSC in HPLMM: [ Default protocol ID: | 64 |
Allove user time zones: J

CDR infarmation: | |

[ Help H Cancel H Save ]

10 Click Save to save the new connection to the database.

Create EMI SMSC path

Follow these steps to add an outbound path to the SMSC via EMI.

Step Action
1 Select the Paths tab and click New.
Result: The New Path screen opens.
2 In the Name field, enter SMSC via EMI.
3 From the Adapter drop down list, select EMI1.
4 From the Endpoint type drop down list, select MC.

Result: The screen should now look like this:

Chapter 9, Configuration Scenarios 197



Step Action

New Path g|
Marne: SM3C via EMI
adapter: EMIL w
Defaulk routing path: w

Statistics category:

Max messagesisec:

This is a trusted path

[ Help ” Cancel ” Save ]

5 Click Save to save the new path to the configuration database.

Configure inbound path EMI connection

Follow these steps to create and configure an EMI connection.

Step Action

In the table on the Paths tab, select the path SMSC via EMI.
2 Click Add Connection.

Result: The New EMI Connection screen opens.
3 In the Name field, enter SMSC via EMI connection

Result: The Save button becomes available.

4 In the Weighting field, enter 10

5 Select the Preopen check box to allow the connection to open on Messaging Manager
startup/ reload.

6 Select the RX and TX check boxes to allow the receiving and sending of transmissions.

7 In the Remote username and Remote password fields, enter smsc

8 In the Remote listen field, enter 200.10.20.1

9 In the Remote listen Port field, enter 5000

10 The EMI options will have default values assigned. These can be changed as required.

Result: The screen should look similar this:
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Step Action

Mew EMI Connection

X)

Marne: | SMSC via EMI connection |
Weighti;
Preopen R¥% T
] ) ] IR address S hast hame Fort
Local username: I:I Local listen: |NIC_.¢\ w |
Local passward: I:I Local source: |NIC_.¢\ w |
Remaoke usernane: Remote listen: | 200.10.20.1 || 000 |
Remote password; Reroke source: | |
Connections allowed: IZ'
EMI Options
Wwindow size: | 100 | Alert poll time: | -1 |
Max window queue length: | 1024 | Alert address: | |
Login orig. type of number: |Internati0nal number % | Alert protocol 10: |PC appl via abbrev. no, » |
Login orig, number plan ID: |E. 164 address L | Session kmeout: | -1 |
Default source address: | | Response timeouk: | 4 |
Allow alt, source address: Response poll time: | 2 |
Provide WMSCin HPLMN: [ Default protocol 10: | B4 |
Allove user time zones: J
CDR information: | |
[ Help ] [ Cancel ] [ Save ]
11 Click Save to save the new connection to the database.
Create originating Domain
Follow these steps to add an originating message domain.
Step Action
1 In the table on the Schemes tab, select the Mobile2App routing scheme.
2 Click Open.
3 Select the Domains tab and click New.
Result: The New Domain screen opens.
4 In the Name field, enter Originating.

Result: The screen should look like this:
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Step Action

New Domain

X

Marne: | Qriginating |

[ Help ][ Cancel H Save ]

5 Click Save.

Configure originating Domain Rule

Follow these steps to add a rule to the selected address domain.

Step Action

1 On the Screening tab, select the Originating Address Screening rule and click Add....
Result: The Add Originating Screening Rule screen opens.

2 In the Incoming path name prefix field, enter IS41 CDMA SME CDMA Adapter
This applies the address rule to a single path - the default inbound CDMA path from a
handset.
Result: The Save button becomes available.

3 In the Originating address prefix field, type 023

4 From the Allocate domain drop-down list select Originating.

Result: The screen should now look like this:

Add Originating Screening Rule ['S_<|

Screening sefection chiteria

Incoming path name prefix; | 1_CDMA_SME_CDMA Adapter |

Qriginating address prefix; | 0z3 |

Screening responae

(%) Allacate damain: Originating
() Perform action: | |
[ Help ] [ Cancel ] [ Save ]
5 Click Save to save the new domain rule to the configuration database.
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Create destination Domain

Follow these steps to add a destination message domain.

Step Action

1 Select the Domains tab of the Mobile2App Scheme screen, and click New.
Result: The New Domain screen opens.

2 In the Name field, enter PopIdol

Result: The screen should look like this:

New Domain

X

Mame: | PopIdol

[ Help ” Cancel ” Save ]

3 Click Save.

Configure destination Domain Rule

Follow these steps to add a rule to the selected domain.

Step Action

1 In the table on the Screening tab, select the Destination Address Screening rule and click
Add....
Result: The Add Destination Screening Rule screen opens.

2 In the Incoming path name prefix field, enter IS41 CDMA MO IN CDMA Adapter
This applies the address rule to a single path - the default inbound CDMA path from a
handset.
Result: The Save button becomes available.

3 In the Destination Address Prefix field, enter 777

4 Select PopIdol from the Allocate domain drop-down list.

Result: The screen should look like this:
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Step Action

Add Destination Screening Rule

Screening selfection chiteria

Incoming path name prefix;

Destination address prefix:

Screening responae

(%) Allacate damain:

() Perform action:

| 1_CDMA_SME_CDMA Adapter |

| 777 |

| Popldal

3

[ Help H Cancel H Save ]

Create Throttling Rule

Follow these steps to set the throttling values for the path.

Step Action

1
2
3
4

Result: The screen should

Select the Throttling tab and click New.

In the Detection Point field, select Submit.
In the Originating domain field, select Originating.
In the Throttle field, enter 60.

look like this:

New Throttling Rule E]

Detection poink:
Destination domain:
Criginating domain:

Throtkle at:

Submit w

Originaking

Yo

[ Help H Cancel ][ Save ]

Click Save.

Click Save to save the new domain rule to the configuration database.
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Configure Trigger Rule

Follow these steps to configure a trigger rule.

Step Action

1 On the Triggering tab, from the Detection point drop down list, select Submit.

2 Click New....
Result: The New Trigger Rule screen will open. The Detection point field will be populated
with Submit.

3 From the Originating Domain drop down list, select Originating.

4 Select the Route action from the Perform action: drop down list.

5 Select the Set routing class check box and from drop down list, select FDA.

Result: The screen should look like this:

Mew Trigger Rule r>__(|

THgger Selection Critetia

Detection point: |Submit w |

Originating Damain: |Originating w |

Originating Address prefix; | |

THgger Processing
@ Perfarm ackion: |Ru:uute v |
Set routing class: e B

(3 Trigger a call plan in ACS
Use scheduled call plan if present

IJse this named call plan

| @
| &

Flease press ENTER after keying custarmer or call plan names.
This will cause the value entered to he retrieved and validated.
You can search in either field by entering padial names.

mote that & limnit of 100 rows is returned in each list. Ifyou cannot
find the item you're looking for, please narrow your search criteria.

[ Help H Cancel H Save l

6 Click Save.

Chapter 9, Configuration Scenarios 203



Configure deliver Routing Rule

The Routing rules enable Messaging Manager to have a list of paths to attempt routing over.
Messaging Manager will attempt delivery using the first path, second and so on down the list.

Because the FDA routing class was specified in the trigger rule above. Messaging Manager will firstly
attempt routing using a Deliver routing rule, then using a Submit routing rule.

Follow these steps to establish a Deliver routing rule with a list of SME paths.

Step Action
1 On the Routing tab, from the Routing class drop down list, select Deliver.
2 Click New....

Result: The New Routing Rule screen will open. The Routing class field will be populated
with Deliver.

Note: This represents the first delivery attempt for the FDA.
3 From the Destination domain drop down list, select PopIdol.
From the Originating domain drop down list, select Originating.

5 From the Paths sequencing drop down list, select Pop Idol and click Add.
Result: The screen should look like this:

New Routing Rule &|

Raouting class: Deliver W
Destination domain: PopIdal W
Destination address prefix:
QOriginating domain: Qriginating b
Qriginating address prefix;

Paths sequencing

Pop Idol “
Retries: Upcate
Path Retries | Inte...
Pop Idal 0 |EI | ~
w

Remove

[ Help H Cancel H Save l

6 Click Save.
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Configure submit Routing Rule

The routing rules enable Messaging Manager to have a list of paths to attempt routing over. Messaging
Manager will use the paths in a Submit routing rule after the Deliver leg of FDA routing has failed.

Follow these steps to establish a Submit rule with a list of SMSC paths.

Step Action

1 On the Routing tab, from the Routing class drop down list, select Submit.

2 Click New....
Result: The New Routing Rule screen will open. The Routing class field will be populated
with Submit.

Note: This represents the second delivery attempt for the FDA.

3 From the Message centre drop down list, select Default.
4 From the Originating domain drop down list, select Originating.
5 From the Paths sequencing drop down list, select SMSC via EMI.

Note: This represents the Submit attempt part of a failed FDA delivery.
6 Click Add.
7 From the Paths sequencing drop down list, select cDMA SMSC.

Note: This represents the Default routing path attempt after a failed FDA.

8 Click Add.
9 In the Retries field, enter 3.
10 In the Interval field, enter 3.

Result: The screen should look like this:
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Step Action

New Routing Rule [5_<|
Routing class; |Suhmit w |
Message centre: |Default w |
Qriginating domain: |Originating b |

Originating address prefix: | |

Paths sequencing

COMA SMSC v |
Retries: Interval: | 3 | [ Upiate ]
Path Retries | Inte...
SMSC wia EMI 0 ] £y
COMi S50 i i} M
W

’ Help ” Cancel ” Save l

11 Click Save.

Configure Messaging Manager node

To enable loading of a routing scheme by Messaging Manager, the scheme is associated with the node
listed in the eserv.config file.

Follow these steps to associate the scheme just configured with the SCP01 node:

Step Action
1 From the table on the Nodes tab, select the node, in this example, SCP01.
2 Click Edit.
Result: The Edit Node screen opens.
3 From the Scheme list, select Mobile2App.

Result: The screen will look similar to this:
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Step Action

Edit Node *SCPO1*

Marne: | |
IF Address: | 192,168.15.117 |
Redirection Park: | 4377 |
Description: | Created from Python |
Scheme:

NIC A | 192,168.15.117 |
NIC B: | 192,168.15.117 |
Concatenation Group: | 43 |

[ Help ] [ Cancel ] [ Save ]

4 Click Save.
5 Click Close.
Result: This example configuration is now complete.

Mobile to Mobile triggering to ACS

Description

The Mobile to Mobile messaging (MO SMS) service allows customers to send short messages from one
mobile phone to another.

In this example messages will be triggered to an ACS control plan to route large messages to a specific
SMSC.
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Diagram

Using the Messaging Manager Multigate and the Messaging Manager Director modules, MM can be
configured to provide a Mobile to Mobile service, triggering to ACS. In this example we will receive
mobile originating MAP messages and deliver them to SMSCs over MAP having triggered them to ACS
to offload all large messages to a separate SMSC. The following diagram shows the modules required:

SLC Messaging Manager Director
Service Subscriber
L —Flan Profile
i
ACS Convergent
Eilling
Services
SLEE
A
Messaging Manager Multigate
! Sf Trigger | [ Routing Charging | ©SACS | Subscriber
IF ' Access |Charging | Access
Manager | [Manager
Iy T T T T
Iy Messaging Manager OSABE (| OSABE | | OSABE I
(Y Drreer 1 |1 Driver 2 : I Direr N :
I | |
Y ﬁ{ 141 SCA | TCP Ma}m’égement | ——————————
: | IF IF oM UCp
A | IF
| kY
ARAAL )
! NCEE
SIGTRAN
| MTS \\\(\ 4

vy

Process overview

This table lists the procedures that you need to follow to complete this scenario.

Step Action
Create MAP adapter (on page 166)

Create routing scheme (on page 210)

Create new message center (on page 210)
Create MC path (on page 211)

Create MC path SS7 connection (on page 212)
Create large MC path (on page 212)

Create large MC path connection (on page 213)
Create address range (on page 214)

Create control plan (on page 214)

© 00 NO O WN =
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Step Action

10 Create trigger rule (on page 215)

11 Configure standard routing rule (on page 216)

12 Configure large message routing rule (on page 217)
13 Configure Messaging Manager node (on page 218)

Create MAP adapter

The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for
the MAP protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
adapters = [

# First adapter (MAP)

{
# adapter identifier.
#
adapterName = "MAP1"

}
Follow these steps to configure a MAP adapter, which will be used for receiving inbound SMSs.

Step Action

1 Configure the MAP adapter in the MM eserv.config file. For more information, see MM
Technical Guide.

2 On the Configuration screen, Adapters tab, click New.

Result: The New Adapter screen opens.
3 In the Name field, enter MAP1.

In the Protocol field, select MAP.

Result: The screen should look like this:

New Adapter g|

Tarme: MaF1

Protocol:  |EpD
INTERMAL
1541_CDMA
1541_TOMA
SIP
SHPP

[ Help ] [ Cancel ] [ Save ]
5 Click Save to save the new adapter record in the configuration database.
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Create Routing Scheme

Follow these steps to create a new routing scheme:

Step Action

1 On the Configuration screen, Schemes tab, click New....
Result: The New Scheme screen opens.

2 In the Name field, enter Mobile2ACS.
Result: The Save button becomes available.

3 In the Description field, type a description for this scheme.

Example: Scheme for Mobile to ACS messaging
4 Ensure the Also create default domain check box is selected.
Result: The screen should look like this:

New Scheme E|
Mare: MohilezACS
Default network: | Default w
Description: Scherne For Mabile bo ACS messaging ~
W

&lso create default domain

[ Help H Cancel H Save ]

5 Click Save to save the new scheme record in the configuration database.

Result: All the required Messaging Manager inbound paths for the MAP protocol are
automatically generated by Messaging Manager.

Create new Message Center

Follow these steps to create a separate message center for large messages.

Step Action
1 On the Message Centres tab, click New....
Result: The New Message Centre screen opens.
2 In the Message centre name field, enter Large Message Centre.
3 In the Service centre address field, enter 122.

Result: The Save button will appear, and the screen should look like this:
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Step Action

New Message Centre

X

Message cenkre name: | Large Message Centre |

Service centre address: | 122 |

[ Help ][ Cancel H Save ]

4 Click Save to save the new message center record to the database.

Create MC path
Follow these steps to create a MAP path to the standard SMSC.

Step Action
1 In the table on the Schemes tab, select the Mobile2ACS scheme to add the inbound path
to.
2 Click Open.
3 Select the Paths tab and click New....
Result: The New Path screen opens.
4 In the Name field, enter MAP SMSC.
5 From the Adapter drop down list, select CDMA1.
Result: The Save button becomes available.
6 From the Endpoint type drop down list, select MC.
Result: The screen should now look similar to this:
New Path [X]
Mame: | MAP SMSC |
Adapter: |CDM.0.1 v |
Endpoin: type: |
Default routing path: | V|

Statiskics categary: | |

This is a trusted path

[ Help H Cancel ][ Save ]

7 Click Save to save the new path to the configuration database.
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Create MC path SS7 connection

Follow these steps to add an SS7 connection to the standard SMSC path.

Step Action

In the table on the Paths tab, select the MAP SMSC path.
2 Click Add Connection.

Result: The New SS7 Connection screen opens.
3 In the Name field, enter MAP SMSC connection.

Result: The Save button becomes available.

4 Select the Outbound check box.
5 In the PC field, enter 50
6 In the SSN field, enter 8
7 In the GT field, enter 6449393367
8 In the Weight field, enter 1 (may need to clear the Failover check box first).
Note: With a single connection, any non-zero value equates to a maximum loading.
Result: The screen should look similar this:
New 5§57 Connection E|
Mame: MAP SMSC Connection
[] Inbound Outbound
PC: 50
SCCR Cailing Pary point cade (exact match) SCCP Caled Pay point code. At feast one of GT and PC
Is recuired,
S3N: ]
SCCRP Cailing Pary sWbsystarnm number (exact match) SCCP Called Pary sUbasterm nurmber (requirad)
GT! 6449391234
SCCR Cailing Pary global tite (prefix matc ) SCCP Called Pary global title
Wieight: 1 % [] Failover
Congestion threshold: MEessages
Congestion backoff: SECONGS
[ Help ] [ Cancel ] [ Save ]
9 Click Save to save the new connection to the database.

Create large MC path

Follow these steps to create a MAP path to the SMSC for large messages.

Step Action

1 In the table on the Schemes tab, select the Mobile2ACS scheme to add the inbound path
to.

2 Click Open.

3 Select the Paths tab and click New....
Result: The New Path screen opens.

4 In the Name field, enter MAP Large SMSC.

5 From the Adapter drop down list, select CDMA Adapter.
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Step Action
Result: The Save button becomes available.

6 From the Endpoint type drop down list, select MC.
Result: The screen should now look similar to this:

New Path E|
MNarne: MAF Large SMSC
Adapter: COMAl W
Default routing path: w

Skatiskics categary:

This is & trusted path

[ Help H Cancel ][ Save l

7 Click Save to save the new path to the configuration database.

Create large MC path connection

Follow these steps to add an SS7 connection to the large SMSC path.

Step Action

In the table on the Paths tab, select the MAP Large SMSC path.
2 Click Add Connection.

Result: The New SS7 Connection screen opens.
3 In the Name field, enter MAP Large SMSC connection

Result: The Save button becomes available.

Select the Outbound check box.

In the PC field, enter 51.

In the SSN field, enter 8.

In the GT field, enter 6449393368.

In the Weight field, enter 1 (may need to deselect the Failover check box first).

0 N o o b

Note: With a single connection, any non-zero value equates to a maximum loading.

Result: The screen should look similar this:
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Step Action
New 557 Connection rg|
Mame: | MAP Large SMSC connection |
[ Inbound outbound
SCCR Caling Pary point code (exact match) SCCP Calied Party point code. At least one of GT and PC
Js requlirac
SCCP Cailing Pary subsystemn nurber (exact match) SCCP Called Pary subaystem nurber (required]
SCOR Calling Pary globai title (oreiix matc s SCCP Called Pary giobal e
Weight: l:l % []Failover
Congestion threshold: l:l messages
Congestion backoff: l:l FeC0nds
I Help ] [ Cancel I [ Save ]
9 Click Save to save the new connection to the database.

Create Domain

Create a domain to identify traffic that will trigger to Messaging Manager Director.

Follow these steps to add a new domain for all MAP inbound MO ftraffic:

Step

1

2
3
4

Action

On the Schemes tab, select the Mobi1e2ACS routing scheme.

Click Open.

Select the Domains tab and click New....
In the Name field, enter MAP MO.
Result: The screen should look like this:

New Domain

3

Name: | MAP_MO

[ Help ][ Cancel H Save l

Click Save.

Create Control Plan

Follow these steps to create a Messaging Manager Director control plan.

Step

1

2
3

Action

Open the ACS Control Plan Editor. See CPE User's Guide for details.

Select the required customer.
Create a control plan using the following nodes:
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Step Action
o Start
e End
¢ Content Size Branching
e Set Message Routing - to set the message center to "Large Message Centre"
e Attempt Delivery Pending
Result: The control plan will look similar to this:

1. Start

[

4
®

3. SizeBranch

.

]
o e

1]

4. SetMsgRout

A
-»:
e *

5 xmsADP

= —
<]
™

eoceoe’

2. End

B

#

4 Save the control plan.

Create trigger rule

Follow these steps to configure a trigger rule.

Step Action

1 On the Triggering tab, from the Detection point drop down list, select Submit.

2 Click New....
Result: The New Trigger Rule screen will open. The Detection point field will be populated
with Submit.

3 From the Originating Domain drop down list, select SMSC Offload.

4 Select the Trigger a call plan in ACS option.

5 Deselect the Use scheduled call plan if present check box.
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Step Action

6 Select the Use this named call plan check box.

7 Select the ACS customer and control plan named, as created and saved in Create
Control Plan (on page 214).

Result: The screen should now look like this:

New Trigger Rule E|

Trigger Selfection Criteria

Detection point: |Submit L |

Qriginating Domain: |SMSC Offload w |

Originating Address prefix: | |

Trigger Processing

() Perform action: | |

[] 5et rauting class: | |

(%) Trigger a call plan in ACS
[] Use scheduled call plan if present

Use this named call plan

ACS cuskomer: |Te|c0_Services v |@

Call plan: |SMSC Offload w |\/

FPlease press ENTER after keying customer ar call plan names.
This will cauze the value entered to be refrieved and validated.
You can search in either field by entering partial names.

Mote that a limit of 100 rows is returned in each list. Ifyou cannot
find the iterm you're looking far, please narrow your search criteria.

[ Help H Cancel H Save ]

8 Click Save.

Configure standard routing rule

Routing rules enable Messaging Manager to have a list of paths to attempt routing over. Messaging
Manager will attempt routing using the first path, second and so on down the list.

Follow these steps to establish a routing rule and list of paths.
Step Action

1 On the Routing tab, from the Routing class drop down list, select Submi t.
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Step Action
2 Click New....
Result: The New Routing Rule screen will open. The Routing class field will be populated
with Submit.
3 From the Message centre drop down list, select Default.
4 From the Originating domain drop down list, select MAP MO.
5 From the Paths sequencing drop down list, select MAP SMSC and click Add.
6 In the Retries field, enter 3.
7 In the Interval field, enter 3.
Result: The screen should look like this:
Mew Routing Rule E|
Routing class: Subrmit L
Message centre: Default L
Originating domain: MAP_MO L
Originating address prefix:
Paths sequencing
MAP SMSC v
Retries: | 3 Interval: | 3
Path Retries | Inte...
MAP SMSC [o o |
N
[ Help l [ Cancel l [ Save ]
8 Click Save.

Configure routing rule

If the Control Plan determined that the message was a large one, it will have set a different message

center, allowing a routing rule to select a special SMSC.
Follow these steps to establish a routing rule and list of paths.
Step
1

2

Action

Click New....

On the Routing tab, from the Routing class drop down list, select Submi t.

Result: The New Routing Rule screen will open. The Routing class field will be populated

with Submit.
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Step Action

3 In the Message centre drop down list, select Large Message Centre.

4 In the Originating domain drop down list, select MAP MO.

5 From the Paths sequencing drop down list, select MAP Large SMSC and click Add.
6 In the Retries field, enter 3.

7 In the Interval field, enter 3.

Result: The screen should look like this:

New Routing Rule ﬁ|
Raouting class: Submit W
Message cenkre: Large Message Centre b
Qriginating domain: MAP_MO A

Originating address prefix:

Paths sequencing

MAP Large SM5C w
Retries: | 3 Interval: | 3 Update
Path Retries | Inte..,
MAP Large SMSC o o |~
w

Remove

[ Help H Cancel H Save l

8 Click Save.

Configure Messaging Manager node

To enable loading of a routing scheme by Messaging Manager, the scheme is associated with the node
listed in the eserv.config file.

Follow these steps to associate the scheme just configured with the SCP01 node:

Step Action

1 From the table on the Nodes tab, select the node, in this example, SCP01. See Configure
Messaging Manager node (on page 186)).

2 Click Edit....
Result: The Edit Node screen opens.

3 From the drop down list, select Mobile2ACS.

Result: The screen will look similar to this:
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Step Action

Edit Node *SCPO1*

x)

Marne: | |
IF Address: | 192,168.15.117 |
Redirection Park: | 4377 |
Description: | Created from Python |
Scheme:

NIC A | 192,168.15.117 |
NIC B: | 192,168.15.117 |
Concatenation Group: | 43 |

[ Help ] [ Cancel ] [ Save ]

4 Click Save.
5 Click Close.
Result: This example configuration is now complete.

Instant Messaging

Process overview

The process required is similar to the Mobile to Mobile triggering to ACS process, but the details are yet
to be finalized. However, two procedures which are required for this scenario are listed in this table.

Step Action
1 Create SCA Adapter (on page 221)
2 Create Control Plan for SIP (on page 222)

SMS forwarded to SIP

In this scenario, Tom sends a short message to Dick, who has enabled instant message forwarding
using some mechanism not relevant to this design. This will forward a copy of the short messages to
Dick’s SIP user agent.
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This is accomplished by executing a control plan that contains the Send Short Message Notification
node (SSMN), which allows sending instant messages. The node specifies the destination address in
URI format (for example, Dick@imdomain.com). The content and other information about the message
is contained in a GenericSM event. This event is sent through the SLEE to the SCA Adapter. The SCA
Adapter converts the GenericSM event to a SipSleeEvent and forwards this event to the SCA.

5LC
Messaging Manager Director
Subscriber
Profile
Convergent
/ Billing
/ Services
SLEE / \‘
[ A
Sgssion ssaging Manager Wﬁigate
Control Agent d - : Subscriber
(SCA) Trigger || Routin Charain
Manager | | Manager ging | Access
y | |
uor TI|:|;:.P' | Messaging Manager | OSAJBE |
| Driver N
| o [
II MAP 'ém,- | TCP Management | 4
SIP ] IF IF SMPP EMI
! IF IF
|

L

SMS to SIP

\e

SM

In this scenario, Tom sends a short message to a special short code (64121) that will forward the short
message to Dick’s instant message user agent. This scenario is similar to the scenario described
above, and the path is the same as shown in that diagram, except that the destination address is
specified as part of the message content (for example, "Dick@imdomain.com Watson, come here." The
SSMN (or other) node extracts the destination address from the content. The short message is

swallowed by MM.

SIP to SMS

In this scenario Tom sends an instant message to Dick, addressed to a handset (the E.164 telephone
number - for example, 64123402). The SCA converts this message to a SipSleeEvent and passes this
to the SCA Adapter. The SCA Adapter creates a GenericSM event and MM routes this to the MAP

adapter. The MAP adapter sends a MAP MO-ForwardSM to the SMSC.
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In this scenario, Tom uses his E.164 alias (for example, 64123570) as the originating address. This

allows a reply through SMS.

B s
8 -

Create SCA Adapter

Messaging Manager node
Sgssion Messaging Manager Multigate
Control Agent| |T - -
(SCA) =1 Trigger | | Routing
Manager | |Manager
uop Tﬁ.P'r { Messaking Manager
\ u,-“"—"\

i | wAR | 1541 || Sba | TGP Managemen: |
sIP ._ IF IF IF SMPP | | EMI
| IF IF

1

The adapter name in the GUI must match exactly the adapterName parameter in the eserv.config for

the SCA protocol.

For this example we assume the eserv.config has the following:
# Adapter definitions
adapters = [

# SCA (SIP) adapter
{
# adapter identifier.

#
adapterName = "SCA1"

}

Follow these steps to configure an SCA adapter, which will be used for receiving inbound SMSs.

Step Action

1 Configure the SCA adapter in the MM eserv.config file. For more information, see MM
Technical Guide.

2 On the Configuration screen, Adapters tab, click New....
Result: The New Adapter screen opens.

3 In the Name field, enter SCA1.

4 In the Protocol field, select S1P.

Result: The screen should look like this:
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Step Action

()

New Adapter

Name: | SCA1 |

Protocal:  |EMI
IMTERMNAL
1541 _COMA
1541 _TDMA
MAP

SMPP

[ Help H Cancel H Save l

5 Click Save to save the new adapter record in the configuration database.

Create Control Plan for SIP

Follow these steps to create a Messaging Manager Director control plan for SIP.

Step Action
1 Open the ACS Control Plan Editor. See CPE User's Guide for details.
2 Select the required customer.
3 Create a control plan using the following nodes:
e Start
e End

e Extract Content
e Configure Keyword Search and Replace

e Modify
o Set

e Copy
e Accept

e Set Message Routing - to set the originating and destination domains.
e Send Short Message Notification
e Reject

Result: The control plan will look similar to the Example Control Plan for SIP (on page
223)

4 Save the control plan.
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Example Control Plan for SIP

Here is an example control plan for SIP.

1. Start
A
®
3. ExtrartCont
Extract dest URI from text
i
4 A
&
20
39, xmsTextRepl
Strip extracted URI & |ﬁ|
%
]
scececo
40. Maodify 42, Reject 37, Reject
Append durmmy char ST A & &
£ ~Y4 >4 >4
. E x E x E
=] =] =]
e o Q 8]
47. Set 12. End 38. End
Setorig URI |=3+ﬁ l% l%
# 4 4 4
e 9
43, Copy
Frefix with & party ﬂ + ﬂ
4 4
e 2
41, Brcept
&
#f
9]
44, SetMsgRout
Set orig domain £

n
ik
><] .
E
®
48. SetMsgRout

-b:-r
o &

Set dest domain to SIP P

9. SendSMSNotif
Send with arigidest URIs &

Y IIIYY:

45. End

[z

s
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Emalil

Process overview

Refer to PME Control Plan Scenarios for an explanation of how this is set up.
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Glossary of Terms

AAA

Authentication, Authorization, and Accounting. Specified in Diameter RFC 3588.

ACS

Advanced Control Services configuration platform.

ASP

e Application Service Provider, or

e Application Server Process. An IP based instance of an AS. An ASP implements a SCTP
connection between 2 platforms.

CDMA

Code Division Multiple Access is a method for describing physical radio channels. Data intended for a
specific channel is modulated with that channel's code. These are typically pseudo-random in nature,
and possess favourable correlation properties to ensure physical channels are not confused with one
another.

CDR

Call Data Record

Note: The industry standard for CDR is EDR (Event Detail Record).
Connection

Transport level link between two peers, providing for multiple sessions.

Convergent
Also “convergent billing”. Describes the scenario where post-paid and pre-paid calls are handed by the

same service platform and the same billing system. Under strict converged billing, post-paid
subscribers are essentially treated as “limited credit pre-paid”.

CPE
Control Plan Editor (previously Call Plan Editor) - software used to define the logic and data associated

with a call -for example, "if the subscriber calls 0800 nnnnnn from a phone at location xxx then put the
call through to bb bbb bbbb".

Diameter
A feature rich AAA protocol. Utilises SCTP and TCP transports.

DTMF

Dual Tone Multi-Frequency - system used by touch tone telephones where one high and one low
frequency, or tone, is assigned to each touch tone button on the phone.
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EMI

Exchange Message Interface protocol

ESN

Electronic Serial Number - a 32bit number uniquely identifying the mobile station equipment.

FDA

First Delivery Attempt - the delivery of a short message directly to the SME rather than relaying it
through the MC.

FSM

Finite state machine

GMSC

Gateway MSC. The first MSC which handles a call. For a MOC, this is the caller’s attached MSC. For
an MTC, this is the first non-transit MSC in the subscriber’s network that receives the inbound call.

GPRS

General Packet Radio Service - employed to connect mobile cellular users to PDN (Public Data
Network- for example the Internet).

GSM

Global System for Mobile communication.

It is a second generation cellular telecommunication system. Unlike first generation systems, GSM is
digital and thus introduced greater enhancements such as security, capacity, quality and the ability to
support integrated services.

GT

Global Title.

The GT may be defined in any of the following formats:

e Type 1: String in the form "1,<noa>,<BCD address digits>"

e Type 2: String in the form "2,<trans type><BCD address digits>"

e Type 3: String in the form "3,<trans type>,<num plan>,<BCD address digits>"

e Type 4: String in the form "4,<trans type>,<num plan>,<noa>,<BCD address digits>"

The contents of the Global Title are defined in the Q713 specification, please refer to section 3.4.2.3 for
further details on defining Global Title.

GUI

Graphical User Interface
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HLR

The Home Location Register is a database within the HPLMN (Home Public Land Mobile Network). It
provides routing information for MT calls and SMS. It is also responsible for the maintenance of user
subscription information. This is distributed to the relevant VLR, or SGSN (Serving GPRS Support
Node) through the attach process and mobility management procedures such as Location Area and
Routing Area updates.

HPLMN
Home PLMN

IMSI
International Mobile Subscriber Identifier. A unique identifier allocated to each mobile subscriber in a

GSM and UMTS network. It consists of a MCC (Mobile Country Code), a MNC (Mobile Network Code)
and a MSIN (Mobile Station Identification Number).

The IMSI is returned by the HLR query (SRI-SM) when doing FDA. This tells the MSC exactly who the
subscriber is that the message is to be sent to.

IN

Intelligent Network

INAP

Intelligent Network Application Part - a protocol offering real time communication between IN elements.

IP

1) Internet Protocol

2) Intelligent Peripheral - This is a node in an Intelligent Network containing a Specialized Resource
Function (SRF).

IP address

Internet Protocol Address - network address of a card on a computer.

1S-41

Interim Standard 41 is a signaling protocol used in cellular telecommunications systems. It deals with

the signalling between the MSC and other network elements for the purpose of handovers and roaming
etc.

ISDN

Integrated Services Digital Network - set of protocols for connecting ISDN stations.

ISUP

ISDN User Part - part of the SS7 protocol layer and used in the setting up, management, and release of
trunks that carry voice and data between calling and called parties.

ITU

International Telecommunication Union
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LMSI

The subscriber's Local Mobile Subscriber Identity. When the subscriber is roaming, FDA uses both a
LMSI and an IMSI.

MAP

Mobile Application Part - a protocol which enables real time communication between nodes in a mobile
cellular network. A typical usage of the protocol would be for the transfer of location information from
the VLR to the HLR.

MC

Message Centre. Also known as SMSC.

MCC

Mobile Country Code. In the location information context, this is padded to three digits with leading
zeros. Refer to ITU E.212 ("Land Mobile Numbering Plan") documentation for a list of codes.

Messaging Manager

The Messaging Manager service and the Short Message Service components of Oracle
Communications Convergent Charging Controller product. Component acronym is MM (formerly MMX).

MIN

Mobile Identification Number, also known as an MSID.

MM

Messaging Manager. Formerly MMX, see also XMS (on page 232) and Messaging Manager (on page
228).

MNC

Mobile Network Code. The part of an international address following the mobile country code (MCC), or
at the start of a national format address. This specifies the mobile network code, that is, the operator
owning the address. In the location information context, this is padded to two digits with a leading zero.
Refer to ITU E.212 ("Land Mobile Numbering Plan") documentation for a list of codes.

MNP

Mobile Number Portability
MO

Mobile Originated

MOC

Managed Object Class

MSC

Mobile Switching Centre. Also known as a switch.
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MSID

Mobile Subscriber Identification, also known as an MIN.

MSIN

Mobile Station Identification Number.

MT

Mobile Terminated

MTC

Mobile Terminated Call. The part of the call associated with a subscriber receiving an inbound call.

MTP

Message Transfer Part (part of the SS7 protocol stack).

PC

Point Code. The Point Code is the address of a switching point.

Peer

Remote machine, which for our purposes is capable of acting as a Diameter agent.

PLMN

Public Land Mobile Network

SCA

1) Service Centre Address

2) Session Control Agent for Session Initiation Protocol (SIP)

SCCP
Signalling Connection Control Part (part of the SS7 protocol stack).

SCCP Address
Is made up of PC + SSN + GT; or PC +SSN; or GT; or GT + PC.

SCP

Service Control Point. Also known as SLC.

SCTP

Stream Control Transmission Protocol. A transport-layer protocol analogous to the TCP or User
Datagram Protocol (UDP). SCTP provides some similar services as TCP (reliable, in-sequence
transport of messages with congestion control) but adds high availability.
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Service Provider

See Telco.

Session

Diameter exchange relating to a particular user or subscriber access to a provided service (for example,
a telephone call).

SGSN
Serving GPRS Support Node

SIP

Session Initiation Protocol - a signaling protocol for Internet conferencing, telephony, event notification
and instant messaging. (IETF)

SLC

Service Logic Controller (formerly UAS).

SLEE

Service Logic Execution Environment

SMDPP
SMSDeliveryPointToPoint SM-TL Message.

SME

Short Message Entity - This is an entity which may send or receive short messages. It may be located in
a fixed network, a mobile, or an SMSC.

SMPP

Short Message Peer-to-Peer protocol

SMS

Depending on context, can be:

e Service Management System hardware platform

e Short Message Service

e Service Management System platform

e Convergent Charging Controller Service Management System application

SMSC

Short Message Service Centre stores and forwards a short message to the indicated destination
subscriber number.

SMS-MT

Short Message Service Mobile Terminating
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SM-TL

Short Message Transport Layer.

SRF

Specialized Resource Function — This is a node on an IN which can connect to both the SSP and the
SLC and delivers additional special resources into the call, mostly related to voice data, for example
play voice announcements or collect DTMF tones from the user. Can be present on an SSP or an
Intelligent Peripheral (IP).

SRI

Send Routing Information - This process is used on a GSM network to interrogate the HLR for
subscriber routing information.

SS7

A Common Channel Signalling system is used in many modern telecoms networks that provides a suite
of protocols which enables circuit and non-circuit related information to be routed about and between
networks. The main protocols include MTP, SCCP and ISUP.

SSN

Subsystem Number. An integer identifying applications on the SCCP layer.
For values, refer to 3GPP TS 23.003.

SSP

Service Switching Point

SUA

Signalling Connection Control Part User Adaptation Layer

System Administrator

The person(s) responsible for the overall set-up and maintenance of the IN.

TCAP
Transaction Capabilities Application Part — layer in protocol stack, message protocol.

TCP

Transmission Control Protocol. This is a reliable octet streaming protocol used by the majority of
applications on the Internet. It provides a connection-oriented, full-duplex, point to point service
between hosts.

TDMA

Time Division Multiple Access - a communications technique that uses a common channel for
communications among multiple users by allocating each a unique time slot.

Telco

Telecommunications Provider. This is the company that provides the telephone service to customers.
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Telecommunications Provider

See Telco.

URI
Uniform Resource Identifier.

VLR

Visitor Location Register - contains all subscriber data required for call handling and mobility
management for mobile subscribers currently located in the area controlled by the VLR.

VMP

Virtual Message Point

VMSC
Visited Mobile Switching Centre

XMS

Three letter code used to designate some components and path locations used by the Oracle
Communications Convergent Charging Controller Messaging Manager (on page 228) service and the
Short Message Service. The published code is MM (on page 228) (formerly MMX).

232 Messaging Manager User's Guide



Index

A

AAA » 225

About This Document ¢ vii
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Accessing the application « 34
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Adding ASP parameters « 59
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Adding EMI connections « 88
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Adding interfaces * 79

Adding IP addresses « 43

Adding IP connections in ASPs « 69

Adding nodes - 44
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Adding release cause mapping - MAP, 1S-41
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Adding RLV Prefix Rules * 113

Adding Routing rules « 129
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Adding schemes « 50

Adding Screening rules « 103, 110
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Adding SS7 connections « 96

Adding Throttling rules « 121

Adding Triggering rules * 125
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Addressing 46, 74, 114

Addressing tab « 115

Adjust connection weightings « 86

Adjusting panel displays ¢ 74, 81, 99

Application to Mobile diagram « 175
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ASP « 225

ASP accounts * 24
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ASP Groups and Parameters * 24, 56, 59, 60,
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ASP groups and templates * 24
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ASP Groups tab « 61

ASP Parameters * 39, 56, 61, 64
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ASPs - 39, 64, 82
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ASPs tab « 64

Assign default routing path to inbound CDMA
path « 190, 194
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B
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C

Calling Party Filter « 25, 100, 101, 105

CDMA - 225

CDR - 225

Changing connection passwords « 86, 95
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Common connection fields « 87, 89, 91, 93, 94
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Configuration options « 46

Configuration Overview ¢ 6

Configuration Scenarios « 33, 40, 140, 162, 165

Configuration sequence * 33

Configure deliver Routing Rule » 191, 204

Configure destination Domain Rule * 201

Configure inbound path EMI connection « 190,
198

Configure Messaging Manager node * 175, 186,
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Configure originating Domain Rule « 190, 191,
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196
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Configure submit Routing Rule * 191, 205
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Configuring Messaging Manager replication *
137

Configuring MM replication « 135

Congestion Control « 6, 8, 29

Connection « 225

Connection and path identification « 17

Connections * 16

Convergent « 225

Copying schemes « 47, 48

Copyright « i

CPE - 225

CPE description * 11

Create address range ¢« 175, 181

Create CDMA Adapter « 185, 190, 191

Create Control Plan » 208, 214, 216

Create Control Plan for SIP « 219, 222

Create destination Domain * 191, 201

Create domain « 166, 172

Create Domain « 208, 214

Create EMI Adapter * 175, 176

Create EMI ASP connection « 175, 180

Create EMI ASP path « 175, 179

Create EMI SMSC connection « 175, 178

Create EMI SMSC path « 175, 177, 190, 197

Create large MC path « 208, 212

Create large MC path connection « 208, 213

Create MAP adapter * 166, 208, 209

Create MC path « 208, 211

Create MC path SS7 connection « 208, 212

Create Message Center * 166, 168

Create new Message Center « 208, 210

Create originating Domain « 199

Create outbound path « 190, 195

Create Routing Scheme « 166, 167, 175, 176,
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Create SCA Adapter « 219, 221
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Create SMSC path « 166, 169, 190, 193
Create Submit routing rule « 173
Create Throttling Rule « 175, 184, 191, 202
Create trigger rule « 209, 215

D

Database configuration « 33
Default control plans « 13
Default routing « 6, 21, 32
Defining SMSCs » 24

Delete Screening rules * 104
Deleting adapters « 78
Deleting ASP accounts and templates « 67
Deleting ASP groups « 63
Deleting ASP Parameters « 60
Deleting connections « 87
Deleting domains * 119

Deleting error mapping « 147, 149, 159
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