Oracle® Tuxedo Mainframe Adapter
Release Notes

a Release 22¢
ORACLE




Oracle Tuxedo Mainframe Adapter Release Notes, Release 22c

Copyright © 2023, Oracle and/or its affiliates.
Primary Authors: Preeti Gandhe, Tulika Das
Contributors: Maggie Li

This software and related documentation are provided under a license agreement containing restrictions on
use and disclosure and are protected by intellectual property laws. Except as expressly permitted in your
license agreement or allowed by law, you may not use, copy, reproduce, translate, broadcast, modify, license,
transmit, distribute, exhibit, perform, publish, or display any part, in any form, or by any means. Reverse
engineering, disassembly, or decompilation of this software, unless required by law for interoperability, is
prohibited.

The information contained herein is subject to change without notice and is not warranted to be error-free. If
you find any errors, please report them to us in writing.

If this is software, software documentation, data (as defined in the Federal Acquisition Regulation), or related
documentation that is delivered to the U.S. Government or anyone licensing it on behalf of the U.S.
Government, then the following notice is applicable:

U.S. GOVERNMENT END USERS: Oracle programs (including any operating system, integrated software,
any programs embedded, installed, or activated on delivered hardware, and modifications of such programs)
and Oracle computer documentation or other Oracle data delivered to or accessed by U.S. Government end
users are "commercial computer software," "commercial computer software documentation," or "limited rights
data" pursuant to the applicable Federal Acquisition Regulation and agency-specific supplemental
regulations. As such, the use, reproduction, duplication, release, display, disclosure, modification, preparation
of derivative works, and/or adaptation of i) Oracle programs (including any operating system, integrated
software, any programs embedded, installed, or activated on delivered hardware, and modifications of such
programs), ii) Oracle computer documentation and/or iii) other Oracle data, is subject to the rights and
limitations specified in the license contained in the applicable contract. The terms governing the U.S.
Government's use of Oracle cloud services are defined by the applicable contract for such services. No other
rights are granted to the U.S. Government.

This software or hardware is developed for general use in a variety of information management applications.
It is not developed or intended for use in any inherently dangerous applications, including applications that
may create a risk of personal injury. If you use this software or hardware in dangerous applications, then you
shall be responsible to take all appropriate fail-safe, backup, redundancy, and other measures to ensure its
safe use. Oracle Corporation and its affiliates disclaim any liability for any damages caused by use of this
software or hardware in dangerous applications.

Oracle®, Java, and MySQL are registered trademarks of Oracle and/or its affiliates. Other names may be
trademarks of their respective owners.

Intel and Intel Inside are trademarks or registered trademarks of Intel Corporation. All SPARC trademarks are
used under license and are trademarks or registered trademarks of SPARC International, Inc. AMD, Epyc,
and the AMD logo are trademarks or registered trademarks of Advanced Micro Devices. UNIX is a registered
trademark of The Open Group.

This software or hardware and documentation may provide access to or information about content, products,
and services from third parties. Oracle Corporation and its affiliates are not responsible for and expressly
disclaim all warranties of any kind with respect to third-party content, products, and services unless otherwise
set forth in an applicable agreement between you and Oracle. Oracle Corporation and its affiliates will not be
responsible for any loss, costs, or damages incurred due to your access to or use of third-party content,
products, or services, except as set forth in an applicable agreement between you and Oracle.



Contents

1 What's New and Improved Oracle Tuxedo Mainframe Adapter SNA

Release 22¢

1.1  Security Enforcement 1-1
2 What's New and Improved Oracle Tuxedo Mainframe Adapter TCP

Release 22¢

2.1  Security Enforcement/ Hardening 2-1

3 Supported Platforms

ORACLE



What's New and Improved Oracle Tuxedo
Mainframe Adapter SNA Release 22c

Oracle Tuxedo Mainframe Adapter Release 22c (22.1.0.0.0) includes the following new major
features and enhancements:

e Security Enforcement

1.1 Security Enforcement

ORACLE

This release introduces the following updates of security capabilities to ensure secure Tuxedo
Mainframe Adapter (TMA) deployment by default.

» Enforcing and hardening security by making TLS 1.2 the default protocol for
communications between SNA gateway and CRM.

Compatibility

The new changes require you to take action in terms of configuration and security settings.
The following backward compatibility option is available to you, who wish to maintain the old
behavior present in TMA SNA 12.2.2.

* TM ALLOW NOTLS is set: No SSL connection is used. LLE (GPE) is allowed to be enabled
and the behavior is the same as in TMA SNA 12.2.2.

By default TLS 1.2 is used. For compatibility with the older versions of Tuxedo, you can
include TLS 1.0 or 1.1 versions through the environment variable TM TLS FORCE VER.

Following is a list of supported cipher suites by default:
* TLS RSA WITH AES 256 CBC SHA256

e TLS RSA WITH AES 256 GCM SHA384

e TLS RSA WITH AES 128 CBC SHA256

e TLS RSA WITH AES 128 GCM SHA256

e TLS ECDHE ECDSA WITH AES 256 GCM SHA384

* TLS ECDHE ECDSA WITH AES 128 GCM SHA256

e TLS ECDHE RSA WITH AES 128 GCM SHA256

If you want to use other cipher suites for use cases like interoperation between older versions
of Tuxedo, then you can use the TM_CIPHERSUITES environment variable.

RSA requires a minimum key length of 2048. During the loading of the key/certificate, Tuxedo
detects the key length and fails if it is less than 2048 characters. If you want to use a shorter
key length, then you can use the TM MIN PUB _KEY LENGTH environment variable.
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What's New and Improved Oracle Tuxedo
Mainframe Adapter TCP Release 22c

Oracle Tuxedo Mainframe Adapter Release 22c (22.1.0.0.0) includes the following new major
features and enhancements:

e Security Enforcement/ Hardening

2.1 Security Enforcement/ Hardening

ORACLE

In this release, TLS 1.2 support for network connection between TCP Gateway on open
system and CICS/IMS on Mainframe are added. Network connections between TCP
Gateways and TMA TCP IMSs support SSL/TLS.

The following section describes the TLS support functionality:

From To Supported Protocol
TCP Gateway TCP CICS no-TLS, two-way TLS
TCP Gateway TCP IMS no-TLS, one-way TLS
TCP CICS TCP Gateway no-TLS, two-way TLS
TCP IMS TCP Gateway no-TLS, one-way TLS

By default, supported cipher suites include:

e TLS RSA WITH AES 256 CBC SHA256

° TLS RSA WITH AES 256 GCM SHA384

e TLS RSA WITH AES 128 CBC SHA256

e TLS RSA WITH AES 128 GCM SHA256

e TLS ECDHE ECDSA WITH AES 256 GCM SHA384
e TLS ECDHE ECDSA WITH AES 128 GCM SHA256

e TLS_ECDHE RSA WITH AES 128 GCM SHA256
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Supported Platforms

Oracle Tuxedo Mainframe Adapter software runs on the platforms listed in Oracle Tuxedo 22c
Release Platform Data Sheets. Oracle has certified these platforms for development and
production use with the Oracle Tuxedo Mainframe Adapter Release 22c (22.1.0.0.0) product.
Oracle can provide customer support only for these platforms.
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