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Preface

Purpose

Audience

This topic contains the following subtopics:

Purpose

Audience

Documentation Accessibility
Diversity and Inclusion
Conventions

Related Resources
Screenshot Disclaimer
Acronyms and Abbreviations
Basic Actions

Symbols and Icons

This guide provides the step-by-step instructions for Configuration Maintenance in Oracle
Banking Party.

This guide is intended for

1.
2.

Implementation team for Day Zero Maintenance of configuration in Oracle Banking Party

Bank’s Team responsible for Maintenance of configurations in Oracle Banking Party as
part of sustenance process

Documentation Accessibility

ORACLE

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility
Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers that have purchased support have access to electronic support through My
Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info
or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.


http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info
http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs

Preface

Diversity and Inclusion

Oracle is fully committed to diversity and inclusion. Oracle respects and values having a
diverse workforce that increases thought leadership and innovation. As part of our initiative to
build a more inclusive culture that positively impacts our employees, customers, and partners,
we are working to remove insensitive terms from our products and documentation. We are also
mindful of the necessity to maintain compatibility with our customers' existing technologies and
the need to ensure continuity of service as Oracle's offerings and industry standards evolve.
Because of these technical constraints, our effort to remove insensitive terms is ongoing and
will take time and external cooperation.

Conventions

The following text conventions are used in this document:

Convention Meaning

boldface Boldface type indicates graphical user interface elements associated with an
action, or terms defined in text or the glossary.

italic Italic type indicates book titles, emphasis, or placeholder variables for which
you supply particular values.

monospace Monospace type indicates commands within a paragraph, URLs, code in
examples, text that appears on the screen, or text that you enter.

Related Resources

For more information, see these Oracle resources:
*  Getting Started User Guide
*  Oracle Banking Common Core User Guide

*  Oracle Banking Security Management System User Guide

Screenshot Disclaimer

Personal information used in the interface or documents is dummy and does not exist in the
real world. It is only for reference purposes.

Acronyms and Abbreviations
The list of the acronyms and abbreviations that you are likely to find in the guide are as follows:

Table 1 Acronyms and Abbreviations

Abbreviation Description
PII Personally Identifiable Information
ul User Interface
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Basic Actions

Most of the screens contain buttons to perform all or few of the basic actions. The following

table gives a snapshot of them:

Table 2 Basic Actions

Preface

Action

Description

Cancel

On click of Cancel, the system will ask for confirmation and
on confirming the task will be closed without saving the data.

Next

On click of Next, the details of the captured will be saved and
then system will move to the next screen. If mandatory fields
have not been captured, system will display error until the
mandatory fields have been captured. If mandatory fields
have not been captured, system will display error until the
mandatory fields have been captured.

Back

On click of Back, the details of the captured will be saved and
then system will move to the previous screen.

Save and Close

On click of Save and Close, the captured details will be
saved. If mandatory fields have not been captured, system
will display error until the mandatory fields are captured.

Symbols and Icons

The following are the symbols you are likely to find in this guide:

ORACLE

Table 3 Symbols and Icons

Symbol/icon Function
+ Add icon
<Edit> Edit icon
<Delete> Delete icon
<Calendar> Calendar icon
Close icon
Expand view
A Maximize
"4
Minimize
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Configurations

ORACLE

Configurations Maintenance is a process to setup and prepare to build application for end-user
user. Configurations are commonly done as per the client and end-user requirements.

Prerequisites:

Specify User ID and Password, and login to Home screen. For information on login
procedure, refer to the Getting Started User Guide.

This topic contains the following subtopics:

Address Management
Address management maintenance describes the systematic instructions to initiate and
view the address maintenance.

KYC Maintenance

KYC maintenance is to setup KYC related configurations, which are used during party
onboarding process and standalone KYC. Through KYC maintenance different parameters
such as automated or manual KYC, region, etc., can be configured.

Credit Rating Agency
Credit Rating Agency maintenance describes the systematic instruction to initiate and view
the credit rating.

Entity Maintenance
This topic describes the systematic instructions to initiate and view the Entity maintenance.

Host Configuration
Host configuration is to configure the source systems for Retail Party View 360 information.

Location Maintenance
This topic describes the systematic instructions to initiate and view the Location
maintenance.

Mask Maintenance
This topic describes the systematic instructions to initate and view the Mask maintenance.

Organization Maintenance
This topic describes the systematic instructions to initate and view the Organization
maintenance.

Customer Access Group
This topic describes the information about the Customer Access Group configurations.

PIl Masking Maintenance
This topic describes the systematic instructions to initate and view the Pll Masking
configurations.

Properties Maintenance
Properties maintenance describes the systematic instructions to view and update the key
properties.

System Maintenance
System maintenance describes the systematic instructions to configure system behavior
properties.

1-1
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Address Management

Service Level Agreements (SLA)
This topic describes the information about the Service Level Agreements.

SLA Calculation
This topic describes the information about the SLA Calculation.

SLA Widgets
This topic describes the information about the SLA Widgets.

Dynamic Task Allocation
This topic describes the information about the Dynamic Task Allocation.

Multi-Level Authorization
This topic describes the information about the Multi-Level Authorization.

Event Delivery Platform

The Event Delivery Platform serves as an integration framework connecting event
publishers and event subscribers. This platform facilitates the seamless flow of events,
which are generated upon the completion of specific actions by event-publishing products.
The events are then consumed by event-subscribing products.

Minor Age Validation

Minor Age Validation through validation allows specific minor age criteria using rule
framework. This configuration is critical in scenarios, where minor age is determined based
on state level age limits for minors.

Party De-duplication Configuration

Party de-duplication check provides duplicate party check, if user try to onboard party
already existing in Oracle Banking Party. Duplication check can be configured based on
following parameters through FACT and Rule Configuration. For more information on the
FACT and Rules configuration, refer to the Common Core User Guide.

Regional Configuration

Regional configuration framework is provided by Plato to enable and configure products
within the Oracle Banking Microservices Architecture framework as per regional
requirements.

Configuration Transport Maintenance
This topic describes the procedure to configure transport maintenance.

OBRH Configuration for Event Transformation
This topic describes the systematic instructions to configure the OBRH configuration for
event transformation.

1.1 Address Management

ORACLE

Address management maintenance describes the systematic instructions to initiate and view
the address maintenance.

This screen is to enable financial institutions to configure address related requirements.
Using Address Management maintenance, the user can configure:

Mandatory and optional address types

Minimum address requirement

To initiate Address Management

On Home screen, click Party Services. Under Party Services, click Maintenance.

Under Maintenance, click Address Management. Under Address Management, click
View & Update Address Management.
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Address Management

The View & Update Address Management screen is displayed.

Figure 1-1 View and Update Address Management

SR — e s o s M — - -
View & Update Address Management ae X
Qo &= BB

Party Type: Party Type: Party Type: Party Type:

Small Medium Enterprise Small Medium Business Corporate H Retail

Description Small Medium... Description Small Medium Business Description Corporate Description Retail

[> Authorized £ Open @ [> Authorized & Open @2 [ Authorized & Open @2 [ Authorized & Open @7
Party Type:

Financial Institute

Description Financial Institute

[ Authorized & Open 42

Page 1 of 1 (1-5o0f5items)

3. Select the required Party Type, and click Unlock to maintain address management
configuration.

The Create Minimum Address screen is displayed.

Figure 1-2 Create Minimum Address

R — e e e e SR
Create Minimum Address | /N Erorssoverrides | 35 X
Party Type
Retail
Minimum
Address Type & Is Mandatory ¢ Address s Action ¢

History(Months)

Communication Address Ve ‘ g

Page 1 of1 (1of1items)

‘ Audit Cancel

4. On the Create Minimum Address screen, specify the fields. For more information on
fields, refer to the field description table.
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Table 1-1 Create Address Management - Field Description
- _______________________________________________________|

Field

Description

Address Type

Select the address type from the drop-down list. The available
options are:
*  Permanent Address

*  Residential Address
e Communication Address
»  Office Address

# Note:

e This field is mandatory. In case of no configuration for
an address type, the same will be optional during
onboarding and amendment.

e The drop-down values are based on the configuration
maintained in the Entity Code Maintenance screen.

Is Mandatory

Enable toggle button if the address type is required to capture during
party onboarding and amendment process. For more information,
refer to the Table 1-2.

Minimum Address History

Provide a value to define what the minimum address history is

(Months) required to be captured during party onboarding and amendment
process.
# Note:
This field accepts only a numeric value without a decimal
place.
Action Click the necessary icon to edit, save, or delete a row.

Table 1-2 Behavior of Current Address Data Segment

Is Minimum Behavior
Mandat | Address History
ory
Enable |0 (Zero) Month or | During the party onboarding and amendment, the respective address
d No Value will be mandatorily captured without any minimum address history
validation.
Enable | Value starting During the party onboarding and amendment, the respective address
d from 1 Month and | will be mandatory to be captured with minimum address history
More validation.
Disable | 0 (Zero) Month or | During the party onboarding and amendment, address capture will
d No Value be optional.
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1.2 KYC Maintenance
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KYC maintenance is to setup KYC related configurations, which are used during party

Chapter 1

KYC Maintenance

onboarding process and standalone KYC. Through KYC maintenance different parameters
such as automated or manual KYC, region, etc., can be configured.

To initiate KYC Maintenance

1.
2.

3.

On Home screen, click Party Services. Under Party Services, click Maintenance.

Under Maintenance, click KYC Maintenance. Under KYC Maintenance, click View and

Update KYC.
The View and Update KYC screen is displayed.

Figure 1-3 View and Update KYC

Q § View and Update KYC

< KYC Maintenance

SE
View and Update KYC Region Kye Type Party Type Is Automated Is Mandatory Service Name Service Provider
United States Identity Check Retail No Yes ExtKYCIDAddressVerifier Equifax
Rest of World Identity Check Retail Yes Yes ExKYCIDAddress\Verifier Equifax
Rest of World Address Check Retail Yes Yes EXIKYCIDAddressVerifier Equifax
Unitted States Address Check Retail No Yes ExtKYCIDAddress\Verifier Equifax

On the View and Update KYC screen, click + icon.
The Add KYC screen is displayed.

Figure 1-4 Add KYC

Add KYC
Region Party Type Ky Type
- -
Rec
Is Automated Is Mandatory Service Name
e ] ® |
Service Provider Validity Period

Validity Period
720
720
720
720

Action
Z o
7
7
7 o

Submil Rew_l (crxel

4. Add KYC screen, specify the details. For more information on fields, refer to the filed

description table.

Table 1-3 Add KYC - Field Description

Field Description

values. The available options are:
*  Rest of the World

. United States

Region Select the region for which the KYC is applicable from the drop-down

1-5



5.

Chapter 1
Credit Rating Agency

Table 1-3 (Cont.) Add KYC - Field Description
|

Field Description

Party Type Select the party type for which the KYC is applicable from the drop-
down values. The available options are:
*  Retall

*  Small Medium Business

KYC Type Select the type of KYC needs to configured.

Is Automated Flag to identify if KYC type is automated.

Is Mandatory Flag to identify, if KYC type is mandatory to be captured during party
onboarding process and standalone KYC creation.

Service Name Enter the service name for the automated KYC. Service name is the
service as provided by KYC service provider during integration
process.

Service Provider Enter the service provider of the KYC service.

Validity Period Validity period of the KYC defined in months. If no value is

configured, it will be considered and no validity period. Validity period

will be used to populate KYC expiry date during KYC creation.

Click on the Submit button to save the configuration.

1.3 Credit Rating Agency

Credit Rating Agency maintenance describes the systematic instruction to initiate and view the
credit rating.

This screen is to configure credit rating agencies as required during the Small and Medium
Enterprise, Corporate, and Financial Institution Onboarding and Amendment process.

This topic contains the following subtopics:

Create Credit Agency
Create Credit Agency maintenance describes the systematic instruction to create the credit
rating.

View Credit Agency
View Credit Agency maintenance describes the systematic instruction to view the credit
rating.

1.3.1 Create Credit Agency

Create Credit Agency maintenance describes the systematic instruction to create the credit
rating.

ORACLE

This screen is to configure credit rating agencies as required during Small and Medium
Enterprise, Corporate, and Financial Institution Onboarding and Amendment process.

To Create Credit Agency Maintenance

1.
2.

On Home screen, click Party Services. Under Party Services, click Maintenance.

Under Maintenance, click Credit Rating Agency. Under Credit Rating Agency, click
Create Credit Agency.

The Create Credit Agency screen is displayed.
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Credit Rating Agency

Figure 1-5 Create Credit Agency

o = wm -

Create Credit Agency

Agency code

s - —— - = - s

Rating Code ¢

No data to display.

Page 1 (0 of Oitems)
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| /N Erorssoverrides | ¢ X
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Rating Description & Actions
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3. On the Create Rating Agency screen, specify the fields. For more information on fields,
refer to the field description table.

Table 1-4 Credit Rating Agency - Field Description

Field

Description

Agency code

Specify the agency code.

Agency Description

Specify the description of the agency code.

Agency Type

Select type of the agency from the drop-down list. The available
values are:
* Internal

. External

Rating Code

Specify the rating code of the credit agency.

Rating Description

Specify the description of the rating code.

Actions

Click the necessary icon to perform the below actions:
o Edit

 Save

* Delete

4, Click Save.

1.3.2 View Credit Agency

View Credit Agency maintenance describes the systematic instruction to view the credit rating.

This screen is to configure credit rating agencies as required during Small and Medium
Enterprise, Corporate, and Financial Institution Onboarding and Amendment process.

To View Credit Agency Maintenance

1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click Credit Rating Agency. Under Credit Rating Agency, click

View Credit Agency.

The View Credit Agency screen is displayed.

ORACLE
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Figure 1-6 View Credit Agency

= - - —_—

View Credit Agency

Qo
Agency code: Agency code: Agency code:
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Entity Maintenance

— oo
= B8

Agency code:
AT460435

Agency... FITCHTESTINGAT

[ Authorized & Open @3
Agency code:

AT413862

Agency... FITCHTESTINGAT
[XRejected & Open @1

You can view a summary of the configured records for the credit agency details on this

screen.

1.4 Entity Maintenance

This topic describes the systematic instructions to initiate and view the Entity maintenance.

ORACLE

Entity Maintenance enables the user to easily configure and maintain entity codes used in
system from Ul screen rather than inserting it in Database.

Using Entity Maintenance, the user will be able to

e Add, Delete and Modify entity codes

e Add, Delete, Modify sub-entity codes for each of the entity codes

Initiate Entity Maintenance

1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click Entity. Under Entity, click Create Entity.

The Create Entity screen displays.
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Figure 1-7

Create Entity

Entity Code

Sub Entity Code

No data to display.

Page 1 (0ofOQitems)

Create Entity
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/N Erorssoverrides | 15 X

Entity Description Language

ENGLISH

Retail ¢ SMB ¢ Corporate ¢ SME ¢ Flc Action ¢

=

3. On Create Entity screen, specify the following attributes.

For more information on fields, refer to the field description table.

Table 1-5 Create Entity - Field Description

Field

Description

Entity Code

Specify the entity code to be define with the list of drop-down values.

Entity Description

Specify the description of the entity code.

Language

Language of the entity code.

Sub Entity Code

Specify the Sub Entity Code for the selected Entity Code.

Sub Entity Description

Specify the description of Sub Entity Code.

Retail Enable toggle button if the sub-entity code is applicable for retails
party.

SMB Enable toggle button if the sub-entity code is applicable for SMB
party.

Corporate Enable toggle button if the sub-entity code is applicable for corporate
party.

SME Enable toggle button if the sub-entity code is applicable for SME
party.

Fl Enable toggle button if the sub-entity code is applicable for financial

institution party.

4. Click + button to add Sub-entities for Entity Code.

5. Click Save.

View Entity Maintenance

Once the record is authorized by the checker, the user can view the Entity Maintenance.

6. On Home screen, click Party Services. Under Party Services, click Maintenance.

7. Under Maintenance, click Entity. Under Entity, click View Entity.

The View Entity screen displays.
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Host Configuration
Figure 1-8 View Entity
View Entity X
Q ¢ = B8
Entity Code: Entity Code: Entity Code: Entity Code:
ouT BPC ITC ITC
Entity... RATING OUTLOOK Entity... JlacVl ziio jo) Entity... Eep E5: 2 e ] Entity... Cédigo de tipo de...
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[ Authorized & Open &1 [ Authorized & Open &1 [ Authorized S Open @ [ Authorized & Open 24}
Entity Code: Entity Code Entity Code: Entity Code:
RET SME 3 PST SCT
Entity... Productos de negocio... Entity... Productos de negocio... Entity... PARTY SUB TYPE Entity... SME CLASSIFICATIO...
Language ESP Language ESP Language FRC Language POR
[ Authorized & Open @1 [ Authorized & Open @1 [ Authorized & Open @ [ Authorized & Open 1
Entity Code: Entity Code:
SRE DSN
Entity... Stakeholder... Entity... HERIEAER
Language ENG Language CHS
[ Authorized & Open @ [ Authorized & Open @
page | 1 of 113 (1-10of 1126 items) mz 3 4 5 .. 113 » )l

1.5 Host Configuration

Host configuration is to configure the source systems for Retail Party View 360 information.

To initiate Host Configuration
1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click Host Config. Under Host Config, click View and Update Host
Config.

The View and Update Host Config screen is displayed.

Figure 1-9 View and Update Host Config

- E— - o - .~ - -~ - - —— L . — R -
View and Update Host Config X
Consumer Service Name & HostName < Action ¢
GetCasaSummary FCcuBs ‘ /
GetCustomerHousehold FCuBs ‘i
GetHouseholdBalance FcuBs ‘Z
GetCustomerLastTxnsDetails FcuBs ‘7
GetCustomerSummary FCuBs ‘ Va
Page 1 |of4 (1-50f 19 items) 2 3 4 » )

(5]

3. Onthe View and Update Host Config screen, specify the fields. For more information on
fields, refer to the field description table.
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Table 1-6 Host Configuration - Field Description

Field Description

Consumer Service Name | Displays the consumer service name.

Host Name Displays the host name.

Action Click the necessary icon to edit, save, or delete a row.

4, Click Save.

1.6 Location Maintenance

This topic describes the systematic instructions to initiate and view the Location maintenance.

Location Maintenance enables the user to add, delete and modify Location Codes. Location
Codes can be captured during party onboarding and amendment process to identify precise
location of the customer. Location codes can be specific definition of locations within a
specified area by the financial institutions.

Initiate Location Maintenance
1. On Home screen, click Party Services. Under Party Services, click Maintenance.
2. Under Maintenance, click Location. Under Location, click Create Location.

The Create Location screen displays.

Figure 1-10 Create Location

—— I e e——— = . ——
Create Location /N Erors&overrides | % X
Location Code Location Description
Cancel ﬂ

3. On Create Location screen, specify the following attributes.

For more information on fields, refer to the field description table.

Table 1-7 Create Location - Field Description

|
Field Description

Location Code Specify the specific location code, which can be selected during
Party onboarding and amendment process.

Location Description Specify the description of the location code.

4. Click Save to save the location code.

View Location Maintenance

ORACLE L1



1.7 Mask Maintenance

This topic describes the systematic instructions to initate and view the Mask maintenance.

ORACLE

Chapter 1

Mask Maintenance

Once the record is authorized by the checker, the user can view the Location Maintenance.

5.
6.

Mask Maintenance enables the user to create a mask for defining the Party Id format.

1.
2

On Home screen, click Party Services. Under Party Services, click Maintenance.

Under Maintenance, click Location. Under Location, click View Location.

Figure 1-11 View Location

[

View Location

Qo

Location Code:
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Location... MUMBAI
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Location Code:

MUM340274
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Location... MUMBAI
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Page 1

# Note:

If no Mask Maintenance is configured, the default party id will be generated as

Location Code:

EAS

Location...

@3 [ Authorized

Location Code:

MUM661328

Location...

@3 [ Authorized

Location Code:

MUMO064868

Location...

@3 [ Authorized

of 77 (1-10of 762 items)

“YYJJJSSSS” wherein,
YY — Current Year

The View Location screen displays.

s am ———— W

EAS Desc

& Open

MUMBAI

£| Open

MUMBAI

£| Open

JJJ - Julian Date of current year

SSSS - Sequence Number

Initiate Mask Code Maintenance

The Create Mask screen displays.

@3

@3

- - s

Location Code:

MUMO062852

Location... MUMBAI

[ Authorized & Open

Location Code:

MUM707358

Location... MUMBAI

[ Authorized & Open

2345..77>>I

e— W = owm

Location Code:

MUM223272

Location...

[ Authorized

Location Code:

MUMB828319

Location...

[ Authorized

Under Maintenance, click Mask. Under Mask, click Create Mask.

MUMBAI

& Open

MUMBAI

£| Open

g= oo
8= oo

@3

On Home screen, click Party Services. Under Party Services, click Maintenance.
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Figure 1-12 Create Mask
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3. On Create Mask screen, specify the following attributes.

For more information on fields, refer to the field description table.

Table 1-8 Create Mask - Field Description

Field Description

Mask Code Select the mask type as Party Id from the dropdown list.
Component Displays the attribute name added from the list.

Mask If no mask is defined, a default mask — PTYbbbbbbdddddssss is

applicable which includes:
a. Prefix with values PTY
b. Branch Code

c. Julian Date (ddddd)

d. Sequence Number (ssss) of length 4 characters

< Note:

If any attribute is configured with a number of digits/value
lesser than the maximum allowed, it will be padded with
0’s in the actual party id.

Delete Click this icon to delete the added parameter.

4. Click Add button to add the parameters for the Party Id Mask.
5. Add the following attributes:

a. Prefix Code (PTY) — a prefix that can be attached to the party id. This attribute is
optional and editable.

b. Branch Code (bbb) — The branch code of the user logged in branch. This attribute is
optional and non-editable.

c. Julian Date (ddddd) — The Julian date in YYDDD format on which the party is being
onboarded. This attribute is optional and non-editable.
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d. Sequence Number (ssss) — A sequence number that can be appended to the party id.
The system will generate the sequence number based on the length defined in the
mask. This attribute is mandatory and editable.

6. Click Save to save the party id mask.

View Mask Maintenance
Once the record is authorized by the checker, the user can view the Entity Maintenance.

7. On Home screen, click Party Services. Under Party Services, click Maintenance.

8. Under Maintenance, click Mask Management. Under Mask Management, click View
Mask.

The View Mask screen displays.

Figure 1-13 View Mask
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Page | 1 of 1 (1-10f 1items)

1.8 Organization Maintenance

This topic describes the systematic instructions to initate and view the Organization
maintenance.

Organization Maintenance functionality allows user to add, delete and modify Organizations
Codes and respective description of the Organization.

Initiate Organization Maintenance
1. On Home screen, click Party Services. Under Party Services, click Maintenance.
2. Under Maintenance, click Organization. Under Organization, click Create Organization.

The Create Organization screen displays.
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Figure 1-14 Create Organization
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On Create Organization screen, specify the following attributes.

For more information on fields, refer to the field description table.

Table 1-9 Create Organization - Field Description

e ______________________________________________|
Field Description

Organization Code Specify the specific Organization code, which can be selected during
Party onboarding and amendment process.

Organization Description | Specify the name of the organization.

Click Save to save the Organization code.

View Organization Maintenance
Once the record is authorized by the checker, the user can view the Entity Maintenance.

5.
6.

On Home screen, click Party Services. Under Party Services, click Maintenance.
Under Maintenance, click Organization. Under Organization, click View Organization.

The View Organization screen displays.
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Figure 1-15 View Organization
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«# Note:

A records can be rejected by the authorizer for certain reasons. In such cases,
the maintenance will be available to maker for updates and subsequent approval
by the authorizer. For more information, refer to Getting Started User Guide.

1.9 Customer Access Group

ORACLE

This topic describes the information about the Customer Access Group configurations.

Customer access group functionality is part of privacy by design requirements. The customer
access group will restrict unauthorized access by the users to details of customers within
specific customer access groups such as High Net Worth, Sensitive etc.

Customer Access Group Configuration:
Step 1 — Create Customer Access Group (Core Maintenance)
Step 2 — Map Customer Access Group/s to User/s (SMS User Maintenance)

During Party Onboarding and Amendment process, based on the configuration, customer
access group can be assigned updated by users.

Customer Access Group is applicable for all customer types — Retail, Small and Medium
Business (SMB), Small and Medium Enterprise (SME), Corporate, Financial Institutions (FI).

Example of Customer Access Group:

e Access Groups: AccessGroup_1, AccessGroup_2,
* User: USER1, USER2

e Customers: CUST11, CUST12, CUST13, CUST21, CUST22, CUST23, CUST31, CUST32
& CUST33
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Mapping of User and Access Group Restriction and Customer belongs to Access Group as
follows:

Table 1-10 Access Group Mapping
|

USER1 USER2 USER3 & USER4

AccessGroup_1 AccessGroup_2 AccessGroup_3
AccessGroup_3

AccessGroup_1 AccessGroup_2 AccessGroup_3

CUST11 CusT21 CUST31

CUST12 CUST22 CUST32

CUST13 CUST23 CUST33

* USER1 will be able to access customer belonging to AccessGroup_1 only. User will not be
able to query CUST21, since CUST21 belongs to AccessGroup_2 which is not allowed for
user USER1.

* USER2 will be able to access customer belonging to AccessGroup_2 and AccessGroup_3.
User will not be able to access CUST12 belongs to AccessGroup_1 which is not allowed
for this user.

* USERS3 & USERA4 both will be able to access customer belonging to AccessGroup_3 only.
User will not be able to access Cust11 or Cust21, belongs to AccessGroup_1 &
AccessGroup_2 which is not allowed for this user.

# Note:

The customer access group is applicable for stakeholders also. A user will not be
able to access details of a stakeholder linked to a party, if user does not have access
to customer access group of the linked stakeholder.

For more details, refer to Oracle Banking Common Core User Guide and Oracle Banking
Security Management System User Guide.

1.10 PII Masking Maintenance

This topic describes the systematic instructions to initate and view the Pll Masking
configurations.

Personally Identifiable Information (PII) Masking requirements is part of privacy by design
requirements. PIl functionality is to restrict unauthorized access by the users to personal
information of customer by masking the PII information.

PII Information masking will be as follows

* PIll access is enabled for the user — Pl information will be visible to the user.

* PIll access is disabled for the user — Pll information will be visible as masked information
as per defined masks.
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Figure 1-16 Sample Masked Information
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Refer to Oracle Banking Security Management System User Guide for more details on
enabling and disabling Pll access for the user.

Initiate PlIl Mask Management Configuration

1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click PIl Mask. Under PIl Mask, click View and Update PIl Mask.
The View and Update PIl Mask screen displays.

Figure 1-17 View and Update PIl Mask
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3. Click Unlock.

The Create PIl Mask screen displays.

Figure 1-18 Create PIl Mask

Create PIl Mask /\ Erors& Overndes | 1 X
Pl Group

Basic Detals -

Attibute Name & DataType DataLength < MaskEnable & Mask Character & Mask Entire Fleld FirstN Characters & LastN Characters & Action &
Title String % N X ¥ 0 0 Va
First Name String 255 N % Y 0 0 Vé
Middle Name String 255 N X ¥ 0 4] Vé

Last Na ing 2 N X Y 0 0 Va
hort Name tring N % Y 0 [ 7
M Nar ing N X ¥ 0 0 Va
Name In Local Language String 25 N X Y 0 0 Vé
Date of Birth Date N 1970-01-01 Y 7
Gender String 255 N X Y 0 0 7
Marital Status String 255 N M v 0 0 7

0

4. On Create Pll Mask screen, select Pll Group.

For more information on fields, refer to the field description table.

Table 1-11 Create PIl Mask - Field Description

|
Field Description

PIl Group Select the Logical grouping of PII Fields in the dropdown list.
The available values are

e Basic Details

* Address and Contact

* ISO Contact

e KYC Check

*  Signature

e Address and Contact Host

The List of PIl fields will be available in table structure as per selected Pll Group.
5. Click Action button for configuring Mask for each individual Pll field.

The Edit Pll Masking screen displays.
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Figure 1-19 Edit PIl Masking
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6. On the Edit PIl Masking screen, specify the required details in the respective fields.

For more information on fields, refer to the field description table.

Table 1-12 Edit PIl Mask - Field Description
|

Field

Description

Attribute Name

Displays the attribute name based on the selected Pl field.

Data Type

Displays the PII field data type (such as String, Date etc.) based on
selected attribute.

Data Length

Displays the PII field length based on selected attribute.

Mask Enable

Select the toggle to identify whether the masking is enabled or
disabled for the field.

If Mask Enable toggle is ON, the field will be displayed as masked to
unauthorized users.

If Mask Enable toggle is set as OFF, the field will display without
masking to all users.

Mask Characters

Displays the masking character to display, if masking is enabled for
PIl field.

Mask Entire Field

Select the toggle to identify whether the complete field is masked or
not.

First N Character

Specify the number of characters masked from the first character of
the field.

Last N Character

Specify the number of characters masked from last character of the
field.

¢ Note:

If the First N Character and Last N Character are overlapping, then the entire
field will be masked.

7. Click Save after completing the masking configuration for all required PII fields.

View PIl Mask Management Configuration
Once the record is authorized by the checker, the user can view the Pll Mask Management

Configuration.
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8. On Home screen, click Party Services. Under Party Services, click Maintenance.
9. Under Maintenance, click PIl Mask. Under PIl Mask, click View and Update PIl Mask.
The View and Update PIl Mask screen displays.

Figure 1-20 View and Update PIl Mask
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10. Click View to view the defined PIl masking.

The View PII Mask screen displays.

Figure 1-21 View PIl Mask
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1.11 Properties Maintenance

Properties maintenance describes the systematic instructions to view and update the key
properties.

This screen is used to configure the key properties for Oracle Banking Party.
To initiate Host Configuration
1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click Properties Maintenance. Under Properties Maintenance,
click View & Update Property.

The View & Update Property screen is displayed.
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Figure 1-22 View and Update Property
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3. On the View and Update Property screen, specify the details. For more information on
fields, refer to the field description table.

Table 1-13 View and Update Property - Field Description

Field

Description

Application Name

Select the application name from the drop-down list.

Key

Specify the key.

Application Name

Displays the selected application name.

Key

Displays the key of the application.

Values

Displays the value of the application.

Action

Click the necessary icon to edit or save a row.

4. Click Save.

The below table provides details of key properties, which can be configured using
properties maintenance.

Table 1-14 OBPY Properties Maintenance

ID Application |Key Description Sample Value
7 obpy-party- | KYC_FCUBS | SOAP API url of FCUBS. http://whf0Oalo:7348/
handoff- _SOAP_URL FCUBSSTService/
services FCUBSSTService?WSDL
12 obpy-party- | STP_FLAG [ Straight through processing | TRUE
services of Retail Party Onboarding.
13 obpy-party- | BANK_MAN | Mandatory KYC required. IDVR|ADVR
kyc-services | DATORY_KY | More than one KYC type
Cs can be inserted as Pipe (|)
separated.
14 obpy-party- | BANK_KYC_ | KYC validation period. 24
kyc-services | VALID_IN_M
ONTHS
1 obpy-party- | REOB_ADDI | Unique identification fsgbu-ob-cmn-ds-additional-
services TIONAL_FIE | reference key of screens for |fields@OBPY_REOB_BASI
LDS_UIKEY | user defined fields. UIKEY | C_ENRH]|fsgbu-ob-cmn-ds-
of more than one screen can | additional-
be inserted as Pipe (|) fields@OBPY_REOB_ENR
separated. H

ORACLE
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ID Application | Key Description Sample Value

2 obpy-party- | SYNC_REQ | Boolean value to determine | TRUE
services UIRED if party information refresh is

required from FCUBS to
OBPY.

15 obpy-party- | CMC_REPLI | Boolean value to determine | TRUE
handoff- CATION_RE | if replication of party
services QUIRE information is required to

OBMA Common Core
(CMCQ).

16 obpy-party- | REOB_ADDI | Unique identification fsgbu-ob-cmn-ds-additional-
handoff- TIONAL_FIE | reference key of screens for |fields@OBPY_REOB_BASI
services LDS_UIKEY | user defined fields. UIKEY | C_ENRH]|fsgbu-ob-cmn-ds-

of more than one screen can | additional-
be inserted as Pipe (|) fields@OBPY_REOB_ENR
separated. H

25 obpy-party- | HOST_HAN | Boolean value to determine | TRUE
handoff- DOFF_REQ |if party information required
services UIRED to be handed off to FCUBS

from OBPY.

31 obpy-party- | MINOR_AGE | Age criteria for Minor 18
services _CRITERIA | Customer.

27 obpy-party- | PII_MASKIN [ Type of Parties to be IS
services G_PARTY_T | considered for PIl masking.

YPES

28 obpy-party- | BANK_MAN | Mandatory KYC required. IDVR|ADVR

services DATORY_KY | More than one KYC type
CS can be inserted as Pipe (|)
separated.

10013 | obpy-party- | USE_MINOR | If set as “true” minor age TRUE
services _VAL_MODE | criteria will be used from

L validation model, else as
configured in
“MINOR_AGE_CRITERIA”.

10012 | obpy-party- |AUTH_SIGN | If setto TRUE, signatures TRUE

services _MANDATO | for authorized signatory in
RY SMB Stakeholders will be
mandatory, else optional.

System maintenance describes the systematic instructions to configure system behavior

properties.

This screen is to configure system behavior properties for different party type such as handoff
to host required.

To initiate System Maintenance

1. On Home screen, click Party Services. Under Party Services, click Maintenance.

2. Under Maintenance, click System Maintenance. Under System Maintenance, click View
and Update System Property.

The View and Update System Property screen is displayed.
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Figure 1-23 View and Update System Property
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3. On the View and Update System Property screen, specify the fields. For more
information on fields, refer to the field description table.

Table 1-15 View and Update System Property - Field Description

Field Description

Config Key Displays the configuration key.

Retail Enable toggle button if required for the config key.
SMB Enable toggle button if required for the config key.
Corporate Enable toggle button if required for the config key.
SME Enable toggle button if required for the config key.
Fl Enable toggle button if required for the config key.
Action Click the necessary icon to edit or save a row.

The system property for the config key can be updated using system maintenance for
different party types. For more information on the configuration key, refer to the Table 1-16

Table 1-16 Config Key Description

|
Config Key Description

SYNC_REQUIRED Configuration to enable or disable party information sync with host
system for different party types.

STP_FLAG Configuration to enable or disable straight through processing for
different party types.

HOST_HANDOFF_REQUIR | Configuration to enable and disable host handoff for different party

ED types.

AUTO_GENERATE_CIFID | Configuration to enable and disable party id generation for different
party types.

CMC_REPLICATION_REQ | Configuration to enable and disable party information replication to

UIRED common core external customer for different party types.

4. Click Save.

1.13 Service Level Agreements (SLA)

ORACLE

This topic describes the information about the Service Level Agreements.
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Service Level Agreements (SLA) is an important aspect of banking services from the customer
and internal bank policy perspectives. Bank would like to maintain and adhere to SLA's during

various operations and stages within banking processes. The SLA functionality is designed to

provide the expected completion times for all the tasks/processes configured for SLA.

Service Level Agreement is provided as Plato framework.

e Setup Service Level Agreements
This topic describes the informtion to setup Service Level Agreements.

*  OBRH Configurations
This topic describes the systematic instructions to configure the OBRH for Service Level
Agreements.

* Core Maintenance
This topic describes the systematic instructions to create and view the Core maintenance
for Service Level Agreements.

e Branch Working Time Setup
This topic describes the information about the Branch Working Time Setup.

1.13.1 Setup Service Level Agreements

This topic describes the informtion to setup Service Level Agreements.

1.13.2 OBRH Configurations

This topic describes the systematic instructions to configure the OBRH for Service Level
Agreements.

1. Download and import <SLA_API_Consumer> json in Service Consumers to set up the
OBRH service for cmc-sla-service to fetch business product codes for a given product
code.

2. Set up service provider for OBPY with default implementation as follows.
3. In Consumer Services, add the following routing.

4. A parameter needs to be maintained in server start parameters for enabling SLA
functionality: -Dplato.orchestrator.enableSLA=true. Same parameter also needs to be
checked in PROPERTIES table in PLATO schema.

1.13.3 Core Maintenance

This topic describes the systematic instructions to create and view the Core maintenance for
Service Level Agreements.

Create SLA in Core Maintenance

1. On Home screen, click Core Maintenance. Under Core Maintenance, click SLA
Maintenance.

2. Under SLA Maintenance, click Create SLA.
The Create SLA screen displays.
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Figure 1-24 Create SLA
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Branch Working Hours

©

[0 Customer Clarification

Calculate

Cancel Save

For more information on fields, refer to the field description table.

Table 1-17 Create SLA - Field Description

Field

Description

Product/Application Code

Specify the Product or Application Code as “OBPY”.

Product/Application Name

Displays the name of the Product/Application.

Business Process Code

Select the Business Process Code for which the SLA maintenance
needs to be maintained.

Business Process Name

Diplays the Business Process name pertaining to the Business
Process code selected.

Branch Code

Select the branch code for which SLA maintenance needs to be
maintained. User can also select “All” as a value which will enable
the SLA to be applicable for all branches in the bank.

Branch Name

Displays the branch name pertaining to the branch code selected.

Branch Time

Displays the branch working hours as populated.

Version

Displays the version as defaulted on creating/updating the screen.

Hold Time

Select the checkbox if the hold time is to be considered for SLA

calculation.

Branch Holidays

Select the checkbox if the branch holidays is to be considered for

SLA calculation.

Currency Holidays

Select the checkbox if the currency holidays is to be considered for

SLA calculation.

Customer Clarification

Select the checkbox if the Customer Clarification items is t to be
considered for SLA calculation,

Off-Branch Time

Transactions

Select the checkbox if the SLA should be calculated after branch

hours.

Table 1-18 SLA Setup - Field Description

4. To calculate the SLA Setup, specify the following attributes.

Field

Description

Stage Name

Displays the various stages available for the process on selection of

the process code.
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Table 1-18 (Cont.) SLA Setup - Field Description
|

Field

Description

Stage ID

Displays the stage ID based on the stage name.

Parallel Stage

Displays the parallel stage details.

Time In

Select the time in dropdown values as Mins or Days-Hr-Mins.

If Days-Hr-Mins is selected, the system will display a pop-up Ul for
input of the Stage SLA in Days/Hours/Minutes combination. The
system will convert into minutes and display in the respective field.

If Mins is selected, the user can directly input the SLA in Minutes.

Low Priority - Offline

Specify the SLA time for Low Priority Offline Applications.

Low Priority - Online

Specify the SLA time for Low Priority Online Applications. The
system validates that the time in minutes is not more than the value
input for offline.

Medium Priority - Offline

Specify the SLA time for Medium Priority Offline Applications. The
system validates that the time in minutes is not more than value for
Low Priority.

Medium Priority - Online

Specify the SLA time for Medium Priority Online Applications. The
system validates that the time in minutes is not more than value input
for offline and Low Priority.

High Priority - Offline

Specify the SLA time for High Priority Offline Applications. The
system validates that the time in minutes is not more than value for
Medium Priority.

High Priority - Online

Specify the SLA time for High Priority Online Applications. The
system validates that the time in minutes is not more than value input
for offline and Medium Priority.

Breach SLA Time

Specify the SLA Breach Alert time in minutes for the stage. This
indicates the minutes before which a user needs to be alerted for
likely SLA breach for the stage. This is the same for all the different
priority combinations for a stage irrespective of the individual SLA
times.

SLA Required

Select the toggle to indicate whether SLA calculation is required for
this stage. By Default, the toggle should be set to Yes. User can
change the value to No. If the toggle is changed to No, the user input
should be disabled and the SLA values for the stage should be blank.

Total SLA

Displays the value based on the sum of SLA stages.

SLA Near Breach Alert
Time (in Minutes)

Specify the minutes before which an impending SLA breach is to be
notified to the user. The system validates that this is not more than
the SLA in minutes.

5. Click Calculate to create the SLA’'s and calculate the overall SLA for the workflow and

populate the total SLA's.

6. Click Save to save the SLA details.

View SLA in Core Maintenance
Once the record is authorized by the checker, the user can view the Entity Maintenance.

7. On Home screen, click Core Maintenance. Under Core Maintenance, click SLA

Maintenance.

8. Under SLA Maintenance, click View SLA.

1.13.4 Branch Working Time Setup

This topic describes the information about the Branch Working Time Setup.
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For Branch Working Time setup, add entries into CMC_TM_BRN_WORKHOURS_MASTER
and CMC_TM_BRN_WORKHOURS_DET in CMCORE schema tables for SLA calculation as
follows:

Figure 1-25 CMC_TM_BRN_WORKHOURS_MASTER

CMC_TM_BRN_WORKHOURS_MASTER
Columns | Data  Model | Constraints | Grants | Statistics | Triggers | Flashback | Dependencies | Details |Partitions | Indexes | SQL

PRAEBRXS R st Fler:| vlvm...
o |{: BRANCH_cODE |{ RECORD_STAT  |{} AUTH_STAT| {} ONCE_AUTH {} MAKER_ID |{} MAKER DT_STAMP | {} CHECKER... {} cHECKER_DT_STAMP | {} MOD_NO |
10BPY_L 000 0 A Y MURALIL  22-MAR-19 MURALIL  22-MAR-18 1

Figure 1-26 CMC_TM_BRN_WORKHOURS_DET

3 cMC_TM_BRN_WORKHOURS_DET

Columns |Data Model | Constraints | Grants | Statistics | Triggers | Flashback | Dependencies | Details |Partitions | Indexes |sQu
P @E XS W st [Fiter | actions...
4o |} BrN_woRKHOURS_MASTER_ID |{ WEEKDAY | WF_SEQ |} START_TIME |2 eno_tmve | wek_rours |{ 15_opeN |{} 15_24Hw |
1 BRN_VORKERS_DET_L 0BPY_l Mo 101-JUN-22 0S.00.00. 362000000 AM 02-JUN-22 07.00.00.01£000000 PM 8y N
2 BRN_VORKERS_DET_2 0BPY_1 TUE 201-JUN-22 0S.00.00. 362000000 AM 02-JUN-22 07.00.00.016000000 PM 8Y N
3 BRN_VORKERS_DET_3 0BPY_1 WED 301-JUN-22 09.00.00.362000000 AM 02-JUN-ZZ 07.00.00.01£000000 PM 8Y N
4 BRN_VOPKERS_DET_4 0BPY_1 HY 401-JUN-22 08.00.00. 362000000 AM 02-JUN-22 07.00.00.016000000 PM 8y N
S5 BRN_VORKERS_DET_S 0BPY_1 FRI 501-JUN-22 08.00.00. 362000000 AM 02-JUN-22 07.00.00.01£000000 PM 8Y "
6 BRN_WORKERS_DET_£ 0BPY_1 SAT £01-JUN-22 0S.00.00. 362000000 AM 02-JUN-22 07.00.00.01£000000 PM 8y ]
7 BRN_VORKERS_DET_7 0BPY_1 o 7 (null) (null) eN ]

1.14 SLA Calculation

This topic describes the information about the SLA Calculation.

On initiation of workflow, plato-orch-service will create entries in below tables upon successful
calculation of SLA for workflow and task.

BB rask sia - ) [ x 3

2 o &
[Columns |Data  Model | Constraints | Grants |Statistics | Triggers |Flashback | Dependencies | Details |Partitions | Indexes |SQL

3@ EX® W sot. | Fiker | v actions...
o | woRKFLOW_SLA_MASTER_ID | workrLOW_ID |2 § Task_o |4 Task e _na
e4fleedS-b3bé-48cd-b351-fSceacef2cB2 7S£60d-873b-4d£5-8807~-1bebl2ddéfea Eeff113b-a52d-4lee~bccB-0££S20bEBbeT (null) MANUAL RETRY
9da35c98-762-4679-b239-ddc00433L857 2279CE0-873b-4dES-B807-1bebl2ddECea EeLEL13b-a52d-Alee-beeB-0EL920bEBDET deSac0el-8214-44d0-bob3-4e7712e600ca Review
9892d702-2344-435b-b3Ed-CEELE4ale722 2279£60-073b-4dES-BB0T- 1bebl2ddEea EeLEL13b-a52d-4Lee-becB-0EES20DEBDCT 73a99578-Eb0e-4695-a082-6d2 £10£2710a QuickInitiat
4a5aazea-9£c3-437b-8£21-c3482309109 2279£604-873b-4dES-B807- 1bebl2ddEea EeLEL13b-a52d-4le e-becB-0EES20BEBDCT AL2AE2Bb-dGS5-4744-aaTe -e ae 24dETBO0E3
57c3a335-5006-470d-SbdE-5676 58aE1d4E 2279£60-873b-4dES-B807-1bebl2ddEea GeLEL13b-a52d-4Lee-becB-0EES20bEBbCT 4785bcEG-4121-0ae-8514-ebe SheddET3e Approval
507c838a-aSc5-4cS3-ath5-3£5h 2279£604-873b-4d£5-0807-1beb12ddE fea Eeff113b-a52d-4lee-becB-08£S20bEBbCT de57Tbbl-c02c-40ch-b0S5-ba23baT718dSa KYC
B1€876d-