
Oracle® Financial Services Accounting
Foundation Cloud Service
Administer and Secure Your Service

Release 26A
G49973-04
February 2026



Oracle Financial Services Accounting Foundation Cloud Service Administer and Secure Your Service, Release 26A

G49973-04

Copyright © 2022, 2026, Oracle and/or its affiliates.

This software and related documentation are provided under a license agreement containing restrictions on use and
disclosure and are protected by intellectual property laws. Except as expressly permitted in your license agreement or
allowed by law, you may not use, copy, reproduce, translate, broadcast, modify, license, transmit, distribute, exhibit,
perform, publish, or display any part, in any form, or by any means. Reverse engineering, disassembly, or decompilation
of this software, unless required by law for interoperability, is prohibited.

The information contained herein is subject to change without notice and is not warranted to be error-free. If you find
any errors, please report them to us in writing.

If this is software, software documentation, data (as defined in the Federal Acquisition Regulation), or related
documentation that is delivered to the U.S. Government or anyone licensing it on behalf of the U.S. Government, then
the following notice is applicable:

U.S. GOVERNMENT END USERS: Oracle programs (including any operating system, integrated software, any
programs embedded, installed, or activated on delivered hardware, and modifications of such programs) and Oracle
computer documentation or other Oracle data delivered to or accessed by U.S. Government end users are "commercial
computer software," "commercial computer software documentation," or "limited rights data" pursuant to the applicable
Federal Acquisition Regulation and agency-specific supplemental regulations. As such, the use, reproduction,
duplication, release, display, disclosure, modification, preparation of derivative works, and/or adaptation of i) Oracle
programs (including any operating system, integrated software, any programs embedded, installed, or activated on
delivered hardware, and modifications of such programs), ii) Oracle computer documentation and/or iii) other Oracle
data, is subject to the rights and limitations specified in the license contained in the applicable contract. The terms
governing the U.S. Government's use of Oracle cloud services are defined by the applicable contract for such services.
No other rights are granted to the U.S. Government.

This software or hardware is developed for general use in a variety of information management applications. It is not
developed or intended for use in any inherently dangerous applications, including applications that may create a risk of
personal injury. If you use this software or hardware in dangerous applications, then you shall be responsible to take all
appropriate fail-safe, backup, redundancy, and other measures to ensure its safe use. Oracle Corporation and its
affiliates disclaim any liability for any damages caused by use of this software or hardware in dangerous applications.

Oracle®, Java, MySQL, and NetSuite are registered trademarks of Oracle and/or its affiliates. Other names may be
trademarks of their respective owners.

Intel and Intel Inside are trademarks or registered trademarks of Intel Corporation. All SPARC trademarks are used
under license and are trademarks or registered trademarks of SPARC International, Inc. AMD, Epyc, and the AMD logo
are trademarks or registered trademarks of Advanced Micro Devices. UNIX is a registered trademark of The Open
Group.

This software or hardware and documentation may provide access to or information about content, products, and
services from third parties. Oracle Corporation and its affiliates are not responsible for and expressly disclaim all
warranties of any kind with respect to third-party content, products, and services unless otherwise set forth in an
applicable agreement between you and Oracle. Oracle Corporation and its affiliates will not be responsible for any loss,
costs, or damages incurred due to your access to or use of third-party content, products, or services, except as set forth
in an applicable agreement between you and Oracle.



Contents

1   Revision History

2   Get Help in the Applications

2.1 Additional Resources 1

2.2 Learn About Accessibility 1

2.3 Get Support 1

2.4 Get Training 1

2.5 Join Our Community 1

2.6 Share Your Feedback 1

2.7 Before You Begin 2

3   Introduction

3.1 Accessing the IAM Console 1

3.2 Application User Setup 2

3.3 Create Users 2

3.4 Configuring the Instance Name 2

4   Users Summary Page

4.1 Details 1

4.2 Mapped Groups 1

4.3 Available Groups Summary Page 2

4.4 Unmapped Groups 2

5   User Roles and Privileges

5.1 Role-Based Access Control 1

5.2 User Roles and their Functionalities 2

6   Environments Cloning

Administer and Secure Your Service
G49973-04
Copyright © 2022, 2026, Oracle and/or its affiliates.

February 5, 2026
Page i of ii



7   Object Migration

7.1 Migrating Object Types 1

7.2 Prerequisites 3

7.3 User Groups for Using Object Migration Feature 4

7.4 Accessing Object Export and Import Features 4

7.5 Object Import Definitions 4

7.5.1 Creating Object Import Definitions 5

7.5.2 Editing Import Definitions 7

7.5.3 Importing Object Definitions 8

7.5.4 Re-importing Object Definitions 9

7.5.5 Viewing Import Object Details 9

7.5.6 Viewing Object Import Log Details 10

7.5.7 Deleting Import Definition 10

7.6 Difference Report for Object Migration 11

7.7 Object Export Definitions 12

7.7.1 Creating Export Definitions 13

7.7.2 Editing Export Object Definitions 14

7.7.3 Exporting Object Definition 14

7.7.4 Re-exporting Object Definition 14

7.7.5 Viewing Export Object Details 15

7.7.6 View Object Definition Export Log Details 15

7.7.7 Downloading Dump File 16

7.7.8 Deleting Export Object Definition 16

7.8 Troubleshooting Object Migration - AFCS 16

Part I   OFSAA Support

Part II   Send Us Your Comments

Index

Administer and Secure Your Service
G49973-04
Copyright © 2022, 2026, Oracle and/or its affiliates.

February 5, 2026
Page ii of ii



1
Revision History

Table 1-1    Document Control

Release and Version Number Revision Date Change Log

R26A, V1.0 February 2026 Updated new user group details
in User Roles and their
Functionalities section.

R25D, V1.0 November 2025 Documented the following
• Added a new Object Type in

the Migrating Object Types
section.

• Added a note on Rapid UI
toggle in Object Import
Definitions and Object Export
Definitionssections.
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2
Get Help in the Applications

Use help icons to access help in the application.

Note that not all pages have help icons. You can also access the Oracle Help Center to find
guides and videos.

2.1 Additional Resources
• Community: Use Oracle Cloud Customer Connect to get information from experts at

Oracle, the partner community, and other users.

• Training: Take courses on Oracle Cloud from Oracle University.

2.2 Learn About Accessibility
For information about Oracle's commitment to accessibility, visit the Oracle Accessibility
Program. Videos included in this guide are provided as a media alternative for text-based
topics, and are also available in this guide.

2.3 Get Support
You can get support at My Oracle Support.

For accessible support, visit Oracle Accessibility Learning and Support.

2.4 Get Training
Increase your knowledge of Oracle Cloud by taking courses at Oracle University.

2.5 Join Our Community
Use Cloud Customer Connect to get information from industry experts at Oracle and in the
partner community. You can join forums to connect with other customers, post questions, and
watch events.

2.6 Share Your Feedback
We welcome your feedback about Oracle Applications user assistance. If you need
clarification, find an error, or just want to tell us what you found helpful, we'd like to hear from
you.

You can email your feedback to My Oracle Support.

Thanks for helping us improve our user assistance!
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2.7 Before You Begin
See the following Documents:

• See What's New

• Oracle Financial Services Accounting Foundation Cloud Service Core Functions

Chapter 2
Before You Begin

Administer and Secure Your Service
G49973-04
Copyright © 2022, 2026, Oracle and/or its affiliates.

February 5, 2026
Page 2 of 2

https://www.oracle.com/webfolder/technetwork/tutorials/tutorial/readiness/offering.html?offering=mrf-21
https://docs.oracle.com/en/industries/financial-services/ofs-analytical-applications/accounting-foundation/22d/afcsug/index.html


3
Introduction

Oracle Financial Services Accounting Foundation Cloud Service is secure as delivered. The
purpose of this guide is to explain how to enable user access to the Functions and Data in the
Oracle Financial Services Accounting Foundation Cloud Service. You perform some of the
tasks in this guide mainly during implementation. Most, however, can also be performed later
and as the requirements emerge.

This topic summarizes the scope of this guide and identifies the contents of each chapter.

The Oracle Financial Services Accounting Foundation Cloud Service is a Platform to host
Software as a Service (SaaS) Applications from Oracle’s Financial Services Global Business
Unit (FSGBU). The platform provides a secure and consistent environment for the deployment
and operation of SaaS Applications. It also provides unified security features to all services
deployed on the platform in the areas of User Identity Management and the Management of
Access Entitlements provisioned to users.

3.1 Accessing the IAM Console
The Identity and Access Management (IAM) Console is where you (administrators users) can
configure Users and Groups, Oracle Cloud Services and so on.

To access the IAM Console, follow these steps:

1. Enter the IAM URL in the Browser's URL Address Bar.

The Oracle Cloud Account Sign In Window appears.

2. Log in to Oracle Identity and Access Management (IAM).

3. Select Oracle Cloud Services.

For more information, see Access Service Consoles from Administering Oracle Identity
Cloud Service.

Note

• Ensure the AFCS Cloud Administrator who creates your account has granted
you administrative privileges to access the IAM Console.

• For more information on the privileges available, see Users Roles and
Privileges.

• If the AFCS Cloud Administrator has granted you only Identity Management
privileges and no other AFCS privilege, you are automatically redirected to the
IAM Console specific to AFCS after logging in successfully.

• After a User signs in to the AFCS Cloud Service, the User to User-Group
Mapping created in the IAM Console will onboard into the Master and
Mapping Tables.
For more information about how to Unmap a User from a Group in the IAM
Console, see the Create Application Users Section in the Get Started
Guide.
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3.2 Application User Setup
During implementation, you prepare your Oracle Application's Cloud Service for the Service
Users. The decisions made during this phase determine how you manage users by default.
Most of these decisions can be overridden. However, for efficient user management, Oracle
recommends that you configure your environment to reflect both enterprise policy and support
most or all users.

For more information, see the User Summary Page and User Roles and Privileges.

3.3 Create Users
During implementation, you can use the Create User task to create Test Service Users. By
default, this task creates a minimal person record and a user account. After implementation,
you should use the Hire an Employee task to create Service Users. The Create User task isn't
recommended after the implementation is complete. This topic describes how to create a test
user using the Create User task.

For more information, see the Create Application Users Section in the AFCS Get Started
Guide.

3.4 Configuring the Instance Name
You must be a part of the Accounting Foundation System Administrator user group to configure
the Instance Name. For more information, refer User Group and User Role Mapping section.

1. In the Home page, click from Top-right corner and select System Preferences option.

2. Enter the Instance Name.

• The name should be alphanumeric with spaces and underscores allowed with
minimum characters of 3 and maximum of 10.

• Once the Instance name is added, it cannot be modified.

• The instance name is displayed in the following UI pages.

– Home page - Top Left corner within brackets. For Example: (Instance1)

– About page

– System Preferences page

Chapter 3
Application User Setup
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4
Users Summary Page

The Users Summary Page shows the list of available users. You can view the details of a user
and map the user to one or more User Groups.

To search for a specific User, type the first few letters of the User Name that you want to
search in the Search box and click Search.

The search result displays the names that consist of your search string in the list of available
users.

At the bottom of the page, you can enter the number of entries that are available on a single
page in the Records box. You can increase or decrease the number of entries that are
displayed using the up and down arrows. To navigate between pages in the View bar, use the
following buttons:

• Use the First Page Button to view the entries on the first page.

• Use the Previous Page Button to view the entries on the previous page.

• Use the Next Page Button to view the entries on the next page.

• Use the Last Page Button to view the entries on the last page.

You can also navigate to the desired page. To do this, enter the page number in the View Bar
Control and press Enter.

4.1 Details
Select the User Name in the Users Summary Page and then select Details to view the User
ID and User Name of the selected User.

4.2 Mapped Groups
If you are an administrator and want to map a User to a User Group, follow these steps:

1. Select the User Name in the Users Summary Page.

2. Select Mapped Groups.

3. Select the User Group Name.

Note

To select a User Group, select the check box corresponding to the User Group. To
select all User Groups displayed on the page, select the check box marked Select
All.

4. Click New Mapping to map the User to the selected User Group.
Or

Click Unmap to remove the User Group-Role Mapping.

If the Unmap action requires authorization, see the Unmapped Groups Section for details.

Administer and Secure Your Service
G49973-04
Copyright © 2022, 2026, Oracle and/or its affiliates.

February 5, 2026
Page 1 of 2



Note

After a User signs in to AFCS, the User to User-Group Mapping created in the IAM
Console will onboard into the Master and Mapping Tables.

For more information about how to Unmap a User from a Group in the IAM
Console, see the Create Application Users Section in the Get Started Guide.

After you click New Mapping, The list of User Groups you can map the user to appears in
the Available Groups Summary Page.

5. Select a User Group.

Note

• To select a User Group, select the check box corresponding to the User
Group. To select all User Groups displayed on the page, select the check box
marked Select All.

• If the logged-in user has both Administration and Authorization Entitlements,
an Authorization View Toggle Button is available. Enable this button to
complete the Authorization Process.

6. Click Map.

If you are an authorizer and want to authorize a mapping, follow these steps:

1. In Mapped Groups, select the User Group Name.

Note

To select a User Group, select the check box corresponding to the User Group. To
select all User Groups displayed on the page, select the check box marked Select
All.

2. Click Authorize to authorize the User-User Group Mapping.
Click Reject to cancel the authorization request.

4.3 Available Groups Summary Page
Click New Mapping to view the list of User Groups you can map to the User. To select a User
Group, select the check box corresponding to the User Group. To select all User Groups,
select the check box marked Select All.

4.4 Unmapped Groups
To authorize the unmapping of a User to a User Group, follow these steps:

1. Click Unmapped Groups.

2. Click the User Group name to select the User Group.

3. Click Authorize to authorize the unmapping.

Chapter 4
Available Groups Summary Page
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5
User Roles and Privileges

In the Oracle Financial Services Accounting Foundation Cloud Service (AFCS), users have
roles through which they gain access to functions and data. Users can have any number of
roles.

The following figure shows the User Persona Details:

Figure 5-1    User Persona Details

Note

• Modifications to the User-Group Mapping from the IAM will take a few minutes to
take effect in the system. If the modifications are made during an active user
session, then it will be reflected on the User's next login.

• You can create and manage Application users as required.
For example, you can map the Pipeline Admin Group and AFCS Admin Group to
one user.

5.1 Role-Based Access Control
Role-based security in Oracle Financial Services Accounting Foundation Cloud Service
controls who can do what and which data.

The following table provides examples of role-based access.
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Table 5-1    Role-based Access

Role Assigned to a User Functions which Users with
the Role can Perform

Set of Data which Users with
the Role can Access when
performing the Function

Application Administrators Perform Application Administrator
activities

User Group with Administration
Roles across all Service Features

Business Users Access to the Application to
perform tasks

User Group with Business Tasks'
Roles across all Service Features

5.2 User Roles and their Functionalities
The following table provides the User Roles and their functionalities:

Chapter 5
User Roles and their Functionalities
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Table 5-2    User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSADMNGRP Accounting Foundation Admin
Group

• Home Page- View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration- View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Process Orchestration

– Modeling- Add, Edit and
View access

– Dashboard- View
access

– Monitoring- View access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Issues and Actions
– Issue- Add, Edit and

View access
– Action- Add, Edit and

View access
• Administration

– File Operations- Upload
and Download access

– ERP Settings- Add, Edit
and View access

– Segment Mapping- Add,
Edit and View access

– Fiscal Period- Add, Edit
and View access

– Currency Conversion-
Add, Edit and View
access

– Legal Entity- Add, Edit
and View access

– Parameters- View
access

– Hierarchy Management-
View access

– Publish Change
Request- Publish access

Chapter 5
User Roles and their Functionalities
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCS-BIAdministrator BIAdministrator group to access
Analytics and Data Visualization

• Analytics Home Page-
– Dashboards

* Reports- Add, Edit,
View, Delete and
Manage Access
Permission for User/
Role

AFCS-BIContentAuthor BIContentAuthor group to access
Analytics and Data Visualization

• Analytics Home Page-
– Dashboards

* Reports- Add, Edit,
View, Delete access

AFCS-BIConsumer BIConsumer group to access
Analytics and Data Visualization

• Analytics Home Page-
– Dashboards

* Reports- View
access

Chapter 5
User Roles and their Functionalities
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSBUGRP Accounting Foundation Business
Users Group

• Home Page- View access
• SLA

– Configuration- Add, Edit,
View and Publish access

– Ingestion- Add,
Edit,Delete and View
access

• Reconciliation
– Type- Edit and View

access
– Entity- Edit and View

access
– Rules- Edit and View

access
– Summary- Edit and View

access
– Adjustments- Edit and

View access
• Process Orchestration

– Modeling- Add, Edit and
View access

– Dashboard- View
access

– Monitoring- View access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

– Data Management
Interface- Add, Edit,
View, Copy, Amend,
Approve and Reject
access

• Issues and Actions
– Issue- Add, Edit and

View access
– Action- Add, Edit,

Delete, Link, Re-open
access

• Administration
– Currency Conversion-

Add, Edit and View
access

– Parameters- Add, Edit,
Delete and View access

– Report Configuration-
Add, Edit, and View
access, Refresh
Metadata

• Data Visualization

Chapter 5
User Roles and their Functionalities
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

– Data Ingestion (View
Data)- View access

• Data Extraction- Add, Edit
and View access

AFCSSYSADMN Accounting Foundation System
Admin Group

• Home page- View access
• System Preferences- Edit

and View access

AFCSAPVRGRP Accounting Foundation Approvers
Group

• Home Page- View access
• SLA

– Configuration- View and
Approve access

– Ingestion- View access
• Reconciliation

– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
– Add Domain- View

access
– Fiscal Period- View

access
– Currency Conversion-

View access
– Legal Entity- View

access
– Parameters- Add, Edit

and View access

AFCSDTACCGRP Accounting Foundation Data
Access Group

• Home Page- View access
• SLA

– Ingestion- View access
• Data Visualization

– Data Ingestion (View
Data)- View access

AFCS-DVConsumer DVConsumer group to access
Data Visualization

• Data Visualization Home
Page-
– Canvas/Workbook- View

access

Chapter 5
User Roles and their Functionalities
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCS-DVContentAuthor DVContentAuthor group to
access Data Visualization

• Data Visualization Home
Page-
– Datasets/ Canvas/

Workbook- Add, Edit,
Delete, View access

AFCSOPRSGRP Accounting Foundation
Operations User Group

• Home Page- View access
• SLA

– Ingestion- View access
• Data Extraction

– Configuration- View
access

• Process Orchestration
– Modeling- Add, Edit,

View and Execute
access

– Dashboard- View
access

– Monitoring- View access
• Administration

– File Operations- Upload,
Download and Delete
access

Chapter 5
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSVWGRP AFCS View only group • Home Page- View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration- View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Process Orchestration

– Modeling- View access
– Dashboard- View

access
– Monitoring- View access

• Data Catalog
– Home Page Viewer

(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
– Parameters- View

access
– Report Configuration

(Dimension and Attribute
mapping_- View access

Chapter 5
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSOBJEXPGRP Accounting Foundation Metadata
Export User Group

• Home Page- View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration- View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Issues and Actions
– Issue- Add, Edit and

View access
– Action- Register, Edit,

Delete, View and Export
access

• Administration
– Segment Mapping- View

access
– Parameters- View

access
• Object Migration

– Export Metadata- Add,
Edit, Delete, View and
Export access

Chapter 5
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSOBJIMPGRP Accounting Foundation Metadata
Import User Group

• Home Page- View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration- View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Issues and Actions
– Issue- Add, Edit and

View access
– Action- Register, Edit,

Delete, View access
• Administration

– Segment Mapping- View
access

– Parameters- View
access

• Object Migration
– Import Metadata- Add,

Edit, Delete, View and
Import access

AFCSPIVWGRP AFCSPIVWGRP group to access
Data Visualization

• Dashboards
– Reports- View PII Data

• AFCSPIVWGRP
• AFCS-BIConsumer
• AFCSVWGRP

• AFCSPIVWGRP group to
access Data Visualization

• BIConsumer group to access
Data Visualization

• AFCS View only group

Refer to the activities mentioned
for the corresponding groups in
this table.

Chapter 5
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSDMNDEPADMNGRP AFCS domain deployment Admin Authorized users assigned to this
group can access the "Add
Domain" tab and manage domain
deployments under the
Administration section in the User
Interface.
Note: Only users mapped to this
group AFCSDMNDEPADMNGRP
and existing AFCSADMNGRP
group will see the ‘Add
Domain’tab under the
Administration section in the User
Interface.

Chapter 5
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSFINHEAD AFCS Finance Head • Home Page - View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration - View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Process Orchestration

– Modeling- View access
– Dashboard- View

access
– Monitoring- View access

• Data Catalog
– Home Page Viewer

(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
– Parameters- View

access
– Report Configuration

(Dimension and Attribute
mapping) - View access

• Analytics Home Page
– Dashboards

* Reports- Add, Edit,
View, Delete access

• Data Visualization Home
Page
– Datasets/ Canvas/

Workbook- Add, Edit,
Delete, View access
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSFINANALYST AFCS Finance Analyst • Home Page- View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration - View
access

• Data Catalog
– Home Page Viewer

(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
– Parameters- View

access
• Analytics Home Page

– Dashboards
* Reports- View

access
• Data Visualization Home

Page
– Canvas/Workbook- View

access
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSFINACCOUNTANT AFCS Finance Reconciliation
Accountant

• Home Page - View access
• SLA

– Configuration- View
access

• Reconciliation
– Type- Edit and View

access
– Entity- Edit and View

access
– Rules- Edit and View

access
– Summary- Edit and View

access
– Adjustments- Edit and

View access
• Data Catalog

– Home Page Viewer
(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
• Analytics Home Page

– Dashboards
* Reports- View

access
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Table 5-2    (Cont.) User Group and User Role Mapping

User Group Code User Group Name Activities

AFCSEXECVIEWER AFCS Executive Viewer • Home Page - View access
• SLA

– Configuration- View
access

– Ingestion- View access
• Data Extraction

– Configuration - View
access

• Reconciliation
– Type- View access
– Entity- View access
– Rules- View access
– Summary- View access
– Adjustments- View

access
• Process Orchestration

– Modeling- View access
– Dashboard- View

access
– Monitoring- View access

• Data Catalog
– Home Page Viewer

(Entities Relationships,
Attributes,
Sourcing,Process
Info,Governance)- View
access

• Administration
– Segment Mapping- View

access
– Parameters- View

access
– Report Configuration

(Dimension and Attribute
mapping)- View access

AFCSOPSEMAILGRP Operations Email Group Users mapped to this group, post
the login into AFCS application,
group is synchronized and users
will receive email notification
during upgrade.

IDNTY_AUTH Identity Authorizer Group Users mapped to this group can
approve or reject user role
mapping.

IDNTY_ADMN Identity Administrator Group Users mapped to this group along
with AFCSADMNGRP can
access the Admin Console User
Interface in the AFCS application.
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6
Environments Cloning

Environment cloning (also referred to as environment refresh) is the process of duplicating
data from a source environment to a target environment while ensuring data consistency.

For more information about cloning environments for Accounting Foundation Cloud Service
and Data Adjustment Management Service, log in to the My Oracle Support portal and see the
MOS DOC ID 2993996.1
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7
Object Migration

Object Migration is the process of defining, exporting and importing objects across
environments (prod and non-prod)/instances. This feature also facilitates to migrate within the
same setup or different setups.

Objects refer to the various metadata definitions defined for various domains. You may want to
migrate objects for several reasons such as manage global deployments on multiple
environments or to create multiple environments so that you can separate the development,
testing, and production processes.

For example, you can use the object migration feature to define PMF process object such as
balance computation on your testing environment. After successful testing, you can use this
feature to export the object to production/non-production environment.

7.1 Migrating Object Types
You can create object export and import definitions for the following object types using Object
Export/Import feature.

The Migration object types supported by AFCS are:

• SLAs

Note

When an SLA is migrated, the dependent pipeline is also automatically included in
the migration.

• Ingest Connectors

• Extract Connectors

• GL Reconcilation Rule

Note

– When a rule is defined with adjustments, import the associated GL
Reconcilation Adjustments first, before importing the rule.

– Export/Import of GL Rule implicitly includes TYPE & Entity Configurations.

• GL Reconcilation Adjustments

• PMF Pipelines
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Note

– PMF migration for custom connectors should be done only after the underlying
connector has already been migrated.

– Migrate Catalog Extension and Custom DQ Rules/Groups, before migrating
the PMF pipelines in which they are referred.

• Segment Extensions

Note

When you create an segment extension object in Export Segments page, the
equivalent object definition is also created and set to Saved status in the Export
Summary, automatically.

• Data Management Interface

Note

Data Entry and Excel upload forms can be migrated and not the Actions related to
the same.

• Derived Terms

Note

• Change Request

Note

You can export only published Change Requests.

Change Request migration is supported for the below objects:

– Catalog extension objects under "Catalog Extension" action type.

– Custom DQ Rules/Groups under "Data Accuracy - Rule Extensions" action type.
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Note

* During custom DQ Group Export:

* All the custom DQ rules mapped to a specific group will be exported
implicitly.

* All the custom DQ rules mapped to a specific group should belong to
a published CR, else Export for such groups will fail.

* During custom DQ Group Import:

* All the custom DQ Rules mapped to a specific group will be imported
implicitly.

* Custom DQ groups and rules will be overwritten in the target if they
are already present and their basic properties are in sync with those of
the source and are not in Approved/Submitted state in the target.

* Custom DQ filter will be overwritten in the target, if it is already exists
with the same name, for the same entity and is not utilized by any
custom DQ rule.

* Filter import will be skipped, if a filter is already present in the target
for the given entity and is mapped to any custom DQ rule.

Note

Object Migration for "Data Entry" action type is not supported since they are
used to enter data into entities and this data cannot be migrated using Object
Migration.

7.2 Prerequisites
Refer to the following prerequisites to be completed before proceeding with the export or
import of migration definitions

Generic

• Upgrade the source and target setups to the same versions. While upgrading, ensure that
the both the setups have the same version (including the last significant digit). For example
you can't initiate migration between setups having versions 23.6.1 and 23.6.2.

• Assign users to new user groups required for Object Migration. For more information about
the user groups, refer to User Groups for Object Migration.

• Ensure that all objects referenced by the migrated objects are present in the target
environment.

• Complete the setup for the following entries in the Admin menu:

– ERP Setting

– Currency Conversion

– COA Mapping

– Balance Revaluation

– Fiscal Period
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– Hierarchy Management

Change Requests - Catalog Extension and Custom DQ Rules/Groups

• Entity and Business term structure /properties should be same as source if extensions are
manually created in target (Not via Migration) and tries to bring extensions from source

• Migration from multiple sources for an Extension/custom DQ Extension is not supported as
there will be conflicts while migrating in target .

• The Custom objects such as Custom entities and attributes, referred in a Custom DQ
should be present in the target.

• The basic properties (for example: base attribute, base entity and rule type) of Custom DQ
rules and groups should be same in source and target if they are created outside object
migration.

7.3 User Groups for Using Object Migration Feature
The user must be mapped to the following groups, to perform object migration (export/import)
in Accounting Foundation Cloud Service.

• AFCSOBJEXPGRP - Accounting Foundation Metadata Export User Group

• AFCSOBJIMPGRP - Accounting Foundation Metadata Import User Group

7.4 Accessing Object Export and Import Features
Using the Object Export and Import features, you can create export and import metadata
object definitions.

Refer to the following steps, to access Object Migration feature from the Accounting
Foundation Cloud Service (AFCS).

1. Login to Accounting Foundation Cloud Service (AFCS)with valid credentials.

2. Click My Profile > Object Migration.

• Click Import Metadata, to import the migration object definitions.

• Click Export Metadata, to export the migration object definitions.

7.5 Object Import Definitions
Object import definitions a collection of objects that can be imported across environments
(prod and non-prod)/instances and also within the same setup or different setups. .

Note

The screen has been updated to the new Rapid user interface (UI), but you can switch
back to the previous version (OJET) at any time by using the “Switch to Old UI” toggle.
The OJET screen and the toggle to switch to it will be discontinued in an upcoming
release.
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Note

• The Catalog extension Import Migration order should be same as that of order of
publish in source.

You can view the list of object import definitions that are already created in the Object Import
Summary. You can also view the following details about each object definition.

• Name - The unique name assigned to the collection when the import definition was
created.

• Object Migration Status - The import status of a specific object definition.

– Success - Indicates that the import is completed successfully.

– Failed - Indicates that the import was not successful. You can restart the migration of
the specific object definition.

– Saved - Indicates that the object definition is created successfully and is yet to be
imported.

– In Progress -Indicates that the import is in progress. Once the import is complete, the
status will change to Success/Failed.

• Last Modified By - The ID of the user who recently modified it.
On mouse-over, the Last modified time and date are displayed.

To filter the list and view specific object definition, use one of the following search options.

• To search for a specific import object definition, type the first few letters of the import
definition that you want to search in the Search box and click Search. The search results
display the names that consist of your search string in the list of available definitions.

• Enter the number of records to be viewed in a single page, in the Records box, at the
bottom of the page. You can increase or decrease the number of entries that are displayed
using the up and down arrows.

• You can navigate between pages in the View bar, use the navigation buttons present at the
bottom of the page.

7.5.1 Creating Object Import Definitions
You can create Import definitions and add Import objects using the Object Migration (export)
feature.

Note

When an SLA is migrated, the dependent pipeline is also automatically included in the
migration.

1. Click Add in the Object Import Summary Page to view the Migration Definition page.

2. Enter the following details, in the Migration Definition page.

• ID - The unique name for the new import object definition.
The migration name should not exceed 30 characters and only underscore (_) is
allowed.

• Dump File -Select the .DMP file to be uploaded for creating the Import definition.
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Figure 7-1    Importing Dump File

You can select the dump file using one of the following options:

– Select the option Object Store, to select the dump file (.DMP file) from the list of
dump files available in the same environment.

– Select the option Local Machine and click Drag and Drop, to add a .DMP file,
from the local directory. You can only add dump file that are downloaded using
Download Dump file option.

Note

– While creating an Import definition for the first time, always get the Dump
file from the Local machine. Once created, this dump file will be stored in
the Object store and can be reused for other Import definitions.

– Uploading a dmp file either created or edited locally will generate an error.

– You can rename the .DMP file, if required.

• Import All - Select an option to import the nodes that are associated with the selected
object type. You can edit this option if required, in the Object Selection page.

– Yes - Imports all the nodes that are included in the dump file.

– No - Imports only those nodes that you can select in the Object Selection page.

• Fail on Error - Select an option to proceed with the definition creation in case of an
error. You can edit this option if required, in the Object Selection page.

– Yes - Stops the creation process, if error is generated.

– No - Creates the import definition even when error is generated. The node with the
error is not included in the object creation.

• Overwrite - Select an option to overwrite the existing definition. You can edit this
option if required, in the Object Selection page.

– Yes - Replaces the existing Import definition.
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– No - Creates a new Import definition.

Note

This parameter has no effect when you import Catalog extensions and DQ Rules/
Groups.

3. Click Apply to save the details.

The Import definition is created and Object Selection Page is displayed. You can add
objects to this import definition.

4. Click Add to include objects to the definition.

5. Select the required Object Type from the Object Types drop-down list.

Objects that are defined in the environment with respect to the selected object type are are
listed. For example, if Schedule is selected as the Object Type, all the Objects defined with
respect to Schedule, in the environment are only listed.

You can also enter the first few letters of the object name in the Search Field, to narrow
down the search.

6. Click the check box adjacent to each object, to include the objects associated with a
specific object type, to the import definition.

7. Repeat steps 4, 5 and 6, to include objects associated with various object types.

8. After adding all the required objects, click Save.

The import definition is saved successfully and a confirmation message is displayed. The
new definition is listed in the Object Import Summary Page and the status is set to Saved.

9. If you want to Save and import the Definition, click Import.

7.5.2 Editing Import Definitions
You can edit the import definitions that are not imported and their status is Saved or Failed.

If the definitions is already imported and the status is set to Success, you cannot edit that
definition.

To edit an import definition, follow these steps.

1. In the Object Import Summary Page, mouseover the definition and click Menu, and select
Edit.

The Object Selection page is displayed.

2. Edit the following details, if required, and click Save to changes.

• Select the required Object Type from the Object Types drop-down list.

• Select the objects to be added to/deleted from the definition.

3. After adding/deleting all the required objects, click Save.

The import definition is saved successfully and a confirmation message is displayed. The
new definition is listed in the Object Import Summary Page and the status is set to Saved.

4. Click Save to update the changes.

5. If you want to Save and import the Definition, click Import.
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7.5.3 Importing Object Definitions
After creating the object definitions, you can export them for migrating between environments,
using Object Migration (Import) feature.

You can import object definitions in Edited state from the object Summary page. Refer to the
following steps to import Object definitions.

Note

Comments and Documents attached to an Issue/Action will not be migrated.

1. In the Object Summary Page, mouse-over the definition and click Menu.

2. Select Import from the drop-down menu.

After you import, the following Import status types are displayed:

• Success - Indicates that the definition is imported successfully.

• Failed - Indicates that the definition was not imported. Right-click and select Import, to
restart the import process.

Note

If the Process code is not unique and if the Overwrite flag is set as No while
importing the object definition, the migration request fails and when you view
the logs, the following error is displayed "Process code is not unique,
Migration Request Failed"

• Skipped: - Indicates that during object migration, if the overwrite flag is set to No and
the same code, name, or both already exist in the target environment.

Note

If the overwrite flag is set to Yes:

And both the code and name match, the object is migrated. However, if either
the code or name does not match, the system marks the object as Skipped.

• In Progress -Indicates that the import is in progress. Once the import is completed,
the status will change to Success/Failed.

In case the migration fails, refer to Troubleshooting Object Migration.
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Note

• If a Change Request import fails, then it is recommended not to use the action
created for it in the target (if any), otherwise subsequent re-import requests
might fail.

• Approve the Change Request and publish, after it is imported successfully.

• After the import of segment extension

– Creates an Issue with same name as Export Name (Issue name – “Issue
– Exportname”) captured with current start and target date with 30 days
ahead.

– Creates an Action with same name as Export Name ( Action name-
“Action – Exportname”) captured with current start and target date with 30
days ahead.

– Select all Dimensions exported. And action will be in submitted status.

– After Import, Issue and action owner has to be reassigned accordingly for
Approval process.

7.5.4 Re-importing Object Definitions
This feature is enabled only for definitions that are successfully imported.

You can re-import object definitions which are in Successful state from the Object Summary
page. Refer to the following steps to re-import Object definitions.

Note

Comments and Documents attached to an Issue/Action will not be migrated.

1. In the Object Summary Page, mouse-over the definition and click Menu.

2. Select Re-import from the drop-down menu.

After you re-import, the following Import status types are displayed:

• Success - Indicates that the definition is imported successfully.

• Failed - Indicates that the definition was not imported. Right-click and select Import, to
restart the import process.

• In Progress -Indicates that the import is in progress. Once the import is completed,
the status will change to Success/Failed.

7.5.5 Viewing Import Object Details
Using the View option, you can view the list of objects and the dependancies added to an
Object definition. You can also view the object details.

1. Mouseover the migration definition and click Menu.

2. Select View. The object types, list of objects and the dependent objects added to the
export definition are listed in the left pane.

3. Double-click an object to view the object attribute details.
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7.5.6 Viewing Object Import Log Details
View log facilitates you to view the log information of the object definition with the migration
status.

Note

The View Log page for a definition with migration status Saved will be empty.

To view the log details of definition with migration status Success, Failed, or Skipped, follow
these steps.

1. In the Object Import Summary window, mouseover the migration definition and click Menu.

2. Select View Log from the drop-down menu, to access the View Log page.

The migration status with following details is displayed.

• Object Migration ID - The migration ID associated with the import object.

• Object Type - The object type of the import object.

• Object Code - The object code associated with the import object.

• Creation Date - The date of creation of the import object.

• Created By - The User Id of the User who created the import object.

• Status - The import status of the specific object.

– Success - Indicates that the specific object was imported successfully.

– Failed - Indicates that the specific object was not imported. For details, see the
Import Status Message.

– Skipped - Indicates that the specific object was not imported because it already
exists in the target environment.

• Import Status Message - The complete import status message.

Note

Import status message currently not supported for GL reconcilation.

3. Click OK to close the page, after viewing the log details.

7.5.7 Deleting Import Definition
You can delete only definitions that are set to Saved or Failed status.

To delete an import definition, follow these steps.

1. In the Object Import Summary page, mouseover the definition to be deleted and click
Delete .

2. Click Yes to confirm and proceed with the deletion.
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7.6 Difference Report for Object Migration
You can compare the objects in an Object Migration dump (created from a source
environment) file and a target environment before triggering the import to the target.

Only PMF Object Type is supported for generating the diff report in object migration. The diff
report uses the Business terms which are registerd as JSON nodes to compare the dump file
and the target.

1. From the AFCS Home page, under My Profile menu, navigate to Object Migration and
select the Import Metadata.

2. Click Diff Report in the Object Import Summary page to view the Object Migration Diff
Report Summary page.

3. Click Add to generate a difference report.

4. Enter the following details, in the Generate Report window.

• Dsecription - Enter the descritpion for the generating difference report.
The migration name should not exceed 30 characters and only underscore (_) is
allowed.

• Dump File -Select the .DMP file to be uploaded for generating the report.

Figure 7-2    Generate Report

You can select the dump file using one of the following options:

– Select the option Object Store, to select the dump file (.DMP file) from the list of
dump files available in the same environment.

– Select the option Local Machine and click Drag and Drop, to add a .DMP file,
from the local directory. You can only add dump file that are downloaded using
Download Dump file option.
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Note

– While generating the diff report for the first time, always get the Dump file
from the Local machine. Once created, this dump file will be stored in the
Object store and can be reused for generating diff reports.

– Uploading a dmp file either created or edited locally will generate an error.

5. Click Generate Report to generate the difference report between the dump file and the
target environments.

The Dump file is uploaded successfully and a confirmation message is displayed. The new
Diff report is listed in the Object Migration Diff Report Summary Page and the status is set
to Success.

6. From the Object Migration Diff Report Summary page, hover over the Action and select
Download XLS to download the generated Diff report.The diff report consists of the Diff
Report Summary, Object Types (Missing in Target), Objects (only in DMP) and Diff- DMP &
Target (Existing) sheets.

If the status of the generated diff report is Failed, select the diff report and from the
Actions, select Re-generate to generate the diff report again.

7.7 Object Export Definitions
Object Export Definition is a collection of objects that can be exported across environments
(prod and non-prod)/instances and also within the same setup or different setups.

Note

The screen has been updated to the new Rapid user interface (UI), but you can switch
back to the previous version (OJET) at any time by using the “Switch to Old UI” toggle.
The OJET screen and the toggle to switch to it will be discontinued in an upcoming
release.

Note

• You can export only published Change Requests.

You can view the list of object export definitions that are already created in the Object Export
Summary. You can also view the following details about each object definition.

• Name - The unique name assigned to the collection when the export definition was
created.

• Object Migration Status - The export status of a specific object definition.

– Success - Indicates that the export is completed successfully.

– Failed - Indicates that the export was not successful. You can restart the migration of
the specific object definition.

– Saved - Indicates that the object definition is created successfully and is yet to be
exported.
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– In Progress -Indicates that the export is in progress. Once the export is complete, the
status will change to Success/Failed.

• Last Modified By - The ID of the user who recently modified it.
On mouse-over, the Last modified time and date are displayed.

To filter the list and view specific object definition, use one of the following search options.

• To search for a specific export object definition, type the first few letters of the export
definition that you want to search in the Search box and click Search. The search results
display the names that consist of your search string in the list of available definitions.

• Enter the number of records to be viewed in a single page, in the Records box, at the
bottom of the page. You can increase or decrease the number of entries that are displayed
using the up and down arrows.

• You can navigate between pages in the View bar, use the navigation buttons present at the
bottom of the page.

7.7.1 Creating Export Definitions
You can create export definitions and add export objects using the Object Migration (export)
feature.

1. Click Add in the Object Export Summary Page to view the Migration Definition page.

2. Enter the following details, in the Migration Definition page.

• Migration Name: The unique name for the new export object definition.
The migration name should not exceed 30 characters and only underscore (_) is
allowed.

• File Name: The system auto-creates the file name of the business objects that can be
used to export the definition in the format: Migration Name_BO_Time Stamp
(MMDDYYY HHMMSS)

3. Click Apply to save the details.

The export definition is created and Object Selection Page is displayed. You can add
objects to this export definition.

4. Click Add to include Migration objects to the definition.

5. Select the required Object Type from the Object Types drop-down list.

Objects that are defined in the environment with respect to the selected object type are are
listed. For example, if PMF_Process is selected as the Object Type, all the Objects defined
with respect to PMF_Process, in the environment are only listed.

For more information about supported and unsupported migration object types, refer to 
Migration Object Types.

You can also enter the first few letters of the object name in the Search Field, to narrow
down the search.

6. Click the check box adjacent to each object, to include the objects associated with a
specific object type, to the export definition.

7. Repeat steps 5 and 6, to include objects associated with various object types.

8. After adding all the required objects, click Save.

The export definition is saved successfully and a confirmation message is displayed. The
new definition is listed in the Object Export Summary Page and the status is set to Saved.

9. If you want to Save and Export the Definition, click Export.
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7.7.2 Editing Export Object Definitions
You can edit the Export object definitions that are not exported and their status is Saved or
Failed.

If the definitions is already exported and the status is set to Success, you cannot edit that
definition.

To edit an Export object definition, follow these steps.

1. In the Object Export Summary Page, mouseover the definition and click Menu, and select
Edit.

The Object Selection page is displayed.

2. Modify the following details, if required, and click Save to changes.

• Select the required Object Type from the Object Types drop-down list.

• Select the objects to be added to/deleted from the definition.

3. After adding/deleting all the required objects, click Save.

The export definition is saved successfully and a confirmation message is displayed. The
new definition is listed in the Object Export Summary Page and the status is set to Saved.

4. If you want to Save and Export the Definition, click Export.

7.7.3 Exporting Object Definition
After creating the object definitions, you can export them for migrating between environments,
using Object Migration (Export) feature.

You can export object definitions in Saved or Failed state from the object Summary page.
Refer to the following steps, to export definitions.

1. In the Object Summary Page, mouse-over the migration definition and click Menu.

2. Select Export from the menu.

After you export, the following Export status types are displayed:

• Success - Indicates that the definition is exported successfully.

• Failed - Indicates that the definition was not exported. Right-click and select Export, to
reintiate the export process.

• In Progress -Indicates that the export is in progress. Once the export is completed,
the status will change to Success/Failed.

In case the migration fails, refer to Troubleshooting Object Migration.

7.7.4 Re-exporting Object Definition
This feature is enabled only for definitions that are successfully exported.

You can re-export object definitions which are in Successful state from the Object Summary
page. Refer to the following steps, to export definitions.

1. In the Object Summary Page, mouse-over the migration definition and click Menu.

2. Select Re-export from the menu.

After you export, the following Export status types are displayed:
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• Success - Indicates that the definition is exported successfully.

• Failed - Indicates that the definition was not exported. Right-click and select Export, to
reintiate the export process.

• In Progress -Indicates that the export is in progress. Once the export is completed,
the status will change to Success/Failed.

In case the migration fails, refer to Troubleshooting Object Migration.

7.7.5 Viewing Export Object Details
Using the View option, you can view the list of objects and the dependancies added to an
Object definition. You can also view the object details.

1. Highlight the Export definition and click Menu.

2. Select View. The object types, list of objects and the dependent objects added to the
export definition are listed in the left pane.

3. Double-click an object to view the object attribute details.

7.7.6 View Object Definition Export Log Details
View log facilitates you to view the export log information of the object definition with the
migration status.

Note

The View Log page for an object definition with status Saved will be empty.

To view the log details of object with migration status Success or Failed, follow these steps.

1. In the Object Export Summary page, mouseover the object definition and click Menu.

2. Select View Log from the drop-down menu, to access the View Log page.

The migration status of the objects with following details is displayed.

• Object Migration ID - The migration ID associated with the definition.

• Object Type - The object type of the definition.

• Object Code - The object code associated with the definition.

• Creation Date - The date of creation of the definition.

• Created By - The User Id of the User who created the definition.

• Status - The migration status of the definition.

– Success - Indicates that the export migration was completed successfully.

– Failed - Indicates that the export migration did not complete.

– Export Status Message - The complete export status message.

Note

Export status message currently not supported for GL reconcilation.
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3. Click OK to close the page, after viewing the log details.

7.7.7 Downloading Dump File
You can download the export dump file for exported definitions to a local directory, using
Download Dump file option.

The downloaded export dump file can be used to upload objects to a different environment.

Note

This option is enabled, only if the definition is exported successfully and the Migration
Status is set to Success.

To download a export dump file, refer to the following procedure.

1. Mouseover a migrated object and select Menu.

2. Select Download Dump File from the drop-down menu, to download the associated dump
file and store it to the local directory.

7.7.8 Deleting Export Object Definition
You can delete only definitions that are set to Saved or Failed status.

To delete a export object definition, follow these steps.

1. In the Object Export Summary page, mouseover the definition to be deleted and click
Delete .

2. Click Yes to confirm and proceed with the deletion.

7.8 Troubleshooting Object Migration - AFCS
Refer to the following troubleshooting.

Custom DQ Import Failed

In case, the migration of Custom DQ definitions doesn't complete, verify the following points.
Ensure to complete these requirements before proceeding with the custom DQ migration.

• The referenced object not present in target.

• Basic definition of custom DQ objects already present in the target are not in sync with that
in source. Following basic properties for custom DQ objects should be in sync between
source and target:

– Entity, Attribute Name and DQ Type for Custom DQ Rule.

– Base entity /Base group for Custom DQ Group

• Custom DQ Objects already present in target are in Approved/Submitted state in target.

SLA Import Failed

In case, the migration of SLA object definitions doesn't complete, verify the following points.
Ensure to complete these requirements before proceeding with the SLA migration.

• DM models in sync in terms of extensions.
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• The SLA Code and SLA Name should be the same for a specific definition, in both source
and target environments.

• Event type or attributes for a specific definition should be the same in both source and
target environments.

Note

When the Event Type is Both in source environment and Passthru or
Transaction in Target environment, the import will fail.

• If the same SLA definition is available in both source and target environment, then
unpublish the SLA definition in the target environment, for successful import.

• Event Name and Event code details should be the same in both source and target
environments.

• When a SLA definition is in Configured or Available state, in both source and target
environment, then it will Configured state, after import.

• If Exported SLA is in Draft/Ready for Registration state and SLA is not present in target
system, after importing the SLA status is maintained.

• If Exported SLA is in Registered/Configured/Available state and is not present in target
system, it is set to Ready for Registration, after import. After registration, the header, line
mapping and ledger assignment details from the source are also available for the target
environment.

• If Exported SLA is in Configured/Available state and if the same SLA definition is
available in the target system, then

– Ledger Information is also updated

– Create or update the Edds and import the Header and Line Mappings, so that when a
SLA is registered respective mappings are used.
If a SLA is present on the importing system and is set to Registered/Configured
status and the attributes are also matching, then update Ledger/Product/Mapping
Information and retain status. If the attributes are not matching then Import will fail.

– When an exported SLA is in Configured/Available state, and any extended column is
mapped in Header/Line mapping, and if this extended column is not available in the
importing system then SLA is imported but the status is set to failed as the dependent
mappings are not imported.

Connector Import Failed

When the connector import is not successful, ensure to verify the following details and
complete the prerequisites.

• The attributes in the entity used in the migrated connector (for both Extract and Insert
connector), must be the same in source and target environments.

• When a connector with the same name is already available in the target environment, the
imported connector will overwrite based on the set overwrite option.

• OOTB Extract connector is the only valid OOTB metadata during the import.

• When a connector is migrated, all the underlying metadata of EDD and Parameters are
also migrated.
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Catalog Extension Import Failed

• The Catalog extension import might fail due to the following validation checks, during
import migration. Correct the error and retry the import.

– The referenced object not present in target

– The object is already present in the target, while creating a Object using Object
migration import feature.

– The grain/BT/Dimension being imported is already used by another action in the
target.

– The action Name is already present in target

– The issue associated to the action being imported is closed in the target.

Persistent Errors - Catalog Extensions

You cannot proceed with the catalog extension import, if you encounter one of the following
scenarios:

• Even if one of the objects are present in the target environment, for the imported change
request, then the import will fail. It won't partially import the objects which are not present
in the target.

• During Fact Extension Migration, if in the source, the BT used in fact extension is
referencing to a different dimension entity than the target.

• During Create Dimension Migration, if another custom dimension exist in the target with
different logical name but it has the same BT as Business key of the dimension being
migrated.

Possible Reasons for “Issues And Action Details Is Not Found” Error During Catalog
Extension /Custom DQ Import

• If the target date of the issue associated to the action being imported is expired in the
target.
Solution : Manually update the target date of such an issue with the current/future date in
the target environment and try importing again.

• If the issue associated to the action being imported is closed in the target.

CR Re-import Requests Are Failing Repeatedly for Catalog Extension/Custom DQ Import

If CR re-import requests are failing even after 4 to 6 hours of first import request of that CR and
the following error is present in the log file: CR can not be reprocessed as import request is
still ongoing for it, contact OFSAA customer support.

Segment Extension Validations

• – If few of dimensions selected are already present in target setup, then during import,

* If overwrite selected as Y, then dimensions which are not extended will be
selected

* If overwrite selected as N, then import fails.

– If all dimensions selected are already present in target setup, the error message - No
dimensions to extend. They are extended already as a part of different Action, is
displayed.
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– If action with same export segment name already exists, and if overwrite selected as
N, then the error message - Action with Same name already Present is displayed.

– If issue with same export segment name already exists and if overwrite selected as
N,then the error message - Issue with Same name already Present is displayed.

– If action with same export segment name already exists and present under different
issue and if overwrite selected as Y, then the error message- Action with Same name
already Present in different Issue is displayed.

– If an issue with same export segment name already exists, and overwrite is selected
as Y,

* If the issue is under different category then, the error message - Issue with Same
name already Present for different Category type is displayed.

* If existing issue is closed, then error message,- Cannot update Issue with status
closed, is displayed.

* If the Issue is of same category then, it will update both the issue and action.

– If issue and action with same export segment name already exists, and overwrite
selected as Y,

* If issue is closed. Then, error- Cannot update Issue with status as closed

* If the issue is doesn't belong to Catalog Extension, then, the error message -
Issue with Same name already Present for different Category type, is
displayed.

* If Action type is not Segments, then the error message - Action Name already
present for different type is displayed.

* If status of Action is in Submitted/Published/Closed, then the error message -
Cannot update Action which is in Submitted/Published/Closed state., is
displayed.

CR cannot be reprocessed as its objects are already used

If this error message is displayed in the logs during Catalog Extension or Custom DQ CR
import, then the created action is not in a processable state.

Solution : If CR contains Catalog Extension objects, Submit the action if it was returned and
proceed with re-import. If CR contains Custom DQ objects, Return the action if it was
submitted and proceed with re-import.

Unable to Submit the Action because following Custom DQ Rules are not mapped to any
DQ Group in the current Action

If the custom DQ import fails and the above error message is displayed, the mapped Group for
the erroneous rules might have moved to a different action in the source while editing.

Solution : Migrate the CR consisting the custom DQ Group belonging to the erroneous rules
listed in the logs.

Aborting the Import as the Data Quality Rule is in Approved/Submitted state

If this error message is displayed in the logs during Custom DQ CR import, then the Custom
DQ Rule/Group being migrated is already present in the target environment but can not be
overwritten as it is in Approved/Submitted state.

Solution : Move the Custom DQ Rule/Group to Returned state in target if it is in Submitted
state or publish it if it is in Approved state.

Chapter 7
Troubleshooting Object Migration - AFCS

Administer and Secure Your Service
G49973-04
Copyright © 2022, 2026, Oracle and/or its affiliates.

February 5, 2026
Page 19 of 20



Basic Validation has failed for Custom DQ Rule/Group

If this error message is displayed in the logs during Custom DQ CR import then, another
Custom DQ Rule/Group present with the same name but with different basic properties, is
already present.

Solution :

• If Basic Validation has failed for Custom DQ Rule, create a new Custom DQ Rule and then
map it to the appropriate group. Unmap the old rule with basic properties that are not
matching between source and target and retry migration.

• If Basic Validation has failed for Custom DQ Group, create a new Custom DQ Group with a
different name and map all the appropriate rules and try migrating this new group instead.

Custom Object Dependency check failed for Custom DQ Rule/Filter: <Rule/Filter Name>.
<Referencing Dimension Name> is not an eligible Reference Dimension or <Joining
Attribute Name> is not an eligible joining attribute for <Base Entity Name>

If this error message is displayed in the logs during Custom DQ CR import, then for a
Dimension Referencing Comparison Custom DQ Rule or in one of the Custom DQ Filter's
dimension referencing condition, either Referenced dimension is not related to base entity or
joining attribute is not an eligible joining attribute in the base entity for the referenced
Dimension.

Solution : A dimension is related to the base entity only when that dimension's business key
attribute is present in the base entity or it is sharing definition with an existing attribute of base
entity, and such attribute of base entity (which is a business key of a dimension or sharing its
definition with a business key of a dimension) is known as Joining Attribute for the Referenced
Dimension. Ensure the referencing dimension and joining attribute are as per the above
definition.
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Part I
OFSAA Support

Raise a Service Request (SR) in My Oracle Support (MOS) for queries related to OFSAA
applications.
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Part II
Send Us Your Comments

Oracle welcomes your comments and suggestions on the quality and usefulness of this
publication. Your input is an important part of the information used for revision.

• Did you find any errors?

• Is the information clearly presented?

• Do you need more information? If so, where?

• Are the examples correct? Do you need more examples?

• What features did you like most about this manual?

If you find any errors or have any other suggestions for improvement, indicate the title and part
number of the documentation along with the chapter/section/page number (if available) and
contact the My Oracle Support.

Before sending us your comments, you might like to ensure that you have the latest version of
the document wherein any of your concerns have already been addressed. You can access My
Oracle Support site that has all the revised or recently released documents.
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