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Preface

This preface contains the following sections:

• Documentation accessibility

• Diversity and Inclusion

Documentation accessibility
For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at http://www.oracle.com/pls/topic/lookup?
ctx=acc&id=docacc.

Diversity and Inclusion
Oracle is fully committed to diversity and inclusion. Oracle respects and values having
a diverse workforce that increases thought leadership and innovation. As part of our
initiative to build a more inclusive culture that positively impacts our employees,
customers, and partners, we are working to remove insensitive terms from our
products and documentation. We are also mindful of the necessity to maintain
compatibility with our customers' existing technologies and the need to ensure
continuity of service as Oracle's offerings and industry standards evolve. Because of
these technical constraints, our effort to remove insensitive terms is ongoing and will
take time and external cooperation.
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1
Get started

The United States Centers for Disease Control (CDC) COVID-19 Data Clearinghouse
application manages the collection and processing of COVID-19 vaccination records. Data
Clearinghouse provides Jurisdiction Portal for organizations that collect COVID-19
vaccination records to upload and download vaccination records to the CDC.

• Introduction
COVID-19 Data Clearinghouse provides Jurisdiction Portal as a tool for authorized users
to upload COVID-19 vaccination records to Data Clearinghouse databases. You can also
download your records from Data Clearinghouse databases if authorized.

• Vaccination record processing
Jurisdictions upload COVID-19 vaccination records with Jurisdiction Portal to the
COVID-19 Data Clearinghouse. The non-redacted database stores complete vaccination
records, while the redacted database stores records with personal identifiable information
(PII) redacted.

• Two-factor authentication
To ensure security, Jurisdiction Portal uses two-factor authentication (TFA) codes when
you sign in. TFA ensures the security of Jurisdiction Portal by requiring all users to enter
something they know (their passwords) and something they have (TFA codes) before
they can access the system.

• Activate your account with a QR code
Once you receive your Jurisdiction Portal Welcome email, you can activate your account
by setting a password and scanning a QR code with a mobile app during the account
activation process.

• Activate your account without a QR code
Once you receive your Jurisdiction Portal Welcome email, you can activate your account
by setting a password and requesting your two-factor authentication (TFA) code in an
email instead of scanning a QR code with a mobile device.

• Sign in to Jurisdiction Portal
Jurisdiction Portal uses two-factor authentication (TFA) to ensure secure access when
uploading COVID-19 vaccination records. Once you activate your account, use your
mobile device or email to access your TFA code.

• Manage multiple jurisdictions
If you work at multiple jurisdictions, you can switch views to work with vaccination records
at other jurisdictions.

• Sign out of Jurisdiction Portal
Jurisdiction Portal automatically signs you out of the system after a set amount of time
(for example, 1-8 hours). Once that time expires, you need to sign in again using two-
factor authentication. But, you can sign out at any time.

• Jurisdiction Portal
Jurisdiction Portal includes a Home page with links to portal pages where you can
monitor your activity, upload files, download files, and display records successfully
uploaded to the CDC.
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• Provide feedback
Jurisdiction Portal includes a way to provide feedback directly to your
organization's headquarters at any time.

• Contact support
The CDC provides all user support for Jurisdiction Portal.

Introduction
COVID-19 Data Clearinghouse provides Jurisdiction Portal as a tool for authorized
users to upload COVID-19 vaccination records to Data Clearinghouse databases. You
can also download your records from Data Clearinghouse databases if authorized.

Authorized users work for jurisdictions. A jurisdiction is a CDC-recognized organization
that collects COVID-19 vaccination records including:

• Agencies of states and other geographical entities

• Federal agencies

• Healthcare organizations

• Pharmacy networks

To protect personal identifiable information (PII), Jurisdiction Portal displays only show
redacted data, even if you are authorized to work with non-redacted data.

Vaccination record processing
Jurisdictions upload COVID-19 vaccination records with Jurisdiction Portal to the
COVID-19 Data Clearinghouse. The non-redacted database stores complete
vaccination records, while the redacted database stores records with personal
identifiable information (PII) redacted.

Data Clearinghouse processes records in different ways depending on the jurisdiction
settings. For example, your jurisdiction settings may process the records in one of the
following ways after you upload them to Data Clearinghouse:

• Validates and processes records to store complete (full) vaccination records in the
non-redacted database.

• Validates and processes records to store redacted (PII removed) vaccination
records in the redacted database.

• Validates and processes records to store complete vaccination records in the non-
redacted database and redacted versions of the records in the redacted database.

• Stores files of vaccination records in object storage only without validation or
processing.

• Validates vaccination records and sends details on any errors (if found) only.

Upload file and vaccination record processing follows this workflow:

1. You upload a file through Jurisdiction Portal containing requests to do one of the
following: add records, change records, or delete records. Your jurisdiction
administrator sets the permissions on the options you can use in Jurisdiction
Portal.

2. Data Clearinghouse validates that it can read each record in the upload file and
logs a validation error for each failed read.

Chapter 1
Introduction
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3. Data Clearinghouse processes the valid records. If it finds an error while processing a
record, it logs a processing error.

4. For each error-free record, Data Clearinghouse stores it in the specified database or
databases or simply returns error information for validation only users.

5. Jurisdiction Portal collects data in reports to help you track successful and failed uploads,
validation and processing errors, and other information.

When ready, the CDC automatically exports records to the CDC IZ Data Lake (IZDL), if
authorized by the jurisdiction. Authorized users can access the IZDL COVID-19 vaccination
records. The IZDL export is a separate process from the Data Clearinghouse workflow.

Note:

Only records from the redacted database can be exported to IZDL.

Two-factor authentication
To ensure security, Jurisdiction Portal uses two-factor authentication (TFA) codes when you
sign in. TFA ensures the security of Jurisdiction Portal by requiring all users to enter
something they know (their passwords) and something they have (TFA codes) before they
can access the system.

A TFA code is also known as a one-time code because it changes or expires within a set
amount of time to ensure no one can guess it.

You can access your TFA code for Jurisdiction Portal by scanning a QR code with Google
Authenticator or Microsoft Authenticator on your mobile device. From then on, you only open
the mobile app to access your TFA code when you sign in. If you do not want to use your
mobile device, you can choose to receive your TFA code in an email during the sign in
process. For example, if your location does not permit cell phones, you can use the email
method. But, you must use a TFA code to sign in to Jurisdiction Portal.

For details on activating your account with a TFA code, see one of the following topics:

Activate your account with a QR code
Once you receive your Jurisdiction Portal Welcome email, you can activate your account by
setting a password and scanning a QR code with a mobile app during the account activation
process.

To scan the QR code, you must download the Google Authenticator or Microsoft
Authenticator app to your phone or tablet. You only need to scan the QR code once. From
then on, Google Authenticator or Microsoft Authenticator generate a new TFA code for your
account each time you need it. You must leave the app on your phone to open it and access
a new TFA code each time you sign in to Jurisdiction Portal.

Chapter 1
Two-factor authentication
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Note:

If you cannot or do not want to use your mobile device to scan the QR code,
you can skip the scanning step and receive your TFA code through an email
message. For details on activating your account with a TFA code in an email,
see Activate your account without a QR code.

To activate your account and scan a QR code to see your TFA code:

1. Locate the Welcome email message sent to you from Jurisdiction Portal.

2. Select Activate Account from the email to open the Set Your Password page in
Jurisdiction Portal:

3. Enter the password you want to use for your account and confirm it. Use a
password with eight characters that includes one uppercase letter, one special
character, and one number (for example, aBcd_ef1).

4. Select Set Password to open the Sign In page:

5. Enter your email address (same as the address used for the Welcome email) and
the password you created. Select Sign In to open the Two-Factor Authentication
(TFA) page.

6. On your mobile device, open Google Authenticator or Microsoft Authenticator.

Chapter 1
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Note:

If you need to download the app, open the store used to download applications
on your phone or tablet. Search for the Google Authenticator or Microsoft
Authenticator app and download it. For example, open the App Store for an
iPhone or Google Play Store for an Android phone. Once you download Google
Authenticator or Microsoft Authenticator, keep it on your phone to access a TFA
code each time you log in. (If you use Google Authenticator, you can click the
link at the bottom of the page to watch the video.)

7. In Google Authenticator or Microsoft Authenticator, tap Scan a QR Code. When
prompted, allow access to your camera.

8. Hold your phone up to the QR code on your screen so the camera can focus and
automatically scan the code. (You do not take a picture.) You should see the QR code
come up on your camera screen as it focuses.

9. Once scanned, you see a six-digit code appear in Google Authenticator or Microsoft
Authenticator. You also see the name of the Jurisdiction Portal application and your user
name.

For security, this code changes approximately every 30 seconds.

10. Enter the six-digit code shown in your mobile app into the Two-Factor Authentication
(TFA) field in Jurisdiction Portal.

11. Select Continue to authenticate and open Jurisdiction Portal.

The next time you sign in, you just enter your email address, password, and the TFA code
shown in Google Authenticator or Microsoft Authenticator.

Activate your account without a QR code
Once you receive your Jurisdiction Portal Welcome email, you can activate your account by
setting a password and requesting your two-factor authentication (TFA) code in an email
instead of scanning a QR code with a mobile device.

Note:

If you want to scan a QR code to receive a TFA code when you activate your
account, see Activate your account with a QR code.

To activate your account without scanning a QR code:

1. Locate the Welcome email message sent to you from Jurisdiction Portal.

2. Select Activate Account from the email to open the Set Your Password page:

Chapter 1
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3. Enter the password you want to use for your account and confirm it. Use a
password with eight characters that includes one uppercase letter, one special
character, and one number (for example, aBcd_ef1).

4. Select Set Password to open the Sign In page:

5. Enter your email address (same as the address used for the Welcome email) and
the password you created. Select Sign In to open the Two-Factor Authentication
(TFA) page.

6. Ignore the QR code shown and select Click Here in the message box under the
Continue button to send the email to your account. This opens the Two-Factor
Authentication (TFA) page for email users:

Chapter 1
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7. Locate the message from noreply@covid19.oracle.com in your email and open it. It
contains your six-digit TFA code. This code expires in approximately 30 minutes.

8. Enter the six-digit code you see in your email into the Two-Factor Authentication (TFA)
field in Jurisdiction Portal.

9. Select Continue to authenticate and open Jurisdiction Portal.

The next time you sign in with your account, just enter your email address, password, select
the option to get a new TFA code in an email, and enter the code.

Chapter 1
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Sign in to Jurisdiction Portal
Jurisdiction Portal uses two-factor authentication (TFA) to ensure secure access when
uploading COVID-19 vaccination records. Once you activate your account, use your
mobile device or email to access your TFA code.

If you did not activate your account yet, see Activate your account with a QR code or 
Activate your account without a QR code.

Caution:

Jurisdiction Portal administrators set the permissions for Jurisdiction Portal
users. If you cannot sign in, you do not have permission to perform the task.

To sign in (after activating your account):

1. Open Jurisdiction Portal by navigating to the URL provided to you by your
administrator in your browser to access the Sign In page.

The Sign In page appears.

Note:

Select I forgot my password if you need to reset your password. You
see a prompt to enter your email address. Check your mailbox for the
message from Jurisdiction Portal and follow the prompts to reset your
password.

2. Enter your email address and password. Then select Sign In to open the Two-
Factor Authentication (TFA) page:

Chapter 1
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3. Do one of the following:

• If you use Google Authenticator or Microsoft Authenticator on your mobile device to
obtain a TFA code, open the app to see the six-digit code for Jurisdiction Portal.

• If you use email to get your TFA code, select Click Here at the bottom of the dialog
box. Check your inbox for the message. It contains your TFA code. The code expires
within 30 minutes.

4. Enter the six-digit code in the Two-Factor Authentication (TFA) field in Jurisdiction Portal.
Then select Continue to open Jurisdiction Portal.

Note:

If you can access more than one location, the Select a Jurisdiction page opens
for you to select the location where you want to work. See Manage multiple
jurisdictions.

Manage multiple jurisdictions
If you work at multiple jurisdictions, you can switch views to work with vaccination records at
other jurisdictions.

If you can access multiple jurisdictions, you see a prompt to choose a jurisdiction after
signing in. You can choose to work with data from all your clients, or just one jurisdiction. You
can switch jurisdictions at any time while signed in by selecting the name of the jurisdiction
you want to view from the top of the page (next to Feedback).

Chapter 1
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Note:

If you do not see the jurisdiction that you need to view, send a message to
your CDC Data Clearinghouse administrator.

To manage multiple locations:

1. To the right of the banner, locate the name of the jurisdiction you want to work in
and select it. (Your current location appears with a building icon.) For example:

2. On the Change Jurisdiction to page, select the jurisdiction where you want to work
or choose All Clients to see data from all your authorized jurisdictions.

The Home page opens with details for the jurisdiction you chose.

Sign out of Jurisdiction Portal
Jurisdiction Portal automatically signs you out of the system after a set amount of time
(for example, 1-8 hours). Once that time expires, you need to sign in again using two-
factor authentication. But, you can sign out at any time.

To sign out of Jurisdiction Portal:

• Locate your user name (email address) on the right side of the banner and select
Sign Out from the menu.

Jurisdiction Portal
Jurisdiction Portal includes a Home page with links to portal pages where you can
monitor your activity, upload files, download files, and display records successfully
uploaded to the CDC.

Jurisdiction Portal pages:

• Dashboard: Displays interactive graphs showing weekly summaries of file load
status and CVRS records added to Data Clearinghouse databases. The interactive
File Load Transactions report displays detailed information on the record
transactions for each file upload attempt. See Review the Dashboard.

• Upload Files: Links to the Upload Action page where you upload your files. The
page also contains the Upload Files report that displays information about
uploaded files. See Manage vaccination file uploads

• Download History: Links to the Download Files page where you can download
previously uploaded files or Data Clearinghouse database records. The page also
contains the Download History report that provides details of file downloads. See 
Manage vaccination file uploads.

• Vaccination Report: Displays a report of successfully uploaded vaccination
records in Data Clearinghouse databases. See Search for vaccination records.

Chapter 1
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Provide feedback
Jurisdiction Portal includes a way to provide feedback directly to your organization's
headquarters at any time.

If you encounter an error in Jurisdiction Portal, please send feedback so that we can correct
the issue. Your feedback is associated with your name and location.

1. Make sure that you are on the page or pop-up that is most closely related to your
feedback.

The feedback mechanism records the page that you are on, and your support team can
better help you if they know the product area that you are providing feedback for.

2. From the top of the page, click Feedback.

3. In the Experience section of the Feedback dialog box, select a facial expression that
captures your experience (smile = Good, Neutral = Okay, Sad = Bad).

4. In the Feedback Type section, select one of the following options:

• Comment: You need help or want to provide a suggestion or opinion.

• Bug: An error occurred or the application did not function in the way you expected.

5. In the Feedback section, enter information about your suggestion, issue, or opinion.

Note:

Do not include any personally identifiable information (PII) in your feedback.

6. Do one of the following: Select Submit.

• If you do not need to include a screen shot, select Submit.

• If you want to include a screen shot to provide more details, select Submit and Add
Screenshot. Drag and drop your saved screen shot (without PII) to the drop area or
click the area to browse and upload it. Select OK. You see a green check mark to
indicate that you successfully added your screen shot and submitted your feedback.

Your organization headquarters receives the feedback.

Contact support
The CDC provides all user support for Jurisdiction Portal.

To obtain technical support, contact your CDC Data Clearinghouse administrator.

Chapter 1
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2
Manage vaccination records

Use Jurisdiction Portal to add vaccination records, update records, delete records, and
download your records from Data Clearinghouse.

• Review the Dashboard
Use the Dashboard to see graphs and data that track uploaded files and the vaccination
record transactions contained in those files. For example, you can see data on successful
and failed vaccination record transactions.

• Report display options
You can change the display of Jurisdiction Portal reports using options found on the
Actions menu. Available report display options vary for each report.

• Create private File Load Transactions reports
You can modify the default Upload File report and save it as a private report for your use.

• Manage vaccination file uploads
Use the Upload Files page to upload files of vaccination records and track your upload
files with the report.

• Requirements to upload files
The files you upload to Jurisdiction Portal need to conform to content, file format, and
record format rules.

• Upload vaccination records
You can upload a file of new record requests, change record requests, or delete record
requests.

• File upload status information
The portal reports contains status information for files uploaded through the portal, the
synchronous APIs, and the asynchronous APIs.

• Manage vaccination file downloads
You use the Download History page to download records from raw files your jurisdiction
uploaded or your processed records from Data Clearinghouse databases. The Download
History report provides details of all downloaded files.

• Requirements to download files
You can download unprocessed or processed records after you obtain an additional
permission from your administrator.

• Download vaccination records
From the Download History page, you can download vaccination records from
jurisdictions you are authorized to work for.

• Search for vaccination records
You use the Vaccination Report page to select a date range and download matching
CVRS records from Data Clearinghouse databases that originated in your jurisdiction.
The page displays the redacted version of the CVRS records.

• Download CVRS vaccination records
You use the Vaccination Report page to download CVRS vaccination records that
originated in your jurisdiction and match the specified date range.
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Review the Dashboard
Use the Dashboard to see graphs and data that track uploaded files and the
vaccination record transactions contained in those files. For example, you can see
data on successful and failed vaccination record transactions.

Table 2-1    Dashboard elements

Element Description

Client ID When set to All Clients, the Dashboard
displays the combined activity from all your
authorized jurisdictions. When set to a specific
jurisdiction, the Dashboard displays only the
activity from that jurisdiction.

Chapter 2
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Table 2-1    (Cont.) Dashboard elements

Element Description

Weekly File Load Summary This interactive graph tracks the status of files
uploaded during the past week.
Each point on the graph indicates the number
of files uploaded on that date. The three graph
lines separate the files by result:
• Successful uploads
• Uploads with record errors
• Failed uploads
Hover over a label at the bottom of the graph
to bring one of the graph lines into focus.
Select a label to toggle that graph line on or
off.

Weekly CVRS Summary The interactive Weekly CRVS Summary graph
tracks the number of CVRS record
transactions that succeeded or failed to upload
to Data Clearinghouse in the past week. Each
point on the graph indicates the number of
record transactions routed to Data
Clearinghouse on that date. The two graph
lines segregate the files into successful
transactions and failed transactions. Hover
over a label at the bottom of the graph to bring
one of the graph lines into focus. Select a label
to toggle that graph line on or off.

File Load Transactions Use the File Load Transactions report to see
information about file uploads and information
about the vaccination records in those files.
For information on status codes from this
report see File upload status information.

Report display options
You can change the display of Jurisdiction Portal reports using options found on the Actions
menu. Available report display options vary for each report.

The Oracle Application Express (Apex) platform provides the report display options in the
Actions menu. See the Oracle Application Express End User's Guide: Using the Column
Heading Menu for more information on all report options.

Options include:

• Columns: add or delete columns and change their order.

• Filter: drill down into the data. For example, you can specify a date range on a date
column.

• Data: change the sort order.

• Format: change the number of rows per page.

• Chart, Group By, and Pivot: view the data in a different way.

Chapter 2
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The next time you sign in to the portal, you see the standard report layout. You may
have permission to create private reports for the Dashboard report (File Load
Transactions). See File upload status information.

Create private File Load Transactions reports
You can modify the default Upload File report and save it as a private report for your
use.

The portal has a default Upload File report called Primary Report. You can modify this
report with the Actions menu during your portal session. If you want to save this
modified report for later use, you can save it as a private report.

To create a private report:

1. If you currently have no private reports, use the Actions menu options to create
the report you want to save.

Alternatively, if you currently have private reports, you can select either the
Primary Report or one of your private reports from the Report menu next to the
Actions menu as a starting point. The portal adds the Report menu to your view
only after you create your first report.

2. When you complete your new report, select Actions > Report > Save Report.

3. From the dialog box, enter the report name in the Name field, and a short
Description.

4. Select Apply.

You see the new report in the Report menu next to the Actions menu. The last report
you view in a session becomes the report you see when you start your next portal
session.

Manage vaccination file uploads
Use the Upload Files page to upload files of vaccination records and track your upload
files with the report.

The Upload Files page contains:

• Access to the Upload Action page where you upload files.

• The Upload Files report on the file upload and the complete Data Clearinghouse
Web Service Response. The Upload Status column includes notification of the
current in-process phase for asynchronous uploads.

Acceptable vaccination records must use valid file formats, data formats, and be
uploaded in files containing only a single record type: new, change, or delete requests.

Requirements to upload files
The files you upload to Jurisdiction Portal need to conform to content, file format, and
record format rules.

Jurisdiction Portal requires that each upload file include only one type of record.
Upload file content types include:

Chapter 2
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• New records: The file contains vaccination records that do not currently exist in Data
Clearinghouse databases. If the file contains existing records, Data Clearinghouse logs a
processing error for each one.

• Changed records: Contains existing vaccination records with updated data. If the file
contains records that do not match an existing record, Data Clearinghouse logs a
processing error for each one.

• Delete record requests: Contains records that uniquely identify existing vaccination
records to delete. If the file contains requests that do not match an existing record, the
system logs a processing error for each one.

Note:

Records deleted in error can be restored by re-uploading the file that created
the records.

Jurisdiction Portal accepts batch (text) files.

Jurisdiction Portal accepts vaccination records in the upload file with the following payloads
(data format):

• CVRS: The CDC COVID-19 Vaccine Reporting Specifications is the native format of Data
Clearinghouse databases.

• HL7: The Health Level Seven (HL7) format is an industry standard for sharing information
between medical applications. Data Clearinghouse processes the HL7 data to create
CVRS records.

In Jurisdiction Portal, you can choose to upload CVRS records synchronously or
asynchronously.

Synchronous uploads use a persistent connection between your computer and Data
Clearinghouse that ends only when the upload completes. Both CVRS and HL7 records can
only be uploaded synchronously.

Asynchronous uploads for CVRS records communicate without the need for a persistent
connection. Thus a failure during the upload process need not be a fatal flaw. Asynchronous
uploads are useful for large file uploads. This upload type provides more status information
than synchronous uploads. The status information indicates the processing stage of
asynchronous uploads. You can view this information in the Upload Status column of the
Upload File report while Data Clearinghouse processes the asynchronous upload. See File
upload status information.

Upload vaccination records
You can upload a file of new record requests, change record requests, or delete record
requests.

To upload a file of vaccination record requests:

1. Navigate to the Upload Files page.

2. Select Upload in the upper-right corner. The Upload Action page opens.

3. Select the record type contained in the upload: Add New, Update, or Delete.

4. In the dialog box, select the Client ID for the upload file.

Chapter 2
Upload vaccination records

2-5



5. For Payload Type, select either CVRS, CVRS Async, or HL7.

For information on payload types, see Requirements to upload files.

6. Select the File field to open the standard File Open window. Locate and select
your upload file.

7. Select Upload.

See File upload status information for a description of the status values in the
Upload Files report.

When the file completes processing, Jurisdiction Portal adds the upload information to
the Upload File Transactions and File Upload reports.

File upload status information
The portal reports contains status information for files uploaded through the portal, the
synchronous APIs, and the asynchronous APIs.

The File Uploads report Upload Status column uses the following status values for all
upload types:

Table 2-2    File Uploads report Upload Status values

Upload type Status Description

All COMPLETED The upload job is done.

All MAX ROWS The file exceeded the row limit
per file upload. The upload
was not processed.

All FAILED TO LOAD The file could not be
uploaded.

All ERROR See the Web Services
Response Message column in
the File Uploads report for
more detail.

Asynchronous QUEUED The job is in the Async
request job queue but not yet
processed.

Asynchronous DE-QUEUED The job has moved to
processing.

Asynchronous VALIDATING The job is currently in the
validation processing phase.

Asynchronous PROCESSING The job is in the data
processing phase, which takes
the most time.

Manage vaccination file downloads
You use the Download History page to download records from raw files your
jurisdiction uploaded or your processed records from Data Clearinghouse databases.
The Download History report provides details of all downloaded files.

The Download History page contains:
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• Access to the Download Files dialog box where you can select the records you want to
download.

• The Download History report that contains details about all vaccination record
downloads.

Requirements to download files
You can download unprocessed or processed records after you obtain an additional
permission from your administrator.

Jurisdiction Portal can download the following types of files from Data Clearinghouse:

• Processed, non-redacted CVRS: This file format contains records from the non-
redacted Data Clearinghouse database that originated from a single jurisdiction.

• Processed, redacted CVRS: This file format contains records from the redacted Data
Clearinghouse database that originated from a single jurisdiction.

• Raw CVRS: This file format contains non-redacted, unprocessed CVRS records from
files uploaded by a single jurisdiction. In other words, you download the records uploaded
to Data Clearinghouse in their unprocessed state.

• Raw HL7: This file format contains non-redacted, unprocessed HL7 records from files
uploaded by a single jurisdiction. In other words, you download the records uploaded to
Data Clearinghouse in their unprocessed state.

Jurisdiction Portal users who need to download vaccination records request an additional
permission from their CDC Data Clearinghouse administrator. Jurisdiction Portal permissions
are called scopes. Two scopes determine the kinds of records you can download:

• EXPORT_NON_REDACTED scope: You require this scope to download all format types.

• EXPORT_REDACTED scope: You require this scope to download only the Processed,
Redacted CVRS format type.

Download vaccination records
From the Download History page, you can download vaccination records from jurisdictions
you are authorized to work for.

To select records for download:

1. Navigate to the Download History page.

2. Select the Download button in the top-right corner.

The Download Files dialog box appears.

3. From the Download Files dialog box, in the Date Type section, specify the target date or
date range.

The portal uses dates based on the UTC time zone. You can download records uploaded
on the current day after a one day delay for processing.

4. Select the download type Format. If you have the EXPORT_REDACTED scope, you can
only select the Processed, Redacted CVRS format. If you have the EXPORT_NON-
REDACTED scope, you can select any format.

5. Select the Client ID of the jurisdiction that uploaded the records you want to download.

6. Select the Download button.
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The Download dialog box provides status messages or requests for you to alter
your query if the record count is zero or too large. Select the Back button to alter
your query.

7. Select the Close button to return to the Download History page.

The portal saves your report to your Downloads folder on your computer.

Note:

The Download History report uses the same status codes as the File
Uploads report. See File upload status information. The report also has an
optional column named Message that you can add to the report using the
Actions > Columns dialog.

Search for vaccination records
You use the Vaccination Report page to select a date range and download matching
CVRS records from Data Clearinghouse databases that originated in your jurisdiction.
The page displays the redacted version of the CVRS records.

You can do the following from the Vaccination Report page:

• Select records from a specific date range and download matching records from
Data Clearinghouse.

• Review the downloaded, redacted CVRS records matching the specified date
range.

Download CVRS vaccination records
You use the Vaccination Report page to download CVRS vaccination records that
originated in your jurisdiction and match the specified date range.

To select records for download:

1. Navigate to the Vaccinate Report page.

2. Enter the From Date and the To Date or use the pop-up calendars to select the
dates.

3. Select the Apply button.

Jurisdiction Portal requests matching records that originated in your jurisdiction
from the Data Clearinghouse databases.
If no records or too many records (more than 100,000) match your date range,
change your date range or apply filters to reduce the number of records. To apply
filters, select the Actions menu, and then select Filters.

Note:

Dates are based on the UTC time zone and there is a one day delay
before you can download today's uploaded records.
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