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About this content

Audience

This document contains release information for Oracle Safety One Intake users.

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle Accessibility
Program website at http://www.oracle.com/pls/topic/lookup?ctx=acc&id=docacc.

Access to Oracle Support

Oracle customers that have purchased support have access to electronic support through My
Oracle Support. For information, visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=info
or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs if you are hearing impaired.

Conventions

The following text conventions are used in this document.

Convention Meaning

boldface Boldface type indicates graphical user interface elements associated with an
action, or terms defined in text or the glossary.

italic Italic type indicates book titles, emphasis, or placeholder variables for which
you supply particular values.

monospace Monospace type indicates commands within a paragraph, URLs, code in
examples, text that appears on the screen, or text that you enter.
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1
Overview

This patch provides compatibility with Oracle Argus Safety 8.4.4.4. It also includes fixes to
some issues that existed in earlier versions of the product.

Prerequisites

• Oracle Safety One Intake release 25.1

Release Notes
G50070-01
Copyright © 2023, 2026, Oracle and/or its affiliates.

February 2, 2026
Page 1 of 1



2
What's fixed

This patch includes fixes for three issues identified in earlier releases.

• When site security is enabled, you receive an error when accessing records with no site
assigned
If you had site security enabled, you could not successfully process E2B records that did
not have a site assigned. (38548636)

• Acceptance failed for E2B records containing duplicate study information
It was not possible to process E2B records containing duplicate studies through the Intake
Worklist or Intake Monitor. (38796787)

• Email account verification error in Email Intake Configuration interface
If your system uses Microsoft Graph API for email intake, a verification error occurred
when you attempted to configure certain email accounts. (38820102)

When site security is enabled, you receive an error when
accessing records with no site assigned

If you had site security enabled, you could not successfully process E2B records that did not
have a site assigned. (38548636)

Before:

If you had site security enabled, you were unable to process E2B records that did not yet have
a site assigned to them. Attempting to open these records displayed the error Something went
wrong. Please contact your system administrator.

This error occurred for E2B records imported through SFTP if the agency configuration was set
to assign the site based on the importing user (configured through Argus Console > Code
Lists > Argus > Reporting Destination > EDI > Imported Cases Are Assigned To > <site of
importing user>).

After:

With site security enabled, you can now open E2B records even if a site has not yet been
assigned. The system no longer displays the error, allowing you to complete intake processing.

Impacted Areas:

E2B processing using the Intake Worklist or the Intake Monitor from SFTP sources
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Acceptance failed for E2B records containing duplicate study
information

It was not possible to process E2B records containing duplicate studies through the Intake
Worklist or Intake Monitor. (38796787)

Before:

The file status showed as Invalid E2B in the Intake Monitor when you attempted to import
E2B records containing duplicate study information (A.2.3.x) in multiple A.2 (primary source)
blocks.

After:

E2B file acceptance is successful, and the study information present in the first A.2 (primary
source) block is imported correctly.

Impacted Areas:

E2B processing through the Intake Worklist or the Intake Monitor

Email account verification error in Email Intake Configuration
interface

If your system uses Microsoft Graph API for email intake, a verification error occurred when
you attempted to configure certain email accounts. (38820102)

Before:

You could not successfully add certain email accounts to the Email Intake Configuration
interface if your system used Graph API for account access. The following error message
appeared, even when all the details you entered were valid: Unable to verify account.
Verify the Email Address, the Client ID, Client Secret, Tenant ID, and
Authorization Scope and try again.

After:

If your system uses Graph API, you can now successfully add email accounts in the Email
Intake Configuration interface.

Impacted Areas:

Email intake and outgoing email configuration

Chapter 2
Acceptance failed for E2B records containing duplicate study information
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3
Known issues

For information about known issues in Oracle Safety One Intake, see the article Oracle Safety
One Intake Documentation (KB807615) on My Oracle Support. Workarounds are provided
where available.
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4
Product Verification Pack (PVP)

The Product Verification Pack (PVP) is a collection of product release documents designed to
help with your validation efforts.

The PVP is used by Oracle for certification purposes, and Oracle makes a new pack available
to customers with every release (except patches). You can use the PVP as a blueprint for
acceptance testing.

The latest PVP for Oracle Safety One Intake is available on My Oracle Support. The patch
containing the PVP for Oracle Safety One Intake is 37708659. Please note that the product
name appears as Oracle Safety One Argus in the patch listing.

Release Notes
G50070-01
Copyright © 2023, 2026, Oracle and/or its affiliates.

February 2, 2026
Page 1 of 1

https://support.oracle.com/

	Contents
	About this content
	1 Overview
	2 What's fixed
	When site security is enabled, you receive an error when accessing records with no site assigned
	Acceptance failed for E2B records containing duplicate study information
	Email account verification error in Email Intake Configuration interface

	3 Known issues
	4 Product Verification Pack (PVP)

