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Preface

Welcome to Release 12¢ (12.2.1.2.0) of the Administrator’s Guide for Oracle Business
Intelligence Publisher.

Audience

This document is intended for system administrators who are responsible for
managing Oracle Business Intelligence Publisher processes, logging, caching,
monitoring, data source connections, delivery servers, security, and configuration.

Documentation Accessibility

Oracle maintains the highest accessibility standards for its documentation.

For information, visit the Oracle Accessibility Program website at ht t p: / /
www. or acl e. conl pl s/t opi ¢/ | ookup?ct x=acc& d=docacc.

Access to Oracle Support

Oracle customers that have purchased support have access to electronic support
through My Oracle Support. For information, visit ht t p: / / www. or acl e. con pl s/
t opi ¢/ | ookup?ct x=acc& d=i nfo orvisithttp://ww. oracl e. cont pl s/

t opi ¢/ | ookup?ct x=acc& d=t r s if you are hearing impaired.

Related Documentation and Other Resources

If you want to know more about Bl products and services, Oracle provides a wide
range of learning materials .

See the Oracle Business Intelligence documentation library for a list of related Oracle
Business Intelligence documents.

In addition:

* Go to the Oracle Learning Library for Oracle Business Intelligence-related online
training resources.

* Go to the Product Information Center support note (Article ID 1338762.1) on My
Oracle Support at ht t ps: // support. oracl e. com

System Requirements and Certification

Refer to the system requirements and certification documentation for information
about hardware and software requirements, platforms, databases, and other

information. Both of these documents are available on Oracle Technology Network
(OTN).
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The system requirements document covers information such as hardware and
software requirements, minimum disk space and memory requirements, and required
system libraries, packages, or patches:

http://ww. oracl e. conf t echnet wor k/ mi ddl ewar e/ i as/ downl oads/
fusi on-requirenents-100147. htm

The certification document covers supported installation types, platforms, operating
systems, databases, JDKs, and third-party products:

http://ww. oracl e. conf t echnet wor k/ mi ddl ewar e/ i as/ downl oads/
fusion-certification-100350. htn
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New Features for Administrators

This preface describes changes to the Oracle BI Publisher Administrator.

e New Features and Changes for Oracle BI Publisher 12¢ (12.2.1.1.0).

New Features and Changes for Oracle Bl Publisher 12¢ (12.2.1.1.0)

This section includes new features and changes for Oracle BI Publisher 12¢ (12.2.1.1.0).
Content Server as a Data Source

Content Server data source enables you to retrieve data from a text file stored in
Oracle WebContent Center (formerly known as Universal Content Management)
server and display the data in a report output. See Setting Up a Connection to a
Content Server.

Self-Service Feature to Upload and Manage Fonts

BI Publisher includes a standard set of fonts. You can use the standard fonts and you
can upload additional fonts for use in reports. See Managing Custom Fonts.

Dynamic Data Size Limit to Optimize Memory Guard for Different Outputs

Memory guard configuration has been enhanced to make it dynamic. You can now
define separate memory guard thresholds for each template type and configure its
memory estimate formula, which can adjust dynamically based on the report data

size. See What Are Memory Guard Features?
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Introduction to Oracle Bl Publisher
Administration

This chapter describes tasks required to administer BI Publisher.

It includes the following topics:

Introduction

Introduction

Configurations Performed by the BI Platform Installer

Flow of Tasks for First Time Setup of BI Publisher

Starting and Stopping BI Publisher

About the Administration Page

About Integration with Oracle Business Intelligence Enterprise Edition
About the Security Model Options

About the Data Source Connections

About Report Delivery Destinations

About Setting Runtime Configuration Properties

About the Server Configuration Settings

Oracle BI Publisher is an enterprise reporting solution for authoring, managing, and
delivering all your highly formatted documents, such as operational reports, electronic
funds transfer documents, government PDF forms, shipping labels, checks, sales and
marketing letters, and much more.

Administering BI Publisher requires setting up and maintaining the following system
components:

BI Publisher security

Data source connections

Report delivery destinations

BI Publisher Scheduler configurations
Runtime configuration settings

Server configuration settings
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Configurations Performed by the Bl Platform Installer

See the guides that are outlined in the table below for more information about using
the product for other business roles.

Role Sample Guide
Tasks
Data Fetching and  Data Modeling Guide for Oracle Business Intelligence Publisher
Model structuring
developer the data to
use in
reports

Applicatio Integrating Developer’s Guide for Oracle Business Intelligence Publisher

n BI Publisher
developer into existing
or applications
integrator  using the
application
programmin

g interfaces

Report Viewing User's Guide for Oracle Business Intelligence Enterprise Edition
consumer  reports

Scheduling
report jobs
Managing

report jobs

Report Creating Report Designer’s Guide for Oracle Business Intelligence Publisher
designer report

definitions

Designing

layouts

Configurations Performed by the Bl Platform Installer

After installation is complete, the BI Platform Installer performs certain configurations.

Post-installation configurations include:

® The security model is configured to use Oracle Fusion Middleware Security

* The scheduler is configured to use Oracle WebLogic JMS. The schema tables are
installed and configured in the database

® The BI Publisher catalog and repository are configured to ${xdo.server.config.dir}/
repository

Flow of Tasks for First Time Setup of Bl Publisher

If you are setting up BI Publisher for the first time, then consult the following table for
the recommended flow of tasks to get the system up and running.
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Starting and Stopping Bl Publisher

Task Where to Get Information

Define a Local Superuser Set up this Enabling a Local Superuser
Superuser to ensure access to all

administrative functions in case of

problems with the current security setup.

Set up the chosen security model and test Configuring Oracle Fusion Middleware
Security Model

Alternative Security Options

Integrating with Other Oracle Security Models

Set up the data sources and test Setting Up Data Sources

Set up the delivery servers and test Setting Up Delivery Destinations

Configure server properties Configuring System Maintenance Properties
Configure system runtime properties Defining Runtime Configurations

Starting and Stopping Bl Publisher

Use the Oracle WebLogic Server Administration Console to centrally manage Oracle
Business Intelligence Publisher.

For detailed information about Oracle WebLogic Server, see Oracle WebLogic Server
Administration Console Online Help.

Display Oracle WebLogic Server Administration Console, using one of the following
methods:

¢ Using the Start menu in Windows
¢ Clicking a link on the Overview page in Fusion Middleware Control

¢ Entering a URL into a Web browser window

The Oracle WebLogic Server Administration Console is available only if the
Administration Server for WebLogic Server is running.

To display Oracle WebLogic Server Administration Console:
1. If the Administration Server for WebLogic Server is not running, start it.

2. Display the Oracle WebLogic Server Administration Console using one of the
following methods:

Using the Windows Start menu:

a. From the Start menu, select All Programs, Oracle WebLogic, User Projects,
bifoundation_domain, and Admin Server Console.

The Oracle WebLogic Server Administration Console login page is displayed.

Clicking a link on the Overview page in Fusion Middleware Control:
a. Display Oracle Fusion Middleware Control.

b. Expand the WebLogic Domain node and select the bifoundation_domain.
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Starting and Stopping Bl Publisher

c.
Summary region.

Click the Oracle WebLogic Server Administration Console link in the

The Oracle WebLogic Server Administration Console login page is displayed.

Using a URL in a Web browser window:

a. Enter the following URL into the browser:
http://<host >: <port >/ consol e/.

For example, ht t p: / / myconput er: 7001/ consol e/

where host is the DNS name or IP address of the Administration Server and
port is the listen port on which the Administration Server is listening for

requests (port 7001 by default).

If you have configured a domain-wide Administration port, then use that
port number. If you configured the Administration Server to use Secure
Socket Layer (SSL), then you must add the letter 's' after http as follows:

https://<host>: 7001/ consol e/

Using Oracle WebLogic Server Administration Console

Use the Oracle WebLogic Server Administration Console to start and stop BI

Publisher.

1. Start the Oracle WebLogic Server Administration Console.
2. Under the Domain Structure, click Deployments.

3. Click Control.

4. In the Deployments table, select the bipublisher application.
5. Click the appropriate action, as shown below.

ORACLE WeblLogic Server Administration Console 12c

@) Home LogOut Preferences Help

Q

Home >Summary of Servers »bi_serverl >bipublisher(11.1.1) ~Summary of Deployments

Change Center

View changes and restarts

Click the Lok & Editbutton to modify, add or Summary of Deployments
delete items in this domain.
Configuration | Control | Moritoring

Lock & Edit

Release Configuration

Domain Structure
controls on this page.
bidomain

F}-Domain Partitions
BI-Environment

i B Customize this table
t--Deployments

This page displays the list of Java EE applications and standalone application medules installed to this domain.

You can start and stop applications and modules from the domain by selecting the checkbox next to the application name and then using the

Welcome, 1 : ‘ Connected to: bidomain

ET-Services Deployments
t--Security Realms
F-Interoperability Stat v | | Stop v Showing 11to 20 of 26 Previous | Next
[ -Diagnostics
]| Name & State | Health | Type Targets Scope | Domain Partitions
. Enterprise |
[ | ® bimad Active Appication bi_cluster Global
) Enterprise
[ bipublisher Active Application bi_cluster Global
HowdoL.. = le N
[ | & bisaarch netve |@ok [SUEPER  Gcer | Gibal
Application
» Configure an enterprise application
Start i Enterprise
* Start applications and modules [T] | @ bitech-analysis-application Active | 0K Application bi_duster Global
» Stop applications and modules
o View the modules of teror licati & e Enterprise | T
iew the modules of an enterprise application H biwssoa (12.1.3) ctive Applcation | Bi-Hs=r lobal
» Monitor the modules of an enterprise
application 71 | roherence-transartion-rar Active | [Resource | Adminserver, | oy

When you Start an application, pick one of the following options:
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About the Administration Page

* Servicing all requests: Specifies that WebLogic Server make the application
immediately available to all clients.

* Servicing only administration requests: Specifies that WebLogic Server make the
application available in Administration Mode only.

When you Stop an application, pick one of the following options:

¢ When work completes: Specifies that WebLogic Server wait for the application to
finish its work and for all currently connected users to disconnect.

¢ Force stop now: Specifies that WebLogic Server stop the application immediately,
regardless of the work that is being performed and the users that are connected.

* Stop, but continue servicing administration requests: Specifies that WebLogic
Server stop the application once all its work has finished, but to then put the
application in Administration Mode so it can be accessed for administrative
purposes.

About the Administration Page

Many of the tasks described in the Administration section of this guide are performed
from the BI Publisher Administration page.

You must be granted Administrator privileges to access the Administration page.

The Administration page is accessed from the Administration link in the global
header.

ORACLE’ BIPublisher Enterprise Search All

Administration

Data Sources

JDBC Connection

JNDI Connection

File

LDAP Connection

OLAP Connection

Web Service Connection
HTTP Connection
Content Server

Security Center

Security Configuration
Roles and Permissions
Digital Signature

Delivery

Delivery Configuration
Printer

Fax

Email

WebDAV

HTTP

FTP

Content Server
CUPS Server

Home

System Maintenance

Server Configuration
Scheduler Configuration
Scheduler Diagnostics
Report Viewer Configuration
Manage Cache

Manage Job Diagnostics Log

Runtime Configuration

Properties
Font Mappings
Currency Formats

Integration

Oracle Bl Presentation Services

Document Cloud Services

About Integration with Oracle Business Intelligence Enterprise Edition

If you installed Oracle BI Publisher with the Oracle Business Intelligence Enterprise
Edition, then you must perform the Administration tasks in the BI Publisher
Administration page.
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About the Security Model Options

Administration tasks are described in the following table. Navigate to the BI Publisher
Administration page as follows:

In the global header, click Administration, on the Administration page, click Manage

BI Publisher.
Task Where to Get Information
Set up data source connections for reporting Setting Up Data Sources

Grant access to data sources for user roles defined  Granting Data Access
in Oracle Business Intelligence

Configure the connections to delivery servers (for ~ Setting Up Delivery Destinations
example, printers, e-mail servers, FTP servers, and
SO on)

Configure the scheduler processors Configuring the Scheduler

Configure system runtime properties such as PDF  Setting Runtime Properties
security properties, properties specific to each

output format, template type properties, font

mappings, and currency formats.

Configure server properties such as caching Configuring System Maintenance
specifications, database failover properties, and Properties
database fetch size.

About the Security Model Options
BI Publisher offers a variety of security options.
* Oracle Fusion Middleware Security

After installation, BI Publisher is configured to use Oracle Fusion Middleware
Security. See Configuring Oracle Fusion Middleware Security Model. If you prefer
to use another security model, then choose from the alternative options.

e BI Publisher Security

Use BI Publisher's Users and Roles paradigm to control access to reports and data
sources. See Alternative Security Options.

¢ Integration with an LDAP server

Set up the BI Publisher roles in your LDAP server then configure BI Publisher to
integrate with it. See Alternative Security Options.

e OQOracle E-Business Suite

Upload a DBC file to recognize your Oracle E-Business Suite users. See Integrating
with Other Oracle Security Models

e QOracle BI Server

You can still leverage the 10g legacy BI Server authentication method if you choose
not to upgrade to Oracle Fusion Middleware Security. See Integrating with Other
Oracle Security Models.

e OQOracle Database

1-6 Administrator's Guide for Oracle Business Intelligence Publisher



About the Data Source Connections

Set up the BI Publisher roles in your Oracle Database and then configure BI
Publisher to integrate with it. See Integrating with Other Oracle Security Models.

¢ Oracle Siebel CRM Security Model
See Integrating with Other Oracle Security Models.

About the Data Source Connections

BI Publisher reports rely on XML data. BI Publisher supports retrieving data from a
variety of data sources.

The following data sources must be first set up in BI Publisher through the
Administration page:

e Database connections

BI Publisher supports direct JDBC connections and connections through a JNDI
pool (recommended)

e LDAP connections
e OLAP connections

¢ File directory connections - you can use existing XML files, Microsoft Excel files, or
CSV files stored in a directory that BI Publisher can access

e Web Service connections

e HTTP XML connections

For more information on setting up these data source connections, see Setting Up Data
Sources.

If you have integrated your system with Oracle Business Intelligence you can also take
advantage of the following data sources:

¢ Oracle BI Analysis

* Oracle BI Server subject area

You can also upload some file types stored locally.

About Report Delivery Destinations

The BI Publisher delivery manager supports multiple delivery channels.

Supported delivery channels include:
® DPrinter

¢ Fax

e E-mail

e HTTP notification

e FTP

o Web Folder (or WebDAYV)

e (Content Server
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About Setting Runtime Configuration Properties

e Document Cloud Services

For more information on setting up the delivery options, see Setting Up Delivery
Destinations.

About Setting Runtime Configuration Properties

Use the Runtime Configuration page to enable configuration settings for your system.

The properties include settings that do the following;:
* Control the processing for different output types
¢ Enable digital signature

* Tune for scalability and performance

¢ Define font mappings

For more information on setting configuration properties and font mappings, see
Setting Runtime Properties.

About the Server Configuration Settings

BI Publisher administration also includes a set of system maintenance settings and
tasks.

Settings and tasks include:

¢ Configuring the catalog

¢ Setting caching properties

® Setting retry properties for failover

¢ Enabling Auditing and Monitoring

For more information on these tasks and settings, see Configuring System
Maintenance Properties.
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2

Configuring Oracle Fusion Middleware
Security Model

This chapter describes how to configure Oracle Fusion Middleware security model for
BI Publisher.

It includes the following topics:

¢ Understanding the Security Model
¢ Key Security Elements

¢ Permission Grants and Inheritance
¢ Default Security Configuration

* Managing Authentication

¢ Managing Authorization

* Managing Credentials

¢ Customizing the Default Security Configuration

Understanding the Security Model

The Oracle Fusion Middleware security model is built upon the Oracle Fusion
Middleware platform, which incorporates the Java security model.

The Java model is a role-based, declarative model that employs container-managed
security where resources are protected by roles that are assigned to users. However,
extensive knowledge of the Java-based architecture is unnecessary when using the
Oracle Fusion Middleware Security model. When using this security model, BI
Publisher can furnish uniform security and identity management across the enterprise.

After installation BI Publisher is automatically installed into an Oracle WebLogic
Server domain, which is a logically related group of WebLogic Server resources that
are managed as a unit. After a Simple installation type the WebLogic Server domain
that is created is named bifoundation_domain. This name might vary depending
upon the installation type performed. One instance of WebLogic Server in each
domain is configured as an Administration Server. The Administration Server
provides a central point for managing a WebLogic Server domain. The Administration
Server hosts the Administration Console, which is a Web application accessible from
any supported Web browser with network access to the Administration Server. BI
Publisher is part of the active security realm configured for the Oracle WebLogic
Server domain into which it is installed.

For more information about the Oracle Fusion Middleware platform and the common
security framework, see Securing Applications with Oracle Platform Security Services. For
more information about managing the Oracle WebLogic Server domain and security
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Key Security Elements

realm, see Understanding Security for Oracle WebLogic Server and Administering Security
for Oracle WebLogic Server 12c (12.2.1).

Key Security Elements

The Oracle Fusion Middleware security model depends upon key elements to provide
uniform security and identity management across the enterprise

These key elements include:

Application policy

BI Publisher permissions are granted to members of its application roles. In the
default security configuration, each application role conveys a predefined set of
permissions. Permission grants are defined and managed in an application policy.
After an application role is associated with an application policy, that role becomes
a Grantee of the policy. An application policy is specific to a particular application.

Application role

After permission grants are defined in an application policy, an application role can
be mapped to that policy, and the application role then becomes the mechanism to
convey the permissions. In this manner an application role becomes the container
that grants permissions to its members. The permissions become associated with
the application role through the relationship between policy and role. After groups
are mapped to an application role, the corresponding permissions are granted to all
members equally. Membership is defined in the application role definition.
Application roles are assigned in accordance with specific conditions and are
granted dynamically based on the conditions present at the time authentication
occurs. More than one user or group can be members of the same application role.

Authentication provider

An authentication provider is used to access user and group information and is
responsible for authenticating users. The default authentication provider that Bl
Publisher uses during a Simple or Enterprise installation is named
DefaultAuthenticator. This is the same default authenticator used by a basic Oracle
WebLogic Server installation. An Oracle WebLogic Server authentication provider
enables you to manage users and groups in one place.

An identity store contains user name, password, and group membership
information. An authentication provider accesses the data in the identity store and
authenticates against it. For example, when a user name and password
combination is entered at log in, the authentication provider searches the identity
store to verify the credentials provided. The BI Publisher default authentication
provider authenticates against Oracle WebLogic Server embedded directory server.

Users and groups

A user is an entity that can be authenticated. A user can be a person, such as an
application user, or a software entity, such as a client application. Every user is
given a unique identifier.

Groups are organized collections of users that have something in common. Users
should be organized into groups with similar access needs to facilitate efficient
security management.

Security realm

During installation an Oracle WebLogic Server domain is created and BI Publisher
is installed into that domain. BI Publisher security is managed within the security
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Permission Grants and Inheritance

realm for this Oracle WebLogic Server domain. A security realm acts as a scoping
mechanism. Each security realm consists of a set of configured security providers,
users, groups, security roles, and security policies. Only one security realm can be
active for the domain. BI Publisher authentication is performed by the
authentication provider configured for the default security realm for the WebLogic
Server domain in which it is installed. Oracle WebLogic Server Administration
Console is the administration tool used for managing an Oracle WebLogic Server
domain.

Permission Grants and Inheritance

BI Publisher provides application-specific permissions for accessing different features.

BI Publisher permissions are typically granted by becoming a member in an
application role. Permissions can be granted two ways: through membership in an
application role (direct) and through group and role hierarchies (inheritance).
Application role membership can be inherited by nature of the application role
hierarchy. In the default security configuration, each application role is preconfigured
to grant a predefined set of permissions. Groups are mapped to an application role.
The mapping of a group to a role conveys the role's permissions to all members of the
group. In short, permissions are granted in BI Publisher by establishing the following
relationships:

* A group defines a set of users having similar system access requirements. Users are
added as members to one or more groups according to the level of access required.

e Application roles are defined to represent the role a user typically performs when
using BI Publisher. The default security configuration provides the following
preconfigured application roles: BIServiceAdministrator (an administrator),
BIContentAuthor (an author of content), and BIConsumer (a consumer of content).

* The groups of users are mapped to one or more application roles that match the
type of access required by the population.

* Application policies are created and BI Publisher permissions are mapped that
grant a set of access rights corresponding to role type.

® An application role is mapped to the application policy that grants the set of
permissions required by the role type (an administrator, an author, a consumer).

¢ Group membership can be inherited by nature of the group hierarchy. Application
roles mapped to inherited groups are also inherited, and those permissions are
likewise conveyed to the members.

How a user's permissions are determined by the system is as follows:

1. A user enters credentials into a Web browser at login. The user credentials are
authenticated by the authentication provider against data contained in the
identity store.

2. After successful authentication, a Java subject and principal combination is issued,
which is populated with the user name and the user's groups.

3. Alist of the user's groups is generated and checked against the application roles.
A list is created of the application roles that are mapped to each of the user's
groups.
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Permission Grants and Inheritance

4. A user's permission grants are determined from knowing which application roles
the user is a member of. The list of groups is generated only to determine what
roles a user has, and is not used for any other purpose.

A user can also be granted permissions if they inherit other application roles. Members
of application roles can include other groups and application roles. The result is a
hierarchical role structure where permissions can be inherited in addition to being
explicitly granted. This hierarchy provides that a group is granted the permissions of
the application role for which it is a member, and the permissions granted by all roles
descended from that role.

For example, the default security configuration includes several predefined groups
and application roles. The default BlServiceAdministrator application role includes the
BIAdministrators group, the BIContentAuthor application role includes the BIAuthors
group, and the BIConsumer application role includes the BIConsumers group. The
default BlServiceAdministrator application role is a member of the BIContentAuthor
application role, and the BIContentAuthor application role is a member of the
BIConsumer application role. The members of these application roles inherit
permissions as follows. Members of the BIAdministrators group are granted all the
permissions of the BIServiceAdministrator role, the BIContentAuthor role, and the
BIConsumer role. By nature of this role hierarchy, the user who is a member of a
particular group is granted permissions both explicitly and through inheritance. For
more information about the default application roles and groups, see Default
Application Roles and Permissions.

Note:

By themselves, groups and group hierarchies do not enable any privilege to
access resources controlled by an application. Privileges are conveyed by the
permission grants defined in an application policy. A user, group, or
application role becomes a Grantee of the application policy. The application
policy Grantee conveys the permissions and this is done by direct association
(user) or by becoming a member of the Grantee (group or application role).

The figure below shows these relationships between the default groups and
application roles.

;.-' BIConsumers Group BlConsumer App Role

\ Userl, User2, User3 | Permission A
/' BlAuth
i Authors Group BT oo

\ | User4,Users | Permission B

{ IR =imtors Group BlAdministrator App Role
+\| Userg, User? Permission C

I
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Default Security Configuration

The table below summarizes how permissions are granted explicitly or are inherited in
the previous example and figure.

User Name

Group Membership:

Explicit/Inherited

Application Role
Membership:
Explicit/Inherited

Permission Grants:
Explicit/Inherited

Userl, User2,
User3

BIConsumers: Explicit

BIConsumer:
Explicit

Permission A: Explicit

User4, User5

BIAuthors: Explicit
BIConsumers: Inherited

BIContentAuthor:
Explicit
BIConsumer:
Inherited

Permission B: Explicit
Permission A:
Inherited

User6, User7

BIAdministrators: Explicit

BIAuthors: Inherited
BIConsumers: Inherited

BIServiceAdminist
rator: Explicit
BIContentAuthor:
Inherited
BIConsumer:
Inherited

Permission C: Explicit
Permission B:
Inherited Permission
A: Inherited

Default Security Configuration

Access control of system resources is achieved by requiring users to authenticate at
login and by restricting users to only those resources for which they are authorized.

A default security configuration is available for immediate use after BI Publisher is
installed and is configured to use the Oracle Fusion Middleware security model. BI
Publisher is installed into the Oracle WebLogic Server domain and uses its security
realm. The default configuration includes three predefined security stores available for
managing user identities, credentials, and BI Publisher-specific permission grants.
Users can be added to predefined groups that are mapped to preconfigured
application roles. Each application role is preconfigured to grant specific BI Publisher

permissions.

The BI Publisher default security stores are configured as described in the table below
during installation.

Store Name

Purpose

Default Provider

Options

Identity store

¢ Used to control
authentication.

e Stores the users and
groups, and the
users group for
Oracle WebLogic
Server embedded
directory server.

Oracle WebLogic
Server embedded
directory server.
Managed with
Oracle WebLogic
Server
Administration
Console.

BI Publisher can be
configured to use
alternative
authentication
providers. For a
complete list, see
System
Requirements and
Certification.
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Default Security Configuration

Store Name Purpose Default Provider Options
Policy store e Used to control * system.jazn- BI Publisher can be
authorization. data.xml file. configured to use
e Stores the Default installation ~ Oracle Internet

application role

location is

Directory as the

definitions and the MWV HOVE/ policy store
mapping definitions user_projects provider.
between groups and / donmai n/
application roles. your _domai n/

config/

fmmconfig

* Managed with

Oracle Enterprise

Manager Fusion

Middleware

Control.

Credential store  Stores the passwords e cwallet.sso file. BI Publisher can be
and other security- * Managed using configured to use
related credentials either Fusion Middleware Oracle Internet
supplied or system- Control. Directory as the

credential store
provider.

generated.

Default Users and Groups

Default user and group names can be changed to different values and new names can
be added by an administrative user using Oracle WebLogic Server Administration
Console.

The table below lists the default user names and passwords added to the BI Publisher
identity store provider after installation.

Default User Name
and Password

Purpose Description

Name: Is the administrative user. This user name is entered by the
person performing the installation, it
can be any desired name, and does

not need to be named Administrator.

administrator user
Password:

user supplied The password entered during

installation can be changed later using
the administration interface for the
identity store provider.

This single administrative user is
shared by BI Publisher and Oracle
WebLogic Server. This user is
automatically made a member of the
Oracle WebLogic Server default
Administrators group after
installation. This enables this user to
perform all Oracle WebLogic Server
administration tasks, including the
ability to manage Oracle WebLogic
Server's embedded directory server.
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No default groups are created during the installation of BI Publisher.

Default Application Roles and Permissions

Permissions in BI Publisher are granted by specific roles. Permissions can also be
inherited from group and application role hierarchies.

The table below lists the BI Publisher permissions and the application role that grants
these permissions. This mapping exists in the default policy store.

The table also lists the permissions explicitly granted by membership in the

corresponding default application role. Permissions can also be inherited from group
and application role hierarchies. For more information about permission inheritance,
see Permission Grants and Inheritance.

Bl Description Default

Publisher Applicatio

Permissio n Role

n Granting
Permissio
n
Explicitly

oraclebi.p Enables the Administration link to access the Administration page BlService

ublisher.a and grants permission to set any of the system settings. Administr

dminister  pmportant: See Granting the BIServiceAdministrator Role Catalog ator

Server Permissions for additional steps required to grant the

BlServiceAdministrator permissions on Shared Folders.

oraclebi.p Grants permission to create or edit data models. BIContent

ublisher.d Author

evelopDat

aModel

oraclebi.p Grants permission to create or edit reports, style templates, and sub ~ BIContent

ublisher.d templates. This permission also enables connection to the BI Author

evelopRep Publisher server from the Template Builder.

ort

oraclebi.p Grants permission to open (execute) reports and view the generated BIConsu

ublisher.r ~ document in the report viewer. mer

unReport

Online

oraclebi.p Grants permission to create or edit jobs and also to manage and BIConsu

ublisher.s  browse jobs. mer

cheduleRe

port

oraclebi.p Grants permission to browse and manage job history and output. BIConsu

ublisher.a mer

ccessRepo

rtOutput

BIConsum The authenticated role is a member of the BIConsumer role by Authentic

er default and, as such, all authenticated role members are granted the ated Role

permissio  permissions of the BIConsumer role implicitly.

ns granted

implicitly
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The authenticated role is a special application role provided by the Oracle Fusion
Middleware security model and is made available to any application deploying this
security model. BI Publisher uses the authenticated application role to grant
permissions implicitly derived by the role and group hierarchy of which the
authenticated role is a member. The authenticated role is a member of the BIConsumer
role by default and, as such, all authenticated role members are granted the
permissions of the BIConsumer role implicitly. By default, every authenticated user is
automatically added to the BIConsumers group. The authenticated role is not stored in
the obi application stripe and is not searchable in the BI Publisher policy store.
However, the authenticated role is displayed in the administrative interface for the
policy store, is available in application role lists, and can be added as a member of
another application role. You can map the authenticated role to another user, group, or
application role, but you cannot remove the authenticated role itself. Removal of the
authenticated role would result in the inability to log in to the system and this right
would need to be granted explicitly.

For more information about the Oracle Fusion Middleware security model and the
authenticated role, see Securing Applications with Oracle Platform Security Services.

Granting the BlServiceAdministrator Role Catalog Permissions

The BIServiceAdministrator role is granted only Read permissions on the catalog by
default.

This means that before a BIServiceAdministrator can manage Shared Folders the
BlServiceAdministrator role must be granted Write and Delete permissions on the
Shared Folders node. See Granting Catalog Permissions for a detailed description of
granting permissions in the catalog.

Managing Authentication

Authentication is the process of verifying identity by confirming the user is who he
claims to be. Oracle WebLogic Server embedded directory server is the authentication
provider for the default security configuration.

Users, groups, and passwords are managed using Oracle WebLogic Server
Administration Console. It is fine to use the default authentication provider for a
development or test environment. In a production environment, best practice is to use
a full featured authentication provider.

Note:

Refer to the system requirements and certification documentation for
information about hardware and software requirements, platforms, databases,
and other information. These documents are available on Oracle Technology
Network (OTN).

During installation an Oracle WebLogic Server domain is created. BI Publisher is
installed into that domain and uses the Oracle WebLogic Server security realm. The
security realm can have multiple authentication providers configured but only one
provider can be active at a time. The order of providers in the list determines priority.
The effect of having multiple authentication providers defined in a security realm is
not cumulative; rather, the first provider in list is the source for all user and password
data needed during authentication. This enables you to switch between authentication
providers as needed. For example, if you have separate LDAP servers for your
development and production environments, you can change which directory server is
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used for authentication by re-ordering them in the Administration Console. For
information about how to configure a different authentication provider, see
Configuring a New Authentication Provider.

Detailed information about managing an authentication provider in Oracle WebLogic
Server is available in its online help. For more information, log in to Oracle WebLogic
Server Administration Console and launch Oracle WebLogic Server Administration
Console Online Help.

Accessing Oracle WebLogic Server Administration Console

Oracle WebLogic Server is automatically installed and serves as the default
administration server.

The Administration Console is browser-based and is used to manage the embedded
directory server that is configured as the default authenticator. It is launched by
entering its URL into a web browser. The default URL takes the following form:

htt p: // host nane: por t _nunber/ consol e. The port number is the number of the
administration server. By default, the port number is 7001.

To launch the Oracle WebLogic Server Administration Console:

1. Login to Oracle WebLogic Server by entering its URL into a Web browser.

For example, ht t p: / / host nanme: 7001/ consol e. The Administration Console
login page displays, as shown the figure below.

ORACLE WebLogic Server Administration Console 12¢

Welcome

Log in to work with the WebLogic Server domain

Username: user

Password: esssssnese

2. Log in using the BI Publisher administrative user and password and click Login.

The password is the one you supplied during the installation of BI Publisher. If
these values have been changed, then use the current administrative user name and
password combination.

The Administration Console displays, as shown the figure below.
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ORACLE webLogic Server Administration Console 12¢

Change Center
View changes and restarts

Click the Lodk & Elitbutton to modify, add or
delete items in this domain.

Lock & Edit

Release Configuration

Domain Structure

bidomain

F-Domain Partitions
~Environment
~Deployments
~Services
~Security Realms
EH-Interoperability
[#-Diagnostics

How do L..

o Search the configuration

* Use the Change Center

* Record WLST Scripts
 Change Console preferences
» Manage Console extensions

* Monitor servers

System Status
Health of Running Servers

| Failed (0)

| Critical (0)
Overloaded (0)

[ Warning (0)

I )

{8} Home Log Out Preferences =co

Home
Home Page

Information and Resources

= Configure applications

= Configure GridLink for RAC Data Source
= Configure 2 Dynamic Cluster

= Recent Task Status

® Set your console preferences

» Oracle Enterprise Manager

Domain Configurations

* Domain

* Domain Partitions.

® Partition Work Managers

* Servers

o Clusters
= Server Templates
m Migratable Targets

» Coherence Clusters

* Machines

* Virtual Hosts

* Virtual Targets

« Work Managers

* Concurrent Templates

+ Resource Management

* Startup And Shutdown Classes

Help

= Common Administration Task Descriptions

n Read the documentation

= Ask a question on My Oracle Support

* Resource Group Templates

* Resource Groups

« Deployments

# Messaging
= M5 Servers
» Store-and-Forward Agents
= M5 Modules
= Path Services
= Bridges

® Data Sources

b ‘ Connected to: bidomain

Welcome, v

*® WTC Servers
 Jolt Connection Pools

« Log Files

# Diagnostic Modules
 Built-in Diagnostic Modules
# Diagnostic Images

* Request Performance

* Archives

« Context

o SNMP

« Interceptors

® Monitoring Dashboard &

® Persistent Stores

o XML Registries

® XML Entity Caches

« Foreign JNDI Providers

Managing Users and Groups Using the Default Authentication Provider

Managing a group is more efficient than managing a large number of users
individually. Best practice is to first organize all BI Publisher users into groups that
have similar system access requirements.

These groups can then be mapped to application roles that provide the correct level of
access. If system access requires change, then you need only modify the permissions
granted by the application roles, or create a new application role with appropriate
permissions. Once your groups are established, continue to add or remove users
directly in the identity store using its administration interface as you normally would.

To create a user in the default directory server:

1.

If needed, launch Oracle WebLogic Server Administration Console.

See Accessing Oracle WebLogic Server Administration Console.

Log in as an administrative user.

In the Administration Console, select Security Realms from the left pane and click
the realm you are configuring. For example, myrealm.

Select Users and Groups tab (shown below), then Users. Click New.
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el DN S

81 Home Log Qut Preferences Record Help a, Welcome,

Home =Summary of Security Reslms »myrezlm =Users and Groups
Settings for myrealm
Configuration | Users and Groups | Roles and Policies | Credential Mappings | Providers | Migratio

Users | Groups

This page displays information about each user that has been configured in this security realm.

[ Customize this table
Users

MNew

In the Create a New User page (shown below) provide the following information:

¢ Name: Enter the name of the user. See online help for a list of invalid
characters.

* (Optional) Description: Enter a description.

* Provider: Select the authentication provider from the list that corresponds to
where the user information is contained. DefaultAuthenticator is the name for
the default authentication provider.

* Password: Enter a password for the user that is at least 8 characters long.

¢ Confirm Password: Re-enter the user password.
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@ Home Log Out Preferences Record Help Q, Welcome, weblogic | Connected to: bifoundation_
Home =Summary of Security Rezlms =myrezlm = Users and Groups

Create a New User
QK Cancel

User Properties

The following properties will be used to identify your new User,
* Indicates required fields

What would you like to name your new User?
*Name: Danny Developer
How would you like to describe the new User?
Description: Report Developer
Please choose & provider for the user,

Provider: DefaultAuthenticator v
The password is associated with the login name for the new User,
* Password:

LL2221 1]

* Confirm Password: cessssss

QK | Cancel

6. Click OK.
The user name is added to the User table.

To create a group in the default directory server:

1. Ifneeded, launch Oracle WebLogic Server Administration Console.

See Accessing Oracle WebLogic Server Administration Console.
2. Login as an administrative user.

3. In the Administration Console, select Security Realm from the left pane and click
the realm you are configuring. For example, myrealm.

4. Select Users and Groups tab, then Groups. Click New.
5. In the Create a New Group page provide the following information:

¢ Name: Enter the name of the Group. Group names are case insensitive but
must be unique. See the online help for a list of invalid characters.

* (Optional) Description: Enter a description.

* Provider: Select the authentication provider from the list that corresponds to
where the group information is contained. DefaultAuthenticator is the name
for the default authentication provider.

6. Click OK.
The group name is added to the Group table.

To add a user to a group in the default directory server:
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1. Ifneeded, launch Oracle WebLogic Server Administration Console.

See Accessing Oracle WebLogic Server Administration Console.

2. Login as an administrative user.

3. Inthe Administration Console, select Security Realm from the left pane and click
the realm you are configuring. For example, myrealm.

4. Select Users and Groups tab, then Users, as shown in the figure below. Select the

user from Name.

2} Home Log Out Preferences Record Help | Q

Home =Summarny of Security Realms =myrezlm =Users and Groups >myrezim >Users and Groups
Messages

4 User created successfully
Settings for myrealm
Configuration | Users and Groups | Roles and Polides | Credential Mappings || Providers

Users | Groups

This page displays information about each user that has been configured in this security realm.

[ Customize this table

Users (Filtered - More Columns Exist)

Welcome, . | Connected to: bidomai

Migration

New Delete Showing 1 to 100f 20 Previous | Mext
[ | name < Description Provider
[ | Administrator DefaultAuthenticator
[ | BIImpersonatelser DefaultAuthenticator
[ | B1Systemlser BI System User DefaultAuthenticator
DannyDeveloper Report Developer Defaultauthenticator
| New | | Delete

groups.

move them to the Chosen list, as shown below.

Showing 1to 10 of 20 Previous | Mext

From the Settings page, select the Groups tab to display the list of available

Select one or more groups from the Available list and use the shuttle controls to
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Administration Console —— |

@ Home Log Qut Preferences Record Help | Q Welcome, weblogic | Connected to: bifoundation
Hame =Summary of Sscurity Rezlms =myrezlm =Users and Groups =myrezlm =Ussrs and Groups =Danny Developer
Settings for Danny Developer
General | Passwords | Attributes | Groups
Save
Use this page to configure group membership for this user,
Parent Groups: This user can be a member of any of these parent
Available: Chosen: groups.  More Info...
L] CrossDomainConnectorﬂ
[] peployers
[] Monitors

[] operators

[] oracleSystemGroup

Report_Dev -

Save

& o B e

7. Click Save.
The user is added to the group.
To change a user password in the default directory server:
1. If needed, launch Oracle WebLogic Server Administration Console.
See Accessing Oracle WebLogic Server Administration Console.
2. Login as an administrative user.

3. In the Administration Console, select Security Realms from the left pane and click
the realm you are configuring. For example, myrealm.

4. Select Users and Groups tab, then Users.
5. In the Users table select the user you want to change the password for.

The settings page for the user displays, as shown below.

&) Home Log Qut Preferences Help Q Welcome, weblogic | Connected to: bifoundation_domain

Harne =Summary of Security Reslms smyrealm -Users and Groups sdnaensn ~Ussrs snd Groups -ddeveloper
Settings for ddeveloper

General | Passwords | Attributes | Groups

Save

Use this page ko change the description For the selecked user,

Name: ddeveloper The login name of this user. Mare Info...
Description: Danny Developer f\n?;vort description of khis user, For example, the user's full name.  Mare
Save

6. Select the Passwords tab and enter the password in the New Password and
Confirm Password fields.

7. Click Save.
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Managing Authorization

After a user is authenticated, further access to BI Publisher resources is controlled by
the granting of permissions, also known as authorization.

The policy store contains the system and application-specific policies and roles
required for BI Publisher. A policy store can be file-based or LDAP-based and holds
the mapping definitions between the default BI Publisher application roles,
permissions, users and groups. BI Publisher permissions are granted by mapping
users and groups from the identity store to application roles and permission grants
located in the policy store. These mapping definitions between users and groups
(identity store) and the application roles (policy store) are also kept in the policy store.

Note:

Best practice is to map groups instead of individual users to application roles.
Controlling membership in a group reduces the complexity of tracking access
rights for multiple individual users. Group membership is controlled in the
identity store.

The system-jazn-data.xml file is installed and configured as the default policy store.
You can continue to use the default store and modify it as needed for your
environment, or you can migrate its data to an LDAP-based provider. Oracle Internet
Directory is the supported LDAP server in this release.

The policy store and credential store must be of the same type in your environment.
That is, both must be either file-based or LDAP-based.

Permissions must be defined in a manner that BI Publisher understands. All valid BI
Publisher permissions are premapped to application policies, which are in turn
premapped to the default application roles. You cannot create new permissions in the
policy store. However, you can customize the default application policy permission
grants and application role mappings and you can create your own.

For more information about the default BI Publisher permissions grants, see Default
Application Roles and Permissions. For more information about customizing
application roles and permission grants, see Customizing the Policy Store.

Accessing Oracle Enterprise Manager Fusion Middleware Control

Fusion Middleware Control is a Web browser-based, graphical user interface that you
can use to monitor and administer a farm.

A farm is a collection of components managed by Fusion Middleware Control. It can
contain Oracle WebLogic Server domains, one Administration Server, one or more
Managed Servers, clusters, and the Oracle Fusion Middleware components that are
installed, configured, and running in the domain. During installation an Oracle
WebLogic domain is created and BI Publisher is installed into that domain. If you
performed a Simple or Enterprise installation type, this domain is named
bifoundation_domain and is located within the WebLogic Domain in the Fusion
Middleware Control target navigation pane.

Launch Fusion Middleware Control by entering its URL into a Web browser. The URL
includes the name of the host and the administration port number assigned during the
installation. This URL takes the following form: ht t p: //
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host nane: port _nunber/ em The default port is 7001. For more information about
using Fusion Middleware Control, see Administering Oracle Fusion Middleware.

To display the Security menu in Fusion Middleware Control:

1. Log into Oracle Enterprise Manager Fusion Middleware Control by entering the
URL in a Web browser.

For example, ht t p: / / host nanme: 7001/ em
2. Enter the BI Publisher administrative user name and password and click Login.

The password is the one you supplied during the installation of BI Publisher. If
these values have been changed, then use the current administrative user name and
password combination.

3. From the target navigation pane, open WebLogic Domain to display
bifoundation_domain. Display the Security menu by selecting one of the
following methods:

* Right-click bifoundation_domain to display the Security menu. Select Security
to display a submenu.

¢ From the content pane, display the WebLogic Domain menu and select
Security. Select Security to display a submenu.

Managing the Policy Store Using Fusion Middleware Control

Use Fusion Middleware Control to manage the BI Publisher application policies and
application roles maintained in the policy store whether it is file-based or LDAP-
based.

For more information about configuring an LDAP-based policy store, see Configuring
a New Policy Store and Credential Store Provider.

Caution:

Oracle recommends you make a copy of the original system-jazn-data.xml
policy file and place it in a safe location. Use the copy of the original file to
restore the default policy store configuration, if needed. Changes to the
default security configuration might lead to an unwanted state. The default
installation location is MW HOVE/ user _pr oj ect s/ domai n/ your _donai n/
confi g/ f mconfi g.

The following are common policy store management tasks:

* Modifying the membership of an application role. See Modifying Membership in
an Application Role.

* Modifying the permission grants for an application role. See Changing Permission
Grants for an Application Policy.

¢ Creating a new application role from the beginning. See Creating Application Roles
Using Fusion Middleware Control.

¢ Creating a new application role based on an existing application role. See Creating
Application Roles Using Fusion Middleware Control.
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Modifying Application Roles Using Fusion Middleware Control

Members can be added or deleted from an application role using Fusion Middleware
Control.

You must perform these tasks while in the WebLogic Domain that BI Publisher is
installed in. For example, bifoundation_domain.

Caution:

Be very careful when changing the permission grants and membership for the
default application roles. Changes could result in an unusable system.

Modifying Membership in an Application Role

Valid members of an application role are users, groups, or other application roles.

The process of becoming a member of an application role is called mapping. That is,
being mapped to an application role is to become a member of an application role.

Best practice is to map groups instead of individual users to application roles for easier
maintenance.

To add or remove members from an application role:

1.

Log into Fusion Middleware Control, navigate to Security, then select Application
Roles to display the Application Roles page.

For information about navigating to the Security menu, see Accessing Oracle
Enterprise Manager Fusion Middleware Control.

Choose Select Application Stripe to Search, then select the obi from the list. Click
the search icon next to Role Name.

Select the cell next to the application role name and click Edit to display the Edit
Application Role page.

You can add or delete members from the Edit Application Role page. Valid
members are application roles, groups, and users.

Select from the following options:

e To delete a member: From Members, select from Name the member to activate
the Delete button. Click Delete.

* To add a member: Click the Add button that corresponds to the member type
being added. Select from Add Application Role, Add Group, and Add User.

If adding a member, complete Search and select from the available list. Use the
shuttle controls to move the member to the selected field. Click OK.

The added member displays in the Members column corresponding to the
application role modified in the Application Roles page.

Managing Credentials

Credentials used by the system are stored in a single secure credential store. Oracle
Wallet is the default credential store file (cwallet.sso).
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The credential store alternatively can be LDAP-based, and Oracle Internet Directory is
the supported LDAP server in this release. You can configure and administer LDAP-
based credential stores using Oracle Enterprise Manager Fusion Middleware Control
or WLST commands.

Each credential is uniquely identified by a map name and a key name. Each map
contains a series of keys, and each key is a credential. The combination of map name
and key name must be unique for all credential store entries.

BI Publisher supports the following credential maps:

¢ oracle.bi.system: Contains the credentials that span the entire BI Publisher
platform.

e oracle.bi.publisher: Contains the credentials used by only BI Publisher.

BI Publisher supports the following credential types:
* Password: Encapsulates a user name and a password.

¢ Generic: Encapsulates any customized data or arbitrary token, such as public key
certificates.

To help you get started with your development environment, default credentials are
added to the file-based credential store during installation. Note that BI Publisher
credentials such as user passwords are stored in the identity store and managed with
its corresponding administrative interface.

Managing Bl System User Credentials

If using Oracle Business Intelligence as a data store, BI Publisher establishes system
communication with it as Bl system user.

Oracle Business Intelligence uses Bl system user for trusted system communication. To
change the password of Bl system user in the credential store (oracle.bi.system
credential map), see Security Guide for Oracle Business Intelligence Enterprise Edition.

Customizing the Default Security Configuration
You can customize the default security configuration in various ways.

¢ Configure a new authentication provider. See Configuring a New Authentication
Provider.

¢ Configure new policy store and credential store providers. See Configuring a New
Policy Store and Credential Store Provider.

* Migrate policies and credentials from one store to another. See Reassociating the
Policy Store and Credential Store.

¢ Create new application roles. See Creating Application Roles Using Fusion
Middleware Control.

* Create new application policies. See Creating Application Policies Using Fusion
Middleware Control.

* Modify the permission grants for an application policy. See Changing Permission
Grants for an Application Policy.
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Configuring a New Authentication Provider
You can configure another supported LDAP server to be the authentication provider.

Configuring BI Publisher to use an alternative external identity store is performed
using the Oracle WebLogic Server Administration Console. BI Publisher delegates
authentication and user population management to the authentication provider and
identity store configured for the domain it is a part of. For example, if configured to
use Oracle WebLogic Server's default authentication provider, then management is
performed in the Oracle WebLogic Server Administration Console. If configured to
use Oracle Internet Directory (OID), then the OID management user interface is used,
and so on.

If using an authentication provider other than the one installed as part of the default
security configuration, the default users and groups that are discussed in Default
Users and Groups are not automatically present. You can create users and groups with
names of your own choosing or re-create the default user and group names if the
authentication provider supports this. After this work is completed, you must map the
default BI Publisher application roles to different groups again. For example, if the
corporate LDAP server is being used as the identity store and you are unable to re-
create the BI Publisher default users and groups in it, you must map the default
application roles to different groups specific to the corporate LDAP server. Use Fusion
Middleware Control to map the groups to application roles.

For information about how to configure a different authentication provider, see Oracle
WebLogic Server Administration Console Online Help and Administering Security for Oracle
WebLogic Server 12c (12.2.1).

Configuring a New Policy Store and Credential Store Provider
The policy store and credential store can be file-based or LDAP-based.

The supported LDAP server for both stores in this release is Oracle Internet Directory.
The pre-requisites for using an LDAP-based store are the same as for both the policy
store and credential store. See Securing Applications with Oracle Platform Security
Services.

Reassociating the Policy Store and Credential Store

Migrating policies and credentials from one security store to another is called
reassociation.

Both policy store and credential store data can be reassociated (migrated) from a file-
based store to an LDAP-based store, or from an LDAP-based store to another LDAP-
based store

Because the credential store and the policy store must both be of the same type, when
reassociating one store you must reassociate the other.

See Securing Applications with Oracle Platform Security Services.

Customizing the Policy Store

The Fusion Middleware Security model can be customized for your environment by
creating your own application policies and application roles.

Existing application roles can be modified by adding or removing members as needed.
Existing application policies can be modified by adding or removing permission
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grants. For more information about managing application policies and application
roles, see Securing Applications with Oracle Platform Security Services.

Note:

Before creating a new application policy or application role and adding it to
the default BI Publisher security configuration, familiarize yourself with how
permission and group inheritance works. It is important when constructing a
role hierarchy that circular dependencies are not introduced. Best practice is to
leave the default security configuration in place and first incorporate your
customized application policies and application roles in a test environment.
For more information, see Permission Grants and Inheritance.

Creating Application Roles Using Fusion Middleware Control

You can create a new application role or copy from an existing role using Fusion
Middleware Control.

Creating Application Roles

There are two methods for creating a new application role.

Create New — Creates new application role. You can add members when you
create the new role, or you can save the new role after naming it and later add
members.

Copy Existing — Creates a new application role by copying an existing application
role. The copy contains the same members as the original, and the new role will be

Grantee of the same application policy. You can modify the copy as required when
you create the new role.

Creating a New Application Role

1.

Log into Fusion Middleware Control, navigate to Security, and select Application
Roles to display the Application Roles page.

For information, see Accessing Oracle Enterprise Manager Fusion Middleware
Control.

Choose obi from Application Stripe list. Click the search icon next to Role Name.

You can view the BI Publisher application roles.

Click Create to display the Create Application Role page. You can enter all
information at once or you can enter a Role Name, save it, and complete the
remaining fields later. Complete the fields as follows:

In the General section:

* Role Name — Enter the name of the application role.

¢ (Optional) Display Name — Enter the display name for the application role.
¢ (Optional) Description — Enter a description for the application role.

In the Members section, Click Add to select the users, groups, or application roles
you want to map to the applications role.
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a. From the Type list, select Application Role, User, or Role you want to map to
the application role.

b. Optionally, you can specify the criteria for Principal Name and Display
Name.

c. Click the search icon next to Display Name.
d. Select the principals from the Searched Principals table.
e. Click OK.

Click OK to return to the Application Roles page.
The table at the bottom of the page displays the new application role.

Creating an Application Role Based on an Existing role

1.

6.

Log into Fusion Middleware Control, navigate to Security, and select Application
Roles to display the Application Roles page.

For information, see Accessing Oracle Enterprise Manager Fusion Middleware
Control.

Choose obi from Application Stripe list. Click the search icon next to Role Name.
You can view the BI Publisher application roles.

Select an application role from the list to enable the action buttons.

Click Create Like to display the Create Application Role Like page.

The Members section is completed with the same application roles, groups, or
users that are mapped to the original role.

Complete the Role Name, Display Name, and Description fields.

For example, the figure below shows the MyNewRole application role based on
the BIContentAuthor role.

ORACLE Enterprise Manager Fusion Mddleware Control 12¢ 15 Weblogic Domain ¥ weblogic ¥

Sep 23,2016 1:30:00 aM 20T 4

Create Application Role Like : BiContentAuthor OK | Cancel
Role {or Ente ole) is the group of users designed st the enterprise level and typicslly used to assign 2 privilege or permission. A role can also contain other roles as members.

General

Application -
Stripe = °
* Role Name Enter 256 or fewer characters.

Display Name | Myt

Description | Is based on BlContentAuthor

Name Display Name Type

Bl ServiceAdministrator Bl Seqvice Administrator Appiication Role

Use Add and Delete to modify the members as appropriate and click OK.
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The table at the bottom of the page displays the newly created application role. For
example, the figure below shows the MyNewRole based on the default
BIContentAuthor application role.

ORACL E Enterprise Manager Fusion Middlensre Control 120 A Weblogic Domain ¥ weblagic »
et
Lam | i VMeblogic Domain v Sep 27, 2016 10:59:52 AM POT ﬁ

JDomain_bi'bi > App

Application Roles

P Policy Store Provide

4 Search

Application Stripe  ob - [}

Role Name | Starts With ¥ | ¢

Vieww  @iCreate.. [ Createlike..  Edit. 3¢ Delete.. B7 | [z Detach

Display N
e —

+ Membership for MyNewRole

L Display Name Type Description
BiContentAutnor MyhewRoke ppplcation R

Creating Application Policies Using Fusion Middleware Control

All BI Publisher permissions are provided and you cannot create new permissions.
Permission grants are controlled in the Fusion Middleware Control Application
Policies page.

Creating Application Policies

The permission grants are defined in an application policy. An application role, user,
or group, is then mapped to an application policy. This process makes the application
role, user, or group a Grantee of the application policy.

There are two methods for creating a new application policy:

Create New — Creates a new application policy and adds permissions to it.

Copy Existing — Creates a new application policy by copying an existing
application policy. You can name the copy, remove existing permissions, or add
new permissions as required.

Creating a New Application Policy

1.

Log in to Fusion Middleware Control, navigate to Security, and select
Application Policies to display the Application Policies page.

For information, see Accessing Oracle Enterprise Manager Fusion Middleware
Control.

Choose obi from Application Stripe list. Click the search icon next to Principal
Name.

You can view the BI Publisher application policies. The Principal column displays
the name of the policy Grantee.
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3. Click Create to display the Create Application Grant page.

4. To add permissions to the policy being created, click Add in the Permissions area
to display the Add Permission dialog.

a. Complete the Search section, and click the search icon next to the Resource
Name field.

All permissions located in the obi application stripe are displayed. For
information about the BI Publisher permissions, see Default Application
Roles and Permissions.

b. Select the desired BI Publisher permissions, and click Continue. Selecting
non-BI Publisher permissions has no effect in the policy.

c. Ifrequired, customize the permission and click Select.

The Permissions section display the selected permissions.

5. To add an application role, user, or group to the policy being created, click Add in
the Grantee section..

In the Add Principal dialog, do the following:

¢ Complete the Search section, and click the search icon next to the Display
Name field.

* Select the required principals from the Searched Principals list.
¢ (lick OK.

6. Click OK to return to the Application Policies page. You can view the Principal
(Grantee) and Permissions of the new policy in the table.

Creating an Application Policy Based on an Existing Policy

1. Log in to Fusion Middleware Control, navigate to Security, and select Application
Policies to display the Application Policies page.

For information, see Accessing Oracle Enterprise Manager Fusion Middleware
Control.

2. Choose obi from Application Stripe list. Click the search icon next to Principal
Name.

You can view the BI Publisher application policies. The Principal column displays
the name of the policy Grantee.

3. Select an existing policy from the table.

For example, the figure below shows the selected BIServiceAdministrator Principal
(Grantee) selected and the activated Create Like button.
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ORACLE Enterprise Manager fusion Migslewsre Control 120 I webLogicDomain *  weblogic ¥
= big
= B weblegicDomain v I} Sep 15, 2016 5:01:20 AM POT %)
Domain_bilsi =

Application Policies

policies are the policies that an relies upon for controlling scoess to ifs resources
17 To mansge users and groups in the WebLogic Domain, use the Oracle Weblogi Security Provider

¥ Policy Store Provide
4 Search

Select an application and enter the search keyword for principals or permissions to query application security grants. Use the application stripe to search if the application uses a stripe that is different from the
spplication name.

Application Stripe  obi E
Principal Type | Applicstion Rale E‘
Principal Hame | Starts With E | 3
View w # Create. ¥ Create Like. # Edit 2 Delete. Detach
Principal Display Hame Description
BlServiceAdministrator Bl Service Administrator
BiContentAuthor BI Content Author
BlConsumer Bl Consumer

4 Policies for Bl ServiceAdministrator

Permissions
= R Permission
Resource Hame Resource Type Permission Actions Permission Class o
AWEB-INFitask-flowsbi/s = lumns.xmige 1. Task Type view ods.administrator &
NWEB-INF/ ibi/agg: Al T Type view cds. administrator ‘ E
oracle.ui pattern. dynsmicShell.model.dynsmicTabShellDef... RegionResourceType view cds.administrator
‘oradle_essbase ods.view pageDefs.agg_wizardPageDef RegionResource Type view cds administrator  w

4. Click Create Like to display the Create Application Grant Like page. The
Permissions table displays the names of the permissions granted by the policy
selected.

5. To remove any items, select it and click Delete.

6. To add application role, user, or group to the policy, click Add in the Grantee area
to display the Add Principal dialog.

* Complete the Search area and click the blue search icon next to the Display
Name field.

e Select from the Searched Principals list.

¢ (Click OK.
The Application Policies page displays the Principal and Permissions of the policy.

Changing Permission Grants for an Application Policy
You can change one or more permissions granted by an application policy.

To add or remove permission grants from an application policy:

1. Login to Fusion Middleware Control, navigate to Security, then select Application
Policies to display the Application Policies page.

For information, see Accessing Oracle Enterprise Manager Fusion Middleware
Control.

2. Choose Select Application Stripe to Search, then select obi from the list. Click the
search icon next to Role Name.

The BI Publisher application policies are displayed. The Principal column displays
the name of the policy Grantee.
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3. Select the name of the application role from the Principal column and click Edit.

4. Add or delete permissions from the Edit Application Grant view and click OK to
save the changes.
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Alternative Security Options

This chapter describes alternative security options for BI Publisher, including Single
Sign-on (SS0), LDAP options, Oracle Access Manager (OAM), and Microsoft Active
Directory.

It covers the following topics:

* About Alternative Security Options

* Authentication and Authorization Options

¢ Understanding BI Publisher Users, Roles, and Permissions
® About Privileges to Use Functionality

* About Catalog Permissions

¢ How Functional Privileges and Permissions Work Together
* About Access to Data Sources

* Configuring Users, Roles, and Data Access

® Security and Catalog Organization

* Using LDAP with BI Publisher

¢ Integrating with Microsoft Active Directory

¢ Configuring BI Publisher with Single Sign-on (SS0O)

¢ Configuring SSO in an Oracle Access Manager Environment
¢ Setting Up Oracle Single Sign-On

About Alternative Security Options

This chapter describes security concepts and options for a standalone implementation
of Oracle BI Publisher that is not installed as part of the Oracle Business Intelligence
Enterprise Edition.

Note the following:

¢ If you have installed the Oracle BI Enterprise Edition, then see Security Guide for
Oracle Business Intelligence Enterprise Edition for information about security.

e If you have installed BI Publisher on its own and you plan to use Oracle Fusion
Middleware Security, then see Understanding the Security Model. The following
topics will be of interest in this chapter:

— About Catalog Permissions
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— About Access to Data Sources
¢ To configure BI Publisher with these other Oracle security models:
— Oracle Bl Server security
— Oracle E-Business Suite security
- Oracle Database security
— Siebel CRM security
See Integrating with Other Oracle Security Models.
Use the information in this chapter to configure the following:
¢ BI Publisher Security

® Integration with an LDAP provider

Note:

Any identity store provider that is supported by Oracle WebLogic Server can
be configured to be used with BI Publisher. Configuring BI Publisher to use an
alternative external identity store is performed using the Oracle WebLogic
Server Administration Console. For this configuration, see Customizing the
Default Security Configuration.

* Integration with a Single Sign-On provider

Authentication and Authorization Options

BI Publisher supports several options for authentication and authorization.

You can choose a single security model to handle both authentication and
authorization; or, you can configure BI Publisher to use a Single Sign-On provider or
LDAP provider for authentication with another security model to handle
authorization.

Understanding Bl Publisher Users, Roles, and Permissions

A user is assigned one or multiple roles.

A role can grant any or all of the following;:
¢ Privileges to use functionality
® Permissions to perform actions on catalog objects

e Access to data sources

You can create a hierarchy of roles by assigning roles to other roles. In this way the
privileges and permissions of multiple roles can roll up to higher level roles. The
figure below shows an example of the hierarchy structure of User, Role, and Folder.
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Riode:

User:
LSmith

Role:
Executive

Sales Role:
Manager HR Manager
Sales - East Sales-West HR Reporis
SE Report 1 SW Report 1 HR Report 1
SE Report 2 SW Report 2 HR Report 2
SE Report 3 SW Report 3 HR Report 3

Options for Configuring Users and Roles

There are three options for setting up users and roles.

Rale:
Operations.
Manager

Executive Folder

Exec Report 1
Exec Report 2
Exec Report 3

Role: Role:
Shipping Inventory
Manager Manager
Shipping Imventory
Report 1 Report 1
Report 2 Report 2
Report 3 Report 3

¢ Set up users and roles in the BI Publisher Security Center

For this option, follow the instructions in this section.

¢ Configure BI Publisher with your LDAP server

For this option, see Configuring BI Publisher to Use an LDAP Provider for
Authentication and Authorization.

® Set up users and roles in a supported Oracle security model. For this option, see

Integrating with Other Oracle Security Models.

About Privileges to Use Functionality

BI Publisher provides a set of functional roles to grant access to specific functionality
within the application. Assign these roles to users based on their need to perform the
associated tasks. These roles cannot be updated or deleted.

The table below shows the privileges granted to each functional role.

Role Privilege

BI Publisher Scheduler View Export History Schedule

BI Publisher Template View Export History (public reports only) Enables access to
Designer Layout Editor Enables log on from Template Builder

BI Publisher Developer View Export Schedule History Edit Report Enables access to

Layout Editor Enables log on from the Template Builder
Enables access to the Data Model Editor

Alternative Security Options 3-3



About Catalog Permissions

Role Privilege

BI Publisher Administrator Enables the privileges of all other roles Grants access to the
Administration page and all administration tasks

Roles assigned these privileges cannot perform any actions on objects in the catalog
until they are also granted permissions on the catalog objects.

About Catalog Permissions

To perform the actions allowed by the functional roles above, a role must also be
granted permissions to access the objects in the catalog.

The table below describes permissions for roles.

Each of these permissions can be granted at the folder level to enable the operations on
all items within a folder.

Permission Description

Read Enables a role to display an object in the catalog. If the object resides
within a folder, a role must be granted the Read permission on the
object and its parent Folder.

Write * Report — requires the BI Publisher Developer role
e Data Model — requires the BI Publisher Developer role

* Sub Template and Style Template - requires the BI Publisher
Developer Role or the BI Publisher Template Designer Role

Delete Enables a role to delete an object.

Run Report Online ~ Enables a role to run a report and view it in the report viewer.

Schedule Report Enables a role to schedule a report.

View Report Output  Enables a role to access the Report Job History for a report.

It is important to note that for a report consumer to successfully run a report, his role
must have read access to every object that is referenced by the report.

For example, a report consumer must run a report in a folder named Reports. The data
model for this report, resides in a folder named Data Models. This report references a
Sub Template stored in a folder named Sub Templates, and also references a Style
Template stored in a folder named Style Templates. The report consumer's role must
be granted Read access to all of these folders and the appropriate objects within.

How Functional Privileges and Permissions Work Together
Certain rules determine the behavior of privileges and permissions.

* A role assigned a functional privilege cannot perform any actions in the catalog
until catalog permissions are also assigned

* A role can be assigned a set of permissions on catalog objects without being
assigned any functional privileges

e Ifaroleis assigned a functional privilege, when catalog permissions are assigned,
some permissions are inherited
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A Role Must Be Assigned Catalog Permissions

A role assigned a functional role cannot perform any actions in the catalog until
catalog permissions are granted.

Note that the functional roles themselves (BI Publisher Developer, BI Publisher
Scheduler, and so on) cannot be directly assigned permissions in the catalog. The
functional roles must first be assigned to a custom role and then the custom role is
available in the catalog permissions table.

A Role Can Be Granted Catalog Permissions Only

The permissions available directly in the catalog enable running reports, scheduling
reports, and viewing report output.

Therefore if your enterprise includes report consumers who have no other reason to
access Bl Publisher except to run and view reports, then the roles for these users
consist of catalog permissions only.

Inherited Permissions

When a role is assigned one of the functional roles, and that role is granted
permissions on a particular folder in the catalog, then some permissions are granted
automatically based on the functional role.

For example, assume that you create a role called Financial Report Developer. You
assign this role the BI Publisher Developer role. For this role to create reports in the
Financial Reports folder in the catalog, you grant this role Read, Write, and Delete
permissions on the folder. Because the BI Publisher Developer role includes the run
report, schedule report, and view report history privileges, these permissions are
automatically granted on any folder to which a role assigned the BI Publisher
Developer role is granted Read access.

About Access to Data Sources

A role must be granted access to a data source to view reports that run against the data
source or to build and edit data models that use the data source.

Add access to data sources in the Roles and Permissions page. See Granting Data
Access.

Configuring Users, Roles, and Data Access
This chapter details the procedures to configure users, roles, and data access.
¢ Creating Roles
¢ Creating Users and Assigning Roles to a User
¢ Granting Catalog Permissions

¢ Granting Data Access

Creating Roles
You create roles on the Administration page.

To create a new role in BI Publisher:
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9.

Navigate to the BI Publisher Administration page.

Under Security Center, click Roles and Permissions.

Click Create Role.

Enter a name for the role and optionally, enter a description.

Click Apply.

Click Assign Roles to assign roles to the user.

Use the shuttle buttons to move Available Roles to Assigned Roles. Click Apply.
To add a role to a role, click Add Roles.

Use the shuttle buttons to move Available Roles to Included Roles. Click Apply.

To add data sources to a role, see Granting Data Access.

Creating Users and Assigning Roles to a User

You create users in the Administration page.

To create users and assign roles to them:

1.

7.

Navigate to the BI Publisher Administration page.
Under Security Center, click Users.

Click Create User.

Add the User Name and Password for the user.
Click Apply.

Click Assign Roles to assign roles to the user.

Use the shuttle buttons to move Available Roles to Assigned Roles. Click Apply.

Granting Catalog Permissions

For a role to access an object in the catalog, the role must be granted Read permissions
on both the object and the folder in which the object resides.

Permissions can be granted at the folder level and applied to all the objects and
subfolders it contains, or applied to individual objects.

To grant catalog permissions to a role:

1.

2.

Navigate to the Catalog.

Locate the folder or object on which to grant permissions and click More. From the
menu (shown in the figure below), select Permissions. Alternatively, you can select
the folder and click Permissions in the Tasks region.

Note:

Permissions cannot be granted on the root Shared folder.
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Py rFeER

Analyses LastModified 5/8/15 8:13 AM  Created By weblogic
Expand More ¥

Data Models LastModified 5/8/15 8:13 AM  Created By weblogic

Expand More v
|

JDE Sam; X Delete §8:13AM Created By weblogic
Expand .

| Copy
Reports 3AM  Created By weblogic
Expand Paste

Style Tem ‘% cut 3M58:13 AM  Created By weblogic
Expand

E[1 Rename

1, Upload

.+, Download

[@E Properties

9 Permiﬁions

3. On the Permissions dialog, click Create.

Help

Permissions

Location /Data Models
Apply permissions to items within this folder

EX:

Rifie Name Read Write Delete

Run report online Schedule Report View Report Output

d Create | D | I:l | D

o | o | O

OK. Cancel

4. On the Add Roles dialog, enter a search string to find a role, or simply click Search
to display all roles. Use the shuttle buttons to move roles from the Available Roles
list to the Selected Roles list.
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Add Roles (%]
Location [Data Models
Available Roles Selected Roles
Mame Report Roles
Search Report Developer
Raoles
Report Consumer
Report Layout Designer ?
Mowe Al
Remove
&
Remove All
Help oK Cancel

5. When finished, click OK to return to the Permissions dialog.

6. On the Permissions dialog, configure the permissions required by the role.

Permissions (]
Location /Data Models

Apply permissions to items within this folder

+ &
Role Name Read Write Delete Run report online Schedule Report View Report Output
| [EReport Developer

|nepmcmsum | | [] | | | |

£e
L]

Help OK Cancel

Note the following:

® The icon next to the Report Developer role indicates that this role is assigned
one of the BI Publisher functional roles (in this case, the BI Publisher Developer
role).

* Once the Report Developer role is assigned access to this folder, the following
permissions are automatically granted based on the privileges that comprise the
BI Publisher Developer Role: Run report online, Scheduler Report, View Report
Output.

7. If you are granting permissions on a Folder, select Apply permissions to items
within this folder, if the permissions should apply to all objects.

Granting Data Access

Roles must be granted access to data sources to run or schedule certain reports or to
create or edit certain data models.
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A role must be granted access to a data source if the role must:

¢ Run or schedule a report built on a data model that retrieves data from the data
source

e (Create or edit a data model that retrieves data from the data source

To grant a role access to a data source:

1. Navigate to the BI Publisher Administration page.

2. Under Security Center, click Roles and Permissions.

3. On the Roles and Permissions page, locate the role, then click Add Data Sources.

4. On the Add Data Sources page you see a region for each of the following types of
data sources:

¢ Database Connections
e File Directories

e LDAP Connections

e OLAP Connections

5. Use the shuttle buttons to move the required data sources from the Available Data
Sources list to the Allowed Data Sources list.

6. When finished, click Apply.

Security and Catalog Organization

Because permissions are granted in the catalog, it is very important to be aware of this
design when creating roles for your organization and when structuring the catalog.

For example, assume that your organization requires the roles that are described in the

table below.
Role Required Permissions
Sales Report Consumer Needs to view and schedule Sales department reports.
Financial Report Consumer Needs to view and schedule Financial department reports.

Executive Report Consumer  Needs to consume both Sales and Financial reports and
executive level reports.

Sales Report Developer Needs to create data models and reports for Sales department
only.

Financials Report Developer ~ Needs to create data models and reports for Financials
department only.

Layout Designer Needs to design report layouts for all reports.

You might consider setting up the catalog structure as described in the table below.
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Folder Contents

Sales Reports All reports for Sales Report Consumer. Also contains any Sub
Templates and Style Templates associated with Sales reports.

Sales Data Models All data models for Sales reports.

Financials Reports All reports for Financials Report Consumer. Also contains any
Sub Templates and Style Templates associated with Financials
reports.

Financials Data Models All data models for Financials reports

Executive Reports All executive-level reports and data models.

Set up the roles as follows:
Example Role Configuration
Sales Report Consumer:

Grant catalog permissions:

* To the Sales Reports folder add the Sales Report Consumer and grant:
Read
Schedule Report
Run Report Online
View Report Online

Select Apply permissions to items within this folder

* To the Sales Data Models folder add the Sales Report Consumer and grant:
Read
Grant Data Access:

On the Roles page, locate the role, then click Add Data Sources. Add all data sources
used by Sales reports.

Financials Report Consumer

Grant catalog permissions:

* To the Financials Reports folder add the Financials Report Consumer and grant:
Read
Schedule Report
Run Report Online
View Report Online

Select Apply permissions to items within this folder

* To the Financials Data Models folder add the Financials Report Consumer and
grant:

Read

Grant Data Access:
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On the Roles page, locate the role, then click Add Data Sources. Add all data sources
used by Financials reports.

Executive Report Consumer
Assign Roles:

On the Roles tab, assign the Executive Report Consumer the Sales Report Consumer
and the Financials Report Consumer roles.

Grant catalog permissions:

¢ To the Executive Reports folder add the Executive Report Consumer and grant:
Read
Schedule Report
Run Report Online
View Report Online
Select Apply permissions to items within this folder
Grant Data Access:

On the Roles tab, locate the role, then click Add Data Sources. Add all data sources
used by Executive reports.

Sales Report Developer
Assign Roles:

On the Roles tab, assign the Sales Report Developer the BI Publisher Developer Role
and the BI Publisher Template Designer Role.

Grant Data Access:

On the Roles tab, locate the Sales Report Developer and click Add Data Sources. Add
all data sources from which Sales data models are built.

Grant Catalog Permissions:

¢ In the catalog, to the Sales Data Models folder add the Sales Report Developer and
grant:

Read, Write, Delete

¢ To the Sales Reports folder, add the Sales Report Developer and grant:
Read, Write, Delete

Financials Report Developer

Assign Roles:

On the Roles tab, assign the Financials Report Developer the BI Publisher Developer
Role, and the BI Publisher Template Designer Role.

Grant Data Access:

On the Roles tab, locate the Financials Report Developer and click Add Data Sources.
Add all data sources from which Financials data models are built.

Grant Catalog Permissions:

¢ In the catalog, to the Financials Data Models folder add the Financials Report
Developer and grant:
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Read, Write, Delete

¢ To the Financials Reports folder, add the Financials Report Developer and grant:
Read, Write, Delete

Layout Designer

Assign Roles:

On the Roles tab, assign the Layout Designer the BI Publisher Template Designer Role
and the BI Publisher Developer Role.

Grant Catalog Permissions:

¢ In the catalog, to the Financials Data Models and the Sales Data Models folders add
the Layout Designer Role and grant:
Read

* To the Financials Reports and Sales Reports folders, add the Layout Designer and

grant:

Read, Write, Delete

Using LDAP with Bl Publisher

You can use BI Publisher with an LDAP provider for authentication only or for both
authentication and authorization.

Note:

By default, BI Publisher allows every LDAP user to log in to the system even
when no BI Publisher-specific roles are assigned to the user. Users cannot
perform any functions that require roles, such as creating reports or data
models; however if a user is assigned a role that is assigned permissions on
catalog objects (such as traverse and open) the user can perform those tasks.

To prevent users from logging in to BI Publisher unless they have a Bl
Publisher role assigned, see Disabling Users Without BI Publisher-Specific
Roles from Logging In.

¢ Configuring BI Publisher to Use an LDAP Provider for Authentication Only

¢ Configuring BI Publisher to Use an LDAP Provider for Authentication and
Authorization

Configuring Bl Publisher to Use an LDAP Provider for Authentication Only

Configure BI Publisher to use an LDAP provider for authentication in conjunction
with another security model for authorization.

1. On the Administration page, under Security Center, click Security Configuration.
2. Create a Local Superuser.

Enter a Superuser Name and Password and select Enable Local Superuser check
box. Enabling a local superuser ensures that you can access the Administration
page of BI Publisher in case of security model configuration errors.
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3. Scroll down to the Authentication region. Select the Use LDAP check box.
4. Enter the following:

e URL
For example: 1dap:/ /example.com:389/
If you are using LDAP over SSL, then note the following:

— the protocol is ldaps

— the default port is 636
An example URL would be: | daps: // exanpl e. com 636/

¢ Administrator Username and Password for the LDAP server

The Administrator user entered here must also be a member of the
XMLP_ADMIN group.

¢ Distinguished Name for Users
For example: cn=Users,dc=example,dc=com

The distinguished name values are case-sensitive and must match the settings in
the LDAP server.

¢ JNDI Context Factory Class
The default value is com.sun.jndi.ldap.LdapCtxFactory

e Attribute used for Login Username

Enter the attribute that supplies the value for the Login user name. This is also
known as the Relative Distinguished Name (RDN). This value defaults to cn.

* Attribute used for user matching with authorization system - enter the
attribute that supplies the value to match users to the authorization system. For
example, orcleguid.

5. Click Apply.

6. Restart the BI Publisher server.

Configuring Bl Publisher to Use an LDAP Provider for Authentication and Authorization

BI Publisher can be integrated with the LDAP provider to manage users and report
access.

Create the users and roles within the LDAP server, then configure the BI Publisher
server to access the LDAP server.

In the BI Publisher security center module, assign folders to those roles. When users
log in to the server, they have access to those folders and reports assigned to the LDAP
roles.

Integrating the BI Publisher server with Oracle LDAP consists of three main tasks:

1. Set up users and roles in the LDAP provider
2. Configure BI Publisher to recognize the LDAP server

3. Assign catalog permissions and data access to roles
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For information on supported LDAP servers, see System Requirements and
Certification for the most up-to-date information on supported hardware and
software.

Setting Up Users and Roles in the LDAP Provider

This procedure must be performed in the LDAP provider. See the documentation for
the provider for details on how to perform these tasks.

To set up users and roles:
1. In the Domain root node of the LDAP provider, create the roles that are described

in the table below to integrate with BI Publisher. See Understanding BI Publisher
Users, Roles, and Permissions for full descriptions of the required functional roles.

Bl Publisher System Group Description

XMLP_ADMIN The administrator role for the BI Publisher server. You
must assign the Administrator account used to access
your LDAP server the XMLP_ADMIN group.

XMLP_DEVELOPER Allows users to create and edit reports and data
models.
XMLP_SCHEDULER Allows users to schedule reports.

XMLP_TEMPLATE_DESIGNER Allows users to connect to the BI Publisher server from
the Template Builder for Word and to upload and
download templates. Allows users to design layouts
using the BI Publisher Layout Editor.

2. Create other functional roles as required by your implementation (for example: HR
Manager, Warehouse Clerk, or Sales Manager), and assign the appropriate BI
Publisher functional roles.

3. Assign roles to users.

Note:

Ensure that you assign the Administrator account the XMLP_ADMIN role.

Configuring the Bl Publisher Server to Recognize the LDAP Server

To configure the BI Publisher server to recognize the LDAP server, update the Security
properties in the BI Publisher Administration page.

Note:

Ensure that you understand your site's LDAP server configuration before
entering values for the BI Publisher settings.

To configure the BI Publisher Server for the LDAP Server:

1. On the Administration page, under Security Center, click Security Configuration.

2. Create a Local Superuser.
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Enter a Superuser Name and Password and select Enable Local Superuser check
box. Enabling a local superuser ensures that you can access the Administration
page of BI Publisher in case of security model configuration errors.

. Scroll down to the Authorization region. Select LDAP for the Security Model.
. Enter the following;:

e URL
For example: | dap: // exanpl e. com 389/
If you are using LDAP over SSL, then note the following;:

— the protocol is "ldaps"

— the default port is 636

For example: | daps://exanpl e. com 636/

¢ Administrator Username and Password for the LDAP server

The Administrator user entered here must also be a member of the
XMLP_ADMIN group.

* Distinguished Name for Users
For example: cn=Users,dc=example,dc=com

The distinguished name values are case-sensitive and must match the settings in
the LDAP server.

* Distinguished Name for Groups
For example: cn=Groups,dc=us,dc=oracle,dc=com

The default value is
cn=OracleDefaultDomain,cn=0OracleDBSecurity,cn=Products,cn=OracleContext,
dc=example,dc=com

* Group Search Filter
The default value is (&(objectclass=groupofuniquenames)(cn="))
* Group Attribute Name

The default value is cn

¢ Group Member Attribute Name
The default value is uniquemember

¢ Member of Group Attribute Name

(Optional) Set this attribute only if memberOf attribute is available for User and
Group. Group Member Attribute is not required when this attribute is available.
Example: memberOf or wlsMemberOf

* Group Description Attribute Name

The default value is description

¢ JNDI Context Factory Class
The default value is com.sun.jndi.ldap.LdapCtxFactory
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Group Retrieval Page Size

Setting this value enables support of the LDAPv3 control extension for simple
paging of search results. By default, the BI Publisher server does not use
pagination. This value determines the number of results to return on a page (for
example, 200). Your LDAP server must support control type
1.2.840.113556.1.4.319 to support this feature, such as Oracle Internet Directory
10.1.4. Ensure that you check your LDAP server documentation for support of
this control type before entering a value.

For more information about LDAP pagination and the required control type, see
the article: RFC 2696 - LDAP Control Extension for Simple Paged Results
Manipulation (ht t p: / / www. f ags. org/ rfcs/rfc2696. ht ).

Attribute used for Login Username

Enter the attribute that supplies the value for the Login user name. This is also
known as the Relative Distinguished Name (RDN). This value defaults to cn.

Automatically clear LDAP cache - to schedule the automatic refresh of the
LDAP cache the LDAP cache per a designated interval, select this box. After you
select this box the following additional fields become enabled:

— Enter an integer for Ldap Cache Interval. For example, to clear the LDAP
cache once a day, enter 1.

— Select the appropriate Ldap Cache Interval Unit: Day, Hour, or Minute.

Default User Group Name

(Optional) Use this option if your site has the requirement to allow all
authenticated users access to a set of folders, reports, or other catalog objects.
The user group name that you enter here is added to all authenticated users.
Any catalog or data source permissions that you assign to this default user
group are granted to all users.

Attribute Names for Data Query Bind Variables

(Optional) Use this property to set attribute values to be used as bind variables
in a data query. Enter LDAP attribute names separated by a commas for
example: memberOf, primaryGrouplD,mail

See Creating Bind Variables from LDAP User Attribute Values in Data Modeling
Guide for Oracle Business Intelligence Publisher.

5. Click Apply. Restart the BI Publisher server.

The figure below shows a sample of the LDAP security model entry fields from the
Security Configuration page.
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Authorization

Security Model | LDAP

b d

URL

Administrator Username
Administrator Password
Distinguished Mame for Users

Distinguished Mame for Groups
Group Search Fitter

Group Attribute Mame

Group Member Attribute Mame

Member Of Group Attribute Mame

Group Description Attribute Mame

INDI Context Factory Class

Group Retrieval Page Size

Attribute used for RDN

Ldap Cache Intenval

Ldap Cache Interval Unit
Default User Group Mame

Attribute Names for Data Query Bind Variables

|Ida|3:,l',l'h05tname:|30rt

i/ fhostnzme:port |

Example: iz

cn=UUsers, dc=example,dc=com |
(Example: cn=\Jsers,dc=example, dc=com )

(Examiple: mull )
(&(objectclass=groupofuniguenames){cn=*)) |

{Default Vale: (B{objectclzss=groupofuniguenames)o

(Default Value: cn )

uniguemember

for User and Group, Group Member attribute is
berOf

memberQf attribute i

(Crptionzl) Plezse set this attribu
. Bxample: memberOf, w

wihen this atiribute
scription )

ndi.ldap.LdapCtxFactory

com.sun. jndi.ldap LdzpCoFa

ppartad by all LDAP sarvers

{Cptionzl) Plezss enter 2 user grou

{Optional) Plazse enter i s bind warizbles for datz quary

If you are configuring BI Publisher to use LDAP over SSL, then you must also
configure Java keystore to add the server certificate to JVM. See Configuring BI
Publisher for Secure Socket Layer (SSL) Communication.

Assigning Data Access and Catalog Permissions to Roles

Assign data access and catalog permissions to roles in the Administration page.

To assign data access and catalog permissions to roles:

1. Log in to BI Publisher as a user assigned the XMLP_ADMIN role in the LDAP

provider.

2. On the Administration page, click Roles and Permissions.

You see the roles that you created in the LDAP provider to which you assigned the
XMLP_ roles. Note the following:

¢ The XMLP_X roles are not shown because these are controlled through the

LDAP interface.

¢ The Users tab is no longer available under the Security Center because users are
now managed through your LDAP interface.

* Roles are not updatable in the BI Publisher interface, except for adding data

sources.

3. Click Add Data Sources to add BI Publisher data sources to the role. A role must
be assigned access to a data source to run reports from that data source or to build
data models from the data source. For more information see Granting Data Access.

4. Grant catalog permissions to roles. See About Catalog Permissions and Granting
Catalog Permissions for details on granting catalog permissions to roles.
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Users can now log in using their LDAP username/password.

Disabling Users Without Bl Publisher-Specific Roles from Logging In

To disable users without BI Publisher-specific roles from logging in to the BI Publisher
server, set a configuration property in the xmlp-server-config.xml file.

The xmlp-server-config.xml file is located at:

$DOVAI N_HOVE/ bi dat a/ conponent s/ bi publ i sher/ reposi tory/ Adm n/
Configuration/ xm p-server-config.xn

In the xmlp-server-config.xml file, add the following property and setting:

<property nane="REQUI RE XMLP_ROLE FOR LOd N' val ue="true"/>

Integrating with Microsoft Active Directory

Microsoft Active Directory supports the LDAP interface and therefore can be
configured with BI Publisher using LDAP Security.

¢ Configuring the Active Directory
¢ Configuring BI Publisher
* Logging In to Bl Publisher Using the Active Directory Credentials

¢ Assigning Data Access and Catalog Permissions to Roles

Configuring the Active Directory
Configure support for Active Directory by adding users and system groups.

To configure the active directory:

1. Add users who must access BI Publisher.

Add the users under "Users" or any other organization unit in the Domain Root.

2. Add the BI Publisher system groups. The Scope of the groups must be Domain
Local.

The table below describes the BI Publisher system groups that must be added.

Bl Publisher System Group Description

XMLP_ADMIN The administrator role for the BI Publisher server.
You must assign the Administrator account used to
access your LDAP server the XMLP_ADMIN group.

XMLP_DEVELOPER Allows users to create and edit reports and data
models.
XMLP_SCHEDULER Allows users to schedule reports.

XMLP_TEMPLATE_DESIGNER Allows users to connect to the BI Publisher server
from the Template Builder for Word and to upload
and download templates. Allows users to design
layouts using the BI Publisher Layout Editor.
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3. Grant BI Publisher system groups to global groups or users.

You can grant BI Publisher system groups directly to users or through global
groups.

Example 1: Grant Users the BI Publisher Administrator Role

1. Under the Active Directory User and Computers, open the XMLP_ADMIN group
and click the Members tab.

2. Click Add to add users who need to BI Publisher Administrator privileges.
Example 2: Grant Users Access to Scheduling Reports
The "HR Manager" global group is defined under "Users".

All users in this group need to schedule reports.

To achieve this, add HR Manager as a Member of the XMLP_SCHEDULER group.

Configuring Bl Publisher
You configure BI Publisher on the Administration page.
To configure Bl Publisher:
1. On the Administration page, click Security Configuration.

2. Set up a Local Superuser if one has not been configured. This is very important in
case the security configuration fails, you must still be able to log in to BI Publisher
using the Superuser credentials.

3. In the Authorization region of the page, select LDAP from the Security Model list.

4. Enter the details for the Active Directory server, as described in Configuring the BI
Publisher Server to Recognize the LDAP Server, noting the following specific
information for Active Directory:

¢ Set Group Search Filter objectclass to "group”

* Set Member of Group Member Attribute Name to "memberOf" (Group
Member Attribute Name can be left blank).

* Set Attribute used for Login Username to "sAMAccountName".
¢ If you are using LDAP over SSL note the following:
— the protocol is Idaps

— the default port is 636
An example URL would be: | daps: // exanpl e. com 636/

The figure below shows an example configuration highlighting the
recommendations stated above.
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Authorization

Security Model | LDAP

URL

Administrator Username
Administrator Password
Distinguished Name for Users

Distinguished Name for Groups

Example: dap://hosmame:port
CN=bi_admin_user,CN=Users,DC=hostname, DC=domainname,DC=
S8 808
DC=hostname,DC=domainname,DC=com
Example: on niple, oc=com |
DC=hostname,DC=domainname,DC=com

Example:
(&(objectdass=group{cn==})

Dx alue: (Bdobje ss=groupofuniquenamesi{m="*

——® Group Search Filter

Group Attribute Name |cn

Group Member Attribute Name

—® Member Of Group Attribute Name

description

Group Description Attribute Name

INDI Context Factory Class cI|.Iclap.Ldﬁp[thactoru-r
com.sun. indi.dan. LdapCrFacton

Group Retrieval Page Size

——pAttribute used for Login Username 5.3;.l\‘IAcc0untName

Ldap Cache Interval |1

Ldap Cache Interval Unit
Default User Group Name

MAccountName, primaryGroupID, mai

Attribute Names for Data Query Bind Variables

5. Click Apply. Restart the BI Publisher application.

If you are configuring BI Publisher to use LDAP over SSL, then you must also
configure Java keystore to add the server certificate to JVM. For more information, see
Configuring Bl Publisher for Secure Socket Layer (SSL) Communication.

Logging In to Bl Publisher Using the Active Directory Credentials

The User login name defined in Active Directory Users and Computers >User
Properties >Account is used for the BI Publisher login name.

Add the Domain to the user name to log in to BI Publisher. For example:
"scott_tiger@domainname.com".

Note the following:

¢ The Attribute used for Login Username can be sAMAccountName instead of
userPrincipalName.

* You must use sSAMAccountName for the Attribute used for Login Username
when the "User logon name (pre-Windows 2000)" is required to use for the BI
Publisher login username.

¢ User names must be unique across all organization units.

Assigning Data Access and Catalog Permissions to Roles

You assign data access and catalog permissions to roles on the Administration page.

To assign data access and catalog permissions to roles:

1. Login to BI Publisher as a user assigned the XMLP_ADMIN role in Active
Directory.
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2. On the Administration page, click Roles and Permissions.

You see the roles that you created in Active Directory to which you assigned the
XMLP_ roles. Note the following:

* The XMLP_X roles are not shown because these are controlled through the
Active Directory interface.

® The Users tab is no longer available under the Security Center because users are
now managed through Active Directory.

* Roles are not updatable in the BI Publisher interface, except for adding data
sources.

3. Click Add Data Sources to add BI Publisher data sources to the role. A role must
be assigned access to a data source to run reports from that data source or to build
data models from the data source. For more information see Granting Data Access.

4. Grant catalog permissions to roles. See About Catalog Permissions and Granting
Catalog Permissions for details on granting catalog permissions to roles.

Configuring Bl Publisher with Single Sign-on (SSO)

Integrating a single sign-on (SSO) solution enables a user to log on (sign-on) and be
authenticated once.

Thereafter, the authenticated user is given access to system components or resources
according to the permissions and privileges granted to that user. BI Publisher can be
configured to trust incoming HTTP requests authenticated by a SSO solution that is
configured for use with Oracle Fusion Middleware and Oracle WebLogic Server. For
information about configuring SSO for Oracle Fusion Middleware, see Securing
Applications with Oracle Platform Security Services.

When BI Publisher is configured to use SSO authentication, it accepts authenticated
users from whatever S5O solution Oracle Fusion Middleware is configured to use. If
SSO is not enabled, then BI Publisher challenges each user for authentication
credentials. When BI Publisher is configured to use SSO, a user is first redirected to the
SSO solution's login page for authentication.

Configuring BI Publisher to work with SSO authentication requires minimally that the
following be done:

¢ Oracle Fusion Middleware and Oracle WebLogic Server are configured to accept
SSO authentication. Oracle Access Manager is recommended in production
environments.

* BI Publisher is configured to trust incoming messages.

e The HTTP header information required for identity propagation with SSO
configurations (namely, user identity and SSO cookie) is specified and configured.

How BI Publisher Operates with SSO Authentication

After SSO authorization has been implemented, BI Publisher operates as if the
incoming web request is from a user authenticated by the SSO solution. User
personalization and access controls such as data-level security are maintained in this
environment.
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Tasks for Setting Up SSO Authentication with Bl Publisher

Refer to the table below for SSO authentication configuration tasks and links
providing more information.

Task Description  For More Information
Configure Configure Configuring SSO in an Oracle Access Manager Environment
Oracle Oracle See Securing Applications with Oracle Platform Security Services
Access Access
Manageras  Manager to
the SSO protect the
authenticatio =~ BI Publisher
n provider. URL entry
points.
Configure Configure See Securing Applications with Oracle Platform Security Services
the HTTP the web
proxy. proxy to
forward
requests
from BI
Publisher to
the SSO
provider.
Configurea  Configure Configuring a New Authenticator for Oracle WebLogic Server
hew the Oracle See Oracle WebLogic Server Administration Console Online Help
authenticator WebLogic
for Oracle Server
WebLogic domain in
Server. which BI
Publisher is

installed to
use the new

identity
store.
Configure a Configure Configuring OAM as a New Identity Asserter for Oracle
new identity  the Oracle WebLogic Server
asserter for  WebLogic See Oracle WebLogic Server Administration Console Online Help
Oracle Server
WebLogic domain in
Server. which BI
Publisher is
installed to
use the SSO
provider as
an asserter.
Enable BI Enable the Configuring BI Publisher for Oracle Fusion Middleware
Publisher to  SSO Security
accept SSO provider
authenticatio configured
n. to work with
BI Publisher.
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Note:

For an example of an Oracle Business Intelligence SSO installation scenario,
see Enterprise Deployment Guide for Oracle Business Intelligence.

Configuring SSO in an Oracle Access Manager Environment

Configure Oracle Access Manager as the SSO authentication provider for Oracle
Fusion Middleware with WebLogic Server.

For more information, see Securing Applications with Oracle Platform Security Services.
For more information about managing Oracle Access Manager, see Oracle Fusion
Middleware Administrator’s Guide for Oracle Access Management.

After the Oracle Fusion Middleware environment is configured, in general the
following must be done to configure Bl Publisher:

¢ Configure the SSO provider to protect the BI Publisher URL entry points.

¢ Configure the web server to forward requests from BI Publisher to the SSO
provider.

¢ Configure the new identity store as the main authentication source for the Oracle
WebLogic Server domain in which BI Publisher has been installed. For more
information, see Configuring a New Authenticator for Oracle WebLogic Server.

¢ Configure the Oracle Access Manager domain in which BI Publisher is installed to
use an Oracle Access Manager asserter. For more information, see Configuring
OAM as a New Identity Asserter for Oracle WebLogic Server.

* After configuration of the SSO environment is complete, enable SSO authentication
for BI Publisher. For more information, see Configuring BI Publisher for Oracle
Fusion Middleware Security.

Configuring a New Authenticator for Oracle WebLogic Server

After installing BI Publisher, the Oracle WebLogic Server embedded LDAP server is
the default authentication source (identity store). To use a new identity store (for
example, OID), as the main authentication source, you must configure the Oracle
WebLogic Server domain (where BI Publisher is installed).

For more information about configuring authentication providers in Oracle WebLogic
Server, see Administering Security for Oracle WebLogic Server 12¢ (12.2.1).

To configure a new authenticator in Oracle WebLogic Server:

1. Log in to Oracle WebLogic Server Administration Console and click Lock & Edit
in the Change Center.

2. Select Security Realms from the left pane and click myrealm.

The default Security Realm is named myrealm.
3. Display the Providers tab, then display the Authentication sub-tab.

4. Click New to launch the Create a New Authentication Provider page.

Complete the fields as follows:

* Name: OID Provider, or a name of your choosing.
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¢ Type: OracleInternetDirectory Authenticator

¢ (lick OK to save the changes and display the authentication providers list
updated with the new authentication provider.

5. Click the newly added authenticator in the authentication providers table.

6. Navigate to Settings, then select the Configuration\Commontab:

¢ Select SUFFICIENT from the Control Flag list.

¢ (lick Save.

7. Display the Provider Specific tab and specify the following settings using
appropriate values for your environment:

Section Name

Field Name

Description

Connection

Host

The LDAP host name. For example,
<localhost>.

Connection

Port

The LDAP host listening port
number. For example, 6050.

Connection

Principal

The distinguished name (DN) of the
user that connects to the LDAP
server. For example, cn=orcladmin.

Connection

Credential

The password for the LDAP
administrative user entered as the
Principal.

Users

User Base DN

The base distinguished name (DN)
of the LDAP server tree that
contains users. For example, use the
same value as in Oracle Access
Manager.

Users

All Users Filter

The LDAP search filter. For
example, (&(uid=*)
(objectclass=person)). The asterisk
(*) filters for all users. Click More
Info... for details.

Users

User From Name Filter

The LDAP search filter. Click More
Info... for detalils.

Users

User Name Attribute

The attribute that you want to use
to authenticate (for example, cn,
uid, or mail). Set as the default
attribute for user name in the
directory server. For example, uid.

Note: The value that you specify
here must match the User Name
Attribute that you are using in the
authentication provider.
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Section Name Field Name Description

Groups Group Base DN The base distinguished name (DN)
of the LDARP server tree that

contains groups (same as User Base
DN).

General GUID attribute The attribute used to define object
GUIDs in LDAP.

orclguid

For more information about configuring authentication providers in Oracle
WebLogic Server, see Administering Security for Oracle WebLogic Server 12¢ (12.2.1).

8. C(lick Save.

9. Perform the following steps to set up the default authenticator for use with the
Identity Asserter:

a. At the main Settings for myrealm page, display the Providers tab, then
display the Authentication sub-tab, and then select DefaultAuthenticator to
display its configuration page.

b. Display the Configuration\Common tab and select 'SUFFICIENT' from the
Control Flag list.

c. Click Save.
10. Perform the following steps to reorder Providers:
a. Display the Providers tab.
b. Click Reorder to display the Reorder Authentication Providers page

c. Select a provider name and use the arrow buttons to order the list of
providers as follows:

¢ OID Authenticator (SUFFICIENT)
* OAM Identity Asserter (REQUIRED)
e Default Authenticator (SUFFICIENT)
d. Click OK to save your changes.
11. In the Change Center, click Activate Changes.

12. Restart Oracle WebLogic Server.

Configuring OAM as a New Identity Asserter for Oracle WebLogic Server

The Oracle WebLogic Server domain in which BI Publisher is installed must be
configured to use an Oracle Access Manager asserter.

For more information about creating a new asserter in Oracle WebLogic Server, see
Oracle WebLogic Server Administration Console Online Help.

To configure Oracle Access Manager as the new asserter for Oracle WebLogic Server:
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1. Login to Oracle WebLogic Server Administration Console.

2. InOracle WebLogic Server Administration Console, select Security Realms from
the left pane and click the realm you are configuring. For example, myrealm.
Select Providers.

3. Click New. Complete the fields as follows:
¢ Name: OAM Provider, or a name of your choosing.
* Type: OAMIdentity Asserter.

4. Click OK.

5. Click Save.

6. In the Providers tab, perform the following steps to reorder Providers:
a. Click Reorder

b. In the Reorder Authentication Providers page, select a provider name, and
use the arrows beside the list to order the providers as follows:

¢ OID Authenticator (SUFFICIENT)
* OAM Identity Asserter (REQUIRED)
e Default Authenticator (SUFFICIENT)
c. Click OK to save your changes.
7. Inthe Change Center, click Activate Changes.

8. Restart Oracle WebLogic Server.

You can verify that Oracle Internet Directory is the new identity store (default
authenticator) by logging back into Oracle WebLogic Server and verifying the
users and groups stored in the LDAP server appear in the console.

9. Use Fusion Middleware Control to enable SSO authentication.

Configuring Bl Publisher for Oracle Fusion Middleware Security

After Oracle WebLogic Server has been configured, navigate to the BI Publisher
Administration Security Configuration page. In the Authorization region, select
Oracle Fusion Middleware as the Security Model.

Authorization

Security Model IOracIe Fusion Middleware »

Fusion Apps Security [

Setting Up Oracle Single Sign-On

Set up Oracle Single Sign-On in the Identity Store Configuration page.
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To set up Oracle Single Sign-On, first configure WebLogic Server using the
instructions in Administering Security for Oracle WebLogic Server 12¢ (12.2.1). Bl
Publisher must be configured to use Oracle Internet Directory as the default LDAP
server.

Note:

When using Oracle SSO, BI Publisher assumes that a login user name can be
derived from Osso-User-Dn, which is HTTP Header value. For example, if the
Osso-User-Dn on HTTP Header looks like this:

cn=admin,cn=users, dc=us,dc=oracle,dc=com

Then BI Publisher assumes the value of first cn= is the login user name (that is,
"admin" in this case).

Therefore if your Osso-User-Dn does not contain a login user name as the first
cn value, then select "Other SSO Type" to configure the settings (even if you
use Oracle SSO).

Setup Procedure
You set up SSO in the mod_osso.conf file.

To set up SSO:

1. Modify the application server configuration file to protect the xmlpserver. See
Securing Applications with Oracle Platform Security Services.

2. In the mod_osso.conf add a new "Location" directive as follows:

<l-- Protect xnlpserver -->

<Location /xm pserver>
require valid-user
Aut hType Basic

</ Locat i on>

3. To allow Web service communication between BI Publisher and its client
component (the Template Builder) you must make additional modifications to the
mod_osso.conf file. To open up the xmlpserver to allow these Web services, enter
the following directives:

<Location /xm pserver/services/>
require valid-user
Aut hType Basic
Allow fromAl I
Satisfy any
</ Location>

<Location /xn pserver/report_service/ >
require valid-user
Aut hType Basic
Allow fromAl I
Satisfy any
</ Locati on>

Location /xm pserver/ Report Tenpl at eServi ce. xI s/ >
require valid-user
Aut hType Basic
Allow fromAl I
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Satisfy any
</ Location>

4. For integration with Oracle BI Presentation Services, you must disable SSO for Web
services between the BI Presentation Services server and the BI Publisher server. If
you made this entry when performing the previous step, then you do not need to
repeat this setup.

To open up the xmlpserver to allow the Web service, enter the following directive
in the mod_osso.conf file:

<Location /xm pserver/services/>
require valid-user
Aut hType Basic
Allow fromAl |
Satisfy any
</ Locat i on>

A sample mod_osso.conf file with the entries discussed in this section is shown
below:

LoadModul e osso_nodul e |ibexec/ nod_0sso. so

< f Modul e nod_osso. c>
Gssol pCheck of f
Gssol dl eTi meout of f
OGssoConfigFile /home/ as1013/ ohone/ Apache/ Apache/ conf/ 0sso/ 0sso. conf

<Location /xm pserver>
require valid-user
Aut hType Basic

</ Locat i on>

<Location /xm pserver/services/>
require valid-user
Aut hType Basic
Allow fromAl |
Satisfy any
</ Locat i on>

<Location /xm pserver/report_service/>
require valid-user
Aut hType Basic
Allow fromAl |
Satisfy any
</ Locat i on>

Location /xm pserver/ Report Tenpl at eServi ce. xI s/ >
require valid-user
Aut hType Basic
Allow fromAl |
Satisfy any
</ Locat i on>

<Location /xm pserver/Quest/>
require valid-user
Aut hType Basic
Allow fromAl |
Satisfy any
</ Locat i on>
#
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# Insert Protected Resources: (see Notes below for howto protect resources)
#

# -

#

# Notes

#

# -

#

# 1. Here's what you need to add to protect a resource,

# e.g. <ApacheServerRoot >/ htdocs/ private:

#

# <Location /private>

# require valid-user

# Aut hType Basic

# </ Locati on>

#

</| f Modul e>

#

# If you would Iike to have short hostnames redirected to
# fully qualified hostnames to allow clients that need

# authentication through nod_osso to be able to enter short
# hostnanes into their browsers uncomrent out the fol |l owi ng
# lines

#

#Per| Modul e Apache: : Short Host naneRedi r ect
#Per | Header Par ser Handl er Apache: : Short Host nameRedi r ect

5. Restart the HTTP server.

6. In BI Publisher, set up the Single Sign-Off URL on the BI Publisher Security
Configuration page.

On the Administration page, click Security Configuration. In the Authentication
region:

® Select Use Single Sign-On.
¢ From the Single Sign-On Type list, select Oracle Single Sign On.

¢ Enter the Single Sign-Off URL with the value you wrote down in the preceding
step. The remaining fields are not applicable to Oracle SSO.

A sample BI Publisher Security Configuration page is shown below.

ORACLE" BI Publisher Enterprise ! @ | Administration

Administrati

Authentication

As an option, you can select either Single Sign-on or LDAP for your authentication method. If you do not select this option,
authentcation is taken care of by the security model you selected on Authorization section.

To enable Single Sign-0n, first set up BI Publisher as a partner application on the S50 Server. Enter the value for the single sign-off
URL and other required information provided by the S50 Server below.

Use Single Sign-On

Single Sign-On Type | Oracle Single Sign On %

Single Sign-Off URL http:,","exampIe.com:???7,"pls,"0msso.'.'.r\.'.rsso_app_admir|
How to get username |HTTP Header |
User Name Parameter |
How to get user locale |[HTTP Header |

User Locale Parameter |
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7. Create a BI Publisher Local Superuser to ensure access to BI Publisher regardless of
your selected security configuration. See Enabling a Local Superuser for more
information.

8. Click Apply.
9. Restart the application through the Oracle Fusion Middleware Control page.

10. Enter the URL to access the BI Publisher Enterprise application, and you are
redirected to the SSO login page.
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Other Security Topics

This chapter describes additional BI Publisher security topics including SSL
configuration, proxy settings, enabling a local superuser, and enabling a guest user.

It covers the following topics:

* Enabling a Local Superuser

¢ Enabling a Guest User

¢ Configuring BI Publisher for Secure Socket Layer (SSL) Communication
¢ Enabling Secure Cookies

¢ Configuring Proxy Settings

Enabling a Local Superuser

BI Publisher enables you to define an administration Superuser.

Using the Superuser credentials you can directly access the BI Publisher
administrative functions without logging in through the defined security model.

Set up this Superuser to ensure access to all administrative functions in case of failures
with the configured security model. It is highly recommended that you set up a
Superuser. Catalog operations are not available to a Superuser, if BI Publisher is
configured to use Oracle Business Intelligence Enterprise Edition catalog,

To enable a local superuser:

1. Click Administration.
2. Under Security Center, click Security Configuration.

3. Under Local Superuser, select the box and enter the credentials for the Superuser,
as shown below.
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4.

ORACI_E' BI Publisher Enterprise  Search Al v 2, Administration Help
Administration Home Catalog New ¥ Qpen ¥ Signed In As C v
Administration > Security Configuration 7]

Security Center
Security Configuration | Roles and Permissions  Digital Signature

¥ TIP Any changes wil only take effect after the application is restarted.

Apply ‘ Cancel |

Local Superuser

Local superuser can log in to the system independent from the selected security model.
Enable Local Superuser

Superuser name Superuser

Password ssssssss|

Restart the BI Publisher application.

Enabling a Guest User

BI Publisher allows you configure public access to specific reports by defining a
"Guest" folder. Any user can access the reports in this folder without entering
credentials.

Note:

Guest access is not supported when BI Publisher uses a shared catalog or is
installed with Oracle Business Intelligence Enterprise Edition.

Guest access is not supported with Single Sign-On.

All objects that are required to view a report must be present in the Guest folder
because the Guest folder is the only folder the guest user has any access rights to.
Therefore the report and the data model must be present in the Guest folder and Sub
Templates and Style Templates, if applicable. The guest user must have read access
only.

The Guest user must also be granted access to the report data source.

To enable guest access:

1.

Under Shared Folders, create the folder to which you want to grant public access.

Click Administration.

. Under Security Center, select Security Configuration.

Under Guest Access, select Allow Guest Access.

Enter the name of the folder that you created for public access, as shown below.
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Administration Home Catalog New W Open ¥ Signed In As v

Administration = Security Configuration Q

Security Center

Security Configuration = Roles and Permissions  Digital Signature

¥ TIP Any changes will only take effect after the application is restarted.

Apply Cancel

Local Superuser

Local superuser can log in to the system independent from the selected security model.
Enable Local Superuser

Superuser name superuser

Password esssssses

Guest Access

Allow Guest Access

Guest Folder Mame |guest

6. Restart the BI Publisher application.

7. Add the objects to the Guest folder that the guest users can access: folders, reports,
data models, Sub Templates and Style Templates.

Note:

The report must reference the data model that is stored in the guest folder.
Therefore, if you copy a report with its data model from another location, then
ensure that you open the report and reselect the data model so that the report
references the data model inside the guest folder.

Similarly, any references to Sub Templates or Style Templates must also be
updated.

8. Grant access to the data sources used by data models in your Guest folder. See
Setting Up Data Sources for information on granting Guest access to a data source.

Users who access BI Publisher see the Guest button on the log on page. Users can click
this button and view the reports in your chosen guest folder without presenting
credentials.

Configuring Bl Publisher for Secure Socket Layer (SSL) Communication

It is strongly recommended that you enable Secure Socket Layer (HTTPS) on the
middle tier hosting the Web services because the trusted username/password that is
passed can be intercepted.

This also pertains to Web services that are used for communication between BI
Publisher and Oracle BI Presentation Services.

Tasks for enabling SSL with BI Publisher:

¢ Importing Certificates for Web Services Protected by SSL
¢ Adding the Virtualize Property to the Identity Store Configuration

¢ Updating the JDBC Connection String to the Oracle BI EE Data Source
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* Updating the JMS Configuration

¢ Configuring the Delivery Manager

For information about configuring SSL for Oracle BI EE, see Enabling End-to-End SSL
in the Security Guide for Oracle Business Intelligence Enterprise Edition.

Importing Certificates for Web Services Protected by SSL

If you make calls to Web services that are protected through Secure Sockets Layer
(SSL), then you must export the certificate from the Web server hosting the Web
service and import it into the Java keystore on the computer that is running Bl
Publisher.

To import certificates for Web services:
1. Navigate to the HTTPS site where the WSDL resides.

2. Download the certificate by following the prompts; the prompts that you see vary
depending on the browser that you are using.

3. Install the Certificate into your keystore using the Java keytool, as follows:
keytool -inport -file <certfile> -alias <certalias> -keystore <keystore file>

4. Restart the application server.

These steps should not be required if the server certificate is linked to some certificate
authority (such as Verisign). But if the Web service server is using a self-generated
certificate (for example, in a testing environment), then these steps are required.

Adding the Virtualize Property to the Identity Store Configuration

You must add the property "virtualize" to the Identity Store Configuration in Fusion
Middleware Control to enable SSL for BI Publisher.

To add the virtualize property:

1. Log in to Fusion Middleware Control 12c:
htt ps:// <Host >/ <Secur eAdmni nPort >/ em

2. Select WebLogic Domain, Security, and then Security Provider Configuration.
3. Expand the Security Store Provider segment.
4. Expand the Identity Store Provider segment.
5. Click Configure.
a. Click Add (+) to add a new property.

b. Inthe Add New Property dialog, enter
Property Name — virtualize

Value — true
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Add New Property

* Property

virtualize
Name

" Value  true|

6. On the Identity Store Provide page, click OK.

ORACLE Enterprise Manager Fusion Middleware Control 12¢

bi @

ﬂ WebLogic Domain ¥ w

Logged in as ko)

i WebLogic Domain » Sep 21, 2015 11:39: i )

iDomain_bifbi = Security Provider Configuration = Oracle Identity Manager
@ Information

All changes made in this page require a server restart to take effect.

Identity Store Configuration 0K  Cancel

The User and Role APl is automatically configured to use the first Oracle WeblLogic Server authenticator and does not require any special chﬁguraﬁon.'ro
fine-tune the benhaviar of all types of LDAP-based identity store providers configure properties here for the factory instance and the store instance

Use Weblogic Authentication
Provider Configuration

View 4k Add 3¢ Delete..  iw| Detach

Property Name Value
Custom Properties CONNECTION_POOL_CLASS oracle securityidm providers stdidap JNDIPoal
virtualize true

7. Confirm that the property is added to the j ps- confi g. xn file:

a. Openthej ps-config. xnl filelocated in

<Domai nHonme>/ confi g/ f mwconfi g/ j ps-config. xm

b. Ensure that the file contains the line:

<property nanme="virtualize" value="true"/>

Updating the JDBC Connection String to the Oracle Bl EE Data Source

For BI Publisher to connect to Oracle Bl EE as a data source when SSL is enabled, you
must update the default connection string.

Follow the guidelines detailed in Setting Up a JDBC Connection to the Oracle BI
Server.

Updating the JMS Configuration
You update the Scheduler JMS configuration to use the SSL URL.
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To update the JMS configuration:

1. On the BI Publisher Administration page, under System Maintenance, click
Scheduler Configuration.

2.  Update the WebLogic JNDI URL to use SSL. For example,

Administration = Scheduler Configuration (7]

System Maintenance
Server Configuration heduler Confi i heduler Dk ics | Report Viewer Configuration | Manage Cache

Apply ‘ Cancel |

JMS Configuration

IMS Provider Weblogic w
WebLogic INDI URL  cluster:t3s://bi cluster

Threads Per JM5 Processor 5
Shared Directory

Test IMS

w

Click Apply.

4. Select the Scheduler Diagnostics tab.

o,

Verify that the connection passed diagnostics.

Configuring the Delivery Manager

If you want to use the default certificates built-in with BI Publisher, then no further
configuration is required.

SSL works with the default certificate if the server uses the certificate signed by a
trusted certificate authority such as Verisign.

If the user uses the SSL with a self-signed certificate, then the certificate information
must be entered in the Delivery Configuration page, as described in Configuring
Delivery Options. A self-signed certificate means that the certificate is signed by a non-
trusted certificate authority (usually the user).

Enabling Secure Cookies

The cookie-secure flag tells the Web browser to only send the cookie back over an
HTTPS connection.

This ensures that the cookie is transmitted only on a secure channel. HTTPS must be
enabled for the URL exposed by the application.

To enable the cookie-secure flag, you must update the webl ogi c. xml within the
xm pserver. war file (within the xm pser ver. ear) as follows:

1. Locate the xm pserver. ear file under ORACLE_HOVE/ bi f oundati on/j ee/
2. Unpack the xm pserver . ear file.

3.  Unpack the xm pserver. war file.

4.  Back up the VEEB- | NF/ webl ogi c. xm file.

5. Open the VEB- | NF/ webl ogi c. xni file.
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6. Add the following attributes to the <wl s: sessi on-descri pt or >:

<wl s: cooki e- secure>true</w s: cooki e- secur e>
<w s:url-rewiting-enabl ed>fal se</w s:url-rewiting-enabl ed>

Example:

<?xm version = '1.0" encoding = 'US-ASCI |' ?>
<w s: webl ogi c- web- app
xmns:w s="http://xm ns. oracl e. com webl ogi ¢/ webl ogi c- web- app"
xm ns: xsi ="http:// ww. w3. org/ 2001/ XM.Schema- i nst ance”
xsi : schemalLocation="http://java. sun.com xm /ns/j avaee
http://java.sun.com xm /ns/javaeel ej b-jar_3_0.xsd
http://xm ns. oracl e. com webl ogi ¢/ webl ogi c- web- app
http://xm ns. oracl e. com webl ogi ¢/ webl ogi c- web- app/ 1. 2/ webl ogi c- web- app. xsd" >
<wl s: sessi on-descri ptor>
<wl s: cooki e- pat h>/ xn pserver</w s: cooki e- pat h>
<w s: cooki e- secure>true</w s: cooki e- secur e>
<w s:url-rewiting-enabl ed>fal se</w s:url-rewiting-enabl ed>
</ w s: sessi on-descri pt or>
<wl s: cont ext - r oot >xm pserver</w s: cont ext - r oot >
<ws:library-ref>

7. Repack the xnl pserver . war file.
8. Repack the xnl pserver . ear file.

9. Go to your WebLogic Server console and update the bipublisher deployment.

Configuring Proxy Settings
To use external Web Services or HTTP data sources when the BI Publisher server is
configured behind a firewall or requires a proxy to access the internet, you must
configure Oracle WebLogic Server to allow the Web service requests and to be aware
of the proxy.

When configuring the proxy setting, you must also configure WebLogic Server to be
aware of any hosts that BI Publisher must connect to directly (not through the proxy)
for example, the Oracle BI Enterprise Edition host. Define the proxy host and the non-
proxy hosts to WebLogic Server by setting the following parameters:

e -Dhttp. proxyHost - specifies the proxy host. For example:

-Dhttp.proxyHost=www-proxy.example.com

e -Dhttp. proxyPort -specifies the proxy host port. For example:
-Dhttp.proxyPort=80

e -Dhttp. nonProxyHost s - specifies the hosts to connect to directly, not through
the proxy. Specify the list of hosts, each separated by a " | " character; a wildcard
character (*) can be used for matching. For example:

-Dhttp.nonProxyHosts="localhost | *.examplel.com | *.example2.com

To set these proxy parameters and the Web service configuration for your WebLogic
Server add the following to the WebLogic setDomainEnv script as follows:

1. Open the setDomainEnv script (.sh or .bat) in the MW HOVE/ user _pr oj ect s/
domai ns/ DOVAI N_NAME/ bi n/ di rectory.
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2. Enter the following parameters:

EXTRA_JAVA PROPERTI ES="- Dht t p. pr oxyHost =ww pr oxy. exanpl e. com - Dht t p. pr oxyPort =80
- Dht t p. nonPr oxyHost s=I ocal host | *. myconpany. conj *. mycor por ati on. conj

*. ot herhost. com ${ EXTRA_JAVA_PROPERTI ES} "

export EXTRA JAVA PROPERTI ES

EXTRA_JAVA PROPERTI ES="-
Dj avax. xnl . soap. MessageFact ory=oracl e. j 2ee. ws. saaj . soap. MessageFact or yl npl
- Dj avax. xnl . soap. SOAPFact or y=or acl e. j 2ee. ws. saaj . SOAPFact oryl npl -
Dj avax. xnl . soap. SOAPConnect i onFact or y=or acl e. j 2ee. ws. saaj . cl i ent. p2p. Ht t pSOAPConne
ctionFactory ${EXTRA JAVA PROPERTI ES}"
export EXTRA JAVA PROPERTI ES

where
WW pr oxy. exanpl e. comis an example proxy host
80 is the example proxy port

[ ocal host | *. nyconpany. coni *. nycor porati on. coni *. ot her host. com
are example non-proxy hosts
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Integrating with Other Oracle Security
Models

This chapter describes BI Publisher support for security models of other Oracle
products including Oracle E-Business Suite security, Oracle Database security, and
Oracle Siebel CRM security.

It covers the following topics:

¢ About Integrating with Other Oracle Security Models
¢ Before You Begin: Create a Local Superuser

¢ Integrating with Oracle BI Server Security

¢ Integrating with Oracle E-Business Suite

¢ Integrating with Oracle Database Security

¢ Integrating with Oracle Siebel CRM Security

About Integrating with Other Oracle Security Models

This chapter describes how to integrate BI Publisher with other Oracle product
security models.

In most cases you must first define the BI Publisher functional roles in the other Oracle
product and then configure BI Publisher to use the other Oracle product security for
authorization. You can use one of the Oracle product authorization methods described
here in conjunction with a supported authentication method (SSO or LDAP) described
in Alternative Security Options.

For conceptual information regarding BI Publisher roles and permissions, see
Understanding BI Publisher Users, Roles, and Permissions.

Before You Begin: Create a Local Superuser

Before you implement any of these security models, first create a local superuser.

The local superuser credentials ensure that you can access the Administration pages of
Oracle BI Publisher in case of any unexpected failures in the configured security
settings.

To create a local superuser:

1. On the Administration page, click Security Configuration.

2. On the Security Configuration tab, under the Local Superuser region, select Enable
Local Superuser, as shown below.
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ORACLE" BI Publisher Enterprise

E new~ B& Open ~ | Signed In As administrator |
Administration > Security Configuration

Security Center

Security Configuration Users = Roles and Permissions = Digital Signature

¥ TIP Any changes wil only take effect after the application is restarted.

Apply Cancel

Local Superuser

Local superuser can log in to the system independent from the selected security model.
[¥] Enable Local Superuser

Superuser name |superuser
Password |eesess

3. Enter a name and password for your superuser.

4. Restart BI Publisher to activate the superuser in the system.

Integrating with Oracle Bl Server Security

If you have installed BI Publisher as part of the Oracle Business Intelligence Enterprise
Edition and you have configured Oracle BI Enterprise Edition to use legacy Oracle BI

Server authentication, then follow the procedures below to configure BI Publisher to
use BI Server security.

¢ Configuring BI Publisher for Oracle BI Server Security

¢ Adding Data Sources to BI Server Roles

Note:

The Oracle BI Server security option is for customers who want to use legacy

10g authentication. This section does not apply to you if you have configured
Oracle Fusion Middleware Security.

These procedures assume that you have performed the configuration required in the
BI Server. For information on configuring legacy Oracle BI security, see Security Guide
for Oracle Business Intelligence Enterprise Edition.

Configuring Bl Publisher for Oracle Bl Server Security
You configure BI Publisher for Bl Server Security on the Administration page.

To configure BI Publisher for BI Server Security:

1. Log in to BI Publisher with administrator credentials. Navigate to the BI Publisher
Administration page. On the Administration page, click Security Configuration.

Note:

To log in directly to the BI Publisher server, use the login URL with the /

xmlpserver suffix, for example: http://exanpl e. com 9502/
xm pserver

5-2 Administrator's Guide for Oracle Business Intelligence Publisher



Integrating with Oracle E-Business Suite

2. In the Authorization region of the page, select Oracle BI Server from the Security
Model list. Provide the following connection information for the Oracle BI Server:

¢ JDBC Connection String — Example: j dbc: or acl ebi : // host : port/

If you don’t know the connection string to the BI Server, then you can copy it

from data source connection page. From the Administration page, under Data
Sources, click JDBC Connection. Locate the Oracle BI EE server and copy the

connection string. If this has not been configured, then see Setting Up a JDBC

Connection to the Oracle BI Server.

¢ Database Driver Class — Example: oracle.bi.jdbc. AnaJdbcDriver

3. Click Apply. Restart the BI Publisher application for the security changes to take
effect.

Adding Data Sources to Bl Server Roles
Add data sources to Bl server roles from the Administration page.

To add data sources to BI server roles:

1. Login to Oracle Business Intelligence as an administrator.

2. On the global header click Administration. On the Oracle BI Administration page,
click Manage BI Publisher.

3. On the BI Publisher Administration page, click Roles and Permissions. The groups
to which you assigned the BI Publisher groups are displayed as available roles.

4. Find the group (role) to add data sources to and click Add Data Sources.

Alternatively, you can navigate to the data source and add the roles that require
access to the data source.

5. Locate the appropriate data sources in the Available Data Sources list and use the
shuttle buttons to move the sources to the Allowed Data Sources list for the role.

6. Click Apply.

7. Repeat the above steps for all roles that need access to report data sources.

Integrating with Oracle E-Business Suite

BI Publisher can leverage your E-Business Suite security to enable your users to log in
to BI Publisher using their E-Business Suite credentials. The BI Publisher security
integration recognizes the user's E-Business Suite responsibility and org_id
combinations.

When users log in, they are prompted to select a responsibility. Reports that users run
against the E-Business Suite data tables then filter the data based on their
responsibility and org_id combination. Users can switch responsibilities and reporting
organization while still logged in using the My Account dialog.

When you integrate with the E-Business Suite security, your E-Business Suite
responsibilities appear as roles in the BI Publisher security center. You can then add BI
Publisher catalog permissions and data access privileges to the imported roles/
responsibilities. See Understanding BI Publisher Users, Roles, and Permissions.

Follow these procedures to integrate BI Publisher with Oracle E-Business Suite:
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* Configuring BI Publisher to Use E-Business Suite Security
¢ Adding Data Sources to the E-Business Suite Roles

¢ Granting Catalog Permissions to the E-Business Suite Roles

Note:

In this release, users cannot access or execute reports that are stored on the E-
Business Suite instance. Reports must reside in the BI Publisher catalog. The E-
Business Suite data security is enforced when BI Publisher connects to the E-
Business Suite data tables to retrieve the report data.

Oracle BI Publisher relies on information stored in the DBC file to connect to the E-
Business Suite instance. Ensure that you can locate and have access to this file. The
DBC file is typically located under the $FND_SECURE directory.

Features of the Integration with E-Business Suite Security

When BI Publisher is integrated with E-Business Suite security, certain features are
enabled.

* When users log in to BI Publisher using their E-Business Suite credentials, they are
prompted to choose a responsibility, as shown below.

My Account (%]

Uszer ID  operations
Display Mame operations

General | My Grnuprs\

O Application Diagnostics

o Approvals Management Administrator

o Approvals Management Business Analyst

O Asset Inquiry, Vision Operations (USA)

(®] Assets, Vision Operations (USA)

O Asset Tracking Super User

O Bill Presentment Super User, Vision Operations (USA)

O Business Inteligence System, Vision Operations (USA)

O CADView-3D Administration b
|To switch current responsibility, select a responsibility you want to use and dick OK

Reporting Organization | Vision Germany A

Help OK Cancel

¢ Users can switch responsibilities or reporting organizations using the My Account
dialog.

* The data source connection to the E-Business Suite instance is automatically
configured and available in the data model editor, as shown below.
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Diagram . Structure " Code

EX) 7 R
Create Data Set - 5QL (2]
*Name | ERS Query
DataSource (&) pefault Data Source
O o
*50L Query Query Builder
Help OK || Cancel

Configuring Bl Publisher to Use E-Business Suite Security

You configure BI Publisher for E-Business Suite Security on the Administration page.

To configure Bl Publisher to use E-Business Suite security:

1. In the Oracle E-Business Suite, log in as a System Administrator and create the
following responsibilities to correspond to the BI Publisher functional roles:

e XMLP_ADMIN — Serves as the administrator role for the BI Publisher server.
e XMLP_DEVELOPER — Allows users to build reports in the system.
e XMLP_SCHEDULER — Allows users to schedule reports.

o XMLP_TEMPLATE_DESIGNER — Allows users to connect to the BI Publisher
server from the Template Builder and to upload and download templates.
Allows users to design layouts using the BI Publisher Layout Editor.

2. Add these new BI Publisher responsibilities to the appropriate users.

Note:

Ensure that you assign at least one user to the XMLP_ADMIN group.

3. Log in to Oracle BI Publisher. On the Administration page, select Security
Configuration.

4. In the Authorization region of the page, select Oracle E-Business Suite from the
Security Model list.

5. Load the DBC file from the E-Business Suite instance. This is typically located
under the $FND_SECURE directory. If you do not have access to this file, then
contact your E-Business Suite system administrator. This file specifies how BI
Publisher should access the E-Business Suite instance.
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6. Click Apply. Restart BI Publisher for the security changes to take effect.

When you restart the system, the E-Business Suite responsibilities to which BI
Publisher roles have been assigned are visible as roles in the BI Publisher security
center.

Adding Data Sources to the E-Business Suite Roles

To view a report generated from a particular data source, a report consumer's role
must be granted access to the data source.

Similarly, to create a data model based on a particular data source, the report author's
role must be granted access to the data source.

To grant a role access to a data source:

1. On the Administration tab, under Security Configuration, click Roles and
Permissions. The responsibilities that are assigned BI Publisher roles in the E-
Business Suite instance are displayed as available roles.

2. Find the role to which you want to add data sources and click Add Data Sources.
The Add Data Sources page is displayed.

3. Locate the appropriate data sources in the Available Data Sources list and use the
shuttle buttons to move the sources to the Allowed Data Sources list for the role.

4. Click Apply.

5. Repeat for all roles that need access to report data sources.

Granting Catalog Permissions to the E-Business Suite Roles

For a role to access objects in a folder, you must grant the role permissions to the
catalog object.

You can grant permissions at the folder level, so that a role has the same access to
every object in a folder, or you can assign access individually to each object in a folder.

See the following sections for more information:
* Understanding Bl Publisher Users, Roles, and Permissions

® About Privileges to Use Functionality

About Catalog Permissions

¢ How Functional Privileges and Permissions Work Together
To grant catalog permissions to E-Business Suite roles:

1. In the catalog, navigate to a catalog object required for a role.

2. Click the More link for the object and then click Permissions to open the
Permissions dialog.

3. Click Create to open the Add Roles dialog.
4. Click Search to populate the list of Available Roles.

5. Use the Move button to move the appropriate roles from the Available Roles list to
the Selected Roles list.
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6. Click OK.
7. Enable the appropriate permissions for the role by selecting the check boxes.

8. If you have selected a folder: To apply the selections to all items within a folder,
select Apply permissions to items within this folder.

Integrating with Oracle Database Security

BI Publisher offers integration with Oracle Database security to enable you to
administer the BI Publisher users with your Oracle Database users.

Follow these procedures to integrate BI Publisher with Oracle E-Business Suite:
¢ Defining the BI Publisher Functional Roles in the Oracle Database
¢ Adding Data Sources to Roles

* Granting Catalog Permissions to Roles

Note:

For information on setting up Oracle Database security, see Oracle Database
Security Guide.

When you restart the server, the roles to which BI Publisher roles have been assigned
are visible as roles in the BI Publisher security center.

Defining the Bl Publisher Functional Roles in the Oracle Database

You can create roles in the Oracle database that correspond to BI Publisher functional
roles.

To define BI Publisher functional roles in the Oracle database:

1. In the Oracle Database, create the following roles to correspond to the BI Publisher
functional roles:

e XMLP_ADMIN — Serve as the administrator role for the BI Publisher server.
e XMLP_DEVELOPER — Allows users to build reports in the system.
e XMLP_SCHEDULER — Allows users to schedule reports.

e XMLP_TEMPLATE_DESIGNER — Allows users to connect to the BI Publisher
server from the Template Builder and to upload and download templates.

2. Assign these roles to the appropriate Database roles and users. You might also
want to create additional reporting roles that you can use when setting up your
report privileges on the BI Publisher side. For example, you might create a role
called "HUMAN_RESOURCES_MANAGER" that you can assign a Human
Resources Folder of reports to. You can then assign that role to any user requiring
access to the Human Resources reports.

3. Assign the XMLP_ADMIN role to a user with administration privileges, such as
SYSTEM.
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4. Log in to BI Publisher application with Administrator privileges. On the
Administration page, select Security Configuration.

5. In the Authorization region of the page, select Oracle Database from the Security
Model list. Provide the following connection information:

* JDBC Connection String — Example:
jdbc:oracl e:thin: @yconpany. com 1521: or cl

¢ Administrator Username and Administrator Password — Note the following
requirements for this user:

— The user must be granted the XMLP_ADMIN role

— The user must have privileges to access data from the dba_user s/ _r ol es/
role_privs tables.

¢ Database Driver Class — Example: oracle.jdbc.driver.OracleDriver

6. Click Apply. Restart BI Publisher for the security changes to take effect.

Adding Data Sources to Roles

To view a report generated from a particular data source, a report consumer's role
must be granted access to the data source.

Similarly, to create a data model based on a particular data source, the report author's
role must be granted access to the data source.

To grant a role access to a data source:

1. On the Administration tab, under Security Configuration, click Roles and
Permissions.

2. Find the role to which you want to add data sources and click Add Data Sources.
The Add Data Sources page is displayed.

3. Locate the appropriate data sources in the Available Data Sources list and use the
shuttle buttons to move the sources to the Allowed Data Sources list for the role.

4. Click Apply.

5. Repeat for all roles that need access to report data sources.

Granting Catalog Permissions to Roles

For a role to access objects in a folder, you must grant the role permissions to the
catalog object.

You can grant permissions at the folder level, so that a role has the same access to
every object in a folder, or you can assign access individually to each object in a folder.

See the following sections for more information:

¢ Understanding BI Publisher Users, Roles, and Permissions
® About Privileges to Use Functionality

* About Catalog Permissions

¢ How Functional Privileges and Permissions Work Together
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To grant catalog permissions to a role:

1. In the catalog, navigate to a catalog object required for a role.

2. Click the More link for the object and then click Permissions to open the
Permissions dialog.

3. Click the Create icon to open the Add Roles dialog.
4. Click Search to populate the list of Available Roles.

5. Use the Move button to move the appropriate roles from the Available Roles list to
the Selected Roles list.

6. Click OK.
7. Enable the appropriate permissions for the role by selecting the check boxes.

8. If you have selected a folder: To apply the selections to all items within a folder,
select Apply permissions to items within this folder.

Integrating with Oracle Siebel CRM Security

To configure BI Publisher to integrate with Siebel security, perform the tasks in the
following sections.

* Setting Up BI Publisher Roles as Siebel CRM Responsibilities
¢ Configuring BI Publisher to Use Siebel Security
¢ Adding Data Sources to Roles

* Granting Catalog Permissions to Roles

Setting Up Bl Publisher Roles as Siebel CRM Responsibilities

After setting up BI Publisher Roles as Siebel CRM Responsibilities, assign these roles
to the appropriate users. You might also want to create additional reporting roles that
you can use when setting up your report privileges in the BI Publisher.

1. Using Siebel Administrator credentials, navigate to Administration - Application,
and then Responsibilities.

2. In the Responsibilities list, add a new record for each of the BI Publisher functional
roles:

¢ XMLP_ADMIN — Serves as the administrator role for the BI Publisher server.
e XMLP_DEVELOPER — Allows users to build reports in the system.
¢ XMLP_SCHEDULER — Allows users to schedule reports.

e XMLP_TEMPLATE_DESIGNER — Allows users to connect to the BI Publisher
server from the Template Builder and to upload and download templates and
grants access to the layout editor.

3. Assign these roles to the appropriate users. You might also want to create
additional reporting roles that you can use when setting up your report privileges
in the BI Publisher. For example, you might create a role called
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"EXECUTIVE_SALES" that you can assign a executive-level report folder. You can
then assign that role to any user requiring access to the Executive reports.

4. Ensure to assign the XMLP_ADMIN role to a user with administration privileges.

Configuring Bl Publisher to Use Siebel Security

You configure BI Publisher to use Siebel Security on the Administration page.

To configure BI Publisher to use Siebel Security:

1. Log in to BI Publisher with Administrator privileges. On the Administration page,
select Security Configuration.

2. In the Authorization region of the page, select Siebel Security from the Security
Model list. Provide the following connection information:

* Siebel Web Service Endpoint String
¢ Administrator Username
¢ Administrator Password

3. Click Apply. Restart BI Publisher for the security changes to take effect.

When you log back in to Bl Publisher, the responsibilities to which you added the BI
Publisher functional roles are displayed on the Roles and Permissions page.

Adding Data Sources to Roles

To view a report generated from a particular data source, a report consumer's role
must be granted access to the data source.

Similarly, to create a data model based on a particular data source, the report author's
role must be granted access to the data source.

To grant a role access to a data source:

1. On the Administration tab, under Security Configuration, click Roles and
Permissions.

2. Find the role to which you want to add data sources and click Add Data Sources.
The Add Data Sources page is displayed.

3. Locate the appropriate data sources in the Available Data Sources list and use the
shuttle buttons to move the sources to the Allowed Data Sources list for the role.

4. Click Apply.

5. Repeat for all roles that need access to report data sources.

Granting Catalog Permissions to Roles

For a role to access objects in a folder, you must grant the role permissions to the
catalog object.

You can grant permissions at the folder level, so that a role has the same access to
every object in a folder, or you can assign access individually to each object in a folder.

See the following sections for more information:
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Understanding BI Publisher Users, Roles, and Permissions
About Privileges to Use Functionality
About Catalog Permissions

How Functional Privileges and Permissions Work Together

To grant catalog permissions to a role:

1.

2.

In the catalog, navigate to a catalog object that is required for a role.

Click the More link for the object and then click Permissions to open the
Permissions dialog.

Click the Create icon to open the Add Roles dialog.
Click Search to populate the list of Available Roles.

Use the Move button to move the appropriate roles from the Available Roles list to
the Selected Roles list.

Click OK.
Enable the appropriate permissions for the role by selecting the check boxes.

If you have selected a folder: To apply the selections to all items within a folder,
select Apply permissions to items within this folder.
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Implementing a Digital Signature

This chapter describes how to implement a digital signature in PDF documents
generated by BI Publisher.

It covers the following topics:

¢ Introduction

¢ Prerequisites and Limitations

¢ Obtaining Digital Certificates

¢ Creating PFX Files

¢ Implementing a Digital Signature

¢ Running and Signing Reports with a Digital Signature

Introduction
BI Publisher supports digital signatures on PDF output documents.

Digital signatures enable you to verify the authenticity of the documents you send and
receive. Oracle BI Publisher can access your digital ID file from a central, secure
location and at runtime sign the PDF output with the digital ID. The digital signature
verifies the signer's identity and ensures that the document has not been altered after
it was signed.

For additional information, refer to the Verisign and Adobe websites.

Prerequisites and Limitations

Before you can implement digital signatures with Oracle BI Publisher output
documents, be aware of the following:

A digital ID obtained from a public certificate authority or from a private/internal

certificate authority (if for internal use only). You must copy the digital ID file to a

secure location of the file system on the server that is accessible by the BI Publisher
server.

Use of digital signatures with Oracle BI Publisher output documents has the following
limitations:

¢ Only a single digital ID can be registered with BI Publisher.

¢ Only reports submitted through BI Publisher's Schedule Report Job interface can
include the digital signature.

¢ The digital signature is enabled at the report level; therefore, multiple templates
assigned to the same report share the digital signature properties.
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Obtaining Digital Certificates

You can obtain a digital certificate either by purchasing one or by using the self-sign
method.

¢ Purchase one from a certificate authority, such as Verisign, and save it to your
computer. This method is recommended because it is easier to verify (and therefore
trust) the authenticity of the certificate that you purchase. Next, use Microsoft
Internet Explorer 7 or later to create a PFX file based on the certificate you
purchased. See Creating PFX Files.

* C(reate a self-signed certificate using a software program, such as Adobe Acrobat,
Adobe Reader, OpenSSL, or OSDT. This method is less preferred because anyone
can create a self-signed certificate. Therefore, it is more difficult to verify and trust
the authenticity of the certificate.

Typically, when you create a self-signed certificate using a software program, the
program saves the certificate as part of a PFX file. If this is the case, you do not
need to create another PFX file (as described in Creating PFX Files).

To create a self-signed certificate using Adobe Reader:
1. Open Adobe Reader.

2. From the Document menu, click Security Settings.
3. Select Digital IDs on the left.

4. On the toolbar, click Add ID.

5. Follow the steps in the Add Digital ID wizard. For assistance, refer to the
documentation provided with Adobe Reader.

6. When prompted, save your self-signed certificate as part of a PFX file to an
accessible location on your computer.

After you create your self-signed certificate as part of a PFX file, you can use the
PFX file to sign PDF documents by registering it with BI Publisher. See
Implementing a Digital Signature.

Creating PFX Files

If you obtained a digital certificate from a certificate authority, you can create a PEX
file using that certificate and Microsoft Internet Explorer 7 or later.

Note:

If you created a self-signed certificate using a software program such as
Adobe Reader, it is likely that the program created the certificate in a PFX file.
If this is the case, you don't have to create another PFX file. You can use the
one you have.

To create a PFX file with Microsoft Windows Explorer 7 or later:

1. Ensure that your digital certificate is saved on your computer.

2. Open Microsoft Internet Explorer.
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From the Tools menu, click Internet Options and then click the Content tab.
Click Certificates.

In the Certificates dialog, click the tab that contains your digital certificate and then
click the certificate.

Click Export.

Follow the steps in the Certificate Export Wizard. For assistance, refer to the
documentation provided with Microsoft Internet Explorer.

When prompted, select Use DER encoded binary X.509 as your export file format.

When prompted, save your certificate as part of a PFX file to an accessible location
on your computer.

After you create your PFX file, you can use it to sign PDF documents.

Implementing a Digital Signature

You can set up and sign your output PDF documents with a digital signature.

To implement a digital signature:

1.

Register the digital ID in the BI Publisher Administration page and specify the roles
that are authorized to sign documents, as described in Registering Your Digital
Signature ID and Assigning Authorized Roles.

Specify the display field location, as described in Specifying the Signature Display
Field or Location.

Enable Digital Signature for the report using the report properties.

Log in to BI Publisher as a user with an authorized role and submit the report
through the BI Publisher scheduler, choosing PDF output. When the report
completes, it is signed with your digital ID in the specified location of the
document.

Registering Your Digital Signature ID and Assigning Authorized Roles
BI Publisher supports the identification of a single digital ID file.

To register a digital ID in the BI Publisher Administration page:

1.

2.

On the Administration tab, under Security Center, click Digital Signature.

On the Digital Signature subtab, enter the file path to the digital ID file and enter
the password for the digital ID.

Enable the Roles that must have the authority to sign documents with this digital
ID. Use the shuttle buttons to move Available Roles to the Allowed Roles list.

Click Apply. The figure below shows the Digital Signature subtab.
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Specifying the Signature Display Field or Location

You must specify the location for the digital signature to appear in the completed

document. The methods available depend on whether the template type is PDF or
RTF.

If the template is PDF, use one of the following options:

e Specifying a Template Field in a PDF Template for the Digital Signature

® Specifying the Location for the Digital Signature in the Report Properties
If the template is RTF, use the following option:

¢ Specifying the Location for the Digital Signature in the Report Properties

Specifying a Template Field in a PDF Template for the Digital Signature
Include a field in the PDF template for digital signatures.

See Adding or Designating a Field for a Digital Signature in Report Designer’s Guide for
Oracle Business Intelligence Publisher for instructions on including a field in the PDF
template for the digital signature.

Specifying the Location for the Digital Signature in the Report Properties

When you specify a location in the document to place the digital signature, you can
either specify a general location (Top Left, Top Center, or Top Right) or you can
specify x and y coordinates in the document.

You can also specify the field height and width. This is done through properties on the
Runtime Configuration page. Therefore you do not need to alter the template to
include a digital signature.

To specify the location for the digital signature:

1. In the catalog, navigate to the report.
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2. Click the Edit link for the report to open the report for editing.
3. Click Properties and then click the Formatting tab.

4. Scroll to the PDF Digital Signature group of properties.

5. Set Enable Digital Signature to True.

6. Specify the location in the document where you want the digital signature to
appear by setting the appropriate properties as follows (note that the signature is
inserted on the first page of the document only):

¢ Existing signature field name — Does not apply to this method.

* Signature field location — Provides a list containing the following values:
Top Left, Top Center, Top Right

Select one of these general locations and BI Publisher places the digital signature
in the output document sized and positioned appropriately.

If you set this property, then do not enter X and Y coordinates or width and
height properties.

* Signature field X coordinate — Using the left edge of the document as the zero
point of the X axis, enter the position in points to place the digital signature
from the left.

For example, to place the digital signature horizontally in the middle of an 8.5
inch by 11 inch document (that is, 612 points in width and 792 points in height),
enter 306.

* Signature field Y coordinate — Using the bottom edge of the document as the
zero point of the Y axis, enter the position in points to place digital signature
from the bottom.

For example, to place the digital signature vertically in the middle of an 8.5 inch
by 11 inch document (that is, 612 points in width and 792 points in height), enter
396.

¢ Signature field width — Enter in points the desired width of the inserted
digital signature field. This applies only if you are setting the X and Y
coordinates.

¢ Signature field height — Enter in points the desired height of the inserted
digital signature field. This applies only if you are setting the X and Y
coordinates.

The figure below shows a report that is configured to place the digital signature at
specific x and y coordinates in the document.
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PDF/A Output
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OK  Cancel

Running and Signing Reports with a Digital Signature

Users assigned a role with the digital signature privilege can attach the digital
signature to their generated reports configured to include the digital signature. The
digital signature can be inserted only on scheduled reports.

To sign reports with a digital signature:
1. Log in to BI Publisher as a user with a role granted digital signature privileges.

2. In the catalog, navigate to the report that has been enabled for digital signature,
and click Schedule.

3. Complete the fields on the Schedule Report Job page, select PDF output, and then
submit the job.

The completed PDF displays the digital signature.
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Configuring the Scheduler

This chapter describes the features, architecture, diagnostics, and configuration of the
BI Publisher scheduler.

It covers the following topics:

¢ Understanding the BI Publisher Scheduler

* Set Up Considerations

e About the Scheduler Configuration

* Configuring Processors and Processor Threads
¢ Adding Managed Servers

® Scheduler Diagnostics

Understanding the Bl Publisher Scheduler

Architecture

The updated architecture of the 11g BI Publisher Scheduler uses the Java Messaging
Service (JMS) queue technology.

This architecture enables you to add multiple BI Publisher servers to a cluster and then
dedicate each server to a particular function: report generation, document generation,
or specific delivery channels.

The architecture of the BI Publisher Scheduler uses JMS queues and topics to provide a
highly scalable, highly performing and robust report scheduling and delivery system.

The figure below displays the scheduler architecture.
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The following list describes the tasks performed by the scheduler when a job is
submitted:

1. Submit Job

* Stores job information and triggers in Quartz tables
2. Job Processor

* When quartz trigger is fired, puts job information in Scheduler job queue
3. Bursting Engine / Batch Job Process

* Bursting Engine Listener

Takes the scheduled job information from the queue

Extracts data from data source

Splits data according to bursting split by definition

Stores data temporarily in temp folder

— Puts report metadata into Report Queue
* Batch Job Process
— Takes the scheduled job information from the queue
— Extracts data from data source
— Stores data temporarily in temp folder

— Puts report metadata into Report Queue
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4.  FO Report Processor

¢ Listens to Report Q

* Generates report based on metadata

* Stores report in shared TEMP directory

* DPuts report delivery information in Delivery Queue

5. Delivery (E-mail, File, FTP) Processors

¢ Listen to Delivery queue

¢ (Call delivery API to deliver to different channels

6. BI Publisher (BIP) System Topic

The BIP System Topic publishes the runtime status and health of the scheduling
engine. The topic publishes the status of all instances, the thread status of
messages in the JMS queues, the status of all scheduler configurations such as
database configuration, JNDI configuration of JMS queues and so on.

About Clustering

BI Publisher clustering support enables you to add server instances on demand to
handle processing and delivery load.

The figure below illustrates clustering in an Oracle WebLogic Server. Note that the
report repository and the scheduler database are shared across the multiple instances;
also, the JMS queues for scheduling and JMS topic for publishing diagnostic
information are shared across the server by registering JMS queues and topics through

JNDI services.
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Each managed server instance points to the same report repository. In each managed
server instance all the processes (Job Processor, Report Processor, E-mail Processor,
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FTP Processor, Fax Processor, File Processor, Print Processor, and Web Dav Processor)
are configured. Therefore the moment a server instance pointing to the same
repository is deployed, it is added to the cluster and all the processors in this instance
are ready to run.

You can select the process to enable on any server instance, thereby using the
resources optimally. Moreover, if there is a demand to process heavier jobs you can
add more instances for report processing. Similarly, if e-mail delivery is the most
preferred delivery channel, then more instances can be added to scale up e-mail
delivery.

For more information about clustering and high availability, see High Availability
Guide.

How Failover Works

BI Publisher provides a robust failover mechanism so that no report fails to deliver
due to server unavailability.

Achieve this by balancing each process of the Scheduler using two or more nodes in a
cluster thereby ensuring that a failure of any node must be backed up by the second
node without any loss of data. For example, by enabling the Job Processor in two
nodes, if one node fails, then the second node can process the jobs.

Note:

If a node goes down, the other nodes continue to service the queue. However,
if a report job is in one of the following stages of execution: data retrieval, data
formatting, or report delivery, the job is marked as failed, and must be
manually resubmitted.

Set Up Considerations

There are certain topics you should consider before setting up the scheduler.
¢ Table Space Requirements
e Choosing JNDI or JDBC Connection

* Supported JMS Providers

Table Space Requirements

The database containing the Oracle Business Intelligence Scheduler database tables
requires minimum disk space.

Minimum disk space requirements include:

e 500MB on Oracle and Microsoft SQL Server databases for standalone and Business
Intelligence applications and deployments.

e 500MB on IBM DB2 databases for standalone deployments.

For report storage, you must calculate the appropriate amount of space based on your
company's usage. If you generate and archive multiple large reports, for example if
your company generates an average of 2GB total file size of reports per month, and
you also store the XML data for a period of one year, then the requirement will be (2
GB x 2 x 12 = 48 GB) on disk. Note that the size of the BLOB and CLOB may not be the

7-4 Administrator's Guide for Oracle Business Intelligence Publisher



About the Scheduler Configuration

same in the database as in the file system, but this calculation can provide
approximate requirements.

Choosing JNDI or JDBC Connection
By default, the BI Platform installer configures the WebLogic JNDI connection URL.

JDBC is not recommended for production use. JDBC should only be used for low
volume local testing.

Supported JMS Providers

When you install BI Publisher, the scheduler is automatically configured to use
WebLogic JMS.

To configure BI Publisher to use ActiveMQ instead, see Configuring BI Publisher for
ActiveMQ.

About the Scheduler Configuration
After you install BI Publisher using the BI Platform Installer and start the servers, the
BI Publisher scheduler starts running and certain configurations occur.

¢ The scheduler schema is installed to the database by the Repository Creation Utility
as a preinstall step.

* JMSis configured in your server for BI Publisher.
¢ The WebLogic JNDI URL is configured.

e Default threads per processor is set to 5.

See Installing and Configuring Oracle Business Intelligence for more information on
configurations performed by the Oracle BI Platform Installer.

You can see this configuration in the Scheduler Configuration page: From the
Administration page, under System Maintenance, click Scheduler Configuration. The
figure below shows the Database Connection and JMS Configuration regions of the
Scheduler Configuration page.
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Scheduler Selection
Scheduler Quartz |Z|

Enable Public Output Option

[ Quartz Clustering
Database Connection

Database Connection Type jndi |ZI
JNDI Name  jdbc/BIPktformDatasource
Test Connection | Install Schema

JMS Configuration

1MS Provider  WebLogic |Z|
WebLogic JNDI URL  cluster:t3://bi cluster

Threads Per JMS Processor 5

Test JMS

Shared Directory

Configuring the Shared Directory

The Shared Directory is used to temporarily store data and files used by the scheduler
while jobs are executing.

After a job completes, the temporary data for the job is deleted. If the BI Publisher
scheduler is configured to run on different nodes or machines, you must define this
directory. The directory is used to exchange data and document information among all
the BI Publisher nodes and therefore must be accessible by all BI Publisher nodes. The
size of the directory depends on the total size of the job data, output documents, and
the number of concurrent jobs. The directory should be big enough to hold all the
XML data and documents for all the parallel running jobs. If BI Publisher runs on
different machines while this directory is not configured, the scheduler may fail.

If BI Publisher runs on a single machine, defining a shared directory is optional. BI
Publisher uses the application server's temporary directory to store this data.

Configuring Processors and Processor Threads

For each cluster instance that you have configured, a processor configuration table is
displayed. Use the tables to enable and disable processors and specify threads for each
processor.

The default number of threads for each processor is set by the Threads per JMS
Processor property under JMS Configuration, as shown in the figure below. Edit the
threads for a specific processor in the Cluster Instances region by updating the
Number Threads setting. Note that processors that use the default setting show no
entry in the table. Enter a Number Threads value only to set a thread count for a
particular processor to differ from the default.
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The optimum number of threads per processor depends on the requirements of the
system. You can use the Scheduler Diagnostics page to help in assessing load in the
system. See Scheduler Diagnostics.

To add managed servers to the system, see Adding Managed Servers.

Adding Managed Servers

Add managed servers in the Oracle WebLogic Administration Console and then
configure the cluster instances in the BI Publisher Administration page.

* Adding a Managed Server

¢ Configuring the Processors in BI Publisher

Adding a Managed Server
You manage servers in the Oracle WebLogic Administration Console.

For detailed information on using the Oracle WebLogic Administration Console see
Oracle WebLogic Server Administration Console Online Help. For additional information
about Fusion Middleware Control and how to use it, see Administering Oracle Fusion
Middleware.

To add a managed server:
1. Access the Oracle WebLogic Administration Console.
2. Click Lock & Edit.
3. Under Domain Structure, expand Environment and click Servers.
4. On the Servers table, click New.
5. On the Create a New Server: Server Properties page:
¢ Enter the name of the server in the Name field.

¢ In Listen Port, enter the port number from which you want to access the server
instance.

* Select Yes, make this server a member of an existing cluster.

e Select the bi_cluster from the list.
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¢ Click Next.
6. Review the configuration options that you have chosen.

7. Click Finish.
The new server displays in the Servers table, as shown in the figure below.

Summary of Servers

Configuration | Control

A server is an instance of WebLogic Server that runs in its own Java Virtual Machine (JVM) and has its own configuration.

This page summarizes each server that has been configured in the current WebLogic Server domain.

[}

[ Customize this table

Servers (Filtered - More Columns Exist)

New Clone Delete Showing 1to 30f 3 Previous | Mext
[1| name < Cluster Machine State Health Listen Port
[ | AdminServer (admin) Machine_1 RUMNING 0K 7001
[ | biserver-2 bi_dluster Unknown 9705
[ | bi_server1 bi_duster Machine_1 RUNNING ¥ 0K 9704
Ne_w Clone Delete Showing 1to 30f 3 Previous | Mext

8. Click the server name to open the Settings page.
9. Select a Machine for the new server.

10. Click Save.

11.Click Activate Changes.

12. Start the new server.

Configuring the Processors in Bl Publisher

After the new managed server has been started, the set of processors for that server
displays in BI Publisher.
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You can now configure the threads appropriately for your system load.

Scheduler Diagnostics

The Scheduler diagnostics page provides the runtime status of the scheduler. It
provides status of its JMS configuration, JMS queues, Cluster instance status,
Scheduler Database status, Toplink status, and Scheduler (Quartz) status.

The Diagnostics page displays how many scheduled report requests have been
received by the JMS queues, how many of them have failed and how many are still
running. The JMS status can be viewed at the cluster-instance level enabling you to
decide whether to add more instances to scale up by one or more of these JMS
processors.

For example, if there are too many requests queued up for the e-mail processor in one
instance, you can consider adding another instance and enabling it to handle e-mail
processing. Similarly, if there are very large reports being processed and showing in
the Report Process queue in running status, then you can add another instance to scale
up the Report Process capability.

Also, the Scheduler Diagnostics page reflects the status of each component to show if
any component is down. You can see the connection string or JNDI name to the
database, which cluster instance associates to which managed server instance, Toplink
connection pool configuration, and so on.

If an instance shows a failed status, then you can recover the instance and with the
failover mechanism of the JMS set up in the cluster, no jobs submitted are lost. When
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the server instance is brought back, it is immediately available in the cluster for
service. The instance removal and addition reflects dynamically on the diagnostic
page.

When an instance is added to the cluster, the Scheduler Diagnostics page immediately
recognizes the new instance and displays the status of the new instances and all the
threads running on that instance. This provides a powerful monitoring capability to
the administrator to trace and resolve issues in any instance or any component of the
scheduler.

The Scheduler Diagnostics page provides information on the following components:
* JMS

¢ Cluster

¢ Database

® Scheduler Engine

The JMS section provides information on the following:

e JMS Cluster Config: This section provides configuration information for JMS
setup:

— Provider type (Weblogic / ActiveMQ)
- WebLogic version

— WebLogic JNDI Factory

— JNDIURL for JMS

— Queue names

— Temporary directory

¢ JMS Runtime: This provides runtime status of all J]MS queues and topics, as shown
in the table below.

----JMS Runtime Passed
------ Topic - BIP.System.T Passed
----- -Queue - BIP.Burst. Job.Q 0 pending Passed
----- -Queue - BIP.Burst.Report.Q 0 pending Passed
----- -Queue - BIP.Delivery.Email.Q 0 pending Passed
----- -Queue - BIP.Delivery.File.Q 0 pending Passed
----- -Queue - BIP.Delivery. FTP.Q 0 pending Passed
----- -Queue - BIP.Delivery.Print.Q 0 pending Passed
----- -Queue - BIP.Delivery.\WebDAV.Q 0 pending Passed
----- -Queue - BIP.Delivery.Fax.Q 0 pending Passed

The Cluster section provides details on the cluster instance, as shown in the figure
below. Use this information to understand the load on each processor.
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--Cluster Passed
----Instance -
Cluster 369.127028 Passed
Juser_projects/domains base_domain /servers/AdminServer/tmp/_WL_user
——IM5 Instance Config fxmlpserver,war//WEB-INF jms_config.xml Passed
——-—IMSWrapper Started (Thu Jul 01 07:10: 18 UTC 2010) Passed
———-IM5Client - system Started; BIP.System. T: 3458 sent, O failed Passed
CIusberMJer\:g;;?iEsshsezre; Started; BIP.System.T; 1 threads; 3458 received, 0 faied, O running Passed
——MsCient - rsdient producr P, 1P Detvery e O B3 s, a3 S paseeg
—-——-IM5Client - jmsdient_schedule Started Passed
JM5Processor - JobProcessor Started; BIP.Burst. Job.Q; 5 threads; 39 received, 0 failed, 0 running Passed
JM5Processor - ReportProcessor Started; BIP.Burst.Report.Q; 5 threads; 95 received, 0 failed, 0 running Passed
——--—-IM5Client - jmsdient_delivery Started Passed
JM5Processor - EmailProcessor Started; BIP.Delivery.Email.Q; 5 threads; 82 received, 0 failed, 0 running Passed
-IMSProcessor - FileProcessor Started; BIP.Delivery.File.Q; 5 threads; O received, 0 failed, 0 running Passed
JM5Processor - FTPProcessor Started; BIP.Delivery FTP.Q; 5 threads; 0 received, 0 failed, 0 running Passed
IMSProcessor - PrintProcessor Started; BIP.Delivery.Print.Q; 5 threads; 0 received, 0 failed, O running Passed
JMSProcessor - WebDavProcessor Started; BIP.Delivery.WebDAV.Q; 5 threads; 0 received, 0 failled, 0 running  |Passad
JMSProcessor - FaxProcessor Started; BIP.Delivery.Fax.Q; 5 threads; 0 received, 0 failed, 0 running Passed

¢ JMS instance config
e JMS Wrapper

* JMS Client - System — Provides status of the BIP System topic. The scheduler
diagnostic page is a subscriber to this topic.

e JMS Client_producer — Not used in this release.

* JMS Client_schedule — Provides status of the job processor and report processor,
each processor showing number of active threads, number of messages received,
number of messages failed, and number of messages running.

* JMS Client_delivery — Provides status of different delivery processors as listeners,
each delivery processor showing number of active threads, number of messages
received, number of messages failed, and number of messages running.

The Database section provides information on these components, as shown in the

figure below.

* Database Config — Connection type, JNDI Name, or connection string

¢ Toplink Config — Connection pooling, logging level

e Database Schema

--Database Passed
----Database Config ,fscratch,fapph:_:me,fmlpserver,lrepository,’ndminfsﬁeduler,fquaru— Passed
config.properties
——Connection Type jdbc Info
———Database Type oracle. toplink. platform.database. orade. Oradle 1 1Platform Info
——Connaction String jdbc:orade: thin: @10, 144, 177.30: 152 Liord Info
—ser Name BIPUSER2 Info
——Database Driver orade.jdbc. OradeDriver Info
----Toplink Config fscratchfappht_:mefxmlpser\terfrepositorymdminf5d1edulerfquariz— Passed
config. properties
——-Toplink Mapping File META-INF ftoplink_mappings. xml Info
--—--Toplink Logging SEVEre Info
——Toplink Connection Policy Lazy falze Info
" . read-connection-poal, name: read-pool, max-connections: 20,
——Toplink Read Connection Pool min-connections: 10 Info
Toplink Write Connection Paal v;orlbe—connechon-pool, name: default, max-connections: 20, min-connections: Info
----Database Schema Passed
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The Quartz section provides information on these components, as shown in the figure
below.

¢ Quartz Configuration

e Quartz Initialization

--Quartz Passed
fscratchfapphome fxmipserver frepository fAdmin/Scheduler fquartz-

----Quartz Config config.properties Passed
i—j;;—g—org.quartz.dataSource .myDS.maxConnec 5 Info
----- -org.quartz.scheduler.instanceld AUTO Info
----- -org. quartz.scheduler.instanceMame BIPublisherScheduler Info
----- -org.quartz.dataSource.myDS. user BIPUSER 2 Info
----- -org.quartz. jobStore., tablePrefix QRTZ_ Info
----- -org.quartz.jobStore. dass org.quartz.impl.jdbcjobstore. JobStoreTX Info
----- -org.quartz.dataSource.myDS. URL jdbc:orade: thin: @10, 144, 177.30: 152 1:ord Info
----- -org.quartz. threadPool. dass org.guartz.simpl. SimpleThreadPool Info
----- -org.quartz.jobStore, useProper ties false Info
----- -org.quartz. threadPool. threadPriority 5 Info
----- -org.quartz.jobStore.isClustered false Info
----- -org.quartz.jobStore. misfireThreshold &0000 Info
----- -org.quartz. threadPool. threadCount 3 Info
----- -org.quariz.mrqul?qol. threadsInheritCont true Info
extClassLoaderOflnitializingThread

----- -org.guartz.jobStore driverDelegateClass  |org.quartz.impl.jdbcjobstore .orade. OradeDelegate Info
----- -org.quartz.dataSource .myDS. driver oradle.jdbc. OradeDriver Info
----- -org.quartz.jobStore . dataSource myD3 Info
----Quartz Initilization Passed

Resolving Quartz Configuration Errors

The following is a common Quartz configuration error in the Scheduler Diagnostics
page:

Error Description and Resolution

During the Bl Publisher start up (when the WebLogic Managed server or Admin
server are started) if the JNDI data source configured as j dbc/ bi p_dat asour ce is
unavailable, then the Quartz initialization will fail. The Scheduler Diagnostics page
displays an error for Quartz Configuration.

If this occurs, perform the following:

1. Verify that the data source configured asj dbc/ bi p_dat asour ceis available. On
the Scheduler Configuration page, click Test Connection to ensure the connection
is working.

2. On the Scheduler Diagnostics page, locate the "Database Schema" diagnostics item
and ensure it passed.

3. Go back to the Scheduler Configuration page and change the Scheduler Selection
from "Quartz" to "None" and click Apply. Now change it back to "Quartz" and click
Apply again.

4. On the Scheduler Diagnostics page, verify that the Quartz error has cleared.
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Configuring System Maintenance
Properties

This chapter describes how to configure BI Publisher server properties such as caching
specifications, monitoring and auditing, and catalog properties.

It covers the following topics:

Navigating to the System Maintenance Properties
Configuring the Catalog

Setting General Properties

Setting Server Caching Specifications

Setting Retry Properties for Database Failover
Enabling Monitor and Audit

Setting Report Viewer Properties

Clearing Report Objects from the Server Cache

Purging Job Diagnostics Log

Navigating to the System Maintenance Properties

You navigate to the System Maintenance properties from the Administration page.

1.

On the Oracle Business Intelligence header, click Administration.

If you are using Oracle Business Intelligence Enterprise Edition, next click Manage
BI Publisher.

On the BI Publisher Administration page, under System Maintenance, click Server
Configuration.

The figure below shows the system properties.
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Configuring the Catalog
BI Publisher supports different catalog types.
¢ Configuring the Oracle BI Publisher File System Catalog

The Oracle BI Publisher file system option is for installations of BI Publisher that
are not integrated with Oracle Business Intelligence Enterprise Edition.

* Configuring BI Publisher to Use the Oracle BI EE Catalog

If you install BI Publisher with the Oracle Business Intelligence Enterprise Edition,
the catalog is automatically configured to use the shared Oracle BI Presentation
Catalog.

Configuring the Oracle Bl Publisher File System Catalog

Configuring the Oracle BI Publisher file system catalog by changing the location for
the repository.

Note:

When using file systems such as NFS, Windows, or NAS for the repository,
ensure that the file system is secured.

When you install BI Publisher, the catalog is configured by default to:

${xdo. server.config.dir}/repository

To change the location for the repository:

1. Under Catalog, select Oracle BI Publisher - File System as the Catalog Type.
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2. Enter the absolute Path.

3. Apply your changes and restart your BI Publisher application.

Note:

Because the repository is in the file system, the case sensitivity of folder and
report names is determined by the platform on which you run BI Publisher.
For Windows-based environments, the repository object names are not case-
sensitive. For UNIX-based environments, the repository object names are case-
sensitive.

Configuring Bl Publisher to Use the Oracle Bl EE Catalog

If you installed BI Publisher as part of the Oracle Business Intelligence Enterprise
Edition, then BI Publisher is automatically configured to use the shared Oracle BI EE
(Oracle BI Presentation) catalog.

For prerequisites and steps for manually integrating BI Publisher with Oracle BI
Enterprise Edition, see About Integration.
Configuring the Bl Search Fields

If you have configured Oracle Business Intelligence with Oracle Secure Enterprise
Search (Oracle SES), configure certain fields to enable the full text search for BI
Publisher objects.

Prerequisites

Before configuring the fields in BI Publisher, you must first perform the following;:

1. Set up Oracle Secure Enterprise Search (Oracle SES).

2. Integrate Oracle SES with Oracle Business Intelligence Presentation Services.

For the procedures for completing the prerequisites, see "Configuring for Full-Text
Catalog Search" in the System Administrator’s Guide for Oracle Business Intelligence
Enterprise Edition.

Enter the following fields in BI Publisher:

e BI Search URL - enter the basic URL for Oracle Business Intelligence, adding the
search context name; takes the format:

http://comput er_nane: port/ bi search

* BI Search URL Suffix — this field defaults to "rest/BISearchQueryService/search".
Do not edit this field.

¢ BI Search Group name — enter the name of the search group that you created in
Oracle SES, for example: bisearch_ws

* BI Search Timeout (millisecond) — enter the maximum number of milliseconds
that Oracle BI Publisher waits for a response to return with search results. This
field defaults to 22000.

The figure below shows the Bl search fields.
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BI Search URL |http://localhost:7001/bisearch/
BI Search URL Suffic |rest/BISearchQueryService/search
BI Search Group name |bisearch_ws
BI Search Timeout (milisecond) m

Setting General Properties

The general properties region includes the following settings:
e System Temporary Directory

¢ Report Scalable Threshold

System Temporary Directory
This section includes the topics about setting a system temporary directory.

Topics include:

¢ About Temporary Files

¢ Setting the System Temporary Directory
® Sizing the System Temporary Directory

About Temporary Files

BI Publisher creates both temporary and cache files.

Temporary files:

¢ Temporary files created by the formatting engines (FO processor, PDF Form
Processor, PDF generators and so on)

¢ Data Files

These files are removed after the reports generate successfully.
Dynamic image files for HTML output:

® Dynamic charts

¢ Embedded images in RTF templates
Cache files:

Data cache

LOV (List of Values) cache

e Document Cache

XSL Cache from RTF templates

Setting the System Temporary Directory

If you do not specify a temporary directory here, temporary files and dynamic image
files are generated under {bip_deployment_directory}/xdo/tmp. Cache files are
generated under {bip_deployment_directory}/xdo/cache.
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When you configure a System Temporary Directory using this field, for example: "/
disk1/BIP_Temp", the BI Publisher server automatically creates the following
directories:

e /diskl/BIP_Temp/xdo

e /diskl/BIP_Temp/xdo/tmp

e /diskl/BIP_Temp/xdo/cache

Temporary files are generated under /diskl/BIP_Temp/xdo/tmp.
Cache files are generated under /disk1/BIP_Temp/xdo/cache.

Dynamic image files are still created in the {bip_deployment_directory}/xdo/tmp
directory and are not affected by this configuration.

Whenever the BI Publisher server is restarted, any files under /disk1/BIP_Temp/xdo
are removed.

Note:

When using the BI Publisher web services upl oadRepor t Dat aChunk() or
downl oadReport Dat aChunk() in a clustered environment, you must set
the System Temporary Directory to be a shared directory accessible to all
servers within the cluster.

You must enter the absolute path to the directory. For example, the directory
can exist under ${ xdo. server. confi g. di r}/t enp but you must enter the
absolute path, such as / net / subf ol der a/ scr at ch/ subf ol der b/
12ccat/tenp

Repeat this procedure for all servers in the cluster, entering the same value for
System Temporary Directory.

Sizing the System Temporary Directory

Sizing requirements depend on how large the generated data files and reports are,
how many reports enabled cache, and the number of concurrent users.

If you must process 1 GB of data and then to generate a report that is 1 GB, then the
temp disk should have more than 2 GB of disk space for a single report run. If you
require ten concurrent report runs of similarly sized reports, then more than 20 GB of
disk space is required. In addition, if you must cache the data and reports for these ten
users, you need additional 20 GB of disk space. Note that cache is per user.

Report Scalable Threshold
This property specifies the threshold at which data is cached on the disk.

When the data volume is large, caching the data saves memory, but results in slower
processing. Enter a value in bytes. The default and general recommendation for this
property is 1000000 (1 megabyte).

Setting Server Caching Specifications

When BI Publisher processes a report, the data and the report document are stored in
cache.
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Each item creates a separate cache file. Set the following properties to configure the
size and expiration of this cache:

¢ Cache Expiration — Enter the expiration period for the cache in minutes. The
default is 30.

e Cache Size Limit — Enter the maximum number of cached items to maintain
regardless of the size of these items. The default is 1000.

When BI Publisher processes a report it stores the report definition in memory so that
for subsequent requests for the same report the report definition can be retrieved from
memory rather than from disk. Set the following property to configure this cache:

* Maximum Cached Report Definitions — Enter the maximum number of report
definitions to maintain in cache. The default is 50. You can specify the timeout for
report definitions in the "Cache Expiration" box. If you do not specify the
expiration, the default timeout is 20 minutes.

To manually purge this cache, use the Clear Object Cache button on the Manage
Cache tab. See Clearing Report Objects from the Server Cache.

Note:

Report-specific caching of data sets can be set as a report property. See
Configuring Report Properties in Report Designer’s Guide for Oracle Business
Intelligence Publisher.

Setting Retry Properties for Database Failover
If BI Publisher fails to connect to a data source through the defined JDBC or JNDI
connection, then these properties control the number of retries that are attempted
before switching to the backup connection for the database.

e Number of Retries

Default value is 6. Enter the number of times to attempt to make a connection
before switching to the backup database.

® Retry Interval (seconds)

Default value is 10 seconds. Enter the number of seconds to wait before retrying the
connection.

Enabling Monitor and Audit

This setting enables user auditing and monitoring in BI Publisher. Performance
monitoring enables you to monitor the performance of queries, reports and document
generation and to analyze the provided details.

Selecting the Enable Monitor and Audit check box on the Server Configuration page
is the first step required for enabling performance monitoring and user auditing in
your system.

For the complete steps, see About Performance Monitoring and User Auditing.
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Setting Report Viewer Properties

The Report Viewer Configuration tab enables you to set the report viewer property
Show Apply Button.

When set to True, reports with parameter options display the Apply button in the
report viewer. When a user changes the parameter values, he must click Apply to
render the report with the new values.

When set to False, the report viewer does not display the Apply button. Instead, when
a user enters a new parameter value, BI Publisher automatically renders the report
after the new value is selected or entered.

This property can also be set at the report level to override the system setting. For
information on setting the property at the report level, see Configuring Parameter
Settings for the Report in Report Designer’s Guide for Oracle Business Intelligence
Publisher.

Clearing Report Objects from the Server Cache

Use the Manage Cache page to clear the server cache.

The server cache (Setting Server Caching Specifications) stores report definitions,
report data, and report output documents. If you need to manually purge this cache
(for example, after patching) use the Manage Cache page.

To manually clear this cache before the expiration:

1. From the BI Publisher Administration page, click Manage Cache.

2. On the Manage Cache page, click Clear Object Cache.

C)RAC‘_E Business Intelligence Search  All IZI Q. Advanced Administration  Help v
Administration Home Catalog Favorites w Dashboards w New v Open v Signed In As
Return @

System Maintenance
Server Configuration = Scheduler Configuration = Scheduler Diagnostics =~ Report Viewer Configuration = Manage Cache

Return

Clear Object Cache

Clear report object and data model object cache

Clear Object Cache

Purging Job Diagnostics Log
Use the Manage Job Diagnostics Log page to purge old job diagnostics log.
The retention period of job diagnostic log is set to 30 days, by default. If you
frequently enable diagnostic logs, these diagnostic logs might consume space in the
database, and you might need to periodically free the space consumed by the old
diagnostic logs.

You can manually purge the diagnostic logs older than the retention period by
performing the following steps.
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1. In Administration > System Maintenance page, click Manage Job Diagnostics Log.

2. Click Purge log beyond retention period.
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Setting Up Data Sources

This chapter describes how to set up data sources for BI Publisher including JDBC and
JNDI connections, LDAP server connections, OLAP data sources, and file data sources.

It covers the following topics:

e Overview of Setting Up Data Sources

* Setting Up a JDBC Connection to the Data Source

e Setting Up a Database Connection Using a JNDI Connection Pool
¢ Setting Up a Connection to an LDAP Server Data Source

e Setting Up a Connection to an OLAP Data Source

* Setting Up a Connection to a File Data Source

e Setting Up a Connection to a Web Service

* Setting Up a Connection to a HTTP XML Feed

e Viewing or Updating a Data Source

Overview of Setting Up Data Sources
BI Publisher supports a variety of data sources. The data can come from a database, a
HTTP XML feed, a Web Service, an Oracle BI Analysis, an OLAP cube, a LDAP server,
or a previously generated XML file or Microsoft Excel file.

About Private Data Source Connections

Private connections for OLAP, JDBC, Web Service, and HTTP data sources are
supported in Bl Publisher and can be created by users with data model creation
privileges.

When a user creates a private data source connection, it displays only for that user in
the data model editor data source menus. For example, a user creates a private data
source connection called "my datasource." When the user creates a data set, the private
data source connection displays in the Data Source selection menu as shown in the
figure below.
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Administrators have access to the private data source connections created by users. All
private data source connections are displayed to Administrators when they view the

list of OLAP, JDBC, Web Service, and HTTP data sources from the BI Publisher

Administration page.

Private data source connections are distinguished by an Allowed User value on the
Data Source Administration page as shown in the figure below. Administrators can

extend access to other users to a private data source connection by assigning

additional user roles to it.

For more information on assigning roles to data sources, see Granting Access to Data

Sources Using the Security Region.
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For more information about creating private data source connections, see Managing
Private Data Sources in Data Modeling Guide for Oracle Business Intelligence Publisher.

Granting Access to Data Sources Using the Security Region

When you set up data sources, you can also define security for the data source by
selecting which user roles can access the data source.
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You must grant access to users for the following:

* A report consumer must have access to the data source to view reports that retrieve
data from the data source

* A report designer must have access to the data source to create or edit a data model
against the data source

By default, a role with administrator privileges can access all data sources.

The configuration page for the data source includes a Security region that lists all the
available roles. You can grant roles access from this page, or you can also assign the
data sources to roles from the roles and permissions page.

See Configuring Users, Roles, and Data Access for information.

If this data source must be used in guest reports, then you must also enable guest
access here. For more information about guest access see Enabling a Guest User.

The figure below shows the Security region of the data source configuration page.

Security
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BT Administrator Role ) a| ‘&
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BI System Role — ol
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About Proxy Authentication
BI Publisher supports proxy authentication for connections to various data sources

Supported data sources include:
® Oracle 10g database
* Oracle 11g database

e OQOracle BI Server

For direct data source connections through JDBC and connections through a JNDI
connection pool, BI Publisher enables you to select "Use Proxy Authentication". When
you select Use Proxy Authentication, BI Publisher passes the user name of the
individual user (as logged into BI Publisher) to the data source and thus preserves the
client identity and privileges when the BI Publisher server connects to the data source.

Note:

Enabling this feature requires additional setup on the database. The database
must have Virtual Private Database (VPD) enabled for row-level security.
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For more information on Proxy Authentication in Oracle databases, see Oracle Database
Security Guide.

For connections to the Oracle BI Server, Proxy Authentication is required. In this case,
proxy authentication is handled by the Oracle BI Server, therefore the underlying
database can be any database that is supported by the Oracle Bl Server.

Choosing JDBC or JNDI Connection Type

In general, a JNDI connection pool is recommended because it provides the most
efficient use of your resources.

For example, if a report contains chained parameters, then each time the report is
executed, the parameters initiate to open a database session every time.

About Backup Databases

When you configure a JDBC connection to a database, you can also configure a backup
database.

A backup database can be used in two ways:
* As atrue backup when the connection to the primary database is unavailable

® As the reporting database for the primary. To improve performance you can
configure your report data models to execute against the backup database only.

To use the backup database in either of these ways, you must also configure the report
data model to use it.

See Setting Data Model Properties in Data Modeling Guide for Oracle Business Intelligence
Publisher for information on configuring a report data model to use the backup data
source.

About Pre Process Functions and Post Process Functions

You can define PL/SQL functions for BI Publisher to execute when a connection to a
JDBC data source is created (preprocess function) or closed (postprocess function).

The function must return a boolean value. This feature is supported for Oracle
databases only.

These two fields enable the administrator to set a user's context attributes before a
connection is made to a database and then to dismiss the attributes after the
connection is broken by the extraction engine.

The system variable :xdo_user_name can be used as a bind variable to pass the login
username to the PL/SQL function calls. Setting the login user context in this way
enables you to secure data at the data source level (rather than at the SQL query level).

For example, assume you have defined the following sample function:

FUNCTI ON set _per _process_username (usernane_in | N VARCHAR2)
RETURN BOOLEAN | S
BEG N
SETUSERCONTEXT( user nane_i n) ;
return TRUE,
END set _per _process_user nane
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To call this function every time a connection is made to the database, enter the
following in the Pre Process Function field:
set_per_process_username(:xdo_user_name)

Another sample usage might be to insert a row to the LOGTAB table every time a user
connects or disconnects:

CREATE OR REPLACE FUNCTI ON BI P_LOG (user_nanme_in | N VARCHAR2, smode | N VARCHAR?)
RETURN BOOLEAN AS

BEG N

I NSERT | NTO LOGTAB VALUES(user _nane_in, sysdate, snode);

RETURN true;

END BI P_LCG

In the Pre Process Function field enter: BIP_LOG(:xdo_user_name)

As a new connection is made to the database, it is logged in the LOGTAB table. The
SMODE value specifies the activity as an entry or an exit. Calling this function as a
Post Process Function as well returns results such as those shown in the table below.

NAME UPDATE_DATE §_FLAG
oracle 14-MAY-10 09.51.34.000000000  AMStart
oracle 14-MAY-10 10.23.57.000000000  AMFinish

administrator  14-MAY-10 09.51.33.000000000  AMStart
administrator  14-MAY-10 09.51.383.000000000  AMFinish
oracle 14-MAY-10 09.51.42.000000000  AMStart
oracle 14-MAY-10 09.51.42.000000000  AMFinish

Setting Up a JDBC Connection to the Data Source

Make sure all prerequisites have been met before setting up a JDBC connection to a
data source:

e The JDBC driver for the selected database must be available to BI Publisher. If you
are using an Oracle database or one of the DataDirect drivers provided by
WebLogic Server, then the drivers must be installed in the correct location and
there is no further setup required.

¢ If you plan to use a different version of any of the drivers installed with WebLogic
Server, then you can replace the driver file in W._HOVE\ server\ | i b with an
updated version of the file or add the new file to the front of your CLASSPATH.

If you plan to use a third-party JDBC driver that is not installed with WebLogic
Server, then you must update the WebLogic Server classpath to include the
location of the JDBC driver classes. Edit the commEnv.cmd/sh script in W._ HOVE/
common/ bi n and prefix your classes as described in “Modifying the Classpath” in
Command Reference for Oracle WebLogic Server.

For more information, see Administering JDBC Data Sources for Oracle WebLogic
Server.
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Note:

When the JDBC connection is defined, the administrator defines the user that
BI Publisher uses to connect to the database. It is the responsibility of the
administrator to establish security on the database to allow or disallow actions
this user can take on the database schema.

For report consumer access to data that is returned in a report, the
administrator and data model developer can establish security, if needed, that
can limit the data viewed by a particular BI Publisher user. One method for
securing data returned is to use pre-process and post-process function calls to
pass the xdo_username. For more information see About Pre Process
Functions and Post Process Functions.

To set up a JDBC connection to a data source:

1. From the Administration page, click JDBC Connection to display the list of
existing JDBC connections.

Private JDBC connections are also supported. For more information, see Data
Modeling Guide for Oracle Business Intelligence Publisher.

2. Click Add Data Source.

3. Enter the following fields for the new connection:

Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

Driver Type — Select the database type from the list. When you select a driver
type, BI Publisher automatically displays the appropriate Database Driver Class
and provides the appropriate Connection String format for your selected
database.

Database Driver Class — This is automatically entered based on your selection
for Driver Type. You can update this field if desired.

For example: oracle.jdbc.OracleDriver or

hyperion.jdbc.sqlserver.SQLServerDriver

Connection String — Enter the database connection string.

Example connection strings:

— Oracle database

For an Oracle database (non-RAC) the connect string must have the
following format:

jdbc:oracle:thin:@[host]:[port]:[sid]

For example: jdbc:oracle:thin:@myhost.us.example.com:1521:prod
— Oracle RAC database

To connect to an Oracle RAC database, use the following format:

jdbc:oracle:thin:@/ / <host>[:<port>]/ <service_name>

For example: jdbc:oracle:thin:@/ /myhost.example.com:1521/my_service
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— Microsoft SQL Server

For a Microsoft SQL Server, the connect string must have the following
format:

jdbc:hyperion:sqlserver:/ /[hostnamel]:
[port];DatabaseName=[Databasename]

For example:

jdbc:hyperion:sqlserver:/ /myhost.us.example.com:
7777;DatabaseName=mydatabase

e Use System User — This is reserved for connections to the Oracle BI Server.

See Setting Up a JDBC Connection to the Oracle BI Server.

¢ User Name — Enter the user name required to access the data source on the
database.

e Password — Enter the password associated with the user name for access to the
data source on the database.

® Pre Process Function and Post Process Function — (Optional) Enter a PL/SQL
function to execute when a connection is created (Pre Process) or closed (Post
Process). For more information see About Pre Process Functions and Post
Process Functions.

¢ Use Proxy Authentication — Select this box to enable Proxy Authentication. See
About Proxy Authentication for more information.

4. Click Test Connection. A confirmation is displayed.
The figure below shows the general settings of the JDBC connection page.
BS Open~

Home | Catalog Signed In As

E new~

Administration > JDBC > Update Data Source: demo

Update Data Source: demo

Apply Cancel

General

« TIP Please make sure to install the required JDBC driver classes.
«TIP With Oracle Fusion Middleware Security Model, select the Use System User checkbox to use the BI System User for your BI
Server Database Connection.

Data Source Name
* Driver Type
* Database Driver Class

* Connection 5tring

Usze System User

* Username
Password

Pre Process Function
Post Process Function

demo
Oracle 11g b
oracle.jdbc.OracleDriver

OraclkeDriver )

{Bample: o

o

[ use Proxy Authentication

Test Connection

5. (Optional) Enable a backup database for this connection by entering the following:

e Use Backup Data Source — Select this box.
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¢ Connection String — Enter the connection string for the backup database.
* Username / Password — Enter the username and password for this database.

¢ Click Test Connection. A confirmation is displayed.

The figure below shows the Backup Data Source region of the page.

Backup Data Source

¥TIP To enable access to a backup data source, please check the Use Backup Data Source checkbox and enter the necessary
connection information.

[l Use Backup Data Source

Username |username

Password |essesess

Test Connection

6. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this data source.

The settings defined here are passed down to the backup data source, if one is
defined.

Setting Up a Database Connection Using a JNDI Connection Pool

BI Publisher supports connecting to the JDBC data source through a connection pool.

Using a connection pool increases efficiency by maintaining a cache of physical
connections that can be reused. When a client closes a connection, the connection gets
placed back into the pool so that another client can use it. A connection pool improves
performance and scalability by allowing multiple clients to share a small number of
physical connections. You set up the connection pool in your application server and
access it through Java Naming and Directory Interface (JNDI).

After you set up the connection pool in your application server, enter the required
fields in this page so that BI Publisher can use the pool to establish connections. For
information on setting up a connection pool in WebLogic Server, see Configuring
JDBC Data Sources in Administering JDBC Data Sources for Oracle WebLogic Server.

To set up a database connection using a JNDI connection pool:

1. From the Administration page, click JNDI Connection to display the list of existing
JNDI connections.

2. Click Add Data Source.
3. Enter the following fields for the new connection:

* Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

e JNDI Name — Enter the JNDI location for the pool. For example, jdbc/
BIPSource.

¢ Use Proxy Authentication — Select this box to enable Proxy Authentication. See
About Proxy Authentication for more information.
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4. Click Test Connection. A confirmation message is displayed.

5. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this the data source.

Setting Up a Connection to an LDAP Server Data Source

You set up a connection to an LDAP data source from the Administration page.

To set up a connection to an LDAP data source:

1. From the Administration page, select LDAP Connection to display the list of
existing LDAP connections.

2. Click Add Data Source.
3. Enter the following fields for the new connection:

¢ Enter the Data Source Name — This is the display name that is displayed in the
Data Source selection list in the Data Model Editor.

e Enter the LDAP Connection URL for the LDAP server in the format:| dap: //
host nane: port.

* Enter the Username (for example:
cn=admin,cn=users,dc=us,dc=company,dc=com).

¢ Password — Enter the password if required.

¢ Enter the JNDI Context Factor Class (for example:
com.sun.jndi.ldap.LdapCtxFactory).

4. Click Test Connection.

5. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create data models from this the data source or view reports
that run against this data source.

Setting Up a Connection to an OLAP Data Source

BI Publisher supports connecting to several types of OLAP databases.

Note that to connect to Microsoft SQL Server Analysis Services, BI Publisher must be
installed on a supported Windows operating system. For the complete list of
supported OLAP databases, see System Requirements and Certification.

To set up a connection to an OLAP data source:

1. From the Administration page, click OLAP Connection to display the list of
existing OLAP connections.

Private OLAP connections are also supported. For more information, see Managing
Private Data Sources in Data Modeling Guide for Oracle Business Intelligence Publisher.

2. Click Add Data Source.

3. Enter the following fields for the new connection:
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e Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

OLAP Type — Select from the list of supported OLAP databases. When you
select the type, the OLAP Connection String field is updated with the
appropriate connection string format for your selection.

¢ OLAP Connection String — Enter the connection string for the OLAP database.

Following are examples for each of the supported OLAP types:

Oracle's Hyperion Essbase
Format: [server]

Example: mySer ver . us. exanpl e. com

Microsoft SQL Server 2000 Analysis Services
Format: Data Source=[server];Provider=msolap;Initial Catalog=[catalog]

Example: Data Source=myServer;Provider=msolap;Initial
Catalog=VideoStore

Microsoft SQL Server 2005 Analysis Services
Format: Data Source=[server];Provider=msolap.3;Initial Catalog=[catalog]

Example: Data Source=myServer;Provider=msolap.3;Initial
Catalog=VideoStore

SAP BW

Format: ASHOST=[server] SYSNR=[system number] CLIENT=[client]
LANG=[language]

Example: ASHOST=172.16.57.44 SYSNR=01 CLIENT=800 LANG=EN

e Username and Password for the OLAP database

4. Click Test Connection. A confirmation message is displayed.

5. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this the data source.

Setting Up a Connection to a File Data Source

BI Publisher enables you to use existing XML or Microsoft Excel files created from
other sources as input to your BI Publisher reports.

To use a file as a data source, it must reside in a directory that BI Publisher can connect

to. Set up the connection details to the file data source directory using this page.

To set up a connection to a file data source:

1. From the Administration page, click File to display the list of existing file sources.

2. Click Add Data Source.

3. Enter the following fields for the new data source:

* Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.
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e Path — Enter the full path to the top-level directory on your server. Users can
access files in this directory and any subdirectories.

4. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this data source.

Setting Up a Connection to a Web Service
BI Publisher supports Web service data sources that return valid XML data.

Note:

Additional configuration may be required to access external Web services
depending on your system's security. If the WSDL URL is outside the
company firewall, see Configuring Proxy Settings.

BI Publisher supports Web services that return both simple and complex data types.
You must make the distinction between simple and complex when you define the Web
service connection. For more information about each Web service connection type, see
Adding a Simple Web Service and Adding a Complex Web Service.

If the Web service is protected by Secure Sockets Layer (SSL), see Configuring BI
Publisher for Secure Socket Layer (SSL) Communication.

Private Web Service connections are also supported. For more information, see
Managing Private Data Sources in Data Modeling Guide for Oracle Business Intelligence
Publisher.

Only Basic and Digest authentication is supported for Web service data sources.

Only document/literal Web services are supported.

Adding a Simple Web Service
You add a simple Web service from the Administration page.

To add a Web service as a data source:

1. From the Administration page, click Web Service Connection to display the list of
existing Web service connections.

2. On the Web Services tab, click Add Data Source to display the Add Data Source
page as shown in the figure below.
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Add Data Source

Apply Cancel

General

* Data Source Mame  |simpsvi
Server Protocol m
* Server  [wwew webservicex.net
*Port |20
* URL Suffix  |stockguote.asmxwSDL

xarnple: analytics-wsfsaw dll
Session Timeout (Minutes)

Complex Type T

i8]

Security

2llow Guest Access [

Available Roles Allowed Roles

BI Administrator Rale ;I = ;I 5.3

BI Author Role [Mowe )

BI Consumet Role =

BI System Role — W
Move &l

Remove

3. Enter the following fields for the new connection:

* Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

¢ Server Protocol — Select the server protocol.
* Server — Enter the server name.
* Port — Enter the server port.

e URL Suffix — Enter the URL suffix for the web service connection.

For example, stockquote.asmx?WSDL

¢ (Optional) Session Timeout (Minutes) — Enter the timeout in minutes. If the
BI Publisher server cannot establish a connection to the Web service, the
connection attempt will time out after the specified time out period has elapsed.

¢ Complex Type — Deselect the check box to designate the connection as a
simple Web service.

4. Define security for this data source by using the shuttle buttons to move roles from
the Available Roles list to the Allowed Roles list. Only users assigned the roles on
the Allowed Roles list can create or view reports from this data source.

5. Click Apply to save the data source connection.

Adding a Complex Web Service
You add a complex Web service from the Administration page.

To add a complex Web service as a data source:

1. From the Administration page, click Web Service Connection to display the list of
existing Web service connections.
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. Click Add Data Source to display the Add Data Source page as shown in the figure

below.
Aid Data Source
Apply Cancel
General

* Data Source Mame
Server Protocal

* Server

* Paort

* URL Suffix

Session Timeout (Minutes)

crplsye

http = l

exarnple.us.oracle, com
(===l

wrnlpserverservices PublicReportService®wsdl

xarnple: analytics-wsfzave dil
El

Security

Complex Type W

WS-Security | 2002 T l
Lzername
Passwiord

sllow Guest sccess [

Awailable Roles Allowed Roles
BI Administrator Raole =] 2 = @
BI Author Role Move 0]

BI Consumer Raole
EBI System Fale

=

. Enter the following fields for the new connection:

Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

Server Protocol — Select the server protocol.

Server — Enter the server name.

Port — Enter the server port.

URL Suffix — Enter the URL for the Web service connection.

(Optional) Session Timeout (Minutes) — Enter the timeout in minutes. If the
BI Publisher server cannot establish a connection to the web service, the
connection attempt times out after the specified time out period has elapsed.

Complex Type — Select the check box to designate the connection as a complex
Web service.

WS-Security — Select the security header.

— 2002 — Enables the "WS-Security" Username Token with the 2002
namespace:

http://docs. oasi s- open. or g/ wss/ 2004/ 01/ oasi s- 200401- wss-
wssecurity-secext-1.0.xsd

— 2004 — Enables the "WS-Security" Username Token with the 2004
namespace:
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http://docs. oasi s- open. or g/ wss/ 2004/ 01/ oasi s- 200401- wss-
user name-t oken- profil e- 1. O#Passwor dText

¢ Authentication Type — BI Publisher supports HTTP and SOAP authentication
types. SOAP is the default. When HTTP is selected, the user name and
password information are passed through HTTP headers. When soap is
selected, the user name and password information are passed through XML
SOAP envelope headers.

e Username — Enter the user name for the web service, if required.
e Password — Enter the password for the web service, if required.

e WSDL protected by HTTP basic auth — select if access to the WSDL is
protected. When the WSDL is protected by user name and password, Bl
Publisher executes an HTTP call with the username and password to access the
WSDL URL. The WSDL can then be downloaded and parsed by BI Publisher.

4. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this data source.

The settings defined here are passed down to the backup data source, if one is
defined.

5. Click Apply.

Setting Up a Connection to a HTTP XML Feed

HTTP (XML Feed) data sources enable your data model designers to build data
models from RSS and XML feeds over the Web by retrieving data through the HTTP
GET method.

Private HTTP XML connections are also supported. For more information, see
Managing Private Data Sources in Data Modeling Guide for Oracle Business Intelligence
Publisher.

To add a HTTP XML as a data source:

1. From the Administration page, click HTTP Connection to display the list of
existing HTTP connections.

2. Click Add Data Source to display the Add Data Source page as shown below.
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Administration > HTTP > Add Data Source @

Add Data Source

Apply Cancel

General

* Data Source Name |httpds

Server Protocol | hittp 'I

* Server |test.oracle.com

* Port |7019
Realm  |testrealm
Username |test

Password [eses|

Security

Allow Guest Access T

Available Roles Allowed Roles
BI Administrator Role Al 2) - I £
BI Author Role Move A

BI Consumer Role

3. Enter the following fields for the new connection:

* Data Source Name — Enter a display name for the data source. This name is
displayed in the Data Source selection list in the Data Model Editor.

¢ Server Protocol — Select the server protocol.
* Server — Enter the server name.
* Port — Enter the server port.

e Realm — Enter the URL for the web service connection.
For example:

xmlpserver /services/v2/SecurityService?wsdl

* Username — Enter the user name required to access the data source on the
database.

* Password — Enter the password associated with the user name for access to the
data source on the database.

4. Define security for this data source. Use the shuttle buttons to move roles from the
Available Roles list to the Allowed Roles list. Only users assigned the roles on the
Allowed Roles list can create or view reports from this data source.

The settings defined here are passed down to the backup data source, if one is
defined.

Setting Up a Connection to a Content Server

Content Server data source enables you to retrieve a text attachment content stored in
Universal Content Management (UCM) server and display it in the report of the
corresponding document.

To set up a connection to a Content Server data source:
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1. From the Administration page, select the Content Server link.
2. Click Add Data Source in the Data Sources page.

3. Enter the name in the Data Source Name field.

4. Enter the URL in the URI field.

5. Enter the username and password in the Username and Password fields,
respectively.

6. Click Test Connection.

ORACL.E s8I publisher Enterprise
Administration

Administration > Content Server > Add Data Source

@ Confirmation
Connection established successfully.

Add Data Source

General

* Data Source Name  ucmdsl

* URI http://adcOldzt.us.oracle.com: 16200/cs,
Example: hitps host-port/es/icply [OR) cs//host 4444 [OR] hitp://host:portidcnativews )
Username  weblogic

Password  sssssses

Test Connection
Security

Allow Guest Access

Available Roles Allowed Roles

Developers )
Schedulers

Remove All

Note: You will see a confirmation message that your connection is established
successfully.

7. Click Apply to save the data source details after your connection is successful.
Viewing or Updating a Data Source
You can view or update a data source from the Administration page.

To view or update a data source:

1. From the Administration page, select the Data Source type to update.

2. Select the name of the connection to view or update. All fields are editable. See the
appropriate section for setting up the data source type for information on the

required fields.

3. Select Apply to apply any changes or Cancel to exit the update page.
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Setting Up Delivery Destinations

This chapter describes the setup required to deliver BI Publisher reports to printers, e-
mail servers, FTP servers, WebDav servers, content servers, and cloud server. It also
describes how to set up the HTTP notification server.

It covers the following topics:

Configuring Delivery Options

Adding a Printer

Adding a Fax Server

Adding an E-Mail Server

Adding a WebDAYV Server

Adding an HTTP Server

Adding an FTP Server

Adding a Content Server

Adding a Common UNIX Printing System (CUPS) Server
Adding a Cloud Server

Configuring Delivery Options
Use the Delivery Configuration Options page to set general properties for e-mail
deliveries and notifications from BI Publisher and for defining the SSL certificate file.

To configure delivery options:

1.

From the Administration page, select Delivery Configuration, as shown below.
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ORACI_E' BI Publisher Enterprise Search Al v ©,  Administration
Administration Home Catalog New ¥ Open v sit

Administration > Delivery Configuration

Delivery
Delivery Configuration = Printer Fax Email WebDAV HTTP  FTP Content Server CUPS Server

“TIP Any changes wil only take effect after the application is restarted.
Apply Cancel

S5L Certificate File

Email From Address  BI-Publsher@oracle.com

{Defauit Value: bipublisherreport@oracle.com )

Delivery Motification Email From Address  BI-Publisher Motification@orade.com
{Default Value: bipublisher-rotification@eorace.com )

Success Notification Subject  Your Report Finished Successfully
Warning Motification Subject  Your Report Finished with Warnings
Failure Notification Subject  Your Report Failed

Skipped Notification Subject  “Your Report was Skipped|
Use System Proxy Settings

2. Enter the following properties:

e SSL Certificate File — If SSL is enabled for your installation, then you can leave
this field empty if you want to use the default certificates built-in with BI
Publisher. SSL works with the default certificate if the server uses the certificate
signed by a trusted certificate authority such as Verisign. This field is
mandatory only if the user uses the SSL with a self-signed certificate. The self-
signed certificate means the certificate is signed by a non-trusted certificate
authority (usually the user).

¢ E-mail From Address — Enter the From address to appear on e-mail report
deliveries from the BI Publisher server. The default value is bipublisher-
report@oracle.com.

* Delivery Notification E-mail From Address — Enter the From address to
appear on notifications delivered from the BI Publisher server. The default
value is bipublisher-notification@oracle.com.

* Success Notification Subject — Enter the subject line to display for e-mail
notification recipients when the report status is Success.

* Warning Notification Subject — Enter the subject line to display for e-mail
notification recipients when the report status is Warning.

¢ Failure Notification Subject — Enter the subject line to display for e-mail
notification recipients when the report status is Failed.

e Skipped Notification Subject — Enter the subject line to display for e-mail
notification recipients when the report status is Skipped.

¢ Use System Proxy Settings - When selected, the Delivery Manager looks up the
proxy server settings from the Java runtime environment. (For more details on
Java networking properties, see "Networking Properties” at ht t ps: //
docs. oracl e. com j avase/ 8/ docs/ api /j aval/ net/ doc-fil es/ net -
properties. htm .)

Note the following:
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Adding a Printer

— Printer, Fax, WebDAV, HTTP and CUPS servers use proxy settings for http
protocol when SSL is not used. When SSL is used, the and https proxy
setting is used.

— FTP and SFTP use proxy settings for FTP.

— Contents servers and email servers do not support connection over a proxy,
regardless of this setting.

You can override the proxy settings per delivery server, using proxy
configuration fields on the individual server setup page. If a proxy server and
ports are configured for a delivery server, the Delivery Manager uses the proxy
server and port configured for the server instead of the one defined in the Java
Runtime environment. In Cloud installations, this check box is always selected,
and cannot be turned off or overridden by individual server settings.

Adding a Printer

Regardless of whether BI Publisher is running on Linux, Unix, or Windows, the
printer destination can be any IPP server.

The IPP server can be the printer itself, which is the easiest option, but if the printer
does not natively support IPP, you can set up a print server that does support IPP
(such as CUPS) and connect BI Publisher to the print server and then the print server
to the printer. In this print server scenario, the print server can run on any operating
system.

To send fax from BI Publisher, you must set up Common Unix Printing Service
(CUPS) and the fax4CUPS extension, to enable connection to your fax server from BI
Publisher. The fax set up requires this plugin to the CUPS server on the operating
system. Note that the Administration page makes the distinction between a fax and a
printer server in the Ul, so that users can pick one or the other or both at runtime.
Even though the fax and printer server that the users see can both use a single CUPS
server.

For information on setting up CUPS or Windows IPP print servers and how to connect
network printers to them, refer to the CUPS or Windows IPP software vendor
documentation.

Two types of security are supported: Basic and Digest.
About Printing PDF

PDF is a popular output format for business reports and is printable from viewer
software such as Adobe Reader. However, some reports require printing directly from
the report server. For example, paychecks and invoices are usually printed as
scheduled batch jobs. Some newer printers with PostScript Level 3 compliant Raster
Image Processing can natively support PDF documents, but there are still many
printers in business use that only support PostScript Level 2 that cannot print PDF
documents directly.

To print PDF documents directly from the BI Publisher server if your printer or print
server does not support printing PDF, you have the following options:

® Select one of Bl Publisher's filters: PDF to PostScript or PDF to PCL.

¢ Configure a custom, or third-party filter.

After completing all other required fields for the print server, you can schedule reports
to print directly from the BI Publisher server to any printer in your system that
supports PostScript Level 2.
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Setting Up a Printer

You set up printers from the Administration page.

To set up a printer:

1.

2.

From the Admin page select Printer. Select Add Server.
Enter the following required fields:
* Server Name — Enter a unique name. Example: Localprinter

* URI — Enter the Uniform Resource Identifier for the printer.
Example: i pp: // nmyhost: 631/ printers/nyprinter

Example URI syntax for Windows IPP server: ht t p: / /i p- addr ess/
printers/nanme-printer/.printer

Enter a Filter (optional).

A filter enables you to call a conversion utility to convert the PDF generated by BI
Publisher to a file format supported by your specific printer type. Bl Publisher
provides the following filters:

¢ PDF to PostScript

BI Publisher includes a PDF to PostScript filter. This filter converts PDF to
PostScript Level 2. Select PDF to PostScript from the list to use BI Publisher's
predefined filter.

e PDF to PCL

To convert PDF to PCL, select PDF to PCL. This automatically populates the
Filter Command field.

BI Publisher supports the PDF to PCL conversion only for font selection
requirements for check printing. For generic printing requirements, use the
PDF to PostScript filter.

You can embed PCL commands into RTF templates to invoke the PCL
commands at a specific position on the PCL page; for example, to use a font
installed on the printer for routing and account numbers on a check. For more
information, see Embedding PCL Commands for Check Printing in Report
Designer’s Guide for Oracle Business Intelligence Publisher.

You can also call a custom filter using operating system commands.
About Custom Filters

To specify a custom filter, pass the native OS command string with the two
placeholders for the input and output filename, {infile} and {outfile}.

This is useful especially if you are trying to call IPP printers directly or IPP
printers on Microsoft Internet Information Service (IIS). Unlike CUPS, those print
servers do not translate the print file to a format the printer can understand,
therefore only limited document formats are supported. With the filter
functionality, you can call any of the native OS commands to transform the
document to the format that the target printer can understand.

For example, to transform a PDF document to a PostScript format, enter the
following PDF to PS command in the Filter field:
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pdftops {infile} {outfile}

To call an HP Laser]et printer setup on a Microsoft IIS from Linux, you can set
Ghostscript as a filter to transform the PDF document into the format that the HP

Laser]et can understand. To do this, enter the following Ghostscript command in
the Filter field:

gS - - dNOPAUSE - dBATCH - sDEVI CE=l aserjet -sQutputFile={outfile} {infile}

For fax servers, you can use the filter to transform the file to Tag Image File
Format (TIFF).

Optionally enter the following fields if appropriate:

* Security fields — Username and Password, Authentication Type (None, Basic,
Digest) and Encryption Type (None, SSL).

* Proxy Server fields — Host, Port, User Name, Password, Authentication Type
(None, Basic, Digest)

Adding a Fax Server
To send fax from BI Publisher, you must set up Common Unix Printing Service
(CUPS) and the fax4CUPS extension, to enable fax transmissions from BI Publisher.

See the following resources for information about setting up CUPS and the fax4CUPS
extension:

To set up fax delivery:

1.

2.

From the Administration page, select Fax. Select Add Server.
Enter the following required fields:
® Server Name — Enter a unique name. Example: Localprinter

e URI — Enter the Uniform Resource Identifier for the printer. Example: ipp://
myhost:631/printers/myprinter

Enter a Filter (optional).

A filter enables you to call a conversion utility to convert the PDF generated by BI
Publisher to a file format supported by your specific printer type. BI Publisher
provides the following filters:

¢ PDF to PostScript

BI Publisher includes a PDF to PostScript filter. This filter converts PDF to
PostScript Level 2. Select PDF to PostScript from the list to use BI Publisher's
predefined filter.

e PDF to PCL

To convert PDF to PCL, select PDF to PCL. This automatically populates the
Filter Command field.

BI Publisher supports the PDF to PCL conversion only for font selection
requirements for check printing. For generic printing requirements, use the PDF
to PostScript filter.

You can embed PCL commands into RTF templates to invoke the PCL
commands at a specific position on the PCL page; for example, to use a font
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installed on the printer for routing and account numbers on a check. For more
information, see Embedding PCL Commands for Check Printing in Report
Designer’s Guide for Oracle Business Intelligence Publisher.

You can also call a custom filter using operating system commands.
About Custom Filters

To specify a custom filter, pass the native OS command string with the two
placeholders for the input and output filename, {infile} and {outfile}.

This is useful especially if you are trying to call IPP printers directly or IPP printers
on Microsoft Internet Information Service (IIS). Unlike CUPS, those print servers do
not translate the print file to a format the printer can understand, therefore only
limited document formats are supported. With the filter functionality, you can call
any of the native OS commands to transform the document to the format that the
target printer can understand.

For example, to transform a PDF document to a PostScript format, enter the
following PDF to PS command in the Filter field:

pdftops {infile} {outfile}

To call an HP Laser]et printer setup on a Microsoft IIS from Linux, you can set
Ghostscript as a filter to transform the PDF document into the format that the HP
Laser]et can understand. To do this, enter the following Ghostscript command in
the Filter field:

gsS -q - dNOPAUSE - dBATCH - sDEVI CE=l aserj et -
sQutput Fil e={outfile} {infile}

For fax servers, you can use the filter to transform the file to Tag Image File Format
(TIFE).

4. Optionally enter the following fields if appropriate:

® Security fields — Username and Password, Authentication Type (None, Basic,
Digest) and Encryption Type (None, SSL).

® Proxy Server fields — Host, Port, User Name, Password, Authentication Type
(None, Basic, Digest)

Adding an E-Mail Server

You add an e-mail server from the Administration page.

To add an e-mail server:

1. From the Administration page, select Email. This displays the list of servers that
have been added. Select Add Server.

2. Enter the Server Name, Host, and Port for the e-mail server.

3. Select a Secure Connection method to use for connections with the e-mail server.
The options are:

* None
¢ SSL — Use Secure Socket Layer.

e TLS (Transport Layer Security) — Use TLS when the server supports the
protocol; SSL is accepted in the response.
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4.

* TLS Required — If the server does not support TLS, then the connection is not
made.

Optionally enter the following fields if appropriate:
¢ General fields — Port

® Security fields — Username and Password.

Adding a WebDAV Server

You add a WebDAYV server from the Administration page.
To add a WebDAYV server:

1.

From the Administration page, select WebDAYV to display the list of servers that
have been added. Select Add Server.

Enter the Name and Host for the new server.
Optionally enter the following fields if appropriate:
¢ General fields — Port

® Security fields — Authentication Type (None, Basic, Digest) and Encryption
Type (None, SSL).

e Proxy Server fields — Host, Port, User Name, Password, Authentication Type
(None, Basic, Digest)

Adding an HTTP Server

You can register an application URL or postprocess HTTP URL as an HTTP server to
send a notification request to after the report has completed.

The HTTP notification sent by BI Publisher posts a form data for Job ID, report URL
and Job Status to the HTTP Server URL page.

For more information about setting up an HTTP notification to integrate with a third-
party application, see Setting Up After-Report Triggers in Developer’s Guide for Oracle
Business Intelligence Publisher. For information on enabling an HTTP notification for a
scheduled report, see Configuring Notifications in User’s Guide for Oracle Business
Intelligence Publisher.

To add an HTTP server:

1.

From the Administration page, select HTTP to display the list of servers that have
been added. Select Add Server.

Enter a name for the server, and enter the URL. When the report finishes
processing, BI Publisher posts form data for Job ID, report URL and Job Status.

Enter the Security information, if required. If your server is password protected,
enter the Username and Password. Select the Authentication Type: None, Basic, or
Digest; and Encryption Type: None or SSL.

If the notification is to be sent through a proxy server, enter the fully qualified Host
name, the Port, the Username and Password, and Authentication Type of the
Proxy server.
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Adding an FTP Server

You can add an FTP server from the Administration page.

Note:

If the destination file name supplied to the BI Publisher scheduler contains
non-ascii characters, BI Publisher will use UTF-8 encoding to specify the file
name to the destination FTP server. Your FTP server must support UTF-8
encoding or the job delivery will fail with "Delivery Failed" error message.

To add an FTP server:

1. From the Administration page, under Delivery, click FTP to display the list of
servers that have been added.

2. Click Add Server.

3. Enter the following fields for the FTP server:

Server Name — example: myFTPserver
Host — example: myhost.company.com

Port — the default for FTP is 21.
The default for Secure FTP (SFTP), is 22.

If you wish to use the defaults at run time, you can leave this field empty, BI
Publisher automatically uses 21 for FTP and 22 for SFTP.

However, if you wish to use the Test Connection option from the Ul, you must
supply the correct port number in this field 21 for FTP or 22 for SFTP.

Use Secure FTP — Select this box to enable Secure FTP (SFTP). Ensure to set the
correct Port as described above.

Use Passive Mode — Passive mode is recommended when the FTP server is
behind a firewall.

Host Key Fingerprint — Host key verification is a key security feature. If
<host KeyFi nger pri nt > value is set, the value must match the fingerprint
calculated from server's host key at runtime. If it does not match, an exception
error is thrown. When you connect the first time, the Delivery Manager API
allows you to retrieve the server key fingerprint.

Filter Command (optional) — You can use a custom filter to apply file
conversion such as encryption. To specify a custom filter, pass the native
Operating System command string with the two placeholders for the input and
output filename, {infile} and {outfile}.

For example, to set up PGP encryption of the file using a Filter Command, enter
the following:

gpg -e -r myKey -o {outfile} {infile}
where

nyKey is the ID to gpg key (such as real name, email address, or fingerprint).
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Note:

The Filter command field does not support quotes. Therefore you cannot use
certain valid gpg formats that include spaces, for example: " nynane

<nyemai | @onpany. cont"). You must specify the ID in a single string with
no spaces.

* Create files with Part extension when copy is in process — select this box if
you want BI Publisher to create the file on the FTP sever with a .part extension
while the file is transferring. The .part extension indicates that the file transfer is
not complete. When the file transfer is complete, the file is renamed without
the .part extension. If the file transfer does not complete, the file with the .part
extension remains on the server.

4. Enter a username and Password for the server if required.

5. Enter Proxy Server information — Host, Port, Username, Password,
Authentication type

The following figure shows a sample SFTP delivery server setup:

ORACLE' o1 publisher Enterprise Search A v . Administration  Hep v SgnOut
Administration Home Catalog New v Open v SnedInAs  weblogic v

Adminstration > FTP > Add Server e

Add Server

Adding a Content Server

You can deliver documents generated by BI Publisher to your Oracle WebContent
Server.

BI Publisher's integration with the content server provides the following features:

® Atrun time, the report consumer can tag the report with Security Group and
Account metadata (if applicable) to ensure that the appropriate access rights are
applied to the document when delivered.

See Adding Destinations in User’s Guide for Oracle Business Intelligence Publisher.

¢ For documents that require specific custom metadata fields (such as invoice
number, customer name, order date), BI Publisher enables the report author to map
the custom metadata fields defined in Content Profile Rule Sets to data fields in the
data model.

See Adding Custom Metadata for Oracle WebCenter Content Server in Data
Modeling Guide for Oracle Business Intelligence Publisher.

BI Publisher communicates with Oracle WebCenter Content Server using the Remote
Intradoc Client (RIDC). The connection protocols therefore follow the standards
required by the RIDC. The protocols supported are:
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Intradoc: The Intradoc protocol communicates to the Content Server over the over
the Intradoc socket port (typically 4444). This protocol requires a trusted
connection between the client and Content Server and will not perform any
password validation. Clients that use this protocol are expected to perform any
required authentication themselves before making RIDC calls. The Intradoc
communication can also be configured to run over SSL.

HTTP and HTTPS: The HTTP protocol connection requires valid user name and
password authentication credentials for each request. You supply the credentials to
use for requests in the BI Publisher Administration page.

JAX-WS: The JAX-WS protocol is supported only in Oracle WebCenter Content 11g
with a properly configured Content Server instance and the RIDC client installed.
JAX-WS is not supported outside this environment.

For more information about these protocols, see Using RIDC to Access Content
Server in Developing with Oracle WebCenter Content.

DRACLE' BI Publisher Enterprise  Search Al v O Ad
Administration Home Catalog New v Open v Signed In As v
Administration > Content Server > Add Server Q
Add Server

Test Connection ‘ Apply ‘ Cancel ‘

General
* Server Name  webcenterdl *URI  http://example.com: 16200/ cs/idcpla
{Example: hry thesfideply [OR] idei/fhost:4444 [OR]
it/ host: porty vs )
Security
Username  user Password Inuuu
Additional Configuration

Enable Custorn Metadata [V

To set up a connection to a content server as a delivery destination:

1.

From the Administration page, under Delivery, click Content Server to display the
list of servers that have been added. Click Add Server.

Enter the Server Name, for example: contentserver(1.

Enter the connection URI for your content server. The URI can take any of the
following supported protocols:

e HTTP/HTTPS — Specifies the URL to the Content Server CGI path.

For example:

— http://1ocal host: 16200/ cs/idcplg
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— https://1ocal host: 16200/ cs/i dcpl g

¢ Intradoc — The Intradoc protocol communicates to the Content Server over the
Intradoc socket port (typically 4444). The IDC protocol also supports
communication over SSL. For example:

— idc:/ /host:4444
— idcs:/ /host:4443

* JAX-WS — Uses the JAX-WS protocol to connect to the Content Server.

For example:

— http://w sserver:16200/i dcnati vews

4. To enable the inclusion of custom metadata with your report documents delivered

to the content server, select the Enable Custom Metadata check box. This option
must be selected to enable the custom metadata options in the Data Model Editor
and the Scheduler.

Adding a Common UNIX Printing System (CUPS) Server

You add CUPS servers from the Administration page.

See Adding a Printer for information about when you must configure CUPS.

To add a CUPS server:

1.

From the Administration page, select CUPS to display the list of servers that have
been added.

Select Add Server.

Enter the Server Name and Host and Port for the CUPS server.

Adding a Cloud Server

BI Publisher can deliver reports to Oracle Document Cloud Services through a cloud
server for enabling easy access and report sharing on the cloud.

To add a cloud server

1.

Login to BI Publisher with administrator privileges, navigate to Administration >
Document Cloud Services.

Click Add Server.

In the Server Name field, type the name of the cloud server through which the BI
Publisher must deliver the reports to Oracle Document Cloud Services.

In the URI field, type the URI of the cloud server. For example, https://
host.oraclecloud.com.

In the Username and Password fields, provide the credentials for accessing the
cloud server.

Click Test Connection to ensure that the cloud server connection works.

Click Apply to save.
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Defining Runtime Configurations

This chapter describes processing properties for BI Publisher including PDF document
security, FO processing, font mapping, and specific properties for each output type.

It covers the following topics:

Setting Runtime Properties

PDF Output Properties

PDF Digital Signature Properties
PDE/ A Output Properties
PDF/X Output Properties
DOCX Output Properties

RTF Output Properties

HTML Output Properties

FO Processing Properties

RTF Template Properties

PDF Template Properties

Flash Template Properties

CSV Output Properties

Excel 2007 Output Properties

All Outputs Properties

Memory Guard & Data Model Properties
Defining Font Mappings

Defining Currency Formats

Setting Runtime Properties

The Runtime Configuration page enables you to set runtime properties at the server
level.

These same properties can also be set at the report level, from the report editor's
Properties dialog. (See Configuring Report Properties in Report Designer’s Guide for
Oracle Business Intelligence Publisher.) If different values are set for a property at each
level, then report level takes precedence.
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PDF Output Properties

Generate the type of PDF files you want by setting available output properties.

Property Name

Description

Compress PDF output

Default: true

Description: Specify "true" or "false" to control
compression of the output PDF file.

Internal Name: pdf - conpr essi on

Hide PDF viewer's menu bars

Default: false

Description: Specify "true" to hide the viewer
application's menu bar when the document is active. The
menu bar option is only effective when using the Export
button, which displays the output in a standalone
Acrobat Reader application outside of the browser.

Internal Name: pdf - hi de- menubar

Hide PDF viewer's tool bars

Default: false

Description: Specify "true" to hide the viewer
application's toolbar when the document is active.

Internal Name: pdf - hi de- t ool bar

Replace smart quotes

Default: true

Description: Set to "false" if you do not want curly quotes
replaced with straight quotes in the PDF output.

Internal Name: pdf - r epl ace- snart quot es

Enable PDF Security

Default: false

Description: If you specify "true,”" then the output PDF
file is encrypted. You can then also specify the following
properties:

¢ Open document password

* Modify permissions password

* Encryption Level

Internal Name: pdf - security

Open document password

Default: N/A

Description: This password is required for opening the
document. It enables users to open the document only.
This property is enabled only when "Enable PDF
Security" is set to "true". Note that BI Publisher follows
Adobe's password restrictions. The password must
contain only Latin 1 characters and must be no more than
32 bytes long.

Internal Name: pdf - open- passwor d

11-2 Administrator's Guide for Oracle Business Intelligence Publisher



PDF Output Properties

Property Name

Description

Modify permissions password

Default: N/A

Description: This password enables users to override the
security setting. This property is effective only when
"Enable PDF Security" is set to "true". Note that BI
Publisher follows the Adobe's password restrictions. The
password must contain only Latin 1 characters and must
be no more than 32 bytes long.

Internal Name: pdf - per m ssi ons- passwor d

Encryption level

Default: 2 - high

Description: Specify the encryption level for the output
PDF file. The possible values are:

e 0: Low (40-bit RC4, Acrobat 3.0 or later)

e 1. Medium (128-bit RC4, Acrobat 5.0 or later)

e 2:High (128-bit AES, Acrobat 7.0 or later)

This property is effective only when "Enable PDF
Security" is set to "true". When Encryption level is set to 0,
you can also set the following properties:

¢ Disable printing

¢ Disable document modification

¢ Disable context copying, extraction, and accessibility

¢ Disable adding or changing comments and form
fields

When Encryption level is set to 1 or higher, the following

properties are available:

e Enable text access for screen readers

* Enable copying of text, images, and other content

¢ Allowed change level

¢ Allowed printing level

Internal Name: pdf - encrypti on-1 evel

Disable document modification

Default: false

Description: Permission available when "Encryption
level" is set to 0. When set to "true", the PDF file cannot be
edited.

Internal Name: pdf - no- changi ng-t he- docunent

Disable printing

Default: false

Description: Permission available when "Encryption
level" is set to 0. When set to "true", printing is disabled
for the PDF file.

Internal Name: pdf - no- printing

Disable adding or changing
comments and form fields

Default: false

Description: Permission available when "Encryption
level" is set to 0. When set to "true", the ability to add or
change comments and form fields is disabled.

Internal Name: pdf - no- accf f
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Property Name

Description

Disable context copying,
extraction, and accessibility

Default: false

Description: Permission available when "Encryption
level" is set to 0. When set to "true", the context copying,
extraction, and accessibility features are disabled.

Internal Name: pdf - no- cceda

Enable text access for screen
readers

Default: true

Description: Permission available when "Encryption
level" is set to 1 or higher. When set to "true", text access
for screen reader devices is enabled.

Internal Name: pdf - enabl e-accessibility

Enable copying of text, images,
and other content

Default: false

Description: Permission available when "Encryption
level" is set to 1 or higher. When set to "true", copying of
text, images, and other content is enabled.

Internal Name: pdf - enabl e- copyi ng

Allowed change level

Default: 0

Description: Permission available when "Encryption

level" is set to 1 or higher. Valid Values are:

¢ (:none

¢ 1: Allows inserting, deleting, and rotating pages

e 2: Allows filling in form fields and signing

¢ 3: Allows commenting, filling in form fields, and
signing

¢ 4: Allows all changes except extracting pages

Internal Name: pdf - changes- al | owed

Allowed printing level

Default: 0

Description: Permission available when "Encryption
level" is set to 1 or higher. Valid values are:

e 0:None

¢ 1: Low resolution (150 dpi)

e 2:High resolution

Internal Name: pdf - pri nti ng-al | owed
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Property Name

Description

Use only one shared resources
object for all pages

Default: true

Description: The default mode of BI Publisher creates
one shared resources object for all pages in a PDF file.
This mode has the advantage of creating an overall
smaller file size. However, the disadvantages are the
following:

¢ Viewing may take longer for a large file with many
SVG objects

¢ If you choose to break up the file by using Adobe
Acrobat to extract or delete portions, then the edited
PDF files are larger because the single shared resource
object (that contains all of the SVG objects for the
entire file) is included with each extracted portion.

Setting this property to "false" creates a resource object

for each page. The file size is larger, but the PDF viewing

is faster and the PDF can be broken up into smaller files

more easily.

Internal Name: pdf - use- one-resour ces

PDF Navigation Panel Initial
View

Default: Bookmarks Open

Description: Controls the navigation panel view that is

presented when a user first opens a PDF report. The

following options are supported:

* Panels Collapsed - displays the PDF document with
the navigation panel collapsed.

¢ Bookmarks Open (default) - displays the bookmark
links for easy navigation.

¢ Pages Open - displays a clickable thumbnail view of
each page of the PDF.

Internal Name: pdf - pagenode

PDF Digital Signature Properties

There are specific properties that should only be set at the report level to enable digital
signature for a report and to define the placement of the signature in the output PDF

document.

For more information on how to enable digital signature for your output PDF
documents, see Implementing a Digital Signature.

Note that to implement digital signature for a report based on a PDF layout template
or an RTF layout template, you must set the property Enable Digital Signature to

"True" for the report.

You also must set the appropriate properties to place the digital signature in the
desired location on your output report. Your choices for placement of the digital
signature depend on the template type. The choices are as follows:

¢ (PDF only) Place the digital signature in a specific field by setting the Existing
signature field name property.

¢ (RTF and PDF) Place the digital signature in a general location of the page (top left,
top center, or top right) by setting the Signature field location property.
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* (RTF and PDF) Place the digital signature in a specific location designated by x and
y coordinates by setting the Signature field x coordinate and Signature field y
coordinate properties.

If you choose this option, you can also set Signature field width and Signature
field height to define the size of the field in your document.

Property Name  Description

Enable Digital Default: false

Signature Description: Set this to "true" to enable digital signature for the report.
Internal Name: si gnat ur e- enabl e

Existing Default: N/A

signature field Description: This property applies to PDF layout templates only. If the

name

report is based on a PDF template, then you can enter a field from the PDF
template in which to place the digital signature.

For more information about defining a field for the signature in a PDF
template, see Adding or Designating a Field for a Digital Signature in
Report Designer’s Guide for Oracle Business Intelligence Publisher.

Internal Name: si gnat ure-fi el d- nane

Signature field Default: N/A

location Description: This property can apply to RTF or PDF layout templates.

This property provides a list that contains the following values: Top Left,
Top Center, Top Right. Choose one of these general locations and BI
Publisher inserts the digital signature to the output document, sized and
positioned appropriately. If you choose to set this property, do not enter X
and Y coordinates or width and height properties.

Internal Name: si gnature-fiel d-1ocation

Signature field X  Default: 0

coordinate Description: This property can apply to RTF or PDF layout templates.

Using the left edge of the document as the zero point of the X axis, enter
the position in points that you want the digital signature to be placed from
the left. For example, if you want the digital signature to be placed
horizontally in the middle of an 8.5 inch by 11 inch document (that is, 612
points in width and 792 points in height), enter 306.

Internal Name: si gnat ur e-fi el d- pos- x

Signature field Y Default: 0

coordinate Description: This property can apply to RTF or PDF layout templates.

Using the bottom edge of the document as the zero point of the Y axis,
enter the position in points that you want the digital signature to be
placed from the bottom. For example, if you want the digital signature to
be placed vertically in the middle of an 8.5 inch by 11 inch document (that
is, 612 points in width and 792 points in height), enter 396.

Internal Name: si gnat ure-fi el d- pos-y

Signature field Default: 0

width Description: Enter in points (72 points equal one inch) the desired width

of the inserted digital signature field. This applies only if you are also
setting the properties Signature field x coordinate and Signature field Y
coordinate.

Internal Name: si gnat ure-fiel d-wi dth
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Property Name  Description
Signature field Default: 0
height Description: Enter in points (72 points equal one inch) the desired height

of the inserted digital signature field. This applies only if you are also
setting the properties Signature field x coordinate and Signature field Y
coordinate.

Internal Name: si gnat ur e-fi el d- hei ght

PDF/A Output Properties

Set the properties described in the table below to configure PDF/ A output.

For more information on PDF/ A output, see Generating PDF/A and PDF/X Output
in Report Designer’s Guide for Oracle Business Intelligence Publisher.

Property Name

Description

PDE/A ICC
Profile Data

Default: Default profile data provided by JVM

Description: The name of the ICC profile data file, for example:
CoatedFOGRA27.icc

The ICC (International Color Consortium) profile is a binary file
describing the color characteristics of the environment where this PDF/A
file is intended to be displayed. (For more information, see the article at
http:/ /en.wikipedia.org/wiki/ICC_profile).

The ICC profile that you select must have a major version below 4.

To use a specific profile data file other than the default settings in the
JVM, obtain the file and place it under <bi publ i sher repository>/
Adni n/ Conf i gur at i on. When you set this property, you must also set
a value for PDF/A ICC Profile Info (pdf a-i cc-profil e-inf o).

Internal Name: pdf a-i cc-profil e-data

PDFE/A ICC
Profile Info

Default: SRGB IEC61966-2.1

Description: ICC profile information (required when pdfa-icc-profile-data
is specified)

Internal Name: pdf a-i cc-profile-info

PDF/A file
identifier

Default: Automatically generated file identifier

Description: One or more valid file identifiers set in the
xmpMM:Identifier field of the metadata dictionary. To specify more than
one identifier, separate values with a comma (,).

Internal Name: pdf a-fil e-identifier

PDF/A
document ID

Default: None

Description: Valid document ID. The value is set in the
xmpMM:DocumentID field of the metadata dictionary.

Internal Name: pdf a- docunent -i d

PDEFE/ A version
ID

Default: None

Description: Valid version ID. The value is set in the xmpMM:VersionID
field of the metadata dictionary.

Internal Name: pdf a- versi on-i d
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PDF/X Output Properties

Property Name  Description

PDF/A rendition Default: None

class

Description: Valid rendition class. The value is set in the

xmpMM:RenditionClass field of the metadata dictionary.

Internal Name: pdf a-rendi ti on-cl ass

PDF/X Output Properties

Configure PDF/X output by setting the properties described below. The values that
you set for these properties will depend on the printing device.

Note the following restrictions on other PDF properties:

® pdf - ver si on — value above 1.4 is not allowed for PDF/X-1a output

e pdf-security — mustbe set to False

e pdf-encryption-|evel —mustbe setto0

e pdf -font-enbeddi ng — must be set to true

For more information on PDF/X output, see Generating PDF/A and PDF/X Output in
Report Designer’s Guide for Oracle Business Intelligence Publisher.

Property Name

Description

PDF/X ICC Profile Data

Default: None

Description: (Required) The name of the ICC profile data file,
for example: Coated FOGRA27 .icc.

The ICC (International Color Consortium) profile is a binary file
describing the color characteristics of the intended output
device. (For more information, see the article at http://
en.wikipedia.org/wiki/ICC_profile). For production
environments, the color profile may be provided by your print
vendor or by the printing company that prints the generated
PDE/X file. The file must be placed under <bi publ i sher
reposi t ory>/ Adm n/ Confi gurati on.

Profile data is also available from Adobe (http://
www.adobe.com/support) or colormanagement.org (http://
www.colormanagement.org/).

Internal Name: pdf x- dest - out put - profi | e-data

PDF/X output condition
identifier

Default: None

Description: (Required) The name of one of the standard
printing conditions registered with ICC (International Color
Consortium). The list of standard CMYK printing conditions to
use with PDF/X-1a is provided on the following ICC website:
http:/ /www.color.org/chardata/drsectionl.xalter. The value
that you enter for this property is a valid "Reference name," for
example: FOGRA43.

Choose the appropriate value for the intended printing
environment. This name is often used to guide automatic
processing of the file by the consumer of the PDF/X document,
or to inform the default settings in interactive applications.

Internal Name: pdf x- out put - condi tion-identifier
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DOCX Output Properties

Property Name

Description

PDF/X output condition

Default: None

Description: A string describing the intended printing
condition in a form that will be meaningful to a human
operator at the site receiving the exchanged file. The value is set
in OutputCondition field of OutputIntents dictionary.

Internal Name: pdf x- out put - condi ti on

PDF/X registry name

Default: http:/ /www.color.org

Description: A registry name. Set this property when the

pdf x- out put - condi ti on-identifier issettoa
characterization name that is registered in a registry other than
the ICC registry.

Internal Name: pdf x-r egi st ry-nane

PDEF/X version

Default: PDF/X-1a:2003

Description: The PDF/X version set in GTS_PDFXVersion and
GTS_PDFXConformance fields of Info dictionary. PDF/X-1a:
2003 is the only value currently supported.

Internal Name: pdf x- ver si on

DOCX Output Properties

The table below describes the properties that control DOCX output files.

Property Name

Description

Enable change tracking

Default: false

Description: Set to "true" to enable change tracking in the
output document.

Internal Name: docx-t r ack- changes

Protect document for

Default: false

tracked changes Description: Set to "true" to protect the document for tracked
changes.
Internal Name: docx- pr ot ect - docunent - f or -t r acked-
changes

Default font Default: Arial:12

Description: Use this property to define the font style and size
in the output when no other font has been defined. This is
particularly useful to control the sizing of empty table cells in
generated reports. Enter the font name and size in the
following format <FontName>:<size> for example: Arial:12.
Note that the font you choose must be available to the BI
Publisher processing engine at runtime. See Defining Font
Mappings for information about installing fonts for the BI
Publisher server and also for the list of fonts predefined for BI
Publisher.

Internal Name: docx- out put - def aul t - f ont

RTF Output Properties

Configure RTF output files by setting the properties described in the table below.
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HTML Output Properties

Property Name

Description

Enable change tracking

Default: false

Description: Set to "true" to enable change tracking in the
output RTF document.

Internal Name: rt f - t r ack- changes

Protect document for
tracked changes

Default: false
Description: Set to "true" to protect the document for tracked
changes.

Internal Name: rtf - prot ect-docunent-for-tracked-
changes

Default font

Default: Arial:12

Description: Use this property to define the font style and size
in RTF output when no other font has been defined. This is
particularly useful to control the sizing of empty table cells in
generated reports. Enter the font name and size in the
following format <FontName>:<size> for example: Arial:12.
Note that the font you choose must be available to the BI
Publisher processing engine at runtime. See Defining Font
Mappings for information about installing fonts for the BI
Publisher server and also for the list of fonts predefined for BI
Publisher.

Internal Name: rt f - out put - def aul t - f ont

HTML Output Properties

The table below describes the properties that control HTML output files.

Property Name

Description

Show header

Default: true

Description: Set to "false" to suppress the template header in
HTML output.

Internal Name: ht ml - show header

Show footer

Default: true

Description: Set to "false" to suppress the template footer in
HTML output.

Internal Name: ht nl - show- f oot er

Replace smart quotes

Default: true

Description: Set to "false" if you do not want curly quotes
replaced with straight quotes in the HTML output.

Internal Name: ht ml - r epl ace- smart quot es

Character set

Default: UTF-8
Description: Specifies the output HTML character set.
Internal Name: ht m - out put - char set
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FO Processing Properties

Property Name

Description

Make HTML output
accessible

Default: false

Description: Specify true if you want to make the HTML output
accessible.

Internal Name: neke- accessi bl e

Use percentage width for
table columns

Default: true

Description: Set this property to true to render table columns
according to a percentage value of the total width of the table
rather than as a value in points. This property is especially
useful if the browser renders tables with extremely wide
columns. Setting this property to true improves the readability
of the tables.

Internal Name: ht n1 - out put - wi dt h-i n- per cent age

View Paginated

Default: false

Description: When set to true, HTML output will render in the

report viewer with pagination features. These features include:

¢ Generated table of contents

* Navigation links at the top and bottom of the page

* Ability to skip to a specific page within the HTML document

e Search for strings within the HTML document using the
browser's search capability

e Zoom in and out on the HTML document using the
browser's zoom capability

Note that these features are supported for online viewing

through the report viewer only.

FO Processing Properties

The table below describes the properties that control FO processing.

Property Name

Description

Use BI Publisher's XSLT
processor

Default: true

Description: Controls BI Publisher's parser usage. If set to
false, then XSLT is not parsed.

Internal Name: xsl t - xdopar ser

Enable scalable feature of XSLT  Default: false

processor

Description: Controls the scalable feature of the XDO
parser. The property "Use BI Publisher's XSLT processor"
must be set to "true" for this property to be effective.

Internal Name: xsl t - scal abl e

Defining Runtime Configurations 11-11



FO Processing Properties

Property Name

Description

Enable XSLT runtime
optimization

Default: true

Description: When set to "true", the overall performance of
the FO processor is increased and the size of the temporary
FO files generated in the temp directory is significantly
decreased. Note that for small reports (for example 1-2
pages) the increase in performance is not as marked. To
further enhance performance when you set this property
to true, it is recommended that you set the property
Extract attribute sets to "false". See RTF Template
Properties.

Internal Name: xsl t -runti ne-optim zati on

Enable XPath Optimization

Default: false

Description: When set to "true", the XML data file is
analyzed for element frequency. The information is then
used to optimize XPath in XSL.

Internal Name: xsl t - xpat h-opti mi zati on

Pages cached during processing

Default: 50

Description: This property is enabled only when you have
specified a Temporary Directory (under General
properties). During table of contents generation, the FO
Processor caches the pages until the number of pages
exceeds the value specified for this property. It then writes
the pages to a file in the Temporary Directory.

Internal Name: syst em cache- page- si ze

Bidi language digit substitution
type

Default: National

Description: Valid values are "None" and "National".
When set to "None", Eastern European numbers are used.
When set to "National", Hindi format (Arabic-Indic digits)
is used. This setting is effective only when the locale is
Arabic, otherwise it is ignored.

Internal Name: di gi t - substitution

Disable variable header support

Default: false

Description: If "true", prevents variable header support.
Variable header support automatically extends the size of
the header to accommodate the contents.

Internal Name: f 0- prevent - vari abl e- header

Add prefix to IDs when
merging FO

Default: false

Description: When merging multiple XSL-FO inputs, the
FO Processor automatically adds random prefixes to
resolve conflicting IDs. Setting this property to "true"
disables this feature.

Internal Name: f o- ner ge-conflict-resol ution
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FO Processing Properties

Property Name

Description

Enable multithreading

Default: false

Description: If you have a multiprocessor machine or a
machine with a dual-core single processor, you may be
able to achieve faster document generation by setting this
option to True.

Internal Name: f o-nul ti -t hreads

Disable external references

Default: true

Description: A "true" setting (default) disallows the
importing of secondary files such as subtemplates or other
XML documents during XSL processing and XML parsing.
This increases the security of the system. Set this to "false"
if the report or template calls external files.

Internal Name: xdk- secur e-i o- node

FO Parsing Buffer Size

Default: 1000000

Description: Sets the size of the buffer for the FO
Processor. When the buffer is full, the elements from the
buffer are rendered in the report. Reports with large tables
or pivot tables that require complex formatting and
calculations may require a larger buffer to properly render
those objects in the report. Increase the size of the buffer at
the report level for these reports. Note that increasing this
value affects the memory consumption of the system.

Internal Name: f o- chunk- si ze

Enable XSLT runtime
optimization for sub-template

Default: true

Note: The default is true on the BI Publisher server. If you
call the FOProcessor directly, the default is false.

Description: Provides an option to perform XSL import in
FOProcessor before passing only one XSL to XDK for
further processing. This allows xslt-optimization to be
applied to the entire main XSL template which already
includes all its subtemplates.

Internal Name: xsl t - do- i nport

Enable PPTX native chart
support

Default: false

Description: This property applies to PowerPoint 2007
output. When set to true, charts in PowerPoint 2007 output
are rendered as native PowerPoint (PPTX) charts. When
set to false, the chart is rendered as an embedded PNG
image.

Internal Name: ppt X- nati ve-chart
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RTF Template Properties

Property Name

Description

Report Timezone

Default: User
Description: Valid values: User or JVM.

When set to User, BI Publisher uses the User-level Report
Time Zone setting for reports. The User Report Time Zone
is set in the user's Account Settings.

When set to JVM, BI Publisher uses the server JVM
timezone setting for all users' reports. All reports therefore
display the same time regardless of individual user
settings. This setting can be overridden at the report level.

Internal Name: f o-report-timezone

RTF Template Properties

Configure RTF templates by setting the properties described in the table below.

Property Name

Description

Extract attribute sets

Default: Auto

Description: The RTF processor automatically extracts

attribute sets within the generated XSL-FO. The extracted

sets are placed in an extra FO block, which can be

referenced. This improves processing performance and

reduces file size. Valid values are:

* Enable - extract attribute sets for all templates and
subtemplates

* Auto - extract attribute sets for templates, but not
subtemplates

¢ Disable - do not extract attribute sets

Internal Name: rtf-extract-attribute-sets

Enable XPath rewriting

Default: true

Description: When converting an RTF template to XSL-FO,
the RTF processor automatically rewrites the XML tag
names to represent the full XPath notations. Set this
property to "false" to disable this feature.

Internal Name: rtf-rewite-path

Characters used for checkbox

Default: Albany WT J;9746,9747 /A

Description: The BI Publisher default PDF output font does
not include a glyph to represent a checkbox. If the template
contains a checkbox, use this property to define a Unicode
font for the representation of checkboxes in the PDF output.
You must define the Unicode font number for the "checked"
state and the Unicode font number for the "unchecked" state
using the following syntax: f ont name; <uni code f ont
nunber for true value's glyph >; <uni code

font nunber for false value's glyph>

Example: Albany WT J;9746,9747 / A Note that the font that
you specify must be made available to BI Publisher at
runtime.

Internal Name: rt f - checkbox- gl yph
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PDF Template Properties

PDF Template Properties

Generate the types of PDF files you want by setting available PDF template properties.

Property Name  Description

Remove PDF Default: false
fields from

out Description: Specify "true" to remove PDF fields from the output. When
outpu

PDF fields are removed, data entered in the fields cannot be extracted. See
Setting Fields as Updatable or Read Only in Report Designer’s Guide for
Oracle Business Intelligence Publisher.

Internal Name: r enove- pdf -fi el ds

Set all fields as Default: true
read only in Description: By default, BI Publisher sets all fields in the output PDF of a

output PDF template to be read only. If you want to set all fields to be updatable,
set this property to "false".
See Creating PDF Templates in Report Designer’s Guide for Oracle Business
Intelligence Publisher.
Internal Name: al | -fi el d-readonly
Maintain each Default: false
field's read only  pescription: Set this property to "true" if you want to maintain the "Read
setting Only" setting of each field as defined in the PDF template. This property

overrides the settings of "Set all fields as read only in output."

See Creating PDF Templates in Report Designer’s Guide for Oracle Business
Intelligence Publisher.

Internal Name: al | - fi el ds-readonl y-asi s

Flash Template Properties
The table below describes the properties that control Flash templates.

Property Name Description
Page width of wrapper Default: 792
document

Description: Specify in points the width of the output
PDF document. The default is 792, or 11 inches.

Internal Name: fl ash- page-wi dth

Page height of wrapper Default: 612

document Description: Specify in points the height of the output

PDF document. The default is 612, or 8.5 inches.
Internal Name: f | ash- page- hei ght

Start x position of Flash area in Default: 18

PDF Description: Using the left edge of the document as the 0

axis point, specify in points the beginning horizontal
position of the Flash object in the PDF document. The
default is 18, or .25 inch.

Internal Name: f | ash-start x
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CSV Output Properties

Property Name Description

Start y position of Flash areain =~ Default: 18

PDF Description: Using the upper left corner of the document

as the 0 axis point, specify in points the beginning vertical
position of the Flash object in the PDF document. The
default is 18, or .25 inch.

Internal Name: f| ash-starty

Width of Flash area Default: Same as flash width in points in swf

Description: Enter in points the width of the area in the
document for the Flash object to occupy. The default is the
width of the SWF object.

Internal Name: f | ash-wi dt h

Height of Flash area Default: Same as flash height in points in swf

Description: Enter in points the height of the area in the
document for the Flash object to occupy. The default is the
height of the SWF object.

Internal Name: f | ash- hei ght

CSV Output Properties

The table below describes the properties that control comma-delimited value output.

Property Name Description

CSV delimiter Default: ,

Description: Specifies the character used to delimit the data in
comma-separated value output. Other options are: Semicolon (;), Tab
(\t) and Pipe ().

Remove leading and  Default: false

trailing white space  pegeription: Specify "True" to remove leading and trailing white

space between data elements and the delimiter.

Excel 2007 Output Properties

You can set specific properties to control Excel 2007 output.

Property Name Description

Show grid lines Default: false

Description: Set to true to show the Excel table grid lines in the report
output.

Page break asanew  Default: true

sheet Description: When set to "True" a page break that is specified in the

report template generates a new sheet in the Excel workbook.

11-16 Administrator's Guide for Oracle Business Intelligence Publisher



All Outputs Properties

Property Name

Description

Minimum column
width

Default: 3 (in points, 0.04 inch)

Description: When the column width is less than the specified
minimum and it contains no data, the column is merged with the
preceding column. The value must be set in points. The valid range for
this property is 0.5 to 20 points.

Minimum row
height

Default: 1 (in points, 0.01 inch)

Description: When the row height is less than the specified minimum
and it contains no data, the row is removed. The value must be set in
points. The valid range for this property is .001 to 5 points.

Keep values in same

Default: False

column Description: Set this property to True to minimize column merging.
Column width is set based on column contents using the values
supplied in the Table Auto Layout property. Output may not appear
as neatly laid out as when using the original layout algorithm.

Table Auto Layout ~ Default: N/A

Valid Values: Specify a conversion ratio in points and a maximum
length in points, for example 6.5,150. See example.

Description: For this property to take effect, the property "Keep values
in same column" must be set to True.

This property expands the table column width to fit the contents. The
column width is expanded based on the character count and
conversion ratio up to the maximum specification.

Example: Assume a report with two columns of Excel data -- Column
1 contains a text string that is 18 characters and Column 2 is 30
characters long. When the value of this property is set to 6.5,150, the
following calculations are performed:

Column 1 is 18 characters:

Apply the calculation: 18 * 6.5pts = 117 pts

The column in the Excel output will be 117 pts wide.
Column 2 is 30 characters:

Apply the calculation: 30 * 6.5 pts = 195 pts

Because 195 pts is greater than the specified maximum of 150, Column
2 will be 150 pts wide in the Excel output.

Maximum allowable
nested table row
count

Default: 20,000

Description: Specify the maximum allowable row count for a nested
table. Allowed values are 15000 to 999,999.

During report processing, nested inner table rows cannot be flushed to
the XLSX writer, therefore they stay in-memory, increasing memory
consumption. Set this limit to avoid out-of-memory exceptions. When
this limit is reached for the size of the inner table, generation is
terminated. The incomplete XLSX output file is returned.

All Outputs Properties

The properties in the table below apply to all outputs.
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Memory Guard & Data Model Properties

Property Name Description

Hide version Default: false

number in output Description: Some report output documents display Oracle BI

Publisher in the document properties. For example, PDF documents
identify Oracle BI Publisher as the PDF Producer in the properties for
the document. If you do not want to include the version of Bl
Publisher that generated the document then set this property to true.

Use 11.1.1.5 Reserved. Do not update unless instructed by Oracle.
compatibility mode

Memory Guard & Data Model Properties

Memory guard safeguards your system against memory failures caused by report
requests that generate excessive data.

Memory guard and data model properties are described in Enabling Memory Guard
Features.

Defining Font Mappings
BI Publisher's Font Mapping feature enables you to map base fonts in RTF or PDF
templates to target fonts to be used in the published document.

Font Mappings can be specified at the site or report level. Font mapping is performed
only for PDF output and PowerPoint output.

There are two types of font mappings:

* RTF Templates — for mapping fonts from RTF templates and XSL-FO templates to
PDF and PowerPoint output fonts

¢ PDF Templates — for mapping fonts from PDF templates to different PDF output
fonts.

Making Fonts Available to Bl Publisher

BI Publisher provides a set of Typel fonts and a set of TrueType fonts. You can select
any of the fonts in these sets as a target font with no additional setup required.

For a list of the predefined fonts see BI Publisher Predefined Fonts.

The predefined fonts are located in $JAVA HOVE/ jre/ i b/ fonts. To map to
another font, place the font in this directory to make it available to BI Publisher at run
time. If the environment is clustered, then you must place the font on every server.

Setting Font Mapping at the Site Level or Report Level

A font mapping can be defined at the site level or the report level.

¢ To set a mapping at the site level, select the Font Mappings link from the
Administration page.

¢ To set a mapping at the report level, view the Properties for the report, then select
the Font Mappings tab. These settings apply to the selected report only.

The report-level settings take precedence over the site-level settings.

11-18 Administrator's Guide for Oracle Business Intelligence Publisher



Defining Font Mappings

Creating a Font Mapping

From the Administration page, under Runtime Configuration, select Font Mappings.
To create a Font Mapping:
1. Under RTF Templates or PDF Templates, select Add Font Mapping.
2. Enter the following on the Add Font Mapping page:
* Base Font — enter the font family to map to a new font. Example: Arial

* Select the Style: Normal or Italic (Not applicable to PDF Template font
mappings)

¢ Select the Weight: Normal or Bold (Not applicable to PDF Template font
mappings)

* Select the Target Font Type: Type 1 or TrueType

* Enter the Target Font

If you selected TrueType, you can enter a specific numbered font in the
collection. Enter the TrueType Collection (TTC) Number of the desired font.

For a list of the predefined fonts see BI Publisher Predefined Fonts.

Bl Publisher Predefined Fonts

The following Typel fonts are built-in to Adobe Acrobat and BI Publisher provides a
mapping for these fonts by default.

You can select any of these fonts as a target font with no additional setup required.

The Typel fonts are listed in the table below.

Number Font Family Style Weight Font Name

1 serif normal normal Time-Roman

1 serif normal bold Times-Bold

1 serif italic normal Times-Italic

1 serif italic bold Times-BoldlItalic

2 sans-serif normal normal Helvetica

2 sans-serif normal bold Helvetica-Bold

2 sans-serif italic normal Helvetica-Oblique
2 sans-serif italic bold Helvetica-BoldOblique
3 monospace normal normal Courier

3 monospace normal bold Courier-Bold

3 monospace italic normal Courier-Oblique
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Defining Font Mappings

Number  Font Family Style Weight Font Name

3 monospace italic bold Courier-BoldOblique
4 Courier normal normal Courier

4 Courier normal bold Courier-Bold

4 Courier italic normal Courier-Oblique

4 Courier italic bold Courier-BoldOblique
5 Helvetica normal normal Helvetica

5 Helvetica normal bold Helvetica-Bold

5 Helvetica italic normal Helvetica-Oblique

5 Helvetica italic bold Helvetica-BoldOblique
6 Times normal normal Times

6 Times normal bold Times-Bold

6 Times italic normal Times-Italic

6 Times italic bold Times-BoldlItalic

7 Symbol normal normal Symbol

8 ZapfDingbats ~ normal normal ZapfDingbats

The TrueType fonts are listed in the table below. All TrueType fonts are subset and

embedded into PDF.
Number Font Family Style Weight Actual Font Actual Font Type
Name
1 Albany WT normal normal ALBANYWT.ttf ~ TrueType (Latinl
only)
2 Albany WT] normal normal ALBANWTJ.ttf  TrueType
(Japanese flavor)
3 Albany WTK  normal normal ALBANWTK.ttf  TrueType
(Korean flavor)
4 Albany WT SC  normal normal ALBANWTS.ttf  TrueType
(Simplified
Chinese flavor)
5 Albany WT TC  normal normal ALBANWTT.ttf  TrueType
(Traditional
Chinese flavor)
6 Andale normal normal ADUO.ttf TrueType (Latinl
Duospace WT only, Fixed
width)

11-20 Administrator's Guide for Oracle Business Intelligence Publisher



Defining Font Mappings

Number Font Family Style Weight Actual Font Actual Font Type
Name
6 Andale bold bold ADUORB.ttf TrueType (Latinl
Duospace WT only, Fixed
width)
7 Andale normal normal ADUOQJ.ttf TrueType
Duospace WT | (Japanese flavor,
Fixed width)
7 Andale bold bold ADUOJB.ttf TrueType
Duospace WTJ (Japanese flavor,
Fixed width)
8 Andale normal normal ADUOK .ttf TrueType
Duospace WT (Korean flavor,
K Fixed width)
8 Andale bold bold ADUOKB.ttf TrueType
Duospace WT (Korean flavor,
K Fixed width)
9 Andale normal normal ADUOSC.ttf TrueType
Duospace WT (Simplified
SC Chinese flavor,
Fixed width)
9 Andale bold bold ADUOSCB.ttf TrueType
Duospace WT (Simplified
SC Chinese flavor,
Fixed width)
10 Andale normal normal ADUOTC.ttf TrueType
Duospace WT (Traditional
TC Chinese flavor,
Fixed width)
10 Andale bold bold ADUOTCB.ttf TrueType
Duospace WT (Traditional
TC Chinese flavor,
Fixed width)

Managing Custom Fonts

BI Publisher includes a standard set of fonts. Using manage custom fonts you can
upload external fonts apart from the BI Publisher's inbuilt fonts.

To manage custom fonts

1. Navigate to the Manage Custom Fonts section in Administration > Font Mappings

page.

2. Click Choose File and select the external font file.

You have the option to either overwrite or delete the font files.

3. To use the new font, define the font mapping for RTF or PDF template. See

Defining Font Mappings.
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Defining Currency Formats

Defining Currency Formats

Currency formats defined in the Administration Runtime Configuration page are
applied at the system level. Currency formats can also be applied at the report level.

The report-level settings take precedence over the system-level settings here. For
information on setting a report-level currency format, see Configuring Currency
Formats in Report Designer’s Guide for Oracle Business Intelligence Publisher.

Understanding Currency Formats

The Currency Formats tab enables you to map a number format mask to a specific
currency so that your reports can display multiple currencies with their own
corresponding formatting. Currency formatting is only supported for RTF and XSL-FO
templates.

To apply these currency formats in the RTF template, use the format-currency
function. See Formatting Currencies in Report Designer’s Guide for Oracle Business
Intelligence Publisher for detailed procedures.

To add a currency format:

1. Click the Add icon.
2. Enter the ISO currency code, for example: USD, JPY, EUR, GBP, INR.
3. Enter the format mask to apply for this currency.

The Format Mask must be in the Oracle number format. The Oracle number format
uses the components "9","0", "D", and "G" to compose the format, for example:
9G999D00

where

9 represents a displayed number only if present in data

G represents the group separator

D represents the decimal separator

0 represents an explicitly displayed number regardless of incoming data

See Using the Oracle Format Mask in Report Designer’s Guide for Oracle Business

Intelligence Publisher for more information about these format mask components.

The figure below shows sample currency formats.

Administration > Currency Format
Runtime Configuration

Properties = Font Mappings = Currency Formats

Currency Format
Add Currency Format

Currency Code Format Mask Delete
MR 0G99G99G999D090 ‘m
uspD [9G999G999D99 m
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12

Diagnhostics and Performance Monitoring

This chapter describes configuring log files for diagnosing issues in Bl Publisher and
configuring user auditing to capture metrics on user activity and system performance.

It covers the following topics:

Diagnosing and Resolving Issues in Oracle BI Publisher
About Diagnostic Log Files

Configuring Log Files

Enabling Scheduler Job Diagnostics

Viewing Log Messages

About Performance Monitoring and User Auditing
Enabling Monitoring and Auditing

Viewing the Audit Log

Using BI Publisher to Create Audit Reports

Viewing Performance Statistics in DMS Spy

Viewing Performance Statistics in the MBean Browser

Diagnosing and Resolving Issues in Oracle Bl Publisher
System administrators are typically responsible for supporting end users when they
experience issues with the use of Oracle BI Publisher and for interacting with Oracle
Support to understand the cause of issues and apply fixes.

Issues may be reported in response to end users receiving error messages,
experiencing poor performance, or lack of availability.

The principal activities administrators perform to support issue resolution include:

Examination of error and diagnostic log information. For more information, see:
— About Diagnostic Log Files

- Configuring Log Files

— Viewing Log Messages

Examination of system and process metrics to understand availability and
performance issues. For more information, see:

— About Performance Monitoring and User Auditing
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About Diagnostic Log Files

- Enabling Monitoring and Auditing

- Viewing the Audit Log

— Using BI Publisher to Create Audit Reports
- Viewing Performance Statistics in DMS Spy

— Viewing Performance Statistics in the MBean Browser

About Diagnostic Log Files

BI Publisher writes diagnostic log files in the Oracle Diagnostic Logging (ODL) format.

Log file naming and the format of the contents of log files conform to an Oracle
standard. You can view log files by using the WLST displayLogs command, or you
can download log files to your local client and view them using another tool (for
example a text editor, or another file viewing utility).

Log files are created and edited using Oracle Fusion Middleware Control. By default,
after installation, the bipublisher-handler log is created. You can configure this log file
or create a new logger.

About Log File Message Categories and Levels

Each log file message category is set to a specific default value between 1-32, and only
messages with a level less or equal to the log level are logged.

Various log file message categories exist, as described in the table below.

Level Description

IncidentError:1 A serious problem caused by unknown reasons. You can only fix the
problem by contacting Oracle support. Examples are errors from
which you cannot recover or serious problems.

Error:1 A problem requiring attention from the system administrator has
occurred, and is not caused by a bug in the product. No performance
impact.

Warning:1 A potential problem that should be reviewed by the administrator.
Examples are invalid parameter values or a specified file does not
exist.

Notification:1 A major lifecycle event such as the activation or deactivation of a
primary sub-component or feature. This is the default level for
NOTIFICATION.

NOTIFICATION:16 A finer level of granularity for reporting normal events.

TRACE:1 Trace or debug information for events that are meaningful to
administrators, such as public API entry or exit points.

TRACE:16 Detailed trace or debug information that can help Oracle Support
diagnose problems with a particular subsystem.

TRACE:32 Very detailed trace or debug information that can help Oracle Support
diagnose problems with a particular subsystem.
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Configuring Log Files

About Log File Formats
A log file must contain a consistent format.

However, since there can be multiple formats, you can change the format used in a log
file. When you change the format used in a log file, and the new format differs from
the current log file's format, a new log file is created. For example, a log file that
contains ODL-XML, always contains XML, and is never mixed with text.

Configure the log file format in the Edit Log File dialog. See Configuring Log Files.
The format can by Text or XML.

About Log File Rotation
Log file rotation can be file size based or time based.

Whenever a log file exceeds the rotation criterion, the existing log file is renamed, and
a new log file is created.

The file naming looks like this:
¢ log.xml
¢ log.xml.1 (oldest log file)
¢ log.xmln
Configuring Log Files
Use Oracle Fusion Middleware Control to configure BI Publisher log files.

See the following topics:
e Setting the Log Level

¢ Configuring Other Log File Options

Setting the Log Level

You can set the log level in Oracle Fusion Middleware Control.

To set the log level in Oracle Fusion Middleware Control:

1. In Oracle Fusion Middleware Control, locate the BI Publisher server. For example:

Under Application Deployments, expand bipublisher (11.1.1.) (bi_cluster), and then
right-click bipublisher (11.1.1)(bi_server1).

2. From the menu, click Logs and then Log Configuration.

3. Inthe Log Levels tab, under Logger Name, expand Root Logger, then expand
oracle.

Locate oracle.xdo and select the log level from the drop-down list.

4. Click Apply.

Configuring Other Log File Options

You configure log files in Oracle Fusion Middleware Control.
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To configure log files:

1. Navigate to the Log Configuration page as described in Setting the Log Level.
2. Select the Log Files tab.
3. Select bipublisher-handler in the table and click Edit Configuration.

4. In the Edit Log File dialog, configure the bipublisher-handler log file options. A
sample is shown below.

Edit Log File

Log File bipublisher-handler
Handler Class orade.core.ojdl. logging. ODLHandlerFactory

* Log Path | ${domain.home}/servers/${weblogic. Mame}logs bipublisher hiput
Log File Format {i} Orade Diagnostics Logging -Text{:} Orade Diagnostics Logging - XML

Log Level | WARNING: 1 (WARNING) W
Use Default Attributes [
Supplemental Attributes

Loggers To Assodate | orade.xdo |

Rotation Policy

Size Baszed [ ]Time Bazed
* Maximum Log File Size (MB) | 9. 536743 Start Time
Maximurm Size Of All Log Files | g5 35743 * Frequency Ml
{ME)
Hourly
Retention Minutes
Period
Day

Cancel (0]4

Enabling Scheduler Job Diagnostics

You can enable job diagnostics in the Schedule Report Job > Diagnostics tab, and
download the job diagnostic logs from Report Job History.

You must have Bl Administrator or BI Data Model Developer privileges to access the
Schedule Report Job > Diagnostics tab. Perform the following steps to enable job
diagnostics.

1. From the New menu, select Report Job.
2. Select the report to schedule, and click the Diagnostics tab.
3. Select and enable the required diagnostics.

Option Description

Enable SQL Explain Plan Generates a diagnostic log with Explain
plan/SQL monitor report information.

Enable Data Engine Generates a data processor log.
Diagnostic
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Option

Enable Report Processor
Diagnostic

Enable Consolidated Job
Diagnostic

Description

Generates FO (Formatting Options) and server
related log information.

Generates the entire log, which includes scheduler
log, data processor log, FO and server log details.

You can download the job diagnostic logs from Report Job History, and view the

details.

Viewing Log Messages

You can view log messages using Oracle Fusion Middleware Control or you can view
the log files directly.

To view log messages in Oracle Fusion Middleware Control:

1. In Oracle Fusion Middleware Control, locate the BI Publisher server. For example:

Under Application Deployments, right-click bipublisher (11.1.1).

2. From the menu, click Logs and View Log Messages.

3. To view a specific log file, click Target Log Files.

4. From the Log Files page, select a specific log to view messages or download the log

file.

5. Click View Log File to view the messages.

Viewing Messages by Reading the Log File

The log file is located in the directory that is specified in the Log Path in the Edit Log
File dialog. Navigate to the directory on the server to view the log file.

The following example shows an ODL format error message:

<msg time="2009-07-30T16: 00: 03. 150-07: 00" conp_i d="xdo" type="ERROR' |evel ="1"
host _i d="MBI PHost " host _addr ="122. 22. 222. 22" nodul e="or acl e. xdo" tid="11"
user ="Admi ni strator">

<txt>Variable 'G. dept' is missing...</txt>

</ msg>

The table below describes the message attributes displayed in the log file:

Attribute Description

Name

time The date and time when the message was generated. This reflects the local time

zone.

comp_id The ID of the component that originated the message.

type The type of message. Possible values are: INCIDENT_ERROR, ERROR,
WARNING, NOTIFICATION, TRACE, and UNKNOWN. See About Log File
Message Categories and Levels for information about the message types.

level The message level, represented by an integer value that qualifies the message type.
Possible values are from 1 (highest severity) through 32 (lowest severity).
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Attribute Description
Name

host_id = The name of the host where the message originated.

host_ad  The network address of the host where the message originated.
dr

module  The ID of the module that originated the message. If the component is a single
module, the component ID is listed for this attribute.

tid The ID of the thread that generated the message.

user The name of the user whose execution context generated the message.

About Performance Monitoring and User Auditing

Performance monitoring enables you to monitor the performance of queries, reports
and document generation and to analyze the provided details.

BI Publisher collects performance statistics through Oracle Dynamic Monitoring
Service (DMS). You can monitor the performance data by using the DMS Spy servlet
provided by DMS on Enterprise Manager at ht t p: //

server _address: enterprise_manager _port/dms/ Spy. Bl Publisher also
provides MBeans that reveal attributes, operations, and relevant statistics gathered by
DMS. The table below summarizes the beans that are provided.

Management Bean Description

ReportEventMonitor Creates an Mbean per report and displays detailed
monitoring data for the report.

ServerEventMonitor Exists per server and displays user and server activity
summaries.

UserEventMonitor Creates an Mbean per user and displays detailed

monitoring data for the user.

Enabling Monitoring and Auditing

You enable monitoring and auditing on the Administration Server Configuration page

To enable monitoring and editing:

1. Enable Monitor and Audit on the Administration Server Configuration page. See
Enabling Monitor and Audit on the Server Configuration Page.

2. Configure the Audit Policy Settings with Fusion Middleware Control (Enterprise
Manager). See Configuring the Audit Policy Settings.

3. Restart WebLogic Server.

Enabling Monitor and Audit on the Server Configuration Page
You can turn on monitoring and auditing for the BI Publisher application.

To turn on monitoring and auditing
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1. Click the Administration link.
2. Under System Maintenance, click Server Configuration.

3. Under the Monitor and Audit region, select the Enable Monitor and Audit check
box.

Configuring the Audit Policy Settings
Configure Audit Policy settings in Oracle Fusion Middleware Control.

To configure the audit policy settings

1. In Oracle Fusion Middleware Control, under WebLogic Domain, select Security,
and then Audit Registration and Policy.

The Audit Policy page displays the audited applications under the WebLogic
domain.

2. From the Audit Component Name list, select BI Publisher Server.

3. Set the Audit Level to enable auditing for BI Publisher. An example is shown in the
figure below.
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ORACLE Enterprise Manager Fusion Middleware Control 12¢
AL
== & WebLogic Domain v

Audit Registration and Policy

P Register Components for Audit

4 Audit Policy Settings

Use this section to view and set the audit policies for the Java EE applications deployed on this domain. To &

Audit Component Name Bl Fublisher Server v

g, Export.. &, Import...
Audit Level | Medium ¥

Maximum File Size (Mb) 0 b

Enter a comma-delimited list of user accounts that will always be audited. This ensures audit of specified uss

Users to Always Audit

Select Categories to view/customize audit policies for their events
Select All None Audit All Events
Categories Select For Audit
User Sessions
Feport Access
Feport Execution

Report Job

LA s

Fesource Access

Typically, set the Audit Level to Medium.
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To customize the audit level for each event, select Custom from the Audit Level list.
This setting enables you to set the audit level for each event and apply filters. Select a
category (User Session, Report Access, Report Execution, Report Job, or Report Access)
to view the available events.

The events that are audited for the BI Publisher server are:
¢ User Login

¢ User Logout

* Report Request

® Scheduled Report Request
¢ Report Republish

® Report Data Download

¢ Report Download

* Report Data Process

¢ Report Rendering

* Report Delivery

¢ Report Job Scheduled

* Report Job Canceled

¢ Report Job Deleted

¢ Report Job Purged

¢ Report Job Resumed

* Report Job History Deleted
* Report Job History Purged
* Resource Created

* Resource Updated

® Resource Copied

* Resource Deleted

e Resource Renamed

Restarting WebLogic Server

Restart the WebLogic Serve instance.

You can do this using Oracle Fusion Middleware Control, or if you are running
Windows, you can select Stop BI Servers and then Start BI Servers from the Start
menu.
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Viewing the Audit Log

You can view the audit log under the under the bipublisher folder under the
WebLogic Server BI server directory. ORACLE_HOME/ user _pr oj ect s/
domai ns/ bi / servers/bi _server1/| ogs/auditl ogs/bi publisher/
audit_1 0.1 og.

You can also query the audit repository on database. You can create your own reports
using BI Publisher to analyze the data collected.

For more information on the reports provided by Audit Framework, see “Using Audit
Analysis and Reporting” in Securing Applications with Oracle Platform Security Services.

In 12c¢ release, when you configure the BI domain, an audit schema is created, a data
source is created, and the audit database is registered for your domain.

Using BI Publisher to Create Audit Reports

Once auditing is configured, you can use Bl Publisher to create your own reports to
visualize your auditing data.

To create a report on your auditing data in BI Publisher:
1. Register the data source in BI Publisher.
2. Create a data model.

3. Create the report.

Registering the Data Source in Bl Publisher

Register the audit data source (JNDI/JDBC connection) that you created in the
previous procedure as a JNDI data source in BI Publisher.

Because you created a JDBC connection registered as JNDI, you do not need to create a
new JDBC connection by typing the connection URL, username/password, and so on.
You can just register it using the JNDI name (for example: jdbc/AuditDB).

1. Login to BI Publisher with administrator privileges and click the Administration
link.

2. Under Data Sources, click JNDI Connection, then click Add Data Source.
3. Enter the Data Source Name and JNDI Name jdbc/AuditViewDataSource.
4. Click Test Connection to ensure that the data source connection works.

5. Add the appropriate roles to the data source so that the report developers and
consumers can view the reports built on this data source.

6. Click Apply to save.

Creating a Data Model

Run SQL queries against the BIPUBLISHER_V view to create data models.

To create a data model from your auditing data source:
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Note:

For the complete guidelines for developing data models in BI Publisher, see
Data Modeling Guide for Oracle Business Intelligence Publisher.

1. On the global header, click New and then click Data Model.
2. Set the Default Data Source to the audit JNDI data source.
3. Click Data Sets and from the Create New menu select new SQL Query data set.

4. Use the Query Builder to build a query or just type a SQL query against the
BIPUBLISHER_V view.

The following sample SQL query returns only Bl Publisher audit data common to
all event types:

Sel ect | AU_EVENTCATEGORY,

| AU_EVENTTYPE,

| AU_EVENTSTATUS,

to_char ("1 AU_TSTZOR G NATING', ' DD- MON- YYYY HH24: M : SSXFF') as
| AU_DATETI ME,

| AU_I NI TI ATOR

| AU_RESOURCE,

| AU_MESSAGETEXT
from Bl PUBLI SHER_V;

Auditing records different attributes depending on the event category and type.
You can create separate queries for each event type or category to fetch event
category or type specific attributes.

The sample query below returns the audit records of resource access such as
creating a report, deleting a data source, or renaming a folder. For a complete list of
attributes recorded for each event type, see Audit Events in Oracle Business
Intelligence Publisher .

SELECT | AU_EVENTCATEGCORY,

| AU_EVENTTYPE,

to_char ("1 AU _TSTZORI G NATING', ' DD-MON- YYYY HH24: M : SSXFF') as
| AU_DATETI ME,

| AU_I NI TI ATOR,

| AU_EVENTSTATUS,

| AU_FAI LURECODE,

| AU MESSAGETEXT,

| AU_RESOURCE,

RESOURCETYPE,

RESOURCESUBTYPE,

NEWPATH,

NEWNAVE
from Bl PUBLI SHER V where | AU EVENTCATEGORY = ' Resour ceAccess'

5. To test your data model, click View Data. Select a sample size, and run your data
model. Save the sample XML to your data model.

6. Save your data model.
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Creating the Report

Now you can use one of the BI Publisher's layout options to design the report layout
and visualize the auditing data.

To create a report using the Bl Publisher layout editor

1. On the global header, click New and then click Report.
2. Select the data model you created in the previous procedure.
3. Follow the instructions in the Create Report Wizard to create a report.

For complete instructions on using the layout editor, see Creating BI Publisher
Layout Templates in Report Designer’s Guide for Oracle Business Intelligence Publisher.

Viewing Performance Statistics in DMS Spy

Only users with administrator privileges can use the DMS Spy servlet to view the
performance statistics collected by the Report Event Monitor, User Event Monitor, and
Server Event Monitor.

To view performance statistics in DMS Spy

1. Logintohttp://server_address: enterprise_nanager _port/dns/ Spy
as an administrator.

2. To view performance data, select option from Metrics Tables.

Option Description

BIPUBLISHER Summary performance data of the server
BIPUBLISHER_Reports Per-report performance data
BIPUBLISHER_Users Per-user data

Viewing Performance Statistics in the MBean Browser

You can use the System MBean browser to view the performance statistics collected by
the Report Event Monitor, Server Event Monitor, and User Event Monitor.

To view performance statistics in the MBean browser

1. In Oracle Fusion Middleware Control, click WebLogic Domain, and select System
MBean Browser.

2. In the System MBean Browser, under the Application Defined MBeans, expand the
oracle.xdo folder to view the BI Publisher MBeans. Expand the list and select the
bean to view the details.
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Adding Translations for the Bl Publisher
Catalog and Reports

This chapter describes how to export and import translation files both for the catalog
and for individual report layouts.

It covers the following topics:

¢ Introduction

¢ Exporting and Importing a Catalog Translation File
* Template Translation

* Using the Localized Template Option

Introduction

BI Publisher supports two types of translation: Catalog Translation and Template (or
layout) Translation.

Catalog translation enables the extraction of translatable strings from all objects
contained in a selected catalog folder into a single translation file; this file can then be
translated and uploaded back to BI Publisher and assigned the appropriate language
code.

Catalog translation extracts not only translatable strings from the report layouts, but
also the user interface strings that are displayed to users, such as catalog object
descriptions, report parameter names, and data display names.

Users viewing the catalog see the item translations appropriate for the Ul Language
they selected in their My Account preferences. Users see report translations
appropriate for the Report Locale that they selected in their My Account preferences.

Template translation enables the extraction of the translatable strings from a single
RTF-based template (including sub templates and style templates) or a single BI
Publisher layout template (.xpt file). Use this option when you only need the final
report documents translated. For example, your enterprise requires translated invoices
to send to German and Japanese customers.

This chapter describes the process of downloading and uploading translation files. For
more information on the concepts and processes of translating the files, see Translating
Reports and Catalog Objects in Report Designer’s Guide for Oracle Business Intelligence
Publisher.

Limitations of Catalog Translation

If you have existing XLIFF file translations for specific reports and then you import a
catalog translation file for the folder in which the existing translations reside, the
existing XLIFF files are overwritten.
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Exporting and Importing a Catalog Translation File

This procedure describes the process of exporting an XLIFF file from the catalog,
importing the translated file back to the catalog, and testing the translation.

Importing and exporting XLIFF files can only be performed by an Administrator.
To import and export an XLIFF file:

1. Select the folder in the catalog, click the Translation toolbar button, and then click
Export XLIFF.

2. Save the XLIFF file to a local directory.

3. Open the Translation file (catalog.xIf) and apply translations to the Boilerplate text,
as shown in the following figure.

See What Is an XLIFF? in Report Designer’s Guide for Oracle Business Intelligence
Publisher for details on how to translate an XLIFF file.

1
NEE SR M ®

<?xml wversion = '1.0' encoding = '"utf-8'7>
<x1iff version="1.0">
«<file source-language="en" target-language="en" datatype="xml" product-version="11.1.1.:
<body>
<trans-unit id="xdo#%2F%?Eadministrator%ZFHy+Folder%2FReport.xdo#tmp_Salary.xpt"}
<source>Salary</source>
<target>Salary</target>
</trans-unit>
<trans-unit id="xdo#%2F%?Eadministrator%ZFHy+Folder%2FReport.xdo#pip_dept")
<sourcerDepartment</source:
<target>Dep-Jap</target>
</trans-unit>
<trans-unit id="xdo#%2F%?Eadministrator%ZFHy+Folder%2FReport.xdo#pip_emp")
<zource>Employee</=source>
<target>Employee</target>
</trans-unit>
<trans-unit id="xpt#%2Fi7Eadministrator%2FMy+Folder%2FReport.xdofSalary.xptf42">
<sourcerDepartment</source:
<target>Department</target>
</trans-unit>
<trans-unit id="xpt#%2F:i7Eadministrator%2FMy+Folder%2FReport.xdofSalary.xptf27">
<szource>Manager</source>
<target>Manager</target:>
</trans-unit>
<trans-unit id="xpt#%2F%i7Eadministrator:2FMy+Folder%2FReport.xdo#Salary.xpt#32">

< >

4. After the file is translated, upload the XLIFF file to the BI Publisher server: Click
the Translation toolbar button, then click Import XLIFF. Upload the translated
XLIFF to the server.

5. To test the translation, select My Account from Signed In As in the global header.

6. On the General tab of the My Account dialog, change the Report Locale and the Ul
Language preferences to the appropriate language and click OK.

7. View the objects in the translated folder.

Template Translation
RTF and BI Publisher (.xpt) templates can be translated from the Properties page.

Template translation includes:
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e RTF templates
* RTF sub templates
* Style templates

¢ BI Publisher templates (.xpt)

To access the Properties page, click the Properties link for the layout in the Report
Editor, as shown below.

Employee Salary Report Home | Catalog
Data Model Salary Parameter Datamodel C& P:

J

layout RTF Layout
Edit | Properties | Delete Edit | Properties | Delete

From the Properties page you can generate an XLIFF file for a single template. Click
Extract Translation to generate the XLIFF file.

Generating the XLIFF File from the Layout Properties Page
Generate the XLIFF file for report layout templates, style templates, and sub templates.
To generate the XLIFF file for report layout templates:

1. Navigate to the report in the catalog and click Edit to open it for editing.

2. From the thumbnail view of the report layouts, click the Properties link of the
layout (RTF or XPT) to open the Layout Properties page.

3. Inthe Translations region, click Extract Translation.

BI Publisher extracts the translatable strings from the template and exports them
to an XLIFF (.xIf file).

4. Save the XLIFF to a local directory.

To generate the XLIFF file for style templates and sub templates:

1. Navigate to the style template or sub template in the catalog and click Edit to open
the Template Manager.

2. In the Translations region, click Extract Translation.
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BI Publisher extracts the translatable strings from the template and exports them to
an XLIFF (.xIf file).

3. Save the XLIFF to a local directory.

Translating the XLIFF File

When you have downloaded the XLIFF file, it can be sent to a translation provider, or
using a text editor, you can enter the translation for each string.

See Structure of the XLIFF File inReport Designer’s Guide for Oracle Business Intelligence
Publisher for instructions on how to edit the XLIFF file.

A "translatable string" is any text in the template that is intended for display in the
published report, such as table headers and field labels. Text supplied at runtime from
the data is not translatable, nor is any text that you supply in the Microsoft Word form
fields.

You can translate the template XLIFF file into as many languages as desired and then
associate these translations to the original template.

Uploading the Translated XLIFF File to Bl Publisher
You can run the Template Manager to upload the translated XLIFF file to BI Publisher.

To upload a translated XLIFF file:

1. Navigate to the report, sub template, or style template in the catalog and click Edit
to open it for editing.

For reports only:

From the thumbnail view of the report layouts, click the Properties link of the
layout to open the Template Manager.

2. In the Translations region, click the Upload toolbar button.

3. In the Upload Translation File dialog, locate the file in the local directory and select
the Locale for this translation.

4. Click OK to upload the file and view it in the Translations table.

Using the Localized Template Option
If you need to design a different layout for the reports that you present for different
localizations, then you can create new RTF file that is designed and translated for the
locale and upload this file to the Template Manager.

Note:

The localized template option is not supported for XPT templates.

The process overview for using the localized template option is described in the
following sections:

® Designing the Localized Template File

* Uploading the Localized Template to BI Publisher
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Designing the Localized Template File

Use the same tools that you used to create the base template file, translating the strings
and customizing the layout as desired for the locale.

Uploading the Localized Template to Bl Publisher

Upload localized template files in rtf format.

To upload a localized template:

1. Navigate to the report, subtemplate, or style template in the catalog and click Edit
to open it for editing.

For reports only:

From the thumbnail view of the report layouts, click the Properties link of the
layout to open the Template Manager.

2. In the Templates region, click the Upload toolbar button.

3. In the Upload Template File dialog, locate the file in the local directory, select rtf as
the Template Type and select the Locale for this template file.

4. Click OK to upload the file and view it in the Templates table.
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Moving Catalog Objects Between
Environments

This chapter describes how to move objects between test, production, and
development environments using the BI Publisher catalog utility.

It covers the following topics:

¢ Overview

¢ Preparing to Use the BI Publisher Catalog Utility
e Exporting BI Publisher Reporting Objects

¢ Importing BI Publisher Reporting Objects

¢ Generating Translation Files and Checking for Translatability

Overview

The BI Publisher catalog utility enables administrators and report developers to export
the reporting object-related files from the catalog where all BI Publisher reports are
stored, and to import them to a different catalog.

Use this tool to manage BI Publisher reports using a third party tool as a source
control or to move a specific set of reports from a development environment to a
quality assurance or production environment. The catalog utility can also be used to
help manage translations of reporting objects.

Use the BI Publisher catalog utility to perform the following tasks:

¢ Export BI Publisher reports from the catalog

e Import Bl Publisher reports into the catalog

e Extract translatable strings and generate a translation file (XLIFF)

* Generate a security.xml file that contains the reporting object-level permission
settings

When to Use the Catalog Utility

Use the catalog utility to move Bl Publisher report artifacts from one environment to
another.

For example, use the catalog utility to move reports from a development environment
to a quality assurance environment. This process is illustrated in the figure below.
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BIP Catalog Utility BIP Catalog Utility

) A Bl Publisher
Artifacts

Development QA

Web Catalog Web Catalog

Other Options for Moving Catalog Objects

To download or upload a small number of objects, the download feature of the BI
Publisher catalog enables you to bundle and download multicomponent objects (such
as reports) in an archive file. You can then use the upload feature to unarchive the data
to another location in the catalog.

See Downloading and Uploading Catalog Objects in User’s Guide for Oracle Business
Intelligence Publisher.

Note:

Do not manually edit the BI Publisher files in the file system. BI Publisher uses
metadata files to maintain information about catalog objects. Manually editing
objects in the file system can result in the corruption of the metadata files. If
the metadata file becomes corrupt, then you can restore it by deleting the
corrupt file and restarting BI Publisher.

What Files Are Moved

Styles and skins are organized into folders that contain Cascading Style Sheets (CSS)

and images.
Object Files
Report Example: Balance e _report.xdo — The report definition file
+Letter.xdo * xdo.cfg — The configuration file that contains the report

property settings

¢ ~metadata.meta — The metadata file that contains the
catalog path information. This file is used by the utility to
import objects back to their original locations.

e security.xml file — Specifies the object level permissions
defined for the report

e template files — All template files loaded to the report
definition. The file names include the language suffix, for
example: My_RTF_template_en_us.rtf,
My_BIP_layout_en_us.xpt

e translation files — All translation files (.xlf), for example:
My_RTF_template_jp_jp.xIf
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Object Files
Data Model Example: e _datamodel.xdm — The report definition file
myDataModel.xdm e ~metadata.meta — The metadata file that contains the

catalog path information. This file is used by the utility to
import objects back to their original locations.

¢ security.xml file — Specifies the object level permissions
defined for the data model

Subtemplate Example: e _template_en_us.rtf — The subtemplate file with locale
mysubtempate.xsb designation
e ~metadata.meta — The metadata file that contains the
catalog path information. This file is used by the utility to
import objects back to their original locations.
¢ security.xml file — Specifies the object level permissions
defined for the subtemplate
¢ translation files — Any translations, when present; for
example: _template_jp_jp.rtf

Style Template Example: e _template_en_us.rtf — The style template file with locale
myStyleTemplate.xss designation
¢ ~metadata.meta — The metadata file that contains the
catalog path information. This file is used by the utility to
import objects back to their original locations.
¢ security.xml file — Specifies the object level permissions
defined for the style template
¢ translation files — Any translations, when present; for
example: _template_jp_jp.rtf

Maintaining Identical Folder Names and Structure Across Environments

A BI Publisher report references the following components using the physical path to
the component in the catalog: data models, subtemplates, and style templates.

When you move a report between environments the report maintains the physical
mappings to the referenced components. Therefore if you move a data model into a
different folder location under Shared Folders in the new environment, the report
cannot find the data model and the report does not run. In the case of style templates
or subtemplates, the report may run, but the referenced component is not applied.

For example, assume in your test environment Report A references Data Model B that
is located in Shared Folders/Test/Data Models. When you move this report and its
data model to the production environment you place Data Model B under the
different path Shared Folders/Data Models. When you run the report in the new
environment it still expects the data model to be located under Shared Folders/Test/
Data Models. The report cannot find the data model and does not run.

You can correct the mapping in the new environment by opening the report in the
report editor, selecting the data model in its new location, and saving the report.

To avoid manual steps, Oracle recommends that you maintain the same folder names
and structure in the environments across which you intend to move reports.

Preparing to Use the Bl Publisher Catalog Utility

The BI Publisher catalog utility is installed in the following location:
ORACLE_HOVE/ cl i ent s/ bi publ i sher
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Configuring the Environment

You must configure each environment in which you run the catalog utility.

To configure the environment for the catalog utility:

1. Set the environment variables to the values in the following list:
* path = ($HOME/BIPCatalogUtil/bin $path)
e BIP_LIB_DIR = $SHOME/BIPCatalogUtil/lib
e BIP_CLIENT_CONFIG = $HOME/BIPCatalogUtil/ config
e JAVA_HOME = $HOME /java/jdk1.6.0_18

The following example shows setting the environment variables for C-shell:

% set path = ($HOVE/ Bl PCat al ogUtil/bin $path)

% setenv BIP_LIB DI R $HOVE/ Bl PCat al ogUtil/lib

% setenv Bl P_CLI ENT_CONFI G $HOVE/ Bl PCat al ogUti | /config
% setenv JAVA HOVE $HOMVE/ j avaljdkl.6.0_18

2. Edit xmlp-client-config.xml. This configuration file is located under the
BIPCatalogUtil/config directory.

Specify the BI Publisher instance URL ("bipurl") and the user name and password
of the BI Publisher instance from which you must export or to which you must
import.

<?xm version="1.0" encodi ng="UTF-8"?>
<I DOCTYPE properties SYSTEM "http://java.sun. conm dtd/ properties.dtd">
<properties>
<comrent >Bl P Server |nformation</coment >
<entry key="bi purl">http://sta00XXX. exanpl e. com 14001/ xn pserver/</entry>
<entry key="username">OPERATI ONS</ ent ry>
<entry key="password">wel cone</entry>
</ properties>

If you do not want to store this information in the configuration file, then at the
time of import/export you can also set the bipurl, username, and password as
parameters in the command line to overwrite values defined in xmlp-client-
config.xml.

Exporting Bl Publisher Reporting Objects

Use the export command to export either a single reporting object or a set of Bl
Publisher reporting objects under a specified folder.

There are two export commands:
* -export — Use this command to export a single report object

e -exportfolder — Use this command to export a folder and its contents

The table below describes the supported parameters for the -export and -exportfolder
commands.
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Parameter

Used With

Sample

Description

catalogpath

-export -
exportfolder

/Samples/
Financials/Balance
+Letter.xdo

The path to the object in the
catalog. If there are spaces in any
of the names, use the '+' sign to
substitute.

target

-export

/tmp/Financials/
BalanceLetter

The destination directory in
which to place the extracted
reporting objects.

basedir

-exportfolder

/home/bipub/
samples

The base directory into which to
place subfolders of extracted
reporting objects. When present,
data models are saved to
{basedir}/datamodels; reports are
saved to {basedir}/reports; style
and subtemplates are saved to
{basedir}/templates.

extract

-export -
exportfolder

true/false

The default is false, which means
that the utility exports the
reporting object in a zip format
that contains all the related files
such as 'xdo', "rtf', .cfg', and so
on. If the value is set to 'true’, then
the utility exports the reporting
object-related files under the
specified target folder.

subfolders

-exportfolder

true/false

When you specify a folder as the
"catalogpath" parameter you can
use this "subfolders™ parameter to
control whether to download all
subfolder content. If you specify
true, then all reporting objects in
all subfolders are downloaded. If
you specify false, then subfolder
contents are not downloaded.

overwrite

-export -
exportfolder

true/false

Specify true to overwrite existing
objects in the target area.

Example Export Command Lines

Refer to the examples below on how to use the utility to export the reporting objects.

¢ Exporting a Single Report in Archive Format

¢ Exporting a Single Report with Files Extracted

* Exporting a Set of Reports to a Specified Folder

Exporting a Single Report in Archive Format

The following example exports the reporting object in a zip format. The zip file
contains all the reporting object related files such as .xdo, .rtf, .cfg, and so on.
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To extract a report in archived format use the ".xdoz" extension for the target. To
extract a data model, use the ".xdmz" extension.

$ Bl PCatal ogltil.sh -export catal ogpat h=/ Sanpl es/ Fi nanci al s/ Bal ance+Letter. xdo
t ar get =/ home/ bi pub/ report s/ Bal anceLetter. xdoz extract=fal se
Exporting a Single Report with Files Extracted

The following example extracts the reporting object-related files to a directory named
"/home/bipub/reports/BalanceLetter". Existing files are overwritten.

$ Bl PCatal ogltil.sh -export catal ogpath=/Sanpl es/ Fi nanci al s/ Bal ance+tLetter. xdo
target =/ hone/ bi pub/ reports/ Bal ancelLetter extract=true overwite=true
Exporting a Set of Reports to a Specified Folder

The following example extracts all the reporting objects under the "/Samples" folder
and its subfolders in the catalog.

Data models are saved under {basedir}/datamodels. Reports are saved into {basedir}/
reports. Style and subtemplates are saved into {basedir}/templates.

$ Bl PCatal ogltil.sh -exportfol der catal ogpath=/Sanpl es basedir=/hone/ bi pub/ sanpl es
subfol ders=true extract=true overwite=true

Importing Bl Publisher Reporting Objects

Use the import command to import either a single BI Publisher reporting object or a
set of BI Publisher reporting objects under a specified folder.

The table below describes the supported parameters for the import command.

Parameter Sample Description
catalogpath /Samples/Financials/ Specify the catalog path to where you want
Balance+Letter.xdo to import the reporting object only when you

want to override the default information. If
you do not specify this parameter, then the
reporting object is imported to the same
location where it was originally exported

from.
source /tmp/Financials/ The directory where the reporting object is
BalanceLetter located. Use this parameter when you are

importing a single report.

basedir /home/bipub/samples The directory that contains multiple reports
or data models to be imported. Specify this
parameter when importing a set of reports or
data models.

overwrite true/false Specify 'true' to overwrite existing objects in
the target area.

Typically, you import the reporting object to where it was originally exported from.
When you export the reporting object with the utility, it generates a metafile (.meta)
that contains the catalog path information. The utility uses this information to import
the reporting object to the original location. To import the objects into a different
location, you can override the original catalog path location by specifying the
catalogpath parameter.
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Example Import Command Lines

Refer to the following examples on how to use the utility to import reports.
¢ Importing a Report to an Original Location

* Importing a Report to a New Location

¢ Importing a Zipped Report

¢ Importing a set of BI Publisher Reporting Objects Under a Specified Folder

Importing a Report to an Original Location

The following example imports a report to a catalog path saved in its metafile (.meta).
Existing reports are overwritten.

$ Bl PCatal ogltil.sh -inport source=/tnp/Financials/BalanceLetter overwite=true

Importing a Report to a New Location

The following example imports a report into a new location in the catalog.

$ Bl PCatal ogltil.sh -inport source=/home/ bi pub/reports/Bal ancelLetter catal ogpath=/
Producti on/ Fi nanci al s/ Bal ance+Let t er +Report . xdo

Importing a Zipped Report

The following example imports a zipped reporting object to an original location in the
catalog.

$ Bl PCatal ogUtil.sh -inport source=/hone/ bi pub/reports/Bal ancelLetter.xdoz
overwite=true
Importing a set of Bl Publisher Reporting Objects Under a Specified Folder

The following example imports all the reports under the base directory (basedir) into
the original locations in the catalog.

$ Bl PCatal ogltil.sh -inport basedir=/Users/bipub subfol ders=true overwite=true

Generating Translation Files and Checking for Translatability

The catalog utility supports the -xliff command to generate a translatable XLIFF file for
a specific file.

The table below describes the supported parameters for generating XLIFF files.

The source file can be the report definition (.xdo) file, an RTF template file (.rtf), or a BI
Publisher layout template file (.xpt). When the source is the .xdo file, the generated
XLIFF file includes all user-entered strings from the report definition interface, for
example: description, layout names, parameter names.

Parameter Sample Description

source /Samples/Financials/ The path to the report or template file (RTF or
Balance+Letter.xdo XPT) for which to generate the XLIFF file.

target /home/bipub/reports/ The location to save the generated .xIf
Balance+Letter/Balance document.
+Letter.xIf
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Parameter Sample Description
basedir /home/bipub/reports/ The directory to place the generated .xIf files
Balance+Letter/ into.

The following examples show how to generate translation files:
* Generating a Translation File for a Report Definition File (.xdo)

* Generating a Translation File for an RTF Template

Generating a Translation File for a Report Definition File (.xdo)
The following example generates an XLIFF file for a single report definition file.

$ Bl PCatal ogltil.sh -xliff source=/honme/bipub/reports/Bal ance+Letter/Bal ance
+Letter.xdo target=/hone/ bi pub/reports/Bal ance+Letter/Bal ance+Letter. x| f

To save the XLIFF to a base directory:
$ Bl PCatal ogltil.sh -xliff source=/home/bi pub/reports/Bal ance/ Bal ance+Letter. xdo
basedi r=/ hone/ bi pub/reports/Bal ance+Letter/
Generating a Translation File for an RTF Template
The following example generates an XLIFF file for a single RTF template file.

$ Bl PCatal ogUtil.sh -xIiff source=/hone/bi pub/reports/Bal ance+Letter/Bal ance+Letter
+Tenpl ate. rtf target=/hone/ bi pub/reports/Bal ance+Letter/Bal ancetLetter+Tenpl ate. x! f

To save the XLIFF to a base directory:

$ Bl PCatal ogUtil.sh -xIiff source=/hone/bi pub/reports/Bal ance/ Bal ance+Letter
+Tenpl ate. rtf basedir=/home/ bi pub/reports/Bal ance+Letter/
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Customizing the Bl Publisher User Interface

The user interface in BI Publisher is generated by using scripts and is therefore highly
customizable. The look-and-feel is controlled by skins and styles. BI Publisher is
shipped with the Skyros (default style), and blafplus (browser look-and-feel plus),
styles.

The following sections provide information about how to customize the BI Publisher
user interface:

* What are Skins and Styles?
* About Style Customizations
e Modifying the User Interface Styles for BI Publisher

¢ Customizing the Style

What are Skins and Styles?

Styles and skins are organized into folders that contain Cascading Style Sheets (CSS)
and images.

Skins and styles are typically used to customize the look and feel of the BI Publisher
user interface by providing logos, color schemes, fonts, table borders, and other
elements. Skins and styles can also be used to control the position and justification of
various elements by including specialized style tags in the relevant style sheet file. For
more information, see About Style Customizations.

About Style Customizations

To customize the look-and-feel of BI Publisher, Oracle strongly recommends that you
use the custom style provided in the bicustom-template.ear file as your starting point.
This custom style is a copy of the Skyros style.

For more information, see Modifying the User Interface Styles for BI Publisher.

Most of the common Skyros styles and image files, including the style sheet
(master.css), are contained in the master directory. For more information about the
master directory and its structure, see About Style Customizations in System
Administrator’s Guide for Oracle Business Intelligence Enterprise Edition.

Within the master.css style sheet, each element (or class) that is available for update is
documented in the comments.

Other style sheets are also contained within the Skyros style and skin folders. You are
not likely to need to update these files unless you are creating an advanced custom
skin that provides styles for each detail of the user interface.
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Note:

The Skyros style does not apply to Administration pages in BI Publisher.

Modifying the User Interface Styles for Bl Publisher
To change the skin for BI Publisher, modify the xmlp-server-config.xml configuration
file located at CATALOG_DIRECTORY / Admin/Configuration/xmlp-server-
config.xml .

To change the skin to blafplus, set the THEME property as follows:
<property nane="THEME" val ue="bl af pl us"/ >

To change the skin back to the default skin, Skyros, set the THEME property as
follows:

<property nane="THEME" val ue="skyros"/>

Note:

The THEME property must be either "blafplus" or "skyros".

Customizing the Style

Enterprise Archive (EAR) files are archive (ZIP) files composed of a specific folder and
file structure. You can create an EAR file using any ZIP tool (for example, 7-zip) and
then rename the ZIP extension to EAR. Oracle provides the bicustom-template.ear file
as a starting point.

The bicustom-template.ear file contains a bicustom.war file. Web Archive (WAR) files
are also ZIP files composed of a specific folder and file structure. You must update the
bicustom.war file within the bicustom-template.ear file to include your custom skin
files. The bicustom.war file that is shipped with BI Publisher contains an example
folder structure to help you get started.

When creating styles and skins for BI Publisher, you must create CSS and image files,
and make them available to BI Publisher. Only the CSS defined in master.css and
images defined in the master folder can be customized for BI Publisher (bundled in the
bicustom.ear file.)

Customizing the Style for Bl Publisher Standalone

Update selected configuration files to create a custom style for BI Publisher when BI
Publisher is not integrated with the Oracle Bl Enterprise Edition.

To customize the style for BI Publisher standalone:

1. Copy ORACLE_HOME\ bi f oundat i on\j ee\ bi customt enpl at e. ear to
ORACLE _HOME\ bi f oundat i on\ j ee\ bi cust om ear.

Note:

The patch or upgrade process may overwrite the bicustom-template.ear file,
but it does not overwrite the bicustom.ear file.
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2. Extract the bicustom.war file from the bicustom.ear file to the machine where BI
Publisher is deployed.

3. Extract the files from the bicustom.war file.

4. Edit the master.css and images files in the unzipped directory to create the custom
style, and save the changes.

5. Update the bicustom.war file with the changes.

6. Update the bicustom.ear file with the new bicustom.war file.
7. Deploy the new bicustom.ear file to the application server.

8. Update the xmlp-server-config.xml file and save the changes.

The following example configurations assume that bicustom.ear file is deployed
with application name "custom" on the same application server where BI Publisher
is running:

<l-- required: this is the base skin to use for styles not defined inside custom
css -->

<property nanme="THEME" val ue="skyros"/>

<I-- required: this is the customcss http url -->

<property nanme="THEME_CUSTOM MASTER CSS URL" val ue="/custonfres/s_Custonf master/
mast er. css"/ >

<l-- required: this is the custominage http url prefix -->

<property nanme="THEME_CUSTOM MASTER | MAGE_URL_PREFI X" val ue="/cust onfres/s_Cust onf
master"/>

<I-- required: this is the file systempath where customimages are |ocated -->
<property nanme="THEME_CUSTOM MASTER | MAGE_PATH' val ue="/scratch/ ai nel/ cust oni res/
s_Custon naster"/>

Note that when a web page displays an image, the image is fetched through HTTP.
Therefore an image must be available through an HTTP URL no matter where it is
stored in the local directory. If you deploy bicustom.ear but place a custom image
in a unrelated local directory, the result is that the HTTP URL is serving one image
while the local directory is serving another image. To ensure that the and HTTP
URL and the local path are pointing to the same image file, unpack bicustom.ear
into the local directory (for example, path_A), make changes to the css/images, and
then install a "custom" application from the unpacked local directory path_A.

9. Restart BI Publisher.

For information on redeploying the bicustom.ear file, see Approach 1: Redeploying the
"bicustom.ear" File in System Administrator’s Guide for Oracle Business Intelligence
Enterprise Edition.

Customizing the Style for Bl Publisher Integrated with the Oracle Bl Enterprise Edition

Update selected configuration files to create a custom style for BI Publisher integrated
with Oracle BI Enterprise Edition.

To customize the style for BI Publisher integrated with Oracle BI Enterprise Edition:

1. Copy ORACLE_HOME\ bi f oundat i on\j ee\ bi cust om t enpl at e. ear to
ORACLE_HOME\ bi f oundat i on\ j ee\ bi cust om ear.
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Note:

The patch or upgrade process may overwrite the bicustom-template.ear file,
but it does not overwrite the bicustom.ear file.

2. Extract the bicustom.war file from the bicustom.ear file to the machine where BI
Publisher is deployed.

3. Extract the files from the bicustom.war file.

4. Edit the master.css and images files in the unzipped directory to create the custom
style, and save the changes.

5. Update the bicustom.war file with the changes.
6. Update the bicustom.ear file with the new bicustom.war file.
7. Deploy the new bicustom.ear file to the application server.

8. Update the xmlp-server-config.xml file and save the changes.

<l-- required: http url of OBIEE master css -->

<property name="THEME_MASTER CSS_URL" val ue="/custon s_skyros/ mast er/ mast er.css"/ >
<l-- required: this is the master css http url -->

<property name="THEME_| MAGE_URL_PREFI X" val ue="/cust oni s_skyros/ master"/>

<l-- required: this is the file systempath where master inmages are |located -->
<property nanme="THEME_MASTER | MAGE_PATH' val ue="/scrat ch/ ai nel/ bi p/ res/s_Cust om
master"/>

9. Restart BI Publisher.

Note:

The custom configuration properties override the master configuration
properties; therefore the value of THEME_CUSTOM_MASTER_CSS_URL
takes precedence over the value of THEME_MASTER_CSS_URL. The same
rule applies for images.

Fallback Mechanism for Custom Styles

When creating custom styles for BI Publisher (standalone and integrated Oracle BI
Enterprise), Oracle recommends that you copy only what you want to change in the
customization. Anything not copied "falls back" to the style specified in the base skin
for BI Publisher, which is the Skyros theme.

Custom Style Sheets

For custom style sheets (css), if THEME_CUSTOM_MASTER_CSS_URL is provided,
BI Publisher references those styles and ignores any others.

For custom style sheets (css), if THEME_CUSTOM_MASTER_CSS_URL is provided,
BI Publisher references those styles and ignores any others. If
THEME_MASTER_CSS_URL is provided, BI Publisher uses those styles. If neither are
provided, BI Publisher uses the styles defined in the base skin.

Images

BI Publisher constructs image URLs based on certain factors.
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For images, if THEME_CUSTOM_MASTER_IMAGE_PATH is provided, and the
requested image exists in the directory, BI Publisher uses the value of
THEME_CUSTOM_MASTER_IMAGE_URL_PREFIX to construct the image URL.

If THEME_MASTER_IMAGE_PATH is provided and the requested image exists in the
directory, BI Publisher uses the value of THEME_MASTER_IMAGE_URL_PREFIX to
construct the image URL. If neither are provided, BI Publisher uses the images defined
in the base skin.
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Scheduler Configuration Reference

This appendix describes how to configure the BI Publisher scheduler for each
supported database and how to configure ActiveMQ as the JMS provider.

It covers the following topics:
e Introduction
* Configuring BI Publisher for ActiveMQ

e Manually Configuring the Quartz Scheduler

Introduction

The Oracle Business Intelligence Platform Installer configures the connection to the
scheduler and installs the scheduler schema to your selected scheduler database. The
WebLogic JMS queues are set up and the scheduler is up and running after installation
is complete and the servers have been started.

This information in this appendix is provided for reference for manually configuring
the scheduler and for setting up ActiveMQ as an alternative JMS provider.

For conceptual information about the scheduler, information for installing and
configuring additional managed servers, and a description of the scheduler
diagnostics page, see Configuring the Scheduler.

Configuring Bl Publisher for ActiveMQ

The scheduler is configured by default to use WebLogic JMS. The scheduler also
supports ActiveMQ as an alternative JMS provider.

Use these guidelines with the ActiveMQ documentation to configure BI Publisher if
you choose to use ActiveMQ as the JMS provider.

Installing ActiveMQ

It is recommended that you install ActiveMQ version 5.2.0 or later. This can be
installed in Windows, UNIX or Linux.

Follow the installation steps documented at the following location:

http://activeny. apache. org

Registering ActiveMQ as a JNDI Service
Update the activemq.xml configuration file to register ActiveMQ as a JNDI Service.
When you start ActiveMQ, the queues can be accessed using JNDI service.
The default URL to access this service is:

failover://tcp://local host: 61616
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To change this configuration, update the activemq.xml configuration file found in
apache- acti veng- x. x. x\ conf for example: apache- acti veng-5. 2. 0\ conf.
Updating the BI Publisher Scheduler Configuration Page

Open the Scheduler Configuration page from the BI Publisher Administration page.

To update the BI Publisher Scheduler Configuration page:

1. On the BI Publisher Administration page, under System Maintenance, click
Scheduler Configuration.

2. Under the JMS Configuration region, select ActiveMQ.

3. Enter the ActiveMQ JNDI URL. For example: failover://tcp://| ocal host:
61616.

4. Enter the threads per processor (for example: 5).
5. Enter the path to a shared temporary directory.
6. Click Test JMS to test the connection.

7. Click Apply to apply the changes to this page.

The ActiveMQ URL is dynamically applied. The queues and topics are automatically
created in ActiveMQ and are ready for scheduling. You can confirm the queues by
checking them in the Scheduler Diagnostics page. Alternatively, you can check the
status in the ActiveMQ Web console: http://1 ocal host: 8161/ adni n.

Manually Configuring the Quartz Scheduler
BI Publisher includes the Hyperion-branded DataDirect Connect for JDBC drivers to
setup a connection to install and use the scheduler tables in your database. These
drivers can be used as an alternative to the native JDBC drivers provided by your
database vendor.

When you choose a database for which a DataDirect driver is available, BI Publisher
automatically enters the database driver class information in the setup screen for you.
There is no additional setup required for the driver files.

If you choose to use a data direct driver not provided by the BI Platform Installer, then
you must download, install, and configure the driver manually.

Recommendations for Using DataDirect Connect or Native Database Drivers
DataDirect Connect for JDBC drivers are provided for supported databases
Supported databases include:

e IBMDB2v8.1,v9.1
*  Microsoft SQL Server 2000, 2005
® Sybase Adaptive Server Enterprise

® Oracle 9i, Oracle 10g, Oracle 11g,
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Note:

Some database options listed here and in the Scheduler page might not be
supported in this release. See System Requirements and Certification for the
most up-to-date information on supported hardware and software.

The table below displays the driver recommendations for the supported scheduler

databases.
Database Native JDBC Driver DataDirect JDBC Driver
Oracle 10g, Oracle 11g Recommended Supported
IBM DB2 v8.1, v9.1 Supported Recommended
Microsoft SQL Server 2000, Supported Recommended
2005
Sybase Adaptive Server Supported Recommended
Enterprise
MySQL 4.1.10a-NT, 5.0 Supported Not Supplied

Setting Up a User on Your Scheduler Database

To set up the connection to the scheduler database, you must ensure that you have

created a user on the selected database.

BI Publisher uses this user to connect to the database. Depending on the database type,
this user might require specific privileges. These are detailed in the database-specific

sections later in this appendix.

Connecting to Your Scheduler Database and Installing the Schema

Following are the general steps for setting up the Scheduler database. Also refer to the

subsequent section that is specific to your database.

To set up the Scheduler database:

1. Login to BI Publisher with Administrator credentials and select the Administration

tab.

2. Under System Maintenance, click Scheduler Configuration.

3. In the Scheduler Selection region, select Quartz.

Note:

The option "Enterprise Scheduler Services" is reserved for Oracle Fusion

Applications.

4. Enter the following fields for the Database Connection:

* Database Type — Select the database from the list. After you make a selection,
the Database Driver Class field automatically updates with the recommended

driver class.
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¢ Connection String — Enter the connection string for your selected database.
Sample strings are provided in the database-specific sections that follow.

¢ Username and Password — Enter the scheduler user you set up for your
database. The user must have permissions to connect to the database and create
tables. Other permissions might be required depending on the database type.
See the appropriate database-specific section later in this chapter.

¢ Database Driver Class — When you select the database type this field is
automatically updated with the recommended driver. If you want to use
another driver, then specify it in this field.

Note:

Note: The Oracle database drivers and the DataDirect drivers are installed
with BI Publisher and no further setup is required. Note that for other
databases, even though the recommended native drivers are automatically
populated in this field, additional setup is required to make the drivers
available to BI Publisher.

5. Click Test Connection to ensure that BI Publisher can connect to the database. If
the connection fails, ensure that you have entered the fields as shown and set up
your database appropriately.

6. Click Install Schema to install the BI Publisher scheduler schema to your database.

Connecting to Oracle Databases

When connecting to an Oracle database, ensure that the database user you enter has
"connect” or "create session" and "create table" privileges and that the user has been
assigned a quota (otherwise the quota is 0).

For example, the following sample creates the user "bipuser":

SQL> CREATE USER bi puser

2 | DENTI FI ED BY wel conme
DEFAULT TABLESPACE USERS
TEMPORARY TABLESPACE TEMP
QUOTA 20G ON USERS
QUOTA 1M ON TEMP;

o O bW

User created.

SQL> GRANT CREATE SESSI ON TO bi puser; -- or "GRANT CONNECT TO bi puser;"
Grant succeeded.

SQL> grant create table to bipuser;

Grant succeeded.

The table below describes the fields for the Oracle native driver to connect to the

Oracle Database.
Field Description
Database Type: Select Oracle 11g or Oracle 10g from the list.
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Field Description

Connection String: Enter the following connection string parameters:
jdbc:oracle:thin:@<hostname>:<port>:<oracle SID> For
example: jdbc:oracle:thin:@mydatabaseserver.com:
1521:bipscheduler

Database Driver Class: oracle.jdbc.driver.OracleDriver

Connecting to IBM DB2 Databases

When connecting to an IBM DB2 v8 or IBM DB2 v9 database, ensure that the user that
you enter to configure the scheduler has been set up with a 32 K page size tablespace.
If not, create the table and assign it to the user.

The user must also have "Connect to database" and "Create tables" privileges.

The table below describes the fields for the DataDirect driver to connect to an IBM
DB2 v8 or IBM DB2 v9 database.

Field Entry
Database Type: Select IBM DB2 v9 or IBM DB2 v8 from the list.
Connection String: Enter the following connection string

parameters:;jdbc:hyperion:db2://
<hostname>:<port>;DatabaseName=<DATABASENAME> For
example: jdbc:hyperion:db2:// mydatabaseserver.com:
1433;DatabaseName=bipscheduler

Database Driver Class: hyperion.jdbc.db2.DB2Driver

Connecting to Microsoft SQL Server Databases

When connecting to a Microsoft SQL Server database, ensure that the Microsoft SQL
Server is set up with mixed mode authentication. Also ensure that the user that you
enter to configure the scheduler has the "db_owner" role.

The table below describes the fields for the DataDirect driver to connect to a Microsoft
SQL Server 2000 or 2005 database.

Field Entry

Database Type: Select Microsoft SQL Server 2000 or Microsoft SQL Server 2005
from the list.

Connection String: Enter the following connection string parameters:
j dbc: hyperion: sql server://
<host nane>: <port >; Dat abaseNanme=<DATABASENAM
E>. For example: j dbc: hyperi on: sqgl server://
mydat abaseserver. com
1433; Dat abaseNane=bi pschedul er.

Database Driver Class: hyperion.jdbc.sqglserver.SQLServerDriver
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Connecting to Sybase Adaptive Server Enterprise Databases

When connecting to an Sybase Adaptive Server Enterprise database, ensure that you
set the "ddl in tran" mode to true in the database. Consult the Sybase documentation
or contact your database administrator for instructions on how to enable this option.

The table below describes the fields for the DataDirect driver to connect to a Sybase
Adaptive Server Enterprise database.

Field Entry
Database Type: Select Sybase Adaptive Server Enterprise from the list.
Connection String: Enter the following connection string parameters:

j dbc: hyperi on: sybase: //

<host nane>: <port >; Dat abaseNane=<DATABASENAM
E>. For example: j dbc: hyperi on: sybase: //

mydat abaseserver. com

4100; Dat abaseNane=bi pschedul er.

Database Driver Class: hyperion.jdbc.sybase.SybaseDriver
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Integration Reference for Oracle Bl
Enterprise Edition

This appendix describes configuration details for integrating BI Publisher with Oracle
BI Presentation Services and Oracle BI Server.

It covers the following topics:

* About Integration

¢ Configuring Integration with Oracle BI Presentation Services
* Setting Up a JDBC Connection to the Oracle Bl Server

About Integration

The information in this chapter is for reference to highlight the integration points
between BI Publisher and the Oracle BI Enterprise Edition.

You might need to reference this information in the following scenarios:
* You are upgrading from a 10g release to the 11g release

* You run a separate installation of BI Publisher and want to integrate it
* You need to modify the installed configuration

The points of integration discussed in this chapter are:

* Connecting to Oracle BI Server as a data source

¢ Configuring integration with Oracle BI Presentation Services

Prerequisites

Oracle BI Publisher must be installed on the same server with the other components of
Oracle BI Enterprise Edition.

The security configuration must be either Oracle Fusion Middleware security or
Oracle BI Server security.

Configuring Integration with Oracle Bl Presentation Services

When you install the Oracle BI Enterprise Edition, integration with BI Publisher is
automatically configured and "Server" and "Port" information remains uneditable.
Furthermore, the username and password fields are hidden, because both products
are configured to use Oracle Fusion Middleware security.

To configure integration with Oracle BI Presentation Services:
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1. From the Administration page, under Integration, click Oracle BI Presentation
Services.

2. Enter the following information about your BI Presentation Services server:
* Server Protocol — Select http or https
¢ Server Version — Select v10
* Server — Enter the server host name. For example: BIEEServer

e Port — Enter the port for the server where the Bl Presentation Services plug-in
is running. For example: 9502

* Administrator Username and Password — These fields are hidden when you
use Oracle Fusion Middleware Security.

e URL Suffix — Default value is: anal yti cs/ saw. dl |

Note:

If your deployment is configured for SSO, then the suffix must be entered as
anal yti cs-ws/saw. dl | to enable the Web services between BI Publisher
and BI Presentation Services. For more information on configuring SSO for
Oracle BI Enterprise Edition, see Security Guide for Oracle Business Intelligence
Enterprise Edition.

e Session time out in minutes

Setting Up a JDBC Connection to the Oracle Bl Server

Make sure all prerequisites have been met before setting up a JDBC Connection o the
Oracle BI Server.

Note:

If you installed BI Publisher with the Oracle Bl Enterprise Edition, then this
data source is automatically configured.

To add the Oracle BI Enterprise Edition server as a JDBC data source, follow the
guidelines in Setting Up a JDBC Connection to the Data Source with these specific
guidelines.

Note that if your Oracle BI Server is SSL-enabled, then you must copy the keystore to
the BI Publisher server and provide it in the connection string.

The entries for Database Driver Class and Connection String must be as follows:
Database Driver Class — oracle.bi.jdbc.AnaJdbcDriver

Connection String — The appropriate connection string depends on your specific
deployment. Clustered and SSL-enabled deployments require specific parameters to
construct the URL. For example, if the Oracle BI Server is SSL-enabled, then you must
copy the keystore to the BI Publisher server and provide it in the connection string.
For more information on SSL, see Security Guide for Oracle Business Intelligence
Enterprise Edition.

B-2 Administrator's Guide for Oracle Business Intelligence Publisher



Setting Up a JDBC Connection to the Oracle Bl Server

The URL for the connection string requires the following format:

<URL>: = <Prefix> [//<Host>:<Port>/][<Property Name>=<Property Val ue>;]*

where
<Prefix> — The string jdbc:oraclebi

<Host> — The hostname of the analytics server. It can be an IP Address or hostname.
The default is localhost.

<Port> — The port number that the server is listening on. The default is 9703.

<Property Name>: = <Cat al 0g>| <User >| <Passwor d>| <SSL>| <SSLKeySt or eFi | eNane> |
<SSLKeySt or ePasswor d>| <Tr ust AnySer ver >| <Trust St or eFi | eNane >| <Tr ust St or ePasswor d>|
<LogLevel >| <LogFi | ePat h>| <Pri mar yCCS>| <Pri mar yCCSPort >| <Secondar yCCS>|

<Secondar yCCSPor t >

Valid property values are:

<Catalog> — Any catalog name that is available on the server. If the catalog is not
specified, then it defaults to the default catalog specified by the server. If the catalog
name is not found in the server, then it still uses the default catalog and issues a
warning during connect.

<User> — Specifies the user name for the BI Server.
<Password> — Specifies the password for the BI Server for the user name.

<SSL> True | False — Default is False. Specifies if the JDBC driver uses SSL or not. If
true, then driver checks whether SSLKeyStoreFileName is readable; if not, it issues an
error message.

<SSLKeyStoreFileName> — Specifies the name of the file that store the SSL Keys. This
file must exist in the local file system and be readable by the driver.

<SSLKeyStorePassword> — Specifies the password to open the file pointed to by
SSLKeyStoreFileName.

<TrustAnyServer> - True | False — The default is False. If SSL is set to "True" the
property specifies whether to check the trust store for the server. If TrustAnyServer is
set to "False", the driver verifies that TrustStoreFileName is readable.

<TrustStoreFileName> — If TrustAnyServer is set to false, this property is required to
specify the trust store file name.

<TrustStorePassword> — If TrustAnyServer and TrustStoreFileName are specified,
this property specifies the password to open up the file specified by
TrustStoreFileName.

<LogLevel> — Specifies the log level. Valid values are
SEVERE | WARNING | INFO | CONFIG | FINE | FINER | FINEST

<LogFilePath> — Specifies the file path of the desired logging destination. Default is
%TEMP% on windows, $TMP on UNIX. Driver needs to have write permission on the
file. It creates a new entry marked as _0, _1 if the same file name exists.

<PrimaryCCS> — (For clustered configurations) specifies the primary CCS machine
name instead of using the "host" to connect. If this property is specified, the "host"
property value is ignored. The jdbc driver tries to connect to the CCS to obtain the
load-balanced machine. Default is localhost.

<PrimaryCCSPort> — Specifies the primary CCS port number running on the
PrimaryCCS machine. Default is 9706.
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<SecondaryCCS> — Specifies the secondary CCS machine name instead of using the
"host" to connect. If this property is specified, then the jdbc driver tries to connect to
the CCS to obtain the load-balanced machine. Default is localhost.

<SecondaryCCSPort> — Specifies the secondary CCS port number running on the
secondary machine. Default is 9706.

Following is an example connection string for a clustered deployment with SSL
enabled:

jdbc: oracl ebi://machi ne01. donai n: 9706/

Pri mar yCCS=nmchi ne01; Pri mar yCCSPor t =9706; Secondar yCCS=nachi ne02; Secondar yCCSPor t =9706
; user =exanpl e; passwor d=exanpl e; ssl =t r ue; ssl Keyst or ef i | ename=c: \ exanpl e\ Oracl eBl\ ssl ¢
\j avahost . keyst or e; ssl Keyst or epasswor d=exanpl e; t rust anyserver =t rue;

Use System User — you must select this box to use the BISystem User. When you
select this box, BI Publisher will use the BISystem Username and password to connect
to the BI Server. The Username and Password fields are no longer editable.

Username — leave blank
Password — leave blank

Use Proxy Authentication — (Required) select this box. Proxy authentication is
required.
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Configuration File Reference

This appendix describes the BI Publisher runtime configuration file.

It covers the following topics:

e BI Publisher Configuration Files

® Setting Properties in the Runtime Configuration File
e Structure of the Root Element

® Properties and Property Elements

¢ Font Definitions

e Predefined Fonts

Bl Publisher Configuration Files

This appendix contains reference information about the following BI Publisher
configuration file.

¢ Runtime Configuration Properties File

The properties in the Runtime Configuration file are set through the Runtime
Configuration Properties, Currency Formats, and Font Mappings pages. See Setting
Runtime Properties.

Setting Properties in the Runtime Configuration File

The runtime properties and font mappings are set through the Runtime Configuration
Properties page and the Font Mappings page in the Administration interface.

If you do not use the Administration page to set the properties, then BI Publisher falls
back to the properties set in this file.

It is important to note that the Administration interface does not update this file. Any
settings in the Administration pages take precedence over the settings in the xdo.cfg
file.

File Name and Location

Namespace

The configuration file is named xdo.cfg.

The file is located under the <BlI Publ i sher Repository>/ Adm n/
Configurati on.

Namespace for configuration file.
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Setting Properties in the Runtime Configuration File

http://xm ns. oracl e. com oxp/ confi g/

Configuration File Example

Refer to the sample configuration file below.

<config version="1.0.0"
xm ns="http://xm ns. oracl e. conf oxp/ config/">

<I-- Properties -->
<properties>
<l-- Systemlevel properties -->
<property name="systemtenp-dir">/tnp</property>

<l-- PDF conpression -->
<property name="pdf - conpressi on">true</ property>

<l-- PDF Security -->

<property nane="pdf-security">true</property>

<property nane="pdf - open- passwor d" >user </ property>

<property name="pdf - perni ssi ons- password" >owner </ pr operty>

<property name="pdf - no-printing">true</property>

<property name="pdf - no- changi ng- t he- docunent ">t r ue</ pr operty>
</ properties>

<l-- Font setting -->
<fonts>
<I-- Font setting (for FOto PDF etc...) -->
<font famly="Arial" style="normal" weight="normal">
<truetype path="/fonts/Arial.ttf" />
</font>
<font fam|ly="Default" style="normal" weight="nornal ">
<truetype path="/fonts/ ALBANWJ.ttf" />
</font>

<!--Font substitute setting (for PDFFormfilling etc...) -->
<font-substitute name="MsGot hi c">
<truetype path="/fonts/msgothic.ttc" ttcno="0" />
</font-substitute>
</fonts>
</ config>

Understanding the Element Specifications

The following is an example of an element specification:

<El enment Nane Attributel="value"
Attribute2="val ue"
AttributeN="val ue"
<Subel enent Nanel/ >[ occurrence- spec]
<Subel enment Name2>... </ Subel enent Name2>
<Subel enent NameN>. .. </ Subel enent NameN>
</ El ement Nane>

The [occurrence-spec] describes the cardinality of the element, and corresponds to the

following set of patterns:

¢ [0..1] — Indicates the element is optional, and might occur only once.

® [0..n] — Indicates the element is optional, and might occur multiple times.

C-2 Administrator's Guide for Oracle Business Intelligence Publisher



Structure of the Root Element

Structure of the Root Element

The <config> element is the root element.
The element has the following structure:

<config version="cdata" xm ns="http://xnl ns. oracl e. com oxp/ config/">

<fonts> ... </fonts> [0..n]
<properties> ... </properties> [0..n]
</ config>

Attributes of Root Element

The <config> element has the attributes described in the table below.

Attribute Description
version The version number of the configuration file format. Specify 1.0.0.
xmlns The namespace for BI Publisher's configuration file. Must be http://

xmlns.oracle.com/oxp/config/

Description of Root Element

The root element of the configuration file.

The configuration file consists of two parts:
e Properties (<properties> elements)

¢ Font definitions (<fonts> elements)

The <fonts> and <properties> elements can appear multiple times. If conflicting
definitions are set up, the last occurrence prevails.

Properties and Property Elements

This section describes the <properties> element and the <property> element.

<properties> Element
The structure of the <properties> element is shown below.

<properties |ocal es="cdata">
<property>...
</ property> [0..n]

</ properties>

Description of <properties> Element

The <properties> element defines a set of properties. You can specify the locales
attribute to define locale-specific properties. Following is an example:

<I-- Properties for all locales -->
<properties>

...Property definitions here...

</ properties>

<!--Korean specific properties-->
<properties |ocal es="ko-KR'>
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... Korean-specific property definitions here...
</ properties>

<property> Element

The structure of the <typel> element is shown below.

<property nane="cdata">
...pcdata...

</ property>

Attribute of <property> Element

The <property> element has a single attribute, name, which specifies the property
name.

Description of <property> Element

Property is a name-value pair. Specify the internal property name (key) to the name
attribute and the value to the element value.

The internal property names used in the configuration file are listed in the property
descriptions in Defining Runtime Configurations.

<properties>
<property nanme="systemtenp-dir">d:\tnp</property>
<property name="system cache- page-si ze">50</ property>
<property name="pdf-repl ace- snmart - quot es" >f al se</ property>
</ properties>

Font Definitions

Font definitions include the specific elements.

Elements include:

o <fonts>

<font>

<font-substitute>
* <truetype>

o <typel>

For the list of Truetype and Typel fonts, see Predefined Fonts.

<fonts> Element

The structure of the <fonts> element is shown below.

<fonts |ocal es="cdata">

<font> ... </font> [0..n]
<font-substitute> ... </font-substitute> [0..n]
</fonts>

Attribute of <fonts> Element

The <fonts> element has a single optional attribute, locales, which specifies the locales
for this font definition.
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Description of <fonts> Element

The <fonts> element defines a set of fonts. Specify the locales attribute to define locale-
specific fonts.

<l-- Font definitions for all locales -->
<fonts>

..Font definitions here...
</fonts>

<l-- Korean-specific font definitions -->
<fonts | ocal es="ko-KR'>

. Korean Font definitions here...
</fonts>

<font> Element

The structure of the <font> element is shown below.

<font fam|y="cdata" style="nornalitalic"

wei ght =" nor mal bol d" >
<truetype>...</truetype>

or <typel> ... <typel>

</font>

Attributes of <font> Element

The <font> element has the attributes described in the table below.

Attribute Description

family Specify any family name for the font. If you specify "Default" for this
attribute, then you can define a default fallback font. The family
attribute is case-insensitive.

style Specify "normal" or "italic" for the font style.

weight Specify "normal" or "bold" for the font weight.

Description of <font> Element

Defines a BI Publisher font. This element is primarily used to define fonts for FO-to-
PDF processing (RTF to PDF). The PDF Form Processor (used for PDF templates) does
not refer to this element.

<I-- Define "Arial" font -->

<font famly="Arial" style="normal" weight="normnal ">
<truetype path="/fonts/Arial.ttf"/>

</font>

<font-substitute> Element

The structure of the <font-substitute> element is shown below.

<font-substitute nane="cdata">
<truetype>...</truetype>

or <typel>...</typel>

</font-substitute>
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Attributes of <font-substitute> Element

The <font-substitute> element has a single attribute, name, which specifies the name
of the font to be substituted.

Description of <font-substitute> Element

Defines a font substitution. This element is used to define fonts for the PDF Form
Processor.

<font-substitute name="MsGot hic">
<truetype path="/fonts/msgothic.ttc" ttccno=0"/>
</font-substitute>

<typel> element

The structure of the <typel> element is shown below.

<typel nane="cdata"/>

Attribute of <type1> Element

The <typel> element has a single attribute, name, which specifies one of the Adobe
standard Latin1 fonts, such as "Courier".

Description of <type1> Element
The <typel> element defines an Adobe Typel font.

<I--Define "Helvetica" font as "Serif" -->

<font famly="serif" style="normal" weight="normnal ">
<typel nane="Hel vetica"/>

</font>

Predefined Fonts

The following Typel fonts are built-in to Adobe Acrobat and BI Publisher provides a
mapping for these fonts by default.

You can select any of these fonts as a target font with no additional setup required.

The Typel fonts are listed in the table below.

Number Font Family Style Weight Font Name

1 serif normal normal Time-Roman

1 serif normal bold Times-Bold

1 serif italic normal Times-Italic

1 serif italic bold Times-BoldlItalic

2 sans-serif normal normal Helvetica

2 sans-serif normal bold Helvetica-Bold

2 sans-serif italic normal Helvetica-
Oblique
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Number Font Family Style Weight Font Name

2 sans-serif italic bold Helvetica-
BoldOblique

3 monospace normal normal Courier

3 monospace normal bold Courier-Bold

3 monospace italic normal Courier-Oblique

3 monospace italic bold Courier-
BoldOblique

4 Courier normal normal Courier

4 Courier normal bold Courier-Bold

4 Courier italic normal Courier-Oblique

4 Courier italic bold Courier-
BoldOblique

5 Helvetica normal normal Helvetica

5 Helvetica normal bold Helvetica-Bold

5 Helvetica italic normal Helvetica-
Oblique

5 Helvetica italic bold Helvetica-
BoldOblique

6 Times normal normal Times

6 Times normal bold Times-Bold

6 Times italic normal Times-Italic

6 Times italic bold Times-BoldItalic

7 Symbol normal normal Symbol

8 ZapfDingbats normal normal ZapfDingbats

The TrueType fonts are listed in the table below. All TrueType fonts are subsetted and

embedded into PDF.

Number Font Family Name Style Weight Actual Font Actual Font
Type

1 Albany WT normal normal ALBANYWT.ttf TrueType
(Latin1 only)

2 Albany WT] normal normal ALBANWTJ.ttf  TrueType
(Japanese
flavor)
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Number

Font Family Name

Style

Weight

Actual Font

Actual Font
Type

Albany WT K

normal

normal

ALBANWTK.ttf

TrueType
(Korean
flavor)

Albany WT SC

normal

normal

ALBANWTS.ttf

TrueType
(Simplified
Chinese
flavor)

Albany WT TC

normal

normal

ALBANWTT.ttf

TrueType
(Traditional
Chinese
flavor)

Andale Duospace
WT

normal

normal

ADUO.ttf

TrueType
(Latin1 only,
Fixed width)

Andale Duospace
WT

bold

bold

ADUOB.ttf

TrueType
(Latin1 only,
Fixed width)

Andale Duospace
WT]

normal

normal

ADUOJ.ttf

TrueType
(Japanese
flavor, Fixed
width)

Andale Duospace
WT]J

bold

bold

ADUOJB.ttf

TrueType
(Japanese
flavor, Fixed
width)

Andale Duospace
WT K

normal

normal

ADUOK .ttf

TrueType
(Korean
flavor, Fixed
width)

Andale Duospace
WT K

bold

bold

ADUOKSB.ttf

TrueType
(Korean
flavor, Fixed
width)

Andale Duospace
WT SC

normal

normal

ADUOSC.ttf

TrueType
(Simplified
Chinese
flavor, Fixed
width)

Andale Duospace
WT SC

bold

bold

ADUOSCB.ttf

TrueType
(Simplified
Chinese
flavor, Fixed
width)




Predefined Fonts

Number Font Family Name Style Weight Actual Font Actual Font

Type

10 Andale Duospace normal normal ADUOTC .ttf

TrueType
WT TC

(Traditional
Chinese
flavor, Fixed
width)

10 Andale Duospace bold bold ADUOTCB.ttf

TrueType
WT TC

(Traditional
Chinese
flavor, Fixed
width)

Included Barcode Fonts

BI Publisher includes a number of barcode fonts.

Barcode fonts are described in the table below.

Font File Supported Algorithm
128R00.TTF codel28a, codel128b, and code128c
B39R00.TTF code39, code39mod43
UPCROO.TTF upca, upce

For information on using barcode fonts in an RTF template, see Using the Barcode

Fonts Shipped with BI Publisher in Report Designer’s Guide for Oracle Business
Intelligence Publisher.
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Audit Reference for Oracle Business
Intelligence Publisher

This appendix provides reference information for auditing in Oracle Business
Intelligence Publisher.

This appendix contains these sections:
¢ About Custom and Standard Audit Reports

¢ Audit Events in Oracle Business Intelligence Publisher

About Custom and Standard Audit Reports

The Common Audit Framework in Oracle Fusion Middleware provides a set of
standard reports based on your audit records.

It also enables you to modify the standard reports and create your own custom audit
reports.

This appendix provides details about events that can be audited in Oracle Business
Intelligence Publisher. Use this information to understand the structure of each event
record to develop custom reports.

The following documents provide more information to help you write custom reports:

e Attributes of Audit Reports in Oracle Business Intelligence Publisher in Securing
Applications with Oracle Platform Security Services

e Customizing Audit Reports in Securing Applications with Oracle Platform Security
Services

The following documents provide additional information about how to configure
auditing and view standard reports:

¢ Configuring auditing for Oracle Business Intelligence Publisher - See Enabling
Monitoring and Auditing.

¢ List of events audited for Oracle Business Intelligence Publisher - See Viewing the
Audit Log.

Audit Events in Oracle Business Intelligence Publisher

Various attributes are used by audit events.

The table below lists the audit events and their attributes:
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Event Category

Event

Attributes used by Event

UserSession

UserLogin

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText

UserSession

UserLogout

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText

ReportAccess

ReportRequest

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, Format, Template

ReportAccess

ScheduledReportRe

quest

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, Format, Template, JobID, OutputID

ReportAccess

ReportRepublish

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, Format, Template, RepublishID

ReportAccess

ReportDataDownlo

ad

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, OutputID

ReportAccess

ReportDownload

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, OutputID

ReportExecutio
n

ReportDataProcess

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, Format, Template, Locale, ProcessTime,
FreeMemory, TotalMemory, DataSize

ReportExecutio
n

ReportRendering

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, Format, Template, Locale, ProcessTime,
FreeMemory, TotalMemory, DataSize

ReportExecutio
n

ReportDelivery

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID, ProcessTime, OutputName,
DeliveryMethod, DeliveryProperties, FreeMemory,
TotalMemory, DataSize

ReportJob

ReportJobSchedule

d

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID, UserJobName, UserJobDescr,
JobGroup, RunType, Bursting, OutputInfo,
Deliverylnfo, StartDate, EndDate, Recurrence

ReportJob

ReportJobUpdated

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID, UserJobName, UserJobDescr,
JobGroup, RunType, Bursting, OutputInfo,
DeliveryInfo, StartDate, EndDate, Recurrence

ReportJob

ReportJobCanceled

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID
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Event Category Event

Attributes used by Event

ReportJob

ReportJobDeleted

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID

ReportJob

ReportJobPaused

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID

ReportJob

ReportJobResumed

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID

ReportJob

ReportJobHistoryD
eleted

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID

ReportJob

ReportJobHistoryP
urged

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, JobID

ResourceAccess

ResourceCreated

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, ResourceType, ResourceSubType

ResourceAccess

ResourceUpdated

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, ResourceType, ResourceSubType

ResourceAccess

ResourceDeleted

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, ResourceType, ResourceSubType

ResourceAccess

ResourceCopied

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, NewPath, NewName

ResourceAccess

ResourceRenamed

EventCategory, EventType, TstzOrignating,
EventStatus, Initiator, MessageText, FailureCode,
Resource, NewPath, NewName
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Enabling Memory Guard Features

This section describes property settings available to safeguard your system against
memory failures caused by report requests that generate excessive data.

It includes the following sections:

What Are Memory Guard Features?

Key Features

Configuring Memory Guard & Data Model Properties

Configuring a Maximum Threads Constraint to Avoid Out of Memory Errors

What Are Memory Guard Features?

BI Publisher provides a set of features to protect against out-of-memory errors by
blocking report requests that generate excessive amounts of data or consume excessive
amount of memory.

These memory guard features consist of a set of properties. The properties enable you
to configure conditions and processing points at which data size and free memory
availability are inspected to determine whether the system continues to process a
report request or terminates processing.

Data Size Limits and Memory Usage Estimation

Following are the data size limits and memory usage estimation:
¢ Memory guard check points:

— (Check#1) XML data size is examined against data size limit during data
generation phase and also formatting phase (this redundancy is required
because XML data can be cached from previous run)

1 Data size limit in online report request can be configured per template type
through the following memory guard properties:

00 Maximum report data size for online reports (RTF, XSL, XSLFO, eText
templates)

[1 Maximum report data size for online reports (PDF template)
00 Maximum report data size for online reports (Excel template)
[1 Maximum report data size for online reports (XPT template)

0 Data size limit in offline report request can be configured per template type
through the following memory guard properties:
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[0 Maximum report data size for offline (scheduled) reports (RTF, XSL,
XSLFO, eText templates)

U Maximum report data size for offline (scheduled) reports (PDF template)
[0 Maximum report data size for offline (scheduled) reports (Excel template)
U Maximum report data size for offline (scheduled) reports (XPT template)

— (Check#2) Free memory availability is examined against estimated memory
usage with memory estimate formula during formatting phase. Memory
estimate formula applies to both online and offline report processing.

[1 Memory estimate formula can be configured per template type through the
following Memory Guard properties

[0 Memory estimate formula (RTF, XSL, XSLFO, eText templates)
U Memory estimate formula (PDF template)
[0 Memory estimate formula (Excel template)

U Memory estimate formula (XPT template)
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Administration > Runtime Configuration

Runtime Configuration

Properties Font Mappings | Currency Formats

B Al Ou%uts
Hide version number in output v False
Use 11.1.1.5 compatibility mode v False

[=) Memory Guard

Maximum report data size for online reports 300MB
Maximum report data size for offline (scheduled) reports 500MB
Free memory threshold 500MB

Maximum report data size under the free memaory threshold free_memaory_threshald/10

Minimum time span between garbage collection runs

Maximum wait time for free memory to come back above the
threshold value

Process timeout for online report formatting

300 (seconds)

30 (seconds)

600 (seconds)

Maximum rows for CSV output 1000000
[=) Data Model

Maximum data size limit for data generation 500MB

Maximum sample data size limit iMB

Enable Data Model scalable mode v True

Enable Auto DB fetch size mode v True

DB fetch size 20

SQL Query Timeout 600 (seconds)

Enable Data Model diagnostic v False
Enable SQL session trace v False
Enable SQL Pruning - False

Key Features

The section gives you information on the key features of memory guard and data
model properties.

The full set of properties is listed in Configuring Memory Guard & Data Model
Properties. The properties enable you to protect against out of memory errors and
enhance data processing by setting controls such as:

* Maximum data size for reports
e Maximum data size for scheduled reports
* SQL pruning for unused data set columns

¢ Time out for SQL queries and also for reporting
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The following section highlights some of the properties and provides detail on how
the system responds to the settings:

¢ Setting Data Engine Properties

Restricting Maximum Data Sizes for Report Processing

By restricting the data size allowed for report processing you can prevent out of
memory errors when a query returns more data than the system can handle.

® Specify a Maximum Data Size Allowed for Online Processing

® Specify a Maximum Data Size Allowed for Offline (Scheduled Report) Processing
Specify a Maximum Data Size Allowed for Online Processing
Property: Maximum report data size for online reports.

This property enables you to specify a maximum data size allowed for online report
viewing. When you set a maximum data size, the following occurs when a user opens
a report for online viewing:

1. A user submits a report to view online in the browser.
2. The data engine generates the data for the report.
3. Before document generation, the size of the data (in bytes) is inspected.

4. If the data generated is larger than the maximum setting, the report processing is
ended. The user gets the following message:

The report you are trying to run exceeds the data limit set for this server. Either
re-run with parameters that reduce the data or schedule this report. Contact your
Administrator if you have questions.

The user can then either set parameters (if available for the report) to limit the
data and resubmit online; or use the BI Publisher scheduler to submit the report.

The default value for this property is 300 MB.
Specify a Maximum Data Size Allowed for Offline (Scheduled Report) Processing
Property: Maximum report data size for offline (scheduled) reports.

This feature enables you to specify a maximum data size allowed for scheduled
reports. When you set a maximum data size, the following occurs when a scheduled
report job executes:

1. The scheduler commences processing of a report job.
2. The data engine generates the data for the report.

3. If the data generated is larger than the maximum setting, the report processing is
ended. The scheduled report job fails with the following status message:

Report data size exceeds the maximum limit (<nnn> bytes). Stopped processing.
The user can then set parameters (if available for the report) to limit the data.

The default value for this property is 500 MB.
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Configuring Free Memory Threshold

This set of properties helps you to protect against out of memory conditions by
establishing a minimum available free memory space.

This set of properties enables your system to automatically protect free memory
availability and intelligently process reports with large data sets based on this
availability.

¢ Specify A Minimum Free Memory Threshold for Report Processing
* Specify Maximum Report Data Size Under the Free Memory Threshold
* Set Minimum Time Span Between Garbage Collection Runs

¢ Set Maximum Wait Time for Free Memory to Come Back Above the Threshold

Specify A Minimum Free Memory Threshold for Report Processing
Property: Free memory threshold

This setting enables you to specify a minimum value for free JVM space. This enables
you to control whether to run a report based on two factors: current usage and the size
of the report data. This feature requires the setting of several properties that work
together. You specify the threshold JVM space, the report maximum report size that
will be allowed when the JVM falls below the threshold, and the maximum wait time
to pause the report to wait for more JVM free space to become available.

When you set these properties, the following occurs when a user opens a report for
online viewing;:
1. A user submits a report to view online in the browser.

2. The data engine generates the data for the report.

3. JVM memory is inspected. If the available JVM memory is above the Free memory
threshold property value, the report processes as usual and there is no system
intervention.

If the available JVM memory is below the threshold value, the size of the report
data is inspected and compared to the property setting for Maximum report data
size under the free memory threshold. If the report data is below this threshold,
then the report continues processing.

If the report data size exceeds the threshold, then the report is paused to wait for
free memory to become available. The report will wait for the time specified in the
property Maximum Wait Time for Free Memory to Come Back Above
Threshold Value. If the free memory does not rise back above the minimum in
the wait period specified, the report request is rejected.

The default value for this property is 500 MB.

Specify Maximum Report Data Size Under the Free Memory Threshold
Property: Maximum report data size under the free memory threshold
Default value: (value of Free Memory Threshold)/10

Maximum single report data size allowed when free JVM memory is under the
specified threshold value set in Free memory threshold. For example (assuming the
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default setting), if the data generated for a single report exceeds one-tenth of the value
set for Free memory threshold, then processing is terminated. Therefore if the Free
memory threshold is set to 100 MB and a single report data extract exceeds 10 MB,
then the report processing is terminated.

This property takes effect only when Free memory threshold is set to be a positive
value.

Set Minimum Time Span Between Garbage Collection Runs

Minimum time span in seconds between any two subsequent garbage collection runs.
Set this value to avoid overrunning JVM garbage collection. The server enforces the
minimum of 120 seconds, which means the value will be reset to 120 seconds if it falls
below the minimum.

The default is 300 seconds.

Set Maximum Wait Time for Free Memory to Come Back Above the Threshold

The maximum time in seconds that a run-report request will wait for free JVM
memory to come back above the threshold value. This property value takes effect only
when a positive value for Free memory threshold is specified.

If the free memory becomes available within the time specified, the request will
proceed immediately to generate the document. If free memory is still below the
threshold value after the time specified, the request is rejected. For online requests, the
larger this property value, the longer the browser will wait for a request to run.

The default for this property is 30 seconds.

Setting Data Engine Properties

The data engine property settings provide additional points to protect your system
against out of memory errors.

These include:
* Set Maximum Data Size That Can Be Generated by the Data Engine
¢ Set Maximum Sample Data Size

e Set Automatic Database Fetch Size

Set Maximum Data Size That Can Be Generated by the Data Engine

This property is used only when you generate XML data via data model editor. In a
normal report generation scenario, since template is chosen always, memory guard
side properties (maximum report data size for online/offline for each template type)
take precedence over this property.

Setting maximum data size sets an absolute limit to the data that can be generated
from the execution of a data model. This setting applies to both online report requests
and to requests submitted through the scheduler. When the size of the file generated
by the data engine exceeds the limit, the data engine terminates execution of the data
model and throws the exception:

"oracle.xdo.dataengine.diagnostic XMLSizeLimitException: XML Output
(NNNNNNDbytes) generated exceeds specified file size limit (NNNNNbytes)..!!!!!I!".

If the report request was submitted through the scheduler, the job will show as failed
in the Report Job History page. The exception error noted above displays when you
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rest your cursor over the status. If the report request was submitted online, the user
will get the error "Unable to retrieve the data XML."

Set Maximum Sample Data Size

A sample data set is required for all data models. The sample data is used during
template design. Sample data can be generated by the data model editor or uploaded
to the data model. Large sample data sets can impact the performance of the design
tools.

Set this property to limit the size of the sample data file that can be uploaded to the
data model.

Set Automatic Database Fetch Size

This setting calculates and sets database fetch size at run time depending on total
number of data set columns and total number of query columns. Setting this property
will override the server-level and data model-level database fetch size properties.
When set, this property takes effect for all data models and can significantly slow
processing time. This setting is recommended for implementations of BI Publisher that
frequently process complex queries of hundreds of columns, such as Oracle Fusion
Applications implementations. This setting is not recommended for most general
implementations of Bl Publisher.

Configuring Memory Guard & Data Model Properties

Implement the memory guard features by setting the properties in the Administration
Runtime properties page.

The Memory Guard and Data Model property settings are described for each category
in the following sections of tables.

Maximum report data size for online reports (for Check#1)

Property description Default Value
RTF/XSL/XSLFO/eText template 100MB

PDF template 10MB

Excel template 50MB

XPT template 50MB

Flash template 50MB

Validation rule: Any numeral followed by its unit. For example, [1-9][0-9]*[KB/MB/
GB].

Examples:

e 123MB

e 128974848
e 2GB

o 2147483648
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Maximum report data size for offline reports (for Check#1)

Property description Default Value

(Scheduled reports) RTF/XSL/XSLFO/eText HeapSize/2

template Dynamically calculated based on JVM's heap
size

PDF template 100MB

Excel template 500MB

XPT template HeapSize /20
Dynamically calculated based on JVM's heap
size

Flash template 100MB

Validation rule: Any numeral followed by its unit. For example, [1-9][0-9]*[KB/MB/
GB].

Examples:

e 123MB

e 128974848
e 2GB

o 2147483648

Memory estimate formula (for Check#2)

Property Description Default Value

RTF/XSL/XSLFO/eText template f oMenEst i mat e( XM._DATA_FI LE_NAVE,
XSL_TEMPLATE_FI LE_NAME,
OUTPUT_FORMAT)

PDF template XM._DATA SI ZE*5
Dynamically calculated based on XML data
size

Excel template XM__DATA_SI ZE*3
Dynamically calculated based on XML data
size

XPT template XM._DATA_SI ZE*5
Dynamically calculated based on XML data
size

Flash template XM__DATA_SI ZE*5
Dynamically calculated based on XML data
size

Validation rule:
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¢ Any formula that returns long value

* Just 0 or negative number can be used to bypass free memory check
e KB/MB/GB notation is not allowed

e Allowed variable(case sensitive)

- XML_DATA_SIZE

XML_DATA_FILE_ NAME
XSL_TEMPLATE_FILE_NAME

OUTPUT_FORMAT
e Allowed operator

-+

-
-)
e Allowed function (case sensitive)
— foMemEstimate
e Examples
— 0 (disable Check#2)
— 100 *1024 * 1024
- (XML_DATA_SIZE * 3) + (10 * 1024 * 1024)

— foMenEstimat e( XM._DATA FI LE_NAMVE, XSL_TEMPLATE_ FI LE_NAME,
OUTPUT_FORVAT)

¢ Unacceptable examples
— 100MB (unit string not allowed here)

— nyFuncti on( XM._DATA_SI ZE, QUTPUT_FORMAT) (custom function not
allowed here)

Others

Property description Default Value

Maximum wait time for free memory to come 10 (seconds)
back for online reports
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Property description

Default Value

Maximum wait time for free memory to come 30 (seconds)
back for offline (scheduled) reports

Process timeout for online report formatting 600 (seconds)

Maximum rows for CSV output 1000000
Data Model
Property Description

Maximum data size
limit for data
generation

Default value: 500MB

Maximum XML data size in that can be generated from the
execution of a data model. This setting applies to both online report
requests and to requests submitted through the scheduler. When
the size of the file generated by the data engine exceeds the value
set for this property, the data engine terminates execution of the
data model and throws an exception.

Validation rule: [1-9][0-9]*[KB | MB | GB]?

Examples:

e 123MB

e 128974848
e 2GB

o 2147483648

To turn this property off, enter 0 or a negative number.

Maximum sample data

Default value: 1IMB

size limit Maximum file size of a sample data file that can be uploaded to the
data model editor.
Enable Data Model Default: True

scalable mode

Processing large data sets requires the use of large amounts of
RAM. To prevent running out of memory, activate scalable mode
for the data engine. In scalable mode, the data engine takes
advantage of disk space when it processes the data.

You can also set this property for specific data models. The data
model setting overrides the system setting here. See Setting Data
Model Properties in Data Modeling Guide for Oracle Business
Intelligence Publisher.
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Property

Description

Enable Auto DB fetch
size mode

Default value: True

When set to True, BI Publisher calculates and sets database fetch
size at run time according to the total number of data set columns
and total number of query columns.

This setting avoids out of memory conditions, but can significantly
slow processing times.

When set to True, any other DB fetch size settings are ignored.

This setting is recommended for implementations of BI Publisher
that frequently process complex queries of hundreds of columns,
such as Oracle Fusion Applications implementations. This setting is
not recommended for most general implementations of BI
Publisher.

Setting this property will override the data model- level database
fetch size properties.

When set, this property takes effect for all data models and can
significantly slow processing time.

DB fetch size

Default value: 20 (rows)

The maximum database fetch size for a data model. This property
value takes effect only when Enable Auto DB fetch size mode is
set to False. When the fetch size is met, the rows are written to a
temp file and another fetch is executed; this process is repeated
until all the rows are returned to the temp file.

A smaller fetch size requires more round trips from BI Publisher to
the database and can impact overall processing time; however, the
smaller data chunks ensure against excessive memory usage.

This property can also be set at the data model level. The data
model setting overrides the server property.

SQL Query Timeout

Default: 600 seconds

Time out for SQL query-based data models. If the SQL query is still
processing when the time out value is met, the error "Failed to
retrieve data xml." is returned.

This property can also be set at the data model level. The data
model setting overrides the server property here.

All BI Publisher reports running online will have a maximum SQL
query timeout of 10 minutes irrespective of the settings at the
instance level or data model level to avoid stuck threads and server
outages.

Enable Data Model
diagnostic

Default value: False

Setting this property to true will write data set details, memory,
and SQL execution time information to the log file. Oracle
recommends setting this property to true only for debugging
purposes. When set to true, processing time is increased.
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Property Description
Enable SQL Session Default value: False
Trace

Setting this property to True writes a SQL session trace log to the
database for every SQL query that is executed. The log can then be
examined by a database administrator.

Oracle recommends that you turn this property on only in test and
development environments.

To enable this property, the user that you define for the database
connection must be granted the Alter Session privilege on the
database (Syntax: GRANT ALTER SESSION TO <USER NAME>).
The connection user is defined here: Setting Up a JDBC Connection
to the Data Source.

Enable SQL Pruning Default value: False

Applies to Oracle Database queries only that use Standard SQL. If
your query returns many columns but only a subset are used by
your report template, SQL pruning returns only those columns
required by the template. Setting this property enhances processing
time and reduces memory usage. Note that Enable SQL Pruning is
also a data model-level property that can be turned on or off for
particular data models to override this server-level setting.

SQL pruning is not applicable for PDF, Excel, and E-text template
types.
For information about the data model setting, see Setting Data

Model Properties in Data Modeling Guide for Oracle Business
Intelligence Publisher.

Using runtimepropertiesconfig.sh Command Line Utility

This section describes how to use the runtimepropertiesconfig.sh command line utility
to configure the memory guard properties.

Command Line Utility Requirements

To run the runtimepropertiesconfig.sh command line utility, you must do the
following:

® Set the environment variable. For example, export JAVA HOVE=/ hone/ j dk/
j dk1. 8. 0_40. By default, JAVA_HOVE=$BI _HOME/ j dk

e Unzip the <BI_HOME>/modules/BIPConfigService.zip file and place the
runtimepropertiesconfig.sh utility in <BI_HOME>/modules/
BIPConfigService/bin directory.

cd <BI _HOVE>/ nodul es
unzi p —d BI PConfi gServi ce Bl PConfigService. zip

¢ Change directory to the location of the runtimepropertiesconfig.sh command line
utility.

cd <BI _HOVE>/ nodul es/ Bl PConf i gServi ce/ bin

* Provide the path for B DOMAIN_HOME when the utility prompts.
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For example: / user _pr oj ect s/ dormai ns/ bi domai n/

Syntax

runti nepropertiesconfig.sh <Operation> <Options>

where

Operation: updat e, get, or hel p

Options for updat e operation : KEY1=VALUE1,KEY2=VALUE?2

Options for get operation: KEY1,KEY?2

Memory Guard Properties

Property

Description

server. ONLI NE_REPORT _MAX_DATA S| Z
E

Maximum report data size for online reports
Default value: 300MB

server. OFFLI NE_REPORT MAX_DATA Sl
ZE

Maximum report data size for offline
(scheduled) reports
Default value: 500MB

server. FREE_VEMORY_THRESHOLD

Free memory threshold
Default value: 500MB

server. MAX_DATA_S| ZE_UNDER_FREE_M
EMORY_THRESHOLD

Maximum report data size under the free
memory threshold
Default value: free_memory_threshold /10

server. M Nl MUM_SECOND_RUN_GARBAGE
_COLLECTI ON

Minimum time span between garbage
collection runs
Default value: 300 (seconds)

server. WAl T_SECOND_FOR_FREE_NMEMOR
Y

Maximum wait time for free memory to come
back above the threshold value
Default value: 30 (seconds)

server. ONLI NE_FORMATTI NG_PROCESS
TI MEQUT

Process timeout for online report formatting
Default value: 600 (seconds)

server. MAX ROA5 FOR_CSV_QUTPUT

Maximum rows for CSV output
Default value: 1000000

server. XML_DATA SIZE LIM T

Maximum data size limit for data generation
Default value: 500MB

server. MAX_SAMPLE_XM._DATA S| ZE L
IMT

Maximum sample data size limit
Default value: 1MB

server.DB_FETCH_ SI ZE

DB fetch size
Default value: 20

server. SQL_QUERY_TI MEQUT

SQL Query Timeout
Default value: 600 (seconds)
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Example E-1 Update Memory Guard Properties

The following command updates the values of
server. ONLI NE_REPORT_MAX_DATA_SI ZE and server. SQL_QUERY_TI MEQUT
properties.

.Iruntinepropertiesconfig.sh update
server. ONLI NE_REPORT_MAX_DATA_SI ZE=223MB, ser ver. SQL_QUERY_TI MEQUT=600

Example E-2 List Values of All Memory Guard Properties
The following command lists the values of all the memory guard properties.

.Iruntinepropertiesconfig.sh get

Example E-3 List Values of Specified Memory Guard Properties
The following command retrieves the values of the specified properties.

.Iruntinepropertiesconfig.sh get
server. ONLI NE_REPORT_MAX_DATA_SI ZE, server . SQL_QUERY_TI MECUT

Example E-4 Get Help

The following command lists all the memory guard properties along with the default
value.

.Iruntinepropertiesconfig.sh help

Configuring a Maximum Threads Constraint to Avoid Out of Memory

Errors

During the processing of large BI Publisher reports Oracle WebLogic Server can use
multiple concurrent threads to generate the report.

If the threads are not constrained, out of memory errors can occur when Oracle
WebLogic Server allots too many threads to report generation. To avoid this error, you
can create a Work Manager to enforce the maximum number of threads that Oracle
WebLogic Server can allot to BI Publisher report processing.

To configure a maximum threads constraint perform the following procedures:
1. Creating the Maximum Threads Constraint in Oracle WebLogic Server
2. Creating the Work Manager (XdoWorkManager)

3. Redeploying the xmlpserver.ear File

Note:

This procedure describes redeploying the xmlpserver.ear file to activate the
new Work Manager. Alternatively, you can perform one of the following
instead of step 3:

® Restart (stop & start) the bipublisher application

* Restart the Oracle WebLogic Server instances (for example, bi_serverl,
bi_server2)
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Once this initial setup procedure is completed, changing the value of the maximum
threads count (for example from 10 to 20) takes effect immediately; no restart or
redeployment operations are required.

Creating the Maximum Threads Constraint in Oracle WebLogic Server

You create the maximum threads constraint component in the Oracle WebLogic
Console.

To create the maximum threads constraint component:

1. Log in to Oracle WebLogic Console.

ORACLE WebLogic Server Administration Console 12¢

Welcome

Login to work with the WebLogic Server domain

Username: user

Password: ssssssse

2. In the Domain Structure pane, click Work Managers.
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ORACLE webLogic Server Admini:

Change Center i
View changes and restarts !

Click the {ack & Edfitbutton to modify, add or Ha
delete items in this domain.

Lock & Edit

Release Configuration

Domain Structure

L3

bidomain
-Du:umain Partitions !
=H-Environment I
r--Servers

- Clusters
---Coherence Clusters
~--Fesource Groups
---Resource Group Templates o
---Machines
---Vfirtual Hosts
-—-Yirtual Targets
---Work Managers 0
---Cu:unu:urr&l ;llemplates _ .
HEen 'n—p{ Work Managers, Level 2,9 of 12 l
Hiaar il T =1

m

3. In the Change Center pane, click Lock & Edit.

Change Center

View changes and restarts

Click the Lock & Edit button to modify, add or
delete items in this domain.

Lock & Edit

Release Configuration

4. In the Work Managers, Request Classes and Constraints table, click New.
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Summary of Work Managers

A Work Manager defines a set of request dasses and thread constraints that manage waork performed by WebLogic Server instances. This
page displays the Work Managers, request dasses and thread constraints defined for this domain.

Work Managers are defined at the domain and partition level. You can also define applicationevel and moduledevel Work Managers.

[ Customize this table

Work Managers, Request Classes and Constraints

Mew Clone Delete Showing 1to 1of 1 Previous | Next

[ | name & Type Targets Scope Domain Partitions

[ | weblogic.wsee.mdb. DispatchPalicy Work Manager bi_duster Global

Mew Clone Delete Showing 1to 1of 1 Previous | Next

5. In the Create a New Work Manager Component dialog, select Maximum Threads
Constraint and click Next.

Create a New Work Manager Component
Back Mext | Finish | Cancel

Select Work Manager Definition Type
What type of Wark Manager, Request Class or Canstraint do you want to create?

") Work Manager
"I Response Time Request Class
"I Fair Share Request Class
) Context Request Class
@ Maximum Threads Constraint
() Minimum Threads Constraint
(7} Capacity Constraint

Back Mext | Finish | Cancel

L3

6. Under Maximum Threads Constraint Properties, enter the following property
values:

e Name — enter XdoMaxThreadsConstraint

¢ Count — enter the maximum number of threads to allot for BI Publisher report
generation, for example, 10
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Create a New Work Manager Component

Back Mest | Finish | Cancel

Maximum Threads Constraint Properties

The following properties will be used to identify your new Max Threads Request Class.
* Indicates required fields

What would you like to name the new Maximum Threads Constraint?

* Name:

XdoMaxThreadsConstraint

Scope: Global ]

What is the maximum number of concurrent threads to allocate for requests? Enter either a fixed thread count or the name of a Data Source
whose size will be used for the constraint.
Count: 1 O|

Data Source:

Back Next | Finish | Cancel

Click Next.
7. Under Select deployment targets, select "bi_cluster” and then click Finish.

Create a New Work Manager Component

Back | | Next | Finish | Cancel

Select deployment targets

‘fou can target the Work Manager to any of these WeblLogic Server instances or Clusters, Select the same targets on which you will deploy
applications that reference the Work Manager.

Available targets :

Servers

AdminServer

Clusters

¥ bi_cluster
*/ All servers in the cluster
Part of the cluster
bi_serverl

Back | | Next | Finizh | Cancel

Creating the Work Manager (XdoWorkManager)

Now that you have created the Maximum Threads Constraint component and named
it "XdoMaxThreadsConstraint"; next create the work manager and associate it to the
XdoMaxThreadsConstraint component.

To create the work manager:

1. While still on the Summary of Work Managers page, click New again.
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Summary of Work Managers

A Work Manager defines a set of request dasses and thread constraints that manage work performed by WebLogic Server instances. This
page displays the Work Managers, request dasses and thread constraints defined for this domain.

Work Managers are defined at the domain and partition level. You can also define applicationdevel and moduledevel Work Managers.

[ Customize this table

Work Managers, Request Classes and Constraints

New Clone Delete:

Showing 1to 2of 2 Previous | MNext

[ | mame &% Type Targets Scope | Domain Partitions
[ | weblogic.wsee.mdb. DispatchPaolicy Work Manager bi_dluster Global
[ | %doMaxThreadsConstraint Maximum Threads Constraint bi_cluster Global

Mew Clone Delete Showing 1to 2of 2 Previous | Next

In the Create a New Work Manager Component dialog, select Work Manager and
click Next

Create a New Work Manager Component
Back | | Next | Finish | Cancel

Select Work Manager Definition Type
What type of Waork Manager, Request Class or Constraint do you want to create?

@ Work Manager

") Response Time Request Class
") Fair Share Request Class

7 Context Request Class

(7} Maximum Threads Constraint
() Minimum Threads Constraint
") Capacity Constraint

Back | | Next | Finich | Fam—

3. Under Work Manager Properties enter the Name property as: XdoWorkManager.
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Create a New Work Manager Component

Back | | Mext | ==+ | —

Work Manager Properties

The following properties will be used to identify your new Work Manager.
* Indicates required fields

What would vou like to name your new Work Manager?

* Name:

XdoWorkManager

Scope:

Global |~/

Back | | Next | Finich | Concel

Click Next.

4. Under Select deployment targets, select "bi_cluster” and then click Finish.

Create a New Work Manager Component

Back | | Next | Finish | Cancel
Select deployment targets

‘fou can target the Work Manager to any of these Weblogic Server instances or Clusters, Select the same targets on which you will deploy
applications that reference the Work Manager.

Available targets :

Servers

AdminServer

Clusters

#| bi_cluster
*' All servers in the cluster
Part of the cluster
bi_serverl

Back | | Next | Finish | Cancel

5. Back on the Summary of Work Managers page, click your newly created
XdoWorkManager link.
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Messages

& Work Manager created successfully

Summary of Work Managers

A Work Manager defines a set of request classes and thread constraints that manage work performed by Weblogic Server instances. This
page displays the global Work Managers, request classes and thread constraints defined for this domain,

Global Werk Managers are defined at the domain level, You can also define applicationevel and moduleevel Work Managers.

[ Customize this table

Global Work Managers, Request Classes and Constraints

| New | | Clone | | Delete Showing 1to 3of 3 Previous | Next
Name &% Type Targets
weblogic. wsee.mdb. DispatchPolicy Work Manager bi_cluster
¥doMaxThreadsConstraint Maximum Threads Constraint bi_cluster
Xdo\“a'orkhéanager Work Manager bi_duster

| New | Clonw Delete Showing 1to 3of 3 Previous | MNext

On the Settings for XdoWorkManager page, on the Configuration tab, specify the
Maximum Threads Constraint as XdoMaxThreadsConstraint and click Save.
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Settings for XdoWorkManager

Configuration | Targets | Motes

Save

|Use this page to define the request dasses and constraints for the selected Waork Manager.

Name: ¥doWorkManager
Scope: Global
& Mone configured New
9
Request
Class:
&gl None configured New
Minimum ( 9 ) IZI E—
Threads
Constraint:
&gl None configured New
Maximum ( g } IEI

o XdoMax ThreadsConstraint
Constraint: | (None configured)

a8 X
Capacity (None configured) E New
Constraint:

Redeploying the xmipserver.ear File

You use the Upgrade Application Assistant to redeploy the xmlpserver.ear file.

To redeploy the xmlpserver.ear file:

1. In the left pane of the Console, select Deployments.
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Domain Structure

bidomain

[+-Domain Partitions
H-Environment
---bepluvments I
+r-Services
---Security Realms
F-Interoperability
[+-Diagnostics

A table in the right pane displays all deployed applications and modules.

2. In the table, select the bipublisher application.

Deployments
Install Update Delete Showing 21 to 30 0of 97 Previous | Next
[7] | name State | Health | Type Targets Scope | Domain Partitions | Deployment Order
Ebipubisher Active i”p:g;fﬂ bi_custer | Global 510
| @ pgpsearch Active |9 0K i"p:g;an bi_custer | Global 250
E ﬁlh\ted'vanalysisﬁpphcaﬁnn Active |9 0K injig:‘ien bi_cluster Global 301
3. Click Update.
Deployments
Install Update Delete Showing 21 to 30 0f 97 Previous | Next
1553
[C]| Hame &% State | Health | Type Targets Scope | Domain Partitions | Deployment Order
Ebipubisher Active ﬁg“; bi_custer | Global 510
[ | & rgpisearch Active |9 OK ﬁg“; bi_custer | Global 250
| Elb\tedw-ana\ysis-app\icaﬁun Active |9 OK TD:Z:;‘ bi_cluster Global 301
4. Inthe Upgrade Application Assistant, click Next.
Update Application Assistant
Back | | Next ‘ Finish | Cancel
Locate new deployment files
‘You have elected to update the bipublisher application.
Source path: Jscratch/faime 1/work mw bijbifoundation jee xmipserver.ear| Change Path

Deployment plan path: {MNo value specified)| Change Path

Back \_Net:%l‘ Finish | Cancel

5. Click Finish.
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6. Click Activate Changes in the Change Center pane.

Change Center

View changes and restarts

Pending changes exist, They must be activated
to take effect.

* Activate Changes

Undo All Changes
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Updating the Bl Publisher Context Root

This chapter describes how to change the default URL context root for BI Publisher.

¢ Updating the BI Publisher URL Context Root

* Example

Updating the Bl Publisher URL Context Root

Change the default context to update the BI Publisher URL.

When you install BI Publisher with Oracle Business Intelligence, by default the context
for the BI Publisher URL is

http://<host nane>: <port >/ xm pserver

To change the default context like this:

http://<host nane>: <port >/ <new cont ext >/ xn pserver

perform the following general steps (detailed in the next section):

1.

2.

7.

8.

Unzip the xmlpserver.ear file.

Update the following xmlpserver configuration files:
* META-INF/application.xml

e WAR/WEB-INF/web.xml

* WAR/WEB-INF/weblogic.xml

¢ $DOMAIN_HOME/bidata/components/bipublisher/repository /Admin/
Configuration/xmlp-server-config.xml

Repackage the xmlpserver.ear.
Unzip the analytics.ear file.
Update the following analytics file:
¢ META-INF/application.xml
Repackage the analytics.ear.
Update the instanceconfig.xml.

In WebLogic Server, update the bipublisher and analytics applications.

The following Example details the required updates in each file.
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Example

This example details the required updates to change the BI Publisher context from
xm pserver to/ sal es/ xm pserver.

Perform these tasks:

¢ Updating the xmlpserver META-INF/application.xml File

¢ Updating the xmlpserver WAR/WEB-INF/web.xml File

¢ Updating the xmlpserver WAR/WEB-INF/weblogic.xml File
e Updating the xmlp-server-config.xml File

¢ Updating the analytics META-INF/application.xml File

¢ Updating the instanceconfig.xml File

¢ Updating the bipublisher and analytics Applications in WebLogic Server

Updating the xmipserver META-INF/application.xml File
Update the context-root of the META-INF/application.xml file.

1. Unzip the xmlpserver.ear file.
2. Navigate to META-INF/application.xml under the xmlpserver WAR.

3. Update the context-root to match you new context. In this example the context
root is updated to /sales/xmlpserver:

<web>
<web- uri >xn pserver. war </ web- uri >
<cont ext - r oot >/ sal es/ xnl pserver</ cont ext - r oot >
</ web>

Updating the xmlpserver WAR/WEB-INF/web.xml File
Under the xmplserver WAR/WEB-INF folder, update the web.xml file.

1. Navigate to the WAR/WEB-INF/web.xml file.

2. Update the following parameter values in the file:

<init-paranp
<I-- This is the root webdir for the xm pserver application. Mdify this if
xm pserver.ear is not deployed to its standard |ocation. -->
<par am name>xni p- onl i ne- web-di r </ par am nane>
<par am val ue>/ sal es/ xm pserver </ par am val ue>
</init-paranp
<init-paranp
<I-- Path to the ServiceGateway SOAP end point. Mst likely this will be the
path for services deployed with Axis. -->
<par am name>ser vi ce- endpoi nt </ par am name>
<par am val ue>/ sal es/ xm pserver/servi ces/ Servi ceGat eway</ par am val ue>
</init-paranp
<init-param> <!-- Path to report service web directory. -->
<par am name>web- di r </ par am name>
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<par am val ue>/ sal es/ xm pserver/report _service</ param val ue>
</init-paranp

Updating the xmipserver WAR/WEB-INF/weblogic.xml File
Under the xmplserver WAR/WEB-INF folder, update the weblogic.xml file.

1. Navigate to the WAR/WEB-INF/weblogic.xml file.

2. Update the cookie-path and context-root in the file:

<w s: sessi on- descri ptor>
<w s: cooki e- pat h>/ sal es/ xm pserver</w s: cooki e- pat h>
</ w s: sessi on-descri pt or>
<w s: cont ext - r oot >sal es/ xm pserver</w s: cont ext - r oot >

Updating the xmlp-server-config.xml File

Update an element in the xmlp-server-config.xml file.

1. Navigate to:

O acl e_Hone/ user _proj ect s/ domai ns/ bi / bi dat a/ conponent s/
bi publ i sher/repository/ Adm n/ Confi guration/ xnl p-server-
config.xm

2. Update the following element in the file:

<property nane="SAW URL_ SUFFI X" val ue="sal es/ anal yti cs/
saw.dl | "/ >

Updating the analytics META-INF/application.xml File

Update the elements in the file to match your context-root.
1. Unzip the analytics.ear file.
2. Navigate to the META-INF/application.xml file.

3. Update the following elements to match your context-root:

<di spl ay- name>anal yti cs</ di spl ay- name>
<modul e>
<web>
<web- uri>anal ytics. war </ web-uri>
<cont ext - r oot >sal es/ anal yti cs</ cont ext - r oot >
</ web>
</ modul e>
<modul e>
<web>
<web- uri>anal ytics-ws. war </ web-uri >
<cont ext - r oot >sal es/ anal yti cs-ws</ cont ext - r oot >
</ web>
</ modul e>
<modul e>
<web>
<web- uri>anal ytics. war </ web-uri>
<cont ext - r oot >sal es/ anal yti cs- bi - adf </ cont ext - r oot >
</ web>
</ modul e>
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Updating the instanceconfig.xml File

Update the instanceconfig.xml file.

1. Navigate to the instanceconfig.xml located at

[ ORACLE | NSTANCE] \ confi g
\ Or acl eBl Present ati onSer vi cesConponent
\ coreapplication_obi psl\instanceconfig. xn

2. Update the <ServerBasedURL> and <WebURL> elements under
<AdvancedReporting> in the file:

<AdvancedReporting>

<Server BaseURL>/ sal es/ xn pserver </ Ser ver BaseURL>
<WebURL>/ sal es/ xm pser ver </ WebURL>

</ AdvancedReporti ng>

Updating the bipublisher and analytics Applications in WebLogic Server

Update the bipublisher and analytics applications in the Oracle WebLogic Server
Administration Console.

1. Repackage the xmplserver.ear file.

2. Repackage the analytics.ear file.

3. Open your Oracle WebLogic Server Administration Console.

4. In the Change Center of the Administration Console, click Lock & Edit.

5. In the left pane of the Console, select Deployments. A table in the right pane
displays all deployed Enterprise Applications and Application Modules.

6. In the table, select the bipublisher application.

7. Click Update.

8. Click Finish (do not change the source path).

9. Repeat Step 6 through Step 8 for the analytics application.

10. In the Change Center of the Administration Console, click Activate Changes and
then click Release Configuration.
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